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What is Enterprise Architecture? – OMB A-130 Definition

Enterprise architecture is the explicit description and documentation of the current and desired relationships among program/business and management processes and information technology.  It describes the “current architecture” and “target architecture” to include the rules and standards and systems life cycle information to optimize and maintain the environment which the agency wishes to create and maintain by managing its information technology portfolio.  The enterprise architecture must also provide a strategy that will enable the agency to support its current state and also act as the roadmap for transition to its target environment.  These transition processes will include an agency’s capital planning and investment control processes, agency Enterprise Architecture planning processes, and agency systems life cycle methodologies.  

The Enterprise Architecture will define principles and goals and set direction on such issues as the promotion of interoperability, open systems, public access, compliance with Government Paperwork Elimination Act, end-user satisfaction, and information technology security.  The agency must support the Enterprise Architecture with a complete inventory of agency information resources, including personnel, equipment, and funds devoted to information resources management and information technology, at an appropriate level of detail.  Agencies must implement the Enterprise Architecture consistent with the following principles: 

(i)
Develop information systems that facilitate interoperability, application portability, and scalability of electronic applications across networks of heterogeneous hardware, software, and telecommunications platforms; 

(ii)
Meet information technology needs through cost effective intra-agency and interagency sharing, before acquiring new information technology resources; and 

(iii)
Establish a level of security for all information systems that is commensurate to the risk and magnitude of the harm resulting from the loss, misuse, unauthorized access to, or modification of the information stored or flowing through these systems.

Table of Contents

61.
Financial Management Enterprise Architecture Governance in DoD


61.1.
Introduction


61.2.
Definition of Governance


71.3.
Applicability


71.4.
Overview of FMMP FMEA Governance


82.
Governance Roles and Responsibilities


82.1.
The Executive Board


92.2.
The Steering Committee


92.3.
Business Modernization and Systems Integration (BMSI)


92.4.
Domain Owners


102.5.
The Financial Management Modernization Program Working Group (FMMPWG)


102.6.
The CIO Advisory Council


102.7.
Lead Agents


112.8.
BMSI Chief Architect


112.9.
Investment Review Board


112.10.
Configuration Control Board


113.
FMMP’s Information Technology Investment Planning Process


113.1.
Process Overview


123.2.
Select


133.3.
Control


183.4.
Evaluate


214.

Integrating FMMP’s Governance with DoD’s Joint Capabilities Integration and            Development System, Acquisition Management, and Planning, Programming, and Budgeting Systems


214.1.
Planning, Programming and Budgeting System


224.2.
Defense Acquisition System


224.3.
Joint Capabilities Integration & Development System





1.
Financial Management Enterprise Architecture Governance in DoD 

1.1. Introduction 

This document presents an overview of the structures (i.e., organization) and processes (i.e., activities) of overall Financial Management Modernization Program (FMMP). governance of the Department’s business transformation which is described and documented by the Financial Management Enterprise Architecture (FMEA). The roles and responsibilities of the program’s Chief Architect are described as well as how FMMP’s Governance processes follow the Information Technology Investment Management (ITIM) mandate and are integrated with DoD’s planning and execution and project approval processes. This document is a work in progress and does not represent the entire government strategy.  We believe that it provides sufficient detail to support resource planning. Many details of the government’s process, roles, and responsibilities are still being developed.

1.2. Definition of Governance 

Governance is the basis for creating processes and procedures needed to answer the following three questions:

1. How do I manage architecture?

2. How do I manage pilots?

3. How do I manage investment?

For the FMMP program these are eleven principles of Governance that are to be used as the basis for decision making at all levels within the transition process. They describe a hierarchical structure where the business owner is responsible for need and Business Modernization and Systems Integration (BMSI) controls the integration process to ensure that the FMEA architecture and goals are adhered to while minimizing investment risk. It is imperative that in as complex an undertaking as FMMP, everyone involved is prepared to put their own interests aside and fully cooperate with each other for the benefit of the entire Department.  The principles are:

1. There will be a vision and mission statement and a clear definition of success integrated for the transformation BMMP
2. Manage with a single integrated hierarchical structure responsible for the guidance and oversight of the transformation effort

3. Thresholds and criteria shall enable and ensure that decisions are made at the lowest appropriate levels of the hierarchical structure.

4. Business owners are the drivers of requirements and capabilities

5. Integrate to the fullest extent with existing government structures and processes

6. FMMP will function as the focal point to ensure analysis, cooperation and integration throughout the Department

7. Establish criteria to select, evaluate and control architectural development and implementation investment

8. Government must manage the risks in software development and interface management

9. Establish procedures for continual evaluation and progress reviews

10. Monitor and evaluate the status of the modernization effort to maintain alignment with the Department goals.

11. Ensure that the modernization effort maintains alignment with strategic goals 

1.3. Applicability
The governance structure applies to all organizations and activities engaged in investment decisions related to the implementation of FMEA throughout the Department. Performance measures and metrics will be developed and assessed to track the progress and costs associated with implementation efforts such as:

1. business process transformations

2. Modification of existing applications

3. Upgrades to infrastructure and networks

4. Adjustments to on-going acquisitions

5. new acquisitions

6. outsourcing of government functions

1.4. Overview of FMMP FMEA Governance 

The FMMP Governance Structure is comprised of five levels from oversight implementation all of which have pivotal roles in ensuring that the Department’s business transformation effort remains compliant with FMEA. These components are 

1. Executive Board

2. Steering Committee

3. Business Modernization and Systems Integration (BMSI)

4. Domain Owners

5. Lead Agents

In addition, the FMMP Working Group and the CIO Advisory Council assist BMSI in preparing and presenting items for decision by the Steering Committee and Executive Board.  Figure 1 outlines the organizational structure of the FMMP Governance Concept (Lead Agents are not depicted).
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Figure 1.  FMMP’s Governance Framework (i.e., Structures and Processes)

2. Governance Roles and Responsibilities

The Governance Structure is designed to leverage DoD’s current organizational strengths by keeping responsibilities with the owners of the primary business areas while providing a vehicle for efficient execution, guidance, and oversight of business transformation and compliance activities. The mechanisms by which compliance with the FMEA will be measured are comprehensive and complete.  Integrity of the architecture and leadership’s commitment to compliance are central to a successful transition.

2.1. The Executive Board 

The Executive Board is currently comprised of the USD(C)/CFO (Chair), DoD CIO, USD (AT&L), USD (P&R), Under Sec Army, Under Sec Navy, Under Sec AF. This Board will serve as the top level senior governing body with the primary functions of providing strategic guidance and policy reform.  The Executive Board will meet at least once per year to provide oversight and resolve issues that were passed up from the Steering Committee.  It is recommended that the Chief Architect be considered for a seat on the Executive Board to provide insights and promote rapid resolution to issues as they arise.

2.2. The Steering Committee

The Steering Committee is the second level senior governing body.  The Steering Committee’s main function is to provide executive oversight of the development and the execution of the FMEA, the enterprise data strategy, and the transition plan.  The Steering Committee is currently composed of the PDUSD(C) (Chair), DoD/CIO, PDUSD (AT&L), PDUSD (P&R), DUSD (L&MR), Director  (PA&E), ASA(FM&C),ASA AT&L), ASN(E) ASN(IE), ASN(RD&A), ASAF(FM&C), ASAF(Acq), AFDCS(I&L), Special Assist to SECDEF.

The program would benefit from asking senior CIO’s of large commercial organizations who oversee the modernization of complex IT infrastructures offer advice, insights and lessons learned to the committee.


2.3. Business Modernization and Systems Integration (BMSI)



Business Modernization and Systems Integration serves as the primary integration point to keep the Department’s business transformation aligned with FMEA. BMSI will provide executive oversight and guidance to the transformation and serve as the enterprise integrator of the Department’s business transformation execution activities.  BMSI maintains configuration control of FMEA, and will partner with Domain Owners to transform each domain under the enterprise-wide direction and guidance.  BMSI will work with Domain Owners to identify and resolve inter-Domain issues. As depicted in Figure 1, BMSI will bring together the FMMP Working Group and the CIO Advisory Council to help guide the efforts.  BMSI is responsible for developing and maintaining a management process to bring DoD’s business processes and information systems into compliance with FMEA. 

2.4. Domain Owners 

The Governance Structure has seven Domain Owners whose domains include all major business areas within the DoD.  The seven domains are:

1. USD ( C ) /CFO Component FMs/ Lead Agent- Collection, Accounts Recv & Cash Mgmt

2. USD ( C ) /CFO Component FMs/ Lead Agent – Programming Budget & Funds Control

3. USD(P&R) Component M&Rs/lead Agent HR Mgmt

4. USD(AT&L) Component Ils/Lead Agent  Real property and Environmental/Liabilites

5. USD (AT&L) Component Acq/Lead Agent Acquisition/Procurement

6. ASD(C3I/CIO Component CIOs/Lead Agent Technical Infrastructure 

7. USD(AT&L) Component Ils/Lead Agent Logistics

The Domain Owners will guide all execution activities within their Domains to ensure systems, information and investments are compliant with FMEA.  Domain Owners are also responsible for effective execution of the Department’s business and war-fighter support functions, key performance management tasks, reporting, and coordination of efforts within services/agencies.  Domain Owners are key to successful planning and execution of the transformation to FMEA compliance.

BMSI will work collaboratively with the Domain Owners to jointly define and distribute responsibility for each segment. The transition plan will identify segment ownership and stewardship for all segments, for many segments, implementation of that segment, and thus ownership, falls chiefly within a single domain. Where segments cross domains, stewardship will define the responsibility for the other domains who share implementation of the segment. Memorandums of Agreement (MOAs) will be established by BMSI to spell out how the “non-owning” Domain Owners will participate in implementation activities such as program management, design and development, funding and milestone decision support through the Defense Acquisition and PPBS, as well as assistance through the FMEA certification process.

2.5. The Financial Management Modernization Program Working Group (FMMPWG)

The Financial Management Modernization Program Working Group is chaired by the Director, BMSI. The FMMPWG provides functional advice and expertise for the DoD business processes. The members include representatives of OSD (PA&E), the Service FMs, OUSD (C), ASD(C3I), DFAS-Systems Integration, OSD(P&R), and OUSD(AT&L).  

2.6. The CIO Advisory Council (CIOWG)

The CIO Advisory Council is chaired by the Deputy, DoD CIO. The CIOWG provides technical advice and assistance in the areas of information technology and infrastructure in DoD. The members include representatives of The Service CIOs, DFAS CIO, and the DLA CIO.

2.7. Lead Agents 

Lead Agents are key to the successful implementation of the FMEA.  Every Domain Owner will designate appropriate Lead Agents to execute initiatives and compliance tasks.  Lead Agents are OSD, Service, and Agency personnel who normally lead acquisition efforts, write operational requirements, develop concepts, and maintain organizations, systems, and processes.  The Domain Owner will rely on existing Service and Agency expertise to execute appropriate portions of the transformation and compliance effort, and will use internal domain expertise for other portions.  Lead Agents will receive guidance and oversight by the Domain Owners, but remain within their assigned chains of command.

The precise rules and responsibilities for lead agents is being defined.

2.8. BMSI Chief Architect 

The BMSI Chief Architect (BMSICA) position is currently under discussion.  

2.9. Investment Review Board 

The membership and function of this entity is currently under review.

2.10. Configuration Control Board 

The function of this entity is current under review.

3. FMMP’s Information Technology Investment Planning Process

The FMMP Information Technology Investment Planning Process follows GAO’s Information Technology Investment Management (ITIM) framework and is compliant with the “Select/Control/Evaluate” approach to capital planning and investment control as outlined in OMB Circular A-130.  

3.1. Process Overview 

In the Select Phase, BMSI and the Domain Owners, screen and rank projects based upon the transition plan, the cost/benefit impact on critical path scheduling and the overall benefit of the project.  This will ultimately create an optimal prioritized portfolio of projects.

BMSI and the Domain Owners ensure that the projects come in on schedule and deliver the expected benefits. Control is maintained through frequent milestone reviews and corrective action taken as needed.

BMSI and the Domain Owners will Evaluate the success of each project based upon whether it delivered all of the expected benefits. Each project will require a signoff for architectural, functional and investment compliance as part of the signoff process.

The select/control/evaluate model has become a central tenet of the federal IT investment management approach. It provides a systematic method for agencies to minimize risks while maximizing the returns of IT investments. Figure 2 illustrates the central components of this model.
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The select/control/evaluate model also provides the key foundation for FMMP’s IT investment decision-making assessments. IT provides the method used for evaluating and assessing how well we select and manages our IT resources and to identify specific areas where improvements can be made. The following is a detailed description of the roles and responsibilities for each of the FMMP organizations involved in managing the transformation process.

3.2. Select 

Domain Owners are the drivers for the Department’s business transformation requirements. Through participation in the transition plan development, the initial selection of requirements will be embodied in the transition segments. After final delivery of the transition plan, Domain Owners will initiate the Select Phase of investment management. Domain Owners will select the projects that will effectively implement the initial requirements that will be segmented, prioritized and delivered by the transition plan.  Domain Owners will perform a number of actions to propose architecture refinements, decomposition of segment requirements, and verification of transition plan results. 

3.2.1. Steering Committee

· Provide executive oversight of FMEA, enterprise data strategy, and transition plan development

· Incentivize Domain Owners to develop supporting architectures

· Resolve Issues

· Provide strategic direction for transition priorities

· Provide Strategic direction to Department business change managers

· Approve guidance and governance framework

· Develop appropriate policy and issue policy decisions

3.2.2. BMSI 

· Build and maintain FMEA and GIG compliant architecture products, enterprise data strategy and transition plan.  Establish processes for collecting FMEA information from domain architectures to update, enhance, and extend the architecture.  Establish processes for orderly input of updated information to the FMEA maintenance activities

· Support development of supporting architecture

· Provide support to Domain Owners on completion of their architectures

3.2.3. Domain Owners 

· Build FMEA and GIG compliant architecture products, data strategy and transition plans that are representative of the domain and consistent with the FMEA, strategy and plans.  

· Update architecture, strategies and plans as needed

· Identify and incorporate Leading Practices

3.2.4. Lead Agents

· Build FMEA and GIG compliant architecture products, data strategy and transition plans that are representative of the domain and consistent with the FMEA, strategy and plans.  

· Update products, strategies and plans as needed.

· Provide cost estimates and business case analyses to support transition plan updates

· Identify and incorporate Leading Practices

3.3. Control

During the control phase FMMP ensures that, as projects develop and as investment costs rise, the project is continuing to meet mission needs at the expected levels of cost and risk. If the project is not meeting expectations or if problems have arisen, steps are quickly taken to address the deficiencies. BMSI clearly has the most significant role in this phase.  Their decisions are presented to the Domain owners and to the Steering Committee for any necessary approvals.

Domain Owners will need extensive knowledge of all domain initiatives to execute the transformation in accordance with enterprise-level direction.  Each Domain Owner will review each initiative annually and advise the Lead Agent regarding any changes to the initiative that are required to comply with FMEA as well as with domain and enterprise-wide direction.  Major factors to be monitored include the initiative’s budget; budget execution; plans and purpose; compliance with the architecture, data strategy, and transition plans; scorecard metrics; legacy system phase-out; domain capability requirements; shortfalls; etc.  Through coordination with Domain Owners throughout the portfolio review process, BMSI will be able to support and develop recommendations and execute changes to POM/BES submissions and budget appropriations, as required, to enforce compliance.  
3.3.1. Steering Committee

· Ensure enterprise portfolios are appropriately managed

· Provide executive level oversight of domain portfolio management

· Review domain budget and ensure funds are appropriately allocated to meet domain and enterprise objectives

· Review program plans and execution and withhold funds from non-compliant programs

· Review existing systems and ensure currency of transition plans.  Withhold funds from non-compliant systems.

· Resolve conflicting compliance positions

· Incentivize participation in compliance activity

· Approve MOAs / Charters between Domain Owners and BMSI

· Review MOAs/Charters between Domain Owners and Lead Agents

3.3.2. BMSI 

· Establish enterprise transition prioritization and resourcing framework

· Monitor enterprise change management efforts

· Assist Domain Owners 

· Coordinate Domain Owner Participation


· Support and monitor execution of DoD business process management framework as outlined in the MOAs / Charters


· Support the Domain Owners in developing processes for managing domain portfolios

· Create and execute process for DoD architecture (s) to demonstrate compliance with FMEA

· Create FMEA compliance processes within existing DoD processes for acquisition (to include provisions within ADMs) resourcing, and generating requirements


· Acquire FMEA compliance assessment tools (if available

· Update compliance processes as necessary

· Guide Execution Activities  

· Establish execution framework

· Testing (including engagement in independent 3rd party testing and use of standard test scripts)

· Modeling & Simulation “test bed” 

· Joint Tests (similar to ABCS approach)

· Competition Management

· Cost Analysis

· Requirements Management

· Performance Measurement (standard metrics)

· Oversight

· Risk Management

· Schedule Mgmt and Coordination

· Resource Allocation

· Sustainment Planning

· Selection of compliance tools 

· Approve tailoring of (or relief from) execution guidance and Support Pilots/Follow-ons


· Provide compliance assistance

· Perform high-level AoA

· Provide an avenue to expedite execution activities

3.3.3. Domain Owners 

· Manage and represent domain needs and priorities during development of enterprise  transition priorities and resourcing 

· Develop and implement Change Management and Communications programs to institutionalize transformed processes

· Develop appropriate agreements (such as MOAs or charters) to establish roles and responsibilities within the domain and to execute the guidance and governance process

· Designate Service and Agency Lead Agents and define their authority.

· Coordinate Service and Agency participation in domain governance and transformation

· Review domain portfolio and enforce compliance with architecture, data strategy and transition plans

· Review domain budget and ensure funds are appropriately allocated to meet domain and enterprise objectives

· Review program plans and execution and withhold funds from non-compliant programs

· Review legacy systems and ensure currency of transition plans.  Withhold funds from non-compliant systems

· Develop scorecard metrics

· Acquire (or use existing) FMEA compliance assessment tools (if available) to support domain reviews

· Guide Execution Activities


· Develop activity guidance

· Acquire coordination tools


· Conduct coordination activities

· Establish execution guidance strategy


· Comply with, or seek relief from, applicable acquisition regulations and statutes

· Deliver best / leading practices

· Establish performance measures to track execution
· Support Pilots/Follow-ons

· Perform high level analyses of alternatives
· Provide compliance assistance

· Write (or support writing) CJCSI 3170-series documents, as appropriate
· Provide an avenue to expedite execution activities

3.3.4. Lead Agents

· Execute transition priorities IAW resourcing plans

· Develop detailed change management plans that implement enterprise and domain needs
· Meet the requirements outlined in MOA / Charter and other policies and guidance  

· Participate in domain portfolio reviews

· Demonstrate architecture, data strategy, and transition planning compliance to Domain Owner and BMSI
· Demonstrate acquisition process compliance to Domain Owner and MDA

· Demonstrate compliance with BMSI and Domain Owner guidance
· Develop scorecard metrics

· Execute Guidance

· Identify guidance issues to BMSI and Domain Owner 
· Implement BMSI guidance via Domain Owner

· Write MNS, CRD, and/or ORD, as appropriate

· Accomplish acquisition planning and analysis

· Request compliance assistance

· Execute pilots and Follow-ons

· Request domain and  / or BMSI assistant  (if required) via Domain Owner
· Develop funding requirements based on

· Identified need for new system or change to system
· Changes required to fit architecture

· Develop Business/Economic case
· Develop spend plans

· Obligate and expend funds in accordance with the spend plans

· Report obligation and expenditure data

· Propose  business process changes to Domain Owner
· Identify impact to Architecture 

· If Architecture changes are required-coordinate with Domain Owner and BMSI 
· Develop business/economic case

· Develop/update implementation plan

· Develop budget requirements and present to Domain Owner
· Execute implementation plan

· Report implementation progress to Domain Owner

· Determine if existing FMEA compliant systems available to support mission need.

· Identify required functionality within FMEA of additional requirements, if not in FMEA:

· Identify new system requirements

· Identify business requirements to Architecture 
· If Architecture changes are required-coordinate with Domain Owner and BMSI 
· Develop business/economic case

· Develop/update implementation plan

· Develop budget requirements

3.4. Evaluate

Lastly, during the evaluation phase, actual versus expected results are compared once projects have been fully implemented. This is done to assess the project’s impact on mission performance, identify any changes or modifications to the project that may be needed, and revise the investment management process based on lessons learned. In this phase the Domain owners have lead role supported by BMSI and the Steering Committee.

3.4.1. Steering Committee

· Interface with the Information Technology Acquisition Board (ITAB) as appropriate for ACAT IA programs
· Performance Measurement 

· Resolve issues

· Provide executive level oversight of business transformation performance

3.4.2. BMSI 

· Review Acquisition Strategy

· Review RFI/SOW/RFP

· Validate business/economic case
· Review implementation plan

· Review budget requirements and proposed funding levels

· Support oversight through Integrated Product Team structure established under the DoD 5000-series
· Validate system change request for consistency with FMEA and Transition Plan

· If Architecture changes are required-BMSI approves and  integrates system change request  into FMEA and transition plan (CCB)
· Validate business/economic case

· Review budget requirements and proposed funding levels
· Review implementation progress

· Review system phase-out criteria

· Review recommended phase-out candidates

· Integrate architecture change  into FMEA and transition plan 

· Review phase-out progress

· Review and Validate architecture change 
3.4.3. Domain Owners 

· Review reports of measures, metrics, test results
· Approve acquisition strategy

· Approve RFI/SOW/RFP

· Review evaluation criteria

· Approve business/economic case
· Approve implementation plan

· Approve budget requirements

· Support oversight through Integrated Product Team structure established under the DoD 5000-series
· Review and approve system change request

· Review request for impact to Architecture

· If Architecture changes are required-coordinate with BMSI 

· In coordination with BMSI, integrate system change into FMEA and transition plan 
· Approve business/economic case

· Approve implementation plan

· Approve budget requirements

· Review implementation progress 

· Monitor domain-wide participation

· Review and approve system phase-out criteria
· Approve recommended phase-out candidates

· In coordination with BMSI, integrate architecture change  into FMEA and transition plan 
· Review phase-out progress and redirect as appropriate

· Review and approve architecture change request
· Approve business / economic case

· Approve architecture products 

· In coordination with BMSI, integrate architecture change into FMEA and transition plan 
· Review implementation progress 

· Monitor domain-wide participation
· Approve change management plan

· Approve communication plan

· Ensure consistency with Enterprise and Domain plans
· Approve implementation plan

· Approve budget requirements
· Monitor execution

· Review and approve performance measures for assessing initiative progress
· Review reports of measures, metrics, test results

· Take corrective action as necessary
3.4.4. Lead Agents

· Review reports of measures, metrics, test results
· Develop acquisition strategy

· Develop RFI/SOW/RFP

· Develop evaluation criteria
· Award Contract

· Update budget requirements

· Identify system change request

· Identify impact to Architecture, if any 

· If Architecture changes are required-coordinate with Domain Owner and BMSI 
· Develop business/economic case 
· Develop/update implementation plans
· Execute implementation plan

· Report implementation progress

· Develop legacy system phase-out review criteria
· Review systems

· Assess system phase-outs against architecture and transition plan 
· Execute phase-out plan
· Identify need for architecture change

· Develop business/ economic case for change
· Develop new architecture products

· Assess impact to FMEA and transition plans 
· Develop budget requirements

· Execute implementation plan

· Report implementation progress

· Develop change management plan
· Develop communication plan

· Ensure consistency with Enterprise and Domain plans
· Recommend performance measures for assessing initiative progress
· Report measures, metrics, test results
4. Integrating FMMP’s Governance with DoD’s Joint Capabilities Integration and Development System, Acquisition Management, and Planning, Programming, and Budgeting Systems

A guiding principle of FMMP governance is to integrate with the existing execution systems (capabilities, acquisition, and budget). This will prevent duplication of efforts and minimize the burden on project and program managers. The FMMP governance process will maintain alignment with the Departments capabilities development and acquisition systems as they are transitioned to incorporate lessons learned and best practices. 

Specific details regarding existing DoD processes are still under development.

4.1. Planning, Programming and Budgeting System 

The Governance process outlined in this section is an integrated, collaborative process, based on top-level strategic direction, to guide development of new capabilities.  Change recommendations and initiatives are developed and evaluated in consideration of how to optimize the Department’s ability to operate as an integrated force.  Domain Owners will work through BMSI, the Steering Committee and Executive Board to provide inputs to the Defense Planning Guidance (DPG) under OUSD(C) signature.  The DPG, issued by the Secretary of Defense, guides all Department of Defense participation in the Planning, Programming and Budgeting System (PPBS).

Additional guidance may be given to specific individual initiatives to ensure compliance with FMEA and implementation guidance.  If Service Program Objective Memorandums (POM)/Budget Estimate Submission (BES) submissions are not consistent with the DPG and FMMP guidance, the Domain Owner will pursue program adjustments through issuance of Program Budget Decisions (PBDs), and may withhold funding in the year of execution.
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4.2. Defense Acquisition System 

Initiatives that result in acquisition activities are subject to statutes, policies, and regulations guiding the execution of acquisition activities.  Integration with the acquisition system is being developed.  The specific processes will be aligned with the new DoD 5000 documents when they are officially 

4.3. Joint Capabilities Integration & Development System

The Chairman of the Joint Chiefs of Staff is in the process of revising DoDs capabilities development system. As a part of this revision, The joint staff is considering the establishment of Functional Capabilities Boards (FCBs). FCBs are permanent bodies that are responsible for the organization, analysis, and prioritization of joint warfighting capabilities requirements within an assigned mission or functional area.
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Figure 2‑1 Functional Capabilities Board Process

FMMP’s relationship to the warfighters and its role in the capabilities development process is currently under discussion. The Roles and Responsibilities outlined for BMSI directly correspond to those described in CJCSI 3170.01C for the FCB. 
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Figure 2. The Select/Control/Evaluate Approach











�  Office of Management and Budget, OMB Circular No. A-130, November 30, 2000. � HYPERLINK "http://www.whitehouse.gov/omb/circulars/a130/a130trans4.html" ��http://www.whitehouse.gov/omb/circulars/a130/a130trans4.html�
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