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Mr. Chairman, members of the committee, thank you for the opportunity to appear before you today to talk about the interaction between the science and technology (S&T) program of the Department of Defense (DoD) and the force protection needs of the Military Services.  A key S&T objective is to support the Services’ force protection requirements in the Global War on Terrorism (GWOT) and to continue to support the transformation of the DoD.  
The events of the past three and one half years have demonstrated the need for an S&T program that is both responsive to near term operational needs and concurrently focused on longer term challenges.  Nowhere is this more dramatically demonstrated than in the mission area of force protection where we face a dynamic, constantly adapting enemy whose reaction to our fielding of a new capability is to immediately probe for another area of perceived weakness in which to engage us.   The dynamic nature of this cycle of action/counter-action requires we continually strive to derive new capabilities from our S&T programs, as well as attempt to anticipate future capabilities needs.  The DoD Combating Terrorism Technology Task Force (CTTTF) has been structured to achieve this singular objective.  

As the Chairman of the CTTTF, I report to the Director of Defense Research and Engineering (DDR&E), who serves as Department’s Chief Technology Officer.  The current DDR&E, Dr. Ronald Sega, has established five priorities.  These priorities are focused to facilitate the Secretary of Defense’s goals.  They include:

1. Integrate DoD S&T and focus on transformation
2. Enhance technology transition
3. Address the national security science and technology workforce
4. Expand outreach to the combatant commands and intelligence community
5. Accelerate technical support to the war on terrorism

My day-to-day work and longer term objectives support DDR&E goals number two, four and five.  My focus for this discussion is goal number five, accelerating technical support to the war on terrorism.  The CTTTF is actively engaged with a range of organizations, including the Department’s S&T community, Defense Agencies, laboratories from other federal departments including the Departments of Energy and Homeland Security, the Technical Support Working Group (TSWG), Federally Funded Research Development Centers (FFRDCs), industrial associations, academia and industry.  The CTTTF has attempted to understand the levels and focus areas of S&T investments relevant to force protection and the GWOT, understand the maturity level of that investment, and to evaluate the potential of that investment to support our force protection needs.  

The original CTTTF model was conceived within a week of the attacks of September 11, 2001, when the Department established CTTTF.  The Task Force is comprised of S&T senior leaders from all DoD Components, flag-level officers from the Joint Staff and selected Combatant Commands, the Central Intelligence Agency, the Department of Energy, and now the Department of Homeland Security.  The Task Force is currently in its third major phase of operation.  The first phase accelerated technologies for homeland defense and the initial war in Afghanistan.  The second phase delivered technology in support of the war in Afghanistan and Iraq.  The current third phase is identifying and accelerating technology for deployed force protection.  

Phase I in the Fall of 2001 resulted in such capabilities as the BLU-118B (thermobaric weapon) with applications to caves and tunnels, a backscatter gamma ray system to inspect cargo in closed containers, and a nuclear quadripole resonance system that can detect small quantities of explosives.  We also sponsored a rapid study to determine radiation levels needed to kill anthrax spores—knowledge that supported the detailed response to the anthrax attacks of 2001.  

In Phase II, the CTTTF reacted to a broad set of operational issues that emerged leading up to and including support for Operation Iraqi Freedom.  Technologies were accelerated to fielding for several specialized, unique weapons which focused on specific, anticipated threats.  Notable among these was the AGM-114N Thermobaric Hellfire which built upon previous efforts supported by the CTTTF in development of thermobaric weapons which were employed in Afghanistan in Operation Enduring Freedom.  The CTTTF sponsored the Passive Attack Weapon to rapidly transition an Advanced Technology Development prototype program to production, fielding 230 weapons in 160 days.  This effort included weapons production, development of operational tactics, delivery aircraft certification, field testing, certification, and deployment.
In the current Phase III, the Task Force’s focus has been directed at Operation Iraqi Freedom force protection capabilities.  While specific details on programs are classified, actions are underway to mitigate effects stemming from terrorist use of weapons such as Improvised Explosive Devices (IEDs), mortars, and rocket propelled grenades.  The key focus is on detection and defeat of IEDs; predictive analysis capabilities; intelligence; surveillance and reconnaissance; and countering the IED kill chain. 

Working with Combatant Commanders and the Military Services to understand the broad range of force protection needs, the CTTTF has established a process for coordination with both S&T and intelligence community organizations interacting with the Combatant Commanders and the Military Services.  A primary venue for this process is a weekly video teleconference (VTC) sponsored by CTTTF and the Joint Chiefs of Staff.  During this weekly forum, we discuss the latest threats and trends, the status of various technology development programs, and potential areas for future focus.  These VTCs have served to foster a continuing dialogue and provide the S&T community with some insights into both the operational threats and the challenges of transitioning a new technology from the laboratory to an operational system.  

Recognizing the need to evaluate new force protection systems and related technologies within a representative environment, the CTTTF sponsored establishment of a research development test and evaluation (RDT&E) site at the Yuma Proving Grounds in Yuma, Arizona.  This site consists of over 11 miles of roads, road interchanges, buildings and other features found within a normal rural environment.  The environment at the test site is a desert climate.  The purpose of the test site is to evaluate new technologies and provide recommendations on the potential of the system or technologies under evaluation.  The test site has been a valuable resource for gathering data and evaluating new prototypes developed by the scientific community while enabling the warfighter to assess its military utility.
The CTTTF has examined and fielded a range of potential capabilities that include intelligence products, surveillance and reconnaissance capabilities, various detection capabilities, and capabilities to identify and neutralize threats.  We have derived systems for evaluation and fielding from a diverse set of organizations, including the Military Services and laboratories, throughout the federal government.  Notably, we have been successful in taking advantage of the Department’s existing technology transition programs.  For example, CTTTF has funded and supported the accelerated transition and fielding of several programs from the Advanced Concept Technology Demonstration (ACTD) program.

In July 2004, the Deputy Secretary of Defense established the Joint Improvised Explosive Device Defeat Integrated Product Team (JIED IPT) and designated the Army as the lead.  The IPT was established in response to the Commander of Central Command’s request for a focused effort to counter the IED threat, principally within Iraq.  As an active partner, CTTTF supports the IPT in several on-going efforts.  CTTTF participates in a range of activities from evaluation of technology proposals to the development and testing of prototype systems for IEDs.  These activities have successfully led to a number of systems transitioned to the JIED IPT for follow-on production and fielding.  

As I noted earlier, the adaptability of the enemy in Iraq has been a significant technical challenge.  On a number of occasions we have fielded a credible counter to an enemy threat and it is not uncommon to see the enemy very quickly adapt and adjust to our new capability.  This in turn requires that we continually evaluate the utility of our systems and make timely adjustments which will anticipate enemy adaptation tactics.  
For many years we have discussed the challenge of facing an adaptive enemy.  In Iraq we have encountered a very adaptive foe.  To be responsive to this type of threat we must ensure that our S&T investments reflect a balance of funding to support near term technology transition and longer term investments in the basic sciences and disciplines which develop new capabilities.  This type of rapid turnaround requires flexibility in funding, system evaluation and fielding of new capabilities.  As CTTTF looks ahead to the future, we are focusing our S&T transition strategy to address important force protection and counter terrorism needs.  
Conclusion  

The CTTTF will continue to serve as a conduit for matching the identification of new challenges in the GWOT with available technologies developed by the DoD through commercial sources and with other departments of the federal government.  A key element of this effort is the need to have in-place a process and funding to quickly identify and field, in militarily significant numbers, a series of new capabilities.  The nature of the current operations indicates that the opponents, while often using low technology weapons, are very adaptive.  We need the processes and flexibilities to anticipate, respond to, predict, and mitigate their adaptation cycles if we are to be successful in this long-term struggle.  The CTTTF continues to provide a valuable forum to examine the technology alternatives to address immediate operational needs to support the GWOT.  

Thank you for the opportunity to come before you today to discuss our progress.  We appreciate the support the House Appropriations Subcommittee on Defense has provided to the Department’s S&T program.
