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The Departmentof Defense @es huge challenges in effectively mnaging
its diverse operations as it downsizes its forces and activities. It has
shady made.n?ductionsto its force structure, and more are plsnned. At
thesame time,&imming operationalsupport costs by designing more
efficient work proc- integratingessential data systems, and
automatingmoreprogmm and adminMm tive operations is essential to
achievingproductivity gains. To help meet this challenge, Defensebegan
its Corporate InformationManagement(cm] initiativein October 1989.

CMentails a @or effo~ to improve Defense operations and. .
dmmm@dve support by streamhningbusiness processes, upgrading
information systems, and improving data admin&m tion andother
technicalareas.Theinitiativeencompasses all Defense functional areas
including Command and Contiol, Ffnance, MaterialManagement
Distribution Procurement and HumanResources. The Department
spends a reported $88biion annuallyon these activities and ednated in
1991that it would be able to save billions through implementation of CIM.1

Based on your January26, 1994,request and discussions with your office,
we evaluatedDefense’s efforts in implementingthe cm initiative.This
report provides an overview of our assessment oftheDepartment’s
p~ in i.mp~~ business Proces=s and information systems and
identilks problems thatmust be addressed for the initiativeto succeed. In
addition this report is one of several responding to your request thatwe
review key Defense efforts supporting em implementation. A list ofrelated
reports is presented at the tmdof this report.

Results inBrief
Defense’s efforts to reengineer its business processes, standardizeand
integrate&i@ and improve its information systems under cm have yielded
mixed results to date. Over the past 4 years, Defense has had some
i3ucces5in implementingcm in certain functional areas, such as

‘We reported in1991that although some Ievel of savings may be possible, Def@m?e’sestimdd
$2.2 MIMrIs8vings was not supported by any data or umdysis Defense ADP Corporate Information

E@irn@s Are Not Supported (GAWM’I’EC.91-18, February 22, 1991).
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Distributionand Heikh Affairs, but in other areas gains have been
m=?3@.

Defense also does not know how much it has spent on cm. While the
Departmenthas reported spending over $9 billion annuallyon automated
dataprocessing costs, the portion attributable to crMis difhdt tQiden.@
because most implementation efforts have not been tided or tracked
centrally.Ins@@ funds are spent through a widely diveme set of activities
and budgets. M@or investments in reengineemd processes and systems
should be made based on assessments of costs and benefits; the
Departmentneeds to collect reliable cost informatio~ complete functional
econorrdc analyses, and conduct post-audits to ensure wise
decisionmaking.

Implementingsweeping management reforms such as the cm initiativeis
an extremely difficult endeavor. However, Defense must significantlyalter
its managementapproach in order for cm to have any chance to fuIly
succeed. First, Defense must develop a cohesive, complete strategic pkm
for cm, one that clearly provides goals, objectives, responsibilities, snd
milestones and provides performance measures to assess progress.
Withouta well-articulatedplan Defense’s em efforts will continue to be
fragmented and uneven. Moreover, confusion and misundemtandingabout
what is to be achieved W linger and furthererode the credibility of the
effort.

Second, Defense’s implementation approach should shift more effort to
reengineeringbusiness processes and systems, ratherthan devoting the
@ori@ ofitsattentiontomakingshort-termeffortstostandardize
systems.Whileboth are irnportax%most productivity gainswill come from
reengimwing processes and information systems and integratingthem
across functional lines. Because littlework has beendone @reengineer
processes, gains have been minimal, and Defense is atriskofmerely
automatingexisting inefficient processes.

Finally,Defense has not operated CMin a mannerto ensure continuous
top managementcommitment and gamer support among critical mid-level
=em. TO ds@ CIMhasbeen perceived as a lower priority in Defense
thanits importance warrants,and actions necessaxy to achieve progress
have been difiicult to effect. Without greater support ikom all management
levels cm cannot produce mwmingfd culturalsndtechnkalchangeand
achieve its goals. In addition, without adequate authorityto direct
resources to priority needs and departmentwide goals, managerscannot
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effectively implement cm. Also, Defense does not have a Chief Information
Officer who would support tQpDefense rnanagemin accomplishing cmts
objectives.

Background To meet the goal of operating more efficiently, the DeputySecretary of
Defense laid the foundation for cm in October 1989by forming an
Executive Level Group (m) of high-levelindustryandDefenseofficials.
ThisgroupwasconvenedtoevaluateDefensebusiness practices and
suggest an overall direction fortheDepartment.ltnotedthatDefensehas
traditionallyviewedinformationmanagementasmerelyautomating
existingbusinessprocessesinordertocutcosts.

Thew observed thatwhen new technology was applied, the benefits
often did not materialize.This was principally because little effort was
made to fin%improve processes. The ELGrecommended that the
Departmentadopt a managementphilosophy that emphasizes improving
business methods before identifyingspecific computing and
communications technologies.

The Departmentendomed the ELG’s recommended approach and formally
established CI.M.The initiativeis intended to be primarilya topdown effort
to simplify and improve functional processes by (1) documenting business
goals, methods, and performance measures, (2) identifyingand developing
improved tmsiness processes and data requirements,and (3) evaluating
and applyinginformation technology to support these improved business
processes. ConceptuaUy,cm emphasizes continuous improvement of
business methods and incremental gains through the use of techniques
such as best practices. In additiop managementalso adopted a strategyto
achieve short-termbenefits. Under this “migration”strate&, Defense is
selecting its best exMing or “legacy” systems to effect immediate cost
savings and standardizationto pave the way for moving to the eventual
“target” systems.

In January1991,the Deputy Secretaq of Defense approved a cm
implementation plan developed by the OiTweof the Assis@nt Secretary of
Defense for Command, Control, Communications and Intelligence
(@)-the Asistan t Secretaryfor CMis responsible for setting policy and
implementingcm. In August 1992,the Director of Defense Information

Tor example, the military seMces each have their own civilian payroll systems. Under this concept,
Defense plans to implement the Defense Civilian Pay System and ehinate systems including the Air
Force CivManAutomatedPay SystetWthe Standard&my CivilianPayroll SysteIU the hkine Corps
Au@mated LeaverPayS@.eW and several Navy systems.
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issued draft guidance on improvingbusiness processes within functional
~AWc*@of~phmd@*etitikfm*dd
m=nage and implement business improvements along functional lines,

tika--~tiW~wticemdM-~enqM
Mstorkally managed its own business functions, such as pmcureme~ .
IMmce, and Health. Under Defense Dkective 8000.1,“Defense
M&nation Management Progmm”, which establishes policy for
implementing cm, senior functional officisk, lmown ss Principsl Staff
Assis@nts (PSA), are now responsible for implementingimprovements
within the Department’s business functions across service and sgency
Ihws. These OfflciI@ generallyat the ksistant Secre* of Defense level,
are rtsponsiile for evaluatingtheir respective business areas,
reengineering them as requir@ and identi&ing infomnations@mns and
technology ntmdedforsupport.

Scope and To address our objective of evahwtingDefense’s progress toward

Methodology
improving its business processes, information systems and technology
under q we reviewed Defense’s plans, policies, procedure, directives,
and memoranda related to the initiative.These included Defense’s CIM
Implementation P- draftEntm@se Mode13and draftmanual3020.lM
on performing functional process improvement. We also reviewed reports
and assessments of CIMperformed by other organizationsbetween
Januq 1993and February 1994.These were petiormed by the
Information Technology Asso&tion of Arneriq George Mason
University’sInstituteof Public Policy, Booz-Allen and H.amiltQ~Inc., and
the Defense Inspector General.Appendix I sumnwizes the tidings and
scope of eaeh study.

We evaluatedDefense’s progress in implementingem by assessing nine
functional areas? We selected these areas bssed on availabilityof data and
their importance. Specifically, we (1) discussed the status of cm efforts
with functional area managers, (2) reviewed pertinentdocumentation
[3] analyzedthe Department’sJanuary31,1994, subrnision to you
describing the functional areas’ progress in implementingCIM,and

~s~Mdd(dmft) isaneffmmdeIw—s@the interrelationships between
functional tweas amdthe potenM for mom-functional intqradon. Defense plans to use this model W
decreaw functional and sgstem “stovepipir@ and maximiw benefits and savings from CM
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(4) axm$ned information from other ongoing and prior work we have
pdm’medinthe functionailu’eas.

.>
FOreachfunctiunal qwethenassigned amtingreffecting our
asaasmmt of the implementation status for each of the steps necessqy to
implement - ‘IYwratingsused to describe Defense’s efforts are
[1) substantiallycmnplete, [2) underway but incomplete, snd (3) just
~. we ~ our assessments with Defense Information
Managementstaff in the Office of the Secretaryof Defense (OSD)and made
changeiito reflect their views.

inadditiom we interviewed smiorosDofficialsincludingtheAssistant
~ of DefE?XUMfor C31 and the Deputy Assistmt i%cretay of Defense
for information Management.We irttewiewed om functional officials
responsible for managkg CIM,in areas including Acquisitio~ Command
and Control, Distribution Environment Finance, HealthAffairs, Material
Management l%ocuremen~ and Reserve Affairs. We interviewed Defense
Information MsruigementstaHresponsible for ovemeeing q as well as
militaryseMce and Defense agency personnel responsible for
implementingcm. We aiso obtained related information fkornother GAO

reviews.

Our work was performed in accordance with generallyaccepted
government auditingstandards, between October 1993and April 1994,
prirndly at OSD offices in Washington D.C. We did not obtain written
comments on a draftof this report. However, we discussed the report’s
conten~ with senior Defense officials, includingthe Depu~ As&ant
Secretmy of Defense for Information Management.We incorporated their
comments as appropriate.

Defense Needs a CIM InitWivesof the compkxity and magnitudeof CIMcannot succeed without

Strategic Plan
~welkonceived stmtegic plan. Thatplan should clearly articulatea
visioq goals, responsibilities, @get dates, and performance measures and
describe how the initiativefits with other organizationalpriorities. We
statedin1991thatDefense needed to develop an overall strategyfor
concurrently achieving short and long term cm goa.ls.5

other Organkm“ortshave simihrly reported on the critical need for clear
communication of the Department’s plans and directions for cm. IrIits

wenaeAm Informalkm MamgementInitiativeFaces Significant Challenges
{~AOfQdTE@ rm a 1991).

,
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January 2S, 19$3, report on cq the Defense Xnspec@r Genersl found that
“the institutionalimtion of the cm initiative is severely hampered by the
Iackofanoveral lcniplantha tisclearlypmsent dtoand uMemhMdby ’4
DOD managers and the dweqwmt inabilityto develop an efkctive ~
consemm andsupportforthe Mtiative bythm same managem.” Inils “
Febxllaly 3, 1994 dl%xlrepo* BCwz-Auenstated that efforts to imprmw
Mense business pIWXHSeSwere “based n-toreon individual initiative ~
a deliberate, organMtional approach to incmssing effectiveness or
reducing costs.”

Defense doesnotyethavea comprehensive stmtegic plan coordindng th
large number of activities directd to achieving cm objectives. As a rw@$
no cJear or consistent undemtmding ofa existsandtheinitiativehasM!
beeneffectively implemented. Defense’s approach to a can be foundrn~
number of documents, including a cm implementation plaq draft guidam
on functiorudprocess improvement and an enterprise model for defining
and integratingfunctions. Although the documents contain several asped
of an acceptable strategic pkq including organizational stmcture and -
milestones, none represent an overall cw strategy.They do not relate
technical and managementimprovement efforts to each other or to other
reform efforts underwaythroughout the Department.In addition they do
not identify goals, define responsibilities and commensurate authority,
specify tasks and targetdates, and establish measures tosssess
performance and progress.

The need for performance measures is particularlyimpoItarlt.Defense
does not know how much it has spent on cm or the savings achieved.
Fundingis scattered throughout the various components involved in cm
activities,and no quantitativemeans exist to assess current processes or
measureprogre~ when changes are made.

Defense is not currentlytmcking savings derived fkom cm. We reported iii

i

i
-,

I

October 1993on the difficulty of validatingand tracking savings resulting :: ‘
from initiativesor fkomother factom such as reduced workloads and “”<
changes in force stnmtme.bHowever, without an assessment of costs and “
benefits, the large scale commitment of Defense resources to cm is : !
questionable. Defense officials questioned the feasibility and value of ~
collecting cost data for dl business process improvement and j

-wring efforts. We believe, however, that obtaining cost
information for @or projects is critical; existing cost justification -
procedures, such as functional economic analyses, for making process and

1

mefellsemuqmlentReview(NWAD-94-lm October 7, 1993)
>
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(XV?Implementation
Approach Produces
Marginal Progress

system investmentdecisio~ combined with a post-audit of benefits
obtained sre importanttools for determiningthe economic outcomes of
thecm initiative.

Defense has made some progress under ~ but results achieved relate
principally to standdizing information systems rather than making
ilnpIDVeIll@S to business Pm@sses or achieving technical gains in areas
suchasdatadmi&tn@ “on. While both are hnportan~ Defense estimated
thatmost of the projected savings fkom cm would come IYom
reengineeringprocesses and inkgmting them across functional mess.
UtiessDefense focuses more on reengineeringconcumentwithitssystem
improvementefforts,progresstowardthesignificantbenefitsandcost
savingsprojectedforCIMwillnotbeattained.

CM Implementation
Emphasizes selection of
Migration Systems

Defense’s curmmtefforts for cm are focused on a migrationsystems
strategywhereby the best existing systems in each functional area are to
be adapted for departmentwide use. These systems will then be used (and
modified as necessary) untilDefense determines what target or final
systems it needs to support improved business processes. In November
1992,the Assistmt Secretaryof Defense for Production and Logistics
issued the Logistics cm MigrationMasterPlan.This plan established the
sekction of migrationsystems as a priority for the logistics business area.
In October 1993,the Deputy Secretary of Defense signed a memorandum
~ @t migrationsystem selection be accomplished for all CIM
functions by early 1994.

Defense has stated it can achieve significantsavingsby eliminating
thousands of existing (or legacy) systems snd replacing them with
standard (migration) systems. For example, in the Finance are% Defense
has selected 8 migrationsystems and has identified 54 systems for
ehnination. Defense CulTentlye4mates savingsof nearly$300 miliion for
3 of the 8 migrationsystems However, in some cases, Defense has not
suf5ciently analyzedwhether implementinga migrationsystem is
technically feasible and cost-justified. Toillumate,tieActing Comptroller
selected a Defense Logistics Agency system, the Defense Business
-ement S*W in 1992as the Department’s cost accounting system
to support the Defense Business Operations Rind, without evaluatingthe
system’s costs, benefits, and technical risks or defining all ofthefeatures
needed. Subsequently,the PrincipalDeputy Comptroller reversed this
decision and directed an evaluation of alternativesystems.

Page 7 GAWAIMLMWMIM4-101GmpratiInfmnmtionIUn.ngementInitiative
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More I%ogress Needed Under w each of the PrincipalStaff Assistats is responsible for

‘IbWard Reen,gineering overseeing business process reengineering within their respective

Defense Business Areas functional areas. To maximize potential benefits, a tnpdown approach to
CMwss recommended by the ELGwith emphssis on reinventing the way
the Depsrt.ment runs its functional areas. This approach involves steps to
iden~ proceses snd needed da@ reengineer p~, standardize
da@ develop economic anal- to justify changes to the prwesses,
ident@ systems and technology requirements,and develop autoinated
systems to support the new processes.

In February 1994,Booz-Allen reported that Defense’s progress in
improving its business processes has been mixed. The report
characterized Defense’s efforts as unfocused and bottom-up driven as
opposed to top-dowq and noted thatwhile Defense has made some
improvements to its processes, most of these have “focusedon load
functional improvements, ratherthan the far-reachingchange that can
result insignificant improvements throughout the DepartrnenL”

Our evaluationof nine functional areas and activities showed that
Departmentwideprogress in implementing cm has been disappointing as
figure 1 shows. For each functional area we assessed the (1) PSA’S

authotity snd organizationaleffectiveness, (2) availabili~ and qualityof an
implementationp- (3) statusof functional economic analyses,
(4) availabilityand qualityof performance measures, (5) status of
migrationsystems selection and implementation, (6) status of efforts to
reengineerbusiness processes by identifyinghow business is done today
(% is” model) and how business can be performed better (% be” model),
{7) statusof efforts to reengineer systems, both as currentlyused and
potentially used, and (8) the availabilityof target systems to support
reengineeredprocesses. These are key aspects of the Department’s effo~
to improve its business processes, information systems, and use of
technology and relate closely to the Committee’s November 30, 1993,
request to Defense for information on the status of cm implementation
efforts.

U these assessments required evaluatinga number offactorsand
projects where milestones had not been established for measuring
progress. Consequently,these assessments represent our best judgment of
the collective information we received in each area. We do not intend
them to be precise measures, but they do represent a basic gauge of
progress. See appendix II for furtherexplanation of these assessment
factors.
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The areashad completed relativelyfew functionaleconomicanalysesand
didnotdevelopmeasurestoassesstheirperformanceandprogressin
implementingchangestobusinessprocesses.Someoftheareas,however,
hadmadeprogressinestablishingorganizationstoovemeeimprovement
effortssnddevelopingplans for implementing CIMwithin their specific
iilnctions.

Two functional areas, HealthAfEkimand Distribution,had made more
overall progress than others. Efforts to consolidate the healtharea were
well underwaybefore CIMwas established, which provided some
DepartmentWideconsensus and a foundation for change. Under cm,
HealthAffairs has focused significant attention on its Coordinated Care
Program,designed to improve milkuy heakh sewices and reduce
escalating costs. Defense has recognized the need for an integrated
planningand management database and completed an information
systems plan for this program, thereby providing a foundation for
continued improvements, Xnthe supply distributiona.re~responsible
senior managem are diredng reengineering efforts, and piloting and
adopting best practices.
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In addition to performing work covering key aspects described in figure 1,
the functional areas have made littleprogress in integratingreengineering
efforts. Most efforts to impmve business proceses have occurred in
%Ovepipes”, that is, within functional areas with inmd55cientregard to
their tiect or relationship to other fictional sreas. However, the
Department is developing its Ente@se Model to illustratethe
interrelationshipsof the various functional ammsand is attemptingto use
the model to demonstrate the importance of integration.In a Febmary 26,
1994,letter, the Secretmy of Defense also emphasized the importance of
this, noting thatthe Departmentmust focus on cros-functional integration
if it is to make trulysignificantimprovements.

The Defense Joint Logistics Supply Center’s review of the supply item
purchase process illustrates the complexity of some processes and the
critical need for integration. The Center found thatpractices to prepare a
supply contra@ such as determiningtype and amount of items needed,
fall under the Logistics CMeffort. Improving business practices performed
after the supply contract is awarded is the responsibility of Procurement
cm. Improvingaccounting for supply contract expenditures falls under
FinancialCIM.However, each of these groups is basically operating
independently. Each group’s efforts must be carefully coordinated to not
only ensure maximum gains,but SJSOto prechde makingisolated changes
that may be detrimentalto other furdons.

Defense also has about 230projects underway to improve business
processes. These projects have generallynot been coordinated with each
other, according to the Booz-AUenstudy,andarenotthebroadfictional
areareenginewingeffor!splanned under cm. However, Defense reported
that some of these have alreadyyielded improved productivity.For
example, Defense reported thata project at the Defense Logistics Agency
to improve the managementof supply items has shortened replenishment
cycle time by 96 days and reduced snnual overhead costs by $100million.

Mixed Progress in UM To support the goals ofCM,Defensestartedseveraltechnicalinitiatives,

Technical Initiatives including the software reuse7 and data @minktm tion programs and the
integrated computer-aided software engineering (I-CASE] acquisition.a The
Department believes it can save billions of dollam and improve its ability
to develop and maintain highquality software by incorporating software

‘Software reuse is the practice of using existing software components to develop new applications.

9efense has many other CJMtechnical initiatives ongoing including the electronic data rnterctumge
progmm and the Center for Functional Procemi Improvement Exp@%e.
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reuse practices into its software development efforts. Defense’s goals for
improving data ahhWmtl “on include (1) improving the qualityand
timeliness of data and (2) encouraging data sharing,both within and
outside the Department-The WWEacquisition-potentially costing over
$1 billion-is intended to provide standardsoftware development tools to
the Departmentto improve software qualityand reduce the costs of
developing and maintainingDefense software.

Concerningsoftwarereuse, one of Defense’s @or accomplishments is
the development of the ‘DOD Sofhvare Reuse InitiativeVision and
Strategy”. This docurnen~ which was published inJuly 1992,lays out
Defense’s goals and strategiesforchangingthewaytheDepartment
constructssoftware.However,aswe reportedpreviously, Defense must
resolvesignificanttechnical,legal,andorganizationalissuesinorderto
achievethegmmtestbenefits and savingsfrom software reuse practices.”

Defense has made limited progress toward achieving the goals of the other
two initiativesthatwe reviewed. The need to manage dataas a corporate
asset is essential to the success of cm in achieving large-scale cost
reductions and improved operations. However, as we previously reported,
despite years of effo~ Defense has not determined what dataitneedsto
me onadep~entide basis.10As a result,Defensecontinues to be
hindered by poor data managementpractices thatimpede the exchange,
integratio~ and comparison of data used within and outside the
Department.To address these problems, the Deputy Secretaryissued a
memorandum in October 1993directingDefense components and agencies
to complete data standardizationwithin 3 years.

Concerning IJW$E, we previously reported that Defense’s plan to procure
and install 14ASE throughout the Departmentis risky and premature.1]
~efeIISe 8w~ed a COTW3Ct fOr 14ASE to Lockheed cOrpOri3tiOII h

November 1993,However, the Departmentsubsequently canceled the
contract after it determined that Lockheed’s proposal did not meet the
mandatoryrequirementsof the solicitation. The Departmentis now
evahmtingthe remaining bidders’ proposals and plans to award anew
contract within a few months

%&ware Reuse MQor Issues Need To Be Resolved Before Benefits Can Be Achieved
(GAOKMTEGfKL16, January 28, 1993).

We&meIRM: ement Canmibnent Needed to Achieve Defense Data Admhktra tion Go&

(GAWD-9&?%ary 21, 1994).

%&ware Took Def- Is Not Ready to Implement I-CASE Depar&nentwide (GAO-G93-27,
km? 9, 19!43),
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Executive Level Our work and that of others has shown that (1] senior managem at the

Commitment,
~ce of the Secretaryof Defense (os~), militaryservices, and Defense
agencies are not uniformly committed to and supportive of CIM,

Involvement, and (2) delegation of managementauthori~ has not been done or is unclear,

Authority Are and (3) resources for accomplishing tasks are divided among various
activities with no central overnight or control. We reported in April 1991

~tiCieIIt for CIM lx) thatOSDneeded to provide strong leadership and-Mm organization

Succeed withclear lines of authorityand accountability for CIMto succeed. I*

The DefenseInspectorGeneral similarlyreported in January1993that the
Departmenthad not been able to build effective consensus and support for
cm. The Inspector Generalidentified organizationalco~ts and
Defense components’ skepticism u @or barriers to more effective
implementation.Moreover, considerable skepticism about the value of CIM
changes exislx at Defense. Based on our discussions with Defense officials
and our review of the Inspector General’s repor$ we also found that
suspicion and mistrust exist within the Departmentregardingcm
implementation.

Some of this is to be expected when a well-established organization with
deeply entrenched values is contemplating mqjor changes. Defense has
identified culturalbarriers as a @or obstacle to effective cm
implementation.Unless Defense’s executive-level leademhip and mid-level
managemtake a more active and visible role, broad acceptance and
understanding of cm will not occur snd culturalopposition to change will
continue, Defense should also consider obtainingtheviewsof outside
experts to provide an independent assessment of how best to overcome
culturalbarriem.

The AssistantSecre@ ofDefensefor cmis responsible for implementing
cm and, ss such, is responsible for overseeing and integratingbusiness
process innovation withinsmdacross functional areas. However, the
AsAstant Secretaryfor C31 is only one of several PSASresponsible for
implementingcrMwithintheir respective functional areas. Moreover, other
PSAShave higherorganizationalprecedence within the Departmentthan
the Ass&tant Secretaryfor cm.For example, the Comptroller is
responsible for implementingcrMwithinthe financial function and is by
law assigned a higherprecedence thanall AssistantSecretaries.
Accordingly, the AssistantSecretaryfor ca does not have sufllcient
authorityto oversee and coordinate improvements in functional areas

I
YMeriseADP Corporate Information Management Initiative Faces Significant Challenges
(GAo/IbrrEG9i+5, April 22, 18$1). I
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other than Command and Control and is, therefore, unable to ensure that
cmgoa19will bereaWRd.

. .
(hdmon341x ~ Smmdmized when wed mspmsibility and
authority forcmamhekibyani ndividua lcapableof”Kqptingplansand
priorities aczuss functional ~ making decisio~ and accepting
mspOrmib*. ‘IM nmponsibility should* placed at a high enough level
tohavetheauthority tocutacross OX’&U@tiOXUd hnes and direct OtheI’3

-ed fmm * ~- =-L LIZY= of aufi~* betw= -
dkial snd the functional PSASshould be minimized. The Booz-Allen draft
report offered the Departmentsimilaradvice when it noted in its recent
study that a Chief Inforrr@on Executive position is critical to emmring
effective management.According to the study, this official should promote
departmentwide management improvements by developing a strategyfor
effixtively integdng implwemen@ ehhatmg“ duplicate efforts, and
reducing costs.

In additio~ we have advocatd the establishmentofaChief Information
OflIcer position to help strengthen agencies’ information technology
managemen~ In our January 1994 tednony before your Committee, we
stated that a ChiefInformationOflicercould (1) work with agency senior
managementto define strategic information managementpriorities and
(2) support progmm officials in defining information needs and developing
strategi% system and capabilities to meet those needs.13This official
would provide an overallview and understandingof the Department’s
fictional areas and their interrelationships,combined with knowledge of
sound information management practices. This official would work clmwly
with senior Departmentleadership, including the Deputy Secre~ of
Defense, the militarysemice secretaries, and the PSASto help improve
Defense’s basic business pianning,processes, and systems.

Conclusions We remainverysupportiveof the cm inkiative, but itaeffective
implementationis criticalto Defense improving itsbusiness processes,
da@ and information systems. If done successfully, billions of dollars cm
be saved However, after 4 yeas of effo~ much work remains to be done
toward achieving these substantialsavings. Defense’s approach to
managbg the initiative is simply not working. A strategic plan does not
ex@ insufficient attention is being devoted to business process
MHX@.11*~, ~d tiotitY M ~tibfiti= areunclear.Further,the

roving Omrnmenti Actions Needed ioS@ainand Enhance M
%&T

ement Reforms

-OOG94-1, January 27, 19(H).
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Departmenthas not asesaed the costs and benefits of Cmby collecting
reliable cost Mormatiom performing flmctional economic analyses, snd
conducting post-audits of claimed savings. Defenseisatapointwhereit
must reamess its implementation approach. This is a large, cWYicuh
managementtask thatwill require substantialeffort from within Defense
and assktance from othem.

Recommendations
●

We recommend that the Secretary of Defense:

Ensurethe expeditious development of a managementstrategywith
welldetined roles snd authorities to (1) plan and manage cm, (2) gaintie
mutualcommitment and support of the militay services and Defense
agencies to overcome culturalbarriers that are deeply entrenched in some

8

●

●

&as and in the process of changing in other areas, and (3) manage and
control funds to ensure effective implementation and integrationof
improved business processes and systems. This should include
estabIiahinga Chief Information Officer and could involve creating a
committee or board that includes the Deputy Secretary of Defense, the
secretaries of the militaryseMces, the PSAS,and the Chief Information
Officer.
Seek the views of outside expert practitioners to provide independent
pempectives orIthe cm initiative.
Ensurethe development of a cohesive, complete strategic plan to guide
CIMimplementation and integration. Thisplan should build on the m’s
recommendations and the 1991CIMimplementationplan and clearly
articulatethe goals and objectives of the initiative,ident@ @or tasks to
be performed and associated resource requirements,define
responsibilities and authority,and prescribe milestones for actions to be
completed. The plan should also clearly describe relationshipsbetween
each of the functional areas.
Ensurean appropriate balance between departmentalefforts to reengineer
and integraw bushes processes and to s@miardize systems, This should
be included as a key aspect of the Depatlxnent’sstrategic cm plan and is
critical to obtaining significant long-term operational improvements and
savings,while concurrently making short-term systems improvement
effortswherejusti.6ed.
Requirethatmigrationsystemsbesupportedbysoundeconomicand
technicalanalysesbeforeimplementation.
Requirethatthecostsandbenefitsof@or processandsystems
improvementsbeassessed prior tomakinginvestmentdecisionsandthat
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post-audits be performed to ~ benefits and veri& cost savings
obtained.

. Direct the Principal StafY&3istan@to e&aMishplans~ twiththe
overall stmtegic plan’s goals md oh-es. Additionally, these plans
should include performance measums to evaluate progress within their
respective functional areas. These measures should beusedtoassess
CWTt!IltOpW’litiOXIS and rf?e@neemd p~ and identify costs and
savings derived tim functional improvements and new systems. A
prequisite to this is the need to systematically collect reliable a
information.

“1

I

We are sending copies of this rqxxt to the Secretaryof Defense; the
I

Director of the Of6ce of Mana&ment and Budge&and other interested
parties. Copies will also be made availableto others upon request.
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This report was prepared under the dkection of David 0. Nelle-
Director, Information Resources Management/NatiorudSecurityand
InternationalAffairs, who can be reached at (202) 5124240, and Donna M.
He- Director, Defense ManagementiNAsALssues,who can be reached
at (202) 512-8412.

Sincerely yours,

Other @or contributcm are listed in appendixIII.

Gene L. Dodaro
As&it Comptroller General
Accounting and Information
Management

Frank c. Cwahan
AssistantComptroller
General,National
&CWi~ and
InternationalAffairs
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Appendix I

Summaries of CIM Studies by Other
Organizations

The Departmentof Defense co missioned external studies to evaluate CJM
and its implernentationjas well as an internalevaluationby Defense’s
Inspectnr General.Key tidings and scopes of these reports are @cussed
below.

Information Technology The rrAAreported its ilmli.ngsin its July 1993repofi Enterprise Integration

Association of America in the Departmentof Defense. The study’s mainobjectives were to

(ITAA) determine (1) how Defense can achieve enterpriseintegration,thatis,
redesignandintegratemissionactivitiestoenhancewarhghting
effectivenessandreducecosts,(2)whatsteps should be taken togainthe
commitmentofDefense’sseniorleadershiptomakeachangeofthis
magnitude,and(3)whatcanbe done to address the human consequences
of downsizing an~or reengineering.The rrAArecommended that the Oflke
of the Secre@ of Defense/Deputy Secretay of Defense lead the
enterprise integrationeffort. In addition, the rrAArecommended that a
strategic entepise integrationimplementationplan be designed,
communicated, and implemented immediately.

TheITAAteamconsultednotableexpertsfrombothindustryandDefense
andresearchedotherreportsonenterpriseintegration.

George Mason University, ‘1’kMtute reporteditsfhdhgsinaNovember1993report, I?urwtional

The Institute of Public Proces ImprovementImplementation:Public Sector Reengineering.The

Policy study’smain goal was to identify new ideas, strategies,and tools to
improve Defense’s functional process improvement efforts. Its primary
finding was thatcm managem are not providing enough attention to the
meti ZSIWCX.Sof CIM.The study reported too much focus on the
technical aspects of reengineering.The Institutereported that more
managementemphasis and commitment would be needed to diange
Defense’s cultureand reward system. The report also stated that a
DepartmentWidereengineeringeffort does not seem practical and that

Defenseshouldbuild on some success stories before implementing CIM
throughout the agency. The George Mason Universityteam interviewed
Defense managers,reviewed reengineeringand reinventingstudies, and
conducted two case studies.

1300z-Allen & Hamilton, 1300z-Allenreported its findings in a Febmmy 1994draft report. ‘I’he

Inc. study’s specific goal was to determine how Defense can implement its
information managementprogrsm to obtain the greatest savings.
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Smumariee of CIM Stmiien by Other
0rgudzatiol19

Booz-AUenfound inconsistent approaches used to estimate costs and
benefits. It also found skepticism throughout the Departmen4 few
incentives for reducingcosts,andalackofclarityoverauthority,roles,
andresponsibilities.

TheBooz-AllenM interviewed more than 200individuals.Inmaking
theiranalyses,theteamused data gathered from interviews,pertinent
documentation%and their own expertise. The draft report sent to Defense
for comment offem recommendations and actions for implementation,
including thatthe newly proposed Chief Information Executive articulate
a vision and guide broad managementchanges.

Inspector General, The DepartmentofDefense’sInspectorGeneralreporteditsfindingsina

Department of ~efense January 1993repofi Defense CorporateInformationManagement
initiative.Thestudy’sspecificgoalwastoaddressthestatusofCIM’S
implementationpl& ~d how DefenseisdoingininstitutionalizingtheCm
initiative.[tfoundthattheinstitutionalizationofthecm initiativehasbeen
hinderedbythelackofanoverallplanthatisclearlypresentedtoand
understoodby Defense managers.Further,it found savingsand budgeting
requirementsassociated with the cIMinitiativeare inadequatelyanalyzed,
documented, and reported. The report concluded that the Director of
Defense Informationhad not developed rmdarticulateda business process
improvement plan and functional economic analysisfor the overall CLM
initiative.The Inspector General stated that the Director also needs to
develop and issue formal Defense policy and guidance thatrequiresfull
implementationof the cm initiative.
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Appendix B

Functional Area Assessment Factors

We evaluated key functional areas and activities based on critical success
factors de&wd in Defense’s guidance for implementingw. 1The folIowing
section describes the fhctms in our assessmentsoftheDepartment’s
Progr- inCOmPletiWj the critkd success factorscitedinfigure1.

w authorityand organizational effectiveness: Defense guidance states
that - are to have authority and responsibilityforthedevelopmentof
functionalobjectivw, analysis of the processes, d~ and supporting
informationsystemsrequiredtosatismthoseobjectiv~and
implementationofproc&s,da~ and&%em changestostreamline
operations and improve cost-effective performance.

Strategicplatx Theguidancerequiresaplanforthefunctionalareathat
identii3esthefunction’sobjectivesandsignifbntactionsthatwillbe
takenacrosstheentirefunctionalareaoverthelo-plusyearplanning
horizonaddressedbythefunctionalobjectives,suchasimplementationof
Defense ManagementReview decisions.

Functionaleconomicanalyses(mxs):TheguidancerequiresthatanFEA
containmostoftheelementsofthismatrix,inchxiingasummaryofthe
strategicplan for the entire functional area and for the functional activity,
performance measures, targets, data managementand information system
strategiesfor the functional activity,dataandsystemchangesneededto
supportthefunctionalprocess improvementandadataandsystemcost
analysis.

Performancemeasures:Functionsaretodevelopperformancemeasures
sothata quantifiableand verifiable basis will exist for assessing progress
toward the functional objectives. For each performance measure,
performance targets are established forthefull10-plusyearplanning
horizonofthefi.mctionalobjectives.

MigrationsystemselectionandimplementationA migrationsystemisan
existinginformationsystemthathasbeendesignatedssthesinglesystem
to support standardprocesses for a functional activi~.

Business process reengineering (as islto be models):Thesemodels
documenthow thefunctionalactivityoperatesnow,definethebaseline
environmenthornwhichchangeproceeds,anddeiinehow thebusiness
willoperateinthefuture.

‘Functional Process IrnprovemenLDOD S020.1-M(halt), August1992;and Change 1,January 1992;
Director of Defense Information 0f15ce of the Secre@y of Defense.
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PImcthmd Area A8semamentFwtmm

Reengineered data systems (as Ma be):Thisanalysisdocumentshow the
functionalactivity’sdatastructuresandridesoperatenow andwill
operateintheI%turewhen approveddataandinformationsystemchanges
havebeenimplemented.

Target systems: A target system is a standard system withina corporate
information managementfunctionalareathathascompletedthetransition
tothemwvide standardtechnicalenvironmentandstandarddata
definitions.
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International Affairs
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