UNCLASSIFIED

[image: image1.png]Office of the Assistant Secretary of Defense

(Command, Control, Communications, and Intelligence)
Information Integration and Interoperability Directorate

C41ISR Core Architecture Data Model
(CADM) Version 2.0

ARCHITECTURE

REQUIREMENT

ORGANIZATION h SYSTEM

FINAL REPORT
1 December 1998




PREFACE

Version 2.0 of the Command, Control, Communications, Computers, Intelligence, Surveillance, and Reconnaissance (C4ISR) Core Architecture Data Model (CADM) was produced by a CADM Coordination Group composed of representatives from the Army, Air Force, Marine Corps, Navy, and the National Imagery and Mapping Agency (NIMA) with support provided by the Institute for Defense Analyses (IDA) under joint tasking from OASD(C3I) and Army ODISC4 [through OASD(C3I)].  CADM 2.0 is intended to be used by C4ISR architecture planners as the basic set of standardized entities that should be used in building C4ISR architectures in conformance with the C4ISR Architecture Framework Version 2.0.  It provides data requirement specifications (in the form of a conceptual data model) for the essential elements of information contained in DoD C4ISR architectures.  The goal is to improve the potential for exchange of such information among architectures and specifically between architecture development tools.

Version 1.0 of the C4ISR Core Architecture Data Model was developed by the Architecture Working Group (Data Model Subpanel of the Data Modeling and Architecture Tools Panel) during the summer of 1997 and issued in September 1997 following coordination with the Framework Panel and other elements of the Architecture Working Group.  The need for Version 2.0 of the CADM arose from new data requirements identified and agreed by the Architecture Working Group in Version 2.0 of the C4ISR Architecture Framework, which was issued in December 1997.  It also arose from initiatives within the Army (to migrate the Army Systems Architecture Database to a CADM-conformant database schema) and OASD(C3I) Information Integration and Interoperability (II&I) Directorate [to migrate the Joint C4ISR Architecture Planning System (JCAPS) to produce all the architecture products of Version 2 Framework].

The CADM Coordination Group guided the development and agreed on the basic concepts, data structures, definitions, and domains included by IDA.  The CADM Coordination Group consisted of Mr. Truman Parmele (OASD/C3I)/II&I, (CADM sponsor); LtCol Mark Cantrell (Marine Corps Combat Development Command); Mr. Giao Nguyen (SPAWAR Systems Center, Department of the Navy); Ms. Cyndi Marler (Air Force Communications Agency, AFCA/ITAD); MAJ James Blalock, MAJ Graham Le Fevre, and Mr. Bruce Haberkamp (Office of the Director, Command, Control, Communications, and Computers, ODISC4, Department of the Army); Ms. Lily Ho (National Guard Bureau, NGB/AIS); Mr. Dave Emery (The MITRE Corporation for ODISC4); Mr. John Nixon (Synectics Corporation for INSCOM); Ms. Ann Reedy (The MITRE Corporation for the Framework Panel and CISA/AD); Ms. Susan Hall and Mr. Robert Lewis (James Martin Government Intelligence/Soza for AFCA); Mr. Dave McDaniel (Silver Bullet for NRAD); Ms. Sylvia Sass and Mr. Kelly Stephens (U.S. Army TRADOC/TPIO, Army Operational Architecture); Mr. Dave Niemoller (Science Applications International Corporation for NETWARS); Mr. David Miley (D. Appleton Company for NIMA); Ms. Juanita Goad (EER Systems for Army C4RDP); Mr. Jim Perry (EER Systems for Army Systems Architecture); Dr. Robert Walker (Institute for Defense Analyses, Project Leader); and Mr. James Fleury, Dr. Francisco Loaiza, Mr. Theodore Maggelet, Dr. Reginald Meeson, and Dr. Eugene Simaitis (IDA).

The following persons contributed to the specification of the Army Systems Architecture extension of CADM 2.0 during the period August to October 1998:  LTC Angel Colon, LTC Jim Travis, MAJ Graham LeFevre, and MAJ Jim Blalock (U.S. Army ODISC4); Ms. Sylvia Sass (U.S. Army TRADOC Program Integration Office for ABCS); Mr. Anthony Fonzo (U.S. Army PEO C3S); Ms. Patricia Bray (U.S. Army Signals Center, USASIGCEN/C4RDP); Mr. Dave Emery (The MITRE Corporation for ODISC4); Mr. Richard S. (Scott) Lee, Mr. Jim Perry, Mr. Walter Peterson, and Mr. Michael Phillpotts (EER Systems for USASIGCEN/DCD); Mr. Jack Garhart and Mr. Tim Anderson (Booz, Allen and Hamilton for PEO CCS); Ms. Juanita Goad (EER Systems for SIGCEN/C4RDP); and Dr. Robert Walker, Dr. Francisco Loaiza, and Mr. Theodore Maggelet (IDA).

This document incorporates all the comments and concepts contained in Service and Agency comments received during the review period that ended on 31 July 1998.  It includes those proposals accepted by the Coordination Group during is final two meetings in June and July 1998.  The final report on CADM 2.0 includes a large set of instance tables to show exactly how data from each of the architecture products can be captured by a CADM-conformant database and discussion of how the data model is intended to be used.  

The office of primary responsibility for this document is:

Truman Parmele (Truman.Parmele@osd.pentagon.mil)

OASD(C3I)/Information Integration and Interoperability Directorate

703-607-0249 (DSN:  327-0249); Unclassified FAX:  Extension 0248.

Note:  The complete document will be posted to the following:

JCAPS Internet URL:
http://www.if.afrl.af.mil/programs/jcaps

JCAPS Intelink URL:
http://web1.rome.ic.gov/jcaps/home.html 

JCAPS IntelinkS URL:
http://www.rl.af.smil.mil/jcaps/jcapshom.html
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265
Table 117.
EXCHANGE-NEED-LINE-IER Instance Table Template
267
Table 118.
INFORMATION-EXCHANGE-MATRIX Instance Table
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279
Table 139.
Entity Definitions for All Entities in the System Child Entity View
282
Table 140.
Attribute Specifications for Key Entities in the System Child Entity View
284
Table 141.
SYSTEM-ASSOCIATION Instance Table
288
Table 142.
PERIOD Instance Table
288
Table 143.
SYSTEM-ASSOCIATION-CONSTRAINT Instance Table
289
Table 144.
SYSTEM-ASSOCIATION-MEANS Instance Table
289
Table 145.
SYSTEM-ASSOCIATION-MIGRATION Instance Table
290
Table 146.
SYSTEM-MIGRATION-EVOLUTION Instance Table
290
Table 147.
SYSTEM-CONSTRAINT Instance Table
291
Table 148.
SYSTEM-CRITERIA-PROFILE Instance Table
291
Table 149.
SYSTEM-DOCUMENT Instance Table
292
Table 150.
SYSTEM-EQUIPMENT-TYPE Instance Table
292
Table 151.
SYSTEM-INFORMATION-ASSET Instance Table
292
Table 152.
SYSTEM-MISSION-AREA Instance Table
292
Table 153.
SYSTEM-ORGANIZATION Instance Table
293
Table 154.
SYSTEM-PROCESS-ACTIVITY Instance Table
293
Table 155.
SYSTEM-PROCESS-ACTIVITY-STANDARD-PROFILE Instance Table
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473
Table 389.
Attribute Specifications for Key Entities in the Network View
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NODE-HIERARCHY Instance Table
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NODE-LINK Instance Table
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NODE-ASSOCIATION-NETWORK Instance Table
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NODE-ASSOCIATION-REQUIREMENT Instance Table
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NODE-LINK-CAPABILITY Instance Table
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NODE-LINK-STANDARD-PROFILE Instance Table
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NODE-TREE Instance Table
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NODE-TREE-NODE-HIERARCHY Instance Table
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SYSTEM-STATUS Instance Table
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SYSTEM-PROCUREMENT-STATUS Instance Table
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506
Table 434.
Attribute Specifications for Key Entities in the Task View
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516
Table 447.
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SECURITY-CLASSIFICATION Instance Table
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SECURITY-ACCESS-COMPARTMENT Instance Table
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CAVEATED-SECURITY-CLASSIFICATION Instance Table
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523
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PROCESS-STATE-VERTEX Instance Table
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PROCESS-STATE Instance Table
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PROCESS-PSEUDO-STATE Instance Table
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COMPOSITE-PROCESS-STATE-SUBSTATE Instance Table Template
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NESTING-PROCESS-STATE Instance Table Template
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TRANSITION Instance Table
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TRANSITION-ASSOCIATION Instance Table Template
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529
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529
Table 464.
CALL-EVENT Instance Table Template
529
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530
Table 466.
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530
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TIME-EVENT Instance Table Template
530
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532
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STATE-TRANSITION-DESCRIPTION Instance Table
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Table 470.
STATE-TRANSITION-DESCRIPTION-TRANSITION Instance Table
533
Table 471.
Entity Definitions for All Entities in the Technology View
535
Table 472.
Attribute Specifications for Key Entities in the Technology View
536
Table 473.
TECHNOLOGY Instance Table
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Table 474.
TECHNOLOGY-ASSOCIATION Instance Table
538
Table 475.
TECHNICAL-SERVICE Instance Table
539
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TECHNICAL-SERVICE-AREA Instance Table
539
Table 477.
TECHNICAL-CRITERIA-DOCUMENT Instance Table
540
Table 478.
TECHNICAL-CRITERION Instance Table
540
Table 479.
TECHNICAL-CRITERION-PROFILE Instance Table
540
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TECHNICAL-CRITERION-PROFILE-AGREEMENT Instance Table
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Table 481.
TECHNOLOGY-COUNTERMEASURE Instance Table
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TECHNOLOGY-FORECAST Instance Table
542
Table 483.
TECHNOLOGY-ISSUE Instance Table
542
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550
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552
Table 486.
Attribute Specifications for ASA-Unique Entities for Establishments
558
Table 487.
ARMY-MAT-ITEM-ORG-TYPE-EST-DETAIL Instance Table
564
Table 488.
ARMY-ORGANIZATION-TYPE-ESTABLISHMENT Instance Table
565
Table 489.
MATERIEL-ITEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL Instance Table
567
Table 490.
NETVIZ-ORG-TYPE-ORG-TYPE-EST-DETAIL Instance Table
568
Table 491.
NETVIZ-ORG-TYPE-ORG-TYPE-EST-DETAIL-CP-CROSSWALK  Instance Table
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NETWORK-USE Instance Table
569
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NETWORK-USE-ESTABLISHMENT-MATERIEL-ITEM Instance Table
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Table 494.
NETWORK-USE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL Instance Table
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Table 495.
OPERATIONAL-FACILITY-RULE Instance Table
572
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ORGANIZATION-TYPE-ASSOCIATION Instance Table
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ORGANIZATION-TYPE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL Instance Table Template
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Table 498.
STANDARD-REQUIREMENT-CODE Instance Table
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Table 499.
SYSTEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL Instance Table Template
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Attribute Specifications for ASA-Unique Entities for Holdings
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Table 501.
MATERIEL-ITEM-ORGANIZATION-HOLDING-ESTIMATE Instance Table Template
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Part 1

INTRODUCTION AND SUMMARY

INTRODUCTION

A.
Background

In June 1996, the Integration Task Force issued a final report [CISA 1996b] that included Version 1 of the DoD C4ISR Architecture Framework [CISA 1996a].  The Framework defined several key concepts—such as classifications of architectures into Operational Architecture, Technical Architecture, and Systems Architecture—intended to form the foundation for future DoD architecture development.  On 15 September 1997, the C4ISR Core Architecture Data Model Version 1.0 was issued by the C4ISR Architecture Working Group (AWG), which captured the data requirements of Framework Version 1.  On 18 December 1997, the AWG issued Version 2 of the Framework, which was directed for use on 23 February 1998 by USD(A&T), ASD(C3I), and the Director for C4 Systems, The Joint Staff.

Prior to adopting the Framework as guidance for creating future DoD architectures, each Military Service, major command, and Defense Agency used its own methodologies for developing and describing C4ISR architectures.  Architecture databases were usually among the tools used to support these methodologies.  Unfortunately, each database was developed around a different data model.  That made it difficult for architects and system developers to exchange information and ensure joint interoperability.  They first had to familiarize themselves with several different approaches for structuring similar information.  They then had to translate and correlate the data from disparate sources before they could perform any meaningful comparison or analysis.  Now, with the growing emphasis on joint operations and interoperability of C4ISR systems, this is viewed as being no longer acceptable.

Examples of Command/Service/Agency (C/S/A) architecture initiatives that have made use of the Framework are the following:

· Joint C4ISR Architecture Planning/Analysis System (JCAPS, in development)

· Navy Architecture Data Model

· U.S. Air Force Integrated Technology Management (ITM) Logical Data Model

· U.S. Army Corps of Engineers (COE) Architecture Data Model

· Marine Corps ArchVision Architecture Data Model

· U.S. Imagery and Geospatial System (USIGS) Architecture Framework.

A standard methodology and notation has been adopted by DoD for presentation (and optionally for development) of activity and data models:  FIPS 183, Integration Definition for Function Modeling (IDEF0), and FIPS 184, Integration Definition for Data Modeling (IDEF1X).  IDEF1X is used in this document to describe and specify the CADM. 

B.
Overview of the CADM

1.
CADM As a Core Data Model

The C4ISR Core Architecture Data Model (CADM) is designed to provide a common approach for organizing and portraying the structure of architecture information.  As is true for other data models, the CADM is designed to capture common data requirements.  By facilitating the exchange, integration, and comparison of architecture information throughout DoD, this common approach should help improve joint C4ISR interoperability.

CADM 1.0 development (see Figure 1) included decomposition of many high-level, composite data structures found in existing architecture databases and data models in order to isolate single-concept entities and attributes.  Development also included use, wherever possible, of approved data structures of the DoD Data Model and approved definitions in the DoD Data Dictionary System (DDDS).  
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Figure 1.  Sources for CADM Development

Some concepts embedded in the architecture data requirements led to new data structures (e.g., for architecture, node, network, and system).  Others, such as REQUIREMENT and STANDARD, were considered as subsets of approved entities (GUIDANCE and AGREEMENT, respectively) and were therefore specified as subtypes (i.e., disjoint subsets) of those entities.  These principles applied throughout the development of the CADM—reuse of the DoD Data Model where possible and limiting the number of new data structures—are significant in that these procedures lead to a product that can immediately be embedded in the DoD Data Model (e.g., as a first step for data standardization) and that avoids unnecessary complexity.

As a core architecture data model, the CADM contains data requirements common across functional areas.  This means that specifics that pertain only to individual Commands, Services, or Agencies (C/S/As) are not made part of the “core,” but can be readily added to the “core” in order to satisfy those unique requirements identified by the user.  Interoperability based on the extended data model would require agreement across the C/S/As on extensions that affect more than one of the architecture developers.

This “core model” approach offers several advantages over a model of wider scope:

· A core data model is easier to understand and maintain.

· Legacy data are more easily mapped into a core data model. 

· A core data model is more resistant to change because it contains only the most fundamental entities and relationships, and these entities and relationships are expected to be the most stable.

· It is easier to gain and maintain consensus on a core data model.

2.
CADM 2.0 As an Extension of CADM 1.0

CADM 2.0 is an extension of CADM 1.0 to meet the data requirements specified in Framework 2.0, including data support for all the newly identified architecture products.  All of the 1,299 data requirements of Framework 2.0 are supported by CADM 2.0.

SUMMARY

A.
Model Overview

CADM 2.0 is a logical rather than a physical data model.  Thus, it provides a conceptual view of how information is organized, rather than a description of how the data is actually stored in a real database implementation.  Figure 2 is a high-level entity-relationship diagram (the same as for CADM 1.0) depicting only 25 top-level entities (7 percent of the CADM entities) and none of the CADM attributes.  

Each entity (rectangular box) in Figure 2 can be thought of as representing a table (a collection of like-structured records) in a traditional relational database, in which each column would provide values for an attribute.  Relationships between entities are denoted with lines containing one or two bold dots (at the “many” end).  For example, there is a many-to-many relationship between the high-level entities GUIDANCE and AGREEMENT:  each instance of GUIDANCE corresponds to zero, one, or many instances of AGREEMENT, and each instance of AGREEMENT corresponds to zero, one, or many instances of GUIDANCE.  The CADM uses an “associative” entity AGREEMENT-GUIDANCE (not shown in Figure 2 but discussed in Section IV.B.10.e of Part 2) to record attributes of such relationships.  The symbol with a circle and underline denotes relationships in which the child entities (e.g., INFORMATION-EXCHANGE-REQUIREMENT) are subtypes (non-overlapping subsets) of the parent (e.g., REQUIREMENT).

Five of the 25 entities of Figure 2 form the foundation of the CADM:  ARCHITECTURE, ORGANIZATION, REQUIREMENT, SYSTEM, and TASK.  It is these entities, together with their subtypes, other related entities, and their attributes, that capture most of the data requirements derived from the Framework and the C/S/A architecture initiatives.

Table 1 lists informal definitions for the top-level entities depicted in Figure 2.  A fully attributed IDEF1X data model, a complete data dictionary, and additional CADM documents are provided in the annexes and discussed in Part 2.  Bold font is used in the figure and table to denote approved entities (in the DoD Data Model) and approved definitions (in the Defense Data Dictionary System).  Sixteen of the 25 entities of Figure 2 and Table 1 are approved as DoD data standards.
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Figure 2.  Overview of the Key Entities and Relationships for the C4ISR Core Architecture Data Model (CADM)

Table 1.  Descriptions of Key Entities of the CADM


Entity
Definition and Remarks

1
ACTION
An activity, such as an IDEF0 activity or a war fighting task.

2
ACTIVITY-MODEL
A representation of the interrelated functions of a system.  Usually an IDEF0 activity model.

3
AGREEMENT
An arrangement between parties, such as an IEEE standard or memorandum of agreement.

4
ARCHITECTURE
The structure of components, their relationships, and the principles and guidelines governing their design and evolution over time.  [IEEE STD 610.12]  Architectures can be operational, systems, technical, organizational, functional, AS-IS, TO-BE, or any other architecture.

5
CAPABILITY
An ability to achieve an objective.  Examples include MOEs, MOPs, and technical performance parameters.

6
CONCEPTUAL-DATA-MODEL
A structured graphical and/or textual representation of concepts and knowledge within an activity.  A description of how data are organized and how that organization reflects the information structure of a problem domain.  Can describe complex (such as a database) or simple (such as a packet) data structures.  Often an IDEF1X data model.

7
DOCUMENT
Recorded information regardless of physical form.  Can include text, bit-mapped images, and spreadsheets.  Also includes (electronic versions of) Architecture Framework products.

8
EQUIPMENT-TYPE
A category of MATERIEL-ITEM that provides capability through repeated use.  Includes hardware and software.

9
EXCHANGE-NEED-LINE-REQUIREMENT
A REQUIREMENT that is the logical expression of the need to transfer information among nodes (e.g., operational elements, system elements).  [The content of the transfer(s) is specified by reference to IER(s).]  Examples are need lines among operational elements (e.g., ORGANIZATIONs) that reference related TASKs, the providing node/operational element, and the receiving node/operational element.  A single need line typically corresponds to many IERs.

10
FACILITY
Real property, having a specified use, that is built or maintained by people.  A computing mega-center would be an example.

11
FUNCTIONAL-AREA
A major area of related activity, such as Ballistic Missile Defense, Logistics, or C2 support.

12
GUIDANCE
A statement of direction received from higher echelon.  This definition is broader (and more directive) than the definition used in some contexts.  It includes doctrine, laws, and directives.

13
INFORMATION-ASSET
An information resource.  Includes various data specifications and information models, such as activity, conceptual data, internal data, user presentation, and process models.

14
INFORMATION-EXCHANGE-REQUIREMENT
A REQUIREMENT for the content of an information flow.  Associated with an IER are such performance attributes as information size, throughput, timeliness, quality, and quantity values.  IERs may be in many-to-many in relation to EXCHANGE-NEED-LINE-REQUIREMENT.

15
MATERIEL-ITEM
A characterization of a materiel asset.

16
MISSION
The task, together with the purpose, that clearly indicates the action to be taken.  [New definition in the DoD data standardization program; originally, “An objective.”]  Multiple tasks accomplish a mission.

17
MISSION-AREA
The general class to which an operational mission belongs.  Within a class, the missions have common objectives.

18
NETWORK
The joining of two or more nodes for a specific purpose.  Networks may be used for exchanging verbal, nonverbal, or electronic communications or transporting personnel, equipment, or other resources and are therefore not limited to communications.

19
NODE
A representation of an element of architecture that produces, consumes, or processes data.  More generally (outside the context of architectures), a node may be described as a primitive that serves as a component of a network.  Use is not limited to a node in a communications network.  Can be combined with arcs (using NODE-ASSOCIATION, not depicted in Figure 2) to represent virtually any network or graph structure.  Topologically, a NODE is zero dimensional.

20
ORGANIZATION
An administrative structure with a mission.  Organization is used here in a very broad sense.  Includes military organizations, agencies, units, OPFACs, and even governments.

21
REQUIREMENT
A need or demand.  A subtype of guidance.  May be specified in other guidance or derived from necessity and circumstances.

22
SOFTWARE-ITEM
A set of instructions that govern the operation of data processing equipment.  Includes firmware, software applications, operating systems, and embedded software.

23
STANDARD
An AGREEMENT for a procedure, product, or relationship.

24
SYSTEM
A collection of components organized to accomplish a specific function or set of functions.  A system of systems, a subsystem, and a platform are all considered as examples of systems.

25
TASK
A discrete unit of work, not specific to a single organization, weapon system, or individual, that enables missions or functions (derived from Universal Joint Task List by replacing “event or action” with unit of work and making mission and functions plural).  [Formerly, “A directed activity.”]  May be explicitly or implicitly directed, as by doctrine or demands of the situation.

Note:  Italic font identifies the formal definition used in the CADM.  Bold font identifies approved DoD data standards.  The AWG recommended in 1997 that the DoD standard definitions of MISSION and TASK be extended as shown above.

Several aspects of the CADM entity-relationship diagram are worth noting:

· Different levels of architecture information for a Framework product are specified using several different structures of the CADM.  For example, a data model may be described in a specific DOCUMENT, while its technical composition is captured as a CONCEPTUAL-DATA-MODEL (a subtype of INFORMATION-ASSET).  In the latter case, the data model is actually decomposed into its component parts (DATA-ENTITY, DATA-ATTRIBUTE, and DATA-ENTITY-RELATIONSHIP) and these parts are associated with a parent instance of CONCEPTUAL-DATA-MODEL.  This allows the user to perform sophisticated queries not only on portions of the explanatory DOCUMENT but also on the technical details of the data model.

· Much of the data in a CADM database would be associated with specific ARCHITECTURE instances.  For example, a particular SYSTEM might be associated with the “USCENTCOM AS-IS Theater Missile Defense Systems Architecture.”  This allows a single database to simultaneously hold multiple architectures, usually distinguished by parent organization, supported function, or applicable time frame.

· Many entities are related to themselves in order to express nesting (e.g., subsystems, subnetworks).  This is indicated in Figure 2 by a dashed line from an entity back to the same entity.  For example, a NODE might be “composed of” or “linked to” one or more other nodes.  Similarly, SYSTEMs and ORGANIZATIONs might be “part of” other SYSTEMs and ORGANIZATIONs.  In these cases, the dashed lines in Figure 2 actually represent associative entities with attributes that specify the nature of the relationship (e.g., “part of” or “is linked to”).

· Subtyping has been used to reduce the model's complexity and make it more resistant to change.  For example, architecture products are identified as subtypes of DOCUMENT whose content is specified through relationships to other entities.  This allows all of the subtypes to inherit the relationships enjoyed by DOCUMENT.  Also, changes to the product set will have minimal impact on the model because subtypes are easily added or removed.

Figure 3 is an example of one of many (fully attributed) data model views of CADM 2.0 (the notation of IDEF1X is summarized in Annex I).  The concept (entity) NETWORK has 10 attributes with one attribute above the line separating attributes into two groups.  This attribute, NETWORK Identifier, is the primary key, meaning that values of this attribute uniquely identify instances of NETWORK (in a relational database, its values uniquely identify rows of the table corresponding to NETWORK).  Many more attributes are associated to NETWORK.  For example, quantitative capabilities are specified in NETWORK-CAPABILITY.  Subnetworks are specified using NETWORK-ASSOCIATION (where the Type Code would be “is a subnetwork of”).  Connections in the network are represented by node pairs using NODE-ASSOCIATION-NETWORK.  [A more detailed discussion of Figure 3 is provided in Chapter IV of Part 2, in the section on Network View (XV-27).]
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Figure 3.  Network View of the CADM

In a similar way, information exchange requirements and need lines are specified in the CADM (see Figure 2) by relationship (through the parent entities REQUIREMENT and GUIDANCE) to activity models and data models (through INFORMATION-ASSET) and to data STANDARDs (through AGREEMENT).

B.
Relationship Between the CADM and Framework Products

The CADM is not an architecture product; rather, it is a core data requirement specification for building databases to support preparation, modification, and reuse of architecture products.  Just as not all architecture products (see Table 2) are mandatory (essential), so also not all of the CADM needs to be implemented if only a few architecture products are to be produced with database support.

As suggested by the titles of the tables in Appendix A of Version 2 Framework, the Integrated Dictionary (AV-2) has the potential to be expanded from a glossary of terms used in a set of architectures to a database dictionary for tools providing automated support for architecture product generation.  The potential role of the CADM is to serve as the conceptual data model (logical schema) for the database that underlies such an Integrated Dictionary.  Thus, the entire CADM can be viewed as (a) representing the data requirements of the Integrated Dictionary and (b) a starting point for database development for architecture tools.

C.
Potential Uses for the CADM

Figure 4 depicts the role of the CADM as a logical basis for a (physical) DoD-wide architecture data repository.  As a core of common architecture data structures, the CADM captures a set of top-down architecture data requirements and integrates common bottom-up architecture data requirements from C/S/A architecture data models (shown on the left side of Figure 4).  As depicted at the bottom of the figure, C/S/A database systems based on the CADM also provide a mechanism for storing and sharing the information underlying common architecture products.  Each C/S/A database stores data extracts from C/S/A-developed architecture products and constitutes a source for future products.  Potentially, a physical DoD Architecture Repository could be implemented using the CADM for its logical design and populated with extracts from C/S/A-developed databases (shown on the right side of Figure 4).  At present, there is no plan to create such architecture depository for DoD.

Table 2.  Essential and Supporting Framework Products
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Operational Activity to System

Function 

Traceability Matrix

System Information

Exchange Matrix

System Evolution

Description

System Technology

Forecast

Systems 

Rules  Model

Systems Event/Trace

Description

Physical Data Model

SV-4

SV-5

SV-6

SV-7

SV-8

SV-9

SV-10a

SV- 10b

SV -10c

SV-11

Supporting

Supporting

Supporting

Supporting

Supporting

Supporting

Supporting

Supporting

Supporting

Supporting

Systems

Systems

System Interface

Description

SV-1

Essential

(4.2.1.6)

(4.2.2.6)

(4.2.2.7)

(4.2.2.8)

(4.2.2.9)

(4.2.2.10)

(4.2.2.11)

(4.2.2.12)

(4.2.2.13.1)

(4.2.2.13.2)

(4.2.2.13.3)

(4.2.2.14)

Identification of systems and 

system  components and their

interfaces, within and between nodes

Systems

Systems

Physical nodes and their related communications 

laydowns

Systems Communications

Description

SV-2

Supporting

SV-3

Systems

2

Matrix

Supporting

(4.2.2.5)

Relationships among systems in a given architecture; can be designed to show

relationships of interest, e.g., system-type interfaces, planned vs.

existing interfaces, etc.

Source:  Framework 2.0 (Table 4-1).
[image: image6.wmf]Physical

OA

SA

TA

CASE Tool

Core C4ISR

Architecture

Data Model (CADM)

  C/S/A C4ISR

  Data Model

C/S/A

Architecture

Database

DoD

Architecture

Repository

DBMS

Data Extracts from

Architecture Products

Q

u

e

r

y

Structures

Logical

DoD

Architecture

Bottom-up

Requirements

Top-down

Requirements

Extracts from

DoD Repository

CINC/

Service/

Agency

C4ISR

Architecture

Validates

Initially

Structures

Links to C/S/A

Data

Bottom-up

Requirements

Architecture Products

Information Sources for

Architecture Products

To be defined

Key:


Figure 4.  Potential Uses of the CADM

Because the CADM guides data specification underlying the entire architecture development process, it can serve as a tool.  It is only a tool.  In other words, use of the CADM does not substitute for well-founded architecture analysis and development, nor does a populated architecture database based on the CADM ensure a quality architecture.  Benefits of the CADM are reflected in the following potential uses:

· Assisting in gaining consensus on and consistency of data used to express an architecture

· Migrating existing architecture databases for integration, reuse, and data sharing when practical

· Reviewing and comparing architectures

· Assessing completeness of data underlying an architecture

· Beginning data standardization for architecture data

· Providing a starting point for future architecture development.

D.
Army Implementation of CADM 2.0
During the period August to October 1998, the organizations within the Army responsible for the Army Systems Architecture Data Model and Database have evaluated the potential of the CADM for a migration strategy in FY99.  The evaluation resulted in recommendations to define an Army Systems Architecture extension of CADM 2.0 and to use this in the next release of the database and the viewing software that support Digitization of the Battlefield at the division level.  A workshop held in October 1998 resulted in a detailed set of physical characteristics for implementation and the specification of a physical schema to which the several organizations responsible for populating the Army Systems Architecture Database could independently work.  This physical schema has been put under configuration control and implementation has already begun.  The first products based on this extension to CADM 2.0 are planned for 2QFY99.  Details of the Army extension to the CADM are provided in Chapter V of Part 2.

E.
A Way Ahead

The CADM is truly intended to be a core data model that focuses on a small set of common architecture data.  Individual Military Services, Commands, and Agencies will undoubtedly develop extensions to this model to meet their unique requirements.  The CADM can be expected to evolve as the Architecture Framework’s products, tools, and processes mature.  To this end, CADM 2.0 is an evolution of CADM 1.0 following the further development of the Architecture Framework.  A core architecture data model will remain a key part of the Architecture Framework by providing a point of mediation between and among products, databases, and other logical data models.

The CADM is a conceptual, not a physical, data model.  This means that its primary purpose is to specify single-concept data requirements, formalizing both meaning and relationships of data.  The CADM thereby promotes interoperability of architecture tools and exchange of architecture data among the Commands, Services, and Agencies, since exchanging information in a way that preserves meaning and relationships is the basic requirement for interoperability.  

The CADM does not select the technology or other features of a physical implementation.  Thus, implementors are free to choose relational, object-oriented, or other forms of a database and to develop specialized tools to create and manage architectural data and to produce the needed forms and types of architecture products.  Further, implementors are free to denormalize data structures (e.g., combine tables of subtypes or make use of joined tables) for reasons such as improved performance.  By designing physical databases in logical conformance to the CADM, however, developers and managers can improve interoperability of architecture tools, increase the exchange of architecture data, and enhance the possibility of reuse of architecture data from project to project and year to year.

The CADM captures all the data requirements specified in Version 1 and Version 2 of the C4ISR Architecture Framework.

CADM 1.0 was adopted as the core (logical) data model for the JCAPS being developed by OASD(C3I)/II&D for the Commands to replace ICARIS, and CADM 2.0 is intended to assist in defining follow-on versions of JCAPS.  CADM 2.0 has also been designated by the U.S. Army ODISC4 as the target data model for the next version of the Army Systems Architecture, whose conversion to CADM-compliance is planned for October 1998.  Further, CADM 2.0 has the potential to serve as the core data model for standardization of DoD data elements for C4ISR architecture development.

A DoD Architecture Repository is needed to hold common architecture data for use by DoD organizations.  Such a repository would provide for recording and making available for review and reuse instances of architectures and their architecture descriptions.  As a CADM-conformant database, the Repository would highlight the focus on data rather than the form for architecture products.  The Repository would support common lists of instances of TASKs, REQUIREMENTs, SYSTEMs, and ORGANIZATIONs to enhance architecture comparison and integration.  Starting points for the DoD Architecture Repository would be the Integrated Data Dictionaries for the Joint Technical Architecture and the forthcoming Joint Operational Architecture.

The CADM describes the information structure of architectures.  The following tasks and actions need to be accomplished before DoD architects and system builders can easily exchange architecture data:

· Use the CADM for architecture development.  Use of the CADM as the logical data model for all architecture activities—specifically, implementation of tools and databases—promotes interoperability for architecture data exchange.  The real value of the CADM will become apparent when an initial implementation exists.  The CADM simplifies sharing and reuse of architecture information.  The CADM supports interoperability by providing common meanings of, and relationships among, data that are subject to exchange.

· Assign responsibility for stewardship and configuration management of the CADM.  Stewardship and configuration management of the CADM is needed to support the evolution of architecture data and products.  This must be resolved quickly to exploit (a) the initial consensus for the rationale behind the details of the CADM and (b) the current interest in using the CADM for architecture development activities and tools.

· Common physical attributes for CADM implementation should be adopted.  Physical attributes defined for the Army Systems Architecture Data Model implementation of CADM 2.0 should be adopted as guidance for implementors and extended to the rest of CADM 2.0.

· Plan for and support development of additional updated versions of the CADM.  The CADM will continue to evolve, as will the architecture processes it supports.  Thus, Version 1.0 and Version 2.0 of the CADM serve as the beginning of a new and more effective way of doing business. 

· Establish a DoD Architecture Repository, together with policy and procedures to populate and maintain the Repository.  A DoD Architecture Repository could be established in conjunction with the JCAPS effort.  This would eliminate expensive and omission-prone data hunts that have long burdened architects and developers of joint systems.  Responsibilities must be assigned for development, maintenance, and configuration management of this Repository.  This requires important decisions about what architectures to include, which data elements to make mandatory (perhaps driven by the Framework essential product list), whom to assign to populate and maintain which data, and how to pay for each of these continuing tasks.

Part 2

ANALYSES:  DESCRIPTION OF THE DATA MODEL

I. BACKGROUND

A.
GENERAL

During the past 5 years there has been a major commitment by the DoD to improve interoperability by standardizing and mandating standards for C4ISR and other systems.  A key to identifying and structuring data standards has been the use of a single, integrated DoD Data Model.  Data models are essential to interoperability because (1) the principal nature of C4ISR interoperability is the exchange of information that preserves meaning and relationships of the information subject to exchange and (2) the focus of a data model is to record agreements about the meaning and relationships of data, which are fundamental to interoperability.  Without such agreements on meaning and relationships, interoperability is limited in scope and detail and is implemented pairwise for information systems, leading to expensive investments lacking general applicability.

DISA created and released the first version of the C2 Core Data Model in 1993 and has subsequently issued major improvements in that core data model.  Early in 1996, the C2 Core was fully embedded as a subset into the DoD Data Model, and almost all of its data elements are now DoD standards.  Similar efforts have begun in the intelligence functional area with the development of an integrated intelligence data model.

OASD(C3I)-IIID (formerly the C4I Integration Support Activity, CISA) and DISA have been actively working since 1995 to build a data model, based on the DoD Data Model, that would provide a core specification for agreements about the meaning and relationships of information contained in C4ISR architectures, so that such information could be (1) consistently stored in Command, Service, and Agency databases, (2) exchanged among the Commands, Services, and Agencies, (3) used as a basis for developing architecture creation and management tools, and (4) a basis for standardizing data for architectures that are not yet included in the DoD Data Model.  

One activity being conducted jointly by OASD(C3I)-IIID and DISA is the development of the Joint C4ISR Architecture Planning System (JCAPS), a replacement for the Integrated C4I Architectures Requirements Information System (ICARIS; formerly, the Intelligence Communications and Architectures Requirements Information System).  An initial set of data standardization proposal packages under DoD 8320.1 procedures based on JCAPS was provided to DISA/JIEO in January 1998.

Another activity conducted by OASD(C3I)-IIID in parallel with the JCAPS development was the creation of a core architecture data model based on the C2 Core and other portions of the DoD Data Model.  The initial phase of the core development was completed in August 1996, and the core data model was used to expand the scope of JCAPS during 1996-1998.  A third activity indirectly related to development of architecture data models is the continued development of the Battlefield Generic Hub Data Model by the Army Tactical Command and Control Information System (ATCCIS) Permanent Working Group chaired by the Supreme Headquarters Allied Powers Europe (SHAPE) in NATO.  Versions 1 and 2 of the C2 Core were based on Generic Hub 1 and its extensions developed during 1992-1993, and subsequent releases of the C2 Core have substantially benefited from later editions of the Generic Hub.  Some of the structures being used in Generic Hub 3 [GH3 1997] have been incorporated into the CADM.  Finally, all the Services have had active architecture data model development activities during 1996-1998.

Key to integrating the wide range of information and products contained in emerging and future architectures is the development of the C4ISR Architecture Framework by CISA.  Version 1 was released in 1996 [CISA 1996a], and Version 2 in December 1997 [Framework 1998a].  The C4ISR Architecture Framework defines commonly used terms, three basic architecture views, and a number of potentially standard architecture products (some of which are designated as essential in that they are expected to be provided in every C4ISR architecture).  Version 2 Framework was mandated for use in February 1998 by a joint memorandum [Framework 1998b] of USD(A&T), ASD(C3I), and Joint Staff J-6.  The memorandum stated the following [Framework 1998b]:

· Representatives from the Unified Commands, Services, and Agencies, working under the auspices of the DoD Architecture Coordination Council (ACC), incorporated lessons learned from the trial implementation of Version 1.0 of the Framework and collaboratively produced Version 2.0 that more completely satisfies the need for comprehensive DoD-wide architectural guidance as recommended by the Defense Science Board.  Further evolution of the Framework will be based upon experience gained and the collective needs of the Department.

· The utilization of C4ISR Architecture Framework Version 2.0 will allow architectures to be compared and integrated within DoD Components and across joint boundaries so that Warfighter interoperability and C4ISR investment decisions can be addressed from a common frame of reference.  Experiences with Version 1.0 demonstrate that the concepts and methodology embodied in the C4ISR Architecture Framework can be applied across the DoD community.  Further, Version 2.0 C4ISR Architecture Framework is wholly consistent with the DoD Chief Information Officer’s (CIO) responsibility to develop and implement an agency-wide architecture “model” and an Information Technology Architecture (ITA) which conforms to this model.

· We see the C4ISR Architecture Framework as a critical element of the strategic direction in the Department, and accordingly direct that all on-going and planned C4ISR or related architectures be developed in accordance with Version 2.0.  Existing C4ISR architectures will be redescribed in accordance with the Framework during appropriate revision cycles.  We also direct all addressees examine the C4ISR Architecture Framework as a basis for a single architecture framework for all functional areas/domains within Department.  The ACC with the active participation of the C4ISR community has established a process by which the evolution of the C4ISR Architecture Framework will continue in a manner responsive to the needs of operations and acquisition elements of the DoD.

· The successful evolution to a DoD Architecture Framework is dependent upon your active participation and a continued commitment to interoperable and cost effective military systems.

Development of the CADM in 1997 and 1998 can be seen as an extension of these efforts over the past 4 years.  Specifically, the CADM activity works to incorporate DoD data standards wherever possible, including many that are contained in the C2 Core.  In addition, the CADM intentionally makes use, whenever possible, of additional data structures already developed in JCAPS and elsewhere.  Completion of Version 1 of the CADM in FY97 was driven by the urgent needs of the JCAPS development effort that is already underway and by the need to incorporate the results into the data standardization proposal packages.  Completion of Version 2.0 of the CADM was needed by July 1998 to enable the Army to complete a CADM-compliant migration by the end of FY98 and to assist in the migration of JCAPS to support all Framework 2 products in FY99.

B.
ORGANIZATION OF THE REPORT

The proposed CADM 2.0, whose purpose is to identify and structure minimum elements of information for DoD architectures, is described here in Part 2.  Following some detailed Background (Chapter I), a summary of the basic concepts is given (Chapter II).  The main body of the report consists of a complete mapping of the CADM to the Framework’s architecture products (Chapter III), and a detailed description of the CADM in separate views (Chapter IV; 38 views are provided).  In addition, there is a description of the Army System Architecture’s extension of the CADM (Chapter V) and potential support to modeling and simulation (Chapter VI).  

The data model specifications are provided in Annexes A to D.  Annex A indexes the positions of all the entities shown in the complete copy of the integrated IDEF1X data model diagram (provided as five fold-out pages at the end of this document).  All the entities and attributes are defined (Annexes B and D, respectively).  All of the relationships are named and specified with cardinality (Annex C).  In addition, example domain values for all coded attributes are provided (last column on the right in Annex D).  Additional annexes provide explicit traceability of the CADM to the Framework 2.0 data requirements (Annex E), comments provided by members of the Framework Subpanel that compared Framework 2.0 with CADM 1.0 (Annex F), a cross-reference of data model entities to the architecture products they support (Annex G), a list of each occurrence of each attribute of the data model (cross-referenced to the entities (Annex H), a complete set of instance tables for one of the architecture products (Annex I), definitions of concepts and notation for dynamic modeling and object-oriented specifications (Annex J) and for IDEF1X (Annex K), the list of references (Annex L), and the Glossary (Annex M). 

II. INFORMATION REQUIREMENTS AND C4ISR CORE ARCHITECTURE DATA MODEL

A.
OVERVIEW

1.
Objective and Scope

The goal of a C4ISR core data model is to support exchange of architecture data within DoD.  Potentially, a DoD Architecture Repository could be implemented using this model, perhaps as part of the JCAPS effort, in order to enhance the availability and exchange of information among the Commands, Services, and Agencies.

The primary focus of this report is the identification and structuring of minimal essential elements of information common to architecture products expected to become parts of many future DoD architectures.  The intent is to develop a specification of a core set of data that can later be extended for specific architectures at varying levels of detail.  As such, the C4ISR architecture data model described in this chapter can be viewed as a core data model (similar to the role of the C2 Core Data Model for the C2 functional area).

One difference between the CADM and the C2 Core Data Model is that the C2 Core is focused on data for employment of forces for military operations, whereas the CADM focuses on alternative arrangements of units, their equipment (e.g., systems and system components), and communications to meet operational requirements (e.g., information exchange requirements) in a cost effective manner.  There is, however, some overlap between the two that occurs primarily for (a) the detailed levels of operational architectures that look at specific battlefield missions and operations, and (b) for system architectures for C2 subfunctional areas [e.g., Functional C3 Interoperability Architectures (FIAs) for Joint Task Force Operations Control or Fire Support].  Clearly, the specifications of organizations, units, and items of equipment will be in the common domain and should therefore be based on common standards.

The CADM, like the Architecture Framework’s product set, was developed to facilitate the exchange of architecture information within and between the different elements of the DoD.  Both the CADM and the Framework products accomplish this by delivering common structures.  This smoothes the comparison and integration of information, even if it comes from different sources.  An architecture data repository or database system structured according to the CADM offers flexible queries to supplement the standardized views of the Framework’s paper products.  This enables users to extract exactly the information required for the question at hand.  Further, the CADM promotes effective reuse of architecture data over time and timely response to calls for architecture-related information.  Because they offer complementary capabilities, both the CADM and Architecture Framework are expected to remain parts of the DoD architecture process.

The first use of the CADM is to support the interoperable creation, use, and exchange of Architecture Framework products between Commands, Services, Agencies, and Departments within and outside DoD.  Additional usage will depend upon the development of Service, Agency, and Department logical data models and mapping those to the CADM.

2.
Criteria for Model Development

The data model should hold all information needed to support current and planned Architecture Framework products.  Simplicity is highly desirable but not at the expense of meeting critical requirements for joint information.

A C4ISR architecture data model must be built on agreed data standards provided in the Defense Data Dictionary System (DDDS) and must reuse structures of the DoD (Enterprise) Data Model (DDM), where they apply.  As a core data model, the CADM described herein must be specified at a level of generality that enables data elements to be reused.  This means that data requirements found in physical schemata of current systems need to be analyzed and captured in data structures that represent the full potential use of those data.  For example, data structures encountered in a communications-intelligence architecture may need to be renamed and coded domains inserted for true-false markers so that these structures make sense for use outside the domain in which they were originally conceived.  Such generalization must, on the other hand, be balanced by the need to be implementable, recognizable, and useful for the forthcoming generation of system development.  Thus, extremes of generality ought to be avoided.

3.
The Product

The data model concepts are summarized in this chapter.  To the extent possible without going into technical details, the degree to which the data model already supports each Framework 2 architecture product is separately evaluated.  This is done in Chapter III, which identifies these architecture products, provides examples and tabulates key data requirements from Framework 2, describes the way in which each product is supported by the data model, and partly presents the data embedded in the example as instance tables of the data model (to be provided in a subsequent release of this paper; an example is provided in Annex I).

The technical description for each of 38 subject area views is provided in Chapter IV.  Chapter IV provides comments on the role and use of the parts of the data model; applicable entity and attribute definitions; an extract of the IDEF1X data model diagram; domain values for coded attributes; cross-references to the DDDS for approved (A), candidate (C), and developmental (D) data standards (the DDDS identifier is given for each); and instance tables or instance table templates for every entity.  

The data model’s specifications are provided in Annexes A through D.  Annex A provides the integrated data model diagram.  All the entities and attributes are defined (listed in Annexes B and D, respectively).  All of the relationships are named (Annex C).  In addition, example domain values for all of the coded attributes are provided.  The data model has 334 entities (compared to 249 in CADM 1.0) and 891 distinct attributes (compared to 621 for CADM 1.0).  When the foreign key attributes are counted (meaning that some attributes appear in more than one entity and are counted each time they occur), the total attributes used is 1,645 (compared to 1,087 in CADM 1.0).  The data model specifies 889 relationships (compared to 421 for CADM 1.0).

Development of the CADM has intentionally been heavily dependent on the current structure of the DoD Data Model and the specifications of the DDDS.  As many as 100 of the 334 entities (30 percent) and 324 of the 891 attributes (36 percent) of the CADM are specified by or derived directly from these two sources.  The other structures of the initial CADM have been based on sets of data requirements reflecting current capabilities but generalized for DoD-wide and C4ISR-wide use.

B.
DEFINITIONS OF KEY TERMS

The Architecture Framework and CADM have now converged on the meanings and use of a number of key terms used in architectures.  Some are listed below, followed by a summary of the current understanding of the definitions, meaning, relationships, and uses as embedded in the CADM:

(1) Action in relation to Activity, Activity Model, Task, Process, and Mission Essential Task

(2) Information Exchange Requirement and Need Line

(3) Mission in relation to Functional Area and Mission Area

(4) Operational Element and Operational Facility (OPFAC) in relation to Organization and Facility

(5) Platform

(6) Requirement, Operational Rule, and Technical Guideline in relation to Guidance

(7) System Element and System Function in relation to System and types of Materiel

(8) Types of Nodes

(9) Unit in relation to Organization.

Table 3 provides definitions specified in the Glossary of Framework Version 2.  Most of these are used for CADM 2.0.

Table 3.  Definitions from Glossary of Framework 2

Entity
Definition
Source

Action
An activity, such as an IDEF0 activity or a warfighting task.
As in the CADM

Action Assertion
Concerns some dynamic aspect of the business and specifies constraints on the results that actions produce.
As in the CADM

Activity Background
A backdrop that gives a flavor of the operational activities performed by each node.
Not used in CADM

Activity-Model
A representation of the interrelated functions of a system.  Usually an IDEF0 Activity Model.
As in the CADM

Agreement
An arrangement between parties, such as an IEEE standard, SOFA, or MOA.
As in the CADM

Architecture 
1) The structure of components, their relationships, and the principles and guidelines governing their design and evolution over time.
2) The organizational structure of a system or component. 
Framework 1

IEEE 610.12-1990

Architecture Description
A representation, as of a current or future point in time, of a defined “domain” in terms of its component parts, what those parts do, how the parts relate to each other, and the rules and constraints under which the parts function.  
Framework 2

Architecture-Description Products
Graphical, textual, and tabular items that are developed in the course of building a given architecture description and that describe characteristics pertinent to its purpose.  When completed, this set of products constitutes the architecture description.
Framework 2

Capability
The ability to achieve an objective.  Examples include MOEs, MOPs, and technical performance parameters. 
As in the CADM

Conceptual-Data-Model
A description of how data is organized and how that organization reflects the information structure of a problem domain.  Can describe complex (such as a data base) or simple (such as a packet) data structures.
As in the CADM

Derivation
Concerns algorithms used to compute a derivable fact from other terms, facts, derivations, or action assertions.
—

Document
Recorded information regardless of physical form.  Can include text, bit-mapped images, and spreadsheets.  Also includes electronic versions of Framework products. 
As in the CADM

Domains
Elements at any level, from DoD as a whole, down to individual functional areas or groups of functional areas.
Framework 2

Equipment-Type
A category of MATERIAL-ITEM that can be used repeatedly.  Includes hardware. 
As in the CADM

Essential Products
Products that are needed to enable the Framework’s goal of facilitating the development and integration of architectures within and across DoD organizational boundaries and between DoD and multi-national elements.  These products are required of all architecture descriptions, with some exceptions.
Framework 2

Exchange-Need-Line-Requirement
A requirement that is the logical expression of the need to transfer information among units.  A single need-line typically corresponds to many IERs. 
As in the CADM

Expected Level Of Interoperability
The projected set of available capabilities two systems exhibit in common.
From LISI

Table 3. (Cont’d)

Entity
Definition
Source

External Exchanges
Data/information exchanges between systems at the node and systems at other nodes.
Not used in CADM

Facility
Real property, having a specified use, that is built or maintained by people.  A computing mega-center would be an example.
As in the CADM

Functional-Area
A major area of related activity, such as Ballistic Missile Defense, Logistics, or C2 support. 
As in the CADM

Generic Level Of Interoperability
For each system, the highest level within the capabilities matrix at which that system implements all the criteria for that LISI level.
From LISI

Guidance
A statement of direction.  This definition is broader (and more directive) than the definition used in some contexts.  It includes doctrine, laws, and directives. 
As in the CADM

Government Performance And Results Act Of 1993 (GPRA)
An act addressing waste and inefficiency in Federal programs, primarily due to insufficient specification of program goals, inadequate information on (and attention to) program performance, and results which handicap Congressional policy making, spending decisions, and program oversight.
Not used in CADM

Information-Asset
An information resource.  Includes data itself and various information models, such as activity, data, and process models.
As in the CADM

Information-Exchange-Requirement
A subtype of requirement.  Represents the relationships among tasks, operational elements, and information flow.  May be many-to-many. 
CADM distinguishes IER from Information Exchange Matrix (OV-3)

Information Technology Management Reform Act (ITMRA)
An act establishing the position of Chief Information Officer at the DoD level and in each of the Military Departments and Agencies; emphasizes that the process for information technology acquisition should be understandable, simple, and timely with respect to insertion of commercial technology.
Not in the CADM

Integratable Architecture Descriptions
Descriptions that are sufficiently uniform (or similar) to enable critical relationships to be identified; descriptions that can be intertwined, or plugged together, into a single logical and physical representation.
Framework 2

Integrated Dictionary
A document containing definitions of any new terms used that do not appear in standard lexicons, data dictionaries, or data models. 
AV-2 definition

Internal Exchanges
Relevant data/information exchanges between systems within the node.
Framework 2

Materiel-Item
A material asset. 
As in the CADM

Mechanism
A physical resource that is involved with the performance of an activity (e.g., personnel, weapons, automated systems).
—

Mission
An objective.
As in the CADM

Mission-Area
The general class to which an operational mission belongs.
As in the CADM

Network
The joining of two or more components for the purpose of exchanging verbal, nonverbal, or electronic communications or transporting personnel, equipment, or other resources.  Not limited to communications.  Can be transportation, power, or other network. 
As in the CADM

Node
1)  An element of architectures that may represent a role, an organization, a facility, or even an individual workstation, depending on the purpose and the level of detail needed in the architecture description. (as used in the Framework; no formal definition arrived at yet.)

2)  A primitive that is a component of a network.  Again, not limited to a node in a communications network.  Can be combined with arcs (using NODE-ASSOCIATION, not depicted in figure 3-4) to represent virtually any network or graph structure. 
Framework 1, 2



As in the CADM

Operational Architecture
Descriptions of the tasks, operational elements, and information flows required to accomplish or support a warfighting function.
Framework 1 and ITF IAP

Operational Architecture View
A doctrine-driven description of the tasks, operational elements, and information flows required to accomplish or support a military operation. 
Framework 2

Organization
An administrative structure with a mission.  Organization is used here in a very broad sense.  Includes military organizations, agencies, units, OPFACs, and even governments.
As in the CADM

Overlay
An annotation that provides additional information onto the basic diagram(s) to gain greater insight without additional decomposition. 
Framework 1, 2 for Activity Model

Requirement
A need or demand.  A subtype of guidance.  May be specified in other guidance or derived from necessity and circumstances.
As in the CADM

Rules
Statements that define or constrain some aspect of the enterprise.
Framework 2

Table 3. (Cont’d)

Entity
Definition
Source

Situation
A circumstance of governmental interest but not necessarily strategic.  Examples include intensity of conflict, political situation, or an event that would trigger an IER.
Framework 2

Software-Item
A set of instructions that governs the operation of data processing equipment.  Includes firmware, software applications, operating systems, and embedded software.
As in the CADM

Specific Level Of Interoperability
The highest LISI level between a pair of systems which provides common procedures, applications, infrastructure, and data in support of information and service exchange.
From LISI

Standard
An agreement for a procedure, product, or relationship. 
As in the CADM

Supporting Products
Products that provide additional, supporting data that may sometimes be needed to supplement the essential products.  They may provide a graphical representation to facilitate human communication; or they may serve as a tabular format for information captured on graphical products, to facilitate populating and manipulating supporting databases; or they may represent incremental steps in producing other products.
Framework 2

Standards Technology Forecast
A detailed description of emerging technology standards relevant to the systems and business processes covered by the architecture.
TV-2 Definition

Structural Assertion
Concerns (business domain) terms and facts that are usually captured by the entities and relationships of entity-relationship models; these reflect static aspects of business rules already captured in the Logical Data Model.
As in the CADM

System
Any organized assembly of resources and procedures united and regulated by interaction or interdependence to accomplish a set of specific functions.
Pub 1-02; CADM uses IEEE 610.12

Systems Architecture
Descriptions, including graphics, of systems and interconnections providing for or supporting warfighting functions.
Framework 1 and ITF IAP

Systems Architecture View
A description, including graphics, of systems and interconnections providing for, or supporting, military operations; includes the physical connection, location, and identification of key nodes, circuits, networks, warfighting platforms, and specifies system and component performance parameters. 
Framework 2

System Evolution
Process of spreading in scope while increasing functionality and flexibility of system(s).
SV-8 Definition

System Migration
Process of  incrementally creating a more streamlined, efficient, smaller and cheaper suite of system(s).
Framework 2

System Technology Forecast 
A detailed description of emerging technologies and specific hardware and software products.
SV-9 Definition

Task
A directed activity.  May be explicitly or implicitly directed, as by doctrine or demands of the situation.
Modified in CADM

Technical Architecture
A minimal set of rules governing the arrangement, interaction, and interdependence of the parts or elements whose purpose is to ensure that a conformant system satisfies a specified set of requirements. 
Framework 1 and ITF IAP

Technical Architecture View
A description of the minimal set of rules governing the arrangement, interaction, and interdependence of system architecture components; includes the technical criteria governing system services, interfaces, and relationships.
Framework 2

Views
Perspectives (operational, systems, and/or technical) that logically combine to describe an architecture;  a view implies what architecture characteristics are to be considered and/or displayed.
Framework 2

Source:  C4ISR Architecture Framework Version 2.0 [Framework 1998a].

1.
Action in Relation to Activity, Activity Model, Task, Process, and Mission Essential Task

In the DoD data standardization process, the entity ACTION is defined as “an activity” [DDDS 1997] and is used to integrate operational and other military activities and events.  JCS Pub 1-02 defines activity as follows:

Activity—1.  A unit, organization, or installation performing a function or mission, e.g., reception center, redistribution center, naval station, naval shipyard.  2.  A function or mission, e.g., recruiting, schooling. 

Since ACTION is defined to be “an activity” and since ACTION is already an approved DoD data standard, there is no need to separately consider “Activity” as a candidate entity for the CADM (its use would create redundancy and preclude integration into the DoD Data Model).

The DDDS defines the entity TASK as “a directed activity” and currently focuses standardization on capturing basic data requirements for the Universal Joint Task List (UJTL).  The entity MISSION-ESSENTIAL-TASK is defined in the DDDS as a task required for the accomplishment of a mission.  However, the following definitions are provided within the current UJTL [CJCSM 3500.04A 1996]:

· Task—A discrete event or action, not specific to a single unit, weapon system, or individual, that enables a mission or function to be accomplished (the definition taken for the CADM).
· Joint Mission Essential Task (JMET)—A task selected by a joint force commander from the UJTL deemed essential to mission accomplishment.

· Mission Essential Task List—A list of TASKs considered critical to the accomplishment of assigned or anticipated MISSIONs that may be associated with specific conditions and performance standards and may identify command-linked and supporting tasks.

· Command-Linked Tasks—Tasks that depict the seams between supported and supporting commands.  Command-linked tasks are key to the accomplishment of command or agency JMETs.

· Supporting Task[s]—Specific activities that contribute to the accomplishment of a joint mission essential task.  Supporting tasks are accomplished at the same command level or by subordinate elements of a joint force (i.e., joint staff, functional components, etc.).

In the discussion of tasks, the UJTL states:  “UJTL tasks are actions or processes performed as part of joint operations.”  The UJTL goes on to identify characteristics of the UJTL tasks, some of which follow:

· Tasks should be based on doctrine.

· A set of UJTL tasks should be comprehensive and mutually exclusive.

· Tasks and definitions should avoid specifying means involved in task performance.

· A task does not include broader concepts such as military operations.

· Joint and Service tasks should not be organized to describe a sequence or process.

· Task list should not include conditions (to ensure that the tasks will be applicable to a wider variety of operations and regions where operations might be conducted).

Every instance of the UJTL meets the definition of ACTION as well as TASK in the DoD Data Model, so that the definition of Task in the UJTL can be captured by use of DoD standard concepts.  Thus, in order to support the UJTL no changes to ACTION or TASK are formally required at the entity level. 

In the DoD Data Model, TASK and ACTION are independent.  The CADM recommends, as a minimum, that there be a relationship “may be a” from ACTION to TASK that provides an ACTION Identifier as an attribute of each TASK.  More strongly, the DoD Data Model could specify such a relationship as no-nulls-allowed, which would enable this ACTION Identifer to be an alternate key for TASK Identifer.  Ideally (from the point of view of simplicity and in view of the current definition that makes every TASK an ACTION), TASK should be specified as a subtype of ACTION, TASK should be redefined using the UJTL definition adopted for the CADM, and TASK Identifier should be archived as a redundant data element.  The TASKs that are given an ACTION Identifier as a primary or alternate key can be relatively sequenced and given absolute timing using ACTION-ASSOCIATION without repeating the ACTION-ASSOCIATION attributes for TASK-ASSOCIATION.

The requirement to characterize related activities in terms of data flow diagrams showing inputs, outputs, and controls is met in the DoD Data Model and in the CADM by the specification of ACTIVITY-MODEL.  The Information Management Functional Data Administrator recommended and the DoD approved the specification of ACTIVITY-MODEL by relating it to such concepts (also DoD standards and entities of the DoD Data Model) as INFORMATION-ASSET, PROCESS-ACTIVITY, and ICOM (the acronym for input, control, output, and mechanism).  A complete activity model example is discussed in Annex I.  The following general comments may be useful in understanding these related concepts:

· INFORMATION-ASSET includes as subtypes (non-overlapping subsets) such standard concepts as CONCEPTUAL-DATA-MODEL, DATA-ENTITY, DATA-ATTRIBUTE, DATA-DOMAIN, INTERNAL-DATA-MODEL, and USER-PRESENTATION-VIEW.

· CONCEPTUAL-DATA-MODEL, DATA-ENTITY, and DATA-ATTRIBUTE are used in the CADM to capture data requirements for logical information models.

· INTERNAL-DATA-MODEL and USER-PRESENTATION-VIEW are used in the CADM to capture data requirements for two types of physical information models (one for the internal, system-specific schemata of databases and the other for the external user views of data).

· PROCESS-ACTIVITY is defined in the DDDS as “the representation of a means by which a process acts on some input to produce a specific output.”

· Instances of PROCESS-ACTIVITY are cited for an ACTIVITY-MODEL.  There are additional entities that provide the formal relationships by which the hierarchical nomenclature of activities in IDEF0 activity models is specified.

· The various instances of PROCESS-ACTIVITY in an ACTIVITY-MODEL are related by specifying information flows between pairs of the PROCESS-ACTIVITYs.

· The information flows are abstractly specified in the DoD Data Model as instances of ICOM, defined in the DDDS as “material related to one or more activity model activities” (an extremely poor definition that must be improved).

· The information content of each information flow is specified by relating each ICOM used in an activity model to instances of the entity ACTIVITY-ICOM and thereby to one or more instances of DATA-ENTITY.

2.
Information Exchange Requirement and Need Line

The CADM specifies two important subtypes (non-overlapping subsets) of REQUIREMENT:

· EXCHANGE-NEED-LINE-REQUIREMENT—A REQUIREMENT that is the logical expression of the need to transfer information among nodes (e.g., operational elements, system elements).

· INFORMATION-EXCHANGE-REQUIREMENT—A REQUIREMENT for the content of an  information flow.  Note:  Associated with an IER are such performance attributes as information size, throughput, timeliness, quality, and quantity values.

Note that the CADM explicitly distinguishes between the need line over which some information must be exchanged and the information content for an exchange and uses the two subtypes defined above to specify each.  This has the advantage of removing from the formal specification of INFORMATION-EXCHANGE-REQUIREMENT the path-specific, task-specific, and node-specific aspects, which are associated with the EXCHANGE-NEED-LINE-REQUIREMENT.  Each need line may have many sets of information to be exchanged over it, and the specification of such information may be used identically on many need lines (e.g., the need lines connecting to and from all forward observers will all have the information content of a Call-for-Fire IER and of a Message-to-Observer IER).  IERs can exist without specifying a set of nodes or tasks being supported.  They can also exist without formal agreement on all the need lines (e.g., logical communication paths) on which they will or could be used.  Such agreements are specified in GUIDANCE-ASSOCIATION, which links each IER to all the appropriate need lines and, conversely, each need line to all the appropriate IERs.

Two concepts are introduced in the CADM to capture many of the characteristics associated to a pairing of a specific set of information content (INFORMATION-EXCHANGE-REQUIREMENT) and a specific need line (EXCHANGE-NEED-LINE-REQUIREMENT).  These are the following:

· EXCHANGE-NEED-LINE-IER—The association of a specific EXCHANGE-NEED-LINE-REQUIREMENT with a specific INFORMATION-EXCHANGE-REQUIREMENT, with attributes for:

· Communication Medium

· Source {Node 1} NODE and Destination {Node 2} NODE 

· Source System Function and Destination System Function 

· Source TASK and Destination TASK 

· Cost-of-Failure Code

· Effective Date

· Frequency Rate

· Grade-of-Service Code

· Perishability Code

· Precedence Code

· Preference Code

· Security Classification Code

· Speed-of-Service Code

· Status Code

· Time Period Quantity

· Trigger Text

· Voice Data Indicator Code.

· INFORMATION-EXCHANGE-MATRIX-ELEMENT—A specification for how an IER and an Exchange Need Line Requirement are related in a specific context of tasks being performed with information systems support, with attributes for:

· Information Exchange Matrix DOCUMENT Identifier 

· Exch Need Line Req GUIDANCE Identifier 

· Info Exch Req GUIDANCE Identifier

· EXCHANGE-NEED-LINE-IER Identifier 

· Message Standard AGREEMENT Identifier

· Provider Software Item and Recipient Software Item 

· Provider SYSTEM Identifier and Recipient SYSTEM Identifier.

3.
Mission in Relation to Functional Area and Mission Area

In the DoD data standardization process, the entity MISSION is defined as “an objective” [DDDS 1997] and is used to integrate operational concepts related to formal military tasking.  JCS Pub 1-02 defines mission as follows:

Mission—1.  The task, together with the purpose, that clearly indicates the action to be taken and the reason therefor.  2.  In common usage, especially when applied to lower military units, a duty assigned to an individual or unit; a task.  3.  The dispatching of one or more aircraft to accomplish one particular task.

The DoD entity MISSION (an objective) excludes the notion of TASK (which is independently defined) and expresses the formality of a task’s purpose.  The connection of a specific MISSION with a specific TASK is specified by the entity MISSION-TASK, “the association that shows which MISSION is accomplished by which TASK” (the entity MISSION-TASK is listed in the DDDS but has not yet been submitted for approval as a DoD data standard).  Because the DoD data standard for MISSION is broader and more flexible than the concept defined in JCS Pub 1-02, it is recommended that “an objective together with the purpose of the intended action” be used in the CADM.

Similar entities relate MISSION to other key concepts.  Examples are the following:

· MISSION-FUNCTIONAL-AREA—The association of a specific MISSION to a specific FUNCTIONAL-AREA (defined for the CADM but not yet in the DDDS), for which FUNCTIONAL-AREA is defined as “a major area of related activity” (an approved DoD data standard).

· MISSION-ORGANIZATION—The association of a specific MISSION with a specific ORGANIZATION (defined for the CADM but not yet in the DDDS).

MISSION-AREA is standardized and defined in the DDDS as “the general class to which an operational MISSION belongs.”
  The following entities relate MISSION-AREA to other key concepts:

· MISSION-AREA-FUNCTIONAL-AREA—An association between a specific MISSION-AREA and a specific FUNCTIONAL-AREA (defined for the CADM but not yet in the DDDS).

· MISSION-AREA-MISSION-ESSENTIAL-TASK—An association between a MISSION-AREA and a MISSION-ESSENTIAL-TASK (an approved DoD data standard not yet used in the CADM).

· ORGANIZATION-MISSION-AREA—The MISSION-AREA supported by a specific ORGANIZATION (an approved DoD data standard).

· REQUIREMENT-MISSION-AREA—The association of a specific REQUIREMENT with a specific MISSION-AREA (defined for the CADM but not yet in the DDDS).

· TASK-MISSION-AREA—The association of a specific TASK to a specific MISSION-AREA (defined for the CADM but not yet in the DDDS).

4.
Operational Element and OPFAC in Relation to Organization and Facility

The CADM uses the entities ORGANIZATION, ORGANIZATION-TYPE, FACILITY, and FACILITY-TYPE to capture the architectural information related to the concepts “Operational Element” and “Operational Facility” (OPFAC).  The expectation is that every instance of Operational Element and Operational Facility will carry at least one of the identifiers of these four DoD-standard entities (which also happen to be entities of the C2 Core Data Model for capturing warfighting information).  Therefore, relating the architectural structures to these four entities is sufficient to capture detailed information related to specific Operational Elements and Operational Facilities.

Developers of the CADM recognize the wide use of terms such as C2 Element, Operational Element, Command and Control Information Exchange (C2IE) Element, and Operational Facility in various architectures developed over the last 10 years.  In studying these concepts, the developers understood that at the core of each was the identification of an ORGANIZATION-TYPE [e.g., Marine Expeditionary Force (MEF)] or a specific instance of an ORGANIZATION (e.g., I MEF).  Distinguishing among these concepts appeared to be outside the proper scope of a core data model (and more properly an issue for the DoD Data Model).

NETWARS provides the following in its Interoperability Standards document:

· An OPFAC represents a collection of users and their communications equipment normally located in a single location or on a single platform (e.g., vehicle, ship, command post).  An OPFAC is in turn composed of a single Operational Element (OE) and one or more System Elements (SEs).  An OPFAC performs operational activities with its OE and is connected to other OPFACs through its SEs.  An example of a simple OPFAC is a soldier with a radio; an example of a complex OPFAC is a ship with many networks and systems inside.

· An OE represents a collection of C4ISR personnel/elements that are located at an OPFAC and that perform operational activities.  An OE performs information processing (i.e., produce, consume, transform, and process information).  OEs are identified in the C4ISR Operational Architecture as producers and consumers of IERs.  An OE will be represented as an OPNET Node. 

· System Elements are model elements that simulate the communications nodes (intermediate systems and end systems) that make up the OPFAC.  There are two types of System Element:  an Intermediate System (IS) System Element, and an End System (ES) System Element.

· An IS System Element represents one or more communication devices (depending on the selected aggregation level/resolution) located in an OPFAC and performs information exchange functions. The IS System Elements are identified in the C4ISR Systems Architecture as communication elements that are interconnected with other System Elements in order to transmit IERs. 

· An ES System Element represents one or more devices that communicate with other devices, and is also the point at which information (messages, calls, etc.) actually enters or leaves the communications system as a whole.  An example of an ES System Element might be one that represents a host computer (workstation) at which message traffic is generated and injected into an internetwork, or a host computer at which message traffic arrives and is delivered to the user.  Depending on the level of aggregation, an ES System Element may represent the behavior of a physical end system or of an intermediate system.  For example, it may model an entire local area network (LAN) of workstations that inject traffic into an Internet Protocol (IP) network, or several telephone handsets and a local telephone switch that inject calls into a circuit switched network.  The distinction between an ES System Element and an IS System Element is that an ES System Element has an interface to an OE.  The OE provides triggers to the ES System Element to tell the System Element what traffic to generate.

· A System Element is responsible for recording statistics on communication system performance.

· A System Element will be represented as an OPNET Node. 

The CADM therefore suggests, when extensions to the core data model are made, that each of these specialized organization concepts be specified using as a primary key or alternate key attribute either ORGANIZATION-TYPE Identifier or ORGANIZATION Identifier.  In this way, the extension inherits all the characteristics and architectural entity relationships associated with that instance of ORGANIZATION-TYPE or ORGANIZATION in the rest of the CADM.

5.
Platform

Many architectures contain instances of the concept “platform” but have wide variation on its meaning and characteristics.  In the CADM, platform is considered as a role and a separate identifier for this concept is not introduced.  Instead, the CADM recommends that users assign a SYSTEM Identifier to each platform and treat platform as part of the subtype hierarchy of SYSTEM (specifically, the PLATFORM-ELEMENT, which is a subtype of SYSTEM-ELEMENT).  In those cases for which an instance of MATERIEL-ITEM is preferred for identifying a platform, a MATERIEL-ITEM Identifier can be assigned and the platform considered as an instance of EQUIPMENT-TYPE, a subtype of MATERIEL-ITEM.

The DoD Data Model now has an entity, SYSTEM-PLATFORM—The collection of hardware and software used by a system—specified as a subtype of INFORMATION-ASSET.  Two entities relate a specific SYSTEM-PLATFORM to other INFORMATION-ASSETs:  INFORMATION-SYSTEM-SYSTEM-PLATFORM and USER-PRESENTATION-VIEW-SYSTEM-PLATFORM.  All three of these entities are included in the CADM.  PLATFORM-ELEMENT is related in the CADM directly to SYSTEM-PLATFORM (through a non-identifying “may be a” relationship).

6.
Requirement, Operational Rule, and Technical Guideline in Relation to Guidance

In the DDDS, the entity GUIDANCE is defined as “a statement of direction” (an approved data standard) and is used to capture instances of directive, doctrine, policy, statute, and strategy.  JCS Pub 1-02 defines guidance as follows:

Guidance—1.  Policy, direction, or instruction have the effect of an order when promulgated by a higher echelon.  2.  The entire process by which target intelligence information received by the guided missile is used to effect proper flight control to cause timely direction changes for effective target interception.

The following subtypes of GUIDANCE are already specified as DoD data standards:

· DIRECTIVE—Regulatory GUIDANCE (DDDS Identifier 473)

· DOCTRINE—A principle (DDDS Identifier 475)

· POLICY—A statement of direction provided by corporate management (DDDS Identifier 476)

· STATUTE—A law (DDDS Identifier 477)

· STRATEGY—A command statement of general direction (DDDS Identifier 478).

While these subtypes are not explicitly shown in the CADM diagram, they are cited through the GUIDANCE Category Code and listed here to indicate a common characteristic, namely, that each is issued by a competent authority when completely formed and staffed.  They differ from AGREEMENTs in that they are not the product of peer consultations and therefore not issued by a consortium of peer organizations [e.g., International Organization for Standardization (ISO), North Atlantic Treaty Organization (NATO)].  The concept of REQUIREMENT has the common characteristic of the currently approved subsets of GUIDANCE as being issued by a competent authority.

It is for these reasons that the CADM proposes that REQUIREMENT be specified not as an independent entity but rather as a subtype (subset not overlapping the other subtypes) of GUIDANCE, thereby enjoying all the relationships and characteristics already defined in the DoD Data Model and DDDS for the entities related to GUIDANCE and their characteristics.  The three new subtypes of GUIDANCE proposed by the CADM are the following:

· CONSTRAINT—A specific limitation

· OPERATIONAL-RULE—An instance of GUIDANCE that specifies a set of procedures for military activities

· REQUIREMENT—A need or demand (a definition given in the DDDS as developmental, not approved), an example of which is an IER

· TECHNICAL-GUIDELINE—A statement of procedure for applying TECHNOLOGY (derived from the USAF Information Technology Management Logical Data Model [ITM LDM 1997]).

Not all the developers of the CADM initially considered REQUIREMENT as a subtype of GUIDANCE.  This is, in part, because the term “guidance” is often used to mean a specific set of policy statements promulgated each year by the Secretary of Defense.  The entity GUIDANCE is much broader than that, as its definition (“a statement of direction”) suggests.  The key question is whether each “need or demand” is in fact a statement of direction.  The CADM answers this question in the affirmative, since requirements are issued by a higher authority for directing the work of lower authorities (e.g., in building and evaluating systems).

The CADM relates CONSTRAINT, REQUIREMENT, OPERATIONAL-RULE, and TECHNICAL-GUIDELINE to the other parts of the data model by use of the following entities and their associations with GUIDANCE:

· ACTIVITY-ICOM-EXCHANGE-REQUIREMENT for specifying the ACTIVITY-ICOMs applicable to a specific INFORMATION-EXCHANGE-REQUIREMENT
· AGREEMENT-GUIDANCE for specifying the AGREEMENTs applicable to an instance of GUIDANCE
· ARCHITECTURE-CONSTRAINT for specifying limitations of an ARCHITECTURE
· ARCHITECTURE-GUIDANCE for specifying the ARCHITECTUREs applicable to an instance of GUIDANCE
· GUIDANCE-ASSOCIATION, for specifying an association of a specific GUIDANCE with another specific GUIDANCE
· GUIDANCE-DOCUMENT for specifying the DOCUMENTs, many of which represent architecture products, applicable to an instance of GUIDANCE
· IER-DATA-ITEM-TYPE for specifying the DATA-ITEM-TYPEs applicable to a specific INFORMATION-EXCHANGE-REQUIREMENT
· IER-TRIGGER for specifying an event that can initiate the performance of a specific INFORMATION-EXCHANGE-REQUIREMENT
· IER-TRIGGER-RULE for specifying the application of a specific OPERATIONAL-RULE to a specific IER-TRIGGER
· INFORMATION-ASSET-GUIDANCE for specifying the instances of GUIDANCE applicable to an instance of INFORMATION-ASSET
· INFORMATION-EXCHANGE-MATRIX for specifying a DOCUMENT that is a tabular form of requirements to transfer information between pairs of objects (e.g., units, nodes)

· ORGANIZATION-GUIDANCE for specifying the ORGANIZATIONs applicable to an instance of GUIDANCE
· REQUIRED-CAPABILITY for specifying quantitative characteristics for a specific REQUIREMENT by reference to CAPABILITY (a DoD data standard and entity of the DoD Data Model); examples of REQUIRED-CAPABILITY for an IER are:  Expected Occurrence Rate (inverse seconds), Expected Volume Rate (bits), Maximum Latency Duration Quantity (seconds), and Minimum Transfer Rate (bits per second), each of which is expressed as an instance of CAPABILITY for a specific IER

· REQUIRED-MATERIEL-ITEM for specifying the MATERIEL-ITEMs applicable to a specific REQUIREMENT
· REQUIRED-SERVICE for specifying the REFERENCE-MODEL-SERVICEs applicable to a specific REQUIREMENT
· REQUIREMENT-COMMUNICATION-MEDIUM for specifying the COMMUNICATION-MEDIUMs applicable to a specific REQUIREMENT
· REQUIREMENT-INFORMATION-ASSET for associating instances of REQUIREMENT with a specific INFORMATION-ASSET
· REQUIREMENT-MISSION-AREA for specifying the MISSION-AREAs applicable to a specific REQUIREMENT
· REQUIREMENT-NETWORK-NODE for specifying the NETWORK-NODEs applicable to a specific REQUIREMENT
· REQUIREMENT-NODE-ASSOCIATION for specifying the NODE-ASSOCIATIONs applicable to a specific REQUIREMENT
· REQUIREMENT-ORGANIZATION for specifying the ORGANIZATIONs applicable to a specific REQUIREMENT
· REQUIREMENT-SYSTEM for specifying the SYSTEMs applicable to a specific REQUIREMENT
· REQUIREMENT-TASK for specifying the TASKs applicable to a specific REQUIREMENT
· RULE-MODEL for specifying statements that define or constrain some aspect of the enterprise.

· RULE-MODEL-OPERATIONAL-RULE for specifying the specification of the OPERATIONAL-RULEs that are designated to belong to a RULE-MODEL
· SYSTEM-ASSOCIATION-CONSTRAINT for specifying limitations of a system interface

· SYSTEM-CONSTRAINT for specifying limitations of a SYSTEM
· TECHNICAL-CRITERION-PROFILE for specifying a DOCUMENT that is a time-phased capture of a TECHNICAL-GUIDELINE applicable to a given ARCHITECTURE
· TECHNICAL-CRITERION-PROFILE-AGREEMENT for specifying the AGREEMENT (e.g., a STANDARD) applicable to a specific TECHNICAL-CRITERION-PROFILE.

7.
System Element and System Function in Relation to System and Types of Materiel

The CADM defines SYSTEM as “a collection of components organized to accomplish a specific function or set of functions” (from IEEE 610.12).  The JCS Pub 1-02 definition is:  “Any organized assembly of resources and procedures united and regulated by interaction or interdependence to accomplish a set of specific functions” (the definition cited in Table 3 above).  An alternative definition might be “A collection of things working together to produce something greater; that is, provides functions not found with a single component.”

CADM 2.0 differs from CADM 1.0 in specifying SYSTEM-FUNCTION—A data transform that supports the automation of activities or exchange requirements (where "Transform" may refer to either specification or implementation)—not as a child entity of SYSTEM but rather as a subtype of PROCESS-ACTIVITY.  This is due to the change of definition of SYSTEM-FUNCTION during the alignment of CADM with the Framework, as the observation that the new definition no longer refers to a system.  SYSTEM-FUNCTION is related to other parts of the data model through entities such as the following:

· ACTIVITY-MODEL-SYSTEM-PROCESS-ACTIVITY
· NODE-PROCESS-ACTIVITY
· SYSTEM-FUNCTION-TRACEABILITY-MATRIX-ELEMENT
· SYSTEM-PROCESS-ACTIVITY
· SYSTEM-PROCESS-ACTIVITY-STANDARD-PROFILE.
The CADM separately and explicitly specifies the hardware and software elements for a SYSTEM separately from SYSTEM-FUNCTION.  Hardware is specified as EQUIPMENT-TYPE (an approved entity of the DoD Data Model), and software is specified as SOFTWARE-ITEM (not yet in the DDDS).  Both are specified in the CADM as subtypes of MATERIEL-ITEM (also an approved entity of the DoD Data Model), which are classes or types of materiel (e.g., M1A1 Tank) versus a specific instance of materiel (e.g., an M1A1 Tank with a specific serial number).
  These specifications are independent of any subsystem hierarchy for a specific SYSTEM (there is an implicit expectation but not a rule that subsystems of automated systems will include both hardware and software elements).  They are also independent of any IERs or other requirements supported by a specific SYSTEM. 

The CADM has introduced (without descriptive attributes) a number of subtypes for SYSTEM to explicitly provide traceability to data requirements already expressed in the Architecture Framework (these requirements are listed by architecture product in Annex E).  The subtypes of SYSTEM are arranged as follows (the definitions may need to be revised when the draft of Framework Version 2 becomes available):

· COMMUNICATION-SYSTEM—A SYSTEM that provides services by way of which information can be transmitted and received.  This is derived from a similar definition recorded in the DDDS (as developmental, not approved) for COMMUNICATION-SYSTEM:  A SYSTEM used for conveying information, especially by means of electronic or mechanical techniques.

· INFORMATION-PROCESSING-SYSTEM—A SYSTEM that manipulates and presents data.

· SYSTEM-ELEMENT—A SYSTEM that provides a specific kind of support.

· PLATFORM-ELEMENT—A SYSTEM that is a physical structure that hosts systems or systems components.  This may be compared to the two definitions recorded in the DDDS (as developmental, not approved) for PLATFORM-TYPE:

· A conveyance for transporting a burden (DDDS Identifier 11881/1)

· The characteristics of a type of movable object on which threats are mounted (DDDS Identifier 9457/1).

· PLATFORM-APPLICATION-SOFTWARE-ELEMENT—A SYSTEM-ELEMENT that provides the capability to perform a set of functions.

The CADM relates SYSTEM and SYSTEM-ELEMENT to the other parts of the data model by use of the following entities and their associations with SYSTEM:

· NETWORK-SYSTEM for specifying the relationship of a specific NETWORK to a specific SYSTEM
· NODE-SYSTEM for specifying the association of a specific NODE to a specific SYSTEM
· REQUIREMENT-SYSTEM for specifying the relationship between a specific SYSTEM and a specific INFORMATION-EXCHANGE-REQUIREMENT (derived from the Army Corps of Engineers Data Model [ACOE 1997])

· SYSTEM-ASSOCIATION for associating a system with its subsystems and supporting systems

· SYSTEM-ASSOCIATION-MIGRATION for specifying a way in which a specific SYSTEM-ASSOCIATION can be achieved

· SYSTEM-CAPABILITY for specifying quantitative characteristics of a SYSTEM by reference to CAPABILITY (a DoD data standard and entity of the DoD Data Model)

· SYSTEM-CRITERIA-PROFILE, for specifying a DOCUMENT that is the time-phased capture of the technical guidelines applicable to a given SYSTEM (derived from the USAF Information Technology Management Logical Data Model [ITM LDM 1997])

· SYSTEM-DOCUMENT for associating various DOCUMENTs (many of which represent architecture products) to a specific SYSTEM 

· SYSTEM-EQUIPMENT-TYPE for specifying the EQUIPMENT-TYPEs for a SYSTEM
· SYSTEM-IMPLEMENTATION-TIME-FRAME-DETAIL for specifying the qualitative characteristics of a SYSTEM for a specific IMPLEMENTATION-TIME-FRAME
· SYSTEM-INFORMATION-ASSET for specifying the various INFORMATION-ASSETs related to a specific SYSTEM
· SYSTEM-MIGRATION-EVOLUTION, for specifying a DOCUMENT that uses instances of SYSTEM-ASSOCIATION to depict how one SYSTEM can be expected to become another, more capable, SYSTEM over time

· SYSTEM-ORGANIZATION for specifying the various ORGANIZATIONs related to a specific SYSTEM
· SYSTEM-OVERLAY, for specifying a DOCUMENT that represents the assignment of specific hardware/software systems to the nodes described in a connectivity diagram.

· SYSTEM-SECURITY-CLASSIFICATION for specifying the various SECURITY-CLASSIFICATIONs for a SYSTEM
· SYSTEM-SOFTWARE-ITEM for specifying the SOFTWARE-ITEMs for a specific SYSTEM
· SYSTEM-STANDARD-PROFILE for specifying the STANDARD-PROFILEs applicable to a specific SYSTEM
· SYSTEM-STATUS for specifying the condition of a SYSTEM at a specific point in time

· SYSTEM-SYSTEM-ARCHITECTURE for specifying the SYSTEM-ARCHITECTUREs applicable to a specific SYSTEM 

· SYSTEM-TYPE, for specifying a category of SYSTEM.

8.
Types of Nodes

The concept of NODE is fundamental to the expression of many types of architectures.  In an architecture product, a NODE may represent any of the following (possibly more than one at once):  facility, type of facility, feature, type of feature, instance of materiel, type of materiel, organization, type of organization, person, type of person, system, system element, subsystem, technology, software item, task, activity, event, plan, planned action, course of action, order, condition, state, network, element of a network, information store, sender of information, receiver of information, operational facility, user, etc.  The very fact that the concept of NODE is used to represent many kinds of objects and concepts means that the specification of NODE itself must be abstract and, further, that each kind of representation must be permitted through associations with the objects and concepts being represented.

Thus, in the CADM, NODE is taken to be a primitive element of a generic network without regard to the use, composition, structure, or meaning of the network itself.  Formally, NODE is defined in the CADM as “a representation of an element of architecture that produces, consumes, or processes data” and NETWORK is defined as “the joining of two or more nodes for a specific purpose.”  The latter definition was derived from the developmental specification of NODE that appears in the DDDS.  The CADM definitions may be compared with the following:

· A location in a mobility system where a movement requirement originated, [was] processed for onward movement, or terminated (JCS Pub 1-02).

· A generic term for a source or sink for information in an operational or systems architecture.

· A location at which information is produced, consumed, or transformed.  It can be further typed by its use in the development of an architecture (e.g., operational element node, system element [SE] Prime Mission Element [PME] node, or organizational node).  In the context of operational architectures (OAs), it is an organization, organizational element, activity, or a person depending on the objectives of the specific architecture and the level at which the architecture is being developed.

The CADM is organized to permit the specification of many types of NODE but not to restrict such types to any one method of arrangement or planned use.  Examples of the possible classifications of NODE are the following:

· As in the database developed for the 1996 C4ISR Mission Assessment (CMA) following the sensor-to-shooter construct: AS--Assessment Node; C2 (BM)--Battle Management Node; CL--Collection Node; CD--Combat Direction Node; CM--Communications Node; EX (Weapon)--Execution Node; PR--Processing Node (expressed in the CADM using the descriptive attribute NODE Category Code)

· As in system block diagrams:  system, system element, subsystem, configuration item

· As in state transition diagrams:  diagram, subdiagram, state, substate, terminal state, simple state, nested state, concurrent superstate, parallel options superstate

· For specifying the structure, roles, and relationships in organization charts

· For specifying activities in an IDEF0 Node Tree Diagram

· For specifying the services and service areas for a reference model

· For identifying originating and receiving entities (whether systems, units, or persons) in an information system, communications network, electrical network, postal network, satellite networks, sensor networks, water supply network, or other form of network

· For specifying locations and features on imagery, maps, charts, grids, and other geospatial information products.

The CADM makes use of NODE and NETWORK explicitly using the following constructs:

· ARCHITECTURE-NODE for relating portions of NODE diagrams and networks to an ARCHITECTURE
· NETWORK-NODE for specifying the role any specific node may have for a NETWORK of any kind, such as station, network control station, security management station, relay, entry point, etc.

· NODE-ACTIVITY-ICOM for specifying IDEF0 and other process activity diagrams

· NODE-ASSOCIATION for associating an instance of NODE to other instances of NODE
· NODE-ASSOCIATION-NETWORK for specifying which NODE-ASSOCIATIONs belong to or are otherwise related to a specific NETWORK
· NODE-COMMUNICATION-MEDIUM for specifying communication representations

· NODE-DATA-ITEM-TYPE for specifying information system representations

· NODE-FACILITY for specifying movement planning and operations support representations

· NODE-HIERARCHY for specifying organization charts and node trees

· NODE-INFORMATION-ASSET for specifying information management representations

· NODE-LINK for specifying information flow and communication representations

· NODE-MISSION-AREA for specifying functional and operational representations

· NODE-ORGANIZATION and NODE-ORGANIZATION-TYPE for specifying organization charts and other kinds of organization and operational representations

· NODE-PROCESS-ACTIVITY for specifying process diagrams

· NODE-SYSTEM for specifying system decomposition and management (e.g., configuration item) representations

· NODE-TASK for specifying representations of task hierarchies and relating task assignment to other NODE representations

· REQUIREMENT-NETWORK-NODE for relating specific REQUIREMENTs to NETWORK-NODE associations

· REQUIREMENT-NODE-ASSOCIATION for relating specific REQUIREMENTs to instances of NODE-HIERARCHY, NODE-LINK, and other subtypes of NODE-ASSOCIATION.

9.
Unit in Relation to Organization

The DoD Data Model and DDDS provide independent specifications of UNIT and ORGANIZATION as approved entities.  They are defined as follows:

· UNIT—A military element whose structure is prescribed by competent authority.

· ORGANIZATION—An administrative structure with a mission.

Implementors of the C2 Core Data Model have suggested that a single identifier (ORGANIZATION Identifier) can and should be used to specify instances of both these concepts, treating UNIT as a subtype of ORGANIZATION (both civilian and military).  This approach has been adopted for the CADM.  UNIT is not separately defined or represented.  Whenever reference needs to be made to a UNIT, the CADM uses the ORGANIZATION Identifier.

C.
USES OF THE CORE DATA MODEL

1.
Relation to Models and Tools Already Developed

The CADM is intended to be used as a core data model for exchange of architecture data.  However, data models for this purpose have already been developed for use by the Commands (e.g., the data schema for ICARIS), each of the Services, and several Defense Agencies (e.g., NIMA).  It is not intended that the CADM must replace existing models; rather, proponents of existing models should map their products against the CADM to ensure that they are able to generate and store applicable data as specified in the CADM.

Tools for developing and maintaining architecture data already exist (e.g., ICARIS).  The CADM is intended to be used to influence the evolution of such tools, when practical and cost effective.

2.
Relation to JCAPS

As noted, JCAPS is being developed under the direction of OASD(C3I)-IIID as an architecture tool to replace ICARIS.  An initial prototype of JCAPS was planned to be released in June or July 1998.  The goal was to embed the CADM as the core of the database design for the operational version of JCAPS during 1998 and 1999.  Many extensions of the CADM are expected in JCAPS to meet the wide variety of requirements identified by the Commands for this tool.

3.
Data Repository for the Framework

Since CADM has been developed with an initial focus on meeting all the identified data requirements of the architecture products of the current and planned versions of the C4ISR Architecture Framework, CADM is potentially the conceptual data model upon which a DoD Architecture Repository could be built.  Initially, the CADM, together with the repository, could store all the attributes, pick lists, data structures, and meta data defined for Version 2 of the Framework.

4.
Standardization of Architecture Data

The data standardization process being conducted by the Center for Standards of the Joint Interoperability and Engineering Organization (JIEO), DISA, for architecture data is based on an early version of JCAPS that does not include the entirety of the CADM.  Since these proposal packages have not yet been formally distributed for approval, there is an opportunity to modify the proposals using CADM 2.0 and Framework 2.0.  This opportunity would require additional work in data modeling and preparing revised data standardization proposals.  If pursued in FY99, the essential data elements of JCAPS and other developments conforming to the CADM could be standards compliant early in FY00.  Focusing the development on using standard data wherever possible makes the required revisions available in a few months, so that approved data standards for architecture data are possible within 12 months.

5.
Relation to Essential Architecture Products

Data Models, including the CADM, are essential to the development of architectures.  A common data model is one of the most fundamental requirements for interoperability.  The CADM ties together all three of the C4ISR architecture views:  Technical, Systems, and Operational Architectures. The CADM describes the dynamics (temporal and control aspects as in state diagrams), functional aspects (e.g., data flow diagrams), and language of discourse (data model and data dictionary).

The distinction between the CADM and essential architecture products may be understood by the following [Framework 1997b]:

· A data model is not part of the essential product set because while an associated data model is a critical and necessary product for many architectures, it is not a necessary product for all architecture efforts.  For example, the architectures that are developed to define and assess operational capabilities do not require data models to successfully accomplish their objectives.  Similarly, mission-based architectures, such as those for the Deep Attack Weapons Mix Study or Suppression of Enemy Air Defense, address broad areas at a high level and do not require data models to successfully accomplish their objectives.  [Framework 1997b]

· The definition of an essential product, as the term is used in Framework V 2.0, is that all architecture efforts/projects/studies must develop that product, regardless of the specific objectives of that effort/project/study.  The CADM will be addressed in Framework V 2.0 and will be presented as spanning the three architecture views and relating to all architecture products.  [Framework 1997b]

As noted, the CADM may be understood as spanning all three architecture views and tying the Framework's products together.  However, the CADM’s data dictionary should be represented (see Figure 5) separately from the architecture-specific data dictionary (the latter is an architecture product).  The CADM is a core meant to be extended for representing Command‑, Service-, and Agency-specific architectures, but it is not likely to capture all data requirements by those architectures, since to do so would make the CADM too large and complex to be manageable and easily used.

[image: image7.png]ARCHITECTURE FRAMEW ORY. ESSENTIAL PRODUCT GET

OPERATIONAL sYsTEMS TECHNICAL
Ops Concept Graghic: Bystem Element Node Statards aud Crteria /
Conaeetivity Description TA Pl
Ops Node Canseetiruty System Element Tatetace
Dessription Diagram
Ops Tabo Exchangs Conseptual Systems
Dessription, Fusctoaslity Diagram

‘DomainSperitic Data

‘DomaiaBperific Data Model
Dictsnary

Aschitootual information from Infirmation from produsts 1o be stored
repository o be depisted ia inepoitory
product

Architesture Repository based o the Core Arcitesture Data Model

@ Mola-Mode! Dat Blemet Defaitons

CADM Data Distionary





Figure 5.  A Meta Model Compared to Architecture-Specific Data Models

D.
INTEGRATION OF INFORMATION REQUIREMENTS

The following sources have been used for the initial set of data requirements, of which the focus for this report is the first two: 

· C4ISR Architecture Framework, Version 1 [CISA 1996a]

· C4ISR Architecture Framework, Version 2 [Framework 1998a]

· Air Force Integrated Technology Management Logical Data Model [ITM LDM 1997]

· U.S. Army Corps of Engineers Architecture Data Model [ACOE 1997], Army Systems Architecture Data Model, Army C4RDP Data model, and Army Operational Architecture Data Model

· Navy Architecture Data Model [NADB 1997]

· Marine Corps ArchVision Architecture Data Model [MCCDC 1997a]

· U.S. Imagery and Geospatial System (USIGS) Architecture Framework [USIGS 1997a].

Figure 6 provides an overview of the data model integration process that has been used to develop the CADM.  Elements of this process and the relation of the integrated product to the source architecture data requirements are described in the sections that follow.
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Figure 6.  Data Model Integration for Developing the CADM

1.
Use of the DoD (Enterprise) Data Model and DDDS

There are 100 entities (representing 30 percent of the total 334 entities) of the CADM that are extracted or derived from data structures and definitions of the DoD Data Model and the DDDS.

Twenty approved independent entities from the DoD Data Model have been incorporated into the C4ISR Architecture Data Model (the number shown is the DDDS Counter; the code “A” means the entity is an approved data standard, “D” would mean it is developmental).  The Architecture Data Model includes all the approved attributes of these entities as of December 1997.  The 28 entities are listed in Table 4 (MISSION and TASK are modified from the standard).

Table 4.  DoD-Approved Independent Entities Used in CADM 2.0

Entity Name
Entity Definition and Comment

ACTION
(325) (A)  An activity

ACTION-VERB
(11373) (A)  A function to be performed

AGREEMENT
(332) (A)  An arrangement between parties

CAPABILITY
(333) (A)  An ability to achieve an objective

COUNTRY
(39) (A)  A nation of the world

COUNTRY-PRINCIPAL-DIVISION
(2878) (A)  An administrative area directly subordinate to the pertinent governing authority of a COUNTRY

DATA-DOMAIN-VALUE
(4236) (A)  An instance of a data domain

DOCUMENT
(119/1) (A)  Recorded information regardless of physical form

EVENT
(49/1) (A)  A SIGNIFICANT OCCURRENCE

FACILITY
(334) (A)  Real property, having a specified use, that is built or maintained by people

FACILITY-TYPE
(50) (A)  A specific kind of FACILITY

FUNCTIONAL-AREA
(4198) (A)  A major area of related activity

GUIDANCE
(336) (A)  A statement of direction

ICOM
(4199) (A)  Material related to one or more ACTIVITY-MODEL-PROCESS-ACTIVITYs (Note:  One of the roles of ICOM is to represent information subject to exchange)

IMPROVEMENT-PROJECT
(5141) (A)  AN UNDERTAKING TO ENHANCE AN ACTIVITY

INTERNAL-DATA-MODEL-TYPE
(9289) (A)  A classification of an INTERNAL-DATA-MODEL

MATERIEL-ITEM
(787) (A)  A characterization of a materiel asset

MISSION
(1) (A)  An objective, modified for the CADM as “an objective together with the purpose of the intended action”

MISSION-AREA
(2305) (A)  The general class to which an operational mission belongs (Note:  Within a class, the missions have common objectives)

ORGANIZATION
(345) (A)  An administrative structure with a mission

ORGANIZATION-TYPE
(892) (A)  A class of organizations

PERIOD
(1321) (A)  [An] interval of time

PROCESS-ACTIVITY
(4204) (A)  The representation of a means by which a process acts on some input to produce a specific output

RELATION-TYPE
(6515) (A)  An association between objects that defines an INFORMATION ASSET

SECURITY-CLASSIFICATION
(940) (A)  The level assigned to national security information and material that denotes the degree of damage that its unauthorized disclosure would cause to national defense or foreign relations of the United States and the degree of protection required

TASK
(290) (A)  A directed activity, modified for the CADM as “a discrete unit of work, not specific to a single organization, weapon system, or individual, that enables missions or functions to be accomplished”

TERRITORIAL-REGION
(6681) (A)  An identified region used in the submission of a tender

UNIFORMED-SERVICE-ORGANIZATION-COMPONENT-TYPE
(2726) (A)  A specific kind of subdivision of a UNIFORMED-SERVICE-ORGANIZATION

Many other data structures have been taken from the DoD (Enterprise) Data Model.  These include subtypes of the entities cited above, together with dependent and associative entities.  Table 5 lists the 21 independent entities of CADM 2.0 not based on (but envisioned as extensions to) DoD standards.

2.
Use and Support of the Version 2 Framework Document

The Framework document identifies a number of architecture products, which are graphical, textual, and tabular items that are developed in the course of building an architecture and which have the potential to be standardized in form across C4ISR architectures. 

The sections below
 generally describe how CADM 2.0 can be used to specify the information content of these products.  Details and examples are provided in Chapter III.

Table 5.  CADM 2.0 Independent Entities Not DoD Standards

Entity Name
Entity Definition and Comment

ARCHITECTURE
The structure of components, their relationships, and the principles and guidelines governing their design and evolution over time.  [IEEE STD 610.12; C4ISR Architecture Framework, June 1996]

COMMUNICATION-MEDIUM
A means of data transmission.  [In CADM Draft 1.0, Specification of communications media used to connect nodes in CMA diagrams.]

CONDITION
A variable of the operational environment or situation in which a unit, system, or individual is expected to operate that may affect performance [CJCSM 3500.04A, 13 September 1996].

DATA-ITEM-TYPE
A class of information of military interest.

EVENT-NODE-CROSS-LINK
The specification of how a specific EVENT for a specific "originator" NODE temporarily relates to another "terminator" NODE subject to a constraint.

IMPLEMENTATION-TIME-FRAME
The specification of a general chronological period for the instantiation of a concept, system, or capability.

MILESTONE
A decision point that separates the phases of a directed, funded effort that is  designed to provide a new or improved material capability in response to a validated need.  Source DoD Directive 5000.1 (Section C, Definitions).

NETWORK
The joining of two or more nodes for a specific purpose.  [In CADM Draft 1.0, (10972) (D)  THE JOINING OF TWO OR MORE COMPONENTS FOR THE PURPOSE OF EXCHANGING VERBAL, NON-VERBAL, OR ELECTRONIC COMMUNICATIONS OR TRANSPORTING PERSONNEL, EQUIPMENT, OR OTHER RESOURCES.]

NODE
A representation of an element of architecture that produces, consumes, or processes data.  [In CADM Draft 1.0, (956/1) (D)  A primitive that defines a NETWORK.  Compare (JCS Pub 1-02):  Node--A location in a mobility system where a movement requirement originated, was processed for onward movement, or terminated.]

OCCUPATIONAL-SPECIALTY
A GROUPING OF JOB FUNCTIONS REQUIRING SIMILAR QUALIFICATIONS AND THE PERFORMANCE OF CLOSELY RELATED DUTIES.  [Based on (5444/1) (D) A GROUPING OF DUTY POSITIONS (JOB FUNCTIONS) REQUIRING SIMILAR QUALIFICATIONS AND THE PERFORMANCE OF CLOSELY RELATED DUTIES.]

OPERATIONAL-MISSION-THREAD
An identified information exchange procedure to support C4ISR-ACTIVITY execution by information systems and OPFACs.  Source:  Army Systems Architecture Data Model.

OPERATIONAL-SCENARIO
A sequence of possible events and actions.

POINT-OF-CONTACT
A reference to a position for obtaining information.

PROCESS-STATE-VERTEX
An abstraction of a node in a behavior representation.  Source:  Derived from UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of "StateMachine":  A behavior that specifies the sequence of states that an object or an interaction goes through during its life in response to events, together with its responses and actions.

SYSTEM
A collection of components organized to accomplish a specific function or set of functions.  (IEEE 610.12)   [In CADM Draft 1.0, (326) (D) AN ORGANIZED ASSEMBLY OF INTERACTIVE COMPONENTS AND PROCEDURES FORMING A UNIT.]

SYSTEM-TYPE
(9083) (D) A category of system.

TASK
A discrete unit of work, not specific to a single organization, weapon system, or individual, that enables missions or functions.  (UJTL, CJCSM 3500.04A, 1996)  [In CADM Draft 1.0, (290) (A)  A DIRECTED ACTIVITY.  Compare [CJCSM 3500.04A, 13 September 1996]:  A discrete event or action, not specific to a single unit, weapon system, or individual, that enables a mission or function to be accomplished.]

TECHNICAL-SERVICE
A narrowly defined functional capability in a specific TECHNICAL-SERVICE-AREA.

TECHNICAL-SERVICE-AREA
A broadly defined functional capability.

TECHNOLOGY
A scientific discipline with application to military capabilities.  Derived from TECHNOLOGY-AREA--(7819/1) (D)  THE DESIGNATION, EXPRESSED IN A WORD OR WORDS, FOR A FIELD WITHIN A SCIENTIFIC DISCIPLINE.  Compare:  TECHNOLOGY--(8936/1) (D)  THE APPLICATION OF SCIENCE TO INDUSTRIAL, COMMERCIAL, OR MILITARY OBJECTIVES.

TRANSITION
A relationship between a "source" PROCESS-STATE-VERTEX and a "target" PROCESS-STATE-VERTEX.  Note:  It may be part of a compound TRANSITION, which takes the state machine from one state configuration to another, representing the complete response of the state machine to a particular event instance for a given source state configuration.  Each TRANSITION has a single event which activates it.  Where no null, the boolean expression for the "guard" must evaluate to True at the instant the TRANSITION is triggered.  If the PROCESS-STATE-VERTEX is in the source state and the trigger of the transition is satisfied, then it fires, performs its actions (associated instances of TRANSITION-RESULTING-ACTION), and the state machine enters the target state.   Compare:  A change of state caused by an event [Raumbaugh 1991].

a.
All-View Architecture Products

The standard architecture products for operational architectures, together with their relationship to the Architecture Data Model, are the following as specified in Version 1 of the Framework [CISA 1996a]:

· Overview and Summary Information (AV-1, Context)—is specified by use of (1) ARCHITECTURE, ARCHITECTURE-ASSOCIATION, three subtypes of ARCHITECTURE (operational, systems, and technical), and ARCHITECTURE-FINDING (together with subtypes for issues, constraints, impacts, and recommendations); (2) independent entities such as MISSION, OPERATIONAL-SCENARIO, ACTION, and SYSTEM; together with (3) associations that relate a specific ARCHITECTURE to AGREEMENT, DOCUMENT, FUNCTIONAL-AREA, NODE, ORGANIZATION, PLAN, PROJECT, REQUIREMENT, and TASK.

· Integrated Dictionary (AV-2, Terms)—an instance of DOCUMENT of the subtype DATA-DICTIONARY-SPECIFICATION (see Section III.C.3 below), each of which cites a specific DATA-DICTIONARY.  DATA-DICTIONARY is a subtype of INFORMATION-ASSET and is defined using DATA-DICTIONARY-ELEMENT and DATA-DICTIONARY-ELEMENT-ASSOCIATION.  These entities provide the details needed for a self-contained Glossary of Terms.  Where the Integrated Dictionary is considered a database, the schema for the DATA-DICTIONARY can be specified using the INFORMATION-ASSET subtype CONCEPTUAL-DATA-MODEL.  The entities, attributes, relationships, and other information for the meta data model of the Data Dictionary can be specified in such entities of the CADM as DATA-ENTITY, DATA-ATTRIBUTE, DATA-ENTITY-RELATIONSHIP, and DATA-DOMAIN.

b.
Operational Architecture Products

The standard architecture products for operational architectures, together with their relationship to the Architecture Data Model, are the following as specified in Version 1 of the Framework [CISA 1996a]:

· High-Level Operational Concept Graphic (OV-1)—an instance of DOCUMENT of the subtype CONCEPT-GRAPHIC (see Section III.C.1 below), together with the optional use of GRAPHIC to specify components of OV-1.  An operational concept diagram that consists solely of a single graphic would be fully identified by DOCUMENT Identifier.  Where defined, components of CONCEPT-GRAPHIC are related to the CONCEPT-GRAPHIC using DOCUMENT-ASSOCIATION.  Each instance of OV-1 or a component can be directly related in CADM 2.0 to such entities as AGREEMENT, all other architecture products, ARCHITECTURE, GUIDANCE (including subtypes of REQUIREMENT for need lines and information exchange contents), INFORMATION-ASSET, MATERIEL-ITEM, ORGANIZATION, ORGANIZATION-TYPE, NODE-ASSOCIATION, and SYSTEM through relationships with the parent entity DOCUMENT.  Indirect relationships to MISSION, TASK, COMMUNICATION-MEDIUM, and PLATFORM-ELEMENT can also be recorded in the CADM.

· Operational Node Connectivity Description (OV-2)—an instance of DOCUMENT of the subtype NODE-CONNECTIVITY-DESCRIPTION (see Section III.C.2 below),which in turn cites a specific NETWORK.  A NETWORK, as noted above, is defined by instances of NODE and node pairs (instances of NODE-LINK), and each NODE can represent an ORGANIZATION or ORGANIZATION-TYPE.  More generally, a NODE can represent or be otherwise associated to a MISSION-AREA, FACILITY, ARCHITECTURE, INFORMATION-ASSET, SYSTEM, TASK, COMMUNICATION-MEDIUM, DATA-ITEM-TYPE, and PROCESS-ACTIVITY (see OV-5).  Moreover, each NODE-LINK (a node pair specified as a subtype of NODE-ASSOCIATION) can be related to COMMUNICATION-MEDIUM, STANDARD-PROFILE, and CAPABILITY (for all quantitative measures).

· Operational Information Exchange Matrix (OV-3)—an instance of DOCUMENT of the subtype INFORMATION-EXCHANGE-MATRIX (see Section III.C.3 below).  The information content is specified by one or more instances of INFORMATION-EXCHANGE-REQUIREMENT, which is a subtype of REQUIREMENT that is in turn a subtype of GUIDANCE.  The need lines are specified as instances of EXCHANGE-NEED-LINE-REQUIREMENT, also a subtype of REQUIREMENT.  Details for (conceptually the rows of) OV-3 are expressed as instances of INFORMATION-EXCHANGE-MATRIX-ELEMENT with appropriate reference to need lines and information exchange contents (through the associative entity EXCHANGE-NEED-LINE-IER).  Separation of the specifications of information content and need line dramatically reduces redundancy that might otherwise occur in OV-3, since many need lines cite the same information content.  Details of OV-3 are provided by direct and indirect associations with CONCEPTUAL-DATA-MODEL, ACTIVITY-MODEL, GUIDANCE, REQUIRED-CAPABILITY, SYSTEM, ICOM (representing information flows), PROCESS-ACTIVITY, NODE-ASSOCIATION, and DATA-ITEM-TYPE.

· Command Relationships Chart (OV-4)—an instance of document of the subtype COMMAND-RELATION-CHART (see Section III.C.4 below).  Each ORGANIZATION or ORGANIZATION-TYPE in an OV-4 is related to a NODE.  Hierarchically related pairs of nodes are expressed as instances of NODE-HIERARCHY, a subtype of NODE-ASSOCIATION.  The specific node pairs for an OV-4 are designated as instances of the associative entity COMMAND-NODE-HIERARCHY.

· Activity Model (OV-5)—an instance of document of the subtype ACTIVITY-MODEL-SPECIFICATION (see Section III.C.5 below), which references a specific ACTIVITY-MODEL that is specified as a subtype of INFORMATION-ASSET (using DoD standard entities and attributes).  Details of an OV-5 are specified by populating entities such as ICOM (the information flow), PROCESS-ACTIVITY (the activity), ACTIVITY-MODEL-PROCESS-ACTIVITY (the activity in a specific model), and ACTIVITY-ICOM (use of an ICOM in relation to a specific activity in a specific activity model).  Elements of an ACTIVITY-MODEL are related to other elements of an ARCHITECTURE through entities such as ACTIVITY-ICOM-EXCHANGE-REQUIREMENT, ACTIVITY-ICOM-GRAPHIC, DATA-ENTITY-ACTIVITY-ICOM, NODE-ACTIVITY-ICOM, ACTIVITY-MODEL-PROCESS-ACTIVITY-GRAPHIC, ACTIVITY-MODEL-SYSTEM-PROCESS-ACTIVITY, NODE-PROCESS-ACTIVITY, REQUIREMENT-INFORMATION-ASSET, and INFORMATION-ASSET-DOCUMENT.

· Operational Activity Sequence and Timing Descriptions.  The CADM uses the entities ACTION and ACTION-ASSOCIATION to support all the temporal and functional relationships among pairs of (operational and other) ACTIONs (to include events).  The temporal attributes permit arbitrary sequencing of ACTIONs, as well as specify timing offsets needed for planning concepts (e.g., a fire plan) such as relative timing from an H-Hour or a D-Day.  In addition, the CADM directly supports all three Operational Activity Sequence and Timing Description products specified in Framework 2:

· Operational Rules Model (OV-6a)—an instance of DOCUMENT of the subtype RULE-MODEL (see Section III.C.6.a below).  Individual rules can be expressed explicitly, where appropriate, as relationships in a CONCEPTUAL-DATA-MODEL, SYSTEM-FUNCTIONALITY-DESCRIPTION, or ACTIVITY-MODEL.  They can also be stated in formal or informal terms, as appropriate, as instances of OPERATIONAL-RULE, TECHNICAL-GUIDELINE, REQUIREMENT, and other instances of GUIDANCE.  Three subtypes of OPERATION-RULE were defined for CADM 2.0 to support specific OV-6a data requirements from Appendix A of Framework 2:  ACTION-ASSERTION-RULE, STRUCTURAL-ASSERTION-RULE, and DATABASE-RULE.  These rules are related to each other through GUIDANCE-ASSOCIATION and to various architecture products through GUIDANCE-DOCUMENT.  The specific set of OPERATIONAL-RULEs for a RULE-MODEL is specified as instances of the associative entity RULE-MODEL-OPERATIONAL-RULE.
· Operational State Transition Description (OV-6b)—an instance of DOCUMENT of the subtype STATE-TRANSITION-DESCRIPTION (see Section III.C.6.b below).  The data structures of CADM 1.0 have been replaced with an improved set of data structures, using concepts from the Unified Modelling Language (UML) specifications, which permit increased flexibility for state-transition concepts.  To avoid confusion with U.S. State, the term “PROCESS-STATE” has been used (parallel to PROCESS-ACTIVITY) instead of STATE.  The key entities in CADM 2.0 are independent entities TRANSITION, PROCESS-STATE-VERTEX, ACTION, and EVENT.  TRANSITIONs are defined in terms of pairs of instances of PROCESS-STATE-VERTEX, each of which may be a PROCESS-PSEUDO-STATE (representing forks, joins, branches, etc.) or PROCESS-STATE.  Key associations include TRANSITION-RESULTING-ACTION (more than one ACTION is possible and these may be sequenced—not provided in CADM 1.0) and PROCESS-STATE-ACTION (more than one ACTION is also possible and these may be also sequenced—not provided in CADM 1.0).  CADM 2.0 provides explicit specification of four types of events called out in UML:  SIGNAL-EVENT, CALL-EVENT, TIME-EVENT, and CHANGE-EVENT.  CADM 2.0 also explicitly permits a STATE-TRANSITION-DESCRIPTION (OV-6b) to represent a specific SYSTEM (including a specific component), SOFTWARE-ITEM, or ACTION (which may be a TASK or a PROCESS-ACTIVITY).

· Operational Event/Trace Description (OV-6c)—an instance of DOCUMENT of the subtype EVENT-TRACE-DESCRIPTION (see Section III.C.6.c below).  Without defining a specific entity, each NODE is considered to have a (relative) timeline (or lifeline) in CADM 2.0.  Each such NODE can be explicitly associated with a MISSION-AREA, ORGANIZATION, ORGANIZATION-TYPE, PROCESS-ACTIVITY, SYSTEM, and TASK.  Each cross-link connecting two NODEs at different times is represented (independently) as an instance of EVENT-NODE-CROSS-LINK (independence enables cross-links to be reused from one scenario to another).  Cross-links can start at explicit or implicit (computed) absolute or relative times, the latter in terms of the start or end of another cross-link (using a method analogous to one defined for temporally related ACTIONs).  The set of cross-links for a specific OV-6C is specified as a set of instances of EVENT-TRACE-SCENARIO-ELEMENT.  Each EVENT-TRACE-DESCRIPTION (OV-6C) can be associated directly to an OPERATIONAL-SCENARIO.

· Logical Data Model (OV-7)—an instance of DOCUMENT of the subtype LOGICAL-DATA-MODEL (see Section III.C.7 below), which cites a specific instance of CONCEPTUAL-DATA-MODEL (a subtype of INFORMATION-ASSET) and a DATA-DICTIONARY-SPECIFICATION (a subtype of DOCUMENT).  Just as for the Activity Model (OV-5), the Logical Data Model (OV-7) uses for CONCEPTUAL-DATA-MODEL only the relevant set of DoD data standards from the Information Management View of the DoD Data Model.  The key entities in this specification include DATA-ENTITY, DATA-ATTRIBUTE, and DATA-DOMAIN (all subtypes of INFORMATION-ASSET), together with other entities such as DATA-ENTITY-RELATIONSHIP, CATEGORY-RELATIONSHIP, DATA-DOMAIN-LIST, and DATA-DOMAIN-LIST-VALUE-ENTRY.  Each DATA-ENTITY can be directly related to an ACTIVITY-ICOM (providing a link between data models and activity models).

c.
Systems Architecture Products

The standard architecture products for systems architectures, together with their relationship to the Architecture Data Model, are the following:

· System Interface Description (SV-1)—an instance of DOCUMENT of the subtype SYSTEM-INTERFACE-DESCRIPTION (see Section III.D.1 below), which is defined by one or more instances of SYSTEM-INTERFACE-DESCRIPTION-ELEMENT.  The latter entity cites a specific system interface in terms of an instance of SYSTEM-ASSOCIATION-MEANS.  SYSTEM-ASSOCIATION-MEANS in turn provides reference to a specific pair of SYSTEMs (instance of SYSTEM-ASSOCIATION), primary communications medium, a COMMUNICATION-SYSTEM, and an instance or AGREEMENT (e.g., a standard or standard profile).  SV-1 is associated to relevant instances of OV-2 (Node Connectivity Description), SV-10b (State Transition Description), and SV-4 (System Functionality Description) through DOCUMENT-ASSOCIATION.  Many associations to SYSTEM and SYSTEM-ASSOCIATION are used to specify specific constraints, capabilities and other characteristics of a system interface.

· Systems Communications Description (SV-2)—an instance of DOCUMENT of the subtype SYSTEM-COMMUNICATION-DESCRIPTION (see Section III.D.2 below), which cites a specific NETWORK.  Further details for SV-2 are recorded using the CADM in entities such as NETWORK-CAPABILITY, NETWORK-SYSTEM, NETWORK-PATH, NETWORK-STANDARD-PROFILE, and NODE-ASSOCIATION-NETWORK.  Specific links in SV-2 may have characteristics recorded in NODE-LINK and NODE-LINK-CAPABILITY.

· System-System (Systems2) Matrix (SV-3)—an instance of DOCUMENT of the subtype SYSTEM-SYSTEM-MATRIX (see Section III.D.3 below), which is described by one or more instances of SYSTEM-SYSTEM-MATRIX-ELEMENT.  As for SV-1, the latter entity cites a specific system interface in terms of an instance of SYSTEM-ASSOCIATION-MEANS.  SYSTEM-ASSOCIATION-MEANS in turn provides reference to a specific pair of SYSTEMs (instance of SYSTEM-ASSOCIATION), primary communications medium, a COMMUNICATION-SYSTEM, and an instance or AGREEMENT (e.g., a standard or standard profile).  Each pair of SYSTEMs has associations to SYSTEM-ASSOCIATION-CONSTRAINT, SYSTEM-ASSOCIATION-MIGRATION, and SYSTEM-ASSOCIATION-MIGRATION-EVOLUTION.  Further, pairs of systems can be cited in INFORMATION-EXCHANGE-MATRIX-ELEMENT.  Characteristics of each SYSTEM in the pair are recorded in entities such as SYSTEM-STATUS, SYSTEM-STATUS-DEPENDENCY, and SYSTEM-CONSTRAINT.

· Systems Functionality Description (SV-4)—an instance of DOCUMENT of the subtype SYSTEM-FUNCTIONALITY-DESCRIPTION (see Section III.D.4 below), which references a specific ACTIVITY-MODEL.  Data flow diagrams and other forms of SV-4 can be captured by using PROCESS-ACTIVITY for the functions (SYSTEM-FUNCTION is now a subtype of PROCESS-ACTIVITY) and also for data stores (DATA-STORE is a new subtype of PROCESS-ACTIVITY).  Information flows, as in activity models, are specified using ICOM, and they are decomposed by using ICOM-ASSOCIATION.  ACTIVITY-MODEL-PROCESS-ACTIVITY represents the activity in a specific model, and ACTIVITY-ICOM is the use of an ICOM in relation to a specific activity in a specific activity model.  Elements of an ACTIVITY-MODEL are related to other elements of an ARCHITECTURE through entities such as ACTIVITY-ICOM-EXCHANGE-REQUIREMENT, ACTIVITY-ICOM-GRAPHIC, DATA-ENTITY-ACTIVITY-ICOM, NODE-ACTIVITY-ICOM, ACTIVITY-MODEL-PROCESS-ACTIVITY-GRAPHIC, ACTIVITY-MODEL-SYSTEM-PROCESS-ACTIVITY, NODE-PROCESS-ACTIVITY, REQUIREMENT-INFORMATION-ASSET, and INFORMATION-ASSET-DOCUMENT.

· Operational Activity to System Function Traceability Matrix (SV-5)—an instance of DOCUMENT of the subtype SYSTEM-FUNCTION-TRACEABILITY-MATRIX (see Section III.D.5 below).  Each operational activity may be specified using ACTION, TASK, PROCESS-ACTIVITY, and SYSTEM-FUNCTION, which is a subtype of PROCESS-ACTIVITY.  Regardless of which approach is used for identifying the operational activity, each instance of ACTION, TASK, and PROCESS-ACTIVITY contains a common ACTION Identifier that can be used to correlate data from different instances of SV-5.  Each SV-5 is defined by one or more instances of SYSTEM-FUNCTION-TRACEABILITY-MATRIX-ELEMENT, which contains identifiers for TASK, PROCESS-ACTIVITY, SYSTEM, and SYSTEM-PROCESS-ACTIVITY.  The actual functions of a SYSTEM are specified separately in SYSTEM-PROCESS-ACTIVITY.  Each SYSTEM-PROCESS-ACTIVITY can specify one or more instances of STANDARD-PROFILE through SYSTEM-PROCESS-ACTIVITY-STANDARD-PROFILE.  Source and destination TASKs can be cited in EXCHANGE-NEED-LINE-IER and related directly in TASK-ASSOCIATION.

· System Information Exchange Matrix (SV-6)—an instance of DOCUMENT of the subtype INFORMATION-EXCHANGE-MATRIX (see Section III.D.6 below), which is defined by one or more instances of INFORMATION-EXCHANGE-MATRIX-ELEMENT.  The latter entity contains identifiers for a specific need line (EXCHANGE-NEED-LINE-REQUIREMENT), information exchange content (INFORMATION-EXCHANGE-REQUIREMENT), the associative entity EXCHANGE-NEED-LINE-IER, a MESSAGE-STANDARD, provider and recipient SYSTEMs, and provider and recipient SOFTWARE-ITEMs.  As for SV-3, separation of the specifications of information content and need line dramatically reduces redundancy that might otherwise occur in the matrix, since many need lines cite the same information content.  Details of SV-6 are provided by direct and indirect associations with CONCEPTUAL-DATA-MODEL, ACTIVITY-MODEL, GUIDANCE, REQUIRED-CAPABILITY, SYSTEM, ICOM (representing information flows), PROCESS-ACTIVITY, NODE-ASSOCIATION, and DATA-ITEM-TYPE.

· System Performance Parameters Matrix (SV-7)—an instance of DOCUMENT of the subtype SYSTEM-PERFORMANCE-PARAMETER-MATRIX (see Section III.D.7 below), which is defined by one or more instances of SYSTEM-PERFORMANCE-PARAMETER-MATRIX-ELEMENT.  The latter contains identifiers for a CONSTRAINT, a SYSTEM, a SYSTEM-CAPABILITY, and a Time Frame PERIOD.  Each SYSTEM has separate specifications in terms if its EQUIPMENT-TYPEs (through SYSTEM-EQUIPMENT-TYPE and the Equipment Type MATERIEL-ITEM Identifier), SOFTWARE-ITEMs (through SYSTEM-SOFTWARE-ITEM and the Software Item MATERIEL-ITEM Identifier), design capabilities (MATERIEL-ITEM-CAPABILITY-NORM), and actual capabilities (SYSTEM-CAPABILITY).

· System Evolution Description (SV-8)—an instance of DOCUMENT of the subtype SYSTEM-FUNCTIONALITY-DESCRIPTION (see Section III.D.8 below), which is defined by one or more instances of SYSTEM-EVOLUTION-MIGRATION.  The latter cites a specific SYSTEM and SYSTEM-CONSTRAINT, and it is in turn defined by one or more instances of SYSTEM-ASSOCIATION-MIGRATION.  SYSTEM-ASSOCIATION-MIGRATION cites a specific GUIDANCE (e.g., REQUIREMENT, TECHNICAL-CRITERION), a specific AGREEMENT (e.g., a standard or standard profile), and a Time Frame PERIOD.  As a child of SYSTEM-ASSOCIATION, SYSTEM-ASSOCIATION-MIGRATION has all the characteristics of SYSTEM-ASSOCIATION (e.g., interface status, interoperability level), SYSTEM-ASSOCIATION-CONSTRAINT, and SYSTEM-ASSOCIATION-MEANS.  The Time Frame for a SYSTEM-ASSOCIATION-MIGRATION can be matched with the Time Frames for TECHNOLOGY-FORECAST and STANDARD-TECHNOLOGY-FORECAST (TV-2).

· System Technology Forecast (SV-9)—an instance of DOCUMENT of the subtype SYSTEM-TECHNOLOGY-FORECAST (see Section III.D.9 below), which is defined by one or more instances of SYSTEM-TECHNOLOGY-FORECAST-PROFILE.  The latter contains the identifiers for a specific SYSTEM, a specific TECHNICAL-SERVICE, a TECHNOLOGY-COUNTERMEASURE, a TECHNOLOGY-FORECAST, and a PERIOD.  The PERIOD is the same entity used to characterize a STANDARD-TECHNOLOGY-FORECAST-ELEMENT, STANDARD-TECHNOLOGY-FORECAST, and TECHNOLOGY-FORECAST.

· System Activity Sequence and Timing Descriptions.  As noted for the OV-6 products, the CADM uses the entities ACTION and ACTION-ASSOCIATION to support all the temporal and functional relationships among pairs of (system and other) ACTIONs (to include events).  The temporal attributes permit arbitrary sequencing of ACTIONs, as well as specifying timing offsets needed for planning concepts (e.g., a fire plan) such as relative timing from an H-Hour or a D-Day.  In addition, the CADM directly supports all three System Activity Sequence and Timing Description products specified in Framework 2 in a manner similar to that noted above for the corresponding OV-6 products.

· Systems Rules Model (SV-10a)—an instance of DOCUMENT of the subtype RULE-MODEL (see Section III.D.10.a below).  

· Systems State Transition Description (SV-10b)—an instance of DOCUMENT of the subtype STATE-TRANSITION-DESCRIPTION (see Section III.D.10.b below).  

· Systems Event/Trace Description (SV-10c)—an instance of DOCUMENT of the subtype EVENT-TRACE-DESCRIPTION (see Section III.D.10.c below).  

· Physical Data Model (SV-11)—an instance of DOCUMENT of the subtype PHYSICAL-MODEL-SPECIFICATION (see Section III.D.11 below), which cites a specific instance of INTERNAL-DATA-MODEL and USER-PRESENTATION-VIEW (both subtypes of INFORMATION-ASSET).  Just as for the Activity Model (OV-5) and the Logical Data Model (OV-7), both INTERNAL-DATA-MODEL and USER-PRESENTATION-VIEW use primarily the DoD data standards from the Information Management View of the DoD Data Model.  The key entities in this specification include INTERNAL-RECORD, CONCEPTUAL-DATA-MODEL, DATA-ENTITY, DATA-ATTRIBUTE, DATA-DOMAIN, and SYSTEM-PLATFORM (all subtypes of INFORMATION-ASSET), together with other approved entities such as DATA-ENTITY-RELATIONSHIP, USER-PRESENTATION-VIEW-SYSTEM-PLATFORM, and INFORMATION-ASSET-RELATION.  Each DATA-ENTITY can be directly related to an ACTIVITY-ICOM (providing a link between data models and activity models).

d.
Technical Architecture Products

The standard architecture products for technical architectures, together with their relationship to the Architecture Data Model, are the following:

· Technical Architecture Profile (TV-1)—an instance of DOCUMENT of the subtype SYSTEM-TECHNOLOGY-FORECAST (see Section III.E.1 below), which is defined by one or more instances of TECHNICAL-ARCHITECTURE-PROFILE-ELEMENT.  The latter contains identifiers for a STANDARD, GUIDANCE (e.g., REQUIREMENT, TECHNICAL-GUIDELINE), TECHNICAL-SERVICE, and IMPLEMENTATION-TIME-FRAME.  The TECHNICAL-SERVICE is the same entity used for characterizing a STANDARD-TECHNOLOGY-FORECAST-ELEMENT and a REFERENCE-MODEL-SERVICE.  IMPLEMENTATION-TIME-FRAME can be used to correlate a TV-1 with a TECHNICAL-CRITERIA-DOCUMENT (no longer an architecture product) and a TECHNICAL-CRITERION-PROFILE, which is further specified by TECHNICAL-CRITERION-PROFILE-AGREEMENT.  The standards cited in a TV-1 are separately specified in a subtype hierarchy for AGREEMENT.  These include at the first level STANDARD, REFERENCE-MODEL, and STANDARD-PROFILE.  Subtypes of STANDARD are MESSAGE-STANDARD, PROTOCOL-STANDARD, DATA-MODEL-STANDARD, and DATA-STANDARD (for data elements and data entities).  Each STANDARD may have one or more instances of STANDARD-OPTION and STANDARD-PARAMETER.  AGREEMENT-ASSOCIATION relates these standards, and INFORMATION-ASSET-AGREEMENT associates them with all the relevant subtypes of INFORMATION-ASSET (e.g., INTERNAL-DATA-MODEL).

· Standards Technology Forecasts (TV-2)—an instance of DOCUMENT of the subtype SYSTEM-TECHNOLOGY-FORECAST (see Section III.E.2 below), which is defined by one or more instances of STANDARD-TECHNOLOGY-FORECAST-ELEMENT.  The latter contains identifiers for TECHNICAL-SERVICE, Time Frame PERIOD, STANDARD-PROFILE, and STANDARD.  As noted for TV-1, standards are separately specified in a subtype hierarchy for AGREEMENT.  These include at the first level STANDARD, REFERENCE-MODEL, and STANDARD-PROFILE.  Subtypes of STANDARD are MESSAGE-STANDARD, PROTOCOL-STANDARD, DATA-MODEL-STANDARD, and DATA-STANDARD (for data elements and data entities).  Each STANDARD may have one or more instances of STANDARD-OPTION and STANDARD-PARAMETER.  DOCUMENT may be used to specify an ARCHITECTURE-FINDING, such as a constraint, issue, impact, or recommendation.

3.
Use of JCAPS

Nearly all the entities of CADM 1.0 are now fully embedded in the initial release of the JCAPS physical schema.  As noted, the JCAPS Program Manager plans to embed parts of CADM 2.0 into JCAPS, within resource constraints, to assist in supporting all Framework 2.0 architecture products.

The remainder of this section provides an analysis of the JCAPS Data Schema (Beta Implementation) as released on 11 August 1998.  At the end of this section is a table listing all the owned (omitting redundancy due to the migration of foreign key attributes to child entities) and non-administrative attributes of the implementation schema provided by LOGICON through OASD(C3I)-IIID.  The comments below are based on review of the following electronic documents:

· JCAPS Logical Data Model, December 1997 (jcapsstd.er1)

· JCAPS Physical Data Model, 1 August 1998 (jcappy7.er1)

· JCAPS Data Schema for the Beta Software, 1 August 1998 (schema801.er1) and 11 August 1998 (aug1998a.er1).

a.
Summary of the Beta Software Implementation Schema

There are 31 entities in the JCAPS Data Schema, of which 12 of the entities are administrative (a list is provided in Section II.D.3.d below).  Of the remaining 19 “content” entities, the following 11 entities are independent:  ARCHITECTURE, IER, EXCH-NEED-LINE-REQ, ORG, UNIT, C2-ELEMENT, ECHELON, MESSAGE, PROCESS-ACTIVITY, UJTL-TASK, NODE, COUNTRY, and DOCUMENT.  The remaining six entities are associative entities for the above:  NODE-C2-ELEMENT, C2-ELEMENT-UNIT, C2-ELEMENT-ORGANIZATION, RELATIONSHIP-ASSOCIATION, ARCHITECTURE-DOCUMENT, and DOCUMENT-MODEL-ASSOCIATION (relating ARCHITECTURE to IER).

Attributes of several entities of the JCAPS Logical and Physical Data Models have been combined to achieve improved database efficiency.  For example, ACTIVITY-MODEL, ICOM, FREQUENCY-BAND, and MESSAGE-DETAIL attributes appear in IER.

Attributes of many key entities of the CADM and JCAPS Physical Data Model do not (yet) appear in the Implementation Schema.  Among the entities not represented are SYSTEM, TECHNOLOGY, MATERIEL-ITEM, EQUIPMENT-TYPE, FACILITY, NETWORK, CONCEPTUAL-DATA-MODEL (and many other subtypes of INFORMATION-ASSET), STANDARD, CAPABILITY, EVENT, GUIDANCE, FUNCTIONAL-AREA, MISSION, and MISSION-AREA.  Presumably, these will be implemented as more and more Architecture Products are supported by JCAPS.

b.
Table of Attributes

When foreign key (migrating) attributes are not counted multiple times, the remaining “owned” attributes of the JCAPS Data Schema comprise a set of 214 attributes.  These are described in the rows of the table provided in Section II.D.3.d (below).  The table provides each of the following:

· Implementation database field name (Schema Attribute Name from the Data Schema)

· The table in which the attribute originally occurs in the Data Schema, omitting foreign key attributes (Schema Entity Usage)

· Full (physical) attribute name (from the JCAPS Physical Data Model)

· Datatype and enforcement of null occurrences (NULL or NOT NULL), in which an optional attribute may have a null value

· Definition and reference to the DDDS (where applicable) of the attribute (from the JCAPS Physical Data Model)

· Statement of the domain as it occurs in the DDDS or CADM (the CADM always recommends the DDDS domains when the attribute is used).

Of the 214 attributes in the attached table, 56 (or 26 percent) are explicitly drawn from DoD data standards.  However, 23 of the (non-coded) standard attributes have been implemented with field lengths that differ significantly from the standard values.  In addition, the field lengths of the 28 coded data standards are all 35 characters, rather than the 2-, 3-, or 4-character codes specified in the standard (for which one might assume that the domain meanings are being recorded rather than the domain codes).  Thus, the Beta implementation of JCAPS diverges in some way for 51 (or 91 per cent) of the 56 standard data elements implemented so far.

Field lengths are, for the most part, consistent across class-word groups of attributes.  Almost all text fields are 2,000 characters, names are 250 characters, identifiers are 50 characters, coded fields (presumably containing not the code but the textual meaning of the code) are 35 characters, quantities are 15-digit numbers, and version identifiers are 12-digits (presumably integers).  Only in a few cases (attributes of COUNTRY) have these field lengths been modified to correspond to DoD data standardization metadata (specified in the Defense Data Dictionary System, the DDDS).

Many of the attributes of the Data Schema do not occur (at least with the same name) in the Physical Data Model.  In such cases, it is not possible to determine the intended definition and domain.  This is true for 27 (13 percent) of the 214 attributes.

Some 30 attributes of the Data Schema (14 percent of the 214 in the attached list) are specified in the Physical Data Model with no definition or domain (or both).  Specifically:

· 20 attributes have no definition, including 4 coded attributes that have no domain identified

· 10 coded attributes are defined but the Physical Data Model does not have domain information.

More than half (114 or 53 percent) of the 214 attributes in the attached table do not occur in the CADM and are not DoD standard data elements (which would be listed in the DDDS).  The remaining 100 attributes are a small fraction of the total attributes defined for CADM 1.0 and for CADM 2.0.  Specifically, these 100 attributes are 16 percent of the 621 owned attributes of CADM 1.0 and 11 percent of the 889 owned attributes of CADM 2.0.

The CADM physical metadata (described in Chapter V) has been modified to conform to the JCAPS datatypes and field lengths whenever the attribute does not already have a standard set of metadata and whenever the JCAPS Physical Data Model provides this information.  The table below notes the new datatype and field length for the 17 CADM attributes that have been so affected [these changes are highlighted because they are likely to influence discussions with the Army for the 1QFY99 conversion of the Army Systems Architecture (ASA) to the ASA View of the CADM]:

· ARCHITECTURE Description Text, VARCHAR2(2000)

· ARCHITECTURE Id, VARCHAR2(50)

· ARCHITECTURE Name, VARCHAR2(250)

· ARCHITECTURE Objective Text, VARCHAR2(2000)

· ARCHITECTURE Scope Text, VARCHAR2(2000)

· ARCHITECTURE-DOCUMENT Id, VARCHAR2(50)

· DOCUMENT Abbreviated Title Name, VARCHAR2(250)

· DOCUMENT Source Name, VARCHAR2(250)

· IER Accuracy Description Text, VARCHAR2(2000)

· IER Content Description Text, VARCHAR2(2000)

· IER Purpose Description Text, VARCHAR2(2000)

· IER Subscription Type Text, VARCHAR2(2000)

· IER Transaction Type Text, VARCHAR2(2000)

· NODE Description Text, VARCHAR2(2000)

· NODE Id, VARCHAR2(50)

· NODE Limitation Description Text, VARCHAR2(2000)

· NODE Name, VARCHAR2(250).

c.
Detailed Observations on the JCAPS Data Schema

(1)
Migrating foreign key attributes are not duplicated in JCAPS Physical Schema attribute list provided Annex L.

(2)
The following 12 entities of the JCAPS Data Schema appear to contain "administrative" attributes for forming products and maintaining audit trails and other features and are therefore removed from this list:  

· drawgroupmembers

· draw_poly_line_points_vw_sh

· draw_obj_mdl_assn

· drawtext

· draw_object

· DATABASE_VERSION

· VSL_RPRTN_SYM

· JSVR_PRDCTS

· JSVR_LIST

· WORKSPACE

· WORKSPACE_DOCUMENT

· WS_ARCHITECTURE.
The following (undefined) attributes of BFILE (also not defined) in the Physical Data Model, which have been replicated into every entity of the implementation Data Schema, appear to be administrative database record tags and have therefore been removed from the list:

· AK_ID

· CLS_CODE

· CURRENCY_FLAG

· MOD_DATE

· SHADE_FLAG

· CREATE_DATE

· ARCHIVE_DATE.

The following attributes migrate from “hidden entities” in the Subject Area View to each of the entities of the Implementation Schema and provide access information; since this is administrative, these four attributes and have been removed from the list:

· INFO_ID

· INFO_VID

· USER_ID

· USER_VID.

d.
Attributes Occurring in the JCAPS Data Schema

Annex L provides a detailed list of attributes in the JCAPS Data Schema.

E.
ISSUES AND ASSOCIATED RECOMMENDATIONS

1.
Issues

a.
Problems with the DoD Data Model

Problems with the use of the concepts of the DoD Data Model and the standard data from the DDDS fall into two areas:  (1) critical problems that had to be corrected to make the underlying concepts usable for the CADM; and (b) those problems whose corrections could await formal proposal packages under the DoD 8320.1 procedures.  In the case of the critical problem areas, the CADM includes recommendations for specific changes to the DoD Data Model.

(1)
Critical problem areas.  Several problem areas were judged so significant that changes needed to be made in Version 1 of the CADM.  These, together with the solutions adopted and incorporated into the CADM, are the following:

· Four redundant and incorrectly specified relationships between ACTIVITY-MODEL-PROCESS-ACTIVITY and ACTIVITY-ICOM—identifies input, provides control, defines output, requires mechanisms—need to be replaced in the DoD Data Model (as in CADM 2.0) with a single relationship “defines” from ACTIVITY-MODEL-PROCESS-ACTIVITY and ACTIVITY-ICOM.

· Five attributes of CONCEPTUAL-DATA-MODEL are redundant with those of its parent entity INFORMATION-ASSET or can be derived from other elements of the data model; all of these have been deleted from CADM 2.0 and should be removed from the DoD Data Model:  

· CONCEPTUAL-DATA-MODEL Data Attribute Quantity {Delete}

· CONCEPTUAL-DATA-MODEL Data Entity Quantity {Delete}

· CONCEPTUAL-DATA-MODEL Name {Delete}

· CONCEPTUAL-DATA-MODEL Relationship Quantity {Delete}

· CONCEPTUAL-DATA-MODEL Short Name {Delete}.

· All three approved descriptive attributes of MISSION-ESSENTIAL-TASK are redundant with those of its parent entity TASK or are more properly specified as attributes of another entity; these should be removed from the DoD Data Model as shown in CADM 2.0:  

· MISSION-ESSENTIAL-TASK Condition Text {Delete}

· MISSION-ESSENTIAL-TASK Description Text {Delete}

· MISSION-ESSENTIAL-TASK Performance Standard Text {Delete}.

· The relationship “TBD” from INFORMATION-ASSET to INFORMATION-ASSET-RELATION is meaningless and should be renamed “is ordinate for” in the DoD Data Model (as shown in CADM 2.0).

(2)
Additional problems that need to be corrected.  The following suggestions are offered to improve the DoD Data Model and thereby the CADM and other data models (such as the C2 Core Data Model) that are fully embedded in the DoD Data Model:

· Specify the independent entity TASK (with a modified definition—a discrete unit of work, not specific to a single organization, weapon system, or individual, that enables missions or functions to be accomplished) as a subtype of ACTION (an activity) and redefine TASK Identifier as an alternate key descriptive attribute of TASK.

· Provide consistent specifications of double-associative entities (such as TASK-ASSOCIATION) using relationships such as “is ordinate for” and “is subordinate to” e.g., from TASK to TASK-ASSOCIATION).

b.
Selecting a Core

Selecting entities for the core in the architecture data model involves tradeoffs between functionality (when they are included) versus simplicity and flexibility (when they are excluded).  The CADM represents a balance (in some cases) between these conflicting objectives.  Whenever the data model could maintain its scope and essential functionality when a marginal entity or entity-structure was removed, in most cases that concept was removed.  

For example, the CADM does not cite subtypes of NODE, which might include such concepts (used in the recent C4ISR Mission Assessment) as Assessment Node, Battle Management Node, Collection Node, Communications Node, and Execution Node.  Further, subtypes of NODE-LINK were removed (concepts for Communications Link and for Information Link had been considered as subtypes).
  Some interesting but unessential entities of the Information Management View of the DoD Data Model were considered and later set aside.  

In each case, the CADM as a core is expected to be expanded by various users when necessary.  The choice of core entities was explicitly limited to essential concepts to promote its potential acceptability by the Commands, Services, and Agencies and to obtain initial agreement on fundamental concepts.

c.
Modeling Issues

(1)
Node.  The Data Model (DM) Subpanel is aware that many of the architecture products implicitly as well as explicitly include the specification and use of the concept of node.  As noted, there is no agreement as to whether the concept of node should be limited to the traditional one of being a primitive for a communications network (and therefore a representation of an addressee, whether an organization, system, or person).  The CADM has abstracted the concept of a communications node to enable nodes to represent primitives in all sorts of networks (e.g., systems of systems, postal networks, local area networks, internets) and to separately use nodes, where necessary, to represent organizational and other hierarchies; need lines for information exchange (whether or not underlying communications assets have been allocated); block diagrams of notional relationships among blocks of functionality, software, or system elements; the allocation of actions and tasks (whether or not performing organizations or supporting systems have been allocated); and various forms of node trees (e.g., for an activity model).

(2)
Platform.  The CADM recognizes the concept of platform but has agreed to represent this concept as a system (however large and complex).  Therefore the concept of system element includes (as a subset) the concept of a platform element.  Other data models call out the platform concept as an independent entity or as a subtype of MATERIEL-ITEM.  The use of the SYSTEM concept appears to have the advantage of simplicity without precluding separate structures when extensions of the core model are developed.

(3)
Dynamic Modeling.  Future architectures are expected to explicitly incorporate representations of dynamic processes, particularly for near-real-time and real-time systems, requirements, and capabilities.  Work in this area for the CADM needs to be extended as the information requirements are identified and the data standards emerge.

(4)
Operational Facilities (OPFACs).  The CADM has taken the view that, for architectures, it is sufficient to relate information to types and instances of ORGANIZATION.  Each OPFAC is viewed as an organization with additional properties and therefore should have an ORGANIZATION identifier as part of its specification.  

(5)
Units and Types of Units.  The CADM has taken a similar view for capturing architecture information specified for units and types of units.  The DoD Data Model already specifies UNIT-TYPE as a subtype of ORGANIZATION-TYPE and therefore specifies the ORGANIZATION-TYPE Identifier as the primary key attribute of UNIT-TYPE.  In the same manner, the CADM considers the concept of UNIT to be formally related to ORGANIZATION (e.g., as a subtype or, alternatively, with a non-null non-identifying relationship “may be a” from ORGANIZATION to UNIT), so that every instance of UNIT can be identified (uniquely) by an ORGANIZATION Identifier.  For these reasons, the CADM does not explicitly include UNIT and UNIT-TYPE in its specifications.

(6)
Costs.  The CADM currently specifies only two attributes that carry cost information, one as a characteristic of SYSTEM and the other as a characteristic of ACTIVITY-MODEL-PROCESS-ACTIVITY, which is the use of a specific PROCESS-ACTIVITY as an activity in a specific DATA-MODEL.  Clearly, some architectures will need to have much more detailed cost information captured; therefore, extensions to the core model are expected in the area of cost.

2.
Future Activity

The CADM describes a common core of the information structure of architectures.  But several important tasks remain before DoD architects and system builders can easily exchange architecture data:

· The CADM needs to be designated as a common logical data model for use in all architecture activities—specifically, implementation of tools and databases—in order to promote interoperability for architecture data exchange.  The real value of the CADM will become apparent when an initial implementation exists.  The CADM simplifies sharing and reuse of architecture information.  The CADM supports interoperability by providing common meanings of, and relationships among, data that are subject to exchange.

· Responsibility must be assigned for stewardship and configuration management of the CADM.  This must be resolved quickly before the rationale behind details of the CADM is forgotten.

· Physical attributes defined for the Army Systems Architecture Data Model implementation of CADM 2.0 should be adopted as recommendations for implementors and extended to the rest of CADM 2.0.

· A plan is needed to direct and support development of an updated version of the CADM.  In view of the tasks remaining to be done, the CADM’s initial release cannot be considered an end-state.  Instead, the CADM will continue to evolve, as will the architecture processes it supports.  Thus, Version 2.0 CADM is the next step in a new and more effective way of doing business. 

· A DoD Architecture Repository should be established, perhaps in conjunction with the JCAPS effort.  This will do much to eliminate the expensive and omission-prone data hunts that have long burdened architects and developers of joint systems.  Naturally, responsibilities must be assigned for development, maintenance, and configuration management of this repository.

· Policy and procedures must be established to populate and maintain the DoD Architecture Repository.  This requires important decisions about what architectures to include, which data elements to make mandatory (perhaps driven by the Framework essential product list), whom to assign to populate and maintain which data, and how to pay for each of these continuing tasks.

III.
ARCHITECTURE PRODUCTS IN RELATION TO CADM 2.0

The goal of this chapter is to demonstrate the ability of the CADM to support all the data requirements of the C4ISR Architecture Framework Version 2.0 (January 1998).  Ideally, such a demonstration would include instance tables showing explicitly how related data in example architecture products are stored in the CADM in a way that preserves relationships.  Such instance tables are intentionally presented in the form of example tables of a relational database conforming exactly to the CADM.  This means that there is a table for each entity and one or more foreign key attributes for each relationship.  The table name is the entity name.  The column names are the attribute names.  Rows in the tables represent entity instances.  Some elements of a row may be null (represented by an em dash, “—“).  Some instance tables are presented only as templates (without example data).

Because of the large number of architecture products, the large number of examples for many of the Framework 2.0 architecture products, and the complexity of large groups of instance tables, instance tables are not provided for every framework product.  Instead, for simplicity and ease of understanding, explanatory text is frequently used to explain how the CADM 2.0 entities would be used to capture data from selected examples.  However, Chapter IV provides an entity-by-entity discussion of CADM 2.0 organized into a set of views (e.g., Organization, Action, Plan, Requirement, System) with instance tables or instance table templates for each entity.

To the extent possible with the time and resources available, this chapter provides textual explanations for the underlying Framework 2.0 requirements (captured in tables and itemized with line and page cross-references in Annex E), for the CADM 2.0 data structures (portrayed as an IDEF1X diagram of the most important entities used to support those requirements), and for many of the example architecture products from the Framework 2.0 document.

To clarify the relative importance of CADM 2.0 entities to supporting Framework 2.0 architecture products, the entity and attribute specifications (Annex B for entities and Annex D for attributes) have been annotated to list all the references of that entity or attribute to the rows of the table in Annex E that lists every Framework 2.0 data requirement.  Since most of the references in Annex E to CADM 2.0 data structures are at the entity rather than the attribute level, most of the references to data requirements are in Annex B (Entity Specifications).  Thus, to find out what role a CADM entity plays in supporting Framework 2.0, one should consult Annex B, and to find out exactly how a framework data requirement is supported by the CADM, one should consult the proper section of Annex E, which is arranged by architecture product.

A.
OVERVIEW OF ARCHITECTURE PRODUCTS

Table 6 provides a summary of the essential and supporting products.  The first column indicates the architecture view or views generally supported by each product.  The second column provides an alphanumeric reference “identifier” for each product in four groups:  all views (AV), operational view (OV), systems view (SV), and technical view (TV).  The third column provides the formal name of the product.  The fourth column indicates whether the product is essential or supporting.  Essential products—highlighted by shading in Table 6—constitute the minimal set of products required to develop architectures that can be commonly understood and integrated within and across DoD organizational boundaries and between DoD and multinational elements; these products must be developed for all architectures.  The fifth column captures the general nature of the product’s content, followed by the number of the section of Framework 2.0 in which the product is described.

The CADM provides not only data structures into which architecture data of various types can be stored but also a single structure by which collections of these data may be identified.  This is accomplished by using the DoD-standard entity DOCUMENT and defining subtypes of this entity for each collection of data.  From the point of view of the C4ISR Architecture Framework, the most important of these collections are the architecture products themselves.  Figure 7 presents all the explicit subtypes of DOCUMENT defined for the CADM in four groups.  At the left are the subtypes for the operational view (OV) products.  The center group shows the systems architecture products at the top and the two technical architecture products at the bottom.  On the right are additional subtypes of DOCUMENT, some developed to satisfy specific Framework 1.0 products not specified in Framework 2.0 and others created to facilitate defining details of other products.  For example, INTERFACE-CONTROL-DOCUMENT could provide details for the SYSTEM-SYSTEM-MATRIX, and GRAPHIC (which includes individual icons) could be used to define the details of a CONCEPT-GRAPHIC.

Table 6.  Architecture Products for Framework 2.0
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Figure 7.  CADM 2.0 Document View (AV-Doc)

A detailed review of Figure 7 will reveal that some of the subtypes of DOCUMENT serve to capture the same types of data (same structure, different instances) for two different architecture products.  For example, the Operational Information Exchange Matrix (OV-3) and the System Information Exchange Matrix (SV-6) are both specified using the entity INFORMATION-EXCHANGE-MATRIX.  Each instance of this entity would point to a different set of data, possibly at various levels of detail.  This dual use of CADM entities also applies to the following three pairs of architecture products:

· Operational Rules Model (OV-6a) and Systems Rules Model (SV-10a)

· Operational State Transition Description (OV-6b) and State Transition Description (SV-10b)

· Operational Event/Trace Description (OV-6c) and Systems Event/Trace Description (SV-10c).

Dual use of entities occurs at the referential level in another pair of entities.  ACTIVITY-MODEL-SPECIFICATION is used to specify the Activity Model architecture product (OV-5).  In addition, ACTIVITY-MODEL-SPECIFICATION refers to an instance of a NODE-TREE through the attribute “Node Tree DOC Identifier.”  Exactly the same references are required for a SYSTEM-FUNCTIONALITY-DESCRIPTION (for specifying a Systems Functionality Description, SV-4), which may, for example, be in the form of a data flow diagram.  Thus, the CADM simply refers to an instance of ACTIVITY-MODEL-SPECIFICATION for capturing data about Systems Functionality Descriptions as well as about Activity Model descriptions.

Defining new entities in ways that enable multiple uses to be made of database instances in various architecture products is a key characteristic of the CADM.  So also is the use, wherever possible, of approved entities and attributes from the DoD Data Model.

B.
All-VIEW (AV) ARCHITECTURE PRODUCTS

The AV data requirements (Framework 2.0, Sections 2.2, 2.3, 3.1, 3.1.2, 3.1.2.3, 3.2.1, 4.1, 4.3, 4.4, D.3.1, and D.4.0) that apply to all AV architecture products are satisfied by CADM 2.0 in the ways indicated in Table 7.

Table 7 and similar tables to follow are meant to be self-explanatory.  In each case, the applicable data requirements are listed in the first column of the table, and the specific ways each such requirement is supported in the CADM are noted in the second column.  For Table 7, requirement support can be demonstrated by citing specific attributes of entities such as ARCHITECTURE, MISSION, and OPERATIONAL-ARCHITECTURE.  Scope is captured by ARCHITECTURE Scope Text.  The word “text” at the end of the attribute name is called a class word, and such class words have been standardized under DoD 8320.1-M-1.  “Text” attributes have alphanumeric content, with some maximum field length.  Selection of a specific (standard) value for that field length is part of the standardization process but is not essential to an understanding of the logical structure and use of the CADM and is therefore not included in the specifications in Annex D.  

The first column of Table 7 cites many very general requirements:  concepts to be captured as data but without details for specific characteristics.  The CADM supports these with instances of the entities MISSION-AREA and TASK.  The other rows of the table can be read in the same manner as the first two rows.  In summary, Table 7 demonstrates that CADM 2.0 supports all the data requirements specified in Framework 2.0 that apply to both AV-1 (Overview and Summary Information) and AV-2 (Integrated Dictionary).  The subsections below address requirements stated individually for these two architecture products.  Organization of data requirements in their entirety can be found by briefly reviewing Annex E.

Table 7.  Framework 2.0 Data Requirements for the All View Diagrams in Their Entirety

Detailed Description of Framework 2.0 Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Identify scope and context for an architecture, to include architecture type, subject area, and time frame for which the architecture is applicable
ARCHITECTURE Scope Text and Objective Text; OPERATIONAL-SCENARIO Identifier (FK) in MISSION and MISSION Identifier in OPERATIONAL-ARCHITECTURE

Identify mission areas (e.g., Joint Maritime Operations, Mine Warfare, and Theater Air Defense) and operational processes (e.g., Joint planning, air task planning, call for fire, and situational awareness)
Instances of MISSION-AREA and TASK

Describe context in terms of interrelated conditions that compose the setting in which the architecture exists
Instances of OPERATIONAL-SCENARIO

Describe context in terms of doctrine; tactics, techniques, and procedures; relevant goals and vision statements; and concepts of operations, scenarios, and environmental conditions
Instances of GUIDANCE with GUIDANCE Category Code values such as Doctrine, Policy, TECHNICAL-GUIDELINE, OPERATIONAL-RULE, Constraint, Goal, and Vision; instances of OPERATIONAL-SCENARIO

Identify potential physical, military, and civil environmental conditions (e.g., threats, weather, geographical features, and scenario)
Instances of OPERATIONAL-SCENARIO and CONDITION

Identify full range of systems from sensors that collect information and pass it on, through processing and information systems, communications systems, and shooters that require information to accomplish their objectives
Instances of SYSTEM and INFORMATION-SYSTEM

Identify functional and physical automated systems, nodes, platforms, communications paths, and other critical elements that provide for supporting information-exchange requirements and warfighter tasks described in the operational architecture views
Instances of SYSTEM, NODE, NETWORK, SYSTEM-ELEMENT, PLATFORM-ELEMENT, and NETWORK-PATH

Note:  A non-identifying relationship “may be a” from the DoD-approved entity SYSTEM-PLATFORM has been defined to PLATFORM-ELEMENT

Identify risks and technical or programmatic issues
Instances of ARCHITECTURE-FINDING, such as ARCHITECTURE-ISSUE

Identify explicit linkages among its various views
Instances of ARCHITECTURE, ARCHITECTURE-ASSOCIATION, and DOCUMENT (each architecture product has a DOCUMENT Identifier and is related to one or more architectures through ARCHITECTURE-DOCUMENT)

Note:  Each Architecture is linked to an operational scenario through the MISSION Identifier (FK) in OPERATIONAL-ARCHITECTURE and the OPERATIONAL-SCENARIO Identifier (FK) in MISSION, and relationships among views in ARCHITECTURE-ASSOCIATION

Identify integrated mission operational requirements
Instances of MISSION and REQUIREMENT, a subtype of GUIDANCE

Identify operational measures of effectiveness
Instances of TASK-MEASURE and MISSION-ESSENTIAL-TASK-STANDARD, specified according to the UJTL; instances of MISSION

Identify need line
Instances of EXCHANGE-NEED-LINE-REQUIREMENT

Identify information exchange related to a need line
Instances of INFORMATION-EXCHANGE-REQUIREMENT

Identify required degree of information-exchange interoperability
INFO-EXCH-REQ and EXCHANGE-NEED-LINE-REQUIREMENT Interoperability Level Code(s)

Relate systems to information exchange requirement
Instances of REQUIREMENT-SYSTEM

Relate degree of interoperability to system capabilities 
Instances of SYSTEM-CAPABILITY, INFORMATION-EXCHANGE-REQUIREMENT, EXCHANGE-NEED-LINE-REQUIREMENT, and REQUIREMENT-SYSTEM; SYSTEM-ASSOCIATION Interface Existence Code; and the Interoperability Level Codes in the subtypes of REQUIREMENT

Relate current/postulated implementations with the needed capabilities
Instances of SYSTEM-CAPABILITY and SYSTEM-IMPLEMENTATION-TIME-FRAME-DETAIL

Identify the criteria that should govern the compliant implementation of each required system capability
Instances of SYSTEM-CRITERIA-PROFILE and TECHNICAL-CRITERION-PROFILE

Identify systems measures of performance
Instances of SYSTEM-CAPABILITY

Relate systems attributes to operational measures of effectiveness
Instances of TASK, MISSION-ESSENTIAL-TASK, and MISSION-ESSENTIAL-TASK-STANDARD for SYSTEM-FUNCTION whose parent entity PROCESS-ACTIVITY has the same ACTION Identifier as in TASK

Relate systems to applicable standards and conventions
Instances of SYSTEM-PROCESS-ACTIVITY-STANDARD-PROFILE; AGREEMENT (e.g., convention), and SYSTEM-CRITERIA-PROFILE

Table 7.  (Cont’d)

Detailed Description of Framework 2.0 Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Specify detail regarding the information-exchange, interoperability, and performance parameters required to support a particular mission and task
Instances of INFORMATION-EXCHANGE-MATRIX, INFO-EXCHANGE-MATRIX-ELEMENT, MISSION-TASK, MISSION-ESSENTIAL-TASK-STANDARD, REQUIREMENT-MISSION-AREA, SYSTEM-CONSTRAINT, and REQUIREMENT-TASK

Relate system performance to operational requirements
Instances of TASK, REQUIREMENT, REQUIREMENT-TASK, SYSTEM, SYSTEM-FUNCTION, SYSTEM-CONSTRAINT, and SYSTEM-CAPABILITY

Specify system implementation criteria
Instances of SYSTEM-IMPLEMENTATION-TIME-FRAME-DETAIL SYSTEM-CONSTRAINT, and SYSTEM-CRITERIA-PROFILE

Specify purpose of an architecture
ARCHITECTURE Objective Text

Specify groups of architectures
Instances of ARCHITECTURE-ASSOCIATION

Specify common terms and definitions
Instances of KEYWORD (a subtype of DOCUMENT), DATA-DICTIONARY-ELEMENT for a specific DATA-DICTIONARY (a subtype of INFORMATION-ASSET), and INFORMATION-ASSET-DOCUMENT

Identify graphics
Instances of GRAPHIC (a subtype of DOCUMENT)

Identify warfighter and warfighter-support tasks from UJTL
Instances of MISSION-ESSENTIAL-TASK-LIST (a subtype of DOCUMENT) and MISSION-ESSENTIAL-TASK-LIST-ELEMENT

Specify Joint and multinational relationships
Instances of REQUIREMENT (e.g., INFORMATION-EXCHANGE-REQUIREMENT, EXCHANGE-NEED-LINE-REQUIREMENT), SYSTEM, REQUIREMENT-SYSTEM, and SYSTEM-ASSOCIATION; ORGANIZATION Classification Code = “Joint” and ORGANIZATION-TYPE Service Code = “Joint”; “Multinational” was added to the codes for ORGANIZATION-TYPE Service Code.

Specify interoperability requirements
Instances of REQUIREMENT, specifically the Interoperability Level Code of the subtypes of REQUIREMENT

Specify an integrated dictionary
Instances of DATA-DICTIONARY, a subtype of INFORMATION-ASSET

Relate interoperability requirements (content and form) to system and technical “responses”
Instances of REQUIREMENT (e.g., INFORMATION-EXCHANGE-REQUIREMENT, EXCHANGE-NEED-LINE-REQUIREMENT), and REQUIREMENT-SYSTEM

Specify situations and geographical areas to be considered
Instances of OPERATIONAL-SCENARIO

Specify projected economic situation
Instances of OPERATIONAL-SCENARIO

Specify projected availability and capabilities of specific technologies
Instances of TECHNOLOGY-FORECAST, SYSTEM-TECHNOLOGY-FORECAST-PROFILE, and TECHNICAL-CRITERION-PROFILE

Identify Joint interfaces
Instances of SYSTEM-ASSOCIATION, EXCHANGE-NEED-LINE-REQUIREMENT, and INFORMATION-EXCHANGE-MATRIX-ELEMENT

Describe the relationships among an architecture’s operational, systems, and technical views
Instances of ARCHITECTURE-ASSOCIATION

Specify the essential information flows
Instances of REQUIREMENT (e.g., INFORMATION-EXCHANGE-REQUIREMENT, EXCHANGE-NEED-LINE-REQUIREMENT); INFORMATION-EXCHANGE-MATRIX-ELEMENT; ICOM; ACTIVITY-ICOM

Identify reference sources
Instances of DOCUMENT

Identify prevailing DoD doctrine, policies, and direction that are appropriate for the architecture’s scope and purpose
Instances of GUIDANCE with GUIDANCE Category Code values, such as  Doctrine, Policy, and TECHNICAL-GUIDELINE

Support the specification of the LISI Reference Model interoperability level requirement for each need line
INFO-EXCH-REQ Interoperability Level Code and EXCHANGE-NEED-LINE-REQUIREMENT Interoperability Level Code

Support the specification of the LISI Reference Model interoperability level for each system-system interface
SYSTEM-ASSOCIATION Interoperability Level Code

Note:  The data requirements of this table are from Chapters 2, 3, and 4 and Appendix D of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines 1-43).  Framework 2.0 Appendix A has no additional data requirements for All View in its entirety.

1.
AV-1, Overview and Summary Information (Context)

Each Overview and Summary Information (AV-1) architecture product is represented as an instance of ARCHITECTURE and entities related to ARCHITECTURE, including all the subtypes of DOCUMENT.  The primary entities used to support storing data for AV-1 are shown in Figure 8 (left side) and Figure 9 (right side).  The AV-1 data requirements (Framework, Section 4.2.1.1) are satisfied by CADM 2.0 in the ways indicated in Table 8.

Each AV-1 is specified by use of (1) ARCHITECTURE, ARCHITECTURE-ASSOCIATION, three subtypes of ARCHITECTURE (operational, systems, and technical), and ARCHITECTURE-FINDING (together with subtypes for issues, constraints, impacts, and recommendations); (2) independent entities such as MISSION, OPERATIONAL-SCENARIO, ACTION, and SYSTEM; together with (3) associations that relate a specific ARCHITECTURE to AGREEMENT, DOCUMENT, FUNCTIONAL-AREA, NODE, ORGANIZATION, PLAN, PROJECT, REQUIREMENT, and TASK.  These entities are defined in Annex B, and the definitions and domains for their attributes are provided in Annex D.  Annex C (Relationship Specifications) can be consulted to identify all the entities associated with those noted above.

Table 8 shows that CADM 2.0 supports all the data requirements specified in Framework 2.0 that apply to architecture product AV-1 (Overview and Summary Information).
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Figure 8.  CADM 2.0 Overview and Summary Architecture Product View (AV-1) [Part 1]
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Figure 9.  CADM 2.0 Overview and Summary Architecture Product View (AV-1) [Part 2]

Table 8.  Framework 2.0 Data Requirements for AV-1

Detailed Description of Framework 2.0 Data Requirement
Relation of Framework Data Requirement to CADM 2.0

Provide a unique descriptive name for the architecture
ARCHITECTURE Name

Identify the architect (i.e., name and organization)
Instances of ARCHITECTURE-ORGANIZATION with ARCHITECTURE-ORGANIZATION Role Code =  “is the architect of”

Identify involved organizations
Instances of ARCHITECTURE-ORGANIZATION

Specify when the architecture was developed
ARCHITECTURE Completion Date

Specify purpose:  Explain why the architecture is needed, what it is intended to demonstrate, the types of analysis expected to be applied to it, who is expected to perform the analysis, what decisions are expected to be made on the basis of that analysis, who is expected to make those decisions, and what actions are expected to result from the architecture
ARCHITECTURE Objective Text

Specify scope:  Identify the architecture views and products that have been developed (operational, systems, and/or technical) and the temporal nature of the architecture, such as the time frame covered, whether by specific years or by designations such as “as-is,” “to-be,” “transitional,” “objective,” et cetera
ARCHITECTURE Scope Text

Specify context:  Describe the interrelated conditions that compose the setting in which the architecture exists.  Include such things as doctrine, relevant goals and vision statements, concepts of operation, scenarios, and environmental conditions.  Identify the tasking that led to the architecture’s development, and known or anticipated linkages to other architectures.  Document specific assumptions and constraints regarding the architecture development effort, and identify authoritative sources for the rules, criteria, and conventions that were followed in developing the architecture
Instances of MISSION, OPERATIONAL-SCENARIO, instances of ARCHITECTURE-AGREEMENT (e.g., to specify conventions followed), ARCHITECTURE-GUIDANCE (for the tasking,  constraints, goals, vision, doctrine, policy, rules, and criteria); ARCHITECTURE-ASSOCIATION, ACTION, ACTION-CONSTRAINT, PROJECT (a subtype of PLANNED-ACTION, which is a subtype of ACTION), and ARCHITECTURE-PROJECT

Specify the findings and recommendations that have been developed based on the architecture
Instances of ARCHITECTURE-FINDING (e.g., ARCHITECTURE-ISSUE, ARCHITECTURE-RECOMMENDATION)

Specify tools and file formats:  Identify the tool suite used to develop the architecture data and products.  Identify the file names, file format, and location of the data for each product
Tool:  SYSTEM Identifier in ARCHITECTURE-PROCESS-ANALYSIS-RESULT

Product:  Instances of DOCUMENT (e.g., DOCUMENT Name and Notation Name for the file format)

Note:  These data requirements are from Section 4.2.1.1 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines 44-52).  CADM 2.0 also meets the additional data requirements of Framework 2.0 Appendix A (see Annex E, Reference Lines 53-170).

2.
AV-2, Integrated Dictionary (Terms)

Each Integrated Dictionary (AV-2) is represented in the CADM as an instance of DATA-DICTIONARY-SPECIFICATION (Figure 10), a subtype of DOCUMENT, which has attributes for Name, Time Frame, Category Code (with domain value “Data Dictionary Specification”), etc.  The Integrated Dictionary (AV-2) data requirements (Framework, Section 4.2.1.2) are satisfied by CADM 2.0 in the ways indicated in Table 9.

There are several valid points of view for the goal and use of AV-2, each of which suggests different entities for storing data for this architecture product.  At one extreme is the point of view of Appendix A of Framework 2.0, which labels each table of entities, attributes, and relationships as “Integrated Dictionary Attributes.”  At another extreme, AV-2 is no more than a glossary of terms (as described in early drafts of Framework 1.0) that provides definitions for all the terms appearing in any of the architecture products.  A third point of view is that of system implementors, who may see an Integrated Dictionary as a data dictionary for a physical or logical schema of a real database.

Table 9.  Framework 2.0 Data Requirements for AV-2

Detailed Description of Framework 2.0 
Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Specify definitions of terms used and metadata (i.e., data about an item)
Instances of DATA-DICTIONARY (e.g., a database conformant to the CADM) and DATA-DICTIONARY-ELEMENT; DATA-DICTIONARY-ELEMENT Definition Text; DATA-DOMAIN-LIST-VALUE-ENTRY Definition Text; HIERARCHICAL-REQUIREMENT-DICTIONARY-TERM Definition Text; ICOM Definition Text; ICOM-ASSOCIATION Definition Text; INFORMATION-ASSET DEFINITION TEXT; INTERNAL-DATA-FIELD Definition Text; PROCESS-ACTIVITY Definition Text

Each labeled graphical item (e.g., icon, box, or connecting line) in the graphical representation of an architectural product should have a corresponding entry in the Integrated Dictionary
Instances of GRAPHIC, Icons (expressed as instances of GRAPHIC with Icon Indicator Code = “Icon”), with GRAPHIC Label Text and GRAPHIC Icon Indicator Code; for each architecture product, instances of DOCUMENT (using DOCUMENT Category Code)

Metadata about a labeled input/output connector from an activity model (e.g., an IDEF0 ICOM) will include a textual description of the type of input/output information designated by the label
Instances of ICOM with ICOM Identifier, ICOM Name, and ICOM Definition Text; ICOMs are related to an activity diagram using ACTIVITY-MODEL-PROCESS-ACTIVITY with the role each plays (as input, output, etc.) specified in ACTIVITY-ICOM

All definitions that originate in existing dictionaries should provide a reference to show the source
DATA-DICTIONARY-ELEMENT Source Name

Note:  These data requirements are from Section 4.2.1.2 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines 171-174).  Framework 2.0 Appendix A has no additional data requirements for the Integrated Dictionary.  CADM 2.0 also meets the additional data requirements of Framework 2.0 Appendix A (see Annex E, Reference Line 175).

Specifically, as noted and shown in Figure 10, AV-2 is an instance of DATA-DICTIONARY-SPECIFICATION, each of which cites a specific DATA-DICTIONARY.  DATA-DICTIONARY is a subtype of INFORMATION-ASSET and is defined using DATA-DICTIONARY-ELEMENT and DATA-DICTIONARY-ELEMENT-ASSOCIATION.  These entities provide the details needed for a self-contained Glossary of Terms.  Where the Integrated Dictionary is considered a database, the schema for the DATA-DICTIONARY can be specified using the INFORMATION-ASSET subtype CONCEPTUAL-DATA-MODEL.  The entities, attributes, relationships, and other information for the meta data model of the Data Dictionary can be specified in such entities of the CADM as DATA-ENTITY, DATA-ATTRIBUTE, DATA-ENTITY-RELATIONSHIP, and DATA-DOMAIN.

Whatever interpretation is given to the content and role of an Integrated Dictionary, Table 10 shows that CADM 2.0 supports all the data requirements specified for it in Framework 2.
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Figure 10.  CADM 2.0 Integrated Dictionary Architecture Product View (AV-2)

C.
OPERATIONAL-VIEW (OV) ARCHITECTURE PRODUCTS

The Operational View (OV) data requirements (Framework, Sections 2.1.1 and 2.2.1) that apply to all OV architecture products are satisfied by CADM 2.0 in the ways indicated in Table 10.

Table 10.  Framework 2.0 Data Requirements for the Entire Operational View

Detailed Description of Framework 2.0 Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Define/describe tasks and activities
TASK Description Text, ACTION Description Text, and PROCESS-ACTIVITY Definition Text, all interrelated by common attribute ACTION Identifier

Define/describe operational elements
Attributes of ORGANIZATION with ORGANIZATION Operational Element Indicator Code = “Serves as an operational element”; and ORGANIZATION-TYPE

Describe information flows
ICOM Definition Text, together with INFORMATION-ASSET Definition Text and GUIDANCE Synopsis Text

Identify military operation
ACTION Identifier and MISSION Identifier

Define types of information exchanged
Instances of INFORMATION-EXCHANGE-REQUIREMENT

Define frequency of information exchange
EXCHANGE-NEED-LINE-REQUIREMENT Frequency Continuity Type Code (e.g., continuous) and REQUIRED-CAPABILITY (exchanges per day)

Relate tasks and activities to information exchange
Instances of ACTION, TASK (which may be an ACTION), and REQUIREMENT-TASK

Define/identify information exchange requirements
Instances of INFORMATION-EXCHANGE-REQUIREMENT, for which a specific information flow may be designated by the ICOM Identifier (FK) and ICOM Version Identifier (FK) in INFORMATION-EXCHANGE-REQUIREMENT; and instances of INFORMATION-EXCHANGE-MATRIX-ELEMENT

Identify doctrine
Instances of GUIDANCE for which the GUIDANCE Category Code = “Doctrine”

Identify time phase(s) covered (e.g., specific years; “as-is” or “to-be”; “baseline,” “planned,” and/or “transitional”)
ARCHITECTURE Time Frame Type Code, and PERIOD Identifier (FK) in ARCHITECTURE

Identify how business processes are performed
Instances of ACTIVITY-MODEL (a subtype of INFORMATION-ASSET), ACTIVITY-MODEL-PROCESS-ACTIVITY, ACTIVITY-MODEL-PROCESS-ACTIVITY-ASSOCIATION, PROCESS-ACTIVITY, ICOM, ICOM-ASSOCIATION, ACTIVITY-ICOM; and ACTIVITY-MODEL-SPECIFICATION

Identify functional areas
Instances of FUNCTIONAL-AREA

Identify specific node-to-node information exchanges
Instances of EXCHANGE-NEED-LINE-REQUIREMENT, NODE-ASSOCIATION-REQUIREMENT (and its subtype, NODE-LINK), NODE; and INFORMATION-EXCHANGE-MATRIX-ELEMENT

Identify how specific information supports a specific unit during particular circumstances, such as how specific information supports the Theater Joint Intelligence Center (JIC) during a type-three contingency in the Southwest Asian Theater
Instances of REQUIREMENT (e.g., INFORMATION-EXCHANGE-REQUIREMENT, EXCHANGE-NEED-LINE-REQUIREMENT), INFORMATION-EXCHANGE-MATRIX, and INFORMATION-EXCHANGE-MATRIX-ELEMENT

Note:  These data requirements are from Sections 2.1.1 and 2.2.1 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines 176-189).  Framework 2.0 Appendix A has no additional data requirements for Operational View in its entirety.

1.
OV-1, High-Level Operational Concept Graphic

Each High-Level Operational Concept Graphic (OV-1) is represented as an instance of CONCEPT-GRAPHIC (Figure 11), a subtype of DOCUMENT, which has attributes for Name, Time Frame, Category Code (with domain value “Concept Graphic”), etc.  The OV-1 data requirement (Framework, Section 4.2.1.2), to specify graphic (with icons and lines connecting icons), is satisfied by instances of DOCUMENT, GRAPHIC, and DOCUMENT-ASSOCIATION.

An operational concept diagram that consists solely of a single graphic would be fully identified by DOCUMENT Identifier.  Where defined, components of CONCEPT-GRAPHIC are related to the CONCEPT-GRAPHIC using DOCUMENT-ASSOCIATION.  Each instance of OV-1 or a component can be directly related in CADM 2.0 to such entities as AGREEMENT, all other architecture products, ARCHITECTURE, GUIDANCE (including subtypes of REQUIREMENT for need lines and information exchange contents), INFORMATION-ASSET, MATERIEL-ITEM, ORGANIZATION, ORGANIZATION-TYPE, NODE-ASSOCIATION, and SYSTEM through relationships with the parent entity DOCUMENT.  Indirect relationships to MISSION, TASK, COMMUNICATION-MEDIUM, and PLATFORM-ELEMENT can also be recorded in the CADM.

The objects depicted on OV-1 include (see Figure 12):

a. Types of organizations (which may be operational facilities or operational elements), represented as instances of ORGANIZATION-TYPE
b. Instances of ORGANIZATION, EQUIPMENT-TYPE, SOFTWARE-ITEM, NETWORK, INFORMATION-ASSET, and SYSTEM
c. Platforms (represented as instances of PLATFORM-ELEMENT)

d. Trajectories and target areas (represented as instances of GRAPHIC), types of targets (instances of MATERIEL-ITEM), and facilities (instances of FACILITY and FACILITY-TYPE).

OV-1 may also reference instances of TASK and related MISSIONs, and GUIDANCE (e.g., exchange need line (flow) and information exchange (content) requirements).  OV-1 may also reference operational or system nodes (instances of NODE) and their connections (instances of NODE-ASSOCIATION and, as groups, instances of NETWORK).  The media for connections are specified by reference to instances of COMMUNICATION-MEDIUM.
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Figure 11.  CADM 2.0 Operational Concept Graphic Architecture Product View (OV-1)
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Source:  Framework 2.0 (Figure 4-4a).

Figure 12.  High-level Operational Concept Graphic (OV-1)—USCENTCOM Example

2.
OV-2, Operational Node Connectivity Description

Each Operational Node Connectivity Description (OV-2) is represented as an instance of NODE-CONNECTIVITY-DESCRIPTION, a subtype of DOCUMENT, which has attributes for Name, Time Frame, Category Code (with domain value “Node Connectivity Description”), etc.  

In particular OV-2 may also reference instances of NODE, ORGANIZATION, EXCHANGE-NEEDLINE-REQUIREMENT, and INFORMATION-EXCHANGE-REQUIREMENT to specify the operational elements at the nodes and the characteristics of the information exchanged.  Furthermore, OV-2 allows to link a given NODE-CONNECTIVITY-DESCRIPTION with the required arrow icon when these are represented as instances of GRAPHIC via DOCUMENT-ASSOCIATION.  The directionality of the information flow can be captured with a business rule that establishes that Node-1 is the node from which, and Node-2 is the node to which, the information flows.  Specific activities at the nodes are documented using ACTIVITY-ICOM, NODE-ACTIVITY-ICOM, ACTIVITY-ICOM-EXCHANGE-REQUIREMENT.  The characteristics of the information flow—type, volume, format, timeliness, classification, etc.—are specified using the tables  EXCHANGE-NEED-LINE-REQUIREMENT, INFORMATION-EXCHANGE-MATRIX-ELEMENT, and NODE-ASSOCIATION-REQUIREMENT.  OV-2 is designed to capture any type of node connectivity diagram because the NODE concept is generic.

As noted, OV-2 is an instance of NODE-CONNECTIVITY-DESCRIPTION, which in turn cites a specific NETWORK.  A NETWORK, as noted above, is defined by instances of NODE and node pairs (instances of NODE-LINK), and each NODE can represent an ORGANIZATION or ORGANIZATION-TYPE.  More generally, a NODE can represent or be otherwise associated to a MISSION-AREA, FACILITY, ARCHITECTURE, INFORMATION-ASSET, SYSTEM, TASK, COMMUNICATION-MEDIUM, DATA-ITEM-TYPE, and PROCESS-ACTIVITY (see OV-5).  Moreover, each NODE-LINK (a node pair specified as a subtype of NODE-ASSOCIATION) can be related to COMMUNICATION-MEDIUM, STANDARD-PROFILE, and CAPABILITY (for all quantitative measures).

Figure 13 and Figure 14 (in two parts) provides the key entities for satisfying the data requirements of OV-2.  Table 11 summarizes the way in which OV-2 data requirements (Framework, Section 4.2.1.5) are satisfied by CADM 2.0.

[image: image16.png]MNODE-CONNECTIVITY-DESCRIPTION {OV-2]

DOCUMENT IDENTIFIER (FK)

NETWORK dsntifier (10

is s tospasiy

NEMWORK

NODE ASSOCIATION
{Hods 1 NODE Hsrttier 710
Nods 2 NODE Wenir (1)
NODE-ASSOCIATION Idantifsr

DOCUMENT IDENTIFIER (7K]
NODEASSOCIATION Category Cade

e —T
is sed i = NODE ASSGLIATION REQUIREMENT Identier
has ode 1 NODE Wertier (710 s supportad in
NODE LINK COMUUNICATION MEDIUM. NODE-ASSOCIATION Identifier (FK) parfoms.
NODE-ASSOCIATION Identifier (FK) NODE-LINK Category Code
Requirement GUIDANCE Identifier (FK] Iz supported by

CAVEATED-SECURITY-CLASSIFICATION Identifier (FK)| Source ORGANIZATION-TYPE dentifier (FK] uses
INFO-EXCH-REQ Accuracy Description Text SECURITY-CLASSIFICATION CODE (FK)

INFO-EXCH-REQ Information Class Code {Del} EXCHNEED.LINE-REQ Crtioality Code

NFO-EXCHRER Intaaperabilty Level Code SRR NERER raany Cortruy T cose

INFO-EXCHREQ Timeliness Code T Sreferenced
ACTIVITY-ICOM-EXCHANGE-REQUIREMENT Exch Need Line Req GUIDANCE Identifier (FK) -
“Activity Model INFO-ASSET Group Identifier (FK) Info Exch Req GUIDANCE Idertifier (FK)

Requirement GUIDANCE Ideriifier (FK) EXCHANGE-NEED-LINE-IER Identiier (FIO





Figure 13.  CADM 2.0 Operational Node Connectivity Description Architecture Product View (OV-2) [Part 1]
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Figure 14.  CADM 2.0 Operational Node Connectivity Description Architecture Product View (OV-2) [Part 2]

Table 11.  Framework 2.0 Data Requirements for OV-2

Detailed Description of Framework 2.0 
Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Specify operational nodes and elements, the need-lines between them, and the characteristics of the information exchanged
Instances of NODE, ORGANIZATION, EXCHANGE-NEED-LINE-REQUIREMENT, and INFORMATION-EXCHANGE-REQUIREMENT

Relate an arrow icon to an information exchange with the direction of information flow
Instances of GRAPHIC (a subtype of DOCUMENT), NODE-CONNECTIVITY-DESCRIPTION (another subtype of DOCUMENT), DOCUMENT-ASSOCIATION, ACTIVITY-ICOM, NODE-ACTIVITY-ICOM, ACTIVITY-ICOM-EXCHANGE-REQUIREMENT; EXCHANGE-NEED-LINE-REQUIREMENT, INFORMATION-EXCHANGE-MATRIX-ELEMENT, and NODE-ASSOCIATION-REQUIREMENT

Annotate icon with characteristics of the data or information (e.g., its substantive content, media [voice, imagery, text and message format, etc.]), volume requirements, security or classification level, timeliness, and requirements for information system interoperability
Instances of GRAPHIC (a subtype of DOCUMENT), NODE-CONNECTIVITY-DESCRIPTION (another subtype of DOCUMENT), DOCUMENT-ASSOCIATION, ACTIVITY-ICOM, NODE-ACTIVITY-ICOM, ACTIVITY-ICOM-EXCHANGE-REQUIREMENT; EXCHANGE-NEED-LINE-REQUIREMENT, INFORMATION-EXCHANGE-MATRIX-ELEMENT, and NODE-ASSOCIATION-REQUIREMENT

Specify “virtual” nodes, which could be based on operational “roles,” as well as representing real physical facilities as node
Instances of NODE

Relate node to what it represents, such as a role (e.g., Air Operations Commander), an organization (e.g., U.S. Air Force), or an operational facility (e.g., Joint Intelligence Center)
Instances of EVENT-NODE-CROSS-LINK, ARCHITECTURE-NODE, NETWORK-NODE, NODE-ACTIVITY-ICOM, NODE-ASSOCIATION, NODE-COMMUNICATION-MEDIUM, NODE-DATA-ITEM-TYPE, NODE-FACILITY, NODE-INFORMATION-ASSET, NODE-MISSION-AREA, NODE-ORGANIZATION, NODE-ORGANIZATION-TYPE, NODE-PROCESS-ACTIVITY, NODE-SYSTEM, and NODE-TASK

Carefully document use of the "operational  node" concept
NODE Category Code

Provide linkages between each node and the activities performed there or otherwise associated to the node
EVENT-NODE-CROSS-LINK, NODE-ACTIVITY-ICOM, NODE-PROCESS-ACTIVITY and NODE-TASK

Relate operational elements to the high-level operational task(s) they perform
ORGANIZATION Identifier, ORGANIZATION Operational Element Indicator Code, and NODE-ORGANIZATION for a specific NODE and specific NODE-TASK

Relate node connectivity with communications medium
Instances of NODE-LINK-COMMUNICATION-MEDIUM

Note:  These data requirements are from Section 4.2.1.4 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines 237-246).  CADM 2.0 also meets the additional data requirements of Framework 2.0 Appendix A (see Annex E, Reference Lines 247-266).

The following discussion illustrates the use of the instance tables to characterize the connection between a specific architecture product on the one hand and the entities, attributes, and relationships on the other.  Figure 15 is taken from Framework 2.0.  It depicts five nodes receiving, processing, and sending information to other nodes.  Tasks being supported by the information exchange are also depicted (as Activities).
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Figure 15.  Operational Node Connectivity Description (OV-2)—Notional Example

Table 12 provides the CADM instances for the nodes depicted in Figure 15.  Each node, whether physical or logical, is separately identified, and every NODE-LINK (a subtype of NODE-ASSOCIATION) connecting two nodes is separately specified with appropriate characteristics.  NODE-ASSOCIATION-REQUIREMENT is used to associate with every NODE-LINK the appropriate IERs and EXCHANGE-NEED-LINE-REQUIREMENTs.  NODE-TASK captures the activities being performed at the NODE.

Table 12.  CADM Instances for Node Connectivity Information Description

NODE

NODE Identifier

NODE Category Code
NODE Description Text
NODE Limitations Description Text
NODE Name
NODE Physical Indicator Code

NOD5101
CL (Collection Node)
—
—
Node A
Logical

NOD5102
CL (Collection Node)
—
—
Node B
Logical

NOD5103
PR (Processor Node)
—
—
Node C
Logical

NOD5104
BM (Battle Management Node)
—
—
Node D
Logical

NOD5105
EX (Weapon/Execution Node)
—
—
Node E
Logical

NODE-LINK

Node Link NODE-ASSOCIATION Group Identifier (FK)





Node 1 NODE Identifier
Node 2 NODE Identifier
NODE-ASSOC Identifier

SECURITY-CLASS CODE (FK)
CAVEATED-SEC-CLASS Identifier(FK)

NODE-LINK Category Code

NODE-LINK
Comment Text

NOD5101
NOD5103
NODA0001
U
—



NOD5102
NOD5104
NODA0001
U
—



NOD5103
NOD5104
NODA0001
U
—



NOD5104
NOD5105
NODA0001
U
—








NODE-LINK
Information Exchange Size Text
NODE-LINK Interoperability Level Code
NODE-LINK
Physical Connection Indicator Code

C
C
—

C
C
—

C
C
—

C
C
—

NODE-ASSOCIATION-REQUIREMENT



NODE-ASSOCIATION Group Identifier (FK)
NODE-

Requirement
GUIDANCE Identifier (FK)
NODE-ASSOCIATION-REQUIREMENT Identifier
Node 1 NODE Identifier
Node 2 NODE Identifier
NODE-ASSOC Identifier
ASSOCIATION-REQUIREMENT
Role Code

GUID1015 (Sensor-Processor Need Line)
NAR0008
NOD5101
NOD5103
Node Link
Primary

INFORMATION-EXCHANGE-REQUIREMENT


Requirement 
GUIDANCE Identifier (FK)

SECURITY-CLASSIFICATION CODE (FK)
CAVEATED-SECURITY-CLASSIFICATION Identifier (FK)

INFO-ELEMENT-{ICOM} IDENTIFIER (FK)

ICOM VERSION IDENTIFIER (FK)

GUID0105 (Engagement Order)
U
—
IE0099
IV00017

GUID0106 (Engagement Status)
U
—
IE0078
IV00088

GUID0107 (Target Location)
U
—
IE0395
IV00034

The following attributes of INFORMATION-EXCHANGE-REQUIREMENT are omitted from the instance table:  Accuracy Description Text, Availability Indicator Code, Content Description Text, Interoperability Level Code, Purpose Description Text,  Quality Code, Short Name, Subscription Type Code, Timeliness Code, Transaction Type Code, and Volume Indicator Code.

EXCHANGE-NEED-LINE-REQUIREMENT



Requirement GUIDANCE Identifier (FK)
Source ORGANIZATION-TYPE Identifier (FK)
Destination ORGANIZATION-TYPE Identifier (FK)
SECURITY-CLASSIFICATION CODE 
(FK)
CAVEATED-SECURITY-CLASSIFICATION Identifier (FK)

GUID1015 (Sensor-Processor Need Line)
ORG00245
ORG04278
U
Near-Real-Time (< 1 sec)

The following attributes of EXCHANGE-NEED-LINE-REQUIREMENT are omitted from the instance table: Automation Priority Code, Availability Indicator Code, Criticality Code, Frequency Continuity Type Code, Interoperability Level Code, Security Level Code, Timeliness Code.

Table 12.  (Cont’d)

NODE-TASK

NODE Identifier

TASK Identifier (FK)
NODE-TASK Identifier

NODE-TASK Role Code

NOD5104
TSK5101 (Establish intercept policies)
NTSK001
Supports conduct of

NOD5104
TSK5102 (Develop AAW plan)
NTSK001
Supports conduct of

NOD5104
TSK5103 (Coordinate and control assets)
NTSK001
Supports conduct of

3.
OV-3, Operational Information Exchange Matrix

Each Operational Information Exchange Matrix (OV-3) is represented as an instance of INFORMATION-EXCHANGE-MATRIX, a subtype of DOCUMENT, which has attributes for Name, Time Frame, Category Code (with domain value “Information Exchange Matrix”), etc.  Figure 16 (left) and Figure 17 (right) provide the primary CADM entities used to capture the information in OV-3.

For a specific IER, OV-3 may also reference instances of related PROCESS-ACTIVITYs and INFORMATION-ELEMENTs [also known as inputs, controls, outputs, and mechanisms (ICOMs) or information flows] through ACTIVITY-ICOM-EXCHANGE-REQUIREMENT.  The relation to specific ORGANIZATIONs is through REQUIREMENT-ORGANIZATION; specifically to ORGANIZATIONs with ORGANIZATION Operational Element Indicator Code = “Serves as an operational element”.  Also specific IERs can be related to a specific information flow in EXCHANGE-NEED-LINE-IER since each information flow is identified as an instance of ICOM, and the EXCHANGE-NEED-LINE-REQUIREMENT has an ICOM Identifier (FK) and ICOM Version Identifier (FK).

The model also allows the user to establish relations to TASK through the Source and Destination TASK Identifiers (FK) in EXCHANGE-NEED-LINE-IER.  More generally, REQUIREMENT-TASK can be used to relate IERs to TASKs, and GUIDANCE-ASSOCIATION can be used to relate two instances of GUIDANCE (for which one or both can be instances of REQUIREMENT).
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Figure 16.  CADM 2.0 Operational Information Exchange Matrix Architecture Product View (OV-3) [Part 1]

[image: image20.png])
SRR SN e 0%

RucurmentCUGANCE Bt (6]

B

oy

o BETIEER (P

o]

cugpor

[—

(5CTON DENTIFER (7).

¥
7
FRE e — |

|

 SROANEATENTYPE ENTIER (FH)

NBDE/SRCTN I £

qurman CUGAIGE R ()
NRE ARSI RERENET et

|ORGANEATN IDENTIER (FK)
SECURITY-CLASS FKATON CODE(FF)
g ORCANGATION et (1)

T 1KODE a7
NN v

COCINENT BETFER (7]
[
e i o
e

(ORGANGATON DENTIFER ()
Croo pevTIRER (Fi)

v ORGANEATON sanir ()|
Simior ORGANGATION Bt (1)
SECURIT-L EARANCETVPECOBE FK)

Do ©

O vERECOE(FR) FORIATN ASSET PEGODE

T - | fooi concormersons
e oG

none s ToDECaRgon e

fiooemmen
itk TR ()

prme | MDE beerpin ot
ouE i o o

HODE Pherat noraor o

RFORNATON-ELENENT e CON]

o VERSION BETER

o veiopng GREANEATIN Forer (7]
EOUNENT DENTIFER ()

N L ENENT {00} SREATN EWTe
L EENT{E0M GEFNTION TExT
L ENENT {E0M NANE

L ENENT {E0M REVSON TE
NFG.ELENENTISO1;Valiat b o

|
[E—

(Bt o WROATTETGrop Y|

GDE Dt 51
ORCANEATON DENTIER FK)

ETUMAIGDEL hgs o
TG L v hoser oo 13

(ransts cow oroup ntor (%)
Soborsnty CON Croup HaTter ()
ORIATON.ELEIENT{COI S SOCHTION GEFRTIONTERT
RFGRIATEN. ELENENT SSSBEATEN T S0

g

RDE B 7
PROGERSACTIRY IDENTIFER (%)
PROGERS ACTIVTY VERSION BENTIFE ()

W

Epromea

WP LENENTATE T FRANE 5o 0

S Um iy Enct vz
R e—

|
|
|
|
|
|
|
|
|

CTEN DENTFER (7F)

PRORESE ATy Ve e S





Figure 17.  CADM 2.0 Operational Information Exchange Matrix Architecture Product View (OV-3) [Part 2]

Note:  These data requirements are from Section 4.2.1.5 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines 267-274).  CADM 2.0 also meets the additional data requirements of Framework 2.0 Appendix A (see Annex E, Reference Lines 275-309).  CADM also supports the specification of "who," "what," "with whom," "why," and "in what manner" for any given IER via instantiation of EXCHANGE-NEED-LINE-REQUIREMENT, INFORMATION-EXCHANGE-REQUIREMENT, and the associative entity EXCHANGE-NEED-LINE-IER as follows:

· Who:  Source ORGANIZATION-TYPE Identifier (FK) in EXCHANGE-NEED-LINE-REQUIREMENT and, more generally, instances of REQUIREMENT-ORGANIZATION
· What:  Instances of INFORMATION-EXCHANGE-REQUIREMENT, further described by associations in REQUIREMENT-INFORMATION-ASSET and CONCEPTUAL-DATA-MODEL, a subtype of INFORMATION-ASSET, and the information flow specified in with ICOM Identifier (FK) and ICOM Version Identifier (FK) in INFORMATION-EXCHANGE-REQUIREMENT
· With whom:  Destination ORGANIZATION-TYPE Identifier (FK) in EXCHANGE-NEED-LINE-REQUIREMENT
· Why:  Relation to TASK, ACTION, and PROCESS-ACTIVITY through REQUIREMENT-TASK and the ACTION Identifier (FK) in ACTION and PROCESS-ACTIVITY
· What manner (e.g., how and when):  COMMUNICATION-MEDIUM, MESSAGE-STANDARD, SYSTEM, SOFTWARE-ITEM, ACTIVITY-MODEL, and CAPABILITY (for quantitative measures) through COMMUNICATION-MEDIUM Identifier (FK) in EXCH-NEED-LINE-REQ, Message Standard AGREEMENT Identifier (FK) in INFO-EXCH-MATRIX-ELEMENT, Provider and Recipient Software Item MATERIEL-ITEM Identifiers (FK) and Provider and Recipient SYSTEM Identifiers (FK) in INFORMATION-EXCHANGE-MATRIX-ELEMENT, instances of REQUIRED-CAPABILITY and ACTIVITY-MODEL (a subtype of INFORMATION-ASSET); and such attributes as EXCHANGE-NEED-LINE-REQUIREMENT Frequency Continuity Type Code.

Table 13 summarizes the way in which OV-3 data requirements (Framework, Section 4.2.1.5) are satisfied by CADM 2.0.

Table 13.  Framework 2.0 Data Requirements for OV-3

Detailed Description of Framework 2.0 Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Relate activities, operational elements, and information flow to an IER
a.  For a specific IER, related PROCESS-ACTIVITYs and ICOMs (information flows) are specified through ACTIVITY-ICOM-EXCHANGE-REQUIREMENT.  Relation to specific ORGANIZATIONs is through REQUIREMENT-ORGANIZATION; specifically, to ORGANIZATIONs with ORGANIZATION Operational Element Indicator Code = “Serves as an operational element”

b.  Since the requirement for an information flow is an instance of EXCHANGE-NEED-LINE, a specific IER is related to a specific information flow in EXCHANGE-NEED-LINE-IER.  Since each information flow is identified as an instance of ICOM, the EXCHANGE-NEED-LINE-REQUIREMENT has an ICOM Identifier (FK) and ICOM Version Identifier (FK)

c.  Relation to TASK is from Source and Destination TASK Identifiers (FK) in EXCHANGE-NEED-LINE-IER

d.  More generally, REQUIREMENT-TASK can be used to relate IERs to TASKs, and GUIDANCE-ASSOCIATION can be used to relate two instances of GUIDANCE (for which one or both can be instances of REQUIREMENT)

Identify who  exchanges what  information with whom, why the information is necessary, and in what manner for an IER
For a specific IER and a specific need line, instances of EXCHANGE-NEED-LINE-REQUIREMENT, INFORMATION-EXCHANGE-REQUIREMENT, and the associative entity EXCHANGE-NEED-LINE-IER with the following:

a.  Who:  Source ORGANIZATION-TYPE Identifier (FK) in EXCHANGE-NEED-LINE-REQUIREMENT, and, more generally, instances of REQUIREMENT-ORGANIZATION; 

b.  What:  Instances of INFORMATION-EXCHANGE-REQUIREMENT, further described by associations in REQUIREMENT-INFORMATION-ASSET and CONCEPTUAL-DATA-MODEL, a subtype of INFORMATION-ASSET, and the information flow specified in with ICOM Identifier (FK) and ICOM Version Identifier (FK) in INFORMATION-EXCHANGE-REQUIREMENT

c.  With whom:  Destination ORGANIZATION-TYPE Identifier (FK) in EXCHANGE-NEED-LINE-REQUIREMENT 

d.  Why:  Relation to TASK, ACTION, and PROCESS-ACTIVITY through REQUIREMENT-TASK and the ACTION Identifier (FK) in ACTION and PROCESS-ACTIVITY

e.  What manner (e.g., how and when):  COMMUNICATION-MEDIUM, MESSAGE-STANDARD, SYSTEM, SOFTWARE-ITEM, ACTIVITY-MODEL, and CAPABILITY (for quantitative measures) through COMMUNICATION-MEDIUM Identifier (FK) in EXCH-NEED-LINE-REQ, Message Standard AGREEMENT Identifier (FK) in INFO-EXCH-MATRIX-ELEMENT, Provider and Recipient Software Item MATERIEL-ITEM Identifiers (FK) and Provider and Recipient SYSTEM Identifiers (FK) in INFORMATION-EXCHANGE-MATRIX-ELEMENT, instances of REQUIRED-CAPABILITY and ACTIVITY-MODEL (a subtype of INFORMATION-ASSET); and such attributes as EXCHANGE-NEED-LINE-REQUIREMENT Frequency Continuity Type Code

Identify the elements of warfighter information used in support of a particular activity and between any two activities for an IER
Instances of ICOM, ICOM-ASSOCIATION, ACTIVITY-ICOM, and ACTIVITY-ICOM-EXCHANGE-REQUIREMENT

Identify the node of the producing operational element and the node of the consuming operational element for an IER
Source ORGANIZATION-TYPE Identifier (FK) and Destination ORGANIZATION-TYPE Identifier (FK) in EXCHANGE-NEED-LINE-REQUIREMENT; and Source NODE Identifier (FK) and Destination NODE Identifier (FK) in EXCHANGE-NEED-LINE-IER

Identify information media (e.g., data, voice, and video), quality (e.g., frequency, timeliness, and security), and quantity (e.g., volume and speed) for an IER
COMMUNICATION-MEDIUM Identifier (FK) in EXCH-NEED-LINE-REQ, attributes of EXCH-NEED-LINE-REQ, INFO-EXCH-REQ (e.g., Security Level Code and Timeliness Code), INFO-EXCH-MATRIX-ELEMENT, and EXCH-NEED-LINE-IER (e.g., Perishability Code); and instances of REQUIRED-CAPABILITY (for quantitative characteristics, whose measure is specified in CAPABILITY, such as minimum size, maximum size), and REQUIREMENT-COMMUNICATION-MEDIA

Specify security level of communications for an information exchange
INFO-EXCH-REQ Security Level Code and EXCH-NEED-LINE-REQ Security Level Code

Specify the logical and operational characteristics of the information subject to exchange
Instances of ICOM (whose keys are in INFORMATION-EXCHANGE-REQUIREMENT), EXCH-NEED-LINE-IER;  INFO-EXCH-MATRIX-ELEMENT; ACTIVITY-ICOM-EXCHANGE-REQUIREMENT, CONCEPTUAL-DATA-MODEL (a subtype of INFORMATION-ASSET), REQUIREMENT-INFORMATION-ASSET; and REQUIREMENT-TASK

Table 13.  (Cont’d)

Detailed Description of Framework 2.0 Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Relate operational elements to the high-level operational task(s) they perform
ORGANIZATION Identifier, ORGANIZATION Operational Element Indicator Code, and NODE-ORGANIZATION for a specific NODE and specific NODE-TASK

Relate node connectivity with communications medium
Instances of NODE-LINK-COMMUNICATION-MEDIUM

As noted, OV-3 is an instance of INFORMATION-EXCHANGE-MATRIX.  The information content is specified by one or more instances of INFORMATION-EXCHANGE-REQUIREMENT, which is a subtype of REQUIREMENT that is, in turn, a subtype of GUIDANCE.  The need lines are specified as instances of EXCHANGE-NEED-LINE-REQUIREMENT, also a subtype of REQUIREMENT.  Details for (conceptually the rows of) OV-3 are expressed as instances of INFORMATION-EXCHANGE-MATRIX-ELEMENT with appropriate reference to need lines and information exchange contents (through the associative entity EXCHANGE-NEED-LINE-IER).  Separation of the specifications of information content and need line dramatically reduces redundancy that might otherwise occur in OV-3, since many need lines cite the same information content.  Details of OV-3 are provided by direct and indirect associations with CONCEPTUAL-DATA-MODEL, ACTIVITY-MODEL, GUIDANCE, REQUIRED-CAPABILITY, SYSTEM, ICOM (representing information flows), PROCESS-ACTIVITY, NODE-ASSOCIATION, and DATA-ITEM-TYPE.

Figure 18 provides the representative format specified in Framework 2.0.  The column titles, together with the attributes shown in Figure 16 and Figure 17 that support the cited characteristics, are the following:

· Operational Information Element (name or identifier)—Specified by Information Element (ICOM) Identifier (FK) and Information Element (ICOM) Version Identifier (FK) in INFORMATION-EXCHANGE-REQUIREMENT
· Description (definition)—INFO-EXCH-REQ Content Description Text

· Media (e.g., digital, voice, text, image)—COMMUNICATION-MEDIUM Identifier (FK) in EXCHANGE-NEED-LINE-IER
· Size and units for size—EXCHANGE-NEED-LINE-IER Product Data Size Quantity

· Frequency, timeliness, and throughput—EXCHANGE-NEED-LINE-IER Frequency Rate, INFO-EXCH-REQ Timeliness Code, EXCH-NEED-LINE-REQ Timeliness Code, and EXCHANGE-NEED-LINE-IER Speed-of-Service Code

· Security—SECURITY-CLASSIFICATION Code (FK) and CAVEATED-SECURITY-CLASSIFICATION Identifier (FK) in EXCHANGE-NEED-LINE-IER
· Interoperability requirements—INFO-EXCH-REQ Interoperability Level Code and EXCH-NEED-LINE-REQ Interoperability Level Code

· Producing node and activity—Source (Node 1) NODE Identifier (FK) and Source TASK Identifier (FK) in EXCHANGE-NEED-LINE-IER
· Processing node and activity—Destination (Node 2) NODE Identifier (FK) and Destination TASK Identifier (FK) in EXCHANGE-NEED-LINE-IER.
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Source:  Framework 2.0 (Figure 4-6).

Figure 18.  Operational Information Exchange Matrix (OV-3)—Representative Format

Note that INFORMATION-EXCHANGE-MATRIX-ELEMENT can record additional elements not shown in Figure 18, such as a specific MESSAGE-STANDARD, Provider SOFTWARE-ITEM, Provider SYSTEM, Recipient SOFTWARE-ITEM, and Recipient SYSTEM.  Further, note that EXCHANGE-NEED-LINE-IER has attributes to identify the Primary Communications MATERIEL-ITEM, Source SYSTEM-FUNCTION, and Destination SYSTEM-FUNCTION (the latter are defined through a subtype of PROCESS-ACTIVITY).

Additional analysis regarding CADM support for information exchange requirements (e.g., as specified for NETWARS recommendations being developed under the sponsorship of the Joint Staff) is provided in Chapter VI in the discussion of CADM support for modeling and simulation.

4.
OV-4, Command Relationships Chart

Each Command Relationships Chart (OV-4) is represented as an instance of COMMAND-RELATIONSHIP-CHART, a subtype of DOCUMENT, which has attributes for Name, Time Frame, Category Code (with domain value “Command Relationship Chart”), etc.  The key entities used to specify the data in an OV-4 are presented in Figure 19.
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Figure 19.  CADM 2.0 Command Relationships Chart Architecture Product View (OV-4)

Each ORGANIZATION or ORGANIZATION-TYPE in an OV-4 is related to a NODE.  Hierarchically related pairs of nodes are expressed as instances of NODE-HIERARCHY, a subtype of NODE-ASSOCIATION.  The specific node pairs for an OV-4 are designated as instances of the associative entity COMMAND-NODE-HIERARCHY.  NODE-ORGANIZATION and NODE-ORGANIZATION-TYPE are used to identify the organization elements depicted by NODE.  Table 14 summarizes the way in which OV-4 data requirements (Framework 2, Section 4.2.2.1) are satisfied by CADM 2.0.

Table 14.  Framework 2.0 Data Requirements for OV-4

Detailed Description of Framework 2.0 
Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Identify relationships among organizations or resources within an architecture, to include command and control, as well as coordination relationships
Instances of NODE-HIERARCHY (a subtype of NODE-ASSOCIATION), NODE, NODE-ORGANIZATION, NODE-ORGANIZATION-TYPE, COMMAND-NODE-HIERARCHY, and COMMAND-RELATIONSHIP-CHART (a subtype of DOCUMENT)

Note:  These data requirements are from Section 4.2.2.1 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Line 311).  CADM 2.0 also meets the additional data requirements of Framework 2.0 Appendix A (see Annex E, Reference Lines 312-320).

Figure 19, taken from Framework 2.0, is an example command relationship chart.  An instance table based on the data content of the figure is provided in Table 15.
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Figure 19.  Command Relationships Chart (OV-4)—USTRANSCOM Example
Table 15.  Detailed Instance Table for OV-4 Example
COMMAND-RELATIONSHIP-CHART

DOCUMENT Identifier

DOC0005

DOCUMENT


DOCUMENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code


DOCUMENT Name
DOC Source Name
DOC Vers. Ident.

DOC0005
—
—
Command Relationship Chart
Example Command Relationship Chart
—
—

ORGANIZATION


ORGANIZATION 
Identifier
ORGANIZATION-Primary Activity Code

ORG-TYPE 
Identifier (FK)
ORG 
Description Text
ORG Operational Element Indicator Code
ORG Category Code

ORG5201 (NCA)



Operational Element
HQ

ORG5202 (USTRANSCOM)



Operational Element
HQ

ORG5203 (CJCS)



Operational Element
HQ

ORG5204 (MSC)



Operational Element
HQ

ORG5205 (MTMC)



Operational Element
HQ

ORG5206 (AMC)



Operational Element
HQ

NODE

NODE Identifier
NODE Category Code
NODE Description Text
NODE Limitations Description Text

NODE Name
NODE 
Physical Indicator Code

NOD5201
Organization
—
—
NCA
Physical

NOD5202
Organization
—
—
USTRANSCOM
Physical

NOD5203
Organization
—
Advises and transmits tasking
CJCS
Physical

NOD5204
Organization
—
—
MSC
Physical

NOD5205
Organization
—
—
MTMC
Physical

NOD5206
Organization
—
—
AMC
Physical

NODE-ORGANIZATION

NODE 
Identifier (FK)

ORGANIZATION-Identifier (FK)
NODE-ORGANIZATION 
Identifier
NODE-ORGANIZATION 
Role Code

NOD5201
ORG5201 (NCA)
NORG001
Represents

NOD5202
ORG5202 (USTRANSCOM)
NORG001
Represents

NOD5203
ORG5203 (CJCS)
NORG001
Represents

NOD5204
ORG5204 (MSC)
NORG001
Represents

NOD5205
ORG5205 (MTMC)
NORG001
Represents

NOD5206
ORG5206 (AMC)
NORG001
Represents

NODE-ASSOCIATION


Node 1 
NODE Identifier (FK)

Node 2 
NODE Identifier (FK)
NODE-ASSOC Identifier

NODE-ASSOC Category Code
NODE-ASSOC Collocation Indicator Code

NODE-ASSOC Type Code

NOD5201 (NCA)
NOD5202 (TRANSCOM)
NODA0001
Node Hierarchy
Not collocated
Primary Support

NOD5201 (NCA)
ORG5203 (CJCS)
NODA0001
Node Hierarchy
Not collocated
Primary Support

ORG5203 (CJCS)
NOD5202 (TRANSCOM)
NODA0001
Node Hierarchy
Not collocated
Primary Support

NOD5202 (TRANSCOM)
NOD5204 (MSC)
NODA0001
Node Hierarchy
Not collocated
Primary Support

NOD5202 (TRANSCOM)
NOD5205 (MTMC)
NODA0001
Node Hierarchy
Not collocated
Primary Support

NOD5202 (TRANSCOM)
NOD5206 (AMC)
NODA0001
Node Hierarchy
Not collocated
Primary Support

Table 15.  (Cont’d)

NODE-HIERARCHY

Node Hierarchy NODE-ASSOCIATION Group Identifier (FK)

NODE-

Node 1 
NODE Identifier
Node 2 
NODE Identifier
NODE-ASSOC 
Identifier
NODE-HIERARCHY Relation Type Code
HIERARCHY Restriction Code

NOD5201 (NCA)
NOD5202 (TRANSCOM)
NODA0001
Command
Direct/Command

NOD5201 (NCA)
ORG5203 (CJCS)
NODA0001
Coordinates
Indirect

ORG5203 (CJCS)
NOD5202 (TRANSCOM)
NODA0001
Coordinates
Indirect

NOD5202 (TRANSCOM)
NOD5204 (MSC)
NODA0001
Command
Direct/Command

NOD5202 (TRANSCOM)
NOD5205 (MTMC)
NODA0001
Command
Direct/Command

NOD5202 (TRANSCOM)
NOD5206 (AMC)
NODA0001
Command
Direct/Command

COMMAND-NODE-HIERARCHY


Node Hierarchy NODE-ASSOCIATION Group Identifier (FK)


Command Relationship Chart 
DOCUMENT Identifier (FK)

Node 1 NODE Identifier (FK)

Node 2 NODE Identifier (FK)
NODE-ASSOCIATION Identifier (FK)

DOC0005
NOD5201 (NCA)
NOD5202 (TRANSCOM)
NODA0001

DOC0005
NOD5201 (NCA)
ORG5203 (CJCS)
NODA0001

DOC0005
ORG5203 (CJCS)
NOD5202 (TRANSCOM)
NODA0001

DOC0005
NOD5202 (TRANSCOM)
NOD5204 (MSC)
NODA0001

DOC0005
NOD5202 (TRANSCOM)
NOD5205 (MTMC)
NODA0001

DOC0005
NOD5202 (TRANSCOM)
NOD5206 (AMC)
NODA0001

5.
OV-5, Activity Model 

Each Activity Model (OV-5) is represented as an instance of ACTIVITY-MODEL, a subtype of DOCUMENT, which has attributes for Name, Time Frame, Category Code (with domain value “Activity Model”), etc.  

ACTIVITY-MODEL-SPECIFICATION references a specific ACTIVITY-MODEL that is specified as a subtype of INFORMATION-ASSET (using DoD standard entities and attributes).  Details of an OV-5 are specified by populating entities such as ICOM (the information flow), PROCESS-ACTIVITY (the activity), ACTIVITY-MODEL-PROCESS-ACTIVITY (the activity in a specific model), and ACTIVITY-ICOM (use of an ICOM in relation to a specific activity in a specific activity model).  Elements of an ACTIVITY-MODEL are related to other elements of an ARCHITECTURE through entities such as ACTIVITY-ICOM-EXCHANGE-REQUIREMENT, ACTIVITY-ICOM-GRAPHIC, DATA-ENTITY-ACTIVITY-ICOM, NODE-ACTIVITY-ICOM, ACTIVITY-MODEL-PROCESS-ACTIVITY-GRAPHIC, ACTIVITY-MODEL-SYSTEM-PROCESS-ACTIVITY, NODE-PROCESS-ACTIVITY, REQUIREMENT-INFORMATION-ASSET, and INFORMATION-ASSET-DOCUMENT.  

Table 16 summarizes the way in which OV-5 data requirements (Framework, Section 4.2.2.2) are satisfied by CADM 2.0.

Table 16.  Framework 2.0 Data Requirements for OV-5

Detailed Description of Framework 2.0 
Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Describe the applicable activities associated with the architecture, the data and/or information exchanged between activities, and the data and/or information exchanged with other activities that are outside the scope of the model (i.e., external exchanges)
Instances of ACTIVITY-MODEL (a subtype of INFORMATION-ASSET), ACTIVITY-MODEL-PROCESS-ACTIVITY, ACTIVITY-MODEL-PROCESS-ACTIVITY-ASSOCIATION, PROCESS-ACTIVITY, ICOM, ICOM-ASSOCIATION, and ACTIVITY-ICOM; Instances of TASK, REQUIREMENT (e.g., INFORMATION-EXCHANGE-REQUIREMENT, EXCHANGE-NEED-LINE-REQUIREMENT), REQUIREMENT-TASK, and ACTIVITY-ICOM-EXCHANGE-REQUIREMENT

Specify ICOMs
Instances of ICOM and ICOM-ASSOCIATION

identifies the mission domain covered in the model and the viewpoint reflected in the model
MISSION Identifier (FK) in OPERATIONAL-ARCHITECTURE, ARCHITECTURE-FUNCTIONAL-AREA, and ARCHITECTURE Scope Text; for the model, ACTIVITY-MODEL Viewpoint Text

Define activities and identify business flows
Instances of ACTIVITY-MODEL-PROCESS-ACTIVITY, ACTIVITY-MODEL-PROCESS-ACTIVITY-ASSOCIATION, PROCESS-ACTIVITY, and ICOM

Identify nodes where activities take place
Instances of ACTION, TASK, ACTION Identifier (FK) in TASK, ARCHITECTURE-NODE, NODE-TASK, ACTION Identifier (FK) in PROCESS-ACTIVITY, and NODE-PROCESS-ACTIVITY

Specify hierarchy of activities
Instances of ACTION, ACTION-ASSOCIATION, TASK-TASK-ASSOCIATION, ACTIVITY-MODEL-PROCESS-ACTIVITY, and ACTIVITY-MODEL-PROCESS-ACTIVITY-ASSOCIATION

Describe the Activity Model diagrams
Instances of ACTIVITY-MODEL (a subtype of INFORMATION-ASSET), ACTIVITY-MODEL-PROCESS-ACTIVITY, ACTIVITY-MODEL-PROCESS-ACTIVITY-ASSOCIATION, PROCESS-ACTIVITY, ICOM, ICOM-ASSOCIATION, and ACTIVITY-ICOM

Provide annotation for Activity Model diagrams (e.g., as an overlay)
ACTIVITY-MODEL-PROCESS-ACTIVITY Estimated Cost Amount (for cost overlay) and INFORMATION-ASSET-DOCUMENT

Note:  These data requirements are from Section 4.2.2.2 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines-322-329).  CADM 2.0 also meets the additional data requirements of Framework 2.0 Appendix A (see Annex E, Reference Lines 330-400).

Figure 20 presents the core entities used for capturing the content of an activity model.  All the key entities used to specify and relate an activity model in the CADM are shown in Figure 21 (left side) and Figure 22 (right side).  The rationale for the many additional entities appearing in Figure 21 and Figure 22 that are not in Figure 20 is contained in Annex E (Reference Lines 330-400), which provides the “attribute for entity” specifications (data requirements) found in Annex A of Framework 2.0.  
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Figure 20.  CADM 2.0 Core Entities for Activity Model Architecture Product View
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Figure 21.  CADM 2.0 Detailed Activity Model Architecture Product View (OV-5) [Part 1]
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Figure 22.  CADM 2.0 Detailed Activity Model Architecture Product View (OV-5) [Part 2]

The following comments indicate the roles provided by the seven most important entities shown in these figures (all are in Figure 20):

· ACTIVITY-MODEL captures information that pertains to the entire set of diagrams, specifying date, scope, tense (as-is or to-be), and viewpoint.

· PROCESS-ACTIVITY is a list of possible activity that may be used as boxes or entire pages in the activity model diagram (to include sub-activities that occur in the hierarchical breakdown of activities into their component elements, frequently presented in a “node tree”).  PROCESS-ACTIVITY characterizes each activity with a specific name, definition, scope, source, and date created.  Since many of the activities to be cited in an activity model are expected to be instances of ACTION, an ACTION Identifier (FK) appears in PROCESS-ACTIVITY to provide the needed correlation.  Many operational activities carried out in the battlespace are instances of ACTION (e.g., an entire fire plan or one element of a weapon to be used against a specified target with specified damage expectation).

· INFORMATION-ELEMENT comprises any of the various information flows that occur as lines in an activity model diagram.  Since these are capable of being used in more than one role—input, control, output, and mechanism (ICOM)—the DoD-standard name for this entity is currently “ICOM.”  The name change in the CADM is recommended for two reasons:  (1)  nothing in the entity itself specifies which role an instance might play in activity role, so that the name “ICOM” does not describe “what” concept is being represented but rather how that concept may be used (a violation of DoD 8320.1-M-1 naming conventions); and (2) instances of this entity may serve in the same page of a data model diagram more than one role at the same time, depending on the relation of that instance to a specific activity.  Indeed, an output of one activity may be exactly the same as the input or control for another activity in a data model.  Thus, the name ICOM is misleading, and INFORMATION-ELEMENT names what is meant.

· ACTIVITY-MODEL-PROCESS-ACTIVITY specifies each and every instance of the set of PROCESS-ACTIVITYs to be used in an activity model, both high-level activities and their subordinate sub-activities.  Unlike PROCESS-ACTIVITY and INFORMATION-ELEMENT, this entity has data for a specific data model.

· ACTIVITY-MODEL-PROCESS-ACTIVITY-ASSOCIATION specifies exactly how each pair of activities in the process model relates, distinguishing each parent activity from each child subactivity.  A sequence number is included to enable one to record the numerical labels assigned to each activity and subactivity in each page of the activity model diagram and in the node tree.  For example, Activity 2.4.3 would be a subactivity to Activity 2.4 in the diagram for Activity 2.4.  It would be the parent of two or more subactivities (first, second, third, fourth, etc.) that would be denoted by appending the sequence number at one level to the label of the previous level (2.4.3.1 for the first, 2.4.3.2 for the second, 2.4.3.3 for the third, 2.4.3.4 for the fourth, etc.).

· Instances of INFORMATION-ELEMENT may be decomposed or bundled in an activity model as different levels of detail are used to characterize just what information is produced or received (or used as a control or an enabling mechanism).  The elements of a bundle as well as the bundle are given INFO-ELEMENT-(ICOM) Identifiers.  INFORMATION-ELEMENT-ASSOCIATION (approved under the name ICOM-ASSOCIATION) is used to specify which elements of information are part of a specific bundle of information.

· ACTIVITY-ICOM is the specification of the role that each appropriate instance of INFORMATION-ELEMENT (ICOM) plays for each specific PROCESS-ACTIVITY in a specific ACTIVITY-MODEL.  Counting instances of ACTIVITY-ICOM for the role “input” is the same as counting the number of arrows entering a specific PROCESS-ACTIVITY (from the left in an IDEF0 activity model) as input.

The core view for OV-5 (Figure 20) includes the following additional entities:

· ACTIVITY-ICOM-CONTROL represents the subset of ACTIVITY-ICOM instances that play the role of “control.”

· ACTIVITY-ICOM-GRAPHIC is used to assign one or more instances of GRAPHIC to a specific ACTIVITY-ICOM (e.g., a line connecting two instances of PROCESS-ACTIVITY) to represent the ICOM and its role with respect to both instances of PROCESS-ACTIVITY (e.g., an output for one and an input or control for the other).

· ACTIVITY-ICOM-INPUT represents the subset of ACTIVITY-ICOM instances that play the role of “input.”

· ACTIVITY-ICOM-MECHANISM represents the subset of ACTIVITY-ICOM instances that play the role of “mechanism.”

· ACTIVITY-ICOM-MECHANISM-ROLE represents the subset of ACTIVITY-ICOM-MECHANISM instances that can be characterized by an instance of ORGANIZATION, ORGANIZATION-TYPE, or OCCUPATIONAL-SPECIALTY.

· ACTIVITY-ICOM-MECHANISM-SYSTEM represents the subset of ACTIVITY-ICOM-MECHANISM instances that can be characterized by an instance of SYSTEM.

· ACTIVITY-ICOM-OUTPUT represents the subset of ACTIVITY-ICOM instances that play the role of “control.”

· ACTIVITY-MODEL-PROCESS-ACTIVITY-GRAPHIC is used to assign one or more instances of GRAPHIC to a specific ACTIVITY-MODEL-PROCESS-ACTIVITY (e.g., a box with text, a separate boxed footnote or annotation).

· ACTIVITY-MODEL-SPECIFICATION {OV-5}represents the architecture product.

· ACTIVITY-MODEL-SYSTEM-PROCESS-ACTIVITY identifies for a specific ACTIVITY-MODEL and a specific PROCESS-ACTIVITY for that ACTIVITY-MODEL which instances of SYSTEM and a related SYSTEM-PROCESS-ACTIVITY are intended to be represented.  These details are often used for a system requirement specification and the allocation of system requirements to subsystems.

· ENLISTED-OCCUPATIONAL-SPECIALTY is the subset of OCCUPATIONAL-SPECIALTY whose DoD-standard “Taxonomy Code” is for an enlisted person.

· OCCUPATIONAL-SPECIALTY identifies a military operational specialty as standardized in DoD 1320.I-1
· OFFICER-OCCUPATIONAL-SPECIALTY is the subset of OCCUPATIONAL-SPECIALTY whose DoD-standard “Taxonomy Code” is for an officer.

Figure 23 is an example activity model taken from Framework 2.0.  It depicts both a generic model (applying to many viewpoints at once) and additional models for a specific viewpoint.  Each model with each viewpoint would be specified separately as different instances of ACTIVITY-MODEL-SPECIFICATION and related by using DOCUMENT-ASSOCIATION.  A detailed and complete set of instance tables is provided for this example (essentially the same as provided in CADM 1.0) in Annex I.  See also Section IV.B.09 (below).
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Source:  Framework 2.0 (Figure 4-15a).

Figure 23.  Activity Model (OV-5)—Joint Task Force Intelligence Processes Example

6.
OV-6, Operational Activity Sequence and Timing Descriptions

The CADM uses the entities ACTION and ACTION-ASSOCIATION to support all the temporal and functional relationships among pairs of (operational and other) ACTIONs (to include events), as shown in Figure 24.  The temporal attributes permit arbitrary sequencing of ACTIONs, as well as specifying timing offsets needed for planning concepts (e.g., a fire plan) such as relative timing from an H-Hour or a D-Day.  In addition, the CADM directly supports all three Operational Activity Sequence and Timing Description products specified in Framework 2.
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Figure 24.  CADM 2.0 Activity Sequence and Timing View (OV-6)

Operational Activity Sequence and Timing Descriptions (OV-6) are represented as instances of three subtypes of DOCUMENT:  RULE-MODEL (for OV-6a), STATE-TRANSITION-DESCRIPTION (for OV-6b), and EVENT-TRACE-DESCRIPTION (for OV-6c).  The OV-6 data requirements (Framework, Section 4.2.2.3) that apply to all three descriptions are satisfied by CADM 2.0 in the ways indicated in Table 17.

Table 17.  Framework 2.0 Data Requirements for OV-6 As a Group

Detailed Description of Framework 2.0 
Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Define and describe dynamic behaviors in terms of timing and sequencing of events
Instances of STATE-TRANSITION-DESCRIPTION, a subtype of DOCUMENT

Describe critical timing and sequencing behavior
Instances of STATE-TRANSITION-DESCRIPTION, a subtype of DOCUMENT

Describe business-process responses to sequences of events
Instances of EVENT-NODE-CROSS-LINK

Associate events as inputs, transactions or triggers
Instances of STATE-TRANSITION-DESCRIPTION, a subtype of DOCUMENT

Describe what action is to be taken when an event occurs
ACTION Identifier (FK) in PROCESS-STATE for a specific STATE-TRANSITION-DESCRIPTION

Note:  These data requirements are from Section 4.2.2.3 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines-402-406).  Framework 2.0 Appendix A has no additional data requirements for the three Operational Activity Sequence and Timing Descriptions as a group.

A generic Timing and Sequence Diagram is illustrated in Figure 25.  The data model diagram (Figure 24, above) identifies all the attributes of ACTION and ACTION-ASSOCIATION, which are used to capture the data embedded in Figure 25.  The ACTION portion of Table 18 captures in data the following aspects (notional, not shown in figure) of the six activities shown in Figure 25:

· All six activities are planned actions (and not events)

· All six activities have second priority

· Only one of the six activities (Activity 1) has actually begun.




Source:  Navy C4ISR Architecture Primer, 17 January 1997 (Figure 4-11).

Figure 25.  Notional Example of a Timing and Sequencing Diagram

The ACTION-ASSOCIATION portion of Table 18 captures in data the following sequence among three activities generically denoted as Activity 1, Activity 2 and Activity 3:

· Activity 2 starts during and ends after (the end of) Activity 1.

· Activity 2 starts exactly 2 minutes after the start of Activity 1 (notional, not shown in figure).

· Activity 3 starts after (the beginning of) and ends before (the end of) Activity 2.

· Activity 3 starts exactly 1 minute before (i.e., -1 minute after) the end of Activity 2B (notional, not shown in figure).

· Activity 2 has Activity 2A as a subactivity, Activity 2B as a subactivity, and Activity 2C as a subactivity.

· Activity 2 starts at the same time as and ends after (the end of) Activity 2A.

· Activity 2B starts during and ends after (the end of) Activity 2A.

· Activity 2 starts before (the start of) and ends at the same time as Activity 2C.

· Activity 2C starts exactly 1 minute after the end of Activity 2B.

Table 18.  Instances for Generic Sequence and Timing Description

ACTION



ACTION Identifier
ACTION Actual Start Date
ACTION Actual Start Time


ACTION Category Code

ACTION Descr. Text



ACTION Name

ACTION Priority Code


ACTION Status Code
ACTION Verb Code

ACT1101
—
—
Planned Action
—
Activity 1
2
01 (In progress)
—

ACT1102
—
—
Planned Action
—
Activity 2
2
04 (Not Started)
—

ACT1103
—
—
Planned Action
—
Activity 2A
2
04
—

ACT1104
—
—
Planned Action
—
Activity 2B
2
04
—

ACT1105
—
—
Planned Action
—
Activity 2C
2
04
—

ACT1106
—
—
Planned Action
—
Activity 3
2
04
—

ACTION-ASSOCIATION

Subject
ACTION Identifier (FK)
Object
ACTION Identifier (FK)
ACTION-ASSOCIATION Identifier
ACTION-ASSOCIATION Reference Code
ACTION-ASSOCIATION Reference Time
ACTION-ASSOCIATION Type Code

ACT1102 (Activity 2)
ACT1101 (Activity 1)
ACTA0001


G (Starts during and ends after)

ACT1102 (Activity 2)
ACT1101 (Activity 1)
ACTA0002
1--Start of Subject ACTION
2 minutes
K (Uses as a reference the start of)

ACT1106 (Activity 3)
ACT1102 (Activity 2)
ACTA0001


H (Starts after and ends before

ACT1106 (Activity 3)
ACT1104 (Activity 2B)
ACTA0001
1--Start of Subject ACTION
-1 minutes
L (Uses as a reference the end of)

ACT1102 (Activity 2)
ACT1103 (Activity 2A)
ACTA0001


B (Has as a subactivity)

ACT1102 (Activity 2)
ACT1104 (Activity 2B)
ACTA0001


B (Has as a subactivity)

ACT1102 (Activity 2)
ACT1105 (Activity 2C)
ACTA0001


B (Has as a subactivity)

ACT1102 (Activity 2)
ACT1103 (Activity 2A)
ACTA0002


I (Starts at the same time as and ends after)

ACT1104 (Activity 2B)
ACT1103 (Activity 2A)
ACTA0001


G (Starts during and ends after)

ACT1102 (Activity 2)
ACT1105 (Activity 2C)
ACTA0002


J--Starts before and ends at the same time as

ACT1105 (Activity 2C)
ACT1104 (Activity 2B)
ACTA0001
1--Start of Subject ACTION
1 minute
L--Uses as a reference the end of

The following DoD standard domain values of ACTION-ASSOCIATION Type Code illustrate how timing and sequencing are specified of one Subject ACTION relative to another Object ACTION:

· D--Starts and ends at the same time as

· E--Starts and ends before

· F--Starts at the end of

· G--Starts during and ends after

· H--Starts after and ends before

· I--Starts at the same time as and ends after

· J--Starts before and ends at the same time as

· K--Uses as a reference the start of

· L--Uses as a reference the end of.

These Type Codes, together with proper identification of the Subject and Object ACTIONs, support all 13 theoretical ways in which sequencing can occur.  For timing (specifying specific durations), the domain values K and L are used in conjunction with values of the attributes ACTION-ASSOCIATION Reference Time (a duration quantity) and ACTION-ASSOCIATION Reference Code (1--Start of subject action; 2--End of subject action; 3--Not applicable).  For details, see [C2 Core 1993], [C2 Core 1994], [FSDM 1993], and [GH3 1997].

The CADM provides the same capability to define and relate TASKs.  An example of an Operational Activity Sequence and Timing Diagram from the UJTL is provided in Figure 26.  An instance table is provided as Table 19 to illustrate how this information is captured in the CADM.
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Source:  Figure 2-3, Universal Joint Task List [CJCSM 3500.04A 1996].

Figure 26.  Example UJTL Operational Activity Sequence and Timing Diagram

Table 19.  Using TASK and TASK Association to Specify a UJTL Operational Activity Sequence and Timing Description

TASK


TASK Identifier
ACTION Identifier (FK)

TASK Category Code
TASK Command Level Code
TASK Descrip-tion Text


TASK Name

UJTL Identifier

TSK2004
—
Mission Essential Task
OP
—
Prepare Campaign/Major Opns & Related Plans & Orders
5.3.9

TSK2005
—
Mission Essential Task
OP
—
Provide Target Intelligence for Theater of Opns/JOA
2.4.2.4

TSK2006
—
Mission Essential Task
OP
—
Develop Operational Targets
3.1.3

TSK2007
—
Mission Essential Task
OP
—
Synchronize Operational Firepower
3.2.7

TSK2008
—
Mission Essential Task
OP
—
Publish Tasking Order(s) for Employment of Air Assets and Other Means
3.1.5

TSK2009
—
Mission Essential Task
OP
—
Plan and Integrate Operation C2W
5.6.2

TSK2010
—
Mission Essential Task
OP
—
Conduct Air Interdiction of Opnl Forces/Targets
3.2.5.1

TASK-ASSOCIATION



Ordinate 
TASK Identifier (FK)


Subordinate 
TASK Identifier (FK)
TASK-ASSOC Begin Date
TASK-ASSOC 
End Date
TASK-ASSOC Reason Code

TSK 2004 (Prepare Campaign/Major Opns & Related Plans & Orders, OP 5.3.9)
TSK2006 (Develop Operational Targets, OP 3.1.3)
—
—
C (Ordinate. TASK precedes Subordinate TASK)

TSK 2005 (Provide Target Intelligence for Theater of Opns/JOA, OP 2.4.2.4)
TSK2006
—
—
C

TSK2006
TSK2007 (Synchronize Operational Firepower, OP 3.2.7)
—
—
C

TSK2007
TSK2008 (Publish Tasking Order(s) for Employment of Air Assets and Other Means, OP 3.1.5)
—
—
C

TSK2008
TSK2009 (Plan and Integrate Operation C2W, OP 5.6.2)
—
—
C

TSK2008
TSK2010 (Conduct Air Interdiction of Opnl Forces/Targets, OP 3.2.5.1)
—
—
C

a.
OV-6a, Operational Rules Model

Each Operational Rules Model (OV-6a) is represented as an instance of RULE-MODEL, a subtype of DOCUMENT, which has attributes for Name, Time Frame, Category Code (with domain value “Rule Model”), etc.  

The CADM specification for OV-6a also allows the user to describe structural assertions, action assertions with their respective conditions, as well as the applicable integrity constraints, authorizations, and derivations via the instantiation of GUIDANCE Text for OPERATIONAL-RULE Category Code = “Structural assertion”, “Action assertion” “Integrity rule”, “Authorization”, or “Derivation”, together with Conceptual Data Model INFORMATION-ASSET Group Identifier (FK) in STRUCTURAL-ASSERTION-RULE (a subtype of OPERATIONAL-RULE), ACTION-ASSERTION-RULE Logical Condition Text, and GUIDANCE Synopsis Text; the full and formal text for the operational rules is specified using GUIDANCE Text, and the subject is described in GUIDANCE Subject Text.  Table 20 summarizes the way in which OV-6a data requirements (Framework, Section 4.2.2.3.1) are satisfied by CADM 2.0.

Table 20.  Framework 2.0 Data Requirements for OV-6a

Detailed Description of Framework 2.0 Data Requirement
Relation of Framework Data Requirement to CADM 2.0

Specify structural assertion, which concerns (business domain) terms and facts that are usually captured by the entities (terms) and relationships (facts) of entity-relationship models; these reflect static aspects of business rules already captured in the Logical Data Model
GUIDANCE Text for OPERATIONAL-RULE Category Code = “Structural assertion” and Conceptual Data Model INFORMATION-ASSET Group Identifier (FK) in STRUCTURAL-ASSERTION-RULE, a subtype of OPERATIONAL-RULE

Specify action assertion, which concerns some dynamic aspect of the business and specifies constraints on the results that actions produce
GUIDANCE Text for OPERATIONAL-RULE Category Code = “Action assertion”

Specify condition of an action assertion—the guard or “if” portion of “if-then” statement; if the condition is true, it may signal enforcing or testing of additional action assertions
ACTION-ASSERTION-RULE Logical Condition Text

Specify integrity constraint (a declarative statement that must always be true)
GUIDANCE Text for OPERATIONAL-RULE Category Code = “Integrity rule”

Specify authorization, which restricts certain actions to certain roles or users
GUIDANCE Text for OPERATIONAL-RULE Category Code = “Authorization”

Specify derivation, which concerns algorithm used to compute a derivable fact from other terms, facts, derivations, or action assertions
GUIDANCE Text for OPERATIONAL-RULE Category Code = “Derivation”

Describe the operational rule
GUIDANCE Synopsis Text; the full and formal text is specified using GUIDANCE Text, and the subject is described in GUIDANCE Subject Text

Specify type and text for the rule
OPERATIONAL-RULE Category Code and GUIDANCE Text

Specify name and description of each action assertion and derivation
GUIDANCE Name and GUIDANCE Synopsis Text

Note:  These data requirements are from Section 4.2.2.3.1 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines 408-416).  CADM 2.0 also meets the additional data requirements of Framework 2.0 Appendix A (see Annex E, Reference Lines 417-425).

As noted, OV-6a is an instance RULE-MODEL (see Figure 27).  Individual rules can be expressed explicitly, where appropriate, as relationships in a CONCEPTUAL-DATA-MODEL, SYSTEM-FUNCTIONALITY-DESCRIPTION, or ACTIVITY-MODEL.  They can also be stated in formal or informal terms, as appropriate, as instances of OPERATIONAL-RULE, TECHNICAL-GUIDELINE, REQUIREMENT, and other instances of GUIDANCE.  Three subtypes of OPERATION-RULE were defined for CADM 2.0 to support specific OV-6a data requirements from Appendix A of Framework 2:  ACTION-ASSERTION-RULE, STRUCTURAL-ASSERTION-RULE, and DATABASE-RULE.  These rules are related to each other through GUIDANCE-ASSOCIATION and to various architecture products through GUIDANCE-DOCUMENT.  The specific set of OPERATIONAL-RULEs for a RULE-MODEL is specified as instances of the associative entity RULE-MODEL-OPERATIONAL-RULE.


[image: image30.png]RULE-MODEL (OV:6a; Sv-10a OCUMENT

TDOCUMENT IDENTIFIER (FH DOCUMENT Category Code DOCUMENT IDENTIFIER

% SECURITYCLASSIFICATION CODE (FK)
RULE-MODEL Use Type Code GUIDANCE.DOCUMENT CAVEATED-SECURITY-CLASSIFICATION Identifier (FK)
- UIDANCE IDENTIRER o e Frame PERIOD Identifier (FK)

DOCUMENT Abbresiated Tile Name

DOCUMENT APPROVAL CALENDAR DATE

DOCUMENT GATEGORY CODE

DOGUMENT DESCRIPTION TEXT

DOCUMENT NAME

DOCUMENT Notation Name

DOGUMENT PUBLISHED DATE

TS

{ GUIDANCE IDENTIFIER (FI)
DOCUMENT IDENTIFIER (FK) spesiies
GUIDANCE-DOCUMENT ldentifier

GUIDANCE-DOCUMENT Rale Cade

RULE-MODEL-OPERATIONAL RULE

{ GUIDANCE IDENTIFIER (Fk)
DOCUMENT IDENTIFIER (FK)

is cited for|  GUIDANCE

may be specified in DOCUMENT ROUTING CODE
GUIDANCE IDENTIFIER DOCUMENT oo Narce
GUIDANCE AUTHORITY TEXT DOCUMENT Time Frame Type Code
GUIDANCE BEGIN CALENDAR DATE DOCUMENT Version Identifier
GUIDANCE CATEGORY CODE
GUIDANCE END CALENDAR DATE
GUIDANCE ISSUE CALENDAR DATE Lo ordnats fn o ordinate o DOCUMENT-ASSOCIATION
GUIDANCE NAME Is subordinate to Ordinate DOCUMENT Identifier (FK)
GUIDANCE SYNOPSIS TEXT Is subordinate 10 of Suhordinate DOCUMENT Identifier (FK)
GUIDANCE SUBJECT TEXT DOCUMENT-ASSOCIATION dentifier
GUIDANCE TEXT
AN TeaT CoDE DOCUMENT-ASSOCIATION Role Code

GUIDANCE-ASSOCIATION

GUIDANCE CATEGORY CODE
SUBORDINATE GUIDANCE IDENTIFIER (FK)

GUIDANCE-ASSOCIATION Identifier

OPERATIONALRULE GUIDANCE-ASSOCIATION REASON CODE
GUIDANCE IDENTIFIER (FK)

GUIDANCE-ASSOCIATION RELATIONSHIP REASON CODE
OPERATIONAL-RULE Category Cade | TECHNICAL-GUIDELINE

ECHNICAL GUIDELINE___~——
{ GUIDANCE IDENTIFIER (FK)
OPERATIONALRULE Category Code | TECHNICALGUIDELINE Categary Cods

1
ACTION-ASSERTION-RULE DATABASE RULE
{ GUIDANCE IDENTIFIER (FK) | [GUIDANCE IDENTIFIER (FK) |

| ACTION-ASSERTION-RULE Logical Condition Text | | DATABASE-RULE Category Code |

ORDINATE GUIDANCE IDENTIFIER (FK) ‘

STRUCTURAL-ASSERTION-RULE
{GUIDANCE IDENTIFIER (FK) ]
| Conceptual Data Model INFO-ASSET Group Identifier (FK) |





Figure 27.  CADM 2.0 Operational Rules Model Architecture Product View (OV-6a)

Figure 28 is an example operational rules model taken from Framework 2.0.  
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Source:  Framework 2.0 (Figure 4-18a).

Figure 28.  Operational Rules Model (OV-6a)—BMD Active Defense Example Employing a Logical Data Model

The operational rules explicit in this IDEF1X data model diagram, which would be instances of STRUCTURAL-ASSERTION-RULE in the CADM, include the following:

· Each SOURCE-TRACK is also known as zero, one, or many SOURCE-NET-SOURCE-TRACKs.

· Each instance of SOURCE-NET-SOURCE-TRACK is associated with exactly one SOURCE-TRACK, whose identity must be known to identify the instance of SOURCE-NET-SOURCE-TRACK.

· Each SOURCE-NET-SOURCE-TRACK may carry zero, one, or many SOURCE-NET-MISSILE-TRACK-POINTs.

· Each instance of SOURCE-NET-MISSILE-TRACK-POINT is associated with exactly one SOURCE-NET-SOURCE-TRACK, whose identity must be known to identify the instance of SOURCE-NET-MISSILE-TRACK-POINT.

· Each SOURCE-TRACK may be a MISSILE-TRACK, if and only if SOURCE-TRACK category code has the value “MISSILE-TRACK.”  

· Each MISSILE-TRACK is a SOURCE-TRACK.

· Each MISSILE-TRACK may have zero, one, or many MISSILE-TRACK-POINTs.

· Each instance of MISSILE-TRACK-POINT is associated with exactly one MISSILE-TRACK, whose identity must be known to identify the instance of MISSILE-TRACK-POINT.

· Each MISSILE-TRACK-POINT may be aliased as zero, one, or many SOURCE-NET-MISSILE-TRACK-POINTs.

· Each instance of SOURCE-NET-MISSILE-TRACK-POINT is associated with exactly one MISSILE-TRACK-POINT, whose identity must be known to identify the instance of SOURCE-NET-MISSILE-TRACK-POINT.

Instances of DATABASE-RULE would be defined when a physical schema is specified for Figure 28.  They would include whether cascade deletes apply to child entities when an instance is removed from a parent entity and what steps shall be taken to ensure referential integrity when database updates are received and disseminated.  ACTION-RULEs would be defined when triggers for the physical schema are specified.

b.
OV-6b, Operational State Transition Description

Each Operational State Transition Description (OV-6b) is represented as an instance of STATE-TRANSITION-DESCRIPTION, a subtype of DOCUMENT, which has attributes for Name, Time Frame, Category Code (with domain value “State Transition Description”), etc.

The CADM specification for OV-6b also allows the user to describe all the relevant components of a state transition diagram by the proper instantiation of PROCESS-STATE, PROCESS-STATE-ACTION, TRANSITION, TRANSITION-RESULTING-ACTION, PROCESS-PSEUDO-STATE, STATE-TRANSITION-DESCRIPTION, PROCESS-STATE-VERTEX, COMPOSITE-PROCESS STATE and NESTING-PROCESS-STATE.  Table 21 summarizes the way in which OV-6b data requirements (Framework, Section 4.2.2.3.2) are satisfied by CADM 2.0.

Table 21.  Framework 2.0 Data Requirements for OV-6b

Detailed Description of 
Framework 2.0 Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Specify state as the response of a system or business process to events
Instances of PROCESS-STATE

Relate events and states
Instances of PROCESS-STATE-ACTION

Specify change of state as a transition
Instances of TRANSITION

Associate actions with a state or a transition
Instances of PROCESS-STATE-ACTION and TRANSITION-RESULTING-ACTION

Identify initial state
Instances of PROCESS-PSEUDO-STATE with Type Code = “Initial”

Associate icons with states and transitions
Instances of STATE-TRANSITION-DESCRIPTION that contains the state or transition

Annotate states and transitions with name, identifier, events, and actions
PROCESS-STATE Name, PROCESS-STATE-VERTEX Identifier, ACTION Identifier (FK) in STATE-TRANSITION-DESCRIPTION, and Trigger Process Event ACTION Identifier (FK) in TRANSITION, together with instances of PROCESS-STATE-ACTION and TRANSITION-RESULTING-ACTION

Support state layering through substates, nesting, and superstates
Instances of COMPOSITE-PROCESS STATE and NESTING-PROCESS-STATE

Distinguish concurrent activity and complex transitions
COMPOSITE-PROCESS-STATE Concurrency Flag Code = “True” and instances of PROCESS-STATE-VERTEX associated to a TRANSITION (may include instances of PROCESS-PSEUDO-STATE)

Specify state name, description, and type (e.g., simple, concurrent superstate), and any actions associated with the states, as well as the transitions, their labels, associated triggering events, and resultant actions
PROCESS-STATE Name, Description, and Category Code; ACTION Identifier (FK) in PROCESS-STATE-ACTION; TRANSITION Identifier, Label Name, Event Qualifier Type Code, and Event Qualifier Value Text; and Trigger Process Event ACTION Identifier (FK) in TRANSITION

Describe box type (e.g., state name, description, associated action)
PROCESS-STATE Name, PROCESS-STATE Description Text, and ACTION Identifier (FK) in PROCESS-STATE-ACTION

Specify transition type (e.g., simple, splitting, synchronizing)
Derived from the Source and Target PROCESS-STATE-VERTEX Identifiers in TRANSITION, together with the PROCESS-PSEUDO-STATE Type Code = “Fork” for splitting; “Join” for synchronizing, and others; and PROCESS-STATE-VERTEX Category Code = “Process State” for simple

Note:  These data requirements are from Section 4.2.2.3.2 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines 427-438).  CADM 2.0 also meets the additional data requirements of Framework 2.0 Appendix A (see Annex E, Reference Lines 439-519).

Figure 29 provides the CADM 2.0 Operational State Transition Description Architecture Product View (OV-6b).
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Figure 29.  CADM 2.0 Operational State Transition Description Architecture Product View (OV-6b)

As noted, OV-6b is an instance of DOCUMENT in the subtype STATE-TRANSITION-DESCRIPTION.  The data structures of CADM 1.0 have been replaced with an improved set of data structures, using concepts from the UML specifications, which permit increased flexibility for state-transition concepts.  To avoid confusion with U.S. State, the term “PROCESS-STATE” has been used (parallel to PROCESS-ACTIVITY) instead of STATE.  The key entities in CADM 2.0 are independent entities TRANSITION, PROCESS-STATE-VERTEX, ACTION, and EVENT.  TRANSITIONs are defined in terms of pairs of instances of PROCESS-STATE-VERTEX, each of which may be a PROCESS-PSEUDO-STATE (representing forks, joins, branches, etc.) or PROCESS-STATE.  Key associations include TRANSITION-RESULTING-ACTION (more than one ACTION is possible and these may be sequenced—not provided in CADM 1.0) and PROCESS-STATE-ACTION (more than one ACTION is also possible and these may be also sequenced—not provided in CADM 1.0).  CADM 2.0 provides explicit specification of four types of events called out in UML:  SIGNAL-EVENT, CALL-EVENT, TIME-EVENT, and CHANGE-EVENT.  CADM 2.0 also explicitly permits a STATE-TRANSITION-DESCRIPTION (OV-6b) to represent a specific SYSTEM (including a specific component), SOFTWARE-ITEM, or ACTION (which may be a TASK or a PROCESS-ACTIVITY).

Figure 30 is an example Operational State Transition Diagram taken from Framework 2.0.  Using text instead of instance tables, the following discussion indicates how the CADM is used to store the information in this figure.
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Source:  Framework 2.0 (Figure 4-21).

Figure 30.  Operational State Transition Description  (OV-6b)—Air Traffic Operations Example

Instances of PROCESS-STATE-VERTEX (known as STATE in CADM 1.0) would be created for oval elements of the figure and the initial and final states:

· Initial state (as a PROCESS-PSEUDO-STATE)

· Entering Controlled Space (as a PROCESS-STATE)

· Controlled:  No Action (as a PROCESS-STATE)

· In Conflict (as a PROCESS-STATE)

· Maneuvering (as a PROCESS-STATE)

· Leaving Controlled-Space (as a PROCESS-STATE)

· End state (as a PROCESS-PSEUDO-STATE).

Instances of TRANSITION would be defined for each of the lines (representing alternative transitions from one state to another):  Handoff to local ATC completed, Coordinate inter-sector transfer, Coordinate transfer out, etc.  In each of these TRANSITIONs, the source and target PROCESS-STATE-VERTEX Identifier would be given values for the states at the beginning and end of the arrows.  The transition from the Initial State to the Entering Controlled Space state would have no name but involved one PSEUDO-PROCESS-STATE and one PROCESS-STATE.

c.
OV-6c, Operational Event-Trace Description

Each Operational Event-Trace Description (OV-6c) is represented as an instance of EVENT-TRACE-DESCRIPTION, a subtype of DOCUMENT, which has attributes for Name, Time Frame, Category Code (with domain value “Event-Trace Description”), etc.  The OV-6c data requirements (Framework, Section 4.2.2.3.3) are satisfied by CADM 2.0 in the ways indicated in Table 22.

Without defining a specific entity, each NODE is considered to have a (relative) timeline (or lifeline) in CADM 2.0.  Each such NODE can be explicitly associated with a MISSION-AREA, ORGANIZATION, ORGANIZATION-TYPE, PROCESS-ACTIVITY, SYSTEM, and TASK.  Each cross-link connecting two NODEs at different times is represented (independently) as an instance of EVENT-NODE-CROSS-LINK (independence enables cross-links to be reused from one scenario to another).  Cross-links can start at explicit or implicit (computed) absolute or relative times, the latter in terms of the start or end of another cross-link (using a method analogous to one defined for temporally related ACTIONs).  The set of cross-links for a specific OV-6C is specified as a set of instances of EVENT-TRACE-SCENARIO-ELEMENT.  Each EVENT-TRACE-DESCRIPTION (OV-6C) can be associated directly to an OPERATIONAL-SCENARIO.

Table 22.  Framework 2.0 Data Requirements for OV-6c

Detailed Description of Framework 2.0 
Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Allow the tracing of actions in a scenario or critical sequence of events (also called sequence diagrams, event scenarios, and timing diagrams)
Instances of EVENT-TRACE-SCENARIO-ELEMENT and EVENT-NODE-CROSS-LINK

Relate nodes to roles or organizations
Instances of NODE-ORGANIZATION, NODE-ORGANIZATION-TYPE, NODE-MISSION-AREA, and NODE-TASK

Associate a time line to each node
Computed values of Start Duration Formula Text in EVENT-TRACE-SCENARIO-ELEMENT and EVENT-NODE-CROSS-LINK Transit Duration Formula Text for which a specific NODE is specified (Originating NODE Identifier and Terminating NODE Identifier in EVENT-NODE-CROSS-LINK)

Specify events, the times at which each node becomes aware of the events, and the direction of flow of control (also called cross-links)
a.  Event:  EVENT Identifier (FK) in EVENT-NODE-CROSS-LINK

b.  Aware time:  Computed from Start Duration Formula Text in EVENT-TRACE-SCENARIO-ELEMENT and EVENT-NODE-CROSS-LINK Transit Duration Formula Text 

c.  Direction:  From the Originating NODE to the Terminating NODE

Associate ICONs (typically lines) to nodes; associate ICONs (typically directed lines such as arrows) to events and cross-links
Instances of GRAPHIC, a subtype of DOCUMENT, and DOCUMENT-ASSOCIATION to associate these instances of DOCUMENT to the EVENT-TRACE-DESCRIPTION.

Specify name, description, originating/terminating node for event timeline and cross-links
a.  Name:  EVENT Name 

b.  Description:  EVENT Description Text

c.  Nodes:  Originating NODE Identifier and Terminating NODE Identifier in EVENT-NODE-CROSS-LINK

Note:  These data requirements are from Section 4.2.2.3.3 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines 521-526).  CADM 2.0 also meets the additional data requirements of Framework 2.0 Appendix A (see Annex E, Reference Lines 527-549).

Figure 31 provides the CADM 2.0 Operational Event-Trace Description Architecture Product View (OV-6c).
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Figure 31.  CADM 2.0 Operational Event-Trace Description Architecture Product View (OV-6c)

Figure 32 is an example event-trace diagram taken from Framework 2.0.  Using text instead of instance tables, the following discussion indicates how the CADM is used to store the information in this figure.
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Source:  Framework 2.0 (Figure 4-23a).

Figure 32.  Operational Event/Trace Description (OV-6c)—Communications Net Management Example

Six instances of NODE would be created for each of the vertical dotted lines of the figure.  The NODE names would be:  C2 Operational Element, Configuration Manager, Security and Traffic Managers (one node representing two different sets of activities), Status Monitor, etc.

Instances of EVENT-NODE-CROSS-LINK would be defined for each of the horizontal lines in the diagram, whose corresponding EVENTs would be named:  Send System Direction, Send Configuration Parameters (first instance), Send Configuration Parameters (second instance), etc.  In general, these lines slope downward to indicate time is passing during the activity whose value or formula to compute the value is stored as the attribute EVENT-NODE-CROSS-LINK Transit Duration Formula Text.  In general, the starting time for each of the cross-links depends on the ending time of another cross-link; this value, or formula for computing the value, is stored as the attribute EVENT-TRACE-SCENARIO-ELEMENT Start Duration Formula Text.

7.
OV-7, Logical Data Model

Each Logical Data Model (OV-7) is represented as an instance of LOGICAL-DATA-MODEL specification, a subtype of DOCUMENT, which has attributes for Name, Time Frame, Category Code (with domain value “Data Model Specification”), etc.

The key entities of the CADM for specifying a Logical Data Model are presented in Figure 33.  The CADM specification for OV-7 also allows the user to describe data requirements and structural business rules, as well as the information associated with information exchanges, and their formal characterization as information items through the proper instantiation of GUIDANCE, INFORMATION-EXCHANGE-REQUIREMENT, DATA-ENTITY and DATA-ENTITY-RELATIONSHIP, REQUIREMENT-INFORMATION-ASSET, DATA-ENTITY-ACTIVITY-ICOM and the ICOM Identifier in INFORMATION-EXCHANGE-REQUIREMENT.  Table 23 summarizes the way in which OV-7 data requirements (Framework, Section 4.2.2.4) are satisfied by CADM 2.0.

OV-7, LOGICAL-DATA-MODEL, cites a specific instance of CONCEPTUAL-DATA-MODEL (a subtype of INFORMATION-ASSET) and a DATA-DICTIONARY-SPECIFICATION (a subtype of DOCUMENT).  Just as for the Activity Model (OV-5), the Logical Data Model (OV-7) uses for CONCEPTUAL-DATA-MODEL only the relevant set of DoD data standards from the Information Management View of the DoD Data Model.  The key entities in this specification include DATA-ENTITY, DATA-ATTRIBUTE, and DATA-DOMAIN (all subtypes of INFORMATION-ASSET), together with other entities such as DATA-ENTITY-RELATIONSHIP, CATEGORY-RELATIONSHIP, DATA-DOMAIN-LIST, and DATA-DOMAIN-LIST-VALUE-ENTRY.  Each DATA-ENTITY can be directly related to an ACTIVITY-ICOM (providing a link between data models and activity models).

Table 23.  Framework 2.0 Data Requirements for OV-7

Detailed Description of Framework 2.0 
Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Specify data requirements and structural business process rules
Instances of GUIDANCE

Describes the data and information that are associated with the information exchanges
Instances of INFORMATION-EXCHANGE-REQUIREMENT

Specify information items and/or data elements, their attributes or characteristics, and their interrelationships
ICOM Identifier in  INFORMATION-EXCHANGE-REQUIREMENT; DATA-ENTITY-ACTIVITY-ICOM, and REQUIREMENT-INFORMATION-ASSET

Specify an entity-relation model without entity attributes
Instances of DATA-ENTITY and DATA-ENTITY-RELATIONSHIP

Note:  These data requirements are from Section 4.2.2.4 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines 551-554).  CADM 2.0 also meets the additional data requirements of Framework 2.0 Appendix A (see Annex E, Reference Lines 555-600).
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Figure 33.  CADM 2.0 Logical Data Model Architecture Product View (OV-7)

Figure 34 is an example Logical Data Model taken from Framework 2.0.  Unfortunately, the diagram contains significant modeling errors:

· TARGET-ELEMENT is shown as a child of EXECUTED-TARGET-ELEMENT but the child entity does not have all the primary key attributes of its parent, violating third normal form.  [This error could be corrected by reversing the direction of the relationship between the two entities, but that would change the operational (business) rules.]

· BDA-TASKING-REQUEST is the child of a zero, one, or many relationship “generates” from EXECUTED-ATO-ITO-FRAGMENT, but the primary key attributes of the child are exactly the same as for the parent.  This means that the “other” requirement of the relationship cardinality cannot be supported.  (This error can be created by changing the cardinality to be one to zero-or-one or by specifying an additional primary key attribute in the child entity.)

· COLLECTION-REQUEST uses a concatenation of two real numbers as a primary key attribute (Target-Location.Lat-Long).  This undermines the need to have primary key attributes that can unambiguously be located by their values (problematic when values are transferred and round-off errors occur).  Joining this table with other tables may lose integrity for the same reason (some elements of the join may be missed due to different round-off errors being introduced in different tables).

· There is an identifying relationship defined from WEAPONS-PAYLOAD to AIRCRAFT-WEAPON-ASSIGNMENT but the primary key of the parent is not part of the primary key of the child.  Indeed, the primary key of the parent is shown as a description attribute.

· CLEARANCE is shown as a child of BDA-TASKING-ASSIGNMENT but the child entity does not have all the primary key attributes of its parent, violating third normal form.  

· QUALIFICATIONS is shown as a child of BDA-TASKING-ASSIGNMENT but the child entity does not have all the primary key attributes of its parent, violating third normal form.  
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Source:  Framework 2.0 (Figure 4-26).

Figure 34.  Fully Attributed Logical Data Model (OV-7)—Air Tasking Order Example

Another example logical data model (taken from the CADM 1.0 specification) is provided below.  Figure 35 is an extract from the IDEF3 View of a 1997 version of the Air Force Information Technology Management (ITM) Logical Data Model (LDM) [ITM LDM 1997].  Note that the drawing in Figure 35 is an IDEF1X diagram but the subject (information content) is IDEF3.  

Table 24 provides example instances to show how the CADM stores information contained in data model diagrams.
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Figure 35.  Example Conceptual Data Model

Table 24.  Specifying Information Contained in a Logical Data Model (OV-7)

DATA-ENTITY

Data Entity
INFO-ASSET Group Identifier (FK)





INFO-ASSET Identifier
INFO-ASSET Version Identifier
ORGANI-ZATION Identifier

DATA-ENTITY Scope Text

DATA-ENTITY Category Code

DATA-ENTITY Revision Date

DATA-ENTITY Short Name

IA5003
IAV0001
ORG1
—
Active
—
IDEF3-ELEMENT

IA5004
IAV0001
ORG1
—
Active
—
IDEF3-DESCR

IA5005
IAV0001
ORG1
—
Active
—
IDEF3-MODEL

IA5006
IAV0001
ORG1
—
Active
—
IDEF3-DES-DIAG

IA5007
IAV0001
ORG1
—
Active
—
IDEF3-PROCESS

IA5008
IAV0001
ORG1
—
Active
—
IDEF3-OBJECT

IA5009
IAV0001
ORG1
—
Active
—
IDEF3-PROC-OBJ

DATA-ENTITY-RELATIONSHIP

Ordinate Data Entity
INFO-ASSET Group Id (FK)
Subordinate Data Entity
INFO-ASSET Group Id (FK)


DE-

DE-

DE-



INFO-ASSET Id
INFO-ASSET Vers Id

ORG Id


INFO-ASSET Id
INFO-ASSET Vers Id

ORG Id

DE-REL Name
REL
Crd Cd
REL
Cat Cd
REL
Typ Cd

IA5003 (ELEM)
IAV0001
ORG1
IA5004 (DESCR)
IAV0001
ORG1
may be a
M
M
CA

IA5003 (ELEM)
IAV0001
ORG1
IA5005 (MODEL)
IAV0001
ORG1
may be a
M
M
CA

IA5004 (DESCR)
IAV0001
ORG1
IA5005 (MODEL)
IAV0001
ORG1
graph. depicts
M
O
CN

IA5005 (MODEL)
IAV0001
ORG1
IA5006 (DES-DIAG)
IAV0001
ORG1
is comp. of
M
M
CN

IA5004 (DESCR)
IAV0001
ORG1
IA5007 (PROC)
IAV0001
ORG1
is comp. of
M
M
CN

IA5004 (DESCR)
IAV0001
ORG1
IA5008 (OBJ)
IAV0001
ORG1
is comp. of
M
M
CN

IA5007 (PROC)
IAV0001
ORG1
IA5009 (PROC-OBJ)
IAV0001
ORG1

M
M
CN

IA5008 (OBJ)
IAV0001
ORG1
IA5009 (PROC-OBJ)
IAV0001
ORG1

M
M
CN

Notation:  Crd = Cardinality, for which M = zero, one, or more and O; Cat = Category, where M = Mandatory and O = Optional; and Type = Type, for which CA = Category Relationship and CN = Connection Relationship.

The following attributes of DATA-ENTITY-RELATIONSHIP are omitted from the instance table:  Version Identifier (PK), Description Text; Role Name; Dependency Code; Child Delete Rule Text; Child Insert Rule Text; Child Update Rule Text; Null Rule Text; Parent Delete Rule Text; Parent Insert Rule Text; and Parent Update Rule Text.

CATEGORY-RELATIONSHIP

Ordinate Data Entity
INFO-ASSET Group Id (FK)
Subordinate Data Entity
INFO-ASSET Group Id (FK)




INFO-ASSET Id
INFO-ASSET Vers Id

ORG Id


INFO-ASSET Id
INFO-ASSET Vers Id

ORG Id
DE-REL Name
CATEGORY-RELATIONSHIP Complet. Code

IA5003 (ELEM)
IAV0001
ORG1
IA5004 (DESCR)
IAV0001
ORG1
may be a
Complete

IA5003 (ELEM)
IAV0001
ORG1
IA5005 (MODEL)
IAV0001
ORG1
may be a
Complete

The following attributes of CATEGORY-RELATIONSHIP are omitted from the instance table: Version Identifier (PK), Discriminator Data Entity INFO-ASSET Group Identifier; Discriminator Data Attribute INFO-ASSET Group Identifier; and Data Entity INFO-ASSET Group Identifier.

Table 24.  (Cont’d)

DATA-ATTRIBUTE

Data Attribute
INFO-ASSET Group Id (FK)
Data Entity
INFO-ASSET Group Id (FK)

D.A.



INFO-ASSET Id
INFO-ASSET Vers Id

ORG Id


INFO-ASSET Id
INFO-ASSET Vers Id

ORG Id
Key Type Cd

IA5101 (IDEF3-ELEMENT Identifier)
IAV0001
ORG1
IA5003 (ELEM)
IAV0001
ORG1
Key

IA5102 (IDEF3-ELEMENT Type Code)
IAV0001
ORG1
IA5003 (ELEM)
IAV0001
ORG1
NK

IA5101A (IDEF3-DESCRIPTION Identifier)
IAV0001
ORG1
IA5004 (DESCR)
IAV0001
ORG1
Key

IA5103 (IDEF3-DESCRIPTION Approach Code)
IAV0001
ORG1
IA5004 (DESCR)
IAV0001
ORG1
NK

IA5104 (IDEF3-DESCRIPTION Scenario Name)
IAV0001
ORG1
IA5004 (DESCR)
IAV0001
ORG1
NK

IA5105 (IDEF3-DESCRIPTION Approach Code)
IAV0001
ORG1
IA5004 (DESCR)
IAV0001
ORG1
NK

IA5101B (IDEF3-MODEL Identifier)
IAV0001
ORG1
IA5005 (MODEL)
IAV0001
ORG1
Key

IA5101A (IDEF3-DESCRIPTION Identifier)
IAV0001
ORG1
IA5005 (MODEL)
IAV0001
ORG1
NK

IA5106 (IDEF3-MODEL Text)
IAV0001
ORG1
IA5005 (MODEL)
IAV0001
ORG1
NK

IA5107 (IDEF3-MODEL Comment Text)
IAV0001
ORG1
IA5005 (MODEL)
IAV0001
ORG1
NK

IA5101B (IDEF3-MODEL Identifier)
IAV0001
ORG1
IA5006 (DES-DIAG)
IAV0001
ORG1
Key

IA5108 (IDEF3-DESCRIPTION-DIAGRAM View Type Code)
IAV0001
ORG1
IA5006 (DES-DIAG)
IAV0001
ORG1
NK

IA5109 (IDEF3-DESCRIPTION-DIAGRAM Name)
IAV0001
ORG1
IA5006 (DES-DIAG)
IAV0001
ORG1
NK

IA5101A (IDEF3-DESCRIPTION Identifier)
IAV0001
ORG1
IA5007 (PROC)
IAV0001
ORG1
Key

IA5110 (IDEF3-PROCESS Name)
IAV0001
ORG1
IA5007 (PROC)
IAV0001
ORG1
Key

IA5111 (IDEF3-PROCESS Definition Text)
IAV0001
ORG1
IA5007 (PROC)
IAV0001
ORG1
NK

IA5101B (IDEF3-MODEL Identifier)
IAV0001
ORG1
IA5008 (OBJ)
IAV0001
ORG1
Key

IA5112 (IDEF3-OBJECT Name)
IAV0001
ORG1
IA5008 (OBJ)
IAV0001
ORG1
Key

IA5113 (IDEF3-OBJECT Definition Text)
IAV0001
ORG1
IA5008 (OBJ)
IAV0001
ORG1
NK

IA5101A (IDEF3-DESCRIPTION Identifier)
IAV0001
ORG1
IA5009 (PROC-OBJ)
IAV0001
ORG1
Key

IA5110 (IDEF3-PROCESS Name)
IAV0001
ORG1
IA5009 (PROC-OBJ)
IAV0001
ORG1
Key

IA5112 (IDEF3-OBJECT Name)
IAV0001
ORG1
IA5009 (PROC-OBJ)
IAV0001
ORG1
Key

Notation:  NK = Nonkey attribute.

The following attributes of DATA-ATTRIBUTE and not shown in the instance table:  Internal Data Field Standard (FK); Abbreviated Name; Category Code; Characteristic Name; Reference Source Identifier; Revision Date; Timeliness Code; and Validation Procedure Text.

DATA-ATTRIBUTE-ASSOCIATION

Ordinate Data Attribute
INFO-ASSET Group Id (FK)
Subordinate Data Attribute
INFO-ASSET Group Id (FK)




INFO-ASSET Id
INFO-ASSET Vers Id

ORG Id


INFO-ASSET Id
INFO-ASSET Vers Id

ORG Id

DATA-ATTRIBUTE-ASSOCIATION Type Code

IA5101A (IDEF3-DESCRIPTION Identifier)
IAV0001
ORG1
IA5101 (IDEF3-ELEMENT Identifier)
IAV0001
ORG1
Is role name for (same underlying attribute)

IA5101B (IDEF3-
MODEL Identifier)
IAV0001
ORG1
IA5101 (IDEF3-ELEMENT Identifier)
IAV0001
ORG1
Is role name for (same underlying attribute)

D.
SYSTEMS-VIEW (SV) ARCHITECTURE PRODUCTS

The Systems View (SV) data requirements (Framework, Sections 2.1.2 and 2.2.2) that apply to all SV architecture products are satisfied by CADM 2.0 in the ways indicated in 
Table 25.

Table 25.  Framework 2.0 Data Requirements for the Entire Systems View

Detailed Description of Framework 2.0 Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Describe systems
Instances of SYSTEM

Describe system interconnections
Instances of SYSTEM-ASSOCIATION, NODE-LINK, and NODE-SYSTEM

Relate systems to warfighting functions
Instances of SYSTEM-FUNCTION, which is a subtype of PROCESS-ACTIVITY, and the use of a common ACTION Identifier in TASK and in PROCESS-ACTIVITY

Describe the internal construction and operations of particular systems
Instances of SYSTEM, SYSTEM-ASSOCIATION, SYSTEM-FUNCTION, SYSTEM-TYPE, COMMUNICATION-SYSTEM, INFORMATION-PROCESSING-SYSTEM, SYSTEM-ELEMENT, PLATFORM-ELEMENT, PLATFORM-APPLICATION-SOFTWARE-ELEMENT

Identify physical connection for specific systems
Instances of SYSTEM-ASSOCIATION, NODE, NODE-ASSOCIATION, specifically the subtype NODE-LINK, and instances of SYSTEM-ASSOCIATION-MEANS

Identify location(s) for specific systems
Instances of NODE-SYSTEM (in this context, the NODE Identifier serves as the “location”)

Identify key nodes for specific systems
Instances of NODE-SYSTEM

Identify circuits
Instances of NODE-LINK

Identify networks
Instances of NETWORK

Identify warfighting platforms
PLATFORM-ELEMENT; added a non-identifying relationship from SYSTEM-PLATFORM—(5358/1) (A)  THE COLLECTION OF HARDWARE AND SOFTWARE USED BY A SYSTEM

Specify system and component performance parameters (e.g., mean time between failure, maintainability, availability)
Instances of CAPABILITY and SYSTEM-CAPABILITY

Associate physical resources and performance attributes to operational view
Views are related as instances of ARCHITECTURE-ASSOCIATION; instances of NODE-ASSOCIATION for the NODEs in the architecture products of each view

Associate systems requirements to standards defined in the technical architecture
Instances of AGREEMENT-GUIDANCE, since REQUIREMENT is a subtype of GUIDANCE and STANDARD is a subtype of AGREEMENT

Relate physical resources to operational tasks and activities that are enabled or facilitated
Instances of SYSTEM-FUNCTION, a child of PROCESS-ACTIVITY, and NODE-PROCESS-ACTIVITY.  Note:  TASK has an ACTION Identifier under the non-identifying relationship “may be a” from ACTION, and PROCESS-ACTIVITY also has an ACTION Identifier under the non-identifying relationship “may be a” from ACTION.  Relating a SYSTEM-FUNCTION to a specific TASK implicitly relates that function to ACTION and PROCESS-ACTIVITY

Map systems to associated platforms, functions, and characteristics
Instances of SYSTEM, SYSTEM-ASSOCIATION, SYSTEM-FUNCTION, SYSTEM-CAPABILITY, SYSTEM-ELEMENT, PLATFORM-ELEMENT, and PLATFORM-APPLICATION-SOFTWARE-ELEMENT

Map systems to operational architecture
Instances of ARCHITECTURE-ASSOCIATION, SYSTEM-SYSTEM-ARCHITECTURE; and SYSTEM identified in various architecture products

Identify system interfaces
Instances of SYSTEM-ASSOCIATION, NODE, NODE-ASSOCIATION, specifically the subtype NODE-LINK, and instances of SYSTEM-ASSOCIATION-MEANS

Define system connectivities
Instances of SYSTEM, SYSTEM-ASSOCIATION, NETWORK-SYSTEM, NODE-LINK, NETWORK-NODE, and NODE-SYSTEM

Define system constraints and bounds of system performance behavior
For quantitative measures:  SYSTEM Nominally Users Quantity, SYSTEM-CAPABILITY Measurement Unit Quantity for various “maximum” and “capacity” CAPABILITYs, IMPLEMENTATION-TIME-FRAME Code in SYSTEM-CAPABILITY

For qualitative measures (added to the CADM):  SYSTEM-CONSTRAINT—The specification of a limitation for a specific SYSTEM; SYSTEM-CONSTRAINT Description Text (added to CADM)

Show how multiple systems within a subject area link and interoperate
Instances SYSTEM-ASSOCIATION, NODE, NODE-ASSOCIATION, NODE-SYSTEM, and associations with these entities

Relate systems architecture to organizations supported
Instances of SYSTEM-ARCHITECTURE (a subtype of ARCHITECTURE) and ARCHITECTURE-ORGANIZATION; added domain value for ARCHITECTURE-ORGANIZATION Role Code:  is supported by

Relate systems architecture to missions supported
Instances of MISSION Identifier (FK) in OPERATIONAL-ARCHITECTURE; at present, each OPERATIONAL-ARCHITECTURE cites only one mission.

To support multiple missions, we introduced MISSION-ASSOCIATION, so that a bundle of missions can carry a single MISSION Identifier and be cited for a specific OPERATIONAL-ARCHITECTURE.  Relation to the SYSTEM-ARCHITECTURE is through ARCHITECTURE-ASSOCIATION

Table 25.  (Cont’d)

Detailed Description of Framework 2.0 Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Identify the time phase(s) covered
ARCHITECTURE Time Frame Type Code (e.g., AS-IS, TO-BE, Not specified, Not Known); and a non-identifying relationship from PERIOD (added to CADM)

Relate systems architecture to technical architecture(s)
Instances of ARCHITECTURE-ASSOCIATION; add domain values for type code:  conforms to; supports

Distinguish technologies as existing, emerging, planned, or conceptual
TECHNOLOGY Maturity Code

Identify system-to-system transactions and relate them to node-to-node exchanges
Instances of NODE, NODE-SYSTEM, and NODE-LINK, and SYSTEM-ASSOCIATION

Identify communications capacity requirements
Instances of NETWORK-CAPABILITY, NODE-LINK-CAPABILITY, and SYSTEM-CAPABILITY

Identify security protection needs
Instances of SYSTEM-SECURITY-CLASSIFICATION (e.g., Description Text), REQUIREMENT (e.g., IER Security Level Code, EXCH-NEED-LINE Security Level Code), and REQUIREMENT-SYSTEM; and

instances of SYSTEM-CONSTRAINT, with Type Code = Security constraint; Database constraint; Access constraint; Not specified; Not known

Identify applications and relate them to support of the production and transmission of specific data elements of specified exchanges
Instances of INFORMATION-EXCHANGE-REQUIREMENT (as subtype of REQUIREMENT), SYSTEM-INFORMATION-ASSET, REQUIREMENT-INFORMATION-ASSET, and subtypes of INFORMATION-ASSET that include CONCEPTUAL-DATA-MODEL, INTERNAL-DATA-MODEL, DATA-ATTRIBUTE, and DATA-ENTITY

Describe an information model
Instances of INFORMATION-ASSET, especially the subtype CONCEPTUAL-DATA-MODEL

Relate an information model attributes and relationships to applications
Instances of SYSTEM, SYSTEM-INFORMATION-ASSET, INFORMATION-ASSET-RELATION, INFORMATION-ASSET-GUIDANCE (relation to requirements), and subtypes of INFORMATION-ASSET that include CONCEPTUAL-DATA-MODEL, INTERNAL-DATA-MODEL, DATA-ATTRIBUTE, and DATA-ENTITY

DATA-STORE has a relationship to INFORMATION-ASSET (e.g., to enable a reference to a data model)

Note:  These data requirements are from Sections 2.1.2 and 2.2.2 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines 601-631).  Framework 2.0 Appendix A has no additional data requirements for Systems View in its entirety.

1.
SV-1, System Interface Description

Each System Interface Description (SV-1) is represented as an instance of SYSTEM-INTERFACE-DESCRIPTION, a subtype of DOCUMENT, which has attributes for Name, Time Frame, Category Code (with domain value “System Interface Description”), etc.  Figure 36 (left side) and Figure 37 (right side) show the key entities for specifying SV-1 in the CADM and relating that specification to other parts of the CADM.  The SV-1 data requirements (Framework, Section 4.2.1.6) are satisfied by CADM 2.0 in the ways indicated in Table 26.

Table 26.  Framework 2.0 Data Requirements for SV-1

Detailed Description of Framework 2.0 Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Associate systems and their interfaces to the nodes and needlines
Instances of NODE, NODE-SYSTEM, and NODE-LINK (a subtype of NODE-ASSOCIATION), EXCHANGE-NEED-LINE-REQUIREMENT (a subtype of REQUIREMENT), NODE-ASSOCIATION-REQUIREMENT, and SYSTEM-ASSOCIATION

Systems nodes include the allocations of specific resources (people, platforms, facilities, systems, …) that are being addressed for implementing specific operations
Instances of NODE, NODE-SYSTEM, ARCHITECTURE-NODE, NETWORK-NODE, NODE-FACILITY, NODE-INFORMATION-ASSET, NODE-ORGANIZATION, NODE-ORGANIZATION-TYPE, NODE-PROCESS-ACTIVITY, and NODE-TASK.  Added value for NODE Category Code:   Person

Table 26.  (Cont’d)

Detailed Description of Framework 2.0 Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Identify the interfaces between systems nodes, between systems, and between the components of a system
Instances of NODE-ASSOCIATION, specifically NODE LINK, and SYSTEM-ASSOCIATION

Associate a system interface to a simplified or generalized representation of a communications pathway or network
Instances of NODE, NODE-SYSTEM, and NODE-LINK for a specific SYSTEM-ASSOCIATION; instances of NETWORK-PATH and NETWORK-PATH-LINK for a pathway

For pairs of connected systems or system components, specify multiple interfaces between them
Instances of SYSTEM-ASSOCIATION, NODE, NODE-SYSTEM, NODE-LINK, and NODE-LINK-CAPABILITY

Provide details concerning the capabilities present in each system, to include for information systems details concerning the procedures governing system implementation, the applications present within the system, the infrastructure capabilities and services that support the applications, and the means by which the system processes, manipulates, stores, and exchanges data
Instances of SYSTEM-CAPABILITY, subtypes of SYSTEM, SYSTEM-EQUIPMENT-TYPE, SYSTEM-SOFTWARE-ITEM, SYSTEM-INFORMATION-ASSET, subtypes of INFORMATION-ASSET, NETWORK, NETWORK-CAPABILITY, SOFTWARE-ITEM-SERVICE

New attributes:  SYSTEM-STATUS Milestone Type Code and Development Phase Type Code (to provide information about system implementation)

Identify the systems nodes and the systems interfaces between the nodes, and represent (all) the systems at each nodes (for the internodal perspective)
Instances of NODE, NODE-SYSTEM, NETWORK, NETWORK-NODE, and NODE-LINK for a specific SYSTEM-ASSOCIATION

Explicitly relate each system to the operational activities and the information-exchange needlines
Instances of EXCHANGE-NEED-LINE-REQUIREMENT (a subtype of REQUIREMENT), REQUIREMENT-SYSTEM, NODE-ASSOCIATION-REQUIREMENT, NODE, NODE-SYSTEM, NODE-ASSOCIATION, NODE-PROCESS-ACTIVITY, and NODE-ACTIVITY-ICOM

Identify system-to-system interfaces within a node (the intranodal perspective)
Instances of NODE, SYSTEM-ASSOCIATION, NODE-SYSTEM, and NODE-LINK (a subtype of NODE-ASSOCIATION) for a specific NODE or a set of collocated NODEs.

Specify interface elements, to include servers, security guards, any LAN and associated communications mechanisms (e.g., routers, gateways) that might provide a connectivity bus within the node, and communications mechanisms that provide node-external interfaces to or from each system
Instances of NETWORK, NODE, NETWORK-NODE, NODE-ASSOCIATION, NETWORK-SYSTEM, COMMUNICATION-SYSTEM (a subtype of SYSTEM), SYSTEM-EQUIPMENT-TYPE, SYSTEM-SOFTWARE-ITEM, SYSTEM-ASSOCIATION, SYSTEM-ASSOCIATION-MEANS, NETWORK-ASSOCIATION, NETWORK-CAPABILITY, NETWORK-ORGANIZATION, NETWORK-STANDARD-PROFILE, NODE-ASSOCIATION-NETWORK, NODE-CONNECTIVITY-DESCRIPTION, and REQUIREMENT-NETWORK-NODE.

Note:  NETWORK Type Code includes LAN, MAN, and WAN

Associate the systems within a node to the activities performed
Instances of NODE, NODE-SYSTEM, NODE-ASSOCIATION, SYSTEM-FUNCTION (a subtype of PROCESS-ACTIVITY), NODE-PROCESS-ACTIVITY, SYSTEM-PROCESS-ACTIVITY-STANDARD-PROFILE, and NODE-ACTIVITY-ICOM for a NODE or a collocated set of NODEs

Support decomposition of each represented system to identify its internal components, component configurations, and component-to-component interfaces (the intrasystem perspective)
Instances of NODE, NODE-SYSTEM, NODE-ASSOCIATION, SYSTEM-ASSOCIATION, and subtypes of SYSTEM such as SYSTEM-ELEMENT

Added values of SYSTEM-ASSOCIATION Type Code:   is a subsystem of; is a component of 

Define the functions of each system component, as well as the component-to-component inputs and outputs
Instances of SYSTEM-FUNCTION, STATE, STATE-TRANSITION-DESCRIPTION, SYSTEM-CAPABILITY, SYSTEM-PROCESS-ACTIVITY-STANDARD-PROFILE, NODE, NODE-SYSTEM, NODE-ASSOCIATION, NODE-PROCESS-ACTIVITY, and NODE-ACTIVITY-ICOM (ACTIVITY-ICOM has subtypes for input and output)

Note:  These data requirements are from Section 4.2.1.6 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines 633-645).  CADM 2.0 also meets the additional data requirements of Framework 2.0 Appendix A (see Annex E, Reference Lines 646-708).
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Figure 36.  CADM 2.0 System Interface Description Architecture Product View (SV-1) [Part 1]
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Figure 37.  CADM 2.0 System Interface Description Architecture Product View (SV-1) [Part 2]

Each SV-1 is an instance of SYSTEM-INTERFACE-DESCRIPTION, which is defined by one or more instances of SYSTEM-INTERFACE-DESCRIPTION-ELEMENT.  The latter entity cites a specific system interface in terms of an instance of SYSTEM-ASSOCIATION-MEANS.  SYSTEM-ASSOCIATION-MEANS in turn provides reference to a specific pair of SYSTEMs (instance of SYSTEM-ASSOCIATION), primary communications medium, a COMMUNICATION-SYSTEM, and an instance or AGREEMENT (e.g., a standard or standard profile).  SV-1 is associated to relevant instances of OV-2 (Node Connectivity Description), SV-10b (State Transition Description), and SV-4 (System Functionality Description) through DOCUMENT-ASSOCIATION.  Many associations to SYSTEM and SYSTEM-ASSOCIATION are used to define specific constraints, capabilities and other characteristics of a system interface.

Figure 38 and Figure 39 are templates taken from Framework 2.0 for the System Interface Description architecture product.  Figure 40 is a notional example taken from Framework 2.0.
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Source:  Framework 2.0 (Figure 4-10a).

Figure 38.  System Interface Description, Intrasystem Perspective (SV-1)—Template
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Source:  Framework 2.0 (Figure 4-9a).

Figure 39.  System Interface Description, Intranodal Perspective (SV-1)—Template
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Source:  Framework 2.0 (Figure 4-10b).

Figure 40.  System Interface Description, Intrasystem Perspective (SV-1)—Notional Example

The following text (instead of lengthy instance tables) describes how the data from these example System Interface Descriptions are stored in the CADM.

· System 1, Component 1, Component 2, Component 3, Component 4, and Component 6 are all given (different) values of SYSTEM Identifier.

· Communications System 1 (CS1), Processing System 1 (PS1), Communications System 2 (CS2), and Processing System 2 (PS2) are all given (different) values of SYSTEM Identifier.

· Mission Support System X, Message Handling System 1, Database Management System (DBMS), Mission Application, Message Handling System 2, Operating System, Mission Support System Y, and Mission Support System Z are all given (different) values of SYSTEM Identifier.

· Component 1, Component 2, Component 3, Component 4, and Component 6 are given the value “System Element” for the SYSTEM Role Category Code.

· Each component is related to its parent system by creating instances of SYSTEM-ASSOCIATION (e.g., paring Component 1 with System 1, Component 2 with System 1, etc.) with a value of “Is a component of” for the SYSTEM-ASSOCIATION Type Code and an appropriate value of SYSTEM-ASSOCIATION Interface Status Code (e.g., Existing (unqualified); Existing (planned upgrades); Existing (to be deactivated); Planned (unqualified); Planned (to be deactivated); Potential interface.

· Each interface between system pairs represented by an instance of SYSTEM-ASSOCIATION with an appropriate value of SYSTEM-ASSOCIATION Interface Status Code and SYSTEM-ASSOCIATION Name (e.g., Interface CS1/PS2, Interface PS1/PS2).

· Each instance of system is related to the NODE to which it belongs by defining instances of NODE-SYSTEM (e.g., CS1 paired with Node A, CS2 paired with Node A, PS1 paired with Node A, PS2 paired with Node A) with appropriate values of NODE-SYSTEM Role Code (e.g., Represents, Is location for, Supports, Is an address for).  In the case that two or more values of Role Code apply to the same pairing, the pairing is repeated as many times as necessary to express all those roles, for which different values of NODE-SYSTEM Identifier are assigned to distinguish between the pairings.

· When application program interfaces (APIs) are defined between two instances of SYSTEM to express the standards for the interface (as is the case in Figure 40), the AGREEMENT Identifier of that STANDARD (STANDARD is a subtype of AGREEMENT in the CADM, and APPLICATION-PROGRAM-INTERFACE-STANDARD is a subtype of STANDARD) is given the proper value in the entity SYSTEM-ASSOCIATION-MIGRATION.  Multiple instances of such APIs or other STANDARDs for the same instance of SYSTEM-ASSOCIATION are recorded using as many instances of SYSTEM-ASSOCIATION-MIGRATION as needed, using different values of the SYSTEM-ASSOCIATION-MIGRATION Identifier and entering the dates of applicability in the Time Frame PERIOD Identifer in SYSTEM-ASSOCIATION-MIGRATION.  In Figure 40, for example, the correct RS232 standard [e.g., Electronic Industries Association (EIA) RS232c (1969) or RS232D (1987)] would be specified in an instance of SYSTEM-ASSOCIATION-MIGRATION for which the paired systems are Message Handling System 2 and Mission Support System Z.

2.
SV-2, Systems Communications Description

Each System Communications Description (SV-2) is represented as an instance of SYSTEM-COMMUNICATION-DESCRIPTION, a subtype of DOCUMENT, which has attributes for Name, Time Frame, Category Code (with domain value “System Communication Description”), etc.  The SV-2 data requirements (Framework, Section 4.2.2.5) are satisfied by CADM 2.0 in the ways indicated in Table 27.

Table 27.  Framework 2.0 Data Requirements for SV-2

Detailed Description of Framework 2.0 
Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Specify communications systems pathways or networks (e.g., DSCS, Intelink, or JWICS) and the details of their configurations through which the physical nodes and systems interface
Instances of NODE, NODE-LINK, NETWORK, NETWORK-NODE, NODE-ASSOCIATION-NETWORK, NODE-SYSTEM, COMMUNICATION-MEDIUM, and COMMUNICATION-SYSTEM

Describe the physical aspects of the information needlines
Instances of EXCHANGE-NEED-LINE-REQUIREMENT, a subtype of REQUIREMENT; REQUIREMENT-COMMUNICATION-MEDIUM; and REQUIRED-CAPABILITY

Specify pertinent information about communications elements and services (e.g., the kind of processing performed onboard a satellite, the locations of network switches or routers, the existence of amplifiers or repeaters in a particular communications path, or the location of cable “bulkheads” on both shores of an ocean)
Instances of NETWORK, NETWORK-PATH, NETWORK-PATH-LINK, COMMUNICATION-SYSTEM, SYSTEM, SYSTEM-FUNCTION, SYSTEM-ELEMENT, SYSTEM-EQUIPMENT-TYPE, SYSTEM-SOFTWARE-ITEM, REFERENCE-MODEL-SERVICE, SOFTWARE-ITEM-SERVICE, NODE, NODE-ASSOCIATION, NODE-SYSTEM, NODE-FACILITY, NODE-COMMUNICATION-MEDIUM, NETWORK, NETWORK-CAPABILITY, and NETWORK-NODE.  “Location” of the elements is specified by assigning each to a specific NODE, and, where, necessary creating an instance of NODE-FACILITY

Describe all pertinent communications attributes (e.g., waveform, bandwidth, radio frequency, packet or waveform encryption methods)
Instances of NETWORK-CAPABILITY (for quantitative measures), NETWORK, NETWORK-SYSTEM, NETWORK-NODE, and NETWORK-STANDARD-PROFILE (for non-quantitative measures)

Describe communications paths and/or networks that interconnect systems nodes or specific systems (from one node to other nodes)
Instances of NETWORK, NETWORK-ASSOCIATION, NETWORK-PATH, and NETWORK-PATH-LINK

Note:  These data requirements are from Section 4.2.2.5 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines 710-714).  CADM 2.0 also meets the additional data requirements of Framework 2.0 Appendix A (see Annex E, Reference Lines 715-767).

Each SV-2 is an instance of SYSTEM-COMMUNICATION-DESCRIPTION, which cites a specific NETWORK.  Further details for SV-2 are recorded using the CADM in entities such as NETWORK-CAPABILITY, NETWORK-SYSTEM, NETWORK-PATH, NETWORK-STANDARD-PROFILE, and NODE-ASSOCIATION-NETWORK.  Specific links in SV-2 may have characteristics recorded in NODE-LINK and NODE-LINK-CAPABILITY.  These and other key entities for capturing data within or indirectly related to an SV-2 are shown in Figure 41 (left) and Figure 42 (right).
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Figure 41.  CADM 2.0 Systems Communications Description Product View (SV-2) [Part 1]
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Figure 42.  CADM 2.0 Systems Communications Description Product View (SV-2) [Part 2]

Figure 43 is an example Systems Communication Description taken from Framework 2.  The following text (versus detailed instance tables) indicates how the CADM would store information in this example:

· NODE Identifiers would be assigned for Node A, Node B, Node C, System 1, System 2, System 3, System 4, and System 5.  

· NETWORK Identifiers would be assigned for Node A, Node B, Node C, and the local area network within Node A.

· Instances of NETWORK-NODE would be defined to list all the NODEs that are included in each of the networks (e.g., pairing Node A network with the Node for System 1, paring Node A network with the NODE for System 2, etc.)

· An instance of NETWORK-NODE would be defined between the Node A network and Node A with a Role Code value of “Is a network entirely represented by.”

· An instance of NETWORK-ASSOCIATION would be defined between the local area net connecting Systems 3, 4, and 5 and the Node A network with a Type Code value of “Is part of.”

· Instances of NODE-ASSOCIATION would be defined for the internodal connections.
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Source:  Framework 2.0 (Figure 4-25b).

Figure 43.  Systems Communications Description, Intranodal Perspective (SV-2)—Template

3.
SV-3, System-System Matrix

Each System-System Matrix (SV-3) is represented as an instance of SYSTEM-SYSTEM-MATRIX, a subtype of DOCUMENT, which has attributes for Name, Time Frame, Category Code (with domain value “System-System Matrix”), etc.  The SV-3 data requirements (Framework, Section 4.2.2.6) are satisfied by CADM 2.0 in the ways indicated in Table 28.

Table 28.  Framework 2.0 Data Requirements for SV-3

Detailed Description of Framework 2.0 
Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Identify system-to-system relationships
Instances of SYSTEM-ASSOCIATION are used to represent each cell of the SYSTEM-SYSTEM-MATRIX

Specify for each system-system pair the (a) status (e.g., existing, planned, potential, de-activated), (b) category (e.g., C2, intelligence, logistics), (c) classification level (e.g., Secret, TS/SCI), and (d) means (e.g., JWICS, SIPRNet) of the interface
(a) Status:  SYSTEM-ASSOCIATION Interface Status Code

(b) Category:  Interface Purpose FUNCTIONAL-AREA Identifier(FK) in SYSTEM-ASSOCIATION

(c) Classification Level:  Interface Data SECURITY-
CLASSIFICATION Code (FK) in SYSTEM-ASSOCIATION

(d) Means:   Instances of SYSTEM-ASSOCIATION-MEANS

Associate with each system-system pair the context (e.g., functional domain or operational phase)
Functional Domain:  Interface Purpose FUNCTIONAL-AREA Identifier(FK) in SYSTEM-ASSOCIATION

Note:  These data requirements are from Section 4.2.1.6 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines 769-771).  CADM 2.0 also meets the additional data requirements of Framework 2.0 Appendix A (see Annex E, Reference Lines 772-797).

Each SV-3 is an instance of SYSTEM-SYSTEM-MATRIX, which is described by one or more instances of SYSTEM-SYSTEM-MATRIX-ELEMENT.  As for SV-1, the latter entity cites a specific system interface in terms of an instance of SYSTEM-ASSOCIATION-MEANS.  SYSTEM-ASSOCIATION-MEANS in turn provides reference to a specific pair of SYSTEMs (instance of SYSTEM-ASSOCIATION), primary communications medium, a COMMUNICATION-SYSTEM, and an instance or AGREEMENT (e.g., a standard or standard profile).  Each pair of SYSTEMs has associations to SYSTEM-ASSOCIATION-CONSTRAINT, SYSTEM-ASSOCIATION-MIGRATION, and SYSTEM-ASSOCIATION-MIGRATION-EVOLUTION.  Further, pairs of systems can be cited in INFORMATION-EXCHANGE-MATRIX-ELEMENT.  Characteristics of each SYSTEM in the pair are recorded in entities such as SYSTEM-STATUS, SYSTEM-STATUS-DEPENDENCY, and SYSTEM-CONSTRAINT.

Figure 44 provides the key entities used in specifying the data represented in or related to a specific System-System Matrix.
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Figure 44.  CADM 2.0 System-System Matrix Architecture Product View (SV-3)

Figure 45 is an example System-System Matrix taken from Framework 2.  Table 29 provides instance tables to show how data for a few cells of the figure are stored in the CADM.
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Source:  Framework 2.0 (Figure 4-26a).

Figure 45.  System-System Matrix (SV-3)—Army First Digital Division Notional Example

Table 29.  CADM Support for Specifying System Interfaces

SYSTEM



SYSTEM Identifier
SYSTEM-TYPE Identifier (FK)


SYSTEM Name

SYSTEM Acronym Text

SYSTEM Descr. Text
SYSTEM Nominal Users Quantity

SYSTEM Unit Cost Amount

SYSTEM Purpose Code

SYSTEM Version Name

SYS3001

GCCS

—
—
—
—
—

SYS3002

MCS/P

—
—
—
—
—

SYS3003

FBCB2

—
—
—
—
—

SYS3004

M1A1 SEP

—
—
—
—
—

SYS3005

M2A3

—
—
—
—
—

SYS3006

ASAS

—
—
—
—
—

SYS3007

AFATDS

—
—
—
—
—

SYS3008

FAADC3I

—
—
—
—
—

…
…
…
…
—
—
—
—
—

SYSTEM-ASSOCIATION




Ordinate SYSTEM Identifier (FK)



Subordinate SYSTEM Identifier (FK)

SYSTEM-ASSOC Identifier (FK)

SYSTEM-ASSOC Descr. Text
SYSTEM-ASSOC Interface Existence Code

SYSTEM-ASSOC Interop. Level Code


SYSTEM-ASSOC Type Code

SYS3001 (GCCS)
SYS3002 (MCS/P)
SYSA0001
—
Existing (unqualified)
C (Distributed Systems)
Interfaces with

SYS3001 (GCCS)
SYS3006 (ASAS)
SYSA0001
—
Existing (unqualified)
C
Interfaces with

SYS3001 (GCCS)
SYS3007 AFATDS)
SYSA0001
—
Existing (unqualified)
C
Interfaces with

SYS3001 (GCCS)
SYS3007 (FAADC3I)
SYSA0001
—
Existing (unqualified)
C
Interfaces with

SYS3002 (MCS/P)
SYS3001 (GCCS)
SYSA0001
—
Existing (unqualified)
C
Interfaces with

SYS3002 (MCS/P)
SYS3002 (MCS/P)
SYSA0001
—
Existing (unqualified)
C
Interfaces with

SYS3002 (MCS/P)
SYS3003 (FBCB2)
SYSA0001
—
Existing (unqualified)
C
Interfaces with

SYS3002 (MCS/P)
SYS3004 (M1A1 SEP)
SYSA0001
—
Existing (unqualified)
C
Interfaces with

SYS3002 (MCS/P)
SYS3005 (M2A3)
SYSA0001
—
Existing (unqualified)
C
Interfaces with

SYS3002 (MCS/P)
SYS3006 (ASAS)
SYSA0001
—
Existing (unqualified)
C
Interfaces with

…
…
…
—
…
…
…

4.
SV-4, Systems Functionality Description

Each Systems Functionality Description (SV-4) is represented as an instance of SYSTEM-FUNCTIONALITY-DESCRIPTION, a subtype of DOCUMENT, which has attributes for Name, Time Frame, Category Code (with domain value “System Functionality Description”), etc.  The SV-4 data requirements (Framework, Section 4.2.2.7) are satisfied by CADM 2.0 in the ways indicated in Table 30.

Table 30.  Framework 2.0 Data Requirements for SV-4

Detailed Description of Framework 2.0 Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Describe the flow of data among system functions
Instances of ACTIVITY-MODEL for which each ACTIVITY-MODEL-PROCESS-ACTIVITY is associated to an instance of SYSTEM-FUNCTION, which is a subtype of PROCESS-ACTIVITY, and for which the ACTIVITY-ICOM represents each data flow between SYSTEM-FUNCTIONs

Identify relationships between systems or system functions and activities at nodes
Instances of SYSTEM, SYSTEM-FUNCTION (a subtype of PROCESS-ACTIVITY), SYSTEM-PROCESS-ACTIVITY, NODE-SYSTEM, NODE-PROCESS-ACTIVITY, and ACTIVITY-MODEL-PROCESS-ACTIVITY

Associate icons to system functions (e.g., oval) and data flows between system functions (e.g., arrows)
Instances of ACTIVITY-MODEL-PROCESS-ACTIVITY-GRAPHIC and ACTIVITY-ICOM-GRAPHIC, which are associative entities for GRAPHIC, of which ICON is a subtype

Note:  These data requirements are from Section 4.2.2.7 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines 799-801).  CADM 2.0 also meets the additional data requirements of Framework 2.0 Appendix A (see Annex E, Reference Lines 802-838).

An noted, SV-4 is an instance of SYSTEM-FUNCTIONALITY-DESCRIPTION, which references a specific ACTIVITY-MODEL.  Data flow diagrams and other forms of SV-4 can be captured by using PROCESS-ACTIVITY for the functions (SYSTEM-FUNCTION is now a subtype of PROCESS-ACTIVITY) and also for data stores (DATA-STORE is a new subtype of PROCESS-ACTIVITY).  Information flows, as in activity models, are specified using ICOM, and they are decomposed by using ICOM-ASSOCIATION.  ACTIVITY-MODEL-PROCESS-ACTIVITY represents the activity in a specific model, and ACTIVITY-ICOM is the use of an ICOM in relation to a specific activity in a specific activity model.  Elements of an ACTIVITY-MODEL are related to other elements of an ARCHITECTURE through entities such as ACTIVITY-ICOM-EXCHANGE-REQUIREMENT, ACTIVITY-ICOM-GRAPHIC, DATA-ENTITY-ACTIVITY-ICOM, NODE-ACTIVITY-ICOM, ACTIVITY-MODEL-PROCESS-ACTIVITY-GRAPHIC, ACTIVITY-MODEL-SYSTEM-PROCESS-ACTIVITY, NODE-PROCESS-ACTIVITY, REQUIREMENT-INFORMATION-ASSET, and INFORMATION-ASSET-DOCUMENT.

Figure 46 provides the key entities used in specifying the data represented in or related to a specific Systems Functionality Description.
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Figure 46.  CADM 2.0 Systems Functionality Description Architecture Product View (SV-4)

Figure 47 is an example Systems Functionality Description taken from Framework 2.  The following text (versus detailed instance tables) indicates how the CADM would store information in this example:

· Instances of PROCESS-ACTIVITY would be defined for every process, repository, external source, and external sink.  

· Instances of INFORMATION-ELEMENT (ICOM) would be defined for every data flow.

· Each external source and external sink would be given a PROCESS-ACTIVITY Category Code value of “Data Store” [the fact that some are sources and some are sinks is derived in each case from the instances of ACTIVITY-ICOM (data flows) that are defined for each].  ACTIVITY-ICOM-INPUTs will exist only for external sinks and repositories, and ACTIVITY-ICOM-OUTPUTs will exist only for external sources and repositories.

· For each process, source, sink, or repository, instances of ACTIVITY-ICOM are defined twice for every data flow in the diagram, once to specify that the INFORMATION-ELEMENT (ICOM) is an output of a process, source, or repository, and once more to specify that the INFORMATION-ELEMENT (ICOM) is an input of a process, sink, or repository.  The distinction is specified in the ACTIVITY-ICOM Type Code (I—Input activity or O—Output activity).

· Details for the Systems Functionality Description are the same as for the Activity Model Specification (OV-5), with the exception that no instances of ACTIVITY-ICOM-CONTROL or ACTIVITY-ICOM-MECHANISM are defined.
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Source:  Framework 2.0 (Figure 4-27b).

Figure 47.  Systems Functionality Description (SV-4)—Template (Data Flows)

5.
SV-5, Operational Activity to System Function Traceability Matrix

Each Operational Activity to System Function Traceability Matrix (SV-1) is represented as an instance of SYSTEM-FUNCTION-TRACEABILITY-MATRIX, a subtype of DOCUMENT, which has attributes for Name, Time Frame, Category Code (with domain value “System Function Traceability Matrix”), etc.  The SV-5 data requirements (Framework, Section 4.2.2.8) are satisfied by CADM 2.0 in the ways indicated in Table 31.

Table 31.  Framework 2.0 Data Requirements for SV-5

Detailed Description of Framework 2.0 Data Requirement
Relation of Framework Data Requirement to CADM 2.0

Relate operational activities to system functions
Each operational activity or group of activities is given a TASK Identifier and an associated ACTION Identifier; this instance is associated with a SYSTEM-FUNCTION through the ACTION Identifier (FK) in the parent entity PROCESS-ACTIVITY of SYSTEM-FUNCTION

Note:  These data requirements are from Section 4.2.2.8 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Line 840).  CADM 2.0 also meets the additional data requirements of Framework 2.0 Appendix A (see Annex E, Reference Lines 841-850).

Figure 48 provides the key entities for supporting the data requirements of SV-5.  As noted, each SV-5 is an instance of SYSTEM-FUNCTION-TRACEABILITY-MATRIX.  Each operational activity may be specified using ACTION, TASK, and PROCESS-ACTIVITY, and SYSTEM-FUNCTION is a subtype of PROCESS-ACTIVITY.  Regardless of which approach is used for identifying the operational activity, each of ACTION, TASK, and PROCESS-ACTIVITY contains a common ACTION Identifier that can be used to correlate data from different instances of SV-5.  Each SV-5 is defined by one or more instances of SYSTEM-FUNCTION-TRACEABILITY-MATRIX-ELEMENT, which contains identifiers for TASK, PROCESS-ACTIVITY, SYSTEM, and SYSTEM-PROCESS-ACTIVITY.  The actual functions of a SYSTEM are specified separately in SYSTEM-PROCESS-ACTIVITY.  Each SYSTEM-PROCESS-ACTIVITY can specify one or more instances of STANDARD-PROFILE through SYSTEM-PROCESS-ACTIVITY-STANDARD-PROFILE.  Source and destination TASKs can be cited in EXCHANGE-NEED-LINE-IER and related directly in TASK-ASSOCIATION.
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Figure 48.  CADM 2.0 System Function Traceability Matrix Architecture Product View (SV-5)

Figure 49 is an example Operational Activity to System Function Traceability Matrix taken from Framework 2.0.  The following text (versus detailed instance tables) indicates how the CADM would store information in this example:

· An instance of PROCESS-ACTIVITY is defined for each SYSTEM-FUNCTION and the value “System Function” assigned to the PROCESS-ACTIVITY Category Code.

· An instance of TASK is defined for each operational activities (UJTL and other activities may already be defined as MISSION-ESSENTIAL-TASKs).

· For each case in which a SYSTEM-FUNCTION supports or is otherwise related to an operational activity, an instance of SYSTEM-FUNCTION-TRACEABILITY-MATRIX-ELEMENT is defined, whose descriptive attributes include the PROCESS-ACTIVITY Identifier and PROCESS-ACTIVITY Version Identifier, which are the primary key attributes of the SYSTEM-FUNCTION, as well as TASK Identifier for the operational activity.  In the case where a specific SYSTEM is involved, a SYSTEM Identifier may also be identified for that instance of SYSTEM-FUNCTION-TRACEABILITY-MATRIX-ELEMENT.

· Note that specific instances of SYSTEM have associated instances of SYSTEM-FUNCTION through the entity SYSTEM-PROCESS-ACTIVITY.

· Note that where operational activities have been specified using an instance of ACTION (to include actions taken on the battlefield), that instance is related to the TASK defined for the operational activity by the ACTION Identifier in the entity TASK.
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Source:  Framework 2.0 (Figure 4-29).

Figure 49.  Operational Activity to System Function Traceability Matrix (SV-5)—Notional Example

6.
SV-6, System Information Exchange Matrix

Each System Information Exchange Matrix (SV-6) is represented as an instance of INFORMATION-EXCHANGE-MATRIX, a subtype of DOCUMENT, which has attributes for Name, Time Frame, Category Code (with domain value “Information Exchange Matrix”), etc.  The 
SV-6 data requirements (Framework, Section 4.2.2.9) are satisfied by CADM 2.0 in the ways indicated in Table 32.

Table 32.  Framework 2.0 Data Requirements for SV-6

Detailed Description of Framework 2.0 Data Requirement
Relation of Framework Data Requirement to CADM 2.0

Describe information exchanges between systems within a node and from those systems to systems at other nodes
Instances of INFORMATION-EXCHANGE-MATRIX-ELEMENT

Specify protocols, and data or media formats for each information exchange
Instances of AGREEMENT-GUIDANCE, since REQUIREMENT is a subtype of GUIDANCE and standards for protocols, data, and media formats are subtypes of AGREEMENT (e.g., STANDARD)

Note:  These data requirements are from Section 4.2.2.9 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines 852-853).  CADM 2.0 also meets the additional data requirements of Framework 2.0 Appendix A (see Annex E, Reference Lines 854-888).

Figure 50 is an example System Information Exchange Matrix taken from Framework 2.0.  Figure 51 (left side) and Figure 52 (right side) provide the key entities for supporting the data requirements of SV-6.  As noted, SV-6 is an instance of  INFORMATION-EXCHANGE-MATRIX  It is defined by one or more instances of INFORMATION-EXCHANGE-MATRIX-ELEMENT.  The latter entity contains identifiers for a specific need line (EXCHANGE-NEED-LINE-REQUIREMENT), information exchange content (INFORMATION-EXCHANGE-REQUIREMENT), the associative entity EXCHANGE-NEED-LINE-IER, a MESSAGE-STANDARD, provider and recipient SYSTEMs, and provider and recipient SOFTWARE-ITEMs.  As for SV-3, separation of the specifications of information content and need line dramatically reduces redundancy that might otherwise occur in the matrix, since many need lines cite the same information content.  Details of SV-6 are provided by direct and indirect associations with CONCEPTUAL-DATA-MODEL, ACTIVITY-MODEL, GUIDANCE, REQUIRED-CAPABILITY, SYSTEM, ICOM (representing information flows), PROCESS-ACTIVITY, NODE-ASSOCIATION, and DATA-ITEM-TYPE.

All of the data structures available for an Operational Information Exchange Matrix 
(OV-3) are also available in the CADM for the Systems Operational Information Exchange Matrix (SV-6).  In addition, the specifications of inputs and outputs for system functions (e.g., in the System Functionality Description, SV-4) are available through an Activity Model Specification (OV-5).  These capabilities of the CADM have been discussed in sections above.

The following text (versus detailed instance tables) indicates how the CADM would store information in Figure 50:

· An instance of SYSTEM is defined for each system or system element.

· An instance of INFORMATION-EXCHANGE-MATRIX-ELEMENT and a corresponding element of EXCHANGE-NEED-LINE-IER (where applicable) is defined for each row of the intended matrix.  These require specification of the actual INFORMATION-EXCHANGE-REQUIREMENT and the EXCHANGE-NEED-LINE-REQUIREMENT.

· An instance of INFORMATION-ELEMENT (ICOM) and INFORMATION-EXCHANGE-REQUIREMENT is defined for each input and output [the INFO-ELEM (ICOM) Identifier and ICOM Version Identifier are descriptive attributes of INFORMATION-EXCHANGE-REQUIREMENT].  

· The data for each input and output are entered into the attributes of INFORMATION-EXCHANGE-REQUIREMENT as follows:

· Source System or System Element—Provider SYSTEM Identifier in INFORMATION-EXCHANGE-MATRIX-ELEMENT
· Destination System or System Element—Recipient SYSTEM Identifier in INFORMATION-EXCHANGE-MATRIX-ELEMENT
· Content—stored as ICOM Definition Text and, where necessary, in INFO-EXCH-REQ Content Description Text

· Media—COMMUNICATION-MEDIUM Identifier (FK) in EXCHANGE-NEED-LINE-IER
· Data/Media Format—MESSAGE-STANDARD (Identifier) (FK) in INFORMATION-EXCHANGE-MATRIX-ELEMENT
· Security Level—SECURITY-CLASSIFICATION Code (FK) and CAVEATED-SECURITY-CLASSIFICATION Identifier (FK) in EXCHANGE-NEED-LINE-IER
· Frequency, Timeliness, and Throughput—EXCHANGE-NEED-LINE-IER Frequency Rate, INFO-EXCH-REQ Timeliness Code, EXCH-NEED-LINE-REQ Timeliness Code, and EXCHANGE-NEED-LINE-IER Speed-of-Service Code

· Where required, the Provider SOFTWARE-ITEM and Recipient SOFTWARE-ITEM can be Identified in INFORMATION-EXCHANGE-MATRIX-ELEMENT.
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Source:  Framework 2.0 (Figure 4-30).

Figure 50.  System Information Exchange Matrix (SV-6)—Representative Format
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Figure 51.  CADM 2.0 System Information Exchange Matrix Architecture Product View (SV-6) [Same As OV-3] [Part 1]
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Figure 52.  CADM 2.0 System Information Exchange Matrix Architecture Product View (SV-6) [Same As OV-3] [Part 2]

7.
SV-7, System Performance Parameters Matrix

Each System Performance Parameters Matrix (SV-7) is represented as an instance of SYSTEM-PERFORMANCE-PARAMETER-MATRIX, a subtype of DOCUMENT, which has attributes for Name, Time Frame, Category Code (with domain value “System Performance Parameter Matrix”), etc.  The key entities of the CADM used to support this architecture product are shown in Figure 53.  The SV-7 data requirements (Framework, Section 4.2.2.10) are satisfied by CADM 2.0 in the ways indicated in Table 33.

Table 33.  Framework 2.0 Data Requirements for SV-7

Detailed Description of Framework 2.0 Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Specify the current performance characteristics of each system, and the expected or required performance characteristics at specified times in the future
Instances of SYSTEM-PERFORMANCE-PARAMETER-MATRIX and MATERIEL-ITEM-CAPABILITY-NORM

Distinguish software from hardware for each system
Hardware and software for subsystems and components:  Instances of SYSTEM-EQUIPMENT-TYPE and SYSTEM-SOFTWARE-ITEM

Examples of subsystems and components:  PLATFORM-ELEMENT and PLATFORM-APPLICATION-SOFTWARE-ELEMENT, both subtypes of SYSTEM-ELEMENT, which is a subtype of SYSTEM

Note:  These data requirements are from Section 4.2.2.10 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines 890-891).  CADM 2.0 also meets the additional data requirements of Framework 2.0 Appendix A (see Annex E, Reference Lines 892-923).

As noted, SV-7 is an instance of SYSTEM-PERFORMANCE-PARAMETER-MATRIX, which is defined by one or more instances of SYSTEM-PERFORMANCE-PARAMETER-MATRIX-ELEMENT.  The latter contains identifiers for a CONSTRAINT, a SYSTEM, a SYSTEM-CAPABILITY, and a Time Frame PERIOD.  Each SYSTEM has separate specifications in terms if its EQUIPMENT-TYPEs (through SYSTEM-EQUIPMENT-TYPE and the Equipment Type MATERIEL-ITEM Identifier), SOFTWARE-ITEMs (through SYSTEM-SOFTWARE-ITEM and the Software Item MATERIEL-ITEM Identifier), design capabilities (MATERIEL-ITEM-CAPABILITY-NORM), and actual capabilities (SYSTEM-CAPABILITY).
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Figure 53.  CADM 2.0 System Performance Parameters Matrix Architecture Product View (SV-7)

Figure 54 is an example System Information Exchange Matrix taken from Framework 2.0.  In general, the quantitative characteristics are supported by creating instances of CAPABILITY and providing values for the proper CAPABILITY in the proper IMPLEMENTATION-TIME-FRAME.  
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Figure 54.  System Performance Parameters Matrix (SV-7)—Notional Example

The remaining discussion in this section will provide instance tables to show how the CADM can capture information in a specific System Performance Parameters Matrix architecture product as illustrated in Figure 54 (above) and an example (Figure 55) developed for the United States Imagery and Geospatial System (USIGS) by the National Imagery and Mapping Agency (NIMA).

Performance Measure
Current Value
1999 Value
2002 Value
Units

Mean Time Between Failure
168
336
336
hours

Best Display Resolution
1024 by 1024
1280 by 1024
2560 by 2048
pixels

Diagonal Roam Rate
64
256
1024
pixels/second

…
…
…
…
…

Source:  United States Imagery and Geospatial Information System (USIGS) Architecture Framework (UAF), National Imagery and Mapping Agency (NIMA), 10 June 1997, (Figure 6-7).

Figure 55.  USIGS Systems Performance Parameters (Notional)

The USIGS Systems Performance Parameters Matrix builds on the USIGS System Interface Description to describe the current performance characteristics of each parameter.  It further relates to a USIGS Systems-to-Standards Overlay and corresponding tailored technical criteria profile (TTCP) from the USIGS Technical Architecture.

This documentation outlines the specific quantifiable parameters that serve as the benchmarks for measuring the performance of the systems as outlined in the Systems Element/Interface Matrix.  By incorporating future performance expectations drawn from the  USIGS Emerging Technology and Gaps and the USIGS Migration Plan, this product is a key resource in maintaining architecture flexibility through planned integration of future technology and retirement of legacy systems.

Table 34 provides CADM instances for some of the data shown in Figure 54 (above) and all of the data shown in Figure 55 (above).  Other characteristics shown in Figure 54 are specified in the same way.  In general, the quantitative characteristics are supported by creating instances of CAPABILITY and providing values for the proper CAPABILITY in the proper IMPLEMENTATION-TIME-FRAME.  

Qualitative characteristics require a descriptive attribute (with coded domains whenever possible to ensure meanings are conveyed in a standard manner) for the entity SYSTEM-IMPLEMENTATION-TIME-FRAME-DETAIL, for which values are expressed for each SYSTEM and each IMPLEMENTATION-TIME-FRAME.  Three of these descriptive characteristics have been identified from a detailed review of the Version 1 Framework:  Effectiveness Description Text, Maintainability Text, and Organic Training Description Text (no coded domain candidates were found).  Table 34 (the part for SYSTEM-IMPLEMENTATION-TIME-FRAME-DETAIL) illustrates each of these concepts.

Table 34.  CADM Instances for System Performance Parameters

SYSTEM

SYSTEM Identifier
SYSTEM-TYPE Identifier (FK)

SYSTEM Name
SYSTEM Acronym Text
SYSTEM 
Description Text
SYSTEM 
Version Name

SYS3051
Intelligence System
System D
SYS-D
—
—

CAPABILITY


CAPABILITY Identifier
CAPABILITY 
Measurement Unit Code
CAPABILITY 
Type Code

CAP3051
percent
Availability

CAP3052
pixels
Best Display Resolution-Horizontal

CAP3053
pixels
Best Display Resolution-Vertical

CAP3054
bits/second
Data Throughput/Capacity

CAP3055
bits/second
Data Transfer Rate

CAP3056
pixels/second
Diagonal Roam Rate

CAP3057
seconds
Input Type Response Time

CAP3058
hours
Mean Time Between (Hardware) Failures

CAP3059
hours
Mean Time Between Software Faults

CAP3060
seconds
Operator Interaction Type Response Time

CAP3061
seconds
Program Restart Time

CAP3062
seconds
System Initialization Time

SYSTEM-CAPABILITY


SYSTEM Identifier 
(FK)
CAPABILITY Identifier 
(FK)
SYSTEM-CAPABILITY Identifier
SYSTEM-FUNCTION Id (FK)
IMPLEMENTA- TION-CLASS Code (FK)
SYS-CAP Effective 
Date
SYS-CAP Meas. Unit Quantity

SYS3051 (SYS-D)
CAP3051
SYSC0001
—
Current
—
—

SYS3051 (SYS-D)
CAP3052
SYSC0001
—
Current
—
1,024 (pixels)

SYS3051 (SYS-D)
CAP3052
SYSC0002
—
Near-Term
1999
1,280 (pixels)

SYS3051 (SYS-D)
CAP3052
SYSC0003
—
Far-Term
2002
2,560 (pixels)

SYS3051 (SYS-D)
CAP3053
SYSC0001
—
Current
—
1,024 (pixels)

SYS3051 (SYS-D)
CAP3053
SYSC0002
—
Near-Term
1999
1,024 (pixels)

SYS3051 (SYS-D)
CAP3053
SYSC0003
—
Far-Term
2002
2,048 (pixels)

SYS3051 (SYS-D)
CAP3054
SYSC0001
—
Current
—
—

SYS3051 (SYS-D)
CAP3055
SYSC0001
—
Current
—
—

SYS3051 (SYS-D)
CAP3056
SYSC0001
—
Current
—
64 (pixels)

SYS3051 (SYS-D)
CAP3056
SYSC0002
—
Near-Term
1999
256 (pixels)

SYS3051 (SYS-D)
CAP3056
SYSC0003
—
Far-Term
2002
1,024 (pixels)

SYS3051 (SYS-D)
CAP3057
SYSC0001
—
Current
—
—

SYS3051 (SYS-D)
CAP3058
SYSC0001
—
Current
—
168 (hours)

SYS3051 (SYS-D)
CAP3058
SYSC0002
—
Near-Term
1999
336 (hours)

SYS3051 (SYS-D)
CAP3058
SYSC0003
—
Far-Term
2002
336 (hours)

SYS3051 (SYS-D)
CAP3059
SYSC0001
—
Current
—
—

SYS3051 (SYS-D)
CAP3060
SYSC0001
—
Current
—
—

SYS3051 (SYS-D)
CAP3061
SYSC0001
—
Current
—
—

SYS3051 (SYS-D)
CAP3062
SYSC0001
—
Current
—
—

The following attributes of SYSTEM-CAPABILITY are not shown in the instance table:  Description Text, Estimated Accuracy Evaluation Code, Estimated Reliability Code, and Type Code.

SYSTEM-IMPLEMENTATION-TIME-FRAME-DETAIL




SYSTEM Identifier (FK)

IMPLEM-TIME-FRAME Code (FK)

SYSTEM-IMPLEM-TIME-FRAME-DETAIL 
Identifier
SYSTEM-IMPLEM-TIME-FRAME-DETAIL Effectiveness Description Text
SYSTEM-IMPLEM-TIME-FRAME-DETAIL Maintainability Description Text
SYSTEM-IMPLEM-TIME-FRAME-DETAIL Organic Training Description Text

SYS3051 (SYS-D)
Current
SICD0001
—
—
—

SYS3051 (SYS-D)
Near-Term
SICD0002
—
—
—

SYS3051 (SYS-D)
Far-Term
SICD0003
—
—
—

…
…
…
—
—
—

Table 34.  (Cont’d)

SYSTEM-CRITERIA-PROFILE



SYSTEM Identifier (FK)
SYSTEM-CRITERIA-PROFILE Identifier

AGREEMENT Identifier 
(FK)

GUIDANCE Identifier 
(FK)
SYSTEM-CRITERIA-PROFILE 
Enabling Function Text

SYSTEM-CRITERIA-PROFILE 
Time Phase Code

SYS3051 (SYS-D)
SCP0001
—
—
—
Current

CAPABILITY-MATRIX

Capability Matrix
DOCUMENT Identifier (FK)

DOC0003

CAPABILITY-MATRIX-SYSTEM-CAPABILITY

Capability Matrix DOCUMENT Identifier (FK)
SYSTEM 
Identifier (FK)
CAPABILITY 
Identifier (FK)
SYSTEM-CAPABILITY Identifier (FK)

DOC0003
SYS3051 (SYS-D)
CAP3051
SYSC0001

DOC0003
SYS3051 (SYS-D)
CAP3052
SYSC0001

DOC0003
SYS3051 (SYS-D)
CAP3052
SYSC0002

DOC0003
SYS3051 (SYS-D)
CAP3052
SYSC0003

DOC0003
SYS3051 (SYS-D)
CAP3053
SYSC0001

DOC0003
SYS3051 (SYS-D)
CAP3053
SYSC0002

DOC0003
SYS3051 (SYS-D)
CAP3053
SYSC0003

DOC0003
SYS3051 (SYS-D)
CAP3054
SYSC0001

DOC0003
SYS3051 (SYS-D)
CAP3055
SYSC0001

DOC0003
SYS3051 (SYS-D)
CAP3056
SYSC0001

DOC0003
SYS3051 (SYS-D)
CAP3056
SYSC0002

DOC0003
SYS3051 (SYS-D)
CAP3056
SYSC0003

DOC0003
SYS3051 (SYS-D)
CAP3057
SYSC0001

DOC0003
SYS3051 (SYS-D)
CAP3058
SYSC0001

DOC0003
SYS3051 (SYS-D)
CAP3058
SYSC0002

DOC0003
SYS3051 (SYS-D)
CAP3058
SYSC0003

DOC0003
SYS3051 (SYS-D)
CAP3059
SYSC0001

DOC0003
SYS3051 (SYS-D)
CAP3060
SYSC0001

DOC0003
SYS3051 (SYS-D)
CAP3061
SYSC0001

DOC0003
SYS3051 (SYS-D)
CAP3062
SYSC0001

PERFORMANCE-PARAMETER-MATRIX

Performance Parameter Matrix
DOCUMENT Identifier (FK)

DOC0027

DOCUMENT-ASSOCIATION

Ordinate 
DOCUMENT Identifier (FK)
Subordinate 
DOCUMENT Identifier (FK)
DOCUMENT-ASSOCIATION 
Role Code

DOC0027 Performance Parameter Matrix)
DOC0003 (Capability Matrix)
Is contained in

8.
SV-8, System Evolution Description

Each System Evolution Description (SV-8) is represented as an instance of SYSTEM-EVOLUTION-DESCRIPTION, a subtype of DOCUMENT, which has attributes for Name, Time Frame, Category Code (with domain value “System Evolution Description”), etc.  The key entities of the CADM used to support this architecture product are shown in Figure 56.  The SV-8 data requirements (Framework, Section 4.2.2.11) are satisfied by CADM 2.0 in the ways indicated in Table 35.

Table 35.  Framework 2.0 Data Requirements for SV-8

Detailed Description of Framework 2.0 
Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Describe characteristics of system or system-of-system evolution (spreading in scope while increasing functionality and flexibility), or migration  (incrementally creating a more streamlined, efficient, smaller and cheaper suite)
Instances of SYSTEM-MIGRATION-EVOLUTION, which characterizes all the instances of SYSTEM-ASSOCIATION-MIGRATION for a specific SYSTEM-EVOLUTION-DESCRIPTION, and a new non-identifying relationship from SYSTEM-CONSTRAINT to SYSTEM-MIGRATION-EVOLUTION (unify keys with the Ordinate SYSTEM Identifier in SYSTEM-MIGRATION-EVOLUTION)

Accommodate information requirements, performance parameters, and technology forecasts
Instances of SYSTEM-ASSOCIATION-MEANS, INFORMATION-EXCHANGE-MATRIX-ELEMENT, TECHNOLOGY-FORECAST, and STANDARD-TECHNOLOGY-FORECAST

Note:  These data requirements are from Section 4.2.2.11 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines 925-926).  CADM 2.0 also meets the additional data requirements of Framework 2.0 Appendix A (see Annex E, Reference Lines 927-960).

As noted, SV-8 is an instance of SYSTEM-EVOLUTION-DESCRIPTION, which is defined by one or more instances of SYSTEM-MIGRATION-EVOLUTION.  The latter cites a specific SYSTEM and SYSTEM-CONSTRAINT, and it is in turn defined by one or more instances of SYSTEM-ASSOCIATION-MIGRATION.  SYSTEM-ASSOCIATION-MIGRATION cites a specific GUIDANCE (e.g., REQUIREMENT, TECHNICAL-CRITERION), a specific AGREEMENT (e.g., a standard or standard profile), and a Time Frame PERIOD.  As a child of SYSTEM-ASSOCIATION, SYSTEM-ASSOCIATION-MIGRATION has all the characteristics of SYSTEM-ASSOCIATION (e.g., interface status, interoperability level), SYSTEM-ASSOCIATION-CONSTRAINT, and SYSTEM-ASSOCIATION-MEANS.  The Time Frame for a SYSTEM-ASSOCIATION-MIGRATION can be matched with the Time Frames for TECHNOLOGY-FORECAST and STANDARD-TECHNOLOGY-FORECAST (TV-2).
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Figure 56.  CADM 2.0 System Evolution Description Architecture Product View (SV-8)

Figure 57 and Figure 58 are examples of System Evolution Descriptions taken from Framework 2.0.  Figure 57 is a migration example, and Figure 58 is an evolution example.  Since the structures are nearly identical in these examples, the discussion below focuses on Figure 57.
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Source:  Framework 2.0 (Figure 4-32a).

Figure 57.  System Evolution Diagram  (SV-8)—Migration Example
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Source:  Framework 2.0 (Figure 4-32b).

Figure 58.  System Evolution Diagram  (SV-8)—Evolution Example

Table 36 provides instances for CADM entities that show how the CADM captures information from the System Evolution Diagram in Figure 57.  The integrated MIDB at the right side of the figure is identified in the table as MIDB-97.

Table 36.  CADM Support of System Evolution Diagram

SYSTEM

SYSTEM Identifier
SYSTEM-TYPE Identifier (FK)

SYSTEM Name
SYSTEM Acronym Text
SYSTEM 
Description Text
SYSTEM 
Version Name

SYS3001
Intelligence System
Mainframe IDB
MF-IDB
—
—

SYS3002
Intelligence System
—
FORTIS
—
—

SYS3003
Intelligence System
—
IDB-II
—
—

SYS3004
Intelligence System
—
CSIDS
—
—

SYS3005
Intelligence System
—
SDB
—
—

SYS3006
Intelligence System
—
DIA JMIIS
—
—

SYS3007
Intelligence System
—
MIIPS
—
—

SYS3008
Intelligence System
—
MIDB
—
1.0

SYS3009
Intelligence System
—
MIDB
—
1.1

SYS3010
Intelligence System
—
MIDB
—
1.2

SYS3011
Intelligence System
—
XIDB
—
—

SYS3012
Intelligence System
—
MIDB-97
—
—

…
…
—
…
—
—

The following attributes of SYSTEM are not shown in this instance table:  Nominal Users Quantity, Unit Cost Amount, and Purpose Code.

SYSTEM-ASSOCIATION



Ordinate SYSTEM Identifier (FK)

Subordinate SYSTEM Identifier (FK)
SYSTEM-ASSOC Identifier (FK)

SYSTEM-ASSOC Interface Existence Code
SYSTEM-ASSOC Interop. Level Code

SYSTEM-ASSOC Type Code

SYS3012 (MIDB-97)
SYS3001 (MF-IDB)
SYSA0001
Existing (deactivation)
C (Distributed Systems)
Migrates from

SYS3010 (MIDB 1.2)
SYS3002 (FORTIS)
SYSA0001
Existing (deactivation)
C
Migrates from

SYS3009 (MIDB 1.1)
SYS3003 (IDB-II)
SYSA0001
Existing (deactivation)
C
Migrates from

SYS3009 (MIDB 1.1)
SYS3004 (CIDS)
SYSA0001
Existing (deactivation)
C
Migrates from

SYS3008 (MIDB 1.0)
SYS3005 (SDB)
SYSA0001
Existing (deactivation)
C
Migrates from

SYS3008 (MIDB 1.0)
SYS3006 (JMIIS)
SYSA0001
Existing (deactivation)
C
Migrates from

SYS3008 (MIDB 1.0)
SYS3007 (MIIPS)
SYSA0001
Existing (deactivation)
C
Migrates from

SYS3009 (MIDB 1.1)
SYS3008 (MIDB 1.0)
SYSA0001
Existing (upgrades)
C
Migrates from

SYS3010 (MIDB 1.2)
SYS3009 (MIDB 1.1)
SYSA0001
Existing (upgrades)
C
Is an upgrade planned for

SYS3012 (MIDB-97)
SYS3010 (MIDB 1.2)
SYSA0001
Existing (upgrades)
C
Is an upgrade planned for

The following attributes of SYSTEM-ASSOCIATION are not shown in the instance table:  Description Text.

SYSTEM-ASSOCIATION-MIGRATION

SYSTEM-ASSOCIATION Group Identifier (FK)
SYSTEM-

SYSTEM-
SYSTEM-

Ordinate 
SYSTEM Identifier (FK)
Subordinate SYSTEM Identifier 
(FK)
SYSTEM-ASSOC Id (FK)
ASSOC-MIGRATION Id (FK)
IMPLEM.-TIME-FRAME 
Code (FK)
ASSOC-MIGRAT. Start Date
ASSOC-MIGRAT. End Date

SYS3012 (MIDB-97)
SYS3001 (MF-IDB)
SYSA0001
SAM0001
Current
—
Jun 1997

SYS3010 (MIDB 1.2)
SYS3002 (FORTIS)
SYSA0001
SAM0001
Current
—
Dec 1996

SYS3009 (MIDB 1.1)
SYS3003 (IDB-II)
SYSA0001
SAM0001
Current
—
Jun 1996

SYS3009 (MIDB 1.1)
SYS3004 (CIDS)
SYSA0001
SAM0001
Current
—
Jun 1996

SYS3008 (MIDB 1.0)
SYS3005 (SDB)
SYSA0001
SAM0001
Current
—
Jun 1995

SYS3008 (MIDB 1.0)
SYS3006 (JMIIS)
SYSA0001
SAM0001
Current
—
Jun 1995

SYS3008 (MIDB 1.0)
SYS3007 (MIIPS)
SYSA0001
SAM0001
Current
—
Jun 1995

SYS3009 (MIDB 1.1)
SYS3008 (MIDB 1.0)
SYSA0001
SAM0001
Current
—
Jun 1996

SYS3010 (MIDB 1.2)
SYS3009 (MIDB 1.1)
SYSA0001
SAM0001
Current
—
Dec 1996

SYS3012 (MIDB-97)
SYS3010 (MIDB 1.2)
SYSA0001
SAM0001
Current
—
Dec 1997

Table 36.  (Cont’d)

EVOLUTION-DIAGRAM

Evolution Diagram DOCUMENT Identifier (FK)

DOC0012

SYSTEM-MIGRATION-EVOLUTION

SYSTEM-ASSOCIATION-MIGRATION Group Identifier (FK)
Evolution

SYSTEM-ASSOCIATION Group Identifier (FK)
SYSTEM-
Diagram

Ordinate SYSTEM Identifier (FK)
Subordinate SYSTEM Identifier (FK)
SYSTEM-ASSOCIATION Identifier (FK)
ASSOCIATION-MIGRATION Id (FK)
DOCUMENT Id (FK)

SYS3012 (MIDB-97)
SYS3001 (MF-IDB)
SYSA0001
SAM0001
DOC0012

SYS3010 (MIDB 1.2)
SYS3002 (FORTIS)
SYSA0001
SAM0001
DOC0012

SYS3009 (MIDB 1.1)
SYS3003 (IDB-II)
SYSA0001
SAM0001
DOC0012

SYS3009 (MIDB 1.1)
SYS3004 (CIDS)
SYSA0001
SAM0001
DOC0012

SYS3008 (MIDB 1.0)
SYS3005 (SDB)
SYSA0001
SAM0001
DOC0012

SYS3008 (MIDB 1.0)
SYS3006 (JMIIS)
SYSA0001
SAM0001
DOC0012

SYS3008 (MIDB 1.0)
SYS3007 (MIIPS)
SYSA0001
SAM0001
DOC0012

SYS3009 (MIDB 1.1)
SYS3008 (MIDB 1.0)
SYSA0001
SAM0001
DOC0012

SYS3010 (MIDB 1.2)
SYS3009 (MIDB 1.1)
SYSA0001
SAM0001
DOC0012

SYS3012 (MIDB-97)
SYS3010 (MIDB 1.2)
SYSA0001
SAM0001
DOC0012

9.
SV-9, System Technology Forecast

Each System Interface Description (SV-9) is represented as an instance of SYSTEM-TECHNOLOGY-FORECAST, a subtype of DOCUMENT, which has attributes for Name, Time Frame, Category Code (with domain value “Technology Forecast Matrix”), etc.  The key entities of the CADM used to support this architecture product are shown in Figure 59.  The SV-9 data requirements (Framework, Section 4.2.2.12) are satisfied by CADM 2.0 in the ways indicated in Table 37.

Table 37.  Framework 2.0 Data Requirements for SV-9

Detailed Description of Framework 2.0 
Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Support predictions about the availability of emerging capabilities and about industry trends in specific time frames (e.g., 6-month, 12-month, 18-month intervals) and confidence factors for the predictions
Instances of TECHNOLOGY-FORECAST, SYSTEM-TECHNOLOGY-FORECAST-PROFILE, STANDARD-TECHNOLOGY-FORECAST, and STANDARD-TECHNOLOGY-FORECAST-ELEMENT, each of which has a PERIOD Identifier (FK)

Identify potential technology impacts on current architectures
Instances of TECHNOLOGY-ISSUE

Identify technology areas
TECHNOLOGY Area Code

Identify issues that will affect the architecture
Added a non-identifying relationship from TECHNOLOGY-ISSUE to ARCHITECTURE-ISSUE

Note:  These data requirements are from Section 4.2.2.12 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines 962-965).  CADM 2.0 also meets the additional data requirements of Framework 2.0 Appendix A (see Annex E, Reference Lines 966-992).
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Figure 59.  CADM 2.0 System Technology Forecast Architecture Product View (SV-9)

As noted, SV-9 is an instance of DOCUMENT in the subtype SYSTEM-TECHNOLOGY-FORECAST (see Section III.D.9 below), which is defined by one or more instances of SYSTEM-TECHNOLOGY-FORECAST-PROFILE.  The latter contains the identifiers for a specific SYSTEM, a specific TECHNICAL-SERVICE, a TECHNOLOGY-COUNTERMEASURE, a TECHNOLOGY-FORECAST, and a PERIOD.  The PERIOD is the same entity used to characterize a STANDARD-TECHNOLOGY-FORECAST-ELEMENT, STANDARD-TECHNOLOGY-FORECAST, and TECHNOLOGY-FORECAST.

The CADM provides for specification of TECHNOLOGY, together with associations such as TECHNOLOGY-ASSOCIATION (between two instances of TECHNOLOGY), TECHNOLOGY-COUNTERMEASURE, TECHNICAL-CRITERION, TECHNOLOGY-FORECAST, and TECHNOLOGY-ISSUE.  Each TECHNOLOGY-FORECAST-MATRIX (a subtype of DOCUMENT) is specified being citing instances of TECHNOLOGY-FORECAST-PROFILE.  In addition, a TECHNICAL-CRITERIA-DOCUMENT (also a subtype of DOCUMENT) can be specified by citing instances of TECHNICAL-CRITERION-PROFILE, which in turn cites instances of TECHNICAL-CRITERION and TECHNICAL-GUIDELINE (a subtype of GUIDANCE).  

Table 38 illustrates the use of TECHNOLOGY and TECHNOLOGY-FORECAST in specifying the information contained in Figure 60.
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Source:  Framework 2.0 (Figure 4-33).

Figure 60.  System Technology Forecast (SV-9)—Data Production and Management Example
Table 38.  Specifying a Technology Forecast with the CADM

TECHNOLOGY

TECHNOLOGY Identifier
TECHNOLOGY Area Code
TECHNOLOGY Description Text

TECHNOLOGY Name
TECHNOLOGY Time Frame Cat. Code

TECH0001
Technology Forecast.
—
Distributed Heterogeneous DBs
—

TECH0002
Technology Forecast.
—
Security
—

TECH0003
Technology Forecast.
—
Hyperlink Management
—

TECH0004
Technology Forecast.
—
Document Creation Tools
—

TECH0005
Technology Forecast.
—
Formats
—

TECH0006
Technology Forecast.
—
Data Management
—

TECH0007
Technology Forecast.
—
Throttling Capability
—

TECH0008
Technology Forecast.
—
Data Replication
—

TECHNOLOGY-FORECAST




TECH Identifier (FK)

TECH-FORECAST Identifier



TECH-FORECAST Description Text
TECH-FORECAST Time Frame Start Date
TECH-FORECAST Time Frame End Date

TECH0001 (Dist Het DBs)
TECHF001
Middleware and/or proprietary interfaces
Jan 98
Jun 98

TECH0001 (Dist Het DBs)
TECHF002
CGI-BIN connections to Web
Jan 98
Jun 98

TECH0001 (Dist Het DBs)
TECHF003
KQML
Jun 98
Jun 99

TECH0001 (Dist Het DBs)
TECHF004
Development of APIs for Web access
Jun 98
Jun 99

TECH0001 (Dist Het DBs)
TECHF005
Updates dynamic using Java
Jun 98
Jun 99

TECH0002 (Security)
TECHF001
Limited RSA and significant OS level
Jan 98
Jun 98

TECH0002 (Security)
TECHF002
COTA RSA
Jun 98
Jun 99

TECH0002 (Security)
TECHF003
Fortezza & RSA
Jun 99
—

TECH0003 (Hyperlink Mgmt)
TECHF001
Limited tools
Jan 98
Jun 98

TECH0003 (Hyperlink Mgmt)
TECHF002
Wider availability of better tools
Jun 98
Jun 99

TECH0003 (Hyperlink Mgmt)
TECHF003
Intelligence [sic] agents
Jun 99
—

TECH0004 (Doc Creation)
TECHF001
SGML, HTML-WWW, VRML
Jan 98
Jun 98

TECH0004 (Doc Creation)
TECHF002
SGML, HTML, VRML
Jun 98
Jun 99

TECH0004 (Doc Creation)
TECHF003
SGML, Java, VRML
Jun 99
—

TECH0005 (Formats)
TECHF001
GIF, JPEG, Java (Netscape)
Jan 98
Jun 98

TECH0005 (Formats)
TECHF003
Universal w/NITF
Jun 99
—

TECH0006 (Data Mgmt)
TECHF001
Middleware Development
Jan 98
Jun 98

TECH0007 (Throttling)
TECHF002
Firewalls
Jun 98
Jun 99

TECH0006 (Data Mgmt)
TECHF003
Transparent to User
Jun 99
—

TECH0008 (Data Replication)
TECHF001
Network Mirroring
Jun 98
Jun 99

TECHNOLOGY-ISSUE

TECHNOLOGY 
Identifier (FK)
TECHNOLOGY-ISSUE Identifier
TECHNOLOGY-ISSUE
Description Text

TECH0003 (Hyperlink Mgmt)
TECHIS001
Strong policies needed

TECH0001 (Dist Het DBs)
TECHIS001
Expanded push instead of Netscape’s Server Push

TECH0007 (Throttling)
TECHIS001
Who gets to what servers when, may be a policy issue first

TECH0002 (Security)
TECHIS001
Transition issue (Fortezza)--Netscape has said they will add Fortezza; what does DoD need to do if others do not follow suit?

10.
SV-10, System Activity Sequence and Timing Descriptions

As noted, the CADM uses the entities ACTION and ACTION-ASSOCIATION to support all the temporal and functional relationships among pairs of (operational and other) ACTIONs (to include events).  The temporal attributes permit arbitrary sequencing of ACTIONs, as well as specify timing offsets needed for planning concepts (e.g., a fire plan) such as relative timing from an H-Hour or a D-Day.  In addition, the CADM directly supports all three Operational Activity Sequence and Timing Description products specified in Framework 2.

System Activity Sequence and Timing Descriptions (SV-10) are represented as instances of three subtypes of DOCUMENT:  RULE-MODEL (for SV-10a), STATE-TRANSITION-DESCRIPTION (for SV-10b), and EVENT-TRACE-DESCRIPTION (for SV-10c).  The SV-10 data requirements (Framework, Section 4.2.2.13) that apply to all three descriptions are satisfied by CADM 2.0 in the ways indicated in Table 39.

Table 39.  Framework 2.0 Data Requirements for SV-10 As a Group

Detailed Description of Framework 2.0 
Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Define and describe dynamic behaviors in terms of timing and sequencing of events
Instances of STATE-TRANSITION-DESCRIPTION, a subtype of DOCUMENT

Describe critical timing and sequencing behavior
Instances of STATE-TRANSITION-DESCRIPTION, a subtype of DOCUMENT

Describe business-process responses to sequences of events
Instances of EVENT-NODE-CROSS-LINK

Associate events as inputs, transactions or triggers
Instances of STATE-TRANSITION-DESCRIPTION, a subtype of DOCUMENT

Describe what action is to be taken when an event occurs
ACTION Identifier (FK) in PROCESS-STATE for a specific STATE-TRANSITION-DESCRIPTION

Note:  These data requirements are from Section 4.2.2.13 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines 994-998).  Framework 2.0 Appendix A has no additional data requirements for the three Operational Activity Sequence and Timing Descriptions as a group.

a.
SV-10a, Systems Rules Model

Each Operational Rules Model (SV-10a) is represented as an instance of RULE-MODEL, a subtype of DOCUMENT, which has attributes for Name, Time Frame, Category Code (with domain value “Rule Model”), etc.  

The CADM specification for SV-10a also allows the user to describe structural assertions, action assertions with their respective conditions, as well as the applicable integrity constraints, authorizations, and derivations via the instantiation of GUIDANCE Text for OPERATIONAL-RULE Category Code = “Structural assertion”, “Action assertion”, “Integrity rule”, “Authorization”, or “Derivation”, together with Conceptual Data Model INFORMATION-ASSET Group Identifier (FK) in STRUCTURAL-ASSERTION-RULE—a subtype of OPERATIONAL-RULE; ACTION-ASSERTION-RULE Logical Condition Text, and GUIDANCE Synopsis Text; the full and formal text for the operational rules is specified using GUIDANCE Text, and the subject is described in GUIDANCE Subject Text.  Table 40 summarizes the way in which SV-10a data requirements (Framework, Section 4.2.2.13.1) are satisfied by CADM 2.0.

As noted, SV-10a is an instance of RULE-MODEL.  Individual rules can be expressed explicitly, where appropriate, as relationships in a CONCEPTUAL-DATA-MODEL, SYSTEM-FUNCTIONALITY-DESCRIPTION, or ACTIVITY-MODEL.  They can also be stated in formal or informal terms, as appropriate, as instances of OPERATIONAL-RULE, TECHNICAL-GUIDELINE, REQUIREMENT, and other instances of GUIDANCE.  Three subtypes of OPERATION-RULE were defined for CADM 2.0 to support specific SV-10a data requirements from Appendix A of Framework 2:  ACTION-ASSERTION-RULE, STRUCTURAL-ASSERTION-RULE, and DATABASE-RULE.  These rules are related to each other through GUIDANCE-ASSOCIATION and to various architecture products through GUIDANCE-DOCUMENT.  The specific set of OPERATIONAL-RULEs for a RULE-MODEL are specified as instances of the associative entity RULE-MODEL-OPERATIONAL-RULE.

Table 40.  Framework 2.0 Data Requirements for SV-10a

Detailed Description of Framework 2.0 Data Requirement
Relation of Framework Data Requirement to CADM 2.0

Specify structural assertion, which concerns (business domain) terms and facts that are usually captured by the entities (terms) and relationships (facts) of entity-relationship models; these reflect static aspects of business rules already captured in the Physical Data Model
GUIDANCE Text for OPERATIONAL-RULE Category Code = “Structural assertion” and Internal Data Model INFORMATION-ASSET Group Identifier (FK) in STRUCTURAL-ASSERTION-RULE, a subtype of OPERATIONAL-RULE

Specify action assertion, which concerns some dynamic aspect of the business or system functioning and specifies constraints on the results that actions produce
GUIDANCE Text for OPERATIONAL-RULE Category Code = “Action assertion”

Specify condition of an action assertion—the guard or “if” portion of “if-then” statement; if the condition is true, it may signal enforcing or testing of additional action assertions
ACTION-ASSERTION-GUIDANCE Logical Condition Text

Specify integrity constraint (a declarative statement that must always be true)
GUIDANCE Text for OPERATIONAL-RULE Category Code = “Integrity constraint”

Specify authorization, which restricts certain actions to certain roles or users
GUIDANCE Text for OPERATIONAL-RULE Category Code = “Authorization”

Specify derivation, which concerns algorithm used to compute a derivable fact from other terms, facts, derivations, or action assertions
GUIDANCE Text for OPERATIONAL-RULE Category Code = “Derivation”

Note:  These data requirements are from Section 4.2.2.13.1 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines 1,000-1,005).  CADM 2.0 also meets the additional data requirements of Framework 2.0 Appendix A (see Annex E, Reference Lines 1,006-1,014).

Figure 61 shows the key entities used to capture the information requirements of SV-10a (the same figure as for OV-6a).
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Figure 61.  CADM 2.0 Systems Rules Model Architecture Product View (SV-10a) [Same As OV-6a]

Figure 62 provides an example System Rules Model taken from Framework 2.0.  This example is specified in the CADM as a DATABASE-RULE.  Its content is specified in GUIDANCE Text (DATABASE-RULE is a subtype of OPERATIONAL-RULE, and OPERATIONAL-RULE is a subtype of GUIDANCE).


If field A in FORM-X is set to value T,



Then field B in FORM-Y must be set to value T



And field C in FORM-Z must be set to value T


End If

Source:  Framework 2.0 (Figure 4-34).

Figure 62.  System Rules Model (SV-10a)—Action Assertion Example

b.
SV-10b, Systems State Transition Description

Each Systems State Transition Description (SV-10b) is represented as an instance of STATE-TRANSITION-DESCRIPTION, a subtype of DOCUMENT, which has attributes for Name, Time Frame, Category Code (with domain value “State Transition Description”), etc.  

The CADM specification for SV-10b also allows the user to describe all the relevant components of a state transition diagram by the proper instantiation of PROCESS-STATE, PROCESS-STATE-ACTION, TRANSITION, TRANSITION-RESULTING-ACTION, PROCESS-PSEUDO-STATE, STATE-TRANSITION-DESCRIPTION, PROCESS-STATE-VERTEX, COMPOSITE-PROCESS STATE, and NESTING-PROCESS-STATE.  Table 41 summarizes the way in which SV-10b data requirements (Framework, Section 4.2.2.13.2) are satisfied by CADM 2.0.

Table 41.  Framework 2.0 Data Requirements for SV-10b

Detailed Description of Framework 2.0 Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Specify state as the response of a system or business process to events
Instances of PROCESS-STATE

Relate events and states
Instances of PROCESS-STATE-ACTION

Specify change of state as a transition
Instances of TRANSITION

Associate actions with a state or a transition
Instances of PROCESS-STATE-ACTION and TRANSITION-RESULTING-ACTION

Identify initial state
Instances of PROCESS-PSEUDO-STATE with Type Code = “Initial”

Associate icons with states and transitions
Instances of STATE-TRANSITION-DESCRIPTION that contain the state or transition

Annotate states and transitions with name, identifier, events, and actions
PROCESS-STATE Name, PROCESS-STATE-VERTEX Identifier, ACTION Identifier (FK) in STATE-TRANSITION-DESCRIPTION, and Trigger Process Event ACTION Identifier (FK) in TRANSITION, together with instances of PROCESS-STATE-ACTION and TRANSITION-RESULTING-ACTION

Support state layering through substates, nesting, and superstates
Instances of COMPOSITE-PROCESS STATE and NESTING-PROCESS-STATE

Distinguish concurrent activity and complex transitions
COMPOSITE-PROCESS-STATE Concurrency Flag Code = “True” and instances of PROCESS-STATE-VERTEX associated to a TRANSITION (may include instances of PROCESS-PSEUDO-STATE)

Specify state name, description, and type (e.g., simple, concurrent superstate), and any actions associated with the states, as well as the transitions, their labels, associated triggering events and resultant actions
PROCESS-STATE Name, Description, and Category Code; ACTION Identifier (FK) in PROCESS-STATE-ACTION; TRANSITION Identifier, Label Name, Event Qualifier Type Code, and Event Qualifier Value Text; and Trigger Process Event ACTION Identifier (FK) in TRANSITION

Describe box type (e.g., state name, description, associated action)
PROCESS-STATE Name, PROCESS-STATE Description Text, and ACTION Identifier (FK) in PROCESS-STATE-ACTION

Specify transition type (e.g., simple, splitting, synchronizing)
Derived from the Source and Target PROCESS-STATE-VERTEX Identifiers in TRANSITION, together with the PROCESS-PSEUDO-STATE Type Code = “Fork” for splitting; “Join” for synchronizing, and others; and PROCESS-STATE-VERTEX Category Code = “Process State” for simple

Note:  These data requirements are from Section 4.2.2.13.2 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines 1,016-1,027).  CADM 2.0 also meets the additional data requirements of Framework 2.0 Appendix A (see Annex E, Reference Lines 1,028-1,108).

Figure 63 shows the key entities used to capture the information requirements of SV-10b (the same figure as for OV-6b).
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Figure 63.  CADM 2.0 Systems State Transition Description Architecture Product View (SV-10b) [Same As OV-6b]

Figure 64 is an example Systems State Transition Description taken from Framework 2.0.  The discussion for Systems State Transition Description is very similar to the discussion provided in Section III.C.6c (above) for support of the Operational State Transition Description and will not be repeated here.
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Source:  Framework 2.0 (Figure 4-36).

Figure 64.  Systems State Transition Description (SV-10b)—Telephone Example

c.
SV-10c, Systems Event-Trace Description

Each Systems Event-Trace Description (SV-10c) is represented as an instance of EVENT-TRACE-DESCRIPTION, a subtype of DOCUMENT, which has attributes for Name, Time Frame, Category Code (with domain value “Event-Trace Description”), etc.  The SV-10c data requirements (Framework, Section 4.2.2.13.3) are satisfied by CADM 2.0 in the ways indicated in Table 42.

Without defining a specific entity, each NODE is considered to have a (relative) timeline (or lifeline) in CADM 2.0.  Each such NODE can be explicitly associated with a MISSION-AREA, ORGANIZATION, ORGANIZATION-TYPE, PROCESS-ACTIVITY, SYSTEM, and TASK.  Each cross-link connecting two NODEs at different times is represented (independently) as an instance of EVENT-NODE-CROSS-LINK (independence enables cross-links to be reused from one scenario to another).  Cross-links can start at explicit or implicit (computed) absolute or relative times, the latter in terms of the start or end of another cross-link (using a method analogous to one defined for temporally related ACTIONs).  The set of cross-links for a specific SV-10C is specified as a set of instances of EVENT-TRACE-SCENARIO-ELEMENT.  Each EVENT-TRACE-DESCRIPTION (SV-10C) can be associated directly to an OPERATIONAL-SCENARIO.

Table 42.  Framework 2.0 Data Requirements for SV-10c

Detailed Description of Framework 2.0 Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Allow the tracing of actions in a scenario or critical sequence of events
Instances of EVENT-TRACE-SCENARIO-ELEMENT and EVENT-NODE-CROSS-LINK

Relate nodes to operational facilities where action must be taken based on certain types of events
Instances of NODE-ORGANIZATION, NODE-ORGANIZATION-TYPE, NODE-MISSION-AREA, and NODE-TASK

Associate a time line to each node
Computed values of Start Duration Formula Text in EVENT-TRACE-SCENARIO-ELEMENT and EVENT-NODE-CROSS-LINK Transit Duration Formula Text for which a specific NODE is specified (Originating NODE Identifier and Terminating NODE Identifier in EVENT-NODE-CROSS-LINK)

Specify events, the times at which each node becomes aware of the events, and the direction of flow of control (also called cross-links)
a.  Event:  EVENT Identifier (FK) in EVENT-NODE-CROSS-LINK

b.  Aware time:  Computed from Start Duration Formula Text in EVENT-TRACE-SCENARIO-ELEMENT and EVENT-NODE-CROSS-LINK Transit Duration Formula Text 

c.  Direction:  From the Originating NODE to the Terminating NODE

Associate ICONs (typically lines) to nodes; associate ICONs (typically directed lines such as arrows) to events and cross-links
Instances of GRAPHIC, a subtype of DOCUMENT, and DOCUMENT-ASSOCIATION to associate these instances of DOCUMENT to the EVENT-TRACE-DESCRIPTION.

Note:  These data requirements are from Section 4.2.2.13.3 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines 1,110-1,114).  CADM 2.0 also meets the additional data requirements of Framework 2.0 Appendix A (see Annex E, Reference Lines 1,115-1,137).

Figure 65 shows the key entities used to capture the information requirements of SV-10c (the same figure as for OV-6c).
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Figure 65.  CADM 2.0 Systems Event-Trace Description Architecture Product View (SV-10c) [Same As OV-6c]

Figure 66 is an example Systems Event/Trace Description taken from Framework 2.0.  The discussion for Systems  Event/Trace Description is very similar to the discussion provided in Section III.C.6c (above) for support of the Operational Event/Trace Description and will not be repeated here.
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Source:  Framework 2.0 (Figure 4-38).

Figure 66.  Systems Event/Trace Description (SV-10c)—Telephone Switching Example

11.
SV-11, Physical Data Model

Each Physical Data Model (SV-11) is represented as an instance of PHYSICAL-MODEL-SPECIFICATION, a subtype of DOCUMENT, which has attributes for Name, Time Frame, Category Code (with domain value “Physical Model Specification”), etc.  Figure 67 (top half) and Figure 68 (bottom half) provide the key entities used to capture the data requirements for a Physical Data Model.  The same view is used for internal forms of data as actually stored or external forms of data presented to users.  The SV-11 data requirements (Framework, Section 4.2.2.14) are satisfied by CADM 2.0 in the ways indicated in Table 43.
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Figure 67.  CADM 2.0 Physical Data Model Architecture Product View (SV-11) [Part 1]
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Figure 68.  CADM 2.0 Physical Data Model Architecture Product View (SV-11) [Part 2]

Table 43.  Framework 2.0 Data Requirements for SV-11

Detailed Description of Framework 2.0 Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Describe how the information represented in the Logical Data Model is actually implemented in the systems architecture view
Instances of PHYSICAL-MODEL-SPECIFICATION, which (optionally) identifies a specific INTERNAL-DATA-MODEL and a USER-PRESENTATION-VIEW, and (for other relationships) INFORMATION-ASSET-DOCUMENT

Show how the information-exchange requirements are actually implemented
Instances of REQUIREMENT-SYSTEM

Show how both data entities and their relationships are maintained
Instances of DATA-ENTITY and DATA-ENTITY-RELATIONSHIP (both are subtypes of INFORMATION-ASSET) related to an implementation through SYSTEM-INFORMATION-ASSET

Specify a mapping from a given Logical Data Model to the Physical Data Model
Instances of PHYSICAL-MODEL-SPECIFICATION, which (optionally) identifies a specific INTERNAL-DATA-MODEL and a USER-PRESENTATION-VIEW

Support references to message format standards (which identify message types and options to be used); include standards reference, message type(s), message fields with representations, and mapping from Logical Data Model to message fields
Instances of STANDARD, STANDARD-PROFILE, and MESSAGE-STANDARD (a subtype of STANDARD), all of which are subtypes of AGREEMENT; CONCEPTUAL-DATA-MODEL (a subtype of INFORMATION-ASSET); and INFORMATION-ASSET-AGREEMENT; details may be provided in various subtypes of DOCUMENT

Support descriptions of file formats used when file passing is the mode used to exchange information; include standards reference, record and file descriptions, and mapping from Logical Data Model to record fields
Instances of STANDARD, STANDARD-PROFILE, and MESSAGE-STANDARD (a subtype of STANDARD), all of which are subtypes of AGREEMENT; CONCEPTUAL-DATA-MODEL (a subtype of INFORMATION-ASSET); and INFORMATION-ASSET-AGREEMENT; details may be provided in various subtypes of DOCUMENT

Specifications of file formats are captured through subtypes of INFORMATION-ASSET such as INTERNAL-RECORD and INTERNAL-DATA-MODEL

Identify techniques used to exchange data
Instances of INFORMATION-EXCHANGE-REQUIREMENT with reference to the attribute Transaction Type Text

Specify physical schema using a data definition language or entity-relationships notation
Instances of INTERNAL-DATA-MODEL (internal physical schema) and a USER-PRESENTATION-VIEW (external physical schema)

Note:  These data requirements are from Section 4.2.2.14 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines 1,139-1,146).  CADM 2.0 also meets the additional data requirements of Framework 2.0 Appendix A (see Annex E, Reference Lines 1,147-1,175).

As noted, SV-11 is an instance of PHYSICAL-MODEL-SPECIFICATION, which cites a specific instance of INTERNAL-DATA-MODEL and USER-PRESENTATION-VIEW (both subtypes of INFORMATION-ASSET).  Just as for the Activity Model (OV-5) and the Logical Data Model (OV‑7), both INTERNAL-DATA-MODEL and USER-PRESENTATION-VIEW use primarily the DoD data standards from the Information Management View of the DoD Data Model.  The key entities in this specification include INTERNAL-RECORD, CONCEPTUAL-DATA-MODEL, DATA-ENTITY, DATA-ATTRIBUTE, DATA-DOMAIN, and SYSTEM-PLATFORM (all subtypes of INFORMATION-ASSET), together with other approved entities such as DATA-ENTITY-RELATIONSHIP, USER-PRESENTATION-VIEW-SYSTEM-PLATFORM, and INFORMATION-ASSET-RELATION.  Each DATA-ENTITY can be directly related to an ACTIVITY-ICOM (providing a link between data models and activity models).

Figure 69 identifies three options for a Physical Data Model as they are expressed in Framework 2.0.  The primary entities from the CADM for these are MESSAGE-STANDARD, INTERNAL-DATA-MODEL, and CONCEPTUAL-DATA-MODEL.  The latter provides the mapping from the Logical Data Model to the Physical Data Model in the form of a physical schema.  Such a schema specifies such meta data as field lengths, field types, null options, domain values to be used with coded domains, physical table names, physical column names, and units to be used with numeric fields.
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Source:  Framework 2.0 (Figure 4-39).

Figure 69.  Physical Data Model (SV-11)—Representation Options

E.
TECHNICAL-VIEW (TV) ARCHITECTURE PRODUCTS

The Technical View (TV) data requirements (Framework, Sections 2.1.3 and 2.2.3) that apply to all TV architecture products are satisfied by CADM 2.0 in the ways indicated in Table 44.

Table 44.  Framework 2.0 Data Requirements for the Entire Technical View

Detailed Description of Framework 2.0 
Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Identify rules governing the arrangement, interaction, and interdependence of system parts or elements
Instances of OPERATIONAL-RULE, ARCHITECTURE-GUIDANCE and SYSTEM-CRITERIA-PROFILE

Identify technical systems-implementation guidelines
Instances of TECHNICAL-GUIDANCE, a subtype of GUIDANCE

Identify technical standards, conventions, rules, and criteria
Instances of STANDARD, STANDARD-PROFILE, and REFERENCE-MODEL (convention is another value of the Category Code but not shown as a subtype in the data model diagram), all subtypes of AGREEMENT; and instances of TECHNICAL-CRITERIA and OPERATIONAL-RULE, both subtypes of GUIDANCE

Note:  A proposal has been made to specify STANDARD, STANDARD-PROFILE, and REFERENCE-MODEL as subtypes of DOCUMENT rather than as subtypes of AGREEMENT.  Action on this proposal has been postponed pending further analysis

Identify profiles of technical standards, conventions, rules, and criteria
Instances of STANDARD-PROFILE, AGREEMENT (e.g., convention), and AGREEMENT-GUIDANCE

Identify system services, interfaces, and relationships for particular systems architecture views
Instances of SYSTEM-CRITERIA-PROFILE

Identify associations between operational requirements and their supporting systems, enabling technologies, and appropriate interoperability criteria
Instances of SYSTEM-CRITERIA-PROFILE

Define sets of standards and rules
Instances of AGREEMENT and instances of GUIDANCE

Identify design rules for specific standards
Instances of AGREEMENT-GUIDANCE

Identify technology, evolving standards, and phasing out of old technology
Instances of TECHNOLOGY, TECHNOLOGY-FORECAST, and STANDARD-TECHNOLOGY-FORECAST

Identify commercial standards and direction
Instances of STANDARD-TECHNOLOGY-FORECAST

Identify rules governing the implementation, arrangement, interaction, and interdependence of system elements
Instances of SYSTEM-CRITERIA-PROFILE

Identify technical references, policies, directives, and conventions
Instances of AGREEMENT (e.g., convention), GUIDANCE (e.g., technical guidance, policy, directive), and DOCUMENT

Identify technical implementation criteria or “rules” with which the system(s) should comply as reflected in the systems architecture view
Instances of GUIDANCE, SYSTEM-CRITERIA-PROFILE, and SYSTEM-IMPLEMENTATION-TIME-FRAME-DETAIL

Note:  These data requirements are from Sections 2.1.3 and 2.2.3 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines 1,176-1,188).  Framework 2.0 Appendix A has no additional data requirements for Operational View in its entirety.

1.
TV-1, Technical Architecture Profile

Each Technical Architecture Profile (TV-1) is represented as an instance of TECHNICAL-ARCHITECTURE-PROFILE, a subtype of DOCUMENT, which has attributes for Name, Time Frame, Category Code (with domain value “Technical Architecture Profile”), etc.  The TV-1 data requirements (Framework, Section 4.2.1.7) are satisfied by CADM 2.0 in the ways indicated in Table 45.

Table 45.  Framework 2.0 Data Requirements for TV-1

Detailed Description of Framework 2.0 
Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Define the set of rules that governs system implementation and operation
Instances of GUIDANCE, specifically the subtypes OPERATIONAL-RULE, DIRECTIVE, POLICY, and TECHNICAL-GUIDANCE; instances of AGREEMENT (e.g., the subtype OPERATIONAL-RULE and TECHNICAL-CRITERION); and instances of SYSTEM-CRITERIA-PROFILE

Identify existing technical guidance, tailored technical guidance, and added technical guidance
Instances of GUIDANCE, specifically the subtype TECHNICAL-GUIDANCE, with references to AGREEMENT for modifications

Reference technical standards
Instances of AGREEMENT, specifically the subtypes STANDARD and STANDARD-PROFILE

Specify time-phased implementation of technical standards
Instances of TECHNICAL-ARCHITECTURE-PROFILE-ELEMENT for which the descriptive attribute AGREEMENT Identifier (FK) specifies a STANDARD, for a specific IMPLEMENTATION-TIME-PHASE and a specific TECHNICAL-GUIDANCE or other GUIDANCE

Identify reference models and service areas relevant to a system
AGREEMENT Identifier (FK) and TECHNICAL-SERVICE-AREA Identifier (FK) in TECHNICAL-ARCHITECTURE-PROFILE-ELEMENT

Identify appropriate options and parameters
Instances of STANDARD-OPTION and STANDARD-PARAMETER for a specific STANDARD

Note:  These data requirements are from Section 4.2.1.7 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines 1,190-1,195).  CADM 2.0 also meets the additional data requirements of Framework 2.0 Appendix A (see Annex E, Reference Lines 1,196-1,266).

Figure 70 (left side) and Figure 71 (right side) provide the key entities used to capture the data requirements for a Technical Architecture Profile.  
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Figure 70.  CADM 2.0 Technical Architecture Profile Architecture Product View (TV-1) [Part 1]
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Figure 71.  CADM 2.0 Technical Architecture Profile Architecture Product View (TV-1) [Part 2]

As noted, TV-1 is an instance of TECHNICAL-ARCHITECTURE-PROFILE, which is defined by one or more instances of TECHNICAL-ARCHITECTURE-PROFILE-ELEMENT.  The latter contains identifiers for a STANDARD, GUIDANCE (e.g., REQUIREMENT, TECHNICAL-GUIDELINE), TECHNICAL-SERVICE, and IMPLEMENTATION-TIME-FRAME.  The TECHNICAL-SERVICE is the same entity used for characterizing a STANDARD-TECHNOLOGY-FORECAST-ELEMENT and a REFERENCE-MODEL-SERVICE.  IMPLEMENTATION-TIME-FRAME can be used to correlate a TV-1 with a TECHNICAL-CRITERIA-DOCUMENT (no longer an architecture product) and a TECHNICAL-CRITERION-PROFILE, which is further specified by TECHNICAL-CRITERION-PROFILE-AGREEMENT.  The standards cited in a TV-1 are separately specified in a subtype hierarchy for AGREEMENT.  These include at the first level STANDARD, REFERENCE-MODEL, and STANDARD-PROFILE.  Subtypes of STANDARD are MESSAGE-STANDARD, PROTOCOL-STANDARD, DATA-MODEL-STANDARD, and DATA-STANDARD (for data elements and data entities).  Each STANDARD may have one or more instances of STANDARD-OPTION and STANDARD-PARAMETER.  AGREEMENT-ASSOCIATION relates these standards, and INFORMATION-ASSET-AGREEMENT associates them with all the relevant subtypes of INFORMATION-ASSET (e.g., INTERNAL-DATA-MODEL).

Figure 72 is an example Technical Architecture Profile taken from Framework 2.0.  Table 46 shows how the data in this example can be stored in the CADM.
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Source:  Framework 2.0 (Figure 4-11).

Figure 72.  Technical Architecture Profile (TV-1)—Notional Example
Table 46.  Instance Tables for Example Technical Architecture Profile

TECHNICAL-ARCHITECTURE-PROFILE

DOCUMENT Identifier

DOC0044

TECHNICAL-ARCHITECTURE-PROFILE-ELEMENT

[Tech Arch Profile] DOCUMENT IDENTIFIER (FK)
TECH-ARCH-PROFILE-ELEMENT Identifier


Standard AGREEMENT Identifier (FK)
GUID Id (FK)

IMPLEM-TIME-FRAME Code (FK)

TECH-SERVICE Identifier (FK)
TECH-ARCH-PROFILE-ELEMENT Implementation Descr Text
TECH-ARCH-PROFILE-ELEMENT Implementation Mode Code

DOC0044
TAPE0001
AGR3101 (FIPS 151-1)
—
—
TS0001
—
—

DOC0044
TAPE000
AGR3102 (IEEE P1003.2)
—
—
TS0002
—
—

DOC0044
TAPE000
AGR3103 (FIPS 119)
—
—
TS0003
—
—

DOC0044
TAPE000
AGR3104 (FIPS 158)
—
—
TS0004
—
—

DOC0044
TAPE000
AGR3105 (DoD HCI Style Guide)
—
—
TS0005
—
—

DOC0044
TAPE000
AGR3104 (FIPS 158)
—
—
TS0006
—
—

DOC0044
TAPE000
AGR3106 (Project Standard xxxx)
—
—
TS0007
—
—

DOC0044
TAPE000
AGR3107 (FIPS 127-2)
—
—
TS0008
—
—

DOC0044
TAPE000
AGR3108 (FIPS 152)
—
—
TS0009
—
—

DOC0044
TAPE000
AGR3109 (FIPS 161)
—
—
TS0010
—
—

DOC0044
TAPE000
AGR3110 (FIPS 153)
—
—
TS0011
—
—

TECHNICAL-SERVICE-AREA

TECHNICAL-SERVICE-AREA Identifier
TECHNICAL-SERVICE-AREA Description Text
TECHNICAL-SERVICE-AREA Name
TECHNICAL-SERVICE-AREA Version Identifier

TSA0001
—
Operating System
—

TSA0002
—
Software Engineering Services
—

TSA0003
—
User Interface
—

TSA0004
—
Data Management
—

TSA0005
—
Data Interchange
—

TSA0006
—
Graphics
—

Table 46.  (Cont’d)

TECHNICAL-SERVICE

TECHNICAL-SERVICE Identifier
TECHNICAL-SERVICE-AREA Identifier (FK)
TECHNICAL-SERVICE Description Text


TECHNICAL-SERVICE Name
TECHNICAL-SERVICE Availability Status Code

TS0001
TSA0001
—
Kernel
—

TS0002
TSA0001
—
Shell and Utilities
—

TS0003
TSA0002
—
Programming Languages
—

TS0004
TSA0003
—
Client-Server Operations
—

TS0005
TSA0003
—
Object Definition and Management
—

TS0006
TSA0003
—
Window Management
—

TS0007
TSA0003
—
Dialogue Support
—

TS0008
TSA0004
—
Data Management
—

TS0009
TSA0005
—
Data Interchange
—

TS0010
TSA0005
—
Electronic Data Interchange
—

TS0011
TSA0006
—
Graphics
—

STANDARD-TECHNICAL-SERVICE

Standard
AGREEMENT Identifier (FK)
TECHNICAL-SERVICE 
Identifier (FK)

AGR3101 (FIPS 151-1)
TS0001 (Kernel)

AGR3102 (IEEE P1003.2)
TS0002 (Shell and Utilities)

AGR3103 (FIPS 119, Ada)
TS0003 (Programming Languages)

AGR3104 (FIPS 158)
TS0004 (Client-Server Operations)

AGR3104 (FIPS 158)
TS0006 (Window Management)

AGR3105 (DoD HCI Style Guide)
TS0005 (Object Definition and Management)

AGR3106 (Project Standard xxxx)
TS0007 (Dialogue Support)

AGR3107 (FIPS 127-2)
TS0008 (Data Management)

AGR3108 (FIPS 152)
TS0009 (Data Interchange)

AGR3109 (FIPS 161)
TS0010 (Electronic Data Interchange)

AGR3110 (FIPS 153)
TS0011 (Graphics)

AGR3111 (FIPS 151-2)
TS0001 (Kernel)

AGR3113 (IEEE P1003.4)
TS0012 (Real-Time Extension)

AGR3115 (FIPS 119, Ada9X)
TS0003 (Programming Languages)

2.
TV-2, Standards Technology Forecast

Each Standards Technology Forecast (TV-2) is represented as an instance of STANDARD-TECHNOLOGY-FORECAST, a subtype of DOCUMENT, which has attributes for Name, Time Frame, Category Code (with domain value “Standard Technology Forecast”), etc.  Figure 73 (left side) and Figure 74 (right side) present the key entities of the CADM used to support the data requirements of TV-2.  TV-2 is an instance of STANDARD-TECHNOLOGY-FORECAST, which is defined by one or more instances of STANDARD-TECHNOLOGY-FORECAST-ELEMENT.  The latter contains identifiers for TECHNICAL-SERVICE, Time Frame PERIOD, STANDARD-PROFILE, and STANDARD.  

The TV-2 data requirements (Framework, Section 4.2.2.15) are satisfied by CADM 2.0 in the ways indicated in Table 47.

Table 47.  Framework 2.0 Data Requirements for TV-2

Detailed Description of Framework 2.0 
Data Requirement

Relation of Framework Data Requirement to CADM 2.0

Support description of emerging technology standards relevant to the systems and business processes covered by the architecture
Instances of STANDARD-TECHNOLOGY-FORECAST

Support predictions about the availability of emerging standards and the likely obsolescence of existing standards in specific time frames (e.g., 6-month, 12-month, 18-month intervals) and confidence factors for the predictions
Instances of STANDARD-TECHNOLOGY-FORECAST

Support predictions for market acceptance of each standard and an overall risk assessment associated with using the standard
Instances of STANDARD-TECHNOLOGY-FORECAST, specifically STD-TECH-FORECAST-ELEMENT Predicted Market Acceptance Text and STD-TECH-FORECAST-ELEMENT Risk Assessment Text

Identify potential standards impacts on current architectures
Instances of ARCHITECTURE-IMPACT, a subtype of ARCHITECTURE-FINDING, and the DOCUMENT Identifier (FK) in ARCHITECTURE-FINDING, since STANDARD-TECHNOLOGY-FORECAST is a subtype of DOCUMENT

Identify technology areas
TECHNOLOGY Area Code and TECHNICAL-SERVICE-AREA Identifier

Identify issues that will affect the architecture
Instances of ARCHITECTURE-ISSUE, which is a subtype of ARCHITECTURE-FINDING

Note:  These data requirements are from Section 4.2.2.15 of C4ISR Architecture Framework, Version 2.0 (listed in Annex E, Reference Lines 1,268-1,273).  CADM 2.0 also meets the additional data requirements of Framework 2.0 Appendix A (see Annex E, Reference Lines 1,274-1,299).

As noted for TV-1, standards are separately specified in a subtype hierarchy for AGREEMENT.  These include at the first level STANDARD, REFERENCE-MODEL, and STANDARD-PROFILE.  Subtypes of STANDARD are MESSAGE-STANDARD, PROTOCOL-STANDARD, DATA-MODEL-STANDARD, and DATA-STANDARD (for data elements and data entities).  Each STANDARD may have one or more instances of STANDARD-OPTION and STANDARD-PARAMETER.  DOCUMENT may be used to specify an ARCHITECTURE-FINDING, such as a constraint, issue, impact, or recommendation.
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Figure 73.  CADM 2.0 Standards Technology Forecast Architecture Product View (TV-2) [Part 1]
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Figure 74.  CADM 2.0 Standards Technology Forecast Architecture Product View (TV-2) [Part 2]

The following are the principal entities for TV-2:

· STANDARD-TECHNOLOGY-FORECAST—defined in the C4ISR Architecture Framework Version 2.0 as a DOCUMENT that contains a detailed description of emerging technology standards.  An instance table for STANDARD-TECHNOLOGY-FORECAST is provided in the first block of Table 48.  An instance of STANDARD-TECHNOLOGY-FORECAST may be thought of as a table whose rows are defined using STANDARD-TECHNOLOGY-FORECAST-ELEMENT.

· STANDARD-TECHNOLOGY-FORECAST-ELEMENT—defined as the association of a STANDARD-FORECAST to a STANDARD, giving the prognosis for a specific time frame.  An instance table for STANDARD-TECHNOLOGY-FORECAST-ELEMENT is provided in in the third block of Table 48.
Figure 75 is an example Standards Technology Forecast taken from Framework 2.0.  Table 48 shows how the data in this example can be stored in the CADM.
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Source:  Framework 2.0 (Figure 4-40).

Figure 75.  Standards Technology Forecast (TV-2)—Data Production and Management Example (c. 1993)

Table 48.  Instance Table for an Example Standards Technology Forecast 

STANDARD-TECHNOLOGY-FORECAST

[Standard-Technology-Forecast] 
DOCUMENT Identifier (FK)

PERIOD Identifier (FK)

DOC0038
PER0221

PERIOD

PERIOD Identifier
PERIOD Begin Date
PERIOD End Date
PERIOD Name
PERIOD Type Name

PER0031
—
01 Jun 1993
Base
Current

PER0032
01 Jun 1993
31 Dec 1993
Future
CY93

PER0033
01 Jan 1994
31 Dec 1994
Future
CY94

PER0034
01 Jan 1995
31 Dec 1995
Future
CY95

PER0035
01 Jan 1996
—
Long Range
1996 and Beyond

PER0221
01 Jun 1993
31 Dec 1995
Long Range
CY93-95

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0038
—
—
Standard Technology Forecast
Example Standard Technology Forecast
—
—

STANDARD-TECHNOLOGY-FORECAST-ELEMENT

[Standard-Technology-Forecast] 
DOCUMENT Identifier (FK)

STD-TECH-FORECAST-ELEMENT Identifier


TECHNICAL-SERVICE Identifier (FK)
Time Frame PERIOD Identifier (FK)
Std Profile AGREE-MENT Id (FK)


Standard AGREE-MENT Identifier (FK)
STD-TECH-FORECAST-ELEMENT Expected Status Code
STD-TECH-FORECAST-ELEMENT Confidence Level Code



TS0001 (Kernel)
PER0031
—
AGR3101 (FIPS 151-1)
—
—



TS0001 (Kernel)
PER0032
—
AGR3111 (FIPS 151-2)
—
—



TS0002 
(Shell)
PER0031
—
AGR3102 (IEEE P1003.2)
—
—



TS0002 
(Shell)
PER0032
—
AGR3102 (IEEE P1003.2 Add’n)
—
—



TS0012 
(RT Extension)
PER0031
—
AGR3102 (IEEE P1003.4)
—
—



TS0012 
(RT Extension)
PER0032
—
AGR3102 (IEEE P1003.4 Add’n)
—
—



TS0003 
(Prog Langs)
PER0031
—
AGR3103 (FIPS 119, Ada)
—
—



TS0003 
(Prog Langs)
PER0033
—
AGR3115 (FIPS 119, Ada9X)
—
—



…

—
…



The following attributes of STANDARD-TECHNOLOGY-FORECAST-ELEMENT are not shown in this instance table:  Expected Standardization Text, Risk Assessment Text, and Predicted Market Acceptance Text.

Table 48.  (Cont’d)

TECHNICAL-SERVICE

TECHNICAL-SERVICE Identifier
TECHNICAL-SERVICE-AREA Identifier (FK)
TECHNICAL-SERVICE Description Text


TECHNICAL-SERVICE Name
TECHNICAL-SERVICE Availability Status Code

TS0001
TSA0001
—
Kernel
—

TS0002
TSA0001
—
Shell and Utilities
—

TS0003
TSA0002
—
Programming Languages
—

TS0004
TSA0003
—
Client-Server Operations
—

TS0005
TSA0003
—
Object Definition and Management
—

TS0006
TSA0003
—
Window Management
—

TS0007
TSA0003
—
Dialogue Support
—

TS0008
TSA0004
—
Data Management
—

TS0009
TSA0005
—
Data Interchange
—

TS0010
TSA0005
—
Electronic Data Interchange
—

TS0011
TSA0006
—
Graphics
—

TS0012
TSA0001
—
Real-Time Extension
—

TECHNICAL-SERVICE-AREA

TECHNICAL-SERVICE-AREA Identifier
TECHNICAL-SERVICE-AREA Description Text
TECHNICAL-SERVICE-AREA Name
TECHNICAL-SERVICE-AREA Version Identifier

TSA0001
—
Operating System
—

TSA0002
—
Software Engineering Services
—

TSA0003
—
User Interface
—

TSA0004
—
Data Management
—

TSA0005
—
Data Interchange
—

TSA0006
—
Graphics
—

STANDARD-TECHNICAL-SERVICE

Standard
AGREEMENT Identifier (FK)
TECHNICAL-SERVICE 
Identifier (FK)

AGR3101 (FIPS 151-1)
TS0001 (Kernel)

AGR3102 (IEEE P1003.2)
TS0002 (Shell and Utilities)

AGR3103 (FIPS 119, Ada)
TS0003 (Programming Languages)

AGR3104 (FIPS 158)
TS0004 (Client-Server Operations)

AGR3104 (FIPS 158)
TS0006 (Window Management)

AGR3105 (DoD HCI Style Guide)
TS0005 (Object Definition and Management)

AGR3106 (Project Standard xxxx)
TS0007 (Dialogue Support)

AGR3107 (FIPS 127-2)
TS0008 (Data Management)

AGR3108 (FIPS 152)
TS0009 (Data Interchange)

AGR3109 (FIPS 161)
TS0010 (Electronic Data Interchange)

AGR3110 (FIPS 153)
TS0011 (Graphics)

AGR3111 (FIPS 151-2)
TS0001 (Kernel)

AGR3112 (IEEE P1003.2 Add’n)
TS0002 (Shell and Utilities)

AGR3113 (IEEE P1003.4)
TS0012 (Real-Time Extension)

AGR3114 (IEEE P1003.4 Add’n)
TS0012 (Real-Time Extension)

AGR3115 (FIPS 119, Ada9X)
TS0003 (Programming Languages)

IV.  ADDITIONAL DESCRIPTION OF CADM 2.0

A.
INTRODUCTION

This chapter will be expanded to provide discussions of portions of the CADM 2.0 that are not fully treated in the architecture product discussion of Chapter III.  In the present draft, the complete set of data model views is provided for reference.  The CADM contains 36 extra views (XVs) in addition to the architecture product view.  These are designated XV-1 to XV-36.  They are included in the cross-reference of Annex G that identifies every view in which an entity appears.  Table 49 lists the extra views in the order in which they are presented in this chapter.

This chapter provides detailed descriptions of the entities and attributes of the CADM.  Table 50 lists all the entities of CADM 2.0 and shows in which view and section of this chapter each entity is discussed.  An instance table is provided for many, but by no means all, of the entities of the CADM.

Table 49.  List of Extra Views for CADM 2.0

Label
Name of View
Section

XV-01
UJTL--Mission Essential Task List
IV.B.01

XV-02
Organization
IV.B.02

XV-03
Action
IV.B.03

XV-04
Plan View
IV.B.04

XV-05
Requirement
IV.B.05

XV-06
SYSTEM Subtypes
IV.B.06

XV-07a
SYSTEM Child Entities-Part 1
IV.B.07

XV-07b
SYSTEM Child Entities-Part 2
IV.B.07

XV-08
Software Item
IV.B.08

XV-09
Activity Model Core
IV.B.09

XV-10
Agreement
IV.B.10

XV-11
Architecture
IV.B.11

XV-12
Capability
IV.B.12

XV-13
Communications
IV.B.13

XV-14
Data Model Domain
IV.B.14

XV-15
Data Model Entity and Attribute
IV.B.15

XV-16
Data Model Overview, Conceptual Data Model, and Physical Schema View.
IV.B.16

XV-17
Document Child Entities
IV.B.17

XV-18
Facility
IV.B.18

XV-19
Guidance
IV.B.19

XV-20
Guidance Subtypes
IV.B.20

XV-21
Information Element
IV.B.21

XV-22
Implementation Time Frame
IV.B.22

XV-23
Information Asset
IV.B.23

XV-24
Information Asset Subtypes
IV.B.24

XV-25
Materiel Item, Equipment Type
IV.B.25

XV-26
Mission
IV.B.26

XV-27
Network
IV.B.27

XV-28
Network-Node Overview
IV.B.28

XV-29
Network-Path
IV.B.29

XV-30
Node
IV.B.30

XV-31
Node Association
IV.B.31

XV-32
System Dependency
IV.B.32

XV-33
System Function
IV.B.33

XV-34
Task
IV.B.34

XV-35
Internet-Address
IV.B.35

XV-36
Security
IV.B.36

XV-37
State-Transition
IV.B.37

XV-38
Technology
IV.B.38

Table 50.  List of Entities and Entity Primary View for CADM 2.0

Entity
View
Section

ACTION
XV-03
IV.B.03

ACTION-ASSERTION-RULE
XV-20
IV.B.20

ACTION-ASSOCIATION
XV-03
IV.B.03

ACTION-DOCUMENT
XV-03
IV.B.03

ACTION-EVENT
XV-03
IV.B.03

ACTION-GUIDANCE
XV-03
IV.B.03

ACTION-ORGANIZATION
XV-03
IV.B.03

ACTION-ORGANIZATION-TYPE
XV-03
IV.B.03

ACTION-VERB
XV-03
IV.B.03

ACTIVITY-ICOM
XV-09
IV.B.09

ACTIVITY-ICOM-CONTROL
XV-09
IV.B.09

ACTIVITY-ICOM-EXCHANGE-REQUIREMENT
XV-09
IV.B.09

ACTIVITY-ICOM-GRAPHIC
XV-09
IV.B.09

ACTIVITY-ICOM-INPUT
XV-09
IV.B.09

ACTIVITY-ICOM-MECHANISM
XV-09
IV.B.09

ACTIVITY-ICOM-MECHANISM-ROLE
XV-09
IV.B.09

ACTIVITY-ICOM-MECHANISM-SYSTEM
XV-09
IV.B.09

ACTIVITY-ICOM-OUTPUT
XV-09
IV.B.09

ACTIVITY-MODEL
XV-09
IV.B.09

ACTIVITY-MODEL-PROCESS-ACTIVITY
XV-09
IV.B.09

ACTIVITY-MODEL-PROCESS-ACTIVITY-ASSOCIATION
XV-09
IV.B.09

ACTIVITY-MODEL-PROCESS-ACTIVITY-GRAPHIC
XV-09
IV.B.09

ACTIVITY-MODEL-SPECIFICATION {OV-5}
XV-09
IV.B.09

ACTIVITY-MODEL-SYSTEM-PROCESS-ACTIVITY
XV-09
IV.B.09

ADDRESS-BOOK
XV-35
IV.B.35

ADDRESS-BOOK-ELEMENT
XV-35
IV.B.35

AGREEMENT
XV-10
IV.B.10

AGREEMENT-ASSOCIATION
XV-10
IV.B.10

AGREEMENT-DOCUMENT
XV-10
IV.B.10

AGREEMENT-GUIDANCE
XV-10
IV.B.10

ANALYSIS-PROCESS
XV-03
IV.B.03

APPLICATION-PROGRAM-INTERFACE-STANDARD
XV-10
IV.B.10

ARCHITECTURE
XV-11
IV.B.11

ARCHITECTURE-AGREEMENT
XV-11
IV.B.11

ARCHITECTURE-ANALYSIS-PROCESS-RESULT
XV-11
IV.B.11

ARCHITECTURE-ASSOCIATION
XV-11
IV.B.11

ARCHITECTURE-CONSTRAINT
XV-11
IV.B.11

ARCHITECTURE-DOCUMENT
XV-11
IV.B.11

ARCHITECTURE-FINDING
XV-11
IV.B.11

ARCHITECTURE-FINDING-ASSOCIATION
XV-11
IV.B.11

ARCHITECTURE-FUNCTIONAL-AREA
XV-11
IV.B.11

ARCHITECTURE-GUIDANCE
XV-11
IV.B.11

ARCHITECTURE-IMPACT
XV-11
IV.B.11

ARCHITECTURE-ISSUE
XV-11
IV.B.11

ARCHITECTURE-NODE
XV-11
IV.B.11

ARCHITECTURE-ORGANIZATION
XV-11
IV.B.11

ARCHITECTURE-PLAN
XV-04
IV.B.04

ARCHITECTURE-PROJECT
XV-11
IV.B.11

ARCHITECTURE-PROJECT-ANALYSIS-RESULT
XV-11
IV.B.11

ARCHITECTURE-RECOMMENDATION
XV-11
IV.B.11

ARCHITECTURE-REQUIREMENT
XV-11
IV.B.11

ARCHITECTURE-TASK
XV-11
IV.B.11

C4ISR-DATA-SPECIFICATION
XV-17
IV.B.17

CALL-EVENT
XV-37
IV.B.37

CAPABILITY
XV-12
IV.B.12

CATEGORY-RELATIONSHIP
XV-15
IV.B.15

CAVEATED-SECURITY-CLASSIFICATION
XV-36
IV.B.36

CHANGE-EVENT
XV-37
IV.B.37

COMMAND-NODE-HIERARCHY
XV-31
IV.B.31

COMMAND-RELATIONSHIP-CHART {OV-4}
XV-17
IV.B.17

COMMUNICATION-MEDIUM
XV-13
IV.B.13

COMMUNICATION-SYSTEM
XV-06
IV.B.06

COMPOSITE-PROCESS-STATE
XV-37
IV.B.37

COMPOSITE-PROCESS-STATE-SUBSTATE
XV-37
IV.B.37

CONCEPT-GRAPHIC {OV-1}
XV-17
IV.B.17

CONCEPTUAL-DATA-MODEL
XV-16
IV.B.16

CONDITION
XV-01
IV.B.01

CONSTRAINT
XV-20
IV.B.20

DATA-ATTRIBUTE
XV-15
IV.B.15

DATA-ATTRIBUTE-ASSOCIATION
XV-15
IV.B.15

DATABASE-RULE
XV-20
IV.B.20

DATA-DICTIONARY
XV-24
IV.B.24

DATA-DICTIONARY-ELEMENT
XV-21
IV.B.21

DATA-DICTIONARY-ELEMENT-ASSOCIATION
XV-21
IV.B.21

DATA-DICTIONARY-SPECIFICATION
XV-17
IV.B.17

DATA-DOMAIN
XV-14
IV.B.14

DATA-DOMAIN-LIST
XV-14
IV.B.14

DATA-DOMAIN-LIST-VALUE-ENTRY
XV-14
IV.B.14

DATA-DOMAIN-RANGE
XV-14
IV.B.14

DATA-DOMAIN-VALUE
XV-14
IV.B.14

DATA-ENTITY
XV-15
IV.B.15

DATA-ENTITY-ACTIVITY-ICOM
XV-15
IV.B.15

DATA-ENTITY-DATA-ATTRIBUTE
XV-15
IV.B.15

DATA-ENTITY-RELATIONSHIP
XV-15
IV.B.15

DATA-ITEM
XV-25
IV.B.25

DATA-ITEM-TYPE
XV-25
IV.B.25

DATA-MODEL-STANDARD
XV-10
IV.B.10

DATA-STANDARD
XV-10
IV.B.10

DATA-STORE
XV-33
IV.B.33

DOCUMENT
XV-17
IV.B.17

DOCUMENT-ASSOCIATION
XV-17
IV.B.17

ENLISTED-OCCUPATIONAL-SPECIALTY
XV-09
IV.B.09

ENTITY-DATA-STANDARD
XV-10
IV.B.10

EQUIPMENT-TYPE
XV-25
IV.B.25

EQUIPMENT-TYPE-SOFTWARE-ITEM
XV-25
IV.B.25

EVENT
XV-03
IV.B.03

EVENT-NODE-CROSS-LINK
XV-03
IV.B.03

EVENT-TRACE-DESCRIPTION {OV-6c; SV-10c}
XV-03
IV.B.03

EVENT-TRACE-SCENARIO-ELEMENT
XV-03
IV.B.03

EVENT-TRACE-SCENARIO-ELEMENT-ASSOCIATION
XV-03
IV.B.03

EXCHANGE-NEED-LINE-IER
XV-05
IV.B.05

EXCHANGE-NEED-LINE-REQUIREMENT
XV-05
IV.B.05

FACILITY
XV-18
IV.B.18

FUNCTIONAL-AREA
XV-26
IV.B.26

FUNCTIONAL-SPECIFICATION
XV-17
IV.B.17

GRAPHIC
XV-17
IV.B.17

GUIDANCE
XV-19
IV.B.19

GUIDANCE-ASSOCIATION
XV-19
IV.B.19

GUIDANCE-DOCUMENT
XV-19
IV.B.19

IER-DATA-ITEM-TYPE
XV-05
IV.B.05

IER-TRIGGER
XV-19
IV.B.19

IER-TRIGGER-RULE
XV-19
IV.B.19

IMPLEMENTATION-TIME-FRAME
XV-22
IV.B.22

INFORMATION-ASSET
XV-23
IV.B.23

INFORMATION-ASSET-AGREEMENT
XV-23
IV.B.23

INFORMATION-ASSET-DOCUMENT
XV-23
IV.B.23

INFORMATION-ASSET-GUIDANCE
XV-23
IV.B.23

INFORMATION-ASSET-RELATION
XV-23
IV.B.23

INFORMATION-ELEMENT [formerly ICOM]
XV-21
IV.B.21

INFORMATION-ELEMENT-ASSOCIATION
XV-21
IV.B.21

INFORMATION-EXCHANGE-MATRIX {OV-3; SV-6}
XV-05
IV.B.05

INFORMATION-EXCHANGE-MATRIX-ELEMENT
XV-05
IV.B.05

INFORMATION-EXCHANGE-REQUIREMENT
XV-05
IV.B.05

INFORMATION-PROCESSING-SYSTEM
XV-06
IV.B.06

INFORMATION-SYSTEM
XV-24
IV.B.24

INFORMATION-SYSTEM-SYSTEM-PLATFORM
XV-06
IV.B.06

INTERFACE-CONTROL-DOCUMENT
XV-17
IV.B.17

INTERNAL-DATA-FIELD
XV-16
IV.B.16

INTERNAL-DATA-MODEL
XV-16
IV.B.16

INTERNAL-RECORD
XV-16
IV.B.16

INTERNET-ADDRESS
XV-35
IV.B.35

INTERNET-ADDRESS-ASSOCIATION
XV-35
IV.B.35

JOINT-PUBLICATION
XV-17
IV.B.17

LOGICAL-DATA-MODEL {OV-7}
XV-16
IV.B.16

MATERIEL-ITEM
XV-25
IV.B.25

MATERIEL-ITEM-CAPABILITY-NORM
XV-12
IV.B.12

MATERIEL-ITEM-DOCUMENT
XV-25
IV.B.25

MATERIEL-ITEM-ESTABLISHMENT
XV-25
IV.B.25

MATERIEL-ITEM-MATERIEL-ITEM-ESTABLISHMENT-DETAIL
XV-25
IV.B.25

MESSAGE-STANDARD
XV-10
IV.B.10

MESSAGE-STANDARD-INFORMATION-ELEMENT
XV-21
IV.B.21

MILESTONE
XV-32
IV.B.32

MISSION
XV-26
IV.B.26

MISSION-AREA
XV-26
IV.B.26

MISSION-AREA-FUNCTIONAL-AREA
XV-26
IV.B.26

MISSION-ASSOCIATION
XV-26
IV.B.26

MISSION-ESSENTIAL-TASK
XV-01
IV.B.01

MISSION-ESSENTIAL-TASK-LIST
XV-01
IV.B.01

MISSION-ESSENTIAL-TASK-LIST-ELEMENT
XV-01
IV.B.01

MISSION-ESSENTIAL-TASK-STANDARD
XV-01
IV.B.01

MISSION-FUNCTIONAL-AREA
XV-26
IV.B.26

MISSION-ORGANIZATION
XV-26
IV.B.26

MISSION-TASK
XV-26
IV.B.26

MISSION-TASK-CONDITION
XV-26
IV.B.26

NESTING-PROCESS-STATE
XV-37
IV.B.37

NETWORK
XV-27
IV.B.27

NETWORK-ASSOCIATION
XV-27
IV.B.27

NETWORK-CAPABILITY
XV-12
IV.B.12

NETWORK-INTERNET-ADDRESSING
XV-35
IV.B.35

NETWORK-NODE
XV-28
IV.B.28

NETWORK-ORGANIZATION
XV-27
IV.B.27

NETWORK-PATH
XV-29
IV.B.29

NETWORK-PATH-LINK
XV-29
IV.B.29

NETWORK-STANDARD-PROFILE
XV-27
IV.B.27

NETWORK-SYSTEM
XV-27
IV.B.27

NODE
XV-30
IV.B.30

NODE-ACTIVITY-ICOM
XV-30
IV.B.30

NODE-ASSOCIATION
XV-30
IV.B.30

NODE-ASSOCIATION-NETWORK
XV-30
IV.B.30

NODE-ASSOCIATION-REQUIREMENT
XV-31
IV.B.31

NODE-COMMUNICATION-MEDIUM
XV-13
IV.B.13

NODE-CONNECTIVITY-DESCRIPTION {OV-2}
XV-17
IV.B.17

NODE-DATA-ITEM-TYPE
XV-30
IV.B.30

NODE-FACILITY
XV-30
IV.B.30

NODE-HIERARCHY
XV-31
IV.B.31

NODE-INFORMATION-ASSET
XV-30
IV.B.30

NODE-INTERNET-ADDRESS
XV-35
IV.B.35

NODE-LINK
XV-31
IV.B.31

NODE-LINK-CAPABILITY
XV-31
IV.B.31

NODE-LINK-COMMUNICATION-MEDIUM
XV-13
IV.B.13

NODE-LINK-STANDARD-PROFILE
XV-31
IV.B.31

NODE-MISSION-AREA
XV-30
IV.B.30

NODE-ORGANIZATION
XV-30
IV.B.30

NODE-ORGANIZATION-TYPE
XV-30
IV.B.30

NODE-PROCESS-ACTIVITY
XV-30
IV.B.30

NODE-SYSTEM
XV-30
IV.B.30

NODE-TASK
XV-30
IV.B.30

NODE-TREE
XV-31
IV.B.31

NODE-TREE-NODE-HIERARCHY
XV-31
IV.B.31

OCCUPATIONAL-SPECIALTY
XV-09
IV.B.09

OFFICER-OCCUPATIONAL-SPECIALTY
XV-09
IV.B.09

OPERATIONAL-ARCHITECTURE
XV-11
IV.B.11

OPERATIONAL-MISSION-THREAD
XV-26
IV.B.26

OPERATIONAL-MISSION-THREAD-IER
XV-26
IV.B.26

OPERATIONAL-RULE
XV-20
IV.B.20

OPERATIONAL-SCENARIO
XV-01
IV.B.01

OPERATIONAL-SCENARIO-CONDITION
XV-01
IV.B.01

ORGANIZATION
XV-02
IV.B.02

ORGANIZATION-AGREEMENT
XV-02
IV.B.02

ORGANIZATION-ASSOCIATION
XV-02
IV.B.02

ORGANIZATION-CAPABILITY-ESTIMATE
XV-12
IV.B.12

ORGANIZATION-DOCUMENT
XV-02
IV.B.02

ORGANIZATION-GUIDANCE
XV-02
IV.B.02

ORGANIZATION-MISSION-AREA
XV-02
IV.B.02

ORGANIZATION-NAME
XV-02
IV.B.02

ORGANIZATION-ORGANIZATION-TYPE-ESTABLISHMENT
XV-02
IV.B.02

ORGANIZATION-TYPE
XV-02
IV.B.02

ORGANIZATION-TYPE-CAPABILITY-NORM
XV-12
IV.B.12

ORGANIZATION-TYPE-DOCUMENT
XV-02
IV.B.02

ORGANIZATION-TYPE-ESTABLISHMENT
XV-02
IV.B.02

ORGANIZATION-TYPE-MISSION-AREA
XV-02
IV.B.02

PERIOD
XV-07
IV.B.07

PHYSICAL-MODEL-SPECIFICATION {SV-11}
XV-16
IV.B.16

PLAN
XV-04
IV.B.04

PLAN-ASSOCIATION
XV-04
IV.B.04

PLAN-DOCUMENT
XV-04
IV.B.04

PLAN-GUIDANCE
XV-04
IV.B.04

PLANNED-ACTION
XV-03
IV.B.03

PLAN-ORGANIZATION
XV-04
IV.B.04

PLATFORM-APPLICATION-SOFTWARE-ELEMENT
XV-06
IV.B.06

PLATFORM-ELEMENT
XV-06
IV.B.06

POINT-OF-CONTACT
XV-32
IV.B.32

PROCESS-ACTIVITY
XV-09
IV.B.09

PROCESS-EVENT
XV-37
IV.B.37

PROCESS-PSEUDO-STATE
XV-37
IV.B.37

PROCESS-STATE
XV-37
IV.B.37

PROCESS-STATE-ACTION
XV-37
IV.B.37

PROCESS-STATE-VERTEX
XV-37
IV.B.37

PROJECT
XV-03
IV.B.03

PROTOCOL-STANDARD
XV-10a
IV.B.10

REFERENCE-MODEL
XV-10a
IV.B.10

REFERENCE-MODEL-SERVICE
XV-10a
IV.B.10

REFERENCE-MODEL-SERVICE-AREA
XV-10a
IV.B.10

RELATION-TYPE
XV-23
IV.B.23

REQUIRED-CAPABILITY
XV-12
IV.B.12

REQUIRED-MATERIEL-ITEM
XV-05
IV.B.05

REQUIRED-SERVICE
XV-05
IV.B.05

REQUIREMENT
XV-05
IV.B.05

REQUIREMENT-COMMUNICATION-MEDIUM
XV-05
IV.B.05

REQUIREMENT-INFORMATION-ASSET
XV-05
IV.B.05

REQUIREMENT-MISSION-AREA
XV-05
IV.B.05

REQUIREMENT-NETWORK-NODE
XV-05
IV.B.05

REQUIREMENT-SYSTEM
XV-05
IV.B.05

REQUIREMENT-TASK
XV-05
IV.B.05

RULE-MODEL {OV-6a; SV-10a}
XV-17
IV.B.17

RULE-MODEL-OPERATIONAL-RULE
XV-17
IV.B.17

SECURITY-ACCESS-COMPARTMENT
XV-36
IV.B.36

SECURITY-CLASSIFICATION
XV-36
IV.B.36

SIGNAL-EVENT
XV-37
IV.B.37

SOFTWARE-APPLICATION
XV-08
IV.B.08

SOFTWARE-APPLICATION-PROCEDURE
XV-08
IV.B.08

SOFTWARE-APPLICATION-PROCEDURE-PROCESS-ACTIVITY
XV-08
IV.B.08

SOFTWARE-ITEM
XV-08
IV.B.08

SOFTWARE-ITEM-SERVICE
XV-08
IV.B.08

STANDARD
XV-10a
IV.B.10

STANDARD-DATA-ELEMENT
XV-10a
IV.B.10

STANDARD-OPTION
XV-10a
IV.B.10

STANDARD-PARAMETER
XV-10a
IV.B.10

STANDARD-PROFILE
XV-10a
IV.B.10

STANDARD-PROFILE-TECHNICAL-SERVICE-AREA
XV-10a
IV.B.10

STANDARD-TECHNICAL-SERVICE
XV-10a
IV.B.10

STANDARD-TECHNOLOGY-FORECAST {TV-2}
XV-17
IV.B.17

STANDARD-TECHNOLOGY-FORECAST-ELEMENT
XV-17
IV.B.17

STATE-TRANSITION-DESCRIPTION {OV-6b; SV-10b}
XV-37
IV.B.37

STATE-TRANSITION-DESCRIPTION-TRANSITION
XV-37
IV.B.37

STRUCTURAL-ASSERTION-RULE
XV-20
IV.B.20

SYSTEM
XV-06
IV.B.06

SYSTEM-ARCHITECTURE
XV-11
IV.B.11

SYSTEM-ASSOCIATION
XV-07a
IV.B.07

SYSTEM-ASSOCIATION-CONSTRAINT
XV-07b
IV.B.07

SYSTEM-ASSOCIATION-MEANS
XV-07a
IV.B.07

SYSTEM-ASSOCIATION-MIGRATION
XV-07a
IV.B.07

SYSTEM-CAPABILITY
XV-12
IV.B.12

SYSTEM-COMMUNICATION-DESCRIPTION {SV-2}
XV-17
IV.B.17

SYSTEM-CONSTRAINT
XV-07b
IV.B.07

SYSTEM-CRITERIA-PROFILE
XV-07
IV.B.07

SYSTEM-DOCUMENT
XV-07b
IV.B.07

SYSTEM-ELEMENT
XV-06
IV.B.06

SYSTEM-EQUIPMENT-TYPE
XV-07a
IV.B.07

SYSTEM-EVOLUTION-DESCRIPTION {SV-8}
XV-17
IV.B.17

SYSTEM-FUNCTION
XV-33
IV.B.33

SYSTEM-FUNCTIONALITY-DESCRIPTION {SV-4}
XV-17
IV.B.17

SYSTEM-FUNCTION-TRACEABILITY-MATRIX {SV-5}
XV-33
IV.B.33

SYSTEM-FUNCTION-TRACEABILITY-MATRIX-ELEMENT
XV-33
IV.B.33

SYSTEM-IMPLEMENTATION-TIME-FRAME
XV-22
IV.B.22

SYSTEM-INFORMATION-ASSET
XV-07b
IV.B.07

SYSTEM-INTERFACE-DESCRIPTION {SV-1}
XV-17
IV.B.17

SYSTEM-INTERFACE-DESCRIPTION-ELEMENT
XV-17
IV.B.17

SYSTEM-MIGRATION-EVOLUTION
XV-07a
IV.B.07

SYSTEM-MISSION-AREA
XV-07b
IV.B.07

SYSTEM-ORGANIZATION
XV-07b
IV.B.07

SYSTEM-PERFORMANCE-PARAMETER-MATRIX {SV-7}
XV-12
IV.B.12

SYSTEM-PERFORMANCE-PARAMETER-MATRIX-ELEMENT
XV-12
IV.B.12

SYSTEM-PLATFORM
XV-24
IV.B.24

SYSTEM-PROCESS-ACTIVITY
XV-07b
IV.B.07

SYSTEM-PROCESS-ACTIVITY-STANDARD-PROFILE
XV-07b
IV.B.07

SYSTEM-PROCUREMENT-STATUS
XV-32
IV.B.32

SYSTEM-SECURITY-CLASSIFICATION
XV-07b
IV.B.07

SYSTEM-SOFTWARE-ITEM
XV-07a
IV.B.07

SYSTEM-STATUS
XV-32
IV.B.32

SYSTEM-STATUS-DEPENDENCY
XV-32
IV.B.32

SYSTEM-SYSTEM-ARCHITECTURE
XV-07a
IV.B.07

SYSTEM-SYSTEM-MATRIX {SV-3}
XV-17
IV.B.17

SYSTEM-SYSTEM-MATRIX-ELEMENT
XV-17
IV.B.17

SYSTEM-TECHNOLOGY-FORECAST {SV-9}
XV-17
IV.B.17

SYSTEM-TECHNOLOGY-FORECAST-PROFILE
XV-17
IV.B.17

SYSTEM-TYPE
XV-07a
IV.B.07

TASK
XV-34
IV.B.34

TASK-ASSOCIATION
XV-34
IV.B.34

TASK-MEASURE
XV-01
IV.B.01

TASK-MISSION-AREA
XV-34
IV.B.34

TECHNICAL-ARCHITECTURE
XV-11
IV.B.11

TECHNICAL-ARCHITECTURE-PROFILE {TV-1}
XV-17
IV.B.17

TECHNICAL-ARCHITECTURE-PROFILE-ELEMENT
XV-17
IV.B.17

TECHNICAL-ARCHITECTURE-STANDARD-PROFILE
XV-11
IV.B.11

TECHNICAL-CRITERIA-DOCUMENT
XV-38
IV.B.38

TECHNICAL-CRITERION
XV-38
IV.B.38

TECHNICAL-CRITERION-PROFILE
XV-38
IV.B.38

TECHNICAL-CRITERION-PROFILE-AGREEMENT
XV-38
IV.B.38

TECHNICAL-GUIDELINE
XV-20
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TECHNICAL-SERVICE
XV-38
IV.B.38
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XV-38
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TECHNOLOGY
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XV-38
IV.B.38
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XV-38
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IV.B.38
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XV-38
IV.B.38

TIME-EVENT
XV-37
IV.B.37

TRANSITION
XV-37
IV.B.37
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XV-37
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XV-37
IV.B.37

USER-PRESENTATION-VIEW
XV-16
IV.B.16

USER-PRESENTATION-VIEW-FIELD
XV-16
IV.B.16

USER-PRESENTATION-VIEW-SYSTEM-PLATFORM
XV-16
IV.B.16

B.
DESCRIPTIONS OF CADM 2.0 EXTRA VIEWS
1.
UJTL and Mission Essential Task View

a.
Overview and Specification

Figure 76 provides the IDEF1X view for Universal Joint Task List (UJTL) and Mission Essential Task.  Table 51 provides definitions of each entity in the figure.  Entities related to Task are also described in the following sections:

· Section IV.B.03, Action View

· Section IV.B.04, Plan View

· Section IV.B.09, Activity Model Core View (includes PROCESS-ACTIVITY)

· Section IV.B.34, Task View.
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Figure 76.  CADM 2.0 UJTL and Mission Essential Task View (XV-01)

Table 51.  Entity Definitions for All Entities in the UJTL and Mission Essential Task View

Entity
Entity Definition
Reference

CONDITION
A variable of the operational environment or situation in which a unit, system, or individual is expected to operate that may affect performance [CJCSM 3500.04A, 13 September 1996]
See below

DOCUMENT
(119/1) (A)  RECORDED INFORMATION REGARDLESS OF PHYSICAL FORM
See Section IV.B.17 (Document Child Entity View)

FUNCTIONAL-AREA
(4198) (A)  A MAJOR AREA OF RELATED ACTIVITY
See Section IV.B.26 (Mission and Mission Area View)

MISSION
(1/2) (C)  THE TASK, TOGETHER WITH THE PURPOSE, THAT CLEARLY INDICATES THE ACTION TO BE TAKEN.  Compare (proposed for CADM 2.0):  An objective together with the purpose of the intended action.  (Note 1:  Multiple tasks accomplish a mission.  (SPAWAR)  Note 2:  An extension of  DDDS [(1) (A)], An objective.  [In CADM Draft 1.0, [(1) (A)]  AN OBJECTIVE.  Compare [CJCSM 3500.04A, 13 September 1996]:  The TASK, together with the purpose, that clearly indicates the action to be taken and the reason therefor.]
See Section IV.B.26 (Mission and Mission Area View)

MISSION-AREA
(2305) (A)  THE GENERAL CLASS TO WHICH AN OPERATIONAL MISSION BELONGS.  Note:  Within a class, the missions have common objectives
See Section IV.B.26 (Mission and Mission Area View)

MISSION-AREA-FUNCTIONAL-AREA
An association between a specific MISSION-AREA and a specific FUNCTIONAL-AREA
See Section IV.B.26 (Mission and Mission Area View)

MISSION-ESSENTIAL-TASK
(2307) (A)  A TASK REQUIRED FOR THE ACCOMPLISHMENT OF A MISSION.  Compare the definition of Joint Mission Essential Task (JMET) [CJCSM 3500.04A, 13 September 1996]:  "A TASK selected by a joint force commander from the Universal Joint Task List (UJTL) deemed essential to mission accomplishment."  A supporting task is defined [CJCSM 3500.04A, 13 September 1996] as:  "Specific activities that contribute to the accomplishment of a joint mission essential task.  Supporting tasks are accomplished at the same command level or by subordinate elements of a joint force (i.e., joint staff, functional components, etc.)."  Command-linked tasks are defined [CJCSM 3500.04A, 13 September 1996] as "TASKs that depict the seams between supported and supporting commands.  Command-linked TASKS are key to the accomplishment of command or agency JMETs"
See below

MISSION-ESSENTIAL-TASK-LIST
A list of TASKs considered critical to the accomplishment of assigned or anticipated MISSIONs that may be associated with specific conditions and performance standards and may identify command-linked and supporting TASKs. [CJCSM 3500.04A, 13 September 1996]
See below

MISSION-ESSENTIAL-TASK-LIST-ELEMENT
An entry for a specific MISSION-ESSENTIAL-TASK-LIST
See below

MISSION-ESSENTIAL-TASK-STANDARD
The minimum acceptable proficiency requirement in the performance of a specific MISSION-ESSENTIAL-TASK under a specific set of CONDITIONs (derived from the definition of STANDARD in [CJCSM 3500.04A, 13 September 1996])
See below

MISSION-FUNCTIONAL-AREA
The association of a specific MISSION to a specific FUNCTIONAL-AREA
See Section IV.B.26 (Mission and Mission Area View)

MISSION-ORGANIZATION
The association of a specific MISSION with a specific ORGANIZATION
See Section IV.B.26 (Mission and Mission Area View)

MISSION-TASK
(11752/1) (D)  THE ASSOCIATION THAT SHOWS WHICH MISSION IS ACCOMPLISHED BY WHICH TASK
See Section IV.B.26 (Mission and Mission Area View)

MISSION-TASK-CONDITION
The association of a specific TASK to a specific CONDITION for a specific MISSION
See Section IV.B.26 (Mission and Mission Area View)

OPERATIONAL-SCENARIO
A sequence of possible events and actions
See below

OPERATIONAL-SCENARIO-CONDITION
A relationship between a specific OPERATIONAL-SCENARIO and a specific CONDITION
See below

ORGANIZATION-MISSION-AREA
(2312) (A)  THE MISSION-AREA SUPPORTED BY A SPECIFIC ORGANIZATION
See Section IV.B.02 (Organization View)

REQUIREMENT-MISSION-AREA
The association of a specific REQUIREMENT with a specific MISSION-AREA
See Section IV.B.05 (Requirement View)

REQUIREMENT-TASK
The association of a specific TASK to a specific REQUIREMENT
See Section IV.B.05 (Requirement View)

TASK
A discrete unit of work, not specific to a single organization, weapon system, or individual, that enables missions or functions.  (UJTL, CJCSM 3500.04A, 1996)  [In CADM Draft 1.0, (290) (A)  A DIRECTED ACTIVITY.  Compare [CJCSM 3500.04A, 13 September 1996]:  A discrete event or action, not specific to a single unit, weapon system, or individual, that enables a mission or function to be accomplished.]
See Section IV.B.34 (Task View)

TASK-ASSOCIATION
(2672) (A)  AN ASSOCIATION BETWEEN A TASK AND ANOTHER TASK
See Section IV.B.34 (Task View)

TASK-MEASURE
The specification of a specific standard of performance with a specific TASK [CJCSM 3500.04A, 13 September 1996]
See below

TASK-MISSION-AREA
The association of a specific TASK to a specific MISSION-AREA.  Compare:  MISSION-AREA-MISSION-ESSENTIAL-TASK--(2306/1) (A)  AN ASSOCIATION BETWEEN A MISSION-AREA AND A MISSION-ESSENTIAL-TASK
See Section IV.B.34 (Task View)

Table 52 provides the attribute specifications of key entities in the UJTL and Mission Essential Task View of CADM 2.0.

Table 52.  Attribute Specifications for Key Entities in the UJTL and Mission Essential Task View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

CONDITION
· CONDITION Identifier (PK)—The unique identifier of a specific CONDITION

· CONDITION Formal Specification Text—The text that summarizes a specific CONDITION

· CONDITION Name—The name of a specific CONDITION

· CONDITION Value Text—The text that describes the quantity associated to a specific CONDITION

MISSION-ESSENTIAL-TASK
· TASK IDENTIFIER (PK) (FK)—(9282) (A)  THE IDENTIFIER THAT REPRESENTS A TASK

MISSION-ESSENTIAL-TASK-LIST
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT

MISSION-ESSENTIAL-TASK-LIST-ELEMENT
· Mission Essential Task List DOCUMENT Identifier (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT

· MISSION-ESSENTIAL-TASK-LIST-ELEMENT Identifier (PK)—The identifier of a MISSION-ESSENTIAL-TASK-LIST-ELEMENT for a specific MISSION-ESSENTIAL-TASK-LIST

· MISSION-ESSENTIAL-TASK-STANDARD Identifier (FK)—The identifier of a MISSION-ESSENTIAL-TASK-STANDARD for a specific TASK and a specific TASK-MEASURE

· CONDITION Identifier (FK)—The unique identifier of a specific CONDITION

· MISSION Identifier (FK)—(42143/1) (D)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC MISSION  

· TASK IDENTIFIER (FK)—(9282) (A)  THE IDENTIFIER THAT REPRESENTS A TASK

· TASK-MEASURE Identifier (FK)—The identifier of a TASK-MEASURE for a specific TASK

MISSION-ESSENTIAL-TASK-STANDARD
· TASK IDENTIFIER (PK) (FK)—(9282) (A)  THE IDENTIFIER THAT REPRESENTS A TASK

· TASK-MEASURE Identifier (PK) (FK)—The identifier of a TASK-MEASURE for a specific TASK

· MISSION-ESSENTIAL-TASK-STANDARD Identifier (PK)—The identifier of a MISSION-ESSENTIAL-TASK-STANDARD for a specific TASK and a specific TASK-MEASURE

· CONDITION Identifier (FK)—The unique identifier of a specific CONDITION

· MISSION Identifier (FK)—(42143/1) (D)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC MISSION 

· MISSION-ESSENTIAL-TASK-STANDARD Phase Code—The code that indicates a type of time window of a military operation for a specific MISSION-ESSENTIAL-TASK-STANDARD.  Domain values include:  En route; Execution; Sustainment; Not specified; Not known [Navy HDD specification]

· MISSION-ESSENTIAL-TASK-STANDARD Value Text—The text that summarizes the performance quantity for a specific MISSION-ESSENTIAL-TASK-STANDARD

OPERATIONAL-SCENARIO
· OPERATIONAL-SCENARIO Identifier (PK)—The identifier of a specific OPERATIONAL-SCENARIO.

· OPERATIONAL-SCENARIO Description Text—The text that briefly summarizes a specific OPERATIONAL-SCENARIO

· OPERATIONAL-SCENARIO Name—The name of an OPERATIONAL-SCENARIO

OPERATIONAL-SCENARIO-CONDITION
· CONDITION Identifier (PK) (FK)—The unique identifier of a specific CONDITION.

· OPERATIONAL-SCENARIO Identifier (PK) (FK)—The identifier of a specific OPERATIONAL-SCENARIO

TASK-MEASURE
· TASK IDENTIFIER (PK) (FK)—(9282) (A)  THE IDENTIFIER THAT REPRESENTS A TASK

· TASK-MEASURE Identifier (PK)—The identifier of a TASK-MEASURE for a specific TASK

· TASK-MEASURE Description Text—The text that briefly summarizes a specific TASK-MEASURE

· TASK-MEASURE Name—The name of a specific TASK-MEASURE [CJCSM 3500.04A 1996]

· TASK-MEASURE Measurement Unit Code—The code that denotes the unit of measure to be used for a specific TASK-MEASURE.  Domain values include:  01--TONS PER HOUR; 02--UNITS PER HOUR (E.G., DEPARTURES PER HOUR); 03--PEOPLE PER HOUR; 04--ROUNDS PER MINUTE; 05--KILOMETERS PER HOUR; 06--HOURS; 07--KILOMETERS; 08--SECONDS; 09--LITRES; 10--CUBIC METRES; 11--KILOGRAMS; 12--METRIC TONS; 13--UNITS OF (EACH; COUNT OF NO DIMENSION); etc.

b.
Details for MISSION-ESSENTIAL-TASK

MISSION-ESSENTIAL-TASK is defined [DDDS (2307) (A)] as a TASK required for the accomplishment of a MISSION.  Compare the definition of Joint Mission Essential Task (JMET) [CJCSM 3500.04A 1996]:  “A TASK selected by a joint force commander from the Universal Joint Task List (UJTL) deemed essential to mission accomplishment.”  An instance table for MISSION-ESSENTIAL-TASK is provided as Table 53.

A supporting task is defined as [CJCSM 3500.04A 1996]:  “Specific activities that contribute to the accomplishment of a joint mission essential task.  Supporting tasks are accomplished at the same command level or by subordinate elements of a joint force (i.e., joint staff, functional components, etc.).”  Command-linked tasks are defined as [CJCSM 3500.04A 1996]:  “TASKs that depict the seams between supported and supporting commands.  Command-linked TASKs are key to the accomplishment of command or agency JMETs.”

The following approved attributes of MISSION-ESSENTIAL-TASK are recommended for deletion from the DoD Data Model and for archival in the DDDS.:

· MISSION-ESSENTIAL-TASK Condition Text—(16079) (A)  The text that describes the circumstances for the performance of a MISSION-ESSENTIAL-TASK.  The CADM recommends that this attribute be deleted since it is properly specified in CONDITION.
· MISSION-ESSENTIAL-TASK Description Text—(16080) (A)  The text that describes a MISSION-ESSENTIAL-TASK.  The CADM recommends that this attribute be deleted since it is redundantly specified in TASK.
· MISSION-ESSENTIAL-TASK Performance Standard Text—(16082) (A)  The text that describes the performance standards for a MISSION-ESSENTIAL-TASK.  The CADM recommends that this attribute be deleted since it is properly specified in TASK-MEASURE.
Table 53.  MISSION-ESSENTIAL-TASK Instance Table

MISSION-ESSENTIAL-TASK


[Mission Essential Task] 
TASK Identifier (FK)
MISSION-ESSENTIAL-TASK Condition Text
MISSION-ESSENTIAL-TASK 
Description Text
MISSION-ESSENTIAL-TASK Performance Standard Text

TSK 2004 
[See note]
[See note]
[See note]

TSK 2005 
[See note]
[See note]
[See note]

TSK2006 
[See note]
[See note]
[See note]

TSK2007 
[See note]
[See note]
[See note]

TSK2008 
[See note]
[See note]
[See note]

TSK2009 
[See note]
[See note]
[See note]

TSK2010 
[See note]
[See note]
[See note]

 Note:  For reasons described above, the CADM recommends the three currently approved descriptive attributes for MISSION-ESSENTIAL-TASK be deleted from the DoD Data Model and archived in the DDDS.  These three attributes have been removed from CADM 2.0.

TASK


TASK Identifier
ACTION Identifier (FK)

TASK Category Code
TASK Command Level Code
TASK Description Text


TASK Name
TASK Joint Task List Identifier

TSK2004
—
Mission Essential Task
OP
—
Prepare Campaign/Major Opns & Related Plans & Orders
5.3.9

TSK2005
—
Mission Essential Task
OP
—
Provide Target Intelligence for Theater of Opns/JOA
2.4.2.4

TSK2006
—
Mission Essential Task
OP
—
Develop Operational Targets
3.1.3

TSK2007
—
Mission Essential Task
OP
—
Synchronize Operational Firepower
3.2.7

TSK2008
—
Mission Essential Task
OP
—
Publish Tasking Order(s) for Employment of Air Assets and Other Means
3.1.5

TSK2009
—
Mission Essential Task
OP
—
Plan and Integrate Operation C2W
5.6.2

TSK2010
—
Mission Essential Task
OP
—
Conduct Air Interdiction of Opnl Forces/Targets
3.2.5.1

c.
Details for TASK-MEASURE

TASK-MEASURE (illustrated in Table 54) is defined as the specification of a specific standard of performance with a specific TASK [CJCSM 3500.04A 1996].  Note the following for TASK-MEASURE Measurement Unit Code—The code that denotes the unit of measure to be used for a specific TASK-MEASURE:

· Example domain values (taken from CAPABILITY Measurement Unit Code) are: 01--Tons Per Hour; 02--Units Per Hour (e.g., Departures Per Hour); 03--People Per Hour; 04--Rounds Per Minute; 05--Kilometers Per Hour; 06--Hours; 07--Kilometers; 08--Seconds; 09--Litres; 10--Cubic Metres; 11--Kilograms; 12--Metric Tons; 13--Units of (Each; Count of No Dimension); 14--Pounds Per Square Inch (psi) (e.g., Apron-Type Capacity Rate); 15--(Human) Labor Hours Per Day (e.g., Construction Rate); 16--Short Ton (2,000 Lb) (e.g., Lifting or Cargo Capacity Weight); 17--Metric Ton (1,000 Kg); 18--Pounds (e.g., Equivalent Single-Wheel Load Capacity Weight); 19--Short Tons Per Day (e.g., Cargo Clearance Rate); 20--Units Per Day (e.g., Passengers Per Day; Ships Per Day); 21--Square Feet Per Day (e.g., Breakbulk Cargo Discharge Rate); 22--Gallons Per Minute (e.g., Pumping Rate); 23--Gallons Per Day (e.g., Fuel Resupply Reception Capability Rate); 24--Measurement Tons Per Day (e.g., Volumetric Cargo Discharge Rate); 25--Thousands of Petroleum Barrels Per Day (e.g., Petroleum-Oil-Lubrication Clearance Capacity Rate).  

· Additional domain values for CADM (to support the entirety of Section 4, “Measures for Joint Tasks,” Universal Joint Task List [CJCSM 3500.04A 1996]) are the following: Airframe-Days; Cubic Yards; Days; Decibels (db); Dollars; Instances/Week; Logical (Y/N); Man-Days; Man-Days/Year; Miles (could be redefined in terms of kilometers); Minutes; Minutes/Page; Months; Nautical Miles (could be redefined in terms of kilometers); People/Day; People/Week; Percent; Ship-Days; Steaming-Days; Weeks; Years.

Table 54.  TASK-MEASURE Instance Table

TASK-MEASURE



TASK Identifier (FK)
TASK-MEASURE Identifer


TASK-MEASURE Description Text
TASK-MEASURE Name
TASK-MEASURE 
Measurement Unit Code

TSK 2004 
(Prepare Campaign/Major Opns & Related Plans & Orders, OP 5.3.9)
M1
Prior to hostilities, SOF forces allowed to conduct cross-border operations
SOF Lead Time
Days

TSK 2004
M2
For complete set of executable operational plans and orders (following receipt of commander’s estimate)
Operational Plan/Order Development
06 (Hours)

TSK 2004
M3
To establish Joint Information Bureau (following execute order)
JIB Establishment
06 (Hours)

TSK 2004
M4
To prepare plans and orders (after deciding on mission concept and intent)
Plans and Orders
06 (Hours)

TSK 2004
M5
Of critical C4I architecture nodes identified in OPLAN
C4I Architecture Nodes
Percent

TSK 2004
M6
Of functional areas covered in OPLAN
Functional Areas
Percent

TSK 2004
M7
Of operations in plan conform to U.S. and International Law
Legal
Percent

TSK 2005 
(Provide Target Intelligence for Theater of Opns/JOA, OP 2.4.2.4)
M1
Of enemy targets correctly identified by joint force targeteers
Target Identification
Percent

TSK 2005
M2
Of high priority targets mensurated coordinates allow attack without visual update
Target Mensuration
Percent

TSK 2005
M3
Of high priority targets with correct location data
Target Location
Percent

Source:  Universal Joint Task List, Section 4 [CJCSM 3500.04A 1996].

d.
Details for MISSION-ESSENTIAL-TASK-STANDARD

MISSION-ESSENTIAL-TASK-STANDARD is defined as the minimum acceptable proficiency requirement in the performance of a specific MISSION-ESSENTIAL-TASK under a specific set of CONDITIONs (derived from the definition of STANDARD in [CJCSM 3500.04A 1996]).  An instance table for MISSION ESSENTIAL-TASK-PROFICIENCY is provided as Table 55.

Table 55.  MISSION-ESSENTIAL-TASK-STANDARD Instance Table

MISSION-ESSENTIAL-TASK-STANDARD


Mission Essential Task

TASK Identifier (FK)



TASK-MEASURE Identifer (FK)
MISSION-ESSENTIAL-TASK-STANDARD Identifier


CONDITION Identifier (FK)


MISSION Identifier (FK)
MISSION-ESSENTIAL-TASK-STANDARD Phase Code
MISSION-ESSENTIAL-TASK-STANDARD Value Text

TSK2004 
(Prepare Campaign/Major Opns & Related Plans & Orders, OP 5.3.9)
M1
(Prior to hostilities, SOF forces allowed to conduct cross-border operations)
METS0001
2.1A (Mission-Straight-forward)
MISS2004 (Destroy C3I Capability)
Execution
3 (Days)

TSK2004
M1
METS0002
2.1A
MISS2004
Sustainment
5 (Days)

TSK2004
M2 
[For complete set of executable operational plans and orders (following receipt of commander’s estimate)]
METS0001
2.1A
MISS2004
Execution
18 (Hours)

TSK2004
M2
METS0002
2.1B (Mission-Stressful
MISS2004
Sustainment
24 (Hours)

TSK2004
M2
METS0003
2.1A
MISS2004
Execution
24 (Hours)

TSK2004
M2
METS0004
2.1B
MISS2004
Sustainment
36 (Hours)

e.
Specification of a MISSION-ESSENTIAL-TASK-LIST

MISSION-ESSENTIAL-TASK-LIST, a subtype of DOCUMENT, is defined as a list of TASKs considered critical to the accomplishment of assigned or anticipated MISSIONs that may be associated with specific conditions and performance standards and may identify command-linked and supporting TASKs [CJCSM 3500.04A 1996].  The items of a MISSION-ESSENTIAL-TASK-LIST are specified by creating instances of MISSION-ESSENTIAL-TASK-LIST-ELEMENT.  MISSION-ESSENTIAL-TASK-LIST is illustrated in Table 56.

Table 56.  MISSION-ESSENTIAL-TASK-LIST Instance Table

MISSION-ESSENTIAL-TASK-LIST

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0051
—
—
Mission Essential Task List
Example Task List
—
—

MISSION-ESSENTIAL-TASK-LIST-ELEMENT (illustrated in Table 57) is defined as an entry for a specific MISSION-ESSENTIAL-TASK-LIST.  

Table 57.  MISSION-ESSENTIAL-TASK-LIST-ELEMENT Instance Table

MISSION-ESSENTIAL-TASK-LIST-ELEMENT

Mission Essential Task List DOCUMENT Identifier (FK)
MISSION-ESSENTIAL-TASK-LIST-ELEMENT Identifier
MISSION-ESSENTIAL-TASK-PROFICIENCY Identifier (FK)

CON-DITION Identifier (FK)


MISSION Identifier (FK)

Mission Essential Task

TASK Identifier (FK)



TASK-MEASURE Identifier (FK)

DOC2007
METLE0001
METP0001
2.1A (Mission-Straight-forward)
MISS2004 (Destroy C3I Capability)
TSK2004 
(Prepare Campaign/Major Opns & Related Plans & Orders, OP 5.3.9)
M1
(Prior to hostilities, SOF forces allowed to conduct cross-border operations)

DOC2007
METLE0002
METP0001
2.1A
MISS2004
TSK2004
M2 
[For complete set of executable operational plans and orders (following receipt of commander’s estimate)]

DOC2007
METLE0003
METP0002
2.1B (Mission-Stressful)
MISS2004
TSK2004
M2

f.
Details for OPERATIONAL-SCENARIO, CONDITION, and OPERATIONAL-SCENARIO-CONDITION

OPERATIONAL-SCENARIO is defined as a sequence of possible events and actions.  OPERATIONAL-SCENARIO-CONDITION is defined as a relationship between a specific OPERATIONAL-SCENARIO and a specific CONDITION.  Table 58 and Table 59 are instance tables for these two entities.

Table 58.  OPERATIONAL-SCENARIO Instance Table

OPERATIONAL-SCENARIO

OPERATIONAL-SCENARIO Identifier
OPERATIONAL-SCENARIO Name


OPERATIONAL-SCENARIO Description Text

OPSC0001
2003 Multinational Hostage Rescue
A joint task force has been formed in early July, 2003, as the US component of a multinational operation to quell a rebellion in a third-world nation.  US citizens and citizens of the other nations participating in the operation are being held hostage in several areas of the capital city.  The multinational force has been given the mission of rescuing the hostages and restoring the elected government to power.  The commander of the US joint task force has entered the area of operations with a robust C4I structure, including…

Source:  United States Imagery and Geospatial Information System (USIGS) Architecture Framework (UAF), National Imagery and Mapping Agency (NIMA), 10 June 1997, (Figure 4-7).

CONDITION is defined as a variable of the operational environment or situation in which a unit, system, or individual is expected to operate that may affect performance   Table 59 is an instance table for CONDITION.

Table 59.  CONDITION Instance Table

CONDITION

CONDITION Identifier

CONDITION Formal Specification Text

CONDITION Name
CONDITION Value Text

1.1.1A
Terrain-Mountainous
Terrain
Mountainous

1.1.1B
Terrain-Piedmont
Terrain
Piedmont

1.1.1C
Terrain-Pampas, Plains, Savanna, Veldt
Terrain
Steppe

1.1.1D
Terrain-River streams, Lake regions
Terrain
Delta

1.1.1E
Terrain-Desert
Terrain
Desert

1.1.1F
Terrain-Jungle
Terrain
Jungle

1.1.1G
Terrain-Arctic
Terrain
Arctic

1.1.3.4A
Obstacles to Movement-System of obstacles
Obstacles to Movement
Extensive

1.1.3.4B
Obstacles to Movement-Some use of obstacles
Obstacles to Movement
Moderate

1.1.3.4C
Obstacles to Movement-No (obstacles)
Obstacles to Movement
No

1.1.3.5A
Route Availability-Multiple paved, all-weather roads
Route Availability
High

1.1.3.5B
Route Availability-Some paved, but limited all-weather road surfaces
Route Availability
Moderate

1.1.3.5C
Route Availability-Few roads or trails, no all-weather roads
Route Availability
Low

2.1A
Mission-Well within current capabilities
Mission
Straightforward

2.1C
Mission-Safely within current capabilities
Mission
Moderately challenging

2.1B
Mission-Very demanding mission relative to current capabilities
Mission
Stressful

Sources:  Section 3 of the Universal Joint Task List [CJCSM 3500.04A 1996]; Naval Architecture Database [NADB 1997].

OPERATIONAL-SCENARIO-CONDITION is defined as a relationship between a specific OPERATIONAL-SCENARIO and a specific CONDITION.  Table 60 is an instance table for OPERATIONAL-SCENARIO-CONDITION.

Table 60.  OPERATIONAL-SCENARIO-CONDITION Instance Table

OPERATIONAL-SCENARIO-CONDITION

OPERATIONAL-SCENARIO Identifier (FK)
CONDITION Identifier (FK)

OPSC0001
1.1.1A (Terrain-Mountainous)

OPSC0001
1.1.1B (Terrain-Piedmont)

OPSC0001
1.1.3.5B (Route Availability-Some paved, but limited all-weather road surfaces)

2.
Organization View

a.
Overview and Specification

Figure 77 provides the IDEF1X view for Organization.  Table 61 provides definitions of each entity in the figure.  Two entities, not shown in the figure, are of interest in this view:  ORGANIZATION-DOCUMENT and ORGANIZATION-TYPE-DOCUMENT are included in the table.
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Figure 77.  CADM 2.0 Organization View (XV-02)

Table 61.  Entity Definitions for All Entities in the Organization View
Entity
Entity Definition
Reference

ARCHITECTURE-ORGANIZATION
The relation of a specific ARCHITECTURE to a specific ORGANIZATION
See Section IV.B.11 (Architecture View)

MISSION-ORGANIZATION
The association of a specific MISSION with a specific ORGANIZATION
See Section IV.B.26 (Mission and Mission Area View)

NETWORK-ORGANIZATION
The association of a specific NETWORK to a specific ORGANIZATION
See Section IV.B.27 (Network View)

NODE-ORGANIZATION
The association of a specific NODE with a specific ORGANIZATION
See Section IV.B.30 (Node View)

NODE-ORGANIZATION-TYPE
The association of a specific NODE with a specific ORGANIZATION-TYPE
See Section IV.B.30 (Node View)

ORGANIZATION
(345) (A)  AN ADMINISTRATIVE STRUCTURE WITH A MISSION
See below

ORGANIZATION-AGREEMENT
(881/1) (A)  AN ASSOCIATION BETWEEN AN ORGANIZATION AND AN AGREEMENT.  (DDDS, June 1998)  Replaces, in CADM 1.0, AGREEMENT-ORGANIZATION:  The association of an AGREEMENT with an ORGANIZATION
See below

ORGANIZATION-ASSOCIATION
(1077/1) (A)  AN ASSOCIATION OF AN ORGANIZATION WITH ANOTHER ORGANIZATION
See below

ORGANIZATION-CAPABILITY-ESTIMATE
(1070/1) (A)  AN ESTIMATION, BY A SPECIFIC ORGANIZATION, OF THE ABILITY OF A SPECIFIC ORGANIZATION TO ACHIEVE A SPECIFIED OBJECTIVE
See Section IV.B.12 (Capability View)

ORGANIZATION-DOCUMENT
(1686/1) (A)  AN ASSOCIATION BETWEEN AN ORGANIZATION AND A DOCUMENT.  (1686/2) (D)  AN ASSOCIATION BETWEEN AN ORGANIZATION AND A DOCUMENT.  Compare from CADM 1.0:  The association of a specific ORGANIZATION with a specific DOCUMENT
See below

ORGANIZATION-GUIDANCE
(885/1) (A)  AN ASSOCIATION BETWEEN AN ORGANIZATION AND A GUIDANCE
See below

ORGANIZATION-MISSION-AREA
(2312) (A)  THE MISSION-AREA SUPPORTED BY A SPECIFIC ORGANIZATION
See below

ORGANIZATION-NAME
(1557) (A)  A DESIGNATION APPLIED TO AN ORGANIZATION
See below

ORGANIZATION-ORGANIZATION-TYPE-ESTABLISHMENT
(1110/1) (A)  THE APPLICATION OF A SPECIFIC ORGANIZATION-TYPE-ESTABLISHMENT TO A SPECIFIC ORGANIZATION
See below

ORGANIZATION-TYPE
(892) (A)  A CLASS OF ORGANIZATIONS
See below

ORGANIZATION-TYPE-CAPABILITY-NORM
(1071/1) (A)  A STANDARD ABILITY CONSIDERED TO BE TYPICAL OF AN ORGANIZATION-TYPE TO ACHIEVE A SPECIFIED OBJECTIVE
See Section IV.B.12 (Capability View)

ORGANIZATION-TYPE-DOCUMENT
The association of a specific ORGANIZATION-TYPE with a specific DOCUMENT
See below

ORGANIZATION-TYPE-ESTABLISHMENT
(1111) (A)  THE SPECIFICATION OF THE TYPES OF OBJECTS THAT ARE ESTABLISHED FOR AN ORGANIZATION-TYPE UNDER PARTICULAR CONDITIONS
See below

ORGANIZATION-TYPE-MISSION-AREA
The MISSION-AREA supported by a specific ORGANIZATION-TYPE.  Derived from (2312) (A), THE MISSION-AREA SUPPORTED BY A SPECIFIC ORGANIZATION
See below

PLAN-ORGANIZATION
(1086) (A)  THE ASSOCIATION OF A SPECIFIC PLAN WITH A SPECIFIC ORGANIZATION
See Section IV.B.04 (Plan View)

SYSTEM-ORGANIZATION
The association of a specific SYSTEM with a specific ORGANIZATION.  See Army Corps of Engineers (COE) Data Model (ORG-APPLICATION-USER)
See Section IV.B.07 (System Child Entities View)

Table 62 provides the attribute specifications of key entities in the Organization View of CADM 2.0.

Table 62.  Attribute Specifications for Key Entities in the Organization View

Entity Header
Attribute Name, Role (PK, FK, AK), Definition, and Domain

ORGANIZATION
· ORGANIZATION IDENTIFIER (PK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION

· ORGANIZATION-ECHELON-TYPE CODE (FK)—(17044) (A)  THE CODE THAT REPRESENTS AN ORGANIZATION-ECHELON-TYPE

· ORGANIZATION-TYPE IDENTIFIER (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE

· ORGANIZATION ADMINISTRATIVE LOSS RATE—(29204) (A)  THE ACTUAL RATE OF PERSONNEL ATTRITION APPLICABLE TO AN ORGANIZATION

· ORGANIZATION CLASSIFICATION CODE—(17043) (A)  THE CODE THAT REPRESENTS A CATEGORIZATION OF AN ORGANIZATION.  Domain values include:  N--NON UNIFORMED SERVICE; U--UNIFORMED SERVICE

· ORGANIZATION DESCRIPTION TEXT—(4882) (A)  THE TEXT DESCRIBING AN ORGANIZATION

· ORGANIZATION CATEGORY CODE—(23495) (A)  THE CODE THAT REPRESENTS A CLASSIFICATION OF AN ORGANIZATION.  Domain values include:  A--GOVERNMENT ORGANIZATION; B--PRIVATE SECTOR ORGANIZATION; C--SOVEREIGN BODY

· ORGANIZATION DURATION TYPE CODE—(23496) (A)  THE CODE THAT REPRESENTS A SPECIFIC KIND OF TIME FRAME ASSOCIATED WITH AN ORGANIZATION.  Domain values include:  A--PERMANENT ORGANIZATION; B--TEMPORARY ORGANIZATION

· ORGANIZATION ENTERPRISE TYPE CODE—(32511) (A)  THE CODE THAT DENOTES THE KIND OF ENTERPRISE UNDERTAKEN BY AN ORGANIZATION.  Domain values include:  1--BUSINESS ENTERPRISE

· ORGANIZATION FRIEND FOE CODE—(11228) (A)  THE CODE THAT DENOTES WHETHER A SPECIFIC ORGANIZATION IS FRIENDLY.  Domain values include:  1--FRIEND; 2--FOE; 3--NOT KNOWN; 4--NEUTRAL; 5--NOT SPECIFIED

· ORGANIZATION Operational Element Indicator Code—The code that denotes whether an instance of ORGANIZATION is considered to be an operational facility (OPFAC) or other sender or receiver of information.  Domain values include:  Serves as an operational element; Serves as an operational facility; Not applicable; Not specified; Not known

· ORGANIZATION PRIMARY ACTIVITY CODE—(12712/3) (A)  THE CODE THAT REPRESENTS THE PRINCIPAL FUNCTION OF AN ORGANIZATION.  Domain values include:  AA--AVIATION; AB--COMBAT; AC--CONSTRUCTION; AD--EDUCATION; AE--ENGINEERING; AF--ENTERTAINMENT; AG--FINANCE; AH--FOOD SERVICE; AI--GOVERNANCE; AJ--HEALTH; AK--INTELLIGENCE; AL--LAW ENFORCEMENT; AM--MANAGEMENT SUPPORT; AN--MANPOWER; AO--PERSONNEL; AP--PROCUREMENT; AQ--PURSUIT OF SPECIAL INTEREST(S); AR--RACKETEERING; AS--RELIGION; AT--SOCIAL INTERACTION; AU--SPORTS; AV--SUPPLY; AW--TAXATION; AX--TECHNOLOGY SUPPORT; AY--TELECOMMUNICATIONS; AZ--TERRORISM; BA--TRAINING; BB--TRANSPORTATION

· ORGANIZATION PRIMARY INDUSTRY CATEGORY CODE—(12697/2) (A)  THE CODE THAT REPRESENTS A CLASSIFICATION OF THE PRINCIPAL BUSINESS AREA OF AN ORGANIZATION.  Domain values include:  A--MANUFACTURING INDUSTRY; B--SERVICE INDUSTRY

· ORGANIZATION TYPE CODE—(12705) (A)  THE CODE THAT REPRESENTS A KIND OF ORGANIZATION.  Domain values include:  01--UNITED STATES FEDERAL GOVERNMENT; 02--UNITED STATES STATE GOVERNMENT; 03--UNITED STATES CITY GOVERNMENT; 04--UNITED STATES COUNTY GOVERNMENT; 05--FOREIGN GOVERNMENT; 06--PRIVATE SECTOR

· ORGANIZATION VENDOR INDICATOR CODE—(16302) (A)  A CODE THAT INDICATES THAT THE ORGANIZATION IS A VENDOR.  Domain values include:  N--NO, THE ORGANIZATION IS NOT A VENDOR.; Y--YES, THE ORGANIZATION IS A VENDOR

ORGANIZATION-AGREEMENT
· AGREEMENT IDENTIFIER (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT

· ORGANIZATION IDENTIFIER (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION

· ORGANIZATION-AGREEMENT Identifier (PK)—The identifier of an ORGANIZATION-AGREEMENT for a specific ORGANIZATION and a specific AGREEMENT

· ORGANIZATION-AGREEMENT FINANCIAL RESPONSIBILITY CODE—(17539/1) (A)  THE CODE THAT DENOTES WHETHER AN ORGANIZATION-AGREEMENT INVOLVES MONETARY PARTICIPATION BY THE ORGANIZATION.  (DDDS, June 1998)  Domain values include:  C--CONTRIBUTING; N--NON-CONTRIBUTING

Table 62.  (Cont’d)

Entity Header
Attribute Name, Role (PK, FK, AK), Definition, and Domain

ORGANIZATION-AGREEMENT (Cont’d)
· ORGANIZATION-AGREEMENT ORGANIZATION ROLE CODE—(17540/4) (A)  THE CODE THAT REPRESENTS A PART PLAYED BY AN ORGANIZATION IN AN ORGANIZATION-AGREEMENT.  (17540/5) (D)  THE CODE THAT REPRESENTS A PART PLAYED BY AN ORGANIZATION IN AN ORGANIZATION-AGREEMENT.  (DDDS, June 1998)  Domain values include:  A--ORGANIZATION IS AN OFFEREE; B--ORGANIZATION IS AN OFFEROR; C--ORGANIZATION IS A BENEFICIARY.  (DDDS, June 1998, Approved).  The following additional values are being proposed (17540/5, developmental):  28--SUBCONTRACTOR; 54--PLACES ORDER AGAINST; 7E--PARTY AUTHORIZED TO DEFINITIZE CONTRACT ACTION; 7G--HAZARDOUS MATERIAL OFFICE; 7P--TRANSPORTATION OFFICE; 92--SECONDARY CONTRACT ADMINISTRATION OFFICE; AA--ACCOUNTING OFFICE; AC--CONTRACT PAYMENT NOTIFICATION RECIPIENT; AD--ALTERNATE PAYEE; AG--AGENT/AGENCY; BT--FUNDING OFFICE; BY--ISSUING OFFICE; C4--CONTRACT ADMINISTRATION OFFICE; D--SUPPLIER; E--SECURITY OFFICE; F--DESIGNATED BILLING OFFICE; G--DESIGNATED PAYMENT OFFICE; H--HEAD OF CONTRACTING ACTIVITY; J--TERMINATION CONTRACTING OFFICE; K--LEGAL OFFICE; KF--DEFENSE CONTRACT AUDIT AGENCY; L--SURETY; M--AUTOMATED DATA PROCESSING POINT; OI--INSPECTION AGENCY; P--SHIPMENT NOTIFICATION RECIPIENT; PG--PRIME CONTRACTOR; PR--FINANCE OFFICE; Q--PAYEE; R--PROCURING OFFICE; S--REVIEWING OFFICE; T--QUALITY ASSURANCE OFFICE; X--ENVIRONMENT OFFICE; X2--PERFORMS PACKAGING; Y--OFFICE OF SYSTEM AUTOMATION; Z--DISBURSING OFFICE; ZZ-OTHER

· ORGANIZATION-AGREEMENT REASON CODE—(16155/1) (A)  THE CODE THAT REPRESENTS THE UNDERLYING BASIS OF AN ASSOCIATION BETWEEN AN ORGANIZATION AND AN AGREEMENT.  (16155/2) (D)  THE CODE THAT REPRESENTS THE UNDERLYING BASIS OF AN ASSOCIATION BETWEEN AN ORGANIZATION AND AN AGREEMENT.  (DDDS, June 1998)  Domain values include:  A--RESULT OF COURT ORDERED ACCEPTANCE; B--RESULT OF AN ORDER BY AN AUTHORITY OTHER THAN A COURT; C--RESULT OF A SECRETARIAL DETERMINATION; D--TO RECOUP A FINANCIAL LOSS; E--VOLUNTARY PARTICIPATION (DDDS, June 1988, Approved).  The following additional values are being proposed (16155/2, developmental):  F--PRIMARY SIGNEE; G--ALTERNATE SIGNEE; H--ASSIGNS FUNDING CITATION; J--CONTRACT ADMINISTRATION; K--PROCUREMENT; L--SHIPMENT PERFORMANCE NOTICE SHIPMENT TRACKING; M--DELEGATES; N--IS DELEGATED.

· ORGANIZATION-AGREEMENT REMARK TEXT—(24952/1) (A)  THE TEXT DEVELOPED BY AN ORGANIZATION CONCERNING AN AGREEMENT.  (24952/2) (D)  THE TEXT DEVELOPED BY AN ORGANIZATION CONCERNING AN AGREEMENT.  (DDDS, June 1998)

· ORGANIZATION-AGREEMENT SIGNATURE DATE—(21785/1) (A)  THE DATE THE ORGANIZATION SIGNS THE AGREEMENT.  (DDDS, June 1998)  

ORGANIZATION-ASSOCIATION
· Ordinate ORGANIZATION Identifier (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION

· Subordinate ORGANIZATION Identifier (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION

· ORGANIZATION-ASSOCIATION Effective Date—The beginning of the period of validity of a specific ORGANIZATION-ASSOCIATION

· ORGANIZATION-ASSOCIATION Reason Code—The code that specifies the relationship between the subordinate ORGANIZATION and the ordinate ORGANIZATION.  See DDDS (12704) (A) ORGANIZATION-ASSOCIATION-REASON Code.  Domain values include:  Reports to; Controls; Is part of; Does accounting for; Replaces; Other; Not Specified; Not known.  Additions from GH3 are:  Has full command of; Has operational command of; Has operational control of; Has tactical command of; Has tactical control of; Is alternate for; Is at priority call to; Is attached to; Is captor of; Is in direct support of; Is in general support of; Is in general support reinforcing of; Is in reserve to; Is on call to; Is released from its relationship with; Is the same as; Is under command for administration; Is under command for movement; Provides logistic services to; Reinforces.

· ORGANIZATION-ASSOCIATION Termination Date—The end of the period of validity of a specific ORGANIZATION-ASSOCIATION

ORGANIZATION-DOCUMENT
· ORGANIZATION IDENTIFIER (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION

· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT

· ORGANIZATION-DOCUMENT BEGIN CALENDAR DATE (PK)—(12817/1) (A)  THE DATE WHEN AN ASSOCIATION BETWEEN AN ORGANIZATION AND A DOCUMENT COMMENCES.  (12817/2) (C)  THE CALENDAR DATE WHEN AN ORGANIZATION-DOCUMENT STARTS.  

· ORGANIZATION-DOCUMENT END CALENDAR DATE—(12818/1) (A)  THE DATE WHEN AN ASSOCIATION BETWEEN AN ORGANIZATION AND A DOCUMENT CEASES.  (12818/2) (C)  THE CALENDAR DATE WHEN AN ORGANIZATION-DOCUMENT STOPS

Table 62.  (Cont’d)

Entity Header
Attribute Name, Role (PK, FK, AK), Definition, and Domain

ORGANIZATION-DOCUMENT (Cont’d)
· ORGANIZATION-DOCUMENT Role Code—The code that denotes a specific way in which an ORGANIZATION is related to a DOCUMENT.  Domain values include:  Authors; Reviews; Promulgates; Is represented by; Is described in; Is cited in; Is a source for; Approves release of; Authored by; Maintains; Not specified; Not known

ORGANIZATION-GUIDANCE
· GUIDANCE IDENTIFIER (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE

· ORGANIZATION IDENTIFIER (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION

· ORGANIZATION-GUIDANCE Begin Date (PK)—(17679/1) (A)  THE DATE WHEN AN ORGANIZATION-GUIDANCE STARTS

· ORGANIZATION-GUIDANCE End Date—(19688/1) (A)  THE DATE WHEN AN ORGANIZATION-GUIDANCE STOPS

· ORGANIZATION-GUIDANCE Reason Code—(19690/1) (A)  THE CODE THAT REPRESENTS THE UNDERLYING BASIS OF AN ORGANIZATION-GUIDANCE.  Domain values include:  A--GUIDANCE ISSUED BY ORGANIZATION; B--ORGANIZATION SUBJECT TO GUIDANCE; C--GUIDANCE PROPOSED BY ORGANIZATION

· ORGANIZATION-GUIDANCE Role Code—THE CODE THAT DENOTES THE ROLE OF A SPECIFIC ORGANIZATION-GUIDANCE.  Domain values include:  Carries out; Develops; Promulgates; Reviews; Is referenced in; Operates under; Added for CADM 2.0:  Assigns

ORGANIZATION-MISSION-AREA
· MISSION-AREA TYPE CODE (PK) (FK)—(16078) (A)  THE CODE THAT DENOTES A CLASS OF MISSION-AREA.  Domain values include:  See DDDS

· ORGANIZATION IDENTIFIER (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION

· GUIDANCE IDENTIFIER (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE

· ORGANIZATION-MISSION-AREA REQUIRED READINESS CODE—(16429) (A)  THE CODE THAT DENOTES THE REQUIRED STATE OF PREPAREDNESS WITHIN A MISSION-AREA THAT AN ORGANIZATION MUST SUSTAIN.  Domain values include:  01--HIGH LEVEL OF OPERATIONAL READINESS; 02--LOW LEVEL OF OPERATIONAL READINESS; 03--LOWEST LEVEL OF OPERATIONAL READINESS

· ORGANIZATION-MISSION-AREA REQUIRED READINESS DATE—(16430) (A)  THE DATE ON WHICH AN ORGANIZATION MUST ATTAIN THE REQUIRED STATE OF READINESS FOR A MISSION-AREA

· ORGANIZATION-MISSION-AREA REASON TEXT—(16358) (A)  THE TEXT THAT DESCRIBES THE PURPOSE FOR AN ORGANIZATION TO SUPPORT A SPECIFIC MISSION-AREA.

· ORGANIZATION-MISSION-AREA PRIORITY CODE—(16084) (A)  THE CODE THAT DENOTES THE PRIORITY OF A MISSION-AREA FOR AN ORGANIZATION.  Domain values include:  01--PRIMARY; 02--COLLATERAL; 03--CONTINGENCY

ORGANIZATION-NAME
· ORGANIZATION IDENTIFIER (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION

· ORGANIZATION-NAME BEGIN DATE (PK)—(12699) (A)  THE DATE WHEN A DESIGNATION APPLIED TO AN ORGANIZATION BECOMES EFFECTIVE

· ORGANIZATION-NAME CATEGORY CODE (PK)—(12863) (A)  THE CODE THAT REPRESENTS A CLASSIFICATION OF AN ORGANIZATION'S NAME.  Domain values include:  A--ACRONYM; B--ABBREVIATED NAME; C--FULL NAME

· ORGANIZATION-NAME END DATE—(12700) (A)  THE DATE WHEN A DESIGNATION APPLIED TO AN ORGANIZATION CEASES TO BE EFFECTIVE

· ORGANIZATION-NAME TEXT—(13253) (A)  THE TEXT OF AN ORGANIZATIONS NAME

ORGANIZATION-ORGANIZATION-TYPE-ESTABLISHMENT
· ORGANIZATION IDENTIFIER (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION

· ORGANIZATION-TYPE IDENTIFIER (PK) (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE

· ORGANIZATION-TYPE-ESTABLISHMENT IDENTIFIER (PK) (FK)—(15351) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE-ESTABLISHMENT

· ORGANIZATION-ORGANIZATION-TYPE-ESTABLISHMENT Identifier (PK)—(11792/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-ORGANIZATION-TYPE-ESTABLISHMENT

· ORGANIZATION-ORGANIZATION-TYPE-ESTABLISHMENT Effective Date—(18769/1) (A)  THE TIME OF THE BEGINNING OF EFFECTIVENESS OF AN ORGANIZATION-ORGANIZATION-TYPE-ESTABLISHMENT

· ORGANIZATION-ORGANIZATION-TYPE-ESTABLISHMENT Effective Time—(11793/1) (A)  THE DATE WHEN AN ORGANIZATION-ORGANIZATION-TYPE-ESTABLISHMENT BECOMES EFFECTIVE

Table 62.  (Cont’d)

Entity Header
Attribute Name, Role (PK, FK, AK), Definition, and Domain

ORGANIZATION-TYPE
· ORGANIZATION-TYPE IDENTIFIER (PK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE

· COUNTRY CODE (FK)—(14392) (A)  THE CODE THAT REPRESENTS A COUNTRY.  Domain values include:  AA--ARUBA; AC--ANTIGUA AND BARBUDA; AF--AFGHANISTAN; AG--ALGERIA; AJ--AZERBAIJAN; AL--ALBANIA; AM--ARMENIA; AN--ANDORRA; AO--ANGOLA; AQ--AMERICAN SAMOA; AR--ARGENTINA; AS--AUSTRALIA; AT--ASHMORE AND CARTIER ISLANDS; AU--AUSTRIA; AV--ANGUILLA; AY--ANTARCTICA; BA--BAHRAIN; BB--BARBADOS; BC--BOTSWANA; BD--BERMUDA; BE--BELGIUM; BF--BAHAMAS, THE; BG--BANGLADESH; BH--BELIZE; BK--BOSNIA AND HERZEGOVINA; BL--BOLIVIA; BM--BURMA; BN--BENIN; BO--BELARUS; BP--SOLOMON ISLANDS; BQ--NAVASSA ISLAND; BR--BRAZIL; BS--BASSAS DA INDIA; BT--BHUTAN; BU--BULGARIA; BV--BOUVET ISLAND; BX--BRUNEI; BY--BURUNDI; CA--CANADA; et al.  (Approved, DDDS)

· ORGANIZATION-TYPE ARM CODE—(11229) (A)  THE CODE THAT DENOTES THE FUNCTIONAL DIVISION TO WHICH AN ORGANIZATION-TYPE BELONGS.  Domain values include:  01--INFANTRY; 02--ARMORED; 03--ENGINEER; 04--ARTILLERY (NOT OTHERWISE SPECIFIED); 05--PROVOST; 06--INTELLIGENCE; 07--TRANSPORT; 08--SUPPLY; 09--CHEMICAL; 10--MEDICAL; 12--SIGNAL; 13--AIR DEFENSE; 14--ORDNANCE; 15--ELECTRONIC WARFARE (EW); 16--PIONEER; 17--RECONNAISSANCE; 18--CAVALRY; 19--AVIATION (GROUND ATTACK); 20--AVIATION (TRANSPORT); 21--ANTI-TANK; 22--ATTACK HELICOPTER; 23--HEADQUARTERS; 24--LABOR RESOURCES; 25--MAINTENANCE; 26--METEOROLOGICAL; 27--MILITARY CIVILIAN AFFAIRS; 28--MILITARY POLICE; 29--MORTAR; 30--MULTI-ROLE; 31--NUCLEAR, CHEMICAL, AND BIOLOGICAL; 32--PAY/FINANCE; 33--POSTAL AND COURIER; 34--PSYCHOLOGICAL; 35--QUARTERMASTER/LOGISTICS; 36--REINFORCEMENT/REPLACEMENT; 37--ROCKET ARTILLERY; 38--SOUND RANGING; 39--SPECIAL FORCE; 40--SURVEY; 41--VETERINARY; 98--NOT FURTHER SPECIFIED; 99--NOT KNOWN

· ORGANIZATION-TYPE ARM QUALIFIER CODE—(11232) (A)  THE CODE THAT DENOTES A SUBGROUP OF A CLASS TO WHICH AN ORGANIZATION-TYPE BELONGS THAT IS DEFINED AS A FUNCTIONAL DIVISION OR GROUPING OF AN ARMED SERVICE.  Domain values include:  01--MECHANIZED; 02--ARMORED; 03--WHEELED; 04--MOTORIZED; 05--AIRBORNE; 06--AIRMOBILE; 07--PARACHUTE; 08--LIGHT; 09--MEDIUM; 10--HEAVY; 11--AMPHIBIOUS; 12--FIELD; 13--TRACKED; 15--BRIDGE LAYING; 16--CONSTRUCTION; 17--EXPLOSIVE ORDNANCE DISPOSAL; 18--MINEFIELD; 19--ROAD/RAILWAY SUPPORT; 20--MOUNTAIN; 21--OVERSNOW; 22--RAIL MOBILE; 23--WHEELED/TRACKED COMBINATION; 98--NOT FURTHER SPECIFIED; 99--NOT KNOWN

· ORGANIZATION-TYPE ECHELON CODE—(11231) (A)  THE CODE THAT DENOTES A CLASS TO WHICH A UNIT BELONGS THAT IS DEFINED AS THE LOWEST STRUCTURAL LEVEL OR POINT AT WHICH ORGANIZATIONAL CONTROL OR AUTHORITY OF A SPECIFIC ORGANIZATION-TYPE IS CONCENTRATED.  Domain values include:  01--SQUAD/FIRE TEAM; 02--SECTION; 03--TROOP/PLATOON; 04--COMPANY/SQUADRON/BATTERY; 05--BATTALION; 06--REGIMENT; 07--BRIGADE; 08--DIVISION; 09--CORPS; 10--FIELD ARMY; 11--ARMY GROUP; 12--FRONT; 13--GROUP; 14--BATTLE GROUP; 15--TASK FORCE; 16--FIELD FORCE; 17--THEATRE ARMY; 98--NOT FURTHER SPECIFIED; 99--NOT KNOWN

· ORGANIZATION-TYPE FUNCTION CODE—(11234) (A)  THE CODE THAT DENOTES THE ROLE PERFORMED BY A UNIT.  Domain values include:  01--HEADQUARTERS; 02--HEADQUARTERS (MAIN); 03--HEADQUARTERS (TACTICAL); 04--HEADQUARTERS (FORWARD); 05--HEADQUARTERS (REAR); 06--HEADQUARTERS (STEPUP); 07--HEADQUARTERS (ALTERNATE); 08--SCREEN; 09--FLANK GUARD; 10--REAR GUARD; 11--COVERING FORCE; 12--OBSERVATION POST; 13--FORWARD ELEMENT; 14--MAIN BODY; 15--REAR PARTY; 16--VANGUARD; 17--RENDEZVOUS POINT; 18--CHECK POINT; 19--UNIT; 20--FIRE SUPPORT ELEMENT; 21--FIRE SUPPORT ELEMENT MAIN; 22--FIRE SUPPORT ELEMENT (TACTICAL); 23--FIRE SUPPORT ELEMENT REAR; 24--FIRE SUPPORT COORDINATION CENTER; 25--FIRE SUPPORT CENTER B; 26--FIRE DIRECTION CENTER; 27--FIRE DIRECTION CENTER A; 28--FIRE DIRECTION CENTER B; 29--HEADQUARTERS SERVICE SUPPORT; 30--SERVICE SUPPORT UNIT; 31--REAR AREA OPERATIONS CENTER; 32--FORWARD OBSERVER; 33--FIRE SUPPORT TEAM; 34--SHORE PARTY; 35--OBSERVER; 36--AIR CONTROL PARTY; 37--RADAR; 38--METEOROLOGICAL STATION; 39--COMBAT OPERATIONS CENTER; 40--AMMUNITION TRANSFER POINT; 41--TRAINS; 42--SUPPLY POINT; 43--TACTICAL OPERATIONS CENTER; 44--SUPPORTING ARMS SPECIAL STAFF; 45--SUPPORTING ARMS COORDINATION CENTER; 46--FLIGHT; 98--NOT FURTHER SPECIFIED; 99--NOT KNOWN

· ORGANIZATION-TYPE Name—(33182/1) (D)  THE NAME OF AN ORGANIZATION TYPE

· ORGANIZATION-TYPE Role Category Code—The code that denotes a specific class of behavior assigned to an ORGANIZATION-TYPE.  Domain values include:  Operational facility; Operational element; Command Post; Command Post Cell; Communication Facility; Not specified; Not known

b.
Details for ORGANIZATION and ORGANIZATION-TYPE

ORGANIZATION (illustrated in Table 63) is defined [DDDS (345) (A)] as an administrative structure with a MISSION.  

Table 63.  ORGANIZATION Instance Table

ORGANIZATION


ORGANIZATION 
Identifier
ORGANIZATION-Primary Activity Code

ORG-TYPE 
Identifier (FK)
ORG 
Description Text
ORG Operational Element Indicator Code
ORG Category Code

ORG101 (Example J2 Cell)
AF (Intel)
JTF J2
—
Operational Element
HQ

ORG5301 (DIA)
AF (Intel)
Defense Agency
—
Operational Element
HQ

ORG5341 (NIMA)
AF (Intel)
Defense Agency
—
Operational Element
HQ

ORG1917 (2nd Royal Tank Regt)
AB (Combat)
ORGT0052 (UK Army Armd Regt)
—
Operational Element
HQ

ORG51 (332nd Transport Company)
BB (Trans)
ORGT0051 (US Transport Company)
—
Operational Element
HQ

ORG1101 (DISA)
AX (Tech Support)
Defense Agency
—
Operational Element
HQ

Omitted from the instance table are the following attributes:  ORGANIZATION-ECHELON-TYPE Code (FK), Administrative Loss Rate, Classification Code, Duration Type Code, Enterprise Type Code, Friend-Foe Code, Primary Industry Category Code, Type Code, and Vendor Indicator Code.

ORGANIZATION-TYPE (illustrated in Table 64) is defined [DDDS (892) (A)] as a class of ORGANIZATIONs.  Note:  COUNTRY is not explicitly included in CADM 2.0 but it contributes a foreign key (nulls allowed) attribute to ORGANIZATION-TYPE.  COUNTRY is defined [DDDS (39/1) (A)] as a nation of the world.  Its primary key attribute is COUNTRY Code, defined as the code that represents a COUNTRY.  Example domain values for COUNTRY Code are: AA--Aruba; AC--Antigua and Barbuda; AF--Afghanistan; AG--Algeria; et al.

Table 64.  ORGANIZATION-TYPE Instance Table

ORGANIZATION-TYPE




ORG-TYPE Identifier



COUNTRY Code (FK)

ORG-TYPE Arm 
Code
ORG-TYPE Arm Qualifier Code

ORG-TYPE Echelon Code

ORG-TYPE Function Code




ORG-TYPE Name

ORG-TYPE Service Code

ACE TACC
—
—
—
—
—
ACE Tactical Air Control CDR
04

ACE TAOC
—
—
—
—
—
ACE Tactical Air Ops Coordinator
04

AOC
—
—
—
—
—
Air Operations Coordinator
02

AREC
—
—
—
—
—
Air Resources Elmt Coordinator


ASOC
—
—
—
—
—
Air Support Ops Coordinator


CATF/AFC
—
—
—
—
—
Amphibious Warfare Commander
02

ARG
—
—
—
—
—
Amphibious  Ready Group
02

AAWC/AWC
—
—
—
—
—
Antiair (Air) Warfare Cdr
02

ASWC/ USWC
—
—
—
—
—
Antisubmarine (Undersea) Warfare Commander
02

ASUWC/ SWC
—
—
—
—
—
Anti-surface (Surface) Warfare Commander
02

AADC
—
—
—
—
—
Area Air Defense Commander


ANGLICO
—
—
—
—
—
Ashore Naval Gunfire Liaison Co
02

ACE CDR
—
—
—
—
—
Aviation Combat Element CDR
04

BFLC
—
—
—
—
—
Battle Force Logistic Coordinator


CVBG
—
—
—
—
—
Carrier Battle Group
02

Table 64.  (Cont’d)

ORGANIZATION-TYPE




ORG-TYPE Identifier



COUNTRY Code (FK)

ORG-TYPE Arm 
Code
ORG-TYPE Arm Qualifier Code

ORG-TYPE Echelon Code

ORG-TYPE Function Code




ORG-TYPE Name

ORG-TYPE Service Code

CSSE
—
—
—
—
—
Combat Service Support Element


C2WC
—
—
—
—
—
Command and Control Warfare Commander
02

AFFOR
—
—
—
—
—
Commander Air Forces
03

ARFOR
—
—
—
—
—
Commander Army Forces
01

CINC US
—
—
—
—
—
Commander in Chief  (Theater)


CJTF
—
—
—
—
—
Commander Joint Task Force


MARFOR
—
—
—
—
—
Commander Marine Forces
04

NAVFOR
—
—
—
—
—
Commander Naval Forces
02

SPECFOR
—
—
—
—
—
Commander Special Forces


TRANS COM
—
—
—
—
—
Commander Transport Force


CO SUB
—
—
—
—
—
Commanding Officer Submarine
02

CWC/OTC
—
—
—
—
—
Composite Warfare Commander
02

CRC
—
—
—
—
—
Control and Report Coordinator


CMSA
—
—
—
—
—
Cruise Missile Support Activity


DASC (E)
—
—
—
—
—
DASC Element
04

ACE DASC
—
—
—
—
—
Direct Air Support Coordinator
04

FAAWC
—
—
—
—
—
Force AAWC
02

FOTC
—
—
—
—
—
Force over-the-Horizon Track Coordinator
02

FACP
—
—
—
—
—
Forward Air Control Party


FAC(A)
—
—
—
—
—
Forward Air Controller Airborne


FO





Forward Observer


Arty CP FDC





GCE Artillery Battery FDC
04

GCE FDC





GCE Fire Direction Coordinator
04

GCE FSCC





GCE Fire Support Coordinator
04

GCE CDR





Ground Combat Element CDR
04

HDC





Helicopter Direction Coordinator


HEC





Helicopter Element Coordinator


IUSS





Integrated Undersea Surveillance Coord
02

JIC





Joint Intelligence Commander


JPOF





Joint Psyco Ops


JSOF





Joint Spec Ops


JFACC





JTF Air Comp Commander


JOIC





JTF Intelligence Commander


JFLCC





JTF Land Comp Commander


JFMCC





JTF Maritime Comp Commander


CLF/LFC





Landing Force Commander
04

MC





Maneuvering Coordinator Surf


MAGTF CDR





Marine Air Ground Task Force Commander
04

MPF





Maritime Preposition Force
04

MIWC





Mine Warfare Commander
02

NCA





National Command Authority


FLEET CINC





Navy Fleet Cdr  (Theater)
02

NFC





Numbered Fleet Cdr  (Theater)
02

RADC





Regional Air Defense Cdr


SC





Screen Coordinator


SADC





Sector Air Defense Cdr


SEWC





Space and Electronic Warfare Commander
02

STWC





Strike Warfare Commander
02

Table 64.  (Cont’d)

ORGANIZATION-TYPE




ORG-TYPE Identifier



COUNTRY Code (FK)

ORG-TYPE Arm 
Code
ORG-TYPE Arm Qualifier Code

ORG-TYPE Echelon Code

ORG-TYPE Function Code




ORG-TYPE Name

ORG-TYPE Service Code

SACC





Supporting Arms Control Coordinator
04

TACC (S)





Tactical Air Control Coordinator


TACP





Tactical Air Control Party (CAS)


TACAIR





Tactical Aircraft Officer (generic)


TACLOG





Tactical Logistics Cdr (p/o CSSE)


WOC





Wing Ops Commander


Omitted from the instance table is the following attribute:  Role Category Code.

Source:  Naval Architecture Database [NADB 1997].

c.
Details for ORGANIZATION-ASSOCIATION

ORGANIZATION-ASSOCIATION (illustrated in Table 65) is defined [DDDS (1077/1) (A)] as an association of an ORGANIZATION with another ORGANIZATION.  

Table 65.  ORGANIZATION-ASSOCIATION Instance Table

ORGANIZATION-ASSOCIATION

Ordinate ORGANIZATION Identifier(FK)
Subordinate ORGANIZATION 
Identifier (FK)

ORGANIZATION-ASSOCIATION Identifier

ORGANIZATION-ASSOCIATION Reason Code

ORG5301 (DIA)
ORG101 (Example J2 Cell)
ORGA0001
Is on call to

ORG5341 (NIMA)
ORG101 (Example J2 Cell)
ORGA0001
Is on call to

Omitted from the instance table is the following attribute:  Effective Date and Termination Date.

d.
Details for ORGANIZATION Establishments

ORGANIZATION-TYPE-ESTABLISHMENT (illustrated in Table 66) is defined [DDDS (1111) (A)] as the specification of the types of objects that are established for an ORGANIZATION-TYPE under particular conditions.  Contrary to the current depiction in the DoD Data Model and C2 Core Data Model, the primary key attributes of ORGANIZATION-TYPE-ESTABLISHMENT are ORGANIZATION-TYPE Identifier and ORGANIZATION-TYPE-ESTABLISHMENT Identifier, whereas ORGANIZATION-TYPE-ESTABLISHMENT Type Code is a descriptive (but not a primary key) attribute.  

Table 66.  ORGANIZATION-TYPE-ESTABLISHMENT Instance Table

ORGANIZATION-TYPE-ESTABLISHMENT

ORGANIZATION-TYPE 
Identifier (FK)
ORGANIZATION-TYPE-ESTABLISHMENT Identifier
ORG-TYPE-ESTAB. Eff Calendar Date
ORG-TYPE-ESTAB. Effective Time
ORG-TYPE-ESTAB. Environment Condition Code
ORG-TYPE-ESTAB. Type Code

ORGT0052 (UK Army Armd Regt)
ORGTES001
Mar 89
—
01 (Temperate)
01 (General War)

ORGT0052
ORGTES001
Mar 89
—
01 (Temperate)
02 (Peace)

Omitted from the instance table is the following attribute:  Name.

Source:  [GH3 1997].

ORGANIZATION-ORGANIZATION-TYPE-ESTABLISHMENT (illustrated in Table 67) is defined [DDDS (1110/1) (A)] as the application of a specific ORGANIZATION-TYPE-ESTABLISHMENT to a specific ORGANIZATION. 

Table 67.  ORGANIZATION-ORGANIZATION-TYPE-ESTABLISHMENT Instance Table

ORGANIZATION-ORGANIZATION-TYPE-ESTABLISHMENT


ORG Identifier (FK)
ORG-TYPE Identifier 
(FK)
ORG-TYPE-ESTAB Identifier (FK)
ORG-ORG-TYPE-ESTAB 
Identifier
ORG-ORG-TYPE-ESTAB 
Effective Date
ORG-ORG-TYPE-ESTAB 
Effective Time

ORG1917 (2nd Royal Tank Regt)
ORGT0052 (UK Army Armd Regt)
ORGTES001
OOTE001
06 Jan 94
—

ORG1917
ORGT0052
ORGTES002
OOTE001
13 Mar 94
—

ORG1917
ORGT0052
ORGTES001
OOTE002
13 Jun 94
—

Source:  [GH3 1997].

e.
Details for Other Child Entities of ORGANIZATION

ORGANIZATION-AGREEMENT (illustrated in Table 68 is defined as an association between an ORGANIZATION and an AGREEMENT. 

Table 68.  ORGANIZATION-AGREEMENT Instance Table Template

ORGANIZATION-AGREEMENT


ORGANIZATION Identifier (FK)

AGREEMENT Identifier (FK)
ORGANIZATION-AGREEMENT Identifier
ORGANIZATION-AGREEMENT Financial Responsibility Code
ORGANIZATION-AGREEMENT Org. Role Code
ORGANIZATION-AGREEMENT Reason Code















The following attributes are not shown in this instance table:  Remark Text and Signature Date.

ORGANIZATION-DOCUMENT (illustrated in Table 69) is defined as an association between an ORGANIZATION and a DOCUMENT.  Classes of association (distinguished by the Role Code) are the following:  Authors, Reviews, Promulgates, Is represented by, Is described in, Is cited in, Is a source for, Approves release of, Authored by, and Maintains.

Table 69.  ORGANIZATION-DOCUMENT Instance Table Template

ORGANIZATION-DOCUMENT

ORGANIZATION Identifier (FK)
DOCUMENT Identifier (FK)
ORGANIZATION-DOCUMENT 
Begin Calendar Date
ORGANIZATION-DOCUMENT 
End Calendar Date
ORGANIZATION-DOCUMENT 
Role Code













ORGANIZATION-GUIDANCE (illustrated in Table 70) is defined [DDDS (885/1) (A)] as an association between an ORGANIZATION and a GUIDANCE.  A common use for ORGANIZATION-GUIDANCE is the specification of ORGANIZATION associations with specific instances of REQUIREMENT (a redundant entity, REQUIREMENT-ORGANIZATION, was removed from CADM 1.0 in preparing CADM 2.0).  Classes of association (distinguished by the Role Code) are the following:  Carries out, Develops, Promulgates, Reviews, Is referenced in, Operates under, and Assigns.

Table 70.  ORGANIZATION-GUIDANCE Instance Table

ORGANIZATION-GUIDANCE


ORG Identifier (FK)


GUIDANCE Identifier (FK)
ORG-GUIDANCE Begin Date
ORG-GUIDANCE End Date

ORG-GUIDANCE Reason Code
ORG-GUIDANCE Role Code

ORG101 (Example J2 Cell)
GUID0201 (Database Update)
—
—
B (ORGANIZATION Subject to GUIDANCE)
Operates under

ORG101 (Example J2 Cell)
GUID0206 (Joint Operations)
—
—
B (ORGANIZATION Subject to GUIDANCE)
Operates under

ORG1101 (DISA)
GUID0203 (Standardization Policy)
—
—
C (GUIDANCE Proposed By ORGANIZATION)
Develops

ORG5301 (DIA)
GUID0203 (Standardization Policy)
—
—
B (ORGANIZATION Subject to GUIDANCE)
Operates under

ORG5341 (NIMA)
GUID0203 (Standardization Policy)
—
—
B (ORGANIZATION Subject to GUIDANCE)
Operates under

ORGANIZATION-MISSION-AREA (illustrated in Table 71) is defined [DDDS (2312) (A)] as the MISSION-AREA supported by a specific ORGANIZATION.  

Table 71.  ORGANIZATION-MISSION-AREA Instance Table

ORGANIZATION-MISSION-AREA


ORG Identifier (FK)


MISSION-AREA Type Code (FK)


GUIDANCE Identifier (FK)
ORG-MISSION-AREA Priority Code
ORG-MISSION-AREA Reason Text
ORG-MISSION-AREA Required Readiness Code

ORG-MISSION-AREA Required Readiness Date

ORG101 (Example J2 Cell)
02 (Intelligence)
GUID0206 (Joint Operations)
01 (Primary)
—
01 (High Level of Operational Readiness)
—

ORG1101 (DISA)
C2W (Command and Control Warfare)
GUID0206
02 (Collateral)
—
02 (Low Level of Operational Readiness)
—

ORG1101 (DISA)
IW (Information Warfare)
GUID0206 
02
—
02
—

ORG5301 (DIA)
02 (Intelligence)
GUID0207 (DoDD 5000.1)
01
—
02
—

ORG5341 (NIMA)
ISR (Intelligence Surveillance & Reconnaissance)
GUID0206
02
—
02
—

ORGANIZATION-NAME (illustrated in Table 72) is defined [DDDS (1557) (A)] as a designation applied to an organization. 

Table 72.  ORGANIZATION-NAME Instance Table

ORGANIZATION-NAME

ORGANIZATION Identifier (FK)
ORGANIZATION-NAME Begin Date
ORG-NAME Category Code
ORGANIZATION-NAME End Date

ORGANIZATION-NAME Text

ORG101
Jan 90
C--Full Name
—
Example J2 Cell

ORG1101
Jan 90
A--Acronym
—
DISA

ORG1101
Jan 90
C--Full Name
—
Defense Information Systems Agency

ORG5301
Jan 90
A--Acronym
—
DIA

ORG5301
Jan 90
C--Full Name
—
Defense Intelligence Agency

ORG5341
Jan 96
A--Acronym
—
NIMA

ORG5341
Jan 96
C--Full Name
—
National Imagery and Mapping Agency

f.
Details for Other Child Entities of ORGANIZATION-TYPE

ORGANIZATION-TYPE-DOCUMENT (illustrated in Table 73) is defined as the association of a specific ORGANIZATION-TYPE with a specific DOCUMENT.

Table 73.  ORGANIZATION-TYPE-DOCUMENT Instance Table Template

ORGANIZATION-TYPE-DOCUMENT

ORGANIZATION-TYPE Identifier (FK)
DOCUMENT Identifier (FK)
ORGANIZATION-TYPE-DOCUMENT 
Identifier
ORGANIZATION-TYPE-DOCUMENT 
Role Code











ORGANIZATION-TYPE-MISSION-AREA (illustrated in Table 74) is defined as the MISSION-AREA supported by a specific ORGANIZATION-TYPE.

Table 74.  ORGANIZATION-TYPE-MISSION-AREA Instance Table 

ORGANIZATION-MISSION-AREA

ORG-TYPE Identifier (FK)
MISSION-AREA Type Code (FK)
GUIDANCE Identifier (FK)

ORGT101 (Generic J2 Cell)
02 (Intelligence)
GUID0206 (Joint Operations)

3.
Action View

a.
Overview and Specifications

Figure 78 provides the IDEF1X view for Action.  Table 75 provides definitions of each entity in the figure.  Entities related to Action are also described in the following sections:

· Section IV.B.01, UJTL and Mission Essential Task View

· Section IV.B.04, Plan View

· Section IV.B.09, Activity Model Core View (includes PROCESS-ACTIVITY)

· Section IV.B.34, Task View.
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Figure 78.  CADM 2.0 Action View (XV-03)

Table 75.  Entity Definitions for All Entities in the Action View

Entity
Entity Definition
Reference

ACTION
(325) (A)  AN ACTIVITY
See below

ACTION-ASSOCIATION
(724) (A)  THE ASSOCIATION OF AN ACTION WITH ANOTHER ACTION
See below

ACTION-DOCUMENT
(9938) (A)  THE ASSOCIATION BETWEEN A SPECIFIC ACTION AND A SPECIFIC DOCUMENT
See below

ACTION-EVENT
An ACTION that is an incident, phenomenon, or occasion which has occurred or is occurring.  It has military significance, but the planning of it is not known.  Source:  C2 Core recommended modifications, Dec 97
See below

ACTION-GUIDANCE
An association of a specific ACTION to a specific GUIDANCE.
See below

ACTION-ORGANIZATION
(9269/1) (D)  AN ASSOCIATION BETWEEN AN ACTION AND AN ORGANIZATION
See below

ACTION-ORGANIZATION-TYPE
The relationship between a specific ACTION and a specific ORGANIZATION-TYPE
See below

ACTION-VERB
(11373) (A)  A FUNCTION TO BE PERFORMED
See below

ANALYSIS-PROCESS
A PLANNED-ACTION that is the specification of a technique of evaluation
See below

EVENT
(49/1) (A)  A SIGNIFICANT OCCURRENCE
See below

PLANNED-ACTION
An ACTION that has been, is, or is expected to occur, and about which the planning is known.  Comment:  It represents actions that are typically found in plans, orders, and requests
See below

PROCESS-ACTIVITY
(4204/2) (A)  THE REPRESENTATION OF A MEANS BY WHICH A PROCESS ACTS ON SOME INPUT TO PRODUCE A SPECIFIC OUTPUT.  (DDDS, June 1998)
See Section IV.B.09 (Activity Model Core View)

PROJECT
A set of activities planned to produce a specific product in a specific time and with specific resources.  (Proposed replacement for (5113) (D)  A program, subprogram, or budget project for which procurement may occur.)  Source:  JCAPS LDM
See below

TASK
A discrete unit of work, not specific to a single organization, weapon system, or individual, that enables missions or functions.  (UJTL, CJCSM 3500.04A, 1996)  [In CADM Draft 1.0, (290) (A)  A DIRECTED ACTIVITY.  Compare [CJCSM 3500.04A, 13 September 1996]:  A discrete event or action, not specific to a single unit, weapon system, or individual, that enables a mission or function to be accomplished.]
See Section IV.B.34 (Task View)

Table 76 provides the attribute specifications of key entities in the Action View of CADM 2.0.

Table 76.  Attribute Specifications for Key Entities in the Action View

Entity Header
Attribute Name, Role (PK, FK, AK), Definition, and Domain

ACTION
· ACTION IDENTIFIER (PK)—(9904/1) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SPECIFIC ACTION

· ACTION-VERB CODE (FK)—(40093) (A)  THE CODE THAT REPRESENTS A FUNCTION TO BE PERFORMED

· ACTION ACTUAL END CALENDAR DATE—(18837/2) (A)  THE CALENDAR DATE OF THE ACTUAL CONCLUSION OF AN ACTION.  (DDDS, June 1998)

· ACTION ACTUAL END TIME—(18747/1) (A)  THE TIME OF THE ACTUAL CONCLUSION OF AN ACTION

· ACTION ACTUAL START CALENDAR DATE—(18838/2) (A)  THE CALENDAR DATE OF THE ACTUAL BEGINNING OF AN ACTION.  (DDDS, June 1998)

· ACTION ACTUAL START TIME—(18746/1) (A)  THE TIME OF THE ACTUAL BEGINNING OF AN ACTION

· ACTION Category Code—The code that denotes the class of an ACTION.  Domain values include:  Planned action, Action event, Not specified, Not known

· ACTION DESCRIPTION TEXT—(16200/1) (A)  THE TEXT THAT DESCRIBES AN ACTION.  

· ACTION NAME—(16201/1) (A)  THE NAME OF AN ACTION

· ACTION PRIORITY CODE—(9906/2) (A)  THE CODE THAT REPRESENTS THE PRECEDENCE OF AN ACTION.  (DDDS, June 1998)  Domain values include:  1--TOP PRIORITY; 2--SECOND PRIORITY; 3--THIRD PRIORITY; 4--FOURTH PRIORITY; 5--FIFTH PRIORITY

· ACTION STATUS CODE—(9908/2) (A)  THE CODE THAT REPRESENTS THE CURRENT STATE OF A SPECIFIC ACTION.  (DDDS, June 1998)  Domain values include:  01--IN PROGRESS; 02--COMPLETED; 03--PAUSED; 04--NOT STARTED [DDDS]

ACTION-ASSOCIATION
· Subject ACTION IDENTIFIER (PK) (FK)—(9904/1) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SPECIFIC ACTION

· Object ACTION IDENTIFIER (PK) (FK)—(9904/1) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SPECIFIC ACTION

· ACTION-ASSOCIATION IDENTIFIER (PK)—(11360) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SPECIFIC ACTION-ASSOCIATION

· ACTION-ASSOCIATION Reference Duration (Offset) [Chronological] Quantity—(11363/1) (X)  THE QUANTITY OF SECONDS FROM A SPECIFIED POINT OF THE "SUBJECT" ACTION TO THE START OF THE "OBJECT" ACTION.  (DDDS, June 1998; still needed instead of REFERENCE TIME, since what is required is a duration and not a point in time.)

· ACTION-ASSOCIATION REFERENCE CODE—(11362/2) (A)  THE CODE THAT DENOTES A REFERENCE POINT OF THE "SUBJECT" ACTION UPON WHICH THE "OBJECT" ACTION BASES ITS EXECUTION.  (DDDS, June 1998)  Domain values include:  1--START OF SUBJECT ACTION; 2--END OF SUBJECT ACTION; 3--NOT APPLICABLE.  [DDDS]

· ACTION-ASSOCIATION REFERENCE TIME—(18748) (A)  THE TIME OF THE ACTUAL BEGINNING THE PERIOD OF EFFECTIVENESS OF AN ACTION-ASSOCIATION

· ACTION-ASSOCIATION TYPE CODE—(11361/2) (A)  THE CODE THAT REPRESENTS THE WAY IN WHICH AN "OBJECT" ACTION IS RELATED TO THE "SUBJECT" ACTION.  Domain values include:  A--IN ORDER THAT; B--HAS AS A SUBACTIVITY; C--IS A MODIFICATION OF; D--STARTS AND ENDS AT THE SAME TIME AS; E--STARTS AND ENDS BEFORE; F--STARTS AT THE END OF; G--STARTS DURING AND ENDS AFTER; H--STARTS AFTER AND ENDS BEFORE; I--STARTS AT THE SAME TIME AS AND ENDS AFTER; J--STARTS BEFORE AND ENDS AT THE SAME TIME AS; K--USES AS A REFERENCE THE START OF; L--USES AS A REFERENCE THE END OF.  [DDDS].  Additional domain values for the CADM are:  Ends after end of object ACTION, Ends after end of object ACTION no earlier than, Ends after end of object ACTION no later than, Ends after start of object ACTION, Ends after start of object ACTION no earlier than, Ends after start of object ACTION no later than, Starts after end of object ACTION no earlier than, Starts after end of object ACTION no later than, Starts after start of object ACTION, Starts after start of object ACTION no earlier than, Starts after start of object ACTION no later than, Starts before and ends before end of

ACTION-DOCUMENT
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT

· ACTION IDENTIFIER (PK) (FK)—(9904/1) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SPECIFIC ACTION

· ACTION-DOCUMENT REASON CODE—(36243) (A)  THE CODE THAT DESCRIBES THE RELATIONSHIP BETWEEN A DOCUMENT AND AN ACTION.  Domain values include:  01--DESCRIBES; 02--CONVEYS; 03--ORDERS; 04--DEFINES; 05--REPORTS; 06--CHANGES; 07--CLARIFIES; 08-CANCELS

· ACTION-DOCUMENT RELATIVE POSITION TEXT—(36242) (A)  THE TEXT THAT DESCRIBES A LOCATION WITHIN AN ACTION-DOCUMENT

Table 76.  (Cont’d)

Entity Header
Attribute Name, Role (PK, FK, AK), Definition, and Domain

ACTION-EVENT
· ACTION IDENTIFIER (PK) (FK)—(9904/1) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SPECIFIC ACTION

· EVENT IDENTIFIER (FK)—(33784/1) (A)  THE IDENTIFIER THAT REPRESENTS AN EVENT

ACTION-GUIDANCE
· ACTION IDENTIFIER (PK) (FK)—(9904/1) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SPECIFIC ACTION

· GUIDANCE IDENTIFIER (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE

ACTION-ORGANIZATION
· ORGANIZATION IDENTIFIER (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION

· ACTION IDENTIFIER (PK) (FK)—(9904/1) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SPECIFIC ACTION

· ACTION-ORGANIZATION Identifier (PK)—The identifier of a specific ACTION-ORGANIZATION for a specific ACTION and a specific ORGANIZATION

· ACTION-ORGANIZATION Description Text—The text that summarizes a specific ACTION-ORGANIZATION

· ACTION-ORGANIZATION Role Code—The code that represents the class of relationship that a specific ORGANIZATION has to a specific ACTION.  Domain values include:  Is executed by; Is supported by; Is planned by; Has as a participant; Is advised by; Is reviewed by; Is authorized by; Is managed by; Not specified, Not known

ACTION-ORGANIZATION-TYPE
· ACTION IDENTIFIER (PK) (FK)—(9904/1) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SPECIFIC ACTION

· ACTION-ORGANIZATION-TYPE Identifier (PK)—The identifier of a specific ACTION-ORGANIZATION for a specific ACTION and a specific ORGANIZATION.  

· ORGANIZATION-TYPE IDENTIFIER (PK) (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE

· ACTION-ORGANIZATION-TYPE Description Text—The text that summarizes a specific ACTION-ORGANIZATION

· ACTION-ORGANIZATION-TYPE Role Code—The code that represents the class of relationship that a specific ORGANIZATION has to a specific ACTION.  Domain values include:  Is executed by; Is supported by; Is planned by; Has as a participant; Is advised by; Is reviewed by; Is authorized by; Is managed by; Not specified, Not known

ACTION-VERB
· ACTION-VERB CODE (PK)—(40093) (A)  THE CODE THAT REPRESENTS A FUNCTION TO BE PERFORMED.  Domain values include:  01--DESTROY; 02--CAPTURE; 03--NEUTRALIZE; 04--DENY; 05--MOVE; 06--AVOID; 07--INTERDICT; 08--HARASS; 09--STOP; 10--SEIZE; 11--PREPARE; 12--CLEAR; 13--SUPPLY; 14--PAUSE; 15--RESUPPLY; 16--PROVIDE SMOKE; 17--PROVIDE IMMEDIATE SMOKE; 18--SUPPRESS; 19--PROVIDE IMMEDIATE SUPPRESSION; 20--FIRE FOR EFFECT; 21--ADJUST FIRE; 22--PROVIDE PREPLANNED FIRE; 23--MARK; 24--ILLUMINATE; 25--PROVIDE CONTINUOUS ILLUMINATION; 26--PROVIDE COORDINATED ILLUMINATION; 27--PROVIDE SPREADING FIRE; 28--PROVIDE FINAL PROTECTIVE FIRE; 29--CHECK FIRE; 30--CANCEL CHECK FIRE; 31--CHECK ALL; 32--CANCEL CHECK ALL; 33--CEASE LOADING; 34--CANCEL CEASE LOADING; 35--MOVE TO CONTACT; 36--MEET AND ENGAGE; 37--ATTACK AND SEIZE; 38--CONDUCT HASTY RIVER CROSSING; 39--CONDUCT DELIBERATE RIVER CROSSING; 40--CONDUCT HASTY DEFENSE; 41--CONDUCT DELIBERATE DEFENSE; 42--WITHDRAW; 43--ASSIGN; 44--ADJUST; 45--CONTINUE; 46--CHANGE; 47--CANCEL; 48--HOLD; 49--ABORT; 50--BUILD; 51--REPAIR; 52--TRACK; 53--DETECT TARGET; 54--ACQUIRE TARGET; 55--IDENTIFY TARGET; 56--RECORD TARGET; 57--INITIATE TARGET; 58--ASSESS TARGET; 59--ENGAGE TARGET; 60--HANDOFF TARGET; 61--ACCEPT TARGET HANDOFF; 62--PROVIDE REINFORCING FIRE; 63--COLLECT TARGET INTELLIGENCE; 64--REPEAT FIRE FOR EFFECT; 65--APPROVE ACTION; 66--COORDINATE ACTION; 67--INITIATE ACTION

ANALYSIS-PROCESS
· ACTION IDENTIFIER (PK) (FK)—(9904/1) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SPECIFIC ACTION

EVENT
· EVENT IDENTIFIER (PK)—(33784/1) (A)  THE IDENTIFIER THAT REPRESENTS AN EVENT

· EVENT DESCRIPTION TEXT—(33787/1) (A)  THE TEXT WHICH DESCRIBES AN EVENT

· EVENT END CALENDAR DATE—(33786/2) (A)  THE CALENDAR DATE ON WHICH AN EVENT CONCLUDES.  (DDDS, June 1998)  

· EVENT End Time—The time at which an EVENT concludes

· EVENT NAME—(43610) (D)  THE NAME OF AN EVENT

· EVENT START CALENDAR DATE—(33785/2) (A)  THE CALENDAR DATE ON WHICH AN EVENT BEGINS.  (DDDS, June 1998)  

· EVENT Start Time—The time at which an EVENT begins

Table 76.  (Cont’d)

Entity Header
Attribute Name, Role (PK, FK, AK), Definition, and Domain

PLANNED-ACTION
· ACTION IDENTIFIER (PK) (FK)—(9904/1) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SPECIFIC ACTION

· PLANNED-ACTION Category Code—The code that represents a classification of PLANNED-ACTION according to the class of what is to be produced.  Domain values include:  Project, Analysis process, Not Specified, Not known

· PLANNED-ACTION Purpose Text—The text that summarizes the objective of a specific PLANNED-ACTION

PROJECT
· ACTION IDENTIFIER (PK) (FK)—(9904/1) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SPECIFIC ACTION

· Executing ORGANIZATION Identifier (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION

· PROJECT Purpose Description Text—The text that summarizes the objective of a specific PROJECT

b.
Details for ACTION

Table 77 is an instance table for ACTION.

Table 77.  ACTION Instance Table

ACTION


ACTION Identifier
ACTION Cat. Code


ACTION Description Text


ACTION Name
ACTION Priority Code
ACTION Status Code
ACTION Verb Code (FK)

ACT1001
Planned Action
Observer issues call for fire
Call for Fire
1
In progress
Request

ACT1002
Planned Action
Combat management issues fire mission
Fire Mission
1
In progress
Order

ACT1003
Planned Action
Battle management issues fire mission and mission assessment
Fire Mission and Mission Assignment
1
In progress
Order

ACT1004
Planned Action
Weapon system issues message to observer
Message to Observer
1
In progress
Alert

ACT1005
Planned Action
Observer issues request for fire adjustment
Fire Adjustment
1
In progress
Request

ACT1006
Planned Action
Observer issues request for fire for effect
Fire for Effect
1
In progress
Request

ACT1007
Planned Action
Observer issues damage assessment
Damage Assessment
2
In progress
Request

ACT1008
Planned Action
Weapon system issues end of mission notification
End of mission notification
2
In progress
Report

The following attributes of ACTION are not shown in this instance table:  Actual End Calendar Date, Actual End Time, Actual Start Calendar Date, and Actual Start Time.

One attribute of ACTION has been standardized using an independent entity so that the attribute’s domain can be used for other entities.  ACTION-VERB (illustrated in Table 78) is defined as [(11373) (A)] a function to be performed.  This entity has just one attribute, ACTION-VERB Code.  A non-identifying relationship “describes” is defined from ACTION-VERB to ACTION, making ACTION-VERB Code a foreign key descriptive attribute of ACTION.

Table 78.  ACTION-VERB Instance Table

ACTION-VERB

ACTION-VERB Code

01 (Destroy)

02 (Capture)

03 (Neutralize)

04 (Deny)

c.
Details for ACTION-ASSOCIATION

As demonstrated in the Version 2 documentation of the C2 Core Data Model [C2 Core 1994], ACTION-ASSOCIATION has been specified to capture all the possible temporal associations between two ACTIONs.  ACTION-ASSOCIATION is defined [DDDS (724) (A)] as the association of an ACTION with another ACTION.  

ACTION-ASSOCIATION Type Code is defined as the code that represents the way in which an “Object” ACTION is related to the “Subject” ACTION.  Regarding the domain of this attribute:

· Approved domain values are:  A--In order that; B--Has as a subactivity; C--Is a modification of; D--Starts and ends at the same time as; E--Starts and ends before; 
F--Starts at the end of; G--Starts during and ends after; H--Starts after and ends before; I--Starts at the same time as and ends after; J--Starts before and ends at the same time as; K--Uses as a reference the start of; L--Uses as a reference the end of.

· Additional domain values recommended in the CADM for sequencing and timing (see Section IV.B.03.e below): Ends after end of object ACTION, Ends after end of object ACTION no earlier than, Ends after end of object ACTION no later than, Ends after start of object ACTION, Ends after start of object ACTION no earlier than, Ends after start of object ACTION no later than, Starts after end of object ACTION no earlier than, Starts after end of object ACTION no later than, Starts after start of object ACTION, Starts after start of object ACTION no earlier than, Starts after start of object ACTION no later than, Starts before and ends before end of.

· Approval of these additional domain values obviates the need for domain values 
K--Uses as a reference the start of; and L--Uses as a reference the end of.

· Approval of these additional domain values also obviates the need for ACTION-ASSOCIATION Reference Code.

Using ACTION-ASSOCIATION Type Codes and properly identifying the Subject and Object ACTIONs support all 13 theoretical ways in which ACTION sequencing can occur (details are provided in the next section).  For timing (specifying specific durations), the domain values K and L are used in conjunction with values of the attributes ACTION-ASSOCIATION Reference (Offset) Time (a duration quantity) and ACTION-ASSOCIATION Reference Code.  Table 79 illustrates instances of ACTION-ASSOCIATION.

Table 79.  ACTION-ASSOCIATION Instance Table

ACTION-ASSOCIATION

Subject
ACTION Identifier (FK)
Object
ACTION Identifier (FK)
ACTION-ASSOCIATION Identifier
ACTION-ASSOCIATION Reference Code
ACTION-ASSOCIATION Reference (Offset) Duration Quantity
ACTION-ASSOCIATION 
Type Code

ACT1102 (Activity 2)
ACT1101 (Activity 1)
ACTA0001


G (Starts during and ends after)

ACT1102 (Activity 2)
ACT1101 (Activity 1)
ACTA0002
1--Start of Subject ACTION
2 minutes
K (Uses as a reference the start of)

ACT1106 (Activity 3)
ACT1102 (Activity 2)
ACTA0001


H (Starts after and ends before

ACT1106 (Activity 3)
ACT1104 (Activity 2B)
ACTA0001
1--Start of Subject ACTION
-1 minutes
L (Uses as a reference the end of)

ACT1102 (Activity 2)
ACT1103 (Activity 2A)
ACTA0001


B (Has as a subactivity)

ACT1102 (Activity 2)
ACT1104 (Activity 2B)
ACTA0001


B (Has as a subactivity)

ACT1102 (Activity 2)
ACT1105 (Activity 2C)
ACTA0001


B (Has as a subactivity)

ACT1102 (Activity 2)
ACT1103 (Activity 2A)
ACTA0002


I (Starts at the same time as and ends after)

ACT1104 (Activity 2B)
ACT1103 (Activity 2A)
ACTA0001


G (Starts during and ends after)

ACT1102 (Activity 2)
ACT1105 (Activity 2C)
ACTA0002


J--Starts before and ends at the same time as

ACT1105 (Activity 2C)
ACT1104 (Activity 2B)
ACTA0001
1--Start of Subject ACTION
1 minute
L--Uses as a reference the end of

The following attribute of ACTION-ASSOCIATION is not shown in this instance table:  Reference Time (obsolete when Reference Duration (Offset) Quantity is approved).

ACTION



ACTION Identifier
ACTION Actual Start Cal. Date
ACTION Actual Start Time


ACTION Category Code

ACTION Descr. Text


ACTION Name

ACTION Priority Code


ACTION Status Code
ACTION Verb Code (FK)

ACT1101
—
—
Planned Action
—
Activity 1
2
01 (In progress)
—

ACT1102
—
—
Planned Action
—
Activity 2
2
04 (Not Started)
—

ACT1103
—
—
Planned Action
—
Activity 2A
2
04
—

ACT1104
—
—
Planned Action
—
Activity 2B
2
04
—

ACT1105
—
—
Planned Action
—
Activity 2C
2
04
—

ACT1106
—
—
Planned Action
—
Activity 3
2
04
—

The following attributes of ACTION are not shown in this instance table:  Actual End Calendar Date and Actual End Time.

Sequencing ACTIONs.
  Intervals of time that are not open ended (termed “closed”) can be related temporally in the 13 ways illustrated in Table 80.  The statement of a relationship is shown on the left side and a graphic depiction is shown on the right side.  These relationships are sometimes cited as specifying “sequencing.”

Table 80.  Temporal Relationships for Closed Intervals


#

Statement of Temporal Relation
Illustration of
Temporal Relation

1
A ends when B begins
|--------A-------|
                     |-------B------|

2
A starts when B ends
                     |-------A------|
|--------B-------|

3
A starts before B begins and ends before B ends
|---------A---------|
                 |-------B------|

4
A starts after B starts and ends after B ends
                 |-------A------|
|---------B---------|

5
A starts and ends before B
|-----A-----|
                      |-----B-----|

6
A starts and ends after B
                      |-----A-----|
|-----B-----|

7
A starts before B starts and ends when B ends
|----------------A-----------------|
                |----------B---------|

8
A starts after B starts and ends when B ends
                    |----------A---------|
|-----------------B-------------------|

9
A starts when B starts and ends after B ends
|---------------A----------------|
|----------B----------|

10
A starts when B starts and ends before B ends
|-----------A---------|
|---------------B----------------|

11
A starts before B starts and ends after B ends
|---------------A----------------|
        |---------B--------|

12
A starts after B starts and ends before B ends
        |---------A--------|
|---------------B----------------|

13
A starts when B starts and ends when B ends
|-----------A----------|
|-----------B----------|

Sources:  [C2 Core 1993] and [GH3 1997].

The following seven DoD standard domain values of ACTION-ASSOCIATION Type Code can be used to specify all of the 13 temporal relationships depicted in the table (in six cases, the role of A as subject and B as object are reversed, and in the other case the role of subject and action are symmetric):

· D--Starts and ends at the same time as (13)

· E--Starts and ends before (5, 6)

· F--Starts at the end of (1, 2)

· G--Starts during and ends after (3, 4)

· H--Starts after and ends before (11,12)

· I--Starts at the same time as and ends after (9, 10)

· J--Starts before and ends at the same time as (7, 8).

Type Code “D” is exclusively used for Temporal Relationship Type 13.  The other six Type Codes are used twice each to support Temporal Relationships (reversing the roles of Subject and Object ACTIONs).  For example, Temporal Relationship Type 1, “A ends when B starts,” and Temporal Relationship Type 2, “A starts when B ends,” are both satisfied by use of the Type Code “F” as follows:

· “A ends when B begins” is specified by using B as the Subject ACTION, A as the Object ACTION, and Type Code “F”—B starts at the end of A

· “A starts when B ends” is specified by using A as the Subject ACTION, B as the Object ACTION, and Type Code “F”—A starts at the end of B.

Two examples of temporal relationships—in which the precise relation of only one part of the closed time interval is known—are not included in the discussion above.  These are illustrated in Table 81 and are supported by the following additional domain value:  “starts before and ends before end of.”  The arrows shown in Table 81 denote possible end points for the Subject ACTION.

Table 81.  Additional Temporal Relationships


#

Statement of Temporal Relation
Illustration of
Temporal Relation

14
A starts before B starts and ends after B ends
|----A---(     (       (
                 |-------B------|

15
B starts before A starts and ends after A ends
|----B---(     (       (
                 |-------A------|

Source:  [GH3 1997].

An application of temporal relationships to a minefield example (shown as Figure 79) is illustrated in Table 82.  It could be assumed that this situation exists at an early planning stage before specific timings had been determined.  The table shows how to represent some of the key relationships that should exist between Actions 7 to 11 to make them occur in the correct sequence.
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Source:  [GH3 1997].

Figure 79.  Example of ACTION Sequencing

Table 82.  Using ACTION-ASSOCIATION for ACTION Sequencing

ACTION-ASSOCIATION

Subject
ACTION Identifier (FK)
Object
ACTION Identifier (FK)
ACTION-ASSOCIATION Identifier
ACTION-ASSOCIATION 
Type Code

7
[Create minefield]
8
[Carry out reconnaissance]
1
Starts at the same time and ends after

9
[Move stores]
8
[Carry out reconnaissance]
1
Starts at end of

10
[Lay minefield]
9
[Move stores]
1
Starts during and ends after

11
[Mark minefield]
10
[Lay minefield]
1
Starts during and ends after

7
[Create minefield]
11
[Mark minefield]
1
Starts before and ends at the same time as

The following attributes of ACTION-ASSOCIATION are not shown in this instance table:  Reference Duration (Offset) Quantity, Reference Code, and Reference Time (obsolete when Reference Duration (Offset) Quantity is approved).

Source:  [GH3 1997].

Timing ACTIONs by Specifying Offset Intervals.
  In addition to the sequencing of ACTIONs noted above, another class of temporal relationships is more definitive in that the amounts of time between the starts and ends of two associations can be specified (sometimes called “timing”).  In common language, such associations are exemplified by the phrase “A starts (ends) 10 minutes after (before) the start (end) of A.  

The use of temporal relationships as described in the previous section allows specification of the relative order in which ACTIONs are to occur without specifying any actual times.  It is often necessary, however, to specify relative times between related ACTIONs in addition to their imprecise temporal relationships, still without specifying actual timings.  This is done using temporal relationships and adding a provision for specifying fixed offset intervals, wherein a subject ACTION is to start at some specified time interval before or after a particular reference point in the object task.  This is done by using the attribute ACTION-ASSOCIATION Reference Time, together with an appropriate entry in ACTION-ASSOCIATION Type Code.  

Table 83 illustrates the specification of specific intervals for temporally related ACTIONs in which the offset intervals are quantified.

Table 83.  Examples of Offset Intervals for ACTION Timing

Action 9 is to start 60 minutes after start of Action 7:

           |------------------Action 7-------------------------
           o--------60--------|-----------------Action 9---------------

Action 10 is to start 60 minutes after start of Action 9:

           |-------------------Action 9----------------------
           o--------60--------|-----------------Action 10-------------------------

Action 11 is to start 180 minutes after start of Action 10 and end when Action 7 ends:

          |----------------------------------------------------Action 10-------------






             -----------------Action 7-------------------------|
          <----------------------------180---------------------------->|-------------Action 11--------------------|

Source:  [GH3 1997].

The equivalent information is represented in Table 84 as a formal specification using the structure provided by the data model.  The time quantity of 60 minutes in the first pair of actions is specified using the attribute ACTION-ASSOCIATION Reference Time and using the value “Starts after start of object ACTION” for the ACTION-ASSOCIATION Type Code.  The other three pairs of ACTIONs are related in the same way.

Table 84.  Using ACTION ASSOCIATION for ACTION Timing

ACTION-ASSOCIATION

Subject ACTION Identifier (FK)
Object ACTION Identifier (FK)
ACTION-ASSOC. Id
ACTION-ASSOCIATION Type Code
ACTION-ASSOCIATION Reference Duration (Offset) Quantity

9
(move stores)
7
(create minefield)
1
Starts after start of object ACTION
60
(minutes)

10
(lay minefield)
9
(move stores)
1
Starts after start of object ACTION
60
(minutes)

11
(mark minefield)
10
(lay minefield)
1
Starts after start of object ACTION
180
(minutes)

11
(mark minefield)
7
(create minefield)
1
Ends after end of object ACTION
0
(minutes)

The following attribute of ACTION-ASSOCIATION is not shown in this instance table:  Reference Code and Reference Time (the latter is obsolete when Reference Duration (Offset) Quantity is approved).

Source:  [GH3 1997].

Timing ACTIONs with Open-Ended Intervals.
  Open-ended temporal relationships specify how a single end of a relationship compares with a single end of another relationship, without regard to the other ends of those relationships.  Open-ended intervals can be related temporally in eight ways, as illustrated in Table 85.  The statement of a relationship is shown on the left side and a graphic depiction is shown on the right side.

Table 85.  Temporal Relations for Open-Ended Intervals


#

Temporal Relation
Illustration of
Temporal Relation

1
A starts before B starts (with no statement about endings)
|------A-------->
                     |-------B------>

2
A starts after B starts (with no statement about endings)
                     |-------A------>
|------B----->

3
A starts before B ends (with no statement about A’s ending or B’s beginning)
           |-------A------>
-------B-----------|

4
A ends after B starts (with no statement about A’s ending or B’s beginning)
           |-------B------>
-------A-----------|

5
A ends before B ends (with no statement about starting)
---------A----|
                   -------B----------|

6
A ends after B ends (with no statement about starting)
                   ---------A--------|
-------B------|

7
A ends before B starts (with no statement about starting)
------A----|
                      |-------B------>

8
A starts after B ends (with no statement about starting)
                     |--------A------>
-----B-----|

Source:  [GH3 1997].

Because of symmetry between notional Actions A and B, the requirement to support these relationships could be met by the use of the following four values as candidates for ACTION-ASSOCIATION Type Code, where object ACTION is the ACTION to which the subject ACTION is referenced:

· Starts after the start of object ACTION
· Starts after the end of object ACTION
· Ends after the start of object ACTION
· Ends after the end of object ACTION.

The current specification of ACTION-ASSOCIATION Type Code captures these four data requirements with the use of the following values in conjunction with ACTION-ASSOCIATION Reference Code (Relative to start of Subject ACTION; Relative to end of Subject ACTION) and with positive (“after”) or negative (“before”) values for the ACTION-ASSOCIATION Reference Time:

· K--Uses as a reference the start of

· L--Uses as a reference the end of.

It is desirable to use these values not only for purely relative timing but also for designating relative timing with a specified duration for an offset.  For example, Action A starts 30 minutes after the start of Action B.  Operational situations may also dictate that the offset be associated with a requirement of an activity taking place at precisely, not earlier than, or not later than the specified moment.  For example, “Action A starts no later than 30 minutes after the start of Action B.”  In order to broaden the applicability of the suggested domain values in the previous paragraph, the set of values has been modified to incorporate a sense of strictness with respect to the meaning of offsets.  The resultant set of values is listed below:

a.
Starts after start of object ACTION
b.
Starts after start of object ACTION no earlier than

c.
Starts after start of object ACTION no later than

d.
Starts after end of object ACTION
e.
Starts after end of object ACTION no earlier than

f.
Starts after end of object ACTION no later than

g.
Ends after start of object ACTION
h.
Ends after start of object ACTION no earlier than

i.
Ends after start of object ACTION no later than

j.
Ends after end of object ACTION
k.
Ends after end of object ACTION no earlier than

l.
Ends after end of object ACTION no later than.

Summary.
  Table 86 provides an integrated list of domain values specified for the ATCCIS Battlefield Generic Hub 3 (GH3) and recommended by the CADM for use as the domain for ACTION-ASSOCIATION Type Code.

It may be necessary to specify both the start and end time of one ACTION in terms of specified time periods from some point (or points) in a superior ACTION (e.g., one may wish to specify that an ACTION is to start X minutes after the start of the superior ACTION, and end Y minutes before the end of the superior ACTION).  This is done by specifying two different relationships between the two ACTIONs:  one specifying the time at which the subordinate ACTION is to start, and one specifying the time it is to finish.

The concepts of absolute time, temporal relationships, and temporal relationships with offset intervals permit ACTIONs to be related together in very complex ways.  In particular, relative times can be specified for any number of related ACTIONs without specifying a particular real time.

Table 86.  Domain Values for ACTION-ASSOCIATION Type Code Needed for Sequencing and Timing

Code
Meaning of Code
Definition of the Meaning of the Code

—
Ends after end of object ACTION
The subject ACTION ends after the object ACTION ends

—
Ends after end of object ACTION no earlier than
The subject ACTION ends no earlier than the end of the object ACTION augmented by a fixed duration

—
Ends after end of object ACTION no later than
The subject ACTION ends no later than the end of object ACTION augmented by a fixed duration

—
Ends after start of object ACTION
The subject ACTION ends after the object ACTION starts

—
Ends after start of object ACTION no earlier than
The subject ACTION ends no earlier than the start of the object ACTION augmented by a fixed duration

—
Ends after start of object ACTION no later than
The subject ACTION ends no later than the start of object ACTION augmented by a fixed duration

E
Starts after end of object ACTION (actually, the reverse of “E”)
The subject ACTION starts after the object ACTION ends

—
Starts after end of object ACTION no earlier than
The subject ACTION starts no earlier than the end of the object ACTION augmented by a fixed duration

—
Starts after end of object ACTION no later than
The subject ACTION starts no later than the end of object ACTION augmented by a fixed duration

—
Starts after start of object ACTION
The subject ACTION starts after the object ACTION starts

—
Starts after start of object ACTION no earlier than
The subject ACTION starts no earlier than the start of the object ACTION augmented by a fixed duration

—
Starts after start of object ACTION no later than
The subject ACTION starts no later than the start of object ACTION augmented by a fixed duration

H
Starts and ends during
The subject ACTION is subordinate (only in terms of temporal relationships) to the object ACTION

D
Starts at and ends at the same time as
The two ACTIONs are concurrent

F
Starts at the end of
The start of the object ACTION is the time of the end of ACTION B

I
Starts at the same time and ends after
The subject ACTION begins concurrently with the object ACTION, but will extend beyond the object ACTION

—
Starts before and ends before end of
The subject ACTION begin before the object ACTION and ends before the object ACTION ends.

G
Starts during and ends after
The subject ACTION is sequential but overlapping with the object ACTION

J
Starts during and ends at the same time as (actually, the reverse of J)
The start of the object ACTION precedes that of the subject ACTION, but they will end concurrently

Source:  [GH3 1997].

Note:  The list is alphabetized by the second column.  Italics denote differences with GH3 [GH3 1997].  The following approved values are intentionally omitted:  K--Uses as a reference the start of; L--Uses as a reference the end of.  Adoption of these values would obviate the need for ACTION-ASSOCIATION Reference Code.

Use of the ACTION hierarchy and temporal relationships makes it possible to formulate plans without specifying a particular start time (or H-hour) while still being able to specify the interrelated time dependencies between its constituent subactions.  The ACTIONs can be related in time and function, and only the highest level ACTION needs to specify the start time.  In order to fix a start time for such a plan, it is merely necessary to introduce a new ACTION, with a specified planned start time, and relate it to the ACTIONs to be initiated.  The use of an H-Hour defined by a separate ACTION is illustrated in Table 87, wherein Action 13 has been created with a specified start time and has been related to Action 7 in order to initiate it at 021200 Jan 93.

Table 87.  Use of ACTION-ASSOCIATION to Initiate Other ACTIONs

ACTION


ACTION Identifier

ACTION Category Code
ACTION Actual Start Date and Actual Start Time

13
[Initiate ACTION]
Order
021200 Jan 93

The following attributes of ACTION are not shown in this instance table:  Actual End Calendar Date, Actual End Time, Description Text, Name, Priority Code, Status Code, ACTION-VERB Code (FK).

ACTION-ASSOCIATION

Subject ACTION Identifier (FK)
Object ACTION Identifier (FK)
ACTION-ASSOC. Id
ACTION-ASSOCIATION Type Code
ACTION-ASSOCIATION Reference Duration (Offset) Quantity

7
[Create Minefield]
13
[Initiate ACTION]
1
Starts after start of object ACTION
0

(minutes)

The following attribute of ACTION-ASSOCIATION are not shown in this instance table:  Reference Code and Reference Time (the latter is obsolete when Reference Duration (Offset) Quantity is approved).

Source:  [GH3 1997].

d.
Details for EVENT and EVENT-NODE-CROSS-LINK

EVENT (illustrated in Table 88) is defined as [(49/1) (A)] a significant occurrence.  EVENT is related to ACTION through the subtype ACTION-EVENT (illustrated in Table 89), which is defined as an ACTION that is an incident, phenomenon, or occasion which has occurred or is occurring.  It has military significance, but the planning of it is not known.  

Table 88.  EVENT Instance Table Template

EVENT

EVENT Identifier
EVENT Description Text
EVENT End Calendar Date
EVENT End Time
EVENT 
Name
EVENT Start Calendar Date
EVENT 
Start Time

EVT1001







EVT1002







EVT1003







EVT1004







EVT1005







EVT1007







EVT1008







EVT1009







Table 89.  ACTION-EVENT Instance Table

ACTION-EVENT


ACTION Identifier
EVENT Identifier (FK)

ACT1001
EVT1001

ACT1002
EVT1002

ACT1003
EVT1003

ACT1004
EVT1004

ACT1005
EVT1005

ACT1007
EVT1007

ACT1008
EVT1008

ACT1009
EVT1009

ACTION-ASSOCIATION provides the capability to specify relationships among activities in which there is a single (temporal) scale.  To capture data for multidimensional concepts for which one dimension is temporal, EVENT-NODE-CROSS-LINK may be used (see Figure 80).  Underlying this concept is that a set of (abstract or concrete) nodes are identified that give the position of the start and end of each activity in all the dimensions except the temporal dimension.  An example of such a multidimensional timeline is an event trace (sometimes called a mission thread).
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Figure 80.  Event-Trace Core View (Subset of OV-6c and SV-10c)

Table 90 provides definitions for the entities shown in Figure 80 that do not appear in Figure 78 and that are therefore not in Table 76.  Table 91 provides the attribute specifications of the entities identified in Table 90.

Table 90.  Entity Definitions for Additional Entities in the Event-Trace Core View

Entity
Entity Definition
Reference

EVENT-NODE-CROSS-LINK
The specification of how a specific EVENT for a specific "originator" NODE termporally  relates to another "terminator" NODE subject to a constraint
See below

EVENT-TRACE-DESCRIPTION {OV-6c; SV-10c}
A DOCUMENT that describes a process whose condition is subject to change over time
See below

EVENT-TRACE-SCENARIO-ELEMENT
One of a sequence of components of a specific EVENT-TRACE-DESCRIPTION.  Note:  The collection of components of an EVENT-TRACE-DESCRIPTION is sometimes called a "scenario"
See below

EVENT-TRACE-SCENARIO-ELEMENT-ASSOCIATION
An association of one EVENT-TRACE-SCENARIO-ELEMENT with another EVENT-TRACE-SCENARIO-ELEMENT
See below

OPERATIONAL-SCENARIO
A sequence of possible events and actions
See Section IV.B.01 (UJTL and Mission Essential Task View)

PROCESS-EVENT
The specification of a significant occurrence that has a location in space and time.  Note:  An instance of an event can lead to the activation of a behavioral feature of an object.  Source:  UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of "Event"
See Section IV.B.37 (State Transition View)

Table 91.  Attribute Specifications for Additional Entities in the Event-Trace Core View

Entity Header
Attribute Name, Role (PK, FK, AK), Definition, and Domain

EVENT-NODE-CROSS-LINK
· EVENT-NODE-CROSS-LINK Identifier (PK)—The unique identifier of a specific EVENT-NODE-CROSS-LINK

· Constraint GUIDANCE Identifier (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE

· EVENT IDENTIFIER (FK)—(33784/1) (A)  THE IDENTIFIER THAT REPRESENTS AN EVENT

· Originating NODE Identifier (FK)—The unique identifier of a specific NODE

· Terminating NODE Identifier (FK)—The unique identifier of a specific NODE

· EVENT-NODE-CROSS-LINK Transit Duration Formula Text—The mathematical expression for calculating the time between the start of an EVENT-NODE-CROSS-LINK and the end of an EVENT-NODE-CROSS-LINK

EVENT-TRACE-DESCRIPTION {OV-6c; SV-10c}
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT

· OPERATIONAL-SCENARIO Identifier (FK)—The identifier of a specific OPERATIONAL-SCENARIO

· EVENT-TRACE-DESCRIPTION Use Type Code—The code that denotes a class of EVENT-TRACE-DESCRIPTION as to its role as an architecture product.  Domain values include:  Operational Event/Trace Description; Systems Event/Trace Description; Other; Not specified, Not known

EVENT-TRACE-SCENARIO-ELEMENT
· Event Trace Description DOCUMENT Identifier (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT

· EVENT-TRACE-SCENARIO-ELEMENT Sequence Identifier (PK)—The identifier that specifies the relative order of a specific EVENT-TRACE-SCENARIO-ELEMENT

· EVENT-NODE-CROSS-LINK Identifier (FK)—The unique identifier of a specific EVENT-NODE-CROSS-LINK

· EVENT-TRACE-SCENARIO-ELEMENT Start Duration Formula Text—The mathematical expression for calculating the time between the start of a specific EVENT-TRACE-SCENARIO-ELEMENT and the start of the previous EVENT-TRACE-SCENARIO-ELEMENT as defined by the Sequence Identifier

Table 91.  (Cont’d)

Entity Header
Attribute Name, Role (PK, FK, AK), Definition, and Domain

EVENT-TRACE-SCENARIO-ELEMENT-ASSOCIATION
· Subordinate EVENT-TRACE-SCENARIO-ELEMENT (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT

· Ordinate EVENT-TRACE-SCENARIO-ELEMENT (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT

· Ordinate EVENT-TRACE-SCENARIO-ELEMENT Sequence Identifier (PK) (FK)—The identifier that specifies the relative order of a specific EVENT-TRACE-SCENARIO-ELEMENT

· Subordinate EVENT-TRACE-SCENARIO-ELEMENT Sequence Identifier (PK) (FK)—The identifier that specifies the relative order of a specific EVENT-TRACE-SCENARIO-ELEMENT

· EVENT-TRACE-SCENARIO-ELEMENT-ASSOCIATION Identifier (PK)—The identifier of an EVENT-TRACE-SCENARIO-ELEMENT-ASSOCIATION for a specific Ordinate EVENT-TRACE-SCENARIO-ELEMENT and a specific Subordinate EVENT-TRACE-SCENARIO-ELEMENT

· EVENT-TRACE-SCENARIO-ELEMENT-ASSOCIATION Reference Code—THE CODE THAT DENOTES A REFERENCE POINT OF THE "Ordinate" EVENT-TRACE-SCENARIO-ELEMENT UPON WHICH THE "Subordinate" EVENT-TRACE-SCENARIO-ELEMENT BASES ITS EXECUTION.  Derived from ACTION REFERENCE CODE--(11362/2) (A)  THE CODE THAT DENOTES A REFERENCE POINT OF THE "SUBJECT" ACTION UPON WHICH THE "OBJECT" ACTION BASES ITS EXECUTION.  (DDDS, June 1998)  Domain values include:  1--Start of  Ordinate EVENT-TRACE-SCENARIO-ELEMENT; 2--End of Ordinate EVENT-TRACE-SCENARIO-ELEMENT; 3--Not applicable

· EVENT-TRACE-SCENARIO-ELEMENT-ASSOCIATION Reference Duration Quantity—THE QUANTITY OF SECONDS FROM A SPECIFIED POINT OF THE "Ordinate" EVENT-TRACE-SCENARIO-ELEMENT TO THE START OF THE "Subordinate" EVENT-TRACE-SCENARIO-ELEMENT.  Derived from ACTION-ASSOCIATION Reference Chronological Quantity--(11363/1) (X)  THE QUANTITY OF SECONDS FROM A SPECIFIED POINT OF THE "SUBJECT" ACTION TO THE START OF THE "OBJECT" ACTION

· EVENT-TRACE-SCENARIO-ELEMENT-ASSOCIATION Type Code—THE CODE THAT REPRESENTS THE WAY IN WHICH AN "Ordinate" EVENT-TRACE-SCENARIO-ELEMENT IS RELATED TO THE "Subordinate" EVENT-TRACE-SCENARIO-ELEMENT.  Derived from ACTION-ASSOCIATION TYPE CODE--(11361/2) (A)  THE CODE THAT REPRESENTS THE WAY IN WHICH AN "OBJECT" ACTION IS RELATED TO THE "SUBJECT" ACTION.  Domain values include:  A--IN ORDER THAT; B--HAS AS A SUBORDINATE EVENT-TRACE-SCENARIO-ELEMENT; C--IS A MODIFICATION OF; D--STARTS AND ENDS AT THE SAME TIME AS; E--STARTS AND ENDS BEFORE; F--STARTS AT THE END OF; G--STARTS DURING AND ENDS AFTER; H--STARTS AFTER AND ENDS BEFORE; I--STARTS AT THE SAME TIME AS AND ENDS AFTER; J--STARTS BEFORE AND ENDS AT THE SAME TIME AS; K--USES AS A REFERENCE THE START OF; L--USES AS A REFERENCE THE END OF.  Also:  Ends after end of subordinate EVENT-TRACE-SCENARIO-ELEMENT, Ends after end of subordinate EVENT-TRACE-SCENARIO-ELEMENT no earlier than, Ends after end of subordinate EVENT-TRACE-SCENARIO-ELEMENT no later than, Ends after start of subordinate EVENT-TRACE-SCENARIO-ELEMENT, Ends after start of subordinate EVENT-TRACE-SCENARIO-ELEMENT no earlier than, Ends after start of subordinate EVENT-TRACE-SCENARIO-ELEMENT no later than, Starts after end of subordinate EVENT-TRACE-SCENARIO-ELEMENT no earlier than, Starts after end of subordinate EVENT-TRACE-SCENARIO-ELEMENT no later than, Starts after start of subordinate EVENT-TRACE-SCENARIO-ELEMENT, Starts after start of subordinate EVENT-TRACE-SCENARIO-ELEMENT no earlier than, Starts after start of subordinate EVENT-TRACE-SCENARIO-ELEMENT no later than, Starts before and ends before end of

Figure 81 provides an example event trace diagram whose ACTIONs are taken from one of the emerging components of the Joint Operational Architecture.  The instance tables in this section are based on this figure.

[image: image82.wmf]Time Scale

(Duration)

Node A

(Forward

Observer)

Node B

(Combat

Management)

Node C

(Battle

Management)

Node D

(Weapon

System)

Call for Fire

For Mission

Fire Mission and

Mission Assignment

Message to Observer

Fire Adjustment

Message to Observer

Damage Assessment

End of Mission Notification

Fire for Effect

T1

T2

T3

T4

T5

T6

T7

T8

T9


Note:  In this event trace, the temporal dimension is vertical with the time dimension increasing from top to bottom.

Source:  Based on Section 17 of C4ISR Architecture Framework V1.0 Validation—Operational Maneuver from the Sea (Naval Surface Fire Support), September 1996 [OMFTS 1996].

Figure 81.  Example Event Trace

EVENT-NODE-CROSS-LINK (illustrated in Table 92) is defined as the specification of how a specific EVENT for a specific "originator" NODE temporarily relates to another "terminator" NODE subject to a constraint.  As shown in the table, all of the following entities are used in connection with EVENT-NODE-CROSS-LINK to describe an event trace diagram:  CONSTRAINT, EVENT, ACTION-EVENT, and ACTION.

Table 92.  EVENT-NODE-CROSSLINK Instance Table

EVENT-NODE-CROSSLINK

EVENT-NODE-CROSSLINK Identifier

Originating NODE Identifier (FK)

Terminating NODE Identifier (FK)
EVENT Identifier (FK)
Constraint GUIDANCE Identifier (FK)
EVENT-NODE-CROSSLINK Transit Duration Formula Text

EVNDCL0001
A (Forward Observer)
B (Combat Management)
EVT1001
GUID1201
Transit time = 3 sec.

EVNDCL0002
B (Combat Management)
C (Battle Management)
EVT1002
GUID1201


EVNDCL0003
C (Battle Management)
D (Weapon System)
EVT1003
GUID1201


EVNDCL0004
D (Weapon System)
A (Forward Observer)
EVT1004
GUID1201


EVNDCL0005
D (Weapon System)
A (Forward Observer)
EVT1005
GUID1201


EVNDCL0006
A (Forward Observer)
D (Weapon System)
EVT1007
GUID1201


EVNDCL0007
A (Forward Observer)
D (Weapon System)
EVT1008
GUID1201


EVNDCL0008
A (Forward Observer)
B (Combat Management)
EVT1009
GUID1201


EVNDCL0009
D (Weapon System)
A (Forward Observer)
ACT1009
GUID1201


CONSTRAINT

Constraint GUIDANCE Identifier (FK)
CONSTRAINT 
Limit Code
CONSTRAINT 
Status Code
CONSTRAINT 
Type Code

GUID1201
Required
Currently applies
Security

EVENT

EVENT Identifier
EVENT Description Text
EVENT End Calendar Date
EVENT End Time
EVENT 
Name
EVENT Start Calendar Date
EVENT 
Start Time

EVT1001







EVT1002







EVT1003







EVT1004







EVT1005







EVT1007







EVT1008







EVT1009







ACTION-EVENT

ACTION Identifier
EVENT Identifier (FK)

ACT1001
EVT1001

ACT1002
EVT1002

ACT1003
EVT1003

ACT1004
EVT1004

ACT1005
EVT1005

ACT1007
EVT1007

ACT1008
EVT1008

ACT1009
EVT1009

Table 92.  (Cont’d)

ACTION


ACTION Identifier
ACTION Cat. Code


ACTION Description Text


ACTION Name
ACTION Priority Code
ACTION Status Code
ACTION Verb Code

ACT1001
Action Event
Observer issues call for fire
Call for Fire

In progress
Request

ACT1002
Action Event
Combat management issues fire mission
Fire Mission

In progress
Order

ACT1003
Action Event
Battle management issues fire mission and mission assessment
Fire Mission and Mission Assessment

In progress
Order

ACT1004
Action Event
Weapon system issues message to observer
Message to Observer

In progress
Alert

ACT1005
Action Event
Observer issues request for fire adjustment
Fire Adjustment

In progress
Request

ACT1007
Action Event
Observer issues request for fire for effect
Fire for Effect

In progress
Request

ACT1008
Action Event
Observer issues request for fire for effect
Damage Assessment

In progress
Request

ACT1009
Action Event
Weapon system issues end of mission notification
End of mission notification

In progress
Report

EVENT-TRACE-DESCRIPTION (illustrated in Table 93) is defined as a DOCUMENT that describes a process whose condition is subject to change over time.

Table 93.  EVENT-TRACE-DESCRIPTION Instance Table

EVENT-TRACE-DESCRIPTION

Event Trace Description DOCUMENT Identifier (FK)
OPERATIONAL-SCENARIO Identifier (FK)
EVENT-TRACE-DESCRIPTION 
Use Type Code

EVT1001
OPSC0003


OPERATIONAL-SCENARIO

OPERATIONAL-SCENARIO Identifier
OPERATIONAL-SCENARIO 
Description Text
OPERATIONAL-SCENARIO 
Name

OPSC0003



EVENT-TRACE-SCENARIO-ELEMENT (illustrated in Table 94) is defined as a DOCUMENT that describes a process whose condition is subject to change over time.

Table 94.  EVENT-TRACE-SCENARIO-ELEMENT Instance Table

EVENT-TRACE-SCENARIO-ELEMENT


Event Trace Description DOCUMENT Identifier (FK)
EVENT-TRACE-SCENARIO-ELEMENT Sequence Number
EVENT-NODE-CROSSLINK Identifier (FK)
EVENT-TRACE-SCENARIO-ELEMENT Start Duration Formula Text

EVT1001
1
EVNDCL0001


EVT1001
2
EVNDCL0002


EVT1001
3
EVNDCL0003


EVT1001
4
EVNDCL0004


EVT1001
5
EVNDCL0005


EVT1001
6
EVNDCL0006


EVT1001
7
EVNDCL0007


EVT1001
8
EVNDCL0008


EVT1001
9
EVNDCL0009


EVENT-TRACE-SCENARIO-ELEMENT-ASSOCIATION (illustrated in Table 95) is defined as a DOCUMENT that describes a process whose condition is subject to change over time.

Table 95.  EVENT-TRACE-SCENARIO-ELEMENT-ASSOCIATION Instance Table

EVENT-TRACE-SCENARIO-ELEMENT-ASSOCIATION



Subordinate Event Trace Descr. DOC Id (FK)
Ordinate Event Trace Descr. DOC Id (FK)
Subordinate EVENT-TRACE-SCEN.-ELEM. Sequence Number (FK)
Ordinate EVENT-TRACE-SCEN.-ELEM. Sequence Number (FK)
EVENT-TRACE-SCEN.-ELEM.-ASSOC. Identifier
EVENT-TRACE-SCEN.-ELEM.-ASSOC. Ref. Code
EVENT-TRACE-SCEN.-ELEM.-ASSOC. Ref. Duration Qty
EVENT-TRACE-SCEN.-ELEM.-ASSOC. Type Code

EVT1001
EVT1001
1

ETSE0001




EVT1001
EVT1001
2

ETSE0001




EVT1001
EVT1001
3

ETSE0001




EVT1001
EVT1001
4

ETSE0001




EVT1001
EVT1001
5

ETSE0001




EVT1001
EVT1001
6

ETSE0001




EVT1001
EVT1001
7

ETSE0001




EVT1001
EVT1001
8

ETSE0001




EVT1001
EVT1001
9

ETSE0001




e.
Relating ACTION to TASK and PROCESS-ACTIVITY

TASK is an independent entity defined as a discrete unit of work, not specific to a single organization, weapon system, or individual, that enables missions or functions to be accomplished.  While it is independent of ACTION, the CADM has defined a nulls-allowed, non-identifying relationship (not yet in the DoD Data Model) “may be a” from ACTION to TASK.  TASK is described in Section IV.B.34 (below).  

Similarly, PROCESS-ACTIVITY is an independent entity [DDDS (4204) (A)] defined as the representation of a means by which a process acts on some input to produce a specific output.  As for TASK, the CADM has defined a nulls-allowed, non-identifying relationship (not yet in the DoD Data Model) “may be a” from ACTION to PROCESS-ACTIVITY.  PROCESS-ACTIVITY is described in Section IV.B.09 (below).  

One comment on the evolution of the CADM is relevant here.  Making the relationships from ACTION to TASK and to PROCESS-ACTIVITY would prescribe that an ACTION Identifier be assigned to every TASK and every PROCESS-ACTIVITY.  This would greatly strengthen the CADM in its use of the strong relationships ACTION has to the entire C2 Core Data Model and that PROCESS-ACTIVITY has in activity data models for information management.  At present, these two features are optional, leaving it for implementations and extensions to decide whether the more prescriptive business rules should be added.

f.
Details for Subtypes of ACTION

ACTION has two subtypes:  PLANNED-ACTION and ACTION-EVENT.  PLANNED-ACTION has, in turn, two further subtypes:  ANALYSIS-PROCESS and PROJECT.

PLANNED-ACTION (illustrated in Table 96) is defined as an ACTION that has been, is, or is expected to occur, and about which the planning is known.  PLANNED-ACTION represents actions that are typically found in plans, orders, and requests.

Table 96.  PLANNED-ACTION Instance Table Template

PLANNED-ACTION

ACTION Identifier (FK)
PLANNED-ACTION Category Code
PLANNED-ACTION Purpose Text









ACTION-EVENT (illustrated in Table 97) is defined as an ACTION that is an incident, phenomenon, or occasion that has occurred or is occurring.  It has military significance, but the planning of it is not known.  Each ACTION-EVENT has reference to a specific EVENT that it may be representing.  This is provided by a non-identifying relationship “may be a” from EVENT to ACTION-EVENT.

Table 97.  ACTION-EVENT Instance Table

ACTION-EVENT

ACTION Identifier
EVENT Identifier (FK)

ACT1001
EVT1001

ACT1002
EVT1002

ACT1003
EVT1003

ACT1004
EVT1004

ACT1005
EVT1005

ACT1007
EVT1007

ACT1008
EVT1008

ACT1009
EVT1009

ANALYSIS-PROCESS (illustrated in Table 98) is defined as a PLANNED-ACTION that is the specification of a technique of evaluation.  ANALYSIS-PROCESS is used to satisfy Framework 2 requirements for the work that underlies an architecture product and, more generally, an entire architecture.

Table 98.  ANALYSIS-PROCESS Instance Table Template

ANALYSIS-PROCESS

ACTION Identifier (FK)





PROJECT (illustrated in Table 99) is defined a set of activities planned to produce a specific product in a specific time and with specific resources.  [Source:  JCAPS LDM.]

Table 99.  PROJECT Instance Table Template

PROJECT

ACTION Identifier (FK)
PLANNED-ACTION Category Code
PLANNED-ACTION Purpose Text









g.
Details for Other Child Entities of ACTION

ACTION-DOCUMENT (illustrated in Table 100) is defined as [(9938) (A)] the association between a specific ACTION and a specific DOCUMENT.  Classes of association (distinguished by the Reason Code) are the following:  Describes, Conveys, Orders, Defines, Reports, Changes, Clarifies, and Cancels.

Table 100.  ACTION-DOCUMENT Instance Table Template

ACTION-DOCUMENT

ACTION Identifier (FK)
DOCUMENT Identifier (FK)
ACTION-DOCUMENT 
Reason Code
ACTION-DOCUMENT 
Relative Position Text











ACTION-GUIDANCE (illustrated in Table 101) is defined as an association of a specific ACTION to a specific GUIDANCE.

Table 101.  ACTION-GUIDANCE Instance Table Template

ACTION-GUIDANCE

ACTION Identifier (FK)
DOCUMENT Identifier (FK)







ACTION-ORGANIZATION (illustrated in Table 102) is defined as [(9269/1) (D)] an association between an ACTION and an ORGANIZATION.  Classes of association (distinguished by the Role Code) are the following:  Is executed by, Is supported by, Is planned by, Has as a participant, Is advised by, Is reviewed by, Is authorized by, and Is managed by.

Table 102.  ACTION-ORGANIZATION Instance Table Template

ACTION-ORGANIZATION

ACTION Identifier (FK)
DOCUMENT Identifier (FK)
ACTION-ORGANIZATION Identifier
ACTION-ORGANIZATION Description Text
ACTION-ORGANIZATION Role Code













ACTION-ORGANIZATION-TYPE (illustrated in Table 103) is defined as [(881/1) (A)] the relationship between a specific ACTION and a specific ORGANIZATION-TYPE.  Classes of association (distinguished by the Role Code) are the following:  Is executed by, Is supported by, Is planned by, Has as a participant, Is advised by, Is reviewed by, Is authorized by, and Is managed by.

Table 103.  ACTION-ORGANIZATION-TYPE Instance Table Template

ACTION-ORGANIZATION-TYPE

ACTION Identifier (FK)
DOCUMENT Identifier (FK)
ACTION-ORGANIZATION-TYPE Identifier
ACTION-ORGANIZATION-TYPE Description Text
ACTION-ORGANIZATION-TYPE Role Code













4.
Plan View

a.
Overview and Specification

Figure 82 provides the IDEF1X view for Plan.  Table 104 provides definitions of each entity in the figure.  Table 105 provides the attribute specifications of key entities in the Plan View of CADM 2.0.  Entities related to PLAN are also described in the following sections:

· Section IV.B.01, UJTL and Mission Essential Task View

· Section IV.B.03, Action View

· Section IV.B.09, Activity Model Core View (includes PROCESS-ACTIVITY)

· Section IV.B.34, Task View.
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Figure 82.  CADM 2.0 Plan View (XV-04)

Table 104.  Entity Definitions for All Entities in the Plan View

Entity
Entity Definition

ARCHITECTURE-PLAN
An association of a specific ARCHITECTURE to a specific PLAN

PLAN
(344) (A)  A SCHEME FOR ACHIEVING AN END OVER TIME

PLAN-ASSOCIATION
(1085) (A)  AN ASSOCIATION BETWEEN ONE PLAN AND ANOTHER PLAN

PLAN-DOCUMENT
(9984) (A)  THE ASSOCIATION BETWEEN A SPECIFIC PLAN AND A SPECIFIC DOCUMENT

PLAN-GUIDANCE
(898) (A)  THE ASSOCIATION OF A SPECIFIC GUIDANCE WITH A SPECIFIC PLAN

PLAN-ORGANIZATION
(1086) (A)  THE ASSOCIATION OF A SPECIFIC PLAN WITH A SPECIFIC ORGANIZATION

Table 105.  Attribute Specifications for the Entities in the Plan View

Entity Header
Attribute Name, Role (PK, FK, AK), Definition, and Domain

ARCHITECTURE-PLAN
· PLAN IDENTIFIER (PK) (FK)—(5644) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SCHEME FOR ACHIEVING AN END OVER TIME

· ARCHITECTURE-PLAN Identifier (PK)—The identifier of an ARCHITECTURE-PLAN for a specific ARCHITECTURE and a specific PLAN

· ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· ARCHITECTURE-PLAN Role Code—The code that denotes the way in which an ARCHITECTURE relates to a PLAN.  Domain values include:  References, Supports, Recommends, Not specified, Not known

PLAN
· PLAN IDENTIFIER (PK)—(5644) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SCHEME FOR ACHIEVING AN END OVER TIME

· PLAN NAME—(5642) (A)  THE NAME OF A SCHEME FOR ACHIEVING AN END OVER TIME.

· PLAN TEXT—(14006) (A)  THE TEXT OF A PLAN

· PLAN TYPE CODE—(11540/3) (A)  THE CODE THAT DENOTES THE CATEGORY OF A SPECIFIC PLAN.  Domain values include:  01--FIRE SUPPORT PLAN; 02--TARGET SCHEDULE; 03--OPERATION PLAN; 04--MANAGEMENT PLAN; 05--TRAINING PLAN; 06--PERSON HEALTH CARE PLAN; 07--MEDICAL EVACUATION PLAN; 08--ACCESSION PLAN; 09--BASELINE PLAN; 10--CONTINGENCY PLAN; 11--INTEGRATED LOGISTICS PLAN; 12--PROJECT PLAN; 13--COLLECTION PLAN; 14--ACQUISITION PLAN; 15--DESIGNATED HOUR PLAN; 16--CONCEPT PLAN; 17--GENERAL STRIKE PLAN; 18--SEARCH ACTION PLAN; 19--EMISSION CONTROL PLAN; 20--TELECOMMUNICATIONS PLAN; 21--GENERAL DEFENSE PLAN; 22--FLIGHT PLAN; 23--MARKETING PLAN; 24--MOVEMENT PLAN; 25--MAKE OR BUY PLAN; 26--SUBCONTRACTING PLAN; 27-OTHER (DDDS, June 1998, Approved)

· PLAN VALIDATION CODE—(16099) (A)  THE CODE THAT DENOTES THE VALIDATION STATUS OF A PLAN.  Domain values include:  01--HAS BEEN VALIDATED; 02--HAS NOT BEEN VALIDATED; 03--CAN NOT BE DETERMINED.  (DDDS, approved)

· PLAN VERSION IDENTIFIER—(16100) (A)  THE IDENTIFIER THAT REPRESENTS THE VERSION OF A PLAN 

PLAN-ASSOCIATION
· Ordinate PLAN Identifier (PK) (FK)—(5644) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SCHEME FOR ACHIEVING AN END OVER TIME

· Subordinate PLAN Identifier (PK) (FK)—(5644) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SCHEME FOR ACHIEVING AN END OVER TIME

· PLAN-ASSOCIATION IDENTIFIER (PK)—(11733) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC PLAN-ASSOCIATION

· PLAN-ASSOCIATION REASON CODE—(33578) (A)  THE CODE THAT REPRESENTS THE UNDERLYING BASIS FOR A PLAN BEING ASSOCIATED WITH ANOTHER PLAN.  Domain values include:  01--COMPONENT OF; 02--CONTINGENCY; 03--SUPERSEDES.  (DDDS, approved)

· PLAN-ASSOCIATION START CALENDAR DATE—(36733/2) (A)  THE CALENDAR DATE WHEN A PLAN-ASSOCIATION BEGINS.  (DDDS, June 1998)

PLAN-DOCUMENT
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT

· PLAN IDENTIFIER (PK) (FK)—(5644) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SCHEME FOR ACHIEVING AN END OVER TIME

· PLAN-DOCUMENT REASON CODE—(36278/2) (C)  THE CODE THAT REPRESENTS THE UNDERLYING BASIS OF A PLAN-DOCUMENT.  Domain values include:  01--DISPLAYS; 02--DEFINES; 03--REPORTS; 04--CHANGES; 05--CLARIFIES; 06--DESIGNS; 07--DESCRIBES.  (DDDS, approved)  The following is the proposed replacement domain for this attribute (36278/2, candidate):  01--DOCUMENT DISPLAYS PLAN; 02--DOCUMENT DEFINES PLAN; 03--DOCUMENT REPORTS PLAN; 04--DOCUMENT CHANGES PLAN; 05--DOCUMENT CLARIFIES PLAN; 06--DOCUMENT DESIGNS PLAN; 07--DOCUMENT DESCRIBES PLAN; 08--DOCUMENT RECORDS PLAN; 09--DOCUMENT REFERENCES PLAN; 10--PLAN INVOLVES DOCUMENT

· PLAN-DOCUMENT RELATIVE POSITION TEXT—(36277) (A)  THE TEXT THAT DESCRIBES A LOCATION WITHIN A PLAN-DOCUMENT

PLAN-GUIDANCE
· PLAN IDENTIFIER (PK) (FK)—(5644) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SCHEME FOR ACHIEVING AN END OVER TIME

· GUIDANCE IDENTIFIER (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE

PLAN-ORGANIZATION
· PLAN IDENTIFIER (PK) (FK)—(5644) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SCHEME FOR ACHIEVING AN END OVER TIME

· ORGANIZATION IDENTIFIER (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION

Table 105.  (Cont’d)

Entity Header
Attribute Name, Role (PK, FK, AK), Definition, and Domain

PLAN-ORGANIZATION (Cont’d)
· PLAN-ORGANIZATION PRIORITY CODE—(16101) (A)  THE CODE THAT DENOTES THE LEVEL OF PRIORITY OF A SPECIFIC PLAN TO AN ORGANIZATION.  Domain values include:  01--TOP PRIORITY; 02--2ND PRIORITY; 03--3RD PRIORITY; 04--4TH PRIORITY; 05--5TH PRIORITY.  (DDDS, approved)

· PLAN-ORGANIZATION ROLE CODE—(11736) (A)  THE CODE THAT DENOTES A SPECIFIC RELATIONSHIP OF AN ORGANIZATION TO A PLAN.  Domain values include:  01--AUTHORIZING AUTHORITY; 02--ISSUING AUTHORITY; 03--PRODUCTION AUTHORITY; 04--CONTROLLING AUTHORITY.  (DDDS, approved)

PLAN (illustrated in Table 106) is defined as [(344) (A)] a scheme for achieving an end over time.  The elements of a PLAN can be specified in terms of a set of actions using ACTION and ACTION-ASSOCIATION (the latter spells out relative times among the actions).  Components of a PLAN are each specified as an instance of PLAN and related to the parent PLAN using PLAN-ASSOCIATION.

Table 106.  PLAN Instance Table
PLAN

PLAN Identifier
PLAN 
Name
PLAN 
Text
PLAN 
Type Code
PLAN Validation Code
PLAN Version Identifier

PLAN0001




1.02

PLAN-ASSOCIATION (illustrated in Table 107) is defined as [(1085) (A)] an association between one PLAN and another PLAN.

Table 107.  PLAN-ASSOCIATION Instance Table Template

PLAN-ASSOCIATION

Ordinate PLAN Identifier (FK)
Subordinate PLAN Identifier (FK)
PLAN-ASSOCIATION Identifier
PLAN-ASSOCIATION Reason Code
PLAN-ASSOCIATION 
Start Calendar Date







ARCHITECTURE-PLAN (illustrated in Table 108) is defined as an association of a specific ARCHITECTURE to a specific PLAN.  Classes of association (distinguished by the Role Code) are the following:  References, Supports, and Recommends.

Table 108.  ARCHITECTURE-PLAN Instance Table Template

ARCHITECTURE-PLAN

ARCHITECTURE Identifier (FK)
PLAN 
Identifier (FK)
ARCHITECTURE-PLAN Identifier
ARCHITECTURE-PLAN 
Role Code






PLAN-DOCUMENT (illustrated in Table 109) is defined as [(9984) (A)] the association between a specific PLAN and a specific DOCUMENT.

Table 109.  PLAN-DOCUMENT Instance Table Template

PLAN-DOCUMENT

PLAN Identifier (FK)
DOCUMENT Identifier (FK)
PLAN-DOCUMENT 
Reason Code
PLAN-DOCUMENT 
Relative Position Text











PLAN-GUIDANCE (illustrated in Table 110) is defined as [(898) (A)] the association of a specific GUIDANCE with a specific PLAN.

Table 110.  PLAN-GUIDANCE Instance Table Template

PLAN-GUIDANCE

PLAN Identifier (FK)
GUIDANCE Identifier (FK)







PLAN-ORGANIZATION (illustrated in Table 111) is defined as [(1086) (A)] the association of a specific PLAN with a specific ORGANIZATION.  Classes of association (distinguished by the Role Code) are the following:  Authorizing authority, Issuing authority, Production authority, and Controlling authority.

Table 111.  PLAN-ORGANIZATION Instance Table Template

PLAN-ORGANIZATION

PLAN Identifier (FK)
ORGANIZATION Identifier (FK)
PLAN-ORGANIZATION 
Priority Code
PLAN-ORGANIZATION 
Role Code











5.
Requirement View

a.
Overview and Specification

Figure 83 and Figure 84 provide the IDEF1X view for Requirement.  Table 112 provides definitions of each entity in the figure.  
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Figure 83.  CADM 2.0 Requirement View (XV-05) [Part 1]
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Figure 84.  CADM 2.0 Requirement View (XV-05) [Part 2]

Table 112.  Entity Definitions for All Entities in the Requirement View

Entity
Entity Definition
Reference

ACTIVITY-ICOM-EXCHANGE-REQUIREMENT
A relationship between a specific ACTIVITY-ICOM and a specific INFORMATION-EXCHANGE-REQUIREMENT
See Section IV.B.09 (Activity Model Core View)

ARCHITECTURE-REQUIREMENT
The relationship of a specific ARCHITECTURE to a specific REQUIREMENT
See Section IV.B.11 (Architecture View)

CAPABILITY
(333) (A)  AN ABILITY TO ACHIEVE AN OBJECTIVE.  Note (added for CADM 2.0):  The performance of each CAPABILITY is measured by a single quantity
See Section IV.B.12 (Capability View)

CONDITION
A variable of the operational environment or situation in which a unit, system, or individual is expected to operate that may affect performance [CJCSM 3500.04A, 13 September 1996]
See Section IV.B.01 (UJTL and Mission Essential Task View)

EXCHANGE-NEED-LINE-IER
The association of a specific EXCHANGE-NEED-LINE-REQUIREMENT with a specific INFORMATION-EXCHANGE-REQUIREMENT
See below

EXCHANGE-NEED-LINE-REQUIREMENT
A REQUIREMENT that is the logical expression of the need to transfer information among nodes (e.g., operational elements, system elements).  [The content of the transfer(s) is specified by reference to IER(s).]  [In CADM Draft 1.0, A REQUIREMENT that is the logical expression of the need to transfer information (whose content is specified by reference to INFORMATION-EXCHANGE-REQUIREMENT) among operational elements (ORGANIZATIONs or ORGANIZATION-TYPEs) that references related tasks, the providing node/operational element, and the receiving node/operational element.]
See below

IER-DATA-ITEM-TYPE
The relationship of a specific INFORMATION-EXCHANGE-REQUIREMENT to a specific DATA-ITEM-TYPE.
See below

INFORMATION-EXCHANGE-MATRIX {OV-3; SV-6}
A tabular form of requirements to transfer information between pairs of objects (e.g., units, nodes)
See below

INFORMATION-EXCHANGE-MATRIX-ELEMENT
A specification for how an Information Exchange Requirement (IER) and an Exchange Need Line Requirement are related in a specific context of tasks being performed with information systems support
See below

INFORMATION-EXCHANGE-REQUIREMENT
A REQUIREMENT for the content of an  information flow. Note:   Associated with an IER are such performance attributes as information size, throughput, timeliness, quality, and quantity values
See below

NODE-ASSOCIATION-REQUIREMENT
The association of a specific NODE-ASSOCIATION to a specific REQUIREMENT
See Section IV.B.12 (Node Association View)

REQUIRED-CAPABILITY
The relationship of a specific REQUIREMENT to a specific CAPABILITY.  Note:  Examples of REQUIRED-CAPABILITY for an IER are:  Expected Occurrence Rate (inverse seconds), Expected Volume Rate (bits), Maximum Latency Duration Quantity (seconds), Minimum Transfer Rate (bits per second), each of which is expressed as an instance of CAPABILITY for a specific IER
See Section IV.B.31 (Capability View)

REQUIRED-MATERIEL-ITEM
The association of a specific MATERIEL-ITEM to a specific REQUIREMENT
See below

REQUIRED-SERVICE
The association of a specific REFERENCE-MODEL-SERVICE to a specific REQUIREMENT
See below

REQUIREMENT
(12451/1) (D)  A NEED OR DEMAND
See below

REQUIREMENT-COMMUNICATION-MEDIUM
The association of a specific COMMUNICATION-MEDIUM to a specific REQUIREMENT
See below

REQUIREMENT-INFORMATION-ASSET
The association of a specific REQUIREMENT with a specific INFORMATION-ASSET
See below

REQUIREMENT-MISSION-AREA
The association of a specific REQUIREMENT with a specific MISSION-AREA
See below

REQUIREMENT-NETWORK-NODE
The association of a specific REQUIREMENT with a specific NETWORK-NODE
See below

REQUIREMENT-SYSTEM
A relationship between a specific SYSTEM and a specific INFORMATION-EXCHANGE-REQUIREMENT.  See Army COE Data Model
See below

REQUIREMENT-TASK
The association of a specific TASK to a specific REQUIREMENT
See below

Table 113 provides the attribute specifications of key entities in the Requirement View of CADM 2.0.

Table 113.  Attribute Specifications for Key Entities in the Requirement View

Entity Header
Attribute Name, Role (PK, FK, AK), Definition, and Domain

EXCHANGE-NEED-LINE-IER
· Info Exch Element GUIDANCE Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE

· Exch Need Line Req GUIDANCE Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE

· EXCHANGE-NEED-LINE-IER Identifier (PK)—The identifier of an EXCHANGE-NEED-LINE-IER for a specific EXCHANGE-NEED-LINE-REQUIREMENT and a specific INFORMATION-EXCHANGE-REQUIREMENT 

· Primary Communications MATERIEL-ITEM Identifier (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM

· SECURITY-CLASSIFICATION CODE (FK)—(26900/1) (A)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (26900/2) (C)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (DDDS, June 1998)

· CAVEATED-SECURITY-CLASSIFICATION Identifier (FK)—The identifier of a CAVEATED-SECURITY-CLASSIFICATION for a specific SECURITY-CLASSIFICATION.  Source:  CADM-ASA Workshop (17-19 June 1998)

· COMMUNICATION-MEDIUM Identifier (FK)—The unique identifier of a specific COMMUNICATION-MEDIUM

· Source {Node 1} NODE Identifier (FK)—The unique identifier of a specific NODE

· Source System Function PROCESS-ACTIVITY Group Identifier (FK)—(29165/2) (A)  THE IDENTIFIER THAT REPRESENTS A PROCESS-ACTIVITY

· Source TASK Identifier (FK)—(9282) (A)  THE IDENTIFIER THAT REPRESENTS A TASK.

· Destination {Node 2} NODE Identifier (FK)—The unique identifier of a specific NODE

· Destination System Function PROCESS-ACTIVITY Group Identifier (FK)—(20252/2) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF A PROCESS-ACTIVITY

· Destination TASK Identifier (FK)—(9282) (A)  THE IDENTIFIER THAT REPRESENTS A TASK.

· NODE-ASSOCIATION Identifier (FK)—The identifier of a NODE-ASSOCIATION for a specific Node 1 NODE and a specific Node 2 NODE

· EXCHANGE-NEED-LINE-IER Status Code—The code that denotes the condition of approval for the way in which an EXCHANGE-NEED-LINE-REQUIREMENT relates to an INFORMATION-EXCHANGE-REQUIREMENT.  Domain values include:  Draft; Proposed; Interim Approval; Approved; Disapproved; Archived; Not specified; Not known.  Augmented during the CADM-ASA Workshop (17-19 June 1998)

· EXCHANGE-NEED-LINE-IER Cost-of-Failure Code—The code that denotes the cost of failure associated with the failed transmission of the INFORMATION-PRODUCT between the OPFACs.  Source:  Army Systems Architecture Data Model.  Domain values include:  I--Indispensable; C--Critical; E--Essential.  Source:  U.S. Army C4RDP

· EXCHANGE-NEED-LINE-IER Effective Date—The beginning of the period of validity of a specific INFORMATION-EXCHANGE-REQUIREMENT.  Source:  Army Systems Architecture Data Model

· EXCHANGE-NEED-LINE-IER Frequency Rate—The rate, expressed as the number of times in one period, that the EXCHANGE-NEED-LINE-IER will be exchanged

· EXCHANGE-NEED-LINE-IER Grade-of-Service Rate—The bit rate for a specific EXCHANGE-NEED-LINE-IER.  Domain values include:  Rate is in bits per second

· EXCHANGE-NEED-LINE-IER Method Broadcast Flag Code—The code that represents the logical value showing whether the INFORMATION-EXCHANGE-REQUIREMENT will be broadcast

· Source:  U.S. Army C4RDP, modified during the CADM-ASA Workshop (17-19 June 1998).  Domain values include:  True (to be broadcast); False (not to be broadcast)

· EXCHANGE-NEED-LINE-IER Method Multicast Flag Code—The code that represents the logical value showing whether the INFORMATION-EXCHANGE-REQUIREMENT will be multicast.  Source:  U.S. Army C4RDP, modified during the CADM-ASA Workshop (17-19 June 1998).  Domain values include:  True (to be multicast); False (not to be multicast)

· EXCHANGE-NEED-LINE-IER Method Voice-Video Duration Quantity—The quantity of elapsed time of a voice-video transmission.  Source:  U.S. Army C4RDP, modified during the CADM-ASA Workshop (17-19 June 1998).  Domain values include:  Quantity is measured in seconds

· EXCHANGE-NEED-LINE-IER Perishability Code—The code that denotes the length of useful life of the information being exchanged.  Source: CADM-ASA Workshop (17-19 June 1998)  Domain values include:  0--> 8 HOURS; 1--4 - 8 HOURS; 2--3 - 4 HOURS; 3--2 - 3 HOURS; 4--1 - 2 HOURS; 5--10 - 60 MINUTES; 6--1 - 10 MINUTES; 7--25 - 59 SECONDS; 8--11 - 24 SECONDS; 9--5 - 10 SECONDS; A--1 - 4 SECONDS; B-- < 1 SECOND.  Source:  U.S. Army C4RDP

· EXCHANGE-NEED-LINE-IER Precedence Code—The code that denotes the urgency of the information being exchanged.  Source:  CADM-ASA Workshop (17-19 June 1998).  Domain values include:  R--Routine; P--Priority; O--Immediate; Z--Flash; Y--Flash Override.  Source:  U.S. Army C4RDP

Table 113.  (Cont’d)

Entity Header
Attribute Name, Role (PK, FK, AK), Definition, and Domain

EXCHANGE-NEED-LINE-IER (Cont’d)
· EXCHANGE-NEED-LINE-IER Product Format Code—The code that represents a specific Communication Product.  Source:  U.S. Army C4RDP, modified in the CADM-ASA Workshop (17-19 June 1998).  Domain values include:  SPA001--C445 - NBC 1 SUMMARY REPORT - USMTF OCT 91; SPA002--C446 - NBC 2 SUMMARY REPORT - USMTF OCT 91; SPA003--C802 - LOGISTICS SITUATION REPORT - USMTF OCT 91; SPA004--C504 - FRIENDLY CHEM STRIKE WARNING - USMTF OCT 91; SPA005--C508 - BASIC WIND DATA REPORT - USMTF OCT 91; SPA006--A309 - OPERATIONAL TASKING DATA LINKS - USMTF 0CT 91; SPA007--B930 - REAR AREA PROTECT UNIT STATUS-USMTF-OCT 91; SPA008--F658 - AIRSPACE CONTROL MEANS REQ - USMTF OCT 91; SPA009--F756 - AIRSPACE CONTROL ORDER - USMTF OCT 91; SPA010--D840 - MAINTENANCE SUPPORT REQUEST - USMTF OCT 91; SPA011--S101 - SERIOUS INCIDENT REPORT - ACCS - OCT 91; SPA012--A803 - FRIENDLY AIR MOVEMENT MESSAGE - COMB ANNEX; et al.  Additional domain values are provided in Annex D

· EXCHANGE-NEED-LINE-IER Product Data Size Quantity—The average number of bits in the communication product for a specific EXCHANGE-NEED-LINE-IER.  Source:  U.S. Army C4RDP, modified in the CADM-ASA Workshop (17-19 June 1998)

· EXCHANGE-NEED-LINE-IER Product Type Code—The code that represents the generic kind of message (product) exchanged between two or more communicating entities.  Source:  U.S. Army C4RDP, modified in the CADM-ASA Workshop (17-19 June 1998).  Domain values include:  01-ACCS; 02--E-MAIL (X.400/500); 03-FTP; 04--IEW COMCAT; 05-IVIS; 06--USMTF-DATA; 07--USMTF-VOICE; 08--VMF; 09-UNDEFINED.  Source:  U.S. Army C4RDP.  Added for CADM 2.0:  10--TADIL J; 11--ADatP-3

· EXCHANGE-NEED-LINE-IER Preference Code—The code that denotes the priority of expected use for a specific EXCHANGE-NEED-LINE-IER among other instances of EXCHANGE-NEED-LINE-IER for a specific EXCHANGE-NEED-LINE-REQUIREMENT (need line) and a specific INFORMATION-EXCHANGE-REQUIREMENT (content).  Modified during the CADM-ASA Workshop (17-19 June 1998).  Domain values include:  Primary; Secondary; Tertiary; Other; Not specified; Not known.

· EXCHANGE-NEED-LINE-IER Speed-of-Service Code—The code that denotes the speed of service requirements for transmission of the INFORMATION-PRODUCT between the OPFACs.  Source:  Army Systems Architecture Data Model.  Domain values include:  0--> 8 HOURS; 1--4 - 8 HOURS; 2--3 - 4 HOURS; 3--2 - 3 HOURS; 4--1 - 2 HOURS; 5--10 - 60 MINUTES; 6--1 - 10 MINUTES; 7--25 - 59 SECONDS; 8--11 - 24 SECONDS; 9--5 - 10 SECONDS; A--1 - 4 SECONDS; B-- < 1 SECOND.  Source:  U.S. Army C4RDP

· EXCHANGE-NEED-LINE-IER Time Period Quantity—The period in hours that specifies the time period in effect for the frequency rate of IER transmissions.  Source:  Army Systems Architecture Data Model

· EXCHANGE-NEED-LINE-IER Trigger Text—The text that summarizes the conditions on which a specific INFORMATION-EXCHANGE-REQUIREMENT is to be sent using a specific EXCHANGE-NEED-LINE-REQUIREMENT for a specific EXCHANGE-NEED-LINE-IER

EXCHANGE-NEED-LINE-REQUIREMENT
· Requirement GUIDANCE Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE

· Source ORGANIZATION-TYPE Identifier (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE

· Destination ORGANIZATION-TYPE Identifier (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE

· CAVEATED-SECURITY-CLASSIFICATION Identifier (FK)—The identifier of a CAVEATED-SECURITY-CLASSIFICATION for a specific SECURITY-CLASSIFICATION.  Source:  CADM-ASA Workshop (17-19 June 1998)

· SECURITY-CLASSIFICATION CODE (FK)—(26900/1) (A)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (26900/2) (C)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (DDDS, June 1998)

· EXCH-NEED-LINE-REQ Automation Priority Code—The code that represents how operationally important it is for a specific EXCHANGE-NEED-LINE-REQUIREMENT to be parsed and processed automatically. [HDD for Naval Architecture Database]  Domain values include:  H--High; M--Medium; L--Low, where low may mean unimportant, infeasible, or currently automated. [HDD for Naval Architecture Database]

· EXCH-NEED-LINE-REQ Availability Indicator Code—The code that represents the assessment of the current capability to obtain a physical link for a specific EXCHANGE-NEED-LINE-REQUIREMENT.  [HDD for Naval Architecture Database]  Domain values include:  A--Available; SA--Sometimes Available; N--Never Available.  [HDD for Naval Architecture Database]

Table 113.  (Cont’d)
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EXCHANGE-NEED-LINE-REQUIREMENT (Cont’d)
· EXCH-NEED-LINE-REQ Criticality Code—The code that represents an evaluation of the mission essentiality of a specific EXCHANGE-NEED-LINE-REQUIREMENT.  [HDD for Naval Architecture Database]  Domain values include:  H--High; M--Medium; L--Low.  [HDD for Naval Architecture Database]

· EXCH-NEED-LINE-REQ Frequency Continuity Type Code—The time distribution of occurrence of use of an EXCHANGE-NEED-LINE-REQUIREMENT.  [Derived from HDD for Naval Architecture Database]  Domain values include:  C--Continuous; P--Periodic; AO--As Occurring  (AO).  [HDD for Naval Architecture Database]

· EXCH-NEED-LINE-REQ Interoperability Level Code—The code that denotes the class of technical means intended to be used for a specific INFORMATION-EXCHANGE-REQUIREMENT.  Domain values include:  A--Universal (Virtual C4I System) Interoperability; B--Advanced (Integrated Systems) Interoperability; C--Intermediate (Distributed Systems) Interoperability; D--Basic (Discrete Systems Interaction) Interoperability.  [Levels of Information System Interoperability, C4ISR Architecture Framework, Version 1]

· EXCH-NEED-LINE-REQ Timeliness Code—The code that characterizes how quickly information should be transmitted (relative to its time of origin) using a EXCHANGE-NEED-LINE-REQUIREMENT.  Alternatively [HDD for Naval Architecture Database], the code that represents an evaluation of the time that is currently seen between the occurrence of the event of interest to the time it is available to the user.  See EXCHANGE-NEED-LINE-IER Perishability Code.  Domain values include:  RT--Real Time; NRT--Near-Real-Time (< 1 sec); M--Moderate (1-10 sec); S--Slow (10 s - 10 m); VS-- Very Slow (>10 min).  [HDD for Naval Architecture Database]

IER-DATA-ITEM-TYPE
· Requirement GUIDANCE Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE

· DATA-ITEM-TYPE Code (PK) (FK)—The code that represents a class of DATA-ITEM-TYPE

INFORMATION-EXCHANGE-MATRIX {OV-3; SV-6}
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· INFORMATION-EXCHANGE-MATRIX Type Code—The code that denotes a class of INFORMATION-EXCHANGE-MATRIX.  Domain values include:  Operational information Exchange Matrix; System Information Exchange Matrix; Other; Not specified; Not known

INFORMATION-EXCHANGE-MATRIX-ELEMENT
· Information Exchange Matrix DOCUMENT Identifier (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT

· INFORMATION-EXCHANGE-MATRIX-ELEMENT Identifier (PK)—The identifier of a specific INFORMATION-EXCHANGE-MATRIX-ELEMENT for a specific INFORMATION-EXCHANGE-MATRIX.  Compare:  The identifier of a unique instance of an IER between two OPFACs.  Long Integer.  Source:  Army Systems Architecture Data Model

· Exch Need Line Req GUIDANCE Identifier (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE

· Info Exch Req GUIDANCE Identifier (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE

· EXCHANGE-NEED-LINE-IER Identifier (FK)—The identifier of an EXCHANGE-NEED-LINE-IER for a specific EXCHANGE-NEED-LINE-REQUIREMENT and a specific INFORMATION-EXCHANGE-REQUIREMENT  

· Message Standard AGREEMENT Identifier (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT

· Provider Software Item MATERIEL-ITEM Identifier (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM

· Provider SYSTEM Identifier (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· Recipient Software Item MATERIEL-ITEM Identifier (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM

· Recipient SYSTEM Identifier (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM

INFORMATION-EXCHANGE-REQUIREMENT
· Requirement GUIDANCE Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE

· SECURITY-CLASSIFICATION CODE (FK)—(26900/1) (A)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (26900/2) (C)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (DDDS, June 1998)

· CAVEATED-SECURITY-CLASSIFICATION Identifier (FK)—The identifier of a CAVEATED-SECURITY-CLASSIFICATION for a specific SECURITY-CLASSIFICATION.  Source:  CADM-ASA Workshop (17-19 June 1998)

· INFO-ELEMENT-{ICOM} IDENTIFIER (FK)—(29164) (A)  THE IDENTIFIER THAT REPRESENTS AN ICOM

Table 113.  (Cont’d)

Entity Header
Attribute Name, Role (PK, FK, AK), Definition, and Domain

INFORMATION-EXCHANGE-REQUIREMENT (Cont’d)
· ICOM VERSION IDENTIFIER (FK)—(20228) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF AN ICOM

· INFO-EXCH-REQ Accuracy Description Text—The text that summarizes the degree of correctness of a specific INFORMATION-EXCHANGE-REQUIREMENT

· INFO-EXCH-REQ Availability Indicator Code—The code that represents the assessment of the current capability to obtain the information for a specific INFORMATION-EXCHANGE-REQUIREMENT.  [Derived from the HDD for the Naval Architecture Database]  Domain values include:  A--Available; SA--Sometimes Available; N--Never Available.  [HDD for Naval Architecture Database]

· INFO-EXCH-REQ Content Description Text—The text that amplifies the designation of the data incorporated into a specific INFORMATION-EXCHANGE-REQUIREMENT

· INFO-EXCH-REQ Information Class Code {Del}—The code that denotes the type of data for a specific INFORMATION-EXCHANGE-REQUIREMENT.  Domain values include:  Digital ASCII data; Digital bit-oriented data; I--Image; T--Text ASCII; VD--Video; V--Voice; Other; Not specified; Not known.  [Derived from HDD for the Naval Architecture Database]

· INFO-EXCH-REQ Interoperability Level Code—The code that denotes the class of technical means intended to be used for a specific INFORMATION-EXCHANGE-REQUIREMENT.  Domain values include:  A--Universal (Virtual C4I System) Interoperability; B--Advanced (Integrated Systems) Interoperability; C--Intermediate (Distributed Systems) Interoperability; D--Basic (Discrete Systems Interaction) Interoperability.  [Levels of Information System Interoperability, C4ISR Architecture Framework, Version 1]  

· INFO-EXCH-REQ Purpose Description Text—The text that characterizes the objective of a specific INFORMATION-EXCHANGE-REQUIREMENT

· INFO-EXCH-REQ Quality Code—The code that represents the level of clarity of a specific INFORMATION-EXCHANGE-REQUIREMENT.  Domain values include:  Clearly defined; Generally defined; Not adequately described; Not specified; Not known.

· INFO-EXCH-REQ Short Name—The common, abbreviated name for a specific INFORMATION-EXCHANGE-REQUIREMENT

· INFO-EXCH-REQ Subscription Type Text—The text that summarizes the class of control associated with disseminating a specific INFORMATION-EXCHANGE-REQUIREMENT

· INFO-EXCH-REQ Timeliness Code—The code that denotes the proximity of the occurrence of the data to the transmission of that date for a specific INFORMATION-EXCHANGE-REQUIREMENT.  Domain values include:  RT--Real-Time; NRT--Near-Real-Time (< 1 sec); M--Moderate (1-10 sec); S--Slow (10 s - 10 m); VS-- Very Slow (>10 min).  [HDD for Naval Architecture Database]

· INFO-EXCH-REQ Transaction Type Text—The text that summarizes the intended method of transmission for a specific INFORMATION-EXCHANGE-REQUIREMENT

· INFO-EXCH-REQ Volume Indicator Code—The code that represents an estimate of the amount of relevant information that is provided for a specific INFORMATION-EXCHANGE-REQUIREMENT.  [HDD for Naval Architecture Database]  Domain values include:  H--High; M--Medium; L--Low.  [HDD for Naval Architecture Database]

REQUIRED-MATERIEL-ITEM
· Requirement GUIDANCE Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE

· MATERIEL-ITEM IDENTIFIER (PK) (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM

· REQUIRED-MATERIEL-ITEM Role Code—The code that designates the specific way in which a MATERIEL-ITEM is cited for a REQUIREMENT.  Domain values include:  Data Requirement; Functional Requirement; System Requirement; Interface Requirement; Security Requirement

REQUIRED-SERVICE
· Requirement GUIDANCE Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE

· Ref Model AGREEMENT Identifier (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT

· REFERENCE-MODEL-SERVICE Identifier (PK) (FK)—The identifier of a specific REFERENCE-MODEL-SERVICE for a specific REFERENCE-MODEL

· NODE-ASSOCIATION-REQUIREMENT Identifier (FK)—The identifier of a NODE-ASSOCIATION-REQUIREMENT for a specific NODE-ASSOCIATION and a specific REQUIREMENT.

· NODE Identifier (FK)—The unique identifier of a specific NODE

· NODE-ASSOCIATION Group Identifier (FK)—The unique identifier of a specific NODE.

· SYSTEM Identifier (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM

· REQUIRED-SERVICE Role Code—The code that designates the specific way in which a REFERENCE-MODEL-SERVICE is cited for a REQUIREMENT.  Domain values include:  Provides; System interconnection; Voice interconnection; Relay; Not specified; Not known
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REQUIREMENT
· Requirement GUIDANCE Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE

· REQUIREMENT Class Code—The code that indicates the area of application of a specific REQUIREMENT.  Domain values include:  D--Deployment; F--Force Structure; M--Modernization; O--Military Operations; R--Readiness; SP--Support; SU--Sustainability; U--Usage Requirement [SAASE]  

· REQUIREMENT Category Code—The code that designates a classification of REQUIREMENT for architectures.  Domain values include:  Activity Model; Data Model; Exchange Need Line; Information Exchange Requirement; Operational Concept; Usage Requirement; Not Specified; Not Known

REQUIREMENT-COMMUNICATION-MEDIUM
· Requirement GUIDANCE Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE

· COMMUNICATION-MEDIUM Identifier (PK) (FK)—The unique identifier of a specific COMMUNICATION-MEDIUM

· REQUIREMENT-COMMUNICATION-MEDIUM Role Code—The code that designates the specific way in which a COMMUNICATION-MEDIUM is cited for a REQUIREMENT.  Domain values include:  Primary; Secondary; Other

REQUIREMENT-INFORMATION-ASSET
· Requirement GUIDANCE Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· INFO-ASSET Group Identifier (PK) (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

· REQUIREMENT-INFORMATION-ASSET Identifier (PK)—The identifier of a REQUIREMENT-INFORMATION-ASSET for a specific REQUIREMENT and a specific INFORMATION-ASSET.

· REQUIREMENT-INFORMATION-ASSET Role Code—The code that designates the specific way in which an INFORMATION-ASSET is cited for a REQUIREMENT.  Domain values include:  System-specific use; Functional-area-specific use; Service-specific use; DoD-wide use

REQUIREMENT-MISSION-AREA
· MISSION-AREA TYPE CODE (PK) (FK)—(16078) (A)  THE CODE THAT DENOTES A CLASS OF MISSION-AREA

· Requirement GUIDANCE Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE

· REQUIREMENT-MISSION-AREA Identifier (PK)—The identifier for a REQUIREMENT-MISSION-AREA for a specific REQUIREMENT and a specific MISSION-AREA

· REQUIREMENT-MISSION-AREA Mission Phase Code—The code that designates a specific portion of a military operation for a REQUIREMENT-MISSION-AREA.  Domain values include:  1--En Route; 2--Execute; 3--Sustain.  [HDD for the Naval Architecture Database]

· REQUIREMENT-MISSION-AREA Role Code—The code that designates the specific way in which a MISSION-AREA is cited for a REQUIREMENT.  Domain values include:  Primary; Secondary; Other

REQUIREMENT-NETWORK-NODE
· Requirement GUIDANCE Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE

· NETWORK Identifier (PK) (FK)—The unique identifier of a specific NETWORK

· NODE Identifier (PK) (FK)—The unique identifier of a specific NODE

· NETWORK-NODE Identifier (PK) (FK)—The identifier of a NETWORK-NODE for a specific NETWORK and a specific NODE

REQUIREMENT-SYSTEM
· Requirement GUIDANCE Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE

· SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM

· REQUIREMENT-SYSTEM Role Code—The code that designates the specific way in which a SYSTEM is cited for a REQUIREMENT.  Domain values include:  Primary; Secondary; Other

REQUIREMENT-TASK
· Requirement GUIDANCE Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE

· TASK IDENTIFIER (PK) (FK)—(9282) (A)  THE IDENTIFIER THAT REPRESENTS A TASK

· REQUIREMENT-TASK Identifier (PK)—The identifier of a REQUIREMENT-TASK for a specific REQUIREMENT and a specific TASK

· REQUIREMENT-TASK Role Code—The code that designates the specific way in which a TASK is cited for a REQUIREMENT.  Domain values include:  Specifies; Supports; Applies to; Is satisfied by; Not specified; Not known

b.
Details for REQUIREMENT

GUIDANCE is defined [DDDS (336/2) (A)] as a statement of direction received from a higher echelon.  It has the following approved subtypes:  Directive; Doctrine; Policy; Statute; and Strategy.  Requirement is being added as another subtype, since it, in fact, provides a statement of direction that validates a specific operational need.  GUIDANCE is further described in Section IV.B.19 (Guidance View) and Section IV.B.20 (Guidance Subtypes View).

REQUIREMENT (illustrated in Table 114), a subtype of GUIDANCE, is defined [DDDS (12451/1) (D)] as a need or demand.  

Table 114.  REQUIREMENT Instance Table

REQUIREMENT

Requirement
GUIDANCE Identifier
REQUIREMENT-
Class Code
REQUIREMENT 
Category Code

GUID0101
O (Military Operation)
IER

GUID0102
O (Military Operation)
IER

GUID0103 
O (Military Operation)
IER

GUID0104
O (Military Operation)
IER

GUID0105
O (Military Operation)
IER

GUID0106
O (Military Operation)
IER

GUID0107
O (Military Operation)
IER

GUID0108
O (Military Operation)
Need Line

GUID0109
O (Military Operation)
Need Line

GUID0110
O (Military Operation)
Need Line

GUID0111
O (Military Operation)
Need Line

GUID0112
O (Military Operation)
Need Line

GUID0113
O (Military Operation)
Need Line

GUID0114
O (Military Operation)
Need Line

GUID0115
O (Military Operation)
Need Line

GUID0116
O (Military Operation)
Need Line

GUIDANCE


GUIDANCE Identifier
GUID. Type Name


GUIDANCE Name
GUID. Synopsis Text

GUID. Text
GUID. Subject Text
GUID. Category Code

GUID0101
—
Commander’s Guidance
—
—
—
Requirement

GUID0102
—
Threat Capabilities
—
—
—
Requirement

GUID0103 
—
Course of Action Guidance
—
—
—
Requirement

GUID0104
—
Air Tasking Order
—
—
—
Requirement

GUID0105
—
Engagement Order
—
—
—
Requirement

GUID0106
—
Engagement Status
—
—
—
Requirement

GUID0107
—
Target Location
—
—
—
Requirement

GUID0108
—
JTF-CINC Need Line
—
—
—
Requirement

GUID0109
—
JTF-DIA Need Line
—
—
—
Requirement

GUID0110
—
Army Component-JTF Need Line
—
—
—
Requirement

GUID0111
—
Navy Component-JTF Need Line
—
—
—
Requirement

GUID0112
—
USMC Component-JTF Need Line
—
—
—
Requirement

GUID0113
—
AF Component-JTF Need Line
—
—
—
Requirement

GUID0114
—
SOF Component-JTF Need Line
—
—
—
Requirement

GUID0115
—
AF Battle Management C3-Flight Lead Need Line
—
—
—
Requirement

GUID0116
—
AF Battle Management C3-Navy Battle Management C3 Need Line
—
—
—
Requirement

GUID0117
—
AF Weapon Management-Navy Sensor Need Line
—
—
—
Requirement

c.
Details for Subtypes of REQUIREMENT

INFORMATION-EXCHANGE-REQUIREMENT (illustrated in Table 115) is defined as a REQUIREMENT for the content of an  information flow.  Note:  Associated with an IER are such performance attributes as information size, throughput, timeliness, quality, and quantity values.  

Table 115.  INFORMATION-EXCHANGE-REQUIREMENT Instance Table

INFORMATION-EXCHANGE-REQUIREMENT

[IER] 
Requirement 
GUIDANCE Identifier (FK)
IER 
Information Class Code
IER Interoperability Level Code
IER 
Purpose 
Description Text
IER Quality Code

GUID0105 (Engagement Order)
Digital bit-oriented data
C
Assign Resources
—

GUID0106 (Engagement Status)
Digital bit-oriented data
C
Mission Status
—

GUID0107 (Target Location)
Digital bit-oriented data
C
Targeting
—

The following attributes of INFORMATION-EXCHANGE-REQUIREMENT are omitted from the instance table:  SECURITY-CLASSIFICATION Code (FK), CAVEATED-SECURITY-CLASSIFICATION Identifier (FK), INFO-ELEMENT (ICOM) Identifier (FK), ICOM Version Identifier (FK), Accuracy description Text, Content Description Text, Subscription Type Text, Timeliness Code, Transaction Type Text, and Volume Indicator Code.

EXCHANGE-NEED-LINE-REQUIREMENT (illustrated in Table 116) is defined as a REQUIREMENT that is the logical expression of the need to transfer information among nodes (e.g., operational elements, system elements).  [The content of the transfer(s) is specified by reference to IER(s).]  [In CADM Draft 1.0, it was described as a REQUIREMENT that is the logical expression of the need to transfer information (whose content is specified by reference to INFORMATION-EXCHANGE-REQUIREMENT) among operational elements (ORGANIZATIONs or ORGANIZATION-TYPEs) that references related tasks, the providing node/operational element, and the receiving node/operational element.]  

Table 116.  EXCHANGE-NEED-LINE-REQUIREMENT Instance Table

EXCHANGE-NEED-LINE-REQUIREMENT


[Exch Need Line] Requirement GUIDANCE Id (FK)

Source ORG-TYPE Id (FK)

Destination ORG-TYPE Id (FK)
EXCH-NEED-LINE-REQ Availability Indicator Code
EXCH-NEED-LINE-REQ Freq Continuity Code
EXCH-NEED-LINE-REQ Criticality Code
EXCH-NEED-LINE-REQ Timeliness Code

GUID1015 (Sensor-Processor Need Line)


Available
Continuous
High
Near-Real-Time (< 1 sec)

The following attributes of EXCHANGE-NEED-LINE-REQUIREMENT are omitted from the instance table: SECURITY-CLASSIFICATION Code (FK), CAVEATED-SECURITY-CLASSIFICATION Identifier (FK), Automation Priority Code, and Interoperability Level Code.

d.
Pairing Need Lines with IERs 

Two entities are used to express attributes of a specific EXCHANGE-NEED-LINE-REQUIREMENT with a specific INFORMATION-EXCHANGE-REQUIREMENT:  

· EXCHANGE-NEED-LINE-IER, which carries the following:

· Source and destination instances of NODE, SYSTEM-FUNCTION, and TASK
· References to a primary instance of COMMUNICATION-MEDIUM, a primary communications device (MATERIEL-ITEM), security classification with applicable caveats

· Other characteristics generally associated with the use of a set of information over a need line:

· Cost-of-Failure Code

· Effective Date and Effective Time

· Frequency and associated time period

· Grade-of-Service Rate

· Length (by time) for voice and video data and (by data bits) for other digital information

· Perishability Code and Precedence Code

· Preference Code (among instances of this entity with the same need line and same IER, such as for different modes of communication)

· Product Format Code and Product Type Code

· Separate flags for broadcast and multicast methods to be used

· Speed-of-Service Code

· Trigger Text.

· INFORMATION-EXCHANGE-MATRIX-ELEMENT, which expresses further information such as implementation details (there may be more than one such detail for a specific instance of EXCHANGE-NEED-LINE-IER)

· Provider and recipient instances of SOFTWARE-ITEM and SYSTEM
· Reference to a MESSAGE-STANDARD (a separate instance of INFORMATION-EXCHANGE-MATRIX-ELEMENT is to be used for each applicable MESSAGE-STANDARD).

INFORMATION-EXCHANGE-MATRIX-ELEMENT (illustrated in Table 117) is defined as the association of a specific EXCHANGE-NEED-LINE-REQUIREMENT with a specific INFORMATION-EXCHANGE-REQUIREMENT.

Table 117.  EXCHANGE-NEED-LINE-IER Instance Table Template

EXCHANGE-NEED-LINE-IER

Exch Need Line Req GUIDANCE Identifier (FK)
Info Exch Req GUIDANCE Identifier (FK)
EXCH-NEED-LINE-IER Identifier (FK)

Primary Comm MAT-ITEM Id (FK)

SEC-CLASS Code (FK)

CAV SEC-CLASS Id (FK)


COMM-MED Id (FK)


Source NODE Id (FK)



Destination NODE Id (FK)































EXCHANGE-NEED-LINE-IER (Cont’d)



Source TASK Id (FK)


Dest TASK Id (FK)
EXCH-NEED-LINE-IER Status Code
EXCH-NEED-LINE-IER Effective Date

EXCH-NEED-LINE-IER FREQ Rate


EXCH-NEED-LINE-IER Time Period Quantity
EXCH-NEED-LINE-IER Product Type Code

EXCH-NEED-LINE-IER Speed-of-Service Code




























Note:  The following attributes are omitted from the instance table:  Source SYSTEM-FUNCTION Identifier (FK), Destination SYSTEM-FUNCTION Identifier (FK), NODE-ASSOCIATION Identifier (FK), Cost-of-Failure Code, Method Broadcast Flag Code, Method Multicast Flag Code, Method Voice-Video Duration Quantity, Perishability Code, Precedence Code, Product Format Code, Product Data Size Quantity, Preference Code, and Trigger Text.

INFORMATION-EXCHANGE-MATRIX (illustrated in Table 118) is defined as a tabular form of requirements to transfer information between pairs of objects (e.g., units, nodes).  Each instance of INFORMATION-EXCHANGE-MATRIX is specified by one or more instances of INFORMATION-EXCHANGE-MATRIX-ELEMENT, which may be considered as the rows of the matrix.  

Table 118.  INFORMATION-EXCHANGE-MATRIX Instance Table

INFORMATION-EXCHANGE-MATRIX

Information Exchange Matrix DOCUMENT Identifier (FK)

INFORMATION-EXCHANGE-MATRIX Type Code

DOC0018 (Example Information Exchange Matrix)
System Information Exchange Matrix

INFORMATION-EXCHANGE-MATRIX-ELEMENT (illustrated in Table 119) is defined as a specification for how an Information Exchange Requirement (IER) and an Exchange Need Line Requirement are related in a specific context of tasks being performed with information systems support.  As noted, each INFORMATION-EXCHANGE-MATRIX-ELEMENT cites one and only one instance of EXCHANGE-NEED-LINE-IER.  The last two items of the instance table show two references to the same EXCHANGE-NEED-LINE-IER that differ in the MESSAGE-STANDARD to be used and in the Provider SYSTEM to be used.

Table 119.  INFORMATION-EXCHANGE-MATRIX-ELEMENT Instance Table

INFORMATION-EXCHANGE-MATRIX-ELEMENT

Information Exchange Matrix DOCUMENT Identifier (FK)
INFO-EXCH-MATRIX-ELEMENT Identifier
Exch Need Line Req 
GUIDANCE Identifier (FK)
Info Exch Req GUIDANCE Identifier (FK)
EXCHANGE-NEED-LINE-IER Identifier 
(FK)
Message Standard AGREEMENT Identifier (FK)
Provider SYSTEM Identifier (FK)

DOC0018 (Example Information Exchange Matrix)
IEME0001
GUID0105 (Engagement Order)
GUID0105 (Engagement Order)
ENLIER001
VMF Order to Fire
AFATDS

DOC0018
IEME0001
GUID0106 (Engagement Status)
GUID0106 (Engagement Status)
ENLIER001
TACFIRE Message to Observer
TACFIRE

DOC0018
IEME0002
GUID0106
GUID0106
ENLIER001
VMF Message to Observer
AFATDS

Note:  The following attributes are omitted from the instance table:  Provider Software Item MATERIEL-ITEM Identifier (FK),  Recipient Software Item MATERIEL-ITEM Identifier (FK), and Recipient SYSTEM Identifier (FK).

e.
Details for Other Associations of INFORMATION-EXCHANGE-REQUIREMENT

IER-DATA-ITEM-TYPE (illustrated in Table 120) is defined as the relationship of a specific INFORMATION-EXCHANGE-REQUIREMENT to a specific DATA-ITEM-TYPE.  

Table 120.  IER-DATA-ITEM-TYPE Instance Table

IER-DATA-ITEM-TYPE

Requirement GUIDANCE Identifier (FK)
DATA-ITEM-TYPE Code (FK)

GUID0101 (Commander’s Guidance)
Guidance (Text ASCII)

GUID0102 (Threat Capabilities)
All Source Intelligence (Text ASCII)

GUID0103 (Course of Action Guidance)
Guidance (Text ASCII)

GUID0104 (Air Tasking Order)
Tasking (Text ASCII)

GUID0105 (Engagement Order)
Weapon Coordination (Digital bit-oriented data)

GUID0106 (Engagement Status)
Weapon/Mission Status (Digital bit-oriented data)

GUID0107 (Target Location)
Target (Digital bit-oriented data)

f.
Details for Child Entities of REQUIREMENT

REQUIRED-CAPABILITY is defined as the relationship of a specific REQUIREMENT to a specific CAPABILITY.  Note:  Examples of REQUIRED-CAPABILITY for an IER are:  Expected Occurrence Rate (inverse seconds), Expected Volume Rate (bits), Maximum Latency Duration Quantity (seconds), and Minimum Transfer Rate (bits per second), each of which is expressed as an instance of CAPABILITY for a specific IER.  Its attributes are defined and an instance table given in Section IV.B.12 (below) in the discussion of CAPABILITY.  Note that CAPABILITY is defined [DDDS (333) (A)] as an ability to achieve an objective, and CONDITION is defined as an anticipated event that specifies constraints.

REQUIRED-MATERIEL-ITEM (illustrated in Table 121) is defined as the association of a specific MATERIEL-ITEM to a specific REQUIREMENT.  Classes of association (distinguished by the Role Code) are the following:  Data Requirement, Functional Requirement, System Requirement, Interface Requirement, and Security Requirement.

Table 121.  REQUIRED-MATERIEL-ITEM Instance Table

REQUIRED-MATERIEL-ITEM

MATERIEL-ITEM 
Identifier (FK)
Requirement
GUIDANCE Identifier (FK)
REQUIRED-MATERIEL-ITEM 
Role Code

MAT2111 (Challenger MBT)
GUID2101 (Loadout Detail)
Functional Requirement

MAT2118 (UK Armd Regt Std Ammo Pack)
GUID2102 (Ready Spares Detail)
Functional Requirement

REQUIRED-SERVICE is defined as the association of a specific REFERENCE-MODEL-SERVICE to a specific REQUIREMENT.  Note that REFERENCE-MODEL-SERVICE is defined as the specification of a class of capabilities for a specific REFERENCE-MODEL.  REQUIRED-SERVICE is illustrated in Table 122.

Table 122.  REQUIRED-SERVICE Instance Table

REQUIRED-SERVICE

Reference
REFERENCE-


NODE-ASSOC Group Id (FK)

REQD

Model AGREEMENT Id (FK)
MODEL-SERVICE Identifier (FK)
Requirement GUIDANCE Identifier (FK)
Node Identifier (FK)
Node 1 NODE Id
Node 2 NODE Id
NODE-ASSOC Id
SYS Id (FK)
SERV Role Code

TAFIM
4.2.1 (Activity Model)
GUID0203 (Use of Standards)
—
—
—
—
GCCS
Provides

TAFIM
4.2.2 (Data Model)
GUID0203
—
—
—
—
GCCS
Provides

TAFIM
4.2.3 (DoD Data Definitions)
GUID0203
—
—
—
—
GCCS
Provides

TAFIM
5 (Human Computer Interface)
GUID0203
—
—
—
—
GCCS
Provides

REQUIREMENT-COMMUNICATION-MEDIUM (illustrated in Table 123) is defined as the association of a specific COMMUNICATION-MEDIUM to a specific REQUIREMENT.  Classes of association (distinguished by the Role Code) are the following:  Primary, Secondary, and Other.

Table 123.  REQUIREMENT-COMMUNICATION-MEDIUM Instance Table

REQUIREMENT-COMMUNICATION-MEDIUM

[Requirement] 
GUIDANCE Identifier (FK)
COMMUNICATION-MEDIUM Identifier (FK)
REQUIREMENT-COMMUNICATION-MEDIUM Role Code

GUID1015 (Sensor-Processor Need Line)
COME0002 (Satellite)
Primary

GUID1015 (Sensor-Processor Need Line)
COME0001 (Radio)
Secondary

REQUIREMENT-INFORMATION-ASSET (illustrated in Table 124) is defined as the association of a specific REQUIREMENT with a specific INFORMATION-ASSET.  Classes of association (distinguished by the Role Code) are the following:  System-specific use, Functional-area-specific use, Service-specific use, and DoD-wide use.

Table 124.  REQUIREMENT-INFORMATION-ASSET Instance Table

REQUIREMENT-INFORMATION-ASSET


INFORMATION-ASSET Group Identifier (FK)



Requirement
GUIDANCE Identifier (FK)

INFO-ASSET Identifier
INFO-ASSET Version Id
ORGANI-ZATION Identifier

REQUIREMENT-INFORMATION-ASSET Role Code

GUID0105 (Engagement Order)
IA4004 (GCCS)
IAV0001
ORG01
DoD-wide use

GUID0106 (Engagement Status)
IA4005 (AGCCS)
IAV0001
ORG01
Service-specific use

GUID0107 (Target Location)
IA4006 (MIIDS)
IAV0001
ORG01
DoD-wide use

REQUIREMENT-MISSION-AREA (illustrated in Table 125) is defined as the association of a specific REQUIREMENT with a specific MISSION-AREA.  Classes of association (distinguished by the Role Code) are the following:  Primary, Secondary, and Other.

Table 125.  REQUIREMENT-MISSION-AREA Instance Table

REQUIREMENT-MISSION-AREA

Requirement
GUIDANCE Identifier (FK)
MISSION-AREA 
Type Code 
(FK)
REQUIREMENT-MISSION-AREA Identifier
REQUIREMENT-MISSION-AREA Mission Phase Code
REQUIREMENT-MISSION-AREA Role Code

GUID0105 (Engagement Order)
07 (Anti-air warfare)
REQMA001
2 (Execute)
Primary

GUID0105 (Engagement Order)
DCA (Defensive Counter Air)
REQMA002
2 (Execute)
Primary

GUID0105 (Engagement Order)
FS (Fire Support)
REQMA003
2 (Execute)
Primary

GUID0106 (Engagement Status)
FS (Fire Support)
REQMA001
2 (Execute)
Primary

GUID0107 
(Target Location)
FS (Fire Support)
REQMA001
2 (Execute)
Primary

REQUIREMENT-NETWORK-NODE (illustrated in Table 126) is defined as the association of a specific REQUIREMENT with a specific NETWORK-NODE. 

Table 126.  REQUIREMENT-NETWORK-NODE Instance Table

REQUIREMENT-NETWORK-NODE

Requirement
GUIDANCE Identifier (FK)
NETWORK 
Identifier (FK)
NODE 
Identifier (FK)

GUID0107 (Target Location)
NET003 (Sensor Net)
NOD5101 (CL Node A)

GUID0107 (Target Location)
NET003 (Sensor Net)
NOD5103 (PR Node C)

GUID0106 (Engagement Status)
NET003 (Sensor Net)
NOD5103 (PR Node C)

REQUIREMENT-SYSTEM (illustrated in Table 127) is defined as a relationship between a specific SYSTEM and a specific INFORMATION-EXCHANGE-REQUIREMENT (see [ACOE 1997]).  Classes of association (distinguished by the Role Code) are the following:  Primary, Secondary, and Other.

Table 127.  REQUIREMENT-SYSTEM Instance Table

REQUIREMENT-SYSTEM

Requirement 
GUIDANCE Identifier (FK)

SYSTEM Identifier (FK)
REQUIREMENT-SYSTEM Role Code

GUID0105 (Engagement Order)
SYS2001 (Management SYS-B)
Primary

GUID0106 (Engagement Status)
SYS2001 (Management SYS-B)
Primary

GUID1015 (Sensor-Processor Need Line)
SYS2003 (Collection SYS-A)
Primary

GUID1015 (Sensor-Processor Need Line)
SYS3010 (V1.2)
Secondary

GUID0107 (Target Location)
SYS3010 (V1.2)
Primary

REQUIREMENT-TASK (illustrated in Table 128) is defined as the association of a specific TASK to a specific REQUIREMENT.  Classes of association (distinguished by the Role Code) are the following:  Specifies, Supports, Applies to, and Is satisfied by.

Table 128.  REQUIREMENT-TASK Instance Table

REQUIREMENT-TASK

Requirement 
GUIDANCE Identifier (FK)

TASK Identifier (FK)
REQUIREMENT-TASK Identifier
REQUIREMENT-TASK Role Code

GUID0105 (Engagement Order)
TSK2013 (Conduct Coordinate Special Weapons Attack)
RQTSK001
Primary

GUID0106 (Engagement Status)
TSK2013 (Conduct Coordinate Special Weapons Attack)
RQTSK001
Primary

GUID1015 (Sensor-Processor Need Line)
TSK2005 (Provide Target Intelligence for Theater of Opns/JOA)
RQTSK001
Primary

GUID1015 (Sensor-Processor Need Line)
TSK2005 (Provide Target Intelligence for Theater of Opns/JOA)
RQTSK002
Secondary

GUID0107 (Target Location)
TSK2005 (Provide Target Intelligence for Theater of Opns/JOA)
RQTSK001
Primary

6.
System Subtype View

a.
Overview and Specification

Figure 85 provides the IDEF1X view for System Subtype.  Table 129 provides definitions of each entity in the figure.  One entity related to SYSTEM does not appear in the figure but is described in this section for convenience of reference:  SYSTEM-TYPE.  Other entities related to System are described in the following sections:

· Section IV.B.07, System Child Entities-View

· Section IV.B.08, Software Item View

· Section IV.B.25, Materiel Item and Equipment Type View

· Section IV.B.30, System Dependency View

· Section IV.B.31, System Function View.
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Figure 85.  CADM 2.0 System Subtype View (XV-06)

Table 129.  Entity Definitions for All Entities in the System Subtype View

Entity
Entity Definition
Reference

COMMUNICATION-SYSTEM
A SYSTEM that provides services by way of which information can be transmitted and received.  Compare:  COMMUNICATION-SYSTEM--(12481/1) (D)  A SYSTEM USED FOR CONVEYING INFORMATION, ESPECIALLY BY MEANS OF ELECTRONIC OR MECHANICAL TECHNIQUES.
See below

INFORMATION-ASSET
(4246/2) (A)  AN INFORMATION RESOURCE.  (DDDS, June 1998)
See Section IV.B.23 (Information Asset View)

INFORMATION-PROCESSING-SYSTEM
A SYSTEM that manipulates and presents data.
See below

INFORMATION-SYSTEM
(5078/3) (A)  A COLLECTION OF INFORMATION-ASSETS COMBINED TO ACHIEVE A DIRECTED PURPOSE.  (DDDS, June 1998)
See below

INFORMATION-SYSTEM-SYSTEM-PLATFORM
(5350) (A)  AN ASSOCIATIVE ENTITY THAT IDENTIFIES AN INFORMATION-SYSTEM WITH A SYSTEM-PLATFORM.
See below

NODE-COMMUNICATION-MEDIUM
The association of a specific NODE with a specific COMMUNICATION-MEDIUM.
See Section IV.B.13 (Communication Medium View)

NODE-LINK-COMMUNICATION-MEDIUM
The association of a specific NODE-LINK with a specific COMMUNICATION-MEDIUM.
See Section IV.B.13 (Communication Medium View)

PLATFORM-APPLICATION-SOFTWARE-ELEMENT
A SYSTEM-ELEMENT that provides the capability to perform a set of functions.
See below

PLATFORM-ELEMENT
A SYSTEM that is a physical structure that hosts systems or systems components.  [In CADM Draft 1.0, A SYSTEM-ELEMENT that provides a base of operations for other systems.  Compare:  PLATFORM-TYPE--(11881/1) (D)  A CONVEYANCE FOR TRANSPORTING A BURDEN; and PLATFORM-TYPE--(9457/1) (D)  THE CHARACTERISTICS OF A TYPE OF MOVABLE OBJECT ON WHICH THREATS ARE MOUNTED.]
See below

SYSTEM
A collection of components organized to accomplish a specific function or set of functions.  (IEEE 610.12)   [In CADM Draft 1.0, (326) (D) AN ORGANIZED ASSEMBLY OF INTERACTIVE COMPONENTS AND PROCEDURES FORMING A UNIT.]
See below

SYSTEM-ELEMENT
A SYSTEM that provides a specific kind of support.
See below

SYSTEM-PLATFORM
(5358) (A)  THE COLLECTION OF HARDWARE AND SOFTWARE USED BY A SYSTEM.
See Section IV.B.24 (Information Asset Subtype View)

SYSTEM-TYPE
(9083) (D) A CATEGORY OF SYSTEM.
See below

Table 130 provides the attribute specifications of key entities in the System Subtype View of CADM 2.0.

Table 130.  Attribute Specifications for Key Entities in the System Subtype View

Entity Header
Attribute Name, Role (PK, FK, AK), Definition, and Domain

COMMUNICATION-SYSTEM
· SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· NETWORK Identifier (FK)—The unique identifier of a specific NETWORK.

INFORMATION-PROCESSING-SYSTEM
· SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· INFO-ASSET Group Identifier (FK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.

· SYSTEM-INFORMATION-ASSET Identifier (FK)—The unique identifier of a specific SYSTEM-INFORMATION-ASSET for a specific SYSTEM and a specific INFORMATION-ASSET.

INFORMATION-SYSTEM-SYSTEM-PLATFORM
· System Platform INFO-ASSET Group Identifier (PK) (FK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.

· Information System INFO-ASSET Group Identifier (PK) (FK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.

· INFORMATION-SYSTEM-SYSTEM-PLATFORM DESCRIPTION TEXT—(23723) (A)  THE DESCRIPTION OF THE ASSOCIATION BETWEEN AN INFORMATION-SYSTEM AND A SYSTEM-PLATFORM.

PLATFORM-APPLICATION-SOFTWARE-ELEMENT
· SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· Software Item MATERIEL-ITEM Identifier (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· PROCESS-ACTIVITY IDENTIFIER (FK)—(29165/2) (A)  THE IDENTIFIER THAT REPRESENTS A PROCESS-ACTIVITY.

· PROCESS-ACTIVITY VERSION IDENTIFIER (FK)—(20252/2) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF A PROCESS-ACTIVITY.

· Software Application INFO-ASSET Group Identifier (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· SOFTWARE-APPLICATION-PROCEDURE Identifier (FK)—The identifier of a specific SOFTWARE-APPLICATION-PROCEDURE for a specific SOFTWARE-APPLICATION.

PLATFORM-ELEMENT
· SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· FACILITY IDENTIFIER (FK)—(11179/1) (A)  THE IDENTIFIER THAT REPRESENTS A FACILITY.  (11179/2) (D)  THE IDENTIFIER THAT REPRESENTS A FACILITY.

· MATERIEL-ITEM IDENTIFIER (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· System Platform INFO-ASSET Group Identifier (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

SYSTEM
· SYSTEM Identifier (PK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· SYSTEM-TYPE Identifier (FK)—A class of SYSTEM.  Compare (DDDS, June 1998):  SYSTEM-TYPE CODE--(33216/1) (D)  THE CODE THAT REPRESENTS A SYSTEM-TYPE, whose domain values are not yet recorded in the DDDS.

Table 130.  (Cont’d)

Entity Header
Attribute Name, Role (PK, FK, AK), Definition, and Domain

SYSTEM (Cont’d)
· SYSTEM Acronym Text—The abbreviation of the name of a specific SYSTEM.

· SYSTEM Description Text—The text that briefly characterizes a specific SYSTEM.  Compare (DDDS, June 1998):  SYSTEM DESCRIPTION TEXT--(44654/1) (D)  THE TEXT THAT DESCRIBES A SYSTEM.

· SYSTEM Name—(33207) (D)  THE NAME OF A SYSTEM.  Domain values include:  Examples:  AGCCS  ASAS  ATCCS  CIS  CTT/JTT  FAAD C2I  GCCS  IMOM  JDISS  JMCIS  NIEWS  RAAP  SSP-S  

· SYSTEM Nominal Users Quantity—The number of persons that typically operate a specific SYSTEM at the same time.

· SYSTEM Purpose Text—The text that summarizes the objective of a specific SYSTEM.

· SYSTEM Role Category Code—The code that denotes a class of role for a specific SYSTEM.  Domain values include:  System Element, Information Processing System, Communication System, Not Applicable, Not Known.

· SYSTEM Unit Cost Amount—The amount of the planning cost of a single instance of a system.

· SYSTEM Version Name—The name that identifies a specific form of a specific SYSTEM.

SYSTEM-ELEMENT
· SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· SYSTEM-ELEMENT Category Code—The code that designates class of SYSTEM-ELEMENT, which may be used as a category discriminator to divide SYSTEM-ELEMENT into disjoint subsets.  Compare (DDDS, June 1998):  SYSTEM-SEGMENT TYPE CODE (20415/1) (A)  THE CODE THAT REPRESENTS A KIND OF SYSTEM-SEGMENT, whose domain values are CF--CONTROL FILE; IS--INDEX SEGMENT; RF--REDO LOG FILE; RS--ROLLBACK SEGMENT; TS--TEMPORARY SEGMENT.  Domain values include:  Platform Element; Platform Application Software Element

SYSTEM-TYPE
· SYSTEM-TYPE Identifier (PK)—A class of SYSTEM.  Compare (DDDS, June 1998):  SYSTEM-TYPE CODE--(33216/1) (D)  THE CODE THAT REPRESENTS A SYSTEM-TYPE, whose domain values are not yet recorded in the DDDS.

· SYSTEM-TYPE Description Text—The text that summarizes a SYSTEM-TYPE.  Compare (DDDS, June 1998):  SYSTEM-TYPE DESCRIPTION TEXT--(33304/1) (D)  THE TEXT THAT DESCRIBES A SYSTEM TYPE.

· SYSTEM-TYPE Name—(33217/1) (D)  THE NAME OF A SYSTEM TYPE.  Domain values include:  Aircraft, Ship, Land Vehicle, Collection System, Command and Control Information System, Intelligence Collection System, Intelligence System, Hardware-Software System, and Telecommunications System.

b.
Details for SYSTEM and SYSTEM-TYPE

The following classes of subtypes are envisioned for SYSTEM (already planned for JCAPS based on requirements already implemented in ICARIS):

· Intelligence Collection System:  SIGINT Collection System, MASINT Collection System, HUMINT Collection System, IMINT Collection System, Intelligence Support System, Intelligence Processing System

· Information Processing System

· Platform System:  Airborne (Platform) System, Land-based (Platform) System, Sea-based (Platform) System, Sub-Sea-based (Platform) System

· Sea-based (Platform) System

· Land-based (Platform) System.

SYSTEM (illustrated in Table 131) is defined as a collection of components organized to accomplish a specific function or set of functions (Source:  IEEE 610.12)  [In CADM Draft 1.0, it was described as (DDDS 326) (D) an organized assembly of interactive components and procedures forming a unit.]  

Table 131.  SYSTEM Instance Table

SYSTEM

SYSTEM Identifier
SYSTEM-TYPE Identifier (FK)

SYSTEM Name
SYSTEM Acronym Text
SYSTEM 
Version Name
SYSTEM Role Category Code

SYS0004
Telecomms System
—
COMSAT
—
Comm System

SYS0005
C2 Info System
—
JMCIS
—
Info Proc Sys

SYS0006
C2 Info System
—
IAS
—
Info Proc Sys

SYS0007
Aircraft
—
F/A-18
—
Sys Element

SYS0008
Telecomms System
—
TIBS
—
Comm System

SYS2001
Management
System B
SYS-B
—
Info Proc Sys

SYS2002
Management
—
RMS
—
Info Proc Sys

SYS2003
Collection
System A
SYS-A
—
Info Proc Sys

SYS2004
Processing
—
EPS
—
Info Proc Sys

SYS2005
Exploitation
—
GIMS
—
Info Proc Sys

SYS2008
Processing
System C
SYS-C
—
Info Proc Sys

SYS3001
Intelligence System
Mainframe IDB
MF-IDB
—
Info Proc Sys

SYS3002
Intelligence System
—
FORTIS
—
Info Proc Sys

SYS3003
Intelligence System
—
IDB-II
—
Info Proc Sys

SYS3004
Intelligence System
—
CSIDS
—
Info Proc Sys

SYS3005
Intelligence System
—
SDB
—
Info Proc Sys

SYS3006
Intelligence System
—
DIA JMIIS
—
Info Proc Sys

SYS3007
Intelligence System
—
MIIPS
—
Info Proc Sys

SYS3008
Intelligence System
—
MIDB
1.0
Info Proc Sys

SYS3009
Intelligence System
—
MIDB
1.1
Info Proc Sys

SYS3010
Intelligence System
—
MIDB
1.2
Info Proc Sys

SYS3011
Intelligence System
—
XIDB
—
Info Proc Sys

SYS3012
Intelligence System
—
MIDB-97
—
Info Proc Sys

SYS3051
Intelligence System
System D
SYS-D
—
Info Proc Sys

SYS3151
Intelligence System

RMS
—
Info Proc Sys

SYS3152
Intelligence System

U-2
—
Info Proc Sys

SYS3153
Information System
Global Command and Control System
GCCS
—
Info Proc Sys

SYS3154
Information System
Scheduling and Movement Application
JOPES S&M
—
Sys Element

SYS3155
Information System
Readiness Application
GSORTS
—
Sys Element

The following attributes of SYSTEM are not shown in this instance table:  Description Text, Nominal Users Quantity, Purpose Text, and Unit Cost Amount.

SYSTEM-TYPE (illustrated in Table 132) is defined [DDDS (9083) (D)] as a category of SYSTEM.  Examples of SYSTEM-TYPE are Aircraft, Ship, Land Vehicle, Collection System, Command and Control Information System, Intelligence Collection System, Intelligence System, Hardware-Software System, and Telecommunications System.  

Table 132.  SYSTEM-TYPE Instance Table

SYSTEM-TYPE

SYSTEM-TYPE Identifier
SYSTEM-TYPE Description Text
SYSTEM-TYPE Name

SYST0001
—
Aircraft

SYST0002
—
Collection System

SYST0003
—
Command and Control Information System

SYST0004
—
Intelligence Collection System

SYST0005
—
Intelligence System

SYST0006
—
Hardware-Software System

SYST0007
—
Telecommunications System

c.
Details for Subtypes of SYSTEM

COMMUNICATION-SYSTEM (illustrated in Table 133) is defined as a SYSTEM that provides services by way of which information can be transmitted and received.  Compare:  COMMUNICATION-SYSTEM [(12481/1) (D)]—A system used for conveying information, especially by means of electronic or mechanical techniques.  

Table 133.  COMMUNICATION-SYSTEM Instance Table

COMMUNICATION-SYSTEM

Communication System

SYSTEM Identifier (FK)
NETWORK 
Identifier (FK)

SYS0004 (COMSAT)
NET001

SYS0008 (TIBS)
NET001

INFORMATION-PROCESSING-SYSTEM (illustrated in Table 134) is defined as a SYSTEM that manipulates and presents data.  

Table 134.  INFORMATION-PROCESSING-SYSTEM Instance Table

INFORMATION-PROCESSING-SYSTEM


INFO-ASSET Group Identifier (FK)


[Information Processing System] 
SYSTEM Identifier (FK)

INFO-ASSET Id
INFO-ASSET Vers Id

ORG Id
SYSTEM-INFORMATION-ASSET Identifier (FK)

SYS3153 (GCCS)
IA4004 (GCCS)
IAV0001
ORG01
SYSIA001

SYS3153 (GCCS)
IA4008 (JMCIS)
IAV0001
ORG01
SYSIA002

SYS3153 (GCCS)
IA4007 (JOPES S&M)
IAV0001
ORG01
SYSIA003

SYSTEM-ELEMENT (illustrated in Table 135) is defined as a SYSTEM that provides a specific kind of support.  

Table 135.  SYSTEM-ELEMENT Instance Table

SYSTEM-ELEMENT

[System Element] SYSTEM Identifier (FK)
SYSTEM-ELEMENT Category Code

SYS3154 (JOPES S&M)
Platform Application Software Element

SYS3155 (GSORTS)
Platform Application Software Element

SYS0007 (F/A-18)
Platform Element

Two subtypes of SYSTEM-ELEMENT have been identified:  PLATFORM-ELEMENT and PLATFORM-APPLICATION-SOFTWARE-ELEMENT.  PLATFORM-ELEMENT (illustrated in Table 136) is defined as a SYSTEM that is a physical structure that hosts systems or systems components.  [In CADM Draft 1.0, the definition was:  a SYSTEM-ELEMENT that provides a base of operations for other systems.  Compare:  PLATFORM-TYPE [(DDDS 11881/1) (D)]—A conveyance for transporting a burden; and PLATFORM-TYPE [(DDDS 9457/1) (D)]—The characteristics of a type of movable object on which threats are mounted.].  An example instance of PLATFORM-ELEMENT (the aircraft platform F/A-18 as a system of systems) is contained in the instance table for SYSTEM (Table 131) above.

Table 136.  PLATFORM-ELEMENT Instance Table 

PLATFORM-ELEMENT

SYSTEM 
System Platform INFO-ASSET Group Identifier (FK)



Identifier (FK)
INFO-ASSET 
Identifier
INFO-ASSET Version Identifier
ORGANIZATION Identifier
FACILITY 
Identifier (FK)
MATERIEL-ITEM Identifier (FK)

SYS0007 (F/A-18)






A separate specification for SYSTEM-PLATFORM and Information System is provided in the Information Asset Subtypes View (Section IV.B.24).  As shown in Figure 85, these two entities are related by an associative entity, INFORMATION-SYSTEM-SYSTEM-PLATFORM.  All three of these entities are discussed in Section IV.B.24 (below).  Figure and the instance table for PLATFORM-ELEMENT shows that the CADM 2.0 has introduced a non-identifying relationship from SYSTEM-PLATFORM to PLATFORM-ELEMENT in order to allow instances of SYSTEM-PLATFORM to be related to the correct subtype of SYSTEM.

Some implementors of the CADM are considering alternative means by which to identify platforms.  Initially, the Army Systems Architecture (ASA) implementation of CADM 2.0 will store instances of platform as MATERIEL-ITEM and rely on a value of MATERIEL-ITEM Category Code to distinguish platforms from other instances of MATERIEL-ITEM.  The approach allows most of the data in the current ASA database to be ported directly into the CADM 2.0 structures without introducing instances of SYSTEM.  The Navy has indicated that it may use instances of FACILITY to denote platforms and use instances of NODE-FACILITY Role Code to distinguish its platforms.  As noted, a third approach involves the population of INFORMATION-ASSET and its subtype, SYSTEM-PLATFORM.

PLATFORM-APPLICATION-SOFTWARE-ELEMENT (illustrated in Table 137) is defined as a SYSTEM-ELEMENT that provides the capability to perform a set of functions.

Table 137.  PLATFORM-APPLICATION-SOFTWARE-ELEMENT Instance Table

PLATFORM-APPLICATION-SOFTWARE-ELEMENT


Software Application 
INFO-ASSET Group Identifier (FK)
PROCESS-ACTIVITY Group Identifier (FK)




SYSTEM Identifier (FK)

INFO-ASSET 
Identifier
INFO-ASSET Version Identifier

ORGANI-ZATION Identifier

PROCESS-ACTIVITY Identifier
PROCESS-ACTIVITY Version Identifier
SOFTWARE-APPLICATION-PROCEDURE Identifier (FK)

S/W Item MATERIEL-ITEM Id (FK)

SYS3154 (JOPES S&M)
IA4007 (JOPES S&M)
IAV0001
ORG01
PA0002 (Collect Data)
PAV0001
SWAP0001 (Data Mgmt Interface)
MAT2004 (GOTS Application)

SYS3154 (JOPES S&M)
IA4007 (JOPES S&M)
IAV0001
ORG01
PA0003 (Process Data)
PAV0001
SWAP0002 (Fusion)
MAT2006 (GOTS Application)

SYS3154 (JOPES S&M)
IA4007 (JOPES S&M)
IAV0001
ORG01
PA0004 (Produce Response)
PAV0001
SWAP0003 (Reporting
—

INFORMATION-SYSTEM-SYSTEM-PLATFORM (illustrated in Table 138) is defined as [(5350) (A)] an associative entity that identifies an INFORMATION-SYSTEM with a SYSTEM-PLATFORM.

Table 138.  INFORMATION-SYSTEM-SYSTEM-PLATFORM Instance Table

INFORMATION-SYSTEM-SYSTEM-PLATFORM

Information System
INFO-ASSET Group Identifier (FK)
System Platform 
INFO-ASSET Group Identifier (FK)



INFO-ASSET 
Identifier
INFO-ASSET Version Identifier

ORGANI-ZATION Identifier

INFO-ASSET 
Identifier
INFO-ASSET Version Identifier

ORGANI-ZATION Identifier

INFORMATION-SYSTEM-SYSTEM-PLATFORM Description Text

IA5010 (AFATDS)
IAV0001
ORG01
IA5303
IAV0001
ORG01
—

SYSTEM-PLATFORM

System-Platform INFO-ASSET Group Identifier (FK)


INFO-ASSET Identifier (FK)
INFO-ASSET 
Version Identifier (FK)
ORGANIZATION Identifier (FK)
SYSTEM-PLATFORM
Description Text

IA5303
IAV0001
ORG01
The Light Weight Computer Unit (LCU) is ….

7.
System Child Entity View

a.
Overview and Specification

Figure 86 and Figure 87 provide the IDEF1X view for System Child Entity.  Table 139 provides definitions of each entity in the figure.  The entity PERIOD is included in this section but is not shown explicitly in the two figures.  Entities related to System are also described in the following sections:

· Section IV.B.06, System Subtypes View

· Section IV.B.25, Materiel Item and Equipment Type View (includes SOFTWARE-ITEM)

· Section IV.B.30, System Dependency View

· Section IV.B.31, System Function View.
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Figure 86.  CADM 2.0 System Child Entity View (XV-07) [Part 1]
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Figure 87.  CADM 2.0 System Child Entity View (XV-07) [Part 2]

Table 139.  Entity Definitions for All Entities in the System Child Entity View


Entity

Entity Definition
Location in View

Reference

CAVEATED-SECURITY-CLASSIFICATION
A set of restrictions on information of a specific SECURITY-CLASSIFICATION.
Part 2
See Section IV.B.36 (Security View)

FUNCTIONAL-SPECIFICATION
The statement of requirements, design details, or implementation details for a system.
Part 2
See Section IV.B.17 (Document Child Entities View)

IMPLEMENTATION-TIME-FRAME
The specification of a general chronological period for the instantiation of a concept, system, or capability.
Part 1
See Section IV.B.22 (Implementation Time Frame View)

INTERFACE-CONTROL-DOCUMENT
The statement of requirements for the effective exchange of information or services between two objects (e.g., system elements).
Part 2
See Section IV.B.17 (Document Child Entities View)

NETWORK-SYSTEM
The relationship of a specific NETWORK to a specific SYSTEM.
Part 2
See Section IV.B.27 (Network View)

NODE-SYSTEM
The association of a specific NODE with a specific SYSTEM.
Part 2
See Section IV.B.30 (Node View)

PERIOD
(1321) (A)  INTERVAL OF TIME.
Not explicitly in the view
See below

REQUIREMENT-SYSTEM
A relationship between a specific SYSTEM and a specific INFORMATION-EXCHANGE-REQUIREMENT.  See Army COE Data Model.
Part 2
See Section IV.B.05 (Requirement View)

SYSTEM
A collection of components organized to accomplish a specific function or set of functions.  (IEEE 610.12)   [In CADM Draft 1.0, (326) (D) AN ORGANIZED ASSEMBLY OF INTERACTIVE COMPONENTS AND PROCEDURES FORMING A UNIT.]
Part 1 and Part 2
See Section IV.B.06 (System Subtypes View)

SYSTEM-ARCHITECTURE
Descriptions, including graphics, of systems and interconnections providing for or supporting warfighting functions.
Part 1
See Section IV.B.11 (Architecture View)

SYSTEM-ASSOCIATION
AN ASSOCIATION OF A SYSTEM WITH ANOTHER SYSTEM.  Compare:  SYSTEM-ASSOCIATION--(12546/1) (D)  AN ASSOCIATION BETWEEN A SYSTEM AND ANOTHER SYSTEM INDICATING CONNECTIVITY BETWEEN THE SYSTEMS.
Part 1
See below

SYSTEM-ASSOCIATION-CONSTRAINT
The association of a specific SYSTEM-ASSOCIATION with a specific CONSTRAINT.
Part 1
See below

SYSTEM-ASSOCIATION-MEANS
The specification for how a specific SYSTEM-ASSOCIATION is carried out.
Part 1
See below

SYSTEM-ASSOCIATION-MIGRATION
The specification of a way in which a specific SYSTEM-ASSOCIATION can be achieved.
Part 1
See below

SYSTEM-CAPABILITY
(9081) (D)  AN ASSOCIATION BETWEEN A SYSTEM AND A CAPABILITY.
Part 1
See Section IV.B.12 (Capability View)

SYSTEM-CONSTRAINT
The specification of a limitation for a specific SYSTEM.
Part 2
See below

SYSTEM-CRITERIA-PROFILE
Time-phased capture of the technical guidelines applicable to a given SYSTEM.  [See USAF Architecture Data Model.]
Part 1 and Part 2
See below

SYSTEM-DOCUMENT
(12548/1) (D)  AN ASSOCIATION BETWEEN A SYSTEM AND A DOCUMENT.
Part 2
See below

SYSTEM-ELEMENT
A SYSTEM that provides a specific kind of support.
Part 1
See Section IV.B.06 (System Subtypes View)

SYSTEM-EQUIPMENT-TYPE
The relationship of a specific SYSTEM to a specific EQUIPMENT-TYPE.  Compare:  SYSTEM-EQUIPMENT--(5980/1) (D)  A MAJOR DEFENSE ACQUISITION PROGRAM OR EQUIPMENT.
Part 1
See below

SYSTEM-IMPLEMENTATION-TIME-FRAME
The specification of qualitative characteristics of a SYSTEM for a specific IMPLEMENTATION-TIME-FRAME.
Part 1
See Section IV.B.22 (Implementation Time Frame View)

SYSTEM-INFORMATION-ASSET
The association of a specific SYSTEM with a specific INFORMATION-ASSET.
Part 2
See below

SYSTEM-MIGRATION-EVOLUTION
A DOCUMENT that uses instances of SYSTEM-ASSOCIATION to depict how one SYSTEM can be expected to become another, more capable, SYSTEM over time.
Part 1
See below

Table 139.  (Cont’d)


Entity

Entity Definition
Location in View

Reference

SYSTEM-MISSION-AREA
The association of a specific SYSTEM with a specific MISSION-AREA.
Part 2
See below

SYSTEM-ORGANIZATION
The association of a specific SYSTEM with a specific ORGANIZATION.  See Army COE Data Model (ORG-APPLICATION-USER).
Part 2
See below

SYSTEM-PERFORMANCE-PARAMETER-MATRIX-ELEMENT
The specification of which system capabilities, constraints, and time frames are designated for each SYSTEM-PERFORMANCE-PARAMETER-MATRIX.
Part 2
See Section IV.B.12 (Capability View)

SYSTEM-PROCESS-ACTIVITY
The relationship of a specific PROCESS-ACTIVITY to a specific SYSTEM.
Part 2
See below

SYSTEM-PROCESS-ACTIVITY-STANDARD-PROFILE
The association of a specific SYSTEM-PROCESS-ACTIVITY with a specific STANDARD-PROFILE.
Part 2
See below

SYSTEM-PROCUREMENT-STATUS
The condition of funding for a specific SYSTEM-STATUS.
Part 2
See Section IV.B.32 (System Dependency View)

SYSTEM-SECURITY-CLASSIFICATION
AN ASSOCIATION OF A SYSTEM WITH A SECURITY-CLASSIFICATION.
Part 2
See below

SYSTEM-SOFTWARE-ITEM
The association of a specific SOFTWARE-ITEM to a specific SYSTEM.
Part 1
See below

SYSTEM-STATUS
The specification of the condition of a SYSTEM at a specific point in time.
Part 2
See Section IV.B.32 (System Dependency View)

SYSTEM-STATUS-DEPENDENCY
The degree to which one SYSTEM-STATUS (the ordinate  SYSTEM-STATUS) depends on another  SYSTEM-STATUS (the subordinate  SYSTEM-STATUS).
Part 2
See Section IV.B.32 (System Dependency View)

SYSTEM-SYSTEM-ARCHITECTURE
The association of a specific SYSTEM with a specific SYSTEM-ARCHITECTURE.
Part 1
See below

SYSTEM-TECHNOLOGY-FORECAST-PROFILE
The specification for how a specific TECHNOLOGY, in light of a specific TECHNOLOGY-COUNTERMEASURE, can evolve over time to support an operational requirement.
Part 2
See Section IV.B.17 (Document Child Entities View)

SYSTEM-TYPE
(9083) (D) A CATEGORY OF SYSTEM.
Part 1
See Section IV.B.06 (System Subtypes View)

Note:  PERIOD is not shown in the figure but is referenced by PERIOD Identifier (FK) in SYSTEM-ASSOCIATION-MIGRATION.

Table 140 provides the attribute specifications of key entities in the System Child Entity View of CADM 2.0.

Table 140.  Attribute Specifications for Key Entities in the System Child Entity View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

PERIOD
· PERIOD IDENTIFIER (PK)—(12180) (A)  THE IDENTIFIER THAT REPRESENTS A PERIOD.

· PERIOD BEGIN DATE—(12442) (A)  THE DATE A PERIOD STARTS.

· PERIOD END DATE—(12443) (A)  THE LAST DATE OF A PERIOD.

· PERIOD NAME—(12181) (A)  THE NAME OF A PERIOD.  (12181/2) (C)  THE NAME OF A PERIOD.

· PERIOD TYPE NAME—(12183/2) (A)  THE NAME OF A KIND OF PERIOD.

SYSTEM-ASSOCIATION
· Ordinate SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· Subordinate SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· SYSTEM-ASSOCIATION IDENTIFIER (PK)—THE IDENTIFIER THAT REPRESENTS A SYSTEM-ASSOCIATION.

· SECURITY-CLASSIFICATION CODE (FK)—(26900/1) (A)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (26900/2) (C)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (DDDS, June 1998)

· CAVEATED-SECURITY-CLASSIFICATION Identifier (FK)—The identifier of a CAVEATED-SECURITY-CLASSIFICATION for a specific SECURITY-CLASSIFICATION.  Source:  CADM-ASA Workshop (17-19 June 1998).

· Interface Purpose FUNCTIONAL-AREA Identifier (FK)—(20492) (A)  THE IDENTIFIER THAT REPRESENTS A FUNCTIONAL-AREA.

· SYSTEM-ASSOCIATION DESCRIPTION TEXT—The text that summarizes a SYSTEM-ASSOCIATION.  Compare (DDDS, June 1998):  SYSTEM-ASSOCIATION DESCRIPTION TEXT--(44669/1) (D)  THE TEXT THAT DESCRIBES THE NATURE OF THE ASSOCIATION BETWEEN TWO SYSTEMS.

· SYSTEM-ASSOCIATION Interface Status Code—The code that denotes the condition of interoperating relationship that exists between two SYSTEMs in a SYSTEM-ASSOCIATION.  Domain values include:  Existing (unqualified); Existing (planned upgrades); Existing (to be deactivated); Planned (unqualified); Planned (to be deactivated); Potential interface.

· SYSTEM-ASSOCIATION Interoperability Level Code—The code that designates the applicable kind of interoperability specified in the C4ISR Architecture Framework for a SYSTEM-ASSOCIATION.  Domain values include:  A--Universal (Virtual C4I System) Interoperability; B--Advanced (Integrated Systems) Interoperability; C--Intermediate (Distributed Systems) Interoperability; D--Basic (Discrete Systems Interaction) Interoperability.  [Levels of Information System Interoperability, C4ISR Architecture Framework, Version 1]

· SYSTEM-ASSOCIATION Name—The name of a specific SYSTEM-ASSOCIATION.

· SYSTEM-ASSOCIATION Type Code—The code that designates a class of SYSTEM-ASSOCIATION.  Domain values include:  Is a revision of; Is an upgrade planned for; Migrates from; Replaces; Is installed in, Interfaces with; Is a client for; Is a server for; Is an operating system for; Provides office automation for, Is a subsystem of; Is a component of; Not specified; Not known (added for CADM 2.0).  Note:  The Ordinate SYSTEM is the "target" system (the end result).

SYSTEM-ASSOCIATION-CONSTRAINT
· Ordinate SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· Subordinate SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· SYSTEM-ASSOCIATION IDENTIFIER (PK) (FK)—THE IDENTIFIER THAT REPRESENTS A SYSTEM-ASSOCIATION.

· Constraint GUIDANCE Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

SYSTEM-ASSOCIATION-MEANS
· Ordinate SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· Subordinate SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· SYSTEM-ASSOCIATION IDENTIFIER (PK) (FK)—THE IDENTIFIER THAT REPRESENTS A SYSTEM-ASSOCIATION.

· SYSTEM-ASSOCIATION-MEANS Identifier (PK)—The identifier of a SYSTEM-ASSOCIATION-MEANS  for a specific SYSTEM-ASSOCIATION.

· Primary COMMUNICATION-MEDIUM Identifier (FK)—The unique identifier of a specific COMMUNICATION-MEDIUM.

· Communication System SYSTEM Identifier (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

Table 140.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

SYSTEM-ASSOCIATION-MEANS (Cont’d)
· AGREEMENT IDENTIFIER (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· SYSTEM-ASSOCIATION-MEANS Type Code—A class of SYSTEM-ASSOCIATION-MEANS.  Domain values include:  Exists; Planned; Potential; Not specified; Not known.

SYSTEM-ASSOCIATION-MIGRATION
· SYSTEM-ASSOCIATION Group Identifier (PK) (FK)—THE IDENTIFIER THAT REPRESENTS A SYSTEM-ASSOCIATION.

· SYSTEM-ASSOCIATION-MIGRATION Identifier (PK)—The unique identifier of a specific SYSTEM-ASSOCIATION-MIGRATION for a specific SYSTEM-ASSOCIATION.

· GUIDANCE IDENTIFIER (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· Time Frame PERIOD Identifier (FK)—(12180) (A)  THE IDENTIFIER THAT REPRESENTS A PERIOD.

· AGREEMENT IDENTIFIER (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· SYSTEM-ASSOCIATION-MIGRATION Description Text—The text that summarizes the purpose of a SYSTEM-ASSOCIATION-MIGRATION.

SYSTEM-CONSTRAINT
· SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· SYSTEM-CONSTRAINT Identifier (PK)—The identifier of a SYSTEM-CONSTRAINT for a specific SYSTEM.

· Constraint GUIDANCE Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· GUIDANCE IDENTIFIER (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· SYSTEM-CONSTRAINT Description Text—The text that summarizes a specific SYSTEM-CONSTRAINT.

· SYSTEM-CONSTRAINT Type Code—The code that denotes a class of SYSTEM-CONSTRAINT.  Domain values include:  Security constraint; Database constraint; Access constraint; Not specified; Not known.

SYSTEM-CRITERIA-PROFILE
· SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· SYSTEM-CRITERIA-PROFILE Identifier (PK)—The identifier for a specific SYSTEM-CRITERIA-PROFILE for a specific SYSTEM.

· AGREEMENT IDENTIFIER (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· GUIDANCE IDENTIFIER (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· SYSTEM-CRITERIA-PROFILE Enabling Function Text—The text that describes what application processes are required to provide a SYSTEM-CRITERION-PROFILE for a specific SYSTEM.

· SYSTEM-CRITERIA-PROFILE Time Phase Code—The time at which a specific SYSTEM-TECHNICAL-CRITERIA-PROFILE is effective.  Domain values include:  Current; Near-term; mid-term; Far-term

· SYSTEM-CRITERIA-PROFILE Agreement Role Code—The code that designates the specific way in which an AGREEMENT is cited for a SYSTEM in a specific SYSTEM-CRITERIA-PROFILE.  Domain values include:  Provides support for; Conforms to; Is planned to provide; Not specified; Not known.

SYSTEM-DOCUMENT
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· SYSTEM-DOCUMENT Role Code—The code that designates the specific way in which a SYSTEM is cited for a DOCUMENT.  Domain values include:  Is described in; Has capabilities defined in; Conforms to the specifications of.

SYSTEM-EQUIPMENT-TYPE
· SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· SYSTEM-EQUIPMENT-TYPE Identifier (PK)—The identifier for a specific SYSTEM-EQUIPMENT-TYPE for a specific SYSTEM and a specific EQUIPMENT-TYPE.

· Equipment Type MATERIEL-ITEM Identifier (PK) (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· SYSTEM-EQUIPMENT-TYPE Quantity—The number of a specific EQUIPMENT-TYPE that occurs for a specific SYSTEM.

Table 140.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

SYSTEM-EQUIPMENT-TYPE (Cont’d)
· SYSTEM-EQUIPMENT-TYPE Role Code—The code that designates the specific way in which an EQUIPMENT-TYPE is cited for a SYSTEM.  Domain values include:  Uses as a workstation; Uses as a server; Uses as a peripheral display; Is procured as; Is a central processing unit for; Is an interface device for; Is a communications device for; Is a security device for.

SYSTEM-INFORMATION-ASSET
· SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· INFO-ASSET Group Identifier (PK) (FK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.  Domain values include:  Conforms to; Uses; Includes; Interoperates with.

· SYSTEM-INFORMATION-ASSET Identifier (PK)—The unique identifier of a specific SYSTEM-INFORMATION-ASSET for a specific SYSTEM and a specific INFORMATION-ASSET.

· SYSTEM-INFORMATION-ASSET Role Code—The code that designates a specific way in which a specific SYSTEM is described by a specific INFORMATION-ASSET in a SYSTEM-INFORMATION-ASSET.  Domain values include:  Is specified using; Has requirements derived from; Is fully represented by; is partly represented by.

SYSTEM-MIGRATION-EVOLUTION
· SYSTEM-ASSOCIATION Group Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· SYSTEM-ASSOCIATION-MIGRATION Identifier (PK) (FK)—The unique identifier of a specific SYSTEM-ASSOCIATION-MIGRATION for a specific SYSTEM-ASSOCIATION.

· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· Constraint GUIDANCE Identifier (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· SYSTEM-CONSTRAINT Identifier (FK)—The identifier of an SYSTEM-CONSTRAINT for a specific SYSTEM.

SYSTEM-MISSION-AREA
· MISSION-AREA TYPE CODE (PK) (FK)—(16078) (A)  THE CODE THAT DENOTES A CLASS OF MISSION-AREA.

· SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

SYSTEM-ORGANIZATION
· ORGANIZATION IDENTIFIER (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· SYSTEM-ORGANIZATION Identifier (PK)—The unique identifier of a specific SYSTEM-ORGANIZATION for a specific SYSTEM and a specific ORGANIZATION.

· SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· POINT-OF-CONTACT Identifier (FK)—The unique identifier of a specific POINT-OF-CONTACT.

· SYSTEM-ORGANIZATION Role Code—The code that designates the way a specific ORGANIZATION is related to a specific ORGANIZATION in a SYSTEM-ORGANIZATION.  Domain values include:  Is operated by; Is installed by; Is managed by; Is maintained by; Is developed by; Is owned by; Is supplied by; Has the office of primary responsibility for.

· SYSTEM-ORGANIZATION Role Effective Date—The date of the initiation of the validity of a specific SYSTEM-ORGANIZATION related in a designated role.

SYSTEM-PROCESS-ACTIVITY
· SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· PROCESS-ACTIVITY IDENTIFIER (PK) (FK)—(29165/2) (A)  THE IDENTIFIER THAT REPRESENTS A PROCESS-ACTIVITY.

· PROCESS-ACTIVITY VERSION IDENTIFIER (PK) (FK)—(20252/2) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF A PROCESS-ACTIVITY.

· SYSTEM-PROCESS-ACTIVITY Identifier (PK)—The unique identifier of a specific PROCESS-ACTIVITY-SYSTEM for a specific PROCESS-ACTIVITY and a specific SYSTEM.

· FUNCTIONAL-AREA IDENTIFIER (FK)—(20492) (A)  THE IDENTIFIER THAT REPRESENTS A FUNCTIONAL-AREA.

· SYSTEM-PROCESS-ACTIVITY Type Code—The code that designates a specific class of SYSTEM-FUNCTION.  Domain values include:  Is designed to carry out; Has a function represented by; Provides partial support for; Provides an alternate capability for; Not specified; Not known.

· SYSTEM-PROCESS-ACTIVITY Name—The name of a specific SYSTEM-FUNCTION.

· SYSTEM-PROCESS-ACTIVITY Description Text—The text that briefly characterizes a specific SYSTEM-FUNCTION.

Table 140.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

SYSTEM-PROCESS-ACTIVITY-STANDARD-PROFILE
· SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· PROCESS-ACTIVITY IDENTIFIER (PK) (FK)—(29165/2) (A)  THE IDENTIFIER THAT REPRESENTS A PROCESS-ACTIVITY.

· PROCESS-ACTIVITY VERSION IDENTIFIER (PK) (FK)—(20252/2) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF A PROCESS-ACTIVITY.

· SYSTEM-PROCESS-ACTIVITY Identifier (PK) (FK)—The unique identifier of a specific PROCESS-ACTIVITY-SYSTEM for a specific PROCESS-ACTIVITY and a specific SYSTEM.

· Std Profile AGREEMENT Identifier (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· SYSTEM-PROCESS-ACTIVITY-STANDARD-PROFILE Identifier (PK)—The identifier of a specific SYSTEM-PROCESS-ACTIVITY-STANDARD-PROFILE for a specific SYSTEM-PROCESS-ACTIVITY and a specific STANDARD-PROFILE.

· SYSTEM-PROCESS-ACTIVITY-STD-PROF Role Code—The code that designates the specific way in which a STANDARD-PROFILE is cited for a SYSTEM-PROCESS-ACTIVITY.  Domain values include:  Provides support for; Conforms to; Is planned to provide.

SYSTEM-SECURITY-CLASSIFICATION
· SYSTEM-SECURITY-CLASSIFICATION IDENTIFIER (PK)—THE IDENTIFIER THAT REPRESENTS A SYSTEM-SECURITY-CLASSIFICATION.

· SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· CAVEATED-SECURITY-CLASSIFICATION Identifier (PK) (FK)—The identifier of a CAVEATED-SECURITY-CLASSIFICATION for a specific SECURITY-CLASSIFICATION.  Source:  CADM-ASA Workshop (17-19 June 1998).

· SECURITY-CLASSIFICATION CODE (PK) (FK)—(26900/1) (A)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (26900/2) (C)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (DDDS, June 1998)

· SYSTEM-SECURITY-CLASSIFICATION Accreditation Date—The initial date at which a specific SECURITY-CLASSIFICATION applies to a specific SYSTEM in a SYSTEM-SECURITY-CLASSIFICATION.

· SYSTEM-SECURITY-CLASSIFICATION DESCRIPTION TEXT—THE TEXT THAT DESCRIBES A SYSTEM-SECURITY-CLASSIFICATION.

SYSTEM-SOFTWARE-ITEM
· SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· Software Item MATERIEL-ITEM Identifier (PK) (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

SYSTEM-SYSTEM-ARCHITECTURE
· SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· SYSTEM-SYSTEM-ARCHITECTURE Identifier (PK)—The identifier of an SYSTEM-SYSTEM-ARCHITECTURE for a specific SYSTEM and a specific instance of SYSTEM-ARCHITECTURE.

· SYSTEM-SYSTEM-ARCHITECTURE Role Code—The code that designates the specific way in which a SYSTEM-ARCHITECTURE is cited for a SYSTEM.  Domain values include:  Supports; Is an element of.

b.
Details for SYSTEM-ASSOCIATION and Its Child Entities

SYSTEM-ASSOCIATION (illustrated in Table 141) is defined as an association of a SYSTEM with another SYSTEM.  Compare:  SYSTEM-ASSOCIATION [(12546/1) (D)]—An association between a SYSTEM and another SYSTEM indicating connectivity between the SYSTEMs.  This entity is used to identify the set of subsystems for a SYSTEM.  It is also used to identify SYSTEMs on which a specific SYSTEM has a dependency.  Classes of association (distinguished by the Type Code) are the following:  Is a revision of, Is an upgrade planned for, Migrates from, Replaces, Is installed in, Interfaces with, Is a client for, Is a server for, Is an operating system for, Provides office automation for, Is a subsystem of, and Is a component of.

Table 141.  SYSTEM-ASSOCIATION Instance Table

SYSTEM-ASSOCIATION


Ordinate 
SYSTEM Identifier (FK)

Subordinate SYSTEM Identifier (FK)
SYSTEM-ASSOC Identifier (FK)
SYSTEM-ASSOCIATION Interface Status Code
SYSTEM-ASSOC Interop. Level Code

SYSTEM-ASSOCIATION Type Code

SYS3012 (MIDB-97)
SYS3001 (MF-IDB)
SYSA0001
Existing (deactivation)
C (Distributed Systems)
Migrates from

SYS3010 (MIDB 1.2)
SYS3002 (FORTIS)
SYSA0001
Existing (deactivation)
C
Migrates from

SYS3009 (MIDB 1.1)
SYS3003 (IDB-II)
SYSA0001
Existing (deactivation)
C
Migrates from

SYS3009 (MIDB 1.1)
SYS3004 (CIDS)
SYSA0001
Existing (deactivation)
C
Migrates from

SYS3008 (MIDB 1.0)
SYS3005 (SDB)
SYSA0001
Existing (deactivation)
C
Migrates from

SYS3008 (MIDB 1.0)
SYS3006 (JMIIS)
SYSA0001
Existing (deactivation)
C
Migrates from

SYS3008 (MIDB 1.0)
SYS3007 (MIIPS)
SYSA0001
Existing (deactivation)
C
Migrates from

SYS3009 (MIDB 1.1)
SYS3008 (MIDB 1.0)
SYSA0001
Existing (upgrades)
C
Migrates from

SYS3010 (MIDB 1.2)
SYS3009 (MIDB 1.1)
SYSA0001
Existing (upgrades)
C
Is an upgrade planned for

SYS3012 (MIDB-97)
SYS3010 (MIDB 1.2)
SYSA0001
Existing (upgrades)
C
Is an upgrade planned for

The following attributes of SYSTEM-ASSOCIATION are not shown in the instance table:  SECURITY-CLASSIFICATION Code (FK), CAVEATED-SECURITY-CLASSIFICATION Identifier (FK), Interface Purpose FUNCTIONAL-AREA Identifier (FK), Description Text, and Name.

PERIOD is defined as an interval of time.  It is cited in all of the following entities:

· ARCHITECTURE
· DOCUMENT
· IMPLEMENTATION-TIME-FRAME
· PERIOD
· STANDARD-TECHNOLOGY-FORECAST {TV-2}
· STANDARD-TECHNOLOGY-FORECAST-ELEMENT
· SYSTEM-ASSOCIATION-MIGRATION
· SYSTEM-PERFORMANCE-PARAMETER-MATRIX-ELEMENT
· SYSTEM-SYSTEM-MATRIX-ELEMENT
· SYSTEM-TECHNOLOGY-FORECAST-PROFILE
· TECHNOLOGY-FORECAST.

An instance table for PERIOD is provided in Table 142.

Table 142.  PERIOD Instance Table

PERIOD

PERIOD Identifier
PERIOD Begin Date
PERIOD End Date
PERIOD Name
PERIOD Type Name

PER0021
—
31 Dec 1997
Base
Developmental

PER0022
01 Jan 1998
31 Dec 1999
Future
Developmental

PER0023
01 Jan 2000
—
Long Range
Developmental

SYSTEM-ASSOCIATION-CONSTRAINT (illustrated in Table 143) is defined as the association of a specific SYSTEM-ASSOCIATION with a specific CONSTRAINT.

Table 143.  SYSTEM-ASSOCIATION-CONSTRAINT Instance Table

SYSTEM-ASSOCIATION-CONSTRAINT

SYSTEM-ASSOCIATION Group Identifier (FK)


Ordinate SYSTEM
 Identifier (FK)
Subordinate SYSTEM Identifier (FK)
SYSTEM-ASSOC 
Identifier (FK)
Constraint GUIDANCE Identifier (FK)

SYS3012 (MIDB-97)
SYS3001 (MF-IDB)
SYSA0001


SYS3010 (MIDB 1.2)
SYS3002 (FORTIS)
SYSA0001


SYS3009 (MIDB 1.1)
SYS3003 (IDB-II)
SYSA0001


SYS3009 (MIDB 1.1)
SYS3004 (CIDS)
SYSA0001


SYS3008 (MIDB 1.0)
SYS3005 (SDB)
SYSA0001


SYS3008 (MIDB 1.0)
SYS3006 (JMIIS)
SYSA0001


SYS3008 (MIDB 1.0)
SYS3007 (MIIPS)
SYSA0001


SYS3009 (MIDB 1.1)
SYS3008 (MIDB 1.0)
SYSA0001


SYS3010 (MIDB 1.2)
SYS3009 (MIDB 1.1)
SYSA0001


SYS3012 (MIDB-97)
SYS3010 (MIDB 1.2)
SYSA0001


SYSTEM-ASSOCIATION-MEANS (illustrated in Table 144) is defined as the specification for how a specific SYSTEM-ASSOCIATION is carried out.  

Table 144.  SYSTEM-ASSOCIATION-MEANS Instance Table

SYSTEM-ASSOCIATION-MEANS

SYSTEM-ASSOCIATION Group Identifier (FK)
SYSTEM-
Primary 

SYSTEM-

Ordinate 
SYSTEM Identifier (FK)
Subordinate SYSTEM Identifier 
(FK)
SYSTEM-ASSOC Id (FK)
ASSOC-MEANS Id (FK)
COMM. MEDIUM Id (FK)
AGREE-MENT Id (FK)
ASSOC-MEANS Type Code

SYS3012 (MIDB-97)
SYS3001 (MF-IDB)
SYSA0001
SAM0001


Exists

SYS3010 (MIDB 1.2)
SYS3002 (FORTIS)
SYSA0001
SAM0001


Exists

SYS3009 (MIDB 1.1)
SYS3003 (IDB-II)
SYSA0001
SAM0001


Exists

SYS3009 (MIDB 1.1)
SYS3004 (CIDS)
SYSA0001
SAM0001


Exists

SYS3008 (MIDB 1.0)
SYS3005 (SDB)
SYSA0001
SAM0001


Exists

SYS3008 (MIDB 1.0)
SYS3006 (JMIIS)
SYSA0001
SAM0001


Exists

SYS3008 (MIDB 1.0)
SYS3007 (MIIPS)
SYSA0001
SAM0001


Exists

SYS3009 (MIDB 1.1)
SYS3008 (MIDB 1.0)
SYSA0001
SAM0001


Exists

SYS3010 (MIDB 1.2)
SYS3009 (MIDB 1.1)
SYSA0001
SAM0001


Planned

SYS3012 (MIDB-97)
SYS3010 (MIDB 1.2)
SYSA0001
SAM0001


Planned

The following attribute of SYSTEM-ASSOCIATION-MEANS is not shown in the instance table:  Communication System SYSTEM Identifier (FK).

SYSTEM-ASSOCIATION-MIGRATION (illustrated in Table 145) is defined as the specification of a way in which a specific SYSTEM-ASSOCIATION can be achieved.  

Table 145.  SYSTEM-ASSOCIATION-MIGRATION Instance Table

SYSTEM-ASSOCIATION-MIGRATION

SYSTEM-ASSOCIATION Group Identifier (FK)
SYSTEM-


SYSTEM-

Ordinate 
SYSTEM Identifier (FK)
Subordinate SYSTEM Identifier 
(FK)
SYSTEM-ASSOC Id (FK)
ASSOC-MIGRATION Id (FK)
GUIDANCE Identifier 
(FK)
Time Frame PERIOD Id (FK)
ASSOC-MIGRAT. Descr Text

SYS3012 (MIDB-97)
SYS3001 (MF-IDB)
SYSA0001
SAM0001
—
—
—

SYS3010 (MIDB 1.2)
SYS3002 (FORTIS)
SYSA0001
SAM0001
—
—
—

SYS3009 (MIDB 1.1)
SYS3003 (IDB-II)
SYSA0001
SAM0001
—
—
—

SYS3009 (MIDB 1.1)
SYS3004 (CIDS)
SYSA0001
SAM0001
—
—
—

SYS3008 (MIDB 1.0)
SYS3005 (SDB)
SYSA0001
SAM0001
—
—
—

SYS3008 (MIDB 1.0)
SYS3006 (JMIIS)
SYSA0001
SAM0001
—
—
—

SYS3008 (MIDB 1.0)
SYS3007 (MIIPS)
SYSA0001
SAM0001
—
—
—

SYS3009 (MIDB 1.1)
SYS3008 (MIDB 1.0)
SYSA0001
SAM0001
—
—
—

SYS3010 (MIDB 1.2)
SYS3009 (MIDB 1.1)
SYSA0001
SAM0001
—
—
—

SYS3012 (MIDB-97)
SYS3010 (MIDB 1.2)
SYSA0001
SAM0001
—
—
—

SYSTEM-MIGRATION-EVOLUTION (illustrated in Table 146) is defined as a specification of a SYSTEM-ASSOCIATION that depicts how one SYSTEM can be expected to become another, more capable, SYSTEM over time.  More than one SYSTEM-MIGRATION-EVOLUTION can be specified for a single SYSTEM-ASSOCIATION, so it is defined as a child entity of SYSTEM-ASSOCIATION.  

Table 146.  SYSTEM-MIGRATION-EVOLUTION Instance Table

SYSTEM-MIGRATION-EVOLUTION

SYSTEM-ASSOCIATION-MIGRATION Group Identifier (FK)
Evolution

SYSTEM-ASSOCIATION Group Identifier (FK)
SYSTEM-
Diagram

Ordinate SYSTEM Identifier
Subordinate SYSTEM Identifier
SYSTEM-ASSOCIATION Identifier
ASSOCIATION-MIGRATION Id (FK)
DOCUMENT Id (FK)

SYS3012 (MIDB-97)
SYS3001 (MF-IDB)
SYSA0001
SAM0001
DOC0012

SYS3010 (MIDB 1.2)
SYS3002 (FORTIS)
SYSA0001
SAM0001
DOC0012

SYS3010 (MIDB 1.2)
SYS3003 (IDB-II)
SYSA0001
SAM0001
DOC0012

SYS3009 (MIDB 1.1)
SYS3004 (CIDS)
SYSA0001
SAM0001
DOC0012

SYS3008 (MIDB 1.0)
SYS3005 (SDB)
SYSA0001
SAM0001
DOC0012

SYS3008 (MIDB 1.0)
SYS3006 (JMIIS)
SYSA0001
SAM0001
DOC0012

SYS3008 (MIDB 1.0)
SYS3007 (MIIPS)
SYSA0001
SAM0001
DOC0012

SYS3009 (MIDB 1.1)
SYS3008 (MIDB 1.0)
SYSA0001
SAM0001
DOC0012

SYS3010 (MIDB 1.2)
SYS3009 (MIDB 1.1)
SYSA0001
SAM0001
DOC0012

SYS3012 (MIDB-97)
SYS3010 (MIDB 1.2)
SYSA0001
SAM0001
DOC0012

The following attributes of SYSTEM-MIGRATION-EVOLUTION are not shown in the instance table:  Constraint GUIDANCE Identifier (FK) and SYSTEM-CONSTRAINT Identifier (FK).

c.
Details for Child Entities of SYSTEM

SYSTEM-CONSTRAINT (illustrated in Table 147) is defined as the specification of a limitation for a specific SYSTEM.  Classes of limitation (distinguished by the Type Code) are the following:  Security constraint, Database constraint, and Access constraint.

Table 147.  SYSTEM-CONSTRAINT Instance Table

SYSTEM-CONSTRAINT


SYSTEM Identifier (FK)
SYSTEM-CONSTRAINT Identifier
Constraint GUIDANCE Identifier (FK)

[Cited]
GUIDANCE Identifier (FK)
SYSTEM-CONSTRAINT Description Text
SYSTEM-CONSTRAINT Type Code

SYS3154 (JOPES S&M)
SYCST001





SYS3154
SYCST002





SYS3154
SYCST003





SYSTEM-CRITERIA-PROFILE (illustrated in Table 148) is defined as the time-phased capture of the technical guidelines applicable to a given SYSTEM.  (See [ITM LDM 1997].)  

Table 148.  SYSTEM-CRITERIA-PROFILE Instance Table

SYSTEM-CRITERIA-PROFILE



SYSTEM Identifier (FK)
SYSTEM-CRITERIA-PROFILE Identifier
AGREE-MENT Identifier 
(FK)


GUIDANCE Identifier 
(FK)
SYSTEM-CRITERIA-PROFILE Enabling Function Text
SYSTEM-CRITERIA-PROFILE Time Phase Code

SYS3154 (JOPES S&M)
SCP001
AGR1104 (TAFIM)
GUID0301 (Implementation guideline)
—
Current

SYS3154
SCP002
—
GUID0302 (Precedence guideline)
—
Current

SYS3154
SCP003
—
GUID0303 (Testing guideline)
—
Current

SYS3154
SCP004
—
GUID0304 (Evaluation guideline)
—
Near-term

SYS3154
SCP005
AGR1104
GUID0305 (Standardization guidance)
—
Current

The following attribute is not shown in the instance table:  Agreement Role Code.

SYSTEM-DOCUMENT (illustrated in Table 149) is defined [DDDS (12548/1) (D)] as an association between a SYSTEM and a DOCUMENT.  Classes of association (distinguished by the Role Code) are the following:  Is described in, Has capabilities defined in, and Conforms to the specifications of.

SYSTEM-DOCUMENTs may cite DOCUMENTs of one or more of the following types (among others):

· ACTIVITY-MODEL-SPECIFICATION (see Section IV.B.09 below)

· CONCEPT-GRAPHIC (see Section IV.B.17.c below)

· DATA-DICTIONARY-SPECIFICATION (see Section IV.B.17.c below)

· LOGICAL-DATA-MODEL (see Section IV.B.16 below)

· FUNCTIONAL-SPECIFICATION (see Section IV.B.17.c below)

· INTERFACE-CONTROL-DOCUMENT (see Section IV.B.17.c below)

· NODE-CONNECTIVITY-DESCRIPTION (see Section IV.B.17.c below)

· PHYSICAL-MODEL-SPECIFICATION (see Section IV.B.17.c below)

· RULE-MODEL (see Section IV.B.17.c below).

Table 149.  SYSTEM-DOCUMENT Instance Table

SYSTEM-DOCUMENT

SYSTEM 
Identifier (FK)
DOCUMENT 
Identifier (FK)
SYSTEM-DOCUMENT 
Role Code

SYS2003 (SYS-A)
Interface Control Document A
Conforms to the specifications of

SYS2008 (SYS-C)
Interface Control Document B
Conforms to the specifications of

SYSTEM-EQUIPMENT-TYPE (illustrated in Table 150) is defined as the relationship of a specific SYSTEM to a specific EQUIPMENT-TYPE.  Classes of association (distinguished by the Role Code) are the following:  Uses as a workstation, Uses as a server, Uses as a peripheral display, Is procured as, Is a central processing unit for, Is an interface device for, Is a communications device for, and Is a security device for.

Table 150.  SYSTEM-EQUIPMENT-TYPE Instance Table

SYSTEM-EQUIPMENT-TYPE


SYSTEM Identifier 
(FK)
Equipment Type MATERIEL-ITEM Identifier (FK)
SYSTEM-EQUIPMENT-TYPE Identifier

SYSTEM-EQUIPMENT-TYPE Quantity

SYSTEM-EQUIPMENT-TYPE Role Code

SYS2003 (SYS-A)
MAT2001 (Computer A)
SYSET001
1
Is an interface device for

SYS2008 (SYS-C)
MAT2002 (Computer B)
SYSET001
1
Is an interface device for

SYSTEM-INFORMATION-ASSET (illustrated in Table 151) is defined as the association of a specific SYSTEM with a specific INFORMATION-ASSET.  Classes of association (distinguished by the Role Code) are the following:  Is specified using, Has requirements derived from, Is fully represented by, and is partly represented by.

Table 151.  SYSTEM-INFORMATION-ASSET Instance Table

SYSTEM-INFORMATION-ASSET


INFORMATION-ASSET Group Identifier (FK)




SYSTEM Identifier (FK)

INFO-ASSET Identifier
INFO-ASSET Version Id
ORGANI-ZATION Identifier
SYSTEM-INFORMATION-ASSET Identifier
SYSTEM-INFORMATION-ASSET Role Code

SYS3153 (GCCS)
IA4004 (GCCS)
IAV0001
ORG01
SYSIA001
Is fully represented by

SYS3153 (GCCS)
IA4008 (JMCIS)
IAV0001
ORG01
SYSIA002
Is specified using

SYS3153 (GCCS)
IA4007 (JOPES S&M)
IAV0001
ORG01
SYSIA003
Is specified using

SYSTEM-MISSION-AREA (illustrated in Table 152) is defined as the association of a specific SYSTEM with a specific MISSION-AREA.  MISSION-AREA is defined [(2305) (A)] as the general class to which an operational mission belongs.  Note:  Within a class, the missions have common objectives.

Table 152.  SYSTEM-MISSION-AREA Instance Table

SYSTEM-MISSION-AREA

SYSTEM Identifier (FK)
MISSION-AREA Type Code (FK)

SYS3153 (GCCS)
AIR (Air Warfare)

SYS3153 (GCCS)
06 (Amphibious warfare)

SYS3153 (GCCS)
TAD (Theater Air Defense)

SYSTEM-ORGANIZATION (illustrated in Table 153) is defined as the association of a specific SYSTEM with a specific ORGANIZATION.  [See Army COE Data Model (ORG-APPLICATION-USER).]  Classes of association (distinguished by the Role Code) are the following:  Is operated by, Is installed by, Is managed by, Is maintained by, Is developed by, Is owned by, Is supplied by, and Has the office of primary responsibility for.

Table 153.  SYSTEM-ORGANIZATION Instance Table

SYSTEM-ORGANIZATION


SYSTEM Identifier (FK)

ORGANIZATION Identifier (FK)
SYSTEM-ORG. Identifier
SYSTEM-ORG. 
Role 
Code
SYSTEM-ORG. 
Role 
Effective Date
POINT-OF-CONTACT Identifier (FK)

SYS3153 (GCCS)
ORG1101 (DISA)
SYSOR001
Is developed by
—
—

SYS3153 (GCCS)
ORG1101 (DISA)
SYSOR002
Is installed by
—
—

SYS3153 (GCCS)
ORG1101 (DISA)
SYSOR003
Is maintained by
—
—

SYS3153 (GCCS)
ORG1101 (DISA)
SYSOR004
Is supplied by
—
—

SYS3154 (S&M)
ORG1101 (DISA)
SYSOR001
Is developed by
—
—

SYS3154 (S&M)
ORG1101 (DISA)
SYSOR002
Is maintained by
—
—

SYS3155 (GSORTS)
ORG1101 (DISA)
SYSOR001
Is developed by
—
—

SYS3155 (GSORTS)
ORG1101 (DISA)
SYSOR002
Is maintained by
—
—

SYS3008 (MIDB 1.2)
ORG5301 (DIA)
SYSOR001
Is developed by
—
—

SYS3008 (MIDB 1.2)
ORG5301 (DIA)
SYSOR002
Is maintained by
—
—

SYSTEM-PROCESS-ACTIVITY (illustrated in Table 154) is defined as the relationship of a specific PROCESS-ACTIVITY to a specific SYSTEM.  Since SYSTEM-FUNCTION is a subtype of PROCESS-ACTIVITY, this entity is used to specify the SYSTEM-FUNCTIONs for a SYSTEM.  Classes of association (distinguished by the Role Code) are the following:  Is designed to carry out, Has a function represented by, Provides partial support for, and Provides an alternate capability for.

Table 154.  SYSTEM-PROCESS-ACTIVITY Instance Table

SYSTEM-PROCESS-ACTIVITY 


SYSTEM Identifier (FK)
PROC-ACTIV Id (FK)
PROC-ACTIV Vers Id (FK)
SYS-PROC-ACTIVITY Identifier
FUNC-AREA Id (FK)
SYS-PROC-ACTIVITY Type Code
SYS-PROC-ACTIVITY Name
SYS-PROC-ACTIVITY Descr Text

SYS3153 (GCCS)








SYS3153 (GCCS)








SYS3153 (GCCS)








SYS3153 (GCCS)








SYS3154 (S&M)








SYS3154 (S&M)








SYS3155 (GSORTS)








SYS3155 (GSORTS)








SYS3008 (MIDB 1.2)








SYS3008 (MIDB 1.2)








SYSTEM-PROCESS-ACTIVITY-STANDARD-PROFILE (illustrated in Table 155) is defined as the association of a specific SYSTEM-PROCESS-ACTIVITY with a specific STANDARD-PROFILE.  Classes of association (distinguished by the Role Code) are the following:  Provides support for, Conforms to, and Is planned to provide.

Table 155.  SYSTEM-PROCESS-ACTIVITY-STANDARD-PROFILE Instance Table

SYSTEM-PROCESS-ACTIVITY-STANDARD-PROFILE

SYSTEM Identifier (FK)
PROC-ACT.  Id (FK)
PROC-ACT. Version Id (FK)
SYSTEM-PROC.-ACT. Id (FK)
Std Profile AGREEMENT Identifier (FK)
SYSTEM-PROC-ACT-STD-PROFILE Id
SYSTEM-PROC-ACT-STD-PROFILE Role Code

SYS2003 (SYS-A)



AGR1101 (JWICS)

Conforms to

SYS2003 (SYS-A)



AGR1102 (NIPRNET)

Is planned to provide

SYS2003 (SYS-A)



AGR1103 (Etherenet)

Conforms to

SYS2003 (SYS-A)



AGR1104 (ATM)

Is planned to provide

SYSTEM-SECURITY-CLASSIFICATION (illustrated in Table 156) is defined as an association of a SYSTEM with a SECURITY-CLASSIFICATION.  Note:  SECURITY-CLASSIFICATION is defined [DDDS (940) (A)] as the level assigned to national security information and material that denotes the degree of damage that its unauthorized disclosure would cause to national defense or foreign relations of the United States and the degree of protection required.  

Table 156.  SYSTEM-SECURITY-CLASSIFICATION Instance Table

SYSTEM-SECURITY-CLASSIFICATION


SYSTEM Identifier (FK)
SECURITY-CLASS Code (FK)
CAVEATED-SECURITY-CLASS Id (FK)
SYSTEM-SECURITY-CLASS Id
SYSTEM-SECURITY-CLASS 
Accreditation Date
SYSTEM-SECURITY-CLASS 
Description Text

SYS2003 (SYS-A)
U
CSC001
SSC001
—
—

SYS2008 (SYS-C)
U
CSC001
SSC001
—
—

SYSTEM-SOFTWARE-ITEM (illustrated in Table 157) is defined as the association of a specific SOFTWARE-ITEM to a specific SYSTEM.  

Table 157.  SYSTEM-SOFTWARE-ITEM Instance Table

SYSTEM-SOFTWARE-ITEM

SYSTEM Identifier 
(FK)
Software Item 
MATERIEL-ITEM Identifier (FK)

SYS2003 (SYS-A)
MAT2003 (Operating System X)

SYS2008 (SYS-C)
MAT2003 (Operating System X)

SYS2003 (SYS-A)
MAT2004 (Application Software A)

SYS2008 (SYS-C)
MAT2005 Communication Software A)

SYS2003 (SYS-A)
MAT2006 (Application Software B)

SYS2008 (SYS-C)
MAT2007 Communication Software B)

SYSTEM-SYSTEM-ARCHITECTURE (illustrated in Table 158) is defined as the association of a specific SYSTEM with a specific SYSTEM-ARCHITECTURE.  Classes of association (distinguished by the Role Code) are the following:  Supports and Is an element of.

Table 158.  SYSTEM-SYSTEM-ARCHITECTURE Instance Table

SYSTEM-SYSTEM-ARCHITECTURE


SYSTEM Identifier 
(FK)
[System Architecture] 
ARCHITECTURE Identifier (FK)

SYSTEM-SYSTEM-ARCHITECTURE Identifier
SYSTEM-SYSTEM-ARCHITECTURE 
Role Code

SYS3153 (GCCS)
ARCH0004 (Joint Technical Architecture)
SYSA001
Supports

SYS3008 (MIDB 1.2)
ARCH0004 (Joint Technical Architecture)
SYSA001
Supports

8.
Software Item View

a.
Overview and Specification

Figure 88 provides the IDEF1X view for Software Item.  Table 159 provides definitions of each entity in the figure.  
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Figure 88.  CADM 2.0 Software Item View (XV-08)

Table 159.  Entity Definitions for All Entities in the Software Item View

Entity
Entity Definition
Reference

EQUIPMENT-TYPE-SOFTWARE-ITEM
The relationship between a specific EQUIPMENT-TYPE and a specific SOFTWARE-ITEM.
See Section IV.B.25 (Materiel Item and Equipment Types View)

MATERIEL-ITEM
(787) (A)  A CHARACTERIZATION OF A MATERIEL ASSET.
See Section IV.B.25 (Materiel Item and Equipment Types View)

SOFTWARE-APPLICATION
(5344) (A)  A COLLECTION OF AUTOMATED PROGRAMS THAT PROVIDES A SPECIFIC SET OF INFORMATION ON PROCESSING SERVICES.
See below

SOFTWARE-APPLICATION-PROCEDURE
The specification of a set of execution rules for a specific SOFTWARE-APPLICATION.
See below

SOFTWARE-APPLICATION-PROCEDURE-PROCESS-ACTIVITY
An association between a specific SOFTWARE-APPLICATION-PROCEDURE and a specific PROCESS-ACTIVITY.
See below

SOFTWARE-ITEM
A set of instructions that governs the operation of data processing equipment.  Derived from:  SOFTWARE--(1853/1) (D)  A SET OF INSTRUCTIONS THAT OPERATES DATA PROCESSING EQUIPMENT.  (MODIFIED FROM:  DATA PRO - STORED SETS OF INSTRUCTIONS THAT GOVERN THE OPERATION OF A COMPUTER SYSTEM AND MAKE THE HARDWARE RUN.)  See also SOFTWARE-TYPE (1862/1) (D)  THE CODE THAT REPRESENTS THE CLASS OF SOFTWARE.
See below

SOFTWARE-ITEM-SERVICE
The association of a specific SOFTWARE-ITEM to a specific REFERENCE-MODEL-SERVICE.
See below

SYSTEM-SOFTWARE-ITEM
The association of a specific SOFTWARE-ITEM to a specific SYSTEM.
See Section IV.B.07 (System Child Entities View)

Table 160 provides the attribute specifications of key entities in the Software Item View of CADM 2.0.

Table 160.  Attribute Specifications for Key Entities in the Software Item View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

SOFTWARE-APPLICATION
· Software Application INFO-ASSET Group Identifier (PK) (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

· SOFTWARE-APPLICATION FUNCTIONAL DESCRIPTION TEXT—(23786) (A)  THE TEXT THAT DESCRIBES THE OPERATIONS OF A SOFTWARE-APPLICATION.

· SOFTWARE-APPLICATION PRODUCTION STATUS CODE—(24004) (A)  THE CODE THAT REPRESENTS THE OPERATIONAL STATUS OF A SOFTWARE-APPLICATION.  Domain values include:  N--APPLICATION IS NOT IN PRODUCTION; P--APPLICATION IS IN PRODUCTION.

· SOFTWARE-APPLICATION VERSION RELEASE DATE—(23716) (A)  THE ISSUE DATE OF A RENDITION OF A SOFTWARE-APPLICATION.

SOFTWARE-APPLICATION-PROCEDURE
· Software Application INFO-ASSET Group Identifier (PK) (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

· SOFTWARE-APPLICATION-PROCEDURE Identifier (PK)—The identifier of a specific SOFTWARE-APPLICATION-PROCEDURE for a specific SOFTWARE-APPLICATION.

· SOFTWARE-APPLICATION-PROCEDURE Author Name—The name of the one responsible for the development of a SOFTWARE-APPLICATION-PROCEDURE.

· SOFTWARE-APPLICATION-PROCEDURE Creation Date—The date on which a SOFTWARE-APPLICATION-PROCEDURE was originally completed for use.

· SOFTWARE-APPLICATION-PROCEDURE Execution Cycle Description Text—The text that summarizes the logical specification of a SOFTWARE-APPLICATION-PROCEDURE.

· SOFTWARE-APPLICATION-PROCEDURE Language Name—The name of the programming language for a SOFTWARE-APPLICATION-PROCEDURE.

· SOFTWARE-APPLICATION-PROCEDURE Name—The name of a specific SOFTWARE-APPLICATION-PROCEDURE.

· SOFTWARE-APPLICATION-PROCEDURE Revision Date—The date on which a SOFTWARE-APPLICATION-PROCEDURE was last changed.

Table 160.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

SOFTWARE-APPLICATION-PROCEDURE-PROCESS-ACTIVITY
· Software Application INFO-ASSET Group Identifier (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· SOFTWARE-APPLICATION-PROCEDURE Identifier (PK) (FK)—The identifier of a specific SOFTWARE-APPLICATION-PROCEDURE for a specific SOFTWARE-APPLICATION.

· PROCESS-ACTIVITY IDENTIFIER (PK) (FK)—(29165/2) (A)  THE IDENTIFIER THAT REPRESENTS A PROCESS-ACTIVITY.

· PROCESS-ACTIVITY VERSION IDENTIFIER (PK) (FK)—(20252/2) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF A PROCESS-ACTIVITY.

· SOFTWARE-APPLICATION-PROCEDURE-PROCESS-ACTIVITY Role Code—The code that designates the specific way in which a PROCESS-ACTIVITY relates to a SOFTWARE-APPLICATION-PROCEDURE.  Domain values include:  Supports; References; Interfaces to.

SOFTWARE-ITEM
· Software Item MATERIEL-ITEM Identifier (PK) (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· Software Application INFO-ASSET Group Identifier (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

· Supplier ORGANIZATION Identifier (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· SOFTWARE-ITEM Build Identifier—The identifier for a specific integration event for a SOFTWARE-ITEM.

· SOFTWARE-ITEM Category Code—The code the denotes the class of a SOFTWARE-ITEM.  It serves as a discriminator for subtypes of SOFTWARE-ITEM.  Domain values include:  Application Software; Communication Software; Data Encryption Software; System Software.  An alternative (suggested by BMDO) would be to use the values Conventional, Library, and Object-Oriented and to specify the other values as a category code of CONVENTIONAL-SOFTWARE-ITEM.

· SOFTWARE-ITEM COTS Indicator Code—The code that designates whether a specific SOFTWARE-ITEM is available as a commercial off-the-shelf product.  Domain values include:  Yes, a COTS product; No, not a COTS product; Unknown.

· SOFTWARE-ITEM Description Text—The text that summarizes a SOFTWARE-ITEM.

· SOFTWARE-ITEM GOTS Indicator Code—The code that designates whether a specific SOFTWARE-ITEM is available as a government-developed off-the-shelf product.  Domain values include:  Yes, a GOTS product; No, not a GOTS product; Unknown.

· SOFTWARE-ITEM Version Identifier—The identifier of a specific release of the SOFTWARE-ITEM.

· SOFTWARE-ITEM Release Date—The date a specific SOFTWARE-ITEM was distributed for general use.

SOFTWARE-ITEM-SERVICE
· Ref Model AGREEMENT Identifier (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· REFERENCE-MODEL-SERVICE Identifier (PK) (FK)—The identifier of a specific REFERENCE-MODEL-SERVICE for a specific REFERENCE-MODEL.

· Software Item MATERIEL-ITEM Identifier (PK) (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· SOFTWARE-ITEM-SERVICE Role Code—The code that designates the specific way in which a REFERENCE-MODEL-SERVICE is cited for a SOFTWARE-ITEM.  Domain values include:  Provides support for; Conforms to; Is planned to provide; Not specified; Not known.

b.
Details for SOFTWARE-ITEM

SOFTWARE-ITEM (illustrated in Table 161) is defined as a set of instructions that governs the operation of data processing equipment.  This definition was derived from:  SOFTWARE [(1853/1) (D)]—A set of instructions that operates data processing equipment.  (Modified from:  DATA PRO - stored sets of instructions that govern the operation of a computer system and make the hardware run.  See also SOFTWARE-TYPE [(1862/1) (D)]—The code that represents the class of software.)

Table 161.  SOFTWARE-ITEM Instance Table

SOFTWARE-ITEM

S/W Item MATERIEL-ITEM Identifier (FK)

S/W-ITEM 
Category Code
S/W-ITEM 
COTS Indicator Code
S/W-ITEM 
Description Text
S/W-ITEM 
GOTS Indicator Code

S/W-ITEM Version Identifier

MAT2003
System Software
COTS
Operating System
No
OA/NOS Version

MAT2004
Application Software 
No
Application
GOTS
Application Version

MAT2005
Communication Software
COTS
TCP/IP V1
GOTS
Comm S/W Version

MAT2006
Application Software
No
Application
GOTS
Application Version

MAT2007
Communication Software
COTS
TCP/IP V2
GOTS
Comm S/W Version

The following attributes for SOFTWARE-ITEM are omitted from this instance table:  Software Application INFORMATION-ASSET Group Identifier (FK), Build Identifier, Release Date, and Supplier ORGANIZATION Identifier (FK).

c.
Details for Entities Related to SOFTWARE-ITEM

SOFTWARE-APPLICATION (illustrated in Table 162), a subtype of INFORMATION-ASSET, is defined as [(5344) (A)] a collection of automated programs that provides a specific set of information on processing services.  

Table 162.  SOFTWARE-APPLICATION Instance Table

SOFTWARE-APPLICATION

Software Application 
INFO-ASSET Group Identifier (FK)






INFO-ASSET Identifier
INFO-ASSET Version Identifier

ORGANI-ZATION Identifier
SOFTWARE-APPLICATION Functional Description Text
SOFTWARE-APPLICATION Version Release Date


SOFTWARE-APPLICATION 
Production Status Code

IA4007 (JOPES S&M)
IAV0001
ORG01
—
—
P (Application is in production)

IA4008 (JMCIS)
IAV0001
ORG01
—
—
P

IA4009 (CTAPS)
IAV0001
ORG01
—
—
P

SOFTWARE-APPLICATION-PROCEDURE (illustrated in Table 163), a child of SOFTWARE-APPLICATION, is defined as the specification of a set of execution rules for a specific SOFTWARE-APPLICATION. 

Table 163.  SOFTWARE-APPLICATION-PROCEDURE Instance Table

SOFTWARE-APPLICATION-PROCEDURE

Software Application 
INFO-ASSET Group Identifier (FK)

S/W-
S/W- APPL-
S/W-
APPL-
S/W-
APPL-



INFO-ASSET Identifier
INFO-ASSET Version Identifier
ORGANI-ZATION Identifier
APPL-
PROC Identifier 
PROC Author Name 
PROC Creation Date 
PROC Language Name 
SOFTWARE APPLICATION PROCEDURE Name 

IA4007 (JOPES S&M)
IAV0001
ORG01
SWAP0001
—
—
SQL
Data Mgmt Interface

IA4007
IAV0001
ORG01
SWAP0002
—
—
Ada
Fusion

IA4007
IAV0001
ORG01
SWAP0003
—
—
Ada
Reporting

The following attributes of SOFTWARE-APPLICATION-PROCEDURE are not shown in the instance table: Execution Cycle Description Text and Revision Date.

SOFTWARE-APPLICATION-PROCEDURE-PROCESS-ACTIVITY (illustrated in Table 164) is defined as an association between a specific SOFTWARE-APPLICATION-PROCEDURE and a specific PROCESS-ACTIVITY.  Classes of association (distinguished by the Type Code) are the following:  Supports, References, and Interfaces to.

Table 164.  SOFTWARE-APPLICATION-PROCEDURE-PROCESS-ACTIVITY Instance Table

SOFTWARE-APPLICATION-PROCEDURE-PROCESS-ACTIVITY

Software Application INFO-ASSET Group Identifier (FK)
PROCESS-ACTIVITY Group Identifier (FK)




INFO-ASSET Identifier
INFO-ASSET Version Identifier
ORGANI-ZATION Identifier
PROCESS-ACTIVITY Identifier
PROCESS-ACTIVITY Version Identifier
SOFTWARE-APPL-PROC- Id (FK)
APPL-PROC-PROCESS-ACTIVITY Role Code

IA3007
IAV0001
ORG01
UPVF0001 PA0002 (Collect Data)
PAV0001
SWAP0001 (Data Mgmt Interface)
Supports

IA3007
IAV0001
ORG01
PA0003 (Process Data)
PAV0001
SWAP0002 (Fusion)
Supports

IA3007
IAV0001
ORG01
PA0004 (Produce Response)
PAV0001
SWAP0003 (Reporting)
Supports

SOFTWARE-ITEM-SERVICE (illustrated in Table 165) is defined as the association of a specific SOFTWARE-ITEM to a specific REFERENCE-MODEL-SERVICE.  Classes of association (distinguished by the Type Code) are the following:  Provides support for, Conforms to, and Is planned to provide.

Table 165.  SOFTWARE-ITEM-SERVICE Instance Table

SOFTWARE-ITEM-SERVICE

Software Item MATERIEL-ITEM Identifier (FK)
Ref.  Model AGREEMENT Identifier (FK)
REFERENCE-MODEL-SERVICE Identifier (FK)
SOFTWARE-ITEM-SERVICE Role Code

MAT2003 (System Software)
TAFIM
3.2.1.1.2.1 (TCP/UDP over IP)
Conforms to

MAT2005 (TCP/IP V1)
TAFIM
3.2.1.1.2.1 (TCP/UDP over IP)
Conforms to

MAT2007 (TCP/IP V2)
TAFIM
6.2.2.2.1.1 (Security Auditing & Alarm)
Provides support for

9.
Activity Model Core View

a.
Overview and Specifications

Figure 89 provides the IDEF1X view for Activity Model Core.  Table 166 provides definitions of each entity in the figure.  The following entities, not shown in the figure, are of interest in this view:  

· ACTIVITY-ICOM-GRAPHIC—The association of a specific ACTIVITY-ICOM with a specific instance of GRAPHIC.

· ACTIVITY-MODEL-SYSTEM-PROCESS-ACTIVITY—The association of a specific ACTIVITY-MODEL to a specific SYSTEM-PROCESS-ACTIVITY.

Entities related to Action, Plan, and Task are also described in the following sections:

· Section IV.B.01, UJTL and Mission Essential Task View

· Section IV.B.03, Action View

· Section IV.B.04, Plan View

· Section IV.B.34, Task View.

[image: image90.png]et oo WFOASSET rovp Emir 7]

TV IOBEL AUTHOR RANE spoe

(ransts oW oroup nttor (7).
Suborsnats COM roup HATter )

FORIATON.ELEINTCOI S OCHTION GEFRTIONTERT
RFORIATEN. ELENENT SSSBEATEN T S0

HFORNATON-ELENENT former; GON]

o VERSION BETER

ETUTIG0EL Tgs o
TN L i hoser oo 15

et

o RFGASSETGrov BT ()
ot s GO0 mar ()

v veloping GRGANEATON Farer (7).
EOSUNERT ENTIFER (Fi)

NP L EUENT-{10M) SREATN EWTE
oo | WFO-ELENENT_)COM DEFNITN TEAT

Sinordnts PROGESACTHITY ()

(et Moo WFO-ASSET croup e F¥)
s PROGERS ACTITY ()

G L EENT {EoM NANE
‘ sz or WO £L 0w REMSN e

NP ELENENTISO1; VAl b ok

EoCUNENT BETFER (7 il
.{vmczummw(wl ‘
o ooh WFOASSET roup knter )

€ eprsinany

[ _J

PROCERS-ACTITY(FE)
i oo WFOARSET roup knter )

[ S A

- ‘

(5CTON DENTIFER (FF)

PRORESE ATy Ve e o

(8t oo WFOASSET Soup Erir 77y

R ELENENT-(E0M ENTIER (FK)
COU VERDON DENTIFER (1)
PROGESS AcTHTY ()

(B Hoan NFO-ASSET rocp FmorFF)

ol VERboN DENTIER (1)
I ELENENT (D0 BENTRER ()
Procss e (Ph)
PSR- oA MECHANEM Resos T 20

00 UPRTI AL SPECWITY e ow Tet

oce Ty Heckaispcoy o
occ Ty iy S oo

(accummrsrEs e

oty loso WFOASSETGrop
‘GO GERDON DENTIER (1)
WP ELENENT (D BENTIRER ()

o)

EETEL OCC ISP T e S

[EEOUPT WAL SPESRLTY ot T

PROCERSACTRITY (P}

(et oo NFO-ASSET Group Emier FF)
‘GO GERDON DENTIER (1)

R ELENENT (D0 BENTER ()
PRogERRACTIITY (Ph)

|

|

|

| T oy
| [Sremrssemm

i r————

S

R ELENENT (D0 BENTER ()

PRogERRACTIITY (Ph)

OCCUPTENALSPES AT T 75
ORCANEATIONTYPE IDENTIFER (i)
| SRGANEATIN DENTIFER (FF)

(a8 Moo NFO-ASSET roup EArEr FF)
GO YERDON DENTIER (1)

WaDE D 71

‘GO GERDON DENTIER (1)
R ELENENT (D0 BENTER ()

(a8t oo NFO-ASSET Group Emer FF) ‘
PRogERRACTIITY (Ph)

PROGERSACTIRY IDENTIFER (%)
PROGERS ACTTY VERSION BENTIFER ()

R ELEUENT-(E0 BENTIFER ()
PRogERRACTIITY (Ph)

TR T

—





Figure 89.  CADM 2.0 Entities for the Activity Model Core View (XV-09)

Table 166.  Entity Definitions for All Entities in the Activity Model Core View

Entity
Entity Definition
Reference

ACTIVITY-ICOM
(4182) (A)  AN ASSOCIATIVE ENTITY THAT IDENTIFIES AN ACTIVITY-MODEL-[PROCESS-]ACTIVITY WITH AN ICOM.  Compare:  (4182/2) (D)  AN ASSOCIATIVE ENTITY THAT IDENTIFIES AN ACTIVITY WITH AN ICOM. CADM 2.0 note:  In the latter definition, ACTIVITY should be replaced by ACTIVITY-MODEL-PROCESS-ACTIVITY.
See below

ACTIVITY-ICOM-CONTROL
(4183) (A)  AN ACTIVITY-ICOM THAT EXPRESSES CONDITIONS REQUIRED TO PRODUCE CORRECT OUTPUT FROM AN ACTIVITY-MODEL-[PROCESS-] ACTIVITY.  NOTE:   The DoD standard has an error, since the last phrase of the definition "from an ACTIVITY-MODEL-ACTIVITY" should be "from an ACTIVITY-MODEL-PROCESS-ACTIVITY."  Indeed, the entitled ACTIVITY-MODEL-ACTIVITY in the DDDS [defined as (4188/1) (X)  AN ASSOCIATIVE ENTITY THAT IDENTIFIES AN ACTIVITY-MODEL WITH A PROCESS-ACTIVITY] was archived.
See below

ACTIVITY-ICOM-EXCHANGE-REQUIREMENT
A relationship between a specific ACTIVITY-ICOM and a specific INFORMATION-EXCHANGE-REQUIREMENT.
See below

ACTIVITY-ICOM-GRAPHIC
The association of a specific ACTIVITY-ICOM with a specific instance of GRAPHIC.
See below

ACTIVITY-ICOM-INPUT
(4184) (A)  THE DATA TRANSFORMED BY AN ACTIVITY-MODEL-[PROCESS-] ACTIVITY INTO OUTPUT.  NOTE:   The DoD standard has an error, since the last phrase of the definition "from an ACTIVITY-MODEL-ACTIVITY" should be "from an ACTIVITY-MODEL-PROCESS-ACTIVITY."  Indeed, the entitled ACTIVITY-MODEL-ACTIVITY in the DDDS [defined as (4188/1) (X)  AN ASSOCIATIVE ENTITY THAT IDENTIFIES AN ACTIVITY-MODEL WITH A PROCESS-ACTIVITY] was archived.
See below

ACTIVITY-ICOM-MECHANISM
(4185) (A)  AN ACTIVITY-ICOM THAT EXPRESSES THE MEANS USED TO PERFORM AN ACTIVITY-MODEL-[PROCESS-] ACTIVITY.  NOTE:   The DoD standard has an error, since the last phrase of the definition "from an ACTIVITY-MODEL-ACTIVITY" should be "from an ACTIVITY-MODEL-PROCESS-ACTIVITY."  Indeed, the entitled ACTIVITY-MODEL-ACTIVITY in the DDDS [defined as (4188/1) (X)  AN ASSOCIATIVE ENTITY THAT IDENTIFIES AN ACTIVITY-MODEL WITH A PROCESS-ACTIVITY] was archived.
See below

ACTIVITY-ICOM-MECHANISM-ROLE
An ACTIVITY-ICOM-MECHANISM that identifies a mechanism provided by humans as organizations or specialties.
See below

ACTIVITY-ICOM-MECHANISM-SYSTEM
An ACTIVITY-ICOM-MECHANISM that identifies a mechanism provided by a specific SYSTEM.
See below

ACTIVITY-ICOM-OUTPUT
(4186/1) (A)  THE DATA  PRODUCED BY AN ACTIVITY-MODEL-[PROCESS-] ACTIVITY.  Compare:  (4186/2) (D)  THE DATA PRODUCED BY AN ACTIVITY-MODEL-ACTIVITY.  NOTE:   The DoD standard has an error, since the last phrase of the definition "from an ACTIVITY-MODEL-ACTIVITY" should be "from an ACTIVITY-MODEL-PROCESS-ACTIVITY."  Indeed, the entitled ACTIVITY-MODEL-ACTIVITY in the DDDS [defined as (4188/1) (X)  AN ASSOCIATIVE ENTITY THAT IDENTIFIES AN ACTIVITY-MODEL WITH A PROCESS-ACTIVITY] was archived.
See below

ACTIVITY-MODEL
(4187) (A)  A REPRESENTATION OF THE INTERRELATED FUNCTIONS OF A SYSTEM.
See below

ACTIVITY-MODEL-PROCESS-ACTIVITY
(4188/2) (A)  THE ASSOCIATION OF AN ACTIVITY-MODEL WITH A PROCESS-ACTIVITY.  (DDDS, June 1998)
See below

ACTIVITY-MODEL-PROCESS-ACTIVITY-ASSOCIATION
(4192/2) (A)  THE ASSOCIATION OF ONE ACTIVITY-MODEL-PROCESS-ACTIVITY TO ANOTHER ACTIVITY-MODEL-PROCESS-ACTIVITY.  (DDDS, June 1998)  NOTE:  The Subordinate Sequence Identifier gives the position of the subordinate PROCESS-ACTIVITY as a child of the ordinate PROCESS-ACTIVITY (i.e., first, second, third, etc.).  This attribute is used to infer the entire taxonomy of the activities (instances of ACTIVITY-MODEL-PROCESS-ACTIVITY) in a specific ACTIVITY-MODEL (whether the model is an IDEF0 model, a data flow diagram, or other process/activity structure).
See below

ACTIVITY-MODEL-PROCESS-ACTIVITY-GRAPHIC
The association of a specific ACTIVITY-MODEL-PROCESS-ACTIVITY-GRAPHIC with a specific instance of GRAPHIC.
See below

Table 166.  (Cont’d)

Entity
Entity Definition
Reference

ACTIVITY-MODEL-SPECIFICATION {OV-5}
The DOCUMENT that provides the description of the applicable activities associated with the architecture, the data and/or information exchanged between activities, and the data and/or information exchanged with other activities outside the scope of the model (i.e., external interfaces) for a specific ACTIVITY-MODEL.  Source:  Framework 2.0.
See below

ACTIVITY-MODEL-SYSTEM-PROCESS-ACTIVITY
The association of a specific ACTIVITY-MODEL to a specific SYSTEM-PROCESS-ACTIVITY.
See below

ENLISTED-OCCUPATIONAL-SPECIALTY
An OCCUPATIONAL-SPECIALTY that applies only to personnel other than commissioned and warrant (officer) personnel.
See below

INFORMATION-ELEMENT [formerly ICOM]
A representation of data subject to exchange.  Note:  These data include data that represent a mechanism such as that used in IDEF0 activity models.  Further, a message may include one or more instances of INFORMATION-ELEMENT.  Recommended in CADM 2.0 to replace ICOM--(4199) (A)  MATERIAL RELATED TO ONE OR MORE ACTIVITY-MODEL-[PROCESS-] ACTIVITYS.
See Section IV.B.21 (Information Element View)

INFORMATION-ELEMENT-ASSOCIATION
(4202) (A)  THE ASSOCIATION OF ONE ICOM TO ANOTHER ICOM.
See Section IV.B.21 (Information Element View)

NODE-TREE
A formal specification of the relationships among NODEs.  Note:  The NODEs may represent tasks for a specific ACTIVITY-MODEL.


NODE-TREE-NODE-HIERARCHY
The relationship of a specific NODE-TREE to a specific NODE-HIERARCHY.


NODE-PROCESS-ACTIVITY
The association of a specific NODE with a specific PROCESS-ACTIVITY.
See Section IV.B.30 (Node View)

OCCUPATIONAL-SPECIALTY
A GROUPING OF JOB FUNCTIONS REQUIRING SIMILAR QUALIFICATIONS AND THE PERFORMANCE OF CLOSELY RELATED DUTIES.  [Based on (5444/1) (D) A GROUPING OF DUTY POSITIONS (JOB FUNCTIONS) REQUIRING SIMILAR QUALIFICATIONS AND THE PERFORMANCE OF CLOSELY RELATED DUTIES.]
See below

OFFICER-OCCUPATIONAL-SPECIALTY
An OCCUPATIONAL-SPECIALTY that applies only to commissioned and warrant (officer) personnel.
See below

PROCESS-ACTIVITY
(4204/2) (A)  THE REPRESENTATION OF A MEANS BY WHICH A PROCESS ACTS ON SOME INPUT TO PRODUCE A SPECIFIC OUTPUT.  (DDDS, June 1998)
See below

Table 167 provides the attribute specifications of key entities in the Activity Model View of CADM 2.0.

Table 167.  Attribute Specifications for Key Entities in the Activity Model Core View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

ACTIVITY-ICOM
· Activity Model INFO-ASSET Group Identifier (PK) (FK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.

· INFO-ELEMENT-{ICOM} IDENTIFIER (PK) (FK) (IE1)—(29164) (A)  THE IDENTIFIER THAT REPRESENTS AN ICOM.

· ICOM VERSION IDENTIFIER (PK) (FK) (IE1)—(20228) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF AN ICOM.

· PROCESS-ACTIVITY (PK) (FK)—(29165/2) (A)  THE IDENTIFIER THAT REPRESENTS A PROCESS-ACTIVITY.

· ACTIVITY-ICOM DESCRIPTION TEXT—(20188) (A)  THE TEXT THAT DESCRIBES AN ACTIVITY-ICOM.

· ACTIVITY-ICOM TYPE CODE—(20189/2) (A)  THE CODE THAT REPRESENTS A KIND OF ACTIVITY-ICOM.  Domain values include:  C--CONTROL ACTIVITY; I--INPUT ACTIVITY; M--MECHANISM ACTIVITY; O--OUTPUT ACTIVITY.  [DDDS, June 1998]

ACTIVITY-ICOM-CONTROL
· Activity Model INFO-ASSET Group Identifier (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· ICOM VERSION IDENTIFIER (PK) (FK)—(20228) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF AN ICOM.

· INFO-ELEMENT-{ICOM} IDENTIFIER (PK) (FK)—(29164) (A)  THE IDENTIFIER THAT REPRESENTS AN ICOM.

· PROCESS-ACTIVITY (PK) (FK)—(29165/2) (A)  THE IDENTIFIER THAT REPRESENTS A PROCESS-ACTIVITY.

ACTIVITY-ICOM-EXCHANGE-REQUIREMENT
· Activity Model INFO-ASSET Group Identifier (PK) (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

· Requirement GUIDANCE Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· INFO-ELEMENT-{ICOM} IDENTIFIER (PK) (FK)—(29164) (A)  THE IDENTIFIER THAT REPRESENTS AN ICOM.

· ICOM VERSION IDENTIFIER (PK) (FK)—(20228) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF AN ICOM.

· PROCESS-ACTIVITY (PK) (FK)—(29165/2) (A)  THE IDENTIFIER THAT REPRESENTS A PROCESS-ACTIVITY.

· ACTIVITY-ICOM-EXCHANGE-REQUIREMENT Description Text—The text that summarizes a specific ACTIVITY-ICOM-EXCHANGE-REQUIREMENT.

ACTIVITY-ICOM-GRAPHIC
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· ACTIVITY-ICOM Group Identifier (PK) (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

ACTIVITY-ICOM-INPUT
· Activity Model INFO-ASSET Group Identifier (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· ICOM VERSION IDENTIFIER (PK) (FK)—(20228) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF AN ICOM.

· INFO-ELEMENT-{ICOM} IDENTIFIER (PK) (FK)—(29164) (A)  THE IDENTIFIER THAT REPRESENTS AN ICOM.

· PROCESS-ACTIVITY (PK) (FK)—(20252/2) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF A PROCESS-ACTIVITY.

· ACTIVITY-ICOM-INPUT TYPE CODE—(20191) (A)  THE CODE THAT REPRESENTS A KIND OF ACTIVITY-ICOM-INPUT.  Domain values include:  C--CONSUMED INPUT; T--TRANSFORMED INPUT.  [DDDS]

· ACTIVITY-ICOM-INPUT DESCRIPTION TEXT—(33917) (A)  THE TEXT DESCRIBING AN ACTIVITY-ICOM-INPUT.

ACTIVITY-ICOM-MECHANISM
· Activity Model INFO-ASSET Group Identifier (PK) (FK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.

· ICOM VERSION IDENTIFIER (PK) (FK)—(20228) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF AN ICOM.

· INFO-ELEMENT-{ICOM} IDENTIFIER (PK) (FK)—(29164) (A)  THE IDENTIFIER THAT REPRESENTS AN ICOM.

· PROCESS-ACTIVITY (PK) (FK)—(29165/2) (A)  THE IDENTIFIER THAT REPRESENTS A PROCESS-ACTIVITY.

· ACTIVITY-ICOM-MECHANISM DESCRIPTION TEXT—(30186) (A)  A TEXT THAT DESCRIBES AN ACTIVITY-ICOM-MECHANISM.

Table 167.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

ACTIVITY-ICOM-MECHANISM (Cont’d)
· ACTIVITY-ICOM-MECHANISM TYPE CODE—(20192) (A)  THE CODE THAT REPRESENTS A KIND OF ACTIVITY-ICOM-MECHANISM.  Domain values include:  C--CALL MECHANISM; N--NON-CALL MECHANISM

· ACTIVITY-ICOM-MECHANISM Resource Type Code—The code that designates the class of ACTIVITY-ICOM-MECHANISM by the nature of the object providing the mechanism.  Domain values include:  System; Role: Other; Not specified; Not known.

ACTIVITY-ICOM-MECHANISM-ROLE
· Activity Model INFO-ASSET Group Identifier (PK) (FK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.

· ICOM VERSION IDENTIFIER (PK) (FK)—(20228) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF AN ICOM.

· INFO-ELEMENT-{ICOM} IDENTIFIER (PK) (FK)—(29164) (A)  THE IDENTIFIER THAT REPRESENTS AN ICOM.

· PROCESS-ACTIVITY (PK) (FK)—(29165/2) (A)  THE IDENTIFIER THAT REPRESENTS A PROCESS-ACTIVITY.

· OCCUPATIONAL-SPECIALTY Identifier (FK)—The identifier of a specific OCCUPATIONAL-SPECIALTY.  

· ORGANIZATION-TYPE IDENTIFIER (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE.

· ORGANIZATION IDENTIFIER (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

ACTIVITY-ICOM-MECHANISM-SYSTEM
· Activity Model INFO-ASSET Group Identifier (PK) (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

· ICOM VERSION IDENTIFIER (PK) (FK)—(20228) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF AN ICOM.

· INFO-ELEMENT-{ICOM} IDENTIFIER (PK) (FK)—(29164) (A)  THE IDENTIFIER THAT REPRESENTS AN ICOM.

· PROCESS-ACTIVITY (PK) (FK)—(29165/2) (A)  THE IDENTIFIER THAT REPRESENTS A PROCESS-ACTIVITY.

· SYSTEM Identifier (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

ACTIVITY-ICOM-OUTPUT
· Activity Model INFO-ASSET Group Identifier (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· ICOM VERSION IDENTIFIER (PK) (FK)—(20228) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF AN ICOM.

· INFO-ELEMENT-{ICOM} IDENTIFIER (PK) (FK)—(29164) (A)  THE IDENTIFIER THAT REPRESENTS AN ICOM.

· PROCESS-ACTIVITY (PK) (FK)—(20252/2) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF A PROCESS-ACTIVITY.

· ACTIVITY-ICOM-OUTPUT ACTUAL OCCURRENCE QUANTITY—(20193) (A)  THE EXISTENT QUANTITY OF AN ACTIVITY-ICOM-OUTPUT.

· ACTIVITY-ICOM-OUTPUT PERFORMANCE MEASURE IDENTIFIER—(20194) (A)  THE IDENTIFIER THAT REPRESENTS THE PERFORMANCE MEASURE OF AN ACTIVITY-ICOM-OUTPUT.

· ACTIVITY-ICOM-OUTPUT PERFORMANCE MEASURE VALUE IDENTIFIER—(20195) (A)  THE QUANTITY OF A PRODUCT PRODUCED BY AN ACTIVITY.

· ACTIVITY-ICOM-OUTPUT UNIT COST AMOUNT—(20197) (A)  THE AMOUNT OF A SINGLE UNIT COST OF AN ACTIVITY-ICOM-OUTPUT.

· ACTIVITY-ICOM-OUTPUT TYPE CODE—(20196) (A)  THE CODE THAT REPRESENTS A KIND OF ACTIVITY-ICOM-OUTPUT.  Domain values include:  B--BY-PRODUCT OUTPUT; P--PRIMARY OUTPUT.

ACTIVITY-MODEL
· Activity Model INFO-ASSET Group Identifier (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· ACTIVITY-MODEL AUTHOR NAME—(20213) (A)  THE NAME OF THE ARCHITECT OF AN ACTIVITY-MODEL.

· ACTIVITY-MODEL DATE—(20264) (A)  THE DATE OF AN ACTIVITY-MODEL.

· ACTIVITY-MODEL DEVELOPMENT STATUS TEXT—(25358) (A)  THE TEXT DESCRIBING AN ACTIVITY-MODEL DEVELOPMENT STATE.

· ACTIVITY-MODEL ORGANIZATION CONTEXT TEXT—(20200) (A)  THE TEXT DESCRIBING THE RELATIONSHIP OF AN ORGANIZATION WITH AN ACTIVITY MODEL.

· ACTIVITY-MODEL SHORT NAME—(20202) (A)  THE ABBREVIATED NAME OF AN ACTIVITY-MODEL.

Table 167.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

ACTIVITY-MODEL (Cont’d)
· ACTIVITY-MODEL SCOPE TEXT—(20204) (A)  THE TEXT THAT DESCRIBES THE EXTENT OF AN ACTIVITY-MODEL.

· ACTIVITY-MODEL TENSE CODE—(20203) (A)  THE CODE THAT REPRESENTS THE TIME DISTINCTION OF AN ACTIVITY-MODEL.  Domain values include:  A--AS-IS ACTIVITY MODEL; T--TO-BE ACTIVITY MODEL.

· ACTIVITY-MODEL VIEWPOINT TEXT—(20206) (A)  THE TEXT THAT DESCRIBES THE POINT OF VIEW OF AN ACTIVITY-MODEL.

· ACTIVITY-MODEL Type Code—The code that denotes the class of ACTIVITY-MODEL.  Domain values include:  IDEF0 activity model; Yourdon-deMarco data flow diagram; Generalized functional description; Not specified; Not known.

· ACTIVITY-MODEL Validation Indicator Code {ASA}—The code that indicates whether or not the referenced ACTIVITY-MODEL has been officially sanctioned by the user.  Source:  Army Systems Architecture Data Model (ASA).  Domain values include:  Validated by user; Not validated by user; Validation has been requested; Validation has been initiated; Not accepted; Archived; Not specified; Not known.

ACTIVITY-MODEL-PROCESS-ACTIVITY
· PROCESS-ACTIVITY (PK) (FK)—(20252/2) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF A PROCESS-ACTIVITY.

· Activity Model INFO-ASSET Group Identifier (PK) (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

· ACTIVITY-MODEL-PROCESS-ACTIVITY CATEGORY CODE—(20207/2) (A)  THE CODE THAT REPRESENTS THE CLASSIFICATION OF AN ACTIVITY-MODEL-PROCESS-ACTIVITY.  (DDDS, June 1998)  Domain values include:  D--DECOMPOSABLE ACTIVITY; T--TRANSACTION REQUIREMENT ACTIVITY.

· ACTIVITY-MODEL-PROCESS-ACTIVITY COMPOSITION CODE—(20208/2) (A)  THE CODE THAT REPRESENTS THE MAKEUP OF AN ACTIVITY-MODEL-PROCESS-ACTIVITY.  (DDDS, June 1998)  Domain values include:  A--AGGREGATE ACTIVITY; D--DISCRETE ACTIVITY.

· ACTIVITY-MODEL-PROCESS-ACTIVITY Description Text—The text that summarizes the content of a specific ACTIVITY-MODEL-PROCESS-ACTIVITY.

· ACTIVITY-MODEL-PROCESS-ACTIVITY Estimated Cost Amount—The amount determined to be needed to implement a specific ACTIVITY-MODEL-PROCESS-ACTIVITY.

· ACTIVITY-MODEL-PROCESS-ACTIVITY SOURCE DETAIL REFERENCE IDENTIFIER—(20210/2) (A)  THE IDENTIFIER THAT REPRESENTS THE DECOMPOSITION OF AN ACTIVITY-MODEL-PROCESS-ACTIVITY.  (DDDS, June 1998)

ACTIVITY-MODEL-PROCESS-ACTIVITY-ASSOCIATION
· Activity Model INFO-ASSET Group Identifier (PK) (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

· Subordinate PROCESS-ACTIVITY (PK) (FK)—(20252/2) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF A PROCESS-ACTIVITY.

· Ordinate PROCESS-ACTIVITY (PK) (FK)—(20252/2) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF A PROCESS-ACTIVITY.

· ACTIVITY-MODEL-PROCESS-ACTIVITY-ASSOCIATION CREATION DATE—(30792/2) (A)  THE CREATION DATE OF AN ACTIVITY-MODEL-PROCESS-ACTIVITY-ASSOCIATION.  (DDDS, June 1998)

· ACTIVITY-MODEL-PROCESS-ACTIVITY-ASSOCIATION REVISION DATE—(30793/2) (A)  THE REVISION DATE OF AN ACTIVITY-MODEL-PROCESS-ACTIVITY-ASSOCIATION.  (DDDS, June 1998)

· ACTIVITY-MODEL-PROCESS-ACTIVITY-ASSOCIATION ROLE DESCRIPTION TEXT—(20215/2) (A)  THE TEXT THAT DESCRIBES THE FUNCTION OF AN ACTIVITY-MODEL-PROCESS-ACTIVITY-ASSOCIATION.  (DDDS, June 1998)

· ACTIVITY-MODEL-PROCESS-ACTIVITY-ASSOCIATION SUBORDINATE SEQUENCE IDENTIFIER—(30794/2) (A)  THE IDENTIFIER THAT REPRESENTS THE SUBORDINATE SEQUENTIAL POSITION OF AN ACTIVITY-MODEL-PROCESS-ACTIVITY-ASSOCIATION.  (DDDS, June 1998)  

ACTIVITY-MODEL-PROCESS-ACTIVITY-GRAPHIC
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· PROCESS-ACTIVITY (PK) (FK)—(20252/2) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF A PROCESS-ACTIVITY.

· Activity Model INFO-ASSET Group Identifier (PK) (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

ACTIVITY-MODEL-SPECIFICATION {OV-5}
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· Activity Model INFO-ASSET Group Identifier (FK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.

· Node Tree DOC Identifier (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

Table 167.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

ACTIVITY-MODEL-SYSTEM-PROCESS-ACTIVITY
· PROCESS-ACTIVITY IDENTIFIER (PK) (FK)—(29165/2) (A)  THE IDENTIFIER THAT REPRESENTS A PROCESS-ACTIVITY.

· Activity Model INFO-ASSET Group Identifier (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· SYSTEM-PROCESS-ACTIVITY Identifier (PK) (FK)—The unique identifier of a specific PROCESS-ACTIVITY-SYSTEM for a specific PROCESS-ACTIVITY and a specific SYSTEM.

· SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· ACTIVITY-MODEL-SYSTEM-FUNCTION Identifier (PK)—The identifier of a specific ACTIVITY-MODEL-SYSTEM-FUNCTION for a specific ACTIVITY-MODEL and a specific SYSTEM-FUNCTION.

· PROCESS-ACTIVITY VERSION IDENTIFIER (PK) (FK)—(20252/2) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF A PROCESS-ACTIVITY.

· PROCESS-ACTIVITY (FK)—(20252/2) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF A PROCESS-ACTIVITY.

ENLISTED-OCCUPATIONAL-SPECIALTY
· OCCUPATIONAL-SPECIALTY Identifier (PK) (FK)—The identifier of a specific OCCUPATIONAL-SPECIALTY.  

· ENLISTED-OCCUPATIONAL-SPECIALTY Taxonomy Code—The code assigned for DoD-wide Military Occupational Specialty (MOS) Code for non-commissioned personnel [per DoD 1312.1-I].  Domain values include:  0--Infantry, Gun Crews, and Seamanship Specialists; 01--Infantry; 010--Infantry, General; 011--Special Forces; 012--Military Training Instructor; 02--Armor and Amphibious; 020--Armor and Amphibious, General; 03--Combat Engineering; 030--Combat Engineering, General; 04--Artillery/Gunnery, Rockets, and Missiles; 041--Artillery and Gunnery; 042--Rocket Artillery; 043--Missile Artillery, Operating Crew; 05--Air Crew; 050--Air Crew, General; 051--Pilots and Navigators; 06--Seamanship; 060--Boatswains; 061--Navigators; 062--Small Boat Operators; 063--Seamanship, General; 07--Installation Security; 070--Security Guards; 1--Electronic Equipment Repairers; 10--Radio/Radar; 100--Radio/Radar, General; 101--Communications Radio; 102--Navigation, Communication and Countermeasure, N.E.C.; 103--Air Traffic Control Radar; 104--Surveillance/Target Acquisition and Tracking Radar; 11--Fire Control Electronic Systems (Non-Missile); 111--Bomb-Navigation; 112--Airborne Fire Control; 113--Shipboard and Other Fire Control; 12--Missile Guidance, Control and Checkout; 121--Missile Guidance and Control; 122--Missile Checkout Equipment, Test Equipment, and Calibration; 123--Torpedo Repair; 13--Sonar Equipment; 130--Sonar, General; 14--Nuclear Weapons Equipment; 140--Nuclear Weapons Equipment Repair, General; 15--ADP Computers; 150--ADP Computers, General; 16--Teletype and Cryptographic Equipment; 160--Teletype and Cryptographic Equipment, General; 19--Other Electronic Equipment; 191--Training Devices; 193--Shipboard Inertial Navigation Systems; 198--Electronic Instruments, N.E.C.; et al (additional domain values are provided in Annex D).  Source:  DoD 1312.1.

NODE-TREE
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

NODE-TREE-NODE-HIERARCHY
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· Node Hierarchy NODE-ASSOC Group Id (PK) (FK)—The code that specifies the way in which Node 2 is related to Node 1.

OCCUPATIONAL-SPECIALTY
· OCCUPATIONAL-SPECIALTY Identifier (PK)—The identifier of a specific OCCUPATIONAL-SPECIALTY.  

· OCCUPATIONAL-SPECIALTY Applicability Note Text—The text that indicates the domain of applicability of a specific OCCUPATIONAL-SPECIALTY. 

· OCCUPATIONAL-SPECIALTY Definition Text—The text that characterizes a specific OCCUPATIONAL-SPECIALTY.  

· OCCUPATIONAL-SPECIALTY Effective Date—The date on which the specification of a specific OCCUPATIONAL-SPECIALTY  became valid.  

· OCCUPATIONAL-SPECIALTY Enlisted-Officer Indicator Code—The code that specifies the category of OCCUPATIONAL-SPECIALTY according to whether its application is intended for a commissioned or non-commissioned PERSON.  Note:  This code serves as the category discriminator for the subtypes ENLISTED-OCCUPATIONAL-SPECIALTY and OFFICER-OCCUPATIONAL-SPECIALTY.  Domain values include:  E = Enlisted; O = Officer; N = Not specified; U = Not known.

· OCCUPATIONAL-SPECIALTY Medical Specialty Code—The code that specifies the health care domain of a specific OCCUPATIONAL-SPECIALTY.  Domain values include:  Domain values 00, 01,..., 36 (meanings not defined in DoD 1312.1-1).

· OCCUPATIONAL-SPECIALTY Service Military Occupational Specialty Code—The code assigned by a specific source to characterize the class of OCCUPATIONAL-SPECIALTY. 0, 0000, ..., YN 2514.  Domain values include:  0, 0000, ..., YN 2514.  For the complete list and names for each value, see  DoD 1312.1.

Table 167.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

OCCUPATIONAL-SPECIALTY (Cont’d)
· OCCUPATIONAL-SPECIALTY Source Code—The code that specifies the origin of a specific OCCUPATIONAL-SPECIALTY.  Domain values include:  Army Enlisted (A); Army Commission Officer (B); Army Warrant Officer (R); Air Force (F); Coast Guard Enlisted and Officer (C); Coast Guard Warrant Officer (T); DoD (D); General Schedule (G), Marine Corps (M); Navy (N); Navy Officer-Primary (P), Navy Officer-Secondary (S); and Wage Board (W).

· OCCUPATIONAL-SPECIALTY Status Code—The code that indicates whether a specific OCCUPATIONAL-SPECIALTY is approved for use.  Domain values include:  A = Approved, Not Specified, Not Known.

· OCCUPATIONAL-SPECIALTY Technician Indicator Code—The code that indicates whether a specific OCCUPATIONAL-SPECIALTY is assigned to an expert.  Domain values include:  Y (a technician), N (not a technician).

· OCCUPATIONAL-SPECIALTY Name—The name of a specific OCCUPATIONAL-SPECIALTY.

OFFICER-OCCUPATIONAL-SPECIALTY
· OCCUPATIONAL-SPECIALTY Identifier (PK) (FK)—The identifier of a specific OCCUPATIONAL-SPECIALTY.  

· OFFICER-OCCUPATIONAL-SPECIALTY Taxonomy Code—The code assigned for DoD-wide Military Occupational Specialty (MOS) Code for commissioned and warrant officer personnel [per DoD 1312.1-I].  Domain values include:  1--General Officers and Executives, N.E.C.; 1A--General and Flag; 1B--Executives, N.E.C.; 2--Tactical Operations Officers; 2A--Fixed-Wing Fighter and Bomber Pilots; 2B--Other Fixed-Wing Pilots; 2C--Helicopter Pilots; 2D--Aircraft Crews; 2E--Ground and Naval Arms; 2F--Missiles; 2G--Operations Staff; 2H--Civilian Pilots; 3--Intelligence Officers; 3A--Intelligence, General; 3B--Communications Intelligence; 3C--Counterintelligence; 4--Engineering and Maintenance Officers; 4A--Construction and Utilities; 4B--Electrical/Electronic; 4C--Communications and Radar; 4D--Aviation Maintenance and Allied; 4E--Ordnance; 4F--Missile Maintenance; 4G--Ship Construction and Maintenance; 4H--Ship Machinery; 4J--Safety; 4K--Chemical; 4L--Automotive and Allied; 4M--Surveying and Mapping; 4N--Other; 5--Scientists and Professionals; 5A--Physical Scientists; 5B--Meteorologists; 5C--Biological Scientists; 5D--Social Scientists; 5E--Psychologists; 5F--Legal; 5G--Chaplains; 5J--Mathematicians and Statisticians; 5K--Educators and Instructors; 5L--Research and Development Coordinators; 5M--Community Activities Officers; 5N--Scientists and Professionals, N.E.C.; 6--Health Care Officers; 6A--Physicians; et al (additional domain values are provided in Annex D).  Source:  DoD 1312.1.

PROCESS-ACTIVITY
· PROCESS-ACTIVITY IDENTIFIER (PK)—(29165/2) (A)  THE IDENTIFIER THAT REPRESENTS A PROCESS-ACTIVITY.

· PROCESS-ACTIVITY VERSION IDENTIFIER (PK)—(20252/2) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF A PROCESS-ACTIVITY.

· ACTION IDENTIFIER (FK)—(9904/1) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SPECIFIC ACTION.

· PROCESS-ACTIVITY CREATION DATE—(20453/2) (A)  THE ORIGINATION DATE OF A PROCESS-ACTIVITY.

· PROCESS-ACTIVITY DEFINITION TEXT—(20253/2) (A)  THE DEFINING TEXT OF A PROCESS-ACTIVITY.

· PROCESS-ACTIVITY NAME—(20251/2) (A)  THE NAME OF A PROCESS-ACTIVITY.

· PROCESS-ACTIVITY SCOPE DESCRIPTION TEXT—(25942/2) (A)  THE TEXT THAT DESCRIBES THE EXTENT OF A PROCESS-ACTIVITY.

· PROCESS-ACTIVITY SOURCE DOCUMENT TEXT—(20255/2) (A)  THE TEXT OF THE ORIGINATION DOCUMENTATION OF A PROCESS-ACTIVITY.

· PROCESS-ACTIVITY Category Code—The code that denotes the class of a PROCESS-ACTIVITY.  Domain values include:  Data store; System function; Not specified; Not known.

· PROCESS-ACTIVITY Validation Indicator Code—The code that indicates whether or not the PROCESS-ACTIVITY has been officially sanctioned by the user as part of the operational architecture development process.  Source:  Army Systems Architecture Data Model, modified during the CADM-ASA Workshop (17-19 June 1998).  Domain values include:  Approved; Proposed; Draft; Conceptual; Disapproved; Archived; Not specified; Not known.  Source:  Army Systems Architecture Data Model, modified during the CADM-ASA Workshop (17-19 June 1998).

b.
Details for ACTIVITY-MODEL and ACTIVITY-MODEL-SPECIFICATION

The example instance tables for ACTIVITY-MODEL and entities related to ACTIVITY-MODEL are based on the example “Provide Intelligence to Military Operations” discussed in Section III.C.5 (above).

ACTIVITY-MODEL (illustrated in Table 168) is defined [DDDS (4187) (A)] as a representation of the interrelated functions of a system.  An instance of ACTIVITY-MODEL requires the specification of an instance of ORGANIZATION and of INFORMATION-ASSET.  This is because ACTIVITY-MODEL is a subtype (subset) of INFORMATION-ASSET and because INFORMATION-ASSET is a child of ORGANIZATION.  INFORMATION-ASSET is described in Section IV.B.22 (below), and ORGANIZATION is described in Section IV.R (below).

Table 168.  ACTIVITY-MODEL Instance Table

ACTIVITY-MODEL

Activity Model INFO-ASSET Group Identifier (FK)







INFO-ASSET Identifier
INFO-ASSET Version Identifier

ORGANI-ZATION Identifier

ACTIVITY MODEL Short Name
ACTIVITY MODEL
Scope Text

ACTIVITY MODEL
Tense Code
ACTIVITY MODEL
Viewpoint Text
ACTIVITY MODEL
Org Context Text

IA2001
IAV0001
ORG01
Provide Intelligence
—
—
Commander, Intelligence
—

INFORMATION-ASSET

INFO-ASSET Group Identifier







INFO-ASSET Identifier
INFO-ASSET Version Identifier
ORGANI-ZATION Identifier (FK)


INFO-ASSET Short Name


INFO-ASSET 
Type Code
INFO-ASSET Definition Text

INFO-ASSET Comment Text

INFO-ASSET Standard Status Code

IA2001
IAV0001
ORG01
Generic Model
Activity Model
—
—
D

ORGANIZATION


ORGANIZATION Identifier
ORG-ECHELON Code
ORG-TYPE Identifier (FK)
ORG 
Description Text

ORG Operational Element Indicator Code

ORG Category Code

ORG01
—
JTF J2
—
Operational Element
HQ

Some attributes of these entities are not shown; this is denoted by the dashed vertical line on the right of the instance table.

ACTIVITY-MODEL-SPECIFICATION (illustrated in Table 169), a subtype of DOCUMENT, is defined as the DOCUMENT that provides the description of the applicable activities associated with the architecture, the data and/or information exchanged between activities, and the data and/or information exchanged with other activities outside the scope of the model (i.e., external interfaces) for a specific ACTIVITY-MODEL.  

Table 169.  ACTIVITY-MODEL-SPECIFICATION Instance Table

ACTIVITY-MODEL-SPECIFICATION

Activity Model
Activity Model INFO-ASSET Group Identifier (FK)
IDEF0 Node Tree

Specification DOCUMENT Identifier (FK)
INFO-ASSET 
Identifier
INFO-ASSET Version Identifier
ORGANIZATION Identifier
DOCUMENT Identifier (FK)

DOC0001
IA2001 (Provide Intelligence)
IAV0001
ORG01
DOC0017

DOCUMENT


DOCUMENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC Source Name
DOC Version Identifier

DOC0001
Example Activity Model

Activity Model Specification
Provide Intelligence Activity Model
C4ISR Arch Framework
V1

DOC0017
Example Node Tree

IDEF0 Node Tree
Provide Intelligence Node Tree
C4ISR Arch Framework
V1

Note that ACTIVITY-MODEL-SPECIFICATION (optionally) cites an instance of NODE-TREE as subtype of DOCUMENT.  Details for this DOCUMENT subtype are provided in Section IV.B.17.c (below) in the discussion of ACTIVITY-ICOM.

ACTIVITY-MODEL-SYSTEM-PROCESS-ACTIVITY (illustrated in Table 170) is defined [DDDS (4192) (A)] as the association of a specific ACTIVITY-MODEL to a specific SYSTEM-PROCESS-ACTIVITY.  This entity is used to associate one of more instances of SYSTEM-PROCESS-ACTIVITY (that is, a PROCESS-ACTIVITY performed by or otherwise related to a SYSTEM) to a specific ACTIVITY-MODEL.

Table 170.  ACTIVITY-MODEL-SYSTEM-PROCESS-ACTIVITY Instance Table

ACTIVITY-MODEL-SYSTEM-PROCESS-ACTIVITY


Activity Model 
INFO-ASSET Group Identifier

PROCESS-ACTIVITY 
Group Identifier



[ACTIVITY-MODEL-SYSTEM-



INFO-ASSET Identifier

INFO-ASSET Version Identifier


ORGANI-ZATION Identifier


PROCESS-ACTIVITY Identifier

PROCESS-ACTIVITY Version Identifier


SYSTEM Identifier (FK)
SYSTEM-PROCESS-ACTIVITY Identifier (FK)
FUNCTION Id]

ACTIVITY-MODEL-SYSTEM-PROCESS-ACTIVITY Identifier

IA2001
IAV0001
ORG01
PA0001
PAV0001




IA2001
IAV0001
ORG01
PA0002
PAV0001




IA2001
IAV0001
ORG01
PA0003
PAV0001




IA2001
IAV0001
ORG01
PA0004
PAV0001




IA2001
IAV0001
ORG01
PA0005
PAV0001




The primary key attribute ACTIVITY-MODEL-SYSTEM-FUNCTION Identifier should be renamed ACTIVITY-MODEL-SYSTEM-PROCESS-ACTIVITY Identifier, since it is owned by the entity ACTIVITY-MODEL-SYSTEM-PROCESS-ACTIVITY.  In addition, the group identifiers for PROCESS-ACTIVITY should unify in ACTIVITY-MODEL-SYSTEM-PROCESS-ACTIVITY by removing the role name “PROCESS-ACTIVITY (FK)” for one of them.

c.
ICOM and ICOM-ASSOCIATION

An Input-Output-Control-Mechanism (ICOM) is an information flow that has many uses—such as representing an input, control, output, or mechanism—and that often has more than one of these uses in a single diagram of an ACTIVITY-MODEL.  The entity ICOM is formally defined [DDDS (4199) (A)] as material related to one or more ACTIVITY-MODEL-ACTIVITYs; by an ACTIVITY-MODEL-ACTIVITY, it is understood that an ACTIVITY-MODEL-PROCESS-ACTIVITY is meant (see Section IV.C.4.a below).

ICOM has been renamed in CADM 2.0 as INFORMATION-ELEMENT.  This entity, together with ICOM-ASSOCIATION (renamed INFORMATION-ELEMENT-ASSOCIATION) and the rationale for the change of name, is addressed in detail in Section IV.B.21 (below).

d.
Details for PROCESS-ACTIVITY and Its Child Entities

PROCESS-ACTIVITY (illustrated in Table 171) is defined [DDDS (4204) (A)] as the representation of a means by which a PROCESS acts on some input to produce a specific output.  As noted, PROCESS-ACTIVITY is an independent entity and thus is available to be reused in many different ACTIVITY-MODELs.  A PROCESS-ACTIVITY is used to represent the process or “activity” taking place in a specific “box” of an ACTIVITY-MODEL.

Table 171.  PROCESS-ACTIVITY Instance Table

PROCESS-ACTIVITY

PROCESS-ACTIVITY Identifier
PROCESS-ACTIVITY Version Identifier


PROCESS-ACTIVITY Name
ACTION Identifier (FK)
PROCESS-ACTIVITY Definition Text
PROCESS-ACTIVITY Category Code

PA0001
PAV0001
Direct Request Satisfaction
—
—
Not specified

PA0002
PAV0001
Collect Data
—
—
Not specified

PA0003
PAV0001
Process Data
—
—
Not specified

PA0004
PAV0001
Produce Response
—
—
Not specified

PA0005
PAV0001
Disseminate Intelligence
—
—
Not specified

PA0011
PAV0001
Provide Intelligence to Military Operations
—
—
Not specified

The following attributes of PROCESS-ACTIVITY are not shown in the instance table:  Creation Date, Source Document Text, and Scope Description Text.

SOFTWARE-APPLICATION-PROCEDURE-PROCESS-ACTIVITY is defined as an association between a specific SOFTWARE-APPLICATION-PROCEDURE and a specific PROCESS-ACTIVITY.  Its attributes are defined and an instance table provided in Section IV.B.08 (above) in the discussion of SOFTWARE-ITEM.

e.
Details for ACTIVITY-MODEL-PROCESS-ACTIVITY and Its Child Entities

ACTIVITY-MODEL-PROCESS-ACTIVITY (illustrated in Table 172) is defined [DDDS (4188) (A)] as the association of an ACTIVITY-MODEL with a PROCESS-ACTIVITY.  This entity specifies all the PROCESS-ACTIVITYs that appear in a specific ACTIVITY-MODEL.  Because PROCESS-ACTIVITY is an independent entity, a PROCESS-ACTIVITY can appear in more than one ACTIVITY-MODEL.

Table 172.  ACTIVITY-MODEL-PROCESS-ACTIVITY Instance Table

ACTIVITY-MODEL-PROCESS-ACTIVITY

Activity Model 
INFO-ASSET Group Identifier
PROCESS-ACTIVITY Group Identifier
ACTIVITY-MODEL-

ACTIVITY-

ACTIVITY-



INFO-ASSET Identifier

INFO-ASSET Version Identifier


ORGANI-ZATION Identifier


PROCESS-ACTIVITY Identifier

PROCESS-ACTIVITY Version Identifier
PROCESS-ACTIVITY
Source Detail Ref Identifier
MODEL-
PROCESS-ACTIVITY
Category Code
MODEL-PROCESS-ACTIVITY
Composition Code

IA2001
IAV0001
ORG01
PA0001
PAV0001
—
—
—

IA2001
IAV0001
ORG01
PA0002
PAV0001
—
—
—

IA2001
IAV0001
ORG01
PA0003
PAV0001
—
—
—

IA2001
IAV0001
ORG01
PA0004
PAV0001
—
—
—

IA2001
IAV0001
ORG01
PA0005
PAV0001
—
—
—

IA2001
IAV0001
ORG01
PA0011
PAV0001
—
—
—

PROCESS-ACTIVITY

PROCESS-ACTIVITY Identifier
PROCESS-ACTIVITY Version Identifier


PROCESS-ACTIVITY Name

PROCESS-ACTIVITY 
Definition Text
PROCESS-ACTIVITY Scope Description Text

PA0001
PAV0001
Direct Request Satisfaction
—
—

PA0002
PAV0001
Collect Data
—
—

PA0003
PAV0001
Process Data
—
—

PA0004
PAV0001
Produce Response
—
—

PA0005
PAV0001
Disseminate Intelligence
—
—

PA0011
PAV0001
Provide Intelligence to Military Operations
—
—

The following attributes of PROCESS-ACTIVITY are not shown in the instance table:  ACTION Identifier (FK), Category Code, Creation Date, and Source Document Text.

ACTIVITY-MODEL-PROCESS-ACTIVITY-ASSOCIATION (illustrated in Table 173) is defined [DDDS (4192) (A)] as the association of one ACTIVITY-MODEL-PROCESS-ACTIVITY to another  ACTIVITY-MODEL-PROCESS-ACTIVITY.  This association provides the ordering and sequence number of members of a set of PROCESS-ACTIVITYs at the same level (occurring in the same diagram and representing a decomposition of a single higher-level PROCESS-ACTIVITY).  Thus, a decomposition of Activity-213 into five subactivities would use this entity to specify which five “subordinate” PROCESS-ACTIVITYs represent the higher-level (ordinate) activity and which should be labeled Activity-2131, which should be labeled Activity-2132, etc., through Activity-2135.

Table 173.  ACTIVITY-MODEL-PROCESS-ACTIVITY-ASSOCIATION Instance Table

ACTIVITY-MODEL-PROCESS-ACTIVITY-ASSOCIATION


Activity Model 
INFO-ASSET Group Identifier
Ordinate 
PROCESS-ACTIVITY Group Identifier
Subordinate
PROCESS-ACTIVITY Group Identifier
ACTIVITY-MODEL-PROCESS-



INFO-ASSET Identifier

INFO-ASSET Version Identifier


ORGANI-ZATION Identifier


PROCESS-ACTIVITY Identifier

PROCESS-ACTIVITY Version Identifier


PROCESS-ACTIVITY Identifier

PROCESS-ACTIVITY Version Identifier
ACTIVITY-ASSOC
Subordinate Sequence Identifier

IA2001
IAV0001
ORG01
PA0011
PAV0001
PA0001
PAV0001
1

IA2001
IAV0001
ORG01
PA0011
PAV0001
PA0002
PAV0001
2

IA2001
IAV0001
ORG01
PA0011
PAV0001
PA0003
PAV0001
3

IA2001
IAV0001
ORG01
PA0011
PAV0001
PA0004
PAV0001
4

IA2001
IAV0001
ORG01
PA0011
PAV0001
PA0005
PAV0001
5

These instances of ACTIVITY-MODEL-PROCESS-ACTIVITY-ASSOCIATION state that PROCESS-ACTIVITY PA0011 has five sub-PROCESS-ACTIVITYs in this ACTIVITY-MODEL (in the order defined by Subordinate Sequence Identifier):  PROCESS-ACTIVITYs PA0001, PA0002, PA0003, PA0004, and PA0005.

The following attributes are not shown in the instance table:  Creation Date, Revision Date, and Role Description Text.

Note that the labels A0, A1, A2, A3, A4, and A5 for the PROCESS-ACTIVITYs in the IA2001 (Provide Intelligence) Activity Model can be deduced from the information in Table 173.  PROCESS-ACTIVITY PA0011 is uniquely the “A0” PROCESS-ACTIVITY since it is the only PROCESS-ACTIVITY that has no ordinate (parent) PROCESS-ACTIVITY.  PA0001 is uniquely the “A1” PROCESS-ACTIVITY since it is the child of the A0 PROCESS-ACTIVITY with Subordinate Sequence Identifier = “1”.  By the same reasoning, PA0002 is the “A2” PROCESS-ACTIVITY, PA0003 is the “A3” PROCESS-ACTIVITY, and so on.  Instances of ACTIVITY-MODEL-PROCESS-ACTIVITY-ASSOCIATION provide the basis for capturing the details of an NODE-TREE.

ACTIVITY-MODEL-PROCESS-ACTIVITY-GRAPHIC (illustrated in Table 174) is defined as the association of a specific ACTIVITY-MODEL-PROCESS-ACTIVITY with a specific instance of GRAPHIC.  Thus, for architecture tools managing an architecture database at the level of a single graphic (or icon), this entity maintains the association of information content of a GRAPHIC with the identity and label of the GRAPHIC itself.

Table 174.  ACTIVITY-MODEL-PROCESS-ACTIVITY-GRAPHIC Instance Table

ACTIVITY-MODEL-PROCESS-ACTIVITY-GRAPHIC

Activity Model 
INFO-ASSET Group Identifier
PROCESS-ACTIVITY 
Group Identifier



INFO-ASSET Identifier
INFO-ASSET Version Identifier


ORGANIZATION Identifier

PROCESS-ACTIVITY Identifier
PROCESS-ACTIVITY Version Identifier


[Graphic]
DOCUMENT Identifier (FK)

IA2001
IAV0001
ORG01
PA0001
PAV0001
DOC2011

IA2001
IAV0001
ORG01
PA0002
PAV0001
DOC2012

IA2001
IAV0001
ORG01
PA0003
PAV0001
DOC2013

IA2001
IAV0001
ORG01
PA0004
PAV0001
DOC2014

IA2001
IAV0001
ORG01
PA0005
PAV0001
DOC2015

IA2001
IAV0001
ORG01
PA0011
PAV0001
DOC2016

f.
Details for the NODE-TREE for an ACTIVITY-MODEL

As noted in Section IV.B.09.c (above), an instance of ACTIVITY-MODEL-SPECIFICATION optionally cites an instance of NODE-TREE, which is a subtype of DOCUMENT that has no identified attributes other than the DOCUMENT Identifier.  NODE-TREE is defined as Figure 90, which provides the IDEF0 node tree for the Activity Model depicted in Section III.  As illustrated in Table 175 to capture the data in Figure 91, a NODE-TREE is specified by citing one or more instances of the associative entity NODE-TREE-NODE-HIERARCHY.
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Figure 90.  Example IDEF0 Node Tree

Table 175.  Using NODE-TREE-NODE-HIERARCHY to Specify a NODE-TREE

NODE-TREE

DOCUMENT Identifier

DOC0017

DOCUMENT


DOCUMENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC Source Name

DOC Vers. Identifier

DOC0017
Example Node Tree
—
Node Tree
Provide Intelligence Node Tree
C4ISR Arch Framework
V1

NODE-TREE-NODE-HIERARCHY


Node Hierarchy NODE-ASSOCIATION Group Identifier (FK)

Node Tree 
DOCUMENT Identifier (FK)
Node 1 
NODE Identifier (FK)
Node 2 
NODE Identifier (FK)
NODE-ASSOCIATION Identifier (FK)

DOC0017 (IDEF0 Node Tree)
NOD5201 (A0)
NOD5202 (A1)
NA0001

DOC0017 (IDEF0 Node Tree)
NOD5201 (A0)
NOD5203 (A2)
NA0001

DOC0017 (IDEF0 Node Tree)
NOD5201 (A0)
NOD5204 (A3)
NA0001

DOC0017 (IDEF0 Node Tree)
NOD5201 (A0)
NOD5205 (A4)
NA0001

DOC0017 (IDEF0 Node Tree)
NOD5201 (A0)
NOD5206 (A5)
NA0001

NODE

NODE Identifier
NODE Category Code
NODE Description Text
NODE Limitations Description Text

NODE Name
NODE 
Physical Indicator Code

NOD5201
Process Activity
—
—
A0
Logical

NOD5202
Process Activity
—
—
A1
Logical

NOD5203
Process Activity
—
—
A2
Logical

NOD5204
Process Activity
—
—
A3
Logical

NOD5205
Process Activity
—
—
A4
Logical

NOD5206
Process Activity
—
—
A5
Logical

NODE-PROCESS-ACTIVITY


PROCESS-ACTIVITY Group Identifier (FK)
NODE-PROCESS-


NODE Identifier (FK)

PROCESS-ACTIVITY Identifier
PROCESS-ACTIVITY 
Version Identifier
ACTIVITY Role Code

NOD5202 (A1)
PA0001 (Direct Request Satisfaction)
PAV0001
Represents

NOD5203 (A2)
PA0002 (Collect Data)
PAV0001
Represents

NOD5204 (A3)
PA0003 (Process Data)
PAV0001
Represents

NOD5205 (A4)
PA0004 (Produce Response)
PAV0001
Represents

NOD5206 (A5)
PA0005 (Disseminate Intelligence)
PAV0001
Represents

NOD5201 (A0)
PA0011 (Provide Intelligence to Military Operations)
PAV0001
Represents

NODE-HIERARCHY

Node Hierarchy NODE-ASSOCIATION Group Identifier (FK)

NODE-

Node 1 
NODE Identifier
Node 2 
NODE Identifier
NODE-ASSOC 
Identifier
NODE-HIERARCHY Relation Type Code
HIERARCHY Restriction Code

NOD5201 (A0)
NOD5202 (A1)
NA0001
Has as a component
Not applicable

NOD5201 (A0)
NOD5203 (A2)
NA0001
Has as a component
Not applicable

NOD5201 (A0)
NOD5204 (A3)
NA0001
Has as a component
Not applicable

NOD5201 (A0)
NOD5205 (A4)
NA0001
Has as a component
Not applicable

NOD5201 (A0)
NOD5206 (A5)
NA0001
Has as a component
Not applicable

g.
Details for ACTIVITY-ICOM and its Subtypes

ACTIVITY-ICOM (illustrated in Table 176) is defined [DDDS (4182) (A)] as an associative entity that identifies an ACTIVITY-MODEL-PROCESS-ACTIVITY with an ICOM.  This entity, through its subtypes, specifies exactly which information flows (INFORMATION-ELEMENT, formerly ICOM) are inputs (alternatively, outputs, controls, or mechanisms) for a specific PROCESS-ACTIVITY in a specific ACTIVITY-MODEL.  Note that ACTIVITY-ICOM is a shortened name that might technically be called “ACTIVITY-MODEL-PROCESS-ACTIVITY-INFORMATION-ELEMENT.”

Table 176.  ACTIVITY-ICOM Instance Table

ACTIVITY-ICOM

Activity Model 
INFO-ASSET Group Identifier (FK)
PROCESS-ACTIVITY 
Group Identifier (FK)

ICOM Group Identifier (FK)



INFO-ASSET Identifier
INFO-ASSET Version Identifier

ORGANI-ZATION Identifier

PROCESS-ACTIVITY Identifier
PROCESS-ACTIVITY Version Identifier

INFO-ELEME (ICOM) Identifier


ICOM Version Identifier

ACTIVITY-ICOM Type Code

IA2001
IAV0001
ORG01
PA0011
PAV0001
ICOM0001
ICOMV0001
Control

IA2001
IAV0001
ORG01
PA0001
PAV0001
ICOM0001
ICOMV0001
Control

IA2001
IAV0001
ORG01
PA0002
PAV0001
ICOM0001
ICOMV0001
Control

IA2001
IAV0001
ORG01
PA0011
PAV0001
ICOM0007
ICOMV0001
Input

IA2001
IAV0001
ORG01
PA0001
PAV0001
ICOM0007
ICOMV0001
Input

IA2001
IAV0001
ORG01
PA0011
PAV0001
ICOM0020
ICOMV0001
Mechanism

IA2001
IAV0001
ORG01
PA0001
PAV0001
ICOM0020
ICOMV0001
Mechanism

IA2001
IAV0001
ORG01
PA0002
PAV0001
ICOM0030
ICOMV0001
Input

IA2001
IAV0001
ORG01
PA0005
PAV0001
ICOM0030
ICOMV0001
Input

IA2001
IAV0001
ORG01
PA0005
PAV0001
ICOM0001
ICOMV0001
Control

IA2001
IAV0001
ORG01
PA0001
PAV0001
ICOM0030
ICOMV0001
Output

Note:  The following attributes are not shown in the instance table:  ACTION Identifier (FK) and ACTIVITY-ICOM Description Text.

ACTIVITY-ICOM-CONTROL (illustrated in Table 177) is defined [DDDS 4183) (A)] as an ACTIVITY-ICOM that expresses conditions required to produce correct output from an ACTIVITY-MODEL-PROCESS-ACTIVITY.  This entity is a subtype of ACTIVITY-ICOM representing, in an IDEF0 diagram, the arrows (information flows) coming into an “activity box” from the top.

Table 177.  ACTIVITY-ICOM-CONTROL Instance Table

ACTIVITY-ICOM-CONTROL

Activity Model 
INFO-ASSET Group Identifier (FK)
PROCESS-ACTIVITY 
Group Identifier (FK)

ICOM Group Identifier (FK)


INFO-ASSET Identifier
INFO-ASSET Version Identifier

ORGANI-ZATION Identifier

PROCESS-ACTIVITY Identifier
PROCESS-ACTIVITY Version Identifier


INFO-ELEME (ICOM) Identifier



ICOM Version Identifier

IA2001
IAV0001
ORG01
PA0011
PAV0001
ICOM0001
ICOMV0001

IA2001
IAV0001
ORG01
PA0001
PAV0001
ICOM0001
ICOMV0001

IA2001
IAV0001
ORG01
PA0002
PAV0001
ICOM0001
ICOMV0001

IA2001
IAV0001
ORG01
PA0005
PAV0001
ICOM0001
ICOMV0001

Note:  ACTIVITY-ICOM-CONTROL has no descriptive attributes (denoted by double vertical bar on the right).

ACTIVITY-ICOM-EXCHANGE-REQUIREMENT (illustrated in Table 178) is defined as a relationship between a specific ACTIVITY-ICOM and a specific INFORMATION-EXCHANGE-REQUIREMENT.  

Table 178.  ACTIVITY-ICOM-EXCHANGE-REQUIREMENT Instance Table

ACTIVITY-ICOM-EXCHANGE-REQUIREMENT

Activity Model 
INFO-ASSET Group Identifier (FK)
PROCESS-ACTIVITY 
Group Identifier (FK)

ICOM Group Identifier (FK)



INFO-ASSET Identifier
INFO-ASSET Version Identifier

ORGANI-ZATION Identifier

PROCESS-ACTIVITY Identifier
PROCESS-ACTIVITY Version Identifier
INFO-ELEME (ICOM) Identifier

ICOM Version Identifier

Requirement GUIDANCE Identifier (FK)

IA2001
IAV0001
ORG01
PA0011
PAV0001
ICOM0007
ICOMV0001
GUID0101

IA2001
IAV0001
ORG01
PA0001
PAV0001
ICOM0007
ICOMV0001
GUID0101

IA2001
IAV0001
ORG01
PA0002
PAV0001
ICOM0030
ICOMV0001
GUID0101

IA2001
IAV0001
ORG01
PA0005
PAV0001
ICOM0030
ICOMV0001
GUID0102

Note:  The following attribute is not shown in the instance table:  Description Text.

ACTIVITY-ICOM-GRAPHIC (illustrated in Table 179) is a child entity of ACTIVITY-ICOM, not a subtype, defined as the association of a specific ACTIVITY-ICOM with a specific instance of GRAPHIC.  In an IDEF0 diagram, this entity associates “arrows” with the ICOMs or INFORMATION-ELEMENTs (information flows) coming into or going out of an “activity box.”

Table 179.  ACTIVITY-ICOM-GRAPHIC Instance Table

ACTIVITY-ICOM-GRAPHIC 

Activity Model 
INFO-ASSET Group Identifier (FK)
PROCESS-ACTIVITY 
Group Identifier (FK)

ICOM Group Identifier (FK)



INFO-ASSET Identifier
INFO-ASSET Version Identifier

ORGANI-ZATION Identifier

PROCESS-ACTIVITY Identifier
PROCESS-ACTIVITY Version Identifier
INFO-ELEME (ICOM) Identifier


ICOM Version Identifier

[Graphic] DOCUMENT Identifier (FK)

IA2001
IAV0001
ORG01
PA0011
PAV0001
ICOM0007
ICOMV0001
C

IA2001
IAV0001
ORG01
PA0001
PAV0001
ICOM0007
ICOMV0001
T

IA2001
IAV0001
ORG01
PA0002
PAV0001
ICOM0030
ICOMV0001
C

IA2001
IAV0001
ORG01
PA0005
PAV0001
ICOM0030
ICOMV0001
C

ACTIVITY-ICOM-INPUT (illustrated in Table 180) is defined [DDDS (4184) (A)] as the data transformed by an ACTIVITY-MODEL-PROCESS-ACTIVITY into output.  This entity is a subtype of ACTIVITY-ICOM representing, in an IDEF0 diagram, the arrows (information flows) coming into an “activity box” from the left.

Table 180.  ACTIVITY-ICOM-INPUT Instance Table

ACTIVITY-ICOM-INPUT

Activity Model 
INFO-ASSET Group Identifier (FK)
PROCESS-ACTIVITY 
Group Identifier (FK)

ICOM Group Identifier (FK)



INFO-ASSET Identifier
INFO-ASSET Version Identifier

ORGANI-ZATION Identifier

PROCESS-ACTIVITY Identifier
PROCESS-ACTIVITY Version Identifier
INFO-ELEME (ICOM) Identifier


ICOM Version Identifier

ACTIVITY-ICOM-INPUT Type Code

IA2001
IAV0001
ORG01
PA0011
PAV0001
ICOM0007
ICOMV0001
C

IA2001
IAV0001
ORG01
PA0001
PAV0001
ICOM0007
ICOMV0001
T

IA2001
IAV0001
ORG01
PA0002
PAV0001
ICOM0030
ICOMV0001
C

IA2001
IAV0001
ORG01
PA0005
PAV0001
ICOM0030
ICOMV0001
C

Note:  The following attribute of ACTIVITY-ICOM-INPUT is not shown in the instance table:  Description Text.

ACTIVITY-ICOM-MECHANISM (illustrated in Table 181) is defined [DDDS (4185) (A)] as an ACTIVITY-ICOM that expresses the means used to perform an ACTIVITY-MODEL-PROCESS-ACTIVITY.  This entity is a subtype of ACTIVITY-ICOM representing, in an IDEF0 diagram, the arrows (information flows) coming into an “activity box” from the bottom.

Table 181.  ACTIVITY-ICOM-MECHANISM Instance Table

ACTIVITY-ICOM-MECHANISM

Activity Model 
INFO-ASSET Group Identifier (FK)
PROCESS-ACTIVITY 
Group Identifier (FK)

ICOM Group Identifier (FK)



INFO-ASSET Identifier
INFO-ASSET Version Identifier

ORGANI-ZATION Identifier

PROCESS-ACTIVITY Identifier
PROCESS-ACTIVITY Version Identifier
INFO-ELEME (ICOM) Identifier

ICOM Version Identifier
ACTIVITY-ICOM-MECHANISM Type Code

IA2001
IAV0001
ORG01
PA0011
PAV0001
ICOM0020
ICOMV0001
C

IA2001
IAV0001
ORG01
PA0001
PAV0001
ICOM0020
ICOMV0001
N

Note:  The following attributes of ACTIVITY-ICOM-MECHANISM are not shown in the instance table:  Description Text and Resource Type Code.

ACTIVITY-ICOM-OUTPUT (illustrated in Table 182) is defined [DDDS (4186) (A)] as the data  produced by an ACTIVITY-MODEL-PROCESS-ACTIVITY.  This entity is a subtype of ACTIVITY-ICOM representing, in an IDEF0 diagram, the arrows (information flows) going out of an “activity box” from the right.

Table 182.  ACTIVITY-ICOM-OUTPUT Instance Table

ACTIVITY-ICOM-OUTPUT

Activity Model 
INFO-ASSET Group Identifier (FK)
PROCESS-ACTIVITY 
Group Identifier (FK)

ICOM Group Identifier (FK)



INFO-ASSET Identifier
INFO-ASSET Version Identifier

ORGANI-ZATION Identifier

PROCESS-ACTIVITY Identifier
PROCESS-ACTIVITY Version Identifier
INFO-ELEME (ICOM) Identifier


ICOM Version Identifier
ACTIVITY-ICOM-OUTPUT Type Code

IA2001
IAV0001
ORG01
PA0001
PAV0001
ICOM0030
ICOMV0001
P

Note:  The following attributes of ACTIVITY-ICOM-OUTPUT are not shown in the instance table:  Performance Measure Identifier, Performance Measure Value Identifier, and Unit Cost Amount.

g.
Details for Subtypes of ACTIVITY-ICOM-MECHANISM

The specification of ACTIVITY-ICOM-MECHANISM from the DoD Data Model has been extended in CADM 2.0 to specify the character of the mechanism.  Two classes are introduced as subtypes:  those mechanisms that specify a specific SYSTEM (using ACTIVITY-ICOM-MECHANISM-SYSTEM) and those mechanisms that specify an OCCUPATIONAL SPECIALTY, an ORGANIZATION-TYPE, or an ORGANIZATION.

OCCUPATIONAL-SPECIALTY.  OCCUPATIONAL-SPECIALTY (illustrated in Table 183) is defined as a grouping of job functions requiring similar qualifications and the performance of closely related duties.  

Table 183.  OCCUPATIONAL-SPECIALTY Instance Table

OCCUPATIONAL-SPECIALTY


OCCUP-SPEC Id
OCCUP-SPEC Applicability Note Text
OCCUP-SPEC Definition Text
OCCUP-SPEC Enl-Off Ind Code
OCCUP-SPEC Med Spec Code


OCCUP-SPEC Name
OCCUP-SPEC Service MOS Code
OCCUP-SPEC Source Code
OCCUP-SPEC Status Code

OCSP001
—
[see DoD 1312.1-I]
O (Officer)
01
Aviation/ Aerospace Medicine
6A01
D (DoD)
A (Ap- prroved)

OCSP002
q 
[see DoD 1312.1-I]
—
O
01
Aviation Medicine
15A0
S (Navy Officer Secon-dary)
A

OCSP003
q
—
O
01
Space Medicine
1603
S
A

OCSP004
—
—
O
01
Flight Surgeon
0110
N (Navy)
A

OCSP005
—
—
O
01
Dental Officer
0680
G (General Schedule)
A

OCSP006
—
—
O
01
Nursing Administrator
46A1
F (Air Force)
A

OCSP007
—
—
O
01
Flight Surgeon
61N
B (Army Commis-sioned Officer
A

OCSP008
—
—
O
01
Flight Surgeon
93
C (Coast Guard)
A

OCSP009
—
[see DoD 1312.1-I]
E (Enlisted)
—
Forward Area Equipment Support
86
D
A

OCSP010
—
—
E
—
Aircraft Engine Mechanic
86002
W (Wage Board)
A

OCSP011
—
—
E
—
Small Engine Mechanic
86010
W
A

OCSP012
—
—
E
—
Liquid Fuel Rocket Engine Mechanic
86075
W
A

OCSP013
—
—
E
—
Interpreter (Designated Language)
8611
M (Marine Corps)
A

OCSP014
—
—
E
—
Surveillance Sensor Operator
8621
M
A

OCSP015
—
—
E
—
Surveillance Sensor Maintenance Marine
8631
M
A

OCSP016
—
[see DoD 1312.1-I]
E
—
Other Services, N.E.C.
87
D
A

OCSP017
—
—
E
—
Health Services Technician
870
C
A

OCSP018
—
[see DoD 1312.1-I]
E
—
Other Services, General
870
D
A

OCSP019
—
—
E
—
Ground Operations Specialist
8711
M
A

OCSP020
—
—
E
—
Aircraft Mechanic
88052
W
A

Note:  The following attributes are not shown in the instance table:  Effective Date and Technician Indicator Code.

Source:  DoD 1312.1-I.

The specification of OCCUPATIONAL-SPECIALTY has been taken from DoD 1312.1-I, which defines an integrated set of DoD-wide military occupational specialty (MOS) codes and correlates these to a large set of MOS codes specified by DoD and other Government agencies.

OCCUPATIONAL-SPECIALTY (as specified in DoD 1312.1-I) has two subtypes to distinguish DoD-wide military occupational specialties (MOSs) for officers and for enlisted.  

· OFFICER-OCCUPATIONAL-SPECIALTY—An OCCUPATIONAL-SPECIALTY that applies only to commissioned and warrant (officer) personnel (illustrated in Table 184).  Referring to Table 167, the Taxonomy Code “6A” represents the category, “Physicians.”  Taxonomy Code “6A” applies to eight different Service-specific instances of OCCUPATIONAL-SPECIALTY Identifier.

· ENLISTED-OCCUPATIONAL-SPECIALTY—An OCCUPATIONAL-SPECIALTY that applies only to personnel other than commissioned and warrant (officer) personnel (illustrated in Table 185).  The Taxonomy Code “623” applies to 12 different Service-specific instances of OCCUPATIONAL-SPECIALTY Identifier.

Table 184.  OFFICER-OCCUPATIONAL-SPECIALTY Instance Table

OFFICER-OCCUPATIONAL-SPECIALTY


OCCUPATIONAL-SPECIALTY Id
OFFICER-OCCUPATIONAL-SPECIALTY Taxonomy Code

OCSP001
6A

OCSP002
6A

OCSP003
6A

OCSP004
6A

OCSP005
6A

OCSP006
6A

OCSP007
6A

OCSP008
6A

Table 185.  ENLISTED-OCCUPATIONAL-SPECIALTY Instance Table

ENLISTED-OCCUPATIONAL-SPECIALTY


OCCUPATIONAL-SPECIALTY Id
ENLISTED-OCCUPATIONAL-SPECIALTY Taxonomy Code

OCSP009
623

OCSP010
623

OCSP011
623

OCSP012
623

OCSP013
623

OCSP014
623

OCSP015
623

OCSP016
623

OCSP017
623

OCSP018
623

OCSP019
623

OCSP020
623

ACTIVITY-ICOM-MECHANISM-ROLE (illustrated in Table 186) is defined as an ACTIVITY-ICOM-MECHANISM that identifies a mechanism provided by humans as organizations or specialties.  This entity records identifiers of any applicable ORGANIZATION, ORGANIZATION-TYPE, or OCCUPATIONAL-SPECIALTY.  Table 186 shows two instances of an ACTIVITY-ICOM-MECHANISM provided by an OCCUPATIONAL-SPECIALTY, one for an officer and one for an enlisted person.

Table 186.  ACTIVITY-ICOM-MECHANISM-ROLE Instance Table

ACTIVITY-ICOM-MECHANISM-ROLE

Activity Model INFO-ASSET Group Identifier (FK)
PROCESS-ACTIVITY 
Group Identifier (FK)
ICOM Group Identifier (FK)

OCCUPA-



INFO-ASSET Id
INFO-ASSET Vers Id

ORG Id
PROCESS-ACTIVITY Id
PROCESS-ACTIVITY Vers Id
INFO-ELEME (ICOM) Id

ICOM Vers Id
TIONAL SPECIALTY Identifier (FK)
ORG Id (FK)
ORG-TYPE Id (FK)

IA2001
IAV0001
ORG01
PA0011
PAV0001
ICOM0020
ICOMV0001
OCSP008
—
—

IA2001
IAV0001
ORG01
PA0001
PAV0001
ICOM0020
ICOMV0001
OCSP020
—
—

ACTIVITY-ICOM-MECHANISM-SYSTEM (illustrated in Table 187) is defined as an ACTIVITY-ICOM-MECHANISM that identifies a mechanism provided by a specific SYSTEM.

Table 187.  ACTIVITY-ICOM-MECHANISM-SYSTEM Instance Table

ACTIVITY-ICOM-MECHANISM-SYSTEM

Activity Model 
INFO-ASSET Group Identifier (FK)
PROCESS-ACTIVITY 
Group Identifier (FK)
[Information Element]
ICOM Group Identifier (FK)



INFO-ASSET Identifier
INFO-ASSET Version Identifier

ORGANI-ZATION Identifier

PROCESS-ACTIVITY Identifier
PROCESS-ACTIVITY Version Identifier
INFO-
ELEM (ICOM) Identifier

ICOM Version Identifier


SYSTEM Identifier (FK)

IA2001
IAV0001
ORG01
PA0011
PAV0001
ICOM0020
ICOMV0001
SYS1001

IA2001
IAV0001
ORG01
PA0001
PAV0001
ICOM0020
ICOMV0001
SYS1002

10.
Agreement View

a.
Overview and Specification

Figure 91 provides the IDEF1X view for Agreement, and Figure 92 provides the view for its subtypes.  Table 188 provides definitions of each entity in the figure.  
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Figure 91.  CADM 2.0 Agreement View (XV-10)
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Figure 92.  CADM 2.0 Agreement Subtype View (XV-10a)

Table 188.  Entity Definitions for All Entities in the Agreement and Agreement Subtype View

Entity
Entity Definition
Reference

AGREEMENT
(332) (A)  AN ARRANGEMENT BETWEEN PARTIES.  Note:  For standards and standard profiles, the standards body governing those agreements is identified as the Coordinating ORGANIZATION.
See below

AGREEMENT-ASSOCIATION
(2029/1) (A)  AN ASSOCIATION BETWEEN AN AGREEMENT AND ANOTHER AGREEMENT.
See below

AGREEMENT-DOCUMENT
(11928/1) (D)  AN ASSOCIATION BETWEEN AN AGREEMENT AND A DOCUMENT.
See below

AGREEMENT-GUIDANCE
(848/1) (A)  THE ASSOCIATION OF GUIDANCE TO A SPECIFIC AGREEMENT.
See below

APPLICATION-PROGRAM-INTERFACE-STANDARD
A STANDARD governing software access.
See below

ARCHITECTURE-AGREEMENT
The relation of a specific AGREEMENT to a specific ARCHITECTURE.
See Section IV.B.11 (Architecture View)

DATA-MODEL-STANDARD
A STANDARD for describing an abstraction of a set of interrelated information requirements.
See below

DATA-STANDARD
A STANDARD for describing basic elements of INFORMATION.
See below

ENTITY-DATA-STANDARD
A STANDARD that describes a group of atomic information elements related to the same concept.
See below

INFORMATION-ASSET-AGREEMENT
The association of a specific INFORMATION-ASSET to a specific AGREEMENT.
See Section IV.B.23 (Node View)

ORGANIZATION-AGREEMENT
(881/1) (A)  AN ASSOCIATION BETWEEN AN ORGANIZATION AND AN AGREEMENT.  (DDDS, June 1998)  Replaces, in CADM 1.0, AGREEMENT-ORGANIZATION:  The association of an AGREEMENT with an ORGANIZATION.
See Section IV.B.02 (Information Asset View)

PROTOCOL-STANDARD
A STANDARD for a procedure.
See below

REFERENCE-MODEL
An AGREEMENT that provides the conceptual basis for interrelating the products of various activities.
See below

REFERENCE-MODEL-SERVICE
The specification of a class of functional capabilities for a specific REFERENCE-MODEL.
See below

REFERENCE-MODEL-SERVICE-AREA
The association of a REFERENCE-MODEL to a TECHNICAL-SERVICE-AREA.
See below

STANDARD
An AGREEMENT for a procedure, product, and relationship.  Compare [CJCSM 3500.04A, 13 September 1996]:  The minimum acceptable proficiency required in the performance of a particular TASK under a specific set of CONDITIONs.  Standards are established by a joint force commander.
See below

STANDARD-DATA-ELEMENT
A STANDARD for a single-concept atomic item of information.
See below

STANDARD-OPTION
An option within a specific STANDARD.
See below

STANDARD-PARAMETER
A parameter specified by a STANDARD.
See below

STANDARD-PROFILE
An  AGREEMENT covering a set of related STANDARDs.
See below

STANDARD-PROFILE-TECHNICAL-SERVICE-AREA
The association of a STANDARD-PROFILE to a TECHNICAL-SERVICE-AREA.  The profile discusses standards pertaining to services in that area but may not be comprehensive in scope.
See below

STANDARD-TECHNICAL-SERVICE
The association of a STANDARD to a TECHNICAL-SERVICE.
See below

SYSTEM-CRITERIA-PROFILE
Time-phased capture of the technical guidelines applicable to a given SYSTEM.  [See USAF Architecture Data Model.]
See Section IV.B.07 (System Child Entities View)

TECHNICAL-CRITERION-PROFILE
Time-phased capture of a technical guideline applicable to a given architecture.
See Section IV.B.38 Technology View)

TECHNICAL-CRITERION-PROFILE-AGREEMENT
The association of a specific AGREEMENT (e.g., a STANDARD) with a specific TECHNICAL-CRITERION-PROFILE.
See Section IV.B.38 Technology View)

Table 189 provides the attribute specifications of key entities in the Agreement View of CADM 2.0.

Table 189.  Attribute Specifications for Key Entities in the Agreement View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

AGREEMENT
· AGREEMENT IDENTIFIER (PK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· Coordinating ORGANIZATION Identifier (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· AGREEMENT CATEGORY CODE—(16086) (A)  THE CODE THAT REPRESENTS A CLASSIFICATION OF AN AGREEMENT.  Domain values include:  C--CUSTOMIZED; S--STANDARD; P--Standard Profile (new); R--Reference Model (new).

· AGREEMENT DURATION TYPE CODE—(13787) (A)  THE CODE THAT REPRESENTS A SPECIFIC KIND OF TIME FRAME ASSOCIATED WITH AN AGREEMENT.  Domain values include:  F--FIXED-LENGTH; O--OPEN-ENDED.

· AGREEMENT EFFECTIVE DATE—(12836) (A)  THE DATE WHEN AN AGREEMENT BECOMES EFFECTIVE.

· AGREEMENT NAME—(12682) (A)  THE NAME OF AN AGREEMENT.

· AGREEMENT Expiration Date—The date at which an AGREEMENT is no longer in force.

· AGREEMENT TEXT—(13925) (A)  THE TEXT OF AN AGREEMENT.

· AGREEMENT TYPE CODE—(12683/3) (A)  THE CODE THAT REPRESENTS A SPECIFIC KIND OF AGREEMENT.  Domain values include:  A--CONTRACTING AGREEMENT; AH--UNION; B--LEGAL AGREEMENT; C--INTERNATIONAL AGREEMENT; CN--NAME CHANGE AGREEMENT; D--PERSONNEL AGREEMENT; E--UNDERSTANDING AGREEMENT; FPRA--FORWARD PRICING RATE AGREEMENT; KG--GRANT; MA--MASTER AGREEMENT; NOVA--NOVATION AGREEMENT [DDDS, June 1998]; CADM proposes to add Standard, Standard Profile, Reference Model, and Convention.  DDDS has proposal (12683/4, developmental status) to add:  BL--BAILMENT, EFT--ELECTRONIC FUNDS TRANSFER AGREEMENT, and KA--COOPERATIVE AGREEMENT.

· AGREEMENT Version Identifier—The identifier of a specific release of a specific AGREEMENT.

AGREEMENT-ASSOCIATION
· Ordinate AGREEMENT Identifier (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· Subordinate AGREEMENT Identifier (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· AGREEMENT-ASSOCIATION Identifier (PK)—The identifier of an AGREEMENT-ASSOCIATION for a specific ordinate AGREEMENT and a specific subordinate AGREEMENT.

· AGREEMENT-ASSOCIATION REASON CODE—(16090/4) (A)  THE CODE THAT REPRESENTS THE UNDERLYING BASIS OF AN AGREEMENT-ASSOCIATION.  (DDDS, June 1998)  Domain values include:  A--AGREEMENT INCLUDES OTHER AGREEMENT; B--AGREEMENT MODIFIES OTHER AGREEMENT; C--AGREEMENT INVOLVES PARENT AGREEMENT ENROLLMENT; D--AGREEMENT REPLACES OTHER AGREEMENT; E--AGREEMENT RESULTS FROM OTHER AGREEMENT; F--AGREEMENT SUPPLEMENTS OTHER AGREEMENT; G--AGREEMENT IS EXTENSION OF OTHER AGREEMENT.  Add for CADM V2.0 the following:  References; Contains; Is a refinement of; Is based on; Provides support for; Conforms to; Is planned to provide; Not specified; Not known.

AGREEMENT-DOCUMENT
· AGREEMENT IDENTIFIER (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· AGREEMENT-DOCUMENT Identifier (PK)—The identifier of an AGREEMENT-DOCUMENT for a specific AGREEMENT and  a specific DOCUMENT.

· AGREEMENT-DOCUMENT Role Code—The code that designates the specific way in which a DOCUMENT is used for an AGREEMENT.  Domain values include:  Is contained in; Is supported by; Is specified by, Is referenced by, References; Not specified; Not known.

AGREEMENT-GUIDANCE
· AGREEMENT IDENTIFIER (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· GUIDANCE IDENTIFIER (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· AGREEMENT-GUIDANCE Identifier (PK)—The identifier of an AGREEMENT-GUIDANCE for a specific AGREEMENT and a specific GUIDANCE.

· AGREEMENT-GUIDANCE Role Code—The code that designates the specific way in which an instance of GUIDANCE relates to an instance of AGREEMENT.  Domain values include:  Is implemented by; Is mandated by; Is referenced in; Not specified; Not known.

APPLICATION-PROGRAM-INTERFACE-STANDARD
· Standard AGREEMENT Identifier (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

Table 189.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

DATA-MODEL-STANDARD
· Standard AGREEMENT Identifier (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

DATA-STANDARD
· Standard AGREEMENT Identifier (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· DATA-STANDARD Category Code—The code that denotes a class of DATA-STANDARD.  Domain values include:  Entity data standard; Data element (attribute) data standard; Domain data standard; Not specified; Not known.

· DATA-STANDARD Approval Status Code—The code that indicates the approval status of the DATA-STANDARD.  Domain values include:  A--approved; C--candidate; D--developmental; R--not approved; X--archived; K--??

ENTITY-DATA-STANDARD
· Standard AGREEMENT Identifier (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

MESSAGE-STANDARD
· Standard AGREEMENT Identifier (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· MESSAGE-STANDARD Format Code {ASA}—The code that identifies the MESSAGE-STANDARD format. An example is USMTF, VMF.  Source:  Army Systems Architecture Data Model.  Domain values include:  Example domain values:  US Message Text Format; US Variable Message Format; TADIL A; TADIL B; TADIL C; TADIL J; Other US Tactical Data Link; Link 11; Link 16; Other NATO Tactical Data Link; NATO ADatP-3 Message Format; NATO AIntP-3 Message Format; NATO AGeoP-3 Message Format; Other NATO Message Format; Other NATO; Other multinational; Intelligence-specific format; Modeling-and-simulation-specific format; Plain text; Binary not otherwise specified; Not Specified; Not known.

· MESSAGE-STANDARD Reference identifier {ASA}—The identifier of the MESSAGE-STANDARD as cited for its message set.  Source:  Army Systems Architecture Data Model.

· MESSAGE-STANDARD Short Name {ASA}—The abbreviated name of the MESSAGE-STANDARD.  Source:  Army Systems Architecture Data Model.

· MESSAGE-STANDARD Last Revision Date {ASA}—The data of last change of the MESSAGE-STANDARD as approved for information system usage.  Source:  Army Systems Architecture Data Model.

PROTOCOL-STANDARD
· Standard AGREEMENT Identifier (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

REFERENCE-MODEL
· Ref Model AGREEMENT Identifier (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

REFERENCE-MODEL-SERVICE
· Ref Model AGREEMENT Identifier (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· REFERENCE-MODEL-SERVICE Identifier (PK)—The identifier of a specific REFERENCE-MODEL-SERVICE for a specific REFERENCE-MODEL.

· TECHNICAL-SERVICE Identifier (FK)—The identifier of a specific TECHNICAL-SERVICE within a broader TECHNICAL-SERVICE-AREA.

· REFERENCE-MODEL-SERVICE Area Name—The name of a class of REFERENCE-MODEL-SERVICE for a specific REFERENCE-MODEL.

· REFERENCE-MODEL-SERVICE Name—The name of a specific REFERENCE-MODEL-SERVICE for a specific REFERENCE-MODEL.

REFERENCE-MODEL-SERVICE-AREA
· Ref Model AGREEMENT Identifier (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· TECHNICAL-SERVICE-AREA Identifier (PK) (FK)—The identifier of a specific TECHNICAL-SERVICE-AREA.

STANDARD
· Standard AGREEMENT Identifier (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· STANDARD Category Code—The code that denotes a class of STANDARD.  It is used as a discriminator for subtypes of STANDARD.  Domain values include:  Application Program Interface Standard; Data Standard; Data Model Standard, Message Standard; Protocol Standard; Hardware Standard; Software Standard; Process Standard.  Note:  Domain expanded during the CADM-ASA Workshop (17-19 June 1998).

· STANDARD Criterion Description Text—The text that summarizes the parameters against which a standard is to be evaluated.

· STANDARD Measure Description Text—The text that summarizes how a standard is to be applied.

· STANDARD Developmental Status Code—The code that indicates the approval status of a standards document.  Domain values include:  Concept draft; Working draft; Committee draft; Final review draft; Adopted; Withdrawn; Not specified; Not known.  Note:  Domain expanded during the CADM-ASA Workshop (17-19 June 1998).

Table 189.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

STANDARD (Cont’d)
· STANDARD Project-Specific Indicator Code—The code that indicates whether a specific STANDARD is used only for a specific implementation.  Domain values include:  Generic; Project-specific; Profile-specific; Not specified; Not known.  Note:  Domain expanded during the CADM-ASA Workshop (17-19 June 1998).

STANDARD-DATA-ELEMENT
· Standard AGREEMENT Identifier (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

STANDARD-OPTION
· Standard AGREEMENT Identifier (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· STANDARD-OPTION Identifier (PK)—The identifier of a specific STANDARD-OPTION belonging to a specific STANDARD.

· STANDARD-OPTION Description Text—The text that summarizes a specific STANDARD-OPTION.

· STANDARD-OPTION Name—The name of a specific STANDARD-OPTION.

STANDARD-PARAMETER
· Standard AGREEMENT Identifier (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· STANDARD-PARAMETER Identifier (PK)—The identifier of a specific STANDARD-PARAMETER specified by a specific STANDARD.

· STANDARD-PARAMETER Description Text—The text that summarizes a specific STANDARD-PARAMETER.

· STANDARD-PARAMETER Name—The name of a specific STANDARD-PARAMETER.

· STANDARD-PARAMETER Value Text—The text that provides the measure of a specific STANDARD-PARAMETER.

STANDARD-PROFILE
· Std Profile AGREEMENT Identifier (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· STANDARD-PROFILE Type Code—The code that denotes the role of a STANDARD-PROFILE.  Domain values include:  Router; Relay; Transport; Messaging; File Transfer; Imagery; Computer Graphics; Database Management; Other; Not Known; Not Specified.

STANDARD-PROFILE-TECHNICAL-SERVICE-AREA
· Std Profile AGREEMENT Identifier (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· TECHNICAL-SERVICE-AREA Identifier (PK) (FK)—The identifier of a specific TECHNICAL-SERVICE-AREA.

STANDARD-TECHNICAL-SERVICE
· Standard AGREEMENT Identifier (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· TECHNICAL-SERVICE Identifier (PK) (FK)—The identifier of a specific TECHNICAL-SERVICE within a broader TECHNICAL-SERVICE-AREA.

b.
Details for AGREEMENT

AGREEMENT and GUIDANCE are closely connected, but independent, entities.  They may be distinguished in seeing AGREEMENT as involving two or more peer parties, whereas GUIDANCE is issued by a single authority (i.e., only one party is involved).  Examples of AGREEMENTs are contracts and memoranda of understanding.  Examples of GUIDANCE are directive; doctrine; policy; statute; and strategy.  These examples are being extended in the CADM so as to include standards as examples of AGREEMENT and to include requirements as examples of GUIDANCE (since there is a single authority for a valid requirement).  

AGREEMENT (illustrated in Table 190) is defined [DDDS (332) (A)] as an arrangement between parties.

Table 190.  AGREEMENT Instance Table

AGREEMENT


AGREEMENT Identifier
AGR. Category Code

AGR. Name
AGREEMENT Expiration Date


AGREEMENT Text

AGREEMENT
Type Code
AGREEMENT Version Identifier

AGR1101
Standard
NITF
—
NITF is a part of….
Standard
AGRV001

AGR1102
Standard
CGM
—
FIPS PUB 128-1 adopts….
Standard
AGRV001

AGR1103
Standard
CGM
—
—
Standard Profile
AGRV001

AGR1104
Standard
TAFIM
—
—
Reference Model
AGRV001

AGR1105
Standard
NITFS
—
—
Standard Profile
AGRV001

The following attributes of AGREEMENT are omitted from the instance table:  Coordinating ORGANIZATION Identifier (FK), Duration Type Code, and Effective Date.

c.
Details for Subtypes of AGREEMENT

As depicted in Figure 92 (above), there are three subtypes of AGREEMENT defined for the CADM:  STANDARD, STANDARD-PROFILE (a group of standards with recommendations for implementation), and REFERENCE-MODEL [e.g., the International Organization for Standardization (ISO) seven-layer model for open systems interconnection (OSI)]. 

STANDARD (illustrated in Table 191) is defined as an AGREEMENT for a procedure, product, or relationship.  As shown in Table 189 for STANDARD Category Code, CADM 2.0 provides explicitly for several categories of standard, only the first five of which are shown explicitly in Figure 92:  Application Program Interface Standard; Data Standard; Data Model Standard, Message Standard; Protocol Standard; Hardware Standard; Software Standard; and Process Standard.  

Table 191.  STANDARD Instance Table

STANDARD


Standard
AGREEMENT Identifier (FK)

STANDARD 
Category Code
STANDARD 
Measure Description Text
STANDARD 
Criterion Description Text
STANDARD Developmental Status Code

AGR1101 (NITF)
Data Standard
—
—
—

AGR1102 (CGM)
Data Standard
—
—
—

AGREEMENT


AGREEMENT Identifier
AGR. Category Code

AGR. Name
AGREEMENT Expiration Date


AGREEMENT Text

AGREEMENT
Type Code
AGREEMENT Version Identifier

AGR1101
Standard
NITF
—
NITF is a part of….
Standard
AGRV001

AGR1102
Standard
CGM
—
FIPS PUB 128-1 adopts….
Standard
AGRV001

The following attributes of AGREEMENT are omitted from the instance table:  Coordinating ORGANIZATION Identifier (FK), Duration Type Code, and Effective Date.

STANDARD-PROFILE (illustrated in Table 192) is defined as an AGREEMENT covering a set of related STANDARDs.  Other examples of a STANDARD-PROFILE not shown in the table are International Standard Profiles defined by the ISO and the Technical Architecture Framework for Information Management (TAFIM).

Table 192.  STANDARD-PROFILE Instance Table

STANDARD-PROFILE

Standard Profile
AGREEMENT Identifier (FK)
STANDARD-PROFILE 
Type Code

AGR1103 (CGM)
Computer Graphics

AGR1105 (NITFS)
Imagery

AGREEMENT


AGREEMENT Identifier
AGR. Category Code

AGR. Name
AGREEMENT Expiration Date


AGREEMENT Text

AGREEMENT
Type Code
AGREEMENT Version Identifier

AGR1103
Standard
CGM
—
—
Standard Profile
AGRV001

AGR1105
Standard
NITFS
—
—
Standard Profile
AGRV001

The following attributes of AGREEMENT are omitted from the instance table:  Coordinating ORGANIZATION Identifier (FK), Duration Type Code, and Effective Date.

REFERENCE-MODEL is a subtype of AGREEMENT (illustrated in Table 193) defined as an AGREEMENT that provides the conceptual basis for interrelating the products of various activities.  Its role in the CADM is to identify specific instances of service areas and associated TECHNICAL-SERVICE (by use of a child entity REFERENCE-MODEL-SERVICE).  An associative entity between REFERENCE-MODEL and TECHNICAL-SERVICE-AREA is also defined (REFERENCE-MODEL-SERVICE-AREA).  A widely known reference model, included in the TAFIM is the OSI seven-layer Reference Model specified by ISO.

Table 193.  REFERENCE-MODEL Instance Table 

REFERENCE-MODEL

Reference Model AGREEMENT Identifier (FK)

AGR1104

AGREEMENT


AGREEMENT Identifier
AGR. Category Code

AGR. Name
AGREEMENT Expiration Date


AGREEMENT Text

AGREEMENT
Type Code
AGREEMENT Version Identifier

AGR1104
Standard
TAFIM
—
—
Reference Model
AGRV001

The following attributes of AGREEMENT are omitted from the instance table:  Coordinating ORGANIZATION Identifier (FK), Duration Type Code, and Effective Date.

d.
Details for Subtypes of STANDARD

STANDARD Category Code identifies the following subtypes of STANDARD:  

· APPLICATION-PROGRAM-INTERFACE-STANDARD [the DII Common Operating Environment (COE) and the Global Command and Control System (GCCS) COE both contain instances of an application program interface (API) standard]

· DATA-STANDARD, which has two further subtypes, whose instances are stored in the DDDS:

· STANDARD-DATA-ELEMENT (some but not all of these as instances of the DDDS are approved)

· ENTITY-DATA-STANDARD (also known as prime word)

· DATA-MODEL-STANDARD (FIPS 162 is an instance for IDEF1X; IDEF97 is an emerging standard that extends IDEF1X to the object-oriented domain)

· MESSAGE-STANDARD—JINTACCS message text formats (MTFs), variable message formats (VMFs), and tactical digital information links (TADILs); and NATO ADatP-3/STANAG 5500 are examples of message standards.  Some message standards contain protocols that go beyond information content and arrangement.

Of these CADM entities, only two have yet been assigned descriptive attributes.  These are DATA-STANDARD and MESSAGE-STANDARD.  DATA-STANDARD (illustrated in Table 194) is defined as a STANDARD for describing basic elements of information.  MESSAGE-STANDARD (illustrated in Table 195) is defined as a standard for the syntax of a set of elements of data for exchange between information systems.

Table 194.  DATA-STANDARD Instance Table

DATA-STANDARD

Standard
AGREEMENT Identifier (FK)
DATA-STANDARD 
Category Code
DATA-STANDARD 
Approval Status Code


Entity Data Standard
C


Standard Data Element
A

Table 195.  MESSAGE-STANDARD Instance Table Template

MESSAGE-STANDARD

Standard
AGREEMENT Identifier (FK)

MESSAGE-STANDARD Format Code

MESSAGE-STANDARD Reference Identifier

MESSAGE-STANDARD Short Name

MESSAGE-STANDARD Last Revision Date













APPLICATION-PROGRAM-INTERFACE-STANDARD (illustrated in Table 196) is defined [DDDS (2029/1) (A)] as a STANDARD governing software access.

Table 196.  APPLICATION-PROGRAM-INTERFACE-STANDARD Instance Table Template

APPLICATION-PROGRAM-INTERFACE-STANDARD

Standard
AGREEMENT Identifier (FK)





DATA-MODEL-STANDARD (illustrated in Table 197) is defined as a STANDARD for describing an abstraction of a set of interrelated information requirements.

Table 197.  DATA-MODEL-STANDARD Instance Table Template

DATA-MODEL-STANDARD

Standard
AGREEMENT Identifier (FK)





ENTITY-DATA-STANDARD (illustrated in Table 198) is defined as a STANDARD that describes a group of atomic information elements related to the same concept.

Table 198.  ENTITY-DATA-STANDARD Instance Table Template

ENTITY-DATA-STANDARD

Standard
AGREEMENT Identifier (FK)





PROTOCOL-STANDARD (illustrated in Table 199) is defined as a STANDARD for a procedure.

Table 199.  PROTOCOL-STANDARD Instance Table Template

PROTOCOL-STANDARD

Standard
AGREEMENT Identifier (FK)





STANDARD-DATA-ELEMENT (illustrated in Table 200) is defined as a STANDARD for an single-concept atomic item of information.

Table 200.  STANDARD-DATA-ELEMENT Instance Table Template

STANDARD-DATA-ELEMENT 

Standard
AGREEMENT Identifier (FK)





e.
Details for Child Entities of AGREEMENT

AGREEMENT-ASSOCIATION (illustrated in Table 201) is defined [DDDS 2029/1 (A)] as an association between an AGREEMENT and another AGREEMENT.  The instances in Table 201 state that the TAFIM includes two STANDARD-PROFILEs (NITF and Computer Graphics Metafile (CGM).

Table 201.  AGREEMENT-ASSOCIATION Instance Table

AGREEMENT-ASSOCIATION

Ordinate AGREEMENT Identifier (FK)
Subordinate AGREEMENT Identifier (FK)
AGREEMENT-ASSOCIATION 
Identifier
AGREEMENT-ASSOCIATION 
Reason Code

AGR1104 (TAFIM)
AGR1101 (NITF)
AGRA0001
Includes

AGR1104 (TAFIM)
AGR1102 (CGM)
AGRA0001
Includes

AGREEMENT-DOCUMENT (illustrated in Table 202) is defined [DDDS 11928/1 (D)] as an association between an AGREEMENT and a DOCUMENT.  

Table 202.  AGREEMENT-DOCUMENT Instance Table

AGREEMENT-DOCUMENT

AGREEMENT Identifier (FK)

DOCUMENT Identifier (FK)
AGREEMENT-DOCUMENT Identifier
AGREEMENT-DOCUMENT Role Code

AGR1101 (NITF)
DOC1101 (MIL-STD-2500A)
AGDC0001
Is contained in

AGR1102 (CGM)
DOC1102 (MIL-STD-2301)
AGDC0001
Is contained in

AGR1102 (CGM)
DOC1103 (ANSI/ISO 8632.1:1992)
AGDC0001
Is contained in

AGR1102 (CGM)
DOC1104 (ANSI/ISO 8632.2:1992)
AGDC0001
Is contained in

AGR1102 (CGM)
DOC1105 (ANSI/ISO 8632.3:1992)
AGDC0001
Is contained in

AGR1102 (CGM)
DOC1106 (ANSI/ISO 8632.4:1992)
AGDC0001
Is contained in

AGREEMENT-GUIDANCE (illustrated in Table 203) is defined [DDDS (848/1) (A)] as the association of GUIDANCE to a specific AGREEMENT.  

Table 203.  AGREEMENT-GUIDANCE Instance Table

AGREEMENT-GUIDANCE

AGREEMENT Identifier (FK)

GUIDANCE Identifier (FK)
AGREEMENT-GUIDANCE Identifier
AGREEMENT-GUIDANCE 
Role Code

AGR1101
GUID0301 (Implementation guideline)
AGGU0001
Is mandated by

AGR1102
GUID0301
AGGU0001
Is mandated by

AGR1103
GUID0301
AGGU0001
Is mandated by

AGR1104
GUID0301
AGGU0001
Is mandated by

AGR1105
GUID0301
AGGU0001
Is mandated by

f.
Details for Child Entities of REFERENCE-MODEL

REFERENCE-MODEL-SERVICE (illustrated in Table 204) is defined as the specification of a class of capabilities for a specific REFERENCE-MODEL.

Table 204.  REFERENCE-MODEL-SERVICE Instance Table

REFERENCE-MODEL-SERVICE

Reference Model 
AGREEMENT Id (FK)
REFERENCE-MODEL-SERVICE Id
REFERENCE-MODEL-SERVICE Name
REFERENCE-MODEL-SERVICE Area Name

TAFIM
2
Information Processing
Information Processing

TAFIM
2.2.1
Application Software Entity
Information Processing

TAFIM
2.2.2
Application Platform Entity
Information Processing

TAFIM
2.2.2.1.1
Software Engineering Services
Software Engineering

TAFIM
2.2.2.1.2
User Interface Services
User Interface

TAFIM
2.2.2.1.3
Data Mgmt Services
Data Management

TAFIM
2.2.2.1.4
Data Interchange Services
Data Interchange

TAFIM
2.2.2.1.4.1
Document Interchange
Data Interchange

TAFIM
2.2.2.1.4.2
Graphics Data Interchange
Data Interchange

TAFIM
2.2.2.1.4.3
Geospatial Data  Interchange
Data Interchange

TAFIM
2.2.2.1.4.4
Imagery Data Interchange
Data Interchange

TAFIM
2.2.2.1.4.5
Product Data Interchange
Data Interchange

TAFIM
2.2.2.1.4.6
Audio Data Interchange
Data Interchange

TAFIM
2.2.2.1.4.6.1
MPEG-1
Data Interchange

TAFIM
2.2.2.1.4.6.2
MPEG-2
Data Interchange

TAFIM
2.2.2.1.4.7
Video Data Interchange
Data Interchange

TAFIM
2.2.2.1.4.8
Atmospheric Data Interchange
Data Interchange

TAFIM
2.2.2.1.4.9
Oceanographic Data Interchange
Data Interchange

TAFIM
3
Information Transfer
Information Transfer

TAFIM
3.2.1.1
Host Standards
Information Transfer

TAFIM
3.2.1.1.1
Application Support Services
Information Transfer

TAFIM
3.2.1.1.1.1
Electronic Mail
Information Transfer

TAFIM
3.2.1.1.1.10
Connectionless Data Transfer
Information Transfer

TAFIM
3.2.1.1.1.2
Directory Services
Information Transfer

TAFIM
3.2.1.1.1.2.1
Directory Services
Information Transfer

TAFIM
3.2.1.1.1.2.2
Directory Services
Information Transfer

TAFIM
3.2.1.1.1.3
File Transfer
Information Transfer

TAFIM
3.2.1.1.1.4
Remote Terminal
Information Transfer

TAFIM
3.2.1.1.1.5
Network Management
Information Transfer

TAFIM
3.2.1.1.1.6
Network Time
Information Transfer

TAFIM
3.2.1.1.1.7
Bootstrap Protocol
Information Transfer

TAFIM
3.2.1.1.1.8
Dynamic Host Configuration Protocol
Information Transfer

TAFIM
3.2.1.1.1.9
WWW Services
Information Transfer

TAFIM
3.2.1.1.1.9.1
HTTP
Information Transfer

TAFIM
3.2.1.1.1.9.2
URL
Information Transfer

TAFIM
3.2.1.1.2
Transport Services
Information Transfer

TAFIM
3.2.1.1.2.1
TCP/UDP over Internet Protocol (IP)
Information Transfer

TAFIM
3.2.1.1.2.1.1
TCP
Information Transfer

TAFIM
3.2.1.1.2.1.2
UDP
Information Transfer

TAFIM
3.2.1.1.2.1.3
IP
Information Transfer

TAFIM
3.2.1.1.2.2
OSI/Internet Internetworking Protocol
Information Transfer

TAFIM
3.2.1.2
Video Teleconferencing (VTC)
Information Transfer

TAFIM
3.2.1.3
Facsimile Standards
Information Transfer

TAFIM
3.2.1.3.1
Analog Facsimile
Information Transfer

TAFIM
3.2.1.3.2
Digital Facsimile
Information Transfer

TAFIM
3.2.1.4
Secondary Imagery Dissemination
Information Transfer

TAFIM
3.2.2
Network Standards
Information Transfer

TAFIM
3.2.2.1
Router Standards
Information Transfer

TAFIM
3.2.2.1.1
IP
Information Transfer

TAFIM
3.2.2.1.2
IP Routing
Information Transfer

TAFIM
3.2.2.1.2.1
Interior Routers
Information Transfer

TAFIM
3.2.2.1.2.2
Exterior Routers
Information Transfer

TAFIM
3.2.2.2
Subnetworks
Information Transfer

TAFIM
3.2.2.2.1
LAN Access
Information Transfer

TAFIM
3.2.2.2.2
Point to Point Standards (full duplex, synch or as
Information Transfer

TAFIM
3.2.2.2.2
Serial line interface
Information Transfer

Table 204.  (Cont’d)

Reference Model 
AGREEMENT Id (FK)
REFERENCE-MODEL-SERVICE Id
REFERENCE-MODEL-SERVICE Name
REFERENCE-MODEL-SERVICE Area Name

TAFIM
3.2.2.2.3
Combat Net Radio Networking
Information Transfer

TAFIM
3.2.2.2.4
For addressing
Information Transfer

TAFIM
3.2.2.2.4
For BRI & PRI data link layer
Information Transfer

TAFIM
3.2.2.2.4
For BRI Physical Layer
Information Transfer

TAFIM
3.2.2.2.4
For PRI Physical Layer
Information Transfer

TAFIM
3.2.2.2.4
For signaling at the user-network interface
Information Transfer

TAFIM
3.2.2.2.4
For xmitting IP packets using PPP over ISDN
Information Transfer

TAFIM
3.2.2.2.4
For xmitting IP packets when using ISDN packet-swi
Information Transfer

TAFIM
3.2.2.2.4
ISDN
Information Transfer

TAFIM
3.2.2.2.5
Asynchronous Transfer Mode
Information Transfer

TAFIM
3.2.3.1
MILSATCOM
Information Transfer

TAFIM
3.2.3.1.1
UHF Satellite Terminal
Information Transfer

TAFIM
3.2.3.1.1.1
5 and 25 kHz Dedicated Service
Information Transfer

TAFIM
3.2.3.1.1.2
5-kHz DAMA Service
Information Transfer

TAFIM
3.2.3.1.1.3
25-kHz TDMA/DAMA Service
Information Transfer

TAFIM
3.2.3.1.1.4
Data Control Waveform
Information Transfer

TAFIM
3.2.3.1.2
SHF  Satellite Terminal
Information Transfer

TAFIM
3.2.3.1.2.1
Earth Terminals
Information Transfer

TAFIM
3.2.3.1.2.2
PSK Modems
Information Transfer

TAFIM
3.2.3.1.3
EHF Satellite Payload & Terminal
Information Transfer

TAFIM
3.2.3.1.3.1
Low Data Rate EHF SATCOM
Information Transfer

TAFIM
3.2.3.1.3.2
Medium Data Rate EHF SATCOM
Information Transfer

TAFIM
3.2.3.2
Radio Communications
Information Transfer

TAFIM
3.2.3.2.1
HF
Information Transfer

TAFIM
3.2.3.2.1.1
Automated Link Establishment (ALE)
Information Transfer

TAFIM
3.2.3.2.1.2
AJ Capability
Information Transfer

TAFIM
3.2.3.2.1.3
Data Modems
Information Transfer

TAFIM
3.2.3.2.2
VHF
Information Transfer

TAFIM
3.2.3.2.3
UHF
Information Transfer

TAFIM
3.2.3.2.4
SHF
Information Transfer

TAFIM
3.2.3.2.5
JTIDS/MIDS Transmission Media
Information Transfer

TAFIM
3.2.3.3
SONET Transmission Facilities
Information Transfer

TAFIM
4
Info Modeling & Standards
Info Modeling & Standards

TAFIM
4.2.1
Activity Model
Info Modeling & Standards

TAFIM
4.2.2
Data Model
Info Modeling & Standards

TAFIM
4.2.3
DoD Data Definitions
Info Modeling & Standards

TAFIM
4.2.4.2
Tactical Information Standards
Info Modeling & Standards

TAFIM
4.2.4.2.1
Bit-Oriented Data
Info Modeling & Standards

TAFIM
4.2.4.2.2
US Message Text Format (USMTF) Messages
Info Modeling & Standards

TAFIM
4.2.4.2.3
Database-Database Exchange
Info Modeling & Standards

TAFIM
5
Human Computer Interface
User Interface

TAFIM
5.2.1
General (Character-Based Interface)
User Interface

TAFIM
5.2.2.1
Commercial Style Guides
User Interface

TAFIM
5.2.2.1
Motif based environment
User Interface

TAFIM
5.2.2.1
Windows based environment
User Interface

TAFIM
5.2.2.2
(DoD applications)
User Interface

TAFIM
5.2.2.2
DoD HCI Style Guide
User Interface

TAFIM
5.2.2.2
Specialized interfaces
User Interface

TAFIM
5.2.2.3
Domain-level Style Guides
User Interface

TAFIM
5.2.2.3
Motif based C4I systems
User Interface

TAFIM
5.2.2.4
System-level Style Guides
User Interface

TAFIM
6
Security
Security

TAFIM
6.2.2.1
Application Software  Entity Security
Security

TAFIM
6.2.2.2
Application Platform Entity Security
Security

TAFIM
6.2.2.2.1
Data Management Services
Security

TAFIM
6.2.2.2.1.1
Security Auditing and Alarm
Security

Table 204.  (Cont’d)

Reference Model 
AGREEMENT Id (FK)
REFERENCE-MODEL-SERVICE Id
REFERENCE-MODEL-SERVICE Name
REFERENCE-MODEL-SERVICE Area Name

TAFIM
4.2.4.2
Tactical Information Standards
Info Modeling & Standards

TAFIM
4.2.4.2.1
Bit-Oriented Data
Info Modeling & Standards

TAFIM
6.2.2.2.1.2
Authentication Security
Security

TAFIM
6.2.2.2.1.2
OSF DCE Ver 1.1
Security

TAFIM
6.2.2.2.2
Operating System Services Security
Security

TAFIM
6.2.3.1
End System Security
Security

TAFIM
6.2.3.1.1
Host Security
Security

TAFIM
6.2.3.1.1.1
Digital Signature
Security

TAFIM
6.2.3.1.1.1
Encryption
Security

TAFIM
6.2.3.1.1.1
Key Exchange Algorithms
Security

TAFIM
6.2.3.1.1.1
Message digest/hash algorithms
Security

TAFIM
6.2.3.1.1.1
Security Algorithms
Security

TAFIM
6.2.3.1.1.2
Certificates
Security

TAFIM
6.2.3.1.1.2
Exchange of security attributes
Security

TAFIM
6.2.3.1.1.2
Key management
Security

TAFIM
6.2.3.1.1.2
Message
Security

TAFIM
6.2.3.1.1.2
Security Protocols
Security

TAFIM
6.2.3.1.1.3
Evaluation Criteria Security
Security

TAFIM
6.2.3.2
Network Security
Security

TAFIM
6.2.3.2.1
Internetworking Security
Security

TAFIM
6.2.3.2.1
Key Escrow
Security

TAFIM
6.2.3.2.1
Network layer security
Security

TAFIM
6.2.3.2.1
Security Labels
Security

TAFIM
6.2.3.3
Transmission Media Security
Security

TAFIM
6.2.4
Information Modeling and Information Security
Security

TAFIM
6.2.5
HCI Security
Security

TAFIM
7
Intelligence, Surveillance, and Reconnaissance
Intelligence, Surveillance, and Reconnaissance

Note:  The following attribute is not shown in this instance table:  TECHNICAL-SERVICE Identifier (FK).

Source:  Naval Architecture Database [NADB 1997].

REFERENCE-MODEL-SERVICE-AREA (illustrated in Table 205) is defined as the association of a REFERENCE-MODEL to a TECHNICAL-SERVICE-AREA.  TECHNICAL-SERVICE-AREA is described in Section IV.B.38.d (below).

Table 205.  REFERENCE-MODEL-SERVICE-AREA Instance Table

REFERENCE-MODEL-SERVICE-AREA

Reference Model 
AGREEMENT Identifier (FK)
TECHNICAL-SERVICE-AREA 
Identifier (FK)

AGR1101 (NITF)
TSA0005 (Data Interchange)

AGR1102 (CGM)
TSA0006 (Graphics)

g.
Details for Child Entities of STANDARD

STANDARD-OPTION (illustrated in Table 206) is defined as an option within a specific STANDARD.  Interoperable implementation of a standard requires that the same options within a STANDARD be implemented.

Table 206.  STANDARD-OPTION Instance Table Template

STANDARD-OPTION

Standard
AGREEMENT Identifier (FK)
STANDARD-OPTION Identifier
STANDARD-OPTION Description Text
STANDARD-OPTION 
Name



—
—



—
—

STANDARD-PARAMETER (illustrated in Table 207) is defined as a parameter specified by a STANDARD.  Interoperable implementation of a standard requires that the same ranges of parameters within a STANDARD be implemented.

Table 207.  STANDARD-PARAMETER Instance Table Template

STANDARD-PARAMETER

Standard
AGREEMENT Identifier (FK)
STANDARD-PARAMETER Identifier
STANDARD-PARAMETER Description Text
STANDARD-PARAMETER 
Name
STANDARD-PARAMETER 
Value Text













STANDARD-TECHNICAL-SERVICE (illustrated in Table 208) is defined as the association of a STANDARD to a TECHNICAL-SERVICE.

Table 208.  STANDARD-TECHNICAL-SERVICE Instance Table

STANDARD-TECHNICAL-SERVICE

Standard
AGREEMENT Identifier (FK)
TECHNICAL-SERVICE 
Identifier (FK)

AGR3101 (FIPS 151-1)
TS0001 (Kernel)

AGR3102 (IEEE P1003.2)
TS0002 (Shell and Utilities)

AGR3103 (FIPS 119, Ada)
TS0003 (Programming Languages)

AGR3104 (FIPS 158)
TS0004 (Client-Server Operations)

AGR3104 (FIPS 158)
TS0006 (Window Management)

AGR3105 (DoD HCI Style Guide)
TS0005 (Object Definition and Management)

AGR3106 (Project Standard xxxx)
TS0007 (Dialogue Support)

AGR3107 (FIPS 127-2)
TS0008 (Data Management)

AGR3108 (FIPS 152)
TS0009 (Data Interchange)

AGR3109 (FIPS 161)
TS0010 (Electronic Data Interchange)

AGR3110 (FIPS 153)
TS0011 (Graphics)

AGR3111 (FIPS 151-2)
TS0001 (Kernel)

AGR3113 (IEEE P1003.4)
TS0012 (Real-Time Extension)

AGR3115 (FIPS 119, Ada9X)
TS0003 (Programming Languages)

h.
Details for Child Entities of STANDARD-PROFILE

STANDARD-PROFILE-TECHNICAL-SERVICE-AREA (illustrated in Table 209) is defined as the association of a STANDARD-PROFILE to a TECHNICAL-SERVICE-AREA.  The profile discusses standards pertaining to services in that area but may not be comprehensive in scope.

Table 209.  STANDARD-PROFILE-TECHNICAL-SERVICE-AREA Instance Table Template

STANDARD-PROFILE-TECHNICAL-SERVICE-AREA

Standard Profile
AGREEMENT Identifier (FK)
TECHNICAL-SERVICE-AREA 
Identifier (FK)







11.
Architecture View

a.
Overview and Specification

Figure 93 provides the IDEF1X view for Architecture.  Table 210 provides definitions of each entity in the figure.  The following entities (also defined in Table 210), not shown in the figure, are of interest in this view:  

· ARCHITECTURE-ANALYSIS-PROCESS-RESULT

· ARCHITECTURE-CONSTRAINT
· ARCHITECTURE-PROJECT-ANALYSIS-RESULT.
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Figure 93.  CADM 2.0 Architecture View (XV-11)

Table 210.  Entity Definitions for All Entities in the Architecture View

Entity
Entity Definition
Reference

ARCHITECTURE
The structure of components, their relationships, and the principles and guidelines governing their design and evolution over time.  [IEEE STD 610.12; C4ISR Architecture Framework, June 1996]
See below

ARCHITECTURE-AGREEMENT
The relation of a specific AGREEMENT to a specific ARCHITECTURE.
See below

ARCHITECTURE-ANALYSIS-PROCESS-RESULT
A product of applying a specific ANALYSIS-PROCESS to a specific ARCHITECTURE.
See below

ARCHITECTURE-ASSOCIATION
The relationship of one ARCHITECTURE to another ARCHITECTURE.
See below

ARCHITECTURE-CONSTRAINT
An ARCHITECTURE-FINDING that specifies a CONSTRAINT.
See below

ARCHITECTURE-DOCUMENT
An association between a specific ARCHITECTURE and a specific DOCUMENT.
See below

ARCHITECTURE-FINDING
An observation based on analysis of a specific ARCHITECTURE.
See below

ARCHITECTURE-FINDING-ASSOCIATION
The relationship between one ARCHITECTURE-FINDING and another.
See below

ARCHITECTURE-FUNCTIONAL-AREA
The relation of a specific ARCHITECTURE to a specific FUNCTIONAL-AREA.
See below

ARCHITECTURE-GUIDANCE
The relation of a specific ARCHITECTURE to a specific GUIDANCE.
See below

ARCHITECTURE-IMPACT
An ARCHITECTURE-FINDING that estimates the effect of a specific ARCHITECTURE.
See below

ARCHITECTURE-ISSUE
A question based on analysis of a specific ARCHITECTURE.
See below

ARCHITECTURE-NODE
The relationship of a specific ARCHITECTURE to a specific NODE.
See below

ARCHITECTURE-ORGANIZATION
The relation of a specific ARCHITECTURE to a specific ORGANIZATION.
See below

ARCHITECTURE-PROJECT
The relationship of a specific ARCHITECTURE to a specific PROJECT.  Source:  JCAPS LDM.
See below

ARCHITECTURE-PROJECT-ANALYSIS-RESULT
The relationship between a specific ARCHITECTURE-PROJECT and a specific ARCHITECTURE-ANALYSIS-PROCESS-RESULT.
See below

ARCHITECTURE-RECOMMENDATION
An endorsed option based on analysis of a specific ARCHITECTURE.
See below

ARCHITECTURE-REQUIREMENT
The relationship of a specific ARCHITECTURE to a specific REQUIREMENT.
See below

ARCHITECTURE-TASK
The association of a specific ARCHITECTURE with a specific TASK.
See below

MISSION
(1/2) (C)  THE TASK, TOGETHER WITH THE PURPOSE, THAT CLEARLY INDICATES THE ACTION TO BE TAKEN.  Compare (proposed for CADM 2.0):  An objective together with the purpose of the intended action.
See Section IV.B.23 (Node View)

OPERATIONAL-ARCHITECTURE
Descriptions of the tasks, operational elements, and information flows required to accomplish or support a warfighting function.  [C4ISR Architecture Framework, June 1996]
See below

OPERATIONAL-SCENARIO
A sequence of possible events and actions.
See Section IV.B.26 (Mission and Mission Area View)

SYSTEM-ARCHITECTURE
Descriptions, including graphics, of systems and interconnections providing for or supporting warfighting functions.
See below

SYSTEM-SYSTEM-ARCHITECTURE
The association of a specific SYSTEM with a specific SYSTEM-ARCHITECTURE.
See Section IV.B.01 (UJTL and Mission Essential Task View)

TECHNICAL-ARCHITECTURE
A minimum set of rules governing the arrangement, interaction, and interdependence of the parts or elements whose purpose is to ensure that a conformant system satisfies a specified set of requirements.  [C4ISR Architecture Framework, June 1996]
See below

TECHNICAL-ARCHITECTURE-STANDARD-PROFILE
The association of a specific TECHNICAL-ARCHITECTURE to a specific STANDARD-PROFILE that might govern it.
See below

Table 211 provides the attribute specifications of key entities in the Architecture View of CADM 2.0.  

Table 211.  Attribute Specifications for Key Entities in the Architecture View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

ARCHITECTURE
· ARCHITECTURE Identifier (PK)—The identifier of a specific ARCHITECTURE.

· Time Frame PERIOD Identifier (FK)—(12180) (A)  THE IDENTIFIER THAT REPRESENTS A PERIOD.

· ARCHITECTURE Completion Date—The date on which a specific ARCHITECTURE was finished.

· ARCHITECTURE Description Text—The text that summarizes a specific ARCHITECTURE.

· ARCHITECTURE Name—The name of a specific ARCHITECTURE.

· ARCHITECTURE Objective Text—The text that describes the aim of a specific ARCHITECTURE.

· ARCHITECTURE Scope Text—The text that describes the extent of applicability for a specific ARCHITECTURE.

· ARCHITECTURE Time Frame Type Code—The code that denotes the class of time frame addressed by a specific ARCHITECTURE.  Domain values include:  As is; To be; Not specified; Not known.

· ARCHITECTURE View Type Code—The code that denotes a specific class of ARCHITECTURE.  Domain values include:  Operation Architecture View; System Architecture View; Technical Architecture View; Combination of two of more views; Other; Not Known; Not Specified.  See C4ISR Architecture Framework.

ARCHITECTURE-AGREEMENT
· ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· AGREEMENT IDENTIFIER (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· ARCHITECTURE-AGREEMENT Identifier (PK)—The identifier of an ARCHITECTURE-AGREEMENT for a specific ARCHITECTURE and a specific instance of AGREEMENT.

· ARCHITECTURE-AGREEMENT Role Code—The code that represents the class of relationship that a AGREEMENT has for an ARCHITECTURE.  Domain values include:  Mandates; References.

ARCHITECTURE-ANALYSIS-PROCESS-RESULT
· Analysis Process ACTION Identifier (PK) (FK)—(9904/1) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SPECIFIC ACTION.

· ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· ARCHITECTURE-ANALYSIS-PROCESS-RESULT Identifier (PK)—The identifier of an ARCHITECTURE-ANALYSIS-PROCESS-RESULT for a specific ARCHITECTURE and  a specific ANALYSIS-PROCESS.

· SYSTEM Identifier (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· FUNCTIONAL-AREA IDENTIFIER (FK)—(20492) (A)  THE IDENTIFIER THAT REPRESENTS A FUNCTIONAL-AREA.

· ARCHITECTURE-ANALYSIS-PROCESS-RESULT Date—The data for which a specific ARCHITECTURE-ANALYSIS-PROCESS-RESULT was achieved.

· ARCHITECTURE-ANALYSIS-PROCESS-RESULT Role Code—The code that denotes the way in which a specific ARCHITECTURE-PROJECT is related to a specific ANALYSIS-PROCESS for a specific ARCHITECTURE-ANALYSIS-PROCESS-RESULT.  Domain values include:  Uses; Cites; Compares; Reviews; Develops; Extends; Revises; Supports standardization for; Not specified; Not known.

· ARCHITECTURE-ANALYSIS-PROCESS-RESULT Synopsis Text—The text that summarizes a specific ARCHITECTURE-ANALYSIS-PROCESS-RESULT.

ARCHITECTURE-ASSOCIATION
· Ordinate ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· Subordinate ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· ARCHITECTURE-ASSOCIATION Identifier (PK)—The identifier of a specific ARCHITECTURE-ASSOCIATION for two specific ARCHITECTUREs.

· ARCHITECTURE-ASSOCIATION Effective Date—The initiation of the validity of an ARCHITECTURE-ASSOCIATION.

· ARCHITECTURE-ASSOCIATION Type Code—The code that designates a specific class of ARCHITECTURE-ASSOCIATION.  Domain values include:  Replaces; Is part of; Is a supplement for; References; Is equivalent to; Conforms to; Supports; Not Specified; Not Known.

ARCHITECTURE-CONSTRAINT
· ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· ARCHITECTURE-FINDING Identifier (PK) (FK)—The identifier of an ARCHITECTURE-FINDING for a specific ARCHITECTURE.

· Constraint GUIDANCE Identifier (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

ARCHITECTURE-DOCUMENT
· ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· ARCHITECTURE-DOCUMENT Identifier (PK)—The identifier of an ARCHITECTURE-DOCUMENT for a specific ARCHITECTURE and a specific DOCUMENT.

Table 211.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

ARCHITECTURE-DOCUMENT (Cont’d)
· ARCHITECTURE-DOCUMENT Role Code—The code that represents the class of relationship that a DOCUMENT has for an ARCHITECTURE.  Domain values include:  Is described in; Is promulgated by; Cites; Has a product in the form of

ARCHITECTURE-FINDING
· ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· ARCHITECTURE-FINDING Identifier (PK)—The identifier of an ARCHITECTURE-FINDING for a specific ARCHITECTURE.

· DOCUMENT IDENTIFIER (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· Analysis Process ACTION Identifier (FK)—(9904/1) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SPECIFIC ACTION.

· ARCHITECTURE-ANALYSIS-PROCESS-RESULT Identifier (FK)—The identifier of an ARCHITECTURE-ANALYSIS-PROCESS-RESULT for a specific ARCHITECTURE and a specific ANALYSIS-PROCESS.

· ARCHITECTURE-FINDING Category Code—The code that denotes a class of ARCHITECTURE-FINDING.  Domain values include:  Architecture issue; Architecture conclusion; Architecture recommendation; Architecture constraint; Vulnerability; Not specified; Not known.

· ARCHITECTURE-FINDING Date—The date on which a specific ARCHITECTURE-FINDING was made.

· ARCHITECTURE-FINDING Description Text—The text that summarizes a specific ARCHITECTURE-FINDING.

· ARCHITECTURE-FINDING Explanation Text—The text that summarizes the meaning of a specific ARCHITECTURE-FINDING.

· ARCHITECTURE-FINDING Priority Code—The code that denotes the level of importance of a specific ARCHITECTURE-FINDING.  Domain values include:  First; Second; Third; Fourth; Fifth; Sixth; Seventh; Eighth; Ninth; Tenth; Other; Not specified; Not known.

· ARCHITECTURE-FINDING Title Name—The common name given to a specific ARCHITECTURE-FINDING for reference.

ARCHITECTURE-FINDING-ASSOCIATION
· Subordinate ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· Ordinate ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· Subordinate ARCHITECTURE-FINDING Identifier (PK) (FK)—The identifier of an ARCHITECTURE-FINDING for a specific ARCHITECTURE.

· Ordinate ARCHITECTURE-FINDING Identifier (PK) (FK)—The identifier of an ARCHITECTURE-FINDING for a specific ARCHITECTURE.

· ARCHITECTURE-FINDING-ASSOCIATION Type Code—The code that denotes the class of ARCHITECTURE-FINDING-ASSOCIATION.  Domain values include:  Is based on; Gives rise to; Supports; Is an alternative for; Is an option in addition to; Replaces; Revises; Extends; Provides detail for; Not specified; Not known.

· ARCHITECTURE-FINDING-ASSOCIATION Description Text—The text that summarizes a specific ARCHITECTURE-FINDING-ASSOCIATION.

ARCHITECTURE-FUNCTIONAL-AREA
· ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· FUNCTIONAL-AREA IDENTIFIER (PK) (FK)—(20492) (A)  THE IDENTIFIER THAT REPRESENTS A FUNCTIONAL-AREA.

· ARCHITECTURE-FUNCTIONAL-AREA Identifier (PK)—The identifier of an ARCHITECTURE-FUNCTIONAL-AREA for a specific ARCHITECTURE and a specific FUNCTIONAL-AREA.

· ARCHITECTURE-FUNCTIONAL-AREA Role Code—The code that represents the class of relationship that a FUNCTIONAL-AREA has for an ARCHITECTURE.  Domain values include:  Supports; Cites.

ARCHITECTURE-GUIDANCE
· ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· GUIDANCE IDENTIFIER (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· ARCHITECTURE-GUIDANCE Identifier (PK)—The identifier of an ARCHITECTURE-GUIDANCE for a specific ARCHITECTURE and a specific instance of GUIDANCE.

· ARCHITECTURE-GUIDANCE Role Code—The code that represents the class of relationship that an instance of AGREEMENT has for an instance of ARCHITECTURE.  Domain values include:  References; Is mandated by; Implements; Follows.

ARCHITECTURE-IMPACT
· ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· ARCHITECTURE-FINDING Identifier (PK) (FK)—The identifier of an ARCHITECTURE-FINDING for a specific ARCHITECTURE.

ARCHITECTURE-ISSUE
· ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· ARCHITECTURE-FINDING Identifier (PK) (FK)—The identifier of an ARCHITECTURE-FINDING for a specific ARCHITECTURE.

· TECHNOLOGY Identifier (FK)—The identifier of a specific TECHNOLOGY.

· TECHNOLOGY-ISSUE Identifier (FK)—The identifier of a TECHNOLOGY-ISSUE for a specific TECHNOLOGY.

Table 211.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

ARCHITECTURE-NODE
· ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· NODE Identifier (PK) (FK)—The unique identifier of a specific NODE.

· ARCHITECTURE-NODE Identifier (PK)—The identifier of a specific ARCHITECTURE-NODE for a specific ARCHITECTURE and a specific NODE.

· ARCHITECTURE-NODE Role Code—The code that designates the specific way in which a NODE is used in the ARCHITECTURE of an ARCHITECTURE-NODE.  Domain values include:  Specifies networks using; Specifies system hierarchy using; Specifies organizational hierarchy using.

ARCHITECTURE-ORGANIZATION
· ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· ORGANIZATION IDENTIFIER (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· ARCHITECTURE-ORGANIZATION Identifier (PK)—The identifier of an ARCHITECTURE-ORGANIZATION for a specific ARCHITECTURE and a specific ORGANIZATION.

· ARCHITECTURE-ORGANIZATION Date—The date of a specific ARCHITECTURE-ORGANIZATION.

· ARCHITECTURE-ORGANIZATION Role Code—The code that denotes the function of a specific ORGANIZATION for a specific ARCHITECTURE.  Domain values include:  Is structured under the control of; Is developed by; Is managed by; Is referenced by; Is executed by; Is supported by; Is planned by; Is supported by; Is the architect of; Is implemented by; Not specified; Not known.

ARCHITECTURE-PROJECT
· Project ACTION Identifier (PK) (FK)—(9904/1) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SPECIFIC ACTION.

· ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· ARCHITECTURE-PROJECT Identifier (PK)—The identifier of an ARCHITECTURE-PROJECT for a specific ARCHITECTURE and a specific PROJECT.

· GUIDANCE IDENTIFIER (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· ARCHITECTURE-PROJECT Role Code—The code that represents the class of relationship that a specific ARCHITECTURE has for a specific PROJECT.  Domain values include:  Develops, Reviews, Uses, Affects, Provides request for, Extends, References, Not specified, Not known.

ARCHITECTURE-PROJECT-ANALYSIS-RESULT
· Project ACTION Identifier (PK) (FK)—(9904/1) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SPECIFIC ACTION.

· ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· ARCHITECTURE-PROJECT Identifier (PK) (FK)—The identifier of an ARCHITECTURE-PROJECT for a specific ARCHITECTURE and a specific PROJECT.

· Analysis Process ACTION Identifier (PK) (FK)—(9904/1) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SPECIFIC ACTION.

· ARCHITECTURE-ANALYSIS-PROCESS-RESULT Identifier (PK) (FK)—The identifier of an ARCHITECTURE-ANALYSIS-PROCESS-RESULT for a specific ARCHITECTURE and  a specific ANALYSIS-PROCESS.

· INFORMATION-ASSET IDENTIFIER (FK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.

· INFORMATION-ASSET VERSION IDENTIFIER (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

· ORGANIZATION IDENTIFIER (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· Project DOCUMENT Identifier (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

ARCHITECTURE-RECOMMENDATION
· ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· ARCHITECTURE-FINDING Identifier (PK) (FK)——The identifier of an ARCHITECTURE-FINDING for a specific ARCHITECTURE.

ARCHITECTURE-REQUIREMENT
· ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· Requirement GUIDANCE Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· ARCHITECTURE-REQUIREMENT Identifier (PK)—The identifier of an ARCHITECTURE-REQUIREMENT for a specific ARCHITECTURE and a specific instance of REQUIREMENT.

· ARCHITECTURE-REQUIREMENT Use Code—The code that designates how a REQUIREMENT applies to a specific ARCHITECTURE.  Domain values include:  Activity Model; Data Model; Exchange Need Line; Information Exchange Requirement; Operational Concept; Usage Requirement; Deployment Requirement; Force Structure Requirement; Modernization Requirement; Readiness Requirement; Support Requirement; Sustainability Requirement; Not Specified; Not Known.

ARCHITECTURE-TASK
· ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· TASK IDENTIFIER (PK) (FK)—(9282) (A)  THE IDENTIFIER THAT REPRESENTS A TASK.

Table 211.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

OPERATIONAL-ARCHITECTURE
· ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· MISSION Identifier (FK)—(42143/1) (D)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC MISSION.  

· OPERATIONAL-ARCHITECTURE Category Code—The code that designates a classification of OPERATIONAL-ARCHITECTURE.  Domain values include:  Plan architecture; Movement architecture

SYSTEM-ARCHITECTURE
· ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· SYSTEM-ARCHITECTURE Type Code—The code that designates a class of SYSTEM-ARCHITECTURE.  Domain values include:  Existing (unqualified); Existing (planned upgrades); Existing (to be deactivated); Planned (unqualified); Planned (to be deactivated); Potential interface.

TECHNICAL-ARCHITECTURE
· ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· TECHNICAL-ARCHITECTURE Type Code—The code that designates the class of TECHNICAL-ARCHITECTURE.  Domain values include:  Enterprise; Functional Domain.

TECHNICAL-ARCHITECTURE-STANDARD-PROFILE
· ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· Std Profile AGREEMENT Identifier (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.  Domain values include:  Mandates; Recommends; Otherwise cites; Not applicable; Not specified; Not known

· TECHNICAL-ARCHITECTURE-STANDARD-PROFILE Role Code—The code that designates the specific way in which a STANDARD-PROFILE is cited for a TECHNICAL-ARCHITECTURE.  Domain values include:  Provides services defined in; Is planned to provide services defined in; Provides services related to those defined in; Not specified; Not known.

b.
Details for ARCHITECTURE

ARCHITECTURE (illustrated in Table 212) is defined as the structure of components, their relationships, and the principles and guidelines governing their design and evolution over time.  [IEEE STD 610.12; C4ISR Architecture Framework, June 1996]. 

Table 212.  ARCHITECTURE Instance Table

ARCHITECTURE

ARCHITECTURE Identifier
ARCHITECTURE 
View Type Code
ARCHITECTURE Description Text
ARCHITECTURE Name
ARCHITECTURE Objective Text
ARCHITECTURE Scope Text

ARCH0001
Oper Arch
—
—
—
—

ARCH0002
Oper Arch
—
—
—
—

ARCH0003
Sys Arch
—
—
—
—

ARCH0004
Tech Arch
—
Joint Technical Architecture
—
—

ARCH0005
Tech Arch
—
Army Enterprise Technical Architecture
—
—

Note:  The following attributes of ARCHITECTURE are not shown in the instance table:  Time Frame PERIOD Identifier (FK), Completion Date, and Time Frame Type Code (e.g., AS-IS).

c.
Details for Subtypes of ARCHITECTURE

OPERATIONAL-ARCHITECTURE (illustrated in Table 213) is defined as descriptions of the TASKs, operational elements, and information flows required to accomplish or support a warfighting function [C4ISR Architecture Framework, June 1996].  

Table 213.  OPERATIONAL-ARCHITECTURE  Instance Table

OPERATIONAL-ARCHITECTURE

[Operational Architecture]
ARCHITECTURE Identifier
MISSION 
Identifier (FK)
OPERATIONAL-ARCHITECTURE Category Code

ARCH0001
—
Plan Architecture

ARCH0002
—
Movement Architecture

SYSTEM-ARCHITECTURE (illustrated in Table 214) is defined as descriptions, including graphics, of systems and interconnections providing for or supporting warfighting functions.  

Table 214.  SYSTEM-ARCHITECTURE Instance Table

SYSTEM-ARCHITECTURE

[System Architecture] ARCHITECTURE Identifier (FK)
SYSTEM-ARCHITECTURE Type Code

ARCH0003
Existing (planned upgrades)

TECHNICAL-ARCHITECTURE (illustrated in Table 215) is defined as a minimum set of rules governing the arrangement, interaction, and interdependence of the parts or elements whose purpose is to ensure that a conformant system satisfies a specified set of requirements [C4ISR Architecture Framework, June 1996].  

Table 215.  TECHNICAL-ARCHITECTURE Instance Table

TECHNICAL-ARCHITECTURE

[Technical Architecture] 
ARCHITECTURE Identifier
TECHNICAL-ARCHITECTURE 
Type Code

ARCH0004 (Joint Technical Architecture)
Enterprise

ARCH0005 (Army Enterprise Technical Architecture)
Enterprise

d.
Details for Child Entities of ARCHITECTURE

ARCHITECTURE-AGREEMENT (illustrated in Table 216) is defined as the relation of a specific AGREEMENT to a specific ARCHITECTURE.  

Table 216.  ARCHITECTURE-AGREEMENT Instance Table

ARCHITECTURE-AGREEMENT


ARCHITECTURE Identifier (FK)
AGREEMENT Identifier (FK)
ARCHITECTURE-AGREEMENT Identifier
ARCHITECTURE-AGREEMENT Role Code

ARCH0004 (Joint Technical Architecture)
AGR0301 (Framework Version 1)
ARAG0001
Developed in Accordance With

ARCH0005 (Army Enterprise Technical Architecture)
AGR0301 (Framework Version 1)
ARAG0001
Developed in Accordance With

ARCHITECTURE-ANALYSIS-PROCESS-RESULT (illustrated in Table 217) is defined as a product of applying a specific ANALYSIS-PROCESS to a specific ARCHITECTURE.

Table 217.  ARCHITECTURE-ANALYSIS-PROCESS-RESULT Instance Table Template

ARCHITECTURE-ANALYSIS-PROCESS-RESULT

Analysis Process ACTION Id (FK)

ARCH Id (FK)
ARCH-ANALYSIS-PROCESS-RESULT Id

SYSTEM Identifier (FK)
FUNC. AREA Id (FK)
ARCH-ANALYSIS-PROCESS-RESULT 
Date
ARCH-ANALYSIS-PROCESS-RESULT 
Role Code
ARCH-ANALYSIS-PROCESS-
RESULT 
Synopsis Text










ARCHITECTURE-ASSOCIATION (illustrated in Table 218) is defined as the relationship of one ARCHITECTURE to another ARCHITECTURE.  The table states that the Army Enterprise Technical Architecture references the Joint Technical Architecture.  Other associations include specifying a number of lower-level architectures as component parts of a single higher-level architecture.  Classes of associations (specified by the Type Code) are:  Replaces, Is part of, Is a supplement for, References, Is equivalent to, Conforms to, and Supports.

Table 218.  ARCHITECTURE-ASSOCIATION Instance Table

ARCHITECTURE-ASSOCIATION

Ordinate 
ARCHITECTURE Identifier (FK)
Subordinate ARCHITECTURE Identifier (FK)
ARCHITECTURE-ASSOCIATION Identifier
ARCHITECTURE-ASSOCIATION Effective Date
ARCHITECTURE-ASSOCIATION Type Code

ARCH0005 (Army Enterprise Technical Architecture)
ARCH0004 (Joint Technical Architecture)
ARCHA001
—
References

ARCHITECTURE-CONSTRAINT (illustrated in Table 219) is a subtype of ARCHITECTURE-FINDING.  It is defined as an ARCHITECTURE-FINDING that specifies a CONSTRAINT.

Table 219.  ARCHITECTURE-CONSTRAINT Instance Table

ARCHITECTURE-CONSTRAINT 

ARCHITECTURE Identifier 
(FK)
ARCHITECTURE-FINDING Identifier 
(FK)
Constraint GUIDANCE Identifier (FK)

ARCH0004 (Joint Technical Architecture)
DOC0033 (Technical Criteria Document)
Has a product in the form of

ARCH0004 (Joint Technical Architecture)
DOC0034 (Technology Forecast Matrix)
Has a product in the form of

ARCHITECTURE-DOCUMENT (illustrated in Table 220) is defined as an association between a specific ARCHITECTURE and a specific DOCUMENT.  Classes of associations (specified by the Role Code) are:  Is described in, Is promulgated by, Cites, and Has a product in the form of.

Table 220.  ARCHITECTURE-DOCUMENT Instance Table

ARCHITECTURE-DOCUMENT

ARCHITECTURE Identifier 
(FK)
DOCUMENT Identifier 
(FK)
ARCHITECTURE-DOCUMENT Identifier 
ARCHITECTURE-DOCUMENT Role Code

ARCH0004 (Joint Technical Architecture)
DOC0033 (Technical Criteria Document)
ARDC0001
Has a product in the form of

ARCH0004 (Joint Technical Architecture)
DOC0034 (Technology Forecast Matrix)
ARDC0001
Has a product in the form of

ARCHITECTURE-FINDING (illustrated in Table 221) is defined as an observation based on analysis of a specific ARCHITECTURE.  There are five categories of ARCHITECTURE-FINDING identified in CADM 2.0:  issue, impact, recommendation, conclusion, constraint, and vulnerability, of which the first three form explicit subtypes of ARCHITECTURE-FINDING (shown at the bottom of Figure 93).

Table 221.  ARCHITECTURE-FINDING Instance Table Template

ARCHITECTURE-FINDING



ARCH Id (FK)

ARCH-FINDING Id

DOC Id (FK)
Analysis Process ACTION Id (FK)
ARCH-ANALYSIS-PROCESS-RESULT Id (FK)
ARCH-FINDING Category Code
ARCH-FINDING Description Text
ARCH-FINDING Priority Code
ARCH-FINDING Title Name











Note:  The following attributes of ARCHITECTURE-FINDING are not shown in the instance table:  Date and Explanation Text.

ARCHITECTURE-FINDING-ASSOCIATION (illustrated in Table 222) is defined as the relationship between one ARCHITECTURE-FINDING and another.  This entity is used to associate instances of various classes of ARCHITECTURE-FINDING with other instances.  Classes of association (specified using the Type Code) are the following:  Is based on, Gives rise to, Supports, Is an alternative for, Is an option in addition to, Replaces, Revises, Extends, and Provides detail for.

Table 222.  ARCHITECTURE-FINDING-ASSOCIATION Instance Table Template

ARCHITECTURE-FINDING-ASSOCIATION

Subordinate 
ARCH Id 
(FK)
Ordinate ARCH Id (FK)
Subordinate ARCH-FINDING Id (FK)
Ordinate 
ARCH-FINDING Id (FK)
ARCH-FINDING-ASSOCIATION 
Description Text
ARCH-FINDING-ASSOCIATION 
Type Code








ARCHITECTURE-FUNCTIONAL-AREA (illustrated in Table 223) is defined as the relation of a specific ARCHITECTURE to a specific FUNCTIONAL-AREA.  FUNCTIONAL-AREA is defined as the relation of a specific ARCHITECTURE to a specific FUNCTIONAL-AREA.  Classes of relationship (specified using the Role Code) are supports and cites.

Table 223.  ARCHITECTURE-FUNCTIONAL-AREA Instance Table

ARCHITECTURE-FUNCTIONAL-AREA

ARCHITECTURE Identifier 
(FK)
FUNCTIONAL-AREA Identifier (FK)
ARCH-FUNCTIONAL-AREA Identifier (FK)
ARCH-FUNCTIONAL-AREA 
Role Code

ARCH0004 (Joint Technical Architecture)
FCTA0001 (C3)
ARFA0001
Supports

ARCH0004 (Joint Technical Architecture)
FCTA0002 (Intelligence)
ARFA0001
Supports

ARCHITECTURE-GUIDANCE (illustrated in Table 224) is defined as the relation of a specific ARCHITECTURE to a specific GUIDANCE.  Classes of relationship (specified using the Role Code) are the following:  References, Is mandated by, Implements, and Follows.

Table 224.  ARCHITECTURE-GUIDANCE Instance Table

ARCHITECTURE-GUIDANCE

ARCHITECTURE Identifier (FK)
GUIDANCE 
Identifier (FK)
ARCH-GUIDANCE 
Identifier (FK)
ARCH-GUIDANCE 
Role Code

ARCH0004 (Joint Technical Architecture)
GUID0210 (C4 Systems Planning, Assessments, and Evaluation)
ARGD0001
Follows

ARCH0004 (Joint Technical Architecture)
GUID0210
ARGD0001
Follows

ARCHITECTURE-IMPACT (illustrated in Table 225) is a subtype of ARCHITECTURE-FINDING.  It is defined as an ARCHITECTURE-FINDING that estimates the effect of a specific ARCHITECTURE.

Table 225.  ARCHITECTURE-IMPACT Instance Table Template

ARCHITECTURE-IMPACT

ARCHITECTURE Identifier (FK)
ARCHITECTURE-FINDING Identifier (FK)




ARCHITECTURE-ISSUE (illustrated in Table 226) is a subtype of ARCHITECTURE-FINDING.  It is defined as a question based on analysis of a specific ARCHITECTURE.

Table 226.  ARCHITECTURE-ISSUE Instance Table Template

ARCHITECTURE-ISSUE

ARCHITECTURE Identifier (FK)
ARCHITECTURE-FINDING Identifier (FK)
TECHNOLOGY
Identifier (FK)
TECHNOLOGY-ISSUE Identifier (FK)











ARCHITECTURE-NODE (illustrated in Table 227) is defined as the relationship of a specific ARCHITECTURE to a specific NODE.  

Table 227.  ARCHITECTURE-NODE Instance Table

ARCHITECTURE-NODE

ARCHITECTURE Identifier (FK)
NODE Identifier (FK)
ARCHITECTURE-NODE 
Identifier
ARCHITECTURE-NODE 
Role Code

ARCH0001 (Plan Architecture)
NOD5001
ARND0001
Specifies organizational hierarchy using

ARCH0001 (Plan Architecture)
NOD5002
ARND0001
Specifies organizational hierarchy using

ARCH0001 (Plan Architecture)
NOD5201
ARND0001
Specifies hierarchical process activities using.

ARCH0001 (Plan Architecture)
NOD5202
ARND0001
Specifies networks using

ARCHITECTURE-ORGANIZATION (illustrated in Table 228) is defined as the relation of a specific ARCHITECTURE to a specific ORGANIZATION.  Classes of relationship (specified using the Role Code) are the following:  Is structured under the control of, Is developed by, Is managed by, Is referenced by, Is executed by, Is supported by, Is planned by, Is supported by, Is the architect of, and Is implemented by.

Table 228.  ARCHITECTURE-ORGANIZATION Instance Table

ARCHITECTURE-ORGANIZATION


ARCHITECTURE 
Identifier (FK)

ORGANIZATION 
Identifier (FK)
ARCHITECTURE-ORGANIZATION Identifier (FK)
ARCHITECTURE-ORGANIZATION Date
ARCHITECTURE-ORGANIZATION 
Role Code

ARCH0001 (Plan Architecture)
ORG2050
ORG2050
ACOM/J6
Is developed by

ARCH0001 (Plan Architecture)
ORG2051
ORG2051
ACOM
Is structured under the control of

ARCHITECTURE-PROJECT (illustrated in Table 229) is defined as the relationship of a specific ARCHITECTURE to a specific PROJECT.  Source:  JCAPS LDM.  Classes of relationship (specified using the Role Code) are the following:  Develops, Reviews, Uses, Affects, Provides request for, and Extends.

Table 229.  ARCHITECTURE-PROJECT Instance Table Template

ARCHITECTURE-PROJECT

Project ACTION Identifier (FK)
ARCHITECTURE 
Identifier (FK)
ARCHITECTURE-PROJECT Identifier (FK)
GUIDANCE Identifier (FK)
ARCHITECTURE-PROJECT 
Role Code













ARCHITECTURE-PROJECT-ANALYSIS-RESULT (illustrated in Table 230) is defined as the relationship between a specific ARCHITECTURE-PROJECT and a specific ARCHITECTURE-ANALYSIS-PROCESS-RESULT.

Table 230.  ARCHITECTURE-PROJECT-ANALYSIS-RESULT Instance Table Template

ARCHITECTURE-PROJECT-ANALYSIS-RESULT

Project ACTION Id (FK)

ARCH Id (FK)
ARCH-PROJECT Id (FK)
Analysis Process ACTION Id (FK)
ARCH-ANALYSIS-PROCESS-RESULT Id (FK)
INFO-ASSET Id (FK)
INFO-ASSET Vers Id (FK)
ORG Id (FK)
Project DOC id (FK)











ARCHITECTURE-RECOMMENDATION (illustrated in Table 231) is a subtype of ARCHITECTURE-FINDING.  It is defined as an endorsed option based on analysis of a specific ARCHITECTURE.

Table 231.  ARCHITECTURE-RECOMMENDATION Instance Table Template

ARCHITECTURE-RECOMMENDATION 

ARCHITECTURE Identifier (FK)
ARCHITECTURE-FINDING Identifier (FK)




ARCHITECTURE-REQUIREMENT (illustrated in Table 232) is defined as the relationship of a specific ARCHITECTURE to a specific REQUIREMENT.  Classes of relationship (specified using the Use Code) are the following:  Activity model, Data model, Exchange need line, Information exchange requirement, Operational concept, Usage requirement, Deployment requirement, Force structure requirement, Modernization requirement, Readiness requirement, Support requirement, and Sustainability requirement.

Table 232.  ARCHITECTURE-REQUIREMENT Instance Table

ARCHITECTURE-REQUIREMENT


ARCHITECTURE Identifier (FK)
Requirement GUIDANCE Identifier (FK)
ARCHITECTURE-REQUIREMENT Id
ARCHITECTURE-REQUIREMENT Use Code

ARCH0001 (Plan Architecture)
GUID0106 (Engagement Status)
ARRQ001
Info Exchange Req

ARCH0001 (Plan Architecture)
GUID0107 (Target Location)
ARRQ001
Info Exchange Req

ARCH0001 (Plan Architecture)
GUID0108 (JTF-CINC Need Line)
ARRQ001
Exchange Need Line

ARCH0001 (Plan Architecture)
GUID0109 (JTF-DIA Need Line)
ARRQ001
Exchange Need Line

ARCHITECTURE-TASK (illustrated in Table 233) is defined as the association of a specific ARCHITECTURE with a specific TASK.  

Table 233.  ARCHITECTURE-TASK Instance Table

ARCHITECTURE-TASK

ARCHITECTURE Identifier (FK)
TASK Identifier (FK)

ARCH0001 (Plan Architecture)
TASK0001 (Call for Fire)

ARCH0001 (Plan Architecture)
TASK0002 (Fire Mission)

ARCH0001 (Plan Architecture)
TASK0003 (Fire Mission and Mission Assignment)

ARCH0001 (Plan Architecture)
TASK0004 (Message to Observer)

e.
Details for Child Entities of Subtypes of ARCHITECTURE

SYSTEM-SYSTEM-ARCHITECTURE is defined as the association of a specific SYSTEM with a specific SYSTEM-ARCHITECTURE.  Its attributes are defined and an instance table provided in Section IV.B.07 (above) in the discussion of SYSTEM.

TECHNICAL-ARCHITECTURE-STANDARD-PROFILE (illustrated in Table 234) is defined as the association of a specific TECHNICAL-ARCHITECTURE to a specific STANDARD-PROFILE.  Classes of association (specified using the Role Code) are the following:  Provides services defined in, Is planned to provide services defined in, and Provides services related to those defined in.

Table 234.  TECHNICAL-ARCHITECTURE-STANDARD-PROFILE Instance Table

TECHNICAL-ARCHITECTURE-STANDARD-PROFILE

Technical Architecture 

ARCHITECTURE Identifier (FK)
Standard Profile 
AGREEMENT Identifier (FK)
TECHNICAL-ARCHITECTURE-STANDARD-PROFILE Role Code

ARCH0004 (Joint Technical Architecture)
AGR1103 (CGM)
Provides services defined in

ARCH0004 (Joint Technical Architecture)
AGR1105 (NITFS)
Provides services defined in

12.
Capability View

a.
Overview and Specification

Figure 94 provides the IDEF1X view for Capability.  Table 235 provides definitions of each entity in the figure.  
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Figure 94.  CADM 2.0 Capability View (XV-12)

Table 235.  Entity Definitions for All Entities in the Capability View

Entity
Entity Definition
Reference

CAPABILITY
(333) (A)  AN ABILITY TO ACHIEVE AN OBJECTIVE.  Note (added for CADM 2.0):  The performance of each CAPABILITY is measured by a single quantity.
See below

MATERIEL-ITEM-CAPABILITY-NORM
(1069/2) (A)  A STANDARD ABILITY CONSIDERED TO BE TYPICAL OF A MATERIEL-ITEM TO ACHIEVE A SPECIFIED OBJECTIVE.
See below

NETWORK-CAPABILITY
The relationship of a specific NETWORK to a specific CAPABILITY.
See below

ORGANIZATION-CAPABILITY-ESTIMATE
(1070/1) (A)  AN ESTIMATION, BY A SPECIFIC ORGANIZATION, OF THE ABILITY OF A SPECIFIC ORGANIZATION TO ACHIEVE A SPECIFIED OBJECTIVE.
See below

ORGANIZATION-TYPE-CAPABILITY-NORM
(1071/1) (A)  A STANDARD ABILITY CONSIDERED TO BE TYPICAL OF AN ORGANIZATION-TYPE TO ACHIEVE A SPECIFIED OBJECTIVE.
See below

REQUIRED-CAPABILITY
The relationship of a specific REQUIREMENT to a specific CAPABILITY.  Note:  Examples of REQUIRED-CAPABILITY for an IER are:  Expected Occurrence Rate (inverse seconds), Expected Volume Rate (bits), Maximum Latency Duration Quantity (seconds), Minimum Transfer Rate (bits per second), each of which is expressed as an instance of CAPABILITY for a specific IER.
See below

SYSTEM-CAPABILITY
(9081) (D)  AN ASSOCIATION BETWEEN A SYSTEM AND A CAPABILITY.
See below

SYSTEM-PERFORMANCE-PARAMETER-MATRIX {SV-7}
A DOCUMENT that provides a structured summary of quantitative and qualitative requirements and services at a particular node or between two nodes.  [Derived from Required Capabilities Matrix, C4ISR Architecture Framework, June 1996]
See below

SYSTEM-PERFORMANCE-PARAMETER-MATRIX-ELEMENT
The specification of which system capabilities, constraints, and time frames are designated for each SYSTEM-PERFORMANCE-PARAMETER-MATRIX.
See below

Table 236 provides the attribute specifications of key entities in the Capability View of CADM 2.0.

Table 236.  Attribute Specifications for Key Entities in the Capability View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

CAPABILITY
· CAPABILITY IDENTIFIER (PK)—(11287) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC CAPABILITY.  Domain values include:  The following instances of CAPABILITY are needed:  Mean Time Between Failures, Mean Time Between Software Faults; Availability; System Initialization Time; Data Transfer Rate; Program Restart Time; Data Throughput/Capacity; Input Type Response Time; Operator Interaction Type Response Time.

· CAPABILITY Description Text—The text that summarizes a specific CAPABILITY.

· CAPABILITY MEASUREMENT UNIT CODE—(11411) (A)  THE CODE THAT DENOTES THE INCREMENTAL UNIT BY WHICH THE PERFORMANCE OF A CAPABILITY IS MEASURED.  Domain values include:  01--TONS PER HOUR; 02--UNITS PER HOUR (E.G., DEPARTURES PER HOUR); 03--PEOPLE PER HOUR; 04--ROUNDS PER MINUTE; 05--KILOMETERS PER HOUR; 06--HOURS; 07--KILOMETERS; 08--SECONDS; 09--LITRES; 10--CUBIC METRES; 11--KILOGRAMS; 12--METRIC TONS; 13--UNITS OF (EACH; COUNT OF NO DIMENSION); 14--POUNDS PER SQUARE INCH (PSI) (E.G., APRON-TYPE CAPACITY RATE); 15--(HUMAN) LABOR HOURS PER DAY (E.G., CONSTRUCTION RATE); 16--SHORT TON (2,000 LB) (E.G., LIFTING OR CARGO CAPACITY WEIGHT); 17--METRIC TON (1,000 KG); 18--POUNDS (E.G., EQUIVALENT SINGLE-WHEEL LOAD CAPACITY WEIGHT); 19--SHORT TONS PER DAY (E.G., CARGO CLEARANCE RATE); 20--UNITS PER DAY (E.G., PASSENGERS PER DAY; SHIPS PER DAY); 21--SQUARE FEET PER DAY (E.G., BREAKBULK CARGO DISCHARGE RATE); 22--GALLONS PER MINUTE (E.G., PUMPING RATE); 23--GALLONS PER DAY (E.G., FUEL RESUPPLY RECEPTION CAPABILITY RATE); 24--MEASUREMENT TONS PER DAY (E.G., GEOMETRIC-VOLUMETRIC CARGO DISCHARGE RATE); 25--THOUSANDS OF PETROLEUM BARRELS PER DAY (E.G., POL CLEARANCE CAPACITY RATE).

· CAPABILITY Name—The name of a specific CAPABILITY.

Table 236.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

CAPABILITY (Cont’d)
· CAPABILITY TYPE CODE—(11410) (A)  THE CODE THAT DENOTES A SPECIFIC ABILITY.  Domain values include:  001--MOVE EARTH; 002--LAY MINES; 003--CARRY PEOPLE; 004--OVERHAUL EQUIPMENT; 005--CLEAR MINES; 006--REFUEL AIRCRAFT; 007--BOMB TARGETS; 008--OFFLOAD CARGO; 009--ONLOAD CARGO; 010--TRANSPORT CARGO; 011--REPAIR EQUIPMENT; 012--LAUNCH WEAPONS; 013--FIRE MUNITIONS; 014--TRAIN PERSONNEL  (DDDS, approved).  Additional domain values for use in the CADM include: Handle Messages Per Day; Update Database Rate; Maximum Latency Duration.  Examples from Framework 2.0 (Section A.2.2.10) include:  mean time between failures, maintainability, availability, system initialization time, data transfer rate, program restart time for platforms; and data throughput/capacity; response time, effectiveness, mean time between software failures for application software.

MATERIEL-ITEM-CAPABILITY-NORM
MATERIEL-ITEM IDENTIFIER (PK) (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

CAPABILITY IDENTIFIER (PK) (FK)—(11287) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC CAPABILITY.

MATERIEL-ITEM-CAP-NORM Measurement Unit Quantity—(11467/2) (A)  THE QUANTITY OF INCREMENTAL UNITS BY WHICH THE PERFORMANCE OF A CAPABILITY IS MEASURED THAT IS SPECIFIED TO BE ATTAINABLE BY A SPECIFIC MATERIEL-ITEM.

MATERIEL-ITEM-CAP-NORM Performance Threshold Quantity—THE QUANTITY OF INCREMENTAL UNITS that represents a level of a CAPABILITY that should be achieved.

NETWORK-CAPABILITY
NETWORK Identifier (PK) (FK)—The unique identifier of a specific NETWORK.

CAPABILITY IDENTIFIER (PK) (FK)—(11287) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC CAPABILITY.

NETWORK-CAPABILITY Identifier (PK)—The identifier of a NETWORK-CAPABILITY for a specific NETWORK and a specific CAPABILITY.

NETWORK-CAPABILITY Effective Date—The date on which a specific NETWORK-CAPABILITY began.

NETWORK-CAPABILITY Measurement Unit Quantity—The value of a specific CAPABILITY possessed by the NETWORK in a NETWORK-CAPABILITY.

ORGANIZATION-CAPABILITY-ESTIMATE
· ORGANIZATION IDENTIFIER (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· CAPABILITY IDENTIFIER (PK) (FK)—(11287) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC CAPABILITY.

· ORGANIZATION-CAPABILITY-ESTIMATE IDENTIFIER (PK)—(16032/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-CAPABILITY-ESTIMATE.

· ORGANIZATION-CAPABILITY-ESTIMATE ACCURACY EVALUATION CODE—(11468/1) (A)  THE CODE THAT DENOTES THE GENERAL APPRAISAL OF A SPECIFIC ORGANIZATION-CAPABILITY-ESTIMATE INDICATING ITS DEGREE OF ACCURACY.  Domain values include:  1--COMPLETELY RELIABLE; 2--USUALLY RELIABLE; 3--FAIRLY RELIABLE; 4--NOT USUALLY RELIABLE; 5--UNRELIABLE; 6--RELIABILITY CANNOT BE JUDGED

· ORGANIZATION-CAPABILITY-ESTIMATE CALENDAR DATE—(11533/1) (A)  THE CALENDAR DATE OF AN ORGANIZATION-CAPABILITY-ESTIMATE.

· ORGANIZATION-CAPABILITY-ESTIMATE MEASUREMENT UNIT QUANTITY—(11531/1) (A)  THE QUANTITY OF INCREMENTAL UNITS BY WHICH THE PERFORMANCE OF A CAPABILITY IS MEASURED THAT IS ESTIMATED TO BE ATTAINABLE BY A SPECIFIC ORGANIZATION.

· ORGANIZATION-CAPABILITY-ESTIMATE RELIABILITY EVALUATION CODE—(11532/2) (A)  THE CODE THAT DENOTES THE GENERAL APPRAISAL OF A SPECIFIC ORGANIZATION-CAPABILITY-ESTIMATE INDICATING ITS DEGREE OF RELIABILITY.  Domain values include:  1--COMPLETELY RELIABLE; 2--USUALLY RELIABLE; 3--FAIRLY RELIABLE; 4--NOT USUALLY RELIABLE; 5--UNRELIABLE; 6--RELIABILITY CANNOT BE JUDGED

· ORGANIZATION-CAPABILITY-ESTIMATE TIME—(18760/1) (A)  THE TIME OF AN ORGANIZATION-CAPABILITY-ESTIMATE.

ORGANIZATION-TYPE-CAPABILITY-NORM
· ORGANIZATION-TYPE IDENTIFIER (PK) (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE.

· CAPABILITY IDENTIFIER (PK) (FK)—(11287) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC CAPABILITY.

· ORGANIZATION-TYPE-CAPABILITY-NORM Measurement Unit Quantity—(11534/1) (A)  THE QUANTITY OF INCREMENTAL UNITS BY WHICH THE PERFORMANCE OF A CAPABILITY IS MEASURED THAT IS SPECIFIED TO BE ATTAINABLE BY A SPECIFIC ORGANIZATION-TYPE.

REQUIRED-CAPABILITY
· CAPABILITY IDENTIFIER (PK) (FK)—(11287) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC CAPABILITY.

· Requirement GUIDANCE Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· REQUIRED-CAPABILITY Identifier (PK)—The identifier of a REQUIRED-CAPABILITY for a specific REQUIREMENT and a specific CAPABILITY.

Table 236.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

REQUIRED-CAPABILITY (Cont’d)
· IMPLEMENTATION-TIME-FRAME Code (FK)—The code that represents a specific IMPLEMENTATION-TIME-FRAME.

· CONDITION Identifier (FK)—The unique identifier of a specific CONDITION.

· REQUIRED-CAPABILITY Effective Date—The beginning of the period at which a CAPABILITY is specified for a REQUIREMENT.

· REQUIRED-CAPABILITY Measurement Unit Quantity—The value of a specific CAPABILITY that is specified in a specific REQUIREMENT.

SYSTEM-CAPABILITY
· SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· CAPABILITY IDENTIFIER (PK) (FK)—(11287) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC CAPABILITY.

· SYSTEM-CAPABILITY Identifier (PK)—The unique identifier of a specific SYSTEM-CAPABILITY for a specific SYSTEM and a specific CAPABILITY.

· PROCESS-ACTIVITY IDENTIFIER (FK)—(29165/2) (A)  THE IDENTIFIER THAT REPRESENTS A PROCESS-ACTIVITY.

· PROCESS-ACTIVITY VERSION IDENTIFIER (FK)—(20252/2) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF A PROCESS-ACTIVITY.

· SYSTEM-PROCESS-ACTIVITY Identifier (FK)—The unique identifier of a specific PROCESS-ACTIVITY-SYSTEM for a specific PROCESS-ACTIVITY and a specific SYSTEM.

· IMPLEMENTATION-TIME-FRAME Code (FK)—The code that represents a specific IMPLEMENTATION-TIME-FRAME.  Domain values include:  See IMPLEMENTATION-CLASS Code for IMPLEMENTATION-CLASS.

· SYSTEM-CAPABILITY Description Text—(44679/1) (D)  THE TEXT THAT DESCRIBES AN ASSOCIATION BETWEEN A SYSTEM AND A CAPABILITY.

· SYSTEM-CAPABILITY Effective Date—The date at which a SYSTEM-CAPABILITY is originally provided.

· SYSTEM-CAPABILITY Estimated Accuracy Evaluation Code—THE CODE THAT DENOTES THE GENERAL APPRAISAL OF A SPECIFIC SYSTEM-CAPABILITY INDICATING ITS DEGREE OF ACCURACY.  Domain values include:  1--COMPLETELY RELIABLE; 2--USUALLY RELIABLE; 3--FAIRLY RELIABLE; 4--NOT USUALLY RELIABLE; 5--UNRELIABLE; 6--RELIABILITY CANNOT BE JUDGED

· SYSTEM-CAPABILITY Estimated Reliability Code—THE CODE THAT DENOTES THE GENERAL APPRAISAL OF A SPECIFIC SYSTEM-CAPABILITY.  Domain values include:  1--CONFIRMED; 2--PROBABLE; 3--POSSIBLE; 4--DOUBTFUL; 5--IMPROBABLE; 6--TRUTH CANNOT BE JUDGED

· SYSTEM-CAPABILITY Measurement Unit Quantity—The number of a specific CAPABILITY that applies to a specific SYSTEM in a SYSTEM-CAPABILITY.

· SYSTEM-CAPABILITY Type Code—The code that designates a specific class of SYSTEM-CAPABILITY.  Domain values include:  Proposed; Planned; Under development; Under test; Operational; Other.

SYSTEM-PERFORMANCE-PARAMETER-MATRIX {SV-7}
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

SYSTEM-PERFORMANCE-PARAMETER-MATRIX-ELEMENT
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· SYSTEM-PERFORMANCE-MATRIX-ELEMENT Identifier (PK)—The identifier of a specific SYSTEM-PERFORMANCE-MATRIX-ELEMENT for a specific SYSTEM-PERFORMANCE-MATRIX.

· Constraint GUIDANCE Identifier (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· CAPABILITY IDENTIFIER (FK)—(11287) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC CAPABILITY.

· SYSTEM-CAPABILITY Identifier (FK)—The unique identifier of a specific SYSTEM-CAPABILITY for a specific SYSTEM and a specific CAPABILITY.

· SYSTEM Identifier (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· SYSTEM-CONSTRAINT Identifier (FK)—The identifier of an SYSTEM-CONSTRAINT for a specific SYSTEM.

· Time Frame PERIOD Identifier (FK)—(12180) (A)  THE IDENTIFIER THAT REPRESENTS A PERIOD.

b.
Details for Capability

CAPABILITY (illustrated in Table 237) is defined [DDDS (333) (A)] as an ability to achieve an objective.  The following instances of CAPABILITY are needed for the CADM:  Mean Time Between Failures; Mean Time Between Software Faults; Availability; System Initialization Time; Data Transfer Rate; Program Restart Time; Data Throughput/Capacity; Input Type Response Time; Operator Interaction Type Response Time.

Table 237.  CAPABILITY Instance Table

CAPABILITY

CAPABILITY Identifier
CAPABILITY Description Text
CAPABILITY 
Measurement Unit Code
CAPABILITY 
Name
CAPABILITY 
Type Code

CAP001
—
Per Day
Messages Per Day
Message Transfer

CAP003
—
Minutes
Maximum Latency
Latency 

CAP369
—
Kilometers
Maximum Range
Range

CAP348
—
Kilometers per Hour
Maximum Speed
Speed

c.
Details for Capability Norms

MATERIEL-ITEM-CAPABILITY-NORM (illustrated in Table 238) is defined [DDDS (1069/2) (A)] as a standard ability considered to be typical of a MATERIEL-ITEM to achieve a specified objective.  

Table 238.  MATERIEL-ITEM-CAPABILITY-NORM Instance Table

MATERIEL-ITEM-CAPABILITY-NORM

MATERIEL-ITEM Identifier (FK)
CAPABILITY Identifier (FK)
MATERIEL-ITEM-CAPABILITY-NORM Measurement Unit Quantity
MATERIEL-ITEM-CAPABILITY-NORM Performance Threshold Quantity

MAT0011 (ABBOT 105-mm SP Gun)
CAP369 (Maximum Range)
10
10

MAT0012 (Combat Engineer Tractor)
CAP348 (Maximum Speed)
57
55

CAPABILITY

CAPABILITY Identifier
CAPABILITY Description Text
CAPABILITY 
Measurement Unit Code
CAPABILITY 
Name
CAPABILITY 
Type Code

CAP369
—
Kilometers
Maximum Range
Range

CAP348
—
Kilometers per Hour
Maximum Speed
Speed

Source:  [GH3 1997].

ORGANIZATION-TYPE-CAPABILITY-NORM (illustrated in Table 239) is defined [DDDS (1071/1) (A)] as a standard ability considered to be typical of an ORGANIZATION-TYPE to achieve a specified objective.  

Table 239.  ORGANIZATION-TYPE-CAPABILITY-NORM Instance Table

ORGANIZATION-TYPE-CAPABILITY-NORM


ORGANIZATION-TYPE Identifier (FK)
CAPABILITY 
Identifier (FK)
ORGANIZATION-TYPE-CAPABILITY-NORM 
Measurement Unit Quantity

ORGT0051 (US Transport Company)
CAP553 (Carrying Personnel)
250

ORGT0051
CAP778 (Carrying Pallets)
60

CAPABILITY

CAPABILITY Identifier
CAPABILITY Description Text
CAPABILITY 
Measurement Unit Code
CAPABILITY 
Name
CAPABILITY 
Type Code

CAP553
—
Personnel
Carrying Personnel
Personnel

CAP778
—
Items
Carrying Pallets
Items

Source:  [GH3 1997].

d.
Details for Capability Estimates

ORGANIZATION-CAPABILITY-ESTIMATE (illustrated in Table 240) is defined [DDDS (1070/1) (A)] as an estimation, by a specific ORGANIZATION, of the ability of a specific ORGANIZATION to achieve a specified objective.  The CADM intends that an ORGANIZATION-CAPABILITY-ESTIMATE be compared, as necessary, to the applicable ORGANIZATION-TYPE-CAPABILITY-NORM.

Table 240.  ORGANIZATION-CAPABILITY-ESTIMATE Instance Table

ORGANIZATION-CAPABILITY-ESTIMATE



ORG Identifier (FK)


CAPAB Identifier (FK)

ORG-CAPAB-ESTIMATE Identifier
ORG-CAPAB-ESTIMATE Accuracy Evaluation Code

ORG-CAPAB-ESTIMATE Date

ORG-CAPAB-ESTIMATE Measurement Unit Quantity
ORG-CAPAB-ESTIMATE Reliability Evaluation Code

ORG-CAPAB-ESTIMATE Time

ORG51 (332nd Transport Company)
CAP553
ORCAP001
2 (Probable)
23 Jan 93
250
2 (Usually reliable)
—

ORG51
CAP778
ORCAP001
2 (Probable)
23 Jan 93
50
2
—

ORG51
CAP778
ORCAP002
1 (Confirmed)
15 Jun 97
61
2
—

ORG51
CAP778
ORCAP003
2 (Probable)
15 Sep 97
80
2
—

CAPABILITY

CAPABILITY Identifier
CAPABILITY Description Text
CAPABILITY 
Measurement Unit Code
CAPABILITY 
Name
CAPABILITY 
Type Code

CAP553
—
Personnel
Carrying Personnel
Personnel

CAP778
—
Items
Carrying Pallets
Items

Source:  [GH3 1997].

e.
Details for NETWORK-CAPABILITY

NETWORK-CAPABILITY (illustrated in Table 241) is defined as the relationship of a specific NETWORK to a specific CAPABILITY. 

Table 241.  NETWORK-CAPABILITY Instance Table

NETWORK-CAPABILITY

NETWORK Identifier (FK)
CAPABILITY Identifier (FK)
NETWORK-CAPAB Identifier
NETWORK-CAPAB Effective Date
NETWORK-CAPAB- Measurement Unit Quantity

NET001 (Fire Direction Net)
CAP3055 (Data Transfer Rate)
NETC001
Jan 97
1200

NET001
CAP3151 (Net Access Delay)
NETC002
Jan 97
1

NET003 (Sensor Net)
CAP3055
NETC001
Jan 97
16000

NET003
CAP3151
NETC002
Jan 97
0.2

CAPABILITY

CAPABILITY Identifier
CAPABILITY Description Text
CAPABILITY 
Measurement Unit Code
CAPABILITY 
Name
CAPABILITY 
Type Code

CAP3054
—
bits/second
Network Throughput/Capacity
Data Throughput/Capacity

CAP3055
—
bits/second
Network Transfer Rate
Data Transfer Rate

CAP3151

seconds
Network Access Delay
Net Access Delay

f.
Details for REQUIRED-CAPABILITY

REQUIRED-CAPABILITY (illustrated in Table 242) is defined as the relationship of a specific REQUIREMENT to a specific CAPABILITY.  Note:  Examples of REQUIRED-CAPABILITY for an Information Exchange Requirement are:  Expected Occurrence Rate (inverse seconds), Expected Volume Rate (bits), Maximum Latency Duration Quantity (seconds), Minimum Transfer Rate (bits per second), each of which is expressed as an instance of CAPABILITY for a specific INFORMATION EXCHANGE-REQUIREMENT.

Table 242.  REQUIRED-CAPABILITY Instance Table

REQUIRED-CAPABILITY


CAPABILITY Identifier (FK)
Requirement GUIDANCE Identifier (FK)
REQUIRED-CAPABILITY Id
REQUIRED-CAPABILITY Measurement Unit Quantity

CAP003 (Maximum Latency)
GUID0101 (Commander’s Guidance)
RQCP001
20 (min)

CAP001 (Messages Per Day)
GUID0101 (Commander’s Guidance)
RQCP001
3 (per day)

The following attributes of REQUIRED-CAPABILITY are not shown in the instance table:  CONDITION Identifier (FK), Effective Date, and IMPLEMENTATION-TIME-FRAME Code (FK).

g.
Details for SYSTEM-CAPABILITY

SYSTEM-CAPABILITY (illustrated in Table 243) is defined [DDDS (9081) (D)] as an association between a SYSTEM and a CAPABILITY.  

Table 243.  SYSTEM-CAPABILITY Instance Table

SYSTEM-CAPABILITY


SYSTEM Identifier 
(FK)
CAPABILITY Identifier 
(FK)
SYSTEM-CAPABILITY Identifier
SYSTEM-FUNCTION Id (FK)
IMPLEMENTA- TION-CLASS Code (FK)
SYS-CAP Effective 
Date
SYS-CAP Meas. Unit Quantity

SYS2003 (SYS-A)
Bandwidth
SYSC0001
—
Current
—
XX KHz

SYS2003 (SYS-A)
Throughput
SYSC0001
—
Current
—
ZZ bit/sec

SYS2003 (SYS-A)
Compression Rate
SYSC0001
—
Current
—
4.0

SYS2003 (SYS-A)
Compression Rate
SYSC0002
—
Near-Term
—
50.0

SYS2008 (SYS-C)
Bandwidth
SYSC0001
—
Current
—
XX KHz

SYS2008 (SYS-C)
Throughput
SYSC0001
—
Current
—
ZZ bit/sec

SYS2008 (SYS-C)
Compression Rate
SYSC0001
—
Current
—
4.0

The following attributes of SYSTEM-CAPABILITY are not shown in the instance table:  Description Text, Estimated Accuracy Evaluation Code, Estimated Reliability Code, and Type Code.

g.
Details for SYSTEM-PERFORMANCE-PARAMETERS-MATRIX

SYSTEM-PERFORMANCE-PARAMETER-MATRIX (SV-7) is defined as a DOCUMENT that provides a structured summary of quantitative and qualitative requirements and services at a particular node or between two nodes.  [Derived from Required Capabilities Matrix, C4ISR Architecture Framework, June 1996]  This matrix (illustrated in Table 244) is specified in terms of one or more instances of SYSTEM-PERFORMANCE-PARAMETER-MATRIX-ELEMENT, defined as the specification of which system capabilities, constraints, and time frames are designated for each SYSTEM-PERFORMANCE-PARAMETER-MATRIX.  The elements may be thought of as rows in the matrix.  A separate row (element specification) is used for varying values of CONSTRAINT, SYSTEM-CAPABILITY, SYSTEM-CONSTRAINT, and time frame.  

Table 244.  SYSTEM-PERFORMANCE-PARAMETER-MATRIX Instance Table

SYSTEM-PERFORMANCE-PARAMETER-MATRIX

[System Performance Parameter Matrix] 
DOCUMENT Identifier (FK)

DOC0002

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0027
—
—
System Performance Parameter Matrix
Example System Performance Parameters Matrix
—
—

Table 245 illustrates instances of SYSTEM-PERFORMANCE-PARAMETER-MATRIX-ELEMENT, which may be viewed as rows of the table for a SYSTEM-PERFORMANCE-PARAMETER-MATRIX.

Table 245.  SYSTEM-PERFORMANCE-PARAMETER-MATRIX-ELEMENT Instance Table Template

SYSTEM-PERFORMANCE-PARAMETER-MATRIX-ELEMENT

DOC Identifier (FK)
SYS-PERF-PARAM-MATRIX Id
Constraint GUIDANCE Identifier (FK)
CAPABILITY Identifier (FK)
SYSTEM-CAPABILITY Identifier (FK)
SYSTEM-Identifier (FK)
SYSTEM-CONSTRAINT Identifier (FK)
Time Frame PERIOD Id (FK)



















13.
Communications View

a.
Overview and Specification

Figure 95 provides the IDEF1X view for Communications.  Table 246 provides definitions of each entity in the figure.  
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Figure 95.  CADM 2.0 Communications View (XV-13)

Table 246.  Entity Definitions for All Entities in the Communications View

Entity
Entity Definition
Reference

COMMUNICATION-MEDIUM
A means of data transmission.  [In CADM Draft 1.0, Specification of communications media used to connect nodes in CMA diagrams.]
See below

COMMUNICATION-SYSTEM
A SYSTEM that provides services by way of which information can be transmitted and received.  Compare:  COMMUNICATION-SYSTEM--(12481/1) (D)  A SYSTEM USED FOR CONVEYING INFORMATION, ESPECIALLY BY MEANS OF ELECTRONIC OR MECHANICAL TECHNIQUES.
See Section IV.B.06 (System Subtypes View)

MESSAGE-STANDARD
A standard for the syntax of a set of elements of data for exchange between information systems.  Compare:  MESSAGE--(12162/1) (D)  A STANDARDIZED DOCUMENT USED TO CONVEY INFORMATION.
See Section IV.B.10 (Agreement View)

NODE-COMMUNICATION-MEDIUM
The association of a specific NODE with a specific COMMUNICATION-MEDIUM.
See below

NODE-LINK
A NODE-ASSOCIATION that provides the capability to transfer data or to exchange information between two specific NODEs.
See Section IV.B.31 (Node Association View)

NODE-LINK-CAPABILITY
The measure of a specific CAPABILITY for a specific NODE-LINK.
See Section IV.B.31 (Node Association View)

NODE-LINK-COMMUNICATION-MEDIUM
The association of a specific NODE-LINK with a specific COMMUNICATION-MEDIUM.
See below

REQUIREMENT-COMMUNICATION-MEDIUM
The association of a specific COMMUNICATION-MEDIUM to a specific REQUIREMENT.
See Section IV.B.05 (Requirement View)

Table 247 provides the attribute specifications of key entities in the Communications View of CADM 2.0.

Table 247.  Attribute Specifications for Key Entities in the Communications View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

COMMUNICATION-MEDIUM
· COMMUNICATION-MEDIUM Identifier (PK)—The unique identifier of a specific COMMUNICATION-MEDIUM.

· COMMUNICATION-MEDIUM Category Code—The code that represents a class of COMMUNICATION-MEDIUM.  Domain values include:  Land Line (not otherwise specified); Physical medium (e.g., disk); Radio; Satellite; Shared database; Terrestrial (fiber); Terrestrial (wire); Manual; Other; Not specified; Not known.  

· COMMUNICATION-MEDIUM Name—The name of a specific COMMUNICATION-MEDIUM.

NODE-COMMUNICATION-MEDIUM
· NODE Identifier (PK) (FK)—The unique identifier of a specific NODE.

· COMMUNICATION-MEDIUM Identifier (PK) (FK)—The unique identifier of a specific COMMUNICATION-MEDIUM.

· NODE-COMMUNICATION-MEDIUM Identifier (PK)—The unique identifier of a specific NODE-COMMUNICATION-MEDIUM for a specific NODE and a specific COMMUNICATION-MEDIUM.

· SYSTEM Identifier (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· Standard AGREEMENT Identifier (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· NODE-COMMUNICATION-MEDIUM Service Code—The code that represents a class of service for a specific NODE-COMMUNICATION-MEDIUM.  Domain values include:  Voice; Data (bit stream); Text (ASCII string); Imagery; Video; Not applicable; Not known.

NODE-LINK-COMMUNICATION-MEDIUM
· Node Link NODE-ASSOCIATION Group Identifier (PK) (FK)—The unique identifier of a specific NODE.

· COMMUNICATION-MEDIUM Identifier (PK) (FK)—The unique identifier of a specific COMMUNICATION-MEDIUM.

· NODE-LINK-COMMUNICATION-MEDIUM Identifier (PK)—The identifier of a NODE-LINK-COMMUNICATION-MEDIUM for a specific NODE-LINK and a specific COMMUNICATION-MEDIUM.

· Communications System SYSTEM Identifier (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· Message Standard AGREEMENT Identifier (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· NODE-LINK-COMM-MED Operational State Indicator Code—The specification of whether a specific NODE-LINK-COMMUNICATION-MEDIUM is for normal or stressed operations.  Domain values include:  Actively provides; Available on request; Planned; Not specified; Not known

b.
Details for COMMUNICATION-MEDIUM

COMMUNICATION-MEDIUM (illustrated in Table 248) is defined as a means of data transmission.  [In CADM Draft 1.0, COMMUNICATION-MEDIUM is described as the specification of communications media used to connect nodes in C4ISR Mission Assessment diagrams.]  The attributes of COMMUNICATION-MEDIUM are the following:

Table 248.  COMMUNICATION-MEDIUM Instance Table

COMMUNICATION-MEDIUM

COMMUNICATION-MEDIUM Identifier
COMMUNICATION-MEDIUM 
Name
COMMUNICATION-MEDIUM 
Category Code

COME0001
—
Radio

COME5101
UHF SATCOM
Satellite

COME0003
—
Terrestrial (fiber)

COME0004
—
Terrestrial (wire)

COME0005
—
Manual

COME0006
—
Land Line (not otherwise specified)

COME0007
—
Other

c.
Details for Child Entities of COMMUNICATION-MEDIUM

NODE-COMMUNICATION-MEDIUM (illustrated in Table 249) is defined as the association of a specific NODE with a specific COMMUNICATION-MEDIUM.  An optional attribute is the System Identifier for a specific Communications System.

Table 249.  NODE-COMMUNICATION-MEDIUM Instance Table

NODE-COMMUNICATION-MEDIUM


NODE Identifier (FK)

COMM-MEDIUM Identifier (FK)

NODE-COMM-MEDIUM Identifier 

SYSTEM 
Identifier (FK)
Standard AGREEMENT Identifier (FK)
NODE-COMM-MEDIUM Service Code

NOD5101 (CL Node A)
UHF SATCOM
NCM001
—
TADIL J
Data

NOD5103 (PR Node C)
UHF SATCOM
NCM001
—
TADIL J
Data

NODE-LINK-COMMUNICATION-MEDIUM (illustrated in Table 250) is defined as the association of a specific NODE-LINK with a specific COMMUNICATION-MEDIUM.  

Table 250.  NODE-LINK-COMMUNICATION-MEDIUM Instance Table

NODE-LINK-COMMUNICATION-MEDIUM

Node Link NODE-ASSOCIATION Group Identifier (FK)

COMM-

NODE-LINK-

Comm

Message 
NODE-LINK-COMM-MED

Node 1 NODE Identifer
Node 2 NODE Identifier
NODE-ASSOC Type Code
MEDIUM Identifier (FK)
COMM -MEDIUM Id (FK)
System 

SYSTEM Id (FK)
Standard AGREEMENT Id (FK)
Operational State Indic Code

NOD5101 (CL Node A)
NOD5103 (PR Node C)
Primary Support
UHF SATCOM
NLCM0001
SYS0004 (TIBS)
TADIL J
Actively provides

14.
Data Model Domain View

a.
Overview and Specification

Figure 96 provides the IDEF1X view for Data Model Domain.  Table 251 provides definitions of each entity in the figure.  Entities related to Data Model are also described in the following sections:

· Section IV.B.15, Data Model Entity and Attribute View

· Section IV.B.16, Data Model Overview, Conceptual Data Model, and Physical Schema View.
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Figure 96.  CADM 2.0 Data Model Domain View (XV-14)

Table 251.  Entity Definitions for All Entities in the Data Model Domain View

Entity
Entity Definition
Reference

CATEGORY-RELATIONSHIP
(4361) (A)  A SPECIFIC TYPE OF DATA MODEL RELATIONSHIP USED TO SPECIFY A CATEGORY TYPE ARRANGEMENT BETWEEN PARENT AND CHILD ENTITIES.
See Section IV.B.15 (Data Model Entity and Attribute View)

DATA-ATTRIBUTE
(4363/2) (A)  A PROPERTY OR CHARACTERISTIC OF A DATA ENTITY THAT IS COMMON TO INSTANCES OF AN ENTITY AND REPRESENTS THE ASSOCIATION OF A DATA DOMAIN WITH A DATA ENTITY.  (DDDS, June 1998)
See Section IV.B.15 (Data Model Entity and Attribute View)

DATA-DOMAIN
(4231/2) (A)  A SET OF PERMISSIBLE DATA VALUES FROM WHICH ACTUAL VALUES ARE TAKEN.
See below

DATA-DOMAIN-LIST
(4365) (A)  AN ENUMERATED SET OF VALUES ALLOWED IN DATA REPRESENTATION OF A DATA ATTRIBUTE.
See below

DATA-DOMAIN-LIST-VALUE-ENTRY
(4233) (A)  A SPECIFIC ACCEPTABLE INSTANCE VALUE WHICH IS PART OF A DATA DOMAIN.
See below

DATA-DOMAIN-RANGE
(4366) (A)  THE SET OF ALL ACCEPTABLE INSTANCE VALUES OF A DATA DOMAIN WHERE THE INSTANCE VALUES ARE CONSTRAINED BY LOWER AND/OR UPPER BOUNDARIES.
See below

DATA-DOMAIN-VALUE
(4236) (A)  AN INSTANCE OF A DATA DOMAIN.
See below

Table 252 provides the attribute specifications of key entities in the Data Model Domain View of CADM 2.0.

Table 252.  Attribute Specifications for Key Entities in the Data Model Domain View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

DATA-DOMAIN
· Data Domain INFO-ASSET Group Identifier (PK) (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

· DATA-DOMAIN CONSTRUCTION TYPE CODE—(20326/2) (A)  THE CODE THAT REPRESENTS A KIND OF CONSTRUCT OF A DATA-DOMAIN.  Domain values include:  L--DATA DOMAIN LIST; R--DATA DOMAIN RANGE

· DATA-DOMAIN FORMAT CODE—(29421/2) (A)  THE CODE THAT REPRESENTS THE JUSTIFICATION FORM OF A DATA-DOMAIN.  Domain values include:  L--LEFT JUSTIFIED; R--RIGHT JUSTIFIED

· DATA-DOMAIN GENERIC ELEMENT TYPE CODE—(27507/2) (A)  THE CODE THAT REPRESENTS A KIND OF GENERAL CLASS OF DATA IN A DATA-DOMAIN.  Domain values include:  G--GENERIC ELEMENT

· DATA-DOMAIN MAXIMUM CHARACTER QUANTITY—(20328/2) (A)  THE MAXIMUM QUANTITY OF CHARACTERS OF A DATA-DOMAIN.

· DATA-DOMAIN TYPE CODE—(20331/2) (A)  THE CODE THAT REPRESENTS A KIND OF DATA-DOMAIN.  Domain values include:  B--BASE DOMAIN; T--TYPED DOMAIN

· DATA-DOMAIN VALUE TYPE CODE—(20332/2) (A)  THE CODE THAT REPRESENTS A KIND OF VALUATION OF A DATA-DOMAIN.  Domain values include:  QL--QUALITATIVE DOMAIN; QN--QUANTITATIVE DOMAIN

DATA-DOMAIN-LIST
· Data Domain INFO-ASSET Group Identifier (PK) (FK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.

· DATA-DOMAIN-LIST SOURCE LIST TEXT—(26758) (A)  THE TEXT OF THE ORIGIN OF A LISTING IN A DATA-DOMAIN-LIST.

DATA-DOMAIN-LIST-VALUE-ENTRY
· DATA-DOMAIN-VALUE IDENTIFIER (PK) (FK)—(28716) (A)  THE IDENTIFIER THAT REPRESENTS A DATA-DOMAIN-VALUE.

· Data Domain INFO-ASSET Group Identifier (PK) (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

· DATA-DOMAIN-LIST-VALUE-ENTRY ACCURACY PERCENTAGE IDENTIFIER—(26759) (A)  THE IDENTIFIER THAT REPRESENTS THE REQUIRED ACCURACY PERCENTAGE OF A DATA-DOMAIN-LIST-VALUE-ENTRY.

· DATA-DOMAIN-LIST-VALUE-ENTRY DEFINITION TEXT—(20333) (A)  THE TEXT OF THE MEANING OF A DATA-DOMAIN-LIST-VALUE-ENTRY.

· DATA-DOMAIN-LIST-VALUE-ENTRY TEXT—(20334) (A)  THE TEXT OF A DATA-DOMAIN-LIST-VALUE-ENTRY.

DATA-DOMAIN-RANGE
· Data Domain INFO-ASSET Group Identifier (PK) (FK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.

· DATA-DOMAIN-RANGE HIGH VALUE TEXT—(20335) (A)  THE TEXT OF THE UPPER LIMIT OF A DATA-DOMAIN-RANGE.

· DATA-DOMAIN-RANGE INCREMENT MEASUREMENT QUANTITY—(20336) (A)  THE QUANTITY OF THE MEASUREMENT STEP FROM ONE VALUE TO ANOTHER IN A DATA-DOMAIN-RANGE.

· DATA-DOMAIN-RANGE LOW VALUE TEXT—(20337) (A)  THE TEXT OF THE LOWER LIMIT OF A DATA-DOMAIN-RANGE.

DATA-DOMAIN-VALUE
· DATA-DOMAIN-VALUE IDENTIFIER (PK)—(28716) (A)  THE IDENTIFIER THAT REPRESENTS A DATA-DOMAIN-VALUE.

· DATA-DOMAIN-VALUE DESCRIPTION TEXT—(20341) (A)  THE TEXT THAT DESCRIBES A DATA-DOMAIN-VALUE.

· DATA-DOMAIN-VALUE NAME—(20340) (A)  THE NAME OF A DATA-DOMAIN-VALUE.

b.
Details for Data Domain

DATA-DOMAIN (illustrated in Table 253) is defined [DDDS (4231) (A)] as a set of permissible data values from which actual values are taken.  As shown by examining its two subtypes, a DATA-DOMAIN may be specified by providing a list of acceptable values (using DATA-DOMAIN-LIST) or by specifying numeric or other limits (using DATA-DOMAIN-RANGE).

Table 253.  DATA-DOMAIN Instance Table

DATA-DOMAIN

Data Domain
INFO-ASSET Group Identifier (FK)
DAT-DOM
Constr.
DATA-DOM
DATA-DOM
Generic
DATA-DOM. Maximum
DATA-DOM.

DATA-DOM.

INFO-ASSET Id
INFO-ASSET Vers Id

ORG Id
Type 
Code
Format Code
Element Type Code
Character Quantity
Type Code
Value Type Code

IA3016
IAV0001
ORG01
L (List)
L (Left Justified)
G (Generic Domain)
1
B
QL (Qualitative)

IA3017
IAV0001
ORG01
R (Range)
L
G
14
B
QN (Quan)

c.
Details for Subtypes of DATA-DOMAIN

DATA-DOMAIN-LIST (illustrated in Table 254) is defined [DDDS (4365) (A)] as an enumerated set of values allowed in data representation of a DATA-ATTRIBUTE.  

Table 254.  DATA-DOMAIN-LIST Instance Table

DATA-DOMAIN-LIST

Data Domain INFO-ASSET Group Identifier (FK)


INFO-ASSET Identifier
INFO-ASSET 
Version Identifier
ORGANIZATION Identifier
DATA-DOMAIN-LIST 
Source List Text

IA3016
IAV0001
ORG01
USAF ITM LDM (June 1997)

d.
DATA-DOMAIN-VALUE as an Independent Entity

DATA-DOMAIN-VALUE (illustrated in Table 255) is an independent entity defined [DDDS (4236) (A)] as an instance of a DATA-DOMAIN.  It is used in relation to DATA-DOMAIN-LIST (through the associative entity DATA-DOMAIN-LIST-VALUE) to specify reusable values that can be cited for a specific DATA-DOMAIN that is in the form of a list.  

Table 255.  DATA-DOMAIN-VALUE Instance Table

DATA-DOMAIN-VALUE

DATA-DOMAIN-VALUE Identifier
DATA-DOMAIN-VALUE Name
DATA-DOMAIN-VALUE Description Text

DDV0001
D
IDEF3 Description

DDV0002
M
IDEF3 Model

e.
Details for Child Entities of DATA-DOMAIN and its Subtypes

DATA-DOMAIN-LIST-VALUE-ENTRY (illustrated in Table 256) is defined [DDDS (4233) (A)] as a specific acceptable instance value that is part of a DATA-DOMAIN.  

Table 256.  DATA-DOMAIN-LIST-VALUE-ENTRY Instance Table

DATA-DOMAIN-LIST-VALUE-ENTRY

Data Domain INFO-ASSET Group Identifier (FK)


DATA-DOM-


DATA-DOM-

INFO-ASSET Id
INFO-ASSET Vers Id


ORG Id
DATA-DOM-VALUE Identifier 
(FK)
LIST-VALUE-ENTRY Accur. Percentage Id
DATA-DOM-
LIST-VALUE-ENTRY 
Definition Text
LIST-VALUE-ENTRY 
Text

IA3016
IAV0001
ORG01
DDV0001 (D)
—
The category of IDEF3-ELEMENT is an IDEF3-DESCRIPTION
IDEF3-DESCRIPTION

IA3016
IAV0001
ORG01
DDV0002 (M)
—
The category of IDEF3-ELEMENT is an IDEF3-MODEL
IDEF3-MODEL

DATA-DOMAIN-RANGE (illustrated in Table 257) is defined [DDDS (4366) (A)] as the set of all acceptable instance values of a DATA-DOMAIN where the instance values are constrained by lower and/or upper boundaries.  

Table 257.  DATA-DOMAIN-RANGE Instance Table

DATA-DOMAIN-RANGE

Data Domain
INFO-ASSET Group Identifier (FK)




INFO-ASSET Identifier
INFO-ASSET Version Identifier
ORGANI-ZATION Identifier
DATA-DOMAIN-RANGE 
High Value Text
DATA-DOMAIN-RANGE Incremental Measurement Quantity

DATA-DOMAIN-RANGE 
Low Value Text

IA3017
IAV0001
ORG01
3600
1
0

15.
Data Model Entity and Attribute View

a.
Overview and Specification

Figure 97 provides the IDEF1X view for Data Model Entity and Attribute.  Table 258 provides definitions of each entity in the figure.  This view is a meta-model for specifying metadata of a data model.  Entities related to Data Model are also described in the following sections:

· Section IV.B.14, Data Model Domain View

· Section IV.B.16, Data Model Overview, Conceptual Data Model, and Physical Schema View.
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Figure 97.  CADM 2.0 Data Model Entity and Attribute View (XV-15)

Table 258.  Entity Definitions for All Entities in the Data Model Entity and Attribute View

Entity
Entity Definition


CATEGORY-RELATIONSHIP
(4361) (A)  A SPECIFIC TYPE OF DATA MODEL RELATIONSHIP USED TO SPECIFY A CATEGORY TYPE ARRANGEMENT BETWEEN PARENT AND CHILD ENTITIES.
See below

DATA-ATTRIBUTE
(4363/2) (A)  A PROPERTY OR CHARACTERISTIC OF A DATA ENTITY THAT IS COMMON TO INSTANCES OF AN ENTITY AND REPRESENTS THE ASSOCIATION OF A DATA DOMAIN WITH A DATA ENTITY.  (DDDS, June 1998)
See below

DATA-ATTRIBUTE-ASSOCIATION
(4226) (A)  THE ASSOCIATION AMONG DATA ATTRIBUTES WHICH INDICATES HOW A NON-ATOMIC DATA ATTRIBUTE IS CONSTRUCTED.
See below

DATA-DOMAIN
(4231/2) (A)  A SET OF PERMISSIBLE DATA VALUES FROM WHICH ACTUAL VALUES ARE TAKEN.
See Section IV.B.15 (Data Model Domain View)

DATA-DOMAIN-LIST
(4365) (A)  AN ENUMERATED SET OF VALUES ALLOWED IN DATA REPRESENTATION OF A DATA ATTRIBUTE.
See Section IV.B.15 (Data Model Domain View)

DATA-DOMAIN-LIST-VALUE-ENTRY
(4233) (A)  A SPECIFIC ACCEPTABLE INSTANCE VALUE WHICH IS PART OF A DATA DOMAIN.
See Section IV.B.15 (Data Model Domain View)

DATA-DOMAIN-RANGE
(4366) (A)  THE SET OF ALL ACCEPTABLE INSTANCE VALUES OF A DATA DOMAIN WHERE THE INSTANCE VALUES ARE CONSTRAINED BY LOWER AND/OR UPPER BOUNDARIES.
See Section IV.B.15 (Data Model Domain View)

DATA-DOMAIN-VALUE
(4236) (A)  AN INSTANCE OF A DATA DOMAIN.
See Section IV.B.15 (Data Model Domain View)

DATA-ENTITY
(4362/2) (A)  THE REPRESENTATION OF A SET OF PEOPLE, OBJECTS, PLACES, EVENTS OR IDEAS, THAT SHARE THE SAME CHARACTERISTIC RELATIONSHIPS.  (DDDS, June 1998)  CADM 2.0 suggests the last three words of the definition be "characteristics and relationships."
See below

DATA-ENTITY-ACTIVITY-ICOM
(4238) (A)  AN ASSOCIATIVE ENTITY THAT IDENTIFIES A DATA-ENTITY WITH AN ACTIVITY-ICOM.
See below

DATA-ENTITY-DATA-ATTRIBUTE
(4237) (A)  AN ASSOCIATIVE ENTITY THAT IDENTIFIES A DATA-ATTRIBUTE WITH A DATA-ENTITY.
See below

DATA-ENTITY-RELATIONSHIP
(4239) (A)  AN ASSOCIATION BETWEEN DATA ENTITIES THAT REPRESENTS A BUSINESS RULE OF AN ORGANIZATION.
See below

Table 259 provides the attribute specifications of key entities in the Data Model Entity View of CADM 2.0.

Table 259.  Attribute Specifications for Key Entities in the Data Model Entity View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

CATEGORY-RELATIONSHIP
· Ordinate Data Entity INFO-ASSET Group Identifier (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· Subordinate Data Entity INFO-ASSET Group Identifier (PK) (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

· DATA-ENTITY-RELATIONSHIP NAME (PK) (FK)—(20361) (A)  THE NAME OF A DATA-ENTITY-RELATIONSHIP.  Note:  An improved definition would be:  "The name depicting the way in which the Ordinate DATA-ENTITY is associated with the Subordinate DATA-ENTITY."

· DATA-ENTITY-RELATIONSHIP VERSION IDENTIFIER (PK) (FK)—(20362) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF A DATA-ENTITY-RELATIONSHIP.

· DATA-DOMAIN-VALUE IDENTIFIER (FK)—(28716) (A)  THE IDENTIFIER THAT REPRESENTS A DATA-DOMAIN-VALUE.

· Data Domain INFO-ASSET Group Identifier (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

· Discriminator Data Attribute INFO-ASSET Group Identifier (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

· Discriminator Data Entity INFO-ASSET Group Identifier (FK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.

· CATEGORY-RELATIONSHIP COMPLETENESS CODE—(20276) (A)  THE CODE THAT REPRESENTS THE ENTIRETY OF A CATEGORY-RELATIONSHIP.  Domain values include:  C--RELATIONSHIP IS COMPLETE; I--RELATIONSHIP IS INCOMPLETE

Table 259.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

DATA-ATTRIBUTE
· Data Attribute INFO-ASSET Identifier (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· Data Domain INFO-ASSET Group Identifier (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· Data Entity INFO-ASSET Group Identifier (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· DATA-ATTRIBUTE ABBREVIATED NAME—(20306/2) (A)  THE NAME OF THE SHORTENED FORM OF A DATA-ATTRIBUTE.

· DATA-ATTRIBUTE CATEGORY CODE—(24474/2) (A)  THE CODE THAT REPRESENTS THE CLASSIFICATION OF A DATA-ATTRIBUTE.  Domain values include:  A--ACTIVE DATA ATTRIBUTE; I--INACTIVE DATA ATTRIBUTE

· DATA-ATTRIBUTE CHARACTERISTIC NAME—(20308/2) (A)  THE NAME OF A PROPERTY OF A DATA-ATTRIBUTE.

· DATA-ATTRIBUTE KEY TYPE CODE—(20319/2) (A)  THE CODE THAT REPRESENTS A KIND OF IDENTIFIER OF A  DATA-ATTRIBUTE.  Domain values include:  K--KEY ATTRIBUTE; N--NON KEY ATTRIBUTE

· DATA-ATTRIBUTE REFERENCE SOURCE IDENTIFIER—(20314/2) (A)  THE IDENTIFIER THAT REPRESENTS THE BASIS FOR CREATION OF A DATA-ATTRIBUTE.

· DATA-ATTRIBUTE REVISION DATE—(20315/2) (A)  THE AMENDMENT DATE OF A DATA-ATTRIBUTE.

· DATA-ATTRIBUTE TIMELINESS CODE—(29417/2) (A)  THE CODE THAT REPRESENTS THE FREQUENCY UPDATE OF A DATA-ATTRIBUTE.  Domain values include:  Z--NONE; A--ANNUALLY; AR--AS REQUIRED; BI--BIANNUALLY; BM--BIMONTHLY; BW--BIWEEKLY; D--DAILY; H--HOURLY; M--MONTHLY; OT--ONE TIME; Q--QUARTERLY; QD--QUADRENNIALLY; QDY--QUARTER DAY; QI--QUINQUENNIALLY; RT--REAL TIME; SA--SEMIANNUALLY; TD--TWICE DAILY; TH--TWICE HOURLY; TRA--TRICE YEARLY; TRI--TRIENNIALLY; Z--NONE

· DATA-ATTRIBUTE VALIDATION PROCEDURE TEXT—(20320/2) (A)  THE TEXT THAT DESCRIBES THE VERIFICATION METHODOLOGY OF A DATA-ATTRIBUTE.

· INTERNAL-DATA-FIELD-STANDARD {Delete}—(26760) (A) and (5286) (A)  THE IDENTIFIER THAT REPRESENTS AN INTERNAL-DATA-FIELD THAT MAPS DIRECTLY TO AND INHERITS THE METADATA FROM A SINGLE DATA ATTRIBUTE.

DATA-ATTRIBUTE-ASSOCIATION
· Ordinate Data Attribute INFO-ASSET Group Identifier (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· Subordinate Data Attribute INFO-ASSET Group Identifier (PK) (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

· DATA-ATTRIBUTE-ASSOCIATION TYPE CODE (PK)—(20321) (A)  THE CODE THAT REPRESENTS A KIND OF DATA-ATTRIBUTE-ASSOCIATION.  Domain values include:  A--ASSEMBLY DATA ATTRIBUTE ASSOCIATION; C--CHAIN DATA ATTRIBUTE ASSOCIATION; D--DERIVED DATA ATTRIBUTE ASSOCIATION; O--OLE DATA ATTRIBUTE ASSOCIATION.  CADM needs the additional value:  Is role-named for (same underlying attribute).

DATA-ENTITY
· Data Entity INFO-ASSET Group Identifier (PK) (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

· DATA-ENTITY CATEGORY CODE—(20342/2) (A)  THE CODE THAT REPRESENTS A CLASSIFICATION OF A DATA-ENTITY.  Domain values include:  A--ACTIVE DATA ENTITY; I--INACTIVE DATA ENTITY

· DATA-ENTITY REVISION DATE—(20346/2) (A)  THE AMENDMENT DATE OF A DATA-ENTITY.

· DATA-ENTITY SCOPE TEXT—(25360/2) (A)  THE TEXT OF THE EXTENT OF A DATA-ENTITY.

· DATA-ENTITY SHORT NAME—(20351/2) (A)  THE ABBREVIATED NAME OF A DATA-ENTITY.

DATA-ENTITY-ACTIVITY-ICOM
· Data Entity INFO-ASSET Group Identifier (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· Activity Model INFO-ASSET Group Identifier (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· INFO-ELEMENT-{ICOM} IDENTIFIER (PK) (FK)—(29164) (A)  THE IDENTIFIER THAT REPRESENTS AN ICOM.

· ICOM VERSION IDENTIFIER (PK) (FK)—(20228) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF AN ICOM.

· PROCESS-ACTIVITY (PK) (FK)—(20252/2) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF A PROCESS-ACTIVITY.

Table 259.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

DATA-ENTITY-DATA-ATTRIBUTE
· Data Entity INFO-ASSET Group Identifier (PK) (FK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.

· Data Attribute INFO-ASSET Identifier (PK) (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

· DATA-ENTITY-DATA-ATTRIBUTE ALTERNATE KEY IDENTIFIER—(20352) (A)  THE IDENTIFIER THAT REPRESENTS AN ALTERNATIVE IDENTIFYING FUNCTION OF A DATA-ENTITY-DATA-ATTRIBUTE.

· DATA-ENTITY-DATA-ATTRIBUTE KEY ROLE CODE—(20355) (A)  THE CODE THAT REPRESENTS THE IDENTIFYING FUNCTION OF A DATA-ENTITY-DATA-ATTRIBUTE.  Domain values include:  F--FOREIGN KEY; P--PRIMARY KEY (DDDS, approved).  Additional domain values for CADM:  N--Non-key descriptive attribute.  

· DATA-ENTITY-DATA-ATTRIBUTE OPTIONAL CODE—(20357) (A)  THE CODE THAT REPRESENTS THE OPTIONALITY OF A DATA-ENTITY-DATA-ATTRIBUTE.  Domain values include:  O--OPTIONAL; R--REQUIRED

· DATA-ENTITY-DATA-ATTRIBUTE ROLE NAME—(20359) (A)  THE NAME OF THE FUNCTION OF A DATA-ENTITY-DATA-ATTRIBUTE.

· DATA-ENTITY-DATA-ATTRIBUTE NOTE TEXT—(20356) (A)  THE TEXT OF THE NOTATION OF A DATA-ENTITY-DATA-ATTRIBUTE.

DATA-ENTITY-RELATIONSHIP
· Ordinate Data Entity INFO-ASSET Group Identifier (PK) (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

· Subordinate Data Entity INFO-ASSET Group Identifier (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· DATA-ENTITY-RELATIONSHIP NAME (PK)—(20361) (A)  THE NAME OF A DATA-ENTITY-RELATIONSHIP.  Note:  An improved definition would be:  "The name depicting the way in which the Ordinate DATA-ENTITY is associated with the Subordinate DATA-ENTITY."

· DATA-ENTITY-RELATIONSHIP VERSION IDENTIFIER (PK)—(20362) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF A DATA-ENTITY-RELATIONSHIP.

· DATA-ENTITY-RELATIONSHIP CARDINALITY TYPE CODE—(20364) (A)  THE CODE THAT REPRESENTS THE KIND OF CARDINALITY OF A DATA-ENTITY-RELATIONSHIP.  Domain values include:  M--ZERO, ONE OR MORE; N--EXACTLY THE NUMBER INDICATED; P--AT LEAST ONE; Z--ZERO OR ONE

· DATA-ENTITY-RELATIONSHIP CATEGORY CODE—(20365) (A)  THE CODE THAT REPRESENTS A CLASSIFICATION OF A DATA-ENTITY-RELATIONSHIP.  Domain values include:  M--MANDATORY RELATIONSHIP; O--OPTIONAL RELATIONSHIP

· DATA-ENTITY-RELATIONSHIP CHILD DELETE RULE TEXT—(20366) (A)  THE TEXT OF THE RULE FOR DELETION OF DEPENDENT ENTITIES OF A DATA-ENTITY-RELATIONSHIP.

· DATA-ENTITY-RELATIONSHIP CHILD INSERT RULE TEXT—(20363) (A)  THE TEXT OF THE RULE FOR INSERTION OF DATA TO DEPENDENT ENTITIES OF A DATA-ENTITY-RELATIONSHIP.

· DATA-ENTITY-RELATIONSHIP CHILD UPDATE RULE TEXT—(20367) (A)  THE TEXT OF THE RULE FOR UPDATING DEPENDENT ENTITY DATA OF A DATA-ENTITY-RELATIONSHIP.

· DATA-ENTITY-RELATIONSHIP DEPENDENCY CODE—(20371) (A)  THE CODE THAT REPRESENTS THE DEPENDENCY NATURE OF A DATA-ENTITY-RELATIONSHIP.  Domain values include:  I--IDENTIFYING RELATIONSHIP; N--NON-IDENTIFYING RELATIONSHIP

· DATA-ENTITY-RELATIONSHIP DESCRIPTION TEXT—(20368) (A)  THE TEXT THAT DESCRIBES A DATA-ENTITY-RELATIONSHIP.

· DATA-ENTITY-RELATIONSHIP NULL RULE TEXT—(20378) (A)  THE TEXT OF THE RULE FOR NULL VALUES IN A DATA-ENTITY-RELATIONSHIP.

· DATA-ENTITY-RELATIONSHIP PARENT DELETE RULE TEXT—(20379) (A)  THE TEXT OF THE RULE FOR DELETION OF DATA FROM INDEPENDENT ENTITIES OF A DATA-ENTITY-RELATIONSHIP.

· DATA-ENTITY-RELATIONSHIP PARENT INSERT RULE TEXT—(20380/2) (A)  THE TEXT OF THE RULE FOR INSERTION OF DATA TO INDEPENDENT ENTITIES OF A DATA-ENTITY-RELATIONSHIP.

· DATA-ENTITY-RELATIONSHIP PARENT UPDATE RULE TEXT—(20381) (A)  THE TEXT OF THE RULE FOR UPDATING THE DATA OF AN INDEPENDENT ENTITY IN A DATA-ENTITY-RELATIONSHIP.

· DATA-ENTITY-RELATIONSHIP ROLE NAME—(20382) (A)  THE NAME OF THE FUNCTION OF A DATA-ENTITY-RELATIONSHIP.

· DATA-ENTITY-RELATIONSHIP TYPE CODE—(20383) (A)  THE CODE THAT REPRESENTS A KIND OF DATA-ENTITY-RELATIONSHIP.  Domain values include:  CA--CATEGORY RELATIONSHIP; CN--CONNECTION RELATIONSHIP

b.
Details for DATA-ATTRIBUTE

DATA-ATTRIBUTE (illustrated in Table 260) is defined [DDDS (4363) (A)] as a property or characteristic of a DATA-ENTITY that is common to instances of an entity and represents the association of a DATA-DOMAIN with a DATA-ENTITY.  Instances tables for this and the following sections are based on the example data model presented in Section III.C.7 on Logical Data Model (OV-7).  DATA-ATTRIBUTE is independent of a data model and independent of DATA-ENTITY; therefore, instances of DATA-ATTRIBUTE can be reused and occur in more than one data model and can be referenced as part of more than one DATA-ENTITY in a data model.

Table 260.  DATA-ATTRIBUTE Instance Table

DATA-ATTRIBUTE

Data Attribute
INFO-ASSET Group Id (FK)
Data Entity
INFO-ASSET Group Id (FK)

D.A.



INFO-ASSET Id
INFO-ASSET Vers Id

ORG Id


INFO-ASSET Id
INFO-ASSET Vers Id

ORG Id
Key Type Cd

IA5101 (IDEF3-ELEMENT Identifier)
IAV0001
ORG1
IA5003 (ELEM)
IAV0001
ORG1
Key

IA5102 (IDEF3-ELEMENT Type Code)
IAV0001
ORG1
IA5003 (ELEM)
IAV0001
ORG1
NK

IA5101A (IDEF3-DESCRIPTION Identifier)
IAV0001
ORG1
IA5004 (DESCR)
IAV0001
ORG1
Key

IA5103 (IDEF3-DESCRIPTION Approach Code)
IAV0001
ORG1
IA5004 (DESCR)
IAV0001
ORG1
NK

IA5104 (IDEF3-DESCRIPTION Scenario Name)
IAV0001
ORG1
IA5004 (DESCR)
IAV0001
ORG1
NK

IA5105 (IDEF3-DESCRIPTION Approach Code)
IAV0001
ORG1
IA5004 (DESCR)
IAV0001
ORG1
NK

IA5101B (IDEF3-MODEL Identifier)
IAV0001
ORG1
IA5005 (MODEL)
IAV0001
ORG1
Key

IA5101A (IDEF3-DESCRIPTION Identifier)
IAV0001
ORG1
IA5005 (MODEL)
IAV0001
ORG1
NK

The following attributes of DATA-ATTRIBUTE are not shown in the instance table:  Internal Data Field Standard (FK); Abbreviated Name; Category Code; Characteristic Name; Reference Source Identifier; Revision Date; Timeliness Code; and Validation Procedure Text.

c.
Details for DATA-ENTITY

DATA-ENTITY (illustrated in Table 261) is defined [DDDS (4362) (A)] as the representation of a set of people, objects, places, events, or ideas that share the same characteristic relationships.  DATA-ENTITY is independent of a data model; therefore, instances of DATA-ENTITY can be reused and occur in more than one data model.

Table 261.  DATA-ENTITY Instance Table

DATA-ENTITY

Data Entity
INFO-ASSET Group Identifier (FK)





INFO-ASSET Identifier
INFO-ASSET Version Identifier
ORGANI-ZATION Identifier

DATA-ENTITY Scope Text

DATA-ENTITY Category Code

DATA-ENTITY Revision Date

DATA-ENTITY Short Name

IA5001
IAV0001
ORG01
—
Active
—
DOCUMENT

IA5002
IAV0001
ORG01
—
Active
—
IDEF3-DOC

IA5003
IAV0001
ORG01
—
Active
—
IDEF3-ELEMENT

IA5004
IAV0001
ORG01
—
Active
—
IDEF3-DESCR

IA5005
IAV0001
ORG01
—
Active
—
IDEF3-MODEL

IA5006
IAV0001
ORG01
—
Active
—
IDEF3-DESCR-DIAG

IA5007
IAV0001
ORG01
—
Active
—
IDEF3-PROCESS

IA5008
IAV0001
ORG01
—
Active
—
IDEF3-OBJECT

IA5009
IAV0001
ORG01
—
Active
—
IDEF3-PROC-OBJ

DATA-ENTITY-RELATIONSHIP (illustrated in Table 262) is defined [DDDS (4239) (A)] as an association between DATA-ENTITYs that represents a business rule of an ORGANIZATION.  This entity is used to specify entity-to-entity relationships in a data model, to include cardinality.

Table 262.  DATA-ENTITY-RELATIONSHIP Instance Table

DATA-ENTITY-RELATIONSHIP

Ordinate Data Entity
INFO-ASSET Group Id (FK)
Subordinate Data Entity
INFO-ASSET Group Id (FK)


DE-

DE-

DE-



INFO-ASSET Id
INFO-ASSET Vers Id

ORG Id


INFO-ASSET Id
INFO-ASSET Vers Id

ORG Id

DE-REL Name
REL
Crd Cd
REL
Cat Cd
REL
Typ Cd

IA5003 (ELEM)
IAV0001
ORG1
IA5004 (DESCR)
IAV0001
ORG1
may be a
M
M
CA

IA5003 (ELEM)
IAV0001
ORG1
IA5005 (MODEL)
IAV0001
ORG1
may be a
M
M
CA

IA5004 (DESCR)
IAV0001
ORG1
IA5005 (MODEL)
IAV0001
ORG1
graph. depicts
M
O
CN

IA5005 (MODEL)
IAV0001
ORG1
IA5006 (DES-DIAG)
IAV0001
ORG1
is comp. of
M
M
CN

IA5004 (DESCR)
IAV0001
ORG1
IA5007 (PROC)
IAV0001
ORG1
is comp. of
M
M
CN

IA5004 (DESCR)
IAV0001
ORG1
IA5008 (OBJ)
IAV0001
ORG1
is comp. of
M
M
CN

IA5007 (PROC)
IAV0001
ORG1
IA5009 (PROC-OBJ)
IAV0001
ORG1
—
M
M
CN

IA5008 (OBJ)
IAV0001
ORG1
IA5009 (PROC-OBJ)
IAV0001
ORG1
—
M
M
CN

Notation:  Crd = Cardinality, for which M = zero, one, or more and O; Cat = Cardinality, where M = Mandatory and O = Optional; and Type = Type, for which CA = Category Relationship and CN = Connection Relationship.

The following attributes of DATA-ENTITY-RELATIONSHIP are omitted from the instance table:  Version Identifier (PK), Description Text; Role Name; Dependency Code; Child Delete Rule Text; Child Insert Rule Text; Child Update Rule Text; Null Rule Text; Parent Delete Rule Text; Parent Insert Rule Text; and Parent Update Rule Text.

CATEGORY-RELATIONSHIP (illustrated in Table 263), a subtype of DATA-ENTITY-RELATIONSHIP, is defined [DDDS (4361) (A)] as a specific type of data model relationship used to specify a category type arrangement between parent and child entities.  

Table 263.  CATEGORY-RELATIONSHIP Instance Table

CATEGORY-RELATIONSHIP

Ordinate Data Entity
INFO-ASSET Group Id (FK)
Subordinate Data Entity
INFO-ASSET Group Id (FK)




INFO-ASSET Id
INFO-ASSET Vers Id

ORG Id


INFO-ASSET Id
INFO-ASSET Vers Id

ORG Id
DATA-ENTITY-RELATIONSHIP Name (FK)
CATEGORY-RELATIONSHIP Complet. Code

IA5003 (ELEM)
IAV0001
ORG1
IA5004 (DESCR)
IAV0001
ORG1
may be a
Complete

IA5003 (ELEM)
IAV0001
ORG1
IA5005 (MODEL)
IAV0001
ORG1
may be a
Complete

The following attributes of CATEGORY-RELATIONSHIP are omitted from the instance table: DATA-ENTITY-RELATIONSHIP Version Identifier (PK); DATA-DOMAIN-VALUE Identifier (FK); Discriminator Data Entity INFO-ASSET Group Identifier (FK); Discriminator Data Attribute INFO-ASSET Group Identifier (FK); and Data Domain INFO-ASSET Group Identifier (FK).

d.
Details for Child Entities of DATA-ATTRIBUTE

DATA-ATTRIBUTE-ASSOCIATION (illustrated in Table 264) is defined [DDDS (4226) (A)] as the association among data attributes that indicates how a non-atomic DATA-ATTRIBUTE is constructed.  The typical use of this entity is to assign role names to attributes.  Assigning the same role name to two attributes is equivalent to intentional unification of the keys associated with the two attributes.

Table 264.  DATA-ATTRIBUTE-ASSOCIATION Instance Table

DATA-ATTRIBUTE-ASSOCIATION

Ordinate Data Attribute
INFO-ASSET Group Id (FK)
Subordinate Data Attribute
INFO-ASSET Group Id (FK)




INFO-ASSET Id
INFO-ASSET Vers Id

ORG Id


INFO-ASSET Id
INFO-ASSET Vers Id

ORG Id

DATA-ATTRIBUTE-ASSOCIATION Type Code

IA5101A (IDEF3-DESCRIPTION Identifier)
IAV0001
ORG1
IA5101 (IDEF3-ELEMENT Identifier)
IAV0001
ORG1
Is role name for (same underlying attribute)

IA5101B (IDEF3-
MODEL Identifier)
IAV0001
ORG1
IA5101 (IDEF3-ELEMENT Identifier)
IAV0001
ORG1
Is role name for (same underlying attribute)

DATA-ENTITY-DATA-ATTRIBUTE (illustrated in Table 265) is defined [DDDS (4237) (A)] as an associative entity that identifies a DATA-ATTRIBUTE with a DATA-ENTITY.  Its attributes are the following:  This entity specifies which attributes belong to which entities in a data model.

Table 265.  DATA-ENTITY-DATA-ATTRIBUTE Instance Table

DATA-ENTITY-DATA-ATTRIBUTE

Data Entity
INFO-ASSET Group Id (FK)
Data Attribute
INFO-ASSET Group Id (FK)

DE-DA- 




INFO-ASSET Id
INFO-ASSET Vers Id

ORG Id
INFO-
ASSET 
Id
INFO-ASSET Vers Id

ORG Id
Alternate Key Identifier
DA-DE
Optnl
Code
DA-DE
Role Name
DA-DE
Note Text

IA5003 (ELEM)
IAV0001
ORG1
IA5102 
(Type Code)
IAV0001
ORG1
—
O (Optional)
—
—

The following attribute is not shown in the instance table:  Key Role Code.

e.
Details for Child Entities of DATA-ATTRIBUTE

DATA-ENTITY-ACTIVITY-ICOM (shown in the upper right of Figure 97) is defined [DDDS (4238) (A)] as an associative entity that identifies a DATA-ENTITY with an ACTIVITY-ICOM.  An instance table for DATA-ENTITY-ACTIVITY-ICOM is provided as Table 266.  This entity is used to characterize the information content of a specific ACTIVITY-ICOM [which is a use of a specific INFORMATION-ELEMENT or ICOM (e.g., in the role of an input, output, control, or mechanism) in relation to a specific PROCESS-ACTIVITY in a specific ACTIVITY-MODEL].
Table 266.  DATA-ENTITY-ACTIVITY-ICOM Instance Table

DATA-ENTITY-ACTIVITY-ICOM

Activity Model INFO-ASSET Group Identifier (FK)
PROCESS-ACTIVITY Group Identifier (FK)
Data Entity
INFO-ASSET Group Id (FK)
ICOM Group Identifier (FK)

INFO-ASSET Id
INFO-ASSET Vers. Id

ORG
Id
PROCESS-ACTIVITY Id
PROC-ACTIVITY Vers. Id
INFO-ASSET Id
INFO-ASSET Vers. Id

ORG
Id


ICOM Id

ICOM 
Vers. Id

IA2001
IAV0001
ORG01
PA0011
PAV0001
IA5201
IAV0001
ORG01
ICOM0001
ICOMV0001

IA2001
IAV0001
ORG01
PA0001
PAV0001
IA5202
IAV0001
ORG01
ICOM0001
ICOMV0001

IA2001
IAV0001
ORG01
PA0002
PAV0001
IA5201
IAV0001
ORG01
ICOM0001
ICOMV0001

IA2001
IAV0001
ORG01
PA0011
PAV0001
IA5202
IAV0001
ORG01
ICOM0001
ICOMV0001

IA2001
IAV0001
ORG01
PA0001
PAV0001
IA5201
IAV0001
ORG01
ICOM0001
ICOMV0001

IA2001
IAV0001
ORG01
PA0002
PAV0001
IA5202
IAV0001
ORG01
ICOM0001
ICOMV0001

IA2001
IAV0001
ORG01
PA0011
PAV0001
IA5203
IAV0001
ORG01
ICOM0007
ICOMV0001

IA2001
IAV0001
ORG01
PA0001
PAV0001
IA5203
IAV0001
ORG01
ICOM0007
ICOMV0001

IA2001
IAV0001
ORG01
PA0011
PAV0001
IA5204
IAV0001
ORG01
ICOM0020
ICOMV0001

IA2001
IAV0001
ORG01
PA0011
PAV0001
IA5205
IAV0001
ORG01
ICOM0020
ICOMV0001

IA2001
IAV0001
ORG01
PA0001
PAV0001
IA5204
IAV0001
ORG01
ICOM0020
ICOMV0001

IA2001
IAV0001
ORG01
PA0001
PAV0001
IA5205
IAV0001
ORG01
ICOM0020
ICOMV0001

IA2001
IAV0001
ORG01
PA0002
PAV0001
IA5206
IAV0001
ORG01
ICOM0030
ICOMV0001

IA2001
IAV0001
ORG01
PA0005
PAV0001
IA5206
IAV0001
ORG01
ICOM0030
ICOMV0001

IA2001
IAV0001
ORG01
PA0005
PAV0001
IA5201
IAV0001
ORG01
ICOM0001
ICOMV0001

IA2001
IAV0001
ORG01
PA0005
PAV0001
IA5202
IAV0001
ORG01
ICOM0001
ICOMV0001

IA2001
IAV0001
ORG01
PA0001
PAV0001
IA5206
IAV0001
ORG01
ICOM0030
ICOMV0001

INFORMATION-ASSET

INFO-ASSET Group Identifier


INFO-



INFO-ASSET Identifier
INFO-ASSET Version Id
ORGANI-ZATION Identifier

INFO-ASSET Name

INFO-ASSET 
Type Code
ASSET Definition Text
INFO-ASSET Comment Text
INFO-ASSET Standard Status Code

IA2001
IAV0001
ORG01
Generic Model
Activity Model
—
—
D

IA5201
IAV0001
ORG01
Rules
Data Entity
—
—
D

IA5202
IAV0001
ORG01
Constraints
Data Entity
—
—
D

IA5203
IAV0001
ORG01
Feedback
Data Entity
—
—
D

IA5204
IAV0001
ORG01
System
Data Entity
—
—
D

IA5205
IAV0001
ORG01
Intel Sys
Data Entity
—
—
D

IA5206
IAV0001
ORG01
Request
Data Entity
—
—
D

INFORMATION-ELEMENT (ICOM) 

ICOM Identifier
ICOM Version Identifier

ICOM Name
ICOM
Definition Text
ICOM Creation Date
ICOM Revision Date

ICOM0001
ICOMV0001
Rules & Constraints
—
—
—

ICOM0007
ICOMV0001
Requester Feedback
—
—
—

ICOM0020
ICOMV0001
Intelligence Support Systems
—
—
—

ICOM0030
ICOMV0001
Prioritized Request
—
—
—

16.
Data Model Overview and Physical Schema View

a.
Overview and Specification

This section on data models discusses three subtypes of INFORMATION-ASSET, shown in Figure 98:  CONCEPTUAL-DATA-MODEL, INTERNAL-DATA-MODEL (providing a physical schema for how data are stored), and USER-PRESENTATION-VIEW (providing the physical schema from the point of view of the user).  Table 267 provides definitions of each entity in the figure.  The following entity, not shown in the figure, is of interest in this view and included in the table:  USER-PRESENTATION-VIEW-SYSTEM-PLATFORM.

Entities related to Data Model are also described in the following sections:

· Section IV.B.14, Data Model Domain View

· Section IV.B.15, Data Model Entity and Attributes View.

Table 267.  Entity Definitions for All Entities in the Data Model Physical Schema View

Entity
Entity Definition
Reference

CONCEPTUAL-DATA-MODEL
(4359/2) (A)  A STRUCTURED GRAPHICAL AND/OR TEXTUAL REPRESENTATION OF CONCEPTS AND KNOWLEDGE WITHIN AN ACTIVITY.  (DDDS, June 1998)
See below

INFORMATION-ASSET
(4246/2) (A)  AN INFORMATION RESOURCE.  (DDDS, June 1998)
See below and also Section IV.B.23 (Information Asset View)

INTERNAL-DATA-FIELD
(5281) (A)  THE LOWEST ADDRESSABLE UNIT OF AN INTERNAL RECORD.
See below

INTERNAL-DATA-MODEL
(5287) (A)  THE REPRESENTATION OF THE PHYSICAL DATA STRUCTURE OF A DATABASE OR INFORMATION SYSTEM.
See below

INTERNAL-RECORD
(4252) (A)  A COLLECTION OF INTERNAL FIELDS OF DATA PACKAGED TOGETHER FOR LOGICAL AND/OR EXPEDITIOUS DATABASE PROCESSING.
See below

LOGICAL-DATA-MODEL {OV-7}
A formal specification of the structure and meaning of a set of information by use of graphics for entities, attributes, and relationships.  Note:  An IDEF1X data model is permitted but not required.
See below

PHYSICAL-MODEL-SPECIFICATION {SV-11}
A DOCUMENT that describes a specific internal schema for an implemented database.
See below

USER-PRESENTATION-VIEW
(4264) (A)  A DEFINITION OF DATA STRUCTURE IN WHICH THE VIEW OF INFORMATION IS REPRESENTED IN A FORM CONVENIENT FOR THE USERS OF INFORMATION.
See below

USER-PRESENTATION-VIEW-FIELD
(5306) (A)  THE DEFINITION OF A DATA ELEMENT INCLUDED IN AN EXTERNAL SCHEMA.
See below

USER-PRESENTATION-VIEW-FIELD-SYSTEM-PLATFORM
(5307) (A)  AN ASSOCIATIVE ENTITY THAT IDENTIFIES A USER-PRESENTATION-VIEW WITH A SYSTEM-PLATFORM.
See below

Table 268 provides the attribute specifications of key entities in the Data Model Physical Schema View of CADM 2.0.
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Figure 98.  CADM 2.0 Data Model Physical Schema View (XV-16)

Table 268.  Attribute Specifications for Key Entities in the Data Model Physical Schema View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

CONCEPTUAL-DATA-MODEL
· Conceptual Data Model INFO-ASSET Group Identifier (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· CONCEPTUAL-DATA-MODEL DEVELOPMENT METHODOLOGY NAME—(20282/2) (A)  THE NAME OF THE PROCEDURE USED TO DEVELOP A CONCEPTUAL-DATA-MODEL.

· CONCEPTUAL-DATA-MODEL DEVELOPMENT STATUS IDENTIFIER—(20283/2) (A)  THE IDENTIFIER THAT REPRESENTS THE STATE OF DEVELOPMENT OF A CONCEPTUAL-DATA-MODEL.

· CONCEPTUAL-DATA-MODEL DEVELOPMENT TOOL NAME—(20284/2) (A)  THE NAME OF THE MECHANISM USED TO DEVELOP A CONCEPTUAL-DATA-MODEL.

· CONCEPTUAL-DATA-MODEL NOTATION STYLE NAME—(20285/2) (A)  THE NAME OF THE MEMORANDUM MANNER USED IN A CONCEPTUAL-DATA-MODEL.

· CONCEPTUAL-DATA-MODEL PURPOSE TEXT—(20286/2) (A)  THE TEXT OF THE INTENTION OF A CONCEPTUAL-DATA-MODEL.

· CONCEPTUAL-DATA-MODEL REFINEMENT LEVEL CODE—(20287/2) (A)  THE CODE THAT REPRESENTS THE LEVEL OF REFINEMENT OF A CONCEPTUAL-DATA-MODEL.  Domain values include:  E--ENTITY RELATIONSHIP; F--FULLY ATTRIBUTED; K--KEY BASED

· CONCEPTUAL-DATA-MODEL REVISION EFFECTIVE DATE—(20289/2) (A)  THE EFFECTIVE DATE OF AN AMENDMENT TO A CONCEPTUAL-DATA-MODEL.

· CONCEPTUAL-DATA-MODEL SCOPE TEXT—(20290/2) (A)  THE TEXT OF THE BOUNDARIES OF A CONCEPTUAL-DATA-MODEL.

· CONCEPTUAL-DATA-MODEL STATUS EFFECTIVE DATE—(20292/2) (A)  THE EFFECTIVE DATE OF THE STATE OF A CONCEPTUAL-DATA-MODEL.

· CONCEPTUAL-DATA-MODEL TENSE CODE—(24468/2) (A)  THE CODE THAT REPRESENTS THE TIME DISTINCTION OF A CONCEPTUAL-DATA-MODEL.  Domain values include:  A--AS IS MODEL; T--TO BE MODEL

· CONCEPTUAL-DATA-MODEL TENSE EFFECTIVE DATE—(20293/2) (A)  THE EFFECTIVE DATE OF THE TIME DISTINCTION OF A CONCEPTUAL-DATA-MODEL.

INTERNAL-DATA-FIELD
· Internal Record INFO-ASSET Group Identifier (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· INTERNAL-DATA-FIELD IDENTIFIER (PK)—(26760) (A)  THE IDENTIFIER THAT REPRESENTS AN INTERNAL-DATA-FIELD.

· INTERNAL-DATA-FIELD AUTHORITY DESCRIPTION TEXT—(23730) (A)  THE TEXT THAT DESCRIBES THE AUTHORITATIVE SOURCE OF AN INTERNAL-DATA-FIELD.

· INTERNAL-DATA-FIELD CATEGORY CODE—(24479) (A)  THE CODE THAT REPRESENTS A CLASSIFICATION OF AN INTERNAL-DATA-FIELD.  Domain values include:  K--INTERNAL DATA FIELD IS PART OF THE PRIMARY KEY; N--INTERNAL DATA FIELD IS NOT PART OF THE PRIMARY KEY  

· INTERNAL-DATA-FIELD COMMENT TEXT—(23478) (A)  THE TEXT OF THE COMMENTARY OF AN INTERNAL-DATA-FIELD.

· INTERNAL-DATA-FIELD CREATION DATE—(23479) (A)  THE ORIGINATION DATE OF AN INTERNAL-DATA-FIELD.

· INTERNAL-DATA-FIELD DECIMAL POSITION QUANTITY—(23731) (A)  THE QUANTITY OF DECIMAL CHARACTERS OF AN INTERNAL-DATA-FIELD.

· INTERNAL-DATA-FIELD DEFINITION TEXT—(26996) (A)  THE TEXT THAT DEFINES AN INTERNAL-DATA-FIELD.

· INTERNAL-DATA-FIELD FORMAT TYPE CODE—(24161) (A)  THE CODE THAT REPRESENTS THE FORMATTING TYPE OF AN INTERNAL-DATA-FIELD.  Domain values include:  C--CHARACTER FORMAT; D--DATE FORMAT; N--NUMERIC FORMAT  

· INTERNAL-DATA-FIELD NAME—(23480) (A)  THE NAME OF AN INTERNAL-DATA-FIELD.

· INTERNAL-DATA-FIELD POSITION QUANTITY—(23732) (A)  THE QUANTITY OF CHARACTERS OF AN INTERNAL-DATA-FIELD.

· INTERNAL-DATA-FIELD TYPE CODE—(23725) (A)  THE CODE THAT REPRESENTS A KIND OF INTERNAL-DATA-FIELD.  Domain values include:  N--NON-STANDARD; S--STANDARD

INTERNAL-DATA-MODEL
· Internal Data Model INFO-ASSET Group Identifier (PK) (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

· INTERNAL-DATA-MODEL-TYPE CODE (FK)—(23789) (A)  THE CODE THAT REPRESENTS A KIND OF INTERNAL-DATA-MODEL-TYPE.  Domain values include:  C--CONVENTIONAL; H--HIERARCHICAL; R--RELATIONAL; Y--NETWORK (DDDS, Approved).

· INTERNAL-DATA-MODEL MIGRATION STATUS CODE—(23483) (A)  THE CODE THAT REPRESENTS THE STATE OF CONVERSION OF AN INTERNAL-DATA-MODEL.  Domain values include:  L--LEGACY MODEL; M--MIGRATION MODEL; T--TARGET MODEL

Table 268.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

INTERNAL-DATA-MODEL (Cont’d)
· INTERNAL-DATA-MODEL REVISION DATE—(25164) (A)  THE AMENDMENT DATE OF AN INTERNAL-DATA-MODEL.

· INTERNAL-DATA-MODEL TECHNOLOGY NAME—(23743) (A)  THE NAME OF THE TECHNICAL ASPECTS OF AN INTERNAL-DATA-MODEL.

· INTERNAL-DATA-MODEL File Structure Type Code—The code that denotes a class of file creation mechanism for a specific INTERNAL-DATA-MODEL.  Domain values include:  Relational; Hierarchical; Flat file; Indexed sequential; Other; Not specified; Not known.

· INTERNAL-DATA-MODEL Language Type Code—The code that denotes the data definition or other language in which the INTERNAL-DATA-MODEL is specified.  Domain values include:  Database Language SQL; Database Language NDL; Other language; Not applicable; Not specified; Not known.

INTERNAL-RECORD
· Internal Record INFO-ASSET Group Identifier (PK) (FK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.

· INTERNAL-RECORD AUTHORITY DESCRIPTION TEXT—(23734) (A)  THE TEXT THAT DESCRIBES THE AUTHORITATIVE SOURCE OF AN INTERNAL-RECORD.

· INTERNAL-RECORD TYPE CODE—(20406) (A)  THE CODE THAT REPRESENTS A KIND OF INTERNAL-RECORD.  Domain values include:  C--CONVENTIONAL RECORD; D--DBMS RECORD  

LOGICAL-DATA-MODEL {OV-7}
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· Conceptual Data Model INFO-ASSET Group Identifier (FK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.

· Data Dictionary Spec DOC Identifier (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

PHYSICAL-MODEL-SPECIFICATION {SV-11}
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· User Pres View INFO-ASSET Group Identifier (FK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.

· Internal Data Model INFO-ASSET Group Identifier (FK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.

USER-PRESENTATION-VIEW
· User Pres View INFO-ASSET Group Identifier (PK) (FK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.

· USER-PRESENTATION-VIEW TYPE CODE—(20417) (A)  THE CODE THAT REPRESENTS A KIND OF A USER-PRESENTATION-VIEW.  Domain values include:  O--Other View; R--Report View; S--Screen View.

USER-PRESENTATION-VIEW-FIELD
· USER-PRESENTATION-VIEW-FIELD IDENTIFIER (PK)—(23759) (A)  THE IDENTIFIER THAT REPRESENTS A USER-PRESENTATION-VIEW-FIELD.

· User Pres View INFO-ASSET Group Identifier (PK) (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

· USER-PRESENTATION-VIEW-FIELD DERIVATION ALGORITHM TEXT—(23756) (A)  THE TEXT OF THE CALCULATION FORMULA OF A USER-PRESENTATION-VIEW-FIELD.

· USER-PRESENTATION-VIEW-FIELD DESCRIPTION TEXT—(23485) (A)  THE TEXT THAT DESCRIBES A USER-PRESENTATION-VIEW-FIELD.

· USER-PRESENTATION-VIEW-FIELD DISPLAY TITLE TEXT—(23757) (A)  THE TEXT OF THE MANIFESTED HEADING OF A USER-PRESENTATION-VIEW-FIELD.

· USER-PRESENTATION-VIEW-FIELD FORMAT NAME—(23758) (A)  THE NAME OF THE ARRANGEMENT OF A USER-PRESENTATION-VIEW-FIELD.

· USER-PRESENTATION-VIEW-FIELD NAME—(23760) (A)  THE NAME OF A USER-PRESENTATION-VIEW-FIELD.

USER-PRESENTATION-VIEW-SYSTEM-PLATFORM
· System Platform INFO-ASSET Group Identifier (PK) (FK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.

· User Pres View INFO-ASSET Group Identifier (PK) (FK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.

b.
Details for Information Asset

INFORMATION-ASSET (illustrated in Table 269) is defined [DDDS (4246) (A)] as an information resource.  The attribute INFORMATION-ASSET Type Code distinguishes several classes of INFORMATION-ASSET described in this section.

Table 269.  INFORMATION-ASSET Instance Table for Data Models

INFORMATION-ASSET

INFO-ASSET Group Identifier


INFO-ASSET Identifier
INFO-ASSET 
Version Identifier
ORGANIZATION Identifier (FK)
INFORMATION-ASSET 
Type Code

IA3001
IAV0001
ORG01
09--Conceptual Data Model

IA3002
IAV0001
ORG01
09--Conceptual Data Model

IA3003
IAV0001
ORG01
09--Conceptual Data Model

IA3004
IAV0001
ORG01
TBD--Internal Data Model

IA3005
IAV0001
ORG01
TBD--Internal Data Model

IA3006
IAV0001
ORG01
TBD--Internal Data Model

IA3007
IAV0001
ORG01
01--User Presentation View

IA3008
IAV0001
ORG01
01--User Presentation View

IA3009
IAV0001
ORG01
01--User Presentation View

IA3019
IAV0001
ORG01
05--Internal Record

IA3020
IAV0001
ORG01
05--Internal Record

IA3021
IAV0001
ORG01
05--Internal Record

All but one of the descriptive attributes of INFORMATION-ASSET are omitted from this instance table.  A more complete instance table is provided in Section IV.B.23 (below) in the discussion of INFORMATION-ASSET.

c.
Details for CONCEPTUAL-DATA-MODEL

CONCEPTUAL-DATA-MODEL (illustrated in Table 270) is defined [DDDS (4359) (A)] as a structured graphical and/or textual representation of concepts and knowledge within an activity.  CADM 2.0 recommends the following approved attributes be deleted from the DoD Data Model and archived in the DDDS since each can be derived from instances of other entities:

· CONCEPTUAL-DATA-MODEL Data Attribute Quantity—(20281) (A)  The quantity of data attributes in a CONCEPTUAL-DATA-MODEL.  

· CONCEPTUAL-DATA-MODEL Data Entity Quantity—(20278) (A)  The quantity of data entities in a CONCEPTUAL-DATA-MODEL.  

· CONCEPTUAL-DATA-MODEL Relationship Quantity—(20288) (A)  The quantity of associations in a CONCEPTUAL-DATA-MODEL.  

Table 270.  CONCEPTUAL-DATA-MODEL Instance Table

CONCEPTUAL-DATA-MODEL

Conceptual Data  Model 
INFO-ASSET Group Identifier (FK)

CONC-


CONC-DATA-

CONC-



INFO-ASSET Identifier
INFO-ASSET Version Identifier

ORGANI-ZATION Identifier
DATA-MODEL Devel. Status Id
CONC-DATA-MODEL Refinement Level Code
MODEL Development Methodology Name
DATA-MODEL Tense Code
CONC-DATA-MODEL Development Tool Name

—
IAV0001
ORG01
—
F (Fully attributed)
IDEF1X
T
—

—
IAV0001
ORG01
—
F (Fully attributed)
IDEF1X
T
—

—
IAV0001
ORG01
—
F (Fully attributed)
IDEF1X
T
—

The following attributes of CONCEPTUAL-DATA-MODEL are not shown in the instance table:  Notation Style Name; Purpose Text; Revision Effective Date; Scope Text; Status Effective Date; and Tense Effective Date.  The following approved attributes of CONCEPTUAL-DATA-MODEL are omitted because they appear to be redundant with other approved data standards for DATA-ENTITY, DATA-ATTRIBUTE, and DATA-ENTITY-RELATIONSHIP:  Data Attribute Quantity, Data Entity Quantity, and Relationship Quantity.

d.
Details for INTERNAL-DATA-MODEL

INTERNAL-DATA-MODEL (illustrated in Table 271) is defined [DDDS (5287) (A)] as the representation of the physical data structure of a database or information system.  One attribute of INTERNAL-DATA-MODEL is a foreign key attribute whose parent is not shown in CADM 2.0:  INTERNAL-DATA-MODEL-TYPE Code—(23789) (A) The code that represents a kind of INTERNAL-DATA-MODEL-TYPE.  Note the following:

· The independent entity containing this attribute as its primary key attribute is not shown in the CADM data model diagram because it has only one attribute. 

· INTERNAL-DATA-MODEL-TYPE is defined [DDDS (9289) (A)] as a classification of an INTERNAL-DATA-MODEL. 

· Approved domain values for INTERNAL-DATA-MODEL-TYPE Code are:  
C--Conventional; H--Hierarchical; R--Relational; Y--NETWORK.

Table 271.  INTERNAL-DATA-MODEL Instance Table

INTERNAL-DATA-MODEL

Internal Data Model 
INFO-ASSET Group Identifier (FK)






INFO-ASSET Identifier
INFO-ASSET Version Identifier

ORGANI-ZATION Identifier

INTERNAL-DATA-MODEL-TYPE Code
INTERNAL-DATA-MODEL Migration Status Code

INTERNAL-DATA-MODEL Revision Date

INTERNAL-DATA-MODEL Technology Name

IA3004
IAV0001
ORG01
C (Conventional)
L (Legacy)
—
—

IA3005
IAV0001
ORG01
C (Conventional)
L (Legacy)
—
—

IA3006
IAV0001
ORG01
C (Conventional)
L (Legacy)
—
—

The following attributes are not shown in the instance table:  File Structure Code and Language Type Code.

e.
Details for USER-PRESENTATION-VIEW

USER-PRESENTATION-VIEW (illustrated in Table 272) is defined [DDDS (4264) (A)] as a definition of data structure in which the view of information is represented in a form convenient for the users of information.  This entity, used in conjunction with USER-PRESENTATION-VIEW-FIELD (described below), supports one or more external views of the content and structure of a data model.

Table 272.  USER-PRESENTATION-VIEW Instance Table

USER-PRESENTATION-VIEW

User Presentation View INFO-ASSET Group Identifier (FK)


INFO-ASSET Identifier (FK)
INFO-ASSET 
Version Identifier (FK)
ORGANIZATION Identifier (FK)
USER-PRESENTATION-VIEW
Type Code

IA3007
IAV0001
ORG01
R (Report View)

IA3008
IAV0001
ORG01
R (Report View)

IA3009
IAV0001
ORG01
R (Report View)

USER-PRESENTATION-VIEW-SYSTEM-PLATFORM (illustrated in Table 273) is defined as an associative entity that identifies a USER-PRESENTATION-VIEW with a SYSTEM-PLATFORM.

Table 273.  USER-PRESENTATION-VIEW-SYSTEM-PLATFORM Instance Table Template

USER-PRESENTATION-VIEW-SYSTEM-PLATFORM

System Platform
INFO-ASSET Group Id (FK)
User Presentation View
INFO-ASSET Group Id (FK)

INFO-ASSET Id
INFO-ASSET Vers Id
ORG Id
INFO-ASSET Id
INFO-ASSET Vers Id
ORG Id















f.
Details for INTERNAL-RECORD and Its Child Entities

INTERNAL-RECORD (illustrated in Table 274), a subtype of INFORMATION-ASSET, is defined [DDDS (4252) (A)] as a collection of internal fields of data packaged together for logical and/or expeditious database processing.  This entity, together with INTERNAL-DATA-FIELD described below, is used to specify the physical structure of a database or physical schema.

Table 274.  INTERNAL-RECORD Instance Table

INTERNAL-RECORD

Internal Record
INFO-ASSET Group Identifier (FK)



INFO-ASSET Identifier
INFO-ASSET Version Identifier
ORGANI-ZATION Identifier

INTERNAL-RECORD 
Authority Description Text

INTERNAL-RECORD 
Type Code

IA3019
IAV0001
ORG01
Program Office
C (Conventional record)

IA3020
IAV0001
ORG01
Program Office
C (Conventional record)

IA3021
IAV0001
ORG01
Program Office
D (DBMS Record)

INTERNAL-DATA-FIELD (illustrated in Table 275), a child of INTERNAL-RECORD, is defined [DDDS (5281) (A)] as the lowest addressable unit of an internal record. 

Table 275.  INTERNAL-DATA-FIELD Instance Table

INTERNAL-DATA-FIELD

Internal Record
INFO-ASSET Group Identifier (FK)








INFO-ASSET Identifier
INFO-ASSET Version Identifier

ORGANI-ZATION Identifier

INT-DATA-FIELD Identifier 
INT-DATA-FIELD Cat Cd 
INT-DATA-FIELD Format Type Code

INT-DATA-FIELD 
Pos Qty 

INT-DATA-FIELD Dec Pos Qty 
INT-DATA-FIELD Type Cd

IA3019
IAV0001
ORG01
IDF0001
S
C
32
0
N

IA3019
IAV0001
ORG01
IDF0002
S
N
15
9
N

IA3019
IAV0001
ORG01
IDF0003
N
D
6
0
K

The following attributes of INTERNAL-DATA-FIELD are not shown in the instance table:  Authority Description Text, Comment Text, Creation Date, Definition Text, and Name.

g.
Details of USER-PRESENTATION-VIEW-FIELD

USER-PRESENTATION-VIEW-FIELD (illustrated in Table 276), a child of USER-PRESENTATION-VIEW, is defined [DDDS (5306) (A)] as the definition of a data element included in an external schema.  

Table 276.  USER-PRESENTATION-VIEW-FIELD Instance Table

USER-PRESENTATION-VIEW-FIELD

User Presentation View (UPV) INFO-ASSET Group Id (FK)

UPV-

UPV-



INFO-ASSET Id
INFO-ASSET Vers Id


ORG Id
UPV- FIELD Identifier 
FIELD Deriv. Alg Txt
UPV- FIELD Descrip Text 
FIELD Display Title Text 
UPV- FIELD Format Name 
UPV- FIELD Name

IA3007
IAV0001
ORG01
UPVF0001
—
Name
Reference Name
varchar(32)
Reference Name

IA3007
IAV0001
ORG01
UPVF0002
Convert radians to degrees
Angle in Degrees
Azimuth
NNN.NNNN
Orienta-tion Angle

IA3007
IAV0001
ORG01
UPVF0003
—
Date
Start Date
DDMMYY
Start Date

h.
Relation to DOCUMENT Using LOGICAL-DATA-MODEL and PHYSICAL-MODEL-SPECIFICATION

LOGICAL-DATA-MODEL (illustrated in Table 277) is defined as a formal specification of the structure and meaning of a set of information by use of graphics for entities, attributes, and relationships.  Note:  An IDEF1X data model is permitted but not required.

Table 277.  LOGICAL-DATA-MODEL Instance Table

LOGICAL-DATA-MODEL


Conceptual Data Model 
INFO-ASSET Group Identifier (FK)



[Data Model Specification] 
DOCUMENT Identifier (FK)
INFO-ASSET
Id
INFO-ASSET Vers. Id

ORG
Id

Data Dictionary Specification
DOCUMENT Identifier (FK)

DOC0008 (DoD Data Model Spec)
IA5301
IAV0001
ORG01
DOC0007 (DDDS)

DOC0009 (C2 Core Data Model Spec)
IA5302
IAV0001
ORG01
DOC0007 (DDDS)

INFORMATION-ASSET

INFO-ASSET Group Identifier


INFO-



INFO-ASSET
Id
INFO-ASSET Vers. Id

ORG
Id


INFO-ASSET Name

INFO-ASSET 
Type Code
ASSET Definition Text
INFO-ASSET Comment Text
INFO-ASSET Standard Status Code

IA5301
IAV0001
ORG01
DoD Data Model
Conceptual Data Model
—
—
A

IA5302
IAV0001
ORG01
C2 Core Data Model
Conceptual Data Model
—
—
A

PHYSICAL-MODEL-SPECIFICATION (illustrated in Table 278) is defined as a DOCUMENT that describes a specific internal schema for an implemented database.  In addition to its primary key attribute, DOCUMENT Identifier, this entity has two non-key attributes:

· User Pres View INFO-ASSET Group Identifier, which cites a specific instance of USER-PRESENTATION-VIEW (an external schema)

· Internal Data Model INFO-ASSET Group Identifier, which cites a specific instance of INTERNAL-DATA-MODEL (an internal schema).

Table 278.  PHYSICAL-MODEL-SPECIFICATION Instance Table

PHYSICAL-MODEL-SPECIFICATION


Internal Data Model 
INFO-ASSET Group Identifier (FK)

[Physical Model Specification] 
DOCUMENT Identifier (FK)

INFO-ASSET Identifier
INFO-ASSET Version Identifier
ORGANIZATION Identifier

DOC0028 (Example Internal Data Model)
IA3004 (Internal Data Model)
IAV0001
ORG01

The following attribute is not shown in the instance table:  User Presentation View INFORMATION-ASSET Group Identifier.

17.
Document Subtype and Child Entity View

Following the Overview and Specification, this section provides details for DOCUMENT and DOCUMENT-ASSOCIATION (Section IV.B.17.b).  Next, the subtypes of DOCUMENT related to the specification of architectures are discussed (in alphabetical order in Section IV.B.17.c).  The section on DOCUMENT concludes with a discussion of child entities of DOCUMENT (Section IV.B.17.d).

a.
Overview and Specification

Figure 99 provides the IDEF1X view for Document Child Entity.  A separate figure is provided below for DOCUMENT subtypes.  Table 279 provides definitions of each entity in the two figures.  
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Figure 99.  CADM 2.0 Document Child Entity View (XV-17)

Table 279.  Entity Definitions for All Entities in the Document Subtype and Child Entity Views

Entity
Entity Definition
Role
Reference

ACTION-DOCUMENT
(9938) (A)  THE ASSOCIATION BETWEEN A SPECIFIC ACTION AND A SPECIFIC DOCUMENT.
Child
See Section IV.B.03 (Action View)

AGREEMENT-DOCUMENT
(11928/1) (D)  AN ASSOCIATION BETWEEN AN AGREEMENT AND A DOCUMENT.
Child
See Section IV.B.10 (Agreement View)

ARCHITECTURE-DOCUMENT
An association between a specific ARCHITECTURE and a specific DOCUMENT.
Child
See Section IV.B.11 (Architecture View)

C4ISR-DATA-SPECIFICATION
A collection of information in a form common for C4ISR architectures (see C4ISR Architecture Framework).
Subtype
See below

COMMAND-RELATIONSHIP-CHART {OV-4}
A DOCUMENT that depicts the operational elements involved in a particular military operation and the relationships among them.   [C4ISR Architecture Framework, June 1996]
Subtype
See below

CONCEPT-GRAPHIC {OV-1}
A DOCUMENT used to portray high-level ideas.  NOTE:  Such a document may consist of several instances of GRAPHIC, which are related the CONCEPT-GRAPHIC (and to each other) in DOCUMENT-ASSOCIATION.
Subtype
See below

DATA-DICTIONARY-SPECIFICATION
(7990/1) (D)  A LISTING OF STANDARDIZED DATA-ELEMENTS AND THEIR CHARACTERISTICS.
Subtype
See below

DOCUMENT
(119/1) (A)  RECORDED INFORMATION REGARDLESS OF PHYSICAL FORM.
—
See below

DOCUMENT-ASSOCIATION
(3327/1) (D)  AN ASSOCIATION BETWEEN A DOCUMENT AND ANOTHER DOCUMENT.
Child
See below

EVENT-TRACE-DESCRIPTION {OV-6c; SV-10c}
A DOCUMENT that describes a process whose condition is subject to change over time.
Subtype
See Section IV.B.03 (Action View)

FUNCTIONAL-SPECIFICATION
The statement of requirements, design details, or implementation details for a system.
Subtype
See below

GRAPHIC
(12159/1) (D)  A DOCUMENT WHICH PRIMARILY USES NON-TEXTUAL CONTENT TO REPRESENT INFORMATION.
Subtype
See below

GUIDANCE-DOCUMENT
(2339) (A)  THE ASSOCIATION BETWEEN A GUIDANCE AND A DOCUMENT.
Child
See Section IV.B.19 (Guidance View)

INFORMATION-ASSET-DOCUMENT
The association of a specific INFORMATION-ASSET to a specific DOCUMENT.  Compare:  INFORMATION-ASSET-DOCUMENT--(5034/1) (X)  AN ASSOCIATIVE ENTITY THAT IDENTIFIES A DOCUMENT WITH AN INFORMATION-ASSET.
Child
See Section IV.B.23 (Information Asset View)

INFORMATION-EXCHANGE-MATRIX {OV-3; SV-6}
A tabular form of requirements to transfer information between pairs of objects (e.g., units, nodes).
Subtype
See Section IV.B.05 (Requirement View)

INTERFACE-CONTROL-DOCUMENT
The statement of requirements for the effective exchange of information or services between two objects (e.g., system elements).
Subtype
See below

JOINT-PUBLICATION
A DOCUMENT distributed by the Joint Staff.
Subtype
See below

LOGICAL-DATA-MODEL
A formal specification of the structure and meaning of a set of information by use of graphics for entities, attributes, and relationships.  Note:  An IDEF0 data model is permitted but not required.
Subtype
See Section IV.B.16 (Data Model Overview  View)

MATERIEL-ITEM-DOCUMENT
(8686/1) (A)  A DOCUMENT MANAGED AS A MATERIEL-ITEM.
Child
See Section IV.B.25 (Materiel Item and Equipment Type  View)

MISSION-ESSENTIAL-TASK-LIST
A list of TASKs considered critical to the accomplishment of assigned or anticipated MISSIONs that may be associated with specific conditions and performance standards and may identify command-linked and supporting TASKs. [CJCSM 3500.04A, 13 September 1996].
Subtype
See Section IV.B.01 (UJTL and Mission Essential Task View)

NODE-CONNECTIVITY-DESCRIPTION {OV-2}
A DOCUMENT that depicts nodes, activities, and node relationships required for the exchange of information.  A NODE-CONNECTIVITY-DESCRIPTION can be used to depict required communications capacities of different types of information (e.g., data, voice, video) between nodes or particular services (e.g., database access, large screen display) required at different nodes.   [Derived from Node Connectivity Diagram, C4ISR Architecture Framework, June 1996]
Subtype
See below

NODE-TREE
A formal specification of the relationships among NODEs.  Note:  The NODEs may represent tasks for a specific ACTIVITY-MODEL.
Subtype
See Section IV.B.31 (Node Association View)

Table 279.  (Cont’d)

Entity
Entity Definition
Role
Reference

ORGANIZATION-DOCUMENT
(1686/1) (A)  AN ASSOCIATION BETWEEN AN ORGANIZATION AND A DOCUMENT.  (1686/2) (D)  AN ASSOCIATION BETWEEN AN ORGANIZATION AND A DOCUMENT.  Compare from CADM 1.0:  The association of a specific ORGANIZATION with a specific DOCUMENT.
Child
See Section IV.B.02 (Organization View)

PHYSICAL-MODEL-SPECIFICATION
A DOCUMENT that describes a specific internal schema for an implemented database.
Subtype
See Section IV.B.16 (Data Model Overview View)

RULE-MODEL {OV-6a; SV-10a}
The DOCUMENT that specifies statements that define or constrain some aspect of the enterprise.
Subtype
See below

RULE-MODEL-OPERATIONAL-RULE
The specification of which OPERATIONAL-RULEs are designated to belong to a RULE-MODEL.
Child of subtype
See below

STANDARD-TECHNOLOGY-FORECAST {TV-2}
A DOCUMENT that contains a detailed description of emerging technology standards.
Subtype
See below

STANDARD-TECHNOLOGY-FORECAST-ELEMENT
The association of a STANDARD-FORECAST to a STANDARD, giving the prognosis for a specific time frame.
Child of subtype
See below

STATE-TRANSITION-DESCRIPTION {OV-6b; SV-10b}
A DOCUMENT that describes the detailed time sequencing of activities or work flow in the business process or functions in a system, depicting how the current state of the system changes in response to external and internal events.  Source:  C4ISR Architecture Framework, Version 2.0 (product definitions for OV-6b and SV-10b).  Compare:  A behavior that specifies the sequences of states that an object or an interaction goes through during its life in response to events, together with its responses and actions.  The behavior is specified as a traversal of a graph of state nodes interconnected by one or more joined transition arcs.  The transitions are triggered by a series of event instances.  [UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of "StateMachine."  Compare:  A directed graph in which nodes represent system states and arcs represent transitions between states [Raumbaugh 1991].
Subtype
See Section IV.B.37 (State Transition View)

SYSTEM-COMMUNICATION-DESCRIPTION {SV-2}
A DOCUMENT that represents the specific communications systems pathways or networks and the details of their configurations through which the physical nodes and systems interface.  This product focuses on the physical aspects of the information needlines represented in the Operational Node Connectivity Description.  Source:  Framework 2.0.
Subtype
See below

SYSTEM-DOCUMENT
(12548/1) (D)  AN ASSOCIATION BETWEEN A SYSTEM AND A DOCUMENT.
Child
See Section IV.B.07 (System Child Entities View)

SYSTEM-EVOLUTION-DESCRIPTION {SV-8}
A document that depicts a set of planned changes, which include integration milestones for suites of systems into a more streamlined, efficient set.  [Derived from System Evolution Diagram, C4ISR Architecture Framework, June 1996]
Subtype
See below

SYSTEM-FUNCTIONALITY-DESCRIPTION {SV-4}
A DOCUMENT that describes the flow of data among system functions, and the relationships between systems or system functions and activities at nodes.  Variations may focus on intranode data flow, internode data flow, data flow without node considerations, and function-to-node allocations using overlays and/or annotations.  Source:  Framework 2.0.
Subtype
See below

SYSTEM-FUNCTION-TRACEABILITY-MATRIX
A DOCUMENT that depicts the "many-to-many" mappings of operational activities to system functions.  Source:  C4ISR Architecture Framework, Version 2.0.
Subtype
See Section IV.B.33 (System Function View)

SYSTEM-INTERFACE-DESCRIPTION {SV-1}
A DOCUMENT that depicts the assignments of specific systems and their interfaces to nodes and needlines.  Source:  C4ISR Architecture Framework, Version 2.0.
Subtype
See below

SYSTEM-INTERFACE-DESCRIPTION-ELEMENT
The designation of the specific SYSTEM-ASSOCIATION-MEANS that applies to a specific SYSTEM-INTERFACE-DESCRIPTION.
Child of subtype
See below

Table 279.  (Cont’d)

Entity
Entity Definition
Role
Reference

SYSTEM-PERFORMANCE-PARAMETER-MATRIX
A DOCUMENT that provides a structured summary of quantitative and qualitative requirements and services at a particular node or between two nodes.  [Derived from Required Capabilities Matrix, C4ISR Architecture Framework, June 1996]
Subtype
See Section IV.B.12 (Capability View)

SYSTEM-SYSTEM-MATRIX {SV-3}
The DOCUMENT that describes the way one specific SYSTEM interrelates with another specific SYSTEM.
Subtype
See below

SYSTEM-SYSTEM-MATRIX-ELEMENT
The specification of a portion of a specific SYSTEM-SYSTEM-MATRIX.
Child of subtype
See below

SYSTEM-TECHNOLOGY-FORECAST {SV-9}
A DOCUMENT that cites one or more TECHNOLOGY-FORECAST-MATRIX-ELEMENTs.
Subtype
See below

SYSTEM-TECHNOLOGY-FORECAST-PROFILE
The specification for how a specific TECHNOLOGY, in light of a specific TECHNOLOGY-COUNTERMEASURE, can evolve over time to support an operational requirement.
Child of subtype
See below

TECHNICAL-ARCHITECTURE-PROFILE {TV-1}
A DOCUMENT that correlates SERVICEs with applicable STANDARDs or other GUIDANCE and sets forth the rules governing system implementation.
Subtype
See below

TECHNICAL-ARCHITECTURE-PROFILE-ELEMENT
An element of a TECHNICAL-ARCHITECTURE-PROFILE pertaining to a specific AGREEMENT, GUIDANCE,  or TECHNICAL-SERVICE.
Child of subtype
See below

Table 280 provides the attribute specifications of key entities in the Document Child Entity View of CADM 2.0.

Table 280.  Attribute Specifications for Key Entities for the Document Child Entity View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

C4ISR-DATA-SPECIFICATION
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

COMMAND-RELATIONSHIP-CHART {OV-4}
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

CONCEPT-GRAPHIC {OV-1}
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· CONCEPT-GRAPHIC Physical Type Code—The code that denotes the formatting class of a CONCEPT-GRAPHIC.  Domain values include:  Compressed bit graphic; Vugraph; Photographic image;  Encapsulated Postcript; Not specified; Not known.

DATA-DICTIONARY-SPECIFICATION
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· Data Dictionary INFO-ASSET Group Identifier (FK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.

DOCUMENT
· DOCUMENT IDENTIFIER (PK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· SECURITY-CLASSIFICATION CODE (FK)—(26900/1) (A)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (26900/2) (C)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (DDDS, June 1998).

· CAVEATED-SECURITY-CLASSIFICATION Identifier (FK)—The identifier of a CAVEATED-SECURITY-CLASSIFICATION for a specific SECURITY-CLASSIFICATION.  Source:  CADM-ASA Workshop (17-19 June 1998).

· Time Frame PERIOD Identifier (FK)—(12180) (A)  THE IDENTIFIER THAT REPRESENTS A PERIOD.

· DOCUMENT Abbreviated Title Name—The shortened name of a specific DOCUMENT.

· DOCUMENT APPROVAL CALENDAR DATE—(16157/2) (A)  THE CALENDAR DATE THAT A DOCUMENT IS APPROVED.

· DOCUMENT CATEGORY CODE—(18075) (C)  THE CODE THAT REPRESENTS A CLASSIFICATION OF A DOCUMENT.  (DDDS, June 1998; compare from CADM 1.0:  The code that denotes the class of a specific DOCUMENT.  It is used as a discriminator for subtypes of DOCUMENT.)  Approved domain values are:  A--ADMINISTRATIVE DOCUMENT; B--GUIDANCE DOCUMENT; C--HEALTH DOCUMENT; D--HISTORICAL DOCUMENT; E--IDENTIFICATION DOCUMENT; F--LEGAL DOCUMENT; G--LOG DOCUMENT; H--ORDER DOCUMENT; I--PERSONNEL DOCUMENT; J--TECHNICAL DOCUMENT; K--TEST DOCUMENT.  (DDDS, June 1998).  

Table 280.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

DOCUMENT (Cont’d)
· [Cont’d from DOCUMENT-CATEGORY CODE:  Added for CADM 1.0:  Activity Model Specification; C4ISR Data Specification; Capability Matrix; Command Node Hierarchy; Command Relationship Chart; Concept Graphic; Data Dictionary Specification; Logical Data Model; Data Model Specification; Electronic Mail; Even-Trace Description; Framework; Functional Specification; Graphic; Node Tree; Information Exchange Matrix; Interface Control Document; Joint Publication; Joint Publication; Keyword; Manual; Map Chart; Map Overlay; Node Connectivity Description; System Performance Parameter Matrix; Physical Model Specification; Rule Model; State Transition Description; System Migration Evolution; System Overlay; Technical Criteria Document; Technology Forecast Matrix; Voice Mail; Not Known; Not Specified.  Added for CADM 2.0:  Address Book; Standard Technology Forecast; System Communication Description; System Evolution Description; System Functionality Description; System Function Traceability Matrix; System Interface Description; System-System-Matrix; System Technology Forecast; and Technical Architecture Profile.  [1-character (max) string]

· DOCUMENT DESCRIPTION TEXT—(18077) (C)  THE TEXT THAT DESCRIBES A DOCUMENT.  (DDDS, June 1998; compare from CADM 1.0:  The text that summarizes a specific DOCUMENT.)

· DOCUMENT NAME—(7125/1) (A)  THE NAME OF A DOCUMENT.

· DOCUMENT Notation Name—The name that specifies the syntactical language used in the DOCUMENT.

· DOCUMENT PUBLISHED DATE—(20630) (D)  THE DATE THAT A DOCUMENT IS PUBLISHED.  (DDDS, June 1998; compare from CADM 1.0:  The date that a specific DOCUMENT is released for distribution.)

· DOCUMENT ROUTING CODE—(42181/1) (C)  THE CODE THAT DENOTES THE DISTRIBUTION CATEGORY SPECIFIED FOR A DOCUMENT.  (DDDS, June 1998)  Domain values include:  A--DOCUMENT INCLUDES DISTRIBUTION LIST; B--DOCUMENT DOES NOT INCLUDE DISTRIBUTION LIST (DDDS, Approved).  

· DOCUMENT Source Name—The name for the originator of a specific DOCUMENT.

· DOCUMENT Time Frame Type Code—The code that denotes the class of time frame addressed by a specific ARCHITECTURE.  Domain values include:  As is; To be; Not specified; Not known

· DOCUMENT Version Identifier—The identifier for a specific release of a DOCUMENT.

DOCUMENT-ASSOCIATION
· Ordinate DOCUMENT Identifier (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· Subordinate DOCUMENT Identifier (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· DOCUMENT-ASSOCIATION Identifier (PK)—The identifier of an instance of DOCUMENT-ASSOCIATION for a specific ordinate DOCUMENT and a specific subordinate DOCUMENT.

· DOCUMENT-ASSOCIATION Role Code—The code that designates the way in which a SUBORDINATE document is related to an ordinate DOCUMENT.  Domain values include:  Is contained in; Supersedes; References; Provides Authority For; Supplements; Not Known; Not Specified.  Added for CADM 2.0:  Is a depiction of.

FUNCTIONAL-SPECIFICATION
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· Activity Model Spec DOC Identifier (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

GRAPHIC
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· GRAPHIC Icon Indicator Code—The code that represents whether a GRAPHIC is a primitive element for a diagram.  Domain values include:  Icon; Not an Icon; Not specified; Not known.

· GRAPHIC Label Text—The text that provides a short name for a GRAPHIC appropriate for use in a diagram.

INTERFACE-CONTROL-DOCUMENT
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

JOINT-PUBLICATION
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· JOINT-PUBLICATION Identifier (IE)—The alternative identifier of a JOINT-PUBLICATION assigned by the Joint Staff.

NODE-CONNECTIVITY-DESCRIPTION {OV-2}
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· NETWORK Identifier (FK)—The unique identifier of a specific NETWORK.

RULE-MODEL {OV-6a; SV-10a}
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· RULE-MODEL Use Type Code—The code that denotes a class of RULE-MODEL as to its role as an architecture product.  Domain values include:  Operational Rules Model; Systems Rules Model; Other; Not specified, Not known.

Table 280.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

RULE-MODEL-OPERATIONAL-RULE
· GUIDANCE IDENTIFIER (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

STANDARD-TECHNOLOGY-FORECAST {TV-2}
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· PERIOD IDENTIFIER (FK)—(12180) (A)  THE IDENTIFIER THAT REPRESENTS A PERIOD.

STANDARD-TECHNOLOGY-FORECAST-ELEMENT
· Standard Technology Forecast DOCUMENT Identifier (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· STANDARD-TECHNOLOGY-FORECAST-ELEMENT Identifier (PK)—The identifier of a STANDARD-TECHNOLOGY-FORECAST-ELEMENT for a specific STANDARD-TECHNOLOGY-FORECAST.  

· TECHNICAL-SERVICE Identifier (FK)—The identifier of a specific TECHNICAL-SERVICE within a broader TECHNICAL-SERVICE-AREA.

· Time Frame PERIOD Identifier (FK)—(12180) (A)  THE IDENTIFIER THAT REPRESENTS A PERIOD.

· Std Profile AGREEMENT Identifier (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· Standard AGREEMENT Identifier (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· STD-TECH-FORECAST-ELEMENT Expected Status Code—The code that represents the projected condition of a specific STANDARD for a specific STANDARD-FORECAST-STANDARD during a specified time frame.  Domain values include:  Now; Future.

· STD-TECH-FORECAST-ELEMENT Expected Standardization Text—The text that summarizes the projected new features of a specific STANDARD for a specific STANDARD-FORECAST-STANDARD.

· STD-TECH-FORECAST-ELEMENT Confidence Level Code—The code that indicates the level of assurance that a specific STANDARD-FORECAST-STANDARD will prove correct.  Domain values include:  High; Low; Other; Not specified; Not known.

· STD-TECH-FORECAST-ELEMENT Risk Assessment Text—The text that summarizes the potential impact if a STANDARD-FORECAST-STANDARD fails to be available in the time frame projected.

· STD-TECH-FORECAST-ELEMENT Predicted Market Acceptance Text—The text that summarizes how broadly the STANDARD in a STANDARD-FORECAST-STANDARD is expected to be adopted and used in commercial products.

SYSTEM-COMMUNICATION-DESCRIPTION {SV-2}
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· NETWORK Identifier (FK)—The unique identifier of a specific NETWORK.

SYSTEM-EVOLUTION-DESCRIPTION {SV-8}
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

SYSTEM-FUNCTIONALITY-DESCRIPTION {SV-4}
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· Activity Model INFO-ASSET Group Identifier (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

SYSTEM-INTERFACE-DESCRIPTION {SV-1}
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

SYSTEM-INTERFACE-DESCRIPTION-ELEMENT
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· SYSTEM-INTERFACE-DESCRIPTION-ELEMENT Identifier (PK)—The identifier of a SYSTEM-INTERFACE-DESCRIPTION-ELEMENT for a specific SYSTEM-INTERFACE-DESCRIPTION.

SYSTEM-INTERFACE-DESCRIPTION-ELEMENT (Cont’d)
· Ordinate SYSTEM Identifier (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· Subordinate SYSTEM Identifier (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· SYSTEM-ASSOCIATION IDENTIFIER (FK)—THE IDENTIFIER THAT REPRESENTS A SYSTEM-ASSOCIATION.

· SYSTEM-ASSOCIATION-MEANS Identifier (FK)—The identifier of a SYSTEM-ASSOCIATION-MEANS  for a specific SYSTEM-ASSOCIATION.

SYSTEM-SYSTEM-MATRIX {SV-3}
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

Table 280.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

SYSTEM-SYSTEM-MATRIX-ELEMENT
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· SYSTEM-SYSTEM-MATRIX-ELEMENT Identifier (PK)—The identifier of a SYSTEM-SYSTEM-MATRIX-ELEMENT for a specific SYSTEM-SYSTEM-MATRIX.

· SYSTEM-ASSOCIATION-MEANS Group Identifier (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· PERIOD IDENTIFIER (FK)—(12180) (A)  THE IDENTIFIER THAT REPRESENTS A PERIOD.

· SYSTEM-SYSTEM-MATRIX-ELEMENT Description Text—The text that summarizes a specific SYSTEM-SYSTEM-MATRIX-ELEMENT.

· SYSTEM-SYSTEM-MATRIX-ELEMENT Time Frame Type Code—The code that denotes the class of time frame addressed by a specific SYSTEM-SYSTEM-MATRIX-ELEMENT.  Domain values include:  As is; To be; Not specified; Not known.

SYSTEM-TECHNOLOGY-FORECAST {SV-9}
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

SYSTEM-TECHNOLOGY-FORECAST-PROFILE
· TECHNOLOGY Identifier (PK) (FK)—The identifier of a specific TECHNOLOGY.

· TECHNOLOGY-FORECAST Identifier (PK) (FK)—The identifier of a specific TECHNOLOGY-FORECAST for a specific TECHNOLOGY.

· System Technology Forecast DOCUMENT Identifier (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· SYSTEM-TECHNOLOGY-FORECAST-PROFILE Identifier (PK)—The identifier of a specific SYSTEM-TECHNOLOGY-FORECAST-PROFILE for a specific TECHNOLOGY-FORECAST and a specific SYSTEM-TECHNOLOGY-FORECAST.

· TECHNICAL-SERVICE Identifier (FK)—The identifier of a specific TECHNICAL-SERVICE within a broader TECHNICAL-SERVICE-AREA.

· SYSTEM Identifier (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· PERIOD IDENTIFIER (FK)—(12180) (A)  THE IDENTIFIER THAT REPRESENTS A PERIOD.

· COUNTERMEASURE Identifier (FK)—The identifier of a specific COUNTERMEASURE.  

TECHNICAL-ARCHITECTURE-PROFILE {TV-1}
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

TECHNICAL-ARCHITECTURE-PROFILE-ELEMENT
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· TECHNICAL-ARCHITECTURE-PROFILE-ELEMENT Identifier (PK)—The unique identifier of a reference to a STANDARD by a specific TECHNICAL-ARCHITECTURE-PROFILE document.

· Standard AGREEMENT Identifier (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· GUIDANCE IDENTIFIER (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· IMPLEMENTATION-TIME-FRAME Code (FK)—The code that represents a specific IMPLEMENTATION-TIME-FRAME.

· TECHNICAL-SERVICE Identifier (FK)—The identifier of a specific TECHNICAL-SERVICE within a broader TECHNICAL-SERVICE-AREA.

· TECHNICAL-ARCHITECTURE-PROFILE-ELEMENT Implementation Description Text—The text that summarizes how a specific TECHNICAL-ARCHITECTURE-PROFILE-ELEMENT is expected to be made available in products.

· TECHNICAL-ARCHITECTURE-PROFILE-ELEMENT Implementation Mode Code—The code that denotes the way in which a specific TECHNICAL-ARCHITECTURE-PROFILE-ELEMENT is expected to be made  available in products.  Domain values include:  Specifies how the implementation will occur;  Specifies whether implementation is necessary;  Specifies whether implementation is planned;  Specifies that implementation is begun;  Specifies that implementation is complete

b.
Details for DOCUMENT and DOCUMENT-ASSOCIATION

DOCUMENT is defined [DDDS (119/1) (A)] as recorded information regardless of physical form.  The following notes apply to DOCUMENT Category Code:

· Examples domain values for the CADM are:  Activity Model Specification; C4ISR Data Specification; Capability Matrix; Command Node Hierarchy; Command Relationship Chart; Concept Diagram; Data Dictionary Specification; Data Model Specification; Data Model Specification; Electronic Mail; Event/Trace Diagram; Evolution Diagram; Framework; Framework; Functional Specification; Graphic; IDEF0 Node Tree; Information Exchange Matrix; Interface Control Document; Joint Publication; Joint Publication; Keyword; Manual; Map Chart; Map Overlay; Node Connectivity Diagram; System Performance Parameter Matrix; Physical Model Specification; Rule Model; State Transition Diagram; System Migration Evolution; System Overlay; Technical Criteria Document; Technology Forecast Matrix; Voice Mail.

· Additional values found in the data element dictionary of MIL-STD-2549, Configuration Management Data Interface [MIL-STD-2549 1997]:  

· ANALYS—Analysis, data, and deductive rationale

· BOOK—A book

· DID—Data item description (per MIL-STD-963)

· DL—Data list (e.g., per MIL-STD-100)

· DOCSUP—Document Supplement

· DWG—Engineering drawing

· ECP—Engineering change proposal

· IL—Index list (associated with an engineering documentation package)

· MISC—Miscellaneous document

· MODINST—Modification instruction

· MODREQ—Modification request

· NOR—Notice of revision

· P-SPEC—Company or program-unique specification

· PERIODL—Periodical

· PL—Parts list (associated with an engineering drawing)

· PLNPROC—Plan or procedure

· REPORT—A report

· RFD—Request for deviation

· STDDOC—Standardization document

· SVD—Software version description document

· SW—Software code

· SWDOC—Software documentation

· TECHMAN—Technical manual or (Air Force) technical order

· TRD—Test requirements document.

Table 281 and Figure 100 illustrate instances of DOCUMENT.  Table 281 provides notional examples of the various categories of DOCUMENT captured by the CADM.  Figure 100 identifies the 77 approved joint publications and the additional 32 joint publications under development as of May 1997.

Table 281.  DOCUMENT Instance Table

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0001
Example Activity Model
—
Activity Model Specification
Provide Intelligence Activity Model
C4ISR Arch Framework
V1

DOC0002
—
—
C4ISR Data Specification
Fire Adjustment
—
—

DOC0003
—
—
Capability Matrix
Example Required Capabilities Matrix
—
—

DOC0004
—
—
Command Node Hierarchy
Example Command Node Hierarchy
—
—

DOC0005
—
—
Command Relationship Chart
Example Command Relationship Chart
—
—

DOC0006
Example OCD
—
Concept Graphic
Example Operational Concept Diagram
AFW
V1

DOC0007
DDDS
Jun 97
Data Dictionary Specification
PCAT Database
DISA
3-97

DOC0008
DoD Data Model
Jun 97
Data Model Specification
DoD Data Model 
DISA
—

DOC0009
C2 Core
Mar 97
Data Model Specification
C2 Core Data Model
DISA
V2.3

DOC0010
—
—
Electronic Mail
Example Electronic Mail
—
—

DOC0011
—
—
Event/Trace Diagram
Event Trace for Notional Fire Support Mission
OMFTS
Draft

DOC0013
V1 Arch FW
Jun 96
Framework
C4ISR Arch Framework
CISA
V1

DOC0014
V2 Arch FW
Nov 97
Framework
C4ISR Arch Framework
CISA
V2

DOC0015
—
—
Functional Specification
Provide Intelligence Spec
—
—

DOC0016
Example OCD Graphic
Jun 97
Graphic
Example Operational Concept Diagram Graphic
C4ISR Arch Framework
V1

DOC0018
—
—
Information Exchange Matrix
Example Information Exchange Matrix
—
—

DOC0019
—
—
Interface Control Document
Example Interface Control Document
—
—

DOC0020
Pub 01-2
—
Joint Publication
Dictionary of Terms
JCS
—

DOC0021
Pub 6-02
—
Joint Publication
US Message Text Formats
JCS
—

DOC0022
—
—
Keyword
Example Keyword
—
—

DOC0023
—
—
Manual
Example Manual
—
—

DOC0024
—
—
Map Chart
Example Map Chart
—
—

DOC0025
—
—
Map Overlay
Example Map Overlay
—
—

DOC0051
—
—
Mission Essential Task List
Example Task List
—
—

DOC0026
—
—
Node Connectivity Description
Example Node Connectivity Description
—
—

DOC0017
Example Node Tree
—
Node Tree
Provide Intelligence Node Tree (IDEF0 Node Tree)
C4ISR Arch Framework
V1

DOC0028
—
—
Physical Model Specification
Example Internal Data Model
—
—

DOC0029
—
—
Rule Model
Standing Rules of Engagement
—
—

DOC0038
—
—
Standard Technology Forecast
Example Standard Technology Forecast
—
—

DOC0030
—
—
State Transition Description
Notional State Transition Description for an Air Defense Mission
BMDO
Draft

Table 281.  (Cont’d)

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0047
—
—
System Communication Description
Example System Communications Description
—
—

DOC0039
—
—
System Evolution Description
Example System Evolution Description
—
—

DOC0051
—
—
System-Function Traceability Matrix
Example System-Function Traceability Matrix
—
—

DOC0040
—
—
System Functionality Description
Example System Functionality Description
—
—

DOC0041
—
—
System Interface Description
Example System Interface Description
—
—

DOC0031
—
—
System Migration Evolution
Example System Migration Evolution
—
—

DOC0032
—
—
System Overlay
USIGS Systems-to-Standards Overlay
—
—

DOC0027
—
—
System Performance Parameter Matrix
Example System Performance Parameters Matrix
—
—

DOC0043
—
—
System Technology Forecast
Example System Technology Forecast
—
—

DOC0042
—
—
System-System Matrix
Example System-System Matrix
—
—

DOC0044
—
—
Technical Architecture Profile
Example Technical Architecture Profile
—
—

DOC0033
—
—
Technical Criteria Document
Example Technical Criteria Document
—
—

DOC0034
—
—
Technology Forecast Matrix
Example Tech Forecast
—
—

DOC0035
Meeting Notice
—
Voice Mail
Notice of AWG Meeting
—
—

The following attributes are omitted from the instance table:  SECURITY-CLASSIFICATION Code (FK), CAVEATED-SECURITY-CLASSIFICATION Identifier (FK), Time Frame PERIOD Identifier (FK), Description Text, Notation Name, Published Date, Routing Code, and Time Frame Type Code.

Abbreviations:  AFW = Architecture Framework; OMFTS = Operational Maneuver from the Sea.
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Figure 100.  Joint Doctrine Publications Hierarchy

DOCUMENT-ASSOCIATION is defined [DDDS (3327/1) (D)] as an association between a DOCUMENT and another DOCUMENT.  Table 282 provides a few of the hierarchical instances of DOCUMENT-ASSOCIATION implicit in Figure 100.

Table 282.  DOCUMENT-ASSOCIATION Instance Table

DOCUMENT-ASSOCIATION

Ordinate 
DOCUMENT Identifier (FK)
Subordinate 
DOCUMENT Identifier (FK)
DOCUMENT-ASSOCIATION Identifier
DOCUMENT-ASSOCIATION 
Role Code

DOC11002 (Pub 1-01.1)
DOC11001 (Pub 1-01)
DOCA0001
Supplements

DOC11005 (Pub 6-02)
DOC11004 (Pub 6-0)
DOCA0001
Supplements

DOCUMENT


DOCUMENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code


DOCUMENT Name
DOC Source Name
DOC Vers. Ident.

DOC1001
Pub 1-01

Joint Publication
Joint Publications System
JCS
—

DOC1002
Pub 1-01.1

Joint Publication
Joint Publications Compendium
JCS
—

DOC0020
Pub 1-02

Joint Publication
Dictionary
JCS
—

DOC1004
Pub 6-0

Joint Publication
Joint C4 Systems
JCS
—

DOC0021
Pub 6-02

Joint Publication
Tactical C4 Systems
JCS
—

…
…

Joint Publication

JCS


c.
Details for Subtypes of DOCUMENT

Figure 101 provides the IDEF1X view for the many subtypes of DOCUMENT.
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Figure 101.  Document Subtype View of the CADM

ACTIVITY-MODEL-SPECIFICATION.  ACTIVITY-MODEL-SPECIFICATION is defined as a graphical representation of the interrelated functions of a SYSTEM.  This definition is derived from ACTIVITY-MODEL [(4187/1) (A)]:  A representation of the interrelated functions of a SYSTEM.  Compare:  A formal specification (conformant to Federal Information Processing Standard 183) of the inputs, controls, outputs, and mechanisms (ICOMs) of TASKs for a specific ACTIVITY-MODEL.  Attribute definitions and an example instance table for ACTIVITY-MODEL-SPECIFICATION are provided in Section IV.B.09 (Table 169, above) in the discussion of Activity Models.

C4ISR-DATA-SPECIFICATION.  C4ISR-DATA-SPECIFICATION (illustrated in Table 283) is defined as a collection of information in a form common for C4ISR architectures (see C4ISR Architecture Framework).  

Table 283.  C4ISR-DATA-SPECIFICATION Instance Table

C4ISR-DATA-SPECIFICATION

[C4ISR Data Specification] 
DOCUMENT Identifier (FK)

DOC0002

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0002
—
—
C4ISR Data Specification
Fire Adjustment
—
—

COMMAND-RELATIONSHIP-CHART (OV-4).  COMMAND-RELATIONSHIP-CHART (illustrated in Table 284) is defined as a DOCUMENT that depicts the operational elements involved in a particular military operation and the relationships among them [C4ISR Architecture Framework, June 1996].  The only attribute is the primary attribute Command Relationship Chart DOCUMENT Identifier—(9643/1) (A)  The identifier that represents a DOCUMENT.  Details for a specific COMMAND-RELATIONSHIP-CHART are defined by associating to it instances of NODE-HIERARCHY through instances of the associative entity COMMAND-NODE-HIERARCHY (described in Section IV.B.31.e, below).

Table 284.  COMMAND-RELATIONSHIP-CHART Instance Table

COMMAND-RELATIONSHIP-CHART

DOCUMENT Identifier

DOC0005

DOCUMENT


DOCUMENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code


DOCUMENT Name
DOC Source Name
DOC Vers. Ident.

DOC0005
—
—
Command Relationship Chart
Example Command Relationship Chart
—
—

COMMAND-NODE-HIERARCHY


Node Hierarchy NODE-ASSOCIATION Group Identifier (FK)


Command Relationship Chart 
DOCUMENT Identifier (FK)

Node 1 NODE Identifier (FK)

Node 2 NODE Identifier (FK)
NODE-ASSOCIATION Identifier (FK)

DOC0005
NOD5101 (CINC)
NOD5102 (JIC)
NODA0001

DOC0005
NOD5101 (CINC)
NOD5103 (CJTF)
NODA0001

DOC0005
NOD5103 (CJTF)
NOD5104 (JIC/JTEC)
NODA0001

DOC0005
NOD5103 (CJTF)
NOD5105 (ARFOR)
NODA0001

DOC0005
NOD5103 (CJTF)
NOD5106 (CATF/CLF)
NODA0001

CONCEPT-GRAPHIC (OV-1).  CONCEPT-GRAPHIC (illustrated in Table 285) is defined as a DOCUMENT used to portray high-level ideas.  It may use instances of GRAPHIC (and a subtype of GRAPHIC denoted ICON) in its specification, each of which would be associated to the CONCEPT-GRAPHIC by instances of DOCUMENT-ASSOCIATION.

Table 285.  CONCEPT-GRAPHIC Instance Table

CONCEPT-GRAPHIC

DOCUMENT Identifier (FK)
CONCEPT-GRAPHIC Physical Type Code

DOC0006
Compress bit graphic

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0006
Example OCD
—
Concept Graphic
Example Operational Concept Diagram
AFW
V1

DATA-DICTIONARY-SPECIFICATION.  DATA-DICTIONARY-SPECIFICATION (illustrated in Table 286) is defined [DDDS (7990/1) (D)] as a listing of standardized DATA-ELEMENTs and their characteristics.

Table 286.  DATA-DICTIONARY-SPECIFICATION Instance Table

DATA-DICTIONARY-SPECIFICATION


Data Dictionary INFO-ASSET Group Identifier (FK)

[Data Dictionary Specification] 
DOCUMENT Identifier (FK)
INFO-ASSET 
Identifier
INFO-ASSET 
Version Identifier
ORGANIZATION 
Identifier

DOC0007
IA1101 (DDDS)
IAV0001
ORG1101 (DISA)

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0007
DDDS
Jun 97
Data Dictionary Specification
PCAT Database
DISA
3-97

ELECTRONIC-MAIL.  While not an explicit entity of CADM 2.0, ELECTRONIC-MAIL is a value of the DOCUMENT Category Code and may be defined as a DOCUMENT consisting of recorded digital information.  Instances of ELECTRONIC-MAIL are DOCUMENTs usually managed by specialized systems and transferred using standard protocols.   Table 287 illustrates the use of Electronic Mail as a DOCUMENT Category Code.

Table 287.  Document Category Electronic Mail Instance Table

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0010
—
—
Electronic Mail
Example Electronic Mail
—
—

FUNCTIONAL-SPECIFICATION.  FUNCTIONAL-SPECIFICATION (see Table 288) is defined as the statement of requirements, design details, or implementation details for a system.  

Table 288.  FUNCTIONAL-SPECIFICATION Instance Table

FUNCTIONAL-SPECIFICATION

[Functional Specification] 
DOCUMENT Identifier (FK)
Activity Model Specification 
DOCUMENT Identifier (FK)

DOC0015
DOC0001 (Provide Intelligence Activity Model)

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0015
—
—
Functional Specification
Provide Intelligence Spec
—
—

GRAPHIC.  GRAPHIC (illustrated in Table 289) is defined [DDDS (12159/1) (D)] as a DOCUMENT that primarily uses non-textual content to represent information.  One subtype of GRAPHIC is ICON (not explicitly shown in the IDEF1X data model diagram, since it has no specific attributes), viewed as a primitive for constructing complex graphics.  ICONs and GRAPHICs are associated with other ICONs and GRAPHICs using instances of DOCUMENT-ASSOCIATION.  

Table 289.  GRAPHIC Instance Table

GRAPHIC

[Graphic] DOCUMENT Identifier (FK)
GRAPHIC ICON Indicator Code
GRAPHIC Label Text

DOC0016 (Example OCD Graphic)
Not an ICON
Example Operational Concept Diagram Graphic

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0016
Example OCD Graphic
Jun 97
Graphic
Example Operational Concept Diagram Graphic
C4ISR Arch Framework
V1

INTERFACE-CONTROL-DOCUMENT.  INTERFACE-CONTROL-DOCUMENT (illustrated in Table 290) is defined as the statement of requirements for the effective exchange of information or services between two objects (e.g., system elements).  An interface control document is associated to a specific SYSTEM by instances of SYSTEM-DOCUMENT (which is described Section IV.B.07 below in the discussion of SYSTEM).  A non-identifying relationship “may be a” from INTERFACE-CONTROL-DOCUMENT to SYSTEM-DOCUMENT (with intentional unification of DOCUMENT Identifier) make this association explicit in the IDEF1X data model diagram (Figure 101 above).

Table 290.  INTERFACE-CONTROL-DOCUMENT Instance Table

INTERFACE-CONTROL-DOCUMENT

DOCUMENT Identifier

DOC0005

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0019
—
—
Interface Control Document
Example Interface Control Document
—
—

JOINT-PUBLICATION.  JOINT-PUBLICATION (illustrated in Table 291) is defined as a DOCUMENT distributed by the Joint Staff.  Its attributes are the following:

Table 291.  JOINT-PUBLICATION Instance Table

JOINT-PUBLICATION

[Joint Publication] 
DOCUMENT Identifier (FK)

JOINT-PUBLICATION Identifier

DOC0020
JCS Pub 01-2

DOC0021
CJCS 6111.1

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0020
Pub 01-2
—
Joint Publication
Dictionary of Terms
JCS
—

DOC0021
Pub 6-02
—
Joint Publication
US Message Text Formats
JCS
—

KEYWORD.  While not an explicit entity of CADM 2.0, KEYWORD may be defined [DDDS (7903/1) (D)] as a primary word or phrase that identifies a subject of interest.  (See US Army COE DM).  Compare:  key-term--(4254/1) (R)  Any significant word, or group of words, used as an additional means of reference to encyclopedia meta-entities.  KEYWORDs are associated with other KEYWORDs using DOCUMENT-ASSOCIATION.  They can be cited as labels in DOCUMENTs such as GRAPHIC, CONCEPT-DIAGRAM, and SYSTEM-OVERLAY.  Table 292 illustrates the use of Keyword as a DOCUMENT Category Code.

Table 292.  Document Category Keyword Instance Table

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0022
—
—
Keyword
Example Keyword
—
—

LOGICAL-DATA-MODEL.  LOGICAL-DATA-MODEL is defined as a formal specification (conformant to FIPS 184) of the structure and meaning of a set of information by use of graphics for entities, attributes, and relationships.  LOGICAL-DATA-MODEL is further described in Section IV.B.16.h (Data Model Overview View, Table 277, above).

MANUAL.  While not an explicit entity of CADM 2.0, MANUAL may be defined as a document that specifies procedures for using an object or system.  Compare:  TECHNICAL-DOCUMENT--(9935/1) (D) The document indicating requirements to perform certain work actions in a specific manner using or authorizing the use of specific materials; and TECHNICAL-MANUAL—(8927/1) (D) A publication that contains specialized information pertaining to weapons, equipment, and professional techniques.  Table 293 illustrates the use of MANUAL as a DOCUMENT Category Code.

Table 293.  Document Category Manual Instance Table

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0023
—
—
Manual
Example Manual
—
—

MAP-CHART.  While not an explicit entity of CADM 2.0, MAP-CHART is a value of the DOCUMENT Category Code and may be defined as a representation of a land-sea area, using the characteristics of a map to represent the land area and characteristics of a chart to represent the sea area, with such special military operations (DDDS, Jun 96; no longer appears in DDDS, Mar 97). The entity MAP-CHART has only one attribute, DOCUMENT Identifier, which serves as its primary key as a subtype of DOCUMENT.  Table 294 illustrates the use of Map Chart as a DOCUMENT Category Code.

Table 294.  Document Category Map Chart Instance Table

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0024
—
—
Map Chart
Example Map Chart
—
—

MAP-OVERLAY.  While not an explicit entity of CADM 2.0, MAP-OVERLAY may be defined as a document designed to be used together with a specific MAP-CHART for annotation and depiction of facilities and features.  Compare (JCS Pub 1-02):  Overlay--A printing or drawing on a transparent or semi-transparent medium at the same scale as a map, chart, etc., to show details not appearing or requiring special emphasis on the original.  A MAP-OVERLAY may be associated with instances of GRAPHIC, ICON (a subtype of GRAPHIC), MAP-CHART, or other types of DOCUMENT by instances of DOCUMENT-ASSOCIATION, which is described in Section IV.B.17.b (above).  Table 295 illustrates the use of Map Overlay as a DOCUMENT Category Code.

Table 295.  Document Category Map Overlay Instance Table

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0025
—
—
Map Overlay
Example Map Overlay
—
—

NODE-CONNECTIVITY-DESCRIPTION (OV-2).  The entity NODE-CONNECTIVITY-DESCRIPTION (illustrated in Table 296) is defined as a DOCUMENT that depicts nodes, activities, and node relationships required for the exchange of information.  A NODE-CONNECTIVITY-DESCRIPTION can be used to depict required communications capacities of different types of information (e.g., data, voice, video) between nodes or particular services (e.g., database access, large screen display) required at different nodes.  [Derived from Node Connectivity Diagram, C4ISR Architecture Framework, June 1996.]

Table 296.  NODE-CONNECTIVITY-DESCRIPTION Instance Table

NODE-CONNECTIVITY-DESCRIPTION

[Node Connectivity Description] 
DOCUMENT Identifier (FK)

NETWORK Identifier (FK)

DOC0026
NET001 (Comm A)

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0026
—
—
Node Connectivity Description
Example Node Connectivity Diagram
—
—

NODE-TREE.  NODE-TREE is defined as a formal specification of the relationships among NODEs.  Note:  The NODEs may represent tasks for a specific ACTIVITY-MODEL.  Details for a specific NODE-TREE are defined by associating to it instances of NODE-HIERARCHY through instances of the associative entity NODE-TREE-NODE-HIERARCHY.  NODE-TREE-NODE-HIERARCHY—used to specify the structure of an Activity Model and (illustrated in Table 175 of Section IV.B.09)—is defined as the relationship of a specific NODE-TREE to a specific NODE-HIERARCHY. 

PHYSICAL-MODEL-SPECIFICATION.  PHYSICAL-MODEL-SPECIFICATION is defined as a DOCUMENT that describes a specific internal schema for an implemented database.  In addition the its primary key attribute, DOCUMENT Identifier, this entity has two non-key attributes:

· User Pres View INFO-ASSET Group Identifier, which cites a specific instance of USER-PRESENTATION-VIEW (an external schema)

· Internal Data Model INFO-ASSET Group Identifier, which cites a specific instance of INTERNAL-DATA-MODEL (an internal schema).

PHYSICAL-MODEL-SPECIFICATION is further described in Section IV.B.16 (Data Model Overview View, Table 278, above).

The USER-PRESENTATION-VIEW is a subtype of INFORMATION-ASSET that provides an external physical model from the point of view of the user interface.  The INTERNAL-DATA-MODEL, another subtype of INFORMATION-ASSET, provides an internal physical model for the actual storage of information in a database or other type of information store.  USER-PRESENTATION-VIEW and INTERNAL-DATA-MODEL are described in Section IV.B.16 (Table 272 and Table 271, respectively).

RULE-MODEL (OV-6a; SV-10a).  RULE-MODEL (illustrated in Table 297) is defined as the specification of statements that define or constrain some aspect of the enterprise [Framework 1997d].  A RULE-MODEL may be associated with instances of OPERATIONAL-RULE (each instance of which may be a defining or constraining statement) through instances of GUIDANCE-DOCUMENT, since OPERATIONAL-RULE is specified as a subtype of GUIDANCE.

Table 297.  RULE-MODEL Instance Table

RULE-MODEL

[Node Connectivity Description] 
DOCUMENT Identifier (FK)
RULE-MODEL 
Use Type Code

DOC0026
Operational Rules Model

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0029
—
—
Rule Model
Standing Rules of Engagement
—
—

RULE-MODEL-OPERATIONAL-RULE.  RULE-MODEL-OPERATIONAL-RULE is defined as the specification of which OPERATIONAL-RULEs are designated to belong to a RULE-MODEL.  An instance table for RULE-MODEL-OPERATIONAL-RULE is provided in Table 298.
Table 298.  RULE-MODEL-OPERATIONAL-RULE Instance Table

RULE-MODEL-OPERATIONAL-RULE

[Rule Model] 
DOCUMENT Identifier (FK)
[Operational Rule]
GUIDANCE Identifier (FK)

DOC0029
GUID1101 [Rule of Engagement]

STANDARD-TECHNOLOGY-FORECAST (TV-2).  STANDARD-TECHNOLOGY-FORECAST is defined in the C4ISR Architecture Framework Version 2.0 as a DOCUMENT that contains a detailed description of emerging technology standards.  An instance table for STANDARD-TECHNOLOGY-FORECAST is provided in Table 299.  An instance of STANDARD-TECHNOLOGY-FORECAST may be thought of as a table whose rows are defined using STANDARD-TECHNOLOGY-FORECAST-ELEMENT.
Table 299.  STANDARD-TECHNOLOGY-FORECAST Instance Table

STANDARD-TECHNOLOGY-FORECAST

[Standard-Technology-Forecast] 
DOCUMENT Identifier (FK)

PERIOD Identifier (FK)

DOC0038
PER0221

PERIOD

PERIOD Identifier
PERIOD Begin Date
PERIOD End Date
PERIOD Name
PERIOD Type Name

PER0031
—
01 Jun 1993
Base
Current

PER0032
01 Jun 1993
31 Dec 1993
Future
CY93

PER0033
01 Jan 1994
31 Dec 1994
Future
CY94

PER0034
01 Jan 1995
31 Dec 1995
Future
CY95

PER0035
01 Jan 1996
—
Long Range
1996 and Beyond

PER0221
01 Jun 1993
31 Dec 1995
Long Range
CY93-95

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0038
—
—
Standard Technology Forecast
Example Standard Technology Forecast
—
—

STANDARD-TECHNOLOGY-FORECAST-ELEMENT.  STANDARD-TECHNOLOGY-FORECAST-ELEMENT is defined as the association of a STANDARD-FORECAST to a STANDARD, giving the prognosis for a specific time frame.  An instance table for STANDARD-TECHNOLOGY-FORECAST-ELEMENT is provided in Table 300.
Table 300.  STANDARD-TECHNOLOGY-FORECAST-ELEMENT Instance Table

STANDARD-TECHNOLOGY-FORECAST-ELEMENT

[Standard-Technology-Forecast] 
DOCUMENT Identifier (FK)

STD-TECH-FORECAST-ELEMENT Identifier


TECHNICAL-SERVICE Identifier (FK)
Time Frame PERIOD Identifier (FK)
Std Profile AGREE-MENT Id (FK)


Standard AGREE-MENT Identifier (FK)
STD-TECH-FORECAST-ELEMENT Expected Status Code
STD-TECH-FORECAST-ELEMENT Confidence Level Code

DOC0038
STFE0001
TS0001 (Kernel)
PER0031
—
AGR3101 (FIPS 151-1)
—
—

DOC0038
STFE0002
TS0001 (Kernel)
PER0032
—
AGR3111 (FIPS 151-2)
—
—

DOC0038
STFE0003
TS0002 
(Shell)
PER0031
—
AGR3102 (IEEE P1003.2)
—
—

DOC0038
STFE0004
TS0002 
(Shell)
PER0032
—
AGR3102 (IEEE P1003.2 Add’n)
—
—

DOC0038
STFE0005
TS0012 
(RT Extension)
PER0031
—
AGR3102 (IEEE P1003.4)
—
—

DOC0038
STFE0006
TS0012 
(RT Extension)
PER0032
—
AGR3102 (IEEE P1003.4 Add’n)
—
—

DOC0038
STFE0007
TS0003 
(Prog Langs)
PER0031
—
AGR3103 (FIPS 119, Ada)
—
—

DOC0038
STFE0008
TS0003 
(Prog Langs)
PER0033
—
AGR3115 (FIPS 119, Ada9X)
—
—

…
…
…
…
—
…
—
—

The following attributes of STANDARD-TECHNOLOGY-FORECAST-ELEMENT are not shown in this instance table:  Expected Standardization Text, Risk Assessment Text, and Predicted Market Acceptance Text.

STATE-TRANSITION-DESCRIPTION.  STATE-TRANSITION-DESCRIPTION is defined as a DOCUMENT that describes the detailed time sequencing of activities or work flow in the business process or functions in a system, depicting how the current state of the system changes in response to external and internal events.  The attributes of STATE-TRANSITION-DESCRIPTION and an instance table are provided in Section IV.B.37 in the discussion of state and state transition.

SYSTEM-COMMUNICATION-DESCRIPTION (SV-2).  SYSTEM-COMMUNICATION-DESCRIPTION is defined as a DOCUMENT that represents the specific communications systems pathways or networks and the details of their configurations through which the physical nodes and systems interface.  This product focuses on the physical aspects of the information needlines represented in the Operational Node Connectivity Description.  An instance table for SYSTEM-COMMUNICATION-DESCRIPTION is provided in Table 301
Table 301.  SYSTEM-COMMUNICATION-DESCRIPTION Instance Table

SYSTEM-COMMUNICATION-DESCRIPTION 

[System-Communication-Description] 
DOCUMENT Identifier (FK)

NETWORK Identifier (FK)

DOC0047
NET001 (Comm A)

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0047
—
—
System Communication Description
Example System Communications Description
—
—

SYSTEM-EVOLUTION-DESCRIPTION (SV-8).  SYSTEM-EVOLUTION-DESCRIPTION is defined as a DOCUMENT that depicts a set of planned changes, which include integration milestones for suites of systems into a more streamlined, efficient set.  This entity was originally defined in Framework Version 1.0.  An instance table for SYSTEM-EVOLUTION-DESCRIPTION is provided in Table 302
Table 302.  SYSTEM-EVOLUTION-DESCRIPTION Instance Table

SYSTEM-EVOLUTION-DESCRIPTION

DOCUMENT Identifier

DOC0039

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0039
—
—
System Evolution Description
Example System Evolution Description
—
—

SYSTEM-FUNCTIONALITY-DESCRIPTION (SV-4).  SYSTEM-FUNCTIONALITY-DESCRIPTION is defined as a DOCUMENT that describes the flow of data among system functions, and the relationships between systems or system functions and activities at nodes.  Variations may focus on intranode data flow, internode data flow, data flow without node considerations, and function-to-node allocations using overlays and/or annotations.  An instance table for SYSTEM-FUNCTIONALITY-DESCRIPTION is provided in Table 303.

Table 303.  SYSTEM-FUNCTIONALITY-DESCRIPTION Instance Table

SYSTEM-FUNCTIONALITY-DESCRIPTION

[System Functionality Description] 
Activity Model INFO-ASSET Group Identifier (FK)

DOCUMENT Identifier
INFO-ASSET Identifier
INFO-ASSET Version id
ORGANIZATION Identifier

DOC0040
IA2001
IAV0001
ORG0001

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0040
—
—
System Functionality Description
Example System Functionality Description
—
—

SYSTEM-INTERFACE-DESCRIPTION (SV-1).  SYSTEM-INTERFACE-DESCRIPTION is defined as a DOCUMENT that depicts the assignments of specific systems and their interfaces to nodes and needlines.  An instance table for SYSTEM-INTERFACE-DESCRIPTION is provided in Table 304.

Table 304.  SYSTEM-INTERFACE-DESCRIPTION Instance Table

SYSTEM-INTERFACE-DESCRIPTION

DOCUMENT Identifier

DOC0041

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0041
—
—
System Interface Description
Example System Interface Description
—
—

SYSTEM-INTERFACE-DESCRIPTION-ELEMENT.  SYSTEM-INTERFACE-DESCRIPTION-ELEMENT is defined as the designation of the specific SYSTEM-ASSOCIATION-MEANS that applies to a specific SYSTEM-INTERFACE-DESCRIPTION.  An instance table for SYSTEM-INTERFACE-DESCRIPTION-ELEMENT is provided in Table 305.
Table 305.  SYSTEM-INTERFACE-DESCRIPTION-ELEMENT Instance Table

SYSTEM-INTERFACE-DESCRIPTION-ELEMENT

[System Interface Description] 
DOCUMENT Identifier (FK)
SYSTEM-INTERFACE-DESCRIPTION Identifier (FK)

Ordinate SYSTEM Identifier (FK)

Subordinate SYSTEM Identifier (FK)

SYSTEM-ASSOCIATION Identifier (FK)
SYSTEM-ASSOCIATION-MEANS Identifier (FK)

DOC0041
SID0001
SYS3012 (MIDB-97)
SYS3001 (MF-IDB)
SYSA0001
SAM0001

SYSTEM-ASSOCIATION-MEANS

SYSTEM-ASSOCIATION Group Identifier (FK)
SYSTEM-
Primary 

SYSTEM-

Ordinate 
SYSTEM Identifier (FK)
Subordinate SYSTEM Identifier 
(FK)
SYSTEM-ASSOC Id (FK)
ASSOC-MEANS Id (FK)
Comms. SYSTEM Id (FK)
AGREE-MENT Id (FK)
ASSOC-MEANS Type Code

SYS3012 (MIDB-97)
SYS3001 (MF-IDB)
SYSA0001
SAM0001


Exists

Note:  The following attribute of SYSTEM-ASSOCIATION-MEANS is not shown in the instance table:  Communication System SYSTEM Identifier (FK).

SYSTEM-OVERLAY.  While not an explicit entity of CADM 2.0, SYSTEM-OVERLAY may be defined as the assignment of specific hardware/software systems to the nodes described in a connectivity model [C4ISR Architecture Framework, June 1996].

Each SYSTEM-OVERLAY may be associated with a specific SYSTEM through instances of SYSTEM-DOCUMENT, which is described in Section IV.B.07 (above) in the discussion of SYSTEM.  A SYSTEM-OVERLAY may be associated with instances of GRAPHIC, ICON (a subtype of GRAPHIC), or other types of DOCUMENT by instances of DOCUMENT-ASSOCIATION, which is described in Section IV.B.17.b (above).  Table 306 illustrates the use of System Overlay as a DOCUMENT Category Code.

Table 306.  Document Category System Overlay Instance Table

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0032
—
—
System Overlay
USIGS Systems-to-Standards Overlay
—
—

SYSTEM-SYSTEM-MATRIX (SV-3).  SYSTEM-SYSTEM-MATRIX or S2-MATRIX is defined as the DOCUMENT that describes the way one specific SYSTEM interrelates with another specific SYSTEM.  An instance table for SYSTEM-SYSTEM-MATRIX is provided in Table 307.

Table 307.  SYSTEM-SYSTEM-MATRIX Instance Table

SYSTEM-SYSTEM-MATRIX

DOCUMENT Identifier

DOC0042

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0042
—
—
System-System Matrix
Example System-System Matrix
—
—

SYSTEM-SYSTEM-MATRIX-ELEMENT.  The entity SYSTEM-SYSTEM-MATRIX-ELEMENT is defined as the specification of a portion of a specific SYSTEM-SYSTEM-MATRIX.  An instance table for SYSTEM-SYSTEM-MATRIX-ELEMENT is provided in Table 308.

Table 308.  SYSTEM-SYSTEM-MATRIX-ELEMENT Instance Table

SYSTEM-SYSTEM-MATRIX-ELEMENT

[System-System Matrix] DOCUMENT Identifier (FK)
SYSTEM-SYSTEM-MATRIX-ELEMENT Id
SYSTEM ASSOCIATION MEANS Group Identifier (FK)

PERIOD Identifier (FK)

SYSTEM-SYSTEM-MATRIX-ELEMENT Description Text

SYSTEM-SYSTEM-MATRIX-ELEMENT Time Frame Type Code




PER0022



SYSTEM-TECHNOLOGY-FORECAST (SV-9).  SYSTEM-TECHNOLOGY-FORECAST is defined as a DOCUMENT that cites one or more SYSTEM-TECHNOLOGY-FORECAST-PROFILEs.  Each SYSTEM-TECHNOLOGY-FORECAST may be associated with one or more instances of TECHNOLOGY-FORECAST through instances of SYSTEM-TECHNOLOGY-FORECAST-PROFILE.  An instance table for SYSTEM-TECHNOLOGY-FORECAST is provided in Table 309.

Table 309.  SYSTEM-TECHNOLOGY-FORECAST Instance Table

SYSTEM-TECHNOLOGY-FORECAST

[Node Connectivity Description] 
DOCUMENT Identifier (FK)

DOC0043

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0043
—
—
System Technology Forecast
Example System Technology Forecast
—
—

SYSTEM-TECHNOLOGY-FORECAST-PROFILE.  SYSTEM-TECHNOLOGY-FORECAST-PROFILE is defined as the specification for how a specific TECHNOLOGY, in light of a specific TECHNOLOGY-COUNTERMEASURE, can evolve over time to support an operational capability.  TECHNOLOGY-FORECAST-PROFILE is related directly to a TECHNOLOGY and a TECHNOLOGY-COUNTERMEASURE and indirectly to TECHNOLOGY-ISSUE and TECHNICAL-CRITERION.  An instance table for SYSTEM-TECHNOLOGY-FORECAST-PROFILE is provided in Table 310.
Table 310.  SYSTEM-TECHNOLOGY-FORECAST-PROFILE Instance Table

SYSTEM-TECHNOLOGY-FORECAST-PROFILE


TECH-NOLOGY Identifier (FK)

TECH-NOLOGY-FORECAST Identifier (FK)
System Technology Forecast DOCUMENT Identifier (FK)
SYSTEM-TECH-NOLOGY-FORECAST-PROFILE Identifier
TECH-NICAL-SERVICE Identifier (FK)


SYSTEM Identifier (FK)


PERIOD IDENTIFIER (FK)

COUNTER-MEASURE Identifier (FK)



DOC0043



PER0022


TECHNICAL-ARCHITECTURE-PROFILE.  TECHNICAL-ARCHITECTURE-PROFILE is defined as a DOCUMENT that correlates SERVICEs with applicable STANDARDs or other GUIDANCE and sets forth the rules governing system implementation.  An instance table for TECHNICAL-ARCHITECTURE-PROFILE is provided in Table 311.

Table 311.  TECHNICAL-ARCHITECTURE-PROFILE Instance Table

TECHNICAL-ARCHITECTURE-PROFILE

DOCUMENT Identifier

DOC0044

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0044
—
—
Technical Architecture Profile
Example Technical Architecture Profile
—
—

TECHNICAL-ARCHITECTURE-PROFILE-ELEMENT.  TECHNICAL-ARCHITECTURE-PROFILE-ELEMENT is defined as an element of a TECHNICAL-ARCHITECTURE-PROFILE pertaining to a specific AGREEMENT, GUIDANCE,  or TECHNICAL-SERVICE.  An instance table for TECHNICAL-ARCHITECTURE-PROFILE-ELEMENT is provided in Table 312.
Table 312.  TECHNICAL-ARCHITECTURE-PROFILE-ELEMENT Instance Table

TECHNICAL-ARCHITECTURE-PROFILE-ELEMENT

[Tech Arch Profile] DOCUMENT IDENTIFIER (FK)
TECH-ARCH-PROFILE-ELEMENT Identifier


Standard AGREEMENT Identifier (FK)
GUID Id (FK)

IMPLEM-TIME-FRAME Code (FK)

TECH-SERVICE Identifier (FK)
TECH-ARCH-PROFILE-ELEMENT Implementation Descr Text
TECH-ARCH-PROFILE-ELEMENT Implementation Mode Code

DOC0044
TAPE0001
AGR3101 (FIPS 151-1)
—
—
TS0001
—
—

DOC0044
TAPE000
AGR3102 (IEEE P1003.2)
—
—
TS0002
—
—

DOC0044
TAPE000
AGR3103 (FIPS 119)
—
—
TS0003
—
—

DOC0044
TAPE000
AGR3104 (FIPS 158)
—
—
TS0004
—
—

DOC0044
TAPE000
AGR3105 (DoD HCI Style Guide)
—
—
TS0005
—
—

DOC0044
TAPE000
AGR3104 (FIPS 158)
—
—
TS0006
—
—

DOC0044
TAPE000
AGR3106 (Project Standard xxxx)
—
—
TS0007
—
—

DOC0044
TAPE000
AGR3107 (FIPS 127-2)
—
—
TS0008
—
—

DOC0044
TAPE000
AGR3108 (FIPS 152)
—
—
TS0009
—
—

DOC0044
TAPE000
AGR3109 (FIPS 161)
—
—
TS0010
—
—

DOC0044
TAPE000
AGR3110 (FIPS 153)
—
—
TS0011
—
—

TECHNICAL-CRITERIA-DOCUMENT.  TECHNICAL-CRITERIA-DOCUMENT is a DOCUMENT that specifies a set of time-phased captures of the technical guidelines applicable to a given architecture.  Further description of this entity is provided in Section IV.B.38 (Table 477, below) in the discussion of Technology. 

VOICE-MAIL.  While not an explicit entity of CADM 2.0, VOICE-MAIL is a value of the DOCUMENT Category Code and may be defined as a DOCUMENT consisting of recorded audio information. As for ELECTRONIC-MAIL, instances of VOICE-MAIL are DOCUMENTs usually managed by specialized systems and transferred using standard protocols.   Table 313 illustrates the use of Voice Mail as a DOCUMENT Category Code.

Table 313.  Document Category Voice Mail Instance Table

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0035
Meeting Notice
—
Voice Mail
Notice of AWG Meeting
—
—

d.
Details for Child Entities of DOCUMENT

AGREEMENT-DOCUMENT is defined [DDDS (11928/1) (D)] as an association between an AGREEMENT and a DOCUMENT.  Its attributes are defined and an instance table given in Section IV.B.10 (above).

ARCHITECTURE-DOCUMENT is defined as an association between a specific ARCHITECTURE and a specific DOCUMENT.  Its attributes are defined and an instance table given in Section IV.B.11 (above).

GUIDANCE-DOCUMENT is defined [DDDS (2339) (A)] as the association between a GUIDANCE and a DOCUMENT.  Its attributes are defined and an instance table given in Section IV.B.19 (below).

INFORMATION-ASSET-DOCUMENT is defined as the association of a specific INFORMATION-ASSET to a specific DOCUMENT.  Its attributes and an instance table are provided in Section IV.B.23 (below) in the discussion of INFORMATION-ASSET.

SYSTEM-DOCUMENT is defined [DDDS (12548/1) (D)] as an association between a SYSTEM and a DOCUMENT.  Its attributes are defined and an instance table given in Section IV.B.07 (above).

18.
Facility View

a.
Overview and Specification

Figure 102 provides the IDEF1X view for Facility.  Not explicit in CADM 2.0, FACILITY-TYPE provides a descriptive foreign key attribute to FACILITY.  Table 314 provides definitions of each entity in the figure.  
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Figure 102.  CADM 2.0 Facility View (XV-18)

Table 314.  Entity Definitions for All Entities in the Facility View

Entity
Entity Definition
Reference

FACILITY
(334) (A)  REAL PROPERTY, HAVING A SPECIFIED USE, THAT IS BUILT OR MAINTAINED BY PEOPLE.
See below

NODE-FACILITY
The association of a specific NODE to a specific FACILITY.
See Section IV.B.10 (Node View)

Table 315 provides the attribute specifications of key entities in the Facility View of CADM 2.0.

Table 315.  Attribute Specifications for Key Entities in the Facility View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

FACILITY
· FACILITY IDENTIFIER (PK)—(11179/1) (A)  THE IDENTIFIER THAT REPRESENTS A FACILITY.  (11179/2) (D)  THE IDENTIFIER THAT REPRESENTS A FACILITY.

· FACILITY-TYPE CODE (FK)—(14439) (A)  THE CODE THAT REPRESENTS A FACILITY-TYPE.  Domain values include:  111A--RUNWAY - FIXED WING; 111B--RUNWAY-HELICOPTER; 111C--HELICOPTER LANDING PAD; 111R--RUNWAY; 112A--TAXIWAYS; 112R--TAXIWAY; 113A--AIRCRAFT PARKING APRON; 116A--WASH RACK; 116B--COMPASS CALIBRATION PAD; 116C--ARM/DISARM PAD; 116D--HOLDING PAD (ORDNANCE); 116F--TACTICAL SUPPLY VAN PAD; 121A--A/C FUEL DISP (HYDRANT); 121B--A/C TRK FUEL FACILITY; 122A--MARINE FUELING FACILITY; 122B--SMALL CRAFT FUELING STATION; 123A--LAND VEHICLE FUEL DISP; 124A--AIRCRAFT OPERATING FUEL STORAGE; 124B--MARINE OPER FUEL STORAGE; 124C--LAND VEHICLE OPER FUEL STORAGE; 125A--POL PIPELINE; et al (a more complete list of the approved domain values is provided in Annex D).

· FACILITY CONSTRUCTION PERMANENCY CATEGORY CODE—(24507) (A)  THE CODE THAT REPRESENTS THE FACILITY-CONSTRUCTION-PERMANENCY-CATEGORY.  Domain values include:  01--PERMANENT; 02--SEMIPERMANENT; 03—TEMPORARY.

· FACILITY FRIEND FOE CODE—(11211) (A)  THE CODE THAT DENOTES WHETHER A SPECIFIC FACILITY IS FRIENDLY.  Domain values include:  1--FRIEND; 2--FOE; 3--NOT KNOWN; 4--NEUTRAL; 5--NOT SPECIFIED.

· FACILITY NAME—(11210) (A)  THE NAME OF A SPECIFIC FACILITY.

· FACILITY TYPE CODE—(36768/1) (A)  THE CODE THAT REPRESENTS A KIND OF FACILITY.  (DDDS, June 1998)  Domain values include:  B--BUILDING; P--FACILITY PARTITION; S--STRUCTURE FACILITY; U--UTILITY SYSTEM.  (DDDS, June 1998)

b.
Details for FACILITY

FACILITY (illustrated in Table 316) is defined [DDDS (334) (A)] as real property, having a specified use, that is built or maintained by people.  

Table 316.  FACILITY Instance Table

FACILITY


FACILITY Identifier

FACILITY-TYPE Code (FK)
FACILITY Construction Permanency Category Code
FACILITY Friend Foe Code

FACILITY 
Name

FACILITY 
Type Code

FAC0398
550a (Outpatient Facility)
03 (Temporary)
1 (Friend)
1 (UK) Armd Division Dressing Station
P (Facility Partition

FAC4311
141L (Base/ Airfield Ops Facility)
01 (Permanent)
1 (Friend)
Blackbush Airfield Operations Center
B (Building)

FAC7436
851B (Vehicle Bridges)
01 (Permanent)
1 (Friend)
Golden Gate Bridge
S (Structure Facility)

c.
FACILITY-TYPE as an Independent Entity 

Not included explicitly in CADM 2.0, FACILITY-TYPE (illustrated in Table 317) is defined [DDDS (50) (A)] as a specific kind of FACILITY.  This entity provides a descriptive attribute (FACILITY-TYPE Code) to FACILITY.

Table 317.  FACILITY-TYPE Instance Table

FACILITY-TYPE

FACILITY-TYPE Code
FACILITY-TYPE Text
FACILITY-TYPE Name
FACILITY-TYPE Category Code

851B
—
VEHICLE BRIDGES
—

141L
—
BASE/ AIRFIELD OPS FACILITY
01 (Airfield)

d.
Details for NODE-FACILITY

NODE-FACILITY is defined as the association of a specific NODE to a specific FACILITY.  Its attributes and an instance table are provided in Section IV.B.30 (Table 400, below) in the discussion of NODE.

19.
Guidance Child Entity View

a.
Overview and Specification

Figure 103 provides the IDEF1X view for Guidance Child Entity.  Table 318 provides definitions of each entity in the figure.  
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Figure 103.  CADM 2.0 Guidance Child Entity View (XV-19)

Table 318.  Entity Definitions for All Entities in the Guidance Child Entity View

Entity
Entity Definition
Reference

AGREEMENT-GUIDANCE
(848/1) (A)  THE ASSOCIATION OF GUIDANCE TO A SPECIFIC AGREEMENT.
See Section IV.B.10 (Agreement View)

CONDITION
A variable of the operational environment or situation in which a unit, system, or individual is expected to operate that may affect performance [CJCSM 3500.04A, 13 September 1996].
See Section IV.B.01 (UJTL and Mission Essential Task View)

EXCHANGE-NEED-LINE-REQUIREMENT
A REQUIREMENT that is the logical expression of the need to transfer information among nodes (e.g., operational elements, system elements).  [The content of the transfer(s) is specified by reference to IER(s).]  [In CADM Draft 1.0, A REQUIREMENT that is the logical expression of the need to transfer information (whose content is specified by reference to INFORMATION-EXCHANGE-REQUIREMENT) among operational elements (ORGANIZATIONs or ORGANIZATION-TYPEs) that references related tasks, the providing node/operational element, and the receiving node/operational element.]
See Section IV.B.05 (Requirement View)

GUIDANCE
(336/1) (X)  A STATEMENT OF DIRECTION.  (336/2) (A)  A STATEMENT OF DIRECTION RECEIVED FROM A HIGHER ECHELON.
See below

GUIDANCE-ASSOCIATION
(1691) (A)  AN ASSOCIATION OF A SPECIFIC GUIDANCE WITH ANOTHER SPECIFIC GUIDANCE.
See below

GUIDANCE-DOCUMENT
(2339) (A)  THE ASSOCIATION BETWEEN A GUIDANCE AND A DOCUMENT.
See below

IER-TRIGGER
An event that can initiate the performance of a specific INFORMATION-EXCHANGE-REQUIREMENT.
See below

IER-TRIGGER-RULE
The application of a specific OPERATIONAL-RULE to a specific IER-TRIGGER.
See below

INFORMATION-ASSET-GUIDANCE
(5034/2) (A)  AN ASSOCIATIVE ENTITY THAT IDENTIFIES GUIDANCE WITH AN INFORMATION-ASSET.  (DDDS, June 1998)
See Section IV.B.23 (Information Asset View)

INFORMATION-EXCHANGE-REQUIREMENT
A REQUIREMENT for the content of an information flow. Note:   Associated with an IER are such performance attributes as information size, throughput, timeliness, quality, and quantity values.
See Section IV.B.05 (Requirement View)

OPERATIONAL-RULE
A instance of GUIDANCE that specifies a set of procedures for military activities.
See Section IV.B.20 (Guidance Subtypes View)

REQUIREMENT
(12451/1) (D)  A NEED OR DEMAND.
See Section IV.B.05 (Requirement View) and Section IV.B.20 (Guidance Subtypes View)

SYSTEM-CRITERIA-PROFILE
Time-phased capture of the technical guidelines applicable to a given SYSTEM.  [See USAF Architecture Data Model.]
See Section IV.B.07 (System Subtypes View)

TECHNICAL-CRITERION-PROFILE
Time-phased capture of a technical guideline applicable to a given architecture.
See Section IV.B.38 (Technology View)

TECHNICAL-GUIDELINE
A statement of procedure for applying TECHNOLOGY.  [See USAF Architecture Data Model.]
See Section IV.B.20 (Guidance Subtypes View)

Table 319 provides the attribute specifications of key entities in the Guidance Child Entity View of CADM 2.0.

Table 319.  Attribute Specifications for Key Entities in the Guidance Child Entity View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

GUIDANCE
· GUIDANCE IDENTIFIER (PK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· GUIDANCE AUTHORITY TEXT—(22125) (A)  THE TEXT OF THE AUTHORITY FOR PROMULGATING GUIDANCE.

· GUIDANCE BEGIN CALENDAR DATE—(12416/2) (A)  THE CALENDAR DATE ON WHICH GUIDANCE IS EFFECTIVE.  (DDDS, June 1998)

· GUIDANCE CATEGORY CODE—(16170/2) (A)  THE CODE THAT DENOTES A SPECIFIC CLASS OF GUIDANCE.  (DDDS, June 1998)  Domain values include:  Directive; Doctrine; Policy; Operational Rule (new domain value); Requirement (new domain value); Statute; Strategy; Technical Guideline (new domain value for V1.0 CADM); Constraint, Goal, and Vision (new domain values for V2.0 CADM).

· GUIDANCE END CALENDAR DATE—(12417/2) (A)  THE CALENDAR DATE ON WHICH GUIDANCE EXPIRES.  (DDDS, June 1998)

· GUIDANCE ISSUE CALENDAR DATE—(12418/2) (A)  THE CALENDAR DATE ON WHICH GUIDANCE IS PROMULGATED.  (DDDS, June 1998)

· GUIDANCE NAME—(12091/2) (A)  THE NAME OF AN OCCURRENCE OF GUIDANCE.

· GUIDANCE SYNOPSIS TEXT—(12092) (A)  THE TEXT THAT PROVIDES A CONDENSED DESCRIPTION OF AN OCCURRENCE OF GUIDANCE.

· GUIDANCE SUBJECT TEXT—(16169) (A)  THE TEXT THAT DESCRIBES THE TOPIC OF A GUIDANCE.

· GUIDANCE TEXT—(12093) (A)  THE TEXT OF AN OCCURRENCE OF GUIDANCE IN ITS ENTIRETY.

· GUIDANCE TYPE CODE—(38127/1) (A)  THE CODE THAT REPRESENTS A KIND OF GUIDANCE BY FUNCTIONAL AREA.  (38127/2) (C)  THE CODE THAT REPRESENTS A KIND OF GUIDANCE BY FUNCTIONAL AREA.  (DDDS, June 1998)  [Replaced from CADM 1.0 GUIDANCE TYPE NAME:  (12095/1) (A)  THE NAME THAT REPRESENTS A KIND OF GUIDANCE BY FUNCTIONAL AREA.]  Domain values include:  A--CASH MANAGEMENT; B--COST; C--DEBT MANAGEMENT; D--EXECUTION; E--FEE CHARGE; F--FINANCIAL; G--FUND RESTRICTION; H--LEAVE; I--OUTLAY MANAGEMENT; J--PAY; K--PERSON AUTHORITY; L--POSITION; M--PROMPT PAY; N--WORK MEASUREMENT STANDARD; A--CASH MANAGEMENT; B--COST; C--DEBT MANAGEMENT; D--EXECUTION; E--FEE CHARGE; EV--ENVIRONMENTAL GUIDANCE; EX--EXPLOSIVES; F--FINANCIAL; G--FUND RESTRICTION; H--LEAVE; I--OUTLAY MANAGEMENT; J--PAY; K--PERSON AUTHORITY; L--POSITION; M--PROMPT PAY; N--WORK MEASUREMENT STANDARD; O--INTEREST; P--MISCELLANEOUS INCOME REPORTING (DDDS, Approved).

GUIDANCE-ASSOCIATION
· ORDINATE GUIDANCE IDENTIFIER (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· SUBORDINATE GUIDANCE IDENTIFIER (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· GUIDANCE-ASSOCIATION Identifier (PK)—The identifier of a GUIDANCE-ASSOCIATION for a specific Ordinate GUIDANCE and a specific Subordinate GUIDANCE.

· GUIDANCE-ASSOCIATION REASON CODE—(37638) (A)  THE CODE THAT REPRESENTS THE UNDERLYING BASIS OF A GUIDANCE-ASSOCIATION.  Domain values include:  A--GUIDANCE IS GROUPED WITH OTHER GUIDANCE; B--GUIDANCE IS PART OF OTHER GUIDANCE; C--GUIDANCE REFERENCES OTHER GUIDANCE; D--GUIDANCE REPLACES OTHER GUIDANCE.  (DDDS, June 1998)

· GUIDANCE-ASSOCIATION RELATIONSHIP REASON CODE—(18338/2) (A)  THE CODE THAT REPRESENTS THE RATIONALE THAT ASSOCIATES ONE OCCURRENCE OF GUIDANCE TO ANOTHER OCCURRENCE.  (DDDS, June 1998)  Domain values include:  A--WHEN ONE OCCURRENCE OF GUIDANCE IMPLEMENTS ANOTHER OCCURRENCE OF GUIDANCE.; B--WHEN ONE OCCURRENCE OF GUIDANCE INCLUDES ANOTHER OCCURRENCE OF GUIDANCE.; C--WHEN ONE OCCURRENCE OF GUIDANCE IS IMPLEMENTED BY ANOTHER OCCURRENCE OF GUIDANCE.; D--WHEN ONE OCCURRENCE OF GUIDANCE IS A PART OF ANOTHER OCCURRENCE OF GUIDANCE.; E--WHEN ONE OCCURRENCE OF GUIDANCE IS THE SAME AS ANOTHER OCCURRENCE OF GUIDANCE.; F--WHEN ONE OCCURRENCE OF GUIDANCE SUPERSEDES ANOTHER OCCURRENCE OF GUIDANCE (approved and in the DDDS).  The CADM 2.0 adds:  Specifies information needed for; Not specified; Not known.

GUIDANCE-DOCUMENT
· GUIDANCE IDENTIFIER (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· GUIDANCE-DOCUMENT Identifier (PK)—The identifier of a GUIDANCE-DOCUMENT for a specific GUIDANCE and a specific DOCUMENT.

· GUIDANCE-DOCUMENT Role Code—The code that designates the specific way in which a DOCUMENT is used for an instance of GUIDANCE.  Domain values include:  Is contained in; Is supported by; Is referenced in; Provides the rules for; Not specified; Not known.

Table 319.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

IER-TRIGGER
· Requirement GUIDANCE Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· CONDITION Identifier (PK) (FK)—The unique identifier of a specific CONDITION.

· IER-TRIGGER Type Code—The code that designates a class of IER-TRIGGER.  Domain values include:  Notional; Testing; Operational; Not specified; Not known.

IER-TRIGGER-RULE
· Requirement GUIDANCE Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· CONDITION Identifier (PK) (FK)—The unique identifier of a specific CONDITION.

· Operational Rule GUIDANCE Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

b.
Details for GUIDANCE

GUIDANCE (illustrated in Table 320) is defined [DDDS (336) (A)] as a statement of direction.  Subtypes of GUIDANCE are described in Section IV.B.20 (below).  The other child entities of GUIDANCE are described in Section IV.B.19.c (below).  The subtypes of GUIDANCE defined for CADM 2.0 are the following:  Directive, Doctrine, Policy, Operational Rule, Requirement, Statute, Strategy, Technical Guideline, Constraint, Goal, and Vision.  Of these, Directive, Doctrine, Policy, Statute, and Strategy are approved and part of the DoD Data Model.

GUIDANCE may be distinguished from AGREEMENT in the underlying concept that GUIDANCE is typically promulgated by a competent (higher-level) authority, whereas AGREEMENT is typically the product of a number of peer-level organizations or other entities.  Just as doctrine and policy are promulgated for use, so also are requirements, technical guidelines, and statements of goals and vision.  All these elements of GUIDANCE are essential to characterizing an architecture.

Table 320.  GUIDANCE Instance Table

GUIDANCE


GUIDANCE Identifier

GUIDANCE Type Name


GUIDANCE Name
GUIDANCE Synopsis Text


GUIDANCE Text
GUIDANCE Subject Text
GUIDANCE Category Code

GUID0201
CRUD Rule
No-Update Rule for TYPE Entities
Treat “Type” entities as read-only reference data (no updates)
Each physical database shall preclude updates to FACILITY-TYPE, FEATURE-TYPE, MATERIEL-ITEM, ORGANIZATION-TYPE, and PERSON-TYPE.
Database Update
Operational Rule

GUID0202
CRUD Rule
No-Delete Rule for TYPE Entities
Treat “Type” entities as read-only reference data (no deletes)
Each physical database shall preclude deletes to FACILITY-TYPE, FEATURE-TYPE, MATERIEL-ITEM, ORGANIZATION-TYPE, and PERSON-TYPE.
Database Delete
Operational Rule

GUID0203
Standardization Policy
Policy on Use of Standards
—
—
Standards
Policy

GUID0204
Management Reporting
Government Performance and Results Act of 1993
—
—
Information Systems
Statute

GUID0205
Management Reporting
Information Technology Management Report Act of 1996
—
—
Information Technology
Statute

GUID0206
Joint Operations
Joint Vision 2010
—
—
Warfighting
Strategy

GUID0207
Management
Defense Acquisition (DoDD 5000.1)
—
—
Systems & Materiel
Directive

GUID0208
Joint Operations
Close Air Support (JCS Pub 3-09.3)
—
—
Warfighting
Doctrine

GUID0209
Standardization Procedures
DoD Data Administration Procedures (DoD Manual 8320.1-M)
—
—
Standards
Technical Guideline

GUID0210
Policy Guidelines
C4 Systems Planning, Assessments, and Evaluation (CJCSI 6111.01)
—
—
Systems & Materiel
Technical Guideline

GUID0211
Operational Constraints
C4 Systems Planning, Assessments, and Evaluation (CJCSI 6111.01)
—
—
Systems & Materiel
Constraint

The following attributes of GUIDANCE are not shown in the instance table: Authority Text, Begin Date, End Date, and Issue Date.

Abbreviations:  CRUD means Create, Read, Update, and Delete.

c.
Details for Child Entities of GUIDANCE

GUIDANCE-ASSOCIATION (illustrated in Table 321) is defined [DDDS (1691) (A)] as an association of a specific GUIDANCE with another specific GUIDANCE.  This entity allows one (higher-level) GUIDANCE to consist of a number of lower-level instances of GUIDANCE.

Table 321.  GUIDANCE-ASSOCIATION Instance Table

GUIDANCE-ASSOCIATION

Ordinate
GUIDANCE Identifier (FK)
Subordinate
GUIDANCE Identifier (FK)
GUIDANCE-ASSOCIATION Identifier
GUIDANCE-ASSOCIATION 
Reason Code

GUIDANCE-ASSOCIATION 
Relationship Reason Code

GUID0107
 (Target Location IER)
GUID0108
 (JTF-CINC Need Line)
GUIDA001
C (references)
Specifies information needed for

GUIDANCE-DOCUMENT (illustrated in Table 322) is defined [DDDS (2339) (A)] as the association between a GUIDANCE and a DOCUMENT.  

Table 322.  GUIDANCE-DOCUMENT Instance Table

GUIDANCE-DOCUMENT

GUIDANCE
 Identifier (FK)
DOCUMENT
 Identifier (FK)
GUIDANCE-DOCUMENT Identifier
GUIDANCE-DOCUMENT Role Code

GUID0305 (Technical Guideline for Developing Data Standards)
DOC0301 (MIL-HDBK-829-2, Guidelines for Data Communications Protocol Standards DoD Standardized Profiles)
GUIDD001
Is contained in

GUID0305 (Technical Guideline for Developing Data Standards)
DOC0302 (DoD 8320.1)
GUIDD001
Is contained in

IER-TRIGGER (illustrated in Table 323) is defined as an event that can initiate the performance of a specific INFORMATION-EXCHANGE-REQUIREMENT.  As shown in Figure 103 (above), IER-TRIGGER is an associative entity between CONDITION and INFORMATION-EXCHANGE-REQUIREMENT.  This associative entity identifies the instances of CONDITION than apply to a specific  INFORMATION-EXCHANGE-REQUIREMENT.

Table 323.  IER-TRIGGER Instance Table

IER-TRIGGER

Information Exchange Requirement GUIDANCE Identifier (FK)
CONDITION 
Identifier (FK)
IER-TRIGGER 
Type Code

GUID0105 (Engagement Order)
2.1.1.4 (Rules of Engagement)
Notional

GUID0106 (Engagement Status)
2.1.1.4 (Rules of Engagement)
Notional

GUID0107 (Target Location)
2.1.4.1 (Location)
Notional

IER-TRIGGER-RULE (illustrated in Table 324) is defined as the application of a specific OPERATIONAL-RULE to a specific IER-TRIGGER.  As shown in Figure 103 (above), IER-TRIGGER-RULE is an associative entity between OPERATIONAL-RULE (a subtype of GUIDANCE described in the next section) and IER-TRIGGER.  This associative entity identifies the instances of IER-TRIGGER than apply to a specific OPERATIONAL-RULE.

Table 324.  IER-TRIGGER-RULE Instance Table

IER-TRIGGER-RULE

[Information Exchange] Requirement GUIDANCE Identifier (FK)
Operational Rule 
GUIDANCE Identifier (FK)
CONDITION 
Identifier (FK)

GUID0105 (Engagement Order)
GUID0301 (When an confirmed-non-friendly air target….)
2.1.1.4 (Rules of Engagement)

GUID0106 (Engagement Status)
GUID0302 (When an engagement order has been received and….
2.1.1.4 (Rules of Engagement)

GUID0107 (Target Location)
GUID0303 (When a ground target is beyond the fire support coordination line.…)
2.1.4.1 (Location)

20.
Guidance Subtype View

a.
Overview and Specification

Figure 104 provides the IDEF1X view for Guidance Subtype.  Table 325 provides definitions of each entity in the figure.  The following entity, not shown in the figure, is of interest in this view:  CONSTRAINT—A specific limitation.
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Figure 104.  CADM 2.0 Guidance Subtypes View (XV-20)

Table 325.  Entity Definitions for All Entities in the Guidance Subtype View

Entity
Entity Definition
Reference

ACTION-ASSERTION-RULE
An OPERATIONAL-RULE that concerns (business domain) terms and facts that are usually captured by the entities (terms) and relationships (facts) of entity-relationship models.  Source:  C4ISR Architecture Framework, Version 2.0 (Section 4.2.2.3.1).
See below

CONSTRAINT
A specific limitation.
See below

DATABASE-RULE
An OPERATIONAL-RULE that governs the access and change procedures for a persistent data repository.
See below

EXCHANGE-NEED-LINE-REQUIREMENT
A REQUIREMENT that is the logical expression of the need to transfer information among nodes (e.g., operational elements, system elements).  [The content of the transfer(s) is specified by reference to IER(s).]  [In CADM Draft 1.0, A REQUIREMENT that is the logical expression of the need to transfer information (whose content is specified by reference to INFORMATION-EXCHANGE-REQUIREMENT) among operational elements (ORGANIZATIONs or ORGANIZATION-TYPEs) that references related tasks, the providing node/operational element, and the receiving node/operational element.]
See Section IV.B.05 (Requirement View)

GUIDANCE
(336/1) (X)  A STATEMENT OF DIRECTION.  (336/2) (A)  A STATEMENT OF DIRECTION RECEIVED FROM A HIGHER ECHELON.
See Section IV.B.19 (Guidance View)

INFORMATION-EXCHANGE-REQUIREMENT
A REQUIREMENT for the content of an  information flow. Note:   Associated with an IER are such performance attributes as information size, throughput, timeliness, quality, and quantity values.
See Section IV.B.05 (Requirement View)

OPERATIONAL-RULE
A instance of GUIDANCE that specifies a set of procedures for military activities.
See below

REQUIREMENT
(12451/1) (D)  A NEED OR DEMAND.
See below and Section IV.B.05 (Requirement View)

STRUCTURAL-ASSERTION-RULE
An OPERATIONAL-RULE that concerns (in the business domain) terms and facts that are usually captured by the entities (terms) and relationships (facts) of entity-relationship models; these reflect static aspects of business rules already captured in the Logical Data Model.  Source:  C4ISR Architecture Framework, Version 2 (Operational Rules Model, Section 4.2.2.3.1).
See below

TECHNICAL-GUIDELINE
A statement of procedure for applying TECHNOLOGY.  [See USAF Architecture Data Model]
See below

Table 326 provides the attribute specifications of key entities in the Guidance Subtype View of CADM 2.0.

Table 326.  Attribute Specifications for Key Entities in the Guidance Subtype View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

ACTION-ASSERTION-RULE
· GUIDANCE IDENTIFIER (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· ACTION-ASSERTION-RULE Logical Condition Text—The text that defines a clause upon which the truth of an ACTION-ASSERTION-RULE depends.

CONSTRAINT
· GUIDANCE IDENTIFIER (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· CONSTRAINT Limit Code—The code that denotes the category of range bound for an ACTION-CONSTRAINT.  Domain values include:  Required, Prohibited, Other.

· CONSTRAINT Status Code—The code that denotes the condition of a specific ACTION-CONSTRAINT.  Domain values include:  Currently applies, Temporarily suspended, Waived, No longer applies, May apply in the future, Under consideration, Not specified, Not known.

· CONSTRAINT Type Code—The code that denotes the subject area of a specific ACTION-CONSTRAINT.  Domain values include:  Budget, Personnel, Duration, Political, Security, Other.

DATABASE-RULE
· GUIDANCE IDENTIFIER (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· DATABASE-RULE Category Code—The code that denotes a class of DATABASE-RULE.  Domain values include:  Null rule; Child delete rule, Child update rule, Not specified, Not known.

OPERATIONAL-RULE
· GUIDANCE IDENTIFIER (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· OPERATIONAL-RULE Category Code—The code that denotes a class of OPERATIONAL-RULE.  Domain values include:  Rule of Engagement, Database Rule, Architecture Rule, Criterion, Structural assertion, Action assertion, Integrity rule, Authorization, Derivation, Not specified, Not known.

STRUCTURAL-ASSERTION-RULE
· GUIDANCE IDENTIFIER (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· Conceptual Data Model INFO-ASSET Group Identifier (FK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.

TECHNICAL-GUIDELINE
· GUIDANCE IDENTIFIER (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· TECHNICAL-GUIDELINE Category Code—The code that designates a class of TECHNICAL-GUIDELINE.  Domain values include:  Implementation guideline; Standardization guideline; Precedence (priority of use) guideline; Readiness for use guideline; Testing guideline; Evaluation guideline.

b.
Details for Subtypes of GUIDANCE

As noted, GUIDANCE has the following approved subtypes (through GUIDANCE Category Code):  Directive, Doctrine, Policy, Statute, and Strategy.  Requirement, Constraint, Operational Rule, and Technical Guideline are being added as additional subtypes and values of GUIDANCE Category Code, since each, in fact, provides a statement of direction that validates, or describes how to carry out, a specific operational need.  

REQUIREMENT (illustrated in Table 327) is defined [DDDS (12451/1) (D)] as a need or demand.  REQUIREMENT, together with the following two subtypes, are described in detail in Section IV.B.05 (Requirement View), above:

· INFORMATION-EXCHANGE-REQUIREMENT (illustrated in Table 115 of Section IV.B.05) is defined as a REQUIREMENT for the content of an  information flow.  Note:  Associated with an IER are such performance attributes as information size, throughput, timeliness, quality, and quantity values.  

· EXCHANGE-NEED-LINE-REQUIREMENT (illustrated in Table 116 of Section IV.B.05) is defined as a REQUIREMENT that is the logical expression of the need to transfer information among nodes (e.g., operational elements, system elements).  [The content of the transfer(s) is specified by reference to IER(s).]  [In CADM Draft 1.0, it was described as a REQUIREMENT that is the logical expression of the need to transfer information (whose content is specified by reference to INFORMATION-EXCHANGE-REQUIREMENT) among operational elements (ORGANIZATIONs or ORGANIZATION-TYPEs) and that references related tasks, the providing node/operational element, and the receiving node/operational element.]  

Table 327.  REQUIREMENT Instance Table

REQUIREMENT

Requirement
GUIDANCE Identifier
REQUIREMENT-
Class Code
REQUIREMENT 
Category Code

GUID0106
O (Military Operation)
IER

GUID0107
O (Military Operation)
IER

GUID0108
O (Military Operation)
Need Line

GUID0109
O (Military Operation)
Need Line

GUIDANCE


GUIDANCE Identifier
GUID. Type Name


GUIDANCE Name
GUID. Synopsis Text

GUID. Text
GUID. Subject Text
GUID. Category Code

GUID0106
—
Engagement Status
—
—
—
Requirement

GUID0107
—
Target Location
—
—
—
Requirement

GUID0108
—
JTF-CINC Need Line
—
—
—
Requirement

GUID0109
—
JTF-DIA Need Line
—
—
—
Requirement

CONSTRAINT (illustrated in Table 328) is defined as a specific limitation.

Table 328.  CONSTRAINT Instance Table

CONSTRAINT

[Constraint]
GUIDANCE Id (FK)
CONSTRAINT 
Limit Code
CONSTRAINT 
Status Code
CONSTRAINT 
Type Code

GUID0211
Required
Currently applies
Security

GUIDANCE

GUIDANCE Id
GUID. Type Name

GUIDANCE Name
GUID. Synopsis Text
GUID. Text
GUID. Subject Text
GUIDANCE 
Category Code

GUID0211
Operational Constraints
C4 Systems Planning, Assessments, and Evaluation (CJCSI 6111.01)
A C4 system shall….
—
Systems & Materiel
Constraint

OPERATIONAL-RULE (illustrated in Table 329) is defined as an instance of GUIDANCE that specifies a set of procedures for military activities.  Examples of OPERATIONAL-RULEs are create, read, update, and delete rules for a Physical Data Model.

Table 329.  OPERATIONAL-RULE Instance Table

OPERATIONAL-RULE

[Operational Rule]
GUIDANCE Id (FK)
OPERATIONAL-RULE 
Category Code

GUID1101
Rule of Engagement

GUID1102
Database Rule

GUID1103
Database Rule

GUID1104
Structural Assertion

GUID1105
Action Assertion

GUID1106
Integrity Rule

GUIDANCE

GUIDANCE Id
GUID. Type Name

GUIDANCE Name
GUID. Synopsis Text
GUID. Text
GUID. Subject Text
GUIDANCE 
Category Code

GUID0211
Operational Constraints
C4 Systems Planning, Assessments, and Evaluation (CJCSI 6111.01)
A C4 system shall….
—
Systems & Materiel
Constraint

TECHNICAL-GUIDELINE (illustrated in Table 330) is defined as a statement of procedure for applying TECHNOLOGY (see USAF [ITM LDM 1997]).  An example TECHNICAL-GUIDELINE is an instance of GUIDANCE that states how to use a TECHNICAL-ARCHITECTURE in systems development.  

Table 330.  TECHNICAL-GUIDELINE Instance Table

TECHNICAL-GUIDELINE

Technical Guideline
GUIDANCE Identifier
TECHNICAL-GUIDELINE 
Category Code

GUID0301
Implementation guideline

GUID0302
Precedence (priority of use) guideline

GUID0303
Testing guideline

GUID0304
Evaluation guideline

GUID0305
Standardization guidance

GUIDANCE


GUIDANCE Identifier
GUID. Type Name


GUIDANCE Name
GUID. Synopsis Text

GUID. Text
GUID. Subject Text

GUIDANCE 
Category Code

GUID0301
—
Technical Guideline for Use of Joint Technical Architecture
—
—
—
Technical Guideline

GUID0302
—
Technical Guideline for Precedence of Use of Standards
—
—
—
Technical Guideline

GUID0303
—
Technical Guideline for Testing Interoperability of ISO 8802.3 Interfaces
—
—
—
Technical Guideline

GUID0304
—
Technical Guideline for Evaluating Dynamic Reconfiguration of Information Exchange Mechanisms
—
—
—
Technical Guideline

GUID0305
—
Technical Guideline for Developing and Using Data Standards
—
—
—
Technical Guideline

c.
Details for Subtypes of OPERATIONAL-RULE

As noted, OPERATIONAL-RULE Category Code can have any one of the following values:  Rule of engagement, Database rule, Architecture rule, Criterion, Structural assertion, Action assertion, Integrity rule, Authorization, Derivation, Not specified, Not known.  Three explicit subtypes of OPERATION-RULE are shown in the CADM:  ACTION-ASSERTION-RULE, DATABASE-RULE, and STRUCTURAL-ASSERTION-RULE.

ACTION-ASSERTION-RULE (illustrated in Table 331) is defined as an OPERATIONAL-RULE that governs the access and change procedures for a persistent data repository.

Table 331.  ACTION-ASSERTION-RULE Instance Table

ACTION-ASSERTION-RULE

[Operational Rule]
GUIDANCE Id (FK)
ACTION-ASSERTION-RULE 
Logical Condition Text

GUID1105
The value of …. [True or False]

OPERATIONAL-RULE

[Operational Rule]
GUIDANCE Id (FK)
OPERATIONAL-RULE 
Category Code

GUID1105
Action assertion

GUIDANCE

GUIDANCE Id
GUID. Type Name

GUIDANCE Name
GUID. Synopsis Text
GUID. Text
GUID. Subject Text
GUIDANCE 
Category Code

GUID1105
—
—
—
—
—
Constraint

DATABASE-RULE (illustrated in Table 332) is defined as an OPERATIONAL-RULE that concerns (business domain) terms and facts that are usually captured by the entities (terms) and relationships (facts) of entity-relationship models.  

Table 332.  DATABASE-RULE Instance Table

DATABASE-RULE

[Operational Rule]
GUIDANCE Id (FK)
DATABASE-RULE
Category Code

GUID1102
Child Delete Rule

GUID1103
Child Update Rule

OPERATIONAL-RULE

[Operational Rule]
GUIDANCE Id (FK)
OPERATIONAL-RULE 
Category Code

GUID1102
Database Rule

GUID1103
Database Rule

GUIDANCE

GUIDANCE Id
GUID. Type Name

GUIDANCE Name
GUID. Synopsis Text
GUID. Text
GUID. Subject Text
GUIDANCE 
Category Code

GUID1102
—
—
—
—
—
Constraint

GUID1103
—
—
—
—
—
Constraint

STRUCTURAL-ASSERTION-RULE (illustrated in Table 333) is defined as an OPERATIONAL-RULE that governs the access and change procedures for a persistent data repository.

Table 333.  STRUCTURAL-ASSERTION-RULE Instance Table

STRUCTURAL-ASSERTION-RULE

[Operational Rule]
GUIDANCE Id (FK)
Conceptual Data Model 
INFO-ASSET Group Identifier (FK)

GUID1104
—

OPERATIONAL-RULE

[Operational Rule]
GUIDANCE Id (FK)
OPERATIONAL-RULE 
Category Code

GUID1104
Structural Assertion

GUIDANCE

GUIDANCE Id
GUID. Type Name

GUIDANCE Name
GUID. Synopsis Text
GUID. Text
GUID. Subject Text
GUIDANCE 
Category Code

GUID1104
—
—
—
—
—
Constraint

d.
Details for Child Entities of OPERATIONAL-RULE and TECHNICAL-GUIDELINE

RULE-MODEL-OPERATIONAL-RULE is a child of OPERATIONAL-RULE that is defined as the specification of which OPERATIONAL-RULEs are designated to belong to a RULE-MODEL.  The other parent entity for RULE-MODEL-OPERATIONAL-RULE is RULE-MODEL, a subtype of DOCUMENT.  Further description of RULE-MODEL-OPERATIONAL-RULE is provided in Section IV.B.17 (above).

TECHNICAL-CRITERION-PROFILE is a child of TECHNICAL-GUIDELINE that is defined as time-phased capture of a technical guideline applicable to a given architecture.  There are two other parent entities for TECHNICAL-CRITERION-PROFILE.  One is RULE-MODEL, which is a subtype of DOCUMENT that is discussed in Section IV.B.17 (above).  The other is TECHNICAL-CRITERION, which is discussed in Section IV.B.38 (below).  Further description of TECHNICAL-CRITERIA-PROFILE is provided in Section IV.B.38 in the discussion of Technology.

21.
Information Element View

a.
Overview and Specification

Figure 105 provides the IDEF1X view for Information Element.  The entity INFORMATION-ELEMENT was named ICOM in CADM 1.0 and is standardized under that name.  The name was changed for several reasons:  

· ICOM is an acronym standing for Input, Output, Control, and Mechanism, which is a term associated with a specific standard for activity modeling and not essential to the meaning of the entity itself.  DoD 8320.1-M-1 precludes acronyms from being used in an entity name.  

· ICOM has meaning beyond an activity model.

· The term ICOM is associated with one class of use of the concept being represented and not the name of the concept itself.  DoD 8320.1-M-1 precludes names associated with use rather than what the concept represents (in this case, a package of information subject to exchange).

· The name INFORMATION-ELEMENT characterizes what is contained in this concept.  The term is in wide use in information systems, especially for information exchange, interoperability, message specification, and system architectures.

Table 334 provides definitions of each entity in the figure.  The following entity, not shown in the figure, is of interest in this view:  DATA-DICTIONARY-ELEMENT-ASSOCIATION—The relationship of one DATA-DICTIONARY-ELEMENT to another DATA-DICTIONARY-ELEMENT.
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Figure 105.  CADM 2.0 Information Element View (XV-21)

Table 334.  Entity Definitions for All Entities in the Information Element View

Entity
Entity Definition
Reference

ACTIVITY-ICOM
(4182) (A)  AN ASSOCIATIVE ENTITY THAT IDENTIFIES AN ACTIVITY-MODEL-[PROCESS-]ACTIVITY WITH AN ICOM.  Compare:  (4182/2) (D)  AN ASSOCIATIVE ENTITY THAT IDENTIFIES AN ACTIVITY WITH AN ICOM. CADM 2.0 note:  In the latter definition, ACTIVITY should be replaced by ACTIVITY-MODEL-PROCESS-ACTIVITY.
See Section IV.B.05 (Activity Model Core View)

DATA-DICTIONARY-ELEMENT
An information concept defined in a specific DATA-DICTIONARY.
See below

DATA-DICTIONARY-ELEMENT-ASSOCIATION
The relationship of one DATA-DICTIONARY-ELEMENT to another DATA-DICTIONARY-ELEMENT.
See below

INFORMATION-ELEMENT [formerly ICOM]
A representation of data subject to exchange.  Note:  These data include data that represent a mechanism such as that used in IDEF0 activity models.  Further, a message may include one or more instances of INFORMATION-ELEMENT.  Recommended in CADM 2.0 to replace ICOM--(4199) (A)  MATERIAL RELATED TO ONE OR MORE ACTIVITY-MODEL-[PROCESS-] ACTIVITYS.
See below

INFORMATION-ELEMENT-ASSOCIATION
(4202) (A)  THE ASSOCIATION OF ONE ICOM TO ANOTHER ICOM.
See below

INFORMATION-EXCHANGE-REQUIREMENT
A REQUIREMENT for the content of an information flow. Note:   Associated with an IER are such performance attributes as information size, throughput, timeliness, quality, and quantity values.
See Section IV.B.05 (Requirement View)

MESSAGE-STANDARD-INFORMATION-ELEMENT
An association of a specific MESSAGE-STANDARD with a specific INFORMATION-ELEMENT.
See below

Table 335 provides the attribute specifications of key entities in the Information Element View of CADM 2.0.

Table 335.  Attribute Specifications for Key Entities in the Information Element View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

DATA-DICTIONARY-ELEMENT
· Data Dictionary INFO-ASSET Group Identifier (PK) (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

· DATA-DICTIONARY-ELEMENT Identifier (PK)—The identifier of a DATA-DICTIONARY-ELEMENT for a specific DATA-DICTIONARY.

· INFO-ELEMENT-{ICOM} IDENTIFIER (FK)—(29164) (A)  THE IDENTIFIER THAT REPRESENTS AN ICOM.

· ICOM VERSION IDENTIFIER (FK)—(20228) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF AN ICOM.

· DATA-DICTIONARY-ELEMENT Approval Status Code—The code that characterizes the stage of a specific  DATA-DICTIONARY-ELEMENT in being accepted as a standard.  Domain values include:  A--Approved; C--Candidate; D--Developmental; R--Not Approved; X--Archived [DDDS].

· DATA-DICTIONARY-ELEMENT Approval Status Date—The date at which the current standardization stage was reached for a specific DATA-DICTIONARY-ELEMENT.

· DATA-DICTIONARY-ELEMENT Definition Text—The text that characterizes the meaning of a specific DATA-DICTIONARY-ELEMENT.

· DATA-DICTIONARY-ELEMENT Format Description Text—The text that summarizes the physical form of a specific DATA-DICTIONARY-ELEMENT.

· DATA-DICTIONARY-ELEMENT Name—The name of a specific DATA-DICTIONARY-ELEMENT.

· DATA-DICTIONARY-ELEMENT Source Name—The name of the origin of a specific DATA-DICTIONARY-ELEMENT.

· DATA-DICTIONARY-ELEMENT Usage Description Text—The text that summarizes the way a specific DATA-DICTIONARY-ELEMENT is intended to be implemented.

Table 335.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

DATA-DICTIONARY-ELEMENT-ASSOCIATION
· Ordinate Data Dictionary INFO-ASSET Identifier (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· Subordinate Data Dictionary INFO-ASSET Identifier (PK) (FK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.

· DATA-DICTIONARY-ELEMENT-ASSOCIATION Identifier (PK)—The identifier of a DATA-DICTIONARY-ELEMENT-ASSOCIATION for a specific Ordinate DATA-DICTIONARY-ELEMENT and a specific subordinate DATA-DICTIONARY-ELEMENT.

· DATA-DICTIONARY-ELEMENT Identifier (PK) (FK)—The identifier of a DATA-DICTIONARY-ELEMENT for a specific DATA-DICTIONARY.

· DATA-DICTIONARY-ELEMENT-ASSOCIATION Type Code—The code that designates a specific class of DATA-DICTIONARY-ELEMENT-ASSOCIATION.  Domain values include:  Is equivalent to; Further describes; Is a reference for; Is subordinate to.

INFORMATION-ELEMENT [formerly ICOM]
· INFO-ELEMENT-{ICOM} IDENTIFIER (PK)—(29164) (A)  THE IDENTIFIER THAT REPRESENTS AN ICOM.

· ICOM VERSION IDENTIFIER (PK)—(20228) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF AN ICOM.

· Developing ORGANIZATION Identifier (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· DOCUMENT IDENTIFIER (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· INFO-ELEMENT-{ICOM} CREATION DATE—(20229) (A)  THE CREATION DATE OF AN ICOM.

· INFO-ELEMENT-{ICOM} DEFINITION TEXT—(20230) (A)  THE DEFINITION TEXT OF AN ICOM.

· INFO-ELEMENT-{ICOM} NAME—(20227) (A)  THE NAME OF AN ICOM.

· INFO-ELEMENT-{ICOM} REVISION DATE—(20231) (A)  THE AMENDMENT DATE OF AN ICOM.

· INFO-ELEMENT-{ICOM} Validation Indicator Code—The code that indicates whether or not the ICOM has been officially sanctioned by the user as part of the operational architecture development process.  Source:  Army Systems Architecture Data Model, modified during the CADM-ASA Workshop (17-19 June 1998).  Domain values include:  Approved; Proposed; Draft; Conceptual; Disapproved; Archived; Not specified; Not known.  Source:  Army Systems Architecture Data Model, modified during the CADM-ASA Workshop (17-19 June 1998).

INFORMATION-ELEMENT-ASSOCIATION
· Ordinate ICOM Group Identifier (PK) (FK)—(29164) (A)  THE IDENTIFIER THAT REPRESENTS AN ICOM.

· Subordinate ICOM Group Identifier (PK) (FK)—(29164) (A)  THE IDENTIFIER THAT REPRESENTS AN ICOM.

· INFORMATION-ELEMENT-{ICOM-}ASSOCIATION DEFINITION TEXT—(20233) (A)  THE TEXT THAT DEFINES AN INFORMATION-ELEMENT-ASSOCIATION.  In the DoD Data model, this entity is named ICOM-ASSOCIATION.

· INFORMATION-ELEMENT-ASSOCIATION Type Code—The code that designates a class of INFORMATION-ELEMENT-ASSOCIATION.  Domain values include:  Is identical with; Is equivalent to (but not identical to); Is part of; Partially (but not totally) overlaps with; Not specified; Not known.

MESSAGE-STANDARD-INFORMATION-ELEMENT
· Standard AGREEMENT Identifier (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· INFO-ELEMENT-{ICOM} IDENTIFIER (PK) (FK)—(29164) (A)  THE IDENTIFIER THAT REPRESENTS AN ICOM.

· ICOM VERSION IDENTIFIER (PK) (FK)—(20228) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF AN ICOM.

b.
Details for INFORMATION-ELEMENT and ICOM-ASSOCIATION

An INFORMATION-ELEMENT (the standardized entity name is ICOM) is an information flow.  For an IDEF0 activity model, such a flow may be used as an input, control, output, or mechanism (ICOM); an instance of INFORMATION-ELEMENT (ICOM) often serves more than one such use in the same diagram of an activity model (an output of one activity can be the control or input for another activity).  The entity ICOM is formally defined as [DDDS (4199) (A)] as material related to one or more ACTIVITY-MODEL-ACTIVITYs; by an ACTIVITY-MODEL-ACTIVITY, it is understood that an ACTIVITY-MODEL-PROCESS-ACTIVITY is meant (see Section IV.C.4.a below).  An instance table for this entity is provided as Table 336.

Table 336.  INFORMATION-ELEMENT (ICOM) Instance Table

INFORMATION-ELEMENT (ICOM) [see also Annex I]

INFO-ELEM (ICOM) Identifier
ICOM Version Identifier

INFO-ELEM (ICOM) 
Name
INFO-ELEM (ICOM) Definition Text
INFO-ELEM (ICOM) Creation Date
INFO-ELEM (ICOM) Revision Date

ICOM0001
ICOMV0001
Rules & Constraints
—
—
—

ICOM0002
ICOMV0001
Commander’s Guidance
—
—
—

ICOM0006
ICOMV0001
External Environment
—
—
—

ICOM0007
ICOMV0001
Requester Feedback
—
—
—

ICOM0012
ICOMV0001
Existing Holdings
—
—
—

ICOM0014
ICOMV0001
Other Intelligence
—
—
—

ICOM0015
ICOMV0001
Data Holdings
—
—
—

ICOM0016
ICOMV0001
Information Holdings
—
—
—

ICOM0019
ICOMV0001
Task Status
—
—
—

ICOM0020
ICOMV0001
Intelligence Support Systems
—
—
—

ICOM0029
ICOMV0001
Disseminated Intelligence Response
—
—
—

ICOM0030
ICOMV0001
Prioritized Request
—
—
—

ICOM0031
ICOMV0001
Organically Collected Data
—
—
—

ICOM0032
ICOMV0001
Relevant Information
—
—
—

Missing from the instance table are the following attributes:  Developing ORGANIZATION Identifier (FK), DOCUMENT Identifier (FK), and Validation Indicator Code.

MESSAGE-STANDARD-INFORMATION-ELEMENT (illustrated in Table 337) is defined as an association of a specific MESSAGE-STANDARD with a specific INFORMATION-ELEMENT.  This entity is used to define the information content of a specific MESSAGE-STANDARD.

Table 337.  MESSAGE-STANDARD-INFORMATION-ELEMENT Instance Table Template

MESSAGE-STANDARD-INFORMATION-ELEMENT

Standard AGREEMENT Identifier (FK)
INFO-ELEMENT-{ICOM} Identifier (FK)
ICOM Version Identifier (FK)













The entity ICOM-ASSOCIATION (now an association between two instances of INFORMATION-ELEMENT, illustrated in Table 338) is defined [DDDS (4202) (A)] as the association of one ICOM to another ICOM.  One use of ICOM-ASSOCIATION is to define the component parts of a bundled information flow (each of which is an ICOM).  

Table 338.  INFORMATION-ELEMENT (ICOM)-ASSOCIATION Instance Table

INFORMATION-ELEMENT (ICOM)-ASSOCIATION [see also Annex I]

Ordinate ICOM Group Identifier (FK)
Subordinate ICOM Group Identifier (FK)
INFO-ELEM 
INFO-ELEM 

ICOM Identifier
ICOM Version 
Identifier
ICOM
Identifier
ICOM Version Identifier
(ICOM)-ASSOC 
Definition Text
(ICOM)-ASSOC 
Type Code

ICOM0015
ICOMV0001
ICOM0012
ICOMV0001
—
Is part of

ICOM0016
ICOMV0001
ICOM0012
ICOMV0001
—
Is part of

These instances of ICOM-ASSOCIATION state that ICOM 12 (Existing Holdings) splits into two ICOMs:  ICOM 15 (Data Holdings) and ICOM 16 (Information Holdings).

INFORMATION-ELEMENT (ICOM) [see also Annex I]

INFO-ELEM (ICOM) Identifier
ICOM Version Identifier

INFO-ELEM (ICOM) 
Name
INFO-ELEM (ICOM) 
Definition Text
INFO-ELEM (ICOM) Creation Date
INFO-ELEM (ICOM) 
Revision Date

ICOM0012
ICOMV0001
Existing Holdings
—
—
—

ICOM0015
ICOMV0001
Data Holdings
—
—
—

ICOM0016
ICOMV0001
Information Holdings
—
—
—

b.
Details for DATA-DICTIONARY-ELEMENT and Related Entities

DATA-DICTIONARY (illustrated in Table 355 of Section IV.B.24 on Information Asset Subtypes) is defined as a repository of information about data such as definition, relationships to other data, origin, usage, and format [C4ISR Architecture Framework, June 1996].  

DATA-DICTIONARY-SPECIFICATION is defined [DDDS (7990/1) (D)] as a listing of standardized data-elements and their characteristics.  Its attributes and an instance table are provided in Section IV.B.17 (Table 286, above) in the discussion of DOCUMENT.

DATA-DICTIONARY-ELEMENT (illustrated in Table 339) is defined as an information concept defined in a specific DATA-DICTIONARY.  

Table 339.  DATA-DICTIONARY-ELEMENT Instance Table

DATA-DICTIONARY-ELEMENT

Data Dictionary 
INFO-ASSET Group Identifier (FK)






INFO-ASSET Identifier
INFO-ASSET Version Identifier

ORGANI-ZATION Identifier

DATA-DIC-ELEMENT Identifier
DATA-DIC-ELEMENT Approval Status Code


DATA-DIC-ELEMENT Definition Text

DATA-DIC-ELEMENT Name

IAS1101
IAV0001
ORG1101
171380101
A
Senate And House of Representatives
00

IAS1101
IAV0001
ORG1101
171380201
A
Senate And House of Representatives
01

IAS1101
IAV0001
ORG1101
171380202
A
Administrative Office of the U.S. Court
02

The following attributes of DATA-DICTIONARY-ELEMENT are omitted from the instance table:  INFO-ELEMENT-{ICOM} Identifier (FK), ICOM Version Identifier (FK), Approval Status Date, Format Description Text, Source Name, and Usage Description Text.

DATA-DICTIONARY-ELEMENT-ASSOCIATION (illustrated in Table 340) is defined as the relationship of one DATA-DICTIONARY-ELEMENT to another DATA-DICTIONARY-ELEMENT.  

Table 340.  DATA-DICTIONARY-ELEMENT-ASSOCIATION Instance Table

DATA-DICTIONARY-ELEMENT-ASSOCIATION

Ordinate DATA-DICTIONARY-ELEMENT 
Group Identifier (FK)
Subordinate DATA-DICTIONARY-ELEMENT 
Group Identifier (FK)


DATA-

Ordinate Data Dictionary INFO-ASSET Identifier

Subordinate Data Dictionary INFO-ASSET Identifier
Sub-ordinate 
DATA-DIC-
DIC ELEM--

INFO-ASSET Id
INFO-ASSET Vers Id

ORG Identifier
Ordinate DATA-DIC-ELEM Id
INFO-ASSET Id
INFO-ASSET Vers Id

ORG Identifier
DATA-DIC-ELEM Id
ELEM-ASSOC Id
ASSOC Type Code

IAS1101
IAV0001
ORG1101
171380201
IAS1101
IAV0001
ORG1101
171380101
DDEA1
Replaces

22.
Implementation Time Frame View

a.
Overview and Specification

Figure 106 provides the IDEF1X view for Implementation Time Frame.  Table 341 provides definitions of each entity in the figure.  Since IMPLEMENTATION-TIME-FRAME references PERIOD, this entity is also included in the table.  These entity is used to provide consistent time frames for standards and systems evolution.

Table 341.  Entity Definitions for All Entities in the Implementation Time Frame View

Entity
Entity Definition
Reference

IMPLEMENTATION-TIME-FRAME
The specification of a general chronological period for the instantiation of a concept, system, or capability.
See below

PERIOD
(1321) (A)  INTERVAL OF TIME.
See Section IV.B.07 (System Child Entity View)

REQUIRED-CAPABILITY
The relationship of a specific REQUIREMENT to a specific CAPABILITY.  Note:  Examples of REQUIRED-CAPABILITY for an IER are:  Expected Occurrence Rate (inverse seconds), Expected Volume Rate (bits), Maximum Latency Duration Quantity (seconds), Minimum Transfer Rate (bits per second), each of which is expressed as an instance of CAPABILITY for a specific IER.
See Section IV.B.12 (Capability View)

SYSTEM-CAPABILITY
(9081) (D)  AN ASSOCIATION BETWEEN A SYSTEM AND A CAPABILITY.
See Section IV.B.12 (Capability View)

SYSTEM-IMPLEMENTATION-TIME-FRAME
The specification of qualitative characteristics of a SYSTEM for a specific IMPLEMENTATION-TIME-FRAME.
See below

TECHNICAL-CRITERION-PROFILE
Time-phased capture of a technical guideline applicable to a given architecture.
See Section IV.B.10 (Agreement View)

[image: image107.png]TECHNICAL-CRITERION-PROFILE REQUIRED-CAPABILITY

TECHNICAL-CRITERION Identifier (FK) Requirement GUIDANCE Identifier (FK)
Technical Criteria Document DOCUMENT Identifier (FK) | | REQUIRED-CAPABILITY Identifier

{TECHNOLOGY Identifer (FK) ‘/CAPABILITY IDENTIFIER (FK)

Technical Guideline GUIDANCE Identifer (FK)
TECHNICAL-CRITERION-PROFILE Identifier TN laaniton (e U Cote (9

IMPLEMENTATION-TIME-FRAME Cade (FK) REQUIRED-CAPABILITY Effective Date
TECHNICAL-CRITERION-PROFILE Role Code REQUIRED-CAPABILITY Measurement Unit Quantity

T

* T3 clted for is cied or b

IMPLEMENTATION-TIME-FRAME
IMPLEMENTATION-TIME-FRAME Cade

PERIOD IDENTIFIER (FK)

defines applicabiliy time frame for

*
SYSTEM-CAPABILITY

{SYSTEM Identifer (FK)
CAPABILITY IDENTIFIER (FK)
SYSTEM-CAPABILITY Idenifer

PROCESS-ACTIVITY IDENTIFIER (FK)
PROCESS-ACTIVITY VERSION IDENTIFIER (FK)
SYSTEM-PROCESS-ACTIVITY Identifier (FIK)
IMPLEMENTATION-TIME-FRAME Cade (FK)
SYSTEM-CAPABILITY Description Text
SYSTEM-CAPABILITY Effective Date
SYSTEM-CAPABILITY Estimated Accuracy Evaluation Code
SYSTEM-CAPABILITY Estimated Reliabilly Code
SYSTEM-CAPABILITY Measurement Unit Quantity
SYSTEM-CAPABILITY Type Cade

‘SYSTENHIMPLEMENTATION TIME-FRAVE
SYSTEM Idertifier (FK) ‘
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SYSTEMIMPLEMENTATION-TIME-FRAME DETAIL Identifier
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SYSTEMIMPLEMENTATION-TIME-FRAME-DETAIL Organic Training Description Text





Figure 106.  CADM 2.0 Implementation Time Frame View (XV-22)

Table 342 provides the attribute specifications of key entities in the Implementation Time Frame View of CADM 2.0.

Table 342.  Attribute Specifications for Key Entities in the Implementation Time Frame View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

IMPLEMENTATION-TIME-FRAME
· IMPLEMENTATION-TIME-FRAME Code (PK)—The code that represents a specific IMPLEMENTATION-TIME-FRAME.  Domain values include:  Baseline; Intermediate; Objective. [Source:  Attribute Tables for Products, Draft, Framework Panel (Anne Reedy), 19 June 1997.]

· PERIOD IDENTIFIER (FK)—(12180) (A)  THE IDENTIFIER THAT REPRESENTS A PERIOD.

SYSTEM-IMPLEMENTATION-TIME-FRAME
· SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· IMPLEMENTATION-TIME-FRAME Code (PK) (FK)—The code that represents a specific IMPLEMENTATION-TIME-FRAME.

· SYSTEM-IMPLEMENTATION-TIME-FRAME-DETAIL Identifier (PK)—The identifier for a specific SYSTEM-IMPLEMENTATION-TIME-FRAME-DETAIL for a specific SYSTEM and a specific IMPLEMENTATION-TIME-FRAME.

· SYSTEM-IMPLEMENTATION-TIME-FRAME-DETAIL Effectiveness Description Text—The text that summarizes the operational use of a specific SYSTEM in a specific IMPLEMENTATION-TIME-FRAME.

· SYSTEM-IMPLEMENTATION-TIME-FRAME-DETAIL Maintainability Description Text—The text that summarizes the way in which a specific SYSTEM is to be supported for modifications and corrections in a specific IMPLEMENTATION-TIME-FRAME.

· SYSTEM-IMPLEMENTATION-TIME-FRAME-DETAIL Organic Training Description Text—The text that summarizes the level of organizational preparation for the use of a specific SYSTEM in a specific IMPLEMENTATION-TIME-FRAME.

b.
Details for IMPLEMENTATION-TIME-FRAME

IMPLEMENTATION-TIME-FRAME (illustrated in Table 343) is defined as the specification of a time frame for the instantiation of a concept, system, or capability.  Its only attribute (to date) is the following:  IMPLEMENTATION-TIME-FRAME Code—The code that represents a specific IMPLEMENTATION-TIME-FRAME.  Example domain values are:  B--Baseline; I--Intermediate; O--Objective [Framework 1997a].  The primary use of IMPLEMENTATION-TIME-FRAME is to obtain consistent specifications for architecture concepts (e.g., required capabilities, system performance estimates, technology forecasts) that depend on a time frame rather than a start and end date (or year).  Therefore, IMPLEMENTATION-TIME-FRAME serves as a common pick list for five entities of the CADM:

Table 343.  IMPLEMENTATION-TIME-FRAME Instance Table

IMPLEMENTATION-TIME-FRAME

IMPLEMENTATION-TIME-FRAME Code
PERIOD Identifier (FK)

B (Baseline)
PER0021

I (Intermediate)
PER0022

O (Objective)
PER0023

PERIOD

PERIOD Identifier
PERIOD Begin Date
PERIOD End Date
PERIOD Name
PERIOD Type Name

PER0021
—
31 Dec 1997
Base
Developmental

PER0022
01 Jan 1998
31 Dec 1999
Future
Developmental

PER0023
01 Jan 2000
—
Long Range
Developmental

SYSTEM-IMPLEMENTATION-TIME-FRAME (illustrated in Table 344) is defined as the specification of qualitative characteristics of a SYSTEM for a specific IMPLEMENTATION-TIME-FRAME.  

Table 344.  SYSTEM-IMPLEMENTATION-TIME-FRAME Instance Table

SYSTEM-IMPLEMENTATION-TIME-FRAME-DETAIL



SYSTEM Identifier (FK)
IMPLEM-TIME-FRAME Code (FK)
SYSTEM-IMPLEM-CLASS-DETAIL Id
SYSTEM-IMPLEM-CLASS-DETAIL Effectiveness Description Text
SYSTEM-IMPLEM-CLASS-DETAIL Maintainability Description Text
SYSTEM-IMPLEM-CLASS-DETAIL Organic Training Description Text

SYS3008 (MIDB 1.0)
B (Baseline)
SICD0001
—
—
—

SYS3009 (MIDB 1.1)
I (Intermediate)
SICD0002
—
—
—

SYS3010 (MIDB 1.2)
O (Objective)
SICD0003
—
—
—

23.
Information Asset Child Entity View

a.
Overview and Specification

Figure 107 provides the IDEF1X view for Information Asset Child Entity.  Table 345 provides definitions of each entity in the figure.  

Table 345.  Entity Definitions for All Entities in the Information Asset Child Entity View

Entity
Entity Definition
Reference

ARCHITECTURE-PROJECT-ANALYSIS-RESULT
The relationship between a specific ARCHITECTURE-PROJECT and a specific ARCHITECTURE-ANALYSIS-PROCESS-RESULT.
See Section IV.B.11 (Architecture View)

DATA-STORE
A PROCESS-ACTIVITY that persistently holds information.
See Section IV.B.33 (System Function View)

INFORMATION-ASSET
(4246/2) (A)  AN INFORMATION RESOURCE.  (DDDS, June 1998)
See below

INFORMATION-ASSET-AGREEMENT
The association of a specific INFORMATION-ASSET to a specific AGREEMENT.
See below

INFORMATION-ASSET-DOCUMENT
The association of a specific INFORMATION-ASSET to a specific DOCUMENT.  Compare:  INFORMATION-ASSET-DOCUMENT--(5034/1) (X)  AN ASSOCIATIVE ENTITY THAT IDENTIFIES A DOCUMENT WITH AN INFORMATION-ASSET.
See below

INFORMATION-ASSET-GUIDANCE
(5034/2) (A)  AN ASSOCIATIVE ENTITY THAT IDENTIFIES GUIDANCE WITH AN INFORMATION-ASSET.  (DDDS, June 1998)
See below

INFORMATION-ASSET-RELATION
(6512) (A)  THE ASSOCIATION BETWEEN INFORMATION-ASSETS.
See below

NODE-INFORMATION-ASSET
The association of a specific NODE to a specific INFORMATION-ASSET.
See Section IV.B.30 (Node View)

ORGANIZATION
(345) (A)  AN ADMINISTRATIVE STRUCTURE WITH A MISSION.
See Section IV.B.02 (Organization View)

RELATION-TYPE
(6515) (A)  AN ASSOCIATION BETWEEN OBJECTS THAT DEFINES AN INFORMATION ASSET.
See below

REQUIREMENT-INFORMATION-ASSET
The association of a specific REQUIREMENT with a specific INFORMATION-ASSET.
See Section IV.B.05 (Requirement View)

SECURITY-CLASSIFICATION
(940) (A)  THE LEVEL ASSIGNED TO NATIONAL SECURITY INFORMATION AND MATERIAL THAT DENOTES THE DEGREE OF DAMAGE THAT ITS UNAUTHORIZED DISCLOSURE WOULD CAUSE TO NATIONAL DEFENSE OR FOREIGN RELATIONS OF THE UNITED STATES AND THE DEGREE OF PROTECTION REQUIRED.
See Section IV.B.36 (Security View)

SYSTEM-INFORMATION-ASSET
The association of a specific SYSTEM with a specific INFORMATION-ASSET.
See Section IV.B.07 (System Child Entities View)
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Figure 107.  CADM 2.0 Information Asset Child Entity View (XV-23)

Table 346 provides the attribute specifications of key entities in the Information Asset Child Entity View of CADM 2.0.

Table 346.  Attribute Specifications for Key Entities in the Information Asset Child Entity View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

INFORMATION-ASSET
· INFORMATION-ASSET IDENTIFIER (PK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.

· INFORMATION-ASSET VERSION IDENTIFIER (PK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

· ORGANIZATION IDENTIFIER (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· SECURITY-CLASSIFICATION CODE (FK)—(26900/1) (A)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (26900/2) (C)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (DDDS, June 1998)

· Maintaining ORGANIZATION Identifier (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· Steward ORGANIZATION Identifier (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· Vendor ORGANIZATION Identifier (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· SECURITY-CLEARANCE-TYPE CODE (FK)—(17059) (A)  THE CODE THAT REPRESENTS A SECURITY-CLEARANCE-TYPE.

· INFORMATION-ASSET ACRONYM TEXT—(30811) (A)  THE TEXT THAT DESCRIBES THE INITIAL CHARACTERS OF THE NAME OF AN INFORMATION-ASSET.

· INFORMATION-ASSET COMMENT TEXT—(20394/2) (A)  THE TEXT OF COMMENTARY ON AN INFORMATION-ASSET.

· INFORMATION-ASSET DEFINITION TEXT—(20396/2) (A)  THE TEXT THAT DEFINES AN INFORMATION-ASSET.

· INFORMATION-ASSET NAME—(20397/3) (A)  THE NAME OF AN INFORMATION-ASSET.

· INFORMATION-ASSET REUSABLE CODE—(20398/2) (A)  THE CODE THAT REPRESENTS THE REUSABILITY OF AN INFORMATION-ASSET.  Domain values include:  N--NON-REUSABLE INFORMATION ASSET; R--REUSABLE INFORMATION ASSET.

· INFORMATION-ASSET SHORT NAME—(30300) (A)  THE SHORTENED NAME OF AN INFORMATION-ASSET.

· INFORMATION-ASSET STANDARDIZATION AUTHORITY CODE—(29427/2) (A)  THE CODE THAT REPRESENTS THE APPROVAL AUTHORITY OF AN INFORMATION-ASSET.  Domain values include:  ANSI--AMERICAN NATIONAL STANDARDS INSTITUTE; DOD--DEPARTMENT OF DEFENSE; FIPS--FEDERAL INFORMATION PROCESSING STANDARDS; ISO--INTERNATIONAL ORGANIZATION FOR STANDARDIZATION; NATO--NORTH ATLANTIC TREATY ORGANIZATION; OTH--OTHER EXTERNAL STANDARDS SOURCE.  Note (added for CADM 2.0):  many other US and multinational standards bodies need to be added:  IEEE, AIA, ASME, SIA, UL, ITU-TS (formerly CCITT), etc.

· INFORMATION-ASSET STANDARDIZATION STATUS CODE—(25127/2) (A)  THE CODE THAT REPRESENTS THE CONFORMITY TO ESTABLISHED CRITERIA OF AN INFORMATION-ASSET.  Domain values include:  A--APPROVED; C--CANDIDATE; D--DEVELOPMENTAL; R--DISAPPROVED; X—ARCHIVED.

· INFORMATION-ASSET STANDARDIZATION STATUS DATE—(25175/2) (A)  THE DATE OF THE CONFORMITY TO ESTABLISHED CRITERIA OF AN INFORMATION-ASSET.

· INFORMATION-ASSET TYPE CODE—(30797/1) (A)  THE CODE THAT REPRESENTS A KIND OF INFORMATION-ASSET.  Domain values include:  01--USER PRESENTATION VIEW; 02--SYSTEM SEGMENT; 03--DATA DOMAIN; 04--DATA CLASS; 05--INTERNAL RECORD; 06--DATA ENTITY; 07--APPLICATION; 08--INFORMATION SYSTEM; 09--CONCEPTUAL DATA MODEL; 10--DATA ATTRIBUTE; 11--CONCEPTUAL DATA MODEL VIEW; 12--DOMAIN MODEL; 13--ACTIVITY MODEL; 14--EXTERNAL/PHYSICAL MODEL; additional values for CADM are:  Software Application; Internal Data Model; Hierarchical Requirement Dictionary; Data Dictionary; Database.

INFORMATION-ASSET-AGREEMENT
· INFO-ASSET Group Identifier (PK) (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

· AGREEMENT IDENTIFIER (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· INFORMATION-ASSET-AGREEMENT Identifier (PK)—The identifier of an INFORMATION-ASSET-AGREEMENT for a specific INFORMATION-ASSET and a specific AGREEMENT.

· INFORMATION-ASSET-AGREEMENT Role Code—The code that represents the specific way in which an INFORMATION-ASSET is related to an AGREEMENT.  Domain values include:  Is governed by; Satisfies the requirements of; Cites; Not specified; Not known (added for CADM V2.0).

Table 346.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

INFORMATION-ASSET-DOCUMENT
· INFO-ASSET Group Identifier (PK) (FK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.

· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· INFORMATION-ASSET-DOCUMENT Identifier (PK)—The identifier of a INFORMATION-ASSET-DOCUMENT for a specific INFORMATION-ASSET and  specific DOCUMENT.

· INFORMATION-ASSET-DOCUMENT Role Code—The code that designates the specific way in which a DOCUMENT is cited for an INFORMATION-ASSET.  Domain values include:  Specified according to; Specified with reference to; Is cited in; Has a detailed mapping to other INFORMATION-ASSET(s); Is stored in the form of.

INFORMATION-ASSET-GUIDANCE
· INFO-ASSET Group Identifier (PK) (FK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.

· GUIDANCE IDENTIFIER (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· INFORMATION-ASSET-GUIDANCE DESCRIPTION TEXT—(23029/2) (A)  THE TEXT THAT DESCRIBES  AN INFORMATION-ASSET-GUIDANCE.

INFORMATION-ASSET-RELATION
· Ordinate INFORMATION-ASSET (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· Subordinate INFORMATION-ASSET (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· RELATION-TYPE IDENTIFIER (FK)—(28715) (A)  THE IDENTIFIER THAT REPRESENTS A RELATION-TYPE.

· INFORMATION-ASSET-RELATION REASON TEXT—(26878) (A)  THE TEXT OF THE REASON FOR AN INFORMATION-ASSET-RELATION.

· INFORMATION-ASSET-RELATION TRACE GENERATED RELATIONSHIP INDICATOR CODE—(26821) (A)  THE CODE THAT REPRESENTS THE INDICATION OF TRACKING AN INFORMATION-ASSET-RELATION.  Domain values include:  0--RELATIONSHIP BETWEEN REUSABLE ASSETS IS NOT NECESSARY; 1--RELATIONSHIP BETWEEN REUSABLE ASSETS IS NECESSARY.

· INFORMATION-ASSET-RELATION TYPE CODE—(26824/2) (A)  THE CODE THAT REPRESENTS A KIND OF INFORMATION-ASSET-RELATION.  Domain values include:  A--ACTIVE RELATION; I--INACTIVE RELATION.

RELATION-TYPE
· RELATION-TYPE IDENTIFIER (PK)—(28715) (A)  THE IDENTIFIER THAT REPRESENTS A RELATION-TYPE.

· RELATION-TYPE GENERATE TRACE ADDITION INDICATOR CODE—(26841) (A)  THE CODE THAT REPRESENTS THE INDICATION OF ADDITION OF A RELATION-TYPE.  Domain values include:  0--ADDITIONAL RELATIONSHIP RECORDS ARE NOT ADDED TO THE DATABASE; 1--ADDITIONAL RELATIONSHIP RECORDS ARE ADDED TO THE DATABASE.

· RELATION-TYPE INVERSE RELATION NAME—(26840) (A)  THE NAME OF A REVERSE RELATION OF A RELATION-TYPE.

· RELATION-TYPE NAME—(26839) (A)  THE NAME OF A RELATION-TYPE.

b.
Details for INFORMATION-ASSET

INFORMATION-ASSET (illustrated in Table 347), a child entity of ORGANIZATION, is defined [(4246) (A)] as an information resource.  

Table 347.  INFORMATION-ASSET Instance Table

INFORMATION-ASSET

INFO-ASSET Group Identifier






INFO-ASSET Identifier
INFO-ASSET Version Identifier

ORGANI-ZATION Id (FK)


INFO-ASSET Short Name


INFO-ASSET 
Type Code
INFO-ASSET Stnd Status Cd

IA2001
IAV0001
ORG01
Provide Intelligence
13 (Activity Model)
D

IA1101
IAV0001
ORG1101 (DISA)
DDDS
Data Dictionary
—

IA3001
IAV0001
ORG01
—
09 (Conceptual Data Model)
—

IA3002
IAV0001
ORG01
—
09 (Conceptual Data Model)
—

IA3003
IAV0001
ORG01
—
09 (Conceptual Data Model)
—

IA3004
IAV0001
ORG01
—
Internal Data Model
—

IA3005
IAV0001
ORG01
—
Internal Data Model
—

IA3006
IAV0001
ORG01
—
Internal Data Model
—

IA3007
IAV0001
ORG01
—
01 (User Presentation View)
—

IA3008
IAV0001
ORG01
—
01 (User Presentation View)
—

IA3009
IAV0001
ORG01
—
01 (User Presentation View)
—

IA3010
IAV0001
ORG01
—
06 (Data Entity)
—

IA3011
IAV0001
ORG01
—
06 (Data Entity)
—

IA3012
IAV0001
ORG01
—
06 (Data Entity)
—

IA3013
IAV0001
ORG01
—
10 (Data Attribute)
—

IA3014
IAV0001
ORG01
—
10 (Data Attribute)
—

IA3015
IAV0001
ORG01
—
10 (Data Attribute)
—

IA3016
IAV0001
ORG01
—
03 (Data Domain)
—

IA3017
IAV0001
ORG01
—
03 (Data Domain)
—

IA3018
IAV0001
ORG01
—
03 (Data Domain)
—

IA3019
IAV0001
ORG01
—
05 (Internal Record)
—

IA3020
IAV0001
ORG01
—
05 (Internal Record)
—

IA3021
IAV0001
ORG01
—
05 (Internal Record)
—

IA4001
IAV0001
ORG01
USN HRD
Hierarchical Requirement Dictionary
D

IA4002
IAV0001
ORG01
USA HRD
Hierarchical Requirement Dictionary
D

IA4003
IAV0001
ORG01
USAF HRD
Hierarchical Requirement Dictionary
D

IA4004
IAV0001
ORG01
GCCS
08 (Information system)
D

IA4005
IAV0001
ORG01
AGCCS
08 (Information system)
D

IA4006
IAV0001
ORG01
MIIDS
08 (Information system)
D

IA4007
IAV0001
ORG01
JOPES S&M
07 (Application)
D

IA4008
IAV0001
ORG01
JMCIS
07 (Application)
D

IA4009
IAV0001
ORG01
CTAPS
07 (Application)
D

IA4010
IAV0001
ORG01
GSORTS
07 (Application)
D

IA5201
IAV0001
ORG01
Rules
06 (Data Entity)
—

IA5202
IAV0001
ORG01
Constraints
06 (Data Entity)
—

IA5203
IAV0001
ORG01
Feedback
06 (Data Entity)
—

IA5204
IAV0001
ORG01
System
06 (Data Entity)
—

IA5205
IAV0001
ORG01
Intel Sys
06 (Data Entity)
—

IA5206
IAV0001
ORG01
Request
06 (Data Entity)
—

IA5301
IAV0001
ORG01
DoD Data Model
09 (Conceptual Data Model)
—

IA5302
IAV0001
ORG01
C2 Core Data Model
09 (Conceptual Data Model)
—

IA5303
IAV0001
ORG01
Lightweight Computer Unit
System Platform
—

The following attributes for INFORMATION-ASSET are omitted from the instance table:  SECURITY-CLASSIFICATION Code (FK), CAVEATED-SECURITY-CLASSIFICATION Identifier (FK), Maintaining ORGANIZATION Identifier (FK), Steward ORGANIZATION Identifier (FK), Vendor ORGANIZATION Identifier (FK), SECURITY-CLEARANCE-TYPE Code, Acronym Text, Comment Text, Definition Text, Name, Reusable Code, Standardization Authority Code, and Standardization Status Date.

c.
Details for Associations among INFORMATION-ASSETs

RELATION-TYPE (illustrated in Table 348) is an independent entity defined [(6515) (A)] as an association between objects that defines an INFORMATION ASSET.  

Table 348.  RELATION-TYPE Instance Table

RELATION-TYPE

RELATION-TYPE Identifier
RELATION-TYPE Generate Trace Addition Indicator Code
RELATION-TYPE Inverse Relation Name
RELATION-TYPE 
Name

RELT01
1 (Additional relationship records are added to the database)
Is a component of
Has as a component

INFORMATION-ASSET-RELATION (illustrated in Table 349) is defined [(6512) (A)] as the association between INFORMATION-ASSETs.  

Table 349.  INFORMATION-ASSET-RELATION Instance Table

INFORMATION-ASSET-RELATION

Ordinate 
INFO-ASSET Group Id (FK)
Subordinate 
INFO-ASSET Group Id (FK)


IA-REL Trace-


INFO-ASSET Id
INFO-ASSET Vers Id


ORG id

INFO-ASSET Id
INFO-ASSET Vers Id


ORG id
REL-TYPE Id (FK)
IA-REL Reason Text
Gener. Relat Indic Code
IA-REL Type Code

IA4004 (GCCS)
IAV0001
ORG01
IA4007 (JOPES S&M)
IAV0001
ORG01
RELT01
Component
1 (Necessary)
A (Active)

IA4004 (GCCS)
IAV0001
ORG01
IA4008 (JMCIS)
IAV0001
ORG01
RELT01
Component
1
A

IA4004 (GCCS)
IAV0001
ORG01
IA4009 (CTAPS)
IAV0001
ORG01
RELT01
Component
1
A

DATA-ATTRIBUTE-ASSOCIATION is defined [(4226) (A)] as the association among DATA-ATTRIBUTEs that indicates how a non-atomic DATA-ATTRIBUTE is constructed.  DATA-ENTITY-DATA-ATTRIBUTE is defined [(4237) (A)] as an associative entity that identifies a DATA-ATTRIBUTE with a DATA-ENTITY.  DATA-ENTITY-RELATIONSHIP is defined [(4239) (A)] as an association between DATA-ENTITYs that represents a business rule of an ORGANIZATION.  These three entities are described in Section IV.B.15 in the discussion of Data Entity and Attributes.

d.
Details for Other Child Entities of INFORMATION-ASSET

INFORMATION-ASSET-AGREEMENT (illustrated in Table 350) is defined as the association of a specific INFORMATION-ASSET to a specific AGREEMENT.  Classes of association (specified using the Role Code) are the following:  Is governed by, Satisfies the requirements of, and Cites.

Table 350.  INFORMATION-ASSET-AGREEMENT Instance Table

INFORMATION-ASSET-AGREEMENT

INFO-ASSET Group Identifier (FK)

INFO-ASSET-
INFO-ASSET-

INFO-ASSET Identifier
INFO-ASSET 
Version Identifier
ORGANIZATION Identifier
AGREEMENT Identifier (FK)
AGREEMENT Identifier (FK)
AGREEMENT Role Code

IA4004 (GCCS)
IAV0001
ORG01
AGR1101 (NITF)
INAGR0001
Is governed by

IA4004 (GCCS)
IAV0001
ORG01
AGR1102 (CGM)
INAGR0001
Is governed by

IA4004 (GCCS)
IAV0001
ORG01
AGR1103 (CGM Profile)
INAGR0001
Satisfies requirements of

IA4004 (GCCS)
IAV0001
ORG01
AGR1104 (TAFIM)
INAGR0001
Cites

IA4004 (GCCS)
IAV0001
ORG01
AGR1105 (NITFS)
INAGR0001
Cites

INFORMATION-ASSET-DOCUMENT (illustrated in Table 351) is defined as the association of a specific INFORMATION-ASSET to a specific DOCUMENT.  Classes of association (specified using the Role Code) are the following:  Specified according to, Specified with reference to, Is cited in, Has a detailed mapping to other INFORMATION-ASSET(s), and Is stored in the form of.

Table 351.  INFORMATION-ASSET-DOCUMENT Instance Table

INFORMATION-ASSET-DOCUMENT

INFO-ASSET Group Identifier (FK)




INFO-ASSET Identifier
INFO-ASSET Version Identifier
ORGANI-ZATION Identifier


DOCUMENT Identifier (FK)

INFORMATION-ASSET-DOCUMENT Role Code

IA4005 (AGCCS)
IAV0001
ORG01
DOC11001 (Pub 1-01)
Specified with reference to

IA4004 (GCCS)
IAV0001
ORG01
DOC11001 (Pub 1-01)
Specified with reference to

IA4004 (GCCS)
IAV0001
ORG01
DOC11005 (Pub 6-02)
Specified according to

INFORMATION-ASSET-GUIDANCE (illustrated in Table 352) is defined [(5034) (A)] as an associative entity that identifies GUIDANCE with an INFORMATION-ASSET.  

Table 352.  INFORMATION-ASSET-GUIDANCE Instance Table

INFORMATION-ASSET-GUIDANCE

INFO-ASSET Group Identifier (FK)




INFO-ASSET Identifier
INFO-ASSET Version Identifier
ORGANI-ZATION Identifier


GUIDANCE Identifier (FK)
INFORMATION-ASSET-GUIDANCE Description Text

IA4005 (AGCCS)
IAV0001
ORG01
GUID0106 (Engagement Status IER)
Supports

IA4005 (AGCCS)
IAV0001
ORG01
GUID0107 (Target Location IER)
Supports

IA4004 (GCCS)
IAV0001
ORG01
GUID0106 (Engagement Status IER)
Supports

IA4004 (GCCS)
IAV0001
ORG01
GUID0107 (Target Location IER)
Supports

IA4004 (GCCS)
IAV0001
ORG01
GUID0108 (JTF-CINC Need Line)
Supports

IA4004 (GCCS)
IAV0001
ORG01
GUID0109 (JTF-DIA Need Line)
Supports

NODE-INFORMATION-ASSET is defined as the association of a specific NODE to a specific INFORMATION-ASSET.  Its attributes are defined and an instance table given in Section IV.B.30 (below) in the discussion of NODE.

REQUIREMENT-INFORMATION-ASSET is defined as the association of a specific REQUIREMENT with a specific INFORMATION-ASSET.  Its attributes are defined and an instance table given in Section IV.B.05 (above) in the discussion of REQUIREMENT.  

SYSTEM-INFORMATION-ASSET is defined as the association of a specific SYSTEM with a specific INFORMATION-ASSET.  Its attributes are defined and an instance table given in Section IV.B.07 (above) in the discussion of SYSTEM.

24.
Information Asset Subtype View

a.
Overview and Specification

Figure 108 provides the IDEF1X view for Information Asset Subtype.  Table 353 provides definitions of each entity in the figure.  
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Figure 108.  CADM 2.0 Information Asset Subtype View (XV-24)

Table 353.  Entity Definitions for All Entities in the Information Asset Subtype View

Entity
Entity Definition
Reference

ACTIVITY-MODEL
(4187) (A)  A REPRESENTATION OF THE INTERRELATED FUNCTIONS OF A SYSTEM.
See Section IV.B.09 (Activity Model View)

CONCEPTUAL-DATA-MODEL
(4359/2) (A)  A STRUCTURED GRAPHICAL AND/OR TEXTUAL REPRESENTATION OF CONCEPTS AND KNOWLEDGE WITHIN AN ACTIVITY.  (DDDS, June 1998)
See Section IV.B.16 (Data Model Overview View)

DATA-ATTRIBUTE
(4363/2) (A)  A PROPERTY OR CHARACTERISTIC OF A DATA ENTITY THAT IS COMMON TO INSTANCES OF AN ENTITY AND REPRESENTS THE ASSOCIATION OF A DATA DOMAIN WITH A DATA ENTITY.  (DDDS, June 1998)
See Section IV.B.15 (Data Entity and Attributes View)

DATA-DICTIONARY
A repository of information about data such as definition, relationships to other data, origin, usage, and format [C4ISR Architecture Framework, June 1996].
See below

DATA-DICTIONARY-ELEMENT
An information concept defined in a specific DATA-DICTIONARY
See Section IV.B.21 (Information Element View)

DATA-DOMAIN
(4231/2) (A)  A SET OF PERMISSIBLE DATA VALUES FROM WHICH ACTUAL VALUES ARE TAKEN.
See Section IV.B.14 (Data Domain View)

DATA-ENTITY
(4362/2) (A)  THE REPRESENTATION OF A SET OF PEOPLE, OBJECTS, PLACES, EVENTS OR IDEAS THAT SHARE THE SAME CHARACTERISTIC RELATIONSHIPS.  (DDDS, June 1998)  CADM 2.0 suggests the last three words of the definition be "characteristics and relationships."
See Section IV.B.15 (Data Entity and Attributes View)

INFORMATION-ASSET
(4246/2) (A)  AN INFORMATION RESOURCE.  (DDDS, June 1998)
See Section IV.B.23 (Information Asset Subtypes View)

INFORMATION-SYSTEM
(5078/3) (A)  A COLLECTION OF INFORMATION-ASSETS COMBINED TO ACHIEVE A DIRECTED PURPOSE.  (DDDS, June 1998)
See below

INTERNAL-DATA-MODEL
(5287) (A)  THE REPRESENTATION OF THE PHYSICAL DATA STRUCTURE OF A DATABASE OR INFORMATION SYSTEM.
See Section IV.B.16 (Data Model Overview View)

SOFTWARE-APPLICATION
(5344) (A)  A COLLECTION OF AUTOMATED PROGRAMS THAT PROVIDES A SPECIFIC SET OF INFORMATION ON PROCESSING SERVICES.
See Section IV.B.08 (Software Item View)

SYSTEM-PLATFORM
(5358) (A)  THE COLLECTION OF HARDWARE AND SOFTWARE USED BY A SYSTEM.
See Section IV.B.06 (System Subtypes View)

Table 354 provides the attribute specifications of key entities in the Information Asset Subtype View of CADM 2.0.

Table 354.  Attribute Specifications for Key Entities in the Information Asset Subtype View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

DATA-DICTIONARY
· Data Dictionary INFO-ASSET Group Identifier (PK) (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

· DATA-DICTIONARY Type Code—The code that denotes a class of DATA-DICTIONARY.  Domain values include:  Database meta data repository; Data standards repository, Conceptual data model meta data repository

INFORMATION-SYSTEM
· Information System INFO-ASSET Group Identifier (PK) (FK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.

· FUNCTIONAL-AREA IDENTIFIER (FK)—(20492) (A)  THE IDENTIFIER THAT REPRESENTS A FUNCTIONAL-AREA.

· INFORMATION-SYSTEM ENVIRONMENT TEXT—(23095/3) (A)  THE TEXT OF THE SYSTEM ENVIRONMENT OF AN INFORMATION-SYSTEM.

· INFORMATION-SYSTEM INTERFACE TRANSACTION PREDOMINANT METHOD CODE—(26882/3) (A)  THE CODE THAT REPRESENTS THE PREVALENT METHODOLOGY OF INTERACTION WITH AN INFORMATION-SYSTEM.  Domain values include:  0--BATCH INTERFACE; 1--INTERACTIVE INTERFACE; 2--BOTH BATCH AND INTERACTIVE INTERFACE; 0--BATCH INTERFACE; 1--INTERACTIVE INTERFACE; 2--BOTH BATCH AND INTERACTIVE INTERFACE.

· INFORMATION-SYSTEM SITE QUANTITY—(24533/4) (A)  THE QUANTITY OF SITES OF AN INFORMATION-SYSTEM.

· INFORMATION-SYSTEM TYPE CODE—(23099/3) (A)  THE CODE THAT REPRESENTS A KIND OF INFORMATION-SYSTEM.  Domain values include:  D--DEVELOPMENT SYSTEM; L--LEGACY SYSTEM; M--MIGRATION SYSTEM.

· INFORMATION-SYSTEM USER QUANTITY—(24534/3) (A)  THE QUANTITY OF UTILIZERS OF AN INFORMATION-SYSTEM.

b.
Details for Subtypes of INFORMATION-ASSET

ACTIVITY-MODEL-SPECIFICATION.  ACTIVITY-MODEL is defined [(4187) (A)] as a representation of the interrelated functions of a SYSTEM.  Its attributes are defined and instance tables provided in Section IV.B.09 (above) in the discussion of Activity Models.

CONCEPTUAL-DATA-MODEL.  CONCEPTUAL-DATA-MODEL is defined [(4359) (A)] as a structured GRAPHICAL and/or textual representation of concepts and knowledge within an activity.  Its attributes are defined and instance tables provided in Section IV.B.16 (above) in the discussion of Data Models.

DATA-ATTRIBUTE.  DATA-ATTRIBUTE is defined [(4363) (A)] as a property or characteristic of a DATA-ENTITY that is common to instances of an entity and represents the association of a DATA-DOMAIN with a DATA-ENTITY.  Its attributes are defined and instance tables provided in Section IV.B.15 (above) in the discussion of Data Models.

DATA-DICTIONARY.  DATA-DICTIONARY (illustrated in Table 355) is defined as a repository of information about data such as definition, relationships to other data, origin, usage, and format [C4ISR Architecture Framework, June 1996].  DATA-DICTIONARY-SPECIFICATION is defined [DDDS (7990/1) (D)] as a listing of standardized data-elements and their characteristics.  Its attributes and an instance table are provided in Section IV.B.17 (Table 286, above) in the discussion of DOCUMENT.

Table 355.  DATA-DICTIONARY Instance Table

DATA-DICTIONARY

Data Dictionary INFO-ASSET Group Identifier (FK)


INFO-ASSET Identifier (FK)
INFO-ASSET 
Version Identifier (FK)
ORGANIZATION Identifier (FK)
DATA-DICTIONARY
Type Code

IA1101
IAV0001
ORG1101 (DISA)
Data Standards Repository

INFORMATION-ASSET

INFO-ASSET Group Identifier







INFO-ASSET Identifier
INFO-ASSET Version Identifier
ORGANI-ZATION Identifier (FK)


INFO-ASSET Short Name


INFO-ASSET 
Type Code
INFO-ASSET Definition Text

INFO-ASSET Comment Text

INFO-ASSET Standard Status Code

IA1101
IAV0001
ORG1101
DDDS
Data Dictionary
—
—
—

DATA-DICTIONARY-ELEMENT (illustrated in Table 339 in Section IV.B.21) is defined as an information concept defined in a specific DATA-DICTIONARY.  DATA-DICTIONARY-ELEMENT-ASSOCIATION (illustrated in Table 340 of Section IV.B.21) is defined as the relationship of one DATA-DICTIONARY-ELEMENT to another DATA-DICTIONARY-ELEMENT.  

DATA-DOMAIN.  DATA-DOMAIN is defined [(4231) (A)] as a set of permissible data values from which actual values are taken.  Its attributes are defined and instance tables provided in Section IV.B.14 (above) in the discussion of Data Models.

DATA-ENTITY.  DATA-ENTITY is defined [(4362) (A)] as the representation of a set of people, objects, places, events or ideas that share the same characteristic relationships.  Its attributes are defined and instance tables provided in Section IV.B.15 (above) in the discussion of Data Models.

INFORMATION-SYSTEM.  INFORMATION-SYSTEM (illustrated in Table 356) is defined [(5078) (A)] as a collection of INFORMATION-ASSETs combined to achieve a directed purpose.  

Table 356.  INFORMATION-SYSTEM Instance Table

INFORMATION-SYSTEM

Information System 
INFO-ASSET Group Identifier (FK)



INFO-SYS 




INFO-ASSET Identifier
INFO-ASSET Version Identifier

ORGANI-ZATION Identifier

FUNCTIONAL-AREA Identifier (FK)

INFO-SYS Environ Text
Interface Transaction Predominant Method Code

INFO-SYS Site Quantity


INFO-SYS Type Code

IA4004 (GCCS)
IAV0001
ORG01
FCTA0001 (C3)
Commands, JTFs
1 (Interactive)
—
M (Migration)

IA4005 (AGCCS)
IAV0001
ORG01
FCTA0001 (C3)
Army Components
1
—
M

IA4006 (MIIDS)
IAV0001
ORG01
FCTA0002 (Intel)
Commands, JTFs
1
—
M

The following attribute for INFORMATION-SYSTEM is omitted from the instance table:  User Quantity.

INTERNAL-DATA-MODEL.  INTERNAL-DATA-MODEL is defined [(5287) (A)] as the representation of the physical data structure of a database or information system.  Its attributes are defined and an instance table given in Section IV.B.16 (above) in the discussion of Data Models.

SOFTWARE-APPLICATION.  SOFTWARE-APPLICATION is defined [(5344) (A)] as a collection of automated programs that provides a specific set of information on processing services.  Its attributes are defined and an instance table given in Section IV.B.08 (above) in the discussion of Software Item.

SYSTEM-PLATFORM.  SYSTEM-PLATFORM is defined [(5358) (A)] as the collection of hardware and software used by a system.  An instance table for SYSTEM-PLATFORM is provided in Table 357.

Table 357.  SYSTEM-PLATFORM Instance Table

SYSTEM-PLATFORM

System-Platform INFO-ASSET Group Identifier (FK)


INFO-ASSET Identifier (FK)
INFO-ASSET 
Version Identifier (FK)
ORGANIZATION Identifier (FK)
SYSTEM-PLATFORM
Description Text

IA5303
IAV0001
ORG01
The Light Weight Computer Unit (LCU) is ….

INFORMATION-ASSET

INFO-ASSET Group Identifier







INFO-ASSET Identifier
INFO-ASSET Version Identifier
ORGANI-ZATION Identifier (FK)


INFO-ASSET Short Name


INFO-ASSET 
Type Code
INFO-ASSET Definition Text

INFO-ASSET Comment Text

INFO-ASSET Standard Status Code

IA5303
IAV0001
ORG01
Lightweight Computer Unit
System Platform
—
—
—

25.
Materiel Item and Equipment Type View

a.
Overview and Specification

Figure 109 provides the IDEF1X view for Materiel Item and Equipment Type.  Table 358 provides definitions of each entity in the figure.  Entities related to System are described in the following sections:

· Section IV.B.06, System Subtypes View

· Section IV.B.07, System Child Entities-View

· Section IV.B.30, System Dependency View

· Section IV.B.31, System Function View.
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Figure 109.  CADM 2.0 Materiel Item and Equipment Type View (XV-25)

Table 358.  Entity Definitions for All Entities in the Materiel Item and Equipment Type View

Entity
Entity Definition
Reference

DATA-ITEM
A MATERIEL-ITEM representing an instance of information.
See below

DATA-ITEM-TYPE
A class of information of military interest.
See below

EQUIPMENT-TYPE
(43) (A)  A CATEGORIZATION OF MATERIEL-ITEM THAT PROVIDES CAPABILITY THROUGH REPEATED USE.
See below

EQUIPMENT-TYPE-SOFTWARE-ITEM
The relationship between a specific EQUIPMENT-TYPE and a specific SOFTWARE-ITEM.
See below

MATERIEL-ITEM
(787) (A)  A CHARACTERIZATION OF A MATERIEL ASSET.
See below

MATERIEL-ITEM-CAPABILITY-NORM
(1069/2) (A)  A STANDARD ABILITY CONSIDERED TO BE TYPICAL OF A MATERIEL-ITEM TO ACHIEVE A SPECIFIED OBJECTIVE.
See Section IV.B.12 (Capability View)

MATERIEL-ITEM-DOCUMENT
(8686/1) (A)  A DOCUMENT MANAGED AS A MATERIEL-ITEM.
See below

MATERIEL-ITEM-ESTABLISHMENT
(1105) (A)  THE SPECIFICATION OF THE TYPES OF OBJECTS THAT ARE ESTABLISHED FOR A MATERIEL-ITEM UNDER PARTICULAR CONDITIONS.
See below

MATERIEL-ITEM-MATERIEL-ITEM-ESTABLISHMENT-DETAIL
(1107) (A)  A SET OF PARAMETERS PERTAINING TO THE SPECIFICATION OF THE MATERIEL-TYPES THAT ARE ESTABLISHED FOR A MATERIEL-TYPE UNDER PARTICULAR CONDITIONS.
See below

REQUIRED-MATERIEL-ITEM
The association of a specific MATERIEL-ITEM to a specific REQUIREMENT.
See Section IV.B.05 (Requirement View)

SOFTWARE-ITEM
A set of instructions that govern the operation of data processing equipment.  Derived from:  SOFTWARE--(1853/1) (D)  A SET OF INSTRUCTIONS THAT OPERATES DATA PROCESSING EQUIPMENT.  (MODIFIED FROM:  DATA PRO - STORED SETS OF INSTRUCTIONS THAT GOVERN THE OPERATION OF A COMPUTER SYSTEM AND MAKE THE HARDWARE RUN.)  See also SOFTWARE-TYPE (1862/1) (D)  THE CODE THAT REPRESENTS THE CLASS OF SOFTWARE.
See Section IV.B.08 (Software Item View)

SYSTEM
A collection of components organized to accomplish a specific function or set of functions.  (IEEE 610.12)   [In CADM Draft 1.0, (326) (D) AN ORGANIZED ASSEMBLY OF INTERACTIVE COMPONENTS AND PROCEDURES FORMING A UNIT.]
See Section IV.B.06 (System Subtypes View)

SYSTEM-EQUIPMENT-TYPE
The relationship of a specific SYSTEM to a specific EQUIPMENT-TYPE.  Compare:  SYSTEM-EQUIPMENT--(5980/1) (D)  A MAJOR DEFENSE ACQUISITION PROGRAM OR EQUIPMENT.
See Section IV.B.07 (System Child Entities View)

SYSTEM-SOFTWARE-ITEM
The association of a specific SOFTWARE-ITEM to a specific SYSTEM.
See Section IV.B.07 (System Child Entities View)

Table 359 provides the attribute specifications of key entities in the Materiel Item and Equipment Type View of CADM 2.0.

Table 359.  Attribute Specifications for Key Entities in the Materiel Item and Equipment Type View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

DATA-ITEM
· Data Item MATERIEL-ITEM Identifier (PK) (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· DATA-ITEM-TYPE Code (FK)—The code that represents a class of DATA-ITEM-TYPE.

DATA-ITEM-TYPE
· DATA-ITEM-TYPE Code (PK)—The code that represents a class of DATA-ITEM-TYPE.  Domain values include:  AC (ACINT); AIR (Air Situation); ASI (All Source Intelligence); ATC (Air Traffic Control); BAT (Battlefield Situation/Info/Picture); BSC (Battlespace Coordination); BSM (Battlespace Management); C2 (Command and Control); CBT (Combat Direction); COL (Collection Request/Tasking); CUE (Cueing); EW (Early Warning); FC (Fire Control); FD (Fire Direction); FMA (Fire Mission Adjustment); FSC (Fire Support Coordination); HUM (HUMINT); ID (Object Identification); IM (IMINT); IME (Electro-Optical Imagery; IMI (Infrared Imagery); IMR (Raw Imagery); IMS (SAR Imagery); IMV (Video Imagery); MAS (MASINT); MSI; MSR (Mission Report); PHT (PHOTINT); PLT (Platform Status); RFF (Request/call for fire); RFI (Request for intelligence); RIM (Radar Imagery); RIT (RADINT); SED (Sensor Data); SEN (Sensor Management); SG (SIGINT); SGR (Raw SIGINT); SUR (Surveillance); TGT (Target); THR (Threat Warning); TRK (Track); TSK (Tasking); VID (Video); WPC (Weapon Coordination); WPN (Weapon Direction/Management); WPS (Weapon/Mission Status); Other.

· DATA-ITEM-TYPE Class Code—The code that denotes a specific grouping of a DATA-ITEM-TYPE.  Domain values include:  C--Courier/Manual; F--Facsimile; A-Digital ASCII data; B-Digital bit-oriented data; I--Image; T--Text ASCII; L--Video Live; P--Position and navigation; S--Video still frame; V--Voice; Other; Not specified; Not known.  [Derived from HDD for the Naval Architecture Database and Army C4RDP Database, modified during the CADM-ASA Workshop, 17-19 June 1998)

EQUIPMENT-TYPE
· MATERIEL-ITEM IDENTIFIER (PK) (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· EQUIPMENT-TYPE Alternate Identifier (AK1)—(14422) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC TYPE OF EQUIPMENT (The approved name is EQUIPMENT-TYPE IDENTIFIER, a primary key for EQUIPMENT-TYPE).

· EQUIPMENT-TYPE CARGO AREA—(14425) (A)  THE AREA OF THE FLOOR OR DECK SPACE REQUIRED TO STORE THE TYPE OF EQUIPMENT BEING DESCRIBED.

· EQUIPMENT-TYPE CARGO DESCRIPTION TEXT—(14426) (A)  THE FREE-FORM TEXT DESCRIBING THE EQUIPMENT TYPE BEING DEFINED.

· EQUIPMENT-TYPE CARGO HEIGHT DIMENSION—(14421) (A)  THE HEIGHT DIMENSION OF THE EQUIPMENT TYPE BEING DEFINED.

· EQUIPMENT-TYPE CARGO LENGTH DIMENSION—(14423) (A)  THE LENGTH DIMENSION OF THE EQUIPMENT TYPE BEING DEFINED.

· EQUIPMENT-TYPE CARGO GEOMETRIC-VOLUME—(14427) (A)  THE GEOMETRIC-VOLUME OF THE EQUIPMENT TYPE BEING DEFINED.

· EQUIPMENT-TYPE CARGO WEIGHT—(14428) (A)  THE WEIGHT OF THE EQUIPMENT TYPE BEING DEFINED.

· EQUIPMENT-TYPE CARGO WIDTH DIMENSION—(14429) (A)  THE WIDTH DIMENSION OF THE  EQUIPMENT TYPE BEING DEFINED.

· EQUIPMENT-TYPE Category Code—The code that denotes the class of EQUIPMENT-TYPE.  It serves as a discriminator of subtypes for EQUIPMENT-TYPE.  Domain values include:  System; Communication Equipment Item; Sensor Equipment Item; Land Vehicle Equipment Item; Computer Equipment Item; Aircraft Item; Ship Item.  Added for CADM 2.0 (Source:  ASA Data Model):  Radio Type, Switch Type, Computer Workstation Type.

· EQUIPMENT-TYPE Description Text—The text that contains a brief description of an item of materiel that is an EQUIPMENT-TYPE.  This can be the capabilities of the item, a description of a database column, etc.  [Source:  ICARIS Database Schema, September 1995]  

· EQUIPMENT-TYPE Make Identifier—The identifier of the originator of a specific EQUIPMENT-TYPE.  

· EQUIPMENT-TYPE MODEL SERIES IDENTIFIER—(14424) (A)  AN IDENTIFIER THAT DENOTES A SPECIFIC MANUFACTURER PRODUCTION SERIES FOR A  TYPE OF EQUIPMENT.

EQUIPMENT-TYPE-SOFTWARE-ITEM
· Software Item MATERIEL-ITEM Identifier (PK) (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· Equipment Type MATERIEL-ITEM Identifier (PK) (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· EQUIPMENT-ITEM-SOFTWARE-ITEM Role Code—The code that denotes the class of relation between a specific SOFTWARE-ITEM and a specific EQUIPMENT-ITEM.  Domain values include:  Uses as an operating system; Uses as a database management system; Uses for information exchange; Uses for access control; Uses for security protection; Uses for human-computer interface; Uses for mapping; Other; Not specified; Not known.  (Augmented during the CADM-ASA Workshop, 17-19 June 1998)

MATERIEL-ITEM
· MATERIEL-ITEM IDENTIFIER (PK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

Table 359.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

MATERIEL-ITEM (Cont’d)
· MATERIEL-ITEM DESCRIPTION TEXT—(30111) (C)  THE TEXT THAT DESCRIBES THE MATERIEL-ITEM.

· MATERIEL-ITEM FEDERAL SUPPLY SCHEDULE IDENTIFIER—(10905) (A)  THE IDENTIFIER THAT REPRESENTS THE SPECIFIC GENERAL SERVICE AGENCY SCHEDULE ON WHICH THIS ITEM APPEARS.

· MATERIEL-ITEM NAME—(19682) (A)  THE COMMON USAGE NAME OF A MATERIEL-ITEM EXPRESSED AS A NOUN OR A NOUN PHRASE.

· MATERIEL-ITEM REFERENCE NUMBER IDENTIFIER—(10553) (A)  THE IDENTIFIER WHICH RELATES THE MATERIEL-ITEM TO THE MANUFACTURER'S STOCK IDENTITY.

· MATERIEL-ITEM Software Indicator Code—The code that denotes that the MATERIEL-ITEM has software characteristics.  Domain values include:  True, Software characteristics apply; False, No software characteristics apply.

· MATERIEL-ITEM TYPE CODE—(15367) (A)  THE CODE THAT REPRESENTS A SPECIFIC KIND OF MATERIEL-ITEM.  Domain values include:  01--VEHICLE-TYPE; 02--WEAPON-TYPE; 03--MUNITION-TYPE; 04--SENSOR-TYPE; 05--AIRCRAFT-TYPE; 06--ANTENNA-TYPE; 07--CONSUMABLE-MATERIEL-TYPE; 08--COUNTERMEASURES-SYSTEM-TYPE; 09--ELECTRICAL-SYSTEM-TYPE; 10--ELECTRO-OPTICAL-SYSTEM-TYPE; 11--ELECTRONIC-SYSTEM-TYPE; 12--EQUIPMENT-TYPE; 13--LAUNCHER-TYPE; 14--LIFTING-DEVICE-TYPE; 15--PROPULSION-SYSTEM-COMPONENT-TYPE; 16--RADIO-FREQUENCY-EQUIPMENT-TYPE; 17--SHIP-TYPE [DDDS]; Added for CADM 2.0:  Platform (not otherwise specified).

MATERIEL-ITEM-DOCUMENT
· MATERIEL-ITEM-DOCUMENT Identifier (PK)—The identifier of a MATERIEL-ITEM-DOCUMENT for a specific MATERIEL-ITEM and a specific DOCUMENT.  Compare:  (42224/1) (D)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC MATERIEL-ITEM-DOCUMENT.

· MATERIEL-ITEM IDENTIFIER (PK) (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· MATERIEL-ITEM-DOCUMENT Role Code—The  code that denotes the specific way in which a MATERIEL-ITEM is associated with a specific DOCUMENT for MATERIEL-ITEM-DOCUMENT.  Domain values include:  Is represented by; Is procured using; Is technically specified by; Is described by; Is referenced in; Is maintained using; Has training supported by; Has upgrades defined in; Other; Not specified; Not known.

MATERIEL-ITEM-ESTABLISHMENT
· MATERIEL-ITEM-ESTABLISHMENT IDENTIFIER (PK)—(15348) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC MATERIEL-ITEM-ESTABLISHMENT.

· MATERIEL-ITEM IDENTIFIER (PK) (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· MATERIEL-ITEM-ESTABLISHMENT EFFECTIVE CALENDAR DATE—(11779/2) (A)  THE CALENDAR  DATE WHEN A MATERIEL-ITEM-ESTABLISHMENT BECOMES EFFECTIVE.  (DDDS, June 1998)

· MATERIEL-ITEM-ESTABLISHMENT EFFECTIVE TIME—(18768) (A)  THE TIME OF THE BEGINNING OF THE EFFECTIVENESS OF A MATERIEL-ITEM-ESTABLISHMENT.

· MATERIEL-ITEM-ESTABLISHMENT ENVIRONMENT CONDITION CODE—(14032/2) (A)  THE CODE THAT DENOTES THE CLIMATIC STATE FOR A MATERIEL-ITEM-ESTABLISHMENT IS APPLICABLE.  Domain values include:  01--TEMPERATE; 02--DESERT; 03--ARCTIC; 04--MOUNTAIN; 05--TROPICAL; 06--NOT SPECIFIED

· MATERIEL-ITEM-ESTABLISHMENT Name—The name of a specific MATERIEL-ITEM-ESTABLISHMENT.

· MATERIEL-ITEM-ESTABLISHMENT TYPE CODE—(11778) (A)  THE CODE THAT DENOTES A SPECIFIC CLASS OF MATERIEL-ITEM-ESTABLISHMENT.  Domain values include:  01--GENERAL WAR; 02--PEACE; 03--LOW INTENSITY CONFLICT; 04--SPECIALIZED OPERATIONS

MATERIEL-ITEM-MATERIEL-ITEM-ESTABLISHMENT-DETAIL
· MATERIEL-ITEM IDENTIFIER (PK) (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· MATERIEL-ITEM-ESTABLISHMENT IDENTIFIER (PK) (FK)—(15348) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC MATERIEL-ITEM-ESTABLISHMENT.

· Established MATERIEL-ITEM IDENTIFIER (PK) (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· MATERIEL-ITEM-MATERIEL-ITEM-ESTABLISHMENT-DETAIL AUTHORIZED SUPPLY RATE—(11784) (A)  THE APPROVED RATE AT WHICH A MATERIEL-ITEM IS TO BE PROVIDED TO A MATERIEL-ITEM.

· MATERIEL-ITEM-MATERIEL-ITEM-ESTABLISHMENT-DETAIL CRITICAL SUPPLY RATE—(11785) (A)  THE OPERATIONALLY ESSENTIAL RATE AT WHICH A MATERIEL-ITEM IS TO BE PROVIDED TO A MATERIEL-ITEM.

· MATERIEL-ITEM-MATERIEL-ITEM-ESTABLISHMENT-DETAIL QUANTITY—(11783) (A)  THE QUANTITY OF A MATERIEL-ITEM TO BE ASSIGNED TO ANOTHER MATERIEL-ITEM.

b.
Details for MATERIEL-ITEM

MATERIEL-ITEM (illustrated in Table 360), an independent entity, is defined [DDDS (787) (A)] as a characterization of a MATERIEL asset.  While FACILITY-TYPE is a class of FACILITY and ORGANIZATION-TYPE is a class of ORGANIZATION, MATERIEL-ITEM is a class of MATERIEL.  (MATERIEL is described in the Army Systems Architecture extension of the CADM in Section V.C.3, below).

Table 360.  MATERIEL-ITEM Instance Table

MATERIEL-ITEM

MATERIEL-ITEM Identifier
MATERIEL-ITEM Federal Supply Schedule Identifier


MATERIEL-ITEM Name
MATERIEL-ITEM Reference Number Identifier

MATERIEL-ITEM Type Code

MAT2001
—
Computer A
—
Equipment Type

MAT2002
—
Computer B
—
Equipment Type

MAT2003
—
Operating System X
—
Software Item

MAT2004
—
Application Software A
—
Software Item

MAT2005
—
Communication Software A
—
Software Item

MAT2006
—
Application Software B
—
Software Item

MAT2007
—
Communication Software B
—
Software Item

MAT2011
—
SENSOR-TYPE Entity
DDDS 04592
Data Item

MAT2011
—
SENSOR-TYPE Accuracy Dimension
DDDS 12512
Data Item

Not shown in the instance table are the following attributes:  Description Text and MATERIEL-ITEM Software Indicator Code.

c.
Details for DATA-ITEM-TYPE

DATA-ITEM-TYPE (illustrated in Table 361), an independent entity, is defined as a class of information of military interest.  This entity is used to classify DATA-ITEM and to characterize the information content of an INFORMATION-EXCHANGE-REQUIREMENT (using the entity IER-DATA-ITEM-TYPE; see the discussion of Requirement in Section IV.B.05).

Table 361.  DATA-ITEM-TYPE Instance Table

DATA-ITEM-TYPE

DATA-ITEM-TYPE Code
DATA-ITEM-TYPE Class Code

SEN (Sensor Management)
Digital ASCII

d.
Details for Classes of MATERIEL-ITEM

CADM 1.0 specified three subtypes of MATERIEL-ITEM:  DATA-ITEM, EQUIPMENT-TYPE, and SOFTWARE-ITEM.  In practice, it is very difficult to distinguish MATERIEL-ITEM from its equipment and software and therefore very difficult to ensure that none of these three entities has an instance in common with another of these entities.  The conclusion by the developers of CADM 2.0 is that each of the three entities should continue to carry MATERIEL-ITEM Identifier (FK) as the sole primary key attribute but not be designated as (non-overlapping) subtypes.  To this end, separate identifying relationships (“may be a”) have been defined from MATERIEL-ITEM to DATA-ITEM, EQUIPMENT-TYPE, and SOFTWARE-ITEM with cardinality “Z” (one to zero or one).  Thus, an instance of DATA-ITEM or EQUIPMENT-TYPE or SOFTWARE-ITEM can exist only when it carries a specific MATERIEL-ITEM Identifier, and this identifier does not recur within any of the three entities.  It is therefore possible to have an instance of MATERIEL-ITEM serve as an EQUIPMENT-TYPE and as a SOFTWARE-ITEM, with the appropriate properties specified for each of these entities.

DATA-ITEM (illustrated in Table 362), is a “Z” child of MATERIEL-ITEM and is defined as a MATERIEL-ITEM representing an instance of information.  

Table 362.  DATA-ITEM Instance Table

DATA-ITEM

Data Item MATERIEL-ITEM Identifier (FK)
DATA-ITEM-TYPE Code (FK)

MAT2011 (SENSOR-TYPE Accuracy Dimension)
SEN (Sensor Management)

EQUIPMENT-TYPE (illustrated in Table 363), is a “Z” child of MATERIEL-ITEM and is defined [DDDS (43/1) (A)] as a categorization of MATERIEL-ITEM that provides capability through repeated use.  EQUIPMENT-TYPE can be divided into many classes of subtypes.  Such classes and example subtypes from ICARIS (and planned for JCAPS) are the following: 

· Communications Equipment Type:  Terminal, Telephone Device, Multiplexer, Modem, Computer Input Output Unit, Facsimile Device, Communication Encryption Device, Radio Frequency Equipment Item, Network Switch, Network Device, and Data Encryption Device.  

· Computer Equipment Type:  Central Processing Unit, Computer Chassis, Computer Device, Computer Equipment Power Equipment, Computer Interconnectivity Device, Computer Processor, Controller, Input Output Device (e.g., Paper Card Reader Device, Screen Monitor Device, Optical Scanner Device, Plotter Device, Printer Device), and Storage Device. 

· Satellite Equipment Type are:  Satellite and Satellite Ground Station.

· Network Device:  Network Bridge Device, Network Cable, Server, Network Repeater Device, Network Gateway Device, Network Bridge Router Device, and Network Hub Device.

· Network Switch:  Circuit Switch, Message Switch, and Packet Switch.

· Radio Frequency Equipment Type: Receive Only Radio Frequency Equipment Item, Transmit Only Radio Frequency Equipment Item, and Transmit Receive Radio Frequency Equipment Item.

· Storage Device:  Drum Drive, Fixed-Disk Drive, Memory, and Tape Drive.

Table 363.  EQUIPMENT-TYPE Instance Table

EQUIPMENT-TYPE

[Equipment Type] MATERIEL-ITEM Identifier (FK)
EQUIPMENT-TYPE Category Code

EQUIPMENT-TYPE Description Text
EQUIPMENT-TYPE Make Identifier
EQUIPMENT-TYPE Model Series Identifier
EQUIPMENT-TYPE Alternate Identifier

MAT2001
Computer A
—
—
—
—

MAT2002
Computer B
—
—
—
—

Not shown in the instance table are the following attributes:  Cargo Area, Cargo Description Text, Cargo Height Dimension, Cargo Length Dimension, Cargo Geometric Volume, Cargo Weight, and Cargo Width Dimension.

SOFTWARE-ITEM is a “Z” child of MATERIEL-ITEM and is defined as a set of instructions that governs the operation of data processing equipment.  This definition was derived from:  SOFTWARE [(1853/1) (D)]—A set of instructions that operates data processing equipment.  The entity SOFTWARE-ITEM is further discussed in Section IV.B.08 (Table 161, above).

e.
Details for Relationships Among MATERIEL-ITEM Subtypes

EQUIPMENT-TYPE-SOFTWARE-ITEM (illustrated in Table 364) is defined as the relationship between a specific EQUIPMENT-TYPE and a specific SOFTWARE-ITEM.  

Table 364.  EQUIPMENT-TYPE-SOFTWARE-ITEM Instance Table

EQUIPMENT-TYPE-SOFTWARE

Equipment Type MATERIEL-ITEM Identifier (FK)
Software Item MATERIEL-ITEM Identifier (FK)
EQUIPMENT-TYPE-SOFTWARE-ITEM Role Code

MAT2001 (Computer A)
MAT2003 (System Software)
Uses as an operating system

MAT2001 (Computer A)
MAT2005 (TCP/IP V1)
Uses for information exchange

MAT2002 (Computer B)
MAT2003 (System Software)
Uses as an operating system

MAT2002 (Computer B)
MAT2007 (TCP/IP V2)
Uses for information exchange

f.
Details for Child Entities of MATERIEL-ITEM

MATERIEL-ITEM-DOCUMENT (illustrated in Table 365) is defined as [(8686/1) (A)] a DOCUMENT managed as a MATERIEL-ITEM.  Classes of this association (specified using the Role Code) are the following:  Is represented by, Is procured using, Is technically specified by, Is described by, Is referenced in, Is maintained using, Has training supported by, and Has upgrades defined in.

Table 365.  MATERIEL-ITEM-DOCUMENT Instance Table

MATERIEL-ITEM-DOCUMENT

MATERIEL-ITEM
Identifier (FK)
DOCUMENT 
Identifier (FK)
MATERIEL-ITEM-DOCUMENT Identifier
MATERIEL-ITEM-DOCUMENT Role Code

MAT2001 (Computer A)
DOC5120 (CHS RFP 03)
MATID001
Is procured using

MAT2002 (Computer B)
DOC5120 (CHS RFP 03)
MATID001
Is procured using

MAT2002 (Computer B)
DOC5120 (CHS RFP 03)
MATID002
Is technically specified by

MAT2003 (System Software)
DOC5120 (CHS RFP 03)
MATID001
Is technically specified by

MAT2005 (TCP/IP V1)
DOC5121 (RFC 1171)
MATID001
Is technically specified by

MAT2005 (TCP/IP V1)
DOC5121 (RFC 1172)
MATID002
Is technically specified by

MAT2011 (SENSOR-TYPE Accuracy Dimension)
DOC5122 (DDDS 3Q98)
MATID001
Is technically specified by

MATERIEL-ITEM-ESTABLISHMENT (illustrated in Table 366) is defined [DDDS (1105) (A)] as the specification of the types of objects that are established for a MATERIEL-ITEM under particular conditions.  This entity is used in conjunction with one or more “establishment detail” entities to specify what a specific MATERIEL-ITEM comprises (e.g., as in a parts list or inventory).

Table 366.  MATERIEL-ITEM-ESTABLISHMENT Instance Table

MATERIEL-ITEM-ESTABLISHMENT


MATERIEL-ITEM Id (FK)
MATERIEL-ITEM-ESTAB. Id (FK)
MATERIEL-ITEM-ESTAB. Effective Date
MATERIEL-ITEM-ESTAB. Effective Time
MATERIEL-ITEM-ESTAB. Envir. Condition Code
MATERIEL-ITEM-ESTAB. Type Code
MATERIEL-ITEM-ESTAB. Name

MAT2111 (Challenger Main Battle Tank)
MIEST001
Feb 92
—
01 (Temperate)
01 (General War)
Challenger, General War

MAT2111
MIEST002
Jun 91
—
01 (Temperate)
01 (General War)
Challenger, General War

MAT2111
MIEST003
Jun 91
—
01 (Temperate)
02 (Peace)
Challenger, Peace

Source:  [GH3 1997].

MATERIEL-ITEM-MATERIEL-ITEM-ESTABLISHMENT-DETAIL (illustrated in Table 367) is defined [DDDS (1107) (A)] as a set of parameters pertaining to the specification of the MATERIEL-TYPES that are established for a MATERIEL-TYPE under particular conditions.  The first two rows of the instance table states that the Challenger Main Battle Tank (MBT) has one L1A1 120-mm tank gun in one establishment (MIEST001) and two tank guns in another establishment (MIES002).

Table 367.  MATERIEL-ITEM-MATERIEL-ITEM-ESTABLISHMENT-DETAIL Instance Table

MATERIEL-ITEM-MATERIEL-ITEM-ESTABLISHMENT-DETAIL


MATERIEL-ITEM Identifier (FK)
MAT-ITEM-ESTAB. Id (FK)

Established MATERIEL-ITEM (FK)
MAT-ITEM-ESTAB.-DETAIL Auth. Supply Rate
MAT-ITEM-ESTAB.-DETAIL Critical Supply Rate
MAT-ITEM-ESTAB.-DETAIL Quantity

MAT2111 (Challenger MBT)
MIEST001
MAT2117 (L1A1 120-mm tank gun)
—
—
1

MAT2111
MIEST002
MAT2117
—
—
2

MAT2111
MIEST001
MAT2118 (UK Armd Regt Std Ammo Pack)
—
—
1

MAT2118
MIEST001
MAT2120 (L1A2 120‑mm APFSDS)
—
—
38

MAT2118
MIEST001
MAT2121 (L1A2 120‑mm HESH)
—
—
30

Source:  [GH3 1997].  

Abbreviations:  MBT denotes Main Battle Tank; APFSDS denotes Amour-Piercing Fin-Stabilised Discarding Sabot (tank gun ammunition); HESH denotes High Explosive Squash Head (tank gun ammunition).

SYSTEM-EQUIPMENT-TYPE is defined as the relationship of a specific SYSTEM to a specific EQUIPMENT-TYPE.  Its attributes are defined and an instance table given in Section IV.B.07 (above) in the discussion of SYSTEM.  SYSTEM-SOFTWARE-ITEM is defined as the association of a specific SOFTWARE-ITEM to a specific SYSTEM.  Its attributes are defined and an instance table given in Section IV.B.07 (above) in the discussion of SYSTEM.

26.
Mission and Mission Area View

a.
Overview and Specification

Figure 110 provides the IDEF1X view for Mission and Mission Area.  Note shown in the figure is a child entity of MISSION-TASK, MISSION-TASK-CONDITION.  Table 368 provides definitions of each entity in the figure, as well as MISSION-TASK-CONDITION.

Table 368.  Entity Definitions for All Entities in the Mission and Mission Area View

Entity
Entity Definition
Reference

FUNCTIONAL-AREA
(4198) (A)  A MAJOR AREA OF RELATED ACTIVITY.
See below

MISSION
(1/2) (C)  THE TASK, TOGETHER WITH THE PURPOSE, THAT CLEARLY INDICATES THE ACTION TO BE TAKEN.  Compare (proposed for CADM 2.0):  An objective together with the purpose of the intended action.  Note 1:  Multiple tasks accomplish a mission.  (SPAWAR)  Note 2:  An extension of  DDDS 1 (A), An objective.  [In CADM Draft 1.0, (1) (A)  AN OBJECTIVE.  Compare [CJCSM 3500.04A, 13 September 1996]:  The TASK, together with the purpose, that clearly indicates the action to be taken and the reason therefor.]
See below

MISSION-AREA
(2305) (A)  THE GENERAL CLASS TO WHICH AN OPERATIONAL MISSION BELONGS.  Note:  Within a class, the missions have common objectives.
See below

MISSION-AREA-FUNCTIONAL-AREA
An association between a specific MISSION-AREA and a specific FUNCTIONAL-AREA.
See below

MISSION-ASSOCIATION
The relationship of one specific MISSION with another specific MISSION.
See below

MISSION-FUNCTIONAL-AREA
The association of a specific MISSION to a specific FUNCTIONAL-AREA.
See below

MISSION-ORGANIZATION
The association of a specific MISSION with a specific ORGANIZATION.
See below

MISSION-TASK
(11752/1) (D)  THE ASSOCIATION THAT SHOWS WHICH MISSION IS ACCOMPLISHED BY WHICH TASK.
See below

MISSION-TASK-CONDITION
The association of a specific TASK to a specific CONDITION for a specific MISSION.
See below

NODE-MISSION-AREA
The association of a specific NODE with a specific MISSION-AREA.
See Section IV.B.30 (Node View)

OPERATIONAL-MISSION-THREAD
An identified information exchange procedure to support task execution by information systems and OPFACs.  Source:  Army Systems Architecture Data Model.
See below

OPERATIONAL-MISSION-THREAD-IER
The hierarchical sequence of information exchange in support of the  triggered task.  Source:  Army Systems Architecture Data Model.
See below

OPERATIONAL-SCENARIO
A sequence of possible events and actions.
See Section IV.B.01 (UJTL and Mission Essential Task View)

ORGANIZATION-MISSION-AREA
(2312) (A)  THE MISSION-AREA SUPPORTED BY A SPECIFIC ORGANIZATION.
See Section IV.B.02 (Organization View)

ORGANIZATION-TYPE-MISSION-AREA
The MISSION-AREA supported by a specific ORGANIZATION-TYPE.  Derived from (2312) (A), THE MISSION-AREA SUPPORTED BY A SPECIFIC ORGANIZATION.
See Section IV.B.02 (Organization View)

REQUIREMENT-MISSION-AREA
The association of a specific REQUIREMENT with a specific MISSION-AREA.
See Section IV.B.05 (Requirement View)

SYSTEM-MISSION-AREA
The association of a specific SYSTEM with a specific MISSION-AREA.
See Section IV.B.07 (System Child Entities View)

TASK-MISSION-AREA
The association of a specific TASK to a specific MISSION-AREA.  Compare:  MISSION-AREA-MISSION-ESSENTIAL-TASK--(2306/1) (A)  AN ASSOCIATION BETWEEN A MISSION-AREA AND A MISSION-ESSENTIAL-TASK.
See Section IV.B.34 (Task View)
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Figure 110.  CADM 2.0 Mission and Mission Area View (XV-26)

Table 369 provides the attribute specifications of key entities in the Mission and Mission Area View of CADM 2.0.

Table 369.  Attribute Specifications for Key Entities in the Mission and Mission Area View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

FUNCTIONAL-AREA
· FUNCTIONAL-AREA IDENTIFIER (PK)—(20492) (A)  THE IDENTIFIER THAT REPRESENTS A FUNCTIONAL-AREA.

· Proponent ORGANIZATION Identifier (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· FUNCTIONAL-AREA NAME—(20225) (A)  THE NAME OF A FUNCTIONAL-AREA.

· FUNCTIONAL-AREA MISSION TEXT—(20226) (A)  THE TEXT OF THE PURPOSE AND OBJECTIVES OF A FUNCTIONAL-AREA.

· FUNCTIONAL-AREA STEWARD NAME—(26755) (A)  THE NAME OF THE MANAGER OF A FUNCTIONAL-AREA.

MISSION
· MISSION Identifier (PK)—(42143/1) (D)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC MISSION.  

· OPERATIONAL-SCENARIO Identifier (FK)—The identifier of a specific OPERATIONAL-SCENARIO.

· MISSION Abbreviated Name—The shortened name of a specific MISSION.

· MISSION Description Text—The text that briefly summarizes a specific MISSION.

· MISSION Mode Code—The code that designates the level of warfare for a specific MISSION.  [Architecture Framework Panel, "Attributes for Architecture Products," June 1997].  Domain values include:  Peace; Crisis; War; Operations other than war [Architecture Framework Panel, "Attributes for Architecture Products," June 1997].

· MISSION Type Code—The code that represents a class of MISSION according to the expected participants (e.g., joint, coalition).  Compare:  MISSION CATEGORY CODE--(42142/1) (D)  THE CODE THAT DENOTES THE TYPE OF MISSION, whose coded values are 1--AIR MISSION; 2--SURFACE MISSION.  Domain values include:  Joint; Coalition; Combined; Service-specific.  Source:  C4ISR Architecture Data Model, Version 2.0 (Section A.2.1.3).

MISSION-AREA
· MISSION-AREA TYPE CODE (PK)—(16078) (A)  THE CODE THAT DENOTES A CLASS OF MISSION-AREA.  Domain values include:  01--MOBILIZATION; 02--INTELLIGENCE; 03--EMPLOYMENT; 04--SEARCH AND RESCUE; 05--CONSTRUCTION; 06--AMPHIBIOUS WARFARE; 07--ANTI-AIR WARFARE; 08--SPECIAL OPERATIONS; 09--PSYCHOLOGICAL OPERATIONS; 10--CIVIL AFFAIRS.  Additions from Naval Architecture Database:  AMPH--Amphibious  Warfare; STRK--Strike Warfare; UNSW--Undersea Warfare; MINE--Mining Warfare; TAD--Theater Air Defense; ISR--Intelligence Surveillance & Reconnaissance; AIR--Air Warfare; SURF--Surface Warfare.  - Other additions:  C2--Command and Control; FS--Fire Support; IW--Information Warfare; LOG--Logistics; MAR--Maritime (General); MVR--Maneuver and Land Warfare; C2W--Command and Control Warfare; OCA--Offensive Counter Air; DCA--Defense Counter Air; AIRC--Airspace Control; INT--Interdiction; EW--Electronic Warfare.  

· MISSION-AREA NAME—(16077) (A)  THE NAME OF A MISSION-AREA.

· MISSION-AREA DESCRIPTION TEXT—(16076) (A)  THE TEXT THAT DESCRIBES A MISSION-AREA.

MISSION-AREA-FUNCTIONAL-AREA
· MISSION-AREA TYPE CODE (PK) (FK)—(16078) (A)  THE CODE THAT DENOTES A CLASS OF MISSION-AREA.

· FUNCTIONAL-AREA IDENTIFIER (PK) (FK)—(20492) (A)  THE IDENTIFIER THAT REPRESENTS A FUNCTIONAL-AREA.

· MISSION-AREA-FUNCTIONAL-AREA Role Code—The code that designates the specific way in which a FUNCTIONAL-AREA is cited for an instance of MISSION-AREA.  Domain values include:  Is supported by; References.

MISSION-ASSOCIATION
· Subordinate MISSION Identifier (PK) (FK)—(42143/1) (D)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC MISSION.  

· Ordinate MISSION Identifier (PK) (FK)—(42143/1) (D)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC MISSION.  

· MISSION-ASSOCIATION Type Code—The code that denotes a class of MISSION-ASSOCIATION.  Domain values include:  Is included in; Is a prerequisite for; Is conditional upon; Is cited in; Not specified; Not known.

MISSION-FUNCTIONAL-AREA
· MISSION Identifier (PK) (FK)—(42143/1) (D)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC MISSION.  

· FUNCTIONAL-AREA IDENTIFIER (PK) (FK)—(20492) (A)  THE IDENTIFIER THAT REPRESENTS A FUNCTIONAL-AREA.

· MISSION-FUNCTIONAL-AREA Role Code—The code that designates the specific way in which a FUNCTIONAL-AREA is cited for an instance of MISSION.  Domain values include:  Is supported by; References.

MISSION-ORGANIZATION
· MISSION Identifier (PK) (FK)—(42143/1) (D)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC MISSION.  

Table 369.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

MISSION-ORGANIZATION (Cont’d)
· ORGANIZATION IDENTIFIER (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· MISSION-ORGANIZATION Role Code—The code that designates the specific way in which a MISSION is cited for an ORGANIZATION.  Domain values include:  Is assigned to; Is supported by.

MISSION-TASK
· MISSION Identifier (PK) (FK)—(42143/1) (D)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC MISSION.  

· TASK IDENTIFIER (PK) (FK)—(9282) (A)  THE IDENTIFIER THAT REPRESENTS A TASK.

· MISSION-TASK Role Code—The code that designates the specific way in which a MISSION is cited for an instance of MISSION-ESSENTIAL-TASK.  Domain values include:  Is the primary mission for; Is a secondary mission for; Is a related mission for.

MISSION-TASK-CONDITION
· CONDITION Identifier (PK) (FK)—The unique identifier of a specific CONDITION.

· MISSION Identifier (PK) (FK)—(42143/1) (D)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC MISSION.

· TASK IDENTIFIER (PK) (FK)—(9282) (A)  THE IDENTIFIER THAT REPRESENTS A TASK.

· MISSION-TASK-CONDITION Source Name—The name of the origin of a specific MISSION-TASK-CONDITION.

OPERATIONAL-MISSION-THREAD
· OPERATIONAL-MISSION-THREAD Identifier (PK)—The identifier of an OPERATIONAL-MISSION-THREAD.  Long Integer  Source:  Army Systems Architecture Data Model.

· MISSION Identifier (FK)—(42143/1) (D)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC MISSION.  

· SECURITY-CLASSIFICATION CODE (FK)—(26900/1) (A)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (26900/2) (C)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (DDDS, June 1998)

· CAVEATED-SECURITY-CLASSIFICATION Identifier (FK)—The identifier of a CAVEATED-SECURITY-CLASSIFICATION for a specific SECURITY-CLASSIFICATION.  Source:  CADM-ASA Workshop (17-19 June 1998).

· OPERATIONAL-MISSION-THREAD Description Text—The text that summarizes a specific OPERATIONAL-MISSION-THREAD.

· OPERATIONAL-MISSION-THREAD Name—The name of the OPERATIONAL-MISSION-THREAD.  Source:  Army Systems Architecture Data Model.

OPERATIONAL-MISSION-THREAD-IER
· OPERATIONAL-MISSION-THREAD Identifier (PK) (FK)—The identifier of an OPERATIONAL-MISSION-THREAD.  Long Integer  Source:  Army Systems Architecture Data Model.

· Info Exch Element GUIDANCE Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· Exch Need Line Req GUIDANCE Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· EXCHANGE-NEED-LINE-IER Identifier (PK) (FK)—The identifier of an EXCHANGE-NEED-LINE-IER for a specific EXCHANGE-NEED-LINE-REQUIREMENT and a specific INFORMATION-EXCHANGE-REQUIREMENT.  

· OPERATIONAL-MISSION-THREAD-IER Sequence Number Identifier—The number that identifies the sequence within the thread for the OPFAC-to-OPFAC information exchange (IER).  Source:  Army Systems Architecture Data Model.

· OPERATIONAL-MISSION-THREAD-IER Transmission Processing Delay Quantity—The time delay in transmission and processing by the OPFAC and information system for the INFORMATION-PRODUCT exchanged during the sequence of the thread.  Source:  Army Systems Architecture Data Model.

b.
Details for MISSION

MISSION (illustrated in Table 370) is defined as an objective together with the purpose of the intended action. 

Table 370.  MISSION Instance Table

MISSION

MISSION Identifier
OPERATIONAL-SCENARIO Identifier (FK)
MISSION Abbreviated Name
MISSION Description Text
MISSION Mode Code
MISSION Type Code

MISS0001
OPSC002
(SW Asia MRC)
Operation EJECT
Eject Iraqi armed forces from Kuwait
War
Coalition

MISS0002
OPSC002
(SW Asia MRC)
Operation AS1
Gain and maintain air superiority
War
Coalition

MISS0003
OPSC002
(SW Asia MRC)
Operation OCA1
Conduct offensive counterair
War
Coalition

MISS0004
OPSC002
(SW Asia MRC)
Operation OMFTS1
Conduct operational maneuver from the sea
War
Joint

Source:  [CJCSM 3500.04A 1996].

c.
Details for FUNCTIONAL-AREA

FUNCTIONAL-AREA (illustrated in Table 371) is defined as [(4198) (A)] a major area of related activity. 

Table 371.  FUNCTIONAL-AREA Instance Table

FUNCTIONAL-AREA

FUNCTIONAL-AREA Identifier

FUNCTIONAL-AREA Name
Proponent ORG Identifier (FK)
FUNCTIONAL-AREA Steward Name

FCTA042
ACCOUNTING
USD(C)
—

FCTA001
ACQUISITION
DAPI
—

FCTA035
AUDIO, VISUAL
ASD(C3I)
—

FCTA071
AUDIT
IG,DOD
—

FCTA016
BASE OPERATIONS
DASD(I)
—

FCTA006
BASIC, APPLIED RESEARCH
DDR&E
—

FCTA039
BUDGET
USD(C)
—

FCTA031
C3I SYSTEMS
ASD(C3I)
—

FCTA024
CIVIL DEFENSE
USD(P)
—

FCTA043
CIVILIAN PERSONNEL
USD(P&R)
—

FCTA088
COMMUNITY REINVESTMENT
OASD,ECONS
—

FCTA059
COMMUNITY RELATIONS
ASD(PA)
—

FCTA048
COMPENSATION
USD(P&R)
—

FCTA013
CONFIGURATION MANAGEMENT
DUSD(L)
—

FCTA011
CONSTRUCTION
DASD(I)
—

FCTA036
COUNTRY AND POLITICAL JURISDICTION CODES
ASD(C3I)
—

FCTA073
CRIMINAL INVESTIGATIONS
IG,DOD
—

FCTA025
CRISIS MANAGEMENT
USD(P)
—

FCTA060
DEFENSE NEWS, INFORMATION ACTIVITIES
ASD(PA)
—

FCTA085
DEFENSE OT&E ASSESSMENTS
DOT&E
—

FCTA084
DEFENSE OT&E OVERSIGHT, PLANNING
DOT&E
—

FCTA083
DEFENSE OT&E POLICIES AND PROCEDURES
DOT&E
—

FCTA063
DEFENSE PROGRAM ANALYSIS
ASD(PA&E)
—

FCTA064
DEFENSE PROGRAM EVALUATION
ASD(PA&E)
—

FCTA032
DEFENSE SECURITY
ASD(C3I)
—

FCTA007
DEVELOPMENT, TEST AND EVALUATION
DTSE&E(TFR
—

FCTA061
DISSEMINATION OF INFORMATION
ASD(PA)
—

FCTA076
DOD HISTORY
DA&M
—

FCTA087
DUAL USE TECHNOLOGY
OASD,ECONS
—

FCTA065
ECONOMIC, RESOURCE PLANNING
ASD(PA&E)
—

FCTA021
ENVIRONMENT PRESERVATION
DUSD(ES)
—

FCTA050
EQUAL EMPLOYMENT OPPORTUNITY
USD(P&R)
—

FCTA040
FINANCE
USD(C)
—

FCTA041
FISCAL
USD(C)
—

FCTA062
FREEDOM OF INFORMATION
ASD(PA)
—

FCTA052
HEALTH/MEDICAL CARE
ASD(HA)
—

FCTA051
HEALTH/MEDICAL PROGRAMS
ASD(HA)
—

Table 371.  (Cont’d)

FUNCTIONAL-AREA Identifier

FUNCTIONAL-AREA Name
Proponent ORG Identifier (FK)
FUNCTIONAL-AREA Steward Name

FCTA054
HOUSE AFFAIRS
ASD(LA)
—

FCTA086
INDUSTRIAL AFFAIRS
OASD,ECONS
—

FCTA033
INFORMATION MANAGEMENT
ASD(C3I)
—

FCTA038
INFORMATION RESOURCES MANAGEMENT
ASD(C3I)
—

FCTA072
INSPECTIONS
IG,DOD
—

FCTA029
INTELLIGENCE, IMAGERY
ASD(C3I)
—

FCTA022
INTERNATIONAL SECURITY
USD(P)
—

FCTA018
INVESTIGATIVE SECURITY
ASD(C3I)
—

FCTA074
LEGAL, REGULATION
GC,DOD
—

FCTA056
LEGISLATION
ASD(LA)
—

FCTA057
LIAISON, LOBBYING
ASD(LA)
—

FCTA008
LOGISTICS
DUSD(L)
—

FCTA015
MANUFACTURING, MATERIAL
DUSD(L)
—

FCTA034
MAPPING, CHARTING, AND GEODESY
ASD(C3I)
—

FCTA053
MILITARY DEPENDENT HEALTH AFFAIRS
ASD(HA)
—

FCTA045
MILITARY DEPENDENTS
USD(P&R)
—

FCTA044
MILITARY PERSONNEL, MANPOWER
USD(P&R)
—

FCTA069
MILITARY TECHNICIANS
ASD(RA)
—

FCTA047
MOBILIZATION
USD(P&R)
—

FCTA004
MODELING AND SIMULATION
DDR&E
—

FCTA019
NATIONAL SECURITY
USD(P)
—

FCTA005
NUCLEAR, ATOMIC ENERGY
ATSD(AE)
—

FCTA077
ORGANIZATION, MANAGEMENT PLANNING
DA&M
—

FCTA078
PRIVACY ACT
DA&M
—

FCTA010
PROCUREMENT, CONTRACTS
DDP
—

FCTA058
PUBLIC COMMUNICATIONS
ASD(PA)
—

FCTA017
REAL PROPERTY ACQ, REPAIR/USE/DISP
DASD(I)
—

FCTA014
RELIABILITY, MAINTAINABILITY
DUSD(L)
—

FCTA002
RESEARCH & ENGINEERING
DDR&E
—

FCTA070
RESERVE COMPENSATION
ASD(RA)
—

FCTA068
RESERVE MILITARY DEPENDENTS
ASD(RA)
—

FCTA067
RESERVE PERSONNEL
ASD(RA)
—

FCTA003
SCIENCE & TECHNOLOGY
DDR&E
—

FCTA037
SEA/AIR/GROUND OPERATIONS, FIRE SUPPORT
ASD(C3I)
—

FCTA055
SENATE AFFAIRS
ASD(LA)
—

FCTA026
SO/LIC MISSION ASSESSMENT
ASD(SO/LIC
—

FCTA027
SO/LIC REQUIREMENTS, PLANNING
ASD(SO/LIC
—

FCTA012
STANDARDIZATION
DUSD(L)
—

FCTA075
STANDARDS OF CONDUCT
GC,DOD
—

FCTA020
STRATEGIC RESOURCES
USD(P)
—

FCTA030
TELECOMMUNICATIONS
ASD(C3I)
—

FCTA028
TERRORISM
ASD(SO/LIC
—

FCTA066
THEATER ASSESSMENT, PLANNING
ASD(PA&E)
—

FCTA081
TOTAL FORCE PERSONNEL
USD(P&R)
—

FCTA023
TRADE SECURITY
USD(P)
—

FCTA049
TRAINING AND EDUCATION
USD(P&R)
—

FCTA009
TRANSPORTATION
DUSD(L)
—

FCTA046
UNIT ADMINISTRATION
USD(P&R)
—

FCTA079
WEAPON SYS SUPPORT ENG DESIGN AND TEST
DTSE&E(TFR)
—

FCTA080
WEAPON SYSTEM INTEROPERABILITY
DAPI
—

FCTA082
X12 EXTERNAL STANDARDS
EXTDODDA
—

Note:  The table is alphabetized by FUNCTIONAL-AREA Name.  The Identifer is derived from the DDDS (last three characters).  Not shown in the instance table is the following attribute:  FUNCTIONAL-AREA Mission Text.

d.
Details for Child Entities of MISSION

MISSION-ASSOCIATION (illustrated in Table 372) is defined as the relationship of one specific MISSION with another specific MISSION.  This entity can be used to collect a set of related missionss together as a set with a single MISSION Identifier.  Such an association would be necessary to specify complex missions under a single MISSION Identifier (FK) in the entity OPERATIONAL-ARCHITECTURE (see Table 213 in the discussion of Architecture in Section IV.B.11, above).

Table 372.  MISSION-ASSOCIATION Instance Table

MISSION-ASSOCIATION

Subordinate MISSION Identifier (FK)
Ordinate MISSION Identifier (FK)
MISSION-ASSOCIATION Type Code

FCTA031 (C3I Systems)
FCTA029 (Intel, Imagery)
Is conditional upon

MISSION-FUNCTIONAL-AREA (illustrated in Table 373) is defined as the association of a specific MISSION to a specific FUNCTIONAL-AREA.  

Table 373.  MISSION-FUNCTIONAL-AREA Instance Table

MISSION-FUNCTIONAL-AREA

MISSION Identifier (FK)
FUNCTIONAL-AREA Identifier (FK)
MISSION-FUNCTIONAL-AREA Role Code

FCTA031 (C3I Systems)
FCTA0101 (JTF Operations)
Is supported by

FCTA031 (C3I Systems)
FCTA0102 (Air Operations)
Is supported by

FCTA029 (Intel, Imagery)
FCTA0101 (JTF Operations)
Is supported by

FCTA029 (Intel, Imagery)
FCTA0102 (Air Operations)
References

MISSION-ORGANIZATION (illustrated in Table 374) is defined as the association of a specific MISSION with a specific ORGANIZATION.  

Table 374.  MISSION-ORGANIZATION Instance Table

MISSION-ORGANIZATION

MISSION 
Identifier (FK)
ORGANIZATION 
Identifier (FK)
MISSION-ORGANIZATION 
Role Code

MISS0001 (Operation EJECT)
ORG0111 (USCENTCOM)
Is assigned to

MISS0001 (Operation EJECT)
ORG0112 (JTF1)
Is assigned to

MISS0002 (Operation AS1)
ORG0113 (JFC-A)
Is assigned to

MISS0003 (Operation OCA1)
ORG0114 (JFACC)
Is assigned to

MISS0003 (Operation OCA1)
ORG0115 (F-15 Wing)
Is supported by

Source:  [CJCSM 3500.04A 1996].

MISSION-TASK (illustrated in Table 375) is defined [DDDS (11752/1) (D)] as the association that shows which MISSION is accomplished by which TASK.  Note that MISSION-ESSENTIAL-TASK, a subtype of TASK, is defined [DDDS (2307) (A)] as a TASK required for the accomplishment of a MISSION. 

Table 375.  MISSION-TASK Instance Table

MISSION-TASK

MISSION Identifier (FK)
TASK Identifier (FK)
MISSION-TASK Role Code

MISS0001 (Operation EJECT)
SN 8.1.7 (Coordinate Information Sharing)
Is the primary mission for

MISS0001 (Operation EJECT)
SN 4.1.2 (Acquire, Train, Supply, and Transport Personnel)
Is the primary mission for

MISS0002 (Operation AS1)
ST 2.1 (Plan & Direct Theater Strategic Intel)
Is the primary mission for

MISS0002 (Operation AS1)
ST 5.3.2 (Develop Theater Strategic Concepts)
Is a secondary mission for

MISS0002 (Operation AS1)
ST 6.1 (Provide Theater Aerospace and Missile Defense)
Is a related mission for

MISS0003 (Operation OCA1)
OP 6.1.4 (Counter Enemy Attack in Theater of Ops)
Is the primary mission for

MISS0003 (Operation OCA1)
OP 3.2.7 (Synchronize Operational Firepower)
Is the primary mission for

MISS2001 (Conduct Offensive Counter-Air)
TSK2001 (Occupy Combat Area, AFT 3.3.2)
Is the primary mission for

MISS2001 (Conduct Offensive Counter-Air)
TSK2002 (Conduct Legal Engagement, AFT 3.2.1)
Is the primary mission for

MISS2001 (Conduct Offensive Counter-Air)
TSK2003 (Direct and Lead Subordinate Forces, AFT 5.4)
Is the primary mission for

Source:  Universal Joint Task List, Figure 2-6 [CJCSM 3500.04A 1996].

MISSION-TASK-CONDITION (illustrated in Table 376) is defined as the association of a specific TASK to a specific CONDITION for a specific MISSION.  While this entity is not shown in Mission and Mission Area View (Figure 110, above), it is included in the UJTL and Mission Essential Task View (XV-01, Figure 76) in Section IV.B.01 (above).

Table 376.  MISSION-TASK-CONDITION Instance Table

MISSION-TASK-CONDITION

CONDITION Identifier (FK)
MISSION Identifier (FK)

TASK Identifier (FK)
MISSION-TASK-CONDITION Source Name

2.1A (Mission-Straight-forward)
MISS2004 (Destroy C3I Capability)
TSK2004 
(Prepare Campaign/Major Opns & Related Plans & Orders, OP 5.3.9)
UJTL

2.1A
MISS2004
TSK2004
UJTL

2.1B (Mission-Stressful)
MISS2004
TSK2004
UJTL

Source:  Universal Joint Task List, Figure 2-6 [CJCSM 3500.04A 1996].

e.
Details for MISSION-AREA

MISSION-AREA (illustrated in Table 377) is defined [DDDS (2305) (A)] as the general class to which an operational MISSION belongs.  Note:  Within a class, the missions have common objectives.  

Table 377.  MISSION-AREA Instance Table

MISSION-AREA

MISSION-AREA 
Type Code
MISSION-AREA 
Name
MISSION-AREA 
Description Text

AIR
Air Warfare (General Air Operations)
—

AIRC
Airspace Control
—

06
Amphibious Warfare
—

07
Anti-Air Warfare
—

10
Civil Affairs.
—

C2W
Command and Control Warfare
—

05
Construction
—

DCA
Defensive Counter Air
—

EW
Electronic Warfare
—

03
Employment
—

FS
Fire Support
—

IW
Information Warfare
—

02
Intelligence
—

ISR
Intelligence Surveillance & Reconnaissance
—

INT
Interdiction
—

LOG
Logistics
—

MVR
Maneuver & Land Warfare
—

MAR
Maritime (General)
—

MINE
Mining Warfare
—

01
Mobilization
—

OCA
Offensive Counter Air
—

09
Psychological Operations
—

04
Search and Rescue
—

08
Special Operations
—

STRK
Strike Warfare
—

SURF
Surface Warfare
—

TAD
Theater Air Defense
—

UNSW
Undersea Warfare
—

Sources:  [DDDS 1997] and [NADB 1997].

f.
Details for Child Entities of MISSION-AREA

MISSION-AREA-FUNCTIONAL-AREA (illustrated in Table 378) is defined as an association between a specific MISSION-AREA and a specific FUNCTIONAL-AREA.  FUNCTIONAL-AREA is defined [DDDS (4198) (A)] as a major area of related activity.  

Table 378.  MISSION-AREA-FUNCTIONAL-AREA Instance Table

MISSION-AREA-FUNCTIONAL-AREA

MISSION-AREA Type Code (FK)
FUNCTIONAL-AREA Identifier (FK)
MISSION-AREA-FUNCTIONAL-AREA 
Role Code

AIR (Air Warfare)
FCTA031 (C3I Systems)
Is supported by

06 (Amphibious warfare)
FCTA031 (C3I Systems)
References

TAD (Theater Air Defense)
FCTA031 (C3I Systems)
Is supported by

NODE-MISSION-AREA is defined as the association of a specific NODE with a specific MISSION-AREA.  Its attributes are defined and an instance table given in Section IV.B.30 (below) in the discussion of NODE (specifically, Table 402).

ORGANIZATION-MISSION-AREA is defined [DDDS (2312) (A)] as the MISSION-AREA supported by a specific ORGANIZATION.  Its attributes are defined and an instance table given in Section IV.B.02 (above) in the discussion of ORGANIZATION (specifically, Table 71).

ORGANIZATION-TYPE-MISSION-AREA is defined as the MISSION-AREA supported by a specific ORGANIZATION-TYPE.  Its attributes are defined and an instance table given in Section IV.B.02 (above) in the discussion of ORGANIZATION (specifically, Table 74).

REQUIREMENT-MISSION-AREA is defined as the association of a specific REQUIREMENT with a specific MISSION-AREA.  Its attributes are defined and an instance table given in Section IV.B.05 (above) in the discussion of REQUIREMENT (specifically, Table 125).

TASK-MISSION-AREA is defined as the association of a specific TASK to a specific MISSION-AREA.  The attributes of TASK-MISSION-AREA and an example instance table are provided in Section IV.B.34 (below) in the discussion of TASK (specifically, Table 437).

g.
Details for OPERATIONAL-MISSION-THREAD and Its Child Entities

OPERATIONAL-MISSION-THREAD (illustrated in Table 379) is defined as an identified information exchange procedure to support task execution by information systems and OPFACs (Source:  Army Systems Architecture Data Model.).  

Table 379.  OPERATIONAL-MISSION-THREAD Instance Table Template

OPERATIONAL-MISSION-THREAD

OPERATIONAL-MISSION-THREAD Identifier 

MISSION Identifier (FK)

SECURITY-CLASSIFICATION CODE (FK)
CAVEATED-SECURITY-CLASSIFICATION Identifier (FK)

OPERATIONAL-MISSION-THREAD Description Text

OPERATIONAL-MISSION-THREAD Name 






















OPERATIONAL-MISSION-THREAD-IER (illustrated in Table 380) is defined as the hierarchical sequence of information exchange in support of the  triggered task.  INFORMATION-EXCHANGE-REQUIREMENT, EXCHANGE-NEED-LINE-REQUIREMENT, and EXCHANGE-NEED-LINE-IER are all discussed in Section IV.B.05 (and illustrated in Table 115, Table 116, and Table 117, respectively).

Table 380.  OPERATIONAL-MISSION-THREAD-IER Instance Table Template

OPERATIONAL-MISSION-THREAD-IER

OPERATIONAL-MISSION-THREAD Identifier (FK)
Info Exch Element GUIDANCE Identifier (FK)
Exch Need Line Req GUIDANCE Identifier (FK)
EXCHANGE-NEED-LINE-IER Identifier (FK) 
OPERATIONAL-MISSION-THREAD-IER Sequence Number Identifier
OPERATIONAL-MISSION-THREAD-IER Transmission Processing Delay Quantity






















27.
Network View

a.
Overview and Specification

Figure 111 provides the IDEF1X view for Network.  Table 381 provides definitions of each entity in the figure.  Entities related to Network are also described in the following sections:

· Section IV.B.28, Network-Node View

· Section IV.B.29, Network-Path View

· Section IV.B.30, Node View

· Section IV.B.31, Node-Association View.
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Figure 111.  CADM 2.0 Network View (XV-27)

Table 381.  Entity Definitions for All Entities in the Network View

Entity
Entity Definition
Reference

NETWORK
The joining of two or more nodes for a specific purpose.  [ In CADM Draft 1.0, (10972) (D)  THE JOINING OF TWO OR MORE COMPONENTS FOR THE PURPOSE OF EXCHANGING VERBAL, NON-VERBAL, OR ELECTRONIC COMMUNICATIONS OR TRANSPORTING PERSONNEL, EQUIPMENT, OR OTHER RESOURCES.]
See below

NETWORK-ASSOCIATION
AN ASSOCIATION OF A NETWORK WITH ANOTHER NETWORK.
See below

NETWORK-CAPABILITY
The relationship of a specific NETWORK to a specific CAPABILITY.
See Section IV.B.12 (Capability View)

NETWORK-NODE
The relationship of a specific NETWORK to a specific NODE.
See Section IV.B.28 (Network Node View)

NETWORK-ORGANIZATION
The association of a specific NETWORK to a specific ORGANIZATION.
See below

NETWORK-STANDARD-PROFILE
The relationship of a specific NETWORK to a specific STANDARD-PROFILE.
See below

NETWORK-SYSTEM
The relationship of a specific NETWORK to a specific SYSTEM.
See below

NODE-ASSOCIATION-NETWORK
A relationship of a specific NODE-ASSOCIATION to a specific NETWORK.
See Section IV.B.30 (Node View)

REQUIREMENT-NETWORK-NODE
The association of a specific REQUIREMENT with a specific NETWORK-NODE.
See Section IV.B.05 (Requirement View)

Table 382 provides the attribute specifications of key entities in the Network View of CADM 2.0.

Table 382.  Attribute Specifications for Key Entities in the Network View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

NETWORK
· NETWORK Identifier (PK)—The unique identifier of a specific NETWORK.

· SECURITY-CLASSIFICATION CODE (FK)—(26900/1) (A)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (26900/2) (C)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (DDDS, June 1998)

· CAVEATED-SECURITY-CLASSIFICATION Identifier (FK)—The identifier of a CAVEATED-SECURITY-CLASSIFICATION for a specific SECURITY-CLASSIFICATION.  Source:  CADM-ASA Workshop (17-19 June 1998).

· NETWORK Acronym Name—The abbreviation for a specific NETWORK.

· NETWORK DESCRIPTION TEXT—THE TEXT THAT DESCRIBES A NETWORK. Source:  JCAPS.

· NETWORK ESTIMATED USER QUANTITY—THE ESTIMATED NUMBER OF USERS OF A NETWORK. Source:  JCAPS.

· NETWORK LOGICAL TOPOLOGY NAME—THE LOGICAL CONFIGURATION OF THE CONNECTIVITY OF A NETWORK. Source:  JCAPS.

· NETWORK MAXIMUM SIMULTANEOUS USER QUANTITY—THE MAXIMUM NUMBER OF SIMULTANEOUS USERS THAT A NETWORK CAN SUPPORT. Source:  JCAPS.

· NETWORK MAXIMUM THROUGHPUT RATE—THE MAXIMUM NUMBER OF BITS PER SECOND THAT A NETWORK CAN SUPPORT. Source:  JCAPS.

· NETWORK NAME—THE NAME OF A NETWORK. Source:  JCAPS.

· NETWORK Implementation Type Code—The code that denotes a design class of NETWORK.  Domain values include:  Local area network; Metropolitan area network; Wide area network; Telephone network; Telegraph network; Broadcast network; Packet Switching Network; Circuit Switching Network; Message Switching Network; Radio Frequency Network.

NETWORK-ASSOCIATION
· Ordinate NETWORK Identifier (PK) (FK)—The unique identifier of a specific NETWORK.

· Subordinate NETWORK Identifier (PK) (FK)—The unique identifier of a specific NETWORK.

· NETWORK-ASSOCIATION IDENTIFIER (PK)—THE IDENTIFIER THAT REPRESENTS A NETWORK-ASSOCIATION.

· NETWORK-ASSOCIATION Description Text—The text that summarizes a NETWORK-ASSOCIATION.

· NETWORK-ASSOCIATION Type Code—The code that designations a specific class of NETWORK-ASSOCIATION.  Domain values include:  Is part of; Replaces; Is equivalent to; Supports.

NETWORK-ORGANIZATION
· NETWORK Identifier (PK) (FK)—The unique identifier of a specific NETWORK.

· ORGANIZATION IDENTIFIER (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· NETWORK-ORGANIZATION Identifier (PK)—The unique identifier of a specific NETWORK-ORGANIZATION for a specific NETWORK and a specific ORGANIZATION.

· NETWORK-ORGANIZATION Role Code—The code that designates the specific way in which a NETWORK cites an ORGANIZATION.  Domain values include:  Is operated by; Is maintained by; Is installed by; Supports operation of; Is used to address; Is administered by.

NETWORK-STANDARD-PROFILE
· NETWORK Identifier (PK) (FK)—The unique identifier of a specific NETWORK.

· Std Profile AGREEMENT Identifier (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

NETWORK-SYSTEM
· NETWORK Identifier (PK) (FK)—The unique identifier of a specific NETWORK.

· SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· NETWORK-SYSTEM Identifier (PK)—The unique identifier of a specific NETWORK-SYSTEM for a specific NETWORK and a specific SYSTEM.

· NETWORK-SYSTEM Role Code—The code that designates the specific way in which a SYSTEM is cited for a NETWORK.  Domain values include:  Is a functional representation of; Is a configuration management representation of; Provides communications support to.

b.
Details for NETWORK

NETWORK (illustrated in Table 383) is defined as the joining of two or more nodes for a specific purpose.  [In CADM Draft 1.0, NETWORK was described as—(DDDS 10972) (D)—the joining of two or more components for the purpose of exchanging verbal, non-verbal, or electronic communications or transporting personnel, equipment, or other resources.]  Since NETWORK and NODE are independent entities, different NETWORKs can share common NODEs.  The specific NODEs associated with a NETWORK are specified in the entity NETWORK-NODE (see Section IV.B.28, below).  In addition, as shown in Figure 111, a NETWORK can be explicitly associated with one or more STANDARD-PROFILEs, one or more NODE-ASSOCIATIONs (e.g., NODE-LINKs), one or more SYSTEMs, one or more ORGANIZATIONs, and various CAPABILITYs.

Table 383.  NETWORK Instance Table

NETWORK


NETWORK Identifier
NETWORK Acronym Name

NETWORK Descr. Text
NETWORK Estimated User Quantity
NETWORK Logical Topology Name

NETWORK Name
SECURITY-CLASS.-Code (FK)
NETWORK Implem. Type Code

NET001
Comm A
—
8
Broadcast
Fire Direction Net
S
Wide area network

NET002
Cmd Net
—
15
Point-to-Point
Command Net
S
Wide area network

NET003
Sensor Net
—
15
Point-to-Point
Sensor Net
S
Radio Frequency Network

The following attributes of NETWORK are not shown in the instance table:  CAVEATED-SECURITY-CLASSIFICATION Identifier (FK), Maximum Simultaneous User Quantity, and Maximum Throughput Rate.

c.
Details for NETWORK-ASSOCIATION

NETWORK-ASSOCIATION (illustrated in Table 384) is defined as an association of a NETWORK with another NETWORK.  One common use of NETWORK-ASSOCIATION is to identify various subnetworks of a NETWORK.  Two instances of NETWORK may have the following classes of association (using the Type Code):  Is part of, Replaces, Is equivalent to, and Supports.

Table 384.  NETWORK-ASSOCIATION Instance Table

NETWORK-ASSOCIATION


Ordinate NETWORK Identifier (FK)

Subordinate NETWORK Identifier (FK)
NETWORK-ASSOCIATION Identifier
NETWORK-ASSOCIATION Description Text
NETWORK-ASSOCIATION 
Type Code

NET003 (Sensor Net)
NET001 (Fire Direction Net)
NETA0001
Provides location data for
Supports

d.
Details for Child Entities of NETWORK

NETWORK-ORGANIZATION (illustrated in Table 385) is defined as the association of a specific NETWORK to a specific ORGANIZATION.  Classes of association (distinguished by the Role Code) are the following:  Is operated by, Is maintained by, Is installed by, Supports operation of, Is used to address, and Is administered by.

Table 385.  NETWORK-ORGANIZATION Instance Table

NETWORK-ORGANIZATION

NETWORK 
Identifier (FK)
ORGANIZATION 
Identifier (FK)
NETWORK-ORGANIZATION Identifier
NETWORK-ORGANIZATION Role Code

NET001 (Fire Direction Net)
ORG1201 (Battery A)
NETOR001
Supports operation of

NET001 (Fire Direction Net)
ORG1202 (Battery B)
NETOR002
Supports operation of

NET001 (Fire Direction Net)
ORG1203 (Battalion R FDC)
NETOR003
Is administered by

NET001 (Fire Direction Net)
ORG1204 (SigCent)
NETOR003
Is maintained by

NETWORK-STANDARD-PROFILE (illustrated in Table 386) is defined as the relationship of a specific NETWORK to a specific STANDARD-PROFILE.  

Table 386.  NETWORK-STANDARD-PROFILE Instance Table

NETWORK-STANDARD-PROFILE

NETWORK Identifier (FK)
Standard Profile AGREEMENT Identifier

NET002 (Command Net)
3.2.1.1.1.3 (File Transfer)

NET002 (Command Net)
3.2.1.1.1.5 (Network Management)

NET002 (Command Net)
3.2.1.1.2.1 (TCP/UDP over IP)

NET002 (Command Net)
3.2.1.4 (Secondary Imagery Dissemination)

NETWORK-SYSTEM (illustrated in Table 387) is defined as the relationship of a specific NETWORK to a specific SYSTEM.  Classes of association (distinguished by the Role Code) are the following:  Is a functional representation of, Is a configuration management representation of, and Provides communications support to.

Table 387.  NETWORK-SYSTEM Instance Table

NETWORK-SYSTEM

NETWORK 
Identifier (FK)
SYSTEM 
Identifier (FK)
NETWORK-SYSTEM 
Identifier
NETWORK-SYSTEM 
Role Code

NET003
SYS0004 (TIBS)
NETS0001
Provides communications support to

28.
Network-Node View

a.
Overview and Specification

Figure 112 provides the IDEF1X view for Network-Node.  Table 388 provides definitions of each entity in the figure.  Entities related to Network-Node are also described in the following sections:

· Section IV.B.27, Network View

· Section IV.B.29, Network-Path View

· Section IV.B.30, Node View

· Section IV.B.31, Node-Association View.
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Figure 112.  CADM 2.0 Network-Node View (XV-28)

Table 388.  Entity Definitions for All Entities in the Network-Node View

Entity
Entity Definition
Reference

NETWORK
The joining of two or more nodes for a specific purpose.  [In CADM Draf 1.0, (10972) (D)  THE JOINING OF TWO OR MORE COMPONENTS FOR THE PURPOSE OF EXCHANGING VERBAL, NON-VERBAL, OR ELECTRONIC COMMUNICATIONS OR TRANSPORTING PERSONNEL, EQUIPMENT, OR OTHER RESOURCES.]
See Section IV.B.27 (Network View)

NETWORK-NODE
The relationship of a specific NETWORK to a specific NODE.
See below

NODE
A representation of an element of architecture that produces, consumes, or processes data.  [In CADM Draft 1.0, (956/1) (D)  A primitive that defines a NETWORK.  Compare (JCS Pub 1-02):  Node--A location in a mobility system where a movement requirement originated, processed for onward movement, or terminated.]
See Section IV.B.30 (Node View)

REQUIREMENT-NETWORK-NODE
The association of a specific REQUIREMENT with a specific NETWORK-NODE.
See Section IV.B.05 (Requirement View)

Table 389 provides the attribute specifications of key entities in the Network-Node View of CADM 2.0.

Table 389.  Attribute Specifications for Key Entities in the Network View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

NETWORK-NODE
· NETWORK Identifier (PK) (FK)—The unique identifier of a specific NETWORK.

· NODE Identifier (PK) (FK)—The unique identifier of a specific NODE.

· NETWORK-NODE Identifier (PK)—The identifier of a NETWORK-NODE for a specific NETWORK and a specific NODE.

· NETWORK-NODE Role Code—The code that designates the specific way in which a NODE is cited for a NETWORK.  Domain values include:  Has a gateway represented by; Has as a subscriber; Has as a controlling node; Has as a security monitoring node; Is contained in; Is a network entirely represented by; Not specified; Not known.

b.
Details of NETWORK-NODE and Its Associations

NETWORK-NODE (illustrated in Table 390) is defined as the relationship of a specific NETWORK to a specific NODE.  Classes of association (distinguished by the Role Code) are the following:  Has a gateway represented by, Has as a subscriber, Has as a controlling node, Has as a security monitoring node, Is contained in, and Is a network entirely represented by.

Table 390.  NETWORK-NODE Instance Table

NETWORK-NODE

NETWORK Identifier (FK)
NETWORK Identifier (FK)
NODE-NODE Identifier (FK)
NETWORK-NODE Role Code

NET003 (Sensor Net)
NET003 (Sensor Net)
NNOD001
Has as a subscriber

NET003 (Sensor Net)
NET003 (Sensor Net)
NNOD001
Has as a subscriber

REQUIREMENT-NETWORK-NODE is defined as the association of a specific REQUIREMENT with a specific NETWORK-NODE.  Its attributes are defined and an instance table given in Section IV.B.05 (above) in the discussion of REQUIREMENT.

29.
Network-Path View

a.
Overview and Specification

Figure 113 provides the IDEF1X view for Network-Path.  Table 391 provides definitions of each entity in the figure.  Entities related to Network-Path are also described in the following sections:

· Section IV.B.27, Network View

· Section IV.B.28, Network-Node View

· Section IV.B.30, Node View

· Section IV.B.31, Node-Association View.
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Figure 113.  CADM 2.0 Network-Path View (XV-29)

Table 391.  Entity Definitions for All Entities in the Network-Path View

Entity
Entity Definition
Reference

NETWORK
The joining of two or more nodes for a specific purpose.  [In CADM Draft 1.0, (10972) (D)  THE JOINING OF TWO OR MORE COMPONENTS FOR THE PURPOSE OF EXCHANGING VERBAL, NON-VERBAL, OR ELECTRONIC COMMUNICATIONS OR TRANSPORTING PERSONNEL, EQUIPMENT, OR OTHER RESOURCES.]
See Section IV.B.27 (Network View)

NETWORK-NODE
The relationship of a specific NETWORK to a specific NODE.
See Section IV.B.28 (Network Node View)

NETWORK-PATH
An ordered list of NODE-LINKs contained wholly within a single NETWORK for which the end of each NODE-LINK (excepting the last) is the start of the next NODE-LINK.  Note: The start node of the first NODE-LINK is defined to be the start node of the PATH, and the end node of the last NODE-LINK is defined to be the end node of the PATH.  If the start node and the end node of a PATH are the same, then the PATH is defined to be a closed PATH.
See below

NETWORK-PATH-LINK
One of the NODE-LINKs on a specific NETWORK-PATH.
See below

NODE
A representation of an element of architecture that produces, consumes, or processes data.  [In CADM Draft 1.0, (956/1) (D)  A primitive that defines a NETWORK.  Compare (JCS Pub 1-02):  Node--A location in a mobility system where a movement requirement originated, processed for onward movement, or terminated.]
See Section IV.B.30 (Node View)

NODE-ASSOCIATION
An association of one specific NODE to another NODE.  For need lines, Node 1 represents the source and Node 2 represents the destination.
See Section IV.B.30 (Node View)

NODE-LINK
A NODE-ASSOCIATION that provides the capability to transfer data or to exchange information between two specific NODEs.
See Section IV.B.31 (Node Association View)

Table 392 provides the attribute specifications of key entities in the Network-Path View of CADM 2.0.

Table 392.  Attribute Specifications for Key Entities in the Network-Path View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

NETWORK-PATH
· NETWORK Identifier (PK) (FK)—The unique identifier of a specific NETWORK.

· NETWORK-PATH Identifier (PK)—The unique identifier of a NETWORK-PATH for a specific NETWORK.

· NETWORK-NODE Identifier (FK)—The identifier of a NETWORK-NODE for a specific NETWORK and a specific NODE.

· End NODE Identifier (FK)—The unique identifier of a specific NODE.

· Start NODE Identifier (FK)—The unique identifier of a specific NODE.

· NETWORK-PATH Directionality Code—The code that represents the way in which information may be transmitted for a specific NETWORK-PATH.  Domain values include:  A--information flows only from start node to end node; B--information flows only from end node to start node; C--information flows either way; D--not specified; E--not known.

· NETWORK-PATH Name—The name of a specific NETWORK-PATH.

NETWORK-PATH-LINK
· NETWORK Identifier (PK) (FK)—The unique identifier of a specific NETWORK.

· NETWORK-PATH Identifier (PK) (FK)—The unique identifier of a NETWORK-PATH for a specific NETWORK.

· NETWORK-PATH-LINK Sequence Number Identifier (PK)—The identifier that represents the relative order of a NODE-LINK among the set of NODE-LINKs associated with a specific NETWORK-PATH.  Derived from LINE-POINT Sequence Identifier, DDDS #12583 (A).

· NODE-ASSOCIATION Identifier (FK)—The identifier of a NODE-ASSOCIATION for a specific Node 1 NODE and a specific Node 2 NODE.

· Node 1 NODE Identifier (FK)—The unique identifier of a specific NODE.

· Node 2 NODE Identifier (FK)—The unique identifier of a specific NODE.

b.
Details for NETWORK-PATH and NETWORK-PATH-LINK

NETWORK-PATH (illustrated in Table 393) is defined as an ordered list of NODE-LINKs contained wholly within a single NETWORK for which the end of each NODE-LINK (excepting the last) is the start of the next NODE-LINK.  Note: The start node of the first NODE-LINK is defined to be the start node of the path, and the end node of the last NODE-LINK is defined to be the end node of the path.  If the start node and the end node of a path are the same, then the path is defined to be a closed path.

Table 393.  NETWORK-PATH Instance Table Template

NETWORK-PATH

NETWORK Identifier (FK)
NETWORK-PATH Identifier
NETWORK-NODE Identifier (FK)
End NODE Identifier (FK)
Start NODE Identifier (FK)

NETWORK-PATH Directionality Code

NETWORK-PATH Name

























NETWORK-PATH-LINK (illustrated in Table 394) is defined as one of the NODE-LINKs on a specific NETWORK-PATH.  Each instance carries a sequence number to indicate the order in which the links are to be traversed.  The Start NODE Identifier of all but the first link should be the same as the End NODE Identifier of the previous link.

Table 394.  NETWORK-PATH-LINK Instance Table Template

NETWORK-PATH-LINK

NETWORK 
NETWORK-
NETWORK-PATH-LINK 
NODE-ASSOCIATION Group Id (FK)

Identifier (FK)
PATH Identifier
Sequence Number Identifier (FK)
Node 1 NODE Identifier 
Node 2 NODE Identifier 
NODE-ASSOCIATION Identifier 






















30.
Node View

a.
Overview and Specification

Figure 114 provides the IDEF1X view for Node.  Table 395 provides definitions of each entity in the figure.  Entities related to Node are also described in the following sections:

· Section IV.B.27, Network View

· Section IV.B.28, Network-Node View

· Section IV.B.29, Network-Path View

· Section IV.B.31, Node-Association View.
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Figure 114.  CADM 2.0 Node View (XV-30)

Table 395.  Entity Definitions for All Entities in the Node View

Entity
Entity Definition
Reference

ARCHITECTURE-NODE
The relationship of a specific ARCHITECTURE to a specific NODE.
See Section IV.B.11 (Architecture View)

DATA-ITEM-TYPE
A class of information of military interest.
See Section IV.B.25 (Materiel Item and Equipment Type  View)

EVENT-NODE-CROSS-LINK
The specification of how a specific EVENT for a specific "originator" NODE termporally relates to another "terminator" NODE subject to a constraint.
See Section IV.B.03.d (Action View)

NETWORK-NODE
The relationship of a specific NETWORK to a specific NODE.
See Section IV.B.28 (Network Node View)

NODE
A representation of an element of architecture that produces, consumes, or processes data.  [In CADM Draft 1.0, (956/1) (D)  A primitive that defines a NETWORK.  Compare (JCS Pub 1-02):  Node--A location in a mobility system where a movement requirement originated, processed for onward movement, or terminated.]
See below

NODE-ACTIVITY-ICOM
The association of a specific NODE to a specific ACTIVITY-ICOM for a specific ACTIVITY-MODEL and PROCESS-ACTIVITY.
See below

NODE-ASSOCIATION
An association of one specific NODE to another NODE.  For need lines, Node 1 represents the source and Node 2 represents the destination.
See Section IV.B.31 (Node Association View)

NODE-ASSOCIATION-NETWORK
A relationship of a specific NODE-ASSOCIATION to a specific NETWORK.
See Section IV.B.31 (Node Association View)

NODE-COMMUNICATION-MEDIUM
The association of a specific NODE with a specific COMMUNICATION-MEDIUM.
See Section IV.B.13 (Communications View)

NODE-DATA-ITEM-TYPE
The association of a specific NODE with a specific DATA-ITEM-TYPE.
See below

NODE-FACILITY
The association of a specific NODE to a specific FACILITY.
See below

NODE-INFORMATION-ASSET
The association of a specific NODE to a specific INFORMATION-ASSET.
See below

NODE-MISSION-AREA
The association of a specific NODE with a specific MISSION-AREA.
See below

NODE-ORGANIZATION
The association of a specific NODE with a specific ORGANIZATION.
See below

NODE-ORGANIZATION-TYPE
The association of a specific NODE with a specific ORGANIZATION-TYPE.
See below

NODE-PROCESS-ACTIVITY
The association of a specific NODE with a specific PROCESS-ACTIVITY.
See below

NODE-SYSTEM
The association of a specific NODE with a specific SYSTEM.
See below

NODE-TASK
The relationship of a specific NODE to a specific TASK.
See below

REQUIREMENT-NETWORK-NODE
The association of a specific REQUIREMENT with a specific NETWORK-NODE.
See Section IV.B.05 (Requirement View)

Table 396 provides the attribute specifications of key entities in the Node View of CADM 2.0.

Table 396.  Attribute Specifications for Key Entities in the Node View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

NODE
· NODE Identifier (PK)—The unique identifier of a specific NODE.

· NODE Category Code—The class of a specific NODE.  Domain values include:  AS--Assessment Node; C2 (BM)--Battle Management Node; CL--Collection Node; CD--Combat Direction Node; CM--Communications Node; EX (Weapon)--Execution Node; PR--Processing Node; PL--Platform; Process Activity; System; System Element; Organization; Person; Not applicable; Not known.

· NODE Description Text—The text that summarizes a specific NODE.

· NODE Limitations Description Text—The text that amplifies the restrictions of a specific NODE.

· NODE Name—The name of a specific NODE.

· NODE Physical Indicator Code—The code that denotes whether the NODE is notional or represents a real instance.  Domain values include:  Logical; Physical; Not specified; Not known.

NODE-ACTIVITY-ICOM
· NODE Identifier (PK) (FK)—The unique identifier of a specific NODE.

· Activity Model INFO-ASSET Group Identifier (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· INFO-ELEMENT-{ICOM} IDENTIFIER (PK) (FK)—(29164) (A)  THE IDENTIFIER THAT REPRESENTS AN ICOM.

· ICOM VERSION IDENTIFIER (PK) (FK)—(20228) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF AN ICOM.

· PROCESS-ACTIVITY (PK) (FK)—(29165/2) (A)  THE IDENTIFIER THAT REPRESENTS A PROCESS-ACTIVITY.

· NODE-ACTIVITY-ICOM Role Code—The code that designates the specific way in which a ACTIVITY-ICOM is cited for a NODE.  Domain values include:  Represents a site for; Supports conduct of.

NODE-DATA-ITEM-TYPE
· NODE Identifier (PK) (FK)—The unique identifier of a specific NODE.

· DATA-ITEM-TYPE Code (PK) (FK)—The code that represents a class of DATA-ITEM-TYPE.

NODE-FACILITY
· NODE Identifier (PK) (FK)—The unique identifier of a specific NODE.

· FACILITY IDENTIFIER (PK) (FK)—(11179/1) (A)  THE IDENTIFIER THAT REPRESENTS A FACILITY.  (11179/2) (D)  THE IDENTIFIER THAT REPRESENTS A FACILITY.

· NODE-FACILITY Identifier (PK)—The unique identifier of a specific NODE-FACILITY for a specific NODE and a specific FACILITY.

· NODE-FACILITY Role Code—The code that designates the specific way in which a FACILITY is cited for a NODE.  Domain values include:  Is co-located with; Is supported by; Represents.

NODE-INFORMATION-ASSET
· NODE Identifier (PK) (FK)—The unique identifier of a specific NODE.

· INFO-ASSET Group Identifier (PK) (FK)—(20400/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC RENDITION OF AN INFORMATION-ASSET.

· NODE-INFORMATION-ASSET Identifier (PK)—The identifier of a NODE-INFORMATION-ASSET for a specific NODE and  specific INFORMATION-ASSET.

· NODE-INFORMATION-ASSET Role Code—The code that designates the specific way in which an INFORMATION-ASSET is cited for a NODE.  Domain values include:  Is a site for; Represents.

NODE-MISSION-AREA
· NODE Identifier (PK) (FK)—The unique identifier of a specific NODE.

· MISSION-AREA TYPE CODE (PK) (FK)—(16078) (A)  THE CODE THAT DENOTES A CLASS OF MISSION-AREA.

· NODE-MISSION-AREA Role Code—The code that designates the specific way in which a MISSION-AREA is cited for a NODE.  Domain values include:  Supports network capabilities for; Supports systems capabilities for; Supports organization structuring for.

NODE-ORGANIZATION
· NODE Identifier (PK) (FK)—The unique identifier of a specific NODE.  Domain values include:  Is a site of operations for; Is maintained by; Is an address for; Is supported by; Is set up by; Is required to support; Represents.

· ORGANIZATION IDENTIFIER (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· NODE-ORGANIZATION Identifier (PK)—The unique identifier of a specific NODE-ORGANIZATION for a specific NODE and a specific ORGANIZATION.

· NODE-ORGANIZATION Role Code—The code that designates the specific way in which an ORGANIZATION is cited for a NODE.  Domain values include:  Is a site of operations for; Is maintained by; Is an address for; Is supported by; Is set up by; Is required to support.

NODE-ORGANIZATION-TYPE
· NODE Identifier (PK) (FK)—The unique identifier of a specific NODE.

· ORGANIZATION-TYPE IDENTIFIER (PK) (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE.

· NODE-ORGANIZATION-TYPE Identifier (PK)—The unique identifier of a specific NODE-ORGANIZATION-TYPE for a specific NODE and a specific ORGANIZATION-TYPE.

· NODE-ORGANIZATION-TYPE Role Code—The code that designates the specific way in which an ORGANIZATION-TYPE is cited for a NODE.  Domain values include:  Represents; Is location for; Supports; Is managed by; Is maintained by; Is installed by.

Table 396.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

NODE-PROCESS-ACTIVITY
· NODE Identifier (PK) (FK)—The unique identifier of a specific NODE.

· PROCESS-ACTIVITY IDENTIFIER (PK) (FK)—(29165/2) (A)  THE IDENTIFIER THAT REPRESENTS A PROCESS-ACTIVITY.

· PROCESS-ACTIVITY VERSION IDENTIFIER (PK) (FK)—(20252/2) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF A PROCESS-ACTIVITY.

· NODE-PROCESS-ACTIVITY Identifier (PK)—The identifier of a specific NODE-PROCESS-ACTIVITY for a specific NODE and a specific PROCESS-ACTIVITY.

· NODE-PROCESS-ACTIVITY Role Code—The code that designates the specific way in which a PROCESS-ACTIVITY is cited for a NODE.  Domain values include:  Is a site for; Supports conduct of; Represents.

NODE-SYSTEM
· NODE Identifier (PK) (FK)—The unique identifier of a specific NODE.

· SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· NODE-SYSTEM Identifier (PK)—The unique identifier of a specific NODE-SYSTEM for a specific NODE and a specific SYSTEM.

· NODE-SYSTEM Enhancement Description Text—The text that summarizes a planned improvement for a specific NODE-SYSTEM.

· NODE-SYSTEM Role Code—The code that designates the specific way in which a SYSTEM is cited for a NODE.  Domain values include:  Represents; Is location for; Supports; Is an address for.

NODE-TASK
· NODE Identifier (PK) (FK)—The unique identifier of a specific NODE.

· TASK IDENTIFIER (PK) (FK)—(9282) (A)  THE IDENTIFIER THAT REPRESENTS A TASK.

· NODE-TASK Identifier (PK)—The unique identifier of a specific NODE-TASK for a specific NODE and a specific TASK.

· NODE-TASK Role Code—The code that designates a specific way in which a TASK is performed at a NODE in a NODE-TASK.  Domain values include:  Represents; Is site for; Supports conduct of.

b.
Details for NODE

NODE (illustrated in Table 397) is defined a representation of an element of architecture that produces, consumes, or processes data.  [In CADM Draft 1.0, NODE was described as—(DDDS 956/1) (D)—A primitive that defines a NETWORK.  Compare (JCS Pub 1-02):  Node--A location in a mobility system where a movement requirement originated, processed for onward movement, or terminated.]  

Table 397.  NODE Instance Table

NODE


NODE Identifier


NODE Category Code
NODE Description Text
NODE Limitations Description Text


NODE Name

NODE Physical Indicator Code

NOD5001
Not Specified
—
—
Node A
Logical

NOD5002
Not Specified
—
—
Node B
Logical

NOD5201
Process Activity
—
—
A0
Logical

NOD5202
Process Activity
—
—
A1
Logical

NOD5101
CL (Collection Node)
—
—
Node A
Logical

NOD5102
CL (Collection Node)
—
—
Node B
Logical

NOD5103
PR (Processor Node)
—
—
Node C
Logical

NOD5104
BM (Battle Management Node)
—
—
Node D
Logical

NOD5105
EX (Weapon/Execution Node)
—
—
Node E
Logical

As noted, NETWORK and NODE are independent entities; therefore, two NETWORKs can have common NODEs.  Further, the concept NODE is sufficiently general to permit NODE to represent one or more instances of the following entities through appropriate associative entities (shown in Figure 114, above):  ACTIVITY-ICOM, ASSOCIATION, ASSOCIATION-NETWORK, COMMUNICATION-MEDIUM, DATA-ITEM-TYPE, FACILITY, INFORMATION-ASSET, MISSION-AREA, ORGANIZATION, ORGANIZATION-TYPE, PROCESS-ACTIVITY, SYSTEM, and  TASK.
c.
Details for Child Entities of NODE

NODE-ACTIVITY-ICOM (illustrated in Table 398) is defined as the association of a specific NODE to a specific ACTIVITY-ICOM for a specific ACTIVITY-MODEL and PROCESS-ACTIVITY.  Thus, a NODE can represent an information flow in an ACTIVITY-MODEL.

Table 398.  NODE-ACTIVITY-ICOM Instance Table

NODE-ACTIVITY-ICOM


Activity Model 
INFO-ASSET Group Identifier (FK)
PROCESS-ACTIVITY Group Identifier (FK)
INFO-ELEM (ICOM) 
Group Identifier (FK)

NODE-


NODE Id (FK)
INFO-ASSET Id
INFO-ASSET Version Id

ORG Id
PROC-ACTIVITY Id
PROC-ACTIVITY Version Id
INFO-ELEM (ICOM) Id

ICOM Version Id
ACTIVITY-ICOM Role Code

NOD5201 (A0)
IA2001
IAV0001
ORG01
PA0011
PAV0001
ICOM0007
ICOMV0001
Represents a site for

NOD5202 (A1)
IA2001
IAV0001
ORG01
PA0001
PAV0001
ICOM0007
ICOMV0001
Represents a site for

NOD5203 (A2)
IA2001
IAV0001
ORG01
PA0002
PAV0001
ICOM0030
ICOMV0001
Represents a site for

NOD5206 (A5)
IA2001
IAV0001
ORG01
PA0005
PAV0001
ICOM0030
ICOMV0001
Represents a site for

NOD5202 (A1)
IA2001
IAV0001
ORG01
PA0001
PAV0001
ICOM0030
ICOMV0001
Represents a site for

NODE-DATA-ITEM-TYPE (illustrated in Table 399) is defined as the association of a specific NODE with a specific DATA-ITEM-TYPE.  Note:  DATA-ITEM-TYPE is defined as a class of information of military interest.

Table 399.  NODE-DATA-ITEM-TYPE Instance Table

NODE-DATA-ITEM-TYPE

NODE Identifier (FK)
DATA-ITEM-TYPE Code (FK)

NOD5101 (CL Node A)
SED (Sensor Data)

NOD5101 (CL Node A)
SGR (Raw SIGINT)

NOD5103 (PR Node C)
TGT (Target)

NOD5103 (PR Node C)
SED (Sensor Data)

NOD5103 (PR Node C)
SGR (Raw SIGINT)

NODE-FACILITY (illustrated in Table 400) is defined as the association of a specific NODE to a specific FACILITY.  FACILITY is described in Section IV.B.18 (above).  Classes of association (distinguished by the Role Code) are the following:  Is co-located with, Is supported by, and Represents.

Table 400.  NODE-FACILITY Instance Table

NODE-FACILITY

NODE Identifier (FK)
FACILITY Identifier (FK)
NODE-FACILITY Identifier
NODE-FACILITY Role Code

NOD5103 (PR Node C)
FAC4311 [Blackbush Airfield Operations Center]
NODF001
Is co-located with

NOD5103 (PR Node C)
FAC0398 [1 (UK) Armd Division Dressing Station]
NODF002
Is co-located with

NODE-INFORMATION-ASSET (illustrated in Table 401) is defined as the association of a specific NODE to a specific INFORMATION-ASSET.  Classes of association (distinguished by the Role Code) are the following:  Is a site for and Represents.

Table 401.  NODE-INFORMATION-ASSET Instance Table

NODE-INFORMATION-ASSET


INFORMATION-ASSET Group Identifier (FK)



NODE Identifier (FK)

INFO-ASSET Identifier
INFO-ASSET Version Identifier
ORGANI-ZATION Identifier


NODE-INFORMATION-ASSET-Role Code

NOD6101 (CINC)
IA4004 (GCCS)
IAV0001
ORG01
Represents

NOD6111 (CJTF)
IA4005 (AGCCS)
IAV0001
ORG01
Represents

NOD6103 (JIC)
IA4006 (MIIDS)
IAV0001
ORG01
Represents

NODE-MISSION-AREA (illustrated in Table 402) is defined as the association of a specific NODE with a specific MISSION-AREA.  Classes of association (distinguished by the Role Code) are the following:  Supports network capabilities for, Supports systems capabilities for, and Supports organization structuring for.

Table 402.  NODE-MISSION-AREA Instance Table

NODE-MISSION-AREA

NODE Identifier (FK)
MISSION-AREA Type Code (FK)
NODE-MISSION-AREA Role Code

NOD6101 (CINC)
C2 (Command and Control)
Supports organization structuring for

NOD6102 (J2)
ISR (Intelligence Surveillance & Reconnaissance)
Supports organization structuring for

NOD6103 (JIC)
ISR (Intelligence Surveillance & Reconnaissance)
Supports organization structuring for

NOD5101 (CL Node A)
ISR (Intelligence Surveillance & Reconnaissance)
Supports systems capabilities for

NODE-ORGANIZATION (illustrated in Table 403) is defined as the association of a specific NODE with a specific ORGANIZATION.  Classes of association (distinguished by the Role Code) are the following:  Is a site of operations for, Is maintained by, Is an address for, Is supported by, Is set up by, and Is required to support.

Table 403.  NODE-ORGANIZATION Instance Table

NODE-ORGANIZATION

NODE 
Identifier (FK)
ORGANIZATION-Identifier (FK)
NODE-ORGANIZATION 
Identifier
NODE-ORGANIZATION 
Role Code

NOD5301
ORG5301 (DIA)
NORG001
Represents

NOD5341
ORG5341 (NIMA)
NORG001
Represents

NOD5342
ORG1101 (DISA)
NORG001
Represents

NODE-ORGANIZATION-TYPE (illustrated in Table 404) is defined as the association of a specific NODE with a specific ORGANIZATION-TYPE.  Classes of association (distinguished by the Role Code) are the following:  Represents, Is location for, Supports, Is managed by, Is maintained by, and Is installed by.

Table 404.  NODE-ORGANIZATION-TYPE Instance Table

NODE-ORGANIZATION-TYPE

NODE 
Identifier (FK)
ORGANIZATION-TYPE Identifier (FK)
NODE-ORGANIZATION-TYPE Identifier
NODE-ORGANIZATION-TYPE 
Role Code

NOD5301
ORGT5301 (DIA)
NORGT001
Represents

NOD5302
ORGT5301 (CINC)
NORGT001
Represents

NOD5303
ORGT5301 (JTF)
NORGT001
Represents

NOD5304
ORGT5301 (Component 1)
NORGT001
Represents

NOD5305
ORGT5301 (Component 2)
NORGT001
Represents

NOD5306
ORGT5301 (Component 3)
NORGT001
Represents

NODE-PROCESS-ACTIVITY (illustrated in Table 405) is defined as the association of a specific NODE with a specific PROCESS-ACTIVITY.  Classes of association (distinguished by the Role Code) are the following:  Is a site for, Supports conduct of, and Represents.

Table 405.  NODE-PROCESS-ACTIVITY Instance Table

NODE-PROCESS-ACTIVITY


PROCESS-ACTIVITY Group Identifier (FK)
NODE-
NODE-PROCESS-

NODE Identifier (FK)

PROCESS-ACTIVITY Identifier
PROCESS-ACTIVITY 
Version Identifier
PROCESS-ACTIVITY Id 
ACTIVITY Role Code

NOD5202 (A1)
PA0001 (Direct Request Satisfaction)
Represents
PAV0001
Represents

NOD5203 (A2)
PA0002 (Collect Data)
Represents
PAV0001
Represents

NOD5204 (A3)
PA0003 (Process Data)
Represents
PAV0001
Represents

NOD5205 (A4)
PA0004 (Produce Response)
Represents
PAV0001
Represents

NOD5206 (A5)
PA0005 (Disseminate Intelligence)
Represents
PAV0001
Represents

NOD5201 (A0)
PA0011 (Provide Intelligence to Military Operations)
Represents
PAV0001
Represents

NODE

NODE Identifier
NODE Category Code
NODE Description Text
NODE Limitations Description Text

NODE Name
NODE 
Physical Indicator Code

NOD5201
Process Activity
—
—
A0
Logical

NOD5202
Process Activity
—
—
A1
Logical

NOD5203
Process Activity
—
—
A2
Logical

NOD5204
Process Activity
—
—
A3
Logical

NOD5205
Process Activity
—
—
A4
Logical

NOD5206
Process Activity
—
—
A5
Logical

Source:  Instances tables for Example Node Tree (see Section IV.J on IDEF0 Node Tree).

NODE-SYSTEM (illustrated in Table 406) is defined as the association of a specific NODE with a specific SYSTEM.  Classes of association (distinguished by the Role Code) are the following:  Represents, Is location for, Supports, and Is an address for.

Table 406.  NODE-SYSTEM Instance Table

NODE-SYSTEM


NODE Identifier (FK)
SYSTEM Identifier (FK)
NODE-SYSTEM Id
NODE-SYSTEM Enhancement Description Text
NODE-SYSTEM Role Code

NOD5101 (CL Node A)
SYS2003 (SYS-A)
NSYS0001
Not specified
Is location for

NOD5103 (PR Node C)
SYS2008 (SYS-C)
NSYS0001
Not specified
Is location for

NODE-TASK (illustrated in Table 407) is defined as the relationship of a specific NODE to a specific TASK.  Classes of association (distinguished by the Role Code) are the following:  Represents, Is site for, and Supports conduct of.

Table 407.  NODE-TASK Instance Table

NODE-TASK

NODE Identifier (FK)
TASK Identifier (FK)
NODE-TASK Identifier
NODE-TASK Role Code

NOD5104 (BM Node)
TSK2031 (NTA 5.4.3)
NODT0001
Supports conduct of

NOD5104 (BM Node)
TSK2032 (NTA 1.5.3)
NODT0001
Supports conduct of

NOD5104 (BM Node)
TSK2033 (NTA 5.2.1.3)
NODT0001
Supports conduct of

NOD5104 (BM Node)
TSK2034 (NTA 5.3.9.3)
NODT0001
Supports conduct of

d.
DOCUMENTs Associated with NODEs

COMMAND-NODE-HIERARCHY, a subtype of DOCUMENT, is defined as a DOCUMENT that portrays the subordinate and other relationships among NODEs providing for the direction of military operations.  COMMAND-NODE-HIERARCHY is described in Section IV.B.31.e (below) in the discussion of NODE-ASSOCIATION.

31.
Node-Association View

a.
Overview and Specification

Figure 115 provides the IDEF1X view for Node-Association.  Table 408 provides definitions of each entity in the figure.  The following entities, not shown in the figure, are of interest in this view and included in the tables that follow:

· NODE-LINK-STANDARD-PROFILE—The association of a specific NODE-LINK to a specific STANDARD-PROFILE.

· NODE-TREE—A formal specification of the relationships among NODEs.  Note:  The NODEs may represent tasks for a specific ACTIVITY-MODEL.

Entities related to Node-Association are also described in the following sections:

· Section IV.B.27, Network View

· Section IV.B.28, Network-Node View

· Section IV.B.29, Network-Path View

· Section IV.B.30, Node View.
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Figure 115.  CADM 2.0 Node-Association View (XV-31)

Table 408.  Entity Definitions for All Entities in the Node-Association View

Entity
Entity Definition
Reference

COMMAND-NODE-HIERARCHY
A DOCUMENT that portrays the subordinate and other relationships among NODEs providing for the direction of military operations.
See below

NODE
A representation of an element of architecture that produces, consumes, or processes data.  [In CADM Draft 1.0, (956/1) (D)  A primitive that defines a NETWORK.  Compare (JCS Pub 1-02):  Node--A location in a mobility system where a movement requirement originated, processed for onward movement, or terminated.]
See Section IV.B.30 (Node View)

NODE-ASSOCIATION
An association of one specific NODE to another NODE.  For need lines, Node 1 represents the source and Node 2 represents the destination.
See below

NODE-ASSOCIATION-NETWORK
A relationship of a specific NODE-ASSOCIATION to a specific NETWORK.
See below

NODE-ASSOCIATION-REQUIREMENT
The association of a specific NODE-ASSOCIATION to a specific REQUIREMENT.
See below

NODE-HIERARCHY
A NODE-ASSOCIATION that specifies a functional or operational relationship between two NODEs.
See below

NODE-LINK
A NODE-ASSOCIATION that provides the capability to transfer data or to exchange information between two specific NODEs.
See below

NODE-LINK-CAPABILITY
The measure of a specific CAPABILITY for a specific NODE-LINK.
See below

NODE-LINK-COMMUNICATION-MEDIUM
The association of a specific NODE-LINK with a specific COMMUNICATION-MEDIUM.
See Section IV.B.13 (Communications View)

NODE-LINK-STANDARD-PROFILE
The association of a specific NODE-LINK to a specific STANDARD-PROFILE.
See below

NODE-TREE
A formal specification of the relationships among NODEs.  Note:  The NODEs may represent tasks for a specific ACTIVITY-MODEL.
See below

NODE-TREE-NODE-HIERARCHY
The relationship of a specific NODE-TREE to a specific NODE-HIERARCHY.
See below

Table 409 provides the attribute specifications of key entities in the Node-Association View of CADM 2.0.

Table 409.  Attribute Specifications for Key Entities in the Node-Association View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

COMMAND-NODE-HIERARCHY
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· Node Hierarchy NODE-ASSOC Group Id (PK) (FK)—The unique identifier of a specific NODE.

NODE-ASSOCIATION
· Node 1 NODE Identifier (PK) (FK)—The unique identifier of a specific NODE.

· Node 2 NODE Identifier (PK) (FK)—The unique identifier of a specific NODE.

· NODE-ASSOCIATION Identifier (PK)—The identifier of a NODE-ASSOCIATION for a specific Node 1 NODE and a specific Node 2 NODE.

· DOCUMENT IDENTIFIER (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· NODE-ASSOCIATION Category Code—The code that specifies a class of NODE-ASSOCIATION according to its function in information exchange.  Domain values include:  Node Hierarchy, Node Link, Not applicable, Not known.

· NODE-ASSOCIATION Collocation Indicator Code—The code that indicates whether Node 2 is collocated with Node 1.  Domain values include:  Collocated, Not collocated, Portions collocated and other portions not collocated, Not applicable, Not known.

· NODE-ASSOCIATION Description Text—The text that summarizes a specific NODE-ASSOCIATION.

· NODE-ASSOCIATION Name—The name assigned to a NODE-ASSOCIATION.

· NODE-ASSOCIATION Type Code—The code that specifies the way in which Node 2 is related to Node 1.  Domain values include:  Is a primary supporting node for; Is a secondary supporting node for; Is a non-essential supporting node for; Not applicable; Not known.

NODE-ASSOCIATION-NETWORK
· Node 1 NODE Identifier (PK) (FK)—The unique identifier of a specific NODE.

· Node 2 NODE Identifier (PK) (FK)—The unique identifier of a specific NODE.

· NODE-ASSOCIATION Identifier (PK) (FK)—The identifier of a NODE-ASSOCIATION for a specific Node 1 NODE and a specific Node 2 NODE.

· NETWORK Identifier (PK) (FK)—The unique identifier of a specific NETWORK.

NODE-ASSOCIATION-REQUIREMENT
· Requirement GUIDANCE Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· NODE-ASSOCIATION Group Identifier (PK) (FK)—The unique identifier of a specific NODE.

· NODE-ASSOCIATION-REQUIREMENT Identifier (PK)—The identifier of a NODE-ASSOCIATION-REQUIREMENT for a specific NODE-ASSOCIATION and a specific REQUIREMENT.

· NODE-ASSOCIATION-REQUIREMENT Role Code—The code that designates the specific way in which a NODE-ASSOCIATION is cited for a REQUIREMENT.  Domain values include:  Primary; Secondary; Tertiary; Other; Not specified; Not known.

NODE-HIERARCHY
· Node Hierarchy NODE-ASSOC Group Id (PK) (FK)—The unique identifier of a specific NODE.

· NODE-HIERARCHY Relation Type Code—The code that denotes a specific class of relation for a NODE-HIERARCHY.  Domain values include:  Command Relationship; Coordination Relationship (often denoted by dotted lines in an organization chart); Back-up Relationship; Has as a component; Not specified; Not known. (added for CADM 2.0).

· NODE-HIERARCHY Restriction Code—The code that denotes the limitation of a NODE-HIERARCHY.  Domain values include:  Direct/Command; Indirect; Situation dependent; Not applicable; Not known.  To be added for CADM 2.0:  01--IS IN DIRECT SUPPORT OF; 02--IS IN GENERAL SUPPORT OF; 03--IS IN GENERAL SUPPORT/REINFORCING OF; 04--IS REINFORCING; 05--HAS OPERATIONAL CONTROL (OPCON) OVER; 06--HAS TACTICAL CONTROL (TACON) OVER; 07--IS ATTACHED TO; 08--IS AN ALTERNATE FOR; 09--HAS FULL COMMAND OVER; 10--HAS OPERATIONAL COMMAND (OPCOM) OVER; 11--PROVIDES LOGISTICS SERVICES TO; 12--IS IN RESERVE TO; 13--HAS TACTICAL COMMAND OF; 14--IS UNDER COMMAND FOR ADMINISTRATION (UCADMIN) from ORGANIZATION-ASSOCIATION Type Code (DoD and C2 Core Data Models); 15--Combat Command (COCOM) (from Joint Staff Officer's Guide, 1993).

NODE-LINK
· Node 1 NODE Identifier (PK) (FK)—The unique identifier of a specific NODE.

· Node 2 NODE Identifier (PK) (FK)—The unique identifier of a specific NODE.

· NODE-ASSOCIATION Identifier (PK) (FK)—The identifier of a NODE-ASSOCIATION for a specific Node 1 NODE and a specific Node 2 NODE.

· SECURITY-CLASSIFICATION CODE (FK)—(26900/1) (A)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (26900/2) (C)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (DDDS, June 1998)

· CAVEATED-SECURITY-CLASSIFICATION Identifier (FK)—The identifier of a CAVEATED-SECURITY-CLASSIFICATION for a specific SECURITY-CLASSIFICATION.  Source:  CADM-ASA Workshop (17-19 June 1998).

· NODE-LINK Category Code—The class of a specific NODE-LINK.  Domain values include:  Information link; Communications link.

· NODE-LINK Comment Text—The text that amplifies the capabilities of a specific NODE-LINK.

Table 409.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

NODE-LINK (Cont’d)
· NODE-LINK Information Exchange Size Text—The text that characterizes the amount of data contained in a typical set of information subject to exchange between two specific NODEs.

· NODE-LINK Interoperability Level Code—The code that designates the applicable kind of interoperability specified in the C4ISR Architecture Framework.  Domain values include:  A--Universal (Virtual C4I System) Interoperability; B--Advanced (Integrated Systems) Interoperability; C--Intermediate (Distributed Systems) Interoperability; D--Basic (Discrete Systems Interaction) Interoperability.  [Levels of Information System Interoperability, C4ISR Architecture Framework, Version 1]

· NODE-LINK Physical Connection Indicator Code—The code that denotes whether a NODE-LINK is notional or represents a real instance.  Domain values include:  Notional; Real; Not specified; Not known.

NODE-LINK-CAPABILITY
· Node Link NODE-ASSOCIATION Group Identifier (PK) (FK)—The code that specifies the way in which Node 2 is related to Node 1.

· CAPABILITY IDENTIFIER (PK) (FK)—(11287) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC CAPABILITY.

· NODE-LINK-CAPABILITY Identifier (PK)—The identifier of a specific NODE-LINK-CAPABILITY for a specific NODE-LINK and a specific CAPABILITY.

· NODE-LINK-CAPABILITY Quantity—The amount of a specific CAPABILITY that applies to a specific NODE-LINK in a NODE-LINK-CAPABILITY.

NODE-LINK-STANDARD-PROFILE
· NODE-ASSOCIATION Identifier (PK) (FK)—The identifier of a NODE-ASSOCIATION for a specific Node 1 NODE and a specific Node 2 NODE.

· Node 1 NODE Identifier (PK) (FK)—The unique identifier of a specific NODE.

· Node 2 NODE Identifier (PK) (FK)—The unique identifier of a specific NODE.

· Std Profile AGREEMENT Identifier (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· NODE-LINK-STANDARD-PROFILE Type Code—The code that denotes a class of NODE-LINK-STANDARD-PROFILE.  Domain values include:  Existing, Planned, Conceptual, Not specified, Not known.

NODE-TREE
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

NODE-TREE-NODE-HIERARCHY
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· Node Hierarchy NODE-ASSOC Group Id (PK) (FK)—The code that specifies the way in which Node 2 is related to Node 1.

b.
Details for NODE-ASSOCIATION

NODE-ASSOCIATION (illustrated in Table 410) is defined as an association of one specific NODE to another NODE.  The most frequently used class of NODE-ASSOCIATION is NODE-LINK, which is used to represent links in a network of nodes.  Another class of NODE-ASSOCIATION is NODE-HIERARCHY, which is used to describe organization and decomposition charts.

Table 410.  NODE-ASSOCIATION Instance Table

NODE-ASSOCIATION

Node 1 
NODE Identifier (FK)
Node 2 
NODE Identifier (FK)
NODE-ASSOC Identifier

NODE-ASSOC Category Code
NODE-ASSOC Collocation Indicator Code
NODE-ASSOC Type Code
NODE-ASSOC Desc Text
NODE-ASSOC Name

NOD6101 (CINC)
NOD6102 (J2)
NODA0001
Node Hierarchy
Collocated
Primary Support
—
—

NOD6102 (J2)
NOD6103 (JIC)
NODA0001
Node Hierarchy
Not collocated
Primary Support
—
—

NOD6103 (JIC)
NOD6104 (Coll Mgr)
NODA0001
Node Hierarchy
Collocated
Primary Support
—
—

NOD5101 (CL Node A)
NOD5103 (PR Node C)
NODA0001
Node Link
Not collocated
Primary Support
—
—

Omitted from the instance table is the following attribute:  DOCUMENT IDENTIFIER (FK).

c.
Details for Subtypes of NODE-ASSOCIATION

NODE-HIERARCHY (illustrated in Table 411), a subtype of NODE-ASSOCIATION, is defined as a NODE-ASSOCIATION that specifies a functional or operational relationship between two NODEs.  

Table 411.  NODE-HIERARCHY Instance Table

NODE-HIERARCHY

Node Hierarchy NODE-ASSOCIATION Group Identifier (FK)

NODE-


Node 1 NODE Identifier

Node 2 NODE Identifier
NODE-ASSOC 
Identifier
NODE-HIERARCHY Relation Type Code
HIERARCHY Restriction Code

NOD6101 (CINC)
NOD6102 (J2)
NODA0001
Command Relation
Staff Support

NOD6102 (J2)
NOD6103 (JIC)
NODA0001
Command Relation
Direct/Command

NOD6103 (JIC)
NOD6104 (Coll Mgr)
NODA0001
Command Relation
Direct/Command

NODE-LINK (illustrated in Table 412), another subtype of NODE-ASSOCIATION, is defined as a NODE-ASSOCIATION that provides the capability to transfer data or to exchange information between two specific NODEs.  

Table 412.  NODE-LINK Instance Table

NODE-LINK

Node Link NODE-ASSOCIATION Group Identifier (FK)




NODE-LINK

Node 1 NODE Identifier
Node 2 NODE Identifier
NODE-ASSOC Type Code
SECURITY-CLASS Code (FK)

NODE-LINK Comment Text
NODE-LINK Interoperability Level Code
Physical Connection Indicator Code

NOD5101 (CL Node A)
NOD5103 (PR Node C)
Primary Support
U
Sender to Receiver
C
—

Omitted from the instance table are the following attributes:  CAVEATED-SECURITY-CLASSIFICATION Identifier (FK), NODE-LINK Category Code, and NODE-LINK Information Exchange Size Text.

d.
Details for Child Entities of NODE-ASSOCIATION

NODE-ASSOCIATION-NETWORK (illustrated in Table 413) is defined as a relationship of a specific NODE-ASSOCIATION to a specific NETWORK.  This entity is used to specify which NODE-LINKs are part of a specific NETWORK.

Table 413.  NODE-ASSOCIATION-NETWORK Instance Table

NODE-ASSOCIATION-NETWORK

NODE-ASSOCIATION Group Identifier (FK)


Node 1 
NODE Identifier
Node 2 
NODE Identifier
NODE-ASSOC 
Identifier

NETWORK Identifier (FK)

NOD6101 (CINC)
NOD6102 (J2)
NODA0001
NET002 (Command Net)

NOD6102 (J2)
NOD6103 (JIC)
NODA0001
NET002 (Command Net)

NOD6103 (JIC)
NOD6104 (Coll Mgr)
NODA0001
NET002 (Command Net)

NOD5101 (CL Node A)
NOD5103 (PR Node C)
NODA0001
NET003 (Sensor Net)

NODE-ASSOCIATION-REQUIREMENT (illustrated in Table 414) is defined as the association of a specific NODE-ASSOCIATION to a specific REQUIREMENT.  Classes of association (distinguished by the Role Code) are the following:  Primary, Secondary, Tertiary, and Other.

Table 414.  NODE-ASSOCIATION-REQUIREMENT Instance Table

NODE-ASSOCIATION-REQUIREMENT


NODE-ASSOCIATION Group Identifier (FK)
NODE-


Requirement
GUIDANCE Identifier (FK)
Node 1 NODE Identifier
Node 2 
NODE Identifier

NODE-ASSOCIATION Identifier
ASSOCIATION-REQUIREMENT 
Role Code

GUID1015 (Sensor-Processor Need Line)
NOD5101 (CL Node A)
NOD5103 (PR Node C)
NODA0001
Primary

e.
Details for Child Entities of Subtypes of NODE-ASSOCIATION

COMMAND-NODE-HIERARCHY (illustrated in Table 415) is a DOCUMENT that portrays the subordinate and other relationships among NODEs providing for the direction of military operations.

Table 415.  COMMAND-NODE-HIERARCHY Instance Table

COMMAND-NODE-HIERARCHY


Node Hierarchy NODE-ASSOCIATION Group Identifier (FK)


Command Relationship Chart
DOCUMENT Identifier (FK)

Node 1 NODE Identifier (FK)

Node 2 NODE Identifier (FK)
NODE-ASSOCIATION Identifier (FK)

DOC5004 (Example Cmd Rel Chart)
NOD5101 (CINC)
NOD5102 (JIC)
NODA0001

DOC5004 (Example Cmd Rel Chart)
NOD5101 (CINC)
NOD5103 (CJTF)
NODA0001

DOC5004 (Example Cmd Rel Chart)
NOD5103 (CJTF)
NOD5104 (JIC/JTEC)
NODA0001

DOC5004 (Example Cmd Rel Chart)
NOD5103 (CJTF)
NOD5105 (ARFOR)
NODA0001

DOC5004 (Example Cmd Rel Chart)
NOD5103 (CJTF)
NOD5106 (CATF/CLF)
NODA0001

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC5004
Example Cmd Rel Chart
—
Command Node Hierarchy
Example Command Relationship Chart
C4ISR Arch Framework
V1

NODE-LINK-CAPABILITY (illustrated in Table 416) is defined as the measure of a specific CAPABILITY for a specific NODE-LINK.  Examples of capabilities associated to a NODE-LINK are bandwidth, transmission rate, message receipt rate, and message latency.

Table 416.  NODE-LINK-CAPABILITY Instance Table

NODE-LINK-CAPABILITY

Node Link NODE-ASSOCIATION Group Identifier (FK)
CAPABILITY
NODE-LINK-
NODE-LINK-

Node 1 NODE 
Identifier
Node 2 NODE 
Identifier
NODE-ASSOC Identifier
Identifier 
(FK)
CAPABILITY Identifier
CAPABILITY Quantity

NOD5101 (CL Node A)
NOD5103 (PR Node C)
NODA0001
Bandwidth
NLC001
XX KHz

NOD5101 (CL Node A)
NOD5103 (PR Node C)
NODA0002
Transmission Rate
NLC001
ZZ bit/sec

NOD5302 (CINC)
NOD5302 (CINC)
NODA0001
CAP001 (Messages Per Day)
NLC001
3 (per day)

NOD5302 (CINC)
NOD5302 (CINC)
NODA0002
CAP003 (Maximum Latency)
NLC001
20 (min)

NOD5303 (JTF)
NOD5303 (JTF)
NODA0001
CAP001 (Messages Per Day)
NLC001
7

NODE-LINK-STANDARD-PROFILE (illustrated in Table 417) is defined as the association of a specific NODE-LINK to a specific STANDARD-PROFILE.  Classes of association (distinguished by the Type Code) are the following:  Existing, Planned, and Conceptual.

Table 417.  NODE-LINK-STANDARD-PROFILE Instance Table

NODE-LINK-STANDARD-PROFILE

Node Link NODE-ASSOCIATION Group Identifier (FK)
Std Profile 


Node 1 NODE 
Identifier
Node 2 NODE 
Identifier
NODE-ASSOC Identifier
AGREEMENT Identifier (FK)
NODE-LINK-STANDARD-PROFILE Type Code

NOD5101 (CL Node A)
NOD5103 (PR Node C)
NODA0001
—
Existing

NOD5101 (CL Node A)
NOD5103 (PR Node C)
NODA0002
—
Planned

NOD5302 (CINC)
NOD5302 (CINC)
NODA0001
—
Existing

NOD5302 (CINC)
NOD5302 (CINC)
NODA0002
—
Planned

NOD5303 (JTF)
NOD5303 (JTF)
NODA0001
—
Conceptual

NODE-TREE is defined as a formal specification of the relationships among NODEs.  Note:  The NODEs may represent tasks for a specific ACTIVITY-MODEL.  An instance table for NODE-TREE is provided in Table 418.

Table 418.  NODE-TREE Instance Table

NODE-TREE

DOCUMENT Identifier

DOC0017

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0017
Example Node Tree
—
Node Tree
Provide Intelligence Node Tree (IDEF0 Node Tree)
C4ISR Arch Framework
V1

NODE-TREE-NODE-HIERARCHY (illustrated in Table 419) is defined as the relationship of a specific NODE-TREE to a specific NODE-HIERARCHY.  

Table 419.  NODE-TREE-NODE-HIERARCHY Instance Table

NODE-TREE-NODE-HIERARCHY


Node Hierarchy NODE-ASSOCIATION Group Identifier (FK)

Node Tree 
DOCUMENT Identifier (FK)
Node 1 
NODE Identifier (FK)
Node 2 
NODE Identifier (FK)
NODE-ASSOCIATION Identifier (FK)

DOC0017 (IDEF0 Node Tree)
NOD5201 (A0)
NOD5202 (A1)
NA0001

DOC0017 (IDEF0 Node Tree)
NOD5201 (A0)
NOD5203 (A2)
NA0001

DOC0017 (IDEF0 Node Tree)
NOD5201 (A0)
NOD5204 (A3)
NA0001

DOC0017 (IDEF0 Node Tree)
NOD5201 (A0)
NOD5205 (A4)
NA0001

DOC0017 (IDEF0 Node Tree)
NOD5201 (A0)
NOD5206 (A5)
NA0001

32.
System Dependency View

a.
Overview and Specification

Figure 116 provides the IDEF1X view for  System Dependency.  Table 420 provides definitions of each entity in the figure.  Entities related to System are also described in the following sections:

· Section IV.B.06, System Subtypes View

· Section IV.B.07, System Child Entities-View

· Section IV.B.25, Materiel Item and Equipment Type View (includes SOFTWARE-ITEM)

· Section IV.B.31, System Function View.
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Figure 116.  CADM 2.0 System Dependency View (XV-32)

Table 420.  Entity Definitions for All Entities in the  System Dependency View

Entity
Entity Definition
Reference

MILESTONE
A decision point that separates the phases of a directed, funded effort that is  designed to provide a new or improved material capability in response to a validated need.  Source DoD Directive 5000.1 (Section C, Definitions).
See below

ORGANIZATION
(345) (A)  AN ADMINISTRATIVE STRUCTURE WITH A MISSION.
See Section IV.B.02 (Organization View)

POINT-OF-CONTACT
A reference to a position for obtaining information.
See below

SYSTEM
A collection of components organized to accomplish a specific function or set of functions.  (IEEE 610.12)   [In CADM Draft 1.0, (326) (D) AN ORGANIZED ASSEMBLY OF INTERACTIVE COMPONENTS AND PROCEDURES FORMING A UNIT.]
See Section IV.B.06 (System Subtypes View)

SYSTEM-ORGANIZATION
The association of a specific SYSTEM with a specific ORGANIZATION.  See Army COE Data Model (ORG-APPLICATION-USER).
See Section IV.B.07 (System Child Entities View)

SYSTEM-PROCUREMENT-STATUS
The condition of funding for a specific SYSTEM-STATUS.
See below

SYSTEM-STATUS
The specification of the condition of a SYSTEM at a specific point in time.
See below

SYSTEM-STATUS-DEPENDENCY
The degree to which one SYSTEM-STATUS (the ordinate  SYSTEM-STATUS) depends on another  SYSTEM-STATUS (the subordinate  SYSTEM-STATUS).
See below

Table 421 provides the attribute specifications of key entities in the System Dependency View of CADM 2.0.

Table 421.  Attribute Specifications for Key Entities in the System Dependency View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

MILESTONE
· MILESTONE Identifier (PK)—The unique identifier of a specific MILESTONE.

· MILESTONE Description Text—The text that summarizes a specific MILESTONE.

· MILESTONE Level Code—The code that denotes whether the MILESTONE belongs to a five year, two year, project detail schedule, or combination of these.  Source:  Derived from Army SIMO (Counter 89) MILESTONE Level Code--Identifies whether the milestone belongs to a five year, two year, project detail schedule, or combination of these.  Domain values include:  Five-year; Two-Year; Project -detail; Five-year project detail; Two-year project detail; Not specified; Not known.  Compare (#38728, ACQUISITION-PROGRAM-END-ITEM-LIFE-CYCLE-MILESTONE-DECISION Code):  1--MILESTONE 0 (MS0) APPROVAL TO CONDUCT CONCEPT STUDIES; 2--MILESTONE I (MSI) APPROVAL TO BEGIN A NEW ACQUISITION-PROGRAM; 3--MILESTONE II (MSII) APPROVAL TO ENTER ENGINEERING AND MANUFACTURING DEVELOPMENT; 4--MILESTONE III (MSIII) PRODUCTION OR FIELDING/DEPLOYMENT APPROVAL.  

· MILESTONE Name—The name of a specific MILESTONE.

· MILESTONE Type Code—The code that denotes a class of MILESTONE.  Source:  Derived from Army SIMO (Counter AS91) Milestone Type Code--Type of milestone (e.g. start, complete).  Domain values include:  Start; Complete; Not specified; Not known.  Source:  Derived from Army SIMO (Counter AS91) Milestone Type Code.  Compare (DDDS #40619, ACQUISITION-PROGRAM-END-ITEM-LIFE-CYCLE-MILESTONE-PHASE Code):  1--CONCEPT EXPLORATION PHASE; 2--PROGRAM DEFINITION AND RISK REDUCTION PHASE; 3--ENGINEERING AND MANUFACTURING DEVELOPMENT (EMD) PHASE; 4--PRODUCTION, FIELDING/DEPLOYMENT, AND OPERATIONAL SUPPORT PHASE; Not specified; Not known.  Source:  DDDS #40619, ACQUISITION-PROGRAM-END-ITEM-LIFE-CYCLE-MILESTONE-PHASE Code.  

Table 421.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

POINT-OF-CONTACT
· POINT-OF-CONTACT Identifier (PK)—The unique identifier of a specific POINT-OF-CONTACT.

· UNIFORMED-SERVICE-RANK CODE (FK)—(23513) (A)  THE CODE THAT REPRESENTS A UNIFORMED-SERVICE-RANK.  Domain values include:  01--ADMIRAL; 02--AIRMAN; 03--AIRMAN BASIC; 04--AIRMAN FIRST CLASS; 05--BRIGADIER GENERAL; 06--CAPTAIN; 07--CHIEF MASTER SERGEANT; 08--CHIEF MASTER SERGEANT OF THE AIR FORCE; 09--CHIEF PETTY OFFICER; 10--CHIEF WARRANT OFFICER FIVE; 11--CHIEF WARRANT OFFICER FOUR; 12--CHIEF WARRANT OFFICER THREE; 13--CHIEF WARRANT OFFICER TWO; 14--COLONEL; 15--COMMAND SERGEANT MAJOR; 16--COMMANDER; 17--CORPORAL; 18--ENSIGN; 19--FIRST LIEUTENANT; 20--FIRST SERGEANT; 21--FLEET ADMIRAL; 22--GENERAL; 23--GENERAL OF THE AIR FORCE; 24--GENERAL OF THE ARMY; 25--GUNNERY SERGEANT; 26--LANCE CORPORAL; 27--LIEUTENANT; 28--LIEUTENANT COLONEL; 29--LIEUTENANT COMMANDER; 30--LIEUTENANT GENERAL; 31--LIEUTENANT JUNIOR GRADE; 32--MAJOR; 33--MAJOR GENERAL; 34--MASTER CHIEF PETTY OFFICER; 35--MASTER CHIEF PETTY OFFICER OF THE COAST GUARD; 36--MASTER CHIEF PETTY OFFICER OF THE NAVY; 37--MASTER GUNNERY SERGEANT; 38--MASTER SERGEANT; 39--MASTER WARRANT OFFICER; 40--PLATOON SERGEANT; 41--PETTY OFFICER FIRST CLASS; 42--PETTY OFFICER SECOND CLASS; 43--PETTY OFFICER THIRD CLASS; 44--PRIVATE-1; 45--PRIVATE-2; 46--PRIVATE FIRST CLASS; 47--REAR ADMIRAL LOWER HALF; 48--REAR ADMIRAL UPPER HALF; 49--SEAMAN; 50--SEAMAN APPRENTICE; 51--SEAMAN RECRUIT; 52--SERGEANT MAJOR; 53--SECOND LIEUTENANT; 54--SENIOR AIRMAN; 55--SENIOR CHIEF PETTY OFFICER; 56--SENIOR MASTER SERGEANT; 57--SERGEANT; 58--SERGEANT FIRST CLASS; 59--SERGEANT MAJOR OF THE ARMY; 60--SERGEANT MAJOR OF THE MARINE CORPS; 61--SPECIALIST; 62--STAFF SERGEANT; 63--TECHNICAL SERGEANT; 64--VICE ADMIRAL; 65--WARRANT OFFICER ONE; 66--CADET; 67--MIDSHIPMAN; 68--OFFICER CANDIDATE; 69--AIRMAN APPRENTICE; 70--AIRMAN RECRUIT; 71--FIREMAN; 72--FIREMAN APPRENTICE; 73--FIREMAN RECRUIT.  (DDDS, approved)

· Uniformed Service Rank ORGANIZATION Identifier (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.  Domain values include:  The ORGANIZATION bestowing the UNIFORMED-SERVICE-RANK.

· United States State COUNTRY-PRINCIPAL-DIVISION Identifier (FK)—(18906) (A)  THE IDENTIFIER THAT REPRESENTS A COUNTRY-PRINCIPAL-DIVISION.

· COUNTRY CODE (FK)—(14392) (A)  THE CODE THAT REPRESENTS A COUNTRY.  Domain values include:  AA--ARUBA; AC--ANTIGUA AND BARBUDA; AF--AFGHANISTAN; AG--ALGERIA; AJ--AZERBAIJAN; AL--ALBANIA; AM--ARMENIA; AN--ANDORRA; AO--ANGOLA; AQ--AMERICAN SAMOA; AR--ARGENTINA; AS--AUSTRALIA; AT--ASHMORE AND CARTIER ISLANDS; AU--AUSTRIA; AV--ANGUILLA; AY--ANTARCTICA; BA--BAHRAIN; BB--BARBADOS; BC--BOTSWANA; BD--BERMUDA; BE--BELGIUM; BF--BAHAMAS, THE; BG--BANGLADESH; BH--BELIZE; BK--BOSNIA AND HERZEGOVINA; BL--BOLIVIA; BM--BURMA; BN--BENIN; BO--BELARUS; BP--SOLOMON ISLANDS; BQ--NAVASSA ISLAND; BR--BRAZIL; BS--BASSAS DA INDIA; BT--BHUTAN; BU--BULGARIA; BV--BOUVET ISLAND; BX--BRUNEI; BY--BURUNDI; CA--CANADA; et al.  (Approved, DDDS).

· ORGANIZATION IDENTIFIER (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.  Domain values include:  The ORGANIZATION represented by the POINT-OF-CONTACT.

· POINT-OF-CONTACT Address Line1 Text—POC street/office address.  Source:  SIMO.

· POINT-OF-CONTACT Address Line2 Text—POC additional street/office address information.  Source:  SIMO.

· POINT-OF-CONTACT City Text—POC city/place address.  Source:  SIMO.

· POINT-OF-CONTACT Commercial Phone Number Text—Phone number for POC.  Source:  SIMO.

· POINT-OF-CONTACT FAX Number Text—The FAX number for the POC.  Source:  SIMO.

· POINT-OF-CONTACT First Name—The given name for a specific POINT-OF-CONTACT.

· POINT-OF-CONTACT Government Phone Number Text—Government phone number for POC; example:  DSN.  Source:  SIMO.

· POINT-OF-CONTACT Last Name—The family name for a specific POINT-OF-CONTACT.

· POINT-OF-CONTACT Office Name—Office name for the POC.  Source:  SIMO.

· POINT-OF-CONTACT Office Symbol Text—The text that abbreviates the name of the position held by a specific POINT-OF-CONTACT.

· POINT-OF-CONTACT SCI EMail Text—The SCI EMail address for the POC.  Source:  SIMO.

· POINT-OF-CONTACT Title Name—The title of the POC; rank/grade, Mr., Mrs., or other professional title.  Source:  SIMO.

· POINT-OF-CONTACT Unclassified EMail Text—The unclassified EMail address for the POC.  Source:  SIMO.

Table 421.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

SYSTEM-PROCUREMENT-STATUS
· SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· SYSTEM-STATUS Identifier (PK) (FK)—The identifier of a specific SYSTEM-STATUS for a specific SYSTEM.

· SYSTEM-PROCUREMENT-STATUS Funded Quantity—The quantity of a specific SYSTEM for which procurement outlays have been approved for a specific SYSTEM-PROCUREMENT-STATUS.

· SYSTEM-PROCUREMENT-STATUS Funding Remark Text—The text that further describes the extent to which procurement outlays have been approved for a specific SYSTEM in a specific SYSTEM-PROCUREMENT-STATUS.

· SYSTEM-PROCUREMENT-STATUS Funding Status Code—The code that represents the condition of procurement outlays for a specific SYSTEM in a specific SYSTEM-PROCUREMENT-STATUS.  Domain values include:  Appropriated; Planned; Proposed; Not specified; Not known.

· SYSTEM-PROCUREMENT-STATUS Unfunded Quantity—The quantity of a specific SYSTEM for which procurement outlays are not yet approved for a specific SYSTEM-PROCUREMENT-STATUS.

SYSTEM-STATUS
· SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· SYSTEM-STATUS Identifier (PK)—The identifier of a specific SYSTEM-STATUS for a specific SYSTEM.

· MILESTONE Identifier (FK)—The unique identifier of a specific MILESTONE.

· SYSTEM-STATUS Actual Date—The date a specific SYSTEM-STATUS became effective.

· SYSTEM-STATUS Code—The code that represents a class of SYSTEM-STATUS.  Domain values include:  Phasing in; Phasing out; Release for review; Not specified; Not known.

· SYSTEM-STATUS Date—The date that a specific  SYSTEM-STATUS was entered.

· SYSTEM-STATUS Description Text—The text that summarizes a specific SYSTEM-STATUS.

· SYSTEM-STATUS Name—The name of a specific SYSTEM-STATUS.

· SYSTEM-STATUS Planned Date—The date a specific SYSTEM-STATUS is expected to be effective.

SYSTEM-STATUS-DEPENDENCY
· Subordinate SYSTEM-STATUS Group Identifier (PK) (FK)—The identifier of a specific SYSTEM-STATUS for a specific SYSTEM.

· Ordinate SYSTEM-STATUS Group Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· SYSTEM-STATUS-DEPENDENCY Identifier (PK)—The identifier of a SYSTEM-STATUS-DEPENDENCY for one specific SYSTEM-STATUS in relation to another SYSTEM-STATUS.

· SYSTEM-STATUS-DEPENDENCY Description Text—The test that summarizes a specific SYSTEM-STATUS-DEPENDENCY.

· SYSTEM-STATUS-DEPENDENCY Two-Way Direction Indicator Code—A code which indicates whether not only that changes in the subordinate SYSTEM-STATUS affect the ordinate but also that changes in the ordinate also affect the subordinate SYSTEM-STATUS.  Source:  Derived from APPLICATION-MILESTONE-DEPENDENCY Dependency Direction Code (Army SIMO, Counter AS41)--A code which indicates the direction of the dependency.  Domain values include:  One way dependency; Two way dependency; Not specified; Not known.  Source:  Derived from APPLICATION-MILESTONE-DEPENDENCY Dependency Direction Code (Army SIMO, Counter AS41).

· SYSTEM-STATUS-DEPENDENCY Type Code—The code that represents a class of SYSTEM-STATUS-DEPENDENCY.  Source:  Derived from Army SIMO Counter AS42, APPLICATION-MILESTONE-DEPENDENCY Dependency Type Code-- A code which indicates the type of the dependence.  Domain values include:  Integration; Infrastructure, Schedule, Not specified, Not known.  Source:  Derived from Army SIMO.

b.
Details for MILESTONE

MILESTONE (illustrated in Table 422) is defined as a decision point that separates the phases of a directed, funded effort that is designed to provide a new or improved material capability in response to a validated need.  [Source DoD Directive 5000.1 (Section C, Definitions).]

Table 422.  MILESTONE Instance Table Template

MILESTONE

MILESTONE Identifier (PK)
MILESTONE 
Description Text
MILESTONE 
Level Code
MILESTONE 
Name
MILESTONE 
Type Code













c.
Details for POINT-OF-CONTACT

POINT-OF-CONTACT (illustrated in Table 423) is defined as a reference to a position for obtaining information.

Table 423.  POINT-OF-CONTACT Instance Table Template

POINT-OF-CONTACT

POINT-OF-CONTACT Identifier (PK)
UNIF.-SERVICE-RANK CODE (FK)
Unif. Service Rank ORG. Id (FK)
US State COUNTRY-PRINCIPAL-DIVISION Id (FK)



COUNTRY CODE (FK)



ORG. Id (FK)
POINT-OF-CONTACT Last Name
POINT-OF-CONTACT Office Name

POINT-OF-CONTACT Unclassified EMail Text





















Omitted from this instance table are the following attributes:  Address Line1 Text, Address Line2 Text, City Text, Commercial Phone Number Text, FAX Number Text, First Name, Office Symbol Text, SCI EMail Text, and Title Name.

d.
Details for SYSTEM-STATUS and Related Entities

SYSTEM-STATUS (illustrated in Table 424) is defined as the specification of the condition of a SYSTEM at a specific point in time.  

Table 424.  SYSTEM-STATUS Instance Table

SYSTEM-STATUS

SYSTEM Identifier (FK)
SYSTEM-STATUS Identifier
MILE-STONE Id (FK)
SYSTEM-STATUS Act Date
SYSTEM-STATUS Code
SYSTEM-STATUS Date
SYSTEM-STATUS Descr Text
SYSTEM-STATUS Name
SYSTEM-STATUS Plnd Date

SYS3710 (CSSCS)
2001
—
—
Phasing in
12/4/98
FBCB2 IOTE
Fielding
10/1/99

SYS3711 (MFCS)
2002
—
—
Phasing in
12/4/98
FUE for 1 Cav
FUE
4/1/02

SYS3712 (Paladin)
2003
—
—
Phasing in
12/4/98
Due in CTSF Nov 00, LUT Mar 00
Goal
9/1/00

SYS3710
2004
—
—
Phasing in
12/4/98
Red
EBC Fielding
—

SYS3713 (Crusader)
2006
—
—
Phasing in
12/4/98
Crusader EMD
Crusader EMD
2/1/02

SYS3714 (Bradley A3)
2007
—
—
Phasing in
12/4/98
Bradley A3 IOTE
IOT&E
10/1/99

SYS3715 (M1A2 SEP)
2008
—
—
Phasing in
12/4/98
FDD
FDD
9/30/00

SYS3715
2009
—
—
Phasing in
12/4/98
prior to FDD
Software delivery
7/1/00

SYS3715
2010
—
—
Phasing in
12/4/98
FBCB2 IOTE
FBCB2 IOTE
10/1/99

SYS3715
2011
—
—
Phasing in
12/4/98
prior to FBCB2
Software delivery
9/1/99

SYS3717 (AFATDS)
2012
—
—
Phasing in
12/4/98
LUT
LUT
3/6/00

SYSTEM-PROCUREMENT-STATUS (illustrated in Table 425) is defined as the condition of funding for a specific SYSTEM-STATUS.

Table 425.  SYSTEM-PROCUREMENT-STATUS Instance Table

SYSTEM-PROCUREMENT-STATUS

SYSTEM Identifier (FK)
SYSTEM-STATUS Identifier
SYSTEM-PROC-STATUS Funded Quantity
SYSTEM-PROC-STATUS Funding Remark Text
SYSTEM-PROC-STATUS Funding Status Code
SYSTEM-PROC-STATUS Unfunded Quantity

SYS2003 (SYS-A)
SYSS001

—



SYS2008 (SYS-C)
SYSS001

—



SYS2008 (SYS-C)
SYSS002

—



SYS2008 (SYS-C)
SYSS003

—



SYSTEM-STATUS-DEPENDENCY (illustrated in Table 426) is defined as the degree to which one SYSTEM-STATUS (the ordinate SYSTEM-STATUS) depends on another SYSTEM-STATUS (the subordinate SYSTEM-STATUS).

Table 426.  SYSTEM-STATUS-DEPENDENCY Instance Table

SYSTEM-STATUS-DEPENDENCY

Subordinate SYSTEM-STATUS Group Identifier (FK)
Ordinate SYSTEM-STATUS Group Identifier (FK)


SYSTEM-STATUS-
SYSTEM-STATUS-DEPENDENCY 


SYSTEM-


SYSTEM Identifier
SYSTEM-STATUS Identifier

SYSTEM Identifier
SYSTEM-STATUS Identifier
SYSTEM-STATUS-DEP Id
DEPENDENCY Description Text
Two-Way Direction Indicator Code
STATUS-DEPENDENCY Type Code

SYS2008 (SYS-C)
SYSS001
SYS2008 (SYS-C)
SYSS002
SSDEP001
—
True
Schedule

SYS2008 (SYS-C)
SYSS002
SYS2008 (SYS-C)
SYSS003
SSDEP001
—
True
Integration

33.
System Function View

a.
Overview and Specification

Figure 117 provides the IDEF1X view for System Function.  Table 427 provides definitions of each entity in the figure.  Entities related to System are also described in the following sections:

· Section IV.B.07, System Child Entities-View

· Section IV.B.25, Materiel Item and Equipment Type View (includes SOFTWARE-ITEM)

· Section IV.B.30, System Dependency View

· Section IV.B.31, System Function View.
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Figure 117.  CADM 2.0 System Function View (XV-33)

Table 427.  Entity Definitions for All Entities in the System Function View

Entity
Entity Definition
Reference

DATA-STORE
A PROCESS-ACTIVITY that persistently holds information.
See below

EXCHANGE-NEED-LINE-IER
The association of a specific EXCHANGE-NEED-LINE-REQUIREMENT with a specific INFORMATION-EXCHANGE-REQUIREMENT.
See Section IV.B.05 (Requirement View)

PROCESS-ACTIVITY
(4204/2) (A)  THE REPRESENTATION OF A MEANS BY WHICH A PROCESS ACTS ON SOME INPUT TO PRODUCE A SPECIFIC OUTPUT.  (DDDS, June 1998)
See Section IV.B.09 (Activity Model Core View)

SOFTWARE-APPLICATION-PROCEDURE-PROCESS-ACTIVITY
An association between a specific SOFTWARE-APPLICATION-PROCEDURE and a specific PROCESS-ACTIVITY.
See Section IV.B.08 (Software Item View)

SYSTEM
A collection of components organized to accomplish a specific function or set of functions.  (IEEE 610.12)   [In CADM Draft 1.0, (326) (D) AN ORGANIZED ASSEMBLY OF INTERACTIVE COMPONENTS AND PROCEDURES FORMING A UNIT.]
See Section IV.B.06 (System Subtype View)

SYSTEM-FUNCTION
A data transform that supports the automation of activities or exchange requirements.  Note:  "Transform" may refer to either specification or implementation.  [In CADM Draft 1.0, The specification of how information objects are synthesized to support the automation of an activity or exchange requirement.]
See below

SYSTEM-FUNCTION-TRACEABILITY-MATRIX {SV-5}
A DOCUMENT that depicts the "many-to-many" mappings of operational activities to system functions.  Source:  C4ISR Architecture Framework, Version 2.0.
See below

SYSTEM-FUNCTION-TRACEABILITY-MATRIX-ELEMENT
The specification of a entry in a specific SYSTEM-FUNCTION-TRACEABILITY-MATRIX.
See below

SYSTEM-PROCESS-ACTIVITY
The relationship of a specific PROCESS-ACTIVITY to a specific SYSTEM.
See Section IV.B.07 (System Child Entities View)

SYSTEM-PROCESS-ACTIVITY-STANDARD-PROFILE
The association of a specific SYSTEM-PROCESS-ACTIVITY with a specific STANDARD-PROFILE.
See Section IV.B.07 (System Child Entities View)

TASK
A discrete unit of work, not specific to a single organization, weapon system, or individual, that enables missions or functions.  (UJTL, CJCSM 3500.04A, 1996)  [In CADM Draft 1.0, (290) (A)  A DIRECTED ACTIVITY.  Compare [CJCSM 3500.04A, 13 September 1996]:  A discrete event or action, not specific to a single unit, weapon system, or individual, that enables a mission or function to be accomplished.]
See Section IV.B.34 (Task View)

Table 428 provides the attribute specifications of key entities in the System Function View of CADM 2.0.

Table 428.  Attribute Specifications for Key Entities in the System Function View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

DATA-STORE
· PROCESS-ACTIVITY IDENTIFIER (PK) (FK)—(29165/2) (A)  THE IDENTIFIER THAT REPRESENTS A PROCESS-ACTIVITY.

· PROCESS-ACTIVITY VERSION IDENTIFIER (PK) (FK)—(20252/2) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF A PROCESS-ACTIVITY.

· INFO-ASSET Group Identifier (FK)—(20393/2) (A)  THE IDENTIFIER THAT REPRESENTS AN INFORMATION-ASSET.

· DATA-STORE Type Code—The code that represents a class of DATA-STORE.  Domain values include:  Internal data store; External data store; Not specified; Not known.

SYSTEM-FUNCTION
· PROCESS-ACTIVITY IDENTIFIER (PK) (FK)—(29165/2) (A)  THE IDENTIFIER THAT REPRESENTS A PROCESS-ACTIVITY.

· PROCESS-ACTIVITY VERSION IDENTIFIER (PK) (FK)—(20252/2) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF A PROCESS-ACTIVITY.

SYSTEM-FUNCTION-TRACEABILITY-MATRIX {SV-5}
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

SYSTEM-FUNCTION-TRACEABILITY-MATRIX-ELEMENT
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· SYSTEM-FUNCTION-TRACEABILITY-MATRIX-ELEMENT Identifier (PK)—The identifier of a specific SYSTEM-FUNCTION-TRACEABILITY-MATRIX-ELEMENT for a specific SYSTEM-FUNCTION-TRACEABILITY-MATRIX.

· PROCESS-ACTIVITY VERSION IDENTIFIER (FK)—(20252/2) (A)  THE IDENTIFIER THAT REPRESENTS A RENDITION OF A PROCESS-ACTIVITY.

· TASK IDENTIFIER (FK)—(9282) (A)  THE IDENTIFIER THAT REPRESENTS A TASK.

· SYSTEM-PROCESS-ACTIVITY Identifier (FK)—The unique identifier of a specific PROCESS-ACTIVITY-SYSTEM for a specific PROCESS-ACTIVITY and a specific SYSTEM.

· SYSTEM Identifier (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· PROCESS-ACTIVITY IDENTIFIER (FK)—(29165/2) (A)  THE IDENTIFIER THAT REPRESENTS A PROCESS-ACTIVITY.

DATA-STORE (illustrated in Table 429), a subtype of PROCESS-ACTIVITY, is defined as a PROCESS-ACTIVITY that persistently holds information.  This entity is used in system functionality descriptions such as data flow diagrams.

Table 429.  DATA-STORE Instance Table

DATA-STORE

PROCESS-ACTIVITY Identifier (FK)
PROCESS-ACTIVITY Version Identifier (FK)

PA2001
PAV0001

PROCESS-ACTIVITY

PROCESS-ACTIVITY Identifier
PROCESS-ACTIVITY Version Identifier

PROCESS-ACTIVITY Name
ACTION Identifier (FK)

PROCESS-ACTIVITY Definition Text
PROCESS-ACTIVITY Category Code

PA2001
PAV0001
Call for Fire Log
—
List of all calls for fire
Data Store

The following attributes of PROCESS-ACTIVITY are not shown in the instance table:  Creation Date, Source Document Text, and Scope Description Text.

SYSTEM-FUNCTION (illustrated in Table 430), a subtype of PROCESS-ACTIVITY, is defined as a data transform that supports the automation of activities or exchange requirements.  Note:  "Transform" may refer to either specification or implementation.  [In CADM Draft 1.0, SYSTEM-FUNCTION was described as the specification of how information objects are synthesized to support the automation of an activity or exchange requirement.]  Defining SYSTEM-FUNCTION independently from SYSTEM enables the functionality of two different SYSTEMs to be compared (common functions can be assigned identical instances of PROCESS-ACTIVITY).

Table 430.  SYSTEM-FUNCTION Instance Table

SYSTEM-FUNCTION

PROCESS-ACTIVITY Identifier (FK)
PROCESS-ACTIVITY Version Identifier (FK)

PA1001
PAV0001

PA1002
PAV0001

PA1003
PAV0001

PA1004
PAV0001

PROCESS-ACTIVITY

PROCESS-ACTIVITY Identifier
PROCESS-ACTIVITY Version Identifier

PROCESS-ACTIVITY Name
ACTION Identifier (FK)

PROCESS-ACTIVITY Definition Text
PROCESS-ACTIVITY Category Code

PA1001
PAV0001
Call for Fire
—
System issues call for fire
System Function

PA1002
PAV0001
Fire Mission
—
System issues fire mission
System Function

PA1003
PAV0001
Mission Assignment
—
System issues fire mission and mission assignment
System Function

PA1004
PAV0001
Message to Observer
—
System issues message to observer
System Function

The following attributes of PROCESS-ACTIVITY are not shown in the instance table:  Creation Date, Source Document Text, and Scope Description Text.

SYSTEM-FUNCTION-TRACEABILITY-MATRIX {SV-5} (illustrated in Table 431) is defined as a DOCUMENT that depicts the "many-to-many" mappings of operational activities to system functions (Source:  C4ISR Architecture Framework, Version 2.0.).  Each SYSTEM-FUNCTION-TRACEABILITY-MATRIX is defined by reference to SYSTEM-FUNCTION-TRACEABILITY-MATRIX-ELEMENT, whose instances may be considered as the rows of a SYSTEM-FUNCTION-TRACEABILITY-MATRIX.

Table 431.  SYSTEM-FUNCTION-TRACEABILITY-MATRIX Instance Table

SYSTEM-FUNCTION-TRACEABILITY-MATRIX

[System-Function Traceability Matrix] 
DOCUMENT Identifier (FK)

DOC0051

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0051
—
—
System-Function Traceability Matrix
Example System-Function Traceability Matrix
—
—

SYSTEM-FUNCTION-TRACEABILITY-MATRIX-ELEMENT (illustrated in Table 432) is defined as the specification of a entry in a specific SYSTEM-FUNCTION-TRACEABILITY-MATRIX.  Each element provides a reference to a specific SYSTEM-PROCESS-ACTIVITY and a specific TASK.

Table 432.  SYSTEM-FUNCTION-TRACEABILITY-MATRIX-ELEMENT Instance Table Template

SYSTEM-FUNCTION-TRACEABILITY-MATRIX-ELEMENT



SYSTEM-PROCESS-ACTIVITY Group Identifier (FK)


[System Function Traceability Matrix] DOCUMENT Identifier (FK)
SYSTEM-FUNCTION-TRACEABILITY-MATRIX-ELEMENT Id

PROCESS-ACTIVITY IDENTIFIER (FK)
PROCESS-ACTIVITY VERSION IDENTIFIER (FK)



SYSTEM Identifier (FK)

SYSTEM-PROCESS-ACTIVITY Identifier (FK)


TASK IDENTIFIER (FK)

























34.
Task View

a.
Overview and Specification

Figure 118 provides the IDEF1X view for Task.  Table 433 provides definitions of each entity in the figure.  Entities related to System are also described in the following sections:

· Section IV.B.01, UJTL and Mission Essential Task View

· Section IV.B.03, Action View

· Section IV.B.04, Plan View

· Section IV.B.09, Activity Model Core View (includes PROCESS-ACTIVITY).
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Figure 118.  CADM 2.0 Task View (XV-34)

Table 433.  Entity Definitions for All Entities in the Task View

Entity
Entity Definition
Reference

ACTION
(325) (A)  AN ACTIVITY.
See Section IV.B.03 (Action View)

ARCHITECTURE-TASK
The association of a specific ARCHITECTURE with a specific TASK.
See Section IV.B.11 (Architecture View)

MISSION
(1/2) (C)  THE TASK, TOGETHER WITH THE PURPOSE, THAT CLEARLY INDICATES THE ACTION TO BE TAKEN.  Compare (proposed for CADM 2.0):  An objective together with the purpose of the intended action.  (Note 1:  Multiple tasks accomplish a mission.  (SPAWAR)  Note 2:  An extension of  DDDS 1 (A), An objective.  [In CADM Draft 1.0, (1) (A)  AN OBJECTIVE.  Compare [CJCSM 3500.04A, 13 September 1996]:  The TASK, together with the purpose, that clearly indicates the action to be taken and the reason therefor.]
See Section IV.B.26 (Mission View)

MISSION-ESSENTIAL-TASK
(2307) (A)  A TASK REQUIRED FOR THE ACCOMPLISHMENT OF A MISSION.  Compare the definition of Joint Mission Essential Task (JMET) [CJCSM 3500.04A, 13 September 1996]:  "A TASK selected by a joint force commander from the Universal Joint Task List (UJTL) deemed essential to mission accomplishment."  A supporting task is defined [CJCSM 3500.04A, 13 September 1996] as:  "Specific activities that contribute to the accomplishment of a joint mission essential task.  Supporting tasks are accomplished at the same command level or by subordinate elements of a joint force (i.e., joint staff, functional components, etc.)."  Command-linked tasks are defined [CJCSM 3500.04A, 13 September 1996] as "TASKs that depict the seams between supported and supporting commands.  Command-linked TASKS are key to the accomplishment of command or agency JMETs."
See Section IV.B.01 (UJTL and Mission Essential Task List View)

MISSION-TASK
(11752/1) (D)  THE ASSOCIATION THAT SHOWS WHICH MISSION IS ACCOMPLISHED BY WHICH TASK.
See Section IV.B.26 (Mission View)

NODE-TASK
The relationship of a specific NODE to a specific TASK.
See Section IV.B.30 (Node View)

REQUIREMENT-TASK
The association of a specific TASK to a specific REQUIREMENT.
See Section IV.B.05 (Requirement View)

TASK
A discrete unit of work, not specific to a single organization, weapon system, or individual, that enables missions or functions.  (UJTL, CJCSM 3500.04A, 1996)  [In CADM Draft 1.0, (290) (A)  A DIRECTED ACTIVITY.  Compare [CJCSM 3500.04A, 13 September 1996]:  A discrete event or action, not specific to a single unit, weapon system, or individual, that enables a mission or function to be accomplished.]
See below

TASK-ASSOCIATION
(2672) (A)  AN ASSOCIATION BETWEEN A TASK AND ANOTHER TASK.
See below

TASK-MISSION-AREA
The association of a specific TASK to a specific MISSION-AREA.  Compare:  MISSION-AREA-MISSION-ESSENTIAL-TASK--(2306/1) (A)  AN ASSOCIATION BETWEEN A MISSION-AREA AND A MISSION-ESSENTIAL-TASK.
See below

Table 434 provides the attribute specifications of key entities in the Task View of CADM 2.0.

Table 434.  Attribute Specifications for Key Entities in the Task View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

TASK
· TASK IDENTIFIER (PK)—(9282) (A)  THE IDENTIFIER THAT REPRESENTS A TASK.

· ACTION IDENTIFIER (FK)—(9904/1) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SPECIFIC ACTION.

· TASK Category Code—The code that designates class of TASK which may be used as a category discriminator to divide TASK into disjoint subsets.  Compare (DDDS, June 1998):  TASK-TYPE CATEGORY COD-- (16820/3) (A)  THE CODE THAT REPRESENTS A CLASSIFICATION OF A TASK-TYPE, whose domain values are:  A--ADMINISTRATIVE; B--DIVING; C--FLYING; D--MAINTENANCE; E--RECRUITING; F--RESEARCH; G--TRAINING; H--SUPERVISORY; I--TEACHING; J--DATA PROCESSING; K--INTELLIGENCE; L--ACQUISITION; M--PAYMENT; N--PRODUCTION; O--PROPERTY MANAGEMENT; P--QUALITY ASSURANCE; Q-TRANSPORTATION (R-ENGINEERING has been proposed).  Domain values include:  Mission Essential Task; Not specified; Not known.

· TASK Command Level Code—The code that represents the general scope of military operation for a TASK.  Domain values include:  SN--Strategic National; ST--Strategic Theater; OP--Operational; TA--Tactical [CJCSI 6111.01, 19 Nov 96].

· TASK DESCRIPTION TEXT—(25321) (A)  THE TEXT OF AN EXPLANATION OF A TASK.

· TASK Joint Task Identifier—The unique identifier for a TASK that is a restatement of a element of the Universal Joint Task List.

· TASK NAME—(16816) (A)  THE NAME OF A TASK.

TASK-ASSOCIATION
· ORDINATE TASK IDENTIFIER (PK) (FK)—(9282) (A)  THE IDENTIFIER THAT REPRESENTS A TASK.

· SUBORDINATE TASK IDENTIFIER (PK) (FK)—(9282) (A)  THE IDENTIFIER THAT REPRESENTS A TASK.

· TASK-ASSOCIATION BEGIN DATE (PK)—(16817) (A)  THE DATE WHEN AN ASSOCIATION BETWEEN A TASK AND ANOTHER TASK STARTS.

· TASK-ASSOCIATION END DATE—(16818) (A)  THE DATE WHEN AN ASSOCIATION BETWEEN A TASK AND ANOTHER TASK STOPS.

· TASK-ASSOCIATION REASON CODE—(16819/2) (A)  THE CODE THAT REPRESENTS THE UNDERLYING BASIS OF A TASK-ASSOCIATION.  Domain values include:  A--TASK ENTAILS SUPERVISION OF OTHER TASK; B--TASK IS COMPONENT OF OTHER TASK; C--TASK PRECEDES OTHER TASK; D--TASK REQUIRES COMPLETION OF OTHER TASK.

TASK-MISSION-AREA
· TASK IDENTIFIER (PK) (FK)—(9282) (A)  THE IDENTIFIER THAT REPRESENTS A TASK.

· MISSION-AREA TYPE CODE (PK) (FK)—(16078) (A)  THE CODE THAT DENOTES A CLASS OF MISSION-AREA.

b.
Details for TASK and TASK-ASSOCIATION

TASK is defined a discrete unit of work, not specific to a single organization, weapon system, or individual, that enables missions or functions to be accomplished.  An instance table specifying tasks from the UJTL is provided as Table 435.  

Note:  Each ACTION may be a TASK, where ACTION is defined [DDDS (325) (A)] as an ACTIVITY.  Eventually, TASK might be redefined as a subtype of ACTION (equivalent to PLANNED-ACTION in the ATCCIS Generic Hub, for which the other subtype is EVENT).  

TASK-ASSOCIATION (illustrated in Table 436) is defined [DDDS (2672) (A)] as an association between a TASK and another TASK. 

Table 435.  TASK Instance Table

TASK


TASK Identifier
ACTION Identifier (FK)

TASK Category Code
TASK Command Level Code
TASK Descrip-tion Text


TASK Name
TASK Joint Task List Identifier

TSK2001
—
Not specified
AFT
—
Occupy Combat Area
3.3.2

TSK2002
—
Not specified
AFT
—
Conduct Legal Engagement
3.2.1

TSK2003
—
Not specified
AFT
—
Direct and Lead Subordinate Forces
5.4

TSK2004
—
Mission Essential Task
OP
—
Prepare Campaign/Major Opns & Related Plans & Orders
5.3.9

TSK2005
—
Mission Essential Task
OP
—
Provide Target Intelligence for Theater of Opns/JOA
2.4.2.4

TSK2006
—
Mission Essential Task
OP
—
Develop Operational Targets
3.1.3

TSK2007
—
Mission Essential Task
OP
—
Synchronize Operational Firepower
3.2.7

TSK2008
—
Mission Essential Task
OP
—
Publish Tasking Order(s) for Employment of Air Assets and Other Means
3.1.5

TSK2009
—
Mission Essential Task
OP
—
Plan and Integrate Operation C2W
5.6.2

TSK2010
—
Mission Essential Task
OP
—
Conduct Air Interdiction of Opnl Forces/Targets
3.2.5.1

TSK2011
—
Not specified
NTA
—
Integrate Tactical Fires
3.3

TSK2012
—
Not specified
NTA
—
Organize Fire Support Assets
3.4

TSK2013
—
Not specified
NTA
—
Conduct Coordinate Special Weapons Attack
3.5

Table 436.  TASK-ASSOCIATION Instance Table

TASK-ASSOCIATION


Ordinate 
TASK Identifier (FK)

Subordinate 
TASK Identifier (FK)
TASK-ASSOC Begin Date
TASK-ASSOC 
End Date

TASK-ASSOC Reason Code

TSK 2004 
(Prepare Campaign/Major Opns & Related Plans & Orders, OP 5.3.9)
TSK2006 
(Develop Operational Targets, OP 3.1.3)
—
—
C 
(Ordinate TASK precedes Subordinate TASK)

TSK 2005 
(Provide Target Intelligence for Theater of Opns/JOA, OP 2.4.2.4)
TSK2006 
(Develop Operational Targets, OP 3.1.3)
—
—
C

TSK2006 
(Develop Operational Targets, OP 3.1.3)
TSK2007 
(Synchronize Operational Firepower, OP 3.2.7)
—
—
C

TSK2007 
(Synchronize Operational Firepower, OP 3.2.7)
TSK2008 
(Publish Tasking Order(s) for Employment of Air Assets and Other Means, OP 3.1.5)
—
—
C

TSK2008 
(Publish Tasking Order(s) for Employment of Air Assets and Other Means, OP 3.1.5)
TSK2009 
(Plan and Integrate Operation C2W, OP 5.6.2)
—
—
C

TSK2008 
(Publish Tasking Order(s) for Employment of Air Assets and Other Means, OP 3.1.5)
TSK2010 
(Conduct Air Interdiction of Opnl Forces/Targets, OP 3.2.5.1)
—
—
C

c.
Details for TASK-MISSION-AREA

TASK-MISSION-AREA (illustrated in Table 437) is defined as the association of a specific TASK to a specific MISSION-AREA.  Compare:  MISSION-AREA-MISSION-ESSENTIAL-TASK--(2306/1) (A)] as an association between a MISSION-AREA and a MISSION-ESSENTIAL-TASK.  

Table 437.  TASK-MISSION-AREA Instance Table

TASK-MISSION-AREA

TASK Identifier (FK)
MISSION-AREA Type Code (FK)

TSK2001 (Occupy Combat Area, AFT 3.3.2)
Offensive Counter-Air

TSK2002 (Conduct Legal Engagement, AFT 3.2.1)
Offensive Counter-Air

TSK2003 (Direct and Lead Subordinate Forces, AFT 5.4)
Offensive Counter-Air

TSK 2004 (Prepare Campaign/Major Opns & Related Plans & Orders, OP 5.3.9)
Air Interdiction

TSK 2005 (Provide Target Intelligence for Theater of Opns/JOA, OP 2.4.2.4)
Air Interdiction

TSK2006 (Develop Operational Targets, OP 3.1.3)
Air Interdiction

Source:  Universal Joint Task List, Section 2.8 [CJCSM 3500.04A 1996].

35.
Internet Address View

a.
Overview and Specification

Figure 119 provides the IDEF1X view for Internet Address.  Table 438 provides definitions of each entity in the figure.  

Table 438.  Entity Definitions for All Entities in the Internet Address View

Entity
Entity Definition
Reference

ADDRESS-BOOK
The DOCUMENT that provides labels for nodes on networks (e.g., electronic mail, postal, telephone).
See below

ADDRESS-BOOK-ELEMENT
An entry for a specific ADDRESS-BOOK that specifies the owning ORGANIZATION, the INTERNET-ADDRESS, and the user's NETWORK-DEVICE.
See below

INTERNET-ADDRESS
The specification of a value or range of values constituting the label for a node (or set of nodes) on the Internet.
See below

INTERNET-ADDRESS-ASSOCIATION
The relationship of one INTERNET-ADDRESS with another INTERNET-ADDRESS.
See below

NETWORK-INTERNET-ADDRESSING
The assignment of one or a group of instances of INTERNET-ADDRESS to a specific NETWORK.
See below

NODE-INTERNET-ADDRESS
The association of an INTERNET-ADDRESS to a specific NODE.
See below
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Figure 119.  CADM 2.0 Internet Address View (XV-35)

Table 439 provides the attribute specifications of key entities in the Internet Address View of CADM 2.0.

Table 439.  Attribute Specifications for Key Entities in the Internet Address View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

ADDRESS-BOOK
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

ADDRESS-BOOK-ELEMENT
· Address Book DOCUMENT Identifier (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· ADDRESS-BOOK-ELEMENT Identifier (PK)—The identifier of an ADDRESS-BOOK-ELEMENT for a specific ADDRESS-BOOK.

· NETWORK Identifier (FK)—The unique identifier of a specific NETWORK.

· User ORGANIZATION Identifier (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· Network Device MATERIEL Identifier (FK)—(11182) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC INSTANCE OF MATERIEL.

· INTERNET-ADDRESS Identifier (FK)—The unique identifier of a specific INTERNET-ADDRESS.

· ADDRESS-BOOK-ELEMENT Name—The name of a specific ADDRESS-BOOK-ELEMENT.

Table 439.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

ADDRESS-BOOK-ELEMENT (Cont’d)
· ADDRESS-BOOK-ELEMENT Internet User Name—The name representing an individual or role for Internet addressing (e.g., electronic mail) for the NETWORK-DEVICE-INTERNET-ADDRESS.

· ADDRESS-BOOK-ELEMENT User Name—The name designating an individual or role of a specific ADDRESS-BOOK-ELEMENT with respect to the User ORGANIZATION.

INTERNET-ADDRESS
· INTERNET-ADDRESS Identifier (PK)—The unique identifier of a specific INTERNET-ADDRESS.

· INTERNET-ADDRESS Host Name—The Internet Domain Name of a specific INTERNET-ADDRESS network.

· INTERNET-ADDRESS Octet 1—The first eight bits of a specific INTERNET-ADDRESS.

· INTERNET-ADDRESS Octet 2—The second eight bits of a specific INTERNET-ADDRESS (may be null, for example, when a range of addresses in being specific for INTERNET-ADDRESS).

· INTERNET-ADDRESS Octet 3—The third eight bits of a specific INTERNET-ADDRESS (may be null, for example, when a range of addresses in being specific for INTERNET-ADDRESS).

· INTERNET-ADDRESS Octet 4—The fourth eight bits of a specific INTERNET-ADDRESS (may be null, for example, when a range of addresses in being specific for INTERNET-ADDRESS).

· INTERNET-ADDRESS Netmask 1—The value applied to the first octet of a specific INTERNET-ADDRESS for the purpose of routing and representing a range of addresses.  Source:  CADM-ASA Workshop (17-19 June 1998).

· INTERNET-ADDRESS Netmask 2—The value applied to the second octet of a specific INTERNET-ADDRESS for the purpose of routing and representing a range of addresses.  Source:  CADM-ASA Workshop (17-19 June 1998).

· INTERNET-ADDRESS Netmask 3—The value applied to the third octet of a specific INTERNET-ADDRESS for the purpose of routing and representing a range of addresses.  Source:  CADM-ASA Workshop (17-19 June 1998).

· INTERNET-ADDRESS Netmask 4—The value applied to the fourth octet of a specific INTERNET-ADDRESS for the purpose of routing and representing a range of addresses.  Source:  CADM-ASA Workshop (17-19 June 1998).

· INTERNET-ADDRESS Subnetwork Offset Identifier—The identifier of an incremental value relative to the network subnet base address.

· INTERNET-ADDRESS Type Code—The code that denotes the interpretation of the octets of a specific INTERNET-ADDRESS.  Domain values include:  Dynamic addressing--Indicates that the address is provided by an address server in the given address range; Node address; Network address range.

INTERNET-ADDRESS-ASSOCIATION
· Subordinate INTERNET-ADDRESS Identifier (PK) (FK)—The unique identifier of a specific INTERNET-ADDRESS.

· Ordinate INTERNET-ADDRESS Identifier (PK) (FK)—The unique identifier of a specific INTERNET-ADDRESS.

· INTERNET-ADDRESS-ASSOCIATION Role Code (PK)—The code that denotes the way in which one INTERNET-ADDRESS is related to another INTERNET-ADDRESS.  Domain values include:  Is the gateway for; Is the Domain Name Server for; Is mail host for.

NETWORK-INTERNET-ADDRESSING
· NETWORK Identifier (PK) (FK)—The unique identifier of a specific NETWORK.

· INTERNET-ADDRESS Identifier (PK) (FK)—The unique identifier of a specific INTERNET-ADDRESS.

· NETWORK-INTERNET-ADDRESSING Effective Date (PK)—The beginning of the period of validity of a specific NETWORK-INTERNET-ADDRESSING.  Source:  CADM-ASA Workshop (17-19 June 1998).

· NETWORK-INTERNET-ADDRESSING Status Code—The code that denotes the allocation condition of a specific instance of NETWORK-INTERNET-ADDRESSING.  Source:  CADM-ASA Workshop (17-19 June 1998).  Domain values include:  Planned; Allocated; Archived; Not specified; Not known.

· NETWORK-INTERNET-ADDRESSING Termination Date—The end of the period of validity of a specific NETWORK-INTERNET-ADDRESSING.  Source:  CADM-ASA Workshop (17-19 June 1998).

NODE-INTERNET-ADDRESS
· NODE Identifier (PK) (FK)—The unique identifier of a specific NODE.

· INTERNET-ADDRESS Identifier (PK) (FK)—The unique identifier of a specific INTERNET-ADDRESS.

· NODE-INTERNET-ADDRESS Effective Date (PK)—The beginning of the period of validity of a specific NODE-INTERNET-ADDRESS.  Source:  CADM-ASA Workshop (17-19 June 1998).

· NODE-INTERNET-ADDRESS Status Code—The code that denotes the allocation condition of a specific instance of NODE-INTERNET-ADDRESS.  Source:  CADM-ASA Workshop (17-19 June 1998).  Domain values include:  Planned; Allocated; Archived; Not specified; Not known.

· NODE-INTERNET-ADDRESS Termination Date—The end of the period of validity of a specific NODE-INTERNET-ADDRESS.  Source:  CADM-ASA Workshop (17-19 June 1998).

b.
Details for INTERNET-ADDRESS

INTERNET-ADDRESS (illustrated in Table 440) is defined as the specification of a value or range of values constituting the label for a node (or set of nodes) on the Internet.  The Type Code denotes the interpretation of the octets of a specific INTERNET-ADDRESS:  Dynamic addressing—Indicates that the address is provided by an address server in the given address range, Node address, and Network address range.

Table 440.  INTERNET-ADDRESS Instance Table Template

INTERNET-ADDRESS

INTERNET-ADDRESS Identifier (FK)

INTERNET-ADDRESS Host Name

INTERNET-ADDRESS Octet 1

INTERNET-ADDRESS Octet 2

INTERNET-ADDRESS Octet 3

INTERNET-ADDRESS Octet 4
INTERNET-ADDRESS Subnetwork Offset Identifier

INTERNET-ADDRESS Type Code



















Omitted from this instance table are the following attributes:  Netmask 1, Netmask 3, Netmask 3, and Netmask 4.

INTERNET-ADDRESS-ASSOCIATION (illustrated in Table 441) is defined as the relationship of one INTERNET-ADDRESS with another INTERNET-ADDRESS.  This entity is used to associate an instance of INTERNET-ADDRESS with a block of other INTERNET-ADDRESSs.
Table 441.  INTERNET-ADDRESS-ASSOCIATION Instance Table Template

INTERNET-ADDRESS-ASSOCIATION

Ordinate
INTERNET-ADDRESS Identifier (FK)
Subordinate
INTERNET-ADDRESS Identifier (FK)
INTERNET-ADDRESS-ASSOCIATION Role Code









c.
Details for ADDRESS-BOOK

ADDRESS-BOOK (illustrated in Table 442), a subtype of DOCUMENT, is defined as the DOCUMENT that provides labels for nodes on networks (e.g., electronic mail, postal, telephone).  Each ADDRESS-BOOK is defined in terms of one or more instances of ADDRESS-BOOK-ELEMENT.  

Table 442.  ADDRESS-BOOK Instance Table

ADDRESS-BOOK

[Address Book] 
DOCUMENT Identifier (FK)

DOC0051

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code


DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0051
—
—
Address Book
Army Systems Architecture Address Book
—
—

ADDRESS-BOOK-ELEMENT (illustrated in Table 443) is defined as an entry for a specific ADDRESS-BOOK that specifies the owning ORGANIZATION, the INTERNET-ADDRESS, and the user's NETWORK-DEVICE.

Table 443.  ADDRESS-BOOK-ELEMENT Instance Table Template

ADDRESS-BOOK-ELEMENT

Address Book DOCUMENT Identifier (FK)
ADDRESS-BOOK-ELEMENT Identifier

NETWORK Identifier 
(FK)

User ORGANIZATION Identifier (FK)
Network Device MATERIEL Identifier (FK)

INTERNET-ADDRESS Identifier (FK)
ADDRESS-BOOK-ELEMENT Name

















Omitted from this instance table are the following attributes:  Internet User Name and User Name.

d.

Relations of INTERNET-ADDRESS to NETWORK and NODE

NETWORK-INTERNET-ADDRESSING (illustrated in Table 444) is defined as the assignment of one or a group of instances of INTERNET-ADDRESS to a specific NETWORK.

Table 444.  NETWORK-INTERNET-ADDRESSING Instance Table Template

NETWORK-INTERNET-ADDRESSING

NETWORK Identifier 
(FK)
INTERNET-ADDRESS Identifier (FK)
NETWORK-INTERNET-ADDRESSING 
Effective Date
NETWORK-INTERNET-ADDRESSING 
Status Code
NETWORK-INTERNET-ADDRESSING Termination Date













NODE-INTERNET-ADDRESS (illustrated in Table 445) is defined as the association of an INTERNET-ADDRESS to a specific NODE.  A single device (e.g., workstation) can have multiple INTERNET-ADDRESSs.
Table 445.  NODE-INTERNET-ADDRESS Instance Table Template

NODE-INTERNET-ADDRESS

NODE Identifier 
(FK)
INTERNET-ADDRESS Identifier (FK)
NODE-INTERNET-ADDRESS 
Effective Date
NODE-INTERNET-ADDRESS 
Status Code
NODE-INTERNET-ADDRESS 
Termination Date













36.
Security View

a.
Overview and Specification

Figure 120 and Figure 121 provide the IDEF1X view for Security.  Figure 120 is an overview, and Figure 121 shows all the entities associated with the entities shown in the Security Overview.  Table 446 provides definitions of each entity in the figure.  
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Figure 120.  CADM 2.0 Core Entities from Security View (XV-36a)
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Note:  SECURITY-CLEARANCE-TYPE is shown in this figure to clarify its role in providing an attribute to INFORMATION-ASSET, but this entity is not explicitly part of CADM 2.0.

Figure 121.  CADM 2.0 Security View (XV-36)

Table 446.  Entity Definitions for All Entities in the Security View

Entity
Entity Definition
Reference

CAVEATED-SECURITY-CLASSIFICATION
A set of restrictions on information of a specific SECURITY-CLASSIFICATION.
See below

DOCUMENT
(119/1) (A)  RECORDED INFORMATION REGARDLESS OF PHYSICAL FORM.
See Section IV.B.17 (Document Subtype View)

EXCHANGE-NEED-LINE-IER
The association of a specific EXCHANGE-NEED-LINE-REQUIREMENT with a specific INFORMATION-EXCHANGE-REQUIREMENT.
See Section IV.B.05 (Requirement View)

EXCHANGE-NEED-LINE-REQUIREMENT
A REQUIREMENT that is the logical expression of the need to transfer information among nodes (e.g., operational elements, system elements).  [The content of the transfer(s) is specified by reference to IER(s).]  [In CADM Draft 1.0, A REQUIREMENT that is the logical expression of the need to transfer information (whose content is specified by reference to INFORMATION-EXCHANGE-REQUIREMENT) among operational elements (ORGANIZATIONs or ORGANIZATION-TYPEs) that references related tasks, the providing node/operational element, and the receiving node/operational element.]
See Section IV.B.05 (Requirement View)

INFORMATION-ASSET
(4246/2) (A)  AN INFORMATION RESOURCE.  (DDDS, June 1998)
See Section IV.B.23 (Information Asset View)

INFORMATION-EXCHANGE-REQUIREMENT
A REQUIREMENT for the content of an  information flow. Note:   Associated with an IER are such performance attributes as information size, throughput, timeliness, quality, and quantity values.
See Section IV.B.05 (Requirement View)

NETWORK
The joining of two or more nodes for a specific purpose.  [In CADM Draft 1.0, (10972) (D)  THE JOINING OF TWO OR MORE COMPONENTS FOR THE PURPOSE OF EXCHANGING VERBAL, NON-VERBAL, OR ELECTRONIC COMMUNICATIONS OR TRANSPORTING PERSONNEL, EQUIPMENT, OR OTHER RESOURCES.]
See Section IV.B.27 (Network View)

NODE-LINK
A NODE-ASSOCIATION that provides the capability to transfer data or to exchange information between two specific NODEs.
See Section IV.B.31 (Node Association View)

OPERATIONAL-MISSION-THREAD
An identified information exchange procedure to support task execution by information systems and OPFACs.  Source:  Army Systems Architecture Data Model.
See Section IV.B.26 (Mission View)

SECURITY-ACCESS-COMPARTMENT
The specification of an exclusion domain for information released on a formally restricted basis (e.g., to protect sources or potential use).
See below

SECURITY-CLASSIFICATION
(940) (A)  THE LEVEL ASSIGNED TO NATIONAL SECURITY INFORMATION AND MATERIAL THAT DENOTES THE DEGREE OF DAMAGE THAT ITS UNAUTHORIZED DISCLOSURE WOULD CAUSE TO NATIONAL DEFENSE OR FOREIGN RELATIONS OF THE UNITED STATES AND THE DEGREE OF PROTECTION REQUIRED.
See below

SYSTEM-ASSOCIATION
AN ASSOCIATION OF A SYSTEM WITH ANOTHER SYSTEM.  Compare:  SYSTEM-ASSOCIATION--(12546/1) (D)  AN ASSOCIATION BETWEEN A SYSTEM AND ANOTHER SYSTEM INDICATING CONNECTIVITY BETWEEN THE SYSTEMS.
See Section IV.B.07 (System Child Entities View)

SYSTEM-SECURITY-CLASSIFICATION
AN ASSOCIATION OF A SYSTEM WITH A SECURITY-CLASSIFICATION.
See Section IV.B.07 (System Child Entities View)

Table 447 provides the attribute specifications of key entities in the Security View of CADM 2.0.

Table 447.  Attribute Specifications for Key Entities in the Security View

CAVEATED-SECURITY-CLASSIFICATION
· CAVEATED-SECURITY-CLASSIFICATION Identifier (PK)—The identifier of a CAVEATED-SECURITY-CLASSIFICATION for a specific SECURITY-CLASSIFICATION.  Source:  CADM-ASA Workshop (17-19 June 1998).

· SECURITY-CLASSIFICATION CODE (PK) (FK)—(26900/1) (A)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (26900/2) (C)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (DDDS, June 1998)

· SECURITY-ACCESS-COMPARTMENT Identifier (FK)—The unique identifier of a specific SECURITY-ACCESS-COMPARTMENT.

· CAVEATED-SECURITY-CLASSIFICATION Composite Short Name—The name of a specific CAVEATED-SECURITY-CLASSIFICATION.  Source:  CADM-ASA Workshop (17-19 June 1998).

· CAVEATED-SECURITY-CLASSIFICATION Proprietary Flag Code—The code that represents the logical value showing whether a CAVEATED-SECURITY-CLASSIFICATION is designated as "Proprietary Information."  Source:  CADM-ASA Workshop (17-19 June 1998).  Domain values include:  True (proprietary information); False (not proprietary information).

· CAVEATED-SECURITY-CLASSIFICATION Releasability Caveat Text—The text that describes the distribution limitation of a specific CAVEATED-SECURITY-CLASSIFICATION for a specific SECURITY-CLASSIFICATION.  Source:  CADM-ASA Workshop (17-19 June 1998).  Domain values include:  Examples:  NATO; Rel ROK; Rel UK; Rel CA; No Foreign Dissemination (NOFORN); Sensitive But Unclassified (SBU); For Official Use Only (FOUO).

· CAVEATED-SECURITY-CLASSIFICATION Restricted Flag Code—The code that represents the logical value showing whether a CAVEATED-SECURITY-CLASSIFICATION is designated as "Restricted Data."  Source:  CADM-ASA Workshop (17-19 June 1998).  Domain values include:  True (restricted data); False (not restricted data).

SECURITY-ACCESS-COMPARTMENT
· SECURITY-ACCESS-COMPARTMENT Identifier (PK)—The unique identifier of a specific SECURITY-ACCESS-COMPARTMENT.

· SECURITY-CLASSIFICATION CODE (PK) (FK)—(26900/1) (A)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (26900/2) (C)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (DDDS, June 1998)

· SECURITY-ACCESS-COMPARTMENT Name—The name of a specific SECURITY-ACCESS-COMPARTMENT.

SECURITY-CLASSIFICATION
· SECURITY-CLASSIFICATION CODE (PK)—(26900/1) (A)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (26900/2) (C)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (DDDS, June 1998)  Domain values include:  C--CONFIDENTIAL; S--SECRET; TS--TOP SECRET; U--UNCLASSIFIED; UK--UNKNOWN.  The proposed revision (26900/2, candidate) removes the value UK--UNKNOWN.  (DDDS, June 1998)

· SECURITY-CLASSIFICATION DESCRIPTION TEXT—(26901) (A)  THE TEXT THAT DESCRIBES A SECURITY-CLASSIFICATION.

· SECURITY-CLASSIFICATION NAME—The name of a specific SECURITY-CLASSIFICATION.

b.
Details for SECURITY-CLASSIFICATION

SECURITY-CLASSIFICATION (illustrated in Table 448) is defined [(940) (A)] as the level assigned to national security information and material that denotes the degree of damage that its unauthorized disclosure would cause to national defense or foreign relations of the United States and the degree of protection required. 

Table 448.  SECURITY-CLASSIFICATION Instance Table

SECURITY-CLASSIFICATION

SECURITY-CLASSIFICATION 
Code
SECURITY-CLASSIFICATION Description Text
SECURITY-CLASSIFICATION 
Name

C
—
Confidential

S
—
Secret

TS
—
Top Secret

U
—
Unclassified

UK
—
Unknown

c.
Details for CAVEATED-SECURITY-CLASSIFICATION

SECURITY-ACCESS-COMPARTMENT (illustrated in Table 449) is defined as the specification of an exclusion domain for information released on a formally restricted basis (e.g., to protect sources or potential use).  The content of this entity is often classified but the primary key attribute (SECURITY-ACCESS-COMPARTMENT Identifier) has been chosen so that appearing alone in another table, that table does not automatically have the same classification as the caveat.

Table 449.  SECURITY-ACCESS-COMPARTMENT Instance Table

SECURITY-ACCESS-COMPARTMENT

SECURITY-ACCESS-COMPARTMENT Identifier
SECURITY-CLASSIFICATION Code 
(FK)
SECURITY-ACCESS-COMPARTMENT 
Name

SCI
U
Sensitive Compartment Information

NOFORN
U
No Foreign Dissemination

NATO
U
Releasable only to NATO participants

WNINTEL
U
Sensitive Intelligence Involved

SCI_111
U
SCI sub-compartment

CAVEATED-SECURITY-CLASSIFICATION (illustrated in Table 450) is defined as set of restrictions on information of a specific SECURITY-CLASSIFICATION.  CAVEATED-SECURITY-CLASSIFICATION is a child of SECURITY-CLASSIFICATION, so that each instance of CAVEATED-SECURITY-CLASSIFICATION cites (as a primary key attribute) a value SECURITY-CLASSIFICATION.  In addition, where applicable, CAVEATED-SECURITY-CLASSIFICATION may cite an instance of SECURITY-ACCESS-COMPARTMENT by providing a value of SECURITY-ACCESS-COMPARTMENT Identifier (FK) in CAVEATED-SECURITY-CLASSIFICATION, as shown in the instance table.

Table 450.  CAVEATED-SECURITY-CLASSIFICATION Instance Table

CAVEATED-SECURITY-CLASSIFICATION

SECURITY-CLASSIFI-CATION Code (FK)
CAVEATED-SECURITY-CLASSIFI-CATION Id
SECURITY-ACCESS-COMPARTMENT Identifier (FK)
CAV-SEC-CLASS Composite Short Name
CAV-SEC-CLASS Proprietary Flag Code
CAV-SEC-CLASS Rel. Caveat Text
CAV-SEC-CLASS Restricted Flag Code

S
CSC0001
—
S/RD
False
—
True

S
CSC0002
NOFORN
S/NOFORN
False
—
False

S
CSC0003
—
NATO SECRET
False
—
False

S
CSC0004
WNINTEL
S/WNINTEL
False
—
False

S
CSC0005
NOFORN
S/NOFORN/RD
False
—
True

S
CSC0006
—
S/PI
True
Proprietary Information
False

d.
Details for SECURITY-CLEARANCE-TYPE

While not explicitly shown in CADM 2.0, SECURITY-CLEARANCE-TYPE is defined [(2721) (A)] as a specific kind of SECURITY-CLEARANCE.  Its only attribute is the following:  SECURITY-CLEARANCE-TYPE Code [(17059) (A)]—The code that represents a SECURITY-CLEARANCE-TYPE.  Approved domain values are:  C--Confidential; I--Sensitive compartmented information; S--Secret; T--Top Secret; U--Unclassified.  The role of this entity (shown in the figure above) is to provide a foreign key (nulls allowed) attribute to INFORMATION-ASSET.

37.
State Transition View

a.
Overview and Specification

Figure 122 provides the IDEF1X “core” view for State Transition.  For simplification, the figure does not show two entities of specific importance to the State Transition View:  STATE-TRANSITION-DESCRIPTION and STATE-TRANSITION-DESCRIPTION-TRANSITION.  Table 451 provides definitions of each entity in the figure and these two additional entities.  
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Figure 122.  CADM 2.0 Core Entities from State Transition View (XV-37)

Table 451.  Entity Definitions for All Entities in the State Transition View

Entity
Entity Definition
Reference

ACTION
(325) (A)  AN ACTIVITY.
See Section IV.B.03.b (Action View)

ACTION-EVENT
An ACTION that is an incident, phenomenon, or occasion which has occurred or is occurring.  It has military significance, but the planning of it is not known.  Source:  C2 Core recommended modifications, Dec 97.
See Section IV.B.03.e (Action View)

CALL-EVENT
A PROCESS-EVENT that represents the reception of a request to invoke an operation.  Note:  The expected result is the execution of the operation.  Two special cases of a CALL-EVENT are the object creation event and the object destruction event.   Each CALL-EVENT references the operation whose invocation is requested.  Source:  UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of "CallEvent" and its association "operation."
See below

CHANGE-EVENT
A PROCESS-EVENT that is generated when one or more attributes or relationships change value according to an explicit expression.  Note:  A CHANGE-EVENT is never raised by an explicit change event action.  Instead, it is a consequence of the execution of one or more actions that modify the values of elements that are referenced in the boolean expression.  The corresponding CHANGE-EVENT is actually raised by the underlying run-time system that detects that the condition has changed to true.  A CHANGE-EVENT functions as a trigger for transitions, and must not be confused with a guard.  When a CHANGE-EVENT occurs, a guard can still block any transition that would otherwise be triggered by that change.  Source:  UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of "ChangeEvent."
See below

COMPOSITE-PROCESS-STATE
A PROCESS-STATE that consists of substates.  Derived from UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of "CompositeState."
See below

COMPOSITE-PROCESS-STATE-SUBSTATE
For a specific COMPOSITE-PROCESS-STATE, the specification of one or more instances of PROCESS-STATE-VERTEX each of which is termed a substate of the COMPOSITE-PROCESS-STATE.  Note:  The substates are either (a) orthogonal conjunctive components (usually associated with concurrent execution); or (b) contain no direct orthogonal components, in which case exactly one of the substates can be active at a given instance (i.e., sequential execution).  Derived from UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of the association "substates" and attribute “isConcurrent” for "CompositeState."
See below

EVENT
(49/1) (A)  A SIGNIFICANT OCCURRENCE.
See Section IV.B.03.e (Action View)

NESTING-PROCESS-STATE
A PROCESS-STATE that is specified by reference to a STATE-TRANSITION-DESCRIPTION.  Note:  A NESTING-PROCESS-STATE is semantically equivalent to a  COMPOSITE-PROCESS-STATE, but facilitates reuse and modularity of an independent nested STATE-TRANSITION-DESCRIPTION.  Derived from UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of SubmachineState.
See below

PROCESS-EVENT
The specification of a significant occurrence that has a location in space and time.  Note:  An instance of an event can lead to the activation of a behavioral feature of an object.  Source:  UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of "Event."
See below

PROCESS-PSEUDO-STATE
An abstraction of different types of node in a behavior representation that represent transient points in transition paths from one state to another (e.g., branch and fork points).  Note:  PROCESS-PSEUDO-STATEs are used to construct complex transitions from simple transitions.  Derived from:  UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of PseudoState.
See below

PROCESS-STATE
A condition or situation during the life of an object during which [it] satisfies some condition, performs some activity, or waits for some event.  Note:  A state models a dynamic situation in which, typically, one or more (implicit or explicit) conditions hold.  Source:  UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of "State."
See below

PROCESS-STATE-ACTION
An association between a specific PROCESS-STATE and a specific ACTION.  Note:  The ACTIONs associated to a PROCESS-STATE may include those that are executed when the PROCESS-STATE is exited ("exit"); those that are executed when the PROCESS-STATE is entered ("entry"); those  whose effect upon their occurrence is postponed until the owner enters a state in which they are not deferred, at which time they may trigger TRANSITIONs as if they had just occurred (deferred); and others.  Source:  UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), the associations "entry," "exit," and "deferredEvent" for State.
See below

Table 451.  (Cont’d)

Entity
Entity Definition
Reference

PROCESS-STATE-VERTEX
An abstraction of a node in a behavior representation.  Source:  Derived from UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of "StateMachine."  A behavior that specifies the sequence of states that an object or an interaction goes through during its life in response to events, together with its responses and actions.
See below

SIGNAL-EVENT
A PROCESS-EVENT that results from the reception of a stimulus by an object.  Source:  UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of "SignalEvent."
See below

STANDARD-TECHNOLOGY-FORECAST-ELEMENT
The association of a STANDARD-FORECAST to a STANDARD, giving the prognosis for a specific time frame.
See Section IV.B.17.c (Document View)

STATE-TRANSITION-DESCRIPTION {OV-6b; SV-10b}
A DOCUMENT that describes the detailed time sequencing of activities or work flow in the business process or functions in a system, depicting how the current state of the system changes in response to external and internal events.  Source:  C4ISR Architecture Framework, Version 2.0 (product definitions for OV-6b and SV-10b).  Compare:  A behavior that specifies the sequences of states that an object or an interaction goes through during its life in response to events, together with its responses and actions.  The behavior is specified as a traversal of a graph of state nodes interconnected by one or more joined transition arcs.  The transitions are triggered by a series of event instances.  [UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of "StateMachine."  Compare:  A directed graph in which nodes represent system states and arcs represent transitions between states [Raumbaugh 1991].
See below

STATE-TRANSITION-DESCRIPTION-TRANSITION
For each STATE-TRANSITION-DESCRIPTION, the specification of a specific TRANSITION that belongs to that STATE-TRANSITION-DESCRIPTION.  Source:  UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of the association "effect: for "Transition."
See below

TIME-EVENT
A PROCESS-EVENT for modeling event instances resulting from the expiration of a deadline.  Note:  In the metamodel a TIME-EVENT can specify a trigger of a transition, which by default denotes the time elapsed since the current state was entered.  Source:  UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of "TimeEvent."
See below

TRANSITION
A relationship between a "source" PROCESS-STATE-VERTEX and a "target" PROCESS-STATE-VERTEX.  Note:  It may be part of a compound TRANSITION, which takes the state machine from one state configuration to another, representing the complete response of the state machine to a particular event instance for a given source state configuration.  Each TRANSITION has a single event which activates it.  Where no null, the boolean expression for the "guard" must evaluate to True at the instant the TRANSITION is triggered.  If the PROCESS-STATE-VERTEX is in the source state and the trigger of the transition is satisfied, then it fires, performs its actions (associated instances of TRANSITION-RESULTING-ACTION), and the state machine enters the target state.  Compare:  A change of state caused by an event [Raumbaugh 1991].
See below

TRANSITION-ASSOCIATION
The relationship of one specific TRANSITION to another specific TRANSITION.
See below

TRANSITION-RESULTING-ACTION
The specification for a specific TRANSITION of an ACTION that is to be performed when the TRANSITION fires if and only if a logical predicate ("guard") evaluates to true at the instant the TRANSITION is triggered.  Source:  UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), the association "effect" and "guard" for Transition
See below

Table 452 provides the attribute specifications of key entities in the State Transition View of CADM 2.0.

Table 452.  Attribute Specifications for Key Entities in the State Transition View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

CALL-EVENT
· Process Event EVENT Identifier (PK) (FK)—(33784/1) (A)  THE IDENTIFIER THAT REPRESENTS AN EVENT.

· CALL-EVENT Operation Description Text—The text that characterizes the operation whose invocation is requested.  Derived from UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of the attribute "signal" for "SignalEvent."

CHANGE-EVENT
· Process Event EVENT Identifier (PK) (FK)—(33784/1) (A)  THE IDENTIFIER THAT REPRESENTS AN EVENT.

· CHANGE-EVENT Boolean Expression Text—The text that indicates when a CHANGE-EVENT occurs.  Source:  UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of the attribute "changeExpression" of for "ChangeEvent."

COMPOSITE-PROCESS-STATE
· PROCESS-STATE-VERTEX Identifier (PK) (FK)—The unique identifier of a specific PROCESS-STATE-VERTEX.

· COMPOSITE-PROCESS-STATE Concurrency Flag Code—The code that denotes the specification of decomposition semantics.  Note:  it specifies, with boolean values, whether all the substates form orthogonal conjunctive components (usually associated with concurrent execution) or include no orthogonal components.  Derived from UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of the attribute isConcurrent for "CompositeState."  Domain values include:  Boolean value:  True--all the substates are orthogonal conjunctive components; False--none of the substates is a direct orthogonal component.  Note:  The value True may only be associated with a COMPOSITE-PROCESS-STATE with at least two substates, that is, two instances of COMPOSITE-PROCESS-STATE-SUBSTATE.  Derived from UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of the attribute isConcurrent for "CompositeState."

COMPOSITE-PROCESS-STATE-SUBSTATE
· Substate PROCESS-STATE-VERTEX Identifier (PK) (FK)—The unique identifier of a specific PROCESS-STATE-VERTEX.

· Parent Composite Process State PROCESS-STATE-VERTEX Identifier (PK) (FK)—The unique identifier of a specific PROCESS-STATE-VERTEX.

NESTING-PROCESS-STATE
· PROCESS-STATE-VERTEX Identifier (PK) (FK)—The unique identifier of a specific PROCESS-STATE-VERTEX.

· Nested State Transition Description DOCUMENT Identifier (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

PROCESS-EVENT
· Process Event EVENT Identifier (PK) (FK)—(33784/1) (A)  THE IDENTIFIER THAT REPRESENTS AN EVENT.

· PROCESS-EVENT Category Code—The code that designates a class of PROCESS-EVENT.  Domain values include:  Call event; Change event; Signal event; Time event; Not specified; Not known.

PROCESS-PSEUDO-STATE
· PROCESS-STATE-VERTEX Identifier (PK) (FK)—The unique identifier of a specific PROCESS-STATE-VERTEX.

· PROCESS-PSEUDO-STATE Type Code—The code that denotes the class of abstraction of a PROCESS-PSEUDO-STATE.  Domain values include:  Initial; Join; Fork; Branch; Final; Shallow history; Deep history.  Derived from UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of the attribute "kind" for "PsuedoState."

PROCESS-STATE
· PROCESS-STATE-VERTEX Identifier (PK) (FK)—The unique identifier of a specific PROCESS-STATE-VERTEX.

· PROCESS-STATE Category Code—The code that denotes a class of PROCESS-STATE.  Domain values include:  Simple process state (a PROCESS-STATE that has no substates); Composite process state; Nesting process state (a PROCESS-STATE whose substates are specified by reference to a STATE-TRANSITION-DESCRIPTION).

· PROCESS-STATE Description Text—The text that summarizes a specific PROCESS-STATE.

· PROCESS-STATE Name—The name of a specific PROCESS-STATE.

PROCESS-STATE-ACTION
· PROCESS-STATE-VERTEX Identifier (PK) (FK)—The unique identifier of a specific PROCESS-STATE-VERTEX.

· ACTION IDENTIFIER (PK) (FK)—(9904/1) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SPECIFIC ACTION.

· PROCESS-STATE-ACTION Role Code (PK)—The code that denotes the class of PROCESS-STATE-ACTION.  Domain values include:  Entry; Exit; Deferred; Not specified; Not known.

· PROCESS-STATE-ACTION Sequence Identifier—The identifier that specifies an order for a PROCESS-STATE-ACTION.

PROCESS-STATE-VERTEX
· PROCESS-STATE-VERTEX Identifier (PK)—The unique identifier of a specific PROCESS-STATE-VERTEX.

· PROCESS-STATE-VERTEX Category Code—The code that denotes a class of PROCESS-STATE-VERTEX.  Domain values include:  Process Pseudo-State; Process State.

Table 452.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

SIGNAL-EVENT
· Process Event EVENT Identifier (PK) (FK)—(33784/1) (A)  THE IDENTIFIER THAT REPRESENTS AN EVENT.

· SIGNAL-EVENT Signal Description Text—The text that characterizes the signal whose reception by the state owner may trigger a TRANSITION.  Derived from UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of the attribute "signal" for "SignalEvent."

STATE-TRANSITION-DESCRIPTION {OV-6b; SV-10b}
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· Software Item MATERIEL-ITEM Identifier (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· SYSTEM Identifier (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:  The unique identifier of a specific SYSTEM.

· ACTION IDENTIFIER (FK)—(9904/1) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SPECIFIC ACTION.

· Top Composite PROCESS-STATE-VERTEX Identifier (FK)—The unique identifier of a specific PROCESS-STATE-VERTEX.

· STATE-TRANSITION-DESCRIPTION Completeness Category Code—The code that denotes a class of STATE-TRANSITION-DESCRIPTION as to whether it can be used as a NESTING-STATE.  Domain values include:  Complete--The STATE-TRANSITION-DIAGRAM is triggered by a single starting event and results in at least one event; Incomplete--Not complete.

· STATE-TRANSITION-DESCRIPTION Use Type Code—The code that denotes a class of STATE-TRANSITION-DESCRIPTION as to  its planned role as an architecture product.  Domain values include:  Operational State Transition Description; Systems State Transition Description; Other; Not specified; Not known.

STATE-TRANSITION-DESCRIPTION-TRANSITION
· TRANSITION Identifier (PK) (FK)—The unique identifier of a specific TRANSITION.

· Owning State Transition Description DOCUMENT Identifier (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

TIME-EVENT
· Process Event EVENT Identifier (PK) (FK)—(33784/1) (A)  THE IDENTIFIER THAT REPRESENTS AN EVENT.

· TIME-EVENT Duration Quantity—The quantity of elapsed time that represents a time deadline for a TIME-EVENT.  Source:  UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of the attribute "duration" of for "TimeEvent."

TRANSITION
· TRANSITION Identifier (PK)—The unique identifier of a specific TRANSITION.

· Process Event EVENT Identifier (FK)—(33784/1) (A)  THE IDENTIFIER THAT REPRESENTS AN EVENT.

· Source PROCESS-STATE-VERTEX Identifier (FK)—The unique identifier of a specific PROCESS-STATE-VERTEX.

· Target PROCESS-STATE-VERTEX Identifier (FK)—The unique identifier of a specific PROCESS-STATE-VERTEX.

· TRANSITION Description Text—The text that summarizes a specific TRANSITION.

· TRANSITION Event Qualifier Name—The name of a class of action for a specific TRANSITION.

· TRANSITION Event Qualifier Type Code—The code that delimits the class of action for a specific TRANSITION.  Domain values include:  Attribute; Action; Guard; Export event, None.

· TRANSITION Event Qualifier Value Text—The text that characterizes the limitation for the class of action for a specific TRANSITION.

· TRANSITION Guard Boolean Expression Text—The text that specifies a logical condition attached to the TRANSITION in order to determine whether that TRANSITION is enabled or not.

· TRANSITION Label Name—The name used to designate a specific TRANSITION in a diagram.

TRANSITION-ASSOCIATION
· Subordinate TRANSITION Identifier (PK) (FK)—The unique identifier of a specific TRANSITION.

· Ordinate TRANSITION Identifier (PK) (FK)—The unique identifier of a specific TRANSITION.

· TRANSITION-ASSOCIATION Type Code—The code that denotes a class of TRANSITION-ASSOCIATION.  Domain values include:  Matching transition; Not specified; Not known.

TRANSITION-RESULTING-ACTION
· ACTION IDENTIFIER (PK) (FK)—(9904/1) (A)  THE UNIQUE IDENTIFIER THAT REPRESENTS A SPECIFIC ACTION.

· TRANSITION Identifier (PK) (FK)—The unique identifier of a specific TRANSITION.

· TRANSITION-RESULTING-ACTION Sequence Identifier—The identifier that specifies an order for a TRANSITION-RESULTING-ACTION.

An example State Transition Diagram (discussed in Chapter 3 above) is depicted in Figure 123.  The instance tables in this section are based, where possible, on this figure.
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Source:  Framework 2.0 (Figure 4-21).

Figure 123.  Example State Transition Diagram for Air Traffic Operations

b.
Details for PROCESS-STATE-VERTEX and Its Subtypes

PROCESS-STATE-VERTEX (illustrated in Table 453) is defined as an abstraction of a node in a behavior representation.  [Source:  Derived from UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of “StateMachine.”]

Table 453.  PROCESS-STATE-VERTEX Instance Table

PROCESS-STATE-VERTEX

PROCESS-STATE-VERTEX Identifier
PROCESS-STATE-VERTEX Category Code

PSV0001
PROCESS-PSEUDO-STATE

PSV0002
PROCESS-STATE

PSV0003
PROCESS-STATE

PSV0004
PROCESS-STATE

PSV0005
PROCESS-STATE

PSV0006
PROCESS-STATE

PSV0007
PROCESS-PSEUDO-STATE

PROCESS-STATE (illustrated in Table 454) is defined as a condition or situation during the life of an object during which [it] satisfies some condition, performs some activity, or waits for some event.  Note:  A PROCESS-STATE models a dynamic situation in which, typically, one or more (implicit or explicit) conditions hold.  [Source:  UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of “State.”]

Table 454.  PROCESS-STATE Instance Table

PROCESS-STATE

PROCESS-STATE-VERTEX Identifier (FK)
PROCESS-STATE Category Code
PROCESS-STATE Description Text

PROCESS-STATE Name

PSV0002
Simple process state
—
Entering Controlled Space

PSV0003
Simple process state
—
Controlled:  No Action

PSV0004
Simple process state
—
Leaving Controlled Space

PSV0005
Simple process state
—
In Conflict

PSV0006
Simple process state
—
Maneuvering

PROCESS-PSEUDO-STATE (illustrated in Table 455) is defined as an abstraction of different types of node in a behavior representation that represent transient points in transition paths from one state to another (e.g., branch and fork points).  Note:  PROCESS-PSEUDO-STATEs are used to construct complex transitions from simple transitions.  [Derived from:  UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of “PseudoState.”]

Table 455.  PROCESS-PSEUDO-STATE Instance Table

PROCESS-PSEUDO-STATE

PROCESS-STATE-VERTEX Identifier (FK)
PROCESS-PSEUDO-STATE Type Code

PSV0001
Initial

PSV0007
Final

A specific PROCESS-STATE is characterized by three kinds of information:  its relation to other instances of PROCESS-STATE (through its subtypes, COMPOSITE-PROCESS-STATE and NESTING-PROCESS-STATE); its relation to one or more instances of ACTION (through the associative entity PROCESS-STATE-ACTION); and its relation to one or more TRANSITIONs [through the Source PROCESS-STATE Identifier (FK) and the Target PROCESS-STATE Identifier (FK) in the entity TRANSITION].

COMPOSITE-PROCESS-STATE (illustrated in Table 456) is defined as a PROCESS-STATE that consists of substates.  [Derived from “CompositeState” in UML v1.1.]

Table 456.  COMPOSITE-PROCESS-STATE Instance Table Template

COMPOSITE-PROCESS-STATE

PROCESS-STATE-VERTEX Identifier (FK)
PROCESS-STATE Concurrency Flag Code







COMPOSITE-PROCESS-STATE is characterized by the set of “substates” that it comprises, which are specified as instances of COMPOSITE-PROCESS-STATE-SUBSTATE.  COMPOSITE-PROCESS-STATE-SUBSTATE (illustrated in Table 457) is defined as follows:  For a specific COMPOSITE-PROCESS-STATE, the specification of one or more instance of PROCESS-STATE-VERTEX each of which is termed a substate of the COMPOSITE-PROCESS-STATE.  Note:  The substates are either (a) orthogonal conjunctive components (usually associated with concurrent execution); or (b) contain no direct orthogonal components, in which case exactly one of the substates can be active at a given instance (i.e., sequential execution).  [Derived from “SubmachineState” in UML v1.1.]

Table 457.  COMPOSITE-PROCESS-STATE-SUBSTATE Instance Table Template

COMPOSITE-PROCESS-STATE-SUBSTATE

Substate 
PROCESS-STATE-VERTEX Identifier (FK)
Parent Composite Process State 
PROCESS-STATE-VERTEX Identifier (FK)







NESTING-PROCESS-STATE (illustrated in Table 458) is defined as a PROCESS-STATE that is specified by reference to a STATE-TRANSITION-DESCRIPTION.  Note:  A NESTING-PROCESS-STATE is semantically equivalent to a  COMPOSITE-PROCESS-STATE, but facilitates reuse and modularity of an independent nested STATE-TRANSITION-DESCRIPTION.  [Derived from the association “substates” and the attribute “isConcurrent” for “CompositeState” in UML v1.1.]

Table 458.  NESTING-PROCESS-STATE Instance Table Template

NESTING-PROCESS-STATE

PROCESS-STATE-VERTEX 
Identifier (FK)
Nested State Transition Description DOCUMENT Identifier (FK)










PROCESS-STATE-ACTION (illustrated in Table 459) is defined as an association between a specific PROCESS-STATE and a specific ACTION.  Note:  The ACTIONs associated to a PROCESS-STATE may include those that are executed when the PROCESS-STATE is exited ("exit"); those that are executed when the PROCESS-STATE is entered ("entry"); those whose effect upon their occurrence is postponed until the owner enters a state in which they are not deferred, at which time they may trigger TRANSITIONs as if they had just occurred (deferred); and others.  [Derived from the association “entry,” “exit,” and “deferredEvent” for “State” in UML v1.1.]

Table 459.  PROCESS-STATE-ACTION Instance Table Template

PROCESS-STATE-ACTION

PROCESS-STATE-VERTEX Identifier (FK)

ACTION Identifier (FK)
PROCESS-STATE ACTION Role Code
PROCESS-STATE ACTION Sequence Identifier











c.
Details for TRANSITION

TRANSITION (illustrated in Table 460) is defined as a condition or situation during the life of an object during which [it] satisfies some condition, performs some activity, or waits for some event.  Note:  A PROCESS-STATE models a dynamic situation in which, typically, one or more (implicit or explicit) conditions hold.  [Source:  UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of "State."]

Table 460.  TRANSITION Instance Table

TRANSITION 




TRANSITION Identifier
Process-Event EVENT Identifier (FK)
Source PROCESS-STATE-VERTEX Identifier (FK)
Target PROCESS-STATE-VERTEX Identifier (FK)


TRANS.
Desc. Text

TRANS. Event Qualifier Name 


TRANS. Label Name

TRN001
—
PSV0001
PSV0002
—
—
—

TRN002
—
PSV0002
PSV0003
—
—
Handoff to local ATC completed

TRN003
—
PSV0003
PSV0004
—
—
Coordinate Inter-sector transfer

TRN004
—
PSV0003
PSV0004
—
—
Coordinate transfer out

TRN005
—
PSV0005
PSV0003
—
—
Resolve conflict (no maneuver)

TRN006
—
PSV0003
PSV0005
—
—
Detect conflict

TRN007
—
PSV0003
PSV0006
—
—
Detect deviation

TRN008
—
PSV0003
PSV0006
—
—
Revise clearance on pilot’s request

TRN009
—
PSV0006
PSV0003
—
—
Maneuvering complete

TRN010
—
PSV0005
PSV0006
—
—
Revise clearance

TRN011
—
PSV0006
PSV0004
—
—
Coordinate transfer out

TRN012
—
PSV0006
PSV0004
—
—
Coordinate inter-sector transfer

TRN013
—
PSV0004
PSV0007
—
—
—

Omitted from this instance table are the following attributes:  Event Qualifier Name, Event Qualifier Value Text, and Guard Boolean Expression Text.

A specific TRANSITION is characterized by three kinds of information:  its relation to other instances of TRANSITION (through the double associative entity TRANSITION-ASSOCIATION); its relation to one or more instances of ACTION (through the associative entity TRANSITION-RESULTING-ACTION); and its relation to a triggering PROCESS-EVENT [through the Process Event EVENT Identifier (FK) in the entity TRANSITION].

TRANSITION-ASSOCIATION (illustrated in Table 461) is defined as the relationship of one specific TRANSITION to another specific TRANSITION.

Table 461.  TRANSITION-ASSOCIATION Instance Table Template

TRANSITION-ASSOCIATION

Ordinate TRANSITION Identifier
Subordinate TRANSITION Identifier
TRANSITION-ASSOCIATION Type Code









TRANSITION-RESULTING-ACTION (illustrated in Table 462) is defined as the specification for a specific TRANSITION of an ACTION that is to be performed when the TRANSITION fires if and only if a logical predicate ("guard") evaluates to true at the instant the TRANSITION is triggered.  [Source:  UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), and the associations "effect" and "guard" for Transition.]

Table 462.  TRANSITION-RESULTING-ACTION Instance Table Template

TRANSITION-RESULTING-ACTION

TRANSITION Identifier(FK)
ACTION Identifier (FK)
TRANSITION-RESULTING-ACTION Sequence Identifier









d.
Details for PROCESS-EVENT and Its Subtypes

PROCESS-EVENT (illustrated in Table 463) is a child entity of EVENT under the Identifying one-to-zero-or-one (Z) relationship “may be a” from EVENT to PROCESS-EVENT.
  PROCESS-EVENT is defined as the specification of a significant occurrence that has a location in space and time.  Note:  An instance of an event can lead to the activation of a behavioral feature of an object.  [Source:  UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of "Event."]

Table 463.  PROCESS-EVENT Instance Table Template

PROCESS-EVENT

Process Event EVENT Identifier (FK)
PROCESS-EVENT Category Code










Each instance of PROCESS-EVENT may be a trigger for a TRANSITION.  More than one TRANSITION can be triggered by the same PROCESS-EVENT.  PROCESS-EVENT has four subtypes:  CALL-EVENT, CHANGE-EVENT, SIGNAL-EVENT, and TIME-EVENT.  CALL-EVENT (illustrated in Table 464) is defined as a PROCESS-EVENT that represents the reception of a request to invoke an operation.  Note:  The expected result is the execution of the operation.  Two special cases of a CALL-EVENT are the object creation event and the object destruction event.   Each CALL-EVENT references the operation whose invocation is requested.  [Source:  UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of "CallEvent" and its association "operation."]

Table 464.  CALL-EVENT Instance Table Template

CALL-EVENT

Process Event EVENT Identifier (FK)
CALL-EVENT Operation Description Text










CHANGE-EVENT (illustrated in Table 465) is defined as a PROCESS-EVENT that is generated when one or more attributes or relationships change value according to an explicit expression.  Note:  A CHANGE-EVENT is never raised by an explicit change event action.  Instead, it is a consequence of the execution of one or more actions that modify the values of elements that are referenced in the boolean expression.  The corresponding CHANGE-EVENT is actually raised by the underlying run-time system that detects that the condition has changed to true.  A CHANGE-EVENT functions as a trigger for transitions, and must not be confused with a guard.  When a CHANGE-EVENT occurs, a guard can still block any transition that would otherwise be triggered by that change.  [Source:  UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of "ChangeEvent."]

Table 465.  CHANGE-EVENT Instance Table Template

CHANGE-EVENT

Process Event EVENT Identifier (FK)
CHANGE-EVENT Boolean Expression Text










SIGNAL-EVENT (illustrated in Table 466) is defined as a PROCESS-EVENT that results from the reception of a stimulus by an object.  [Source:  UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of "SignalEvent."]

Table 466.  SIGNAL-EVENT Instance Table Template

SIGNAL-EVENT

Process Event EVENT Identifier (FK)
SIGNAL-EVENT Signal Description Text










TIME-EVENT (illustrated in Table 467) is defined as a PROCESS-EVENT for modeling event instances resulting from the expiration of a deadline.  Note:  In the metamodel a TIME-EVENT can specify a trigger of a transition, which by default denotes the time elapsed since the current state was entered.  [Source:  UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of "TimeEvent."]

Table 467.  TIME-EVENT Instance Table Template

TIME-EVENT

Process Event EVENT Identifier (FK)
TIME-EVENT Duration Quantity










d.
Details for STATE-TRANSITION-DESCRIPTION

Figure 124 provides  view for the entities STATE-TRANSITION-DESCRIPTION and STATE-TRANSITION-DESCRIPTION-TRANSITION.  Table 468 provides definitions of each entity in the figure.  
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Figure 124.  CADM 2.0 Additional Entities of State Transition View (XV-37a)

Table 468.  Entity Definitions for Additional Entities of State Transition View 

Entity
Entity Definition
Reference

ACTION
(325) (A)  AN ACTIVITY.
See Section IV.B.03.b (Action View)

COMPOSITE-PROCESS-STATE
A PROCESS-STATE that consists of substates.  Derived from UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of "CompositeState."
See below

DOCUMENT
(119/1) (A)  RECORDED INFORMATION REGARDLESS OF PHYSICAL FORM.
See Section IV.B.17 (Document Subtype View)

STATE-TRANSITION-DESCRIPTION {OV-6b; SV-10b}
A DOCUMENT that describes the detailed time sequencing of activities or work flow in the business process or functions in a system, depicting how the current state of the system changes in response to external and internal events.  Source:  C4ISR Architecture Framework, Version 2.0 (product definitions for OV-6b and SV-10b).  Compare:  A behavior that specifies the sequences of states that an  object or an interaction goes through during its life in response to events, together with its responses and actions.  The behavior is specified as a traversal of a graph of state nodes interconnected by one or more joined transition arcs.  The transitions are triggered by a series of event instances.  [UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of "StateMachine."  Compare:  A directed graph in which nodes represent system states and arcs represent transitions between states [Raumbaugh 1991].
See below

STATE-TRANSITION-DESCRIPTION-TRANSITION
For each STATE-TRANSITION-DESCRIPTION, the specification of a specific TRANSITION that belongs to that STATE-TRANSITION-DESCRIPTION.  Source:  UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of the association "effect” for "Transition."
See below

SOFTWARE-ITEM
A set of instructions that governs the operation of data processing equipment.  
See Section IV.B.25 (Materiel Item and Equipment Type View)

SYSTEM
A collection of components organized to accomplish a specific function or set of functions.  (IEEE 610.12) 
See Section IV.B.07 (System Child Entity View)

TRANSITION
A relationship between a "source" PROCESS-STATE-VERTEX and a "target" PROCESS-STATE-VERTEX.  Note:  It may be part of a compound TRANSITION, which takes the state machine from one state configuration to another, representing the complete response of the state machine to a particular event instance for a given source state configuration.  Each TRANSITION has a single event which activates it.  Where no null, the boolean expression for the "guard" must evaluate to True at the instant the TRANSITION is triggered.  If the PROCESS-STATE-VERTEX is in the source state and the trigger of the transition is satisfied, then it fires, performs its actions (associated instances of TRANSITION-RESULTING-ACTION), and the state machine enters the target state.
See below

STATE-TRANSITION-DESCRIPTION (illustrated in Table 469) is defined as a DOCUMENT that describes the detailed time sequencing of activities or work flow in the business process or functions in a system, depicting how the current state of the system changes in response to external and internal events.  [Source:  C4ISR Architecture Framework, Version 2.0 (product definitions for OV-6b and SV-10b).]  Compare:  A behavior that specifies the sequences of states that an object or an interaction goes through during its life in response to events, together with its responses and actions.  The behavior is specified as a traversal of a graph of state nodes interconnected by one or more joined transition arcs.  The transitions are triggered by a series of event instances.  [UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of “StateMachine.”]

Table 469.  STATE-TRANSITION-DESCRIPTION Instance Table

STATE-TRANSITION-DESCRIPTION

[State Transition Description] 
DOCUMENT Identifier (FK)
Software Item MATERIEL-ITEM Identifier (FK)


SYSTEM Identifier (FK)


ACTION IDENTIFIER (FK)

Top Composite PROCESS-STATE-VERTEX Identifier (FK)
STATE-TRANSITION-DESCRIPTION Completeness Category Code

STATE-TRANSITION-DESCRIPTION 
Use Type Code

DOC0030
—
—
—
—
—
—

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0030
—
—
State Transition Description
Notional State Transition Description for an Air Defense Mission
BMDO
Draft

STATE-TRANSITION-DESCRIPTION-TRANSITION (illustrated in Table 470) is defined as, for each STATE-TRANSITION-DESCRIPTION, the specification of a specific TRANSITION that belongs to that STATE-TRANSITION-DESCRIPTION.  [Source:  UML v1.1 (Chapter 11, Behavioral Elements Package:  State Machines), definition of the association “effect” for “Transition.”]

Table 470.  STATE-TRANSITION-DESCRIPTION-TRANSITION Instance Table

STATE-TRANSITION-DESCRIPTION-TRANSITION


TRANSITION Identifier (FK)
Owning State Transition Description 
DOCUMENT Identifier (FK)

TRN001 (Initial)
DOC0030

TRN002 (Handoff to local ATC completed)
DOC0030

TRN003 (Coordinate Inter-sector transfer)
DOC0030

TRN004 (Coordinate transfer out)
DOC0030

TRN005 [Resolve conflict (no maneuver)]
DOC0030

TRN006 (Detect conflict)
DOC0030

TRN007 (Detect deviation)
DOC0030

TRN008 (Revise clearance on pilot’s request)
DOC0030

TRN009 (Maneuvering complete)
DOC0030

TRN010 (Revise clearance)
DOC0030

TRN011 (Coordinate transfer out)
DOC0030

TRN012 (Coordinate inter-sector transfer)
DOC0030

TRN013 (Final)
DOC0030

38.
Technology View

a.
Overview and Specification

Figure 125 provides the IDEF1X view for Technology.  Table 471 provides definitions of each entity in the figure.  
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Figure 125.  CADM 2.0 Core Entities from Technology View (XV-38)

Table 471.  Entity Definitions for All Entities in the Technology View

Entity
Entity Definition
Reference

REFERENCE-MODEL
An AGREEMENT that provides the conceptual basis for interrelating the products of various activities.
See Section IV.B.10 (Agreement View)

REFERENCE-MODEL-SERVICE
The specification of a class of functional capabilities for a specific REFERENCE-MODEL.
See Section IV.B.10 (Agreement View)

STANDARD-PROFILE-TECHNICAL-SERVICE-AREA
The association of a STANDARD-PROFILE to a TECHNICAL-SERVICE-AREA.  The profile discusses standards pertaining to services in that area but may not be comprehensive in scope.
See Section IV.B.10 (Agreement View)

STANDARD-TECHNICAL-SERVICE
The association of a STANDARD to a TECHNICAL-SERVICE.
See Section IV.B.10 (Agreement View)

TECHNICAL-CRITERIA-DOCUMENT
A DOCUMENT that specifies a set of time-phased captures of the technical guidelines applicable to a given architecture.
See below

TECHNICAL-CRITERION
The specification of guidelines for the time-phased uses and adoption of technical standards and emerging technology.  [Derived from Tailored Technical Criteria Profile, C4ISR Architecture Framework, June 1996]
See below

TECHNICAL-CRITERION-PROFILE
Time-phased capture of a technical guideline applicable to a given architecture.
See below

TECHNICAL-CRITERION-PROFILE-AGREEMENT
The association of a specific AGREEMENT (e.g., a STANDARD) with a specific TECHNICAL-CRITERION-PROFILE.
See below

TECHNICAL-GUIDELINE
A statement of procedure for applying TECHNOLOGY.  [See USAF Architecture Data Model]
See Section IV.B.20 (Guidance Subtypes View)

TECHNICAL-SERVICE
A narrowly defined functional capability in a specific TECHNICAL-SERVICE-AREA.
See below

TECHNICAL-SERVICE-AREA
A broadly defined functional capability.
See below

TECHNOLOGY
A scientific discipline with application to military capabilities.  Derived from TECHNOLOGY-AREA--(7819/1) (D)  THE DESIGNATION, EXPRESSED IN A WORD OR WORDS, FOR A FIELD WITHIN A SCIENTIFIC DISCIPLINE.  Compare:  TECHNOLOGY--(8936/1) (D)  THE APPLICATION OF SCIENCE TO INDUSTRIAL, COMMERCIAL, OR MILITARY OBJECTIVES.
See below

TECHNOLOGY-ASSOCIATION
The relationship of one TECHNOLOGY to another.
See below

TECHNOLOGY-COUNTERMEASURE
A specific response for limiting or denying the advantages of a specific TECHNOLOGY.
See below

TECHNOLOGY-FORECAST
A detailed description of emerging technologies and specific hardware and software products making use of those technologies.  [Derived from C4ISR Architecture Framework, June 1996]
See below

TECHNOLOGY-ISSUE
A question about a specific TECHNOLOGY.
See below

Table 472 provides the attribute specifications of key entities in the Technology View of CADM 2.0.

Table 472.  Attribute Specifications for Key Entities in the Technology View

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

TECHNICAL-CRITERIA-DOCUMENT
· DOCUMENT IDENTIFIER (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

TECHNICAL-CRITERION
· TECHNOLOGY Identifier (PK) (FK)—The identifier of a specific TECHNOLOGY.

· TECHNICAL-CRITERION Identifier (PK)—The identifier of a specific TECHNICAL-CRITERION for a specific TECHNOLOGY.

· TECHNICAL-SERVICE Identifier (FK)—The identifier of a specific TECHNICAL-SERVICE within a broader TECHNICAL-SERVICE-AREA.

· TECHNICAL-CRITERION Category Code—The code that designates a classification of TECHNICAL-CRITERION.  Domain values include:  To be defined (see discussion of Technical Architecture in C4ISR Architecture Framework).

· TECHNICAL-CRITERION Criteria Text—The text that summarizes a TECHNICAL-CRITERION.

· TECHNICAL-CRITERION Enabling Functions Text—The text that summarizes the processes that enable a TECHNICAL-CRITERION to be achieved.

· TECHNICAL-CRITERION Subcategory Code—The code that designates a subclassification of TECHNICAL-CRITERION.  Domain values include:  To be defined (see discussion of Technical Architecture in C4ISR Architecture Framework).

· TECHNICAL-CRITERION Time Frame Fiscal Year—The Fiscal Year associated with the potential implementation of a TECHNOLOGY-CRITERION.

TECHNICAL-CRITERION-PROFILE
· TECHNOLOGY Identifier (PK) (FK)—The identifier of a specific TECHNOLOGY.

· TECHNICAL-CRITERION Identifier (PK) (FK)—The identifier of a specific TECHNICAL-CRITERION for a specific TECHNOLOGY.

· Technical Criteria Document DOCUMENT Identifier (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· Technical Guideline GUIDANCE Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· TECHNICAL-CRITERION-PROFILE Identifier (PK)—The identifier of an TECHNICAL-CRITERION-PROFILE for a specific TECHNICAL-CRITERION, a specific TECHNICAL-GUIDELINE, and a specific TECHNICAL-CRITERIA-DOCUMENT.

· IMPLEMENTATION-TIME-FRAME Code (FK)—The code that represents a specific IMPLEMENTATION-TIME-FRAME.

· TECHNICAL-CRITERION-PROFILE Role Code—The code that designates the specific way in which a TECHNICAL-CRITERION is cited for a TECHNICAL-CRITERIA-PROFILE document.  Domain values include:  Mandatory for DoD, Mandatory for all intelligence-related systems, Other.

TECHNICAL-CRITERION-PROFILE-AGREEMENT
· TECHNOLOGY Identifier (PK) (FK)—The identifier of a specific TECHNOLOGY.

· TECHNICAL-CRITERION Identifier (PK) (FK)—The identifier of a specific TECHNICAL-CRITERION for a specific TECHNOLOGY.

· Technical Criteria Document DOCUMENT Identifier (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· Technical Guideline GUIDANCE Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· AGREEMENT IDENTIFIER (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· TECHNICAL-CRITERION-PROFILE Identifier (PK) (FK)—The identifier of an TECHNICAL-CRITERION-PROFILE for a specific TECHNICAL-CRITERION, a specific TECHNICAL-GUIDELINE, and a specific TECHNICAL-CRITERIA-DOCUMENT.

· TECH-CRIT-PROFILE-AGREEMENT Selected Option Description Text—The text that characterizes the value of the variable chosen from a specific AGREEMENT for a specific TECHNICAL-CRITERION-PROFILE-AGREEMENT.

· TECH-CRIT-PROFILE-AGREEMENT Selected Standard Parameter Text—The text that characterizes the variable chosen from a specific AGREEMENT for a specific TECHNICAL-CRITERION-PROFILE-AGREEMENT.

TECHNICAL-SERVICE
· TECHNICAL-SERVICE Identifier (PK)—The identifier of a specific TECHNICAL-SERVICE within a broader TECHNICAL-SERVICE-AREA.

· TECHNICAL-SERVICE-AREA Identifier (FK)—The identifier of a specific TECHNICAL-SERVICE-AREA.

· TECHNICAL-SERVICE Description Text—The text that summarizes a TECHNICAL-SERVICE.

· TECHNICAL-SERVICE Name—The name of a TECHNICAL-SERVICE.

· TECHNICAL-SERVICE Availability Status Code—The code that denotes how widely a specific TECHNICAL-SERVICE has been implemented.  Domain values include:  Generally accepted in commercial products; Implemented in only a few commercial products; Implemented in just one commercial product; No known commercial implementations; At least one government owned product; Not specified; Not known.

Table 472.  (Cont’d)

Entity
Attribute Name, Role (PK, FK, AK), Definition, and Domain

TECHNICAL-SERVICE-AREA
· TECHNICAL-SERVICE-AREA Identifier (PK)—The identifier of a specific TECHNICAL-SERVICE-AREA.

· TECHNICAL-SERVICE-AREA Description Text—The text that summarizes a TECHNICAL-SERVICE-AREA.

· TECHNICAL-SERVICE-AREA Name—The name of a TECHNICAL-SERVICE-AREA.

· TECHNICAL-SERVICE-AREA Version Identifier—The identifier that designates a specific rendition of a TECHNICAL-SERVICE-AREA.

TECHNOLOGY
· TECHNOLOGY Identifier (PK)—The identifier of a specific TECHNOLOGY.

· TECHNOLOGY Area Code—The code that denotes the scientific discipline of a specific TECHNOLOGY.  Domain values include:  Telecommunications, Security, Technology Management, Computers, Electronic Documents, Electronic Commerce, Database Technology, Data Transfer Mechanisms, Artificial Intelligence, Sensing, Sensor Fusion, Speech Recognition, Fractals, Fiber Optics.  

· TECHNOLOGY Description Text—The text that summarizes a TECHNOLOGY.

· TECHNOLOGY Maturity Code—The code that denotes the degree to which a specific TECHNOLOGY is realized.  Domain values include:  Existing, Emerging, Planned, Conceptual, Not Specified; Not known.

· TECHNOLOGY Name—The name of a TECHNOLOGY.

· TECHNOLOGY Time Frame Category Code—The code that denotes a method of characterizing the readiness of a TECHNOLOGY for applications.  It serves as a discriminator of subtypes of TECHNOLOGY.  Domain values include:  Baseline; Intermediate; Objective [Framework 1997a].

TECHNOLOGY-ASSOCIATION
· Ordinate TECHNOLOGY Identifier (PK) (FK)—The identifier of a specific TECHNOLOGY.

· Subordinate TECHNOLOGY Identifier (PK) (FK)—The identifier of a specific TECHNOLOGY.

· TECHNOLOGY-ASSOCIATION Role Code—The code that denotes the way in which one TECHNOLOGY is related to another.  Domain values include:  Is a subset of; Utility is contingent upon; Is dependent for implementation on.

TECHNOLOGY-COUNTERMEASURE
· TECHNOLOGY Identifier (PK) (FK)—The identifier of a specific TECHNOLOGY.

· COUNTERMEASURE Identifier (PK)—The identifier of a specific COUNTERMEASURE.

TECHNOLOGY-FORECAST
· TECHNOLOGY Identifier (PK) (FK)—The identifier of a specific TECHNOLOGY.

· TECHNOLOGY-FORECAST Identifier (PK)—The identifier of a specific TECHNOLOGY-FORECAST for a specific TECHNOLOGY.

· TECHNICAL-SERVICE-AREA Identifier (FK)—The identifier of a specific TECHNICAL-SERVICE-AREA.

· PERIOD IDENTIFIER (FK)—(12180) (A)  THE IDENTIFIER THAT REPRESENTS A PERIOD.

· TECHNOLOGY-FORECAST Confidence Level Description Text—The text that summarizes the degree of reliability in a TECHNOLOGY-FORECAST.

· TECHNOLOGY-FORECAST Description Text—The text that summarizes a TECHNOLOGY-FORECAST.

· TECHNOLOGY-FORECAST Name—The name of a specific TECHNOLOGY-FORECAST.

· TECHNOLOGY-FORECAST Product Availability Code—The code that designates a class of product availability for a TECHNOLOGY-FORECAST.  Domain values include:  To be defined (see discussion of Technical Architecture in C4ISR Architecture Framework).

· TECHNOLOGY-FORECAST Product Availability Comment Text—The text that summarizes the forecasted product availability for a TECHNOLOGY-FORECAST.

TECHNOLOGY-ISSUE
· TECHNOLOGY Identifier (PK) (FK)—The identifier of a specific TECHNOLOGY.

· TECHNOLOGY-ISSUE Identifier (PK)—The identifier of a TECHNOLOGY-ISSUE for a specific TECHNOLOGY.

· TECHNICAL-CRITERION Identifier (FK)—The identifier of a specific TECHNICAL-CRITERION for a specific TECHNOLOGY.

· TECHNOLOGY-ISSUE Description Text—The text that summarizes a specific TECHNOLOGY-ISSUE.

b.
Details for TECHNOLOGY and TECHNOLOGY-ASSOCIATION

TECHNOLOGY (illustrated in Table 473) is defined as a scientific discipline with application to military capabilities.  Derived from TECHNOLOGY-AREA--(7819/1) (D)  The designation, expressed in a word or words, for a field within a scientific discipline.  Compare:  TECHNOLOGY [(8936/1) (D)]—The application of science to industrial, commercial, or military objectives.  

Table 473.  TECHNOLOGY Instance Table

TECHNOLOGY


TECHNOLOGY Identifier

TECHNOLOGY Area Code
TECHNOLOGY Description Text


TECHNOLOGY Name

TECHNOLOGY Maturity Code
TECHNOLOGY Time Frame Cat. Code

TECH0001
Database Tech
—
Distributed Heterogeneous DBs
Emerging
Intermediate

TECH0002
Security
—
Security
Emerging
Baseline

TECH0003
Electronic Docs
—
Hyperlink Management
Emerging
Intermediate

TECH0004
Electronic Docs
—
Document Creation Tools
Emerging
Intermediate

TECH0005
Telecomm
—
Formats
Emerging
Intermediate

TECH0006
Database Tech
—
Data Management
Emerging
Intermediate

TECH0007
Telecomm
—
Throttling Capability
Emerging
Objective 

TECH0008
Data Transfer Mechanisms
—
Data Replication
Emerging
Objective 

TECHNOLOGY-ASSOCIATION (illustrated in Table 474) is defined as the relationship of one TECHNOLOGY to another.  Classes of this relationship (distinguished by the Role Code) are the following:  Is a subset of, Utility is contingent upon, and Is dependent for implementation on.

Table 474.  TECHNOLOGY-ASSOCIATION Instance Table

TECHNOLOGY-ASSOCIATION

Ordinate 
TECHNOLOGY Identifier (FK)
Subordinate 
TECHNOLOGY Identifier (FK)
TECHNOLOGY-ASSOCIATION Role Code

TECH0008 (Data Replication)
TECH0006 (Data Management)
Utility is contingent upon

TECH0008 (Data Replication)
TECH0007 (Throttling Capability)
Utility is contingent upon

TECH0004 (Document Creation Tools)
TECH0003 (Hyperlink Management)
Utility is contingent upon

c.
Relation to TECHNICAL-ARCHITECTURE

TECHNICAL-ARCHITECTURE is defined as a minimum set of rules governing the arrangement, interaction, and interdependence of the parts or elements whose purpose is to ensure that a conformant system satisfies a specified set of requirements [C4ISR Architecture Framework, June 1996].  Its attributes are defined and an instance table provided in Section IV.B.11 (Table 215, above) in the discussion of ARCHITECTURE.

TECHNICAL-ARCHITECTURE-STANDARD-PROFILE is defined as the association of a specific TECHNICAL-ARCHITECTURE to a specific STANDARD-PROFILE.  Its attributes are defined and an instance table provided in Section IV.B.11 (Table 234, above) in the discussion of ARCHITECTURE.

d.
Details for TECHNICAL-SERVICE and TECHNICAL-SERVICE-AREA

TECHNICAL-SERVICE (illustrated in Table 475) is defined as a narrowly defined functional capability in a specific TECHNICAL-SERVICE-AREA.  The content of a STANDARD for telecommunications typically specifies a way of providing a set of TECHNICAL-SERVICEs.  

Table 475.  TECHNICAL-SERVICE Instance Table

TECHNICAL-SERVICE

TECHNICAL-SERVICE Identifier
TECHNICAL-SERVICE-AREA Identifier (FK)
TECHNICAL-SERVICE Description Text


TECHNICAL-SERVICE Name
TECHNICAL-SERVICE Availability Status Code

TS0001
TSA0001
—
Kernel
—

TS0002
TSA0001
—
Shell and Utilities
—

TS0003
TSA0002
—
Programming Languages
—

TS0004
TSA0003
—
Client-Server Operations
—

TS0005
TSA0003
—
Object Definition and Management
—

TS0006
TSA0003
—
Window Management
—

TS0007
TSA0003
—
Dialogue Support
—

TS0008
TSA0004
—
Data Management
—

TS0009
TSA0005
—
Data Interchange
—

TS0010
TSA0005
—
Electronic Data Interchange
—

TS0011
TSA0006
—
Graphics
—

TECHNICAL-SERVICE-AREA, in turn (illustrated in Table 476), is defined as a broadly defined functional capability.  

Table 476.  TECHNICAL-SERVICE-AREA Instance Table

TECHNICAL-SERVICE-AREA

TECHNICAL-SERVICE-AREA Identifier
TECHNICAL-SERVICE-AREA Description Text
TECHNICAL-SERVICE-AREA Name
TECHNICAL-SERVICE-AREA Version Identifier

TSA0001
—
Operating System
—

TSA0002
—
Software Engineering Services
—

TSA0003
—
User Interface
—

TSA0004
—
Data Management
—

TSA0005
—
Data Interchange
—

TSA0006
—
Graphics
—

An instance of REFERENCE-MODEL or a STANDARD-PROFILE typically defines a set of TECHNICAL-SERVICE-AREAs, and some REFERENCE-MODELs identify one or more instances of TECHNICAL-SERVICE, as well.  Each TECHNICAL-SERVICE belongs to at most one TECHNICAL-SERVICE-AREA [using the attribute TECHNICAL-SERVICE-AREA Identifier (FK) in TECHNICAL-SERVICE].  A TECHNOLOGY-FORECAST cites one or more instances of TECHNICAL-SERVICE-AREAs in which capabilities (and potentially applicable STANDARDs) are foreseen.  As shown in Figure 125 (above), these relationships are specified using the following entities described in sections that follow:

· REFERENCE-MODEL-SERVICE
· REFERENCE-MODEL-SERVICE-AREA
· STANDARD-PROFILE-TECHNICAL-SERVICE-AREA
· STANDARD-TECHNICAL-SERVICE.

e.
Relation to TECHNICAL-CRITERION

TECHNICAL-CRITERIA-DOCUMENT (illustrated in Table 477) is defined as a DOCUMENT that specifies a set of time-phased captures of the technical guidelines applicable to a given architecture. Each TECHNICAL-CRITERIA-DOCUMENT may be associated with one or more instances of TECHNICAL-CRITERION through instances of TECHNICAL-CRITERION-PROFILE, which in turn may be associated with one or more standards or other instances of AGREEMENT through TECHNICAL-CRITERION-PROFILE-AGREEMENT.  These entities are discussed below.

Table 477.  TECHNICAL-CRITERIA-DOCUMENT Instance Table

TECHNICAL-CRITERIA-DOCUMENT

[Technical-Criteria-Document] 
DOCUMENT Identifier (FK)

DOC0043

DOCUMENT

DOCU-MENT Identifier
DOCUMENT Abbrev. Title Name
DOC Appr. Date
DOCUMENT 
Category
Code

DOCUMENT Name
DOC 
Source Name
DOC VersId

DOC0033
—
—
Technical Criteria Document
Example Technical Criteria Document
—
—

TECHNICAL-CRITERION (illustrated in Table 478) is defined as the specification of guidelines for the time-phased uses and adaptation of technical standards and emerging technology (derived from Tailored Technical Criteria Profile, C4ISR Architecture Framework, Version 1.0, June 1996).  

Table 478.  TECHNICAL-CRITERION Instance Table

TECHNICAL-CRITERION

TECH-NOLOGY Identifier (FK)

TECHNICAL-CRITERION Identifier 
TECHNICAL-CRITERION Category Code
TECHNICAL-CRITERION Criteria 
Text
TECHNICAL-CRITERION Enabling Functions Text
TECHNICAL-CRITERION Subcategory Code
TECHNICAL-CRITERION Time Frame Fiscal Year

TECH0017
TECR0101
COMMS
ISO-7 compliant
Compliance with all previous ISO layers 
COMPUTER-COMMS
1999

TECH0028
TECR0234
COMPUTING
C2-SECURE
Compliance with NSA Orange Book specifications
SECURE OPERATING SYSTEMS
1998

This instance table does not include the following attribute:  TECHNICAL-SERVICE Identifier (FK).

TECHNICAL-CRITERION-PROFILE (illustrated in Table 479) is defined as time-phased capture of the technical guidelines applicable to a given architecture.

Table 479.  TECHNICAL-CRITERION-PROFILE Instance Table

TECHNICAL-CRITERION-PROFILE



TECHNOLOGY Identifier (FK)

TECHNICAL-CRITERION Identifier (FK)
[Technical Criteria]
DOCUMENT Id (FK)
[Technical Guideline] GUIDANCE Id(FK)
TECHNICAL-CRITERION-PROFILE 
Id

IMPLEMENTATION-TIME-FRAME Code (FK)
TECHNICAL-CRITERION-PROFILE Role Code

TECH0017
TECR0101
DOC00212
GUID0003 [Use of Stds]

Intermediate
Mandatory for DoD

TECH0028
TECR0234
DOC01101
GUID0003 [Use of Stds]

Intermediate
Mandatory for all intelligence-related systems

TECHNICAL-CRITERION-PROFILE-AGREEMENT (illustrated in Table 480) is defined as the association of a specific AGREEMENT (e.g., a STANDARD) with a specific TECHNICAL-CRITERION-PROFILE.  

Table 480.  TECHNICAL-CRITERION-PROFILE-AGREEMENT Instance Table

TECHNICAL-CRITERION-PROFILE-AGREEMENT

TECH-NOLOGY Identifier (FK)
TECHNICAL-CRITERION Identifier 

(FK)

DOCUMENT Identifier 

(FK)

AGREEMENT Identifier 
(FK)
TECH-CRIT-PROFILE-AGREEMENT 

Selected Option Description Text
TECH-CRIT-PROFILE-AGREEMENT Selected Standard Parameter Text

TECH0017
TECHCRIT0101
DOC0018181
AGR02020
—
—

TECH0028
TECHCRIT0234
DOC0023225
AGR01112
—
—

f.
Other Child Entities of TECHNOLOGY

TECHNICAL-GUIDELINE is defined as a statement of procedure for applying TECHNOLOGY.  (See USAF [ITM LDM 1997].)  Its attributes are defined and an instance table given in Section IV.B.20 (Table 330, above) in the discussion of GUIDANCE.

TECHNOLOGY-COUNTERMEASURE (illustrated in Table 481) is defined as a specific response for limiting or denying the advantages of a specific TECHNOLOGY.  

Table 481.  TECHNOLOGY-COUNTERMEASURE Instance Table

TECHNOLOGY-COUNTERMEASURE

TECHNOLOGY Identifier(FK)
COUNTERMEASURE Identifier (FK)

TECH00123 (Information warfare)
TECHCNTRM23302 (Virus detection)

TECH004455 (Optical Overhead Satellite)
TECHCNTRM01020 (Land based laser jamming)

TECH0003737 (Radio Comms)
TECHCNTRM03030 (Wide band jamming)

TECHNOLOGY-FORECAST (illustrated in Table 482) is defined as a detailed description of emerging technologies and specific hardware and software products making use of those technologies [derived from C4ISR Architecture Framework, June 1996].  Its attributes are the following:

Table 482.  TECHNOLOGY-FORECAST Instance Table

TECHNOLOGY-FORECAST




TECH Identifier (FK)

TECH-FORECAST Identifier



TECH-FORECAST Description Text
TECH-FORECAST Time Frame Start Date
TECH-FORECAST Time Frame End Date

TECH0001 (Dist Het DBs)
TECHF001
Middleware and/or proprietary interfaces
Jan 98
Jun 98

TECH0001 (Dist Het DBs)
TECHF002
CGI-BIN connections to Web
Jan 98
Jun 98

TECH0001 (Dist Het DBs)
TECHF003
KQML
Jun 98
Jun 99

TECH0001 (Dist Het DBs)
TECHF004
Development of APIs for Web access
Jun 98
Jun 99

TECH0001 (Dist Het DBs)
TECHF005
Updates dynamic using Java
Jun 98
Jun 99

TECH0002 (Security)
TECHF001
Limited RSA and significant OS level
Jan 98
Jun 98

TECH0002 (Security)
TECHF002
COTA RSA
Jun 98
Jun 99

TECH0002 (Security)
TECHF003
Fortezza & RSA
Jun 99
—

TECH0003 (Hyperlink Mgmt)
TECHF001
Limited tools
Jan 98
Jun 98

TECH0003 (Hyperlink Mgmt)
TECHF002
Wider availability of better tools
Jun 98
Jun 99

TECH0003 (Hyperlink Mgmt)
TECHF003
Intelligence [sic] agents
Jun 99
—

TECH0004 (Doc Creation)
TECHF001
SGML, HTML-WWW, VRML
Jan 98
Jun 98

TECH0004 (Doc Creation)
TECHF002
SGML, HTML, VRML
Jun 98
Jun 99

TECH0004 (Doc Creation)
TECHF003
SGML, Java, VRML
Jun 99
—

TECH0005 (Formats)
TECHF001
GIF, JPEG, Java (Netscape)
Jan 98
Jun 98

TECH0005 (Formats)
TECHF003
Universal w/NITF
Jun 99
—

TECH0006 (DM Throttling)
TECHF001
Middleware Development
Jan 98
Jun 98

TECH0006 (DM Throttling)
TECHF002
Firewalls
Jun 98
Jun 99

TECH0006 (DM Throttling)
TECHF003
Transparent to User
Jun 99
—

TECH0007 (Data Replication)
TECHF001
Network Mirroring
Jun 98
Jun 99

The following attributes of TECHNOLOGY-FORECAST are omitted from the instance table:  Product Availability Code and Product Availability Comment Text.

STANDARD-TECHNOLOGY-FORECAST is defined in the C4ISR Architecture Framework Version 2.0 as a DOCUMENT that contains a detailed description of emerging technology standards.  An instance table for STANDARD-TECHNOLOGY-FORECAST is provided in Table 299 of Section IV.B.17 (above) in the discussion of Document Child Entities.  The forecast is specified using one or more instances of STANDARD-TECHNOLOGY-FORECAST-ELEMENT, which is defined as the association of a STANDARD-FORECAST to a STANDARD, giving the prognosis for a specific time frame.  An instance table for STANDARD-TECHNOLOGY-FORECAST-ELEMENT is provided in Table 300, which is also in Section IV.B.17 (above).

TECHNOLOGY-ISSUE (illustrated in Table 483) is defined as a question about a specific TECHNOLOGY. 

Table 483.  TECHNOLOGY-ISSUE Instance Table

TECHNOLOGY-ISSUE

TECHNOLOGY 
Identifier (FK)
TECHNOLOGY-ISSUE Identifier
TECHNOLOGY-ISSUE
Description Text

TECH0003 (Hyperlink Mgmt)
TECHIS001
Strong policies needed

TECH0001 (Dist Het DBs)
TECHIS001
Expanded push instead of Netscape’s Server Push

TECH0006 (DM Throttling)
TECHIS001
Who gets to what servers when, may be a policy issue first

TECH0002 (Security)
TECHIS001
Transition issue (Fortezza)--Netscape has said they will add Fortezza; what does DoD need to do if others do not follow suit?

V.  ARMY SYSTEMS ARCHITECTURE—AN EXTENSION OF CADM 2.0

A.
BACKGROUND ON ARMY SYSTEMS ARCHITECTURE
At present, the Army Systems Architecture (ASA) schema is a physical schema used to implement database management and presentation software based on the tool netViz™.  After participating in the development of CADM 2.0 and evaluating the results, the Army has decided to migrate its current database to a physical schema based on a portion of CADM 2.0 with a number of extensions.

B.
OVERVIEW OF ASA DATA MODEL EXTENSION TO CADM 2.0

The Army Systems Architecture Data Model (ASADM) described in this chapter is an extension of the CADM that comprises (1) a subset of the CADM entities, (2) additional entities needed, at present, only by the Army and therefore not proposed for CADM 2.0 as a joint and common specification, (3) additional relationships, and (4) merging of logical tables to provide an efficient physical schema.

Six figures are used to present the ASA Data Model extension of the CADM, arranged in two rows of three pages each.  Figure 126 and Figure 127 are the top and bottom of the first page (labeled 1A and 1B, respectively).  Figure 128 and Figure 129 are the top and bottom of the second page (2A and 2B), and Figure 130 and Figure 131 are the third page (3A and 3B).

Table 484 lists the 49 CADM 2.0 entities selected for initial use in the ASADM.  These represent 15 percent of the 334 entities of CADM 2.0.  Entity selection was based primarily on the availability of data in the current version (1DFSA) of the ASA database and the short-term need to support Army-wide review of the laydown of equipment for Digitization of the Battlefield for 2000.

Figure 126.  Army Systems Architecture Data Model, Top of Page 1 (1A)

Figure 127.  Army Systems Architecture Data Model, Bottom of Page 1 (1B)

Figure 128.  Army Systems Architecture Data Model, Top of Page 2 (2A)

Figure 129.  Army Systems Architecture Data Model, Bottom of Page 2 (2B)

Figure 130.  Army Systems Architecture Data Model, Top of Page 3 (3A)

Figure 131.  Army Systems Architecture Data Model, Bottom of Page 3 (3B)

Table 484.  CADM 2.0 Entities Selected for Army Systems Architecture Data Model

Entity Name
Entity Definition
Reference

ARCHITECTURE
The structure of components, their relationships, and the principles and guidelines governing their design and evolution over time.  [IEEE STD 610.12; C4ISR Architecture Framework, June 1996]
Section IV.B.11 (Architecture View)

ARCHITECTURE-NODE
The relationship of a specific ARCHITECTURE to a specific NODE.
Section IV.B.11 (Architecture View)

CAVEATED-SECURITY-CLASSIFICATION
A set of restrictions on information of a specific SECURITY-CLASSIFICATION.
Section IV.B.36 (Security View)

COMMUNICATION-MEDIUM
A means of data transmission.  
Section IV.B.13 (Communications View)

DATA-ITEM-TYPE
A class of information of military interest.
Section IV.B.25 (Materiel Item and Equipment Type View)

EQUIPMENT-TYPE-SOFTWARE-ITEM
The relationship between a specific EQUIPMENT-TYPE and a specific SOFTWARE-ITEM.
Section IV.B.25 (Materiel Item and Equipment Type View)

EXCHANGE-NEED-LINE-IER
The association of a specific EXCHANGE-NEED-LINE-REQUIREMENT with a specific INFORMATION-EXCHANGE-REQUIREMENT.
Section IV.B.05 (Requirement View)

EXCHANGE-NEED-LINE-REQUIREMENT
A REQUIREMENT that is the logical expression of the need to transfer information among nodes (e.g., operational elements, system elements).  [The content of the transfer(s) is specified by reference to IER(s).]  
Section IV.B.05 (Requirement View)

GUIDANCE
(336/2) (A)  A STATEMENT OF DIRECTION RECEIVED FROM A HIGHER ECHELON.
Section IV.B.19 (Guidance View)

IER-DATA-ITEM-TYPE
The relationship of a specific INFORMATION-EXCHANGE-REQUIREMENT to a specific DATA-ITEM-TYPE.
Section IV.B.05 (Requirement View)

INFORMATION-ELEMENT [formerly ICOM]
A representation of data subject to exchange.  Note:  These data include data that represent a mechanism such as that used in IDEF0 activity models.  Further, a message may include one or more instances of INFORMATION-ELEMENT.  
Section IV.B.21 (Information Element View)

INFORMATION-ELEMENT-ASSOCIATION
(4202) (A)  THE ASSOCIATION OF ONE ICOM TO ANOTHER ICOM.
Section IV.B.21 (Information Element View)

INFORMATION-EXCHANGE-MATRIX-ELEMENT
A specification for how an Information Exchange Requirement (IER) and an Exchange Need Line Requirement are related in a specific context of tasks being performed with information systems support.
Section IV.B.05 (Requirement View)

INFORMATION-EXCHANGE-REQUIREMENT
A REQUIREMENT for the content of an  information flow. Note:   Associated with an IER are such performance attributes as information size, throughput, timeliness, quality, and quantity values.
Section IV.B.05 (Requirement View)

INTERNET-ADDRESS
The specification of a value or range of values constituting the label for a node (or set of nodes) on the Internet.
Section IV.B.35 (Internet Address View)

MATERIEL-ITEM
(787) (A)  A CHARACTERIZATION OF A MATERIEL ASSET.
Section IV.B.25 (Materiel Item and Equipment Type View)

MATERIEL-ITEM-ESTABLISHMENT
(1105) (A)  THE SPECIFICATION OF THE TYPES OF OBJECTS THAT ARE ESTABLISHED FOR A MATERIEL-ITEM UNDER PARTICULAR CONDITIONS.
Section IV.B.25 (Materiel Item and Equipment Type View)

MATERIEL-ITEM-MATERIEL-ITEM-ESTABLISHMENT-DETAIL
(1107) (A)  A SET OF PARAMETERS PERTAINING TO THE SPECIFICATION OF THE MATERIEL-TYPES THAT ARE ESTABLISHED FOR A MATERIEL-TYPE UNDER PARTICULAR CONDITIONS.
Section IV.B.25 (Materiel Item and Equipment Type View)

MESSAGE-STANDARD
A standard for the syntax of a set of elements of data for exchange between information systems.  
Section IV.B.10 (Agreement View)

MISSION-ESSENTIAL-TASK
(2307) (A)  A TASK REQUIRED FOR THE ACCOMPLISHMENT OF A MISSION. 
Section IV.B.01 (UJTL and Mission Essential Task View)

NETWORK
The joining of two or more nodes for a specific purpose.  
Section IV.B.27 (Network View)

NETWORK-INTERNET-ADDRESSING
The assignment of one or a group of instances of INTERNET-ADDRESS to a specific NETWORK.
Section IV.B.35 (Internet Address View)

NETWORK-NODE
The relationship of a specific NETWORK to a specific NODE.
Section IV.B.28 (Network-Node Overview View)

Table 484.  (Cont’d)

Entity Name
Entity Definition
Reference

NODE
A representation of an element of architecture that produces, consumes, or processes data. 
Section IV.B.30 (Node View)

NODE-ASSOCIATION
An association of one specific NODE to another NODE.  For need lines, Node 1 represents the source and Node 2 represents the destination.
Section IV.B.30 (Node View)

NODE-DATA-ITEM-TYPE
The association of a specific NODE with a specific DATA-ITEM-TYPE.
Section IV.B.30 (Node View)

NODE-INTERNET-ADDRESS
The association of an INTERNET-ADDRESS to a specific NODE.
Section IV.B.35 (Internet Address View)

NODE-LINK-COMMUNICATION-MEDIUM
The association of a specific NODE-LINK with a specific COMMUNICATION-MEDIUM.
Section IV.B.13 (Communications View)

NODE-ORGANIZATION
The association of a specific NODE with a specific ORGANIZATION.
Section IV.B.30 (Node View)

NODE-ORGANIZATION-TYPE
The association of a specific NODE with a specific ORGANIZATION-TYPE.
Section IV.B.30 (Node View)

NODE-SYSTEM
The association of a specific NODE with a specific SYSTEM.
Section IV.B.30 (Node View)

NODE-TASK
The relationship of a specific NODE to a specific TASK.
Section IV.B.30 (Node View)

OPERATIONAL-MISSION-THREAD
An identified information exchange procedure to support task execution by information systems and OPFACs.  Source:  Army Systems Architecture Data Model.
Section IV.B.26 (Mission View)

OPERATIONAL-MISSION-THREAD-IER
The hierarchical sequence of information exchange in support of the  triggered task.  Source:  Army Systems Architecture Data Model.
Section IV.B.26 (Mission View)

ORGANIZATION
(345) (A)  AN ADMINISTRATIVE STRUCTURE WITH A MISSION.
Section IV.B.02 (Organization View)

ORGANIZATION-ASSOCIATION
(1077/1) (A)  AN ASSOCIATION OF AN ORGANIZATION WITH ANOTHER ORGANIZATION.
Section IV.B.02 (Organization View)

ORGANIZATION-TYPE
(892) (A)  A CLASS OF ORGANIZATIONS.
Section IV.B.02 (Organization View)

ORGANIZATION-TYPE-ESTABLISHMENT
(1111) (A)  THE SPECIFICATION OF THE TYPES OF OBJECTS THAT ARE ESTABLISHED FOR AN ORGANIZATION-TYPE UNDER PARTICULAR CONDITIONS.
Section IV.B.02 (Organization View)

REQUIREMENT
(12451/1) (D)  A NEED OR DEMAND.
Section IV.B.05 (Requirement View)

SECURITY-ACCESS-COMPARTMENT
The specification of an exclusion domain for information released on a formally restricted basis (e.g., to protect sources or potential use).
Section IV.B.36 (Security View)

SECURITY-CLASSIFICATION
(940) (A)  THE LEVEL ASSIGNED TO NATIONAL SECURITY INFORMATION AND MATERIAL THAT DENOTES THE DEGREE OF DAMAGE THAT ITS UNAUTHORIZED DISCLOSURE WOULD CAUSE TO NATIONAL DEFENSE OR FOREIGN RELATIONS OF THE UNITED STATES AND THE DEGREE OF PROTECTION REQUIRED.
Section IV.B.36 (Security View)

SOFTWARE-ITEM
A set of instructions that govern the operation of data processing equipment.  
Section IV.B.08 (Software Item View)

SYSTEM
A collection of components organized to accomplish a specific function or set of functions.  (IEEE 610.12)   
Section IV.B.06 (System Subtypes View)

SYSTEM-ASSOCIATION
AN ASSOCIATION OF A SYSTEM WITH ANOTHER SYSTEM.  
Section IV.B.07 (System Child Entities View)

SYSTEM-EQUIPMENT-TYPE
The relationship of a specific SYSTEM to a specific EQUIPMENT-TYPE.  
Section IV.B.07 (System Child Entities View)

SYSTEM-STATUS
The specification of the condition of a SYSTEM at a specific point in time.
Section IV.B.32 (System Dependency View)

SYSTEM-STATUS-DEPENDENCY
The degree to which one SYSTEM-STATUS (the ordinate  SYSTEM-STATUS) depends on another  SYSTEM-STATUS (the subordinate  SYSTEM-STATUS).
Section IV.B.32 (System Dependency View)

TASK
A discrete unit of work, not specific to a single organization, weapon system, or individual, that enables missions or functions.  (UJTL, CJCSM 3500.04A, 1996)  
Section IV.B.34 (Task View)

Table 485 provides entity specifications for the 58 entities added to the CADM for the ASADM; thus, they are unique to the ASA View of CADM 2.0.

Table 485.  Entities Added to CADM 2.0 for ASA Data Model Extension

Entity
Entity Definition
Reference

ARMY-ADDRESS-BOOK-ELEMENT {ASA}
An ADDRESS-BOOK-ELEMENT as implemented by the U.S. Army.
Section V.C.8 (Other)

ARMY-MATERIEL-ITEM {ASA}
Characteristics of a MATERIEL-ITEM of interest to the U.S. Army.  (ASA Data Model)
Section V.C.4 (Mat Item)

ARMY-MAT-ITEM-ORG-TYPE-EST-DETAIL {ASA }
A MATERIEL-ITEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL as tracked by netViz.
Section V.C.1 (Est)

ARMY-ORGANIZATION-TYPE-ESTABLISHMENT {ASA}
Characteristics of an ORGANIZATION-TYPE-ESTABLISHMENT of interest to the U.S. Army.  (ASA Data Model)
Section V.C.1 (Est)

ATM-SWITCH {ASA}
An implementation of asynchronous transfer mode.  (ASA Data Model)
Section V.C.3 (Mat)

COMMAND-POST {ASA}
An ORGANIZATION-TYPE that brings organization functional areas together for information fusion and decision making.  (ASA Data Model)
Section V.C.6 (Org)

COMMAND-POST-CELL {ASA}
An ORGANIZATION-TYPE that provides a functional area fusion point within a command post area.  (ASA Data Model)
Section V.C.6 (Org)

COMMUNICATION-FACILITY {ASA}
An ORGANIZATION-TYPE that provides a major node in the communications backbone infrastructure.  (ASA Data Model)
Section V.C.6 (Org)

COMPUTER-WORKSTATION-TYPE {ASA}
A class of NETWORK-DEVICE-TYPE that provides a direct interface to the user.  Source:  Derived from WORKSTATION-TYPE--A class of NETWORK-DEVICE-TYPE and MATERIEL-ITEM--in the Army Systems Architecture Data Model.
Section V.C.4 (Mat Item)

EXCHANGE-NEED-LINE-IER-ELEMENT {ASA, C4RDP}
An element (person or equipment) involved in the requirements necessary to exchange information between two or more communicating entities for a specific EXCHANGE-NEED-LINE-IER.
Section V.C.7 (Req)

EXCHANGE-NEED-LINE-IER-ELEMENT-METHOD {ASA, C4RDP}
The method by which two or more communicating entities exchange information for a specific EXCHANGE-NEED-LINE-IER.  Source C4RDP.
Section V.C.7 (Req)

EXCHANGE-NEED-LINE-IER-ELEMENT-PRODUCT {ASA, C4RDP}
The information that is exchanged between two or more communicating entities for a specific EXCHANGE-NEED-LINE-IER.  Source:  C4RDP.
Section V.C.7 (Req)

MATERIEL {ASA, C2 Core}
(337) (A)  AN OBJECT OF INTEREST THAT IS NON-HUMAN, MOBILE, AND PHYSICAL.
Section V.C.3 (Mat)

MATERIEL-ASSOCIATION {ASA, C2 Core}
(1028) (A)  THE ASSOCIATION OF A MATERIEL TO ANOTHER MATERIEL.
Section V.C.3 (Mat)

MATERIEL-FIELDING {ASA}
A schedule for obtaining an instance of MATERIEL.
Section V.C.3 (Mat)

MATERIEL-ITEM-ORGANIZATION-HOLDING-ESTIMATE {ASA, C2 Core}
(1131/2) (A)  AN ESTIMATION OF HOW MANY OF A SPECIFIC MATERIEL-ITEM ARE AFFILIATED WITH A  SPECIFIC ORGANIZATION.  (DDDS, June 1998)
Section V.C.2 (Hold)

MATERIEL-ITEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL {ASA,C2Core}
(1108) (A)  A SET OF PARAMETERS PERTAINING TO THE SPECIFICATION OF THE MATERIEL-ITEMS THAT ARE ESTABLISHED FOR AN ORGANIZATION-TYPE UNDER PARTICULAR CONDITIONS.
Section V.C.1 (Est)

MATERIEL-ORGANIZATION {ASA, C2 Core}
(1030) (A)  THE ASSOCIATION OF A SPECIFIC MATERIEL WITH A SPECIFIC ORGANIZATION.
Section V.C.3 (Mat)

NETVIZ-ARCHITECTURE {ASA Physical Schema}
An ARCHITECTURE tracked by netViz.
Section V.C.8 (Other)

NETVIZ-ARCHITECTURE-ACCESS-LOCK {ASA Physical Schema}
A log of the uses of a specific ARCHITECTURE during a specific PERIOD by a specific user with the tool netViz.
Section V.C.8 (Other)

NETVIZ-FILENAME {ASA Physical Schema}
The identification of HTML files needed for post processing and reports using netViz (ASA Data Model).
Section V.C.8 (Other)

NETVIZ-MATERIEL {ASA Physical Schema}
An instance of MATERIEL as tracked by netViz.
Section V.C.3 (Mat)

NETVIZ-MATERIEL-ITEM {ASA Physical Schema}
A MATERIEL-ITEM as tracked by netViz.
Section V.C.4 (Mat Item)

NETVIZ-NETWORK {ASA Physical Schema}
A NETWORK as tracked by netViz (using the netViz Network Node file) (ASA Data Model).
Section V.C.5 (Net)

Table 485.  (Cont’d)

Entity
Entity Definition
Reference

NETVIZ-NETWORK-LINE-POINT {ASA Phys Schema-ETHERNET}
The locations for drawing a sequence of lines in the netViz tool for line (e.g., Ethernet) nodes (ASA Data Model).
Section V.C.5 (Net)

NETVIZ-NODE {ASA Physical Schema}
A NODE as tracked by netViz.
Section V.C.5 (Net)

NETVIZ-NODE-LINK-CONNECTION {ASA Physical Schema}
A NODE-LINK as tracked by netViz (in the netViz Connection File) (ASA Data Model).
Section V.C.5 (Net)

NETVIZ-OBJECT-NODE {ASA Physical Schema}
An instance of MATERIEL-ITEM, ORGANIZATION, or NETWORK that is to be represented using the netViz tool.
Section V.C.3 (Mat)

NETVIZ-ORGANIZATION {ASA Physical Schema}
An ORGANIZATION tracked by netViz.
Section V.C.6 (Org)

NETVIZ-ORGANIZATION-PAGE {ASA Physical Schema}
The layout of one part of a netViz Diagram for a specific ORGANIZATION that is presented by the Visio tool. Source:  CADM-ASA Workshop (17-19 June 1988).
Section V.C.6 (Org)

NETVIZ-ORGANIZATION-TYPE {ASA Physical Schema}
An ORGANIZATION-TYPE tracked by netViz.
Section V.C.6 (Org)

NETVIZ-ORG-TYPE-ORG-TYPE-EST-DETAIL {ASA Physical Schema}
Characteristics of an ORGANIZATION-TYPE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL of interest to the U.S. Army.  (ASA Data Model)
Section V.C.1 (Est)

NETVIZ-ORG-TYPE-ORG-TYPE-EST-DETAIL-CP-CROSSWALK {ASA Phys Schma}
An association of an instance of a specific COMMAND-POST with an instance of NETVIZ-ORG-TYPE-ORG-TYPE-EST-DETAIL.  Source:  Integrated Product Team on Data Modeling for Army Systems Architecture, 17 Sep 98.
Section V.C.1 (Est)

NETVIZ-REFERENCE-NODE {ASA Physical Schema}
Characteristics used for placement of netViz elements on diagrams (ASA Data Model).
Section V.C.8 (Other)

NETWORK-DEVICE {ASA}
An instance of MATERIEL that is used for telecommunications.
Section V.C.3 (Mat)

NETWORK-DEVICE-INTERNET-ADDRESS {ASA}
The association of a specific INTERNET-ADDRESS with a specific NETWORK-DEVICE.
Section V.C.3 (Mat)

NETWORK-DEVICE-PROTOCOL-USAGE {ASA}
The association of a specific PROTOCOL-STANDARD to a specific NETWORK-DEVICE.
Section V.C.3 (Mat)

NETWORK-DEVICE-WORKSTATION {ASA }
A NETWORK-DEVICE that provides human access to system capabilities that are often distributed in a network.
Section V.C.3 (Mat)

NETWORK-DEVICE-WORKSTATION-SOFTWARE-ITEM {ASA}
The association of a specific SOFTWARE-ITEM to a specific NETWORK-DEVICE-WORKSTATION.
Section V.C.3 (Mat)

NETWORK-PROTOCOL-USAGE {ASA}
The association of a specific PROTOCOL-STANDARD to a specific NETWORK.
Section V.C.5 (Net)

NETWORK-USE {ASA}
A class of NETWORK.
Section V.C.1 (Est)

NETWORK-USE-ESTABLISHMENT-MATERIEL-ITEM {ASA}
An association of an instance of MATERIEL-ITEM with an instance of NETWORK-USE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL.  Source:  Integrated Product Team on Data Modeling for Army Systems Architecture, 17 Sep 98.
Section V.C.1 (Est)

NETWORK-USE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL {ASA}
A set of parameters pertaining to the specification of the NETWORK-TYPEs that are established for an ORGANIZATION-TYPE under particular conditions.  Derived from:  MATERIEL-ITEM-MATERIEL-ITEM-ESTABLISHMENT-DETAIL-- (1107) (A)  A SET OF PARAMETERS PERTAINING TO THE SPECIFICATION OF THE MATERIEL-TYPES THAT ARE ESTABLISHED FOR A MATERIEL-TYPE UNDER PARTICULAR CONDITIONS.
Section V.C.1 (Est)

OPERATIONAL-ELEMENT {ASA}
An ORGANIZATION-TYPE consisting of an individual or specialized team of personnel generally location on a single prime mover performing one or more related tasks.  Source:  Army Systems Architecture Data Model and C4RDP.
Section V.C.6 (Org)

OPERATIONAL-ELEMENT-TYPE {ASA}
The class of an OPERATIONAL-ELEMENT.  Source:  Integrated Product Team on Data Modeling for Army Systems Architecture, 17 Sep 98.
Section V.C.6 (Org)

OPERATIONAL-FACILITY {ASA}
An ORGANIZATION-TYPE that allocates equipment and people to a proponent and echelon.  Source:  Army Systems Architecture Data Model and C4RDP.
Section V.C.6 (Org)

OPERATIONAL-FACILITY-RULE {ASA}
A nomenclature for identifying the allocation or other identification of instances of MATERIEL-ITEM and ORGANIZATION-TYPE for a specific ORGANIZATION-TYPE (e.g., an OPERATIONAL-FACILITY or OPERATIONAL-ELEMENT within an OPERATIONAL-FACILITY).  (ASA Data Model and C4RDP).
Section V.C.1 (Est)

Table 485.  (Cont’d)

Entity
Entity Definition
Reference

ORGANIZATION-TYPE-ASSOCIATION {ASA}
A relationship between on ORGANIZATION-TYPE and another ORGANIZATION-TYPE.
Section V.C.1 (Est)

ORGANIZATION-TYPE-ORGANIZATION-HOLDING-ESTIMATE {ASA, C2 Core}
(1135) (A)  AN ESTIMATION OF HOW MANY OF A SPECIFIC ORGANIZATION-TYPE ARE AFFILIATED WITH A SPECIFIC ORGANIZATION.
Section V.C.2 (Hold)

ORGANIZATION-TYPE-ORGANIZATION-TYPE-EST-DETAIL {ASA, C2 Core}
(1107) (A)  A SET OF PARAMETERS PERTAINING TO THE SPECIFICATION OF THE ORGANIZATION-TYPES THAT ARE ESTABLISHED FOR AN ORGANIZATION-TYPE UNDER PARTICULAR CONDITIONS.
Section V.C.1 (Est)

RADIO {ASA}
A NETWORK-DEVICE that supports electromagnetic transmission of information.
Section V.C.3 (Mat)

RADIO-TYPE {ASA}
A NETWORK-DEVICE-TYPE that supports electromagnetic transmission of information.
Section V.C.4 (Mat Item)

ROUTER {ASA}
A NETWORK-DEVICE that supports electromagnetic retransmission of information preserving Network Layer protocols.
Section V.C.3 (Mat)

SOFTWARE-ITEM-ASSOCIATION {ASA}
The association of one instance of SOFTWARE-ITEM with another instance of SOFTWARE-ITEM.
Section V.C.4 (Mat Item)

SOFTWARE-ITEM-USE {ASA}
Characteristics associated with employment of a specific SOFTWARE-ITEM.  Derived from ASA Data Model entity SOFTWARE-APPLICATION.
Section V.C.4 (Mat Item)

STANDARD-REQUIREMENT-CODE {ASA}
A nomenclature for identifying tables of organization and equipment (TO&E) for the U.S. Army down to company level.  (ASA Data Model)
Section V.C.1 (Est)

SWITCH-TYPE {ASA}
A class of NETWORK-DEVICE-TYPE that manages the flow of communications.
Section V.C.4 (Mat Item)

SYSTEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL {ASA}
A set of parameters pertaining to the specification of the SYSTEMs that are established for an ORGANIZATION-TYPE under particular conditions.  Derived from:  MATERIEL-ITEM-MATERIEL-ITEM-ESTABLISHMENT-DETAIL-- (1107) (A)  A SET OF PARAMETERS PERTAINING TO THE SPECIFICATION OF THE MATERIEL-TYPES THAT ARE ESTABLISHED FOR A MATERIEL-TYPE UNDER PARTICULAR CONDITIONS.
Section V.C.1 (Est)

C.  DETAILS OF ASA DATA MODEL EXTENSION TO CADM 2.0

This section is organized by the following eight subject areas views of the ASADM Extension:

· Establishments

· Holdings

· Materiel

· Materiel Item

· Network and Node

· Organization

· Requirements

· Other.

1.
Establishments

Figure 132 presents the Establishment View of the ASADM.  The ASADM extends the CADM by adding the following establishment entities, which enables the entire table of organization and equipment (TO&E) to be specified and referenced in an architecture:

· ARMY-MAT-ITEM-ORG-TYPE-EST-DETAIL, which provides details needed by the Army to specify tables of organization and equipment.  Added attributes include flags to support change management and distinguish approved from other types of data.

· ARMY-ORGANIZATION-TYPE-ESTABLISHMENT, which provides reference to the STANDARD-REQUIREMENT-CODE and OPERATIONAL-FACILITY-RULE that underlie Army tables of organization and equipment.

· NETVIZ-ORG-TYPE-ORG-TYPE-EST-DETAIL, which provides flags to support change management and distinguish approved from other types of data for tables of organization.

· NETVIZ-ORG-TYPE-ORG-TYPE-EST-DETAIL-CP-CROSSWALK, which relates tables of organization to COMMAND-POSTs and COMMAND-POST-CELLs.

· NETWORK-USE, which characterizes roles that a NETWORK can serve.

· NETWORK-USE-ESTABLISHMENT-MATERIEL-ITEM, which identifies network roles for each establishment of MATERIEL-ITEM by echelon.

· NETWORK-USE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL which identifies network roles for each establishment or ORGANIZATION-TYPE by echelon.

· OPERATIONAL-FACILITY-RULE, an Army standard five-character code associated to establishments.

· STANDARD-REQUIREMENT-CODE, which serves as a line number for an establishment.

· SYSTEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL, which identifies SYSTEMs for an ORGANIZATION-TYPE-ESTABLISHMENT.

Table 486 provides the attribute specifications for the entities that are unique to the ASA View of CADM 2.0 in the Establishment area.
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Figure 132.  ASA Extension of CADM 2.0—Establishments

Table 486.  Attribute Specifications for ASA-Unique Entities for Establishments

Entity
Attribute Specifications

ARMY-MAT-ITEM-ORG-TYPE-EST-DETAIL
· MATERIEL-ITEM IDENTIFIER (PK) (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· ORGANIZATION-TYPE IDENTIFIER (PK) (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE.

· ORGANIZATION-TYPE-ESTABLISHMENT IDENTIFIER (PK) (FK)—(15351) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE-ESTABLISHMENT.

· ARMY-MAT-ITEM-ORG-TYPE-ESTABLISHMENT-DETAIL Approved Flag Code—The code that represents the logical value showing whether a MATERIEL-ITEM has been authorized for inclusion in a specific ORGANIZATION-TYPE-ESTABLISHMENT.  Source:  SIGCEN/SA (June 1998).  Example domain values are:  True (approved); False (not approved).

· ARMY-MAT-ITEM-ORG-TYPE-ESTABLISHMENT-DETAIL Addition Flag Code—The code that represents the logical value showing whether a MATERIEL-ITEM is an increase to the approved MATERIEL-ITEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL.  Source:  SIGCEN/SA (June 1998).  Example domain values are:—True (added); False (not added).

· ARMY-MAT-ITEM-ORG-TYPE-ESTABLISHMENT-DETAIL Change Initials Text—The text that indicates person making an addition or deletion to the approved MATERIEL-ITEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL.  Source:  SIGCEN/SA (June 1998).

· ARMY-MAT-ITEM-ORG-TYPE-ESTABLISHMENT-DETAIL Deletion Flag Code—The code that represents the logical value showing whether a MATERIEL-ITEM is a reduction to the approved MATERIEL-ITEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL.  Source:  SIGCEN/SA (June 1998).  Example domain values are:  True (deleted); False (not deleted).

· ARMY-MAT-ITEM-ORG-TYPE-ESTABLISHMENT-DETAIL Rationale Text—The text that indicates the reason for making an addition or deletion to the approved MATERIEL-ITEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL.  Source:  SIGCEN/SA (June 1998).

· ARMY-MAT-ITEM-ORG-TYPE-ESTABLISHMENT-DETAIL TOE Supported Flag Code—The code that represents the logical value showing whether a MATERIEL-ITEM (e.g., platform MATERIEL-ITEM) is authorized in the approved Table of Organization and Equipment (TOE).  Source:  PEO-C3S/FIO (June 1998).  Example domain values are:  True (authorized in TOE); False (not authorized in TOE).

· ARMY-MAT-ITEM-ORG-TYPE-ESTABLISHMENT-DETAIL TOE Remark Text—The text that indicates the reason for adding a non-TOE supported MATERIEL-ITEM (e.g., platform MATERIEL-ITEM) to the approved MATERIEL-ITEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL.  Source:  PEO-C3S/FIO (June 1998).

ARMY-ORGANIZATION-TYPE-ESTABLISHMENT 
· ORGANIZATION-TYPE IDENTIFIER (PK) (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE.

· ORGANIZATION-TYPE-ESTABLISHMENT IDENTIFIER (PK) (FK)—(15351) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE-ESTABLISHMENT.

· STANDARD-REQUIREMENT-CODE Number Identifier (FK)—The identifier of the STANDARD-REQUIREMENT-CODE as used by TOEs.  (ASA Data Model).

· OPERATIONAL-FACILITY-RULE Code (FK)—The code that uniquely identifies an instance  of OPERATIONAL-FACILITY-RULE.  Source:  Army Systems Architecture Data Model (modified on 17 Jun 98 during CADM/ASA Workshop at IDA).

MATERIEL-ITEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL
· MATERIEL-ITEM IDENTIFIER (PK) (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· ORGANIZATION-TYPE IDENTIFIER (PK) (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE.

· ORGANIZATION-TYPE-ESTABLISHMENT IDENTIFIER (PK) (FK)—(15351) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE-ESTABLISHMENT.

· MATERIEL-ITEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL QUANTITY—(11786) (A)  THE QUANTITY OF A MATERIEL-ITEM TO BE ASSIGNED TO A SPECIFIC ORGANIZATION-TYPE.

· MATERIEL-ITEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL AUTHORIZED SUPPLY RATE—(11787) (A)  THE APPROVED RATE AT WHICH A MATERIEL-ITEM IS TO BE PROVIDED TO A[N] ORGANIZATION-TYPE.

· MATERIEL-ITEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL CRITICAL SUPPLY RATE—(11788) (A)  THE OPERATIONALLY ESSENTIAL RATE AT WHICH A MATERIEL-ITEM IS TO BE PROVIDED TO AN ORGANIZATION-TYPE.

NETVIZ-ORG-TYPE-ORG-TYPE-EST-DETAIL 
· INCLUDED ORGANIZATION-TYPE IDENTIFIER (PK) (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE.

· ESTABLISHED ORGANIZATION-TYPE IDENTIFIER (PK) (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE.

· ORGANIZATION-TYPE-ESTABLISHMENT IDENTIFIER (PK) (FK)—(15351) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE-ESTABLISHMENT.

Table 486.  (Cont’d)
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NETVIZ-ORG-TYPE-ORG-TYPE-EST-DETAIL (Cont’d)
· NETVIZ-ORG-TYPE-ORG-TYPE-ESTABLISHMENT-DETAIL Approved Flag Code—The code that represents the logical value showing whether an ORGANIZATION-TYPE has been authorized for inclusion in a specific ORGANIZATION-TYPE-ESTABLISHMENT.  Source:  SIGCEN/SA  (RULE-PLATFORM, June 1998).  Example domain values are:  True (approved); False (not approved).

· NETVIZ-ORG-TYPE-ORG-TYPE-ESTABLISHMENT-DETAIL Addition Flag Code—The code that represents the logical value showing whether an ORGANIZATION-TYPE is an increase to the approved ORGANIZATION-TYPE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL.  Source:  SIGCEN/SA  (RULE-PLATFORM, June 1998).  Example domain values are:  True (added); False (not added).

· NETVIZ-ORG-TYPE-ORG-TYPE-ESTABLISHMENT-DETAIL Change Initials Text—The text that indicates person making an addition or deletion to the approved ORGANIZATION-TYPE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL.  Source:  SIGCEN/SA  (RULE-PLATFORM, June 1998).

· NETVIZ-ORG-TYPE-ORG-TYPE-ESTABLISHMENT-DETAIL Deletion Flag Code—The code that represents the logical value showing whether an ORGANIZATION-TYPE is an reduction to the approved ORGANIZATION-TYPE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL.  Source:  SIGCEN/SA  (RULE-PLATFORM, June 1998).  Example domain values are:  True (deleted); False (not deleted).

· NETVIZ-ORG-TYPE-ORG-TYPE-ESTABLISHMENT-DETAIL Rationale Text—The text that indicates the reason for making an addition or deletion to the approved ORGANIZATION-TYPE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL.  Source:  SIGCEN/SA  (RULE-PLATFORM, June 1998).

· NETVIZ-ORG-TYPE-ORG-TYPE-ESTABLISHMENT-DETAIL TOE Supported Flag Code—The code that represents the logical value showing whether an ORGANIZATION-TYPE (e.g., OPERATIONAL-ELEMENT, OPERATIONAL-FACILITY) is authorized in the approved Table of Organization and Equipment (TOE) for a specific ORGANIZATION-TYPE-ESTABLISHMENT.  Source:  PEO-C3S/FIO (RULE-PLATFORM, June 1998).  Example domain values are:  True (authorized in TOE); False (not authorized in TOE).

· NETVIZ-ORG-TYPE-ORG-TYPE-ESTABLISHMENT-DETAIL TOE Remark Text—The text that indicates the reason for adding a non-TOE supported ORGANIZATION-TYPE (e.g., OPERATIONAL-ELEMENT, OPERATIONAL-FACILITY) to the approved ORGANIZATION-TYPE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL.  Source:  PEO-C3S/FIO (RULE-PLATFORM, June 1998).

NETVIZ-ORG-TYPE-ORG-TYPE-EST-DETAIL-CP-CROSSWALK 
· INCLUDED ORGANIZATION-TYPE IDENTIFIER (PK) (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE.

· ESTABLISHED ORGANIZATION-TYPE IDENTIFIER (PK) (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE.

· ORGANIZATION-TYPE-ESTABLISHMENT IDENTIFIER (PK) (FK)—(15351) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE-ESTABLISHMENT.

· Command Post ORG-TYPE Identifier (PK) (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE.

· Command Post Cell ORG-TYPE Identifier (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE.

NETWORK-USE 
· NETWORK-USE Code (PK)—The code that denotes a class of NETWORK-USE.  Example domain values are:  0--N/A; 1--CMD/OPS (FM); 2--OPS/INTELL (HF); 3--INTEL; 4--ADMIN/LOG (FM); 5-- FIRE SUPPORT (HF); 6-- FIRE SUPPORT (FM); 7-- OPS/FIRE 1, 2, 3; 8-- CMD/OPS (HF); 9-- OPS/INTELL (FM); 10-- SURVIVAL; 11-- DATA; 12-- NAVIGATION; 13-- MULTIPLEX; 14-- RWI/NRI; 15-- RETRANS; 16--MOVEMENT CONTROL (HF); 17--AVIATION/FLT OPS; 18--SYSTEMS/REGULATING; 19--OPS NET 1; 20--HVY MORTAR FIRE DIRECT; 21--FIRE DIRECTION 1, 2, 3; 22--COUNTER/FIRE (HF); 23--CF2 (RATT); 24--TGT ACQUIS/INTEL; 25--SURVEY; 26--ARTY FD (RATT); 27--FIRE CONTROL; 28--RECON; 29--TEST/BENCH; 30--WEATHER; 31--T&R; 32--EARLY WARNING; 33--AIR DEFENSE COORD (HF); 34--AME EXCHANGE; 35--SECURITY; 36--LAUNCHER; 37--MANPADS; 38--SENSOR; 39--DECEP/OPS; 40--OPS (HF); 41--OPS (FM); 42--MATERIEL MGMT; 43--LOG OPS (HF); 44--CMD/OPS (UHF); 45--MED OPS; 46--INTEL (UHF); 47--CMD/OPS (TAC-SATCOM); 48--INTEL (TAC-SATCOM); 49--REAR BATTLE; 50--REAR OPS (FM); 51--PROPAGANDA DISSEM; 52--REAR OPS (HF); 53--PM OPS; 54--AIR DEFENSE COORD (FM); 55--AIR COORD/TRANSITIONS; 56--SPECIAL INTEL; 57--SEARCH/RESCUE (SAR); 58--SUPPORTING ARMS; 59--CMD (HF); 60--CMD/TRANSITION; 61--NEO EVACUATION; 62--MED REQ; 63--OPS/INTELL (TAC-SATCOM); 64--LOG/OPS (FM); 65--REGULATING/ENGINEERING; 66--CMD (FM); 67--CMD (TAC-SATCOM); 68--ADMIN/LOG (TAC-SATCOM); 69--FIRE DIRECTION 2; 70--FIRE DIRECTION 3; 71--OPS/FIRE 1; 72--OPS/FIRE 2; 73--OPS/FIRE 3; 74--TOC LAN - (S); 75--TOC CELL LAN - (S); 76--TOC LAN - (SBU); 77--TOC CELL LAN - (SBU); 78--TOC LAN - (TS); 79--TOC CELL LAN - (TS); 80--PLATFORM LAN - (S); 81--PLATFORM LAN - (SBU); 82--PLATFORM LAN - (TS); 83--WARFIGHTER (SPITFIRE); 84--INTEL (SPITFIRE); 85--FIRE SUPPORT (SPITFIRE); 86--ADMIN/LOG (SPITFIRE); 87--ARTY CMD/OPS (SPITFIRE); 88--MLRS CMD/OPS (SPITFIRE); 89--GBS-BADD.  Source:  SIGCEN/SA (June 1998).

· NETWORK-USE Name—The name of a specific NETWORK-USE.

Table 486.  (Cont’d)
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NETWORK-USE-ESTABLISHMENT-MATERIEL-ITEM 
· MATERIEL IDENTIFIER (PK) (FK)—(11182) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC INSTANCE OF MATERIEL.

· NETWORK-USE Code (PK) (FK)—The code that denotes a class of NETWORK-USE.

· ORGANIZATION-TYPE IDENTIFIER (PK) (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE.

· ORGANIZATION-TYPE-ESTABLISHMENT IDENTIFIER (PK) (FK)—(15351) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE-ESTABLISHMENT.

· NETWORK-USE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL Echelon Code (PK)—The code that denotes a level within the organization structure in which a NETWORK-USE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL exists.  Example domain values are:  1--CONUS; 2--THEATER/ARMY; 3--CORPS; 4--DIV; 5-- BDE/REGT/GP; 6--GP; 7--REGT; 8--BN/SQDN; 9--SQDN; A--HHB/HHD/HHT/HHC; B--CO; C--BTRY; D--TROOP; E--DET; F--PLT; G--SQD; H--SEC/PARTY; I--TM/ELEM/CREW; J--NODE; K--FARP; L--CENTER; M--COMMAND; N--SUPPORTED UNIT; O--CORPS ARTY; P--DIVARTY; Q--CORPS ARTY/DIVARTY; R--BDE/DIVARTY; S--BDE/DIV/CORPS ARTY; T--TRANSCOM; U--ARFOR; V--ARFOR (MAIN); W--ARFOR(FWD/ASSAULT); X--JTF; Y--EACIC.  Source:  SIGCEN/SA (June 1998)

· OPERATIONAL-FACILITY-NETWORK-TYPE Code( The code that denotes a specific OPERATIONAL-FACILITY-TYPE.  Derived from OPERATIONAL-FACILITY-TYPE Code in C4RDP.  Example domain values are: 00--N/A; 01--SUPPORTED UNIT; 02--JTF; 03--AVIATION; A0--ARMOR; A1--DIV CAVALRY (HVY); A2--AIR CAV/RECON; A3--TANK; A4--ARMORED CAV (REGMTL); A5--AIRBORNE/LIGHT ARMOR; A7--LIGHT CAVALRY; B0--AIR DEFENSE; B1--AVENGER; B2--AVENGER/MANPADS; B4--HIMAD; B5--THAAD; B6--NLOS; BC--GUN/MANPADS; BD--CHAPARRAL; BG--HAWK; BH--STINGER; BI--PATRIOT; C0--CHEMICAL; C1--CHEM DECON; C2--CHEM RECON; C3--CHEM SMOKE GENERATOR; C4--CHEM SMOKE/DECON; C5--DIV/SEP BDE/RGT CHEM; D0--MEDICAL; D1--FWD SPT MEDICAL; D2--MAIN SPT MEDICAL; D3--AREA SPT MEDICAL; D4--COMBAT STRESS CNTRL; D5--RAIL AMBULANCE; D6--MEDICAL EVACUATION; D7--MEDICAL HOLDING; D8--PREVENTIVE MEDICINE; D9--MEDICAL LABORATORY; DA--GROUND AMBULANCE; DC--MEDCOM; DE--AIR AMBULANCE; DG--HOSPITAL; DH--DENTAL; DI--VETERINARY; DJ--MEDICAL LOG SUPPORT; DK--MASH; DL--CBT SPT HOSPITAL; DM--FIELD HOSPITAL; DN--EVACUATION HOSPITAL; DO--GENERAL HOSPITAL; DP--STATION HOSPITAL; E0--ENGINEER; E1--COMBAT ENGINEER; E2--ENGINEER TOPO; E3--ENGR CBT/EQUIP SPT; E4--ENGINEER BRIDGE; E5--COMBAT HEAVY; E6--COMBAT CORPS WHEEL; E7--DUMP TRUCK; E8--COMBAT CORPS MECH; E9--COMBAT CORPS ABN; EA--COMBAT CORPS LIGHT; EB--PIPELINE CONSTR; F0--FIELD ARTILLERY; F1--FA 155 MM TOWED; F2--FA 8 IN; F3--FA 155 MM SP; F4--FA MLRS; F7--FA 105 MM; F8--FA TGT ACQUISITION; F9--FA SERVICE; FA--FA 155 MM TOWED ABN; G0--MILITARY POLICE; G5--MP SECURITY; G6--MP GUARD/EPW; G7--MP I/R (INTRN/RESTL); G9--CID; H0--COSCOM; H1--CORPS SUPPORT; H2--DIVISION SUPPORT; H3--MAIN SUPPORT; H4--FORWARD SUPPORT; H5--MATERIEL MGMT CENTER; H6--TAACOM; H7--AREA SUPPORT; H8--BASE SUPPORT; I0--INFANTRY; I1--MECHANIZED INFANTRY; I2--SEPARATE INFANTRY; I5--RIFLE; I6--ANTIARMOR; I7--COMBAT SUPPORT; IA--LIGHT INFANTRY; ID--AIR ASSAULT INFANTRY; IE--AIRBORNE INFANTRY; IF--RANGER; IG--LONG RANGE SURVEILAN; IH--MOUNTAIN INFANTRY; IK--MOTORIZED; J0--MILITARY INTELLIGENC; J1--COLLECTION & JAMMING; J2--ELECTRONIC WARFARE; J3--INTELLIGENCE; J4--AERIAL EXPLOITATION; J5--LINGUIST; J6--TOC SPT; J7--TECH ANALYSIS; J8--AERIAL SURVEILLANCE; J9--TACTICAL EXPLOITATN; JA--MI OPERATIONS; JB--TECHNICAL INTELL; JC--MI COMMUNICATION SPT; JD--IMAGERY ANALYSIS; JE--ANALYSIS CONTROL; JF--UAV; JG--IPW; JH--C-INTEL/INTERROGATN; JI--GUARDRAIL; N0--PSYCHOLOGICAL OPNS; N1--SPECIAL OPERATIONS; N2--SPECIAL FORCES; N3--CIVIL AFFAIRS; N4--CIVIL AFFAIRS (FID); O0--ORDNANCE; O2--LIGHT MAINTENANCE; O3--HEAVY MAINTENANCE; O5--MAINTENANCE; O7--ORD FORWARD SUPPORT; O8--HVY/LT MAINT MSB; Q0--QUARTERMASTER; Q1--S AND T; Q2--S AND S; Q3--QM FORWARD SUPPORT; Q4--QM AIRDROP; Q5--PETROLEUM SUPPLY; Q6--QUARTERMASTER WATER; Q7--QM FIELD SVCS; Q8--SUPPLY; QD--MORTUARY AFFAIRS; S0--SIGNAL; S1--AREA SIGNAL; S2--SIGNAL SUPPORT; S3--TACTICAL SATELLITE; S6--TROPOSCATTER; T0--TRANSPORTATION; T1--RAILWAY TRANSPORT; T2--TRANS MOVEMENT CNTRL; T3--TRUCK/TRANSPORT; T4--TRANS WATERCRAFT; T5--TRANS TERMINAL; U0--AVIATION (ROTARY); U1--ASSAULT HELICOPTER; U2--ATTACK HELICOPTER; U3--COMMAND AVIATION; U4--AIR RECON/OBSVATION; U5--AVIATION MAINTENANCE; U6--AVIATION (FIXED); U7--AIR TRAFFIC CONTROL; U8--SPECIAL OPS AVN; U9--AVN ROTARY & FW; UC--MEDIUM HELICOPTER; V1--MISSILE SUPPORT/MA; V2--AMMUNITION ORDNANCE; V3--TMDE; V4--EOD; V5--NUCLEAR WPNS SPT; X1--REPLACEMENT OPS; X2--BAND; X3--FINANCE; X4--PERSONNEL; X5--PUBLIC AFFAIRS; X6--POSTAL; X7--CHAPLAIN; X9--LEGAL; Z0--CORPS HQ; Z2--THEATER ARMY; Z3--RAOC; Z4--HEAVY; Z5--HEAVY SEPARATE; Z6--CONTINGENCY; Z7-MANEUVER.  Source:  C4RDP.

Table 486.  (Cont’d)
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NETWORK-USE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL 
· NETWORK-USE Code (PK) (FK)—The code that denotes a class of NETWORK-USE.

· ORGANIZATION-TYPE IDENTIFIER (PK) (FK)—(11184) (A)  THE IDENTIFIER TH  AT REPRESENTS A SPECIFIC ORGANIZATION-TYPE.

· ORGANIZATION-TYPE-ESTABLISHMENT IDENTIFIER (PK) (FK)—(15351) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE-ESTABLISHMENT.

· NETWORK-USE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL Echelon Code (PK)—The code that denotes a level within the organization structure in which a NETWORK-USE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL exists.  Example domain values are:  1--CONUS; 2--THEATER/ARMY; 3--CORPS; 4--DIV; 5-- BDE/REGT/GP; 6--GP; 7--REGT; 8--BN/SQDN; 9--SQDN; A--HHB/HHD/HHT/HHC; B--CO; C--BTRY; D--TROOP; E--DET; F--PLT; G--SQD; H--SEC/PARTY; I--TM/ELEM/CREW; J--NODE; K--FARP; L--CENTER; M--COMMAND; N--SUPPORTED UNIT; O--CORPS ARTY; P--DIVARTY; Q--CORPS ARTY/DIVARTY; R--BDE/DIVARTY; S--BDE/DIV/CORPS ARTY; T--TRANSCOM; U--ARFOR; V--ARFOR (MAIN); W--ARFOR(FWD/ASSAULT); X--JTF; Y--EACIC.  Source:  SIGCEN/SA (June 1998)

· NETWORK-USE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL Local Area Network Flag Code—The code that represents the logical value showing whether a NETWORK-TYPE is designated to be used as a local area network for a specific NETWORK-TYPE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL.  Source:  SIGCEN/SA (June 1998), modified during the CADM-ASA Workshop (17-19 June 1998).  Example domain values are:  True (designated for use as a local area network); False (not designated for use as a local area network).

· NETWORK-USE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL Status Code—The code that represents the approval condition of a specific instance of NETWORK-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL.  Source:  CADM-ASA Workshop (17-19 June 1998).  Example domain values are:  Approved; Proposed; Disapproved; Conceptual; Archived; Not specified; Not known.

· NETWORK-USE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL Quantity—The quantity of a NETWORK-TYPE to be assigned to a specific ORGANIZATION-TYPE.  Based on MATERIEL-ITEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL—(11786) (A)  THE QUANTITY OF A MATERIEL-ITEM TO BE ASSIGNED TO A SPECIFIC ORGANIZATION-TYPE.

OPERATIONAL-FACILITY-RULE 
· OPERATIONAL-FACILITY-RULE Code (PK)—The code that uniquely identifies an instance  of OPERATIONAL-FACILITY-RULE.  Source:  Army Systems Architecture Data Model (modified on 17 Jun 98 during CADM/ASA Workshop at IDA).  Example domain values are:  102C0--JIC/JTF (REAR); 102C1--JIC/JTF (FWD); 102C2--JDISS; 10650--JTIDS EQUIPD ACFT; 10BE0--JCMO/JCEWS; 20290--NAVY NBC WARNING; 20980--USN AEGIS; 20981--USN E2 ATDS; 20BE0--NIPS; 30290--AIR FORCE NBC WARNING; 30970--USAF TACS; 30980--USAF E3 AWACS; 30981--USAF AOC-BCE; 30982--USAF AIR TFC CTRL CTR; 30BC0--USAF UAV MCE/TCS; 30BE0--USAF CTAPS/CIS; 30FG0--USAF TRIGS/CARS; 3I320--AIRLIFT COORDINATION CELL; 3I3E0--AF AIR EVAC LIAISON TM; 3I520--USAF DSU/TSSS; 3I9J0--HCAA AIR CREW; 3IBC0--AF CBT CTRL TM; 3IBC1--USAF UAV L/R ELE; 40290--MARINE NBC WARNING; 40980--USMC TAOM; 40BE0--USMC IAS (MAGIS); 40BE1--USMC TCAC; 702D0--NAT'L TECH INTEL CTR; 702D1--INSCOM; 702D2--NGIC; 702D3--DIA (INTELL); 70980--NATO E3 NAEW; 709N0--ARMY TCAE; 70GO0--NSA MCSF; 70PI0--NPIC/CIO; 70PI1--REGIONAL IMAGERY LIBRARY; 70PI2--NATIONAL IMAGERY CTR; A0640--CHAPLAIN/UMT; A0720--BDE/RGT/BN/SQDN CSM; A5200--SEP AR BDE/RGT CDR (TRK); A5201--SEP AR BDE/RGT CDR (WHL); A5202--AR BDE CDR (WHL); A5203--AR BDE CDR (TRK); A5210--SEP AR BDE DCDR; A5211--SEP AR BDE XO; A5212--CAV RGT XO (WHL); A5213--AR BDE XO (WHL); A5240--SEP AR BDE/RGT S3 OFF(WHL); A5241--CAV RGMT S3 OFFICER (TRK); A5242--AR BDE S3 OFFICER (WHL); A5250--SEP AR BDE/CAV RGT S4 OFF; A5251--DIV MVR BDE (AR) S4 OFF; A5410--SEP AR BDE PM; A5610--SEP AR BDE/RGT LNO; A5611--DIV AR BDE LNO; A5820--RGMT S2 OFFICER (WHL); A5821--AR BDE S2 (MAIN OPS); A5870--SEP AR BDE/RGT S5 OFF; A5880--SEP AR BDE/RGT SIG OFF; A5881--DIV MVR BDE (AR) SIG OFF; (Cont’d)
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OPERATIONAL-FACILITY-RULE (Cont’d)
(Cont’d)  A5900--SEP AR BDE SJA; A5960--SEP AR BDE/ACR SSO; A5DR0--IG; A5PH0--SEP AR BDE SURGEON; A8200--AR BN CDR (TRK); A8201--CAV SQDN CDR (TRK); A8202--AR BN/CAV SQDN CDR (WHL); A8212--AR BN/CAV SQDN XO (WHL); A8241--AR BN/CAV SQDN S3 OFF (TRK); A8242--AR BN/CAV SQDN S3 OFF (WHL); A8250--AR BN/CAV SQDN S4 OFF; A8330--BN MORTAR FDC; A8610--AR BN/CAV SQDN LNO; A8790--AR BN/CAV SQDN BMO; A8880--AR BN/CAV SQDN SIG OFF; AA200--AR BN/CAV SQDN HHC/HHT CDR; AA201--AR BDE/CAV RGT HHC/HHT CDR; AA202--DIV MVR BDE HHC CDR; AA210--AR BN/CAV SQDN HHC/HHT XO; AA211--AR BDE/CAV RGT HHC/HHT XO; AA700--AR BN/CAV SQDN HHC/HHT 1SG; AA701--CAV RGT HHC/HHT 1SG; AA920--HHC SUPPLY; AB200--AR CO/CAV TRP CDR (TRK); AB201--AR CO/CAV TRP CDR (WHL); AB204--LT CAV TRP CDR (WHL); AB210--AR CO/CAV TRP XO (TRK); AB211--AR CO/CAV TRP XO (WHL); AB284--SEP CO/TRP TACCS; AB700--AR CO/CAV TRP 1SG; AB750--AR CO/CAV TRP MAINT SPVSR; AF200--SEP ARM BDE DECON PLT LDR; AF201--TANK PLT LDR; AF202--SCOUT PLT LDR; AF203--AR BN/CAV SQDN SPT PLT LDR; AF206--BN MORTAR PLT LDR; AF207--SEP AR BDE MP PLT LDR; AF209--SIG PLT LDR; AF2H0--SEP BDE ADA MSL PLT HQ; AF701--TANK PLT SGT; AF702--CAV/SCOUT PLT SGT; AF706--BN MORTAR PLT SGT; AF707--SEP AR BDE FAAD PLT SGT; AFDL0--AR BN/CAV SQDN MED PLT HQ; AG202--SMOKE SQD LDR; AG203--SCOUT SQD LDR; AG204--AR/CAV POL/TRANS SQD; AG208--SEP AR BDE MP SQD LDR; AG290--CHEM SPT SQD; AG291--NBC RECON SQD; AG292--SMOKE SQD VEH (TM); AGE80--AR BN MORTAR SQD; AGE81--CAV TRP MORTAR SQD; AGTR0--TRMT SQD; AH180--AR BN/CAV SQDN C-E SEC (TRK); AH200--SCT SEC LDR; AH201--MANPADS SEC LDR; AH202--CDR ACR WEATHER SEC; AH290--SEP AR BDE CHEM SEC; AH2B0--CE STAFF SEC; AH2B1--DIV AR BDE CE SEC; AH330--MORTAR SEC FDC, CAV TRP; AH360--MOTOR MAINT SEC; AH411--SEP BDE PM SEC; AH600--ACR WEATHER SEC (AF); AH601--SEP AR BDE WEATHER SEC (AF); AH800--SEP AR BDE/CAV RGT S1 SEC; AH801--AR BN/CAV SQDN S1 SEC; AH810--DIV AR BDE S3 SEC (MAIN OP); AH820--SEP AR BDE/RGT S2 SEC; AH890--SEP AR BDE/CAV RGT S4 SEC; AH891--AR BN/CAV SQDN S4 SEC; AH910--SEP BDE/RGT PUB AFF SEC; AHA50--HHC/HHT/CO/TRP PLL SEC; AHAI0--CE MAINT SEC; etc.  Domain has 3,318 entries.  Source:  Army System Architecture Products Database Version 0.41 (August 1997).

· Operational Facility ORG-TYPE Identifier (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE.

· OPERATIONAL-FACILITY-RULE Echelon Code—The code that denotes a level within the organization structure in which a an OPERATIONAL-FACILITY-RULE exists.  Example domain values are:  0--All echelons; 1--CONUS; 2--Army/EAC/Theater; 3--Corps; 4--Div; 5--Bde/Regt; 6--Gp; 8--Bd/Sqdn; 9--Hospital; A--HHB; B--Co/Btry/Trp; E--Det; F--Plt; G--Squad; H--Sec/Party; I--Team, Element, Crew; J--Node; L--Center/Camp; M--Command; N--DIVARTY; O--Region; P--Camp; Q--DISCOM; R--COSCOM; S--TAACOM; V--Air Force; W--Navy; X--Marine Corps; Y--NATO; Z--Combined.  Embedded in the OPERATIONAL-FACILITY-RULE Code as the 2nd character of the five-character code.  Source:  U.S. Army C4RDP, Operational Facility (OPFAC C4 Requirements Rules, Section 3, Echelon Codes), 17 Mar 1997.

· OPERATIONAL-FACILITY-RULE Name—The name of a specific OPERATIONAL-FACILITY-RULE.  Source:  Army Systems Architecture Data Model (modified on 17 Jun 98 during CADM/ASA Workshop at IDA).

· OPERATIONAL-FACILITY-RULE Proponent Code—The code that designates the proponent for the OPERATIONAL-FACILITY-RULE.  Source:  U.S. Army C4RDP, Operational Facility (OPFAC C4 Requirements Rules, Section 3, Proponent Codes), 17 Mar 1997.  Example domain values are:  A--Armor; B--Air Defense Artillery; C--Chemical; D--Medical; E--Engineers; F--Field Artillery; G--Military Police; H--Combined Arms Support Command (CASCOM); I--Infantry; J--Military Intelligence; N--Special Forces; O--Ordnance; Q--Quartermaster; S--Signal; T--Transportation; U--Aviation; V--Missile Munitions; W-Aviation Logistics; X-Soldier Support; Z--Combined Arms Command.  Embedded in the OPERATIONAL-FACILITY-RULE Code as the 1st character of the five-character code.  Source:  U.S. Army C4RDP, Operational Facility (OPFAC C4 Requirements Rules, Section 3, Proponent Codes), 17 Mar 1997.

· OPERATIONAL-FACILITY-RULE Status Code—The code that represents the approval condition of a specific instance of OPERATIONAL-FACILITY-RULE.  Source:  CADM-ASA Workshop (17-19 June 1998).  Example domain values are:  Approved; Proposed; Disapproved; Conceptual; Archived; Not specified; Not known.

· OPERATIONAL-FACILITY-RULE Remark Text—The text that describes the origin of a conceptual OPERATIONAL-FACILITY-RULE.  Source:  SIGCEN/SA (June 1998).

ORGANIZATION-TYPE-ASSOCIATION 
· Subordinate ORGANIZATION-TYPE Identifier (PK) (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE.

· Ordinate ORGANIZATION-TYPE Identifier (PK) (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE.

· ORGANIZATION-TYPE-ASSOCIATION Identifier (PK)—The identifier of an ORGANIZATION-TYPE-ASSOCIATION for a specific Ordinate ORGANIZATION-TYPE and a specific Subordinate ORGANIZATION-TYPE.

Table 486.  (Cont’d)

Entity
Attribute Specifications

ORGANIZATION-TYPE-ASSOCIATION 
· ORGANIZATION-TYPE-ASSOCIATION Type Code—The code that denotes a class of ORGANIZATION-TYPE-ASSOCIATION.  Example domain values are:  Is a command post cell of; Is an operational facility for; Is a component of; Is essentially the same as; Replaces; Is usually collocated with; Supports; Not specified; Not known.

ORGANIZATION-TYPE-ORGANIZATION-TYPE-EST-DETAIL
· INCLUDED ORGANIZATION-TYPE IDENTIFIER (PK) (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE.

· ESTABLISHED ORGANIZATION-TYPE IDENTIFIER (PK) (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE.

· ORGANIZATION-TYPE-ESTABLISHMENT IDENTIFIER (PK) (FK)—(15351) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE-ESTABLISHMENT.

· ORGANIZATION-TYPE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL QUANTITY—(11797) (A)—THE QUANTITY OF AN ORGANIZATION-TYPE TO BE ASSIGNED TO ANOTHER ORGANIZATION-TYPE.

STANDARD-REQUIREMENT-CODE 
· STANDARD-REQUIREMENT-CODE Number Identifier (PK)—The identifier of the STANDARD-REQUIREMENT-CODE as used by TOEs.  (ASA Data Model).  Example domain values are:  01042A000--HHC, DIV AVN BDE (ABN); 01046A000--HHC, ASSAULT BATTALION; 01049A000--AVIATION UNIT MAINT CO; 01066A000--HHT, AIR RECON SQUADRON; 01067A000--AIR RECON TROOP (OH-58D); 01069A000--AVN UNIT MAINT TRP (OH58D); 01086A000--HHC, ATTACK BATTALION; 01087A000--ATTACK COMPANY (OH-58D); 01089A000--AVN UNIT MAINT CO (OH-58D); 01102A000--HHC, DIV AVN BDE (IDL); 01106A000--HHC, ASSAULT BATTALION; 01108A000--COMMAND AVN CO (EH/UH-60); 01109A000--AVN UNIT MAINT CO; 01116L200--HHC, ASSAULT HEL BN (UH-60); 01118L000--COMMAND AVIATION COMPANY; 01128L000--COMMAND AVIATION COMPANY; 01167A100--AIR RECON TROOP (AH-1); 01167A200--AIR RECON TROOP (OH-58D); 01169A100--AVN UNIT MAINT TRP (AH-1); 01169A200--AVN UNIT MAINT TRP (OH-58D); 01176L000--HHC, ATTACK HEL BN (AH-1); 01186A000--HHC, ATTACK BATTALION; 01187A100--ATTACK COMPANY (AH-1); 01187A200--ATTACK COMPANY (OH-58D); 01189A100--AVN UNIT MAINT CO (AH-1); 01189A200--AVN UNIT MAINT CO (OH-58D); 01202A000--HHC, DIV AVN BDE (ASSLT); 01206A000--HHC, ASSAULT BATTALION; 01206L000--HHC, ASSAULT HEL BN(UH-60); 01207A100--ASSAULT TROOP (UH-60); 01207A200--ASSAULT COMPANY (UH-60); 01207A300--ASSAULT COMPANY (UH-1); 01209A000--AVIATION UNIT MAINT CO; 01216A000--HHC, COMMAND AVIATION BN; 01218A000--COMMAND AVN CO (UH-60); 01219A000--AVIATION UNIT MAINT CO; 01246A000--HHC, MEDIUM HELICOPTER BN; 01246L000--HHC, MEDIUM HELICOPTER BN; 01247A000--MEDIUM HELICOPTER COMPANY; 01247L000--MEDIUM HELICOPTER COMPANY; 01266A000--HHT, AIR RECON SQUADRON; 01269A000--AVN UNIT MAINT TRP (OH-58D); 01269L100--AVIATION UNIT MAINT TROOP; 01302A000--HHC, DIV AVN BDE; 01302F000--AVN BDE; 01302L000--HHC, DIV AVN BDE (HVY); 01303L100--ASSAULT HEL CO (UH-1); 01304L000--COMMAND AVIATION COMPANY; 01306A000--HHC, SUPPORT AVN BN; 01306A100--HHC, SUPPORT AVN BN; 01306F000--GS AVN BN; 01307A000--SUPPORT AVN CO (UH-60); 01307A100--SUPPORT AVN CO (UH-1); 01307F000--GS AVN CO; 01308A000--COMMAND AVIATION COMPANY; 01308A100--COMMAND AVIATION COMPANY; 01308F000--CMD AVN CO; 01309A000--AVIATION UNIT MAINT CO; 01309A100--AVIATION UNIT MAINT CO; 01309F000--GS AVUM CO; 01316L200--HHT, REGT AVN SQDN (UH-60); 01367A100--AIR RECON TROOP (AH-1); 01367A200--AIR RECON TROOP (OH-58D); 01367F000--CAV TRP (AIR); 01369A100--AVN SERVICE TROOP (AH-1); 01369A200--AVN SERVICE TROOP (OH-58D); 01369F000--CAV SQDN AVUM CO; 01386A100--HHC, ATTACK HEL BN (AH-1); 01386A200--HHC, ATTACK HEL BN (AH-64); 01386F000--ATK BN; 01386L200--HHC, ATTACK HEL BN (AH-64); 01387A100--ATTACK COMPANY (AH-1); 01387A200--ATTACK COMPANY (AH-64); 01387F000--ATK CO; 01389A100--AVN UNIT MAINT CO (AH-1); 01389A200--AVN UNIT MAINT CO (AH-64); 01389F000--ATK BN AVUM CO; 01402A000--HHC, CORPS AVIATION BDE; 01406A000--HHC, ASSAULT BATTALION; 01406A100--HHC, ASSAULT BATTALION; 01406L100--HHC, ASSAULT HEL BN (UH-1); 01406L200--HHC,ASSAULT HEL BN(UH1/60); 01409A100--AVN UNIT MAINT CO (UH-1); 01409L100--AVN UNIT MAINT CO (3 UH-1); 01412A000--HHC, CORPS AVIATION GROUP; 01416A100--HHC, COMMAND AVN BN (CORPS); 01416A200--HHC, COMMAND AVN BN (CORPS); 01416L000--HHC, COMMAND AVN BN (CORPS); 01417A100--TARGET ACQ/RECON CO (OH-58C); 01417A200--TARGET ACQ/RECON CO (OH-58D); 01418A000--COMMAND AVIATION CO (UH-60); 01419A100--AVIATION UNIT MAINT CO; 01419A200--AVIATION UNIT MAINT CO; 01426A000--HHC, ATS BATTALION; 01426L000--HHC, ATS BATTALION; 01427A100--ATS COMPANY (DIVISION); 01427A200--ATS COMPANY (AASLT); 01427A300--ATS COMPANY (ABN); 01427A400--ATS COMPANY (CORPS); 01427A500--ATS COMPANY (EAC); 01427L100--ATS COMPANY (DIVISION); 01427L200--ATS COMPANY (AASLT); 01427L300--ATS COMPANY (CORPS); 01436A000--HHC, COMBAT SPT AVN BN; 01439A000--AVIATION UNIT MAINT CO; Etc.  1,038 instances.  Source:  Army System Architecture Products Database Version 0.41 (August 1997).

· STANDARD-REQUIREMENT-CODE Date—The date that a specific STANDARD-REQUIREMENT-CODE was formally approved.  Source:  SIGCEN/SA (June 1998), modified during the CADM-ASA Workshop (17-19 June 1998).

Table 486.  (Cont’d)

Entity
Attribute Specifications

STANDARD-REQUIREMENT-CODE (Cont’d)
· STANDARD-REQUIREMENT-CODE Status Code—The code that represents the approval condition for a STANDARD-REQUIREMENT-CODE.  Source:  SIGCEN/SA (June 1998),  modified during the CADM-ASA Workshop (17-19 June 1998).  Example domain values are:  Approved; Proposed; Disapproved; Conceptual; Archived; Not specified; Not known.

· STANDARD-REQUIREMENT-CODE Name—The name of the STANDARD-REQUIREMENT-CODE.  Source:  SIGCEN/SA (June 1998).

SYSTEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL 
· ORGANIZATION-TYPE IDENTIFIER (PK) (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE.

· ORGANIZATION-TYPE-ESTABLISHMENT IDENTIFIER (PK) (FK)—(15351) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE-ESTABLISHMENT.

· SYSTEM Identifier (PK) (FK)—(33206/1) (D)  THE IDENTIFIER THAT REPRESENTS A SYSTEM.  (DDDS, June 1998)  From CADM 1.0:—The unique identifier of a specific SYSTEM.

· SYSTEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL Quantity—The quantity of a SYSTEM to be assigned to a specific ORGANIZATION-TYPE.  Based on MATERIEL-ITEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL—(11786) (A)  THE QUANTITY OF A MATERIEL-ITEM TO BE ASSIGNED TO A SPECIFIC ORGANIZATION-TYPE.

ARMY-MAT-ITEM-ORG-TYPE-EST-DETAIL (illustrated in Table 487) is defined as a MATERIEL-ITEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL as tracked by netViz.

Table 487.  ARMY-MAT-ITEM-ORG-TYPE-EST-DETAIL Instance Table

ARMY-MAT-ITEM-ORG-TYPE-EST-DETAIL

MAT-ITEM Id (FK)
ORG-TYPE 

Id (FK)
ORG-TYPE-EST Id (FK)
Approved Flag Code
Addition Flag Code
Change Initials Text
Deletion Flag Code


Rationale Text

1148
652
29805
0
-1
RSL
0
Force XXI Requirement supported by TOE

1156
652
29805
-1
0
JPS
-1
Approved as of Dec 97 OPFAC Bd Not Required for FXXI

1157
652
29805
-1
0
RSL
0
Approved as of Dec 97 OPFAC Bd

1157
652
29806
-1
0
RSL
0
Approved as of Dec 97 OPFAC Bd

1038
652
29807
-1
0
RSL
0
Approved as of Dec 97 OPFAC Bd

1046
652
29807
0
-1
JKM
0
Emerging requirement

1148
652
29807
0
-1
JKM
0
Authorized in TOE

1163
652
29807
0
-1
JKM
0
Replaces TCU

1166
652
29807
0
-1
JKM
0
Emerging requirement

1038
652
29808
-1
0
RSL
0
Approved as of Dec 97 OPFAC Bd

1046
652
29808
0
-1
JKM
0
Emerging requirement

1066
652
29808
-1
0
RSL
0
Approved as of Dec 97 OPFAC Bd

1070
652
29808
-1
0
RSL
-1
Approved as of Dec 97 OPFAC Bd

1095
652
29808
-1
0
RSL
0
Approved as of Dec 97 OPFAC Bd

1148
652
29808
-1
0
RSL
0
Approved as of Dec 97 OPFAC Bd

1163
652
29808
-1
0
RSL
0
Approved as of Dec 97 OPFAC Bd

1166
652
29808
0
-1
JKM
0
Emerging requirement

Omitted from this instance table are the following attributes:  TOE Supported Flag Code and TOE Remark Text.

ARMY-ORGANIZATION-TYPE-ESTABLISHMENT (illustrated in Table 488) is defined as characteristics of an ORGANIZATION-TYPE-ESTABLISHMENT of interest to the U.S. Army.  This entity adds to the approved entity  two attributes often used to characterize an establishment:  STANDARD-REQUIREMENT-CODE Number Id and OPFAC-RULE Code.

Table 488.  ARMY-ORGANIZATION-TYPE-ESTABLISHMENT Instance Table

ARMY-ORGANIZATION-TYPE-ESTABLISHMENT

ORG-TYPE Identifier (FK)
ORG-TYPE-ESTAB. Id (FK)
STANDARD-REQUIREMENT-CODE Number Id (FK)
OPFAC-RULE Code (FK)
TOE Para Number
Oper Elem Multiplier No.

652
29805
11402F200
SF201
13
1

652
29806
11402F200
S5251
1
1

652
29807
11402F200
SHIS1
6
2

652
29808
11402F200
SINC0
5
1

652
29809
11402F200
SA3IA
10
1

652
29810
11402F200
S5720
1
1

652
29811
11402F200
SA202
10
1

652
29812
11402F200
SI350
12
1

652
29813
11402F200
SIGW0
12
1

652
29814
11402F200
SH201
14
1

652
29815
11402F200
S5200
1
1

652
29816
11402F200
S5241
1
1

652
29817
11402F200
SH811
4
1

652
29818
11402F200
S3880
8
1

652
29819
11402F200
S5210
1
1

652
29820
11402F200
S5230
6
1

652
29821
11402F200
SI643
16
1

652
29822
11402F200
S3BK0
9
1

652
29823
11402F200
SH360
12
1

652
29824
11402F200
S5800
1
1

652
29825
11402F200
S3882
8
1

652
29826
11402F200
SHBK2
11
1

652
29827
11402F200
S3881
8
1

652
29828
11402F200
SH9G2
2
1

652
29829
11402F200
SH880
3
1

652
29830
11402F200
SH8C4
6
1

652
29831
11402F200
S5291
6
1

652
29832
11402L200
S5720
1
1

652
29833
11402L200
S5251
1
1

652
29834
11402L200
SINC0
5
1

652
29835
11402L200
SH821
6
1

652
29836
11402L200
S5200
1
1

652
29837
11402L200
S5210
1
1

652
29838
11402L200
SA202
10
1

ORGANIZATION-TYPE-ESTABLISHMENT

ORGANIZATION-TYPE Identifier (FK)
ORGANIZATION-TYPE-ESTABLISHMENT Identifier

ORGANIZATION-TYPE-ESTABLISHMENT Name

652
29805
SPT PLT LDR

652
29806
MSE BDE S4 OFF

652
29807
MSE BDE SCC

652
29808
NETWORK CONTROL BR

652
29809
OPS & MAINT

652
29810
SIG BDE CSM

652
29811
SIG BDE HHC CDR

652
29812
WRECKER

652
29813
SIGNAL SPT POL VEH

652
29814
TACSAT SEC CH

652
29815
SIG BDE CDR

652
29816
MSE BDE S3 OFF

652
29817
SIGNAL ENGINEERING BR

652
29818
CORPS SIG OFC (CMAIN)

652
29819
SIG BDE DCDR

652
29820
BDE S2 OFF

652
29821
CHAPLAIN/UMT

652
29822
CORPS COMSEC OFC

652
29823
BDE MOTOR MAINT SEC

Table 488.  (Cont’d)

ORGANIZATION-TYPE-ESTABLISHMENT (Cont’d)

ORGANIZATION-TYPE Identifier (FK)
ORGANIZATION-TYPE-ESTABLISHMENT Identifier

ORGANIZATION-TYPE-ESTABLISHMENT Name

652
29824
MSE BDE S1 OFF

652
29825
CORPS SIGNAL OFC REAR

652
29826
BDE C-E MAINT SEC

652
29827
CORPS SIGNAL OFC TAC

652
29828
MSE BDE ADMIN SEC (-)

652
29829
MSE BDE LOG SEC

652
29830
MSE BDE PLANS/INTEL

652
29831
CHEMICAL OFF

652
29832
SIG BDE CSM

652
29833
MSE BDE S4 OFF

652
29834
NETWORK CONTROL BR

652
29835
PLANS/INTEL SECTION

652
29836
SIG BDE CDR

652
29837
SIG BDE DCDR

652
29838
SIG BDE HHC CDR

Omitted from the ORGANIZATION-TYPE-ESTABLISHMENT instance table are the following attributes:  Effective Calendar Date, Effective Time, Environmental Condition Code, and Type Code.

MATERIEL-ITEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL (illustrated in Table 489) is from the DoD Data Model and the C2 Core Data Model and is defined as [(1108) (A)] a set of parameters pertaining to the specification of the MATERIEL-ITEMs that are established for an ORGANIZATION-TYPE under particular conditions.  This entity counts the numbers of various instances of MATERIEL-ITEM assigned to or otherwise associated with the MATERIEL-ITEM-ESTABLISHMENT of a specific MATERIEL-ITEM.

Table 489.  MATERIEL-ITEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL Instance Table

MATERIEL-ITEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL

MAT-ITEM Id (FK)
ORG-TYPE Id (FK)
ORG-TYPE-EST Id (FK)
MAT-ITEM-ORG-TYPE-EST-DETAIL 
Quantity
MAT-ITEM-ORG-TYPE-EST-DETAIL 
Authorized Supply Rate
MAT-ITEM-ORG-TYPE-EST-DETAIL 
Critical Supply Rate

1038
652
29807
2
(
(

1038
652
29808
6
(
(

1046
652
29807
1
(
(

1046
652
29808
1
(
(

1066
652
29808
1
(
(

1070
652
29808
2
(
(

1095
652
29808
10
(
(

1148
652
29805
1
(
(

1148
652
29807
2
(
(

1148
652
29808
4
(
(

1156
652
29805
1
(
(

1157
652
29805
1
(
(

1157
652
29806
1
(
(

1163
652
29807
2
(
(

1163
652
29808
4
(
(

1166
652
29807
1
(
(

1166
652
29808
1
(
(

MATERIEL-ITEM

MAT-ITEM Id
MAT-ITEM Type Code
MATERIEL-ITEM Name

1038
12
TA-1042A/U  - TELEPHONE, DIGITAL NON-SECURE VOICE

1046
12
LOCAL AREA NETWORK (LAN) 4 PORT ETHERNET ROUTER/SW

1066
12
AN/GRC-193A - RADIO SET, HF, AM, HIGH POWER IHFR

1070
12
CHS-II HCU-2, RUNNING ISYSCON SERVER SOFTWARE

1095
12
CHS-II LCU, RUNNING  ISYSCON REMOTE/WORKSTATION SO

1148
12
KY-68 - SPEECH SECURITY EQUIP, DIGITAL SUBSCRIBER

1156
12
TA-1035/U - TELEPHONE, DIGITAL NONSECURE VOICE (MS

1157
12
MSRT: AN/VRC-97 TERMINAL, RADIOTELEPHONE, MOBILE S

1163
12
TCU-V2, USING ISYSCON SOFTWARE

1166
12
NETWORK TACTICAL GUARD: HARDWARE

NETVIZ-ORG-TYPE-ORG-TYPE-EST-DETAIL (illustrated in Table 490) is defined as characteristics of an ORGANIZATION-TYPE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL of interest to the U.S. Army.  

Table 490.  NETVIZ-ORG-TYPE-ORG-TYPE-EST-DETAIL Instance Table

NETVIZ-ORG-TYPE-ORG-TYPE-EST-DETAIL

Estab-lished 

ORG-TYPE-EST Id (FK)

ORG-TYPE-EST Id (FK)
Included ORG-TYPE-EST Id (FK)



Approved Flag Code


Addition Flag Code


Change Initials Text


Deletion Flag Code



Rationale Text


TOE Supported Flag Code


TOE Remark Text

652
29805
5899
(
(
(
(
(
(
(

652
29806
5029
(
(
(
(
(
(
(

652
29807
5030
(
(
(
(
(
(
(

652
29808
5088
(
(
(
(
(
(
(

652
29811
5802
(
(
(
(
(
(
(

652
29812
6442
(
(
(
(
(
(
(

652
29813
5836
(
(
(
(
(
(
(

652
29814
6062
(
(
(
(
(
(
(

652
29815
5800
(
(
(
(
(
(
(

652
29816
5028
(
(
(
(
(
(
(

652
29817
5827
(
(
(
(
(
(
(

652
29819
5801
(
(
(
(
(
(
(

652
29820
2868
(
(
(
(
(
(
(

652
29821
3182
(
(
(
(
(
(
(

652
29822
3499
(
(
(
(
(
(
(

652
29826
2836
(
(
(
(
(
(
(

652
29828
5024
(
(
(
(
(
(
(

652
29829
5025
(
(
(
(
(
(
(

652
29830
5026
(
(
(
(
(
(
(

652
29831
3200
(
(
(
(
(
(
(

NETVIZ-ORG-TYPE-ORG-TYPE-EST-DETAIL-CP-CROSSWALK (illustrated in Table 491) is defined as an association of an instance of a specific COMMAND-POST with an instance of NETVIZ-ORG-TYPE-ORG-TYPE-EST-DETAIL.  [Source:  Integrated Product Team on Data Modeling for Army Systems Architecture, 17 Sep 98.]  In some instances, a specific COMMAND-POST-CELL is also associated with an instance of NETVIZ-ORG-TYPE-ORG-TYPE-EST-DETAIL-CP-CROSSWALK.

Table 491.  NETVIZ-ORG-TYPE-ORG-TYPE-EST-DETAIL-CP-CROSSWALK Instance Table

NETVIZ-ORG-TYPE-ORG-TYPE-EST-DETAIL-CP-CROSSWALK

Established 

ORG-TYPE Id (FK)
ORG-TYPE-EST Id (FK)
Included 

ORG-TYPE Id (FK)
Command Post 
ORG-TYPE Identifier
Command Post Cell 

ORG-TYPE Identifier (FK)

652
29805
5899
1626
3

652
29807
5030
1626
24

652
29808
5088
1626
24

652
29814
6062
1626
3

652
29815
5800
1626
7

652
29816
5028
1626
10

652
29817
5827
1626
9

652
29819
5801
1626
7

652
29820
2868
1626
23

652
29822
3499
1626
24

652
29830
5026
1626
10

652
29831
3200
1626
10

652
29806
5029
1628
3

652
29811
5802
1628
3

652
29812
6442
1628
3

652
29813
5836
1628
3

652
29821
3182
1628
3

652
29826
2836
1628
3

652
29828
5024
1628
3

652
29829
5025
1628
3

NETWORK-USE (illustrated in Table 492) is defined as a class of NETWORK.

Table 492.  NETWORK-USE Instance Table

NETWORK-USE

NETWORK-USE Code
NETWORK-USE Name

0
N/A

1
CMD/OPS (FM)

2
OPS/INTELL (HF)

3
INTEL

4
ADMIN/LOG (FM)

5
FIRE SUPPORT (HF)

6
FIRE SUPPORT (FM)

7
OPS/FIRE 1, 2, 3

8
CMD/OPS (HF)

9
OPS/INTELL (FM)

10
SURVIVAL

11
DATA

12
NAVIGATION

13
MULTIPLEX

14
RWI/NRI

15
RETRANS

16
MOVEMENT CONTROL (HF)

17
AVIATION/FLT OPS

18
SYSTEMS/REGULATING

19
OPS NET 1

20
HVY MORTOR FIRE DIRECT

21
FIRE DIRECTION 1, 2, 3

22
COUNTER/FIRE (HF)

23
CF2 (RATT)

24
TRGT ACQUIST/INTEL

25
SURVEY

26
ARTY FD (RATT)

27
FIRE CONTROL

28
RECON

29
TEST/BENCH

30
WEATHER

Table 492.  (Cont’d)

NETWORK-USE Code
NETWORK-USE Name

31
T&R

32
EARLY WARNING

33
AIR DEFENSE COORD (HF)

34
AME EXCHANGE

35
SECURITY

36
LAUNCHER

37
MANPADS

38
SENSOR

39
DECEP/OPS

40
OPS (HF)

41
OPS (FM)

42
MATERIEL MGMT

43
LOG OPS (HF)

44
CMD/OPS (UHF)

45
MED OPS

46
INTEL (UHF)

47
CMD/OPS (TAC-SATCOM)

48
INTEL (TAC-SATCOM)

49
REAR BATTLE

50
REAR OPS (FM)

51
PROPAGANDA DISSEM

52
REAR OPS (HF)

53
PM OPS

54
AIR DEFENSE COORD (FM)

55
AIR COORD/TRANSITIONS

56
SPECIAL INTEL

57
SEARCH/RESCUE (SAR)

58
SUPPORTING ARMS

59
CMD (HF)

60
CMD/TRANSITION

61
NEO EVACUATION

62
MED REQ

63
OPS/INTELL (TAC-SATCOM)

64
LOG/OPS (FM)

65
REGULATING/ENGINEERING

66
CMD (FM)

67
CMD (TAC-SATCOM)

68
ADMIN/LOG (TAC-SATCOM)

69
FIRE DIRECTION 2

70
FIRE DIRECTION 3

71
OPS/FIRE 1

72
OPS/FIRE 2

73
OPS/FIRE 3

74
TOC LAN - (S)

75
TOC CELL LAN - (S)

76
TOC LAN - (SBU)

77
TOC CELL LAN - (SBU)

78
TOC LAN - (TS)

79
TOC CELL LAN - (TS)

80
PLATFORM LAN - (S)

81
PLATFORM LAN - (SBU)

82
PLATFORM LAN - (TS)

83
WARFIGHTER (SPITFIRE)

84
INTEL (SPITFIRE)

85
FIRE SUPPORT (SPITFIRE)

86
ADMIN/LOG (SPITFIRE)

87
ARTY CMD/OPS (SPITFIRE)

88
MLRS CMD/OPS (SPITFIRE)

89
GBS-BADD

NETWORK-MATERIEL-ITEM (illustrated in Table 493) is defined as an association of an instance of MATERIEL-ITEM with an instance of NETWORK-USE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL.  [Source:  Integrated Product Team on Data Modeling for Army Systems Architecture, 17 Sep 98.]

Table 493.  NETWORK-USE-ESTABLISHMENT-MATERIEL-ITEM Instance Table

NETWORK-USE-ESTABLISHMENT-MATERIEL-ITEM 



MATERIEL 
Id (FK)


ORG-TYPE Id (FK)


NETWORK-USE Code (FK)


ORG-TYPE-EST Id (FK)
NETWORK-USE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL Echelon Code
OPERATIONAL-FACILITY-NETWORK-TYPE Code

1066
2168
1
22561
2
S2 (Signal Support)

1066
2172
1
22661
5
S2

1066
2173
1
22664
5
S2

1066
2174
1
22648
4
S2

1066
2175
1
22623
B
S2

1066
2176
1
22582
3
S2

1066
2177
1
22662
5
S2

1066
2178
1
22603
8
S2

1066
2180
1
22632
C
S2

1066
2191
1
22634
F
S2

1066
2192
1
22585
3
S2

1066
2193
1
22636
F
S2

1066
2195
1
22656
4
S2

1066
2198
1
22587
3
S2

1066
2199
1
22624
B
S2

1066
2209
1
22666
5
S2

NETWORK-USE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL (illustrated in Table 494) is defined as a MATERIEL-ITEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL as tracked by netViz.

Table 494.  NETWORK-USE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL Instance Table

NETWORK-USE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL

NETWORK-USE Code (FK)
ORG-TYPE Id (FK)
ORG-TYPE-EST Id (FK)

Echelon Code
Local Area Network Flag Code
Status Code

Quantity

1
2168
22561
2
(
4
1

1
2172
22661
5
(
4
1

1
2173
22664
5
(
1
1

1
2174
22648
4
(
4
1

1
2175
22623
B
(
1
1

1
2176
22582
3
(
1
1

1
2177
22662
5
(
1
1

1
2178
22603
8
(
1
1

1
2180
22632
C
(
4
1

1
2191
22634
F
(
1
1

1
2192
22585
3
(
1
1

1
2193
22636
F
(
1
1

1
2195
22656
4
(
1
1

1
2198
22587
3
(
1
1

1
2199
22624
B
(
4
1

1
2209
22666
5
(
1
1

1
2220
22606
8
(
1
1

1
2222
22591
3
(
4
1

OPERATIONAL-FACILITY-RULE or OPFAC-RULE (illustrated in Table 495) is defined as a nomenclature for identifying the allocation or other identification of instances of MATERIEL-ITEM and ORGANIZATION-TYPE for a specific ORGANIZATION-TYPE (e.g., an OPERATIONAL-FACILITY or OPERATIONAL-ELEMENT within an OPERATIONAL-FACILITY).  [ASA Data Model and C4RDP]

Table 495.  OPERATIONAL-FACILITY-RULE Instance Table

OPERATIONAL-FACILITY-RULE


OPFAC-RULE Code
OPER’L-ELEMENT-TYPE Code
OPFAC-RULE Echelon Code



OPFAC-RULE Name
OPFAC-RULE Proponent Code
OPFAC-RULE Status Code


OPFAC-RULE Remark Text

S3880
88
3
CORPS SIGNAL OFFICE (MAIN)
S
N
(

S3881
88
3
CORPS SIGNAL OFFICE (TAC)
S
N
(

S3882
88
3
CORPS SIGNAL OFFICE (REAR)
S
N
(

S3BK0
BK
3
CORPS COMSEC OFFICE
S
N
(

S5200
20
5
MSE SIG BDE CDR (CORPS)
S
N
(

S5210
21
5
MSE SIG BDE DCDR (CORPS)
S
N
(

S5230
23
5
MSE SIG BDE S2 OFFICER
S
N
(

S5241
24
5
MSE SIG BDE S3 OFF
S
N
(

S5291
29
5
MSE SIG BDE CHEM OFFICER
S
N
(

S5720
72
5
SIG BDE CSM
S
N
(

S5800
80
5
MSE SIG BDE S1 OFF
S
N
(

S5801
80
5
MSE SIG BDE ADMIN SEC (EAC)
S
1
LEGACY OPFAC RULE

S5820
82
5
SIG BDE S2/PLAN SEC (EAC)
S
1
LEGACY OPFAC RULE

S5821
82
5
SIG BDE S2/PLANS SEC (ECB)
S
1
LEGACY OPFAC RULE

S5822
82
5
MSE SIG BDE S2 OFFICER
S
1
LEGACY OPFAC RULE

S5823
82
5
SIG BDE S2 OFF (EAC)
S
1
LEGACY OPFAC RULE

S5891
89
5
MSE SIG BDE LOG SEC (CORPS)
S
1
LEGACY OPFAC RULE

S5892
89
5
SIG BDE S4 SEC (EAC)
S
1
LEGACY OPFAC RULE

S59G0
9G
5
THTR SIG BDE ADMIN SEC(EAC)
S
1
LEGACY OPFAC RULE.

S5G60
G6
5
BDE S6 SEC
S
4
CONCEPTUAL ARCHITECTURE

S5NC0
NC
5
MSE SIG BDE NETCON BR TM
S
1
LEGACY OPFAC RULE

S8200
20
8
SIG BN CDR
S
N
(

S8201
20
8
SOF SIG BN CDR (EAC)
S
N
(

S8202
20
8
MSE SIG BN CDR (DIV)
S
N
(

S8203
20
8
SIG BN CDR (EAC)
S
N
(

S8204
20
8
THTR TAC SIG BN CDR (EAC)
S
N
EAC CONTINGENCY BDE

S8210
21
8
SIG BN XO (EAC)
S
N
(

S8211
21
8
SIG BN XO (DIV/CORPS)
S
N
(

S8212
21
8
ADA SIG BN XO
S
N
(

S8213
21
8
THTR SIG BN XO (EAC)
S
N
CONTINGENCY BDE

S8220
22
8
MSE SIG BN S1 OFFICER (DIV)
S
1
LEGACY OPFAC RULE

S8240
24
8
SIG BN S3 OFF (DIV/CORPS)
S
N
(

S8250
25
8
SIG BN S4 OFF
S
N
(

Table 495.  (Cont’d)


OPFAC-RULE Code
OPER’L-ELEMENT-TYPE Code
OPFAC-RULE Echelon Code



OPFAC-RULE Name
OPFAC-RULE Proponent Code
OPFAC-RULE Status Code


OPFAC-RULE Remark Text

S83L0
3L
8
THTR TAC SIGBN S3 SEC (EAC)
S
1
LEGACY OPFAC RULE

S8720
72
8
SIG BN CSM
S
N
(

S8750
75
8
CE/COMSEC MAINT SEC(CORPS)
S
1
LEGACY OPFAC RULE

SA202
20
A
SIG BDE HHC CDR
S
N
(

SA3IA
3I
A
HHC OPS/MAINT SEC
S
N
(

SH201
20
H
TACSAT SEC CHIEF
S
N
(

SH360
36
H
MOTOR MAINT SEC (ECB)
S
N
(

SH811
81
H
MSE SIG BDE SIG ENG BR(CORP)
S
N
(

SH821
82
H
SIG BDE S2/PLANS SEC (ECB)
S
N
(

SH880
88
H
MSE SIG BDE LOG SEC (CORPS)
S
N
(

SH8C4
8C
H
MSE SIG BDE PLANS/INTEL SEC
S
N
(

SH9G2
9G
H
MSE SIG BDE ADMIN SEC (EAC)
S
N
(

SHBK2
BK
H
CE/COMSEC MAINT SEC(CORPS)
S
N
ONE(1) RADIO/TEST SHELTER

SHIS1
IS
H
MSE SIG BDE SYS CTRL CTR
S
N
(

SI350
35
I
WRECKER
S
N
(

SI643
64
I
CHAPLAIN/UMT (CORPS)
S
N
(

SIGW0
GW
I
SIGNAL SPT FUEL TANKER
S
N
(

SINC0
NC
I
MSE SIGBDE NETCON BR TM
S
N
TWO(2) ISYSCON IN (PARA 05) ONE(1) PER TM

Omitted from this instance table is the following attribute:  Operational-Element ORG-TYPE Id (FK).

ORGANIZATION-TYPE-ASSOCIATION (illustrated in Table 496) is defined as a relationship between on ORGANIZATION-TYPE and another ORGANIZATION-TYPE.  Classes of relationship (distinguished by the Type Code) are the following:   Is a command post cell of, s an operational facility for, s a component of, Is essentially the same as, Replaces, Is usually collocated with, and Supports.

Table 496.  ORGANIZATION-TYPE-ASSOCIATION Instance Table

ORGANIZATION-TYPE-ASSOCIATION

Subordinate ORGANIZATION-TYPE Identifier (FK)
Ordinate ORGANIZATION-TYPE Identifier (FK)
ORGANIZATION-TYPE-ASSOCIATION Identifier
ORGANIZATION-TYPE-ASSOCIATION Type Code











ORGANIZATION-TYPE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL (illustrated in Table 497) is from the DoD Data Model and the C2 Core Data Model and is defined as [(1107) (A)] a set of parameters pertaining to the specification of the ORGANIZATION-TYPEs that are established for an ORGANIZATION-TYPE under particular conditions. This entity is used to specify the table of organization for a specific ORGANIZATION-TYPE and a specific ORGANIZATION-TYPE-ESTABLISHMENT associated to it.

Table 497.  ORGANIZATION-TYPE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL Instance Table Template

ORGANIZATION-TYPE-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL

Established 

ORG-TYPE-EST Id (FK)
ORG-TYPE-EST Id 
(FK)
Included 

ORG-TYPE-EST Id (FK)

ORG-TYPE-ORG-TYPE-EST-DETAIL 
Quantity











STANDARD-REQUIREMENT-CODE (illustrated in Table 498) is defined as a nomenclature for identifying tables of organization and equipment (TO&E) for the U.S. Army down to company level.

Table 498.  STANDARD-REQUIREMENT-CODE Instance Table

STANDARD-REQUIREMENT-CODE

STANDARD-REQUIREMENT-CODE Number Identifier
STANDARD-
REQUIREMENT-CODE 
Date
STANDARD-
REQUIREMENT-CODE 
Status Code
STANDARD-REQUIREMENT-CODE Name

11402B400
11/1/94 0:00:00
1
HHC CORPS SIG BDE (MSE)

11402F200
(
4
HHC CORPS SIG BDE (MSE) (FORCE XXI)

11402L200
3/1/96 0:00:00
1
HHC CORPS SIG BDE (MSE)

SYSTEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL (illustrated in Table 499) is defined as a set of parameters pertaining to the specification of the SYSTEMs that are established for an ORGANIZATION-TYPE under particular conditions.  

Table 499.  SYSTEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL Instance Table Template

SYSTEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL

ORG-TYPE Id (FK)

ORG-TYPE-EST Id (FK)

SYSTEM 
Identifier (FK)

SYSTEM-ORGANIZATION-TYPE-ESTABLISHMENT-DETAIL 
Quantity











2.
Holdings

Figure 133 presents the Holding View of the ASADM.  The ASADM extends the CADM by adding two holding entities from the DoD Data Model and C2CDM:

· MATERIEL-ITEM-ORGANIZATION-HOLDING-ESTIMATE—(1131/2) (A) An estimation of how many of a specific MATERIEL-ITEM are affiliated with a specific ORGANIZATION.

· ORGANIZATION-TYPE-ORGANIZATION-HOLDING-ESTIMATE—(1135) (A) An estima-tion of how many of a specific ORGANIZATION-TYPE are affiliated with a specific ORGANIZATION.
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Figure 133.  ASA Extension of CADM 2.0—Holdings

Each of these holding entities provide a specification of a quantity (the number of MATERIEL-ITEMs or ORGANIZATION-TYPEs, respectively, held by the ORGANIZATION), date and time, type (e.g., actually counted, estimated without a count), supply characteristics (where appropriate), and an estimate of the accuracy and reliability of the holding estimate.  

Table 500 provides the attribute specifications for the entities that are unique to the ASA View of CADM 2.0 in the Holding area.

Table 500.  Attribute Specifications for ASA-Unique Entities for Holdings

Entity
Attribute Specifications

MATERIEL-ITEM-ORGANIZATION-HOLDING-ESTIMATE
· MATERIEL-ITEM-ORGANIZATION-HOLDING-ESTIMATE IDENTIFIER (PK)—(11878/2) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC MATERIEL-ITEM-ORGANIZATION-HOLDING-ESTIMATE.

· Estimating ORGANIZATION Identifier (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· MATERIEL-ITEM IDENTIFIER (PK) (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· Supply Source ORGANIZATION Identifier (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· MATERIEL-ITEM-ORGANIZATION-HOLDING-ESTIMATE ACCURACY EVALUATION CODE—(11876/2) (A)  THE CODE THAT DENOTES THE GENERAL APPRAISAL OF A SPECIFIC MATERIEL-ITEM-ORGANIZATION-HOLDING-ESTIMATE INDICATING ITS DEGREE OF ACCURACY.  Example domain values are:  01--CONFIRMED; 02--PROBABLE; 03--POSSIBLE; 04--DOUBTFUL; 05--IMPROBABLE; 06--TRUTH CANNOT BE JUDGED.  (DDDS, approved)

· MATERIEL-ITEM-ORGANIZATION-HOLDING-ESTIMATE QUANTITY—(11879/2) (A)  THE ESTIMATED QUANTITY OF A SPECIFIC MATERIEL-ITEM AFFILIATED WITH A SPECIFIC ORGANIZATION, FOR A SPECIFIC MATERIEL-ITEM-ORGANIZATION-HOLDING-ESTIMATE.

· MATERIEL-ITEM-ORGANIZATION-HOLDING-ESTIMATE RELIABILITY EVALUATION CODE—(11891/3) (A)  THE CODE THAT DENOTES THE GENERAL APPRAISAL OF A SPECIFIC MATERIEL-ITEM-ORGANIZATION-HOLDING-ESTIMATE INDICATING ITS DEGREE OF RELIABILITY.  Example domain values are:  01--COMPLETELY RELIABLE; 02--USUALLY RELIABLE; 03--FAIRLY RELIABLE; 04--NOT USUALLY RELIABLE; 05--UNRELIABLE; 06--RELIABILITY CANNOT BE JUDGED.  (DDDS, approved)

· MATERIEL-ITEM-ORGANIZATION-HOLDING-ESTIMATE STATUS CODE—(11901/2) (A)  THE CODE THAT DENOTES THE CONDITION OF A SPECIFIC MATERIEL-ITEM IN A SPECIFIC MATERIEL-ITEM-ORGANIZATION-HOLDING-ESTIMATE.  Domain values are:  01--READY; 02--OPERATIONAL; 03--LIMITED OPERATION; 04--TEMPORARILY NOT OPERATIONAL; 05--OUT OF ACTION; 06--MOVING; 07--ON CALL; 08--BATTLE STATION; 09--RUNWAY ALERT; 10--ON COMBAT AIR PATROL; 11--15-SECOND RESPONSE POSTURE; 12--30-SECOND RESPONSE POSTURE; 13--2-MINUTE RESPONSE POSTURE; 14--5-MINUTE RESPONSE POSTURE; 15--20-MINUTE RESPONSE POSTURE; 16--MORE THAN 20-MINUTE RESPONSE POSTURE.  (DDDS, approved)

· MATERIEL-ITEM-ORGANIZATION-HOLDING-ESTIMATE SUPPLY RATE—(11877/2) (A)  THE RATE OF THE NUMBER OF UNITS OF A SPECIFIC MATERIEL-ITEM THAT ARE PROVIDED TO AN ORGANIZATION.

· MATERIEL-ITEM-ORGANIZATION-HOLDING-ESTIMATE Supply Source Code—The code that denotes the method by which provision of the MATERIEL-ITEM is attained.  Example domain values are:  Lateral transfer; New acquisition; Present (on hand); Authorized but not present; Requested; Temporary loan; Not specified; Not known.

· MATERIEL-ITEM-ORGANIZATION-HOLDING-ESTIMATE TYPE CODE—(11903/2) (A)  THE CODE THAT DENOTES THE SPECIFIC CLASS OF MATERIEL-ITEM-ORGANIZATION-HOLDING-ESTIMATE.  Example domain values are:  01--ACTUAL (ON-HAND, COUNTED); 02--ESTIMATED (NOT COUNTED); 03--ESTIMATED (PROJECTED); 04--CRITICAL LEVEL; 05--ON-REQUISITION.  (DDDS, approved)

· MATERIEL-ITEM-ORGANIZATION-HOLDING-ESTIMATE CALENDAR DATE—(11902/2) (A)  THE CALENDAR DATE OF A MATERIEL-ITEM-ORGANIZATION-HOLDING-ESTIMATE.  (DDDS, June 98)

· MATERIEL-ITEM-ORGANIZATION-HOLDING-ESTIMATE TIME—(18790/2) (A)  THE TIME OF A MATERIEL-ITEM-ORGANIZATION-HOLDING-ESTIMATE.

ORGANIZATION-TYPE-ORGANIZATION-HOLDING-ESTIMATE
· ORGANIZATION-TYPE-ORGANIZATION-HOLDING-ESTIMATE IDENTIFIER (PK)—(11949) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE-ORGANIZATION-HOLDING-ESTIMATE FOR A SPECIFIC ORGANIZATION IN TERMS OF A COUNT OF A SPECIFIC ORGANIZATION-TYPE

· ORGANIZATION IDENTIFIER (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· ORGANIZATION-TYPE IDENTIFIER (PK) (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE.

Table 500.  (Cont’d)

Entity
Attribute Specifications

ORGANIZATION-TYPE-ORGANIZATION-HOLDING-ESTIMATE (Cont’d)
· ORGANIZATION-TYPE-ORGANIZATION-HOLDING-ESTIMATE ACCURACY EVALUATION CODE—(11947/2) (A)  THE CODE THAT DENOTES THE GENERAL APPRAISAL OF A SPECIFIC ORGANIZATION-TYPE-ORGANIZATION-HOLDING-ESTIMATE INDICATING ITS DEGREE OF ACCURACY.  Example domain values are:  01--CONFIRMED; 02--PROBABLE; 03--POSSIBLE; 04--DOUBTFUL; 05--IMPROBABLE; 06--TRUTH CANNOT BE JUDGED.  (DDDS, approved)

· ORGANIZATION-TYPE-ORGANIZATION-HOLDING-ESTIMATE QUANTITY—(11950) (A)  THE ESTIMATED QUANTITY OF A SPECIFIC ORGANIZATION-TYPE AFFILIATED WITH A SPECIFIC ORGANIZATION, FOR A SPECIFIC ORGANIZATION-TYPE-ORGANIZATION-HOLDING-ESTIMATE.

· ORGANIZATION-TYPE-ORGANIZATION-HOLDING-ESTIMATE RELIABILITY EVALUATION CODE—(11951/2) (A)  THE CODE THAT DENOTES THE GENERAL APPRAISAL OF A SPECIFIC ORGANIZATION-TYPE-ORGANIZATION-HOLDING-ESTIMATE INDICATING ITS DEGREE OF RELIABILITY.  Example domain values are:  01--COMPLETELY RELIABLE; 02--USUALLY RELIABLE; 03--FAIRLY RELIABLE; 04--NOT USUALLY RELIABLE; 05--UNRELIABLE; 06--RELIABILITY CANNOT BE JUDGED.  (DDDS, approved)

· ORGANIZATION-TYPE-ORGANIZATION-HOLDING-ESTIMATE STATUS CODE—(11952) (A)  THE CODE THAT DENOTES THE CONDITION OF A SPECIFIC ORGANIZATION-TYPE IN A SPECIFIC ORGANIZATION-TYPE-ORGANIZATION-HOLDING-ESTIMATE.  Example domain values are:  01--READY; 02--OPERATIONAL; 03--LIMITED OPERATION; 04--TEMPORARILY NOT OPERATIONAL; 05--OUT OF ACTION; 06--MOVING; 07--ON CALL; 08--BATTLE STATION; 09--RUNWAY ALERT; 10--ON COMBAT AIR PATROL; 11--15-SECOND RESPONSE POSTURE; 12--30-SECOND RESPONSE POSTURE; 13--2-MINUTE RESPONSE POSTURE; 14--5-MINUTE RESPONSE POSTURE; 15--20-MINUTE RESPONSE POSTURE; 16--MORE THAN 20-MINUTE RESPONSE POSTURE.  (DDDS, approved)

· ORGANIZATION-TYPE-ORGANIZATION-HOLDING-ESTIMATE SUPPLY RATE—(11948) (A)  THE RATE OF THE NUMBER OF UNITS OF A SPECIFIC ORGANIZATION-TYPE THAT ARE PROVIDED TO A SPECIFIC ORGANIZATION.

· ORGANIZATION-TYPE-ORGANIZATION-HOLDING-ESTIMATE TYPE CODE—(11954) (A)  THE CODE THAT DENOTES THE SPECIFIC CLASS OF ORGANIZATION-TYPE-ORGANIZATION-HOLDING-ESTIMATE.  Example domain values are:  01--ACTUAL (ON-HAND, COUNTED); 02--ESTIMATED (NOT COUNTED); 03--ESTIMATED (PROJECTED); 04--CRITICAL LEVEL; 05--ON-REQUISITION.  (DDDS, approved)

· ORGANIZATION-TYPE-ORGANIZATION-HOLDING-ESTIMATE CALENDAR DATE—(11953/2) (A)  THE CALENDAR DATE OF AN ORGANIZATION-TYPE-ORGANIZATION-HOLDING-ESTIMATE.  (DDDS, June 1998)

· ORGANIZATION-TYPE-ORGANIZATION-HOLDING-ESTIMATE TIME—(18798) (A)—THE TIME OF AN ORGANIZATION-TYPE-ORGANIZATION-HOLDING-ESTIMATE.

· ESTIMATING ORGANIZATION IDENTIFIER (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

MATERIEL-ITEM-ORGANIZATION-HOLDING-ESTIMATE (illustrated in Table 501) is from the DoD Data Model and the C2 Core Data Model and is defined as [(1131/2) (A)] An estimation of how many of a specific MATERIEL-ITEM are affiliated with a specific ORGANIZATION. 

Table 501.  MATERIEL-ITEM-ORGANIZATION-HOLDING-ESTIMATE Instance Table Template

MATERIEL-ITEM-ORGANIZATION-HOLDING-ESTIMATE

MAT-ITEM-ORG-HOLDING-ESTIMATE Id (FK)


Est. ORG Id (FK)


MAT-ITEM Id (FK)

Supply Source ORG Id

(FK)


Acc. Eval. Code




Quantity


Reliab. Eval. Code



Status Code



Supply Rate



Type Code























Omitted from this instance table are the following attributes:  Calendar Date and Time.

ORGANIZATION-TYPE-ORGANIZATION-HOLDING-ESTIMATE (illustrated in Table 502) is from the DoD Data Model and the C2 Core Data Model and is defined as [(1135) (A)] an estimation of how many of a specific ORGANIZATION-TYPE are affiliated with a specific ORGANIZATION.

Table 502.  ORGANIZATION-TYPE-ORGANIZATION-HOLDING-ESTIMATE Instance Table Template

ORGANIZATION-TYPE-ORGANIZATION-HOLDING-ESTIMATE

ORG-TYPE-ORG-HOLDING-ESTIMATE Id (FK)


Est. ORG Id (FK)


ORG-TYPE Id (FK)



Acc. Eval. Code




Quantity


Reliab. Eval. Code



Status Code



Supply Rate



Type Code



Calendar Date























Omitted from this instance table is the following attribute:  Time.

3.
Materiel

Figure 134 presents the Organization View of the ASADM.  The ASADM extends the CADM by adding the following three entities from the DoD Data Model and C2CDM:

· MATERIEL (instances of a MATERIEL-ITEM that can be serialized or otherwise uniquely identified)

· MATERIEL-ASSOCIATION (associations of such instances)

· MATERIEL-ORGANIZATION (relations to specific ORGANIZATIONs).

In addition, the following entities were added to the CADM:

· ATM-SWITCH, which has specific instances of SWITCH-TYPE
· MATERIEL-FIELDING, which describes the basic information for obtaining a specific device

· NETVIZ-MATERIEL, which provides netViz-specific information on MATERIEL
· NETVIZ-OBJECT-NODE, which provides netViz-specific information on a NODE (representing a platform, MATERIEL, or NETWORK)

· NETWORK-DEVICE, which has specific instances of MATERIEL for use in NETWORKs

· NETWORK-DEVICE-INTERNET-ADDRESS, which specifies one or more Internet addresses for a device

· NETWORK-DEVICE-PROTOCOL-USAGE, which specifies one or more communications standards for a device

· NETWORK-WORKSTATION, which has computers at which users perform tasks

· NETWORK-DEVICE-WORKSTATION-SOFTWARE-ITEM, which specifies which software is actually loaded into each device

· RADIO, a specific device

· ROUTER, a specific device working at the lower protocols of the Open Systems Interconnection Reference Model.

[image: image129.png]MATERIEL {ASA, C2 Core} is the subject of MATERIEL ASSOCIATION {ASA, C2 Core}

MATERIEL IDENTIFIER s the object of o ORDINATE MATERIEL IDENTIFIER (FK)
MATERIELASSOCIATION IDENTIFIER

MATERIEL-ITEM IDENTIFIER (FK)
MATERIEL SERIALIZED.ITEM CONTROL NUMBER IDENTIFIER | MATERIEL ORGANIZATION {ASA, C2 Core} | SUBORDINATE MATERIEL IDENTIFIER (FK)

[
MATERIEL ALTERNATE IDENTIFIER MATERIEL-ORGANIZATION IDENTIFIER

MATERIEL CATEGORY CODE ORGANIZATION IDENTIFIER (FK) MATERIEL ASSOCIATION TYPE CODE
MATERIEL FRIEND FOE CODE MATERIEL IDENTIFIER (FK)

MATERIEL-ORGANIZATION TYPE CODE
MATERIEL-ORGANIZATION Effective Date

NETWORK-DEVICE {ASA) has NETWORK-DEVICE-PROTOCOL-USAGE {ASA} Py
It NETVIZMATERIEL {ASA Physical Schemal

may be a

{MATERIEL IDENTIFIER (FK) uses for inferfaces. Standard AGREEMENT Identifier (FK) P
NETWORKCDEVICE Category Com NETWORK-DEVICE-PROTOCOL USAGE Identifier | { MATERIEL IDENTIFIER (FK)
2 ategory Code
il diressed WATERIEL IDENTIFIER (FK) NETVIZMATERIEL Alternate Identifier (E1)
Is addressed using L NETVIZ-MATERIEL Catalag Name
NETWORK-DEVICE Category Code T

.
MATERIEL FIELDING {ASA}

{ MATERIEL IDENTIFIER (F)
MATERIEL-FIELDING Identifier

ATM-SWITCH {ASA)

{Network Device MATERIEL Identifier (FK)

*
NETVIZ OBJECT-NODE {ASA Physical Schems

{NODE igentiter (79

MATERIEL-FIELDING Delivery Required Date MATERIEL IDENTIFIER (FK)
RADIO (ASA) MATERIEL-FIELDING Delivery Scheduled Date ORGANIZATION IDENTIFIER (FK)
Network Device MATERIEL Identifier (FK) MATERIEL-FIELDING Name NETVIZ-OBJECT-NODE Cornmand Line Identifier
MATERIELFIELDING Type Code NETVIZ-OBJECT-NODE ldentifier
NETVIZ-OBJECT-NODE Diagrarm View Identifier

ROUTER {ASA] NETWORK-DEVICE-INTERNET-ADDRESS {ASA)

{Network Device MATERIEL Identifier (FK) | { MATERIEL IDENTIFIER (FK)
j INTERNET-ADDRESS Identifier (FK) ‘
NETWORK-DEVICE-INTERNET-ADDRESS Comment Text |

NETWORK-DEVICE-WORKSTATION {ASA
NETWORK-DEVICE-WORKSTATION-SOF TWARE-ITEM {ASA)

{Network Device MATERIEL Identifier (FK)
MATERIELITEM IDENTIFIER (FK) uses { Network Device MATERIEL Identifier (FK)
NETWORK-DEVICE-WORKSTATION Narne may be the type of Software Item MATERIELITEM Identifier (Fk) ‘

COMPUTER-WORKSTATION-TYPE (ASA|
{ MATERIELITEM IDENTIFIER (FK) ]

COMPUTER-WORKSTATION-TYPE Altenate Identifier
COMPUTER-WORKSTATION-TYPE Base Memory Quantity
COMPUTER-WORKSTATION-TYPE Disk Storage Capacity Quantity
COMPUTER-WORKSTATION-TYPE Extemal Storage Capacity Quantity
COMPUTER-WORKSTATION-TYPE External Storage Device Type Name
COMPUTER-WORKSTATION-TYPE Monitor Type Name
COMPUTER-WORKSTATION-TYPE Processor Type Name
COMPUTER-WORKSTATION-TYPE Type Code





Figure 134.  ASA Extension of CADM 2.0—Materiel

Table 503 provides the attribute specifications for the entities that are unique to the ASA View of CADM 2.0 in the Materiel area.

Table 503.  Attribute Specifications for ASA-Unique Entities for Materiel

Entity
Attribute Specifications

ATM-SWITCH 
· Network Device MATERIEL Identifier (PK) (FK)—(11182) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC INSTANCE OF MATERIEL.

MATERIEL
· MATERIEL IDENTIFIER (PK)—(11182) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC INSTANCE OF MATERIEL.

· MATERIEL-ITEM IDENTIFIER (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· MATERIEL-SERIALIZED-ITEM CONTROL NUMBER IDENTIFIER—(10893) (A)  THE IDENTIFIER THAT REPRESENTS THE UNIQUE NUMBER OF A PARTICULAR PHYSICAL ITEM OF ACCOUNTABILITY.

· MATERIEL ALTERNATE IDENTIFIER—(11223) (A)  THE IDENTIFIER THAT REPRESENTS, ALTERNATIVELY, A SPECIFIC INSTANCE OF MATERIEL.

· MATERIEL CATEGORY CODE—(11222/1) (A)  THE CODE THAT DENOTES THE CLASS OF A SPECIFIC MATERIEL.  (33486/2) (C)  THE CODE WHICH DENOTES A SPECIFIC MATERIEL CLASSIFICATION.  Example domain values are:  For DDDS #11222:  01--VEHICLE; 02--WEAPON; 03--MUNITION; 04--SENSOR; 05--SUPPLY.  For DDDS #33486:  None listed in DDDS.

· MATERIEL FRIEND FOE CODE—(11224) (A)  THE CODE THAT DENOTES WHETHER A SPECIFIC MATERIEL IS FRIENDLY.  Example domain values are:  1--FRIEND; 2--FOE; 3--NOT KNOWN; 4--NEUTRAL; 5--NOT SPECIFIED.  (DDDS, approved)

MATERIEL-ASSOCIATION
· ORDINATE MATERIEL IDENTIFIER (PK) (FK)—(11182) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC INSTANCE OF MATERIEL.

· MATERIEL-ASSOCIATION IDENTIFIER (PK)—(11313) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC MATERIEL-ASSOCIATION.

· SUBORDINATE MATERIEL IDENTIFIER (PK) (FK)—(11182) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC INSTANCE OF MATERIEL.

· MATERIEL-ASSOCIATION TYPE CODE—(11316) (A)  THE CODE THAT DENOTES THE CLASS OF ASSOCIATION OF A SPECIFIC MATERIEL WITH ANOTHER SPECIFIC MATERIEL.  Example domain values are:  01--IS A COMPONENT OF; 02--IS A PART FOR; 03--IS CONTAINED IN; 04--IS CONSUMED BY; 05--IS PROTECTED BY.  (DDDS, approved)

MATERIEL-FIELDING 
· MATERIEL IDENTIFIER (PK) (FK)—(11182) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC INSTANCE OF MATERIEL.

· MATERIEL-FIELDING Identifier (PK)—The identifier of a MATERIEL-FIELDING for a specific instance of MATERIEL.

· MATERIEL-FIELDING Delivery Required Date—The date by which receipt of the MATERIEL is needed.

· MATERIEL-FIELDING Delivery Scheduled Date—The date by which receipt of the MATERIEL is planned.

· MATERIEL-FIELDING Name—The name of a specific MATERIEL-FIELDING.

· MATERIEL-FIELDING Type Code—The code that denotes the class of MATERIEL-FIELDING.  Example domain values are:  Lateral transfer; New acquisition; Present (on hand); Authorized but not present; Requested; Temporary loan; Not specified; Not known.

MATERIEL-ORGANIZATION
· MATERIEL-ORGANIZATION IDENTIFIER (PK)—(11319) (A)  THE IDENTIFIER THAT REPRESENTS THE ASSOCIATION BETWEEN A SPECIFIC MATERIEL AND A SPECIFIC ORGANIZATION.

· ORGANIZATION IDENTIFIER (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· MATERIEL IDENTIFIER (PK) (FK)—(11182) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC INSTANCE OF MATERIEL.

· MATERIEL-ORGANIZATION TYPE CODE—(11320) (A)  THE CODE THAT DENOTES THE NATURE OF THE ASSOCIATION BETWEEN A SPECIFIC MATERIEL AND A SPECIFIC ORGANIZATION.  Example domain values are:  01--IS ASSIGNED TO; 02--IS AUTHORIZED FOR; 03--IS POSSESSED BY; 04--IS CONTROLLED BY; 05--IS CONSUMED BY; 06--IS ACCOUNTED BY; 07--IS MAINTAINED BY; 08--IS CAPTURED BY; 09--IS EMPLOYED BY.  (DDDS, approved)

· MATERIEL-ORGANIZATION Effective Date—The beginning of the period of validity of a specific MATERIEL-ORGANIZATION.

NETVIZ-MATERIEL
· MATERIEL IDENTIFIER (PK) (FK)—(11182) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC INSTANCE OF MATERIEL.

· NETVIZ-MATERIEL Alternate Identifier (IE1)—The identifier generated by netViz for a specific NETVIZ-MATERIEL.  Source:  CADM-ASA Workshop (17-19 June 1998).

· NETVIZ-MATERIEL Catalog Name—The netViz catalog icon name for a specific instance of MATERIEL.  Source:  SIGCEN/SA (June 1998).

NETVIZ-OBJECT-NODE
· NODE Identifier (PK) (FK)—The unique identifier of a specific NODE.

· MATERIEL IDENTIFIER (FK)—(11182) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC INSTANCE OF MATERIEL.

Table 503.  (Cont’d)

Entity
Attribute Specifications

NETVIZ-OBJECT-NODE (Cont’d)
· ORGANIZATION IDENTIFIER (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· NETVIZ-OBJECT-NODE Command Line Identifier—The identifier associated with a file location (pathname) that can be executed by the netViz tool.  Source:  SIGCEN/SA (June 1998), modified by the CADM-ASA Workshop (17-19 June 1998).

· NETVIZ-OBJECT-NODE Identifier—The identifier generated by netViz for a specific NETVIZ-OBJECT-NODE.  Source:  CADM-ASA Workshop (17-19 June 1998).

· NETVIZ-OBJECT-NODE Diagram View Identifier—The identifier generated by the netViz tool to locate a specific netViz Diagram.  Source:  CADM-ASA Workshop (17-19 June 1998).

NETWORK-DEVICE 
· MATERIEL IDENTIFIER (PK) (FK)—(11182) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC INSTANCE OF MATERIEL.

· NETWORK-DEVICE Category Code—The code that represents a specific kind of NETWORK-DEVICE.  (ASA Data Model).  Example domain values are:  Router, Radio, Switch (ATM), Workstation.

NETWORK-DEVICE-INTERNET-ADDRESS 
· MATERIEL IDENTIFIER (PK) (FK)—(11182) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC INSTANCE OF MATERIEL.

· INTERNET-ADDRESS Identifier (PK) (FK)—The unique identifier of a specific INTERNET-ADDRESS.

· NETWORK-DEVICE-INTERNET-ADDRESS Comment Text—The text containing remarks regarding the use of a specific NETWORK-DEVICE-INTERNET-ADDRESS.  Source:  CADM-ASA Workshop (17-19 June 1998).

NETWORK-DEVICE-PROTOCOL-USAGE 
· Standard AGREEMENT Identifier (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· NETWORK-DEVICE-PROTOCOL-USAGE Identifier (PK)—The identifier of a specific NETWORK-DEVICE-PROTOCOL-USAGE for a specific NETWORK-DEVICE and a specific PROTOCOL-STANDARD (ASA Data Model).

· MATERIEL IDENTIFIER (PK) (FK)—(11182) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC INSTANCE OF MATERIEL.

NETWORK-DEVICE-WORKSTATION
· Network Device MATERIEL Identifier (PK) (FK)—(11182) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC INSTANCE OF MATERIEL.

· MATERIEL-ITEM IDENTIFIER (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· NETWORK-DEVICE-WORKSTATION Name—The name of a specific NETWORK-DEVICE-WORKSTATION.

NETWORK-DEVICE-WORKSTATION-SOFTWARE-ITEM 
· Network Device MATERIEL Identifier (PK) (FK)—(11182) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC INSTANCE OF MATERIEL.

· Software Item MATERIEL-ITEM Identifier (PK) (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

RADIO 
· Network Device MATERIEL Identifier (PK) (FK)—(11182) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC INSTANCE OF MATERIEL.

ROUTER 
· Network Device MATERIEL Identifier (PK) (FK)—(11182) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC INSTANCE OF MATERIEL.

ATM-SWITCH (illustrated in Table 504) is defined as an implementation of asynchronous transfer mode (ASA Data Model).

Table 504.  ATM-SWITCH Instance Table Template

ATM-SWITCH 

Network Device MATERIEL Identifier (FK)







MATERIEL (illustrated in Table 505) is from the DoD Data Model and the C2 Core Data Model and is defined as [(337) (A)] an object of interest that is non-human, mobile, and physical.  MATERIEL-ITEM is a class of MATERIEL.  An instance of MATERIEL  may have a serial number, tail number, or other identification to distinguish it from all other instances of that class of MATERIEL-ITEM.

Table 505.  MATERIEL Instance Table Template

MATERIEL


MAT-Id
MAT-ITEM Id (FK)
MATERIEL-SERIALIZED-ITEM Control Number Identifier (FK)
MATERIEL 
Alternate Id
MATERIEL Category Code
MATERIEL Friend Foe Code















MATERIEL-ASSOCIATION (illustrated in Table 506) is from the DoD Data Model and the C2 Core Data Model and is defined as [(1028) (A)] the association of a MATERIEL to another MATERIEL.  Classes of the association (distinguished by the Type Code) are the following:  Is a component of, Is a part for, Is contained in, Is consumed by, and Is protected by.

Table 506.  MATERIEL-ASSOCIATION Instance Table Template

MATERIEL-ASSOCIATION

Subordinate 
MATERIEL Identifier (FK)
Ordinate 
MATERIEL Identifier (FK)
MATERIEL-ASSOCIATION Identifier
MATERIEL-ASSOCIATION Type Code











MATERIEL-FIELDING (illustrated in Table 507) is defined as a schedule for obtaining an instance of MATERIEL.

Table 507.  MATERIEL-FIELDING Instance Table Template

MATERIEL-FIELDING


MAT-Id (FK)

MATERIEL-FIELDING Id

MATERIEL-FIELDING Delivery Required Date

MATERIEL-FIELDING Delivery Scheduled Date
MATERIEL-FIELDING Name
MATERIEL-FIELDING Type Code















MATERIEL-ORGANIZATION (illustrated in Table 508) is from the DoD Data Model and the C2 Core Data Model and is defined as [(1030) (A)] the association of a specific MATERIEL with a specific ORGANIZATION.  Classes of the association (distinguished by the Type Code) are the following:  Is assigned to, Is authorized for, Is possessed by, Is controlled by, Is consumed by, Is accounted by, Is maintained by, Is captured by, and Is employed by.

Table 508.  MATERIEL-ORGANIZATION Instance Table Template

MATERIEL-ORGANIZATION


MAT-Id (FK)

ORG Id (FK)
MATERIEL-ORGANIZATION Identifier
MATERIEL-ORGANIZATION Type Code
MATERIEL-ORGANIZATION Effective Date













NETVIZ-MATERIEL (illustrated in Table 509) is defined as an instance of MATERIEL as tracked by netViz.

Table 509.  NETVIZ-MATERIEL Instance Table Template

NETVIZ-MATERIEL

MATERIEL Identifier (FK)
NETVIZ-MATERIEL Alternate Identifier
NETVIZ-MATERIEL Catalog Name









NETVIZ-OBJECT-NODE (illustrated in Table 510) is defined as an instance of MATERIEL-ITEM, ORGANIZATION, or NETWORK that is to be represented using the netViz tool. 

Table 510.  NETVIZ-OBJECT-NODE Instance Table Template

NETVIZ-OBJECT-NODE

NODE Identifier (FK)
MATERIEL Identifier (FK)

ORGANIZATION Identifier (FK)
NETVIZ-OBJECT-NODE Command Line 
Identifier

NETVIZ-OBJECT-NODE Identifier
NETVIZ-OBJECT-NODE Diagram View Identifier















NETWORK-DEVICE (illustrated in Table 511) is defined as an instance of MATERIEL that is used for telecommunications.

Table 511.  NETWORK-DEVICE Instance Table Template

NETWORK-DEVICE

MATERIEL Identifier (FK)
NETWORK-DEVICE Category Code







NETWORK-DEVICE-INTERNET-ADDRESS (illustrated in Table 512) is defined as the association of a specific INTERNET-ADDRESS with a specific NETWORK-DEVICE.

Table 512.  NETWORK-DEVICE-INTERNET-ADDRESS Instance Table Template

NETWORK-DEVICE-INTERNET-ADDRESS 

MATERIEL 
Identifier (FK)
INTERNET-ADDRESS 
Identifier (FK)
NETWORK-DEVICE-INTERNET-ADDRESS Comment Text









NETWORK-DEVICE-PROTOCOL-USAGE (illustrated in Table 513) is defined as the association of a specific PROTOCOL-STANDARD to a specific NETWORK-DEVICE.

Table 513.  NETWORK-DEVICE-PROTOCOL-USAGE Instance Table Template

NETWORK-DEVICE-PROTOCOL-USAGE

MATERIEL Id (FK)
Standard AGREEMENT Identifier (FK)
NETWORK-DEVICE-PROTOCOL-USAGE Identifier









NETWORK-DEVICE-WORKSTATION (illustrated in Table 514) is defined as a NETWORK-DEVICE that provides human access to system capabilities that are often distributed in a network.

Table 514.  NETWORK-DEVICE-WORKSTATION Instance Table Template

NETWORK-DEVICE-WORKSTATION

Network Device 
MATERIEL Identifier (FK)
[Computer Workstation Type]
MATERIEL-ITEM Identifier (FK)

NETWORK-DEVICE-WORKSTATION Name









NETWORK-DEVICE-WORKSTATION-SOFTWARE-ITEM (illustrated in Table 515) is defined as the association of a specific SOFTWARE-ITEM to a specific NETWORK-DEVICE-WORKSTATION.

Table 515.  NETWORK-DEVICE-WORKSTATION-SOFTWARE-ITEM Instance Table Template

NETWORK-DEVICE-WORKSTATION-SOFTWARE-ITEM

Network Device MATERIEL Identifier (FK)
Software Item MATERIEL-ITEM Identifier (FK)







RADIO (illustrated in Table 516) is defined as a NETWORK-DEVICE that supports electromagnetic transmission of information.

Table 516.  RADIO Instance Table Template

RADIO

Network Device MATERIEL Identifier (FK)







ROUTER (illustrated in Table 517) is defined as a NETWORK-DEVICE that supports electromagnetic retransmission of information preserving Network Layer protocols.

Table 517.  ROUTER Instance Table

ROUTER
Network Device MATERIEL Identifier (FK)







4.
Materiel Item

Figure 135 presents the Materiel Item View of the ASADM.  The ASADM extends the CADM by adding the following entities:

· ARMY-MATERIEL-ITEM, which adds attributes such as Stock Number and line item number (LIN) for MATERIEL
· COMPUTER-WORKSTATION-TYPE, a class of network device

· NETVIZ-MATERIEL-ITEM, which provides netViz-specific information on a MATERIEL-ITEM
· RADIO-TYPE, a class of RADIO
· SOFTWARE-ITEM-ASSOCIATION, which specifies groupings and other types of relationships among instances of SOFTWARE-ITEM
· SOFTWARE-ITEM-USE, which provides Army-specific characteristics of classes of SOFTWARE-ITEM employment and the use-specific identifiers for that software

· SWITCH-TYPE, a class of network device acting as a switch.
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Figure 135.  ASA Extension of CADM 2.0—Materiel Item

Table 518 provides the attribute specifications for the entities that are unique to the ASA View of CADM 2.0 in the Materiel Item area.

Table 518.  Attribute Specifications for ASA-Unique Entities for Materiel Item

Entity
Attribute Specifications

ARMY-MATERIEL-ITEM 
· MATERIEL-ITEM IDENTIFIER (PK) (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· ARMY-MATERIEL-ITEM Alternate Identifier (IE1)—The surrogate identifier of a specific ARMY-MATERIEL-ITEM (ASA Data Model).

· ARMY-MATERIEL-ITEM Alternate Name—The surrogate name of a specific ARMY-MATERIEL-ITEM (ASA Data Model).

· ARMY-MATERIEL-ITEM Cost Amount—The Army comprehensive catalog cost amount, as specified in the Army Master Data File (AMDF), for a specific MATERIEL-ITEM.  Source:  PEO-C3S/FIO (June 1998).

· ARMY-MATERIEL-ITEM Line Item Number Identifier—The identifier for a specific MATERIEL-ITEM use, as denoted by the Army Line Item Number (LIN).  Varchar(10).  Source:  PEO-C3S/FIO (June 1998).

· ARMY-MATERIEL-ITEM Nomenclature Name—The name providing the complete entry for the DoD standard military naming system for a specific MATERIEL-ITEM.  Varchar(255)  Source:  PEO-C3S/FIO (June 1998).

· ARMY-MATERIEL-ITEM Stock Number Identifier—The number that represents the specific general service agency schedule for s specific country and item catalog identifier for which the item appears.  Note:  The ASA Data Model will use the NATO Stock Number (NSN), with the form NNNN-MM-KKKKKKK, where NNNN is the federal supply class, MM denotes the country, and KKKKKKK is a meaningless identifier.  Varchar(50).  Source:  CADM-ASA Workshop (17-19 June 1998).

COMPUTER-WORKSTATION-TYPE 
· MATERIEL-ITEM IDENTIFIER (PK) (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· COMPUTER-WORKSTATION-TYPE Alternate Identifier—The surrogate identifier of a specific COMPUTER-WORKSTATION-TYPE.  Long Integer  Source:  SIGCEN/SA (June 1998).COMPUTER-WORKSTATION-TYPE Base Memory Quantity—The size of the random access memory, primary storage, that is configured for the COMPUTER-WORKSTATION-TYPE.  Source:  SIGCEN/SA (June 1998).  Example domain values are:  Memory is in megabytes.

· COMPUTER-WORKSTATION-TYPE Disk Storage Capacity Quantity—The size of the random access memory of the secondary storage unit mounted inside the COMPUTER- WORKSTATION-TYPE.  Source:  SIGCEN/SA (June 1998).

· COMPUTER-WORKSTATION-TYPE External Storage Capacity Quantity—The size of the random access memory of the secondary storage unit mounted outside the COMPUTER- WORKSTATION-TYPE.  Source:  SIGCEN/SA (June 1998).

· COMPUTER-WORKSTATION-TYPE External Storage Device Type Name—The name of the type of the secondary storage unit mounted outside the COMPUTER-WORKSTATION-TYPE.  SIGCEN/SA (June 1998). 

· COMPUTER-WORKSTATION-TYPE Monitor Type Name—The name that denotes the video display unit for the COMPUTER-WORKSTATION-TYPE.  Source:  Army Systems Architecture Data Model.  

· COMPUTER-WORKSTATION-TYPE Processor Type Name—The name that characterizes the central processing unit of the COMPUTER-WORKSTATION-TYPE.  Source:  Army Systems Architecture Data Model.  

· COMPUTER-WORKSTATION-TYPE Type Code—The code that denotes the class of use for the COMPUTER-WORKSTATION-TYPE.  Source:  CADM-ASA Workshop (17-19 June 1998).  Example domain values are:  Laptop, Desktop, Tower, Lightweight Computer Unit (LCU); Hand-held Computer Unit (HCU); ASAS Workstation; Digital Communication Terminal (DCT); Simplified Hand-held Computer Unit (SHCU); Other: Not specified; Not known.

NETVIZ-MATERIEL-ITEM
· MATERIEL-ITEM IDENTIFIER (PK) (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· NETVIZ-MATERIEL-ITEM Catalog Name—The netViz catalog icon name for a specific MATERIEL-ITEM.  Source:  SIGCEN/SA (June 1998).

· NETVIZ-MATERIEL-ITEM Command Line Identifier—The identifier associated with a file location (pathname) that can be executed by the netViz tool.  Source:  SIGCEN/SA (June 1998).

· NETVIZ-MATERIEL-ITEM Height Pixel Quantity—The vertical size in pixels of the NETVIZ icon for a specific MATERIEL-ITEM.  Source:  SIGCEN/SA (June 1998).

· NETVIZ-MATERIEL-ITEM Width Pixel Quantity—The horizontal size in pixels of the NETVIZ icon for a specific MATERIEL-ITEM.  Source:  SIGCEN/SA (June 1998).

Table 518.  (Cont’d)

Entity
Attribute Specifications

RADIO-TYPE
· MATERIEL-ITEM IDENTIFIER (PK) (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· RADIO-TYPE Modulation Type Name—The name of the modulation scheme used by the RADIO-TYPE.  Source:  SIGCEN/SA (June 1998).

· RADIO-TYPE Planning Range Dimension—The useful coverage limit of the RADIO-TYPE for planning purposes.  Source:  SIGCEN/SA (June 1998).  Example domain values are:  Range is in kilometers.

· RADIO-TYPE Frequency Range—The operating electromagnetic frequency range of the RADIO-TYPE.  Source:  SIGCEN/SA (June 1998).

· RADIO-TYPE Throughput Rate—The effective information transfer rate of the RADIO-TYPE.  Source:  SIGCEN/SA (June 1998).

· RADIO-TYPE Receive Signal Measurement Quantity—The receive signal threshold of the RADIO-TYPE.  Source:  SIGCEN/SA (June 1998).

· RADIO-TYPE Signal-to-Noise Ratio Quantity—The signal-to-noise ratio associated to the RADIO-TYPE.  Source:  SIGCEN/SA (June 1998).

· RADIO-TYPE Transmit Power Quantity—The effective transmitter output power of the RADIO-TYPE.  Source:  SIGCEN/SA (June 1998).

· RADIO-TYPE Channel Quantity—The number of distinct radio frequency ranges supported by the RADIO-TYPE.  Source:  SIGCEN/SA (June 1998), modified during the CADM-ASA Workshop (17-19 June 1998).

SOFTWARE-ITEM-ASSOCIATION 
· Subordinate Software Item MATERIAL-ITEM Identifier (PK) (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· SOFTWARE-ITEM-ASSOCIATION Identifier (PK)—The identifier of a SOFTWARE-ITEM-ASSOCIATION for a specific ordinate SOFTWARE-ITEM and a specific ordinate.

· Ordinate Software Item MATERIAL-ITEM Identifier (PK) (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· SOFTWARE-ITEM-ASSOCIATION Type Code—The code that denotes a class of SOFTWARE-ITEM-ASSOCIATION.  Example domain values are:  Requires as supporting software; Requires as part of the operating system; Interfaces directly to; Has as a part; Is provided as part of; Other; Not specified; Not known.

SOFTWARE-ITEM-USE 
· Software Item MATERIEL-ITEM Identifier (PK) (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· SOFTWARE-ITEM-USE Identifier (PK)—The identifier of a specific SOFTWARE-ITEM-USE for a specific SOFTWARE-ITEM.

· SECURITY-CLASSIFICATION CODE (FK)—(26900/1) (A)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (26900/2) (C)  THE CODE THAT REPRESENTS A SECURITY-CLASSIFICATION.  (DDDS, June 1998)

· CAVEATED-SECURITY-CLASSIFICATION Identifier (FK)—The identifier of a CAVEATED-SECURITY-CLASSIFICATION for a specific SECURITY-CLASSIFICATION.  Source:  CADM-ASA Workshop (17-19 June 1998).

· Proponent ORGANIZATION Identifier (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· SOFTWARE-ITEM-USE ABCS Version Identifier—The identifier assigned by the Army Battle Command Systems (ABCS) program to the SOFTWARE-ITEM-USE.  Source:  CADM-ASA Workshop (17-19 June 1998).

· SOFTWARE-ITEM-USE ACDB Version Identifier—The identifier assigned by the Army Common Data Base (ACDB) program to the SOFTWARE-ITEM-USE.  Source:  CADM-ASA Workshop (17-19 June 1998).

· SOFTWARE-ITEM-USE Battlefield Functional Area Name—The name of the battlefield functional area in which the SOFTWARE-ITEM-USE belongs.

· SOFTWARE-ITEM-USE CMP Version Identifier—The identifier of the release of the Common Message Parser (CMP) to which the SOFTWARE-ITEM-USE conforms.  Source:  CADM-ASA Workshop (17-19 June 1998).

· SOFTWARE-ITEM-USE COE Version Identifier—The identifier of the release of the Defense Information Infrastructure (DII) Common Operating Environment (COE) to which the SOFTWARE-ITEM-USE conforms.  Source:  CADM-ASA Workshop (17-19 June 1998).

· SOFTWARE-ITEM-USE Comm /new/—No definition provided (ASA Data Model).  Possibly the identifier of the release of the Army communications software incorporated into the SOFTWARE-ITEM-USE.

· SOFTWARE-ITEM-USE Date—The effective date of a specific SOFTWARE-ITEM-USE.

· SOFTWARE-ITEM-USE DCE Version Identifier—The identifier of the release of the Distributed Computing Environment (DCE) to which the SOFTWARE-ITEM-USE conforms.  Source:  CADM-ASA Workshop (17-19 June 1998).

· SOFTWARE-ITEM-USE Description Text—The text that summarizes a specific SOFTWARE-ITEM-USE.  Source:  CADM-ASA Workshop (17-19 June 1998).

Table 518.  (Cont’d)

Entity
Attribute Specifications

SOFTWARE-ITEM-USE (Cont’d)
· SOFTWARE-ITEM-USE Developer Name—The name of the SOFTWARE-ITEM-USE developer.

· SOFTWARE-ITEM-USE JMTK Version Identifier—The identifier of the release of the Joint Mapping Took Kit (JMTK) to which the SOFTWARE-ITEM-USE conforms.  Source:  CADM-ASA Workshop (17-19 June 1998).

· SOFTWARE-ITEM-USE Name—The name of the SOFTWARE-ITEM-USE.

· SOFTWARE-ITEM-USE Official Patches Description Text—The text that summarizes the authorized changes to a specific SOFTWARE-ITEM-USE.  Source:  CADM-ASA Workshop (17-19 June 1998).

· SOFTWARE-ITEM-USE Official Patches Date—The effective date of the most recent authorized changes to a specific SOFTWARE-ITEM-USE.  Source:  CADM-ASA Workshop (17-19 June 1998).

· SOFTWARE-ITEM-USE Type Code—The code that denotes the class of SOFTWARE-ITEM.  Example domain values are:  Primary; Secondary; Tertiary; Other; Not specified; Not known.

· SOFTWARE-ITEM-USE Version Identifier—The identifier of the release of the SOFTWARE-ITEM.  Source:  CADM-ASA Workshop (17-19 June 1998).

SWITCH-TYPE 
· MATERIEL-ITEM IDENTIFIER (PK) (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· SWITCH-TYPE Type Code—The code that denotes the class of a specific SWITCH-TYPE.  Example domain values are:  Asynchronous transfer mode (ATM) switch; Circuit switch; Router; Gateway; Firewall; Other; Not specified; Not known.

· SWITCH-TYPE Throughput Rate—The effective information transfer rate of the RADIO-TYPE.  Source:  SIGCEN/SA (June 1998).  Example domain values are:  Rate is in kilobits per second.

· SWITCH-TYPE Termination Quantity—The number of subscriber line terminations for the SWITCH-TYPE.

· SWITCH-TYPE Line Receiver Quantity—The number of customers the SWITCH-TYPE can handle.  Source:  SIGCEN/SA (June 1998).

· SWITCH-TYPE Channel Allocation Quantity—The number of data pathways this SWITCH-TYPE can support.  Source:  SIGCEN/SA (June 1998).

· SWITCH-TYPE Type Circuit Service Code—No definition provided (ASA Data Model).  Example domain values are:  Domain values not provided by the Army Systems Architecture.

· SWITCH-TYPE Connection Type Name—The name of the connection type that is available for the SWITCH-TYPE.  Source:  SIGCEN/SA (June 1998).

· SWITCH-TYPE Trunk Type Code—The code that denotes the type of grouping used for the data pathways for a specific SWITCH-TYPE.  Example domain values are:  Examples:  Time division multiplexing; Frequency division multiplexing.

· SWITCH-TYPE Trunk Line Quantity—The number of groups of data pathways for the SWITCH-TYPE.

ARMY-MATERIEL-ITEM (illustrated in Table 519) is defined as the characteristics of a MATERIEL-ITEM of interest to the U.S. Army.

Table 519.  ARMY-MATERIEL-ITEM Instance Table

ARMY-MATERIEL-ITEM


MATERIEL-ITEM Identifier (FK)
ARMY-MATERIEL-ITEM Alternate Identifier

ARMY-MATERIEL-ITEM Alternate Name

ARMY-MATERIEL-ITEM Cost Amount
ARMY-MATERIEL-ITEM Line Item Number Identifier
ARMY-MATERIEL-ITEM Nomenclature Name
ARMY-MATERIEL-ITEM Stock Number Id

1038
(
DNVT TA-1042
(
D60801
(


1046
(
ROUTER/SWITCH 04 PORT
(
ETH1
(


1066
(
GRC-193A
(
H35404
(
5820-01-133-4195

1070
(
ISYSCON TYQ-76A HCU
(
HCU-IS
(


1095
(
ISYSCON TYQ-76A LCU
(
LCU-IS
(


1148
(
DSVT KY-68
(
S64488
(


1156
(
DNVT TA-1035
(
T45408
(
5805-01-149-0608

1157
(
MSRT VRC-97
(
T55957
(


1163
(
ISYSCON TYQ-76A TCU
(
TCU-IS
(


1166
(
TACTICAL GUARD
(
TG-HW
(


MATERIEL-ITEM

MAT-ITEM Id
MAT-ITEM Type Code
MATERIEL-ITEM Name

1038
12
TA-1042A/U  - TELEPHONE, DIGITAL NON-SECURE VOICE

1046
12
LOCAL AREA NETWORK (LAN) 4 PORT ETHERNET ROUTER/SW

1066
12
AN/GRC-193A - RADIO SET, HF, AM, HIGH POWER IHFR

1070
12
CHS-II HCU-2, RUNNING ISYSCON SERVER SOFTWARE

1095
12
CHS-II LCU, RUNNING  ISYSCON REMOTE/WORKSTATION SO

1148
12
KY-68 - SPEECH SECURITY EQUIP, DIGITAL SUBSCRIBER

1156
12
TA-1035/U - TELEPHONE, DIGITAL NONSECURE VOICE (MS

1157
12
MSRT: AN/VRC-97 TERMINAL, RADIOTELEPHONE, MOBILE S

1163
12
TCU-V2, USING ISYSCON SOFTWARE

1166
12
NETWORK TACTICAL GUARD: HARDWARE

COMPUTER-WORKSTATION-TYPE (illustrated in Table 520) is defined as a class of NETWORK-DEVICE-TYPE that provides a direct interface to the user.  

Table 520.  COMPUTER-WORKSTATION-TYPE Instance Table

COMPUTER-WORKSTATION-TYPE


MATERIEL-ITEM Identifier (FK)

COMPUTER-WORKSTATION-TYPE Alternate Identifier
COMPUTER-WORKSTATION-TYPE Disk Storage Capacity Quantity
COMPUTER-WORKSTATION-TYPE External Storage Capacity Quantity
COMPUTER-WORKSTATION-TYPE External Storage Device Type Name

COMPUTER-WORKSTATION-TYPE Type Code















Omitted from this instance table are the following attributes:  Monitor Type Name and Processor Type Name.

NETVIZ-MATERIEL-ITEM (illustrated in Table 521) is defined as a MATERIEL-ITEM as tracked by netViz.  This entity specifies, for example, the size of the icon used to represent the MATERIEL-ITEM.
Table 521.  NETVIZ-MATERIEL-ITEM Instance Table

NETVIZ-MATERIEL-ITEM


MATERIEL-ITEM Identifier (FK)

NETVIZ-MATERIEL-ITEM Catalog Name
NETVIZ-MATERIEL-ITEM Command Line Identifier
NETVIZ-MATERIEL-ITEM Height Pixel Quantity
NETVIZ-MATERIEL-ITEM Width Pixel Quantity

1038
DNVT
DNVT.pps
50
50

1046
ETHERNET SWITCH
ETHERNET.pps
24
107

1066
AN/GRC-193
GRC_193.pps
100
154

1070
NETWORK MANAGEMENT SYSTEMS
ISYSCON.pps
102
100

1095
LIGHTWEIGHT COMPUTER UNIT
ISYSCON.pps
50
50

1148
DSVT
DSVT.pps
50
50

1156
DNVT
DNVT.pps
50
50

1157
AN/VRC-97 MSRT
MSRT.pps
34
60

1163
NETWORK MANAGEMENT SYSTEMS
ISYSCON.pps
102
100

1166
(
TG.pps
(
(

RADIO-TYPE (illustrated in Table 522) is defined as a NETWORK-DEVICE-TYPE that supports electromagnetic transmission of information.

Table 522.  RADIO-TYPE Instance Table Template

RADIO-TYPE

MATERIEL-ITEM Identifier (FK)
RADIO-TYPE Modulation Type Name
RADIO-TYPE Planning Range Dimension

RADIO-TYPE Frequency Range

RADIO-TYPE Throughput Rate
RADIO-TYPE Receive Signal Measurement Quantity

RADIO-TYPE Signal-to-Noise Ratio Quantity

















Omitted from this instance table are the following attributes:  Transmit Power Quantity and Channel Quantity.

SOFTWARE-ITEM-ASSOCIATION (illustrated in Table 523) is defined as the association of one instance of SOFTWARE-ITEM with another instance of SOFTWARE-ITEM.  Classes of the association (distinguished by the Type Code) are the following:  Requires as supporting software, Requires as part of the operating system, Interfaces directly to, Has as a part, Is provided as part of, and Other.

Table 523.  SOFTWARE-ITEM-ASSOCIATION Instance Table Template

SOFTWARE-ITEM-ASSOCIATION

Subordinate Software Item 
MATERIEL Identifier (FK)
Ordinate Software Item 
MATERIEL Identifier (FK)
SOFTWARE-ITEM-ASSOCIATION Identifier
SOFTWARE-ITEM-ASSOCIATION Type Code











SOFTWARE-ITEM-USE (illustrated in Table 524) is defined as characteristics associated with employment of a specific SOFTWARE-ITEM.  [Derived from ASA Data Model entity SOFTWARE-APPLICATION.]

Table 524.  SOFTWARE-ITEM-USE Instance Table Template

SOFTWARE-ITEM-USE

Software Item 
MAT-ITEM Id (FK)

SOFTWARE-ITEM-USE Identifier

SECURITY-CLASSIFICATION CODE (FK)
CAVEATED-SECURITY-CLASSIFICATION Identifier (FK)

Proponent ORGANIZATION Identifier (FK)
SOFTWARE-ITEM-USE ABCS Version Id
SOFTWARE-ITEM-USE ACDB Version Id

















Omitted from this instance table are the following attributes:  Battlefield Functional Area Name, CMP Version Identifier, SOFTWARE-ITEM-USE COE Version Identifier, Comm, Date,  DCE Version Identifier, Description Text, Developer Name, JMTK Version Identifier, Name, Official Patches Description Text, Official Patches Date, Type Code, and Version Identifier.

SWITCH-TYPE (illustrated in Table 525) is defined as a class of NETWORK-DEVICE-TYPE that manages the flow of communications.

Table 525.  SWITCH-TYPE Instance Table Template

SWITCH-TYPE

MATERIEL-ITEM Identifier (FK)

SWITCH-TYPE Type Code
SWITCH-TYPE Throughput Rate
SWITCH-TYPE Termination Quantity

SWITCH-TYPE Line Receiver Quantity
SWITCH-TYPE Channel Allocation Quantity

SWITCH-TYPE Type Circuit Service Code

















Omitted from this instance table are the following attributes:  Connection Type Name, Trunk Type Code, and Trunk Line Quantity.

5.
Network and Node

Figure 136 presents the Network and Node View of the ASADM.  The ASADM extends the CADM by adding the following entities:

· NETVIZ-NETWORK, which provides netViz-specific information on a NETWORK-DEVICE
· NETVIZ-NETWORK-LINE-POINT, which identifies more than one node used to represent a NETWORK (e.g., a local area network)

· NETVIZ-NODE, which provides netViz-specific information on a NODE
· NETVIZ-NODE-LINK-CONNECTION, which provides netViz-specific information on a NODE-LINK, relating two instances of NETVIZ-OBJECT-NODE
· NETWORK-PROTOCOL-USAGE, which specifies one or more communications standards for a NETWORK.
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Figure 136.  ASA Extension of CADM 2.0—Network and Node

Table 526 provides the attribute specifications for the entities that are unique to the ASA View of CADM 2.0 in the Network and Node area.

Table 526.  Attribute Specifications for ASA-Unique Entities for Network and Node

Entity
Attribute Specifications

NETVIZ-NETWORK
· NETWORK Identifier (PK) (FK)—The unique identifier of a specific NETWORK.

· Owning NETVIZ-ORGANIZATION Identifier (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· INTERNET-ADDRESS Identifier (FK)—The unique identifier of a specific INTERNET-ADDRESS.

· NETVIZ-NETWORK Alternate Identifier (IE1)—The surrogate identifier generated by netViz for a NETWORK.

· NETVIZ-NETWORK Background Color Name—The name for the shading behind the graphic representation in netViz for a specific NETWORK.  Source:  PEO-C3S/FIO (June 1998).

· NETVIZ-NETWORK Catalog Name—The netViz catalog icon name for a specific NETVIZ-NETWORK.  Source:  SIGCEN/SA (June 1998).

· NETVIZ-NETWORK Dynamically Attributed Flag Code—The code that represents whether the assignment of the INTERNET-ADDRESS may occur during operations.  Example domain values are:  True (dynamically attributed); False (not dynamically attributed).

· NETVIZ-NETWORK Height Pixel Quantity—The vertical size in pixels of the NETVIZ icon for a specific NETWORK.  Source:  SIGCEN/SA (June 1998).

· NETVIZ-NETWORK Icon Color—The default name of the shading used for the graphic representation in netViz for a specific NETWORK.  Source:  PEO-C3S/FIO (June 1998).

· NETVIZ-NETWORK Name—The name generated by netViz for a specific NETWORK.

· NETVIZ-NETWORK Type Name—The name that denotes the type of NETWORK in netViz.  Source:  SIGCEN/SA (June 1998).

· NETVIZ-NETWORK Width Pixel Quantity—The horizontal size in pixels of the NETVIZ icon for a specific NETWORK.  Source:  SIGCEN/SA (June 1998).

· NETVIZ-NETWORK X-Coordinate—The number of pixels in the horizontal direction relative to the screen origin for netViz presentation.  Source:  SIGCEN/SA (June 1998).

· NETVIZ-NETWORK Y-Coordinate—The number of pixels in the vertical direction relative to the screen origin for netViz presentation.  Source:  SIGCEN/SA (June 1998).

NETVIZ-NETWORK-LINE-POINT
· NETVIZ-NETWORK-LINE-POINT Node Point Identifier (PK)—The Identifier of a NETVIZ-NETWORK-LINE-POINT for a specific NETVIZ-NETWORK.  Source:  CADM-ASA Workshop (17-19 June 1998).

· NETWORK Identifier (PK) (FK)—The unique identifier of a specific NETWORK.

· NETVIZ-NETWORK-LINE-POINT X-Coordinate—The number of pixels in the horizontal direction relative to the screen origin for netViz presentation.  Source:  SIGCEN/SA (June 1998).

· NETVIZ-NETWORK-LINE-POINT Y-Coordinate—The number of pixels in the vertical direction relative to the screen origin for netViz presentation.  Source:  SIGCEN/SA (June 1998).

NETVIZ-NODE
· NODE Identifier (PK) (FK)—The unique identifier of a specific NODE.

· INTERNET-ADDRESS Identifier (FK)—The unique identifier of a specific INTERNET-ADDRESS.

· NETVIZ-NODE Alternate Identifier (IE)—The surrogate identifier generated by netViz for a NODE.

· NETVIZ-NODE Background Color Name—The name for the shading behind the graphic representation in netViz for a specific NODE.  Source:  PEO-C3S/FIO (June 1998).

· NETVIZ-NODE Catalog Name—The netViz catalog icon name for a specific NETVIZ-NODE.  Source:  SIGCEN/SA (June 1998).

· NETVIZ-NODE Height Pixel Quantity—The vertical size in pixels of the NETVIZ icon for a specific NODE.  Source:  SIGCEN/SA (June 1998).

· NETVIZ-NODE Icon Color—The default name of the shading used for the graphic representation in netViz for a specific NODE.  Source:  PEO-C3S/FIO (June 1998).

· NETVIZ-NODE Name—The name generated by netViz for a specific NODE.

· NETVIZ-NODE Width Pixel Quantity—The horizontal size in pixels of the NETVIZ icon for a specific NODE.  Source:  SIGCEN/SA (June 1998).

· NETVIZ-NODE X-Coordinate—The number of pixels in the horizontal direction relative to the screen origin for netViz presentation.  Source:  SIGCEN/SA (June 1998).

· NETVIZ-NODE Y-Coordinate—The number of pixels in the vertical direction relative to the screen origin for netViz presentation.  Source:  SIGCEN/SA (June 1998).

NETVIZ-NODE-LINK-CONNECTION
· Node 1 NODE Identifier (PK) (FK)—The unique identifier of a specific NODE.

· Node 2 NODE Identifier (PK) (FK)—The unique identifier of a specific NODE.

· NODE-ASSOCIATION Identifier (PK) (FK)—The identifier of a NODE-ASSOCIATION for a specific Node 1 NODE and a specific Node 2 NODE.

· NETVIZ-NODE-LINK-CONNECTION Alternate Identifier (IE1)—The identifier generated by netViz for a specific NETVIZ-NODE-LINK-CONNECTION.  Source:  CADM-ASA Workshop (17-19 June 1998).

· NETVIZ-NODE-LINK-CONNECTION Link Type Name—The name that denotes the class of connection for a specific NETVIZ-NODE-LINK-CONNECTION.  Source:  CADM-ASA Workshop (17-19 June 1998).

Table 526.  (Cont’d)

Entity
Attribute Specifications

NETVIZ-NODE-LINK-CONNECTION (Cont’d)
· NETVIZ-NODE-LINK-CONNECTION Update Flag Code—The code that represents the logical value showing whether a specific NODE-LINK is an update to the agreed set of connections.  Source:  PEO-C3S/FIO (June 1998).  Example domain values are:  True (an update); False (not an update).

NETWORK-PROTOCOL-USAGE 
· Standard AGREEMENT Identifier (PK) (FK)—(12495) (A)  THE IDENTIFIER THAT REPRESENTS AN AGREEMENT.

· NETWORK-PROTOCOL-USAGE Identifier (PK)—The identifier of a specific NETWORK-PROTOCOL-USAGE (ASA Data Model).

· NETWORK Identifier (PK) (FK)—The unique identifier of a specific NETWORK.

NETVIZ-NETWORK (illustrated in Table 527) is defined as a NETWORK as tracked by netViz (using the netViz Network Node file) (ASA Data Model).

Table 527.  NETVIZ-NETWORK Instance Table Template

NETVIZ-NETWORK


NETWORK Identifier (FK)
Owning NETVIZ-ORGANIZATION Identifier (FK)
INTERNET-ADDRESS Identifier (FK)
NETVIZ-NETWORK Alternate Identifier
NETVIZ-NETWORK Background Color Name
NETVIZ-NETWORK Catalog Name
NETVIZ-NETWORK Dynamically Attributed Flag Code

















Omitted from this instance table are the following attributes:  Height Pixel Quantity, Icon Color, Name, Width Pixel Quantity, 
X-Coordinate, and Y-Coordinate.

NETVIZ-NETWORK-LINE-POINT (illustrated in Table 528) is defined as the locations for drawing a sequence of lines in the netViz tool for line (e.g., Ethernet) nodes (ASA Data Model).

Table 528.  NETVIZ-NETWORK-LINE-POINT Instance Table Template

NETVIZ-NETWORK-LINE-POINT

NETWORK Identifier (FK)
NETVIZ-NETWORK-LINE-POINT Node Point Identifier
NETVIZ-NETWORK-LINE-POINT X-Coordinate
NETVIZ-NETWORK-LINE-POINT Y-Coordinate











NETVIZ-NODE (illustrated in Table 529) is defined as a NODE as tracked by netViz.

Table 529.  NETVIZ-NODE Instance Table Template

NETVIZ-NODE

NODE Identifier (FK)
INTERNET-ADDRESS Identifier (FK)
NETVIZ-NODE Alternate Identifier
NETVIZ-NODE Background Color Name

NETVIZ-NODE Catalog Name
NETVIZ-NODE Icon Color

NETVIZ-NODE Name

















Omitted from this instance table are the following attributes:  Height Pixel Quantity, Width Pixel Quantity, X-Coordinate, and 
Y-Coordinate.

NETVIZ-NODE-LINK-CONNECTION (illustrated in Table 530) is defined as a NODE-LINK as tracked by netViz (in the netViz Connection File) (ASA Data Model).

Table 530.  NETVIZ-NODE-LINK-CONNECTION Instance Table Template

NETVIZ-NODE-LINK-CONNECTION

[Node Link] NODE-ASSOCIATION Group Id (FK)




Node 1 
NODE Identifier (FK)
Node 2 
NODE Identifier (FK)
NODE-ASSOCIATION Identifier (FK)
NETVIZ-NODE-LINK-CONNECTION Alternate Id
NETVIZ-NODE-
LINK-CONNECTION Link Type Name
NETVIZ-NODE-
LINK-CONNECTION Update Flag Code















NETWORK-PROTOCOL-USAGE (illustrated in Table 531) is defined as the association of a specific PROTOCOL-STANDARD to a specific NETWORK.

Table 531.  NETWORK-PROTOCOL-USAGE Instance Table Template

NETWORK-PROTOCOL-USAGE

NETWORK Identifier (FK)
Standard AGREEMENT Identifier (FK)
NETWORK-PROTOCOL-USAGE Identifier









6.
Organization

Figure 137 presents the Organization View of the ASADM.  The ASADM extends the CADM by adding the following entities:

· COMMAND-POST, one of five classes of ORGANIZATION-TYPEs for which the Army keeps specific information

· COMMAND-POST-CELL, one of five classes of ORGANIZATION-TYPEs for which the Army keeps specific information

· COMMUNICATION-FACILITY, one of five classes of ORGANIZATION-TYPEs for which the Army keeps specific information

· NETVIZ-ORGANIZATION, which provides netViz-specific information on an ORGANIZATION
· NETVIZ-ORGANIZATION-PAGE, which provides netViz-specific information on a specific diagram (naming the highest-level ORGANIZATION represented in the diagram)

· NETVIZ-ORGANIZATION-TYPE, which provides netViz-specific information on an ORGANIZATION-TYPE
· OPERATIONAL-ELEMENT, one of five classes of ORGANIZATION-TYPEs for which the Army keeps specific information

· OPERATIONAL-ELEMENT-TYPE, a class of OPERATIONAL-ELEMENT
· OPERATIONAL-FACILITY, one of five classes of ORGANIZATION-TYPEs for which the Army keeps specific information.
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Figure 137.  ASA Extension of CADM 2.0—Organization

Table 532 provides the attribute specifications for the entities that are unique to the ASA View of CADM 2.0 in the Organization area.

Table 532.  Attribute Specifications for ASA-Unique Entities for Organization

Entity
Attribute Specifications

COMMAND-POST 
· ORGANIZATION-TYPE IDENTIFIER (PK) (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE.

· COMMAND-POST Alternate Identifier (IE1) The surrogate identifier for a specific COMMAND-POST.

COMMAND-POST-CELL 
· ORGANIZATION-TYPE IDENTIFIER (PK) (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE.

· COMMAND-POST-CELL Alternate Identifier (IE1)—The surrogate identifier for a specific COMMAND-POST-CELL.

COMMUNICATION-FACILITY 
· ORGANIZATION-TYPE IDENTIFIER (PK) (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE.

· COMMUNICATION-FACILITY Alternate Identifier (IE1)—The surrogate identifier for a specific COMMUNICATION-FACILITY.

· COMMUNICATION-FACILITY Type Code—The code that denotes a class of COMMUNICATION-FACILITY.  Example domain values are:  SEN--Small Extension Node; LEN--Long Extension Node; NC--Node Center; Not specified; Not known.

NETVIZ-ORGANIZATION
· ORGANIZATION IDENTIFIER (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· ARCHITECTURE Identifier (FK)—The identifier of a specific ARCHITECTURE.

· NETVIZ-ORGANIZATION Alternate Identifier (IE1)—The surrogate  identifier generated by netViz for a specific ORGANIZATION.  Long Integer  Source:  PEO-C3S/FIO (June 1998).

· NETVIZ-ORGANIZATION Full Name Reference Identifier—The name generated by netViz of a specific ORGANIZATION to designate the parentage of the ORGANIZATION within the netViz organizational hierarchy.

· NETVIZ-ORGANIZATION Unit Identifier—The assigned Unit Identification Code (UIC) of the ORGANIZATION.  Source:  PEO-C3S/FIO (June 1998).

· NETVIZ-ORGANIZATION Short Name—The name presented to the netViz user for a specific ORGANIZATION.

NETVIZ-ORGANIZATION-PAGE
· Netviz Organization ORGANIZATION Identifier (PK) (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· ARCHITECTURE Identifier (FK)—The identifier of a specific ARCHITECTURE.

· NETVIZ-ORGANIZATION-PAGE Page Identifier—The identifier that designates one part of the netViz Diagram for a specific NETVIZ-ORGANIZATION-PAGE.  Source:  CADM-ASA Workshop (17-19 June 1988).

· NETVIZ-ORGANIZATION-PAGE Visio Identifier—The identifier for a representation of one part of a netViz Diagram presented by the Visio tool.

· NETVIZ-ORGANIZATION-PAGE X-Coordinate—The number of pixels in the horizontal direction relative to the screen origin for netViz presentation.  Source:  SIGCEN/SA (June 1998).

· NETVIZ-ORGANIZATION-PAGE Y-Coordinate—The number of pixels in the vertical direction relative to the screen origin for netViz presentation.  Source:  SIGCEN/SA (June 1998).

· NETVIZ-ORGANIZATION-PAGE Height Dimension—The vertical size in pixels of the NETVIZ icon for a specific NETVIZ-ORGANIZATION-PAGE.  Source:  SIGCEN/SA (June 1998).

· NETVIZ-ORGANIZATION-PAGE Width Dimension—The horizontal size in pixels of the NETVIZ icon for a specific NETVIZ-ORGANIZATION-PAGE.  Source:  SIGCEN/SA (June 1998).

· NETVIZ-ORGANIZATION-PAGE Font Size Dimension—The vertical dimension of text presented by netViz for a specific NETVIZ-ORGANIZATION-PAGE.  Source:  SIGCEN/SA (June 1998).

· NETVIZ-ORGANIZATION-PAGE Bold Flag Code—The code that represents the logical value showing whether the text for a specific NETVIZ-ORGANIZATION-PAGE is in bold font.  Source:  CADM-ASA Workshop (17-19 June 1988).  Example domain values are:  True (bold font); False (not bold font).

NETVIZ-ORGANIZATION-TYPE
· ORGANIZATION-TYPE IDENTIFIER (PK) (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE.

· NETVIZ-ORGANIZATION-TYPE Command Line—The identifier associated with a file location (pathname) that can be executed by the netViz tool.  Source:  SIGCEN/SA (June 1998).

· NETVIZ-ORGANIZATION-TYPE Alternate Identifier (IE1)—The surrogate  identifier generated by netViz for a specific ORGANIZATION-TYPE.  Long Integer  Source:  PEO-C3S/FIO (June 1998).

· NETVIZ-ORGANIZATION-TYPE Catalog Name—The netViz catalog icon name for a specific ORGANIZATION-TYPE.  Source:  SIGCEN/SA (June 1998).

· NETVIZ-ORGANIZATION-TYPE Echelon Symbol Code—The code that represents the unit symbol of the ORGANIZATION-TYPE in netViz.  Source:  PEO-C3S/FIO (June 1998).  Example domain values are:  Domain is the following set:  <> (blank), 5 (denoting "X"), Y (denoting "|"), and L (denoting a dot):  <> (blank); L (.); LL (.); LLL (.); Y (|); YY (||); YYY (|||); 5 (X), 55 (XX); 555 (XXX), 5555 (XXXX); 55555 (XXXXX).

Table 532.  (Cont’d)

Entity
Attribute Specifications

NETVIZ-ORGANIZATION-TYPE (Cont’d)
· NETVIZ-ORGANIZATION-TYPE Height Pixel Quantity—The vertical size in pixels of the NETVIZ icon for a specific ORGANIZATION-TYPE.  Source:  SIGCEN/SA (June 1998).

· NETVIZ-ORGANIZATION-TYPE Width Pixel Quantity—The horizontal size in pixels of the NETVIZ icon for a specific ORGANIZATION-TYPE.  Source:  SIGCEN/SA (June 1998).

OPERATIONAL-ELEMENT 
· Operational Element ORG-TYPE Identifier (PK) (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE.

· OPERATIONAL-ELEMENT Alternate Identifier (IE1)—The surrogate identifier for a specific OPERATIONAL-ELEMENT.  Long Integer.  Source:  Army Systems Architecture Data Model.

· OPERATIONAL-ELEMENT Use Code—The code that denotes a class of OPERATIONAL-ELEMENT by intended employment.  Source:  Army Systems Architecture Data Model (derived from OPERATIONAL-ELEMENT Type Code).  Example domain values are:  A1--MOVEMENT CONTROL; A3--DATA CENTER; A4--ABMOC OFFICER; A5--PLL; A6--SUPPLY/TRANSPORTATION; A7--TRANSPORTATION OFF; A8--MATO; AF--BLOOD BANK; AI--MAINT, SIGNAL/C-E; AJ--CONSULTATION; AK--PREVENTION; AL--CABLE; AM--CBT-VEH; AR--CEWI; AW--CLASS I; AZ--CLASS III; B0--CLASS III/V; B6--AMBULANCE; B9--ENGINEER SYS; BA--COMMAND POST (CP); BC--BTLFLD CIRCULATION CTRL; BD--CHIEF OF STAFF; BE--COLL MGT & DIST; BF--COLL; BG--COMBAT SPT; BI--COMMAND HQ; BJ--COMPTROLLER; BK--COMSEC; BR--REAR BATTLE; BU--DATA TERM; BX--DIRECTION FINDING; BZ--DIVER/DIVING; C0--STINGER; C1--CONSTRUCTION; C5--RADIO; C9--DPU CDR; CA--COMBAT ARMS; CB--COMBAT SVC SPT; CD--ELECTRONICS; CI--CUSTOMS; CL--EVACUATION; CN--FORWARD TREATMENT; CO--EXT SWITCH; CR--FINANCE & SUPPORT; CS--FITNESS; CT--FIRE CONTROL; CV--FIRING; CY--CASUALTY; D1--FUEL SUPPLY; D4--GCA; D6--GENERAL; DF--DEFENSE; DL--HEADQUARTERS; DM--COMMANDANT; DN--DENTAL; DR--INSPECTOR GENERAL; DT--JUDGE ADVOCATE GEN; DV--LAUNCH; DZ--LOG AUTM SYS SPT; E0--LOGISTICS; E1--LOGGING; E7--MAINTENANCE; EA--MAINT/SUPPLY; EE--MATERIEL MGMT; EF--MATERIEL; EG--MATERIEL SUPPORT; EH--MEDICAL; EJ--MEDICAL SUPPORT; EM--MEDIA PRODUCTION; ES--MORALE; ET--ETUT; EV--MOVEMENTS; EW--MILITARY POLICE; EX--MISSILE-MUNITIONS; F3--OPERATIONS OFFICER; F6--OPERATIONS SPT; F8--OPTICAL/OPTOMETRY; FA--SURVEY; FC--MET; FD--COLLECTION MGMT; FG--RECONNAISANCE; FH--LAUNCHER; FI--PERS EFF DEPOT; FJ--PERSONNEL OPERATIONS; FK--PERSONNEL SERVICES; FL--PETROLEUM DIST; FP--PHOTO; FU--PREVENTIVE MED; FV--PRINT CENTER; FW--PRINTING; FX--PRISON CONTROL; FY--PROC; FZ--PRODUCTION CONTROL; G1--PROG/SYS ANAL; G2--PROPERTY BOOK/CLASS VII; G3--PROPAGANDA DEV; G6--S6/G6; G8--QUAL SURV/SAFETY; GB--RADAR; GD--REAL ESTATE; GI--S1/S4; GO--SECURITY; GW--COMMO/SIGNAL  SPT; GX--SPECIAL OPS; GZ--SURGICAL; H0--STOR & SHIP; H1--STORAGE/REPOSITORY; H2--SUPPLY CONTROL; H3--SUPPLY OPERATIONS OFC; H4--SUPPLY/SERVICE; H8--SURVEILLANCE; H9--SERVICE(S); HA--SERVICE SUPPORT; HC--SYSTEM(S); HF--TAC SUPPORT; HG--TELCOMM CENTER; HI--TECHNICAL CONTROL; HK--TELEPHONE SWBD; HP--TARGETTING; I5--VULCAN; I7--WATER PRODUCTION; I9--WORLDWIDE WX PROD FAC; ID--JTAGS TML; etc. (289 domain values).  Source:  U.S. Army C4RDP.

OPERATIONAL-ELEMENT-TYPE 
· OPERATIONAL-ELEMENT-TYPE Code—The name of a specific OPERATIONAL-ELEMENT-TYPE.  Source:  Integrated Product Team on Data Modeling for Army Systems Architecture, 17 Sep 98.  Example domain values are:  10--RADIOLOGY; 12--FSO/FSE/FSC; 16--SPECIAL STAFF; 17--SUPPORT CELL; 18--COMMUNICATIONS CELL; 20--CDR/LDR/SUPERVISOR; 21--XO/DEPUTY CDR; 22--S1/G1 OFFICER; 23--S2/G2 OFICER; 24--S3/G3 OFFICER; 25--S4/G4 OFFICER; 26--RETRANS; 28--TOC; 29--NBC; 2A--INTEL SPT DIV; 2B--C-E STAFF; 2C--JIC/JTF; 2D--INTELLIGENCE SEC; 2E--TECH INTEL; 2F--MCHNLL RDO TML; 2G--MCHNL RDO RELAY; 2H--AIR DEFENSE; 2M--MAINT, GROUND BRANCH; 2N--MAINT, UNIT SECTION; 2P--AUTO SRVCS SPT DIV; 2S--SUPPLY DIV; 2T--CLASS I SPT BR; 30--FO/AO; 31--ALOC/COMBAT TRAINS; 32--TAC AIR CONTROL PARPTY; 33--FIRE DIRECTION CENTER; 34--UMCP; 35--RECOVERY/WRECKER; 36--MOTOR MAINTENANCE; 37--EXT; 38--RADIO ACCESS UNIT; 39--CLASS V; 3A--MANPADS; 3C--MISSLE SEC; 3D--ENGINEER; 3E--LIAISON; 3F--SATCOM/TACSAT; 3G--COMBAT CAMERA; 3H--COMBAT CAMERA SPT; 3I--OPS & MAINT; 3K--LOS; 3L--SYSTEMS CONTROL; 3M--LEN SEC; 3N--TELEVISION; 3O--NODE MGMT FACILITY; 3P--HF RECORD TRAFFIC; 3Q--EOC; etc.  Source:  U.S. Army C4RDP (Operational Element Code), Operational Facility (OE NAME Table), 17 Mar 1997.

· OPERATIONAL-ELEMENT-TYPE Name—The name of a specific OPERATIONAL-ELEMENT-TYPE.  Source:  Integrated Product Team on Data Modeling for Army Systems Architecture, 17 Sep 98.  Example domain values are:  ABMOC (59); ABMOC OFFICER (A4); ACFT COMPONENT REPAIR (9b); ACFT RPR PRTS SUP PLT (9C); ACT CP (9E); ADCOOR SEC (9F); ADJUTANT GENERAL (91); ADMIN SEC (9G); ADMIN SERVICES (9H); AID STATION (68); AIDMAN/EVACUATION SEC (9J); AIR DEFENSE (2H); AIRCRAFT (65); AIRCRAFT ARMAMENT (9A); AIRCRAFT MAINTENANCE (69); AIRFIELD (B8); AIRSPACE MANAGEMENT (98); ALOC/COMBAT TRAINS (31); ALTERNATE OPS CENTER (9K); AMBULANCE (B6); AMMUNITION (74); AMMUNITION PLT (9L); AMO (9M); ANALYSIS CONTROL (RB); ANALYSIS PLT/TM/SEC (9N); ANALYSIS/REPORTING (RA); ANESTHESIA (P1); ARMAMENT REPAIR PLT (90); ARTILLERY SYSTEM (B7); ASAS REMOTE WKSTA (IE); (Cont’d)

Table 532.  (Cont’d)

Entity
Attribute Specifications

OPERATIONAL-ELEMENT-TYPE (Cont’d)
(Cont’d)  ASPHALT PLT (9P); ASSISTANT ENGINEER (99); ASSY & TRANS PLT (9Q); ATP (A9); AUDIO/VISUAL (9R); AUTO SRVCS SPT DIV (2P); AUTOMATED SYS DIV (SA); AUTOMOTIVE MAINT (9U); AUTOMOTIVE TEST EQ (9T); AVIATION DIV (9Y); AVIATION SEC (9Z); AVIM TM (9V); AVIONICS REPAIR (9W); AVIONICS REPAIR PLT (9X); AVN TACTICAL CONTROL (ST); AVUM PLT (A0); BAKERY SEC (AA); BARGE (AB); BASE MAINTENANCE PLT (AC); BASE OPERATIONS PLT (AD); BASE STATION (C3); etc.  Source:  U.S. Army C4RDP (Operational Element Name), Operational Facility (OE NAME Table), 17 Mar 1997.  (The code corresponding to the names cited is provided in parentheses after the name.)

OPERATIONAL-FACILITY 
· Operational Facility ORG-TYPE Identifier (PK) (FK)—(11184) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-TYPE.

· OPERATIONAL-FACILITY Alternate Identifier (IE1)—The surrogate identifier for a specific OPERATIONAL-FACILITY.  Long Integer  Source:  Army Systems Architecture Data Model.

· OPERATIONAL-FACILITY Functional Proponent Code—The code that designates the proponent agency for the OPERATIONAL-FACILITY.  Source:  Army Systems Architecture Data Model.  Example domain values are:  0--TRADOC; 1--JOINT; 2--Navy; 3--AIR FORCE; 4--MARINES; 5--North Atlantic Treaty Org; 6--OPFAC Council of Colonels; 7--Combined; 8--Host Nation; A--Armor; B--Air Defense Artillery; C--Chemical; D--Medical; E--Engineer; F--Field Artillery; G--Military Police; H--Combined Arms Support Cmd; I--Infantry; J--Military Intelligence; L--Legal; M--Modeling and Simulation; N--Special Operations Command; O--Ordnance; P--Public Affairs Office; Q--Quartermaster; R--C4RDP PM; S--Signal; T--Transportation; U--Aviation/Aviation Log; V--Missile Munitions; X--Adjutant General; Y--Finance; Z--Combined Arms Command.  Source:  U.S. Army C4RDP.

· OPERATIONAL-FACILITY Type Code—The code that denotes a class of OPERATIONAL-FACILITY.  Example domain values are:  00--N/A; 01--SUPPORTED UNIT; 02--JTF; 03--AVIATION; A0--ARMOR; A1--DIV CAVALRY (HVY); A2--AIR ; AV/RECON; A3--TANK; A4--ARMORED CAV (REGMTL); A5--AIRBORNE/LIGHT ARMOR; A7--LIGHT CAVALRY; B0--AIR DEFENSE; B1--AVENGER; B2--AVENGER/MANPADS; B4--HIMAD; B5--THAAD; B6--NLOS; BC--GUN/MANPADS; BD--CHAPARRAL; BG--HAWK; BH--STINGER ;BI--PATRIOT ;C0--CHEMICAL; C1--CHEM DECON; C2--CHEM RECON; C3--CHEM SMOKE GENERATOR; C4--CHEM SMOKE/DECON; C5--DIV/SEP BDE/RGT CHEM; D0--MEDICAL; D1--FWD SPT MEDICAL; D2--MAIN SPT MEDICAL; D3--AREA SPT MEDICAL; D4--COMBAT STRESS CNTRL; D5--RAIL AMBULANCE; D6--MEDICAL EVACUATION; D7--MEDICAL HOLDING; D8--PREVENTIVE MEDICINE; D9--MEDICAL LABORATORY; DA--GROUND AMBULANCE; DC--MEDCOM; DE--AIR AMBULANCE; DG--HOSPITAL; DH--DENTAL; DI--VETERINARY; DJ--MEDICAL LOG SUPPORT; DK--MASH; DL--CBT SPT HOSPITAL; DM--FIELD HOSPITAL; DN--EVACUATION HOSPITAL; DO--GENERAL HOSPITAL; DP--STATION HOSPITAL; E0--ENGINEER; E1--COMBAT ENGINEER; E2--ENGINEER TOPO ;E3--ENGR CBT/EQUIP SPT; E4--ENGINEER BRIDGE; E5--COMBAT HEAVY; E6--COMBAT CORPS WHEEL; E7--DUMP TRUCK; E8--COMBAT CORPS MECH; E9--COMBAT CORPS ABN; EA--COMBAT CORPS LIGHT; EB--PIPELINE CONSTR; F0--FIELD ARTILLERY; F1--FA 155 MM TOWED; F2--FA 8 IN; F3--FA 155 MM SP; F4--FA MLRS; F7--FA 105 MM; F8--FA TGT ACQUISITION; F9--FA SERVICE; FA--FA 155 MM TOWED ABN; G0--MILITARY POLICE; G5--MP SECURITY; G6--MP GUARD/EPW; G7--MP I/R (INTRN/RESTL); G9--CID; H0--COSCOM; H1--CORPS SUPPORT; H2--DIVISION SUPPORT; H3--MAIN SUPPORT; H4--FORWARD SUPPORT; H5--MATERIEL MGMT CENTER; H6--TAACOM; H7--AREA SUPPORT; H8--BASE SUPPORT; I0--INFANTRY; I1--MECHANIZED INFANTRY; I2--SEPARATE INFANTRY; I5--RIFLE; I6--ANTIARMOR; I7--COMBAT SUPPORT; IA--LIGHT INFANTRY; ID--AIR ASSAULT INFANTRY; IE--AIRBORNE INFANTRY; IF--RANGER; IG--LONG RANGE SURVEILAN; IH--MOUNTAIN INFANTRY; IK--MOTORIZED; J0--MILITARY INTELLIGENC; J1--COLLECTION & JAMMING; J2--ELECTRONIC WARFARE; J3--INTELLIGENCE; J4--AERIAL EXPLOITATION; J5--LINGUIST; J6--TOC SPT; J7--TECH ANALYSIS; J8--AERIAL SURVEILLANCE; J9--TACTICAL EXPLOITATN; JA--MI OPERATIONS; JB--TECHNICAL INTELL; JC--MI COMMUNICATION SPT; JD--IMAGERY ANALYSIS; JE--ANALYSIS CONTROL; JF--UAV; JG--IPW; JH--C-INTEL/INTERROGATN; JI--GUARDRAIL; N0--PSYCHOLOGICAL OPNS; N1--SPECIAL OPERATIONS; N2--SPECIAL FORCES; N3--CIVIL AFFAIRS; N4--CIVIL AFFAIRS (FID); O0--ORDNANCE; O2--LIGHT MAINTENANCE; O3--HEAVY MAINTENANCE; O5--MAINTENANCE; O7--ORD FORWARD SUPPORT; O8--HVY/LT MAINT MSB; Q0--QUARTERMASTER; Q1--S AND T; Q2--S AND S; QUARTERMASTER WATER; Q7--QM FIELD SVCS; Q8--SUPPLY; QD--MORTUARY AFFAIRS; S0--SIGNAL; S1--AREA SIGNAL; S2--SIGNAL SUPPORT; S3--TACTICAL SATELLITE; S6--TROPOSCATTER; T0--TRANSPORTATION; T1--RAILWAY TRANSPORT; T2--TRANS MOVEMENT CNTRL; T3--TRUCK/TRANSPORT; T4--TRANS WATERCRAFT; T5--TRANS TERMINAL; U0--AVIATION (ROTARY); U1--ASSAULT HELICOPTER; U2--ATTACK HELICOPTER; U3--COMMAND AVIATION; U4--AIR RECON/OBSVATION; U5--AVIATION MAINTENANCE; U6--AVIATION (FIXED); U7--AIR TRAFFIC CONTROL; U8--SPECIAL OPS AVN; U9--AVN ROTARY & FW; UC--MEDIUM HELICOPTER; V1--MISSILE SUPPORT/MA; V2--AMMUNITION ORDNANCE; V3--TMDE; V4--EOD; V5--NUCLEAR WPNS SPT; X1--REPLACEMENT OPS; X2--BAND; X3--FINANCE; X4--PERSONNEL; X5--PUBLIC AFFAIRS; X6--POSTAL; X7--CHAPLAIN; X9--LEGAL; Z0--CORPS HQ; Z2--THEATER ARMY; Z3--RAOC; Z4--HEAVY; Z5--HEAVY SEPARATE; Z6--CONTINGENCY; Z7--MANEUVER.  Source:  SIGCEN/SA (June 1998).

COMMAND-POST (illustrated in Table 533) is defined as an ORGANIZATION-TYPE that brings organization functional areas together for information fusion and decision making. 

Table 533.  COMMAND-POST Instance Table

COMMAND-POST

ORGANIZATION-TYPE Identifier (FK)
COMMAND-POST Alternate Identifier

1586
1

1587
2

1588
3

1589
4

1590
5

1591
6

1592
7

1593
8

1594
9

1595
10

1596
11

COMMAND-POST-CELL (illustrated in Table 534) is defined as an ORGANIZATION-TYPE that provides a functional area fusion point within a command post area. (ASA Data Model).

Table 534.  COMMAND-POST-CELL Instance Table

COMMAND-POST-CELL

ORGANIZATION-TYPE Identifier (FK)
COMMAND-POST-CELL Alternate Identifier

1654
1

1655
2

1656
3

1657
4

1658
5

1659
6

1660
7

COMMUNICATION-FACILITY (illustrated in Table 535) is defined as an ORGANIZATION-TYPE that provides a major node in the communications backbone infrastructure.

Table 535.  COMMUNICATION-FACILITY Instance Table

COMMUNICATION-FACILITY

ORGANIZATION-TYPE Identifier (FK)
COMMUNICATION-FACILITY 
Alternate Identifier
COMMUNICATION-FACILITY 
Type Code

1552
1
NC

1553
2
NC

1554
5
NC

1555
6
NC

1556
7
NC

1577
28
SEN

1578
29
SEN

1579
30
SEN

1580
31
SEN

ORGANIZATION is illustrated for the Army Systems Architecture in Table 536.

Table 536.  Army Systems Architecture ORGANIZATION Instance Table

ORGANIZATION


ORG Id
ORG Echelon Type Cd
ORG-TYPE Id (FK)
ORG Type Code

ORGANIZATION Description Text
ORG Class Code
ORG Vendor Ind Code
ORG Category Code
ORG Duration Type Cd
ORG Primary Activity Cd
ORG Oper Element Indicator Cd
ORG Friend Foe Cd

492
AA
388
01
4 EN BN (CBT)
U
N
A
A
AE
1
1

493
AA
388
01
299 EN BN (CBT)
U
N
A
A
AE
1
1

515
AA
883
01
124 SIG BN
U
N
A
A
AY
1
1

516
AD
908
01
3 SIG BDE
U
N
A
A
AY
1
1

524
AQ
533
01
III CORPS ARTY
U
N
A
A
AB
1
1

528
AQ
984
01
III CORPS BAND
U
N
A
A
AF
1
1

529
AA
917
01
16 SIG BN (AREA)
U
N
A
A
AY
1
1

530
AA
917
01
57 SIG BN (AREA)
U
N
A
A
AY
1
1

531
AA
917
01
212 SIG BN (AREA)
U
N
A
A
AY
1
1

532
AF
934
01
313 SIG CO (TROPO)
U
N
A
A
AY
1
1

533
AA
928
01
136 SIG BN (SPT)
U
N
A
A
AY
1
1

535
AD
392
01
420TH EN BDE
U
N
A
A
AE
1
1

536
AP
394
01
937TH  EN GRP
U
N
A
A
AE
1
1

538
AF
400
01
EN CBT CO (HVY)
U
N
A
A
AE
1
1

540
AT
1078
01
3 ACR
U
N
A
A
AB
1
1

541
AW
1089
01
1 SQDN/3ACR
U
N
A
A
AB
1
1

543
BC
1091
01
A TRP/1 SQDN/3ACR
U
N
A
A
AB
1
1

544
AF
1086
01
D CO/1 SQDN/3ACR
U
N
A
A
AB
1
1

545
AB
477
01
FA BTRY/1 SQDN/3ACR
U
N
A
A
AB
1
1

547
AW
210
01
4 AVN SQDN/3ACR
U
N
A
A
AA
1
1

548
BC
133
01
B TRP/4 AVN SQDN/3ACR
U
N
A
A
AA
1
1

549
BC
146
01
D TRP/4 AVN SQDN/3ACR
U
N
A
A
AA
1
1

551
AI
493
01
4 ID (M) DIVARTY
U
N
A
A
AB
1
1

552
AD
531
01
75 FA BDE
U
N
A
A
AB
1
1

553
AD
531
01
212 FA BDE
U
N
A
A
AB
1
1

554
AD
531
01
214 FA BDE
U
N
A
A
AB
1
1

555
AD
531
01
17 FA BDE
U
N
A
A
AB
1
1

556
AF
890
01
A CO/16 SIG BN (AREA)
U
N
A
A
AY
1
1

557
AF
890
01
B CO/16 SIG BN (AREA)
U
N
A
A
AY
1
1

558
AF
890
01
C CO/16 SIG BN (AREA)
U
N
A
A
AY
1
1

559
AF
921
01
D CO/16 SIG BN (AREA)
U
N
A
A
AY
1
1

560
AF
890
01
A CO/57 SIG BN (AREA)
U
N
A
A
AY
1
1

561
AA
567
01
1-12 FA BN (MLRS)
U
N
A
A
AB
1
1

563
AW
1089
01
2 SQDN/3ACR
U
N
A
A
AB
1
1

564
AW
1089
01
3 SQDN/3ACR
U
N
A
A
AB
1
1

565
AF
890
01
B CO/57 SIG BN (AREA)
U
N
A
A
AY
1
1

566
AF
890
01
C CO/57 SIG BN (AREA)
U
N
A
A
AY
1
1

567
AF
921
01
D CO/136 SIG BN (SPT)
U
N
A
A
AY
1
1

568
AF
921
01
D CO/57 SIG BN (AREA)
U
N
A
A
AY
1
1

571
AF
890
01
A CO/212 SIG BN (AREA)
U
N
A
A
AY
1
1

Omitted from this instance table are the following attributes:  Primary Industry Category Code, Administrative Loss Rate, and Enterprise Type Code.

ORGANIZATION-ASSOCIATION is illustrated for the Army Systems Architecture in 
Table 537.

Table 537.  Army Systems Architecture ORGANIZATION-ASSOCIATION Instance Table

ORGANIZATION-ASSOCIATION 

Ordinate 
ORG Id (FK)
Subordinate 
ORG Id (FK)
ORG-ASSOC Identifier
ARCHITECTURE Identifier (FK)
ORG-ASSOC Reason Code
ORG-ASSOC Effective Date
ORG-ASSOC Term. Date

516
529
32
10
1
(
(

516
530
33
10
1
(
(

516
531
34
10
1
(
(

516
532
35
10
1
(
(

516
533
36
10
1
(
(

516
579
51
10
1
(
(

524
552
25
10
1
(
(

524
553
26
10
1
(
(

524
554
27
10
1
(
(

524
555
28
10
1
(
(

529
556
29
10
1
(
(

529
557
30
10
1
(
(

529
558
31
10
1
(
(

529
559
32
10
1
(
(

530
560
33
10
1
(
(

530
565
38
10
1
(
(

530
566
39
10
1
(
(

530
568
40
10
1
(
(

531
571
43
10
1
(
(

531
572
44
10
1
(
(

531
573
45
10
1
(
(

531
574
46
10
1
(
(

533
576
48
10
1
(
(

533
577
49
10
1
(
(

533
578
50
10
1
(
(

535
536
38
10
1
(
(

540
541
41
10
1
(
(

540
541
67
13
1
(
(

540
547
68
10
1
(
(

540
547
125
13
1
(
(

540
563
36
10
1
(
(

540
563
65
13
1
(
(

540
564
37
10
1
(
(

540
564
66
13
1
(
(

541
543
42
10
1
(
(

541
543
123
13
1
(
(

541
544
43
10
1
(
(

541
544
122
13
1
(
(

541
545
44
10
1
(
(

541
545
87
10
1
(
(

541
545
88
13
1
(
(

547
548
45
10
1
(
(

547
548
126
13
1
(
(

547
549
46
10
1
(
(

547
549
124
13
1
(
(

555
561
34
10
1
(
(

NETVIZ-ORGANIZATION (illustrated in Table 538) is defined as an ORGANIZATION tracked by netViz.

Table 538.  NETVIZ-ORGANIZATION Instance Table Template

NETVIZ-ORGANIZATION


ORGANIZATION Identifier (FK)

ARCHITECTURE Identifier (FK)
NETVIZ-ORGANIZATION Alternate Id
NETVIZ-ORGANIZATION Full Name Reference Id
NETVIZ-ORGANIZATION Unit Identifier
NETVIZ-ORGANIZATION Short Name















NETVIZ-ORGANIZATION-PAGE (illustrated in Table 539) is defined as the layout of one part of a netViz Diagram for a specific ORGANIZATION that is presented by the Visio tool.  [Source:  CADM-ASA Workshop (17-19 June 1988).]

Table 539.  NETVIZ-ORGANIZATION-PAGE Instance Table Template

NETVIZ-ORGANIZATION-PAGE


Netviz Organization ORG Id(FK)


ARCHITECTURE Identifier (FK)

NETVIZ-ORG-PAGE 
Page Identifier
NETVIZ-ORG-PAGE 
Visio Identifier

NETVIZ-ORG-PAGE 
X-Coordinate

NETVIZ-ORG-PAGE 
Y-Coordinate
NETVIZ-ORG-PAGE Font Size Dimension

















Omitted from this instance table are the following attributes:  Height Dimension, Width Dimension, and Bold Flag Code.

NETVIZ-ORGANIZATION-TYPE (illustrated in Table 540) is defined as an ORGANIZATION-TYPE tracked by netViz.

Table 540.  NETVIZ-ORGANIZATION-TYPE Instance Table Template

NETVIZ-ORGANIZATION-TYPE

ORGANIZATION-TYPE Identifier (FK)
NETVIZ-ORG-TYPE Command Line
NETVIZ-ORG-TYPE Alternate Id
NETVIZ-ORG-TYPE Catalog Name
NETVIZ-ORG-TYPE Echelon Symbol Code













Omitted from this instance table are the following attributes:  Height Pixel Quantity and Width Pixel Quantity.

OPERATIONAL-ELEMENT (illustrated in Table 541) is defined as an ORGANIZATION-TYPE consisting of an individual or specialized team of personnel generally located on a single prime mover performing one or more related tasks.  [Source:  ASADM and C4RDP.]

Table 541.  OPERATIONAL-ELEMENT Instance Table

OPERATIONAL-ELEMENT

Operational Element 
ORG-TYPE Identifier (FK)
OPERATIONAL-ELEMENT 
Alternate Identifier
OPERATIONAL-ELEMENT 
Use Code

2349
1
(

2350
2
(

2351
3
(

2352
4
(

2353
5
(

2354
6
(

OPERATIONAL-ELEMENT-TYPE (illustrated in Table 542) is defined as the class of an OPERATIONAL-ELEMENT.  [Source:  Integrated Product Team on Data Modeling for Army Systems Architecture, 17 Sep 98.]

Table 542.  OPERATIONAL-ELEMENT-TYPE Instance Table

OPERATIONAL-ELEMENT-TYPE

OPERATIONAL-ELEMENT-TYPE Code
OPERATIONAL-ELEMENT-TYPE Name

10
RADIOLOGY

20
CDR/LDR/SUPERVISOR

21
XO/DEPUTY CDR

22
S1/G1 OFFICER

Source:  U.S. Army C4RDP (Operational Element Code), Operational Facility (OE NAME Table), 17 Mar 1997.

OPERATIONAL-FACILITY (illustrated in Table 543) is defined as an ORGANIZATION-TYPE that allocates equipment and people to a proponent and echelon.  [Source:  Army Systems Architecture Data Model and C4RDP.]

Table 543.  OPERATIONAL-FACILITY Instance Table

OPERATIONAL-FACILITY

Operational Facility ORGANIZATION-TYPE Identifier (FK)

OPERATIONAL-FACILITY Alternate Identifier

OPERATIONAL-FACILITY Functional Proponent Code

OPERATIONAL-FACILITY Type Code

2168
(
(
00

2169
(
(
01

2170
(
(
02

2171
(
(
03

2172
(
(
A0

2173
(
(
A1

2174
(
(
A2

2175
(
(
A3

2176
(
(
A4

2177
(
(
A5

2178
(
(
A7

2180
(
(
B1

2181
(
(
B2

2182
(
(
B4

2183
(
(
B5

2184
(
(
B6

2185
(
(
BC

ORGANIZATION-TYPE is illustrated in Table 544 for the Army Systems Architecture.

Table 544.  Army Systems Architecture ORGANIZATION-TYPE Instance Table

ORGANIZATION-TYPE

ORGANIZATION-TYPE Identifier
COUNTRY Code (FK)
ORGANIZATION-TYPE Role Code
ORGANIZATION-TYPE 
Name
ORGANIZATION-TYPE Service Code

652
US
N
HHC CORPS SIG BDE (MSE)
01

1552
US
5
16/1
01

1553
US
5
16/2
01

1554
US
5
16/3
01

1555
US
5
16/4
01

1556
US
5
16/5
01

1577
US
5
16/1/1
01

1578
US
5
16/1/2
01

1579
US
5
16/1/3
01

1580
US
5
16/1/4
01

1587
US
3
DTAC
01

1588
US
3
DTAC1
01

1589
US
3
DTAC2
01

1590
US
3
DMAIN
01

1654
US
4
IIP
01

1655
US
4
TARGETING AND FIRES
01

1656
US
4
SUSTAINMENT
01

1657
US
4
MOBILITY AND SURVIVABILITY
01

1658
US
4
MI BOC
01

1659
US
4
ABMOC
01

1660
US
4
CMD
01

2168
US
1
N/A
01

2169
US
1
SUPPORTED UNIT
01

2170
US
1
JTF
01

2171
US
1
AVIATION
01

2172
US
1
ARMOR
01

2173
US
1
DIV CAVALRY (HVY)
01

2174
US
1
AIR CAV/RECON
01

2175
US
1
TANK
01

2176
US
1
ARMORED CAV (REGMTL)
01

2177
US
1
AIRBORNE/LIGHT ARMOR
01

2178
US
1
LIGHT CAVALRY
01

2180
US
1
AVENGER
01

2181
US
1
AVENGER/MANPADS
01

2182
US
1
HIMAD
01

2183
US
1
THAAD
01

2184
US
1
NLOS
01

2185
US
1
GUN/MANPADS
01

2349
US
2
ABN INF BN CDR
01

2350
US
2
ABN INF CO CDR
01

2351
US
2
ABN INF CO FIST
01

2352
US
2
ABN MEDICAL BN CDR
01

2353
US
2
ABN MSB CDR
01

2354
US
2
ABN MSB MED CO CDR
01

7.
Requirements

Figure 138 presents the Requirement View of the ASADM.  The ASADM extends the CADM by adding the following entities based on the C4RDP:

· EXCHANGE-NEED-LINE-IER-ELEMENT, a general class of characteristics added by the Army for an EXCHANGE-NEED-LINE-IER
· EXCHANGE-NEED-LINE-IER-ELEMENT-METHOD, method-related characteristics added by the Army for an EXCHANGE-NEED-LINE-IER
· EXCHANGE-NEED-LINE-IER-ELEMENT-PRODUCT, product-related characteristics added by the Army for an EXCHANGE-NEED-LINE-IER.
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Figure 138.  ASA Extension of CADM 2.0—Requirements

Table 545 provides the attribute specifications for the entities that are unique to the ASA View of CADM 2.0 in the Requirements area.

Table 545.  Attribute Specifications for ASA-Unique Entities for Requirements

Entity
Attribute Specifications

EXCHANGE-NEED-LINE-IER-ELEMENT
· EXCHANGE-NEED-LINE-IER Group Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· EXCHANGE-NEED-LINE-IER-ELEMENT Status Code (IE1)—The code that denotes the approval condition of a specific EXCHANGE-NEED-LINE-IER-ELEMENT.  Source:  U.S. Army C4RDP.  Example domain values are:  R--Requested; N--Notional; A--Approved; D--Denied/disapproved; X--Archived.  Source:  U.S. Army C4RDP.

· EXCHANGE-NEED-LINE-IER-ELEMENT Sender Mobility Code—The code that represents the mobility status of the information source.  Source:  U.S. Army C4RDP; CADM-ASA Workshop (17-19 June 1998).  Example domain values are:  A--MOBILE AIRCRAFT; F--MOBILE FOOT; M--MOBILE ANY MEANS; S--STATIONARY; T--TRACK VEHICLE; W--WHEEL VEHICLE; Z--ALL CASES.  Source:  U.S. Army C4RDP.

· EXCHANGE-NEED-LINE-IER-ELEMENT Receiver Mobility Code—The code that represents the mobility status of the information sink.  Source:  U.S. Army C4RDP; CADM-ASA Workshop (17-19 June 1998).  Example domain values are:  A--MOBILE AIRCRAFT; F--MOBILE FOOT; M--MOBILE ANY MEANS; S--STATIONARY; T--TRACK VEHICLE; W--WHEEL VEHICLE; Z--ALL CASES.  Source:  U.S. Army C4RDP.

· EXCHANGE-NEED-LINE-IER-ELEMENT Producer Activity Code—The code that represents the activity of the producer of the Information Exchange Requirement.  Source:  U.S. Army C4RDP.  Example domain values are:  A--ATTACK, COUNTER-ATTACK, RECONNOITER; B--EXPLOIT, PURSUE; C--DEFEND, DELAY, SCREEN; D--PASSAGE (MOVING), RELIEVE; E--PASSAGE (STATIONARY), RELIEVE; F--MARCHING; G--MOVING TO CONTACT; H--COVERING FORCE; J--CLEARING OBSTACLE/MINEFIELD; K--CROSSING MINEFIELD; L--CROSSING RIVER; N--NBC OPS; R--RESERVE; S--COMBAT SERVICE SUPPORT; T--TACTICAL MISSILE DEFENSE; Z--NEEDLINE NOT QUALIFIED BY ACTIVITY.  Source:  U.S. Army C4RDP.

EXCHANGE-NEED-LINE-IER-ELEMENT-METHOD
· EXCHANGE-NEED-LINE-IER Group Identifier (PK) (FK)—The identifier of an EXCHANGE-NEED-LINE-IER for a specific EXCHANGE-NEED-LINE-REQUIREMENT and a specific INFORMATION-EXCHANGE-REQUIREMENT.

· DATA-ITEM-TYPE Code (FK)—The code that represents a class of DATA-ITEM-TYPE.

· Sender Terminal MATERIEL-ITEM Identifier (FK)—(10902) (A)  THE IDENTIFIER THAT REPRESENTS A MATERIEL-ITEM.

· EXCHANGE-NEED-LINE-IER-ELEMENT-METHOD Acknowledgment Flag Code—The code that represents the logical value showing whether receipt of the INFORMATION-EXCHANGE-REQUIREMENT should be acknowledged.  Source:  U.S. Army C4RDP, modified during the CADM-ASA Workshop (17-19 June 1998).  Example domain values are:  True (acknowledge receipt); False (no receipt acknowledgment).

· EXCHANGE-NEED-LINE-IER-ELEMENT-METHOD Intensity Code—The code that direction of change in use for a specific EXCHANGE-NEED-LINE-IER-ELEMENT.  Source:  U.S. Army C4RDP, modified during the CADM-ASA Workshop (17-19 June 1998).  Example domain values are:  Increasing; Decreasing; Static.  Source:  U.S. Army C4RDP.

EXCHANGE-NEED-LINE-IER-ELEMENT-PRODUCT
· EXCHANGE-NEED-LINE-IER Group Identifier (PK) (FK)—(12090/1) (A)  THE IDENTIFIER THAT REPRESENTS AN OCCURRENCE OF GUIDANCE.

· EXCHANGE-NEED-LINE-IER-ELEMENT-PRODUCT Sender-Receiver Relationship Code—The code that represents the relationship between the originator and recipient units. Source:  U.S. Army C4RDP, modified in the CADM-ASA Workshop (17-19 June 1998).  Example domain values are:  0A--Higher to Lower in Chain of Command; 0C--Supported to Direct Support (ADA, ARTY & ENG Spt); 0D--Supported to General Support (ADA, ARTY & ENG Spt); 0F--Reinforced unit to GSR unit; 0G--Supported to Area Support; A0--Lower to Higher in Chain of Command; AA--CO to CO (different Company - same BN); BT--U.S. Army Unit to NATO Military; C0--Direct Support to Supported (ADA, ARTY & ENG spt); D0--General Support to Supported (ADA, ARTY & ENG spt); F0--GSR unit to Reinforced unit; G0--Area Support to Supported; JK--Theater (Army) Unit to Host Nation (Civil); KJ--Host Nation (Civil) to Theater (Army); LL--CO to CO (different BN - same BDE); LM--Adjacent US DIV/CORPS unit to DIV/CORPS unit; LP--Host Nation unit to CORPS unit; ML--DIV/CORPS unit to Adjacent DIV/CORPS unit; MN--DIV/CORPS unit to Adjacent Allied DIV/CORPS unit; MP--Corps to Theater (EAC); NM--Adjacent Allied DIV/CORPS unit to DIV/CORPS unit; NP--Other U.S. Service unit to U.S. Army unit; PL--Corps unit to Host Nation unit; PM--Theater(EAC) to Corps; PN--U.S. Army unit to other U.S. Service unit; RR--CO to CO (different BDE - same DIV); TB--NATO Military to U.S. Army Unit; UU--CO to CO (different DIV - same CORPS); ZZ--UNDEFINED (Used for notional IERs only)  TT--Theater to Theater (Includes CONUS); 00--INTRA (within the same unit).  Source:  U.S. Army C4RDP.

· EXCHANGE-NEED-LINE-IER-ELEMENT-PRODUCT Term Code—The code, expressed as 4 characters, that represents the Information Exchange Term.  Source:  U.S. Army C4RDP, modified in the CADM-ASA Workshop (17-19 June 1998).  Example domain values are:  A001--IDENTIFICATION INFORMATION; A002--FIRE DISTRIBUTION INFORMATION;  (Cont’d)

Table 545.  (Cont’d)

Entity
Attribute Specifications

EXCHANGE-NEED-LINE-IER-ELEMENT-PRODUCT (Cont’d)
(Cont’d)  A003--TRACKING INFORMATION; A004--TIME-PHASED FORCE DEPLOY DATA; B001--AIRSPACE MGMNT INFORMATION;B002--MILITARY REQUIREMENT; B003--OPERATION ORDER INFORMATION; B004--OPERATION PLAN INFORMATION; B005--OPERATIONAL ENVIRONMENT INFORMATION; B006--ORDERS INFORMATION; B007--PRIORITY OF SUPPORT INFORMATION; B008--TACTICAL SITUATION; B009--TASKING INFORMATION; B010--EPW/CIVILIAN INTERNEE INFORMATION; B011--EPW CAMP INFORMATION; C001--DIRECTION FINDING DATA; C002--ECCM INFORMATION; C003--ECM INFORMATION; C004--ESM INFORMATION; C005--ELECT WARFARE INFORMATION; D001--FINANCIAL DATA; D002--FINANCIAL RECORD DATA; E001--FIRE CONTROL INFORMATION; E002--FIRE MISSION INFORMATION; E003--TARGETING INFORMATION; F001--DIGITAL DATA; F002--FREE TEXT; F003--QUERY/REQUEST; F004--RESPONSE/STATUS; G001--COMMUNICATIONS INTELLIGENCE; G002--EARLY WARNING INFORMATION; G003--ELECTRONICS INTELLIGENCE; G004--EMITTER LOCATION INFORMATION; G005--ENEMY LOCATION INFORMATION; G006--ENEMY SITUATION; G007--HUMAN INTELLIGENCE (HUMINT); G008--IMAGERY DATA; G009--IMAGERY INTELLIGENCE (IMINT); G010--INTELLIGENCE DATA; G011--OPSEC INFORMATION; G012--RECON EXPLOITATION DATA; G013--SENSOR BASED INFORMATION; G014--SENSOR DATA; G015--SIGNALS INTELLIGENCE; G016--SURVEILLANCE INFORMATION; G017--TAC ELINT INFORMATION; G018--TECHNICAL DATA; G019--WEATHER DATA; G020--WEATHER FORECAST; H001--FACILITY STATUS; H002--FLOAT REQUIREMENTS; H003--INOPERABLE EQUIPMENT STATUS; H004--MAINTENANCE REQUIREMENT; H005--MAINTENANCE SERVICES DATA; H006--MWO REQUIREMENTS; H007--WORK ORDER STATUS; H008--WORKLOAD STATUS; I001--BATTLEFIELD GEOMETRY INFORMATION; I002--CORRIDOR DATA; I003--BOUNDARY DATA; I004--CALL FOR FIRE DATA; I005--ENGINEERING DATA; I006--FRIENDLY SITUATION; I007--OBSTACLE INFORMATION; I008--NBC DATA; I009--POSITION DATA; I010--SITUATION DATA; I011--TARGET INFORMATION; I012--TERRAIN DATA; I013--UNIT STATUS; I014--ZONE OF ACTION DATA; J001--ADMISSIONS INFORMATION; J002--BED DESIGNATION DATA; J003--BLOOD PROD INVENT INFORMATION; J004--BLOOD SHIPMENT DATA; J005--CASUALTY FEEDER DATA; J006--DISPOSITIONS INFORMATION; J007--MEDICAL FEEDER DATA; J008--MEDICAL DATA; J009--NUMBER OF BEDS OCCUPIED; J010--NUMBER OF BEDS OPERATIONAL; J011--PATIENT EVACUATION INFORMATION; J012--PATIENT STATUS; J013--PREADMISSION DATA; J014--TOTAL BED COUNT DATA; J015--TREATMENT AND DISPOSITION DATA; J016--VSI/SI/SC DATA; K001--ASSIGNMENT INFORMATION; K002--AUTHORIZED LEVEL OF ORG DATA; K003--AUTHORIZED MANPOWER DATA; K004--CRITICAL PERS SHORT/MOS DATA; K005--DUTY STATUS; K006--GAINING FACILITY DATA; K007--ICR ADMIN INFORMATION; K008--LOCAL LABOR DATA; K009--LOSING FACILITY DATA; K010--MANPOWER MGMNT INFORMATION; K011--PERFORMANCE ANALYSIS DATA; K012--PERFORMANCE REPORT DATA; K013--PERSONNEL AVAILABILITY DATA; K014--PERSONNEL RECORD DATA;  K015--PERSONNEL SITUATION; L001--AMMUNITION STATUS; L002--ASSET DATA; L003--AUTH EQUIP ALLOWANCES DATA  L004--BATTLE RESERVES DATA; L005--CROSS-LEVELING INFORMATION; L006--DEMAND FREQUENCY DATA  L007--ISSUES INFORMATION; L008--LOCAL PURCHASES DATA; L009--LOG INTELLIGENCE FILE QUERY; L010--LOGISTICS SITUATION; L011--MILSTRIP TRANSACT INFORMATION; L012--DURABLE ITEMS RECEIVED DATA; L013--NONEXP ITEMS RECEIVED DATA; L014--REQUISITION DATA; L015--RESERVE SUPPLIES DATA; L016--SHIPPING DATA; L017--SUPPLY PERFORMANCE DATA; L018--WSRO MANAGEMENT INFORMATION; M001--AIRCRAFT CANCEL REQUEST;M002--AIR MOVEMENT STATUS; M003--AIR EVACUATION REQUEST; M004--MANIFEST INFORMATION; M005--MOVEMENT PLAN INFORMATION; M006--MOVEMENT PROGRAM INFORMATION; M007--PORT OPERATIONAL STATUS; M008--SEAPORT STATUS; M009--TRANSPORTATION FORECAST DATA; M010--TRANSPORTATION REQUEST; M011--MOVEMENT REQUIREMENT; M012--TRANSPORTATION WORKSHEET DATA; Z999-TBD.  Source:  U.S. Army C4RDP.

EXCHANGE-NEED-LINE-IER-ELEMENT (illustrated in Table 546) is defined as an element (person or equipment) involved in the requirements necessary to exchange information between two or more communicating entities for a specific EXCHANGE-NEED-LINE-IER.

Table 546.  EXCHANGE-NEED-LINE-IER-ELEMENT Instance Table Template

EXCHANGE-NEED-LINE-IER-ELEMENT

EXCHANGE-NEED-LINE-IER Group Id (FK)
EXCH-NEED-
EXCH-NEED-
EXCH-NEED-
EXCH-NEED-

Exch Need Line Req GUIDANCE Id (FK)
Info Exch Req GUIDANCE Id (FK)
EXCH-NEED-LINE-IER Id 
(FK)
LINE-IER-ELEMENT Status 
Code 
LINE-IER-ELEMENT Receiver Mobility Code
LINE-IER-ELEMENT Sender Mobility Code
LINE-IER-ELEMENT Producer Activity Code

















EXCHANGE-NEED-LINE-IER-ELEMENT-METHOD (illustrated in Table 547) is defined as the method by which two or more communicating entities exchange information for a specific EXCHANGE-NEED-LINE-IER.  [Source C4RDP.]

Table 547.  EXCHANGE-NEED-LINE-IER-ELEMENT-METHOD Instance Table Template

EXCHANGE-NEED-LINE-IER-ELEMENT-METHOD

EXCHANGE-NEED-LINE-IER Group Id (FK)




Exch Need Line Req GUIDANCE Id (FK)
Info Exch Req GUIDANCE Id (FK)
EXCH-NEED-LINE-IER Id 
(FK)

DATA-ITEM-TYPE Code (FK)
EXCH-NEED-
LINE-IER-ELEMENT-METHOD 
Acknowledgment Flag Code
EXCH-NEED-
LINE-IER-ELEMENT-METHOD 
Intensity Code















EXCHANGE-NEED-LINE-IER-ELEMENT-PRODUCT (illustrated in Table 548) is defined as the information that is exchanged between two or more communicating entities for a specific EXCHANGE-NEED-LINE-IER.  [Source:  C4RDP.]

Table 548.  EXCHANGE-NEED-LINE-IER-ELEMENT-PRODUCT Instance Table Template

EXCHANGE-NEED-LINE-IER-ELEMENT-PRODUCT

EXCHANGE-NEED-LINE-IER Group Id (FK)



Exch Need Line Req GUIDANCE Id (FK)
Info Exch Req GUIDANCE Id (FK)
EXCH-NEED-LINE-IER Id 
(FK)
EXCH-NEED-
LINE-IER-ELEMENT-PRODUCT 
Sender-Receiver Relationship Code

EXCH-NEED-
LINE-IER-ELEMENT-PRODUCT 
Term Code













8.
Other Entities of ASA

Figure 139 presents the Other Entity View of the ASADM.  The ASADM extends the CADM by adding the following entities:

· ARMY-ADDRESS-BOOK-ELEMENT, an entry is a listing of assigned Internet addresses

· NETVIZ-ARCHITECTURE, which provides netViz-specific information on an ARCHITECTURE
· NETVIZ-ARCHITECTURE-ACCESS-LOCK, a log of accesses associated with use of the underlying database stored by the netViz tool

· NETVIZ-FILENAME, a listing of names for accessing data stored by the netViz tool

· NETVIZ-REFERENCE-NODE, which provides netViz-specific information on a specific type of NODE.
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Figure 139.  ASA Extension of CADM 2.0—Other

Table 549 provides the attribute specifications for the entities that are unique to the ASA View of CADM 2.0 in the Other Entities area.

Table 549.  Attribute Specifications for ASA-Unique Entities for Other Entities

Entity
Attribute Specifications

ARMY-ADDRESS-BOOK-ELEMENT
· Address Book DOCUMENT Identifier (PK) (FK)—(9643/2) (A)  THE IDENTIFIER THAT REPRESENTS A DOCUMENT.

· ADDRESS-BOOK-ELEMENT Identifier (PK) (FK)—The identifier of an ADDRESS-BOOK-ELEMENT for a specific ADDRESS-BOOK.

· ARMY-ADDRESS-BOOK-ELEMENT ABCS Unit Reference Number Identifier—The identifier of an ARMY-ADDRESS-BOOK-ELEMENT for the Army Battle Command Systems (ABCS) program.  Source:  CADM-ASA Workshop (17-19 June 1998).

· ARMY-ADDRESS-BOOK-ELEMENT Unit Reference Number Identifier—The Unit Reference Number (URN) for a specific ARMY-ADDRESS-BOOK-ELEMENT.  Source:  CADM-ASA Workshop (17-19 June 1998).

NETVIZ-ARCHITECTURE
· ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· NETVIZ-ARCHITECTURE Name—The name of a specific NETVIZ-ARCHITECTURE.

· NETVIZ-ARCHITECTURE Catalog File Name—The name of the netViz Catalog File associated with a specific ARCHITECTURE.  Source:  SIGCEN/SA (June 1998).

· NETVIZ-ARCHITECTURE Network File Name—The name of the netViz Project File associated with a specific ARCHITECTURE.  Source:  SIGCEN/SA (June 1998).

· NETVIZ-ARCHITECTURE Top Background File Name—The name of the initial image netViz Filename for a specific ARCHITECTURE.  Source:  PEO-C3S/FIO (June 1998).

· NETVIZ-ARCHITECTURE Top Organization Identifier(The identifier of the highest-level ORGANIZATION described by the ARCHITECTURE.

NETVIZ-ARCHITECTURE-ACCESS-LOCK
· NETVIZ-ARCHITECTURE-ACCESS-LOCK User Name (PK)—The name of the account used to access a netViz architecture for a specific NETVIZ-ARCHITECTURE-ACCESS-LOCK.  Source:  CADM-ASA Workshop (17-19 June 1998).

· NETVIZ-ARCHITECTURE-ACCESS-LOCK Start Time (PK)—The time of the initiation of a specific NETVIZ-ARCHITECTURE-ACCESS-LOCK for the beginning of the PERIOD.

· NETVIZ-ARCHITECTURE-ACCESS-LOCK End Time (PK)—The time of the conclusion of a specific NETVIZ-ARCHITECTURE-ACCESS-LOCK for the ending of the PERIOD.

· PERIOD IDENTIFIER (PK) (FK)—(12180) (A)  THE IDENTIFIER THAT REPRESENTS A PERIOD.

· ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· NETVIZ-ARCHITECTURE-ACCESS-LOCK Status Code—The code that represents the condition of a specific NETVIZ-ARCHITECTURE-ACCESS-LOCK.  Example domain values are:  -1--Logged out, 0--Logged in, +1--Logged in exclusively.  Source:  PEO-C3S/FIO (June 1998).

NETVIZ-FILENAME
· NETVIZ File Name (PK)—The name of a specific netViz File (ASA Data Model).

· ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· MATERIEL IDENTIFIER (FK)—(11182) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC INSTANCE OF MATERIEL.

· ORGANIZATION IDENTIFIER (FK)—(7875/1) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

NETVIZ-REFERENCE-NODE
· NETVIZ-REFERENCE-NODE Name (PK)—The name of a specific NETVIZ-REFERENCE-NODE (ASA Data Model).

· NETVIZ-REFERENCE-NODE Diagram File Name (PK)—The identifier of the Diagram File (pathway) managed by the netViz tool to locate a specific netViz Diagram.  Source:  CADM-ASA Workshop (17-19 June 1998).

· ARCHITECTURE Identifier (PK) (FK)—The identifier of a specific ARCHITECTURE.

· NETVIZ-REFERENCE-NODE Height Pixel Quantity—The vertical size in pixels of the NETVIZ icon for a specific NETVIZ-REFERENCE-NODE.  Source:  SIGCEN/SA (June 1998).

· NETVIZ-REFERENCE-NODE Width Pixel Quantity—The horizontal size in pixels of the NETVIZ icon for a specific NETVIZ-REFERENCE-NODE.  Source:  SIGCEN/SA (June 1998).

· NETVIZ-REFERENCE-NODE X-Coordinate—The number of pixels in the horizontal direction relative to the screen origin for netViz presentation.  Source:  SIGCEN/SA (June 1998).

· NETVIZ-REFERENCE-NODE Y-Coordinate—The number of pixels in the vertical direction relative to the screen origin for netViz presentation.  Source:  SIGCEN/SA (June 1998).

· NETVIZ-REFERENCE-NODE Update Flag Code—The code that represents the logical value showing whether a specific NETVIZ-REFERENCE-NODE is an update to the agreed set of Reference Nodes.  Source:  PEO-C3S/FIO (June 1998).  Example domain values are:  True (an update); False (not an update).

ARMY-ADDRESS-BOOK-ELEMENT (illustrated in Table 550) is defined as an ADDRESS-BOOK-ELEMENT as implemented by the U.S. Army.

Table 550.  ARMY-ADDRESS-BOOK-ELEMENT Instance Table Template

ARMY-ADDRESS-BOOK-ELEMENT


Address Book 
DOCUMENT Identifier (FK)

ADDRESS-BOOK-ELEMENT Identifier
ARMY-ADDRESS-BOOK-ELEMENT ABCS Unit Reference Number Id
ARMY-ADDRESS-BOOK-ELEMENT Unit Reference Number Id











NETVIZ-ARCHITECTURE (illustrated in Table 551) is defined as an ARCHITECTURE tracked by netViz.

Table 551.  NETVIZ-ARCHITECTURE Instance Table

NETVIZ-ARCHITECTURE

ARCHITECTURE Identifier (FK)
NETVIZ-ARCHITECTURE Name
NETVIZ-ARCHITECTURE Catalog File Name
NETVIZ-ARCHITECTURE Network File 
Name
NETVIZ-ARCHITECTURE Top Organization Identifier

10
1DCSA
—
—
512

11
1DFSA
—
—
509

12
2DFSA
—
—
550

13
1DACR
—
—
540

14
1LDFSA
—
—
840

15
CORPS TOCS
—
—
512

16
JCF-SA
—
—
999

Note:  The following attribute of NETVIZ-ARCHITECTURE is not shown in the instance table:  Top Background File Name.

ARCHITECTURE

ARCHITECTURE Identifier
ARCHITECTURE View Type Code
ARCHITECTURE 
Description Text
ARCHITECTURE Name

10
Systems
First Digitized Corps Systems Architecture. Targeted against III Corps in 2004. Includes the ACR.
1DCSA

11
Systems
First Digitized Force Systems Architecture (1DFSA) targeted against the 4th ID in 2000.
1DFSA

12
Systems
Second Digitized Force Systems Architecture (2DFSA) targeted against 1CAV in 2002.
2DFSA

13
Systems
First Digitized ACR targeted against 3ACR in 2004.
1DACR

14
Systems
First Light Digitized Force Systems Architecture. Targeted against 82ABN in 2003.
1LDFSA

15
Systems
First Digitized Heavy Corps TOCS, including the Corps Artillery HHB.  Foundation of the 1DCSA Project.
CORPS TOCS

16
Systems
Joint Contingency Force - 2000
JCF-SA

Note:  The following attributes of ARCHITECTURE are not shown in the instance table:  Time Frame PERIOD Identifier (FK), Completion Date, Objective Text, Scope Text, and Time Frame Type Code (e.g., AS-IS, TO-BE).

ARCHITECTURE-STANDARD-REQUIREMENT-CODE (illustrated in Table 552) is not yet defined for the Army extension to the CADM.  However, it is an entity currently used to associate specific establishments to an architecture and is a potential future requirement.

Table 552.  ARCHITECTURE-STANDARD-REQUIREMENT-CODE Instance Table

ARCHITECTURE-STANDARD-REQUIREMENT-CODE

ARCHITECTURE Identifier (FK)
STANDARD-REQUIREMENT-CODE Identifier

14
01042F000

14
01046F000

14
01066F000

14
01067F000

14
01069F000

14
01086F000

14
01087F000

14
01089F000

10
01207F100

13
01207F100

14
01207F200

11
01302F000

12
01302F000

11
01306F000

12
01306F000

11
01307F000

12
01307F000

10
01307F200

11
01308F000

12
01308F000

11
01309F000

12
01309F000

10
01367F000

11
01367F000

12
01367F000

13
01367F000

NETVIZ-ARCHITECTURE-ACCESS-LOCK (illustrated in Table 553) is defined as a log of the uses of a specific ARCHITECTURE during a specific PERIOD by a specific user with the tool netViz.

Table 553.  NETVIZ-ARCHITECTURE-ACCESS-LOCK Instance Table Template

NETVIZ-ARCHITECTURE-ACCESS-LOCK



ARCHITECTURE Identifier (FK)


PERIOD IDENTIFIER (FK)
NETVIZ-ARCHITECTURE-ACCESS-LOCK 
User Name
NETVIZ-ARCHITECTURE-ACCESS-LOCK Start Time
NETVIZ-ARCHITECTURE-ACCESS-LOCK End Time
NETVIZ-ARCHITECTURE-ACCESS-LOCK Status Code















NETVIZ-FILENAME (illustrated in Table 554) is defined as the identification of HTML files needed for post processing and reports using netViz (ASA Data Model).

Table 554.  NETVIZ-FILENAME Instance Table Template

NETVIZ-FILENAME

ARCHITECTURE 
Identifier (FK)

NETVIZ File Name
MATERIEL 
Identifier (FK)
ORGANIZATION 
Identifier (FK)











NETVIZ-REFERENCE-NODE (illustrated in Table 555) is defined as characteristics used for placement of netViz elements on diagrams (ASA Data Model).

Table 555.  NETVIZ-REFERENCE-NODE Instance Table Template

NETVIZ-REFERENCE-NODE

ARCHITECTURE Identifier (FK)
NETVIZ-REFERENCE-

NODE Diagram File Name
NETVIZ-

REFERENCE-NODE 
Name
NETVIZ-REFERENCE-NODE Height Pixel Quantity
NETVIZ-REFERENCE-NODE Width Pixel Quantity
NETVIZ-REFERENCE-NODE
X-Coordinate
NETVIZ-REFERENCE-NODE
Y-Coordinate

















D.  AGREED PHYSICAL SPECIFICATIONS OF ASA DATA MODEL EXTENSION TO CADM 2.0

Table M-1 in Annex M provides entity specifications for the ASA physical schema (as of 31 October 1998).  Table M-2 in Annex M provides the relationship specifications, and 
Table M-3 in Annex M provides the attribute specifications.  These specifications are being implemented in 1QFY99 for an Army Systems Architecture Database that is planned to be distributed in 2QFY99.

(This page intentionally left blank)

VI.  SUPPORT FOR MODELING AND SIMULATION

A.
INTRODUCTION

Both the C2 Core Data Model (C2CDM) and the C4ISR Core Architecture Data Model (CADM) have great potential use in identifying and specifying data requirements for modeling and Simulation (M&S).  Standardization within the M&S community is led by two efforts:  development of interface and processing standards for NETWARS directed by The Joint 
Staff J-6I and protocol and other standards by the Defense Modeling and Simulation Office (DMSO).  One set of data standards developed for M&S—Joint Database Elements (JDBE) was submitted for data standardization several years ago.  Others are likely in the near future.  

While CADM 2.0 was not specifically focused on supporting M&S data requirements, there was a concerted effort to support the IER data requirements identified for use in NETWARS.  This chapter summarizes the source data requirements (Section VI.B), describes the degree to which CADM 2.0 already supports these requirements (Section VI.C), and suggests extensions to the core data model for expressing M&S-specific requirements (e.g., to specify position).  Where possible, these suggested extensions are taken from the C2CDM or other portions of the (approved) DoD Data Model and the approved data standards in the Defense Data Dictionary System (DDDS).

B.
DATA REQUIREMENTS FOR MODELING AND SIMULATION

1.
Data Requirements for NETWARS

a.
NETWARS Overview

NETWARS is a joint tactical communications modeling capability being developed by J6 to provide an integrated set of modeling tools that can, in a timely, fashion address communication burden, contention, and other issues at the joint operation level and below.  NETWARS is intended to assist the J6, the CINCs, and other users, in performing Communications Burden Analysis, Contingency Analysis, and Emerging Technology Analysis.  For more background information on the NETWARS project, please refer to the NETWARS Management Development Plan. [NETWARS Standard 1.1:  NETWARS Modeling and Simulation Interoperability Standards Version 1.0, NETWARS Project Standards Working Group, SRI International and The MITRE Corporation for The Joint Staff J6I, 27 March 1998]

Central to the NETWARS program is the concept of sharing and reuse of models developed by different organizations at different times.  To facilitate this effort, the NETWARS program will create a set of guidelines, or standards, which, if followed by communications simulation model developers, will minimize the difficulty of combining NETWARS standard model elements
 with other standard NETWARS model elements to create new composite verifiable and validatable models for conducting analysis tasks.  [NETWARS Standard 1.1]

b.
ROLE of OPNET in NETWARS

At this point, the commercial simulation package OPNET has been selected for the initial implementation of NETWARS. We have attempted to define and describe the NETWARS standards in a way that is independent of the choice of simulation package.  However, we have not yet reached the point where we can make the standards totally package-independent while still providing enough specificity to make the standards useful to model developers.  Therefore, this version of the standards document does assume an OPNET simulation package is being used, and the terminology and approach is based in some cases directly on the OPNET terminology and approach.  Creation of NETWARS standards which are package-independent remains a task for the future.  [NETWARS Standard 1.2]

c.
Data Standardization for NETWARS

In order to allow standard data sets to be re-used with different models, and to prevent the NETWARS database and GUI from having to be redesigned whenever new models are introduced, it is necessary to standardize attributes.  The NETWARS approach will be as follows.  First, devices must be classified, for example: radios, routers, LAN interfaces, switches.  Then, attributes at each layer in the protocol stack will  be defined for each class of device.  [NETWARS Standard 4.5]

In general, any model element will have a number of attributes (variables) which must be set to define characteristics of the model prior to execution.  (For example, radio frequencies at which a transmitter is operating, transceiver speeds, data rates, buffer sizes.) Some of these attributes can be set by the NETWARS tool front end; the remaining attributes are set to the OPNET defaulted values, this is why these attributes must be defined in a standard way (standard names, units, etc.).  This standard provides guidance on how this standardization is to be achieved. [NETWARS Standard 2.1.4]
d.
NETWARS Environment

The NETWARS program includes development of an environment (including a set of tools) that facilitates assembling models and scenarios to allow for analysis.  This environment and tools is being designed by the NETWARS developers based on the requirements described in the NETWARS Management Development Plan.  Such requirements include: automatic generation of a network configuration based on an operational scenario and databases of operational units, automatic  generation of a traffic load based on the scenario and information exchange requirements (IERs) databases, modification of the network configuration as the scenario progresses, to account for units mobility and/or destruction of nodes or network reconfiguration by the users,  and access to terrain databases and other databases (e.g., atmospheric conditions).  [NETWARS Standard 3.0]

e.
Scenario Threads for NETWARS

Based on the current structure of the simulation description file for the NETWARS Block 2 phase, traffic specification will  be based on the so-called “stochastic threaded traffic methodology.” [NETWARS Standard 3.7.4]

A thread is a series of operationally-related communications events.  Receipt of one information exchange requirement (IER) in a thread may result in transmission of another IER.  In Block 2 traffic is defined in the simulation description file in terms of threads
.  OEs determine what information exchanges to initiate based on the threads that have been defined by the analyst for the scenario.  When an IER is received by an OE, it will determine whether this should trigger subsequent IERs based on the definition of the thread.[NETWARS Standard 3.7.4]

f.
IER Data Requirements for NETWARS

OPFAC instances involved in generating (sources) and receiving (destinations) the threads are explicitly defined. To each OPFAC involved in the scenario (network), a destination list is associated. Probability Density Functions (PDFs), coupled with thread attributes, then are used to specify the stochastic threaded behavior of traffic flow originated by this OPFAC and its potential destinations. The following is the structure of an IER listed in a given thread [NETWARS Standard 3.7.4]:

· List of Destination OPFAC Instance Names:  String

· Source SE:  String, indicating the name of the communications device to be used (within that OPFAC instance) to transmit this IER.  (Future OE models may be capable of making this selection autonomously.)

· IER ID:  String, indicating the IER ID to be sent

· Probability:  Double, indicating the probability associated with sending this IER if its pre-conditions are met

· Predecessor:  Integer, indicating the IER ID that must be received before the current IER can be sent

· Size:  Integer, indicating in bytes (seconds)  the mean length (duration) of the communications message

· Delay:  Double, indicating the estimated time in seconds that the source SE will wait before sending the current IER once its pre-conditions have been met

· Perishability:  Double (seconds)

· Type of traffic:  String, indicating the type of traffic (voice, data, video, VTC, telemedicine, imagery, FTP, E-Mail, Xterm, others).  This information may be used to characterize the Quality of Service (QoS)

· Priority:  Integer, indicating the priority level: Flash Override, Flash, Immediate, Priority, or Routine (for voice), and Urgent, Priority, or Routine (for data)

· Classification:  Security classification.

Each thread is specified by its unique ID name, as well as by a probability density function associated with its occurrence.  [NETWARS Standard 3.7.4]

g.
Location Data Requirements for NETWARS

In general, NETWARS simulations are expected to implement movement via direct position manipulation.  Data regarding the position of each moving node during the simulation is expected to be available from the standard simulation description file generated by the NETWARS front-end tool.  A list of positions for each node will be read at the start of a simulation.  Each entry in the list (read by the NETWARS back-end parser function: get_status_list) will include an entry for time (relative to the start of simulation), and X position, Y position, and altitude (in absolute coordinates).  This approach allows variable position-sample intervals (unlike trajectory files) and arbitrary movement (unlike movement vector attributes) while avoiding the complexity of having to compute a set of vectors from the position list.  The only drawback to this approach is that it does require manual interpolation of intermediate positions at intervals short enough to insure that all node positions are accurately represented at all times during a simulation run.  [NETWARS Standard 3.6]

h.
OPFAC Destination Data Requirements for NETWARS

The stochastic traffic (Probability Distribution Functions) mechanism  provides only a medium fidelity of traffic representation; however, it is a very efficient technique in terms of run time performances.  Based on the structure of simulation description file used during the NETWARS Block 1 phase, traffic specification was based on the so-called “stochastic traffic methodology.” OPFAC instances involved in generating (sources) and receiving (destinations) the traffic flows are explicitly defined. To each OPFAC instance involved in the scenario (network), a destination list is associated. Probability Density Functions (PDFs) then are used to specify the stochastic behavior of traffic flow originated by this OPFAC instance and its potential destinations. The following is the structure of the destinations list associated with each OPFAC instance [NETWARS Standard 3.6]:

· Destination OPFAC instance:  May have one of the following values:

· In the case of a unicast communication – the destination OPFAC instance name

· In the case of a broadcast communication – the special string VBX_, indicating a voice     broadcast,  the special string DBX_, indicating a data broadcast

· In the case of a multicast – a comma separated list of OPFAC instance names designating a group of OPFAC instances to receive the transmission

· Destination Device within that OPFAC instance:  String, indicating the name of the destination device, such as SINCGARS or EPLRS

· Mean Inter-arrival Time (MIT):  Double (seconds)

· MIT Distribution:  String, indicating the type of the PDF (exponential, constant, uniform, etc.)

· Duration:  Double, indicating in seconds the mean duration of the voice communication call

· Size:  Double, indicating in bytes the mean length of the data communication message

· Duration/Size Distribution:  String, indicating the type of the PDF (exponential, constant, uniform, etc.)

· Priority:  Integer, indicating the priority level: Flash Override, Flash, Immediate, Priority, or Routine (for voice), and Urgent, Priority, or Routine (for data)

· Perishability:  Double (seconds)

· Type of traffic:  String, indicating the type of traffic (voice, data, video, VTC, telemedicine, imagery, FTP, E-Mail, Xterm, others).  This information may be used to characterize the Quality of Service (QoS).

2.
Joint Staff Data Requirements for NETWARS

The following data requirements are list in a recent memorandum from The Joint Staff on NETWARS [MCEB Directed Follow-Up Information to Services and Agencies on NETWARS, Attachment B, Information Exchange Requirements (IERs) Attributes for Communications Modeling and Simulation, The Joint Staff [COL(P) Marilyn A. Quagliotti, Acting Director for C4 Systems], 16 June 1998, UNCLASSIFIED]:

· IER ID—Unique IER identifier, established in the Services/Agencies’ source database

· Description—Functional description of the IER (e.g., sent by “x” to multiple consumers under the following circumstances/OPSITs)

· Precedence/Priority—IER level of importance (routine, priority, immediate, or flash)

· Classification—E.g., U, C, S, TS, TS SCI, other

· Perishability—Length of time of usefulness (in seconds)

· Terminal Equipment—Type of communications equipment/systems elements required for transmission.  Can be generic (e.g., phone, radio, computer, etc.)

· Application Name—Type of message format (e.g., JTIDS type message format)

· Distribution Rule—Broadcast or multi-cast, etc.

· Producer OPFAC—Operational Facility which generates/sends the IER

· Consumer OPFAC—Operational Facilities which receive the IER

· Period—Basis of the frequency of IER transmissions

· Period Frequency—Number of transmissions per period

· Type—Voice, video, data, etc.

· Product Size—Size of the IER.  If data, then in bytes.  If voice, then in seconds.

· Task—Name of the task associated with the OPFAC type, task unique id, and Military Service or Agency with which the task is associated.

3.
Technical Specifications of Data Requirements for NETWARS

a.
IER Structure Declarations

The IER structure is defined as follow[NETWARS Standard 3.7.4]:
typedef struct

  {

  char *thread_id;                          /* Thread Name */

  double thread_start_time;            /* Time at which thread started */

  char *thread_src_platform;         /* OPFAC at which thread started */

  char *ier_id;                                /* IER Name */

  char *ier_class;                           /* Classification of IER */

  long ier_perish;                           /* Duration after send time for which IER is meaningful */

  char *ier_priority;                       /* Priority of IER */

  char *ier_desc;                           /* Text description of IER */

  int ier_size;                                 /* size in bytes if non-real time traffic */





      /*  duration in seconds for real-time traffic */

  char *ier_src_platform;              /* OPFAC at which this IER originated */

  double ier_start_time;                /* Time at which this IER was sent */

  char *ier_equipment;                 /* Equipment which was specified for IER */

                                                    /* (this may not have been used to actually send it) */  

  int fr_num_consumers;              /* Number of intended consumer OPFACs for this IER */

  char ** fr_consumers;               /* array of char *'s to consumer OPFAC names */    

  } IER_Parameters;

b.
Other Structure Declarations

Relevant C Data Structure Declarations From  the “sdef.h” Include File [NETWARS Standard 3.7.4]:

/* st structure */

/* st is a representation of the position of a platform at a particular simulation time.  Altitude has a   special value (-9e-10) which means  the platform is on the ground, so use terrain data. future parameters are intended for HLA. */

struct st {


long   time;

/* Simulation elapsed time in seconds    */


double lon;

/* Platform longitude in decimal degrees */


double lat;

/* Platform latitude in decimal degrees */


double alt;

/* Platform altitude in meters */


/* This section is for future  use (HLA Compliance) */


double psi;


double theta;


double phi;


char *mission;


int commstat;

};

/*  IER Structure within a thread */

struct ierda {


double prob;

/* Probability  associated with  the IER firing */

            long delay;

/* Time in seconds to delay before firing */


char *ierid;

/* IER ID to be send */


char *class;

/* Security classification */


long perish;

/* Perishability in seconds */


char *priority;

/* Priority level: Flash,  Routine, ...*/


char *traftype;
/* Type of traffic: voice, data, VTC, FTP, ... */


int size;

/* Bytes for data, Seconds for voice/video */


char *equip;

/* Name of the equipment specified to send the IER */

};

/* Thread generator PDF */

struct thgen {


char *dist;  /* Name of the PDF distribution */


int p1;        /* PDF first parameter */


int p2;        /* PDF second parameter */


int p3;        /* PDF third parameter */


int p4;        /* PDF fourth parameter */


int p5;        /* PDF fifth parameter */


int p6;        /* PDF sixth parameter */

};

/* Firing rule structure */

struct thfr {


char *cond;                /* Text description of the precondition firing rule */


int num_ierda;            /* Number of IERs */


struct ierda *ierda;     /* IER struct */


int num_consumers;
/* Number of  OPFAC instances that will  receive this IER */


char **consumers;
/* Array of  OPFAC instance names that will receive this IER */

};

/* IER thread structure task that will be dynamically allocated */

struct th {


char *id;                 /* Thread name */


int seq;                    /*  The order in which the IER is sent in the thread */


int minin;                /* The minimum number of non duplicate IERs that the thread  */  

                                           /*  sequence must receive that match the thread ID */


int maxout;             /* The maximum number of IERs that may be sent once the 



                  /* minimum  input requirements has been met */


char *task;             /* Name of the task associated with the thread */


int hasgen;             /* Integer; 1 if the IER sequence is the first IER sequence in the */ 

                                          /* thread, 0 otherwise */


struct thgen gen;    /* Thread generator structure */


int num_fr;            /* Number of firing rules */


struct thfr *fr;       /* Firing rule structure */

};

4.
Other Data Requirements

b.
Army Systems Architecture M&S Data Requirements

SIGCEN has identified 14 key data requirements needed to support M&S for assessment architectures for the communications-related resources.  These requirements are shown in Table 556.

Table 556.  M&S Data Requirements for the ASA from the Operational Architecture

Data Requirement
Description of Data Requirement

Consumer
Receiver of message

Producer
Originator of message

Unit Relationship Code
Producer/consumer relationship (command, DS, GS, area etc.)

Broadcast code
Describe message as broadcast, multicast or point to point

Frequency
Number of message transmissions within a given period

Acknowledgement Required
Identifies that message is received

Quantifiable Element(s) of Information (QEI)
Message or information to be exchanged

Perishability
Amount of time that message is useful

Speed of Service
Required transmission time of message

Cost of Failure
Impact of transmission failure on mission accomplishment

QEI Security Level
Required security level of message

Precedence
Message priority

Transceiver Format
Medium desired

Size/Duration of QEI
Length and/or time requirements of message

Source:  “OA Inputs to M&S,” Briefing Slide, U.S. Army Signal Center, August 1998.

In early September 1998, an initial set of data requirements was provided to the ASA Integrated Product Team (IPT) on Data Modeling in the area of M&S support.  These requirements were in eight subject areas:  Coordinates, Battle Orientation, Movement, Radio Frequency, Scripts, Scenario, Communications Support Tree, and Expansion Factor.  Table 557 identifies these requirements.

Table 557.  M&S Data Requirements for the ASA

Statement of M&S Data Requirement

Ref
Entity (Table)
Attribute (field)
Probable Unit of Measure
Remarks, Relations, and Usage
Potential Source of Data

1.1
Coordinate
Latitude
Decimal degrees
M&S needs to "laydown " a force in a spatial sense. Coordinates probably in World Geological Survey WGS datum.
From Doctrine.  Fingered in by M&S personnel right now.

1.2

Longitude
Decimal degrees
—
From Doctrine.  Fingered in by M&S personnel right now.

1.3

Elevation
Mean Sea Level (meters)
—
From Doctrine.  Fingered in by M&S personnel right now.

1.4

Node/OPFAC
(FK)
Relates a position to Nodes and OPFACs. The Anchor is the supported unit with which this object should move/be placed.
UNIT RELATIONSHIP CODES in NAT.  ORGANIZATION in CADM?   Support tree?

1.5

Parent-Anchor Range
meters
Distance from OPFAC/node to its parent-Anchor
—

1.6

Parent-Anchor Azimuth
Degrees
Relative to line of march.
—

1.7

Parent Name
(FK)
Give the name (instance) of this player's parent.
—

1.8

Anchor Name
(FK)
Give the name (instance) of this player's anchor
Many times the anchor will be the parent.

2.1
Battle Orientation
Line of March
Degrees
The general direction of the attack or movement. Default to 0, until the force is placed on a specific map. Perpendicular to the FEBA.
Depends on scenario. 

2.2

Latitude
Decimal degrees
M&S needs to "laydown " a force in a spatial sense. Coordinates probably in World Geological Survey WGS datum. Battle Orientation Lat/Lon/elevation give the base anchor point for the force laydown.
Depends on scenario. 

2.3

Longitude
Decimal degrees
Establish base anchor in the map
Depends on scenario. 

2.4

Elevation
Mean Sea Level (meters)
Establish base anchor in the map
Depends on scenario. 

3.1
Movement
Battle Orientation Offset
Degrees
Degrees of deviance from the Battle Orientation. Default is 0. When Default is used the node/OPFAC would move along the line of march.
Require knowledge of the OPFAC's mission/task and capability

3.2

Speed
km/h 
—
From Tech spec.

3.3

Range
meters
—
—

3.4

Azimuth
Degrees
Relative to Line of March.
—

3.5

Start
time
Start Time of movement. 
Scenario knowledge.

3.6

Stop
time
—
—

3.7

node/OPFAC
Text (FK)
—
—

3.8

Destination
Name (FK)
A predetermined point toward which the player should travel.
—

3.9

Route
Designator (FK)
A known route (highway, River) to follow.
—

4.1
Radio Frequency
Transmit
MHz / Channel
Center Frequency of TX / Designator for a Freq or Freq hop profile
From Tech spec.

4.2

Receive
MHz / Channel
Center Frequency of RX / Designator for a Freq or Freq hop profile
From Tech spec.

4.3

Transmit Bandwidth
MHz
Measure of capacity.  Normally the radio IF bandwidth.
From Tech spec.

4.4

Receive Bandwidth
MHz
Measure of capacity.  Normally the radio IF bandwidth.
From Tech spec.

Table 557.  (Cont’d)

Statement of M&S Data Requirement

Ref
Entity (Table)
Attribute (field)
Probable Unit of Measure
Remarks, Relations, and Usage
Potential Source of Data

4.5
Radio Frequency (Cont’d)
Net
text
Define a net.  When separated by sufficient distance we can reuse frequencies
—

5.1
Scripts
Task/event
—
pointer list to scheduled events to be played in the simulation.
—

5.2

Traffic
—
pointer list to scheduled traffic to be played in the simulation.
—

6.1
Scenario. 
—
Text 
A name for a particular implementation of a know ARCHITECTURE at a location.  Example 2DFSA doctrinal, 2DFSA NTC, 1DFSA NTC, ARC STOW…. 
—

7.1
Comm-Support Tree
Unit Relationship Code (URC)
—
—
—

7.2

Command Parent
—
Looks like this is in CADM in ORGANIZATION-ASSOCIATION
—

7.3

Supported/attached unit
—
—
—

8.1
Expansion Factor
Depth
decimal
—
—

8.2

Width
decimal
—
—

b.
Comments on Army Operational Architecture M&S Data Requirements

The following remarks relate operational to systems architecture requirements for modeling and simulation [TIPO July 1998]:


"Perishability" and "timeliness" are not quite the same.  One uses each of these pieces of information for different purposes.  Perishability tells you how long a piece of information can be considered valid [similar to the] "Use By" date on a carton of milk.  Timeliness tells you how quickly a piece of information must get to the user once it is produced…like the required delivery date on a product order. 


A military example that illustrated the difference between the two is an Operations Order that covers an upcoming operation that is to begin with an attack in six hours culminating with the unit closing on its objective in two to three days.  In this case, the perishability of the order is two to three days, as the order contains information that will be valid up to the time that the unit closes on the objective.  The timeliness required for delivery of the order, however, is probably in the range of two hours.  Common Army doctrine states that subordinate units should be given two thirds of the available planning time to develop their plans.  In this case, there are six hours available before the attack is to commence.  This is the time available for planning.  Based on doctrine, the plan should be provided to subordinate units so that they will have two thirds of the six hours to conduct their planning.  Therefore, the plan must be delivered to the subordinated within two hours.  Note that this doesn't mean that the information in the order is no longer valid after two hours. 

C.
CADM SUPPORT FOR MODELING AND SIMULATION

CADM 2.0 uses several entities to capture detailed IER requirements:

· INFORMATION-EXCHANGE-REQUIREMENT (for the information content)

· EXCHANGE-NEED-LINE-REQUIREMENT (for the need line)

· EXCHANGE-NEED-LINE-IER (for a specific pairing of information content with need line)

· INFORMATION-EXCHANGE-MATRIX-ELEMENT (a row in the INFORMATION-EXCHANGE-MATRIX that provides implementation details at the system level).

· The following (Army) extensions to EXCHANGE-NEED-LINE-IER:  EXCHANGE-NEED-LINE-IER-ELEMENT, EXCHANGE-NEED-LINE-IER-ELEMENT-PRODUCT, and EXCHANGE-NEED-LINE-IER-ELEMENT-METHOD.

Note:
INFORMATION-EXCHANGE-REQUIREMENT and EXCHANGE-NEED-LINE-REQUIREMENT are both subtypes of REQUIREMENT, which is a subtype of GUIDANCE, in CADM 2.0.  Table 558 relates the NETWARS IER data requirements to CADM 2.0.

Table 558.  Relation of CADM 2.0 to IER Data Requirements for NETWARS

IER Attribute
Definition
Relation to CADM 2.0

IER ID
Unique IER identifier—established in the Services/Agencies’ source database
Information Exchange Requirement GUIDANCE Identifier

Exchange Need Line Requirement GUIDANCE Identifier

EXCHANGE-NEED-LINE-IER Identifier

INFORMATION-EXCHANGE-MATRIX-ELEMENT Identifier for a specific INFORMATION-EXCHANGE-MATRIX

Description
Functional description of the IER (e.g.,  sent by “x” to multiple consumers under the following circumstances/OPSITs)
GUIDANCE Synopsis Text for a specific EXCHANGE-NEED-LINE-REQUIREMENT

INFORMATION-EXCHANGE-REQUIREMENT Purpose Description Text

INFORMATION-EXCHANGE-REQUIREMENT Content Description Text

Precedence/ Priority
IER level of importance (routine, priority, immediate, or flash)
EXCHANGE-NEED-LINE-IER Precedence Code (e.g., R--Routine; P--Priority; O--Immediate; Z--Flash; Y--Flash Override)

Classification
E.g., U, C, S, TS, TS SCI, other
SECURITY-CLASSIFICATION Code (FK) in EXCHANGE-NEED-LINE-REQUIREMENT (e.g., U, C, S, TS)

CAVEATED-SECURITY-CLASSIFICATION Identifier (FK) in EXCHANGE-NEED-LINE-REQUIREMENT (e.g., SCI, No Foreign Dissemination)

Perishability
Length of time of usefulness (in seconds)
EXCHANGE-NEED-LINE-REQUIREMENT Timeliness Code [e.g., RT--Real Time; NRT--Near-Real-Time (< 1 sec); M--Moderate (1-10 sec); S--Slow (10 s - 10 m); VS-- Very Slow (>10 min)]

INFORMATION-EXCHANGE-REQUIREMENT Timeliness Code [e.g., RT--Real Time; NRT--Near-Real-Time (< 1 sec); M--Moderate (1-10 sec); S--Slow (10 s - 10 m); VS-- Very Slow (>10 min)]

EXCHANGE-NEED-LINE-IER Perishability Code (e.g., 0--> 8 HOURS; 1--4 - 8 HOURS; 2--3 - 4 HOURS; 3--2 - 3 HOURS; 4--1 - 2 HOURS; 5--10 - 60 MINUTES; 6--1 - 10 MINUTES; 7--25 - 59 SECONDS; 8--11 - 24 SECONDS; 9--5 - 10 SECONDS; A--1 - 4 SECONDS; B-- < 1 SECOND)

Terminal Equipment
Type of communications equipment/systems elements required for transmission.  Can be generic (e.g., phone, radio, computer, etc.)
Primary Communications MATERIEL-ITEM Identifier (FK) in EXCHANGE-NEED-LINE-IER-ELEMENT-METHOD

EXCHANGE-NEED-LINE-IER Grade-of-Service Rate (in bits per second)

Application Name
Type of message format (e.g., JTIDS type message format)
EXCHANGE-NEED-LINE-IER-ELEMENT-PRODUCT Type Code [e.g., 02--E-MAIL (X.400/500); 03-FTP; 06--USMTF-DATA; 07--USMTF-VOICE; 08—VMF]

EXCHANGE-NEED-LINE-IER-ELEMENT-PRODUCT Format Code (e.g., SPA001--C445 - NBC 1 SUMMARY REPORT - USMTF OCT 91)

Distribution Rule
Broadcast or multi-cast, etc.
EXCHANGE-NEED-LINE-IER-ELEMENT-METHOD Broadcast Flag Code (True, False)

EXCHANGE-NEED-LINE-IER-ELEMENT-METHOD Multicast Flag Code (True, False)

Producer OPFAC
Operational Facility which generates/sends the IER
Source ORGANIZATION-TYPE Identifier (FK) in EXCHANGE-NEED-LINE-REQUIREMENT (an ORGANIZATION-TYPE can be an operational element, operational facility, communications facility, command post, or command post cell, among others)

Consumer OPFAC
Operational Facilities which receive the IER
Destination ORGANIZATION-TYPE Identifier (FK) in EXCHANGE-NEED-LINE-REQUIREMENT

Period
Basis of the frequency of IER transmissions
EXCHANGE-NEED-LINE-IER Time Period Quantity

EXCHANGE-NEED-LINE-REQUIREMENT Frequency Continuity Type Code [e.g., C--Continuous; P--Periodic; AO--As Occurring  (AO)]

Period Frequency
Number of transmissions per period
EXCHANGE-NEED-LINE-IER Frequency Rate

Type
Voice, video, data, etc.
COMMUNICATION-MEDIUM Identifier (FK) in EXCHANGE-NEED-LINE-REQUIREMENT

Product Size
Size of the IER.  If data, then in bytes.  If voice, then in seconds.
INFORMATION-EXCHANGE-REQUIREMENT Volume Indicator Code (e.g., H--High; M--Medium; L—Low)

EXCHANGE-NEED-LINE-IER-ELEMENT-METHOD Video Duration Quantity (could be modified to Voice-Video Duration Quantity)

EXCHANGE-NEED-LINE-IER-ELEMENT-PRODUCT Size Quantity

Task
Name of the task associated with the OPFAC type, task unique id, and Military Service or Agency with which the task is associated.
Source TASK Identifier (FK) and Destination Task Identifier (FK) in EXCHANGE-NEED-LINE-IER

Source for Columns 1 and 2:  [MCEB 1998]

Table 559 shows that each of the 14 M&S data requirements needed for supporting the ASA and required to be populated by the Army Operational Architecture are already fully supported by the ASA Data Model View of CADM 2.0.  This is due to the fact that both the CADM extensions for the ASA and the M&S requirements were based on a common source, the C4RDP.

Table 559.  M&S Data Requirements for the ASA from the Operational Architecture

Data Requirement
Description of Data Requirement
Relation to ASA Data Model View of CADM 2.0

Consumer
Receiver of message
Source ORGANIZATION-TYPE Identifier (FK) in EXCHANGE-NEED-LINE-REQUIREMENT

Producer
Originator of message
Destination ORGANIZATION-TYPE Identifier (FK) in EXCHANGE-NEED-LINE-REQUIREMENT

Unit Relationship Code
Producer/consumer relationship (command, DS, GS, area etc.)
EXCHANGE-NEED-LINE-IER-ELEMENT-PRODUCT Sender-Receiver Relationship Code

Broadcast code
Describe message as broadcast, multicast or point to point
Derived from:  EXCHANGE-NEED-LINE-IER Method Broadcast Flag Code and Method Multicast Flag Code (if both flags are false, the method is point to point)

Frequency
Number of message transmissions within a given period
EXCHANGE-NEED-LINE-IER Frequency Rate (number per day)

Acknowledgement Required
Identifies that message is received
EXCHANGE-NEED-LINE-IER-ELEMENT-METHOD Acknowledgment Flag Code

Quantifiable Element(s) of Information (QEI)
Message or information to be exchanged
EXCHANGE-NEED-LINE-IER Product Format Code

Perishability
Amount of time that message is useful
EXCHANGE-NEED-LINE-IER Perishability Code

Speed of Service
Required transmission time of message
EXCHANGE-NEED-LINE-IER Speed of Service Code (if a numerical value is needed, this attribute can be redefined but C4RDP data would have to be pre-processed to convert codes to numeric values)

Cost of Failure
Impact of transmission failure on mission accomplishment
EXCHANGE-NEED-LINE-IER Cost of Failure Code

QEI Security Level
Required security level of message
SECURITY-CLASSIFICATION Code (FK) and CAVEATED-SECURITY-CLASSIFICATION Identifier (FK) in EXCHANGE-NEED-LINE-IER

Precedence
Message priority
EXCHANGE-NEED-LINE-IER Precedence Code

Transceiver Format
Medium desired
COMMUNICATION-MEDIUM Identifier (FK) in EXCHANGE-NEED-LINE-IER

Size/Duration of QEI
Length and/or time requirements of message
EXCHANGE-NEED-LINE-IER Product Data Size Quantity and Method Voice-Video Duration Quantity

Figure 140 shows the Operational Architecture entities from the CADM used to support M&S data requirements.
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Figure 140.  IER and Mission Thread View of the CADM and the ASA Extension of the CADM

Table 560 identifies these requirements and suggests how each could be met by exploiting and expanding the ASA View of CADM 2.0.  The IDA recommendations make significant use of the C2 Core Data Model (Version 2.5), which is part of the (approved) DoD Data Model.  The following entities of the C2 Core Data Model that are not in CADM 2.0 are used to support the M&S data requirements (the attributes of these entities are defined in Table 561):

· FACILITY-LOCATION—(863) (A)  The association of a LOCATION with a FACILITY.

· FEATURE—(4134) (A)  A set of characteristics, structures, or other entities associated with a geographic location.

· FEATURE-LOCATION—(1145) (A)  The association of a FEATURE with a LOCATION.

· GEOMETRIC-VOLUME—(1154) (A)  A three-dimensional GEOMETRIC-SPATIAL-ELEMENT.

· LINE—(929) (A)  A one-dimensional GEOMETRIC-SPATIAL-ELEMENT that is defined by a set of points connected by straight line segments in an ordered sequence.

· LINE-POINT—(931) (A)  One of a sequence of POINTs used to define a LINE.

· LOCATION—(343) (A)  A specific place.

· MEASURED-ELEVATION-POINT—(935) (A)  A POINT with an elevation referenced to World Geodetic System 84 (WGS 84) Vertical Datum.

· ORGANIZATION-ASSOCIATION—

· ORGANIZATION-LOCATION—(886) (A)  The association of a LOCATION with an ORGANIZATION. 

· POINT—(934) (A)  A zero-dimensional GEOMETRIC-SPATIAL-ELEMENT.

· REGULAR-AREA—(1153) (A)  A SURFACE with at least two lines of symmetry.

· SURFACE—(1140) (A)  A two-dimensional GEOMETRIC-SPATIAL-ELEMENT.

· TELECOMMUNICATIONS-NETWORK-ELEMENT-LINK-RADIO—(10511) (A)  A wireless electromagnetic connection, in the radio frequency range, that provides telecommunications.

Table 560.  Relation of CADM 2.0 to ASA M&S Data Requirements

Statement of M&S Data Requirement


Ref
Entity (Table)
Attribute (field)
IDA Recommendation for Meeting the Data Requirement

1.1
Coordinate
Latitude
POINT Latitude Coordinate (decimal degrees in WGS-84 reference frame).

1.2

Longitude
POINT Longitude Coordinate (decimal degrees in WGS-84 reference frame).

1.3

Elevation
POINT Elevation Type Code and (when provided) the MEASURED-ELEVATION-POINT Elevation Dimension (meters in WGS-84 reference frame).

1.4

Node/OPFAC
Instances of NODE, OPERATIONAL-FACILITY (a subtype of ORGANIZATION-TYPE), and NODE-ORGANIZATION-TYPE.

1.5

Parent-Anchor Range
Represent a vector (e.g., from Parent to Anchor) using an instance of LINE which has just one POINT whose latitude and longitude coordinates provide the correct range and azimuth.  Alternatively, use the concepts of “relative position” defined in the ATCCIS Battlefield Generic Hub Data Model 3 (GH3), Version 2.0 (not yet incorporated into the C2 Core Data Model).

1.6

Parent-Anchor Azimuth
Represent a vector (e.g., from Parent to Anchor) using an instance of LINE which has just one POINT whose latitude and longitude coordinates provide the correct range and azimuth.  

1.7

Parent Name
NODE Name for the NODE representing the Parent object.

1.8

Anchor Name
NODE Name for the NODE representing the Anchor object.

2.1
Battle Orientation
Line of March
Instances of FEATURE, whose position is specified through FEATURE-LOCATION as an instance of LINE, which can have two or more line segments joined together is a specified sequence.  A LINE is specified by reference to LINE-POINT, which identifies the endpoints of the line segments and the order in which these POINTs are connected).

2.2

Latitude
For each POINT in the Line of March or other FEATURE (such Fire Support Coordination Line, Unit Boundary, Defensive Perimeter), POINT Latitude Coordinate (decimal degrees in WGS-84 reference frame).

2.3

Longitude
POINT Longitude Coordinate (decimal degrees in WGS-84 reference frame).

2.4

Elevation
POINT Elevation Type Code and (when provided) the MEASURED-ELEVATION-POINT Elevation Dimension (meters in WGS-84 reference frame).

3.1
Movement
Battle Orientation Offset
Represent a vector (e.g., offset direction) using an instance of LINE which has just one POINT whose latitude and longitude coordinates provide the correct range and azimuth.  

3.2

Speed
Represent a vector (e.g., velocity speed and direction) using an instance of LINE which has just one POINT whose latitude and longitude coordinates provide the correct range and azimuth.  

3.3

Range
Represent a vector (e.g., offset position) using an instance of LINE which has just one POINT whose latitude and longitude coordinates provide the correct range and azimuth.  

3.4

Azimuth
Represent a vector (e.g., offset position) using an instance of LINE which has just one POINT whose latitude and longitude coordinates provide the correct range and azimuth.  

3.5

Start
ACTION Actual Start Calendar Date and Actual Start Time

3.6

Stop
ACTION Actual End Calendar Date and Actual End Time

3.7

node/OPFAC
Instances of NODE, OPERATIONAL-FACILITY (a subtype of ORGANIZATION-TYPE), and NODE-ORGANIZATION-TYPE.  To provide position, each NODE may be associated with a FACILITY and thereby FACILITY-LOCATION.

3.8

Destination
A destination may be a FACILITY, ORGANIZATION-LOCATION, or a FEATURE.  Instances of FACILITY-LOCATION and FEATURE-LOCATION may be needed.

3.9

Route
A Route is represented as an instance of FEATURE, whose positions are defined using FEATURE-LOCATION and one or more instances of LOCATION (e.g., air routes may have explicitly defined elevations at various POINTs).

4.1
Radio Frequency
Transmit
TELECOMMUNICATIONS-NETWORK-ELEMENT-LINK-RADIO Originator Transmit Frequency Rate

4.2

Receive
TELECOMMUNICATIONS-NETWORK-ELEMENT-LINK-RADIO Originator Receive Frequency Rate

4.3

Transmit Bandwidth
TELECOMMUNICATIONS-NETWORK-ELEMENT-LINK-RADIO Frequency Band Code, Lowest Usable Frequency Rate, and Highest Lowest Usable Frequency Rate

4.4

Receive Bandwidth
TELECOMMUNICATIONS-NETWORK-ELEMENT-LINK-RADIO Frequency Band Code, Lowest Usable Frequency Rate, and Highest Lowest Usable Frequency Rate

4.5

Net
TELECOMMUNICATIONS-NETWORK-ELEMENT-LINK-RADIO Originator Transmit Frequency Rate and Originator Receive Frequency Rate (same value)

5.1
Scripts
Task/event
Time-related and functionally related instances of ACTION, whose temporal and other relationships are specified using ACTION-ASSOCIATION.  Each ACTION may be a PLANNED-ACTION or an ACTION-EVENT, and these may be specified in advance for a script.  Each Task optionally carries the identifier of a TASK.  Triggers for tasks and events may be described using instances of GUIDANCE such as OPERATIONAL-RULE, which is related to IER-TRIGGER through IER-TRIGGER-RULE.  Detailed state transitions with triggers and conditional responses can be specified using STATE-TRANSITION-DESCRIPTIONs, which reference both ACTION and PROCESS-EVENT.

5.2

Traffic
Timed and triggered sequences of IER exchanges across need lines may be specified using OPERATIONAL-MISSION-THREAD and OPERATIONAL-MISSION-THREAD-IER.

6.1
Scenario

Instances of OPERATIONAL-SCENARIO, which may be related to specific MISSION-ESSENTIAL-TASKs through CONDITION, OPERATIONAL-SCENARIO-CONDITION, and MISSION-TASK-CONDITION.

7.1
Comm-Support Tree
Unit Relationship Code (URC)
Instances of ORGANIZATION-ASSOCIATION, with the relationship described by ORGANIZATION-ASSOCIATION Type Code

7.2

Command Parent
Ordinate ORGANIZATION Identifier

7.3

Supported/attached unit
Subordinate ORGANIZATION Identifier

8.1
Expansion Factor
Depth
Suggest using the specifications of REGULAR-AREA, which has the attributes Major Dimension (width), Minor Dimension (depth), and Type Code (Rectangular Area or Ellipse Area), to define the scope of the battlefield (identified as a FEATURE and given this LOCATION as a single instance of FEATURE-LOCATION).  Battlespace (three-dimensional) could be defined using GEOMETRIC-VOLUME Lower Elevation Dimension and Upper Elevation Dimension, whose shape is given by reference to the specified REGULAR-AREA in GEOMETRIC-VOLUME-SURFACE.  Note that every SURFACE and every GEOMETRIC-VOLUME has a reference point, which could be associated with the “center of mass” of the forces involved.  An expansion factor in depth could be defined by creating a new “scope of the battlespace” FEATURE whose Minor Dimension is large or smaller than the baseline case.

8.2

Width
As noted above, use REGULAR-AREA  Major Dimension to define the width of the battlefield (identified as a FEATURE and given this LOCATION as a single instance of FEATURE-LOCATION).  An expansion factor in width could be defined by creating a new “scope of the battlespace” FEATURE whose Major Dimension is large or smaller than the baseline case.

Table 561.  Attribute Specifications for C2 Core Entities Used to Support ASA M&S Requirements

Entity
Attribute Specifications

FACILITY-LOCATION
FACILITY-LOCATION IDENTIFIER (PK)—(11883) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC FACILITY-LOCATION.

LOCATION IDENTIFIER (PK) (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

FACILITY IDENTIFIER (PK) (FK)—(11179) (A)  THE IDENTIFIER THAT REPRESENTS A FACILITY.

FACILITY-LOCATION ASSOCIATION CODE—(11880/1) (A)  THE CODE THAT DENOTES THE TYPE OF RELATION BETWEEN A SPECIFIC LOCATION AND A SPECIFIC FACILITY THAT IS EFFECTIVE DURING A SPECIFIC TIME.  (11880/2) (D)  THE CODE THAT DENOTES THE TYPE OF RELATION BETWEEN A SPECIFIC LOCATION AND A SPECIFIC FACILITY THAT IS EFFECTIVE DURING A SPECIFIC TIME.  Example domain values are:  01--CURRENT (INCLUDES OBSERVED AND DETECTED); 02--PLANNED; 03--REQUESTED; 04--REQUIRED; 05--REPORTED; 06--PROPOSED.  (DDDS, approved)

FACILITY-LOCATION EFFECTIVE CALENDAR DATE—(11882/2) (A)  THE CALENDAR DATE WHEN A FACILITY-LOCATION BECOMES EFFECTIVE.

FACILITY-LOCATION EFFECTIVE TIME—(18786) (A)  THE TIME OF THE BEGINNING OF EFFECTIVENESS OF A FACILITY-LOCATION.

FACILITY-LOCATION DURATION QUANTITY—(11881) (A)  THE QUANTITY OF TIME FOR WHICH A SPECIFIC ASSOCIATION OF A SPECIFIC LOCATION TO A SPECIFIC FACILITY IS DETERMINED TO BE EFFECTIVE.

FACILITY-LOCATION SEQUENCE IDENTIFIER—(11884) (A)  THE IDENTIFIER THAT REPRESENTS THE RELATIVE POSITION OF A FACILITY-LOCATION  AMONG THE SET OF FACILITY-LOCATIONS ASSOCIATED WITH A SPECIFIC FACILITY.

FEATURE
FEATURE IDENTIFIER (PK)—(11180) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC FEATURE.

FEATURE-TYPE IDENTIFIER (FK)—(11181) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC FEATURE-TYPE.

FEATURE CATEGORY CODE—(11307) (A)  THE CODE THAT DENOTES THE CLASS OF A SPECIFIC FEATURE.  Example domain values are:  01--GEOSPATIAL FEATURE; 02--CONTROL FEATURE.  (DDDS, approved)

· FEATURE FRIEND FOE CODE—(11218) (A)  THE CODE THAT DENOTES WHETHER A SPECIFIC FEATURE IS FRIENDLY.  Example domain values are:  1--FRIEND; 2--FOE; 3--NOT KNOWN; 4--NEUTRAL; 5--NOT SPECIFIED.  (DDDS, approved)

· FEATURE NAME—(11217) (A)  THE NAME OF A SPECIFIC FEATURE.

FEATURE-LOCATION
· FEATURE-LOCATION IDENTIFIER (PK)—(11888) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC FEATURE-LOCATION.

· FEATURE IDENTIFIER (PK) (FK)—(11180) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC FEATURE.

· LOCATION IDENTIFIER (PK) (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

· FEATURE-LOCATION ASSOCIATION CODE—(11885/1) (A)  THE CODE THAT DENOTES THE TYPE OF RELATION BETWEEN A SPECIFIC LOCATION AND A SPECIFIC FEATURE THAT IS EFFECTIVE DURING A SPECIFIC TIME.  (11885/2) (D)  THE CODE THAT DENOTES THE TYPE OF RELATION BETWEEN A SPECIFIC LOCATION AND A SPECIFIC FEATURE THAT IS EFFECTIVE DURING A SPECIFIC TIME.  Example domain values are:  01--CURRENT (INCLUDES OBSERVED AND DETECTED); 02--PLANNED; 03--REQUESTED; 04--REQUIRED; 05--REPORTED; 06--PROPOSED.  (DDDS, approved)

· FEATURE-LOCATION DURATION QUANTITY—(11886) (A)  THE QUANTITY OF TIME FOR WHICH A SPECIFIC ASSOCIATION OF A SPECIFIC LOCATION TO A SPECIFIC FEATURE IS DETERMINED TO BE EFFECTIVE.

· FEATURE-LOCATION EFFECTIVE CALENDAR DATE—(11887/2) (A)  THE CALENDAR DATE WHEN A FEATURE-LOCATION BECOMES EFFECTIVE.

· FEATURE-LOCATION EFFECTIVE TIME—(18787) (A)  THE TIME OF THE BEGINNING OF EFFECTIVENESS OF A FEATURE-LOCATION.

· FEATURE-LOCATION SEQUENCE IDENTIFIER—(11889) (A)  THE IDENTIFIER THAT REPRESENTS THE RELATIVE POSITION OF A FEATURE-LOCATION AMONG THE SET OF FEATURE-LOCATIONS ASSOCIATED WITH A SPECIFIC FEATURE.

GEOMETRIC-VOLUME
· LOCATION IDENTIFIER (PK) (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

· GEOMETRIC-VOLUME LOWER LEVEL ELEVATION DIMENSION—(12860) (A)  THE ELEVATION OF THE LOWEST POINT OF A SPECIFIED GEOMETRIC-VOLUME REFERENCED TO THE VERTICAL DATUM OF THE WORLD GEODETIC SYSTEM 1984 (WGS 84).

· GEOMETRIC-VOLUME TYPE CODE—(12861) (A)  THE CODE THAT REPRESENTS A CLASS OF GEOMETRIC-VOLUME.  Example domain values are:  01--CONE GEOMETRIC-VOLUME; 02--CYLINDER; 03--SPHERE.  (DDDS, approved)

Table 561.  (Cont’d)

Entity
Attribute Specifications

GEOMETRIC-VOLUME (Cont’d)
· GEOMETRIC-VOLUME UPPER LEVEL ELEVATION DIMENSION—(12862) (A)  THE ELEVATION OF THE HIGHEST POINT OF A SPECIFIED GEOMETRIC-VOLUME REFERENCED TO THE VERTICAL DATUM OF THE WORLD GEODETIC SYSTEM 1984 (WGS 84).

LINE
· LOCATION IDENTIFIER (PK) (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

LINE-POINT
· LOCATION IDENTIFIER (PK) (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

· LINE-POINT SEQUENCE IDENTIFIER (PK)—(12583) (A)  THE IDENTIFIER THAT REPRESENTS THE RELATIVE ORDER OF A LINE-POINT AMONG THE SET OF LINE-POINTS ASSOCIATED WITH A SPECIFIC LINE.

· POINT (FK)—The role name of Point LOCATION Identifier (FK) in LINE-POINT.

LOCATION
· LOCATION IDENTIFIER (PK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

· LOCATION CATEGORY CODE—(11894) (A)  THE CODE THAT DENOTES THE CLASS OF A SPECIFIC LOCATION.  (11894/2) (D)  THE CODE THAT DENOTES THE CLASS OF A SPECIFIC LOCATION.  (DDDS, June 1998)  Example domain values are:  01--GEOMETRIC SPATIAL ELEMENT.  (DDDS, approved)

· LOCATION NAME—(9235) (A)  THE NAME OF A SPECIFIED PLACE.

MATERIEL-LOCATION
· MATERIEL IDENTIFIER (PK)—(11182) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC INSTANCE OF MATERIEL.

· LOCATION IDENTIFIER (PK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

· MATERIEL-LOCATION ASSOCIATION CODE—(11895) (A)  THE CODE THAT DENOTES THE TYPE OF RELATION BETWEEN A SPECIFIC LOCATION AND A SPECIFIC MATERIEL THAT IS EFFECTIVE DURING A SPECIFIC TIME.

· MATERIEL-LOCATION DURATION QUANTITY—(11896) (A)  THE QUANTITY OF SECONDS FOR WHICH A SPECIFIC ASSOCIATION OF A SPECIFIC LOCATION TO A SPECIFIC MATERIEL IS DETERMINED TO BE EFFECTIVE.

· MATERIEL-LOCATION EFFECTIVE CALENDAR DATE—(11897) (A)  THE CALENDAR DATE WHEN A MATERIEL-LOCATION BECOMES EFFECTIVE.

· MATERIEL-LOCATION EFFECTIVE TIME—(18788) (A)  THE TIME OF THE BEGINNING OF EFFECTIVENESS OF A MATERIEL-LOCATION.

· MATERIEL-LOCATION IDENTIFIER—(11898) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC MATERIEL-LOCATION.

· MATERIEL-LOCATION REASON TEXT—(16218) (A)  THE TEXT THAT DESCRIBES THE PURPOSE OF A SPECIFIC MATERIEL-LOCATION.

· MATERIEL-LOCATION SEQUENCE IDENTIFIER—(11899) (A)  THE IDENTIFIER THAT REPRESENTS THE RELATIVE POSITION OF A MATERIEL-LOCATION AMONG THE SET OF MATERIEL-LOCATIONS ASSOCIATED WITH A SPECIFIC MATERIEL.

MEASURED-ELEVATION-POINT
· LOCATION IDENTIFIER (PK) (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

· MEASURED-ELEVATION-POINT ELEVATION DIMENSION—(10504) (A)  THE ELEVATION OF A POINT ABOVE OR BELOW THE VERTICAL DATUM AS DEFINED IN THE WORLD GEODETIC SYSTEM 1984 (WGS 84).

· MEASURED-ELEVATION-POINT PRECISION QUANTITY—(11924) (A)  A QUANTITY OF ERROR BOUNDS FOR A SPECIFIC MEASURED-ELEVATION-POINT AT THE 90% CONFIDENCE LEVEL FOR THE GIVEN ELEVATION.

ORGANIZATION-LOCATION
· ORGANIZATION-LOCATION IDENTIFIER (PK)—(11913) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC ORGANIZATION-LOCATION.

· LOCATION IDENTIFIER (PK) (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

· ORGANIZATION IDENTIFIER (PK) (FK)—(7875) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

· ORGANIZATION-LOCATION ASSOCIATION CODE—(11900/1) (A)  THE CODE THAT DENOTES THE TYPE OF RELATION BETWEEN A SPECIFIC LOCATION AND A SPECIFIC ORGANIZATION THAT IS EFFECTIVE DURING A SPECIFIC TIME.  (11900/2) (D)  THE CODE THAT DENOTES THE TYPE OF RELATION BETWEEN A SPECIFIC LOCATION AND A SPECIFIC ORGANIZATION THAT IS EFFECTIVE DURING A SPECIFIC TIME.  Example domain values are:  01--CURRENT (INCLUDES OBSERVED AND DETECTED); 02--PLANNED; 03--REQUESTED; 04--REQUIRED; 05--REPORTED; 06--PROPOSED.  (DDDS, approved)

· ORGANIZATION-LOCATION DURATION QUANTITY—(11911/1) (A)  THE QUANTITY OF TIME FOR WHICH A SPECIFIC ASSOCIATION OF A SPECIFIC LOCATION TO A SPECIFIC ORGANIZATION IS DETERMINED TO BE EFFECTIVE.

Table 561.  (Cont’d)

Entity
Attribute Specifications

ORGANIZATION-LOCATION (Cont’d)
· ORGANIZATION-LOCATION EFFECTIVE CALENDAR DATE—(11912/2) (A)  THE CALENDAR DATE WHEN AN ORGANIZATION-LOCATION BECOMES EFFECTIVE.

· ORGANIZATION-LOCATION EFFECTIVE TIME—(18793/1) (A)  THE TIME OF THE BEGINNING OF EFFECTIVENESS OF AN ORGANIZATION-LOCATION.

· ORGANIZATION-LOCATION REASON TEXT—(16221/1) (A)  THE TEXT THAT DESCRIBES THE PURPOSE OF A SPECIFIC ORGANIZATION-LOCATION.

· ORGANIZATION-LOCATION SEQUENCE IDENTIFIER—(11914/1) (A)  THE IDENTIFIER THAT REPRESENTS THE RELATIVE POSITION OF AN ORGANIZATION-LOCATION AMONG THE SET OF ORGANIZATION-LOCATIONS ASSOCIATED WITH A SPECIFIC ORGANIZATION.

POINT
· LOCATION IDENTIFIER (PK) (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

· POINT LATITUDE COORDINATE—(12591) (A)  THE COORDINATE IDENTIFYING THE POSITION OF A POINT RELATIVE TO THE EQUATOR IN THE WORLD GEODETIC SYSTEM 1984 (WGS 84) FRAME OF REFERENCE.

· POINT LONGITUDE COORDINATE—(12590) (A)  THE COORDINATE IDENTIFYING THE POSITION OF A GEOSPATIAL POINT RELATIVE TO THE ZERO MERIDIAN IN THE WORLD GEODETIC SYSTEM 1984 (WGS 84) FRAME OF REFERENCE.

· POINT ELEVATION TYPE CODE—(16256) (A)  THE CODE THAT REPRESENTS THE WAY IN WHICH ELEVATION IS SPECIFIED FOR A POINT.  Example domain values are:  A--MEASURED-ELEVATION-POINT; B--SEA-SURFACE-POINT; C--SEA-FLOOR-POINT; D--LAND-SURFACE-POINT; E--UNSPECIFIED-ELEVATION-POINT.  (DDDS, approved)

· POINT HORIZONTAL PRECISION QUANTITY—(11920) (A)  A QUANTITY OF CIRCULAR ERROR BOUNDS AT THE 90% CONFIDENCE LEVEL FOR THE GIVEN SET OF COORDINATES OF A SPECIFIC POINT.

REGULAR-AREA
· LOCATION IDENTIFIER (PK) (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

· REGULAR-AREA TYPE CODE—(11932) (A)  THE CODE THAT DENOTES A CLASS OF REGULAR-AREA.  Example domain values are:  1--ELLIPSE-AREA; 2--RECTANGLE-AREA.  (DDDS, approved)

· REGULAR-AREA MAJOR DIMENSION—(11926) (A)  THE LENGTH OF THE LONGEST SIDE OF THE RECTANGLE WHOSE CENTER IS THE REFERENCE POINT AND WHOSE SIDES ARE PARALLEL TO THE LINES OF LATITUDE AND LONGITUDE AT THE CENTER POINT FOR A SPECIFIC REGULAR-AREA.

· REGULAR-AREA MINOR DIMENSION—(11927) (A)  THE LENGTH OF THE SHORTEST SIDE OF THE RECTANGLE WHOSE CENTER IS THE CENTER POINT AND WHOSE SIDES ARE PARALLEL TO THE LINES OF LATITUDE AND LONGITUDE AT THE CENTER POINT FOR A SPECIFIC REGULAR-AREA.

· REGULAR-AREA ORIENTATION ANGLE—(11929) (A)  THE ANGLE OF ROTATIONAL MEASUREMENT, MEASURED CLOCKWISE FROM TRUE NORTH TO A LINE PARALLEL TO THE SHORTEST SIDE OF THE DEFINING RECTANGLE AND TAKEN AT THE CENTER POINT OF A SPECIFIC REGULAR-AREA.

SURFACE
· LOCATION IDENTIFIER (PK) (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

· REFERENCE POINT (FK)—The role name of the Reference Point LOCATION Identifier (FK) in SURFACE.

· SURFACE TYPE CODE—(12859) (A)  THE CODE THAT REPRESENTS A CLASS OF SURFACE.

TELECOMMUNICATIONS-NETWORK-ELEMENT-LINK-RADIO
· TELECOMMUNICATIONS-NETWORK-ELEMENT IDENTIFIER (PK) (FK)—(37808) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC TELECOMMUNICATIONS-NETWORK-ELEMENT.

· TELECOMMUNICATIONS-NETWORK-ELEMENT-LINK-RADIO LOWEST USEABLE FREQUENCY RATE—(37782) (A)  THE RATE OF THE MINIMUM NUMBER OF HERTZ AT WHICH A TELECOMMUNICATIONS-NETWORK-ELEMENT-LINK-RADIO CAN BE ESTABLISHED.

· TELECOMMUNICATIONS-NETWORK-ELEMENT-LINK-RADIO MAXIMUM USEABLE FREQUENCY RATE—(37783) (A)  THE RATE OF THE HIGHEST NUMBER OF HERTZ AT WHICH A TELECOMMUNICATIONS-NETWORK-ELEMENT-LINK-RADIO CAN BE ESTABLISHED.

· TELECOMMUNICATIONS-NETWORK-ELEMENT-LINK-RADIO ORIGINATOR TRANSMIT FREQUENCY RATE—(37796) (A)  THE RATE OF THE NUMBER OF HERTZ OF THE CARRIER WAVE TRANSMITTED BY THE CONTROLLING STATION OF A TELECOMMUNICATIONS-NETWORK-ELEMENT-LINK-RADIO.

· TELECOMMUNICATIONS-NETWORK-ELEMENT-LINK-RADIO ORIGINATOR RECEIVE FREQUENCY RATE—(37797) (A)  THE RATE OF THE NUMBER OF HERTZ OF THE CARRIER WAVE RECEIVED BY THE CONTROLLING STATION OF A TELECOMMUNICATIONS-NETWORK-ELEMENT-LINK-RADIO.

Table 561.  (Cont’d)

Entity
Attribute Specifications

TELECOMMUNICATIONS-NETWORK-ELEMENT-LINK-RADIO
· TELECOMMUNICATIONS-NETWORK-ELEMENT-LINK-RADIO POLARIZATION CODE—(37798) (A)  THE CODE WHICH DENOTES THE UNIFORM VARIATION OF A WAVE CHARACTERISTIC FOR A TELECOMMUNICATIONS-NETWORK-ELEMENT-LINK-RADIO.  Example domain values are:  01--VERTICAL LINEAR; 02--HORIZONTAL LINEAR; 03--RIGHT HAND CIRCULAR; 04--LEFT HAND CIRCULAR; 05--RIGHT HAND ELLIPTIC; 06--LEFT HAND ELLIPTIC; 07--RANDOM.  (DDDS, approved)

· TELECOMMUNICATIONS-NETWORK-ELEMENT-LINK-RADIO TRANSMISSION ANGLE—(37799) (A)  THE ANGLE OF THE DIRECTION FROM THE ORIGINATOR TO THE TERMINATOR OF A TELECOMMUNICATIONS-NETWORK-ELEMENT-LINK-RADIO.

· TELECOMMUNICATIONS-NETWORK-ELEMENT-LINK-RADIO FREQUENCY BAND CODE—(37800) (A)  THE CODE THAT DENOTES THE RADIO FREQUENCY BAND OF THE TELECOMMUNICATIONS-NETWORK-ELEMENT-LINK-RADIO.  Example domain values are:  EHF--EXTREMELY HIGH FREQUENCY; HF--HIGH FREQUENCY; LF--LOW FREQUENCY; MF--MEDIUM FREQUENCY; SHF--SUPER HIGH FREQUENCY; UHF--ULTRA HIGH FREQUENCY; VHF--VERY HIGH FREQUENCY; VLF--VERY LOW FREQUENCY.  (DDDS, approved)

D.
FUTURE CADM EXTENSIONS TO SUPPORT FOR MODELING AND SIMULATION

The CADM appears to be missing translation rules that define mappings from function to function.  In our efforts for modeling and simulation, we will be developing a rules database.  We will be happy to share any information.  [TIPO July 1998]

1.
LOCATION

a.
Concept for LOCATION

The data structure under the independent entity LOCATION captures two distinct but related concepts of interest to planners and operators on the battlefield:  (1) the specification of geometry associated with battlefield features and (2) the specification of geoposition or location of battlefield objects with respect to the Earth's surface.  The ability to specify geometry permits the recording of various open or closed boundaries, such as areas of responsibility for units or lines of march to be followed, as well as other geometric elements, such as the security border surrounding an ammunition dump.  The positioning of battlefield objects with respect to the Earth's surface is achieved by associating the entities representing battlefield objects with either the LOCATION entity itself or with one of its subtypes, such as POINT.

The notion of LOCATION and its subtypes is discussed and illustrated in the sections following immediately below.  The relationship of LOCATION to resources such as ORGANIZATION, FACILITY, and MATERIEL is covered in a subsequent section.

b.
Specification and Overall Structure of LOCATION

A LOCATION is defined as [43) (A)} “A specific place.”  Two classes of LOCATION were envisioned during the standardization of LOCATION (geometric and topological elements) but only a GEOMETRIC-SPATIAL-ELEMENT has been specified to date.  GEOMETRIC-SPATIAL-ELEMENT has been defined as (DDDS #927, Approved) “A geometric shape positioned in three dimensional space.”  It was originally defined (using the concept SPACE) in the Battlefield Generic Hub 1 [GH1 1993] as the point, line, area, or volume that is occupied by an item or has attributed to it a specific condition; and that is positioned by a number of points.  The IDEF1X data model view for LOCATION is provided in Figure 141.  

Table 562 provides the entity specifications for LOCATION entities from the C2 Core Data Model (C2CDM).  Table 563 provides the attribute specifications for those entities.

Table 562.  LOCATION Entities from C2 Core Data Model

Entity
Entity Definition

CONE-VOLUME
(1141) (A)  A GEOMETRIC-VOLUME WHOSE BOUNDARY IS SWEPT BY A LINE THAT HAS A FIXED POINT AND ANOTHER THAT MOVES ALONG THE PATH DEFINED BY THE BORDER OF A SPECIFIC SURFACE. 

ELLIPSE-AREA
(1142) (A)  A REGULAR-AREA THAT SPECIFIES AN OVULAR REGION WITH A SPECIFIED SEMI-MAJOR- AXIS, SEMI-MINOR-AXIS, CENTER POINT, AND ORIENTATION. 

FAN-AREA
(1144) (A)  A SURFACE THAT IS IN THE FORM OF A TRUNCATED RING SECTOR, WHICH IS A SECTOR LYING BETWEEN AND BEING BOUNDED BY THE RAYS EMANATING FROM THE CENTER POINT OF THE RING AND HAVING A SPECIFIED CENTRAL ANGLE. 

GEOMETRIC-SPATIAL-ELEMENT
(927) (A)  A GEOMETRIC SHAPE POSITIONED IN THREE DIMENSIONAL SPACE. 

GEOMETRIC-VOLUME
(1154) (A)  A THREE-DIMENSIONAL GEOMETRIC-SPATIAL-ELEMENT. 

GEOMETRIC-VOLUME-SURFACE
(4072) (A)  AN ASSOCIATION OF A SURFACE AS A BOUNDARY OF A SPECIFIC GEOMETRIC-VOLUME. 

LINE
(929) (A)  A ONE DIMENSIONAL GEOMETRIC-SPATIAL-ELEMENT THAT IS DEFINED BY A SET OF POINTS CONNECTED BY STRAIGHT LINE SEGMENTS IN AN ORDERED SEQUENCE. 

LINE-POINT
(931) (A)  ONE OF A SEQUENCE OF POINTS USED TO DEFINE A LINE. 

LOCATION
(343) (A)  A SPECIFIC PLACE. 

MEASURED-ELEVATION-POINT
(935) (A)  A POINT WITH AN ELEVATION REFERENCED TO WORLD GEODETIC SYSTEM 84 (WGS 84) VERTICAL DATUM. 

POINT
(934) (A)  A ZERO DIMENSIONAL GEOMETRIC-SPATIAL-ELEMENT. 

RECTANGLE-AREA
(1152) (A)  A REGULAR-AREA WITH OPPOSITE SIDES OF EQUAL LENGTH AND ADJACENT SIDES AT RIGHT ANGLES. 

REGULAR-AREA
(1153) (A)  A SURFACE WITH AT LEAST TWO LINES OF SYMMETRY. 

SURFACE
(1140) (A)  A TWO DIMENSIONAL GEOMETRIC-SPATIAL-ELEMENT. 

SURFACE-REGION
(937) (A)  A SURFACE THAT IS SPECIFIED USING ITS BOUNDARY. 

SURFACE-REGION-BOUNDING-LINE
(938) (A)  A LINE USED IN THE SPECIFICATION OF A SURFACE-REGION. 
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Figure 141.  LOCATION View of the C2 Core Data Model (C2CDM)

Table 563.  Attributes for LOCATION-Related Entities from C2 Core Data Model

Entity
Attribute Specifications

CONE-VOLUME
· LOCATION IDENTIFIER (PK) (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

· VERTEX POINT (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

ELLIPSE-AREA
· LOCATION IDENTIFIER (PK) (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

FAN-AREA
· LOCATION IDENTIFIER (PK) (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

· FAN-AREA MAXIMUM RANGE DIMENSION—(11955) (A)  THE DISTANCE FROM THE VERTEX TO THE OUTER RING OF THE RING SECTOR USED TO SPECIFY THE FAN-AREA.

· FAN-AREA MINIMUM RANGE DIMENSION—(11956) (A)  THE DISTANCE FROM THE VERTEX TO THE INNER RING OF THE RING SECTOR USED TO SPECIFY THE FAN-AREA.

· FAN-AREA ORIENTATION ANGLE—(11957) (A)  THE ANGLE OF THE ROTATIONAL MEASUREMENT CLOCKWISE BETWEEN THE LINE OF TRUE NORTH AND THE LEFT SIDE OF THE SECTOR CENTRAL ANGLE FOR A SPECIFIC FAN-AREA

· FAN-AREA SECTOR SIZE ANGLE—(11958) (A)  THE ANGLE OF THE ROTATIONAL MEASUREMENT CLOCKWISE BETWEEN THE LEFT AND RIGHT SIDES OF THE RING CENTRAL ANGLE OF A SPECIFIC FAN-AREA.

GEOMETRIC-SPATIAL-ELEMENT
· LOCATION IDENTIFIER (PK) (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

· GEOMETRIC-SPATIAL-ELEMENT TYPE CODE—(12576) (A)  THE CODE THAT DENOTES A CLASS OF GEOMETRIC-SPATIAL-ELEMENT.  Approved domain values are:  L--LINE; P--POINT; S--SURFACE; V--GEOMETRIC-VOLUME.

· GEOMETRIC-SPATIAL-ELEMENT EXTRACTION DATE—(12572) (A)  THE DATE ON WHICH A GEOMETRIC-SPATIAL-ELEMENT WAS PRODUCED.

· ORGANIZATION IDENTIFIER (FK)—(7875) (A)  THE IDENTIFIER THAT REPRESENTS AN ADMINISTRATIVE STRUCTURE WITH A MISSION.

GEOMETRIC-VOLUME
· LOCATION IDENTIFIER (PK) (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

· GEOMETRIC-VOLUME LOWER LEVEL ELEVATION DIMENSION—(12860) (A)  THE ELEVATION OF THE LOWEST POINT OF A SPECIFIED GEOMETRIC-VOLUME REFERENCED TO THE VERTICAL DATUM OF THE WORLD GEODETIC SYSTEM 1984 (WGS 84).

· GEOMETRIC-VOLUME TYPE CODE—(12861) (A)  THE CODE THAT REPRESENTS A CLASS OF GEOMETRIC-VOLUME.  Approved domain values are:  01--CONE GEOMETRIC-VOLUME; 02--CYLINDER; 03--SPHERE. 

· GEOMETRIC-VOLUME UPPER LEVEL ELEVATION DIMENSION—(12862) (A)  THE ELEVATION OF THE HIGHEST POINT OF A SPECIFIED GEOMETRIC-VOLUME REFERENCED TO THE VERTICAL DATUM OF THE WORLD GEODETIC SYSTEM 1984 (WGS 84).

GEOMETRIC-VOLUME-SURFACE
· SURFACE LOCATION IDENTIFIER (PK) (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

· GEOMETRIC GEOMETRIC-VOLUME LOCATION IDENTIFIER (PK) (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

LINE
· LOCATION IDENTIFIER (PK) (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

LINE-POINT
· LOCATION IDENTIFIER (PK) (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

· LINE-POINT SEQUENCE IDENTIFIER (PK)—(12583) (A)  THE IDENTIFIER THAT REPRESENTS THE RELATIVE ORDER OF A LINE-POINT AMONG THE SET OF LINE-POINTS ASSOCIATED WITH A SPECIFIC LINE.

· POINT (FK)—The role name of Point LOCATION Identifier (FK) in LINE-POINT.

LOCATION
· LOCATION IDENTIFIER (PK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

· LOCATION CATEGORY CODE—(11894) (A)  THE CODE THAT DENOTES THE CLASS OF A SPECIFIC LOCATION.  (11894/2) (D)  THE CODE THAT DENOTES THE CLASS OF A SPECIFIC LOCATION.  (DDDS, June 1998)  Approved domain values are:  01--GEOMETRIC SPATIAL ELEMENT. 

· LOCATION NAME—(9235) (A)  THE NAME OF A SPECIFIED PLACE.

MEASURED-ELEVATION-POINT
· LOCATION IDENTIFIER (PK) (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

· MEASURED-ELEVATION-POINT ELEVATION DIMENSION—(10504) (A)  THE ELEVATION OF A POINT ABOVE OR BELOW THE VERTICAL DATUM AS DEFINED IN THE WORLD GEODETIC SYSTEM 1984 (WGS 84).

Table 563.  (Cont’d)

Entity
Attribute Specifications

MEASURED-ELEVATION-POINT (Cont’d)
· MEASURED-ELEVATION-POINT PRECISION QUANTITY—(11924) (A)  A QUANTITY OF ERROR BOUNDS FOR A SPECIFIC MEASURED-ELEVATION-POINT AT THE 90% CONFIDENCE LEVEL FOR THE GIVEN ELEVATION.

POINT
· LOCATION IDENTIFIER (PK) (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

· POINT LATITUDE COORDINATE—(12591) (A)  THE COORDINATE IDENTIFYING THE POSITION OF A POINT RELATIVE TO THE EQUATOR IN THE WORLD GEODETIC SYSTEM 1984 (WGS 84) FRAME OF REFERENCE.

· POINT LONGITUDE COORDINATE—(12590) (A)  THE COORDINATE IDENTIFYING THE POSITION OF A GEOSPATIAL POINT RELATIVE TO THE ZERO MERIDIAN IN THE WORLD GEODETIC SYSTEM 1984 (WGS 84) FRAME OF REFERENCE.

· POINT ELEVATION TYPE CODE—(16256) (A)  THE CODE THAT REPRESENTS THE WAY IN WHICH ELEVATION IS SPECIFIED FOR A POINT.  Approved domain values are:  A--MEASURED-ELEVATION-POINT; B--SEA-SURFACE-POINT; C--SEA-FLOOR-POINT; D--LAND-SURFACE-POINT; E--UNSPECIFIED-ELEVATION-POINT. 

· POINT HORIZONTAL PRECISION QUANTITY—(11920) (A)  A QUANTITY OF CIRCULAR ERROR BOUNDS AT THE 90% CONFIDENCE LEVEL FOR THE GIVEN SET OF COORDINATES OF A SPECIFIC POINT.

RECTANGLE-AREA
· LOCATION IDENTIFIER (PK) (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

REGULAR-AREA
· LOCATION IDENTIFIER (PK) (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

· REGULAR-AREA TYPE CODE—(11932) (A)  THE CODE THAT DENOTES A CLASS OF REGULAR-AREA.  Approved domain values are:  1--ELLIPSE-AREA; 2--RECTANGLE-AREA. 

· REGULAR-AREA MAJOR DIMENSION—(11926) (A)  THE LENGTH OF THE LONGEST SIDE OF THE RECTANGLE WHOSE CENTER IS THE REFERENCE POINT AND WHOSE SIDES ARE PARALLEL TO THE LINES OF LATITUDE AND LONGITUDE AT THE CENTER POINT FOR A SPECIFIC REGULAR-AREA.

· REGULAR-AREA MINOR DIMENSION—(11927) (A)  THE LENGTH OF THE SHORTEST SIDE OF THE RECTANGLE WHOSE CENTER IS THE CENTER POINT AND WHOSE SIDES ARE PARALLEL TO THE LINES OF LATITUDE AND LONGITUDE AT THE CENTER POINT FOR A SPECIFIC REGULAR-AREA.

· REGULAR-AREA ORIENTATION ANGLE—(11929) (A)  THE ANGLE OF ROTATIONAL MEASUREMENT, MEASURED CLOCKWISE FROM TRUE NORTH TO A LINE PARALLEL TO THE SHORTEST SIDE OF THE DEFINING RECTANGLE AND TAKEN AT THE CENTER POINT OF A SPECIFIC REGULAR-AREA.

SURFACE
· LOCATION IDENTIFIER (PK) (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

· REFERENCE POINT (FK)—The role name of the Reference Point LOCATION Identifier (FK) in SURFACE.

· SURFACE TYPE CODE—(12859) (A)  THE CODE THAT REPRESENTS A CLASS OF SURFACE.  Approved domain values are:  1--REGULAR-AREA; 2--FAN-AREA; 3--SURFACE-REGION.  (DDDS, June 1998)

SURFACE-REGION
· LOCATION IDENTIFIER (PK) (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

SURFACE-REGION-BOUNDING-LINE
· SURFACE REGION (PK) (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

· LINE (PK) (FK)—(11893/1) (A)  THE IDENTIFIER THAT REPRESENTS A SPECIFIC LOCATION.

As the description above implies, geometric elements of LOCATION are of four subtypes:  a zero dimensional POINT, a one dimensional LINE that can be a polygonal path, a two-dimensional SURFACE (possibly but not necessarily planar), and a three-dimensional GEOMETRIC-VOLUME.  Thus, LOCATION specifies dimensionality as well as position in space.

More precisely, the four subtypes of GEOMETRIC-SPATIAL-ELEMENT are defined and described as follows:

· POINT—(934) (A)  “A zero-dimensional GEOMETRIC-SPATIAL-ELEMENT.”  A point is positioned using latitude and longitude coordinates.  It is positioned in elevation by specifying one of the following values of POINT Elevation Type Code:

· A--Measured-Elevation-Point (in which case a value of MEASURED-POINT-ELEVATION Elevation Dimension may be specified)

· B--Sea-Surface-Point

· C--Sea-Floor-Point

· D--Land-Surface-Point

· E--Unspecified-Elevation-Point. 

· LINE—(929) (A)  “A one-dimensional GEOMETRIC-SPATIAL-ELEMENT that is defined by a set of points connected by straight line segments in an ordered sequence.”  This concept of LINE is also known as a polygonal path.  Each LINE is located by two or more POINTs and is specified by an ordered sequence of LINE-POINTs.  If the first LINE-POINT and the last LINE-POINT are identical, the line is said to be closed (e.g., a perimeter of an assembly area).

· Some instances of LINE is a closed polygonal path, meaning that the initial point and the end point of the path has the same LOCATION Identifier (i.e., is the same POINT).

· Some instances of a closed LINE may bound a planar or other SURFACE, including the surface of a sphere, cone, or cylinder, which case there are instances of SURFACE-REGION-BOUNDING-LINE.

· SURFACE—(1140) (A)  “A two-dimensional GEOMETRIC-SPATIAL-ELEMENT.”  This entity was originally named “AREA” in GH1 and “AREA-SPACE” in C2CDM Version 2.0.

· A major subset of instances of SURFACE are those geometric elements (termed a planar surface) whose surface is included within a set of lines or curves (i.e., is two dimensional) and lies in a single horizontal plane, which is a surface such that a straight line joining any two of its points lies wholly in the surface.  

· A common elevation of the points of a specific SURFACE is derived from the POINT Elevation Type Code and (optional) MEASURED-ELEVATION-POINT Elevation Dimension of the Reference Point identified by the Point LOCATION Identifier (FK) migrating from POINT under the non-identifying (no-nulls-allowed) relationship from POINT to SURFACE.  The C2 Core uses “REFERENCE POINT (FK) as the role name for this attribute in SURFACE.

· Some sets of surfaces are represent the boundaries of a GEOMETRIC-VOLUME, in which case there are instances of GEOMETRIC-VOLUME-SURFACE.

· GEOMETRIC-VOLUME—(1154) (A)  “A three-dimensional GEOMETRIC-SPATIAL-ELEMENT.”  It was originally defined in GH1 as a three-dimensional geometric element whose surface lies in one or more vertical planes, cylinders, spheres, or horizontal planes and whose projection on a horizontal plane is an AREA.  This entity was originally named “GEOMETRIC-VOLUME” in GH1 and “GEOMETRIC-VOLUME-SPACE” in C2CDM Version 2.0.

· Each GEOMETRIC-VOLUME is either (1) a general cylinder, which is the vertical projection of a specific AREA with horizontal planes bounding its top and bottom; (2) a sphere that may be limited by horizontal boundary planes at the top and bottom; or (3) a cone that may be limited by horizontal boundary planes at the top and bottom.

· Where appropriate, values of GEOMETRIC-VOLUME Lower Level Elevation Dimension and GEOMETRIC-VOLUME Upper Level Elevation Dimension may be specified (as is common in airspace control).

c.
POINT

POINT is the only entity in the data model with a “coordinate” attribute—all locations are defined in terms of POINT and its relationships to other LOCATIONs.

The descriptive (non-key) attributes of POINT are as follows:

· POINT Latitude Coordinate—(12591) (A)  The coordinate identifying the position of a geospatial point relative to the equator in the World Geodetic System 1984 (WGS 84) frame of reference.  The metadata for this attribute is for a 15-character floating-point real number of units decimal degrees in the range –90.000000 to +90.000000, with reference to STANAG 2211 for its authority.

· POINT Longitude Coordinate—(12590) (A)  The coordinate identifying the position of a geospatial point relative to the zero meridian in the World Geodetic System 1984 (WGS 84) frame of reference.  The metadata for this attribute is for a 15-character floating-point real number of units decimal degrees in the range –180.000000 to +180.000000, with reference to STANAG 2211 for its authority.

· POINT Elevation Type Code—(16256) (A)  The code that represents the way in which elevation is specified for a POINT.  Approved domain values are:  A--Measured-Elevation-Point; B--Sea-Surface-Point; C--Sea-Floor-Point; D--Land-Surface-Point; E--Unspecified-Elevation-Point.  The metadata for this attribute is for a 1-character string, with reference to STANAG 2211 for its authority.

· POINT Horizontal Precision Quantity—(11920) (A)  A quantity of circular error bounds at the 90-percent confidence level for the given set of coordinates of a specific POINT.  The metadata for this attribute is for a seven-character floating-point real number of units meters in the range 0000.00 to 9999.99.

Elevations for a POINT may be specified implicitly or explicitly.  Implicit specifications permit an assumption to govern the understanding of what elevation is implied when none is explicitly specified (e.g., sea surface/mean sea level, sea floor, land surface).  In many applications, one of the implicit specifications is satisfactory to express the meaning intended; where necessary, precise values can be interpolated from a digital terrain map.  Explicit specifications, where required or provided from another source, are recorded in the entity MEASURED-ELEVATION-POINT.  Its descriptive attributes are the following:

· MEASURED-ELEVATION-POINT Elevation Dimension—The elevation of a point above or below the vertical datum as defined in the World Geodetic System 1984 (WGS 84).  The metadata for this attribute is for a six-character string of units in meters in the range –1,000 to 400,000.

· MEASURED-ELEVATION-POINT Precision Quantity—A quantity of error bounds for a specific MEASURED-ELEVATION-POINT at the 90-percent confidence level for the given elevation.  The metadata for this attribute is for a six-character floating-point real number of units meters in the range 000.00 to 999.99.

An example instance table for POINT is given in Table 564.  Frequent use of this table will be made in discussions of other instance tables and in making use of the Reference Point concept for SURFACE.

Table 564.  Example Instance Table for POINT

POINT

Point LOCATION Identifier
POINT Latitude Coordinate
POINT Longitude Coordinate
POINT Elevation Type Code
POINT Horizontal Precision Quantity

1812
30.04012
-98.55712
A
[Measured Elevation Point]
5 (m)

612
30.04084
-98.55702
A
10 (m)

999
30.03994
-98.55692
A
10 (m)

3112
30.29504
-98.67453
A
5 (m)

613
30.62741
-98.53277
A
10 (m)

1810
30.62651
-98.53256
A
10 (m)

777
30.04030
-98.55702
A
10 (m)

346
30.62831
-98.53235
A
10 (m)

7771
30.04030
-98.55702
A
10 (m)

MEASURED-ELEVATION-POINT

[Point] 
LOCATION Identifier
MEASURED-ELEVATION-POINT Elevation Dimension
MEASURED-ELEVATION-POINT 
Precision Quantity

1812
200 (m)
1 (m)

612
200 (m)
10 (m)

999
200 (m)
10 (m)

3112
356 (m)
5 (m)

613
1,000 (m)
10 (m)

1810
1,000 (m)
10 (m)

777
200 (m)
10 (m)

346
1,000 (m)
10 (m)

7771
10 (m)
0.5 (m)

Great debates continue about the requirements for multiple representations of point coordinates and the degree to which the valid representation should be explicitly identified in the C2CDM.  Clearly, more than one representation will be needed for external schema, such as for presentations to users.  For example, there will be a requirement to present some positions in Universal Transverse Mercator (UTM) or Military Grid Reference System (MGRS).  At present, specifying such representations is outside the C2CDM.  However, they will definitely need to be specified in physical schema, to include the schemata to be used for Army Battle Command Systems (ABCS) and Joint Battle Command Systems (JBCS) implementations.  As a minimum, these specifications will need to include precision, format, and transformations to and from the underlying standard adopted for coordinate.

d.
LINE

A LINE—Defined as a one-dimensional GEOMETRIC-SPATIAL-ELEMENT that is defined by a set of points connected by straight line segments in an ordered sequence—is a geometric element that is generated by a moving point, that has extension only along the path of the point (i.e., is one dimensional), and that is made up of a number of straight segments.  This concept of LINE is also known as a polygonal path.  If a LINE consists of a single straight segment, it is called a line segment.

Each LINE is located by two or more POINTs and is specified by an ordered sequence of LINE-POINTs.  If the first LINE-POINT and the last LINE-POINT are identical, the line is said to be closed (e.g., a perimeter).

LINE has only a single attribute, [Line] LOCATION Identifier,
 described as the LOCATION Identifier of a specific LINE.  As noted above, it is defined by its relation to LINE-POINT.  A line normally has at least two points.  (Note:  The cardinality “P” on the “is defined by” relationship between LINE and LINE-POINT in GH2 but not in the C2CDM would ensure at least one point; the specification of a minimum of two points is an undiagrammed constraint that could be part of an implementation of LOCATION data model.)

The attributes of LINE-POINT are as follows:

· [Line] LOCATION Identifier, which is the LOCATION Identifier of a specific LINE, one of whose points (such as a vertex and other junction) is specified by a particular LINE-POINT.

· Line Point Sequence Identifier—(12583) (A)  the identifier that represents the relative order of a LINE-POINT among the set of LINE-POINTs associated with a specific LINE.  The metadata for this attribute is a 10-character string.

· POINT [Point LOCATION Identifier], which is the LOCATION Identifier of a specific POINT that is defined to be included in the LINE (specified by Line LOCATION Identifier) for a specific LINE-POINT.  Since the non-identifying relationship “is defined by” between LINE and LINE-POINT is no-nulls-allowed, each instance of LINE-POINT actually has reference to a unique instance of POINT.  There is nothing to preclude more than once reference to the same POINT in the set of LINE-POINTs associated with a given LINE.  Thus, a LINE can start and end at the same POINT, and a LINE can cross itself (e.g., as in a figure “8”).

An example instance table for LINE-POINT is given in Table 565.  Line 1 has four LINE-POINTs, since the first (LINE-POINT 346 with sequence number “1”) and the last (LINE-POINT 346 with sequence number “4”) are identical; therefore, Line 1 is closed.  Line 2 is also closed since the first and the last points in the sequence are the same.  (It will be seen later that both Line 1 and Line 2 form the perimeters of specific AREAs.)  Line 3 has three LINE-POINTs and is not closed.  Line 3 may be thought of as composed of two line segments, one from LINE-POINT 312 to LINE-POINT 613 and another from LINE-POINT 613 to LINE-POINT 777.  LINE-POINT 613 may be thought of as a vertex in common with these two line segments.

Table 565.  Example Instance Table for LINE-POINT

LINE-POINT

LINE POINT 
Sequence Identifier
[Line]
LOCATION Identifier
POINT
[Point LOCATION Identifier]

1
Line 1
346

2
Line 1
1810

3
Line 1
613

4
Line 1
346

1
Line 2
1812

3
Line 2
612

2
Line 2
999

4
Line 2
1812

1
Line 3
312

2
Line 3
613

3
Line 3
777

LINE

[Line] LOCATION Identifier

Line 1

Line 2

Line 3

e.
SURFACE and Its Subtypes

A SURFACE—A two-dimensional GEOMETRIC-SPATIAL-ELEMENT—may be described as a geometric element whose surface is included within a set of lines or curves (i.e., is two dimensional).  A planar SURFACE lies in a single horizontal plane, which is a surface such that a straight line joining any two of its points lies wholly in the surface. 

SURFACE has a non-identifying (no-nulls-allowed) relationship “may be a reference point for” from POINT.  The LOCATION Identifier that migrates from POINT to SURFACE is given the role name of Reference Point.  The common elevation of the points of a specific SURFACE is derived from the point elevation dimension of the POINT (called the Reference Point) identified by the area Reference Point Identifier.  The descriptive attributes of SURFACE are as follows:

· Reference Point [LOCATION Identifer] is the Point LOCATION Identifer of the specific POINT that lies in or near a specific SURFACE.  For SURFACEs that are FAN-AREAs or REGULAR-AREAs (ellipses, circles, rectangles, and squares), the POINT represents the geometric center.  For a polygonal area or an instance of SURFACE-REGION defined by its bounding line(s), the role of the Reference Point may be the centroid (center of mass),  Originally the entity SURFACE-REGION (previously named POLYGON-AREA) has an attribute with a code to specify such a role for the Reference Point.  Since the relationship “may be a reference point for” is a no-nulls-allowed (non-identifying) relationship, there is always a Reference Point defined for every instance of SURFACE.

· SURFACE Type Code is defined as the code that represents a class of SURFACE.  It serves as a category discriminator that partitions SURFACE into subtypes.  Example domain values are:  FAN-AREA, REGULAR-AREA, and SURFACE-REGION.  Each of these subtypes is discussed below.

An example instance table for SURFACE is given in Table 566.  The table specifies two SURFACEs for each of the three subtypes.

Table 566.  Example Instance Table for SURFACE

SURFACE

[Surface] 
LOCATION Identifier
Reference Point [LOCATION Identifer]
SURFACE 
Type Code

Area 1
346
SURFACE-REGION (a polygon area)

Area 2
777
REGULAR-AREA

Area 3
777
SURFACE-REGION (a polygon area)

Area 4
612
FAN-AREA

Area 5
3112
REGULAR-AREA

Area 6
999
FAN-AREA

FAN-AREA.  A FAN-AREA is a SURFACE that is in the form of a truncated ring sector, which is a sector lying between and being bounded by the rays emanating from the Reference Point of the ring and having a central angle (in polar coordinates) measured from the fan orientation angle to the fan orientation angle plus the fan sector size.  In addition:

· The shape of the sector is specified by the width of the ring defined by minimum and maximum values for the range (in polar coordinates), and the size of the central angle of the sector.  

· The location of the sector is specified by the coordinates of the Reference Point.

· The elevation of the sector is that of the Reference Point.  

· The orientation of the sector with respect to the Reference Point is defined by the orientation angle.

The descriptive attributes for FAN-AREA are as follows:

· FAN-AREA Maximum Range Dimension—The distance from the vertex to the outer ring of the ring sector used to specify the FAN-AREA.  [The vertex is defined as the Reference Point.]  The metadata for this attribute is for a 10-character floating-point real number of meters in the range 0000000.00 to 9999999.99.

· FAN-AREA Minimum Range Dimension—The distance from the vertex to the inner ring of the ring sector used to specify the FAN-AREA.  The metadata for this attribute is for a 10-character floating-point real number of meters in the range 0000000.00 to 9999999.99.

· FAN-AREA Orientation Angle—The angle of the rotational measurement clockwise between the line of true north and the left side of the sector central angle for a specific FAN-AREA.  The metadata for this attribute is for a 13-character floating-point real number of units radians in the range 0 to 6.28318530718.

· FAN-AREA Sector Size Angle—The angle of the rotational measurement clockwise between the left and right sides of the ring central angle of a specific FAN-AREA.  The metadata for this attribute is for a 13-character floating-point real number of units radians in the range 0 to 6.28318530718.

Figure 142 illustrates the essential characteristics that are needed to specify a FAN-AREA.  Every attribute for FAN-AREA listed in the previous paragraph, with the exception of the Identifier, is shown in the diagram.

[image: image137.wmf]N

vertex

sector-size-angle

  (central angle)

minimum-range-dimension

maximum-range-dimension

orientation-

angle

FAN AREA


Figure 142.  Specification of FAN-AREA

An example instance table for FAN-AREA is given in Table 567.  It shows that FAN-AREA “Area 4” (from Table 566) covers a 90 degree sector beginning at 45 degrees north and ending at 135 degrees north (thus centered at 90 degrees north and oriented eastward).  FAN-AREA “Area 6” also has a 90 degree “span” between 315 degrees north and 405 or 45 degrees north; thus, it is oriented in a northerly direction.

Table 567.  Example Instance Table for a FAN-AREA

FAN-AREA

[Fan Area] LOCATION Identifier
FAN-AREA 
Sector Size Angle
FAN-AREA Minimum Range Dimension
FAN-AREA Maximum Range Dimension
FAN-AREA 
Orientation Angle

Area 4
1.571 (radians)

[90 degrees]
10,000 (m)
100,000 (m)
0.785 (radians)
[45 degrees]

Area 6
1.571 (radians)

[90 degrees]
50,000 (m)
250,000 (m)
5.498 (radians)

[405 degrees]

SURFACE

[Surface] 
LOCATION Identifier
Reference Point [LOCATION Identifer]
SURFACE 
Type Code

Area 4
612
FAN-AREA

Area 6
999
FAN-AREA

REGULAR-AREA.  A REGULAR-AREA is a SURFACE with at least two lines of symmetry.  It may be in the form of a rectangle or an ellipse.  Thus, there are two subtypes of REGULAR-AREA:

· RECTANGLE-AREA—A REGULAR-AREA with opposite sides of equal length and adjacent sides at right angles.  The boundary of a REGULAR-AREA is in the form of an ordered sequence of four line segments that begin and end at the same point (closed polygonal path), that are pairwise parallel, and that meet at right angles.  The specifications of the region are the Reference Point, the major dimension (length), the minor dimension (width), and an orientation angle measured (clockwise) relative to true north at the Reference Point.

· ELLIPSE-AREA—A REGULAR‑AREA that specifies an ovular region with a specified semi-major- axis, semi-minor-axis, center point, and orientation.  An elliptical area is specified as the unique ellipse inscribed in the standard-position rectangle so that it is tangent to the rectangle at the midpoints of its sides, and reoriented by rotating it counterclockwise by the orientation angle.  The major dimension is twice its semi-major axis, and its minor dimension is twice its semi-minor axis.  Note:  When the major and minor dimensions are equal, the ellipse forms a circle.  The radius of the circle is one-half the common major/minor dimension.

The descriptive attributes for REGULAR-AREA are as follows:

· REGULAR-AREA Type Code—The code that denotes a class of REGULAR-AREA.  Type Code serves as a category discriminator that partitions REGULAR-AREA into subtypes.  Approved domain values are:  1--Ellipse-Area; 2--Rectangle-Area.

· REGULAR-AREA Major Dimension—The length of the longest side of the rectangle whose center is the reference point and whose sides are parallel to the lines of latitude and longitude at the center point for a specific REGULAR-AREA.  The metadata for this attribute is for a 11-character floating-point real number of units meters in the range 0000000.000 to 9999999.999.

· REGULAR-AREA Minor Dimension—The length of the shortest side of the rectangle whose center is the center point [Reference Point] and whose sides are parallel to the lines of latitude and longitude at the center point for a specific REGULAR-AREA.  The metadata for this attribute is for a 11-character floating-point real number of units meters in the range 0000000.000 to 9999999.999.

· REGULAR-AREA Orientation Angle—The angle of rotational measurement, measured clockwise from true north to a line parallel to the shortest side of the defining rectangle and taken at the center point [Reference Point] of a specific REGULAR-AREA.  This attribute is used to rotate a REGULAR-AREA that otherwise has the circumscribing rectangle with sides parallel to the lines of longitude and latitude at the Reference Point.  The metadata for this attribute is for a 13-character floating-point real number of units radians in the range 0 to 6.28318530718.

A REGULAR-AREA is specified in terms of reorienting a standard-orientation rectangle (whose sides are parallel with the lines of longitude and latitude at the Reference Point).  The standard-orientation rectangle is specified by its geometric center (midpoint of a diagonal), length of the longest side (the major dimension), and length of the shortest side.  A rectangular REGULAR-AREA is then specified by rotating the standard-orientation rectangle in the clockwise direction by an orientation angle.  When the major and minor dimensions are equal, the rectangle forms a square.  The specification of REGULAR-AREA is illustrated in Figure 143.




Figure 143.  Specification of REGULAR-AREA

RECTANGLE-AREA.  Since all the information needed to specify a RECTANGLE-AREA is provided in the specification of its parent entity (REGULAR-AREA), the only attribute of RECTANGLE-AREA is its primary key attribute, LOCATION Identifier.  [The role name Rectangle Area LOCATION Identifer is recommended.]

ELLIPSE-AREA.  An elliptical REGULAR-AREA is specified as the unique ellipse inscribed in the standard-position rectangle so that it is tangent to the rectangle at the midpoints of its sides, and reoriented by rotating it counterclockwise by the orientation angle.  The major dimension is twice its semi-major axis, and its minor dimension is twice its semi-minor axis.  Note:  When the major and minor dimensions are equal, the ellipse forms a circle.  The radius of that circle is one-half the common major/minor dimension.

Since all the information needed to specify an ELLIPSE-AREA is provided in the specification of its parent entity (REGULAR-AREA), the only attribute of ELLIPSE-AREA is its primary key attribute, LOCATION Identifier.  [The role name Ellipse Area LOCATION Identifer is recommended.]

An example instance table for REGULAR-AREA is given in Table 568.  It specifies an ELLIPSE-AREA and a RECTANGLE-AREA, which have identical attributes.  The ellipse has identical major and minor dimensions, so it describes a circle.  The radius of the circle is 5,000.  As can be found in the lower part of Table 568, Area 2 has the “777” Reference Point LOCATION Identifer with elevation of 200; thus, Area 2 is a circle of radius 5,000 centered at POINT 777 in a horizontal plane of elevation 200.

Table 568.  Example Instance Table for REGULAR-AREA

REGULAR-AREA

[Regular Area] LOCATION Identifier
REGULAR-AREA Type Code
REGULAR-AREA Major Dimension
REGULAR-AREA 
Minor Dimension
REGULAR-AREA Orientation Angle

Area 2
Ellipse-Area
10,000
10,000
0

Area 5
Rectangle-Area
10,000
50
2.27 (radians)

SURFACE

[Surface] 
LOCATION Identifier
Reference Point [LOCATION Identifer]
SURFACE 
Type Code

Area 2
777
REGULAR-AREA

Area 5
3112
REGULAR-AREA

POINT

Point LOCATION Identifier
Point Latitude Coordinate
Point Longitude Coordinate
POINT Elevation 
Type Code
POINT Horizontal Precision Quantity

3112
30.29504
-98.67453
A
5 (m)

777
30.04030
-98.55702
A
10 (m)

MEASURED-ELEVATION-POINT

[Point] 
LOCATION Identifier
MEASURED-ELEVATION-POINT 
Elevation Dimension
MEASURED-ELEVATION-POINT 
Precision Quantity

3112
356 (m)
5 (m)

777
200 (m)
10 (m)

The rectangle Area 5 has a length 200 times its width and is oriented at 130 degrees north (approximately southeasterly).  This might describe an area associated with a FEATURE that characterizes the boundaries of a "runway" FACILITY.  The center of the rectangle is POINT 3112, which has an elevation of 356.  Thus, the rectangle is in a horizontal plane of elevation 356 (possibly the elevation of the airport at which the runway is located).

SURFACE-REGION.  A SURFACE-REGION is defined as a SURFACE that is specified using its boundary.  A polygon area is an SURFACE-REGION whose boundary is in the form of a single LINE that is an ordered sequence of line segments that begin and end at the same point (closed polygonal path).  The vertices of the polygon area are specified by a specific sequence of LINE-POINTs associated with the LINE that forms the periphery of the polygon area.  In general, a SURFACE-REGION is defined by its boundary, and this boundary could be made up of several disjoint LINEs.  For example, the surface of a cone may be defined by a co-planar closed polygonal path and a Reference Point (vertex) that lies out side the plane containing the closed path.  A hemisphere is defined by a path that servers as the equator (the reference point is usually the center of the equator but may be a pole).

The only attributes for SURFACE-REGION is its primary key attribute LOCATION Identifier.  [The role name Surface Region LOCATION Identifer is recommended.]

Specification of a specific SURFACE-REGION is in terms of its boundary.  The set of LINEs that form the boundary of a specific SURFACE-REGION is specified as instances of the associative entity SURFACE-REGION-BOUNDING-LINE.  Its attributes are the following:

· SURFACE REGION, the role name for the LOCATION Identifier of a specific SURFACE-REGION.

· LINE, the role name for the LOCATION Identifier of a specific LINE.

An example instance table for polygon area is given in Table 569.  The table identifies the bounding lines for each of two SURFACE-REGIONs.  The vertices of Area 1 are POINTs 346, 1812, and 613 specified for Line 1.  The Reference Point for Area 1 (POINT 346) is simply the initial point of Line 1.

In Table 569 the Reference Point of Area 3 (POINT 777) is meant to be a centroid calculated by taking the arithmetic means of the coordinates of the vertices of Line 2.  The vertices of Line 2 are specified in LINE-POINT as the Point LOCATION Identifiers that correspond to Line 2, namely POINTs 1812, 612 and 999.  Area 3 is thus a triangle with the Reference Point lying inside the triangle.  The elevation of the triangle is 1,000 (see Table 69).

Table 569.  Example Instance Table for a Polygon Area Using SURFACE-REGION-BOUNDING-LINE

SURFACE-REGION-BOUNDING-LINE

[Surface Region] 

LOCATION Identifier
[Boundary Line]

LOCATION Identifier

Area 1
Line 1

Area 3
Line 2

AREA

[Surface] 
LOCATION Identifier
Reference Point [LOCATION Identifer]
SURFACE 
Type Code

Area 1
346
SURFACE-REGION

Area 3
777
SURFACE-REGION

LINE-POINT

LINE POINT Sequence Identifier
[Line]
LOCATION Identifier
POINT
[Point LOCATION Identifier]

1
Line 1
346

2
Line 1
1810

3
Line 1
613

4
Line 1
346

1
Line 2
1812

3
Line 2
612

2
Line 2
999

4
Line 2
1812

LINE

[Line] LOCATION Identifier

Line 1

Line 3

POINT

Point LOCATION Identifier
Point Latitude Coordinate
Point Longitude Coordinate
POINT Elevation 
Type Code
POINT Horizontal Precision Quantity

346
30.62831
-98.53235
A
10 (m)

612
30.04084
-98.55702
A
10 (m)

613
30.62741
-98.53277
A
10 (m)

777
30.04030
-98.55702
A
10 (m)

999
30.03994
-98.55692
A
10 (m)

1810
30.62651
-98.53256
A
10 (m)

1812
30.04012
-98.55712
A
1 (m)

MEASURED-ELEVATION-POINT

[Point] 
LOCATION Identifier
MEASURED-ELEVATION-POINT Elevation Dimension
MEASURED-ELEVATION-POINT 
Precision Quantity

777
200 (m)
10 (m)

f.
GEOMETRIC-VOLUME

A GEOMETRIC-VOLUME is defined a geometric shape positioned in three dimensional space and may be described as a three-dimensional geometric element whose surface lies in one or more vertical planes, cylinders, spheres, or horizontal planes and whose projection on a horizontal plane is a planar SURFACE.  A GEOMETRIC-VOLUME may be one of the following:

· A general cylinder, which is the vertical projection of a specific AREA with horizontal planes bounding its top and bottom

· A sphere that may be limited by horizontal boundary planes at the top and bottom

· A cone that may be limited by horizontal boundary planes at the top and bottom.

The descriptive attributes of GEOMETRIC-VOLUME are the following:

· GEOMETRIC-VOLUME Upper Level Elevation Dimension—The elevation of the highest point of a specified GEOMETRIC-VOLUME referenced to the vertical datum of the World Geodetic System 1984 (WGS 84).  The metadata for this attribute is for an eight-character floating-point real number of feet in the range -9999.99 to 99999.99.

· GEOMETRIC-VOLUME Lower Level Elevation Dimension—The elevation of the lowest point of a specified GEOMETRIC-VOLUME referenced to the vertical datum of the World Geodetic System 1984 (WGS 84).  The metadata for this attribute is for an eight-character floating-point real number of feet in the range -9999.99 to 99999.99.

· GEOMETRIC-VOLUME Type Code—The code that represents a class of GEOMETRIC-VOLUME.  Approved domain values are:  01--Cone Geometric-Volume; 02--Cylinder; 03--Sphere. 

Each GEOMETRIC-VOLUME is specified by use of the associative entity GEOMETRIC-VOLUME-SURFACE, which identifies one or more instances of SURFACE that serve as the boundary of the GEOMETRIC-VOLUME or as the projection of the GEOMETRIC-VOLUME on a plane.  Note:  In the Version 2.0 C2CDM, this associative entity was not defined and only the projection concept was in use.  The generalization (for a volume described by more than one surface and for a surface that is described by more than one bounding line) that is now the DoD data standard was created during standardization workshops led (then) by the Defense Mapping Agency.  GEOMETRIC-VOLUME has only the two attributes from GEOMETRIC-VOLUME and from SURFACE:

· Surface LOCATION Identifier

· Geometric Volume LOCATION Identifier.

An example instance table for GEOMETRIC-VOLUME is given in Table 570.  The table shows two cylinder volumes (Volume 1 and Volume 4) that have the same ground-level projection [namely, Area 1, which is a triangular (planar) SURFACE-REGION].  It also shows that Volume 2 is a sphere limited by elevations 200 and 5,200.  The radius of the sphere is the radius of the circle on which it projects, namely 5,000 (see Table 73 and the discussion in Section 3.8.1.5.4.3).  The Reference Point (POINT 777) has elevation 200.  Thus, Volume 2 is a sphere of radius 5,000 centered at a point of elevation 200 and bounded by horizontal planes at elevations 200 and 5,200 (from Table 570).  This is simply a hemisphere of radius 5,000.  (It might represent the “search volume” LOCATION associated with a “search radar” CONTROL-FEATURE of range 5,000 located at POINT 777.)

Table 570.  Example Instance Table for GEOMETRIC-VOLUME

GEOMETRIC-VOLUME
[Geometric Volume] LOCATION Identifier
GEOMETRIC-VOLUME Type Code
GEOMETRIC-VOLUME 
Lower Level Elevation Dimension
GEOMETRIC-VOLUME 
Upper Level Elevation Dimension

Volume 1
Cylinder
1,000 (m)
3,000 (m)

Volume 2
Sphere
200 (m)
5,200 (m)

Volume 3
Cylinder
1,000 (m)
11,000 (m)

Volume 4
Cylinder
6,000 (m)
8,000 (m)

Volume 5
Cone
200 (m)
10,000 (m)

GEOMETRIC-VOLUME-SURFACE

[Geometric Volume] 

LOCATION Identifier
[Surface]

LOCATION Identifier

Volume 1
Area 1

Volume 2
Area 2

Volume 3
Area 5

Volume 4
Area 1

Volume 5
Area 2

AREA

[Surface] 
LOCATION Identifier
Reference Point [LOCATION Identifer]
SURFACE 
Type Code

Area 1
346
SURFACE-REGION (a polygon area)

Area 2
777
REGULAR-AREA

Area 5
3112
REGULAR-AREA

POINT

Point LOCATION Identifier
Point Latitude Coordinate
Point Longitude Coordinate
POINT Elevation 
Type Code
POINT Horizontal Precision Quantity

3112
30.29504
-98.67453
A
5 (m)

777
30.04030
-98.55702
A
10 (m)

346
30.62831
-98.53235
A
10 (m)

MEASURED-ELEVATION-POINT

[Point] 
LOCATION Identifier
MEASURED-ELEVATION-POINT 
Elevation Dimension
MEASURED-ELEVATION-POINT 
Precision Quantity

3112
356 (m)
5 (m)

777
200 (m)
10 (m)

346
1,000 (m)
10 (m)

REGULAR-AREA

[Regular Area] LOCATION Identifier
REGULAR-AREA Type Code
REGULAR-AREA Major Dimension
REGULAR-AREA 
Minor Dimension
REGULAR-AREA Orientation Angle

Area 2
Ellipse-Area
10,000
10,000
0

Area 5
Rectangle-Area
10,000
50
2.27 (radians)

g.
CONE-VOLUME

A CONE-VOLUME is defined as a GEOMETRIC-VOLUME whose boundary is swept by a line that has a fixed point and another that moves along the path defined by the border of a specific SURFACE.  Note that if the closed path is the boundary of a circle and the vertex is on a line perpendicular to the plane of the circle at its center, the CONE-VOLUME will be a right circular cone.

The specification of CONE-VOLUME requires identification of a POINT that serves as its vertex.  This is achieved by a non-identifying (no-nulls-allowed) relationship (“may be used as vertex point for”) from POINT to CONE-VOLUME.  The (non-primary) foreign key attribute is given the role name “Vertex Point” in CONE-VOLUME; its full name would be Vertex Point LOCATION Identifier.

The SURFACE used to specify a CONE-VOLUME does not have to be a circle or an ellipse.  It can be any REGULAR-AREA, a polygon area, or even a FAN-AREA.  Further, the vertex does not need to lie vertically above or below the Reference Point of the AREA used to specify a CONE-VOLUME.  Thus, a CONE-VOLUME does not have to be restricted to regular cones.  CONE-VOLUME therefore includes more than regular, right-circular cones.  Further, since each CONE-VOLUME is also a GEOMETRIC-VOLUME (the meaning of “subtype”), each CONE-VOLUME can be truncated by horizontal planes at two specified elevations.

Table 571 illustrates the instance tables used to specify the details of a specific CONE-VOLUME.  The vertex is at the same latitude and longitude as the Reference Point of Area 2 but at a lower elevation.  Thus, the cone describe is “upward looking (expanding)” through the “picture frame” defined by Area 2.

Table 571.  Example Instance Table for CONE-VOLUME

CONE-VOLUME

[Geometric Volume] 

LOCATION Identifier
Vertex Point

[LOCATION Identifier]

Volume 5
7771

GEOMETRIC-VOLUME
[Geometric Volume] LOCATION Identifier
GEOMETRIC-VOLUME Type Code
GEOMETRIC-VOLUME 
Lower Level Elevation Dimension
GEOMETRIC-VOLUME 
Upper Level Elevation Dimension

Volume 5
Cone
200 (m)
10,000 (m)

GEOMETRIC-VOLUME-SURFACE

[Geometric Volume] 

LOCATION Identifier
[Surface]

LOCATION Identifier

Volume 5
Area 2

AREA

[Surface] 
LOCATION Identifier
Reference Point [LOCATION Identifer]
SURFACE 
Type Code

Area 2
777
REGULAR-AREA

POINT

Point LOCATION Identifier
Point Latitude Coordinate
Point Longitude Coordinate
POINT Elevation 
Type Code
POINT Horizontal Precision Quantity

777
30.04030
-98.55702
A
10 (m)

7771
30.04030
-98.55702
A
0.5 (m)

MEASURED-ELEVATION-POINT

[Point] 
LOCATION Identifier
MEASURED-ELEVATION-POINT Elevation Dimension
MEASURED-ELEVATION-POINT 
Precision Quantity

777
200 (m)
10 (m)

7771
10 (m)
0.5 (m)

REGULAR-AREA

[Regular Area] LOCATION Identifier
REGULAR-AREA Type Code
REGULAR-AREA Major Dimension
REGULAR-AREA 
Minor Dimension
REGULAR-AREA Orientation Angle

Area 5
Rectangle-Area
10,000
50
2.27 (radians)

2.
Using LOCATION to Describe and Position Resources

The following entities are used to specify the relationships of LOCATION to battlefield and battlespace objects:

· FACILITY-LOCATION—The association of a LOCATION with a FACILITY.

· FEATURE-LOCATION is defined as the association of a FEATURE with a LOCATION.  This may include providing a specification of its coordinates and, in some cases, its orientation.  

· MATERIEL-LOCATION—The association of a LOCATION with a MATERIEL. 

· ORGANIZATION-LOCATION—The association of a LOCATION with an ORGANIZATION. 

· PERSON-LOCATION—The association of a LOCATION with a PERSON. 

The attributes of each of these are similar.  They can be illustrated by providing the attributes of ORGANIZATION-LOCATION as follows:

· ORGANIZATION-LOCATION Identifier—The identifier that represents a specific ORGANIZATION-LOCATION.

· LOCATION Identifier—The identifier that represents a specific LOCATION.

· ORGANIZATION Identifier—The identifier that represents an administrative structure with a mission.

· ORGANIZATION-LOCATION Association Code—The code that denotes the type of relation between a specific LOCATION and a specific ORGANIZATION that is effective during a specific time.  Approved domain values are:  01--Current (Includes Observed and Detected); 02--Planned; 03--Requested; 04--Required; 05--Reported; 06--Proposed. 

· ORGANIZATION-LOCATION Duration Quantity—The quantity of time for which a specific association of a specific LOCATION to a specific ORGANIZATION is determined to be effective.

· ORGANIZATION-LOCATION Effective Calendar Date—The calendar date when an ORGANIZATION-LOCATION becomes effective.

· ORGANIZATION-LOCATION Effective Time—The time of the beginning of effectiveness of an ORGANIZATION-LOCATION.

· ORGANIZATION-LOCATION Reason Text—The text that describes the purpose of a specific ORGANIZATION-LOCATION.

· ORGANIZATION-LOCATION Sequence Identifier—The identifier that represents the relative position of an ORGANIZATION-LOCATION among the set of organization-LOCATIONs associated with a specific organization.

The set of LOCATIONs associated with a specific FEATURE (or ORGANIZATION or other resource) may be sequenced using object space sequence number Identifier.  Thus, a “route” CONTROL-FEATURE may be associated with an ordered sequence of “route point” lines or areas; an “airspace control corridor” CONTROL-FEATURE may be associated with an ordered sequence of corridor volumes; and a “keep out zone” CONTROL-FEATURE may be associated with a sequence of “wedding cake” GEOMETRIC-VOLUMEs.

An example instance table for FEATURE-LOCATION is given in Table 572.  One LOCATION (AREA5, to be specified later as a rectangular region with dimension 50 and 10,000) is associated with Feature1, which might be a runway, as a current location.  Three LOCATIONs are associated with a planned location for Feature2.  These LOCATIONs could be a series of volume segments to be used during a 12-hour period with an “airspace control corridor” CONTROL-FEATURE for air defense and fire support coordination.  The sequence number could determine the order to be used.

Table 572.  Example Instance Table for FEATURE-LOCATION

FEATURE-LOCATION

FEATURE Identifier
LOCATION Identifier
FEATURE-LOCATION Id
Orientation Angle

Effective Date

Duration
Sequence Quantity

Feature1
Area5
00001
2.27 (radians)
090100Jan93
48 hours
1

Feature2
Volume1
00001
0.79 (radians)
011100Dec93
12 hours
3

Feature2
Volume2
00002
1.58 (radians)
011100Dec93
12 hours
1

Feature2
Volume3
00003
5.50 (radians)
011100Dec93
12 hours
2

FEATURE-LOCATION (Cont’d)

FEATURE Identifier
LOCATION Identifier
FEATURE-LOCATION Id

Association Code

Effective Time
Duration 
Quantity
Sequence Number Id

Feature 1
Area 5
00001

Current
2904000600

(090100 Jan 93)
172800 sec

(48 hours)
1

Feature 2
Volume 1
00001

Planned
2903345400

(011100 Dec 93)
43200 sec

(12 hours)
3

Feature 2
Volume 2
00002

Planned
2903345400

(011100 Dec 93)
43200 sec

(12 hours)
1

Feature 2
Volume 3
00003

Planned
2903345400

(011100 Dec 93)
43200 sec

(12 hours)
2
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� 	Note that where no “core” is present to which and from which the multiple architectures can translate in order to interoperate, the number of needed pairwise “translations” scales as N2-N, where N is the number of architectures exchanging information.  However, this number would scale only as 2N if there were an agreed “core” to which and from which implementations could translate in order to share data.  Even for small numbers of architectures (e.g., 50), the difference can be staggering.  “Translation” is greatly simplified if the Commands, Services, and Agencies adopt the CADM as an integral part of the specification of architecture databases.


� 	The entirety of data requirements from Framework 2.0 was tabulated and recorded in Annex E.  All the data requirements from Appendix A of Framework 2.0 were included in this table (distinguished by the “A” in the section citation in Column 2 of the table).  For each row of the table in Annex E, there is a description (the last column on the right) of how CADM 2.0 can be used to support that data requirement.  


� 	Demonstration of this assertion is documented in Annex E of CADM 1.0 (for Version 1 Framework), and Annex E of CADM 2.0 (for Version 2 Framework).


� 	Functional area is not defined in JCS Pub 1-02.


� 	Mission area is not defined in JCS Pub 1-02.


� 	NETWARS Modeling and Simulation Interoperability Standards Version 1.0, The Joint Staff (J6I), 27 March 1998, UNCLASSIFIED.


� 	The general distinction between instances and types is that instances can occur only once (and many carry serial numbers for identification; e.g., “I see the M1A1 Tank with Serial Number XX-xxxxxxx”), whereas types can be counted (e.g., “I see 12 M1A1 tanks”).


� 	Data requirements for SYSTEM-ELEMENT appear in rows 211-294 of Annex E, most of which are properties of an undefined concept:  system element platform configuration.


� 	The descriptive material provided in these subsections will be repeated and (eventually) expanded in Chapter III with instance tables, together with data model diagrams and examples for each architecture product.  Definitions for entities identified in this section are provided in Annex B.


� 	A detailed paper with instance tables was provided in June 1997 to the functional data administrator at OASD(C3I)-IM making the recommendations that apply to the Information Management View of the DoD Data Model.


� 	The reader should note that concepts such as NODE are precisely the “hooks” that the CADM offers for expansions meant to support specific service requirements.  The philosophy implicit here is that whenever possible the new entities should be introduced as subtypes of those entities already present in the CADM, so that the relationships already defined for the super-types can be inherited by the subtypes, and only those relationships applicable to the subtypes need to be introduced, keeping the complexity of the expanded versions at a minimum and ensuring interoperability with other systems.


� 	To improve readability and distinguish entities from attributes, the text of this document  (except in Annexes A, B, C, and D) uses only capital letters for entity names and initial capitals for the attribute-specific portion of attribute names, even when this convention differs from the names that appear in the data model diagrams.  Other notation:  The DDM uses all-capital font for attribute names, and these have been preserved in the CADM 2.0 data model diagram for entities taken from the DDM.  In addition, bold font is used in the DDM for approved entity and attribute names, and this convention has also been preserved in CADM 2.0.  Attributes taken from sources other than the DDM usually have names in the CADM 2.0 diagram presented in initial capital letters (and all-capital font for the entity portion of the name).


� 	CADM 2.0 also meets the additional OV-1 data requirements of Framework 2.0 Appendix A (see Annex E, Reference Lines 192-236).


� 	The text, figure, and tables for this section were adapted from ATCCIS Working Paper 5-5, ATCCIS Battlefield Generic Hub 3 Specification, Draft 1.0, 30 November 1996, NATO UNCLASSIFIED.


� 	The Temporal Relationship Types supported by each code are listed at the end of each line.


� 	The text, figure, and tables for this section were adapted from Chapter 13 of ATCCIS Working Paper 5-5, ATCCIS Battlefield Generic Hub 3 Specification, Draft 2.0, 15 September 1997, NATO UNCLASSIFIED.


� 	The text and the tables for this section were adapted from Chapter 13 of ATCCIS Working Paper 5-5, ATCCIS Battlefield Generic Hub 3 Specification, Draft 2.0, 15 September 1997, NATO UNCLASSIFIED.


� 	Adoption of these values would obviate the need for ACTION-ASSOCIATION Reference Code.


� 	Some of the text and the tables for this section were adapted from Chapter 13 of ATCCIS Working Paper 5-5, ATCCIS Battlefield Generic Hub 3 Specification, Draft 2.0, 15 September 1997, NATO UNCLASSIFIED.


� 	Consideration should be given to adding REFERENCE-MODEL-SERVICE Service Area Code as a descriptive attribute of REFERENCE-MODEL-SERVICE.


� 	The name “PROCESS-EVENT” was selected because of its parallelism with PROCESS-ACTIVITY (used in Activity Models and in Data Flow Diagrams and other functional descriptions).


� 	We use the term “model element” to refer to a unit of simulation software.  An example of a model element would be an OPNET node model that simulates the behavior of a communication device such as a router, switch, or radio.  Other types of model element, such as code that simulates a layer in a protocol stack, are also possible.


� 	Note that a thread may consist of only one IER.  If all threads are defined in this way, this amounts to explicitly determining all information exchanges that will occur during the scenario.  This is in fact the approach taken in the Block 2 study.


�	The label LOCATION is somewhat of a misnomer because it encompasses the specifications of both geometry and position.  The term SPACE used in the original Generic Hub [GH1 1993] and Fire Support Data Model [FSDM 1993] is semantically closer to capturing the concepts imbedded in the data structure under LOCATION.


�	Standard representations and transformations are addressed in Mapping, Charting, and Geodesy Utility Software Environment (MUSE), Version 1.0, Defense Mapping Agency, June 1994, UNCLASSIFIED.  Example software provided by the Defense Mapping Agency includes MADTRAN and Datum Transformations and Coordinate Conversions (DTCC2), which convert World Geodetic System 1984 (WGS-84) (the MC&G product standard) to and from other representations.


� 	The use of brackets in [Line} and elsewhere indicates a recommended role name no longer explicitly used in the DoD Data Model or in the C2CDM.
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