AP1  APPENDIX 1
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Public Laws, Statutes, and Executive Orders
Executive Order 10964, Safeguarding Official Information in the Interest of the Defense of the United States, September 22, 1961

Executive Order 12333, United States Intelligence Activities, December 4, 1981

Executive Order 12356, National Security Information, April 6, 1982

Executive Order 12958, Classified National Security Information, April 20, 1995

Executive Order 12972, Amendment to Executive Order 12958, September 21, 1995

Title 5, U.S.C., Section 552, as amended (Public Law 104-231, 110 stat.2422), the Freedom of Information Act 

Title 5, U.S.C., Section 552a, (Public Law 93-579), The Privacy Act of 1974

Title 10, U.S.C., Sections 119 and 128, Special Access Programs

Title 15, U.S.C. Sections 271 et seq., Computer Security Act of 1987

Title 18, U.S.C. Section 1386, Crimes and Criminal Procedure, 1982

Title 31, U.S.C. Section 9701 (Title 5, Independent Offices Appropriations Act )

Title 35, U.S.C. Sections 181-188, The Patent Secrecy Act of 1952

Title 39, U.S.C. Section 320.6, Postal Services, as amended

Title 42, U.S.C. Sections 2011 et seq., Atomic Energy Act of August 30, 1954, as amended

Title 44, U.S.C. Chapters 21, 31 and 33, Federal Records Act

Title 50, U.S.C. Section 401, Central Intelligence Agency Information Act

Title 50, U.S.C. Section 403, National Security Act of 1947
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DoD Directives and Instructions
DoD Directive 3224.3, Physical Security Equipment (PSE): Assignment of Responsibility for 
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Research, Development, Testing, Evaluation, Production, Procurement, Deployment, and Support, February 17, 1989

DoD Directive 5000.1, Defense Acquisition, March 15, 1996

DoD Directive 5010.28, Management Control Program, August 26, 1996

DoD Directive 5015.2, Records Management Program, March 22, 1991

DoD Directive 5030.47, National Supply System, May 27, 1971

DoD Directive 5200.28, Security Requirements for Automated Information Systems (AIS), March 21, 1988

DoD Directive 0-5205.7, Special Access Program (SAP) Policy, January 4, 1989

DoD Directive 5210.2, Access to and Dissemination of Restricted Data, January 12, 1978

DoD Directive 5210.56, Use of Deadly Force and the Carrying of Firearms by DoD Personnel Engaged in Enforcement and Security Duties, February 25, 1992

DoD Directive 5210.83, Department of Defense Unclassified Controlled Nuclear Information, November 15, 1991

DoD Directive 5220.22, Department of Defense Industrial Security Program, December 8, 1980

DoD Directive 5230.9, Clearance of DoD Information for Public Release, April 1996

DoD Directive 5230.11, Disclosure of Classified Military Information to Foreign Governments and International Organizations, June 16, 1992

DoD Directive 5230.20, Visits and Assignment of Foreign Representatives, April 24, 1992

DoD Directive 5230.24, Distribution Statements on Technical Documents, March 18, 1987

DoD Directive 5400.4, Provision of Information to Congress, January 30, 1978

DoD Directive 5405.2, Release of Official Information in Litigation and Testimony by DoD Personnel as Witnesses, July 23, 1985

DoD Directive 5535.2, Delegations of Authority to Secretaries of the Military Departments – Inventions and Patents, October 16, 1980

DoD Instruction 5230.29. Security and Policy Review of DoD Information for Public Release, May 1996
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DoD Instruction 5240.4, Reporting of Counterintelligence and Criminal Violations, September 22, 1992

DoD Instruction 5240.11, Damage Assessments, December 23, 1991

DoD Directive 7650.1, General Accounting Office Access to Records, August 26, 1982

AP1.3
DoD Publications

Department of Defense/Government Printing Office Secrecy Agreement, 1981

DoD 5200.2-R, Mandatory Procedures for Major Defense Acquisition Programs (MDAPS) and Major Automated Information Systems (MAIS) Acquisition Programs, authorized by DoD 5000.1, Defense Acquisition, March 15, 1996

DoD 5400.7-R, DoD Freedom of Information Program Regulation, September 1998, authorized by DoD Directive 5400.7, DoD Freedom of Information Act  Program, May 1997

DoD C-5105.21-M-1, Sensitive Compartmented Information (SCI) administrative Security Manual (U), March 1995

DoD TS-5105.21-M-2, Sensitive Compartmented Information (SCI) Security Manual – Communications Intelligence (COMINT) Policy (U), July 1985

DoD-TS-5105.21-M-3, Sensitive Compartmented Information (SCI) Security Manual – TK Policy (U), November 1985

DoD 5200.1-I, DoD Index of Security Classification Guides, September 1995

DoD 5200.2-R, DoD Personnel Security Program Regulation, January 1987, authorized by DoD Directive 5200.2, Department of Defense Personnel Security Program (DoDSP), May 6, 1992

DoD 5200.33-R, Defense Courier Service Regulation, January 5, 1995, authorized by DoD Directive 5200.33, Defense Courier Service, December 7, 1994

DoD 5220.22-M, National Industrial Security Program Operating Manual, January 1995 and its supplements, authorized by DoD Directive 5220.22, DoD Industrial Security Program, December 8, 1980

DoD 5220.22-R, Industrial Security Regulation, December 1985, authorized by DoD Directive 5220.22, DoD Industrial Security Program, December 1980

DoD 5400.11-R, Department of Defense Privacy Program, August 1983, authorized by DoD Directive 5400.11, Department of Defense Privacy Program, June 9, 1982
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Deputy Secretary of Defense Memorandum, “ Smart Card Adoption and Implementation,” dated November 10, 1999

AP1.4
Other Agencies’ Publications

Chairman of the Joint Chiefs of Staff Manual (CJCSM) 3150.29, Codeword, Nickname, and Exercise Term Report, February 1, 1996

Director of Central Intelligence Directive 3/29, Controlled Access Program Oversight Committee, June 2, 1995

Joint Chiefs of Staff Instruction 3250.1, Policy Guidance for Sensitive Airborne and Maritime Surface Reconnaissance Operations, May 6, 1994

Military Handbook 1013/A, Design Guidelines for Physical Security of Facilities, October 9, 1987

National Communications Security Instruction (NACSI) 4009.Protected Distribution Systems (U), December 30, 1981

National Telecommunications and Information Systems Security Instruction (NTISSI) 4001, Controlled Cryptographic Items (U), March 25, 1985

National Telecommunications and Information Systems Security Instruction (NTISSI) 0-4003, Reporting Communications Security (COMSEC) Insecurities, December 2, 1991

National Telecommunications and Information Systems Security Instruction (NTISSI) C-4004, Routine Destruction and Emergency Protection of Communications Security (COMSEC) Material, March 11, 1987

Office of Management and Budget Circular A-123, Revised, Management Accountability and Control, June 21, 1995

U.S. Security Authority for NATO, 1-69, North Atlantic Treaty Organization (NATO) Security Program (Enclosure 2 to DoD Directive 5100.55, U.S. Security Authority for North Atlantic Treaty Organization Affairs, April 21, 1982
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