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('DEPARTMENT OF THE ARMY 

System Identifier Exempt System Name Federal Register Citation 

AAFES 0207.02 Customer Comments, Inquiries, and Direct Line Files August 9, I996 
AAFES 0401.04 Official Personnel Folders and General Personnel Files August 9, I996 
AAFES 0403.01 Application for Employment Files August 9, I996 
AAFES 0403.11 Personnel Departure Clearance Records August 9, I996 
AAFES 0404.0 I Incentive Awards Case Files August 9, I996 
AAFES 0405.03 Personnel Appeals and Grievances August 9, I996 
AAFES 0405.11 Individual Health Records August 9, I996 
AAFES 0408.14 Tuition Assistance Case Files August 9, I996 
AAFES 0408.I7 HPP Employee Upward Mobility Program Files August 9, 1996 
AAFES 0409.01 AAFES Accident/Incident Report August 9, I996 
AAFES 0410.01 Employee Travel Files August 9, 1996 
AAFES 0505.02 Biographical Files August 9, 1996 
AAFES 0602.04a Litigation Initiated by AAFES August 9, 1996 
AAFES 0602.04b Claims and/or Litigation Against AAFES August 9, 1996 
AAFES 0604.02 Unfair Labor Practice Claim/Charges Files August 9, 1996 
AAFES 0607.01 Confidential Financial Disclosure Report August 9, 1996 
AAFES 0702.22 Check-Cashing Privilege Files August 9, 1996 
AAFES 0702.23 Dishonored Check Files August 9, 1996 
AAFES 0702.34 Accounts Receivable Files August 9, 1996 
AAFES 0702.43 Travel Advance Files August 9, 1996 
AAFES 0703.07 AAFES Employee Pay System Records August 9, 1996 
AAFES 0903.06 Personnel Management Information System August 9, 1996 
AAFES 1203.03 Appointment of Contracting Officers August 9, 1996 
AAFES 1504.03 Personal Property Movement and Storage Files August 9, 1996 
AAFES 1609.02 AAFES Customer Service August 9, 1996 
AAFES 1609.03 AAFES Catalog System August 9, 1996 
AAFES 1703.03 Personnel Security Clearance Case Files August 9, 1996 
A0001DAMI Controlled Accountable Document Inventory System February 22, I993 
A0001DAPE Personnel Locator/Organizational Roster/Telephone Directory February 22, I993 
AOOO 1DAPE-ARI Professional Staff Information File February 22, 1993 
A0001SAIS Carpool Information/Registration System July 27, 1993 
AOOO 1-20SALL Congressional Inquiry File February 22, 1993 
AOOOiaTAPC Office Visitor/Commercial Solicitor Files February 22, 1993 
A0001bTAPC Unit Administrative Military Personnel Records February 22, 1993 
A0015-2-2CE Violation W aming Files February 22, 1993 
A0015-34ARPC Army Civilian/Military Service Review Board February 1, 1996 
AOO 15-180SFMR Army Council of Review Boards February 22, 1993 
AOO 15-185SFMR Correction of Military Records Cases February 22, 1993 
A0020-1aSAIG Inspector General Investigation Files February 22, 1993 
A0020-1 bSAIG Inspector General Action Request/Assistance Files August 3, 1993 
A0025-55SAIS Request for Information Files August 3, 1993 
A0025-6USASC Military Affiliate Radio System March 4, 1997 
A0027DAJA Civil Process Case Files February 1, I996 
A0027-1DAJA General Legal Files August 3, 1993 
A0027-3DAJA Legal Assistance Files August 3, 1993 

Questions regarding the Department of the Army's Privacy Act systems of records notices should be directed to Mrs. Pat Turner, Records Management Division, 
U.S. Army Publishing and Records Management Center, ATTN: SAIS-PRP-D, STOP C-55, Fort Belvoir, VA 22060-5576. Telephone (703) 806-3343. 
Privacy Act procedural and exemptions rules for this agency are found at 32 CFR part 505. 
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6I FR41573 
6I FR4I574 
61 FR4I575 
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61 FR4I576 
61 FR4I577 
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6I FR41578 
6I FR4I579 
61 FR41580 
61 FR41581 
61 FR41581 
61 FR4I582 
6I FR 41583 
61 FR 41584 
61 FR41585 
61 FR 41586 
61 FR41587 
61 FR41588 
61 FR41588 
61 FR41589 
61 FR 41590 
61 FR 41591 
61 FR41592 
61 FR41593 
61 FR 41594 
58 FR I0024 
58 FR 10025 
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58 FR 40115 
58 FR 10027 
58 FR 10027 
58 FR 10028 
58 FR 10028 
61 FR 3680 
58 FR 10030 
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58 FR41250 
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62 FR 9757 
61 FR3681 
58 FR 41253 
58 FR41253 
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System Identifier Exempt System Name Federal Register Citation 

A0027-lkDAJA Judge Advocate General Professional Conduct Files January 12, 1993 
A0027-3SAFM Pecuniary Charge Appeal Files February 22, 1993 
A0027-10aDAJA Prosecutorial Files February 22, 1993 
A0027-10bDAJA Courts-Martial Files February 22, 1993 
A0027-10cDAJA Witness Appearance Files February 1, 1996 
A0027-20aDAJA U.S. Army Claims Service Management Information System February 22, 1993 
A0027 -20bDAJA Tort Claim Files February 1, 1996 
A0027 -20cDAJA Army Property Claim Files February 22, 1993 
A0027-20dDAJA Medical Expense Claim Files February 22, 1993 
A0027-40CE Corps of Engineers Case Management Information Files September 19, 1994 
A0027-40DAJA Litigation Case Files February I, 1996 
A0027-50DAJA Foreign Jurisdiction Case Files February 22, 1993 
A0027-60aDAJA Patent, Copyright, Trademark, and Proprietary Data Files February 22, 1993 
A0027-60bDAJA Patent, Copyright, and Data License Proffers, Infringement Claims, and Litigation Files February 22, 1993 
A0030AMC Food Taste Test Panel Files February 1, 1996 
A0037-1DAPE Resource Management and Cost Accounting Files February 22, 1993 
A0037-2-1CE Corps of Engineers Management Information System Files February 22, 1993 
A0037-103aSAFM Contractor Indebtedness Files February 22, 1993 
A0037-103b SAFM Subsidiary Ledger Files (Accounts Receivable) February 22, 1993 
A0037-103c SAFM Validation Files February 22, 1993 
A0037-103d SAFM Conversion Files February 22, 1993 
A003 7-1 03e SAFM Disbursing Office Establishment and Appointment Files February 22, 1993 
A0037-104-la SAFM Joint Uniform Military Pay System-Army-Retired Pay February 22, 1993 
A0037-104-lb SAFM Debt Management System February 22, 1993 
A0037-104-3 DASG Health Professions Scholarship Program February 22, 1993 
A0037-104-3 USMA USMA Cadet Account System February 22, 1993 
A0037-104-3a SAFM Military Pay System-Active Army (Manual) February 22, 1993 
A0037-104-3b SAFM Joint Uniform Military Pay System-Active Army (JUMPS-JSS) February 22, 1993 
A0037-104-3c SAFM Joint Uniform Military Pay System-Reserve Components-Army February 22, 1993 
A0037-105a SAFM Civilian Employee Pay System February 22, 1993 
A003 7-1 05b SAFM Military and Civilian Waiver Files February 22, 1993 
A0037-105c SAFM Bankruptcy Processing Files February 22, 1993 
A0037-107a SAFM Absentee Apprehension/Reward/Expenses Payment System February 22, 1993 
A0037-107b SAFM Travel Payment System February 22, 1993 
A0037-108 CE Corps of Engineers Debt Collection System February 22, 1993 
A0037-202 SAFM FHA Mortgage Payment Insurance Files February 22, 1993 
A0040DASG Medical Facility Administration Records February 22, 1993 
A0040-l DASG Professional Consultant Control Files February 22, 1993 
A0040-l HSC Professional Personnel Information File February 22, 1993 
A0040-3a DASG Medical Review Files February 22, 1993 
A0040-3b DASG Medical Evaluation Files February 22, 1993 
A0040-3c DASG Medical Regulating Files February 22, 1993 
A0040-5 DASG Occupational Health Records February 22, 1993 
A0040-14 DASG Radiation Exposure Records February 22, 1993 
A0040-3laDASG Pathology Consultation Record Files February 22, 1993 

Questions regarding the Department ofthe Army's Privacy Act systems of records notices should be directed to Mrs. Pat Turner, Records Management Division, 
U.S. Army Publishing and Records Management Center, ATTN: SAIS-PRP-D, STOP C-55, Fort Belvoir, VA 22060-5576. Telephone (703) 806-3343. 
Privacy Act procedural and exemptions rules for this agency are found at 32 CFR part 505. 
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''DEPARTMENT OF THE ARMY 

System Identifier Exempt System Name Federal Register Citation 

A0040-31 b DASG Research and Experimental Case Files February 22, 1993 
A0040-57aDASG DoD DNA Registry June 14, 1995 
A0040-66a DASG Medical Staff Credentials Files April 28, 1993 
A0040-66b DASG Health Care and Medical Treatment Record System July 28, 1994 
A0040-400 DASG Entrance Medical Examination Files February 22, 1993 
A0040-407 DASG Army Community Health Nursing Records- Family Records February 22, 1993 
A0040-905 DASG Privately Owned Animal Record Files April 28, 1993 
A0055-71 SAFM Household Goods Shipment Excess Cost Collection Files February 22, 1993 
A0055-355 MTMC Personal Property Movement and Storage February 1, 1996 
A0055-355a DALO Local Transportation Authorization and Use Files February 22, 1993 
A0055-355b DALO Individual Travel Files February 22, 1993 
A0056-9 TRADOC Marine Qualification Records February 1, 1996 
A0060-20 DAMO Ration Controi/Blackmarket Monitoring Files February 22, 1993 
A0065 TAPC Postal and Mail Service System February 22, 1993 
A0070AMC Resumes for Non-Government Technical Personnel February 22, 1993 
A0070-16 DASG Immunity Booster Files February 22, 1993 
A0070-25 DASG Research Volunteer Registry February 22, 1993 
A0070-45 DASG Sandfly Fever Files February 22, 1993 
A0095-l TRADOC Individual Flight Records Folder February 1, 1996 
A0095-2d TRADOC-ATC Air Traffic Controller Records/Maintenance Technician Records February 1, 1996 
A0140DAJA JAGC Reserve Components Officer Personnel Records February 22, 1993 
A0145-l TRADOC Army Reserve Officers' Training Corps Gold QUEST Referral System February 2, 1996 
A0145-la TRADOC-ROTC ROTC Applicant/Member Records February 1, 1996 
A0145-lb TRADOC-ROTC ROTC Financial Assistance (Scholarship) Application File February 2, 1996 
A0145-2 TRADOC Junior ROTC/NDCC Instructor Files February 2, 1996 
A0165-la DACH Baptism, Marriage, and Funeral Files February 22, 1993 
A0165-lb DACH Chaplain Privileged Counseling/Interview Communication Cases February 22, 1993 
A0165-lc DACH Religious Census, Education, and Registration Files February 22, 1993 
A0190-5 DAMO E Vehicle Registration System (VRS) February 22, 1993 
A0190-9 DAMO E Absentee Case Files February 22, 1993 
AO 190-13 CFSC Security Badge/Identification Card Files February 22, 1993 
A0190-14 DAMO E Registration and Permit Files February 22, 1993 
A0190-30 DAMO E Military Police Investigator Certification Files February 22, 1993 
AO 190-40 DAMO E Serious Incident Reporting Files February 22, 1993 
A0190-45 DAMO E Offense Reporting System (ORS) February 22, 1993 
AO 190-4 7 DAMO E Correctional Reporting System (CRS) February 22, 1993 
A0195-2a USACIDC E Source Register February 22, 1993 
A0195-2b USACIDC E Criminal Investigation and Crime Laboratory Files February 22, 1993 
A0195-4 USACIDC U.S. Army Criminal Investigation Fund Vouchers February 22, 1993 
AO 195-6 USACIDC E Criminal Investigation Accreditation and Polygraph Examiner Evaluation Files February 22, 1993 
A0210-7a CFSC Vendor Misconduct/Fraud/Mismanagement Information Exchange Program February 22, 1993 
A021 0-7b CFSC Commercial Solicitation Ban Lists February 22, 1993 
A0210-7 DAMO E Expelled or Barred Person Files February 22, 1993 
A0210-10 TAPC Departure Clearance Files February 22, 1993 
A0210-50 CE Army Housing Operations Management System February 22, 1993 

Questions regarding the Department of the Army's Privacy Act systems of records notices should be directed to Mrs. Pat Turner, Records Management Division, 
U.S. Army Publishing and Records Management Center, A TIN: SAIS-PRP-D, STOP C-55, Fort Belvoir, VA 22060-5576. Telephone (703) 806-3343. 
Privacy Act procedural and exemptions rules for this agency are found at 32 CFR part 505. 
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59 FR38440 
58 FR 10065 
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58 FR25814 
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58 FR 10068 
58 FR 10068 
61 FR 3686 
58 FR 10069 
58 FR 10070 
58 FR 10070 
58 FR 10071 
58 FR 10072 
58 FR 10073 
61 FR 3687 
61 FR3688 
58 FR 10074 
61 FR 3914 
61 FR3689 
61 FR3913 
61 FR 3914 
58 FR 10078 
58 FR 10078 
58 FR 10079 
58 FR 10079 
58 FR 10080 
58 FR 10081 
58 FR 10082 
58 FR 10082 
58 FR 10083 
58 FR 10084 
58 FR 10085 
58 FR 10086 
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DEPARTMENT OF THE ARMY 

System Identifier Exempt System Name Federal Register Citation 

A021 0-60 SAFM Check Cashing Privilege Files February 22, 1993 
A021 0-130 DALO Laundry and Dry Cleaning Accounting Files February 22, 1993 
A0210-190 TAPC Individual Gravesite Reservation Files February 2, 1996 
A0215 CFSC General Morale, Welfare, Recreation and Entertainment Records February 22, 1993 
A0215-1 CFSC Non-Appropriated Fund Employee Insurance and Retirement Files February 22, 1993 
A0215-1a SAFM Non-Appropriated Funds Central Payroll System (NAFCPS) February 22, 1993 
A0215-1b SAFM Non-Appropriated Fund Accounts Receivable System February 22, 1993 
A0215-2a CFSC Army Club Membership Files February 22, 1993 
A0215-2b CFSC Commercial Entertainment Transaction Records February 22, 1993 
A0215-3 DAPE NAF Personnel Records February 22, 1993 
A0220-1 USSOCOM Military Personnel Data File, USSOCOM February 22, 1993 
A0340JDMSS E HQDA Correspondence and Control/Central Files System February 22, 1993 
A0340-21 SAIS E Privacy Case Files February 22, 1993 
A0350-1 DAMI INSCOM, Personnel Qualification and Training Profile February 22, 1993 
A0350-6 FORSCOM U.S. Army Marksmanship Unit Data System (AMUDS) February 22, 1993 
A0350-37 TRADOC E Skill Qualification Test (SQT) February 22, 1993 
A0351 AMC Student/Faculty Records: AMC Schools Systems February 2, 1996 
A0351 DAMO USA WC Cooperative Degree Program Files February 22, 1993 
A0351 DAPE Army Training Requirements and Resources System (ATRRS) February 22, 1993 
A0351 DASG Army School Student Files: Physical Therapy Program February 22, 1993 
A0351 HSC Practical Nurse Course Files February 22, 1993 
A0351 HSC-AHS Academy of Health Sciences; Academic and Supporting Records February 22, 1993 
A0351 NDU NDU National Defense University Student Data Files February 22, 1993 
A0351 USAREUR Individual Academic Record Files February 22, 1993 
A0351-12 DAPE E Applicants/Students, USMA Prep School February 22, 1993 
A0351-17a USMA E U.S. Military Academy Candidate Files February 22, 1993 
A0351-17b USMA E U.S. Military Academy Personnel Cadet Records August 9, 1996 
A0351a NDU-CI DoDCI Student Record System February 22, 1993 
A0351b NDU-CI DoDCI Student/Faculty/Senior Staff Biography System February 22, 1993 
A0351c NDU-CI DoDCI Course Evaluation System February 22, 1993 
A0351a TRADOC Army School Student Files February 2, 1996 
A0351b TRADOC Army Correspondence Course Program (ACCP) February 2, 1996 
A0351c TRADOC Standardized Student Records System February 2, 1996 
A0351-1a TRADOC Automated Instructional Management System (AIMS) February 2, 1996 
A0352-3 CFSC Dependent Children School Program Files February 22, 1993 
A0360 SAIS Mailing List for Army Newspapers/Periodicals/Catalogs February 22, 1993 
A0360 SAPA Media Contact Files February 22, 1993 
A0360-5 SALL Biographies: Members of Congress February 22, 1993 
A0360-5 SAPA Biography Files February 22, 1993 
A0380-13 DAMO E Local Criminal Intelligence Files February 22, 1993 
A0380-19 SAIS Access to Computer Areas, Systems Electronically and/or Data Control Records February 22, 1993 
A0380-67 DAMI E Personnel Security Clearance Information Files February 22, 1993 
A0381-20 DAMI Badge and Credential Files February 22, 1993 
A0381-20b DAMI E Counterintelligence/Security Files October 4, 1995 
A0381-100a DAMI E Intelligence/Counterintelligence Source Files November 1, 1995 

Questions regarding the Department of the Army's Privacy Act systems of records notices should be directed to Mrs. Pat Turner, Records Management Division, 
U.S. Army Publishing and Records Management Center, A 'ITN: SAIS-PRP-D, STOP C-55, Fort Belvoir, VA 22060-5576. Telephone (703) 806-3343. 
Privacy Act procedural and exemptions rules for this agency are found at 32 CFR part 505. 
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58 FR 10093 
61 FR3915 
58 FR 10094 
58 FR 10095 
58 FR 10095 
58 FR 10096 
58 FR 10097 
58 FR 10098 
58 FR 10098 
58 FR 10099 
58 FR 10100 
58 FR 10101 
58 FR 10102 
58 FR 10103 
58 FR 10103 
61 FR 3916 
58 FR 10105 
58 FR 10105 
58 FR 10106 
58 FR 10107 
58 FR 10107 
58 FR 10108 
58 FR 10108 
58 FR 10109 
58 FR 10110 
61 FR41595 
58 FR 10111 
58 FR 10111 
58 FR 10112 
61 FR3916 
61 FR3917 
61 FR3918 
61 FR 3919 
58 FR 10116 
58 FR 10117 
58 FR 10117 
58 FR 10118 
58 FR 10118 
58 FR 10119 
58 FR 10120 
58 FR 10120 
58 FR 10122 
60 FR61990 
60 FR 51996 
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DEPARTMENT OF THE ARMY 

·System Identifier Exempt System Name Federal Register Citation 

A0381-100b DAMI E Technical Surveillance Index February 2, 1996 
A0385-10/40 ASO Army Safety Management Information System (ASMIS) February 22, 1993 
A0405-10a CE Relocation Assistance Files February 22, 1993 
A0405-10q CE Homeowners Assistance Case Files April 28, 1993 
A0405-80 CE Real Estate Outgrants February 22, 1993 
A0570-4 DARP Human Resources Information System (HRIS) February 2, 1996 
A0600 DARP Career Management Files of Dual Component Personnel February 22, 1993 
A0600 USAREUR USAREUR Community Automation System (UCAS) February 22, 1993 
A0600-8 DAPE Standard Installation/Division Personnel System - USAR February 22, 1993 
A0600-8 DARP Individual Ready, Standby and Retired Reserve Personnel Information System February 22, 1993 
A0600-8 NGB Standard Installation/Division Personnel System Army National Guard (SIDPERS-ARNG) February 22, 1993 
A0600-8 USFK Command Unique Personnel Information Data System (CUPIDS) February 22, 1993 
A0600-8a T APC Major Command Military Personnel Management Reporting System February 22, 1993 
A0600-8b T APC Standard Installation/Division Personnel System (SIDPERS) February 22, 1993 
A0600-8-1 a T APC Emergency Data Files February 22, 1993 
A0600-8-1b TAPC Line of Duty Investigations February 22, 1993 
A0600-8-1 c T APC Casualty Information System (CIS) February 22, 1993 
A0600-20 NGB Equal Opportunity Investigative Files February 22, 1993 
A0600-25 MDW State, Official, and Special Military Funeral Plans February 22, 1993 
A0600-37a DAPE Special Review Board Appeal Case Summary File February 22, 1993 
A0600-37b DAPE Unfavorable Information Files February 22, 1993 
A0600-55 DAMO Motor Vehicle/Equipment Operator Permit Files February 22, 1993 
A0600-85 DAPE Alcohol and Drug Abuse Rehabilitation Files February 22, 1993 
A0600-85fDAPE ADAPCP Clinical Certification Program Application File January 12, 1993 
A0600-200 T APC Classification, Reclassification, Utilization of Soldiers February 22, 1993 
A0601-100 TAPC Officer Appointment Files February 22, 1993 
A0601-141 DASG E Army Medical Procurement Applicant Files February 22, 1993 
A0601-210 DAPE Army Recruiting Prospect System February 22, 1993 
A0601-210 TAPC Eligibility Determination Files February 22, 1993 
A0601-210a USAREC E Enlistment Eligibility Files February 22, 1993 
A060 1-21 Ob USAREC Recruiter Impropriety Case Files February 22, 1993 
A0601-222 USMEPCOM E ASVAB Student Test Scoring and Reporting System February 22, 1993 
A060 1-270 USMEPCOM U.S. Military Entrance Processing System February 22, 1993 
A060 1-280a T APC Qualitative Management Program Appeal File February 22, 1993 
A060 1-280b T APC SelectiveNariable Reenlistment Bonuses February 22, 1993 
A0602 DAPE-ARI Behavioral and Social Sciences Research Project Files February 22, 1993 
A0608 TAPC Personal Affairs Files February 22, 1993 
A0608aCFSC Family Life Communications Information and Referral Service February 22, 1993 
A0608b CFSC Personal Affairs: Army Community Service Assistance Files February 22, 1993 
A0608-4 DAMO Trophy Firearm Registration February 22, 1993 
A0608-1 0 CFSC Child Development Services (CDS) February 22, 1993 
A0608-18 DASG E Family Advocacy Case Management February 22, 1993 
A0608-25 CFSC Chief of Staff, Army Retiree Council Files July 27, 1993 
A0614-30 DAPE DA Conscientious Objector Review Board February 22, 1993 
A0614-100/200 SAIG Inspector General Personnel System February 22, 1993 

Questions regarding the Department of the Army's Privacy Act systems of records notices should be directed to Mrs. Pat Turner, Records Management Division, 
U.S. Army Publishing and Records Management Center, ATTN: SAIS-PRP-D, STOP C-55, Fort Belvoir, VA 22060-5576. Telephone (703) 806-3343. 
Privacy Act procedural and exemptions rules for this agency are found at 32 CFR part 505. 
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58 FR 10140 
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58 FR 10141 
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58 FR 10142 
58 FR 3938 
58 FR 10143 
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58 FR 10146 
58 FR 10145 
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58 FR 10147 
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58 FR 10154 
58 FR 10155 
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System Identifier 

A0614-1 00/200 USAREC 
A0614-1 00/200 USMA 
A0614-115 DAMI 
A0621-1 DAPE 
A0621-1 DASG 
A0621-1 TAPC 
A0635-5 TAPC 
A0635-40 TAPC 
A0635-200 TAPC 
A0640 DARP 
A0640-3 CFSC 
A0640-1 0 DARP 
A0640-1 Ob NGB 
A0640-1 Oc NGB 
A0640-1 Oa T APC 
A0640-1 Ob T APC 
A0640-1 Oc T APC 
A0672-5-1 TAPC 
A0680-31a TAPC 
A0680-31b TAPC 
A0690-200 DAPE 
A0690-200 T APC 
A0690-400 CE 
A0690-600 SAMR 
A0690-700 DAPE 
A0710-2a DALO 
A071 0-2b DALO 
A071 0-2c DALO 
A071 0-2d DALO 
A0715 DAJA 
A0725-1 AMC 
A0735 SAIS-SF 
A0870-5 DAMH 
A0920-15 SFDM 
A0930-4c CFSC 
A1105 CE 
A1130-2-442CE 
A1145aCE 
A1145b CE 

Exempt System Name 

E 

Recruiter Identification/Assignment Records 
Evaluation/Assignment of Academic Instructors 
Department of the Army Operational Support Activities 
Army Continuing Education System 
Long-Term Civilian Training Student Control Files 
Civilian Schooling for Military Personnel 
Separation Transaction Control/Records Transfer System 
Temporary Disability Retirement Master List {TDRL) 
Separations: Administrative Board Proceedings 
Personnel Management/ Action Officer Files 
Privilege Card Application Files 
Philippine Army Files 
Military Personnel Records Jacket (NGB) 
Official Military Personnel File (Army National Guard) 
Military Personnel Records Jacket Files (MPRJ) 
Official Military Personnel File 
Career Management Individual Files 
Military Awards Case File 
Officer Personnel Management Information System (OPMIS) 
Enlisted Personnel Management Information System (EPMIS) 
School Employee Files 
Department of the Army Civilian Personnel Systems 
Corps of Engineers Automated Legal System (CEALS) Training Information Program 
Equal Opportunity and Equal Employment Opportunity Complaint Files 
Grievance Records 
Property Officer Designation Files 
Hand Receipt Files 
Personal Property Accounting Files 
Personal Clothing Record Files 
Procurement Misconduct Files 
Small Arms Sales Record Files 
Library Borrowers'/Users Profile Files 
Army History Files 
Civilian Marksmanship Program 
Army Emergency Relief Transaction File 
Recreational Use and Expenditure Survey on or Adjacent to Navigable Waters 
Corps of Engineers Civilian Uniform Records Files 
Reservoir Permit Files 
General Permit Files 

Federal Register Citation 

July 27, 1993 
February 22, 1993 
November 1, 1995 
February 22, 1993 
July 27, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
August 30, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
September 19, 1994 
February 22, 1993 
February 22, 1993 

Questions regarding the Department ofthe Army's Privacy Act systems of records notices should be directed to Mrs. Pat Turner, Records Management Division, 
U.S. Army Publishing and Records Management Center, ATTN: SAIS-PRP-D, STOP C-55, Fort Belvoir, VA 22060-5576. Telephone (703) 806-3343. 
Privacy Act procedural and exemptions rules for this agency are found at 32 CFR part 505. 

58 FR 40115 
58 FR 10157 
60 FR 51996 
58 FR 10158 
58 FR 40115 
58 FR 10159 
58 FR 10160 
58 FR 10161 
58 FR 10161 
58 FR 10162 
58 FR 10163 
58 FR 10163 
58 FR 10164 
58 FR 10165 
58 FR 10166 
58 FR 10168 
58 FR 10170 
58 FR 10171 
58 FR 10172 
58 FR 10173 
58 FR 10174 
58 FR 10174 
58 FR 10176 
58 FR 10176 
58 FR45488 
58 FR 10177 
58 FR 10178 
58 FR 10178 
58 FR 10179 
58 FR 10179 
58 FR 10180 
58 FR 10180 
58 FR 10181 
58 FR 10182 
58 FR 10183 
58 FR 10183 
59 FR47845 
58 FR 10184 
58 FR 10184 
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1 
2 
3 
4 
5 
6 
7 
8 
9 

10 
11 
12 
13 
14 
15 
16 
17 
18 
19 
20 
21 
22 
23 
24 
25 
26 
27 
28 
29 
30 
31 
32 
33 

" 
'DEFENSE MAPPING AGENCY 

System Identifier Exempt System Name Federal Register Citation 

B0210-06 Inspector General Investigative Files February 22, 1993 
B0210-07 Inspector General Complaint Files February 22, 1993 
B0228-04 Historical Photographic Files February 22, 1993 
B0228-10 Installation Historical Files February 22, 1993 
B0302-13 Record of Accounts Receivable February 22, 1993 
B0302-21 Record of Travel Payments February 22, 1993 
B0303-01 Individual Pay Record Files February 22, 1993 
B0303-05 Leave Record Files February 22, 1993 
B0303-20 Compensation Data Requests Files February 22, 1993 
B0401-02 Statements of Employment and Financial Interest February 22, 1993 
B0401-03 Legal Assistance Case Files July 13, 1995 
B0402-05 Legal Claims File July 13, 1995 
B0408-11 Biography Files February 22, 1993 
B0502-03 Master Billet/Access Record April 20, 1995 
B0502-03-2 Classified Material Access Files February 22, 1993 
B0502-15 Security Compromise Case Files February 22, 1993 
B0503-02 Security Identification Accountability Files February 22, 1993 
B0503-03 Firearms Authorization Files February 22, 1993 
B0503-04 Parking Permit Control Files February 22, 1993 
B0503-05 Vehicle Registration and Driver Record File February 22, 1993 
B0503-09 Key Accountability Files February 22, 1993 
B0504-01-2 Personnel Security and Suitability Files December 2, 1994 
B0614-01 Military Personnel Information Files July 13, 1995 
B0615-07 Safety Awards Files July 13, 1995 
B0901-07 Alcoholism and Drug Abuse Files July 13, 1995 
B0901-08 Civilian Employee Drug Abuse Testing Program Records July 13, 1995 
B1202-17 Contracting Officer Designation Files February 22, 1993 
B1205-05 Property Officer Designation Files February 22, 1993 
B1205-23 Report of Survey Files February 22, 1993 
B1206-02 Self Service Store Authorization Card Files February 22, 1993 
B1208-06 Motor Vehicle Operator's Permits and Qualifications Files February 22, 1993 
B1211-03 Passport Files February 22, 1993 
B1211-07 Individual Government Transportation Files February 22, 1993 

Questions regarding the Defense Mapping Agency's Privacy Act systems of records notices should be directed to Ms. Laura Jennings, Defense Mapping Agency, 
HTC GCM, Mail Stop D-10, 4600 Sangamore Road, Bethesda, MD 20816-5003. Telephone (301) 227-2268. Privacy Act procedural and exemption rules for 
this agency are found at 32 CFR part 320. 

58 FR 10191 
58 FR 10191 
58 FR 10192 
58 FR 10192 
58 FR 10193 
58 FR 10194 
58 FR 10194 
58 FR 10195 
58 FR 10195 
58 FR 10196 
60 FR 36125 
60 FR 36126 
58 FR 10198 
60 FR 19742 
58 FR 10199 
58 FR 10200 
58 FR 10200 
58 FR 10201 
58 FR 10202 
58 FR 10202 
58 FR 10203 
59 FR 61885 
60 FR36127 
60 FR 36128 
60 FR 36128 
60 FR 36129 
58 FR 10208 
58 FR 10209 
58 FR 10210 
58 FR 10210 
58 FR 10211 
58 FR 10211 
58 FR 10212 
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4 
5 
6 
7 
8 
9 

10 
11 
12 
13 
14 
15 

,t 

-OFFICE OF THE INSPECTOR GENERAL, DOD 

System Identifier Exempt System Name 

CIG-01 Privacy Act and Freedom of Information Act Files 
CIG-02 Applicant Records 
CIG-03 Personnel Locator Cards 
CIG-04 E Case Control System - Investigative 
CIG-05 DoD Motions for Discovery of Electronic Surveillance Files 
CIG-06 E Investigative Files 
CIG-07 Decision Support System (DSS) - OAIG-AUD 
CIG-09 Personnel Security Clearance/Eligibility Data 
CIG-10 Validation of Credentials of DoD Contractors' Employees 
CIG-11 Budget Information Tracking System (BITS) 
CIG-12 Drug Free Workplace Records 
CIG-13 Travel and Transportation System 
CIG-14 Auditor and Inspector Log 
CIG-15 E Special Inquiries Investigative Case File and Control System 
CIG-16 E DoD Hotline Program Case Files 

Questions regarding the DoD Inspector General's Privacy Act systems of records notices should be directed to Ms. Shirley Landes, Chief, FOWP A Office, 
Assistant IG for Administration Information Management, 400 Army Navy Drive, Room 405, Arlington, VA 22202-2884. Telephone (703) 604-9777. 
Privacy Act procedural and exemption rules for this agency are found at 32 CFR part 312. 

Federal Register Citation 

February 22, 1993 58 FR 10214 
February 22, 1993 58 FR 10215 
February 22, 1993 58 FR 10215 
February 22, 1993 58 FR 10216 
February 22, 1993 58 FR 10217 
February 22, 1993 58 FR 10217 
February 22, 1993 58 FR 10219 
February 22, 1993 58 FR 10220 
February 22, 1993 58 FR 10221 
February 22, 1993 58 FR 10222 
February 22, 1993 58 FR 10222 
February 22, 1993 58 FR 10224 
February 22, 1993 58 FR 10224 
February 22, 1993 58 FR 10225 
February 22, 1993 58 FR 10226 
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2 
3 
4 
5 
6 
7 
8 
9 

10 
11 
12 
13 
14 
15 
16 
17 
18 
19 
20 
21 
22 
23 
24 
25 
26 
27 
28 
29 
30 
31 
32 
33 
34 
35 
36 
37 
38 
39 
40 
41 
42 
43 
44 
45 

,, 

~OFFICE OF THE SECRETARY OF DEFENSE, DOD 

System Identifier 

DATSD03 
DFMP06 
DFMP07 
DFMP09 
DFMP24 
DGC02 
DGC04 
DGC05 
DGC06 
DGC 15 
DGC16 
DGC 17 
DGC 18 
DHA01 
DHA02 
DHA03 
DHA04 
DHA05 
DHA06 
DHA07 
OOCHA01 
DOCHA02 
OOCHA04 
OOCHA07 
DOCHA09 
DODDS 01 
DODDS02 
OODDS21 
OODDS22 
DODDS23 
DODDS25 
DOSIA01 
DPADCR.A01 
DPADFOI.A05 
DPADSR.A06 
DPADSR.B 11 
DPADXA.C09 
DPADXA.D 10 
DPAD 12.0 
DPAE02 
DSMC 01 
DSMC02 
DSMC06 
DSMC07 
DUSDA02 

Exempt System Name 

E 

E 

E 

E 

Files ofPersonnel Evaluated for Non-Career Employment in DoD 
DoD Priority Placement Program (STOPPER LIST) 
DoD Overseas Employment Program 
Defense Equal Opportunity Management Institute Student File 
Joint Service Review Activity File 
Private Relief Legislation File 
Personnel Security Clearance Adjudication Files 
Administrative Files on Active Psychiatric Consultants to Department of Defense 
Attorney and Summer Intern Position Applications 
Reports ofDefense Related-Employment 
Political Appointment Vetting Files 
Hearings and Appeals Case Files 
DoD Roster of Mediators 
Medical Malpractice Claims Data File 
Adverse Clinical Privilege Actions Data File 
Pentagon Employee Referral Service (PERS) Counseling Records 
DoD Bone Marrow Donor Program 
Persian GulfVeterans Illnesses Files 
USTF Managed Care System 
Defense Medical Information System 
Health Benefits Authorization Files 
Medical Care Inquiry Files 
Legal Opinion Files 
Medical Claim History Files 
Grievance Records 
Teacher Correspondence Files 
Educator Application Files 
Department of Defense Dependents Schools (DoDDs) Grievance Records 
DoD Dependent Children's School Program Files 
Educator Certification/Recertification Files 
DoDDS Internal Review Office Project File 
OSIA Treaty Inspection Manpower Management System 
Joint Civilian Orientation Conference Files 
Freedom of Information Program Case Files 
Security Review Index File 
Mandatory Declassification Review Files 
Public Correspondence Files 
Privacy Act Request for Access Files 
DoD National Media Pool Files 
Administrative Files of the Assistant Secretary of Defense, PAE 
Defense Systems Management College (DSMC) Personnel Information Files 
Defense Systems Management College (DSMC) Student Files 
Defense Systems Management College (DSMC) Mailing Lists 
DSMC Library and Learning Resource Center 
DUSD(A) Personnel Administration Files 

Federal Register Citation 

May 17, 1994 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
November 1, 1995 
August 27, 1993 
February 22, 1993 
February 22, 1993 
March 16, 1995 
July 18, 1996 
August 25, 1995 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
April 11, 1997 
August 23, 1995 
January 30, 1996 
March 24, 1994 
March 24, 1994 
February 22, 1993 
March 24, 1994 
August 9, 1993 
February 22, 1993 
February 22, 1993 
August 9, 1993 
February 16, 1995 
February 22, 1993 
February 22, 1993 
July 18, 1996 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
August 25, 1995 
February 22, 1993 

Questions regarding the Secretary of Defense's Privacy Act systems of records notices should be directed to Mr. David Bosworth, Records Management Division, 
Washington Headquarters Services, 1155 Defense Pentagon, Room 5C315, Washington, DC 20301-1155. Telephone (703) 697-2501. 
Privacy Act procedural and exemption rules for this agency are found at 32 CFR part 311. 

59 FR25620 
58 FR 10241 
58 FR 10242 
58 FR 10242 
58 FR 10249 
58 FR 10231 
60 FR 55547 
58 FR45320 
58 FR 10234 
58 FR 10243 
60 FR 13936 
61 FR 37449 
60 FR44324 
58 FR 10234 
58 FR 10235 
58 FR 10236 
58 FR 10237 
62 FR 17788 
60 FR43775 
61 FR 3006 
59 FR 13934 
59 FR 13936 
58 FR 10253 
59 FR 13937 
58 FR42303 
58 FR 10239 
58 FR 10239 
58 FR42303 
60 FR 9016 
58 FR 10248 
58 FR 10249 
61 FR 37450 
58 FR 10256 
58 FR 10257 
58 FR 10257 
58 FR 10258 
58 FR 10259 
58 FR 10259 
58 FR 10261 
58 FR 10260 
58 FR 10262 
58 FR 10262 
58 FR 10263 
60 FR44325 
58 FR 10267 
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46 
47 
48 
49 
50 
51 
52 
53 
54 
55 
56 
57 
58 
59 
60 
61 
62 
63 
64 
65 
66 
67 
68 
69 
70 
71 
72 
73 
74 

. 
OFFICE OF THE SECRETARY OF DEFENSE, DOD 

System Identifier Exempt System Name Federal Register Citation 

DUSDA04 Requests for Two-Year Foreign Residence Waiver Files February 22, 1993 
DUSDA05 Human Radiation Research Review August 1, 1996 
DUSDP02 E Special Personnel Security Cases February 22, 1993 
DUSDP06 Defense Personnel Security Research and Education Center Research Files February 22, 1993 
DUSDP07 PERSEREC Espionage Database February 22, 1993 
DUSDP08 DoD Foreign Visits System (FVS) February 22, 1993 
DUSDP09 PERSEREC Export Violations Database September 22, 1993 
DUSDP 11 Southeast Asia Operational Casualty Records August 8, 1995 
DWHSB44 OSD Travel File February 22, 1993 
DWHS B45 DoD Salary Offset Suspense Control Records February 22, 1993 
DWHSB46 DoD Creditor Agency Accounts Receivable System February 22, 1993 
DWHS POl Senior Executive Service (SES) and Equivalent Level Files February 22, 1993 
DWHSP04 Reduction-In-Force Case Files February 22, 1993 
DWHS P08 Worker's Compensation-On-The-Job Injuries Report File February 22, 1993 
DWHSP09 Computer Data Base February 22, 1993 
DWHS P12 Executive Development Program and Training Files February 22, 1993 
DWHS P14 Blood Donor Files February 22, 1993 
DWHS P18 Office ofthe Secretary of Defense Identification Badge Suspense Card System February 22, 1993 
DWHS P20 Report of Personnel Assigned Outside of Department of Defense February 22, 1993 
DWHS P25 Overseas Staffing Files February 22, 1993 
DWHSP27 Department of Defense (DoD) Pentagon Building Pass File August 25, 1995 
DWHSP28 E Personnel Security Operations File June 22, 1995 
DWHS P29 E Personnel Security Adjudications File June 7, 1995 
DWHS P32 E Standards of Conduct Inquiry File February 22, 1993 
DWHS P37 Grievance and Unfair Labor Practices Records March 24, 1994 
DWHS P39 Clerical Merit Promotion File February 22, 1993 
DWHS P42 E DPS Incident Reporting and Investigations Case File March 24, 1994 
DWHS P43 Emergency Personnel Locator Records February 22, 1993 
DWHS SPM002 Pentagon and Federal Building 2 Carpool Locator February 22, 1993 

Questions regarding the Secretary of Defense's Privacy Act systems of records notices should be directed to Mr. David Bosworth, Records Management Division, 
Washington Headquarters Services, 1155 Defense Pentagon, Room 5C315, Washington, DC 20301-1155. Telephone (703) 697-2501. 
Privacy Act procedural and exemption rules for this agency are found at 32 CFR part 311. 

58 FR 10268 
61 FR40201 
58 FR 10264 
58 FR 10265 
58 FR 10266 
58 FR 10267 
58 FR49287 
60 FR40348 
58 FR 10279 
58 FR 10280 
58 FR 10281 
58 FR 10268 
58 FR 10269 
58 FR 10270 
58 FR 10270 
58 FR 10271 
58 FR 10271 
58 FR 10272 
58 FR 10272 
58 FR 10273 
60 FR 44321 
60 FR 32511 
60 FR 30071 
58 FR 10275 
59 FR 13939 
58 FR 10277 
59 FR 13938 
58 FR 10278 
58 FR 10282 
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\"l DEPARTMENT OF THE AIR FORCE 

System Identifier Exempt System Name Federal Register Citation 

1 FOIO AF A Automated Orders Data System February 22, 1993 58 FR 10285 
2 FOIO AFIS B Prisoner of War (PW) Debriefing Files February 22, 1993 58 FR 10286 
3 FOIO ARPC A Background Material February 22, 1993 58 FR 10286 
4 FOIOAU A Potential Faculty Rating System February 22, 1993 58 FR 10287 
5 FOIOCVAEA Secretary of the Air Force Historical Records February 22, 1993 58 FR 10287 
6 FOIO REA Inquiries (Presidential/Congressional) February 22, 1993 58 FR 10288 
7 FOil AF A Locator, Registration and Postal Directory Files November 23, 1993 58 FR 61865 
8 FOll AF B Check Cashing Privilege Files February 22, 1993 58 FR 10289 
9 FOil AFMPA Congressional and Other High Level Inquiries February 22, 1993 58 FR 10290 

10 FOil AFA A Class Committee Products February 22, 1993 58 FR 10291 
11 FOil AFAB Faculty Biographical Sketch February 22, 1993 58 FR 10291 
12 FOll AFSGA High Level Inquiry File February 22, 1993 58 FR 10292 
13 FOll ARPCA Locator or Personnel Data February 22, 1993 58 FR 10292 
14 FOll LLI A Congressional/Executive Inquiries February 22, 1993 58 FR 10294 
15 FOll SGA Professional Inquiry Records System February 22, 1993 58 FR 10295 
16 F012 AF A Information Requests-Freedom of Information Act February 22, 1993 58 FR 10295 
17 F012 AF B Privacy Act Request File February 22, 1993 58 FR 10296 
18 F021 AFSPCA Cable Affairs Personnel/Agency Records April27, 1995 60 FR20674 
19 F030AF A Biographical Data and Automated Personnel Management System February 22, 1993 58 FR 10297 
20 F030AF JAA Confidential Financial Disclosure Report November 7, 1994 59 FR 55450 
21 F030AFLEA Equal Opportunity in Off-Base Housing August 8, 1995 60 FR40351 
22 F030AF LEB Off-Base Housing Referral Service February 22, 1993 58 FR 10299 
23 F030AF LEC Base Housing Management February 22, 1993 58 FR 10300 
24 F030AFLED On/Off-Base Housing Records February 22, 1993 58 FR 10300 
25 F030AFMP A Personnel Data System (PDS) May 17, 1994 59 FR 25628 
26 F030AFMP_B Substance Abuse Reorientation and Treatment Case Files February 22, 1993 58 FR 10308 
27 F030AFMPC Casualty Files February 22, 1993 58 FR 10309 
28 F030AFMPD Contingency Operations System (COMPES) February 22, 1993 58 FR 10311 
29 F030AFMPE Drug Abuse Waiver Requests February 22, 1993 58 FR 10312 
30 F030AF SGA Aerospace Physiology Personnel Career Information System February 22, 1993 58 FR 10313 
31 F030AF SPA Documentation for Identification and Entry Authority February 22, 1993 58 FR 10313 
32 F030AFISAA For Cause Discharge Program May 25, 1993 58 FR 30029 
33 F030 AFIS C Intelligence Applicant Files February 22, 1993 58FR10315 
34 F030ARPCA Applications for Identification (ID) Cards February 22, 1993 58 FR 10316 
35 F030ARPCB Point Credit Accounting Record System (PCARS) February 22, 1993 58FR10316 
36 F030MPCA Deceased Service Member's Dependent File February 22, 1993 58 FR 10317 
37 F030MPCB Indebtedness, Nonsupport, Paternity November 23, 1993 58 FR 61865 
38 F030 SG A Bioenvironmental Engineer Personnel Career Information System February 22, 1993 58FR10318 
39 F030 SGB Aerospace Medicine Personnel Career Information System February 22, 1993 58 FR 10319 
40 F033 AETC A Lead Management System (LMS) May 9, 1994 59 FR23832 
41 F035 AF A Officer Quality Force Management Records November 23, 1993 58 FR 61866 
42 F035 AF DPA Family Support Center (FSC) Accountability and Data Collection System February 22, 1993 58 FR 10321 
43 F035 AF DP B Colonels Assignment File November 23, 1993 58 FR 61879 
44 F035AFMPA E Effectiveness/Performance Reporting Systems January 26, 1994 59 FR 3667 
45 F035 AFMP B Geographically Separated Unit Copy Officer Effectiveness/Airman Performance Report February 22, 1993 58 FR 10323 

Questions regarding the Department ofthe Air Force's Privacy Act systems of records notices should be directed to Mrs. Anne P. Rollins, Air Force Access Programs Manager, 
Department ofthe Air Force, AF/SCMI, 1250 Air Force Pentagon, Room 5B520, Washington, DC 20330-1250. Telephone (703) 697-8674. 
Privacy Act procedural and exemption rules for this agency are found at 32 CFR part 806b. 
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47 
48 
49 
50 
51 
52 
53 
54 
55 
56 
57 
58 
59 
60 
61 
62 
63 
64 
65 
66 
67 
68 
69 
70 
71 
72 
73 
74 
75 
76 
77 
78 
79 
80 
81 
82 
83 
84 
85 
86 
87 
88 
89 
90 

I 

{•DEPARTMENT OF THE AIR FORCE 

System Identifier 

F035AFMPC 
F035 AFMPD 
F035 AF MP E 
F035 AF MP F 
F035 AFMPG 
F035AFMPH 
F035 AF MPI 
F035 AFMP J 
F035 AFMPK 
F035AFMPL 
F035AFMPM 
F035AFMPN 
F035 AFMPO 
F035 AFMP P 
F035 AF MPR 
F035 AF MPS 
F035 AFAA 
F035 AFAB 
F035 AFAC 
F035AFOSIB 
F035 AFOSIC 
F035 AFOSI D 
F035AFRESA 
F035 AFRES B 
F035AFMCA 
F035 ARPCA 
F035ARPCB 
F035ARPCC 
F035 ARPCD 
F035ARPCE 
F035 ARPCG 
F035 ARPCI 
F035 AETC B 
F035 AETCC 
F035 AETC D 
F035 AETCG 
F035AETCH 
F035 AETC I 
F035 AETCJ 
F035AETCK 
F035 HCA 
F035HCB 
F035 HCC 
F035HCD 
F035 HCE 

Exempt System Name 

Military Personnel Records System 
Officer Performance Report (OPR)/Enlisted Performance Report (EPR) Appeal Case Files 
United States Air Force (USAF) Airman Retraining Program 
Request for Selective Reenlistment Bonus (SRB) and/or Advance Payment ofSRB 
Selective Reenlistment Consideration 
Air Force Enlistment/Commissioning Records System 
Incoming Clearance Record 
Absentee and Deserter Information Files 
Relocation Preparation Project Folders 
Unfavorable Information Files (UIF) 
Officer Promotion and Appointment 
Individual Weight Management File 
Unit Assigned Personnel Information 

E General Officer Personnel Data System 
E Application for Appointment and Extended Active Duty Files 

Physical Fitness File 
E Cadet Personnel Management System 
E Master Cadet Personnel Record (Active/Historical) 

Prospective Instructor Files 
Career Development Folder 
Informational Personnel Records 
Internal Personnel Data System 
Personnel Interview Record 
Recruiters Automated Management System (RAMS) 
Personnel Management Information System for Air Force Materiel Command (AFMC) Commanders 
Administrative Discharge for Cause on Reserve Personnel 
Informational Personnel Management Records 
Correction of Military Records of Officers and Airmen 
Data Change/Suspense Notification 
Flying Status Actions 
Officer Promotions 
Requests for Discharge from the Air Force Reserve 
Air Force Junior ROTC (AFJROTC) Applicant/Instructor System 
Air Force Reserve Officer Training Corps Qualifying Test Scoring System 
Basic Trainee Interview Record 
Recruiting Activities Management Support System (RAMSS) 
Recruiting Research and Analysis System 
Status oflneffective Recruiter 
Drug Abuse Control Case Files 
Processing and Classification of Enlistees (PACE) 
Chaplain Information Sheet 
Chaplain Personnel Record 
Chaplain Personnel Action Folder 
Chaplain Applicant Processing Folder 
Assignment Action File 

Federal Register Citation 

October 4, 1996 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
August 8, 1995 
February 22, 1993 
February 22, 1993 
February 22, 1993 
October 17, 1996 
February 22, 1993 
November 23, 1993 
February 22, 1993 
January 26, 1994 
February 22, 1993 
May 17, 1994 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
May 25, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
May 9, 1994 
May 9, 1996 
May 9, 1994 
May 9, 1994 
May9, 1994 
May9, 1994 
May 9, 1994 
May 9, 1994 
February 22, 1993 
February 22, 1993 
November 7, 1994 
November 7, 1994 
November 7, 1994 

Questions regarding the Department of the Air Force's Privacy Act systems of records notices should be directed to Mrs. Anne P. Rollins, Air Force Access Programs Manager, 
Department ofthe Air Force, AF/SCMI, 1250 Air Force Pentagon, Room 5B520, Washington, DC 20330-1250. Telephone (703) 697·8674. 
Privacy Act procedural and exemption rules for this agency are found at 32 CFR part 806b. 

61 FR 51923 
58 FR 10325 
58 FR 10326 
58 FR 10326 
58 FR 10327 
60 FR40352 
58 FR 10328 
58 FR 10329 
58 FR 10329 
61 FR 54174 
58 FR 10331 
58 FR 61871 
58 FR 10333 
59FR3669 
58 FR 10335 
59 FR25627 
58 FR 10335 
58 FR 10337 
58 FR 10338 
58 FR 10339 
58 FR 10339 
58 FR 10340 
58 FR 10341 
58 FR 10341 
58 FR 30031 
58 FR 10343 
58 FR 10343 
58 FR 10344 
58 FR 10345 
58 FR 10345 
58 FR 10346 
58 FR 10347 
59 FR23834 
59 FR 23835 
59 FR 23836 
59 FR23837 
59 FR23838 
59 FR23439 
59 FR23840 
59 FR23841 
58 FR 10353 
58 FR 10354 
58 FR 55453 
59 FR 55454 
59 FR 55455 
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,.. DEPARTMENT OF THE AIR FORCE 

91 
92 
93 
94 
95 
96 
97 
98 
99 

100 
101 
102 
103 
104 
105 
106 
107 
108 
109 
110 
Ill 
112 
113 
114 
115 
116 
117 
118 
119 
120 
121 
122 
123 
124 
125 
126 
127 
128 
129 
130 
131 
132 
133 
134 
135 

System Identifier 

F035 MP A 
F035 MP B 
F035 MPC B 
F035 MPC D 
F035 MPC E 
F035 MPC F 
F035 MPC G 
F035 MPC H 
F035 MPCJ 
F035 MPCK 
F035 MPC L 
F035 MPC P 
F035 MPCQ 
F035 MPC R 
F035 MPC S 
F035 MPC U 
F035 REA 
F035 REB 
F035 SAFCB A 
F035 SAFPAA 
F035 SAFPC A 
F035 SAFPC B 
F035 SAFPCC 
F035 SAFPC D 
F035 SG A 
F035 SG B 
F035 SGC 
F036AFMCD 
F040AAA 
F040AF DPA 
F040AFMPH 
F040AFMPJ 
F040 AF NAFI A 
F040 AF NAFI B 
F040AFAAA 
F040AFMCA 
F040AFRESA 
F040ASGA 
F045 AETCC 
F045 AFRES A 
F045 ARPCA 
F045 ARPC B 
F045 ATC E 
F045 MPCA 
F050ACCB 

Exempt System Name 

E 

E 

E 

E 

Files on General Officers and Colonels Assigned to General Officer Position 
Statutory Tour Program 
Civilian/Military Service Review Board 
Correction of Military Record System 
Disability Retirement Records 
Health Education Records 
Medical Officer Personnel Utilization Records 
Medical Opinions on Board for Correction of Military Records Cases (BCMR) 
Airmen Utilization Records System 
Promotion Documents/Records Tracking (PRODART) and Airman Promotion Historical Records (APHR) System 
Historical Airman Promotion Master Test File (MTF) 
Recorder's Roster 
Officer Utilization Records System 
Air Force Personnel Test 851, Test Answer Sheets 
Aviation Service Historical Data File 
Separation Case Files (Officer and Airman) 
Personnel Files on Statutory Tour Officers 
Files on Reserve General Officers; Colonels Assigned to General Officer Positions 
Military Records Processed by the Air Force Correction Board 
Mobilization Augmentee Training Folders 
Air Force Discharge Review Board Retain Files 
Air Force Discharge Review Board Original Case Files 
Air Force Discharge Review Board Voting Cards 
Air Force Discharge Review Board Case Control/Locator Cards 
Application for Aeronautical Rating (Senior and Chief Flight Surgeon) 
Medical Service Corps Personnel Files 
Veterinary Personnel Files 
Educationffraining Management System (ETMS) 
Civilian Personnel Files 
Civilian Employee Drug Testing Records 
Employee Assistance Program Case Record Systems 
Civilian Appeal and Grievance System 
Non-Appropriated Fund (NAF) Civilian Personnel Records 
Non-Appropriated Fund (NAF) Civilian Personnel Records-Manpower 
Merit Promotion File 
Air Force Logistics Command (AFC) Senior Civilian Information File 
Air Reserve Technician (ART) Officer Selection Folders 
Civilian Pay-Personnel-Manpower (Paperman) 
Cadet Records 
Reserve Medical Service Corps Officer Appointments 
Air Force Reserve Application 
Inactive Duty Training, Extension Course Institute (ECI) Training 
Four-Year Reserve Officer Training Corps (AFROTC) Scholarship Program Files 
Educational Delay Board Findings 
Operations Training Development Evaluation 

Federal Register Citation 

February 22, 1993 
February 22, 1993 
February 22, 1993 
November 23, 1993 
November 23, 1993 
November 23, 1993 
November 23, 1993 
November 23, 1993 
February 22, 1993 
May 17, 1994 
February 22, 1993 
November 23, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
May 25, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 9, 1996 
February 22, 1993 
February 22, 1993 
February 22, 1993 
January 20, 1995 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
January 26, 1994 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
November 28, 1995 

Questions regarding the Department of the Air Force's Privacy Act systems of records notices should be directed to Mrs. Anne P. Rollins, Air Force Access Programs Manager, 
Department of the Air Force, AF/SCMI, 1250 Air Force Pentagon, Room 58520, Washington, DC 20330-1250. Telephone (703) 697-8674. 
Privacy Act procedural and exemption rules for this agency are found at 32 CFR part 806b. 

58 FR 10355 
58 FR 10355 
58 FR 10356 
58 FR 61873 
58 FR 61874 
58 FR 61875 
58 FR 61877 
58 FR 61878 
58 FR 10361 
59 FR 25625 
58 FR 10363 
58 FR 61880 
58 FR 10365 
58 FR 10367 
58 FR 10367 
58 FR 10368 
58 FR 10369 
58 FR 10369 
58 FR 30033 
58 FR 10370 
58 FR 10370 
58 FR 10371 
58 FR 10371 
58 FR 10372 
58 FR 10373 
58 FR 10373 
58 FR 10374 
61 FR 4966 
58 FR 10374 
58 FR 10375 
58 FR 10376 
60 FR20674 
58 FR 10376 
58 FR 10377 
58 FR 10377 
58 FR 10378 
58 FR 10379 
58 FR 10379 
59 FR 3671 
58 FR 10380 
58 FR 10380 
58 FR 10381 
58 FR 10383 
58 FR 10383 
60 FR 58603 

13 



136 
137 
138 
139 
140 
141 
142 
143 
144 
145 
146 
147 
148 
149 
150 
151 
152 
153 
154 
155 
156 
157 
158 
159 
160 
161 
162 
163 
164 
165 
166 
167 
168 
169 
170 
171 
172 
173 
174 
175 
176 
177 
178 
179 
180 

DEPARTMENT OF THE AIR FORCE 

System Identifier Exempt System Name Federal Register Citation 

F050AETCA Officer Training Group (OTG) Resource Management System - Officer Trainees May 9, 1994 
F050AETCB Community College of the Air Force Student Record System May 9, 1994 
F050 AETC I Defense English Language Management Information System (DELMIS) May 9, 1994 
F050AF A Student Record February 22, 1993 
F050AFMP A Education Services Program Records (Individual) February 22, 1993 
F050AF SGA Nursing Skill Inventory February 22, 1993 
F050AFAA Military Performance Average February 22, 1993 
F050AFAB Instructor Academic Records February 22, 1993 
F050AFAC Academy Athletic Records February 22, 1993 
F050AFAAA Air Force Audit Agency Office Training File February 22, 1993 
F050AFAAB Employee Training and Career Development File February 22, 1993 
F050AFC4AA Individual Academic Training Record . November 23, 1993 
F050AFFSAA USAF Air Traffic Control (A TC} Certification and Withdrawal Documentation November 23, 1993 
F050 AFIC A Training Progress March 11, 1993 
F050AFOSIA Air Force Special Investigations Academy Individual Academic Records February 22, 1993 
F050AFRESA Undergraduate Pilot and Navigator Training February 22, 1993 
F050AFMCA Systems Acquisition Schools Student Records May 25, 1993 
F050 AFSPACECOM A Space Command Operations Training November 7, 1994 
F050AMCA Training Instructors (Academic Instructor Improvement/Evaluation) February 22, 1993 
F050AMC B Training Progress (Permanent Student Record) February 22, 1993 
F050AMCC Training Systems Research and Development Materials February 22, 1993 
F050ARPCA Professional Military Education (PME) February 22, 1993 
F050 AUF Air University Academic Records February 22, 1993 
F050AUG Student Record Folder February 22, 1993 
F050 AU J Student Questionnaire February 22, 1993 
F050AUK Institutional Research Analysis System . February 22, 1993 
F050 SAFPAA Graduates of Air Force Short Course in Communication (Oklahoma University) February 22, 1993 
F050 SAFPAB Information Officer Short Course Eligibility File February 22, 1993 
F050USAFEA Student Identification/Locator Card February 22, 1993 
F05I AF A Flying Training Records February 22, 1993 
F051 AF B Flying Training Records -Nonstudent February 22, 1993 
F051 AF C Flying Training Records - Student February 22, 1993 
F051 AF JA A Judge Advocate General's Professional Conduct Files December 2, 1994 
F051 AMCA Air Crew Instruction Records February 22, 1993 
F053 AFAA Educational Research Data Base March 11, 1993 
F053 AFAB Preparatory School Records February 22, 1993 
F053 AFA C E Admissions Records February 22, 1993 
F053 MP A Air Force Academy Appointment and Separation Records February 22, 1993 
F055 ACCA Air-to-Air Weapon System Evaluation Program May 19, 1993 
F060AF A Air Force Operations Resource Management Systems (AFORMS) February 22, 1993 
F060AFB Contractor Flight Operations March 11, 1993 
F060ANGA Progress Report, Undergraduate Pilot Training February 22, 1993 
F066AF A Core Automated Maintenance System (CAMS) November 23, 1993 
F067 AF A Government Furnishings Issue Record February 22, 1993 
F067 AF B Base Service Storeffool Issue Center Access February 22, 1993 

Questions regarding the Department of the Air Force's Privacy Act systems of records notices should be directed to Mrs. Anne P. Rollins, Air Force Access Programs Manager, 
Department of the Air Force, AF/SCMI, 1250 Air Force Pentagon, Room 5B520, Washington, DC 20330-1250. Telephone (703) 697-8674. 
Privacy Act procedural and exemption rules for this agency are found at 32 CFR part 806b. 

59 FR23842 
59 FR23843 
59 FR 23845 
58 FR 10385 
58 FR 10386 
58 FR 10386 
58 FR 10387 
58 FR 10387 
58 FR 10388 
58 FR 10389 
58 FR 10389 
58 FR 61882 
58 FR 61881 
58 FR 13453 
58 FR 10392 
58 FR 10393 
58 FR 30034 
59 FR 55456 
58 FR 10395 
58 FR 10395 
58 FR 10396 
58 FR 10396 
58 FR 10400 
58 FR 10400 
58 FR 10401 
58 FR 10401 
58 FR 10403 
58 FR 10403 
58 FR 10404 
58 FR 10404 
58 FR 10405 
58 FR 10406 
59 FR 61883 
58 FR 10407 
58 FR 13456 
58 FR 10408 
58 FR 10408 
58 FR 10409 
58 FR 29206 
58 FR 10411 
58 FR 13457 
58 FR 10413 
58 FR 61883 
58 FR 10414 
58 FR 10415 
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181 
182 
183 
184 
185 
186 
187 
188 
189 
190 
191 
192 
193 
194 
195 
196 
197 
198 
199 
200 
201 
202 
203 
204 
205 
206 
207 
208 
209 
210 
211 
212 
213 
214 
215 
216 
217 
218 
219 
220 
221 
222 
223 
224 
225 

It' 

DEPARTMENT OF THE AIR FORCE 

System Identifier Exempt System Name Federal Register Citation 

F067 AFLEA Personal Clothing and Equipment Record February 22, 1993 
F067 AFMCA Equipment Maintenance Management Program (EMMP) May 25, 1993 
F070AF AFOA Accounts Payable Records February 22, 1993 
F075 AF DPA Application for Early Return of Dependents February 22, 1993 
F075 AF LEA Household Goods Nontemporary Storage System (NOTEMPS) February 22, 1993 
F075 AF LE B Personal Property Movement Records February 22, 1993 
F075 USAFEA Customs Control Records February 22, 1993 
F076AMCA Passenger Reservation and Management System February 22, 1993 
F077 AFLEA Motor Vehicle Operators' Records February 22, 1993 
F080AFMCA Aeromedical Research Data May 25, 1993 
F090AF A Visiting Officer Quarters-Transient Airman Quarters Reservation February 22, 1993 
F090AF B Unaccompanied Personnel Quarters Assignmentffermination February 22, 1993 
F100AFC4AA Military Affiliate Radio System (MARS) Member Records November 23, 1993 
F110AF JAA Legal Assistance Administration November 7, 1994 
F110AFJAB Litigation Records (Except Patents) February 22, 1993 
F110AFAFCH Legal Administration Records of the Staff Judge Advocate February 22, 1993 
F110 AFRES A Reserve Judge Advocate Training Report February 22, 1993 
F110JAA Freedom of Information Act Appeals February 22, 1993 
FllO JAB Invention, Patent Application, Application Security, and Patent Files February 22, 1993 
FllO JAC Judge Advocate Personnel Records February 22, 1993 
F110 JA D Patent Infringement and Litigation Records February 22, 1993 
F110JAE Air Force Reserve Judge Advocate Personal Data February 22, 1993 
F110 USAFE A Civil Process Case Files February 22, 1993 
F111 AF JAA Automated Military Justice Analysis and Management System (AMJAMS) April 25, 1994 
F111 AF JAB Courts-Martial and Article 15 Records February 22, 1993 
F112AFJAA Air Force Claims Information Management System (AFCIMS) February 22, 1993 
F112 AF JAB Claims Records February 22, 1993 
F120 AF IG A Inspector General Records - Freedom of Information Act February 22, 1993 
F120 AF IG B E Inspector General Records February 22, 1993 
F123 AFISC A United States Air Force (USAF) Inspection Scheduling System February 22, 1993 
F124 AF A E Counterintelligence Operations and Collection Records February 22, 1993 
F124 AF B E Security and Related Investigative Records February 22, 1993 
F124 AF C E Criminal Records February 22, 1993 
F124 AF D E Investigative Support Records February 22, 1993 
F124 AFOSI A Badge and Credentials February 22, 1993 
F124 AFOSI B E Investigative Applicant Processing Records February 22, 1993 
F125 AF A E Correction and Rehabilitation Records November 23, 1993 
F125 AF SPA Air Force Policy Statement- Firearms Safety and Use of Force February 22, 1993 
Fl25 AF SP B Complaint/Incident Reports March 11, 1993 
F125 AF SP D Field Interview Card February 22, 1993 
F125 AF SP E E Security Police Automated System (SPAS) February 22, 1993 
F125 AF SPF Notification Letters to Persons Barred From Entry to Air Force Installations February 22, 1993 
F125 AF SP G Pickup or Restriction Order February 22, 1993 
F125 AF SP H Provisional Pass February 22, 1993 
F125 AF SP I Registration Records (Excluding Private Vehicle Records) February 22, 1993 

Questions regarding the Department of the Air Force's Privacy Act systems of records notices should be directed to Mrs. Anne P. Rollins, Air Force Access Programs Manager, 
Department of the Air Force, AF/SCMI, 1250 Air Force Pentagon, Room 5B520, Washington, DC 20330-1250. Telephone (703) 697-8674. 
Privacy Act procedural and exemption rules for this agency are found at 32 CFR part 806b. 

58 FR 10415 
58 FR 30034 
58 FR 10416 
58 FR 10418 
58 FR 10418 
58 FR 10419 
58 FR 10420 
58 FR 10421 
58 FR 10422 
58 FR 30035 
58 FR 10423 
58 FR 10423 
58 FR 61884 
59 FR 55457 
58 FR 10425 
58 FR 10426 
58 FR 10427 
58 FR 10427 
58 FR 10428 
58 FR 10429 
58 FR 10430 
58 FR 10431 
58 FR 10431 
59 FR 19700 
58 FR 10432 
58 FR 10433 
58 FR 10434 
58 FR 10435 
58 FR 10436 
58 FR 10436 
58 FR 10437 
58 FR 10438 
58 FR 10439 
58 FR 10440 
58 FR 10441 
58 FR 10442 
58 FR 61885 
58 FR 10444 
58 FR 13459 
58 FR 10445 
58 FR 10446 
58 FR 10447 
58 FR 10447 
58 FR 10448 
58 FR 10449 
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227 
228 
229 
230 
231 
232 
233 
234 
235 
236 
237 
238 
239 
240 
241 
242 
243 
244 
245 
246 
247 
248 
249 
250 
251 
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256 
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259 
260 
261 
262 
263 
264 
265 
266 
267 
268 
269 
270 
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DEPARTMENT OF THE AIR FORCE 

System Identifier Exempt System Name Federal Register Citation 

F125 AF SP J Serious Incident Reports February 22, 1993 
F125 AF SP K Vehicle Administration Records February 22, 1993 
F125 AF SP L Traffic Accident and Violation Reports February 22, 1993 
F125 AFMC A AFMC Badge and Vehicle Control Records May 25, 1993 
F160AF SGA USAF Hearing Conservation Record System February 22, 1993 
F160AF SGB Medical Professional Staffing Records February 22, 1993 
F160AF SGC Medical Treatment Facility Tumor Registry February 22, 1993 
F160AF SGD Drug Abuse Rehabilitation Report System February 22, 1993 
F160AFAA Cadet Hospital/Clinic Records February 22, 1993 
F160 ARPC A Physical Examination Reports Suspense File February 22, 1993 
F160 DODMERB A Department of Defense Medical Examination Review Board Medical Examination Files February 22, 1993 
F160 MPC A Medical Assignment Limitation Record System November 23, 1993 
F160 SG A Aircrew Standards Case File February 22, 1993 
Fl61 AF SGA Air Force Aerospace Physiology Training Programs November 23, 1993 
F161 AF SG B Compression Chamber Operation November 23, 1993 
F161 AF SG C USAF Master Radiation Exposure Registry February 22, 1993 
F162 AF SGA Dental Health Records February 22, 1993 
F162 SG A Dental Personnel Actions February 22, 1993 
F168 AF SGA Automated Medical/Dental Record System May 25, 1993 
F168 AF SG B E Family Advocacy Program Record February 22, 1993 
F168 AF SGC Medical Record System February 22, 1993 
F168 AF SGD Medical Service Accounts February 22, 1993 
F168 AF SG E Nursing Service Records February 22, 1993 
F168 AF SG F Air Force Blood Program February 22, 1993 
F168 AF SGG Reporting ofMedical Conditions of Public Health and Military Significance March 4, 1997 
F175 AFAAA Air Force Audit Agency Management Information System- Report File February 22, 1993 
F176AAA Accounts Receivable February 22, 1993 
F176 AF HC A Chaplain Fund Service Contract File February 22, 1993 
F176AF MP A Non-Appropriated Fund Instrumentalities (NAFis) Financial System February 22, 1993 
F176AF MPB Non-Appropriated Fund (NAF) Insurance and Employee Benefit System File February 22, 1993 
F176 AF MP C Morale, Welfare, and Recreation (MWR) Participation/Membership/Training Records February 22, 1993 
F176 AF MP D Non-Appropriated Funds Standard Payroll System February 22, 1993 
F177 AETCA Air Force ROTC Cadet Pay System May 9, 1994 
Fl77 AF AFC A Accounts Receivable Records Maintained by Accounting and Finance February 22, 1993 
F177 AF AFC B Travel Records February 22, 1993 
F177 AF AFC C Air Reserve Pay and Allowance System (ARPAS) February 22, 1993 
F177 AF AFC D Joint Uniform Military Pay System (JUMPS) February 22, 1993 
F177 AF AFC E Reports of Survey February 22, 1993 
F177 AF AFC F Civilian Pay Records February 22, 1993 
F177 AF SGA Control Logs February 22, 1993 
F177AFAA Cadet Accounting and Finance System February 22, 1993 
F177 AFAFC A Accounting and Finance Officer Accounts and Substantiating Documents February 22, 1993 
F177 AFAFC B Accrued Military Pay System, Discontinued February 22, 1993 
F177 AFAFC C Uniformed Services Savings Deposit Program (USSDP) February 22, 1993 
F177 AFAFC D Claims Case File - Active Duty Casualty Case Records February 22, 1993 

Questions regarding the Department of the Air Force's Privacy Act systems of records notices should be directed to Mrs. Anne P. Rollins, Air Force Access Programs Manager, 
Department of the Air Force, AF/SCMI, 1250 Air Force Pentagon, Room 5B520, Washington, DC 20330-1250. Telephone (703) 697-8674. 
Privacy Act procedural and exemption rules for this agency are found at 32 CFR part 806b. 

58 FR 10449 
58 FR 10450 
58 FR 10451 
58 FR30036 
58 FR 10453 
58 FR 10454 
58 FR 10455 
58 FR 10456 
58 FR 10456 
58 FR 10457 
58 FR 10457 
58 FR 61887 
58 FR 10458 
58 FR 61888 
58 FR 61890 
58 FR 10461 
58 FR 10462 
58 FR 10463 
58 FR 30037 
58 FR 10466 
58 FR 10468 
58 FR 10469 
58 FR 10470 
58 FR 10470 
62 FR 9755 
58FR10471 
58 FR 10471 
58 FR 10472 
58 FR 10472 
58 FR 10473 
58 FR 10474 
58 FR 10475 
59 FR23846 
58 FR 10476 
58 FR 10478 
58 FR 10479 
58 FR 10480 
58 FR 10482 
58 FR 10483 
58 FR 10484 
58 FR 10484 
58 FR 10485 
58 FR 10486 
58 FR 10487 
58 FR 10488 
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DEPARTMENT OF THE AIR FORCE 

System Identifier Exempt System Name Federal Register Citation 

Fl77 AFAFCE Claims Case File - Corrected Military Records February 22, 1993 
Fl77 AFAFC F Claims Case File - Missing in Action Data February 22, 1993 
Fl77 AFAFC G Indebt,edness and Claims February 22, 1993 
Fl77 AFAFC I Loss of Funds Case Files February 22, 1993 
Fl77 AFAFC J Military Pay Records February 22, 1993 
Fl77 AFAFCK Pay and Allotment Records February 22, 1993 
Fl77 AFAFC L USAF Retired Pay System February 22, 1993 
Fl78 AFC4AA Center Automated Manpower and Update System (CAMPUS) November 23, 1993 
Fl78 AFMC B Manhour Accounting System (MAS) February 22, 1993 
Fl90AFPAA Special Events Planning - Protocol February 22, 1993 
Fl90AFPAB Hometown News Release Background Data File February 22, 1993 
Fl90 SAFPAA Biographies of Officers and Key Civilians Assigned to SAF/PA February 22, 1993 
Fl90 SAFPAB Official Biographies February 22, 1993 
Fl90 SAFPAC Public Affairs References February 22, 1993 
F200 AFIS A Security File for Foreign Intelligence Collection February 22, 1993 
F205 AF A Personnel Security Access Records February 22, 1993 
F205 AF SPA E Special Security Files February 22, 1993 
F205 AFISAA E Sensitive Compartmented Information Personnel Records May 25, 1993 
F205 AFMCA Space Human Assurance and Reliability Program (SHARP) May 25, 1993 
F205 AFSCOA E Special Security Case Files August 8, 1995 
F205 AFSCOB Presidential Support Files August 8, 1995 
F205 AFSCOC Personnel Security Clearance and Investigation Records August 8, 1995 
F205 AFSPA Requests for Access to Classified Information by Historical Researchers February 22, 1993 
F211 AF MP A Family Services Volunteer Record February 22, 1993 
F213 AFMPA Individual Class Record Form February 22, 1993 
F213 AFMWRC A Air Force Educational Assistance Loans February 22, 1993 
F215 AFDPA Child Development/Youth Activities Records February 22, 1993 
F215 AFAB Library/Special Collections Records February 22, 1993 
F215 AFMWRSA A Automated Air Force Library Information System May 19, 1993 
F215 AU A Air University (AU) Library Patron Database February 22, 1993 
F265 AFAA Cadet Chaplain Records February 22, 1993 
F265 HCA Non-Chaplain Ecclesiastical Endorsement Files February 22, 1993 
F265 HC B Chaplain Personnel Roster February 22, 1993 
F265 HCD Records on Baptisms, Marriages and Funerals by Air Force Chaplains February 22, 1993 
F900ACCA Special Awards File November 28, 1995 
F900AFMP A Awards and Decorations March 8, 1993 
F900AFMPB Suggestions, Inventions, Scientific Achievements February 22, 1993 
F900AFAA Cadet A wards Files February 22, 1993 
F900 AFA B Thomas D. White National Defense Award February 22, 1993 

Questions regarding the Department of the Air Force's Privacy Act systems of records notices should be directed to Mrs. Anne P. Rollins, Air Force Access Programs Manager, 
Department of the Air Force, AF/SCMI, 1250 Air Force Pentagon, Room 5B520, Washington, DC 20330-1250. Telephone (703) 697-8674. 
Privacy Act procedural and exemption rules for this agency are found at 32 CFR part 806b. 

58 FR 10489 
58 FR 10489 
58 FR 10490 
58 FR 10491 
58 FR 10492 
58 FR 10493 
58 FR 10494 
58 FR 61892 
58 FR 10497 
58 FR 10497 
58 FR 10498 
58 FR 10498 
58 FR 10499 
58 FR 10500 
58 FR 10501 
58 FR 10502 
58 FR 10503 
58 FR 30039 
58 FR30040 
60 FR 40353 
60 FR40354 
60 FR40355 
58 FR 10508 
58 FR 10509 
58FR10510 
58FR10510 
58FR10510 
58FR10512 
58 FR 29207 
58 FR 10513 
58 FR 10513 
58FR10514 
58FR10514 
58 FR 10515 
60 FR 58604 
58 FR 12944 
58 FR 10517 
58 FR 10517 
58 FR 10518 
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NATIONAL SECURITY AGENCY /CENTRAL SECURITY SERVICE 

System Identifier Exempt System Name Federal Register Citation 

GNSA 01 E NSA/CSS Access, Authority and Release of Information File February 22, 1993 
GNSA02 E NSA/CSS Applicants February 22, 1993 
GNSA03 E NSA/CSS Correspondence, Cases, Complaints, Visitors, Requests February 22, 1993 
GNSA04 E NSA/CSS Military Reserve Personnel Data Base February 22, 1993 
GNSA05 E NSA/CSS Equal Employment Opportunity Pata February 22, 1993 
GNSA06 E NSA/CSS Health, Medical and Safety Files February 22, 1993 
GNSA07 E NSA/CSS Motor Vehicles and Carpools February 22, 1993 
GNSA08 E NSA/CSS Payroll and Claims June 7, 1995 
GNSA09 E NSA/CSS Personnel File August 9, 1993 
GNSA 10 E NSA/CSS Personnel Security File February 22, 1993 
GNSA 11 E NSA/CSS Time, Attendance and Absence February 22, 1993 
GNSA 12 E NSA/CSS Training February 22, 1993 
GNSA 13 E NSA/CSS Archival Records February 22, 1993 
GNSA 14 E NSA/CSS Library Patron File Control System February 22, 1993 
GNSA 15 E NSA/CSS Computer Users Control System February 22, 1993 
GNSA 16 E NSA/CSS Drug Testing Program February 22, 1993 
GNSA 17 E NSA/CSS Employee Assistance Service (EAS) Case Records February 22, 1993 
GNSA 18 E NSA/CSS Operations Files February 22, 1993 

Questions regarding the National Security Agency's Privacy Act systems ofrecords notices should be directed to Ms. Pat Schuyler, Policy Staff, N51, National Security Agency, 
9800 Savage Road, Ft. Meade, MD 20755·6000. Telephone (301) 688·6527. Privacy Act procedural and exemption rules for this agency are found at 32 CFR part 322. 

58 FR 10532 
58 FR 10533 
58 FR 10534 
58 FR 10535 
58 FR 10536 
58 FR 10536 
58 FR 10537 
60 FR30074 
58 FR 42303 
58 FR 10540 
58 FR 10541 
58 FR 10542 
58 FR 10543 
58 FR 10544 
58 FR 10544 
58 FR 10545 
58 FR 10546 
58 FR 10547 
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DEFENSE SPECIAL WEAPONS AGENCY 

System Identifier 

HDSWA001 
HDSWA002 
HDSWA004 
HDSWA005 
HDSWA006 
HDSWA007 
HDSWA010 
HDSWA011 
HDSWA012 
HDSWA014 
HDSWA017 

Exempt System Name 

E 

E 

Employee Assistance Program 
Employee Relations 
Nuclear Weapons Accident Exercise Personnel Radiation Exposure Records 
Manpower/Personnel Management System 
Employees Occupational Health Programs 
Security Operations 
Nuclear Test Participants 
Inspector General Investigation Files 
Carpooling Program 
Student Records 
Voluntary Leave Sharing Program Records 

Federal Register Citation 

August 26, 1996 
August 26, 1996 
October 15, 1996 
August 26, 1996 
August 26, 1996 
August 26, 1996 
August 26, 1996 
August 26, 1996 
August 26, 1996 
October 15, 1996 
March 24, 1997 

Questions regarding the Defense Special Weapons Agency's Privacy Act systems of records notices should be directed to Ms. Sandy Barker, Office of General Counsel, 
Defense Special Weapons Agency, 6801 Telegraph Road, Alexandria, VA 22310-3398. Telephone (703) 325-7681. Privacy Act procedural and exemption rules for 
this agency are found at 32 CFR part 318. 

61 FR 43740 
61 FR43741 
61 FR 53725 
61 FR 43743 
61 FR 43745 
61 FR 43746 
61 FR 43747 
61 FR 43748 
61 FR 43749 
61 FR 53726 
62 FR 13873 
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OFFICE OF THE JOINT CHIEFS OF STAFF 

System Identifier 

JSOO lMILPERS 
JS002MILPERS 
J0003SMB 
JS004SECDIV 
JS006CND 
JS007MPD 

Exempt System Name 

E 
E 

Joint Staff Medals and Awards Files and Reports System; Microfilmed Historical Awards 
Military Personnel Files 
Manpower, Personnel and Security System (MPSS) 
Joint Staff Security Clearance Files 
Department of Defense Countemarcotics C41 System 
Joint Manpower Automation System 

Federal Register Citation 

February 22, 1993 
February 22, 1993 
February 22, 1993 
August 25, 1995 
February 22, 1993 
April 19, 1993 

Questions regarding the Joint Chiefs of Staff's Privacy Act systems of records notices should be directed to Mr. David Bosworth, Records Management Division, 
Washington Headquarters Services, 1155 Defense Pentagon, Room 5C315, Washington, DC 20301-1155. Telephone (703) 697-2501. Privacy Act procedural and 
exemption rules for this agency are found at 32 CFR part 313. 

58 FR 10558 
58 FR 10559 
58 FR 10559 
60 FR44322 
58 FR 10561 
58 FR21146 
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12 
13 
14 
15 
16 
17 
18 
19 
20 
21 
22 
23 
24 
25 
26 
27 
28 
29 
30 
31 
32 
33 
34 
35 
36 
37 
38 
39 
40 
41 
42 
43 
44 
45 

DEFENSE INFORMATION SYSTEMS AGENCY 

System Identifier 

KCIV.01 
KDCE.01 
KDCE.02 
KDCE.03 
KDEC.02 
KDEC.03 
KDEC.04 
KDEC.05 
KDEC.06 
KDEC.07 
KDEC.08 
KEUR.02 
KEUR.03 
KEUR.04 
KEUR.05 
KEUR.07 
KEUR.08 
KEUR.09 
KEUR.10 
KMIN.01 
KNCS.Ol 
KNCS.02 
KNCS.03 
KPAC.Ol 
KPAC.02 
KPAC.03 
KPAC.04 
KPAC.05 
KWHC.01 
KWHC.02 
KWHC.03 
KWHC.04 
KWHC.05 
KWHC.06 
KWHC.07 
K105.01 
K107.01 
K232.01 
K232.02 
K240.01 
K240.02 
K240.03 
K240.04 
K240.05 
K240.06 

Exempt System Name 

Records Relating to DISA Transactions Under the Privacy Act of 1974 
Visit Notification/Clearance Verification Records NR501-11 
Parking Permit Control Files 501-07 
DA Form 727 Classified Container Information File 503-02 
Authorization to Sign for Classified Material List 
Classified Material Receipt Authorization List 
Authority to Review/Sign for Classified Messages at 1918 Communications Center 
Access Listing to Classified Material (NATO) 
Nominations/Enrollments for Training Courses 
601-11 Duty Rosters 
101-06 Request and Authorization for Temporary Duty Travel 
DISA Form 605, Personnel Data Sheet 
Incident Report File · 
Security Clearance File 
Classified Container Information Forms 
Postal Directory File 
Travel Order and Voucher File 
Noncombatant Information Card, AEZ Form 6-106 
Personnel File 
Minority Identification File List 
National Communications System Continuity of Operations Plan (NCS COOP) Automated Support 
National Communications System (NCS) Plan for Emergencies and Major Disasters 
National Communications System Emergency Action Group (NEAG) 
Classified Container Information Form DA 727 
Authorization to Sign for Classified Material Lists 
420-20 Permanent Change of Station and Temporary Duty Travel Order File 
Time and Attendance Cards and Labor Distribution Cards 
403-03 Injury Records 
Agency Training File System 
Military Personnel Files System 
Personnel Locator File System 
Military Financial File System 
Personnel Information System 
Personnel Security Files 
Agency Access/Pass File System 
208.10 Confidential Statement of Employment and Financial Interest 
Investigation of Complaint of Discrimination 
Travel Orders Records System 
Injury Record File 
Personnel Security Investigative Dossier File (PSIDF) 
Sensitive Compartmented Information (SCI) Posn!Pers Accountability System 
Clearance Card File for Defense Communications Agency (DISA) Personnel 
Identification Badge System 
Visitor Clearance File 
Classified Container Information on Form (SF 700) 

Questions regarding the Defense Information Systems Agency's Privacy Act systems of records notices should be directed to Ms. Jill van der Does, 
Defense Information Systems Agency, CIO/D03A, 3701 N. Fairfax Drive, Suite 426, Arlington, VA 22203-1713. Telephone (703) 696-1890. 
Privacy Act procedural and exemptions rules for this agency are found at 32 CFR part 316. 

Federal Register Citation 

February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
August 23, 1995 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 

58 FR 10563 
58 FR 10564 
58 FR 10564 
58 FR 10565 
58 FR 10566 
58 FR 10566 
58 FR 10567 
58 FR 10567 
58 FR 10568 
58 FR 10568 
58 FR 10569 
58 FR 10569 
58 FR 10570 
58 FR 10570 
58 FR 10571 
58 FR 10571 
58 FR 10572 
58 FR 10572 
58 FR 10573 
58 FR 10574 
58 FR 10575 
58 FR 10575 
58 FR 10576 
58 FR 10577 
58 FR 10577 
58 FR 10578 
58 FR 10579 
58 FR 10579 
58 FR 10580 
58 FR 10580 
58 FR 10581 
58 FR 10582 
58 FR 10583 
58 FR 10583 
58 FR 10584 
58 FR 10585 
58 FR 10586 
58 FR 10587 
58 FR 10587 
60 FR43777 
58 FR 10589 
58 FR 10590 
58 FR 10591 
58 FR 10591 
58 FR 10593 
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47 
48 
49 
50 
51 
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53 
54 
55 
56 
57 
58 
59 
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61 
62 
63 
64 
65 
66 
67 
68 
69 
70 
71 
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DEFENSE INFORMATION SYSTEMS AGENCY 

System Identifier 

K240.07 
K240.08 
K317.01 
K660.0l 
K700.01 
K700.02 
K700.03 
K700.04 
K700.05 
K700.06 
K700.07 
K700.09 
K700.10 
K700.ll 
K700.12 
K700.l3 
K700.15 
K700.16 
K700.17 
K700.35 
K890.0l 
K890.03 
K890.04 
K890.05 
K890.06 
K890.07 

Exempt System Name 

Vehicle and Parking Registration Card 
Security Violation Case File 
Mishap Report 
303-41-42 Claims Files, Requests for Waiver of Pay and Allowances 
Employee-Management Relations and Services Files 
Civilian Awards Program File 
Manpower and Personnel System (MAPS) 
Priority Reassignment Eligibles File 
Executive Level Position Files 
Report of Defense Related Employment 
Employee Record File 
603-02 Service Record Card Files 
603-08 Annual Classification Maintenance Review File 
602-18 Promotion Register and Record Files 
602-10 Civil Service Certificate Files 
602-26 Retention Register Files (Reduction-in-Force) 
603-05 Chronological Journal Files 
Classification Appeals File 
603-01 Official Personnel Folder Files (Standard Form 66) 
602-11 Active Application Files (Applicant Supply Files) 
Freedom oflnformation Act File (FOIA) 
Awards Case History File 
Military Personnel Management/Assignment Files 
Overseas Rotation Program Files 
Card File for Forwarding Mail of Departed Personnel 
Education, Training, and Career Development Data System 

Questions regarding the Defense Information Systems Agency's Privacy Act systems of records notices should be directed to Ms. Jill van der Does, 
Defense Information Systems Agency, CIO/D03A, 3701 N. Fairfax Drive, Suite 426, Arlington, VA 22203-1713. Telephone (703) 696-1890. 
Privacy Act procedural and exemptions rules for this agency are found at 32 CFR part 316. 

Federal Register Citation 

February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
August 9, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
August 6, 1993 
February 22, 1993 
August 23, 1995 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 

58 FR 10593 
58 FR 10593 
58 FR 10595 
58 FR 10596 
58 FR42303 
58 FR 10597 
58 FR 10598 
58 FR 10599 
58 FR 10600 
58 FR 10600 
58 FR 10601 
58 FR 10601 
58 FR 10602 
58 FR 10603 
58 FR 10603 
58 FR 10604 
58 FR 10605 
58 FR 10605 
58 FR42303 
58 FR 10607 
60 FR43778 
58 FR 10609 
58 FR 10610 
58 FR 10610 
58 FR 10611 
58 FR 10612 
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DEFENSE INTELLIGENCE AGENCY 

System Identifier Exempt System Name Federal Register Citation 

LDIA 0005 Personnel Management Information System (PMIS) February 22, 1993 
LDIA 0008 Vehicle Registration Information Files February 22, 1993 
LDIA 0010 Requests for Information February 22, 1993 
LDIA 0011 Student Information Files February 22, 1993 
LDIA 0014 Employee Grievance Files February 22, 1993 
LDIA 0015 Biographic Sketch February 22, 1993 
LDIA 0140 Passports and Visas February 22, 1993 
LDIA 0150 Official Traveler Profile February 22, 1993 
LDIA0209 Litigation and Disposition Documentation February 22, 1993 
LDIA0271 E Investigations and Complaints February 22, 1993 
LDIA0275 E DoD Hotline Referrals February 22, 1993 
LDIA 0335 Alcohol and Drug Abuse Reporting Program February 22, 1993 
LDIA0435 DIA Awards Files February 22, 1993 
LDIA0450 Drug-Free Workplace Files February 22, 1993 
LDIA 0480 Reserve Training Records February 22, 1993 
LDIA 0590 Defense Intelligence Special Career Automated System (DISCAS) February 22, 1993 
LDIA 0660 E Security Files February 22, 1993 
LDIA 0800 E Operation Record System February 22, 1993 
LDIA 0813 Bibliographic Data Index System February 22, 1993 
LDIA0900 Accounts Receivable, Indebtedness and Claims February 22, 1993 

Questions regarding the Defense Intelligence Agency's Privacy Act systems of records notices should be directed to Mrs. Melissa L. Folz, Records Management Officer, 
Defense Intelligence Agency, A TIN: DA-A, Washington, DC 20340-3190. Telephone (202) 231-4291. Privacy Act procedural and exemption rules for this agency 
are found at 32 CFR part 319. 

58 FR 10615 
58 FR 10616 
58 FR 10616 
58 FR 10617 
58 FR 10618 
58 FR 10618 
58 FR 10619 
58 FR 10620 
58 FR 10620 
58 FR 10621 
58 FR 10622 
58 FR 10623 
58 FR 10624 
58 FR 10624 
58 FR 10625 
58 FR 10626 
58 FR 10626 
58 FR 10627 
58 FR 10628 
58 FR 10629 
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23 
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25 
26 
27 
28 
29 
30 
31 
32 
33 
34 
35 
36 
37 
38 
39 
40 
41 
42 
43 
44 
45 
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UNITED STATES MARINE CORPS 

System Identifier Exempt System Name Federal Register Citation 

MAA00001 Flight Readiness Evaluation Data System (FREDS) February 22, 1993 
MAA00002 Marine Corps Aircrew Performance/Qualification Information February 22, 1993 
MFD00001 Automated Leave and Pay System (ALPS) February 22, 1993 
MFD00002 Primary Management Efforts (PRIME)/Operations Subsystem February 22, 1993 
MFD00003 Marine Corps Total Force System (MCTFS) September 9, 1996 
MFD00004 Bond and Allotment (BA) System February 22, 1993 
MFD00005 Retired Pay/Personnel System (RPPS) February 22, 1993 
MFD00007 Marine Corps Financial Records System February 22, 1993 
MFD00009 Pay Vouchers for Marine Corps Junior Reserve Officer Training Course Instructors February 22, 1993 
MFD00010 Per Diem and Travel Payment System February 22, 1993 
MHD00001 Biographical Files February 22, 1993 
MHD00006 Register/Lineal Lists February 22, 1993 
MIL00001 Assignment and Occupancy of Family House Records February 22, 1993 
MIL00002 Unaccompanied Personnel Housing Registration System February 22, 1993 
MIL00003 Laundry Charge Accounts Records February 22, 1993 
MIL00004 Personal Property Program February 22, 1993 
MIL00005 Passenger Transportation Program February 22, 1993 
MIL00006 Dealer's Record of Sale of Rifle or Pistol, State of California February 22, 1993 
MIL00011 Marine Corps Exchange Vendor Directory February 22, 1993 
MIL00012 Licensing Procedures for Military Motor Vehicles February 22, 1993 
MIL00013 Individual Uniform Clothing Records February 22, 1993 
MIL00014 Exchange Privilege Authorization Log February 22, 1993 
MIL00015 Housing Referral Services Records System February 22, 1993 
MIL00016 Depot Maintenance Management Subsystem (DMMS) February 22, 1993 
MIL00017 Transportation Data Financial Management System (TDFMS) February 22, 1993 
MIL00018 Organization Clothing Control File February 22, 1993 
MIL00019 Equipment and Weapons Receipt or Custody Files February 22, 1993 
MIL00021 Working Files, Division Supply Sections and Wing Supply Sections February 22, 1993 
MIL00022 Delinquent Clothing Alteration List February 22, 1993 
MIN00001 E Personnel Security Eligibility and Access Information System February 22, 1993 
MIN00002 POW /MIA Intelligence Analysis and Debrief Files February 22, 1993 
MJA00001 Business Complaint File February 22, 1993 
MJA00002 General Correspondence Files for Legal Administration February 22, 1993 
MJA00003 Magistrate Court Case Files February 22, 1993 
MJA00004 In Hands of Civil Authorities Case Files February 22, 1993 
MJA00005 Financial Assistance/Indebtedness/Credit Inquiry Files February 22, 1993 
MJA00009 Marine Corps Command Legal Files May 18, 1995 
MJA00010 Unit Punishment Book August 3, 1993 
MJA00012 Individual Accounts of Mail Order Clothing (bill file) August 3, 1993 
MJA00013 Bad Checks/Withdrawal of Check Cashing Privileges Lists August 3, 1993 
MJA00014 Confidential Statements ofEmployment/Financial Interests August 3, 1993 
MJA00016 Judge Advocate Division "D" Files August 3, 1993 
MJA00017 JA Division, HQMC Correspondence Control Files August 3, 1993 
MJA00018 Performance File August 3, 1993 
MMC00002 Working Files, Inspection Division August 3, 1993 

Questions regarding the United States Marine Corps' Privacy Act systems of records notices should be directed to Ms. Barbara L. Thompson, Headquarters, U.S. Marine Corps, 
ARAD, FOIAIPA USMC, 2 Navy Annex, Room 1018, Washington, DC 20380-1775. Telephone (703) 614-4008. Privacy Act procedural and exemption rules for this agency 
are found at 32 CFR part 70 1. 

58 FR 10632 
58 FR 10633 
58 FR 10633 
58 FR 10634 
61 FR47502 
58 FR 10636 
58 FR 10637 
58 FR 10638 
58 FR 10640 
58 FR 10641 
58 FR 10641 
58 FR 10642 
58 FR 10643 
58 FR 10643 
58 FR 10644 
58 FR 10644 
58 FR 10645 
58 FR 10646 
58 FR 10646 
58 FR 10647 
58 FR 10647 
58 FR 10648 
58 FR 10649 
58 FR 10649 
58 FR 10650 
58 FR 10651 
58 FR 10651 
58 FR 10652 
58 FR 10653 
58 FR 10653 
58 FR 10654 
58 FR 10655 
58 FR 10655 
58 FR 10656 
58 FR 10657 
58 FR 10657 
60 FR26723 
58 FR41254 
58 FR41255 
58 FR41255 
58 FR41256 
58 FR41256 
58 FR41257 
58 FR41257 
58 FR41258 
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UNITED STATES MARINE CORPS 

System Identifier Exempt System Name Federal Register Citation 

MMC00003 Activity Check In/Check Out File August 3, 1993 
MMC00004 Adjutant Services Section Discharge Working Files August 3, 1993 
MMC00005 Insurance Files August 3, 1993 
MMC00007 Inspection of Government Property Assigned to Individual August 3, 1993 
MMC00008 Message Release/Pickup Authorization File August 3, 1993 
MMC00009 Narrative Biographical Data with Photos August 3, 1993 
MMCOOOlO Marine Corps Marathon Automated Support System August 3, 1993 
MMNOOOOl Absentee Processing and Deserter Inquiry File February 22, 1993 
MMN00002 Listing of Retired Marine Corps Personnel February 22, 1993 
MMN00004 Marine Corps Club Records February 22, 1993 
MMN00005 Marine Corps Education Program February 22, 1993 
MMN00006 Marine Corps Military Personnel Records (OQRISRB) February 22, 1993 
MMN00009 Military Police Infonnation System (MILPINS) February 22, 1993 
MMNOOOlO Personnel Services Working Files February 22, 1993 
MMNOOOll Source Data Automated Fitness Report System (SDAFRS) February 22, 1993 
MMN00013 Personnel Management Working Files February 22, 1993 
MMN00014 Work Measurement Labor Distribution Cards February 22, 1993 
MMN00016 Accident and Injury Reporting System February 22, 1993 
MMN00017 Annory Access and Individual Weapons Assignments February 22, 1993 
MMN00018 E Base Security Incident Report System February 22, 1993 
MMN00019 Drug/ Alcohol Abuse Reporting Program February 22, 1993 
MMN00020 Pet Registration February 22, 1993 
MMN00021 Weapons Registration February 22, 1993 
MMN00022 Vehicle Control System February 22, 1993 
MMN00027 Marine Corps Military Personnel Access Files February 22, 1993 
MMN00032 Personal History Card File February 22, 1993 
MMN00034 Personnel Procurement Working Files February 22, 1993 
MMN00035 Truth Teller/Static Listings February 22, 1993 
MMN00036 Identification Card Control February 22, 1993 
MMN00037 Library Patron File February 22, 1993 
MMN00038 Amateur Radio Operator's File February 22, 1993 
MMN00039 Citizen Band Radio Request and Authorization File February 22, 1993 
MMN00040 Individual Training Records/Training Related Matters February 22, 1993 
MMN00041 Non-Appropriated Fund (NAF) Employee File February 22, 1993 
MMN00042 Marine Corps Locator Files February 22, 1993 
MMN00043 Marine Corps Recreation Property Records and Facilities February 22, 1993 
MM000044 Equal Opportunity Infonnation and Support System February 22, 1993 
MMN00045 Automated Recruit Management System (ARMS) February 22, 1993 
MMN00046 Recruit Incident System February 22, 1993 
MMN00047 Officer Slate File System February 22, 1993 
MMN00048 Perfonnance Evaluation Review Board February 22, 1993 
MMN00049 Manpower Management Infonnation System February 22, 1993 
MMN00050 Drill Instructor Evaluation Files System February 22, 1993 
MMN00051 Individual Recruiter Training Record February 22, 1993 
MMTOOOOl Dependent (Title 6) Schools Records System February 22, 1993 

Questions regarding the United States Marine Corps' Privacy Act systems of records notices should be directed to Ms. Barbara L. Thompson, Headquarters, U.S. Marine Corps, 
ARAD, FOINPA USMC, 2 Navy Annex, Room 1018, Washington, DC 20380-1775. Telephone (703) 614-4008. Privacy Act procedural and exemption rules for this agency 
are found at 32 CFR part 701. 

58 FR 41259 
58 FR 41260 
58 FR 41260 
58 FR41261 
58 FR41262 
58 FR 41262 
58 FR 41263 
58 FR 10658 
58 FR 10659 
58 FR 10660 
58 FR 10661 
58 FR 10661 
58 FR 10663 
58 FR 10664 
58 FR 10665 
58 FR 10666 
58 FR 10667 
58 FR 10668 
58 FR 10668 
58 FR 10669 
58 FR 10670 
58 FR 10671 
58 FR 10671 
58 FR 10672 
58 FR 10673 
58 FR 10673 
58 FR 10674 
58 FR 10675 
58 FR 10676 
58 FR 10676 
58 FR 10677 
58 FR 10677 
58 FR 10678 
58 FR 10679 
58 FR 10680 
58 FR 10680 
58 FR 10681 
58 FR 10682 
58 FR 10683 
58 FR 10683 
58 FR 10684 
58 FR 10684 
58 FR 10685 
58 FR 10686 
58 FR 10686 

25 



91 
92 
93 
94 
95 

'> ,,, 
UNITED STATES MARINE CORPS 

System Identifier 

MMT00002 
MRS00001 
MRS00002 
MRS00003 
MT£00001 

Exempt System Name 

Marine Corps Institute Correspondence Training Records System 
Reserve Manpower Management and Pay System (REMMPS) 
Marine Corps Reserve Support Center (MCRSC) Management System 
Marine Corps Reserve lllV Program 
Telephone Billing/Accounting File 

Federal Register Citation 

February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 

Questions regarding the United States Marine Corps' Privacy Act systems of records notices should be directed to Ms. Barbara L. Thompson, Headquarters, U.S. Marine Corps, 
ARAD, FOIAIPA USMC, 2 Navy Annex, Room 1018, Washington, DC 20380-1775. Telephone (703) 614-4008. Privacy Act procedural and exemption rules for this agency 
are found at 32 CFR part 701. 

58 FR 10687 
58 FR 10687 
58 FR 10688 
58 FR 10689 
58 FR 10689 
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DEPARTMENT OF THE NAVY 

System Identifier Exempt System Name 

N01000-2 Naval Discharge Review Board Proceedings 
N01000-3 Navy Individual Service Review Board Proceedings (ISRB) 
N01001-1 Roster, Naval Reserve Law Units 
N01001-2 Naval Reserve Law Program Officer Personnel Information 
N01001-3 Naval Reserve Intelligence/Personnel File 
N01001-5 MSC Masters and Chief Engineers Data File 
N01070-1 JAG Corps Officer Personnel Information 
N01070-2 Naval Attache Files 
N01070-3 Navy Personnel Records System 
N01070-4 Naval Reserve Security Group Personnel Records 
N01070-6 Employee Explosives Certification Program 
N01070-7 NEXCOM Military Personnel Information System 
N01070-8 Correction Board Case Files System 
N01070-9 E White House Support Program 
N01070-12 NCIS Administrative Files System 
N01070-13 Nuclear Program Interview and Screening 
N01070-14 Next of Kin Information for Sea Trial Riders 
N01070-15 Nuclear-Trained Naval Officers 
N01080-1 Enlisted Master File Automated System 
N01080-2 Officer Master File Automated System 
N01080-3 Reserve Command Management Information 
N01130-1 Low Quality Recruiting Report 
N01131-1 E Officer Selection and Appointment System 
N01133-1 NAME/LEAD Processing System 
N01133-2 E Recruiting Enlisted Selection System 
N01136-1 Navy Awareness System 
N01211-1 Naval Technology Mobilization Personnel Data 
N01301-1 Judge Advocate General Reporting Questionnaire 
N01301-2 Naval Officer Development and Distribution Support System 
N01306-1 Enlisted Development and Distribution Support System 
N01500-2 NA VSCOLSffiS, USMC Training Supsys 
N01500-3 Students Awaiting Legal, Medical Action Account 
N01500-8 Personnel and Training Evaluation Program 
N01531-1 USNA Applicants, Candidates, and Midshipmen Records 
N01542-1 Aviation Training Jacket 
N01571-1 Reserve Financial Managementffraining System (RESFMS) 
N01572-1 NJAG Reserve Officer Questionnaires 
N01640-l E Individual Correctional Records 
N01710-1 Special Membership Listing of the Organizational Recreation Association 
N01740-2 Federal Housing Administration Mortgage Insurance System 
N01754-1 Navy Family Support Program 
N01754-2 Navy/USMC Family Service Centers Volunteers 
N01754-3 E Navy Child Development Services Program 
N01770-2 Casualty Information Support System 
N01770-3 Naval Academy Cemetery and Columbarium Records 

Federal Register Citation 

March 18, 1997 
March 18, 1997 
February 22, 1993 
February 22, 1993 
March 2, 1994 
February 22, 1993 
February 22, 1993 
February 22, 1993 
September 29, 1994 
February 22, 1993 
February 22, 1993 
March 2, 1994 
March 2, 1994 
February 22, 1993 
February 22, 1993 
September 20, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
January 19, 1994 
February 22, 1993 
February 22, 1993 
September 20, 1993 
March 18, 1997 
February 22, 1993 
February 22, 1993 
November 10, 1993 
February 22, 1993 
February 22, 1993 
August 17, 1995 
February 22, 1993 
February 22, 1993 
February 22, 1993 
September 20, 1993 

Questions regarding the Department ofthe Navy's Privacy Act systems of records notices should be directed to Mrs. Doris Lama, PA/FOIA Policy Branch, ChiefofNaval Operations, 
N09B30, 2000 Navy Pentagon, Washington, DC 20350-2000. Telephone (202) 685-6545. Privacy Act procedural and exemption rules for this ag;ency are found at 32 CFR part 701. 

62 FR 12809 
62 FR 12810 
58 FR 10692 
58 FR 10692 
59 FR 9965 
58 FR 10694 
58 FR 10694 
58 FR 10695 
59 FR49648 
58 FR 10697 
58 FR 10698 
59 FR 9966 
59 FR 9967 
58 FR 10700 
58 FR 10702 
58 FR48855 
58 FR 10704 
58 FR 10704 
58 FR 10705 
58 FR 10705 
58 FR 10706 
58 FR 10707 
58 FR 10708 
58 FR 10709 
58 FR 10710 
58 FR 10711 
58 FR 10711 
58 FR 10712 
58 FR 10712 
58 FR 10713 
59 FR 2834 
58 FR 10715 
58 FR 10716 
58 FR 48855 
62 FR 12806 
58 FR 10718 
58 FR 10719 
58 FR 59711 
58 FR 10721 
58 FR 10721 
60 FR42852 
58 FR 10723 
58 FR 10724 
58 FR 10725 
58 FR48857 
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DEPARTMENT OF THE NAVY 

System Identifier Exempt System Name Federal Register Citation 

NOI810-l Directory of Retired Regular and Reserve Judge Advocates February 22, 1993 
NOI850-l Origins of Disabilities For Retired Military Members February 22, 1993 
NOI850-2 Physical Disability Evaluation System Proceedings March 18, 1997 
N03461-2 POW Follow-up Program March 2, 1994 
N03501-l FBM Submarine DASO Crew Evaluation February 22, 1993 
N03501-2 Navy Recovery Data Base System February 22, 1993 
N03760-l Naval Flight Record Subsystem (NA VFLIRS) February 22, 1993 
N03760-2 Flight Instruction Standardization and Training (FIST) Jacket March 18, 1997 
N03834-l E Special Intelligence Personnel Access File March 2, 1994 
N03900-l Naval Air Test Center Technology Data File February 22, 1993 
N04050-l Personal Property Program February 22, 1993 
N04060-l E Navy and Marine Corps Exchange and Commissary Sales Control and Security Files September 20, 1993 
N04064-l USNA Laundry and Drycleaning Charge Account September 20, 1993 
N04064-2 USNA Retail Customer Claim Record September 20, 1993 
N04066-l Bad Checks and Indebtedness Lists May 22, 1996 
N04066-2 Commercial Fidelity Bond Insurance Claims September 20, 1993 
N04066-3 Layaway Sales Records September 20, 1993 
N04066-4 Navy Lodge Records September 20, 1993 
N04066-5 NEXCOM Direct Mail List September 20, 1993 
N05041-l E Inspector General (IG) Records March 18, 1997 
N04410-l File of Records of Acquisition, Transfer and Disposal of Privately Owned Vehicles September 20, 1993 
N04410-2 Military/Civilian Dependents Hurricane Shelter List February 22, 1993 
N04410-3 Duty Free Vehicle Log February 22, 1993 
N04600-l Portable Asset Control Environment (PACE) February 22, 1993 
N04650-l Personnel Transportation System March 24, 1994 
N05000-2 Administrative Personnel Management System March 18, 1997 
N05100-l Diving Log February 22, 1993 
N05100-2 Scheduled Parachute Jump Program February 22, 1993 
N05101-l Safety Equipment Needs, Issues, Authorizations February 22, 1993 
N05120-l Bond Accounting February 22, 1993 
N05210-l General Correspondence Files February 22, 1993 
N05233-2 Command Management Information System (CMIS) March 18, 1997 
N05300-l Organization Locator and Social Roster February 22, 1993 
N05300-3 E Faculty Professional Files February 22, 1993 
N05300-4 Personnel Management and Training Research Statistical Data System March 18, 1997 
N05300-6 Armed Forces Staff College Administrative Data System February 22, 1993 
N05330-l Manhour Accounting System May 22, 1996 
N05330-2 Naval Aviation Depot Workload Control System February 22, 1993 
N05340-l Combined Federal Campaign/Navy Relief Society May 22, 1996 
N05350-l Navy Drug and Alcohol Program System February 22, 1993 
N05354-l E Equal Opportunity Management Information System May 22, 1996 
N05370-l Statements of Employment (Regular Retired Officers) February 22, 1993 
N05370-2 Financial Interest Disclosure Statements May 22, 1996 
N05371-l Conflicts of Interest and Employment Activities February 22, 1993 
N05512-l Vehicle Control System February 22, 1993 

Questions regarding the Department of the Navy's Privacy Act systems of records notices should be <Jirected to Mrs. Doris Lama, P A/FOIA Policy Branch, Chief of Naval Operations, 
N09B30, 2000 Navy Pentagon, Washington, DC 20350-2000. Telephone (202) 685-6545. Privacy Act procedural and exemption rules for this agency are found at 32 CFR part 701. 

58 FR 10726 
58 FR 10727 
62 FR 12808 
59 FR 9969 
58 FR 10731 
58 FR 10731 
58 FR 10732 
62 FR 12807 
59 FR 9970 
58 FR 10733 
58 FR 10734 
58 FR 48860 
58 FR 48861 
58 FR 48861 
61 FR 25638 
58 FR 48863 
58 FR 48864 
58 FR 48865 
58 FR 48866 
62 FR 12811 
58 FR 48867 
58 FR 10742 
58 FR 10743 
58 FR 10744 
59 FR 13943 
62 FR 12812 
58 FR 10746 
58 FR 10746 
58 FR 10747 
58 FR 10747 
58 FR 10748 
62 FR 12814 
58 FR 10749 
58 FR 10750 
62 FR 12813 
58 FR 10752 
61 FR25640 
58 FR 10753 
61 FR 25641 
58 FR 10755 
61 FR25641 
58 FR 10757 
61 FR25642 
58 FR 10759 
58 FR 10760 
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92 
93 
94 
95 
96 
97 
98 
99 

100 
101 
102 
103 
104 
105 
106 
107 
108 
109 
110 
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112 
113 
114 
115 
116 
117 
118 
119 
120 
121 
122 
123 
124 
125 
126 
127 
128 
129 
130 
131 
132 
133 
134 
135 

' .... 
DEPARTMENT OF THE NAVY 

System Identifier Exempt System Name Federal Register Citation 

N05520-l E Personnel Security Eligibility Information System November 10, 1993 58 FR 59713 
N05520-2 Listing ofPersonnel- Sensitive Compartmented Information February 22, 1993 58 FR 10761 
N05520-4 E NCIS Investigative Files System February 22, 1993 58 FR 10762 
N05520-5 E Personnel Security Program Management Records System April 16, 1997 62 FR 18590 
N05521-l Access Control System March 2, 1994 59 FR 9972 
N05527-l E Security Incident System March 2, 1994 59 FR 9973 
N05527-2 Security Inspection and Violation System March 2, 1994 59 FR 9974 
N05527-4 Naval Security Group Personnel Security/Access Files February 22, 1993 58 FR 10767 
N05760-l Biographical and Service Record Sketches of Chaplains February 22, 1993 58 FR 10768 
N05800-l E Legal Office Litigation/Correspondence Files September 20, 1993 58 FR48868 
N05800-2 Legal Records System February 22, 1993 58 FR 10770 
N05801-l JAG Management Information System (JAGMIS) February 22, 1993 58 FR 10770 
N05801-2 Legal Assistance Management Information System February 22, 1993 58 FR 10772 
N05802-l Fiduciary Affairs Records February 22, 1993 58 FR 10772 
N05810-2 Military Justice Correspondence and Information File February 22, 1993 58 FR 10774 
N05810-3 Appellate Case Tracking System (ACTS) February 22, 1993 58 FR 10774 
N05813-l Ethics File February 22, 1993 58 FR 10775 
N05813-2 Courts-Martial Case Report February 22, 1993 58 FR 10776 
N05813-3 Records ofTrial of General Courts-Martial February 22, 1993 58 FR 10777 
N05814-l Summary and Non-BCD Courts-Martial Records February 22, 1993 58 FR 10777 
N05815-l Records ofTrial of Special-Courts Martial Resulting in Bad Conduct Discharges or Concerning Officers February 22, 1993 58 FR 10778 
N05817-l Courts-Martial Statistics February 22, 1993 58 FR 10779 
N05819-l Article 69 Petitions February 22, 1993 58 FR 10779 
N05819-2 Article 73 Petitions for New Trial February 22, 1993 58 FR 10780 
N05819-3 E Naval Clemency and Parole Board Files September 20, 1993 58 FR 48868 
N05819-4 Complaints ofWrong Under Article 138/Article 1150 September 9, 1996 61 FR 47499 
N05820-l International Legal Hold Files February 22, 1993 58 FR 10781 
N05822-l Y okosuka Prison Health and Comfort Items February 22, 1993 58 FR 10782 
N05830-l JAG Manual Investigative Records February 22, 1993 58 FR 10782 
N05861-l Private Relief Legislation February 22, 1993 58 FR 10784 
N05870-l Patent, Invention, Trademark, Copyright, Royalty, and License Files February 22, 1993 58 FR 10785 
N05880-2 Admiralty Claims Files February 22, 1993 58 FR 10785 
N05890-l Claims Information System February 22, 1993 58 FR 10786 
N05890-8 NA VSEA Radiation Injury Claim Records February 22, 1993 58 FR 10788 
N05891-l NJAG Litigation Case File February 22, 1993 58 FR 10788 
N06150-l Medical Department Professional/Technical Personnel Development February 22, 1993 58 FR 10789 
N06150-2 Health Care Record System May 22, 1996 61 FR25643 
N06150-3 Naval Health/Dental Research Center Data File February 22, 1993 58 FR 10793 
N06310-l Reports oflnjury!IIIness for Personnel on MSC Ships February 22, 1993 58 FR 10794 
N06320-l Health Care Accounts and Insurance Information February 22, 1993 58 FR 10794 
N06320-2 E Family Advocacy Program System May 3, 1996 61 FR 19910 
N06320-3 Quality Assurance/Risk Management February 22, 1993 58 FR 10797 
N06530-l Blood Donor Program Files February 22, 1993 58 FR 10798 
N07210-l Losses of Public Funds File February 22, 1993 58 FR 10798 
N07220-l Armed Forces Health Professional Scholarship System February 22, 1993 58 FR 10799 

Questions regarding the Department of the Navy's Privacy Act systems of records notices should be directed to Mrs. Doris Lama, PA/FOIA Policy Branch, Chief of Naval Operations, 
N09B30, 2000 Navy Pentagon, Washington, DC 20350-2000. Telephone (202) 685-6545. Privacy Act procedural and exemption rules for this agency are found at 32 CFR part 701. 
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DEFENSE CONTRACT AUDIT AGENCY 

System Identifier 

RDCAA 152.1 
RDCAA 152.2 
RDCAA 152.5 
R.DCAA 152.6 
R.DCAA 152.7 
R.DCAA 152.17 
R.DCAA 152.22 
R.DCAA 160.5 
RDCAA201.1 
RDCAA 211.11 
RDCAA240.3 
RDCAA240.5 
RDCAA358.3 
R.DCAA 367.5 
RDCAA37L5 
RDCAA440.2 
RDCAA590.8 
R.DCAA 590.9 

Exempt System Name 

Security Information Files (SIS) 
Personnel Security Data Files 
Notification of Security Determinations 
Regional and DCAI Security Clearance Request Files 
Clearance Certification 
Security Status Master List 
Classified Information Nondisclosure Agreement (NdA) 
Travel Orders 
Individual Access Files 
DCAA Drug-Free Federal Workplace Records 
Legal Opinions 
Standards of Conduct, Conflict of Interest 
Grievance and Appeal Files 
Employee Assistance Program (EAP) Counseling Records 
Locator Records 
Time and Attendance Reports 
DCAA Management Information System (FMIS/ AMIS) 
DCAA Automated Personnel Inventory System (APIS) 

Federal Register Citation 

February 22, 1993 
January 19, 1994 
February 22, 1993 
January 19, 1994 
January 19, 1994 
January 19, 1994 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
August 9, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
January 19, 1994 
February 22, 1993 

Questions regarding the Defense Contract Audit Agency's Privacy Act systems of records notices shout d be directed to Mr. Dave Henshall , Defense Contract Audit Agency, 
Information and Privacy Advisor, CMR, 8725 John J. Kingman Road, 2135, Fort Belvoir, VA 22060-6119. Telephone (703) 767-1011. Privacy Act procedural and exemption 
rules for this agency are found at 32 CFR part 317. 

58 FR 10840 
59 FR2829 
58 FR 10842 
59 FR2830 
59 FR 2831 
59 FR2832 
58 FR 10845 
58 FR 10845 
58 FR 10846 
58 FR 10846 
58 FR 10847 
58 FR 10848 
58 FR42303 
58 FR 10849 
58 FR 10850 
58 FR 10851 
59 FR2833 
58 FR 10852 
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21 
22 
23 
24 
25 
26 
27 
28 
29 
30 
31 
32 
33 
34 
35 
36 
37 
38 
39 
40 
41 
42 
43 
44 
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DEFENSE LOGISTICS AGENCY 

System Identifier Exempt System Name Federal Register Citation 

SlOO.lO DLA-GC E Whistleblower Complaint and Investigation Files October 13, 1994 59 FR 51966 
S 100.50 DLA-GC E Fraud and Irregularities November 16, 1993 58 FR 60428 
Sl53.20 DLA-1 Personnel Security Information Subsystem ofCOSACS February 22, 1993 58 FR 10856 
Sl61.30 DLA-1 Motor Vehicle Registration Files February 22, 1993 58 FR 10857 
Sl61.40 DLA-1 Vehicle Accident Investigation Files February 22, 1993 58 FR 10858 
Sl61.50 DLA-1 Traffic Violations File February 22, 1993 58 FR 10859 
Sl61.60 DLA-1 Seizure and Disposition ofProperty Records February 22, 1993 58 FR 10859 
Sl61.70 DLA-1 Firearms Registration Records February 22, 1993 58 FR 10860 
S200.10 DLA-M Information Military Personnel Records February 22, 1993 58 FR 10861 
S200.20 DLA-M Active Duty Military Personnel Data Bank System February 22, 1993 58 FR 10861 
S200.30 DLA-M Reserve Affairs February 22, 1993 58 FR 10862 
S200.40 DLA-M Morale, Welfare, and Recreation (MWR) Records February 22, 1993 58 FR 10862 
S200.50 DLA-M Individual Weight Management File February 22, 1993 58 FR 10863 
S200.60 DD Chaplain Care and Counseling Records August 23, 1996 61 FR43532 
S252.50 DLA-G Claims and Litigation, Other than Contractual February 22, 1993 58 FR 10864 
S253.10 DLA-G Invention Disclosure February 22, 1993 58 FR 10865 
S253.30 DLA-G Royalties February 22, 1993 58 FR 10866 
S253.31 DLA-G Patent Licenses and Assignments February 22, 1993 58 FR 10866 
S253.40 DLA-G Patent Infringement February 22, 1993 58 FR 10867 
S257.10 DLA-G Standards of Conduct February 22, 1993 58 FR 10868 
S259.05 DLA-G Legal Assistance February 22, 1993 58 FR 10869 
S270.30 DLA-B Biography File February 22, 1993 58 FR 10869 
S300.10 CAH Voluntary Leave Transfer Program Records October 13, 1994 59 FR 51965 
S322.0 1 DMDC Defense Outreach Referral System (DORS) February 9, 1996 61 FR 4964 
S322.05 DMDC Noncombatant Evacuation and Repatriation Data Base February 22, 1993 58 FR 10871 
S322.09 DMDC Joint Duty Assignment Management Information System . February 22, 1993 58 FR 10871 
S322.10 DMDC Defense Manpower Data Center Data Base February 20, 1996 61 FR 6354 
S322.11 DMDC Federal Creditor Agency Debt Collection Data Base June 25, 1996 61 FR 32779 
S322.15 DMDC Defense Incident Based Reporting System December 20, 1996 61 FR 67322 
S322.20 DMDC Reenlistment Eligible File (RECRUIT) June 25, 1996 61 FR 32780 
S322.35 DMDC Survey and Census Data Base June 25, 1996 58 FR 32781 
S322.50 DMDC Defense Enrollment/Eligibility Reporting System (DEERS) June 25, 1996 61 FR 32782 
S322.53 DMDC Defense Debt Collection Data Base June 25, 1996 61 FR 32783 
S330.10 DLA-KS Official Records for Host Enrollee Programs February 22, 1993 58 FR 10880 
S330.20 DLA-KS Complaints February 22, 1993 58 FR 10881 
S330.40 DLA-KS Employee Assistance Program Case Record Systems February 22, 1993 58 FR 10883 
S330.50 DLA-KS Official Personnel Files for Non-Appropriated Fund Employees February 22, 1993 58 FR 10882 
S333.10 DLA-G Attorney Personal Information and Applicant Files February 22, 1993 58 FR 10884 
S335.01 DLA-KW Training and Employee Development Record System February 22, 1993 58 FR 10884 
S337.01 DLA-KS. Labor Management Relations Records System February 22, 1993 58 FR 10885 
S337.25 DLA-KS Employee Relations Under Negotiated Grievance Procedures August 9, 1993 58 FR42303 
S339.50 DSAC-L Staff Information File February 22, 1993 58 FR 10887 
S340.10 DLA-KM Time and Attendance Labor Exception Subsystem of APCAPS February 22, 1993 58 FR 10888 
S352.10 DLA-KW Award, Recognition, and Suggestion File February 22, 1993 58 FR 10889 

Questions regarding the Defense Logistics Agency's Privacy Act systems of records notices should be directed to Ms. Susan Salus, Defense Logistics Agency, ATIN: CAAV, 8725 John J. Kingman Road, 
Suite 2533, Fort Belvoir, VA 22060-6221. Telephone (703) 767-6183. Privacy Act procedural and exemption rules for this agency are found at 32 CFR part 323. 
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45 
46 
47 
48 
49 
50 
51 
52 
53 
54 
55 
56 
57 
58 
59 
60 
61 
62 
63 
64 
65 

System Identifier 

S360.10 DLA-KI 
S360.20 DLA-KI 
S380.50 DLA-K 
S390.01 DLA-KE 
S434.15 DLA-C 
S434.87 DLA-C 
S500.10 DLA-1 
S500.20 DLA-1 
S500.30 DLA-1 
S500.40 DLA-1 
S500.50 DLA-1 
S600.10 DLA-W 
S600.20 MMDI 
S600.30 CAAE 
S690.10 DLA-W 
S700.10 FO 
S800.10 M 
S810.50 DLA-P 
S850.1 0 DCMC-Q 
S900.10CA 
S900.20 CA 

Exempt System Name 

E 
E 

HQ DLA Automated Civilian Personnel Data Bank System 
Automated Payroll, Cost and Personnel System (APCAPS) Personnel Subsystem 
DLA Drug-Free Workplace Program Records 
Grievance Examiners and Equal Employment Opportunity (EEO) Investigators Program 
Automated Payroll Cost and Personnel System (APCAPS) 
Debt Records for Individuals 
Personnel Security Files 
Criminal Incidents/Investigations File 
Visitors and Vehicle Temporary Passes and Permits File 
Police Force Records 
Individual Access Records 
Hazardous Materials Occupational Exposure History Files 
Firefighter/Emergency Medical Technician (EMT) Records 
Safety and Health Accident Case Files 
Individual Vehicle Operators File 
Travel Record 
Federal Property End Use Files 
Contracting Officer Files 
Contract Flight Operations 
Personnel Roster/Locator Files 
Workforce Composition, Workload, and Productivity Records 

Federal Register Citation 

February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
September 22, 1993 
September 19, 1994 
February 22, 1993 
October 4, 1994 
November 7, 1994 
February 22, 1993 
February 22, 1993 
June 4, 1993 
DeceJ!lber 6, 1996 

58 FR 10889 
58 FR 10890 
58 FR 10892 
58 FR 10893 
58 FR 10894 
58 FR 10895 
58 FR 10896 
58 FR 10897 
58 FR 10898 
58 FR 10898 
58 FR 10899 
58 FR 10900 
58 FR49290 
59 FR47845 
58 FR 10900 
59 FR 50579 
59 FR 55465 
58 FR 10901 
58 FR 10902 
58 FR31697 
61 FR 64709 

Questions regarding the Defense Logistics Agency's Privacy Act systems of records notices should be directed to Ms. Susan Salus, Defense Logistics Agency, ATTN: CAA V, 8725 John J. Kingman Road, 
Suite 2533, Fort Belvoir, VA 22060-6221. Telephone (703) 767-6183. Privacy Act procedural and exemption rules for this agency are found at 32 CFR part 323. 
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~e DEFENSE FINANCE AND ACCOUNTING SERVICE 

System Identifier Exempt System Name Federal Register Citation 

T7332 Defense Debt Management System (DDMS) AprilS, 1997 62 FR 16793 

Questions regarding the Defense Finance and Accounting Service's Privacy Act systems of records notices should be directed to Ms. Genevieve Tumey, Defense Finance and Accounting Service, 
1931 Jefferson Davis Highway, Room 416, Arlington, VA 22240-5291. Telephone (703) 607-5165. Privacy Act procedural and exemption rules for this agency are found at 32 CFR part 324. 
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"• DEFENSE INVESTIGATIVE SERVICE 

System Identifier Exempt System Name Federal Register Citation 

1 V1-01 E Privacy and Freedom of Information Request Records February 22, 1993 58 FR 10905 
2 V2-01 Inspector General Complaints October 22, 1993 58 FR 54561 
3 V3-01 EEO Complaints and Affirmative Employment Program Plans February 22, 1993 58 FR 10906 
4 V4-01 Personnel Records February 22, 1993 58 FR 10907 
5 V4-04 Applicant Records February 22, 1993 58 FR 10908 
6 V4-06 Federal Personnel Management System (FPMS) February 22, 1993 58 FR 10908 
7 V4-07 Adverse Actions, Grievance Files, and Administrative Appeals August 9, 1993 58 FR42304 
8 V4-11 DIS Drug-Free Workplace Files February 22, 1993 58 FR 10910 
9 V4-12 DIS Employee Assistance Program Records February 22, 1993 58 FR 10910 

10 V5-01 E Investigative Files System February 22, 1993 58 FR 10911 
11 V5-02 E Defense Central Index of Investigations (DCII) February 22, 1993 58 FR 10913 
12 V5-03 E Defense Integrated Management System (DIMS) February 22, 1993 58 FR 10914 
13 V5-04 E Counterintelligence Issues Database (CII-DB) October 3, 1995 60 FR 51781 
14 V6-01 PerSonnel Security Files (PSF) February 22, 1993 58 FR 10915 
15 V7-01 Enrollment, Registration and Course Completion Record February 22, 1993 58 FR 10916 
16 V7-02 Guest/Instructor Identification Records February 22, 1993 58 FR 10917 
17 V8-01 E Industrial Personnel Security Clearance File February 22, 1993 58 FR 10917 
18 V8-02 Key Contractor Management Personnel Listing November 14, 1995 60 FR 57229 
19 V9-01 Litigation Case Files February 22, 1993 58 FR 10919 
20 V10-01 Investigation and Inspection Supplier Contract Files February 22, 1993 58 FR 10919 

Questions regarding the Defense Investigative Service's Privacy Act systems of records notices should be directed to Mr. Dale Hartig, Chief, Office oflnformation and Public Affairs (V0020), 
Defense Investigative Service, 1340 Braddock Place, Alexandria, VA 22314-1651. Telephone (703) 325-5324. Privacy Act procedural and exemption rules for this agency are found at 
32 CFR part 321. 
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1 
2 
3 
4 
5 
6 
7 
8 
9 

10 
11 
12 
13 
14 
15 
16 
17 

System Identifier 

WUSU01 
WUSU02 
WUSU03 
WUSU04 
WUSU05 
WUSU06 
WUSU07 
WUSU09 
WUSU12 
WUSU13 
WUSU14 
WUSU15 
WUSU16 
WUSU17 
WUSU18 
WUSU19 
WUSU20 

Exempt System Name 

Uniformed. Services University of the Health Sciences (USUHS) Personnel Files 
Uniformed Services University of the Health Sciences (USUHS) Payroll System 
Uniformed Services University of the Health Sciences (USUHS) Student Record System 
Uniformed Services University of the Health Sciences (USUHS) Applicant Record System 
USUHS Graduate and Continuing Medical Student Records 
USUHS Family Practice Medical Records 
USUHS Grievance Records 
USUHS Grants Management Information System (Protocols/Grants) 
USUHS Vehicle Administration Records 
USUHS Civilian Employee Health Records 
USUHS Occupational Physical Examination Program 
USUHS Security Status Master List 
USUHS Home Town News Release Background Data File 
Accounts Receivable Records 
Accounts Payable Records 
Travel Records 
Personnel Radiation Exposure Records 

Federal Register Citation 

February 22, 1993 
February 22, 1993 
February 16, 1995 
February 22, 1993 
February 22, 1993 
February 22, 1993 
August 9, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
February 22, 1993 
May 17, 1994 

Questions regarding the Uniformed Services University of Health Science's Privacy Act systems of records notices should be directed to Mr. David Bosworth, Records Management 
Division, Washington Headquarters Services, 1155 Defense Pentagon, Room 5C315, Washington, DC 20301-1155. Telephone (703) 697-2501. Privacy Act procedural and 
exemption rules for this agency are found at 32 CFR part 315. 

58 FR 10921 
58 FR 10922 
60 FR 9019 
58 FR 10923 
58 FR 10924 
58 FR 10925 
58 FR42304 
58 FR 10927 
58 FR 10929 
58 FR 10930 
58 FR 10930 
58 FR 10931 
58 FR 10932 
58 FR 10932 
58 FR 10933 
58 FR 10934 
59 FR 25636 

36 



---

Privacy Act Issuances 
1991 Compilation 

Volume Ill 

Systems of Records 

Agency Rules 



, . Published by 

Office of the Federal. Register 
National Archives and Records 
Administration 



---

Privacy Act Issuances 
1991 Compilation 

Volume Ill 

Systems of Records 

Agency Rules 



, . Published by 

Office of the Federal. Register 
National Archives and Records 
Administration 



PRIVACY ACT ISSUANCES, 
. . 

1991 COMPILATION 
VOLUME Ill 
TABLE OF CONTENTS 

Introduction......................................................................................................................................... v 
Agencies in Compilation................................................................................................................... vii 
Systems of Records and Rules 

Agency 

Defense Department: ................................................................................................... . 

"Air Force Department ................................................................................................... . 
Army Department ........................................................................................................ .. 
Defense Communications Agency ...................... · ..................................................... . 
Defense Contract Audit Agency ............................................................................... . 
Defense Intelligence Agency .................................................................................... .. 
Defense Investigative Service ................................................................................... . 
Defense Logistics Agency ......................................................................................... . 
Defense ·Mapping Agency .......................................................................................... . 
Defense Nuclear Agency ............................................................................................ . 
Joint Chief of Staff ..... ~ ................................................................................................. . 
Marine Corps ................................................................................................................ .. 
National Security Agency ........ : ......................... ; ........................................................ . 
Navy Department .......................................................................................................... . 
Office of the Inspector General ................................................................................ . 
Office of the Secretary ............................................................................................... . 
Uniformed Services University of Health Services ............................................. .. 

iii 

Systems of 
Records 

224 
1 

452 
676 
494 
730 
689 
152 
440 
447 
507 
427 
559 
170 
181 
744 

Rules 

756 



PRIVACY ACT ISSUANCES, 1991 
COMPILATION 

EXPLANATION 
This multivolume biennial compilation contains: 

-descriptions of systems of records maintained on individuals 
by Federal agencies which were published in the FEDERAL 
REGISTER as required by the Privacy Act of 1974; 

-rules of each agency which set out the procedures that 
agencies will follow in helping individuals who request 
information about their records. 

AUTHORITY 
This compilation of Privacy Act Issuances is published by the 

Office of the Federal Register in compliance with the requirements 
of the Privacy Act of 1974 (5 U.S.C. 552a). 

CUTOFF DATES 
This compilation reflects rules and notices of systems of records in 

effect as of December 31, 1991. 

TITLE AND FORM OF CITATION 
The official title of this publication is "Privacy Act Issuances, 1991 

Compilation. To cite a system of records or rule in this publication, 
the form of citation would be: · 

Privacy Act Issuances, 1991 Comp., Volume ... , p .... 

HOW TO USE THIS COMPILATION 
Identify the system you think may contain information about you 

and the agency that maintains those records. 
Read the agency's regulations following its systems of records to 

determine the procedures you must follow to obtain information 
from that agency. 

INFORMATION YOU CANNOT GET 
There· are limitations to the kind of information you can get. The 

agency may refuse to let you see information that_:_ 
-Relates to national security; 
-Could reveal a confidential source; or 
-Could be used to give people an unfair advantage on a 

government examination. 
Generally, an agency's system notices (description of its systems of 

records) and its regulations will describe that agency's limitations on 
release of information. 

v 

SOME GENERAL REQUIREMENTS 
How To Make a Request 

In most cases you can inquire in person or by mail. It will be easier 
for the agency to help you, and your request will be handled more 
quickly, if you follow these procedures: 

1. Give your full name and address, and sign your request. 
2. Specify the system(s) of records you believe contain information 

about you. 
3. Provide the relevant information required by the system you are 

interested in. For example, if you are inquiring about any contract 
you have had with the Government (loan application, contract, grant 
application, etc.), give the date and subject matter, and any identify­
ing numbers that appear on documet:tts you received. 

4. Address your request to the official or person and address given 
in the system entry. 

5. Print the words "PRIVACY ACT REQUEST" on the. front of 
the envelope. 

Proof of Identity 

The agency will need some proof of your identity such as-
1. A document with your full name and address: 
2. A document that has your signature and/or your photograph 

such as a passport, medicare card, or unemployment insurance book. 
3. Any other identification specified in the system entry or regula­

tions. If your request is by mail, you should include copies of what­
ever documents the agency requires to prove your identity. There is 
a penalty for making false statements. 

Fees 

. The agency may charge you a fee for a copy of your records, but 
they may not charge you for the time and expense of locating them. 
The agency's rules usually state how much the fee is. 

GENERAL INQUIRIES 
This volume. was edited by Gladys Queen Ramey under the direc-

tion of Richard L. Claypoole. -
For further information concerning the technical aspects of this 

volume, call 202-523-3187. Written comments or suggestions should 
be addressed to the Director, Office of the Federal Register, National 
Archives and Records Service, Washington, D.C. 20408. 

Martha L. Girard, 
Director, Office of the Federal Register. 
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U.S.C. 552a(f). Listed below are the agencies in this volume. , 
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Air Force Department 
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Defense Nuclear Agency. 

Joint Chief of Staff 
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National Security Agency 
Navy Department 

Office of the Inspector General 
Office of the Secretary 

Uniformed Services University of Health Services 
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DEFENSE DEPARTMENT 
UNITED STATES ARMY 

~ow_ Systems of Records are Arranged 

Department of the Army records are identified by the number of 
the directive which prescribes that those records be created, m.ain­
tained and used. For example, a system of records about assignment 
of military personnel may be found iri ·the "assignments, details and 
transfers" are~. the 614. series; medical treatf!1ent records are in the 
"medical services" area, the 40 series. Some subjects, such as investi­
gations, are treated as sub-elements of a series, e.g., "criminal investi­
gations", "security", and "military intelli~ence". "Criminal investiga­
tions". are found in the 195 series; "secunty investigations" are found 
in the 380 series and "intelligence investigations" are found in the 381 
series. 

However, "civilian personnel investigations" are not covered by 
Army systems of records notices; they are covered by Office of 
Personnel Management systems of records notices-in this. case, 
under "OPM/GOVT -4". The following list is a general .guide to 
subjects which are retrieved by personal identifier and are in the 
Army systems of records notices. Office of Personnel Management 
systems of record notices which identify records in the temporary 
custody of the Army have been added to this guide; they bear 
"OPM/GOVT, OPM/CENTRAL, AND EEOC/GOVT" identifica­
tion numbers. 

How To Use the Index Guide 

To locate a particular system of records, follow the general guide 
below. The series in which. the subject is located corresponds to the 
system notice identification number. For example: Pay records for 
military and civilian personnel are in the 37 series; comparable 
system notices are A0037-104-3bSAFM and A0037-105SAFM, re­
spectively. The first letter, "A", represents the Army, the number 
(37-104-3) is the prescribing directive, and the suffix letters are 
internal management devices. Systems of records notices are pub­
lished in numerical sequence by identification· number. They are 
further identified by name, location. and category of individuals cov­
ered by the notice. 

Subject Series 

System Identification Series 
Appeals~ Grievances, Complaints (civilian) 

A0690-700 and OPM/GOVT -1 . 
A wards and Decorations 

A0672-5-l and A-0672-20 
Civilian Personnel Record 

A0690-200 
Congressional Inquiries 

AOOOl-20 
Court-martials 
. A0027-10 
Criminal Investigations 

A0195-2 
Dependents' Education 

A0352-3 
Housing 

A02107 10 * * *, A0210-50 * * *, A0210-51 
Inspector General Inspections/Investigations 

A0020-l 
Intelligence/Counterintelligence 

A0381-20 • * *, A0381-45 
Labor-Management Relations 

A0690-700 
Laundry and Dry Cleaning 

A0210--130 
Military Police Investigation and Complaint Files 

A0190-30 * • •, A0190-45 
Legal Assistance 

A0027-3 
Personal Property Accounts 

A0700-84 
Medical Records 

A0040 * * •, OPM/GOVT -3 
Military History 

A0870-5 
Military Personnel Records 

A0600 • • •, A0640 
Non-appropriated Funds 

A0215-3 
Passports · 

AOOSS-46 * * *, A0600-290 
Pay (civilian and military) 

A0037-105 * * *, A0037-101-l * * *, A0037:...104-10 
Pharmacy Services ·· 

A0040-2 
Photographic Records 

AOI08-2 
Postal Service 

A0065 
Privacy Act Requests 

A0340-21 
Procurement 

A0715-5 * * *, A0715-8 
Real Estate 

A0027.._1 * * *, A0405-80 
Review Boards (military) 

AOOlS-185 * * *, A0015-180 
Security Access/Clearance 

A0604-5 
Schools 

1 

A0351-l * * *, A0351-3 * * •, A0351-5 * * *, A0351-9, 
A035f-12 * * *, A0351-17 * * *, A0351-22 * * *, A0351-24 

Traini!lg 
A0350-37 * • •, A0690-400 * • •, OPM/GOVT -3 

Travel 
A0037-106 

Transportation. 
AOOSS-71 * * •, AOOSS-46 * * *, AOOSS-355 

Veterinary Service · 
A0040-905 

REQUESTING RECORDS 
Records are retrieved by name or by some. other personal identifi­

er. It is therefore especially important for expeditious service when 
requesting a record that particular attention be provided to the Noti­
fication and/or Access Procedures of the particular record system 
involved so as to furnish the required personal identifiers, or any 
other pertinent personal information as may be· required to locate and 
retrieve the record. 

BLANKET ROUTINE USES 
Certain blanket 'routine uses' of the records have been estab1ished 

that are applicable· to every record system maintained within the 
Department of Defense unless specifically stated otherwise within a 
particular record. system. These additional blanket routine uses of the 
records are published below only once in the interest of simplicity, 
economy. and to avoid redundancy before the individual record 
system notices begin rather than repeating them irl' every individual 
record system. · 

ROUTINE USE-LAW ENFORCEMENT 
In the event that a system of records maintained by this compo­

nent to carry out its functions indicates a violation · or potential , 
violation of law, whether civil, criminal or regulatory in naturt:, and · 
whether arising by general statute or by regulation, rule or order 
issued pursuant thereto, the relevant records in the system of records 
may be referred, as a routine use, to the appropriate agency, whether 
Federal, state, local, or foreign, charged with the responsibility of· 
investigating or prosecuting such violation or charged with enforcing 
or implementing the statute, rule, regulation or order issued pursuant 
thereto. 

ROUTINE USE-DISCLOSURE WHEN 
'REQUESTING INFORMATION 

A record from a system of records maintained by this component 
may be disclosed as a routine use to a Federal, state, or local agency 
maintaining .civil, ·criminal, or other relevant enforcement information 
or other pertinent information, such as current licenses, if necessary 
to obtain information relevant to a component decision concerning 
the hiring or retention of an employee, the issuance of a security 
clearance, the letting of a contract, or the issuance of a license, grant 
or other benefit. 

ROUTINE USE-DISCLOSURE OF REQUESTED 
INFORMATION 

A record from a system of records maintained by this component 
may be disclosed to. a Federal agency, in response to its request, in 
connection. with the hiring or retention of an employee, the issuance 
of a security clearance, the reporting of an investigation of an em-
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ployee, the letting of a contract, or the issuance of a license, grant or 
other benefit by the requesting agency, to the extent that the infor­
mation is relevant and -necessary to the requesting agency's decision 
on the matter. ' . · 

ROUTINE' USE-CONGRESSIONAL INQUIRIES 
Disclosure from a system ·of records maintained by this component 

may be made to a Congressional office from the record of an individ­
ual in response to an inquiry from the Congressional office made at 
the request of that individual. 

ROUTINE USE-PRIVATE RELIEF LEGISLATION 
Relevant informadon contained in all systems of records of the 

Department of Defense published on or before August 22, 1975, may 
be disclosed to the Office of Management and Budget in connection 
with the review of private relief legisl~tion as set forth in OMB 
Circular A-19 at any stage of the legislative cpordination and clear­
ance process as set forth in that Circular. 

ROUTINE USE-DISCLOSURES REQUIRED BY 
INTERNATIONAL AGREEMENTS 

A record from a system of records. maintained by this component 
may be disclosed to foreign law enforcement, ~ecurity, investigatory, 
or administrative authorities in order to comply with requirements 
imposed by, or to claim rights conferred in, international agreements 
and arrangements including those regulating the stationing and status 
in foreign countries of Department of Defense military a!ld civilian 
personnel. 

ROUTINE USE-DISCLOSURE TO STATE.AND 
LOCAL TAXING AUTHORITIES 

Any information normally contained in IRS Form W -2 which is 
maintained in a record from a system of records maintained by this 
component may be disclosed to state and local taxing .authorities with 
which the Secretary of t~e Treasury has entered into~- agreements 
pursuant to Title 5, US. Code, Sections 5516, 5517, 5520, and.only to 
those state and local taxing authorities for which an employee or 
military member ·is of was subject to tax regardless of whether tax ·is 
or was withheld. This routine use is in accordance with · Treasu'ry 
Fiscal Requirements Manual Bulletin Nr. '76-07. · 

ROUTINE USE- DISCLOSURE TO THifOFFICE 
OF-PERSONNEL MANAGEMENT 

A record from a syste~ of re~ords subjec~ to the Privacy Act and 
maintained by this component may be disclosed to the Office of 
Personnel Management concerning information on. pay and _leave, 
-benefits, retirement deductions, and any other information necessary 
for the Office of Personn~l Management to carry out its legally 
authorized G<,>Ve{pment-wide personnel management functions and 
studies. . 

ROUTINE- USE-DISCLOSURE TO THE 
DEPARTMENT OF JUSTICE FOR LITIGATION 
A record. from a system of records maintain~d by this component 

may be disclosed as a routine use to any component of the Depart­
ment of Justice for tre purpose of representing the Department '?f 
Defense, or any officer, employee or member of the Department. m 
pending or potentia! litigation to which the record is pertinent. 

ROUTINE USE-DISCLOSURE TO ·MILITARY· 
BANKING FACILITIES OVERSEAS 

Information as to current military addresses and assignments may 
be provided to military banking facilities who provide banking ser~­
ices overseas and who are r'eimbursed by the Government for certam 
checking and loan losses. For personnel separated, discharged, or 
retired from the Armed Forces, information as to last known residen­
tial or home of record address may be provided to the military 
,banking facility upqn' certificatio~ by. a .banking facility_ officer that 
the facility has a returned or dtshonored check negottated; by th~ 
individual or the individual has defaulted on a loan and that tf 
restitution is not made by. the individual, the U.S. Governmen~ will 
be lia~le for the losses the· facility may incur. · 

ROUTINE USE-DISCLOSURE OF INFORMATION 
TO THE GENERAL SERVICES ADMINISTRATION 

(GSA)' 
A record from a system of records maintained by th_is compo1_1e_nt 

may be disclosed as a routine use to the General Servtce~ Adm~ms­
tration (GSA) for the purpose of records management mspecttons 
conducted under authority of 44 U.S.C. 2904 and 2906. 

ROUTINE USE-DISCLOSURE OF INFORMATION 
TO THE NATIONAL ARCHIVES AND RECORDS . 

ADMINISTRATION (NARA) 
A record from a system of recqrds maintained by this component 

may be disclosed as a ·routine use to the National Archives and 
Records Administration (NARA) for the purpose, of records manage­
ment inspections conducted under authority of 44 U.S.'C. 2904 and 
2906., ., . . 

ROUTINE USE-DISCLOSURE TO THE MERIT 
SYSTE~S PROTECTION' BOARD 

A record from a system of-records ~aintained .bY this component 
may be disclosed as a routine use to the Merit Systems Protection 
Board, iQcluding the Office of the Special Counsel for the .pu~pose of 
litigation, including administrative proceedings, appeals; spectal stud­
ies of the civil service and other merit systems, review of OPM or 
component rules and regulations, investigation of alleged or pos~ible 
prohibited personnel practices;- including administrativ~ proceedmgs 
involving any individual subject of a DoD investiga~ton, and such 
other functions, promulgated in 5 U.S.C 1205 and 1206, or·as may be 
authorized by law. · 

ROUTINE' USE-COUNTERINTELLIGENCE 
. , ruRPOSES 

A record from a system of records maintained by this compone~t 
may be disclosed as a rountine use outside the DoD or' the U.Q; 
Government fmr the purpose of counterintelligence activities auth_or­
ized by U.S. Law or Executive Order or for the purpose of enforcmg 
laws which protect the .national securityof the ,United States. 

. ,· ~ AAFES0207 .02 
System name: 

Customer Comments, 'Complaints, and Direct Line Files. . 
System location: 
Headquarters, Army and Air Force Exchange Service (AAFES), 

Dallas, TX 75222; HQ AAFES-Europe; HQ AAFES~Pacific; ~x­
change . Regions and Area Exchanges· at posts, bases, and satellttes 
world-wide. 

Categories of individuals covered by the. system: 
Users of the Army and Air Force Exchange Service who make 

inquiries, complaints, or comments on its operations. 
Categories of records in the system: 
Customer's name, address and telephone number, inf~rmation per­

taining to the subject of inquiry, complaint, or comment and response 
thereto; customer opinion survey data. 

Authority for maintenance of the system: 
10 U.S.C., sections 3012 and 8012. 
Purpose(s): 
To aid the Exchange management in determini!lg needs of .custom-

ers and action required to settle customer complamts. . 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
See 'Blanket Routine Uses' set forth at the beginning of the Army's 

listing of record system notices. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records in file folders,. stored in l!letal cabinets. 
Retrievability: 
By customer's name. 
Safeguards: 
Records are accessible only by designated employees havi,ng of~­

cial need therefor. Buildings housing record~ are protected by secun-
ty guards. · 

Retention and disposal: 
Records are destroyed by shredding after 3 years. 
System manager(s) and address: 
Commander, Army and Air Force Exchange Service, 'Dallas, TX 

75222. . 
Notification procedure: 
Individuals wishing to know whether or not this system of records 

contains information about them should write to the System Manag­
er, ATTN: Director, Personnel Division, Dallas, TX 75222, provid-
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ing their full name, current address and telephone number, case 
number that appeared on correspondence received from AAFES, 
and signature. 

Record access procedures: 
Individuals desiring access to records on themselves in this system 

should write to the System Manager and furnish information required 
by 'Notification procedure'. 
. Contesting record procedures: 

. Rules for access to records and for contesting contents and appeal­
ing initial determinations are contained in Army Regulation 340-21 
(32 CFR part 505). 

Record source categories: 
From the individual. 
Exemptions claimed for the system: 
None. 

AAFES0306.12 
System name: 

Personnel Security Case Files. 
System location: 
Headquarters, Army and Air Force Exchange Service (AAFES), 

Dallas, TX 75222; HQ, AAFES-Pacific; HQ, AAFES-Europe: Ex­
change Regions, Area Exchanges; Post, base, and satellite Exchanges 
within the Continental United States and overseas. 

Categories of individuals covered by the system: 
Persons affiliated with the Army and Air Force Exchange Service 

by assignment, employment, contractual relationship, or as the result 
of an interservice support agreement on whom a personnel security 
clearance determination has been completed, is in process, or may be 
pending. 

Categories of records in the system: 
File may contain pending and completed personnel security clear­

ance actions on individuals by personal identifying data. It may also 
contain briefing/debriefing statements for special programs, sensitive 
positions, and other related information and. documents required in 
connection with personnel security clearance determinations. 

Authority for maintenance of the system: 
Executive Order 11652. 
Purpose(s): 
To assist in the processing of personnel security clearance actions; 

to record security clearances issued or denied; and to verify eligibil­
ity for access to classified information or assignment to a sensitive 
position. Records may be used by AAFES commanders for adverse 
personnel actions such as removal from sensitive duties, removal 
from employment, denial to a restricted or sensitive area, and revoca-
tion of security clearance. . 

Routine uses of records maintained in the system, including catego­
ries of users and the purpos~s of such uses: 

Information may be released to Federal.agencies based on formal 
accreditation as specified in official directives; regulations; to Feder­
al, State, local, and foreign law enforcement, intelligence, or security 
agencies in connection with a lawful investigation under their juris­
diction. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in folders; cards; computer tapes, punched cards, or 

discs. 
Retrievability: 
By individual's surname. 
Safeguards: 
Records are located in locked safes or cabinets; access is restricted 

to designated individuals having need therefor in the performance of 
official duties. 

Retention and disposal: 
Records are permanent. They are retained in active file until the 

end of the fiscal year in which the individual is no longer employed 
or associated with the Army and Air Force Exchange Service; h~ld 
2 additional years in inactive status and retired to the National 
Personnel Records Center, St Louis, MO 63118. 

System manager(s) and address: 
Commander, Army and Air Force Exchange Service, Dallas, TX 

75222. 
Notification procedure: 

Individuals desiring to know whether or not information on them 
exists in this system of records· may write to the System Manager, 
A TIN: AAFES-SS, providing their full name, SSN, present address 
and telephone number, and signature. 

Record access procedures: 
Individuals desiring access to records on. themselves should submit 

their request as indicated in 'Notification procedure', providing infor­
mation required therein. 

Contesting record procedures: 
Rules for access to records and for contesting conte.nts and appeal­

ing initial determinations are contained in Army Regulation 340-21 
(32 CFR part 505). 

Record source categories: 
From the individual; investigative results furnished by the Defense 

Investigative Service and other Federal, Department of Defense, 
State, local, and/or foreign law enforcement agencies. 

Exemptions clailped for the system: 
.None. · 

System name: 
Carpooling Program 
System location: 

A-AFES0307.01· 

Headquarters, Army and Air Force Exchange Service, Dallas, TX 
75222. 

Categories of individuals covered by the system: 
Persons participating in carpool program who voluntarily provide 

information for release. · 
Categories of records in the system: · 
Individual's name, home address and telephone number,. map co­

ordinate of home or nearby reference points, working hours, and 
similar information. 

. Authority. for maintenance of the system: 
10 U.S.C., sections 3012 and 8012. 
Purpose(s): · 
To assign and administer allocated carpool parking assignments; 

establish priority of assignments, assist members and applicants in 
contacting one another and provide printout of individuals in systems 
to other participants who desire to arrange a carpool. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: • 

Information may be disclosed to the City of Dallas, TX for inclu­
sion in its Ridesharing Program. See 'Blanket Routine Uses' set forth 
at the beginning of the Army's listing of record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of recor4s in the system: 

Storage: 
Paper records in, file folders; reference cards. 
Retrievability: 
By individual's surname. 
Safeguards: 
Information is accessible only to authorized personnel and those 

providing . identification and purpose for which information is re­
quested; may be accessed by persons seeking members who have 
provided consent for release of information. 

Retention and disposal: 
Retained only on active participants; destroyed upon request/reas­

signment 
System manager(s) and address: 
Commander, Army and Air Force Exchange Service, Dallas, TX 

75222. 
Notification procedure: 
Information may be obtained from the Administrative Services 

Division, HQ AAFES. ·. 
Record access procedures: 
Requests should be addressed to the Administrative Service Divi­

sion, HQ AAFES and include individual's name, current address, and 
sufficient information to permit locating the record. 

Contesting record procedures: 
Rules for access to records and for contesting contents and appeal­

ing initial determinations· are contained in Army Regulation 340-21 
(32 CFR part 505). 
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Record source categories: 
From.the individual. 
Exemptions claimed for the system: 
None. 

AAFES0401.04 
System name: 

Official Personnel Folders and General Personnel Files. 
System location: 
The Official Personnel Folder is •located in the Personnel Office at 

Headquarters, Ar_my and Air Force' Exchange Service (AAFES), ~ 
Dallas, TX 75222; HQ AAFES-Pacific; HQ AAFES-Europe; region­
al offices and post and base area exchanges. Included in this system 
are the Employee Service Record Card Files and those ·records 
duplicated fon maintenance· at a site closer to where the employee 
works (e,g., in an administrative office or supervisor's work folder). 

Categories of individuals covered by the system: • 
Current and former employees of the Army 'and Air Force Ex­

change Service. 
Categories of records in the system: · 
Name, Social Security Number, date of birth, home residence, 

mailing address, telephone number; records reflecting work experi­
ence, educational level achieved; letters of commendation; training 
courses in which enrolled and certificates of completion; security 
clearance; personnel actions such as appointments, transfers, reassign­
ments, separations, reprimands; salary and benefits documents to in­
clude allowances and insurance data; travel orders; and similar rele­
vant information .. 

'Authority .for maintenance of the system: 
10 U.S.C., sections 3012 and 8012. 
Purpose(s): .. 

. The Official Personnel Folder and other gen~ral personnel records 
are the official repository of the records, reports of personnel actions, 
and the documents and papers required in connection with these 
actions effected during an employee's service with the Army and Air 
Force Exchange Service. Records provide the basic source of factual 
data about a person's employment with the agency and have various 
uses by AAFES personnel offices, including s~reening qualifications 
of employees, determining status, eligibility, and employee's rights 
and benefits, computing length of service, and qther information. 
needed to provide personnel services. , 

Routine uses of records maintained in the system,· including catego­
ries of users and the purp,oses of such uses: 

Information may be disclosed to the Department of Labor, Veter­
ans. Administration, Social Security Administration, Federal agencies 
that have special civilian employee retirement programs; or a nation­
al, state, county, municipal, or other publicly recognized charitable 
or income security administration agency (e.g., State unemployment 
compensation agencies), where necessary to adjudicate a claim under 
the retirement, insurance or health benefits programs or to an agency 
to conduct studies or audits of benefits being paid under such pro­
grams. See 'Blanket Routine Uses' set forth at the beginning of the 
Army'~ listing of record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders; Kardex files; microfilm· or microfiche, 

and in computer processible storage media. 
Retrievability: · 

, I. 

By employee's name. 
Safeguards: 
Paper or microfiche/microfilmed records are located in locked 

metal cabinets or in secured rooms with access limited to .those 
personnel whose official duties require access. Access to computer­
ized records is limited, through use of access codes and entry logs, to 
those whose official duties require access. 

Retention and disposal; . 
The Official Personnel Folder is permanent. Upon employee's sep­

aration, it is transferred to the National Personnel Records Center 
(Civilian), 111 Winnebago Street, St Louis, MO 63118. Duplicate 
record.s maintained in an administrative office or at supervisory levels 
are destroyed 90 days after employee's separation. Service· Record 
Card Files are retained for 5 years following employee's separation 
and retired to a records holding area for 15 additional years before 
being destroyed, except that those of employees of discontinued 
AAFES installations are retired to the National Personnel Records 
Center (Civilian). Automated personnel records are retained indefi-

nitely for managerial and statistical studies; after an employee's. sepa­
ration, records are. nc;:>t used in ·making decisions concerning the 
e~ployee. 

System manager(s) and address: . 
Commander:, Army and Air Force Exchange Service, Dallas, TX 

75222. 
Notification procedure: · -
Individuals desiring to know. whether or not it:tformation on them 

exists in this system_ of records may write to the System Manager, 
ATTN: Director, Personnel Division, Dallas, TX 75222. Individuals· 
must furnish their full name, SSN, current address and telephone 
number; if terminated, also include date of birth, date of separation, 
and last employing location. 

Record access procedures: . 
Individuals desiring access to - records concerning th~m~elves · 

should write to the System Manager, providing information required 
by 'Notification procedure'. · 

Contesting record procedures: 
Rules for access to records and for contesting contents and .appeal­

ing initial determinations are contained in Army Regulation 340-21 
(32 CFR ,part ~05). 

Record source categories: 
From the individual, educational institutions,· officials and other 

individuals of the Army and Air Force Exchange Service, third 
parties responding to reference chec;:ks, previous employers, law en­
forcement agencies, physicians. :, 

Exemptions claimed for the system: 
None. 

AAFES0403.01 
System name: 

Application for Employment Files. 
System location: 
Headquarters, Army and Air Force Exchange Seivtce (AAFES), 

Dallas,'· TX 75222, for applicants of executive and managerial posi­
tions. Records of applicants for all other AAFES positions may be 
located also at AAFES-Europe, AAFES-Pacific, regional offices, 
and post, base exchanges and satellites. 

Categories of individuals covered by the system: 
Persons who have applied for employment. in the Army and Air 

Force Exchange Service. 
Categories of records in the system: 
Applications generally include individual's name, date of birth, 

SSN, home address, information on work and educational experience, 
military service, convictions for offenses against the' law, specialized 
training, awards or honors; documents reflecting results of written 
examinations and ratings; reference checks and results; evidence of 
satisfactory physical condition, preemployment investigations and 
clearances deemed appropriate to the position for which application 
is made; notification from AAFES concerning selection/non-selec-. 
tion. 

Authority for maintenance of the system: 
10 U.S.~., sections 3012 and 8012. 
Purpose(s): 
The records are used in considering individuals who have applied 

for positions in the Army and Air Force Exchange Service by 
making determinations of· qualifications including medical qualifica­
tions, for positions applied for, and to rate and rank applicants apply­
ing for the same or similar positions. 

Routine uses of records maintained in the ·system, including· catego­
ries of users and the purposes of such uses: 

See 'Blanket Routine Uses' set forth at the beginning of the-Army's 
listing of .record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Paper records in file folders. 
Retrievability: 
By applicant's surname. 
Safeguards: 
Records are ·maintained in a secured area with access limited to 

authorized personnel whose duties require access. 
Retention and disposal: 
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Applicant records may be retained up to 3 years; records for 
applicants· hired become part of the person's Official Personnel 

. Folder. Documents on individuals. who are not hired may be held 
from 3 months to 3 years dep~nding upon whether or not adverse 
reference and/or derogatory credit checks are received. 

System manager(s) and address: 
Commander, Army and Air Force Exchange Service, Dallas, TX 

75222. . 

Notification procedure: 
Individuals desiring to know whether or not information on them 

exists in this system of records may write to the System Manager, 
ATTN: Director, Personnel Division, furnishing full name, SSN, 
current address and telephone number, and sufficient details concern­
ing position and location thereof for which application had been 
submitted. 

Record access procedures: 
Individuals desiring access to records on themselves in this system 

should write to the System Manager and furnish information required 
by 'Notification procedure'. 

Contesting record procedures: 
Rules for access -to records and for contesting contents and appeal­

ing initial determinations are contained in Army Regulation 340-21 
(32 CFR part 505). 

Record source categories: 
.From the individual, his/her previous employer(s) and personal 

references, law enforcement agencies, medical authorities. 
Exemptions claimed for the system: 
None. 

AAFES0403.05 
System name: 

Employee Examination Records. 
System location: . . 
Headquarters, Army and Air Force Exchange Service, Dallas, TX 

75222. . 
Categories of individuals covered by the system: 
Employees under -:onsideration for promotion to managerial posi­

tions. 
Categories of records in the system: 
Test scores and cumulative data for those employees who take the 

AAFES test battery, consisting of (a) SET tests, (b) Thurstone Test 
of Mental Alertness, (c) Wesman Personnel Classificatio,-t Test, (d) 
Thurston Temperament Schedule, and (e) Personagraph (Allston B. 
Hobby Associates). 

Authority for maintenance of the system: . 
10 U.S.C., sections 3012 and 8012: 
Purpose(s): 
Used for research purposes and as a predictor of one's success 

under given situations for promotional aptitude to positions at the · 
managerial leve~. 

Routine uses of records maintained in the system, including catego·-
ries of users and the purposes of such uses: · 

See 'Blanket Rou1.ine Uses' set forth at the beginning of the Army's · 
listing of record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records i.n the system: · 

Storage: 
. Paper records in locked containers. 

Retrievability: 
By employee's surname. 
Safeg~ards: 
Information is accessed only by 9esignated individuals having offi-

cial need therefor in the performance of assigned duties. 
Retention and disposal: 
Information is retained indefinitely. 
System manager(s) and address: 
Commander, Army and Air Force Exchange Service, Dallas, TX 

75222. . 
Notification procedure: 
Information may be obtained by writing to the System Manager, 

ATTN: Director, personnel Division, Dallas, TX 75222. Individual 
should furnish his/her full name, SSN, current address and telephone 
number, and, if separated, date of birth, date of separation, and last 
employing location in addition to the above. 

Record access procedures: 
Individuals desiring access to records about themselves in this 

system of records should write to the System Manager and furnish 
information required by 'Notification procedure'. 

Contesting record procedures: 
Rules for access to records and for contesting contents and appeal­

ing initial determinations are contained in Army Regulation . 340-21 
02 CFR part 505). 

Record source categories: 
Individual tests t,aken by the employee. 
Exemptions claimed for the system: 
None. 

AAFES0403.11 
System name: 

. Personnel Departure Clearance Records. 
System location: 
Headquarters, Army and Air Force Exchange Service (AAFES), 

Da11as, TX 75222; HQ, AAFES-Europe; HQ, AAFES-Pacific: re­
gional offices; base and post exchanges and satellites· world-wide. 

Categories of individuals covered by the system: 
All employees of the Army and Air Force Exchange Service. 
Categories of records in the system: 
Name, SSN, job data, reason for departure, and clearing offices' 

approval. 
Authority for maintenance of the system: 
10 U.S.C., sections 3012 and 8012. 
Purpose(s): 
To ensure that departing employees have been properly out-proc-

essed. · 
Routine uses of. records maintained in the system, including catego­

ries of users and the purposes of such uses: 
. See 'Blanket Routine Uses' set forth at the beginning of the Army's 
listing of record system notices. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in. the system: 

Storage: 
Paper records in locked filing cabinets. 
Retrievability: 
By employee's surname. 
Safeguards: 
Information is accessed only by· designated individuals having offi­

cial need therefor in the performance of their duties. 
Retention and disposal: 
Records are closed at the end of the fis~al year, held 1 year, and 

destroyed by shredding. 
· System manager(s) and address: 

Commander, Army and Air Force Exchange Service, Dallas, TX 
75222. 

Notification procedure: 
Individuals desiring to know whether or not information on them 

exists. in this system of records should write to the System Manager, 
ATTN: Director, Administrative Services Division, providing full 
name, SSN, current address and telephone number, and date and 
place of separation. ' · 

Record acce.ss procedures: 
Individuals desiring access to information about themselves in this 

system should write to the System Manager, providing information 
required in 'Notification procedure'. 
· Contesting record procedur~s: 
Rules for access to records and for contesting contents and appeal­

ing initial determinations are contained in Army Regulation 340-21 
(32 CFR part 505). 

Record source categories: 
From the individual; official personnel actions. 
Exemptions claimed for the system: 
None. 

AAFES0404.01 
System name: 

Incentive Awards Case Files. 
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System location: 
Headquarters,' Army .and 'Air Force Exyhange Service (AAFES), 

Dallas, TX 75222; HQ AAFES·Pacific; HQ AAFES·Europe .. 
Categories of individuals covered by the system: · 
All employ•:!es of the Army and Air Force Exchange Service 

nominate!=~ for or recipients of awards. · 
Categories of records in the syst.em: 
Name, SSN, grade/step, position title, award for which nominated 

and justification therefor, accomplishments, requirements of position 
held, organization in which employed, and similar relevant ·data. 

Authority for maintenance of the system: · 
10 U.S.C., sections 3012 and 8012. 
Purpose(s): 
To consider and select employees for incentive awards and other 

honors and to publicize those. granted. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
See 'Blanket Routine Uses' set forth af the beginf1:ing of the Army's 

listing of record system notices. Information may also be disclosed to 
public and private organizations, including news media, which grant 
or publicize employee awards or honors. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in filing cabinets. 
Retrievability: 
By individual's surname. 
Safeguards: 
Records an; accessible only to designated individuals having offi­

cial need therefor. 
Retention and disposal: 
Records are retained for 2 years, following which they are de· 

stroyed by shredding. 
System manager(s) and address: 
Commander, Army and Air Force Exchange Service, Dallas, TX 

75222. 
Notification procedure: 
Individuals desiring to knqw whether or not information on them 

exists in this system of records may write to the System Manager, 
ATTN: PE, Dallas, TX 75222, providing full name,' SSN, ·current 
address and telephone number, and sufficient details to permit locat-
ing the record. · 

Record access. procedures: 
Individuals desiring a·ccess to records on themselves should submit 

their request as indicated in 'Notification proce9ure<, providing infor· 
mation. required therein. 

Contesting record pr~cedures: 
Rules for access to records and for contesting contents and appeal­

ing initial determinations are contained in Army Regulation 340-21 
(32 CFR part 505). ' 

Record source categories: ,
1 

• 

From the nominating official; approving a~thority; individual's of· 
ficial personnel file. 

Exemptions claimed for the system: 
None. 

AAFES0405.03 
System name: 

·Personnel Appeals and Grievances. 
System location: 

. Office of the General Counsel at Headquarters, Army and Air 
Force Exchange Service (AAFES), Dallas, TX 75222; HQ AAFES-
Europe; or HQ AAFES·Pacific. · 

Categories of individuals covered by the system: 
Any employee of the Army and Air F?rce Exchan~e Service. who 

has filed an appeal of .an adverse action and/or ts contestm~ a 
personnel action when 'the appeal/grievance has been' referred to the 
appropriate General Counsel's office. 

Categories of records in the system: 
. Correspondence, documentation, and memoranda concerning the 

appeal/ grievance. 
Authority for maintenance of the system: 
10 U.S.C., sections 3012 and 8012. 

Purpose(s): 
To determine propriety and legal sufficiency or the agenc;;;y's a9tion 

in the appeal or grievance matter. · 
Routi11e uses of records maintained in the system, inCluding catego­

ries of users and the purposes of such uses: 
See 'Blanket Routine Uses' set forth at .the beginning of the Army's 

listing of record system notices. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system:. 
Storage: · 
Paper records in locked file. cabinets. 
Retrievability: 
By employee's surname. 
Safeguards: 
Buildings employ security guards. Records are maintained· in areas 

accessible only to authorized personnel who are properly screened, 
cleared and trained. · · 

Retention and disposal: 
Retained in the servicing General Counsel's office for I year after 

final decision is. made; subsequently retired to the AAFES warehouse 
or servicing General Services Administration records holding center 
where it is held 6 years before being destroyed by shredding .. 

System manager(s) and address: . 
Commander, Army and Air Force Exchange Service, Dallas, TX 

75222. 
Notification procedure: 
Information may be obtained from the servicing General Counsel 

at the AAFES location where appeal/grievance was file.~. · 
Record access procedures: · , . 
Individuals desiring to access records in this system of records 

pertaining to themselves should write to~ the appropriate General 
Counsel, furnishing full' name, current address. and telephone number, 
the latest correspOndence received by them from the General Coun­
sel's office, if available, and signature.· 

Contesting record procedures: 
Rules for access to records and for contesting contents and app~al­

ing initial determinations are contained in Army Regulation 340-21 
(32 CFR part 505). 

Record source categories: 
From AAFES 'perSonnel offi~e responsible for rec~rds c;m the 

employee; from the AAFES Grievance Examiner; and from the 
AAFES employee and/or his/her representative. · · 

Exemptions claimed for the system: · 
None. 

1 • r AAFES040S.OS 
System name: • · 

Confidential Statement of Emplo~ment and Financial Interests. 
System location: . . 
Office of the General Counsel at. Headquarters, Army .and Air 

Force Exchange Service (AAFES), Dallas, TX 75222; HQ ·AAFES-
Europe; HQ AAFES-Pacific. . 

Categories of individuals covered by the system: 
All general officers, commissioned officers in the rank of lieutenant 

colonel or above, and all employees of the Army and Air Force 
Exchange Service at grade 13 and above whose basic duties and 
responsibilities require the exercise of judgment in making decisions 
or taking action in regard to contracting or. procurement, auditing, 
and other matters having a significant economic impact on the inter­
ests of any non-Federal enterprise. 

Categories of records in the system: 
DD Form 1555, 'Confidential Statement of Employment and Fi­

nancial Interest', and endorsements or documents relevant to infor­
mation on this form. 

Authority for maintenance of the system: 
Executive Order·tJ222. 
Purpose(s): , 
These records are maintained to meet requirements of Executive 

Order 11222 on the filing of employment' and finan<7ia~ interes! state­
ments. Such statements are required to assure comphance wtth the 
standards of c.onduct for Government employees contained in the 
Executive Order and title 18 of the. U.S.C.; and to determine if a 
conflict of interest exists between the employment of individuals by 
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the Federal.Government and their personal employment and .finan~ 
cial interests. 

Routine uses of records maintained in the system, . including catego-
ries of users and the purposes of such uses! · 

These statements and amended statements ret:tuired by or pursuant 
to Executive Order 11222, Part IV, are to be ~ .!ld in confidence and 
no information shall be disclosed except: 

a. To disclose pertinent information to the appropriate Ferleral, 
State; or local ager.cy responsible for investigating, prosecuting, en~ 
forcing, or implementing a statute, rule, regulation, or order, where 
·the disclosing agency becomes aware of an indication of a violation 
or potential violation of civil or criminal law or regulation. . 

b. To disclose information to another Federal agency, to a court, 
or a party in litigation before a court or in an administrative proceed­
ing being conducted by a Federal agency, either when the Govern­
ment is party to a judicial proceeding or in order to comply 'witft .the 
issuance of a subpoena. . · · · 

c. To disclose information to any source when necessary to obtain 
information relevant to a conflict-of-interest investigation or determi-
nation. · 

d. By the National Archives and Records Administration, General 
Services Administration, in record management inspections conduct­
ed under authority of 44 U.S.C. 2904 and 2906. 

e. To disclose information to the Office of Management and 
Budget at any stage in the legislative coordination. and clearance 
process in connection with private relief legislation as set forth in 
OMB Circular No. A-19. . 

f. To disclose, :n response to a.'request for discovery or ·for appear­
ance of a witness, information that is relevant to the subject matter 
involved in a pending judicial_or administrative proceeding. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: . ·· · · 

Storage: 
Paper records in locked file cabinets. 
Retrievability: · 
By individual's surname. 
Safeguards: 
Information is accessible only to designated authorized ·persons 

who are properly screened, cleared and trained, ha,ving official need 
therefor in the performance of official duties. 

Retention and disposal: 
Retained until individual no longer occupies a position for ·which 

DD Form 1555 is required; records are then maintained 2 years and 
destroyed by shredding. 

System managef(s) and address: 
Commander, Army and Air Force Exchange Service, Dallas, TX 

75222. ' 
Notification procedure: 
Individuals wishing to ·inquire whether this system of records con­

tains information about them should contact the General Counsel at 
the AAFES location where the reports were filed. 

Record access procedures: 
Individuals wishing to request access to their records should con­

tact the General Counsel at the AAFES location where the reports 
were filed. Individuals must furnish their full name, SSN, period 
covered by the report filed, and signature. 

Contesting record procedures: 
Rules for access to records and for contesting contents and appeal­

ing initial determinations are contained in Army Regulation 340-21 
(32 CFR part 505). . 

Record source categories: 
From the individual. 
Exemptions claimed for the system: 
None. 

AAFES0405.11 
System name: 

Individual Health Rec.ords. 
System location: 
Headquarters, Army and Air ·Force Exchange Service (AAFES), 

Dallas, TX 75222; HQ AAFES-Europe; HQ AAFES-Pacific. 
Categories of individuals covered by the system: 
Employees of the Army and Air Force Excha~ge Service. 
Categories of records in the system: 
Name, SSN, organizational location, date of birth, medical data 

recorded by treating nurse/physician, information provided by indi-

vidual's personal physician regarding diagnosis, prognosis, and return 
to duty status, and similar relevant data. 

Authority for. maintenance of the system: 
10 U.S.C., s~ctions 3012 and 8012. 
Purpose(s): 
To provide health care and medical treatme;1t to employees who 

become ill or are injured during working hours. · 
Routine uses of records maintained in the system, including catego-

ries of use..S and the purposes of such uses: , 
See 'Blanket Routine Uses' set forth at the beginning of the Army's 

listing of record system notices. . 
Policies and practices for storhig, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records in locked file cabinets. 
Retrievability: 
By individual's surname. 
Safeguards: 
Records are maintained in the 'dispensary, av~ilable only_ to as­

signed medical personnel. 
Retention and disposal: 
Records are maintained for 6 years following termination of indi­

vidual's employment; then destroyed by shredding. 
System manager(s) and address: · 
Commander, Army and Air Force Exchange Service, Dallas, TX 

75222. 
Notification procedure: 
Individuals wishing to know whether or not information on them 

exists in this system of records may write to the System Manager, 
ATTN: Director, Administrative Services; individuals must furnish 
full name, details concerning injury or illness and date and location 
of such, and signature. 

\.. Record access procedures: 
Individuals desiring access to records about themselves should 

submit written request as indicated in 'Notification procedure', pro­
viding information specified therein. 

Contesting record procedures: 
Rules for access to records and for contesting contents and appeal­

ing initial determinations are contained in· Army Regulation 340-21 
(32 CFR part 505). 

Record source. categories: 
From the employee; his/her physician; witnesses to an injury I 

· accident. . 
Exemptions claimed for the system: 
None. 

_,, AAFES0406.12. 
System name: 

Employee Career Development Plan File. 
System location: 
Headquarters, Army and Air Force Exchange Service (HQ 

AAFES), Dallas, TX 75222; HQ AAFES-Europe; HQ AAFES-Pa­
cific; regional offices; area; base and post e}l.changes world-wide. 

Categories of individuals covered by the system: · 
Employees of the Army and Air Force Exchange Service. 
Categories of records in the system: 
Name, Social Security Number (SSN), current job title, grade, 

duty phone, job location, results of Skills Survey (AAFES Form 
1200-61) specifically covering education/training courses completed, 
skills/experience acquired, skills used in daily work, and skills 
needed; career goals as identified on AAFES ·Form 1200-62 and 
progress in achieving goals, career appraisals, and employee/supervi- . 
sor comments. 

Authority for maintenance of th~ system: 
10 U.S.C., sections 3012 and 8012. 
Purpose(s): 
To assist the servicing personnel office in identifying and referring 

qualified employees for vacant positions .. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
See 'Blanket Routine Uses' .set forth at the beginning listing of 

. record system notices. 
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Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in lockeo file cabinets .. 
Retrievability: 
By employee's surname. 
Safeguards: 
Information is accessible only to designated individuals having an 

official need therefor in the performance of assigned duties. 
Retention and disposal: 
. Records are retained until employee severs his/her employment 

wtth the Army and Air Force Exchange Service, at which time they 
are destroyed. Upon employee's transfer to another AAFES location, 
record is forwarded to the gaining personnel office. 

System manager(s) and address: 
Commander, Army and Air Force Exchange Service, Dallas, TX 

75222. . . . 
Notification procedure: 
Indiyiduals desiring to ·kno~ whether or not information on them 

exists in this system of records should write to the System Mapager, 
ATTN: Director, Personnel Division, providing full name, SSN, job 
location, and duty phone. 

Record access procedures: 
Individuals desiring access to records about ttlem in this system 

should inquire of the System Manager, providing information re-
quired in 'Notification procedure'. · . 

Contesting record procedures: 
Rules for access to records and for contesting contents and appeal­

ing initial determinations are contained in Army Regulation .340-21 
(32 CFR part 505). 

Record source categories: 
From the individual. 
Exemptions claimed for the system: 
None. 

System name: 
Individual Trainee Files. 
System locatit;m: 

AAFES0408.05 . 

Headquarters, Army and Air Force Exchange Service, Dallas, TX 
75222. . .. 

Categories of individuals covered by the system: 
Employees of the Army and Air Force Exchange Service who 

have been selected for a college trainee or management development 
trainee position. 

Categories of records in the system: 
Individual's employment application, trainee appointment docu­

ments; copy of college transcript and degree awarded; copy of em­
ployee qualification record, performance, and career appraisal forms; 
statement of mobility; supervisor's recommendations; and similar rele­
vant documents. 

Authority for maintenance of the system: 
io U.S.C., sections 3012 and 8012. 
Purpose(s): 
To determine employee potential for participation in management 

develop~t:nt trainee program. 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of such uses: · 
See 'Blanket Routine Uses' se't forth. at thebeginning of the Army's 

listing,of record system notices. 
Policies and ·practices for storing, retrieving,. accessing, retaining, and 

disposing of records in the system: · 
Storage: 
Paper rec~rds in file folders; cards. 
Retrievability: · 
By employee's surname. 
Safeguards: 
Records are stored -'in 'locked ~ontainers. Iflfcirmation is accessed 

only by designated individuals having official' need therefor in the 
performance of assigned duties. 

Retention and disposal: 
' Records concerning employees selected for the program are incor­
porated into their Official Personnel Folder. Records on non-selected 

individuals are retained 5 years, then destroyed. Statistical and. sum­
mary data are retained for managerial purposes indefinitely. 
· · System manager(s) and address:' 

Commander, Army and Air Force E.xchange Service, Dallas, TX 
75222~ ' . 

Notification procedure: 
Information may be obtained by writing to the System Ma·nager, 

ATTN: Director, Personnel Division; individuals must furnish their 
full name, SSN, current address and telephone number; if separated, 

.date of birth, date of separation, and last employing location must 
also be furnished . 

Record access procedures: 
Individuals desiring access to. records about themselves in this 

system of '.records should write to the System Manager,· providing 
information specified in 'Notification procedure'. . 

Contesting record procedures: 
Rules for access to ·records and for contesting contents and appeal­

ing initial determinations are contained jn Army Regulation 340-21 
(32 CFR part 505). ' 

Record source categorie~: , , . 
From the applicant; official rec~rds and reports. 
Exemptions claimed for the system: 
None. ' 

AAFES0408.14 
System name: 

Tuition Assistance Case Files. 
· System location: 

Headquarters, Army and Air Force Exchange Service, Dallas, TX 
75222. 

Categories of individuals covered by the system: 
Employees of the Army and Air Force Exchange . Service who 

apply for tuition assistance. · 
Categories of records. in the system: 
Individual's application, academic transcripts, curricula, grade re­

ports, request for disbursement, agency approval/disapproval, similar 
relevant documents. · 

Authority for maintenance of the system: 
10 U.s.c .• · sections ·3012 and 8012: 
Purpose(s): 
To maintain information on participants in the. tuition assistance 

program. . . . 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
See 'Blanket Routine Uses' set forth at the beginning of the Army's 

listing of record system notices. · · 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records in' locked cabinets: 
Retrievability: 
By employee's surname. 
Safeguards: 
Information is accessed·only by designated individuals having need 

therefor in the performance of official duties. 
Retention and disposal: 
Records are destroyed 2 years following individual's completion of 

course for which tuition assistance was granted. · · 
System manager(s) and address: 
Commander, Army and Air Force Exchange Service, Dallas, TX 

75222. 
Notification procedure: 
Information may be obtained from the ·system Manager, ATTN: 

Director, Personnel Division; individual must furnish written request 
containing his/her full name, details concerning application for tui­
tion assistance, and signature. 

Record access procedures: 
Individuals desiring access to records about themselves should 

write to the System Manager, providing information .. required by 
·'Notification procedure'. 

Contesting record procedures: 
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Rules for access to records and for contesting contents and appeal­
ing initial determinations are contained in Army RegulatiQn 340-21 
(32 CFR part 505). 

Record source categories: 
From the individual. 
Exemptions claimed for the system: 
None. 

AAFES0409.01 
System name: 

AAFES Accident/Incident ):ieports. 
System location: 
Safety and Security Offices of Headquarters, Army ;md Air Force 

Exchange Service (AAFES), Dallas, TX 75222; HQ AAFES­
Europe;. HQ AAFE~-Pacific; Exchange Regions and Area Ex­
changes at posts, bases, and satellites world-wide. 

Categories of individuals covered by the system: 
Individuals involved in accidents, incidents, or mishaps resulting in 

theft or reportable damage to AAFES property or facilities; individ­
uals injured or become ill as a result of such accidents; incidents, or 
mishaps. 

Categories of records in the system: 
AAFES Accident Report, AAFES Incident Report, record of 

injuries and ·illnesses; physicians' reports; witness statements; investi­
gatory reports; similar relevant documents. 

Authority for maintenance of ttie system: 
Executive Order 11807.· 
Purpose(s): 
To record accidents, incidents, mishaps, fires, theft, etc., involving 

Government property; and personal injuries/illnesses in connection 
therewith, for the purposes of recouping damages, correcting defi­
ciencies, initiating appropriate disciplinary action; filing of insurance 
and/or workmen's compensation claims therefor; and for managerial 
and statistical reports. · 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 
· Information may be disclosed to the Department of Labor, to 

support· workmen's compensation claims .. See 'Blanket Routine Uses' 
set . forth at the t;>eginning of the Army's listing of record system 
nottces. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders; computer magnetic tapes and print-

outs; microfiche. · 
Retrievability: 
By name of individual involved or injured; by SSN. 
Safeguards: 
Records are accessed only by designated individuals having official 

need therefor in the performance of their duties, within buildings 
protected by security guards. · 

Retention and disposal: 
Paper records are retained for 2 years following which it is de­

stroyed by shredding; information on microfiches is retained for 3 
years; computer tapes reflecting historical data are permanent. 

System manager(s) and address: 
Commander, Army and·Air Force Exchange Service, Dallas, TX 

75222. 
Notification procedure: 
Individuals desiring to know whether or not information exists on 

them in this system of records should write to the System manager, 
ATTN: Director, Safety and Security Division, providing their full 
name, present address and telephone number; sufficient details con­
cerning the accident, mishap, or attendant injury to permit locating 
the record, and signature. 

Record access procedures: 
Individuals desiring access to records about themselves should 

write to the System Manager, as indicated in 'Notification proce­
dure', furnishing information required therein. 

Contesting record procedures: 
Rules for access to records and for contesting contents and appeal­

ing initial determinations are contained in Army Regulation 340-21 
(32 CFR part 505). . 

Record source categories: 

From the individual; medical facilities; investigating official; State 
Bureau of Motor Vehicles, State and local law enforcement authori­
ties; witnesses; victims; official Department of Defense records and 
reports. 

Exemptions claimed for the system: 
None. 

, System name: 
Employee Travel Files. 
System location: 

AAFES0410.01 

Headquarters, Army and Air Force Exchange Service (AAFES), 
Dallas, TX 75222; HQ AAFES~Europe; HQ AAFES-Pacific; region­
al offices; base, post' exchanges and sate]Jite~ of AAFES. world-wid~. 

Categories of individuals covered by the system: 
Employees of the Army and Air Force Exchange Service author­

ized to perform official travel. 
Categories of records in the system: 
Documents pertaining to travel of persons on official Government 

business, and/or their dependents, including but not limited to travel 
assignment orders, authorized leave enroute, availability of quarters 
and/or shipment of household goods and personal effects, application 
for passport/visas; security clearance; travel expense vouchers; and 
similar related documents. 

Authority for maintenance of the system: 
10 U.S.C., sections 3012 and 8012. 
Purpose(s): 
To process official travel requests for military and civilian employ­

ees of the Army and Air Force Exchange Service; to determine 
eligibility of individual's dependents to travel;· to obtain necessary 
clearance where foreign travel is involved, including assisting indi­
vidual in applying for passports and visas and counseling where 
proposed travel involves visiting/transiting communist countries. 

Routine uses of records maintained in the system, including catego· · 
ries of users and the pl)rposes of such uses: 

Information may be disclosed to attache' or law enforcement au­
thorities of foreign countries; to US Department of Justice or De­
partment of Defense legal/intelligence/investigative agencies for se­
curity, investigative, intelligence, and/or counterintelligence oper­
ations. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in locked filing cabinets. 
Retrievability: 
By employee's surname. 
Safeguards: 
Information is accessed only by designated individuals having offi-

cial need therefor in the performance of their duties. 
Retention and disposal: 
Records are destroyed after 2 years by shredding. 
System manager(s) and address: 
Commander, Army and Air Force Exchange Service, Dallas, TX 

75222. . 
Notification procedure: 
Information may be obtained by writing to the System Manager, 

ATTN: Director, Administrative Services Division. Individuals must 
provide full name, SSN, current address and telephone number, de­
tails of travel authorization/clearance documents sought, and signa­
ture. 

Record access procedures: 
Individuals desiring access to records about themselves in this 

system .of records should write to the System Manager, providing 
information specified in 'Notification procedure'. 

· Contesting record procedures: 
Rules for access to records and for 'contesting contents and appeal­

ing initial determinations are contained in Army Regulation 340-21 
(32 CFR part 505). 

Record source categories: 
From the individual, official travel orders, travel expense vouchers, 

receipts and similar relevant documents. · 
Exemptions claimed for the syst.em: 
None. 
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·System naine: 
Biographical Files. 
System location: 

AAFES0505.02 

Headquarters, Army and Air Force Exchange Service at 'Dallas, 
TX 75222; HQ AAFES-Pacific; HQ AAFES-Europe. 

Categories of individuals covered by the system: 
Military and civilian employees of the Army and Air Force Ex­

change Service world-wide. 
Categories of records in the system: 
Individual's name, position title_. and organizational location, home 

addr~ss, date and place. of birth, marital status in~luding names of 
·spouse and children, educational backgrounc;t, military status, a,wards 
·and decorations, community· and civic interest data, photograph, and 
similar relevant information.. . · ., · · 

Authority for maintenance of- 'the system: 
10 U.S.C., sections 3012 and 8012. · 
Purpose(s): 
To pr~pare feat.ure ·articles for hometown newspapers, trade media, 

community interests, and similar public service groups. · 
. Routine. uses of r~cords maintained in the system, iri~luding catego-
ries of us~rs and the purposes or such uses: · 
- See 'Bl~nket Routi~e Uses' set forth at the beginning of the Army's 
listing of record system notices. Jnformation may also be disclosed to 
public and private organizations including news media. · 

Policies and practices for storing, retrieving, accessing, retaining, ~nd 
disposing of records in the system: 

_Storage: - . 
Paper records in file folders. 

. . . Retrievabili'ty:. · 
By individual's surname. 
Safeguards: 
Records are accessed only by designated individuals having official 

need therefor, in buildings protected by security· guards or military 
police. 

Retention and disposal:· 
· Records are retained for I year following termination of individ-
ual's assignment or employment; then destroyed. ' · · 

·System manager(s) and address: · 
Commander, Army and Air. Force Exchange Service, Dallas, TX 

75222. . 
Notification procedure: . 
Individuals desiring to know whether or ~ot information on them 

exists in this system of records may write to the System Manager, 
providing their full name, current. address· and telephone number, 
details surrounding the event or incident, and signature. 

Record access procedures: · 
Individuals desiring access to records on themselves in this system 

should submit their request as indicated in 'Notification procedure', 
furnishing information requir~c;l therein. 

Contesting record procedures: 
. Rules for access to records and for contesting contents and appeal­

'ing initial determinations are contained in Army Regulation· 340-21 
(32 CFR part 505). . 

Record source c~tegories: . . 
From, the Individual;' official AAF~S records a~d reports. '· 
Exemptions claimed for the system: · 
None. 

AAFES0602.04a 
System name: . 

Litigation Initiated by AAFES. 
System locatio~: .. 
Office of the General Counsel at Headquarters, Army and Air 

_Force Exchange Service (AAFES), Dallas, TX 75222; HQ AAFES­
.Europe; HQ AAFES:.Pacific; 

Categories of individuals covered by the system: 
Individuals against whom AAFES has filed a complaint or similar 

pleading in a court or administrative body. 
Categories of records in the system: 
Pleadings and documents filed bY. parties to the a<;tion and. docu­

mentation, correspondence, and memoranda pertaining thereto. : 

Authority f~r ma~ntenance .of the system: 
10 U.S.C.; sections 3012 and 8012. 
Purpose(s): 
To process complaints against individuals; to initiate litigation as 

necessary. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
To process complaints or pleadings on behalf of the Army and Air 

Force Exchange Service. · · · 
Disclosures to consumer reporting agenci_e~: 
Disclosures pursuant to 5 U.S.C. 552a(b)(12) may be made from. 

this system to 'consumer reporting agencies~ as defined . in the Fair 
Credit "Reporting. A~t ·(15 U.S. C. 1681a(f)) or the Federal Clairrts 
Collection Act of 1966 (31 U.S.C: 3701 (a)(3)). · .· 

Policies and practices r~~ s~oring, retrieving, :a.ccessing, retaining, a~ .. 
disposing of records in the system: · . ·· · 

Storage: , '. . . · . 

Paper records iri file folders .. 
Retrievability: 
By surname of defendant !n the proceeding. 
Safeguards: 
Records are maintained in b~tiildings h·aving security guards and are 

restricted to authorized personnel who are properly screened, 
cleared, and trained in Privacy Act matters. 

Retention and disposal: 
Records ·are permanent. They are retained until judicial proceed­

ings have been resolved, after which they are retired to the servicing 
AAFES warehouse or servicing General Services Admini$tration 
records holding center. 

System manager(s) and address: 
Commander, Arni'y and Air Force Exchange Servi~e, Dallas, TX 

75222: . . . . . . . 

Notification procedure: 
-Individuals. desiring· to know whether or not information on. them 

exists in this system of recprds may write to the System Manager, 
,ATTN: General Counsel, providing their full name, current address 
and telephone number, copy of latest <;:orrespondence from AAFES, 
if available, and signature.· · 

Record access procedures: 
Individuals de~iring access to records about themselves should 

write to the System Manager, providing information required by 
'Notification procedure'. 
· Contesting· record· 'procedures: . 

Rules for access to records and for contesting con.tents and appeal­
ing initial determ.inations are. contained in Army ~egulation 340-21 
(32 CFR part 505). . . 

Record source categories: 
From official records of the Arr:r}y and Air Force Exchange 'Serv­

ice; from any individual who can provide info'rmation concerning the 
complaint/proceeding; from similar relevant documentation. 

Exemptions claimed for the system: ' 
None. ' ' ., 

AAFES0602.04b 
System name: 

Claims and/or Litigation-Against AAFES. 
System location: 
Office of the General Counsel, Headquarters, Army and Air Force 

Exchange Service (AAFES), Dallas, TX 75222; HQ, AAFES-
.E~rope; HQ, AAFES-pacific: · 

categories 9f individuals covereil by the system: 
Any individual who has filed a claim against AAFES, a complaint 

or similar pleading in a court or administrat.ive body. in which an 
AAFES employee or the Army and· Air Force Exchange Service is 
named as a defendant. 

· . Categories' of records in the' system: 
. Claims, pleadings, motions, briefs, .orders, decisions, memoranda, 
opinions, supporting documention, and allied materials involved in 
representing the Army, and Air Force Exchange Service in the Fed­
eral Court System. 

Authority for maintenance of the system: 
10 U.S.C., sections 3012 and 8012. 



) 

I 

DEFENSE DEPARTMENT 11 

Purpose(s): 
To investigate claims and prepare responses; to defend the Army 

and Air Force Exchange Service in civil suits filed against it· in the 
Federal Court System. . · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Information may be disclosed to the Department of Justice and US. 
Attorneys' offices handling a partic!]lar case. Most of the information 
is filed in· some manner in the courts in which litigation is pending 
and therefore is a public record. In addition, some of the information 
will appear in. the written orders, opinions, and decision's of tHe 
courts which, in turn, are published in the Federal Reporter System 
under the name or style of the case and are available to individuals. 
with access to a law library. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: 
By last name of claimant/plaintiff. 
Safeguards: 
Buildings employ security guards. Records are maintained in areas 

accessible only to authorized personnel who have need therefor iri 
the performance of official duties. 

Retention and disposal: 
Claim records are destroyed after 6 years. Litigation records are 

permanent; they are retained in the servicing General Counsel's 
Office until judicial proceedings have been resolved, following which 
they are retired to the serviCing General Services Administration 
records holding center. 

System manager(s) and address: 
Commander, Army and Air Force Exchange· Service, Dallas, TX 

75222. 
Notification procedure: 
Individuals desiring to know whether or not information on them 

exists in this system of records may write to the System· Manager, 
ATTN: General Counsel. Individual should provide his/her full· 
name, current address and telephone number, latest correspondence 
received from the servicing General Counsel's office if available, and 
signature. 

Record access procedures: 
Individuals desiring access to records on themselves should write 

to the System Manager and provide information specified in 'Notifi-
cation procedure'. · 

Contesting record procedures: 
Rules for access to records and for contesting contents and appeal­

ing initial determinations are contained in Army Regulation 340-21 
(32 CFR part 505). 

Record source categories: 
From official records of the Army and Air Force Exchange Serv­

ice; Claimants; litigants. 
Exemptions claimed for the system: 
None. 

AAFES0604.02 
System name: 

Unfair Labor Practice Claim/Charges Files. 
System location: 
Office of the General Counsel at Headquarters, Army and Air 

Force Exchange Service (AAFES), Dallas, TX 75222; HQ AAFES­
Europe, HQ AAFES-Pacific~ personnel offices at Exchange Regions 
and Area Exchanges at posts, bases, and satellites world-wide. 

Categories of individuals covered by the system: 
Employees of the Army and Air Force Exchange Service who are 

permitted to file charges/claims pursuant to Executive Order 11491, 
as amended. 

. Categories of records in the system: 
Written allegations of unfair labor pra;:;tice; supporting correspond­

ence/ documentation/ memoranda. 
Authority for maintenance of the system: 

· 10 U.S.C., sections 3.012 and 8012; Executive Order 11491, October 
31, 1969, as amended. · 

Purpose(s): 

To review and· process charges/claims of unfair labor practices 
through formal/informal negotiations; for managerial and statistical 
reports.· 

Routine uses of records mai~tained in the' system, including catego­
ries of users and the purposes of such uses: 

See 'Blanket Routine Uses' set forth at the beginning of the Army's 
listing of record system notices. ' 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: 
By individual's surname. 
Safeguards: 
Records are maintained' in ·areas accessible only to designated per­

sons having official need therefor in the performance of their duties. 
Buildings housing records are protected by security ~uards. 

Retention. and disposal: 
Records are retained 5 years in an active file; then transferred to 

the servicing AAFES warehouse or General Services Administration 
records holding center for an additional 5 years, following which 
they are destroyed by shredding. 

Sy.stem manager(s) and address: 
Commander, Army and Air Force Exchange Service, Dallas, TX 

75222. 
Notification procedure: 
·Individuals desiring to know whether or not information on them 

is contained in this system of records may write to the System 
Manager, ATTN: General Counsel, furnishing their full name, SSN; 
last· employing station, details sufficient to locate the record, and 
signature. · 

Record access procedures: 
Individuals desiring to access records about themselves should 

write· to the System Manager, providing information specified in 
'Notification procedure'. 

Contesting record procedures: ess to records and for contesting 
contents and appealing initial determinations are contained in Army 
Regulation 340-21 (32 CFR part 505). 

Record source categories: 
From the individual, the union representative, witnesses, official 

records of the Army and Air Force Exchange Service. 
Exemptions claimed for the system: 
None. 

AAFES0702.22 
System name: 

Check-Cashing Privilege Files. 
System location: 
Headquarters, Army and Air Force Exchange Service, Dallas, TX 

75222; HQ, AAFES-Europe; HQ, AAFES-Pacific; Exchange Re­
gions and Area Exchanges at posts, bases, and. satellites world-wide. 

Categories of individuals covered by the system: 
Customers of the Army and .Air Force Exchange Service: military, 

dependents, retirees, and Exchange employees. 
Categories of records in the system: 
Customer's name, SSN, category of customer (i.e., dependent, re­

tiree, active duty member), amounts of checks not paid by bank, 
collection efforts, and relevant documentation. 

Authority for maintenance of the system: 
10 U.S.C., sections 3012 and 8012. 
Purpose(s): 
To determine customer's eligibility to cash checks. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
In overseas areas, information is dis<;:losed to military banking 

facilities. These facilities are branches of US based financial institu­
tions which are under contract to the D~partment of Defense to 
provide banking services to US military and affiliated civilian person­
nel overseas. Any financial losses sustained by these activities, in 
support of the Department of Defense program are underwritten by 
the Department of Defense using appropriated funds. The financial 
institutions use the check-cashing information only to determine 
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whether to cash checks or similar negotiaple instruments for individ­
uals - not to award or deny other banking privileges .. 

Disclosures to consumer reporting agencies: 
Disclosure p!Jrsuant to 5 U.S.C. 552a(l?)(-12) may be maqe from this 

system to 'consumer reporting agencies' ·as. defined in the Fair Credit 
Reporting Act (15 U.S.C. 168Ja(f)) or the Federal Claims Collection 
Act of i966 (31 U.S.C. 3701 (a)(3)). ' . _' . 

.. Policies and practices for storing, retrievi.ng;. accessing·, retai~ing, and 
disposing ·of records in the system: · · · · . . · · 

Storage: 
Paper records; computer tapes, discs, and printouts. 
Retrievability: · 
By customer name and SSN. 
Safeguards: 
All information is stored in locked rooms within secured buildings 

and is accessed only by designated personnel having official need 
therefor, primarily by individuals authorized to cash checks. 

Retention and disposal: 
Information is retained until no longer needed, at which time it is 

destroyed by shredding or erasure. 
Sy~tem manager(s) and address: 
Commander, Army and Air Force Exchange Service, Dallas, TX 

75222. 
Notification procedure: 
Individuals oesiring to know whether or· not this system contains· 

information concerning them should contact either the local Ex­
change where check was cashed (or refused) or HQ Army and .Air 
Force Exchange Service, Dallas, TX 75222, furnishing. full name, 
SSN or other acceptable· identifying information that will facilitate 
locating the records ... 

Record access procedures: 
Individuals seeking access to records concerning themselves should 

write to the System Manager, furnishing information specified. in 
'Notjfication pro<;:ed.ure'. 

Contesting record procedures: 
Rules for access to records and for contesting contents and appeal­

ing initial determinations are contained in Army Regulation 340-21 
(32 CFR part 505). 

Record source categories: 
From the individual; his/her checks; financial institutions. 
·Exemptions claimed for the system: 
None. . 

System name: 
Dishonored Check Files. 
System location: 

AAFES0702.23 

Headquarters, Army and Air Force Exchange Service (AAFES), 
Dallas, TX 75222; HQ, AAFES-Europe; HQ, AAFES-Pacific. 

Categories of individuals cover~d by the system: 
Individuals who· have negoti~ted dishonored checks at . AAFES 

facilities and whose check cashing privilege is under review. by the 
General Counsel. 

Categories of records i'n the system: .. 
Individual's name, SSN, indebtedness, collection efforts, and rele-

vant documentation. · 
.A~t~ority for maintenance of the ~ystem: 
. 10 U.S.C., sections 3012 and 8012. 
Purpose(s): 
To collect dishonored ·check indebtedness. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Information may be disclosed to civil or criminal Jaw .enforcement 

agencies for law enforcement purposes. See 'Blanket Routine Uses' 
set forth at the beginnin'g of· the Army's listing of record system 
notices. 

Disclosures to consu!l'er reporting agencies: 
· Disclosure pursuant to 5 U.S:C. 552a(b)(l2) may be made from this 
system to 'consumer reporting agencies' as defined in the Fair Credit 
Reporting·Act (15 U.S.C. 168la(f)) or the Federal ClaimsCollection 
Act of 1966 (31 U.S.C. 3701 (a)(3)). 

.Policies imd practices for storing, retrieving, accessing, retaining, and 
disposin~ of records in the system: . . . . . . 

Storage: 
.. Paper records in file f<?lders. 
Retrievability; . ·: : 
By surname of individual responsible for dishonored check. 
Safeguards: . 
Records are maintained in buildings having. security guard and are 

accessed only by: 'personnel having officiaJ need therefor· who are 
properly ·screened, cleared and .trained. 

Retention and disposal: 
Records· are General Counsel until indebt~dness has bee~ satisfied, · 

determined to b.e uncollectible, or additional .administrative action is 
required. Upon corripl~tion, records are transferred to :the Comptrol­
ler Division and maintained with appropriate check cashing privilege 
record~ .. 

System· manager(s) and address: . 
Commander, Army and Air Force Exchange Service, Dallas, TX 

75222. 
Notification procedure: 
Individuals desiring to know whether or not this system of records 

contains information on them may write to the System Manager, 
ATTN: General Counsel, providing their full name, SSN, current 
address and telephone number, latest correspondence from AAFES if 
available, and signature. 

Record access procedures: 
Individuals desiring to access information in this system concerning 

themselves should write as indicated in 'Notification procedure', pro-
viding the information required therein. ·· 

Contesting record procedures: . 
Rules. for access to records and for contesting content~ and appeal­

ing initial determinations are contained in Army Regulation 340-21 
(32 CFR part 505). 

Record source categories: 
From the individual, his/her employer, law enforcement investiga­

tive agencies, banking facilities, consumer reporting agencies, and 
sources that furnish i~formation regarding individual's credit. 

Exemptions claimed for the system: 
None. 

AAFES0702.34 
System name: 

Individual Accounts Receivable Files. 
System location: 
Headquarters, Army and Air Force Exchange Service (AAFES), 

Dallas, TX 75222; Headquarters, AAFES Europe; and Headquarters,· 
AAFES, Pacific. Official mailing addresses· are published as a~ ap­
pendix to the Army's compilation of systems notices. 

Categories of individuals covered by ttae system; 
AAFES customers (military, retirees, ci.vili~n. and civilian depend­

ents). 
. Categories of records in the system: 
Case files relating to debts owed by individuals, including dishon~ 

ored checks, deferred payment plans, home layaways, salary/travel 
advances, pecuniary liability elaims and credit cards. These files 
include all correspondence to the debtor/his or her commander, 
notices from banks concerning indebtedness, originals or copies of 
returned checks, envelopes showing attempts to contact the debtor, 
payment documentation, pay adjustment authorizations, deferred pay­
ment plan applications, charges and statements or accounts, and 
home layaway cards. 

Authority for maintenance of the system: 
'to U.S.C. 3012 and 8012; Federal Claims Collection Act of 1966, 

31 U.S.C. 3711; Debt Collection Act of 1982 (Pub. L 97-365); 31 
U.S.C. 5512 through 5514; and E.O. 9397. 

Purpose(s): · 
To proces·s, monitor, an~ post audit accounts recei~able,' to admin­

ister the Federal Claims Collection Act; and to answer inquiries 
pertaining thereto. To collect dishonored check indebtedness. 

Routine uses of records maintained hi the system, including catego­
ries of users and the purposes of such uses: 

To the U.S. Department ·of Justice/U.S. Attorneys for legal action 
and/or final disposition of the debt claim. . · 

To the Internal Revenue Service to obtain locator status for delin­
quent accounts receivables (controls exist to preclude redisclosure of 
solicited IRS address data; and/or to report write-off amounts as 
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taxable income as pertains to am01,mts compromised and accounts 
barred from litigation due to age. . . 

To private coJJection agencies for coJJection action when the 
Army has exhausted its internal collection efforts. 

To civil or criminal law enforcement agencies for law enforcement 
purposes. 

The "Blanket Routine Uses" that appear at the beginning of the 
Department of the Army's compilation of systems of records also 
apply to this system. 

Disclosure to consumer reporting agencies: 

Disclosure pursuant to 5 U.S.C. 552a(b)(12) may be made from this 
system to consumer reporting agencies as defined in the Fair Credit 
Reporting· Act (15 U.S.C. 1681a(f) or the Federal Claims Collection 
Act of 1966 (31 U.S.C. 3701(a)(3)) to coJJect dishonored check in­
debtedness. 

Pol.icies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in individual file folders. 
Retrievability: 
Retrieved by customer's surname or Social Security Numoer. 
Safeguards: 
Records are maintain-ed in areas ac.cessible only by . authorized 

personnel within AAFES/CM-G. 
Retention and disposal: 
Records are retained in current files until close of fiscal year in 

which the receivable is cleared, or if office space doesn't permit, at 
the end of the fiscal quarter in which receivable is cleared. At year 
end, files are stored for 10 years and subsequently forwarded' to the 
Federal Records Center, Fort Wort~, Texas for destruction. 

System manager(s) and address: 
Commander, Army and Air Force Exchange Service, Dallas, TX 

75222. 
Notification procedure: 
Individuals se~king to determine whether this system of records 

contains information about themselves should address written inquir­
ies to the Commander, Army and Air Force Exchange Service, 
ATTN: Chief, General Accounting Branch, Comptroller Division, 
Dallas, TX 75222 or telephone (214) 330-2631. 

Individuals should provide full name, Social Security Number, or 
other acceptable identifying information that will facilitate locating 
the records. 

Record access procedures: 
Individuals seeking access to information about themselves con­

tained in this system of records should address written inquiries to 
the Commander, Army and Air Force Exchange Service, ATTN: 
Chief, General Accounting Branch, Comptroller Division, Dallas, 
TX 75222 ortelephone (214) 330-2631. . · 

Individuals should provide full name, Social Security Number, or 
other acceptable identifying information that will facilitate locating 
the records. 

Contesting. record procedures: 
The Department of the Army rules for accessing· records and for 

contesting contents and appealing initial agency determinations are 
published in Department of the Army· Regulation 430-21-8; 32 CFR 
part 505; or may be obtained from the system·manager. 
Recor~ source categories: 
From the customer and fr<;>m correspondence between AAFES 

and Vendors. 
Exemptions claimed for the system: 
None. 

AAFES0702.43 
System name: 

Travel Advance Files. 
System location: . , 
Headquarters, Army and Air Force Exchange Service, Dallas, TX 

75222. . 
Categories of individuals covered by the system: 
Employees required to perform official travel. 
Categories of records in the system: 
Individual's name, organization to which assigned, details of offi­

cial travel, amount advanced, and similar relevant data. 
Authority for maintenance of th_e system: 

10 U.S.C., sections 3012 a~d 8012. 
Purpose(s): . 
To monitor travel advances against individual's authorized official 

travel and to ensure settlement of indebtedness to the Government. 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of such uses: 
See 'Blanket Routine Uses' set forth at the beginning of the Army's 

listing of rec_ord system notices. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
Paper records in metal filing cabinets. 
Retrievability: 
By employee's surname. 
Safeguards: 
Recordsare accessed only by designated employees having official 

need therefor in the performance of their duties. 
· Retention and disposal: 
Records are destroyed 1 year follo~ing settlement. of an individ­

ual's travel advance account. 
System manager(s) and address: 
Commander, Army and Air Force Exchange· Service, Dallas, TX 

75222. 
Notification procedure: 
Individuals desiring to. know whether or not information on them 

exists in this system of records may write to the System Manager, 
ATTN: Comptroller Division, CM-G, furnishing their full name, 
sufficient details concerning records sought, and signature. 

Record access procedures: 
'Individuals desiring access to records on themselves in this system 

should submit their request as indicated in 'Notification procedure', 
furnishing information required therein. 

Contesting record procedures: 
Rules for access to records and for contesting contents and appeal­

ing i.nitial determinations are contained in Army Regulation 340-21 
(32 CFR part 505). . . 

Record source categories: 
From the ·individual, records of the AA.FES office issuing travel 

advance. 
Exemptions claimed for the system: 
No.ne. 

AAFES 0703.07 
System name: 

AAFES Employee Pay System Records 
System location: · 
Headquarters, Army and Air Force Exchange Service (AAFES), 

Dalla~,. TX 75222; HQ AAFES-Pacific; HQ AAFES-Europe; Ex­
chartgtf Regions, Area Exchanges; P.ost, 'Base, and Satellite Ex­
changes within the Continental United States and overseas. 

Categories of individuals covered by the system: 
Civilian employees of the Army and Air Force Exchange System. 
Categories of records in the system: 
Employee's name; Social Security Number; AAFES facility 

number; individual's pay, leave, and retirement records, withholqing/ 
deduction authorization for allotments, health benefits, life insurance, 
savings bonds, financial institutions, etc.; tax exemption certificates; 
personal exception and indebtedness papers; subsistence and quarters 
records; statements of charges, claims; roster and signature cards: of 
designated timekeepers; payroll and retirement control and workmg 
paper files; unemployment compensation data requests and responses; 
reports of retirement fund deductions; management narrative and 
statistical reports relating to pay, leave, and retirement. . 

Authority for maintenance of the system: 
Tide 6, GAO .policy and Procedures Manual for Guidance of 

Federal Agencies;· tO U:S.C. 3012 and 8012. 
Purpose(s): 
To provide basis for computing civilian pay entitlements; to record 

history of pay transactions, leave accrued and taken, bonds due and 
issued, taxes paid; to answer inquiries and process claims. 

Routine uses of records maintained .in the system, including catego· 
ries of users a:nd the purposes of such uses: 
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Information from this system may be disclosed to: 
Treasury Department: To record checks and bonds issued. 
Internal Revenue Service: To report taxable earnings and taxes 

withheld; to locate delinquent ·qebtors. · 
States ahd Cities/Counties: To provide ta·xable earnings of civilian 

employees to. those· states and cities or counties which have entered 
into an agreement with the Department of Defense and the Depart;, 
ment of the Treasury. . 

State Employment Offices: To provide information relevant to the' 
State's determination of individual's entitlement to unemployment 
compensation. · · . . · . . . 

US Department of Justice/US Attorneys: For legal action and/or 
final disposition of debt claims against the Army and Air Force 
Exchange Service. 

Private Collection Agencies: For collection action wl'!en the Army 
and Air Force Exchange Service has exhausted its internal collection 
efforts. · 

Disclosure to consumer reporting agencies: 
Disclosure pursuant to 5 U.S.C. 552a(b)(l2) may be made from this 

system to 'consumer reporting·agencies' as:defined iri the Fair Credit 
Reporting Act (15 U.S.C. 168la(t) or the:: Federal Claims Collection 
Act of 1966 (31 U.S.C. 3701(a)(3)). 

Policies and practices for storing, retrieving, access~ng, retaining, and 
disposing of records in the system: 

Storage: . 
·Paper records in file folders and in bulk storage; card files; com­

puter magnetic tapes, discs and printouts; microfiches, microfilm. 
Retrievability: · 

· Automated records are retrie~ed by employee's SSN ~ithin p~y,.. 
roll block; manual records are retrieved by .individual's surname or 
SSN. · ·" 

Safeguards: · 
Records are restricted to .personnel who are properly Cieared ·and 

trained and have an official need therefor. In addition, integrity of 
automated data is ensured by internal audit procedures, 'data base 
access accounting reports and controls to preclude unauthorized. dis­
closure. 

Retention and disposal: · 
The majority of documents· are retained 4 years after wliich ·they. 

are destroyed by shredding: Exceptions are Time and Attendance 
sheets: retained 2 years; W-2 data and employer quarterly Federal tax 
returns are retained 5 years; Payroll Registers are permanent. 

System manager(s) and address: 
Commander, HQ Army and Air Force Exchange Service,.·Dallas, 

TX 75222. 
Notification procedure: 
Individuals desiring to know whether or not information on them 

is maintained in this system should inquire of the System Manager, 
furnishing their full name, SSN, current address and telephone 
number; if terminated, include date and place of separation. - . 

Record access procedures: 
Individuals who desire'' to access records pertaining to .them in. this 

system should follow. information in 'Notification pro<;:edure'. ~~), 
Contesting record procedures: 
The army's rules for access to records and for contesting contents 

and appealing initial determinations are contained in_Army Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: 
From the. individual; personnel actions;· other agency ,records and 

reports. · , . . 
Exemptions claimed for the system: 
None. 

System namf!: 
Fidelity Bond Files. 
System location: 

. . AAFES0704.07 

Headquarters, Army and Air Force Exchange Service (AAFES), 
Dallas, .TX 75222; HQ AAFES-Europe; HQ, AAFES-Pacific; Ex­
change Regions and Area Exchanges at posts, bases, and satellites 
world-wide. 

Categories of individuals covered by ~he system: . 
· All employees of the Army and Air Force Exchange Service. 

Categories of records in the system: 
~idelity. bond application,.transmittal letter to insurance company, 

and related correspondence. · 

Authority for maintenance of the system: 
10 U.S.C., sections 3012 and 8012. 
Purpose(s): 
To assure that all.employees applied for and were accepted by the 

bonding company for fidelity bond coverage. 
Routine uses of records. maintained in the system,' including catego· 

ries of users and the purposes of such uses: · 
See 'Blanket Routine Uses' set forth at the beginning. of the Army's 

listing of record system notices. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposi~g of records in the system: · 
Storage: 
Paper records .in. file folders. 
Retrievability: 
By employee's surname. 
Safeguards: . 
Records are maintained in areas accessible only to designated indi-

viduals having official need therefor in the performance of official 
duties. 

Retention and disposal: 
Destroyed 3 years after bond becomes inactive. 
System manager(s) and ·address: 
Commander, Army and Air Force Exchange Servic·e, Dallas, TX 

75222. 
Notification procedure: -: 
Individuals desiring to know whether or not iOformation exists on 

them in this system of records may write to the System Manager, 
ATTN:' Director, Personnel Division, providing their full. name, 
SSN, current address and telephone number, and signature. · 

Record access procedures: ' 
Individuals desiring acCeSS to records about· themselves sh'ould 

write to the System Manager, providing information required in 
'Notification procedure'. 

Contesting record procedures: 
'·Rules for access to records and for contesting contents and appeal­

ing initial determinations are contained in Army Regulation 340-21 · 
(32 ·CFR part 505). -~· .. · 
. Record source categories: · 

Fidelity bond applications completed by the employee; action by· 
the bonding company; similar relevant correspondence and· docu­
ments. 
~xemptions claimed for, the system: 
None. 

AAFES0903 
System name: 

Personnel· Management Information System. 
·System location: 
Centralized at Headquarters, Army and Air Force Exchange Serv­

ice (AAFES), Dallas, TX 75222. Segments of· the system exist at 
servicing civilian ·:personnel offices at AAFES-Pacific,. AAFES­
Europe, Exchange Regions and Area Exchanges at posts, bases, and 
satellites world-wide.,. . 

Categories of individuals ·covered by the system:· 
All employees of the Army and Air Force Exchange Service. 
Categories of records in the system: 
Individual's name, SSN, Exchange location, home address; date of 

birth; date hired, leave accrual data, retirement participation data, 
service award data, citizenship, marital status, sex, security clearance, 
military status, sponsor affiliation where employee is a dependent of a 
US Government/military member, job code and title, employment 
category, pay plan, wage schedule, base hourly rate, scheduled work 
week, Federal and State tax exemptions, type of insurance coverage, 
authorized deductions, life insurance coverage, physical .examination 
documents,. education and experience, licenses,. career plans, Person­
nel Evaluation Reports, training course data, and similar relevant 
information. · 

Authority for maintenance of the system: · 
10 U.S.C., sections 3012 and 8012. 
Purpose(s): 
To 'produce reports and statistical analyses· of the Civilian work­

force strength trends· and composition in support c;>f established man­
power and budgetary programs and procedures; verify employment; 



r 

DEFENSE DEPARTMENT 15 

provide data in support of Equal Employment Opportunity Program 
requirements; provide locator and emergency notification data; re~ 
spond to union. requests; identify training requirements; provide 
salary data for current and projected fiscal guidance, personnel data 
for current and projected staffing requirements; provide suspense 
system for within grade increases, ·length of service awards, perform­
ance ratings, pay adjustments and tenure groups; provide data for 
retirement processing, individual personnel actions; analyze leave 
usage; investigate complaints, grievances and appeals; respond to 
requests from courts and regulatory bodies; provide·incentive awards 
information; provide qualified candidates to fill position vacancies; 
counsel employees on career development; plan· dependent services in 
overseas areas; determine validity of individual claims related to pay 
adjustments; and for other managerial and statistical studies, records, 
and reports. . 

Routine use~ of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

See 'Blanket Routine Uses' set forth at the beginning of the Army's 
listing of record system notices .. 

Policies and practices f~r storing, retrieving, accessing·, retaining, and 
disposing of records in the system: . 

Storage: 
Computer tapes/discs; printouts. 
RetrievabUity: 
By name or SSN. 
Safeguards: 
Disc and tape files reside in restricted areas accessible only to 

authorized . personnel who are properly screened, cleared, and 
trained. Manual records and computer printouts containing personal 
identifiers are maintained in locked file cabinets and are available 
only to individuals having official need therefor. 

Retention and disposal: , 
Disc files are retained for 18 months after employee separates and 

are destroyed with the exception of employees terminated under 
disciplinary action (ineligible for rehire), retired employees and all 
employees under the Universal Annual Salary Pl~n whose file re­
mains a permanent record. Back-up tapes are retamed _for 90. days. 
Computer printouts are maintained as follows: system edit reports .are 
destroyed upon verification that errors have b~en .corrected; p~mt­
outs produced for managerial reports are mamtamed for pen~ds 
varying from 2 to 10 years; source documents and COf!Iputer prtnt­
outs which are included as part of the employee's Offictal Personnel 
Folder are permanent. 

System manager(s) and address: 
Commander, Army and Air Force Exchange Service, Dallas, TX 

75222. 
Notification procedure: 
Individuals wishing to know whether or not information on them 

exists in this system of records may write to the System Manager, 
ATTN: ·Director, Personnel Division, Dallas, TX 75222. Writer must 
furnish full name,, SSN, current address and telephone number and, if 
terminated, include date of birth, date of separation, and last employ-
ing location. , 

Record access procedures: 
Individuals desiring access to information about .th~mst:lves iri t.his 

system should write to the System Manager, furmshmg mformauon 
required by 'Notification procedure'. · . 

Contesting record procedures: 
Rules for access to records and for contesting contents and appeal­

ing initial. determinations are contained in Army Regulation 340-21 
(32 CFR part 505). 

Record source categories: 
From the employee, his/her supervisor, AAFES records and re­

ports, Official Personnel Fplder. 
Exemptions claimed for the system: 
None. 

AAFES1203,03 
System name: .,. 

Appointment of Contracting Officers. 
System location: 
Headquarters, Army and Air Force Exchange Service (AAFES), 

Dallas, TX 75222; HQ AAFES-Europe; HQ AAFES-Pacific; all 
regional offices within the Continental United States. 

Categories of individuals covered by the system: 

Military or civilian personnel assigned to the Army and Air Force 
Exchange Service are appointed as contracting officers. 

Categories of records in the system: 
Name, SSN, job title and grade, qualifications, training and expt:ri­

ence, request for appointment as contracting officer, copy of Certifi­
cate of Appointment, and other. correspondence anq. docu~ents relat­
ing to indiyidu.al's qualifications therefor. 

Authority for maintenance of the system: · 
10 U.S.C., sections 30l2 and 8012. 
Purpose(s): . . 
To ascertain an indi~idual's qualifications to be appointed as C<?n­

tracting officer; to determine if limitations on p~ocurement authonty 
are appropriate; to complete Certificate of Appomtment. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See 'Blanket Routine Uses' set forth at the beginning of the Army's 
listing of record system notices. · 

Policies and practices for storing, retrievi.ng, accessing, retaining, and 
disposing of records in the system: 

Storage:· 
Paper records in file folders. 
Retrievability: 
By individual's surname. 
Safeguards: . 
Information is accessible only to designated persons having offic}al. 

need therefor in the performance of their duties. Records a~e mam­
tained in building entrance which is limited to persons assigned to 
AAFES. 

Retention and disposal: 
Records are retained only so· long. as individual's appointment as 

contracting officer is valid; upon termination, records are destroyed 
by shredding. 

System manager(s) and address: 
Commander, Army and Air Force Exchange Service, Dallas, TX 

75222. 
Notification procedure: 
Individuals desiring to· know whether or not. information on them 

is contained in this system of records should write to the System 
Manager, ATTN: Director, Procurement ~anageme~t Offic:e, and 
provide their full name; and sufficient detatls to perm1t locatmg the 
pertinent records. 

Record access procedures: 
Individuals desiring access to records on themselves s~o~ld ~irect 

an inquiry as indicated' in 'Notification procedure', prov1dmg mfor-
mation required therein. · 

Contesting record procedures: 
Rules for access to records and for contes'ting contents and appeal­

ing initial determinations are contained in Army Regulation 340-21 
(32 CFR part 505). . 

Record source categories: 
From the individual, personnel records, former employers, educa­

tional institutions, AAFES records and reports. 
Exemptions claimed for the system: 
None. · 

AAFES1300.01 
System name: 

·Resource Management and Cost Accounting Files. · 
System location: . · 
Headquarters, Army and Air Force Exchange Service (AAFES), 

Dallas, TX 75222; HQ AAFES-Europe; HQ AAFES-Pacific; ~x­
change Regions and Area Exchanges at posts, bases, and satellites 
world-wide. 

Categories of individuals covered by the system: 
Military and civili!ln personnel assigned/attached to an organiza­

tional entity of AAFES. 
Categories ~f records in the system: 
Records by, individual of manhou~s applied to the ac_complishment 

of assigned tasks ot: projects. Spec1fic data ~len:aents mclude nan:a~· 
SSN/employee identification number, orgamzatlonal .element, mih­
tary rank/civilian ·grade, job title, clear~nce status, ratmg data, regu­
lar/overtime wage rates, regular/overum.e hours worked, ~ours of 
leave taken, record of official travel, proJect code, accountmg code 
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and cost data, workload units accomplished, file references· and 'relat-
ed information, and records control data. · · · 

Authority for maintenance of the system: 
10 U.S.C., sections 3012 and 8012. 

· Purpose(s): '' · 
To project manpower and .. monetary. requirements; to ;tllocate 

available resources to specific projects; to schedule workload and 
assess progress; to project future organizational milestones; to evalu­
ate indivdual performance and equipment efficiency; to set standards 
a.nd methods; to record and control personnel and equipment .utiliza­
tion; to document inventories; to in.terpolate training needed by unit 
or individual; to monitqr use of overtime; to control and ·monitor 
obligations and expenditures of Government funds; to provide audit 
trail; to generate statistical reports of workload and production levels 
and other trends within the organization; and to provide other ac-
counting and monitoring reports. · 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · · · · 

See 'Blanket Routine U~es' set forth at the beginning of the Army's 
listing of record system notices. · . ·. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · ·' ·· ~ · . · . 

Storage: 
Punch cards, magnetic tapes, cards, or di~cs; microform, micro­

fiche, computer printouts, and paper records. 
Retrieva~ility: 

By individual's. name, SSN or employee identification number; 
informatipn may also be accessed l:!y a non-personal data element 
such as project code, cost accounting code, or organization1;1l ele­
ment. 

. Safeguards: 
A'utom~ted systems employ compu~er hardware/software features. 

All records are maintained in controlled areas, within buildings/ 
rooms which are secured during non-duty hours. Personal informa­
tion is accessed only by individuals who have need therefor in their 
official duties. ' · · · ' · 

Retention and disposal: 
Information in magnetic media is erased after I year;. manual 

records are destroyed after 1 year by shredding. 
System manager(s) and. address: 
Commander, Army and: Air Forc.e Exchange Service, Dallas, TX 

75222. 
Notification procedure: 
Indi~iduals pesiring to know whether or not this system contains 

informati<;m on .them .should contact the System Manager,. appropriate 
Director or Division Chief in organization in. which employed· or 
assigned, and should furnish full name, SSN, office believed to have 
the record, and time frame, any other information which will assist in 
locating the information.· and signature. _., · 

Record access procedures: · · 
Individuals seeking access to information . from this 'system of 

records should address an inquiry as indicated· in 'Notification proce-
dure·, providing information required therein. ' 

Contesting record procedures: 
Rules for access to records and for contesting contents and appeal­

ing initial determinations are contained in· Army Regulation 340-21 
(32 CFR part 505). 

Record source.categories: 
From employee time cards; organization manpower. rosters; indi­

vidual personnel and training records; production recorps; and simi­
lar .relevant AAFES documents and reports. 

Exemptions claimed for the system: 
None .. · 

AAFES1504.03 
System name: 

Personal Property Movement a'nd Storage Files. 
System location: 
Headq~arte'rs, Army and Air' Force Excha~ge Service (AAFES). 

Dallas, TX 75222;· HQ, AAFES-Europe; HQ, AAFES-Pacific. . ., 
Categories of individuals covered by the· system: 

,. Employees of the Army and Ai'r Force Exchange Ser.vice whose 
·permanent change of st!ltion is .authorized by. AAFES. 

Categories of records· in the system: · 

Orders authorizing shipment/storage of personal property to in­
clude privately owned vehicles and house trailers/mobile homes; 
Cash Collection Vouchers; Application for· Shipment and/or, Storage 
of Personal Property; Transportation Control and Movement Docu­
·ment; Personal Property Counseling Checklist; Government Bill of 
Lading; storage contracts, loss and damage claims, and similar related 
documents. ·.·: · ·. 

· Authority for maintenance of the system: 
10. u.s.q,, sections 3012 a'n~ 8012. 

Purpose(s): . . 
Used by the Army and Air Fore~ Exc.hange Service to arrange for 

the. mo\teme~t •. storage and handling of personal property; to identi­
fy/trac~ ·lost or damaged shipments; fa answer inquiries and monitor 
effectiveness of personal property traffic management funCtions. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of .such uses: . 

Information is disclosed to commercial carriers for tlie purposes ,of 
identifying ownership, verifying delivery of shipment, supporting 
billing for services rendered, and justifying claims for loss, damage, 
or theft. See 'Blanket Routine Uses' set forth at the beginning of"the 
Army's listing of record system notices. 

Policies and praCtices for storing, retrieving, accessing, 'retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders; microfilm; magnetic tapes, ·and com-

puter. printout~. . · 
Retrievability: 
By individual's surname. 
Safeguards: 
Information is maintained in secured areas, accessible only to au­

thorized personnel having an official need-to-know. Automated seg­
ments are further pfOtected by c'ode numbers and passw()rds. 

Retention an .. disposal:' . . · · · · 
Documents relating to packing, 'shipping; and/or storing of house­

hold goods· within .the Continental United States are destroyed after 3 
years; those relating to overseas areas are destroyed after 6 years. 
Documents regarding shipment of privately owned vehicles/mobile 
homes are destroyed after 2 years. Shipment discrepancy reports are 
destroyed after 2 years or when claim/investigation is settled, which­
ever is later: Administrative files reflecting queries and responses are 
retained for 2 years; then destroyed. 

System manager(s) and address: 
Commander, Army and Air Force Exchange Service, Dallas, TX 

75222. 

Notification procedure: 
' Individual~ desiring to know wliether or not information on them 
exists in this system of records should write to the System Manager~ 
ATTN: Director, Administrative Services Division, and should pro­
vide their fuil name, SSN, current ·address and telephone· number. 
and signature. . ' 

Record access procedures: 
. Individuals desiring access to information about themselves in this 
system should address tlieir inquiry to the System .Manager; provid­
ing information required in 'Notification procedure·. 

Contesting record procedures: · . 
Rules for access to records and for contesting contents and appeal· 

ing initial determinations (lre .con'tained in Army Regulation 340-21 
(32 CFR part 505). 

Record source categories: 
. Provided by the individual whose personal property is shipped/ 

stored; by the carrier/storage facility. 
Exemptions claimed for the system: 
None. 

AAFES1609.02 
System name: 

AAFES Customer Service.,. 
System location: 
Headquarters, Army and' Air Force Exchange Service (AAFES), 

Dallas; TX 75222; HQ AAFES-Pacific; HQ AAFES-Europe; region· 
al. area. post and base Exchanges in the United States. 

Categories of individual~ covered by the system: 

/ 

\..._j 
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AAFES customers who purchase merchandise on a time payment, 
layaway, or special order basis, or who need purchase adjustments or 
refunds. · 

Categories of records in the system: 
Copies of layaway tickets, requests for refunds, special order 

forms/procurement request/logs, cash receipt/charge or credit 
vouchers, repair vouchers, warranty documents, correspondence be­
tween AAFES and the customer and/or vendor. 

Authority for maintenance of the system: 
10 U.S.C., sections 3012 and 8012. 
Purpose(s): 
To record customer transactions/payment for layaways and special 

orders; to determine payment status before finalizing transactions; to 
identify account delinquencies and prepare customer reminder no­
tices; to mail refunds on cancelled layaways. or special orders; to 
process purchase refunds; to document receipt from customer of 
merchandise subsequently returned to vendors for repair or replace­
ment and initiate follow-up actions. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

See 'Blanket Routine Uses' set forth at the beginning of the Army's 
listing of record system notices. . 

Disclosure to consumer reporting agencies: 
Disclosure pursuant to 5 U.S.C. 552a(b)(l2) may be made from this 

system to 'consumer reporting agencies' as defined in the Fair Credit 
Reporting Act (15 U.S.C. 1681a(f)) or the Federal Claims Collection 
Act of 1966 (31 U.S.C. 370l(a)(3)). . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file boxes and cabinets. 
Retrievability: 
By customer's surname, document control number, and/or due 

date. 
Safeguards: 
Records are maintained in secured areas, accessible only to author­

ized personnel having need for the information in the performance of 
their duties. · . . 

Retention and disposal: 
Cancelled or completed layaway tickets are held for 6 months after 

cancellation or delivery of merchandise; purchase orders are retained 
for 2 years; refund vouchers are retained for· 6 years; returned mer­
chandise slips are retained for 6 years; cash receipt vouchers are 
retained for 3 years; repair/replacement ord~r· slips are held 2 years. 
All records are destroyed by shredding. · 

System manager(s) and address: 
Commander; Army and Air Force Exchange Service, Dallas, TX 

75222. . 
Notification procedure: 
Individuals desiring to know whether or not information on them 

exists in this system of records should write to the System Manager, 
providing name and sufficient details or purchase to enable locating 
pertinent records, current address and telephone number. 

Record access procedures: 
Individuals desiring access to records on themselves should write 

as indicated in 'Notification procedure', providing information re­
quired therein. 

Contesting record procedures: 
Rules for access to records and for contesting contents and appeal­

ing initial determinations are contained in Army Regulation 340~21 
(32 CFR part 505). 

Record source categories: · 
From the individual; vendor. 
Exemptions claimed for the system: 
None. 

System name: 
AAFES Catalog System. 
System location: 

AAFES1609.03 

Headquarters, Army and Air Force Exchange Service (AAFES), 
Dallas, TX 75222; HQ, AAFES-Europe; HQ,. AAFES-Pacific. 

Categories of individuals ~overed by the system: 
Exchange customers who place a catalog sales order. 

Categories of records in the system: 
Customer name, SSN, mailing address; name and address of recipi­

ent of order, description and price of item ordered, method of ship­
ment, ·amount of order/refund, returned check identifier, claim data 
for returns/damages to ship~ents, and similar relevant data. 

Authority for maintenance of the system: 
10 USC 3018 and 8012. 
Purpose(s): 
To locate order information to reply to customer inqumes, com­

plaints; to create labels for shipment to proper location; to refund 
customer remittances or to collect monies due; to provide claim and 
postal authorities with confirmation/ certification of shipment for 
customer claims for damage or lost shipments. 

Routine uses of records maintained in the system, including catego· 
rie~ of users and the purposes of such uses: · 

See 'Blanket Routine Uses' set forth at the beginning of the Army's 
listing of record system notices. 

Policies and practices forstoring, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
·Pap~r record~; magnetic tapes and printouts; microfiche, microfilm. 
Retrievability: 
By customer order information, .SSN, or insurance number as­

signed to shipment. 
Safeguards: 
Access to information is restricted to persons having official need 

therefor; computer operations rooms are locked and _visitors screened 
for entry. 

Retention and disposal: 
Information is maintained in computer files for 180 days following 

completion of shipment. Microfilm and microfiche are retained for 2 
years for postal claim purposes; destroyed after 6 years. 

System manager(s) and address: 
. Commander, Army and Air Force Exchange Service, Dallas, TX 
75222. 

Notification procedure: 
Individuals desiring to know whether or not this system of records 

contains information on them should write to the System Manager, 
ATTN: Chief, Catalog S~les Center·, providing name, current address 
and telephone number, and sufficient details to permit locating perti­
nent records. 

Record access procedures: 
Individuals desiring access to records about themselves should 

write to the System Manager, providing information required in 
'Notification procedure·: 

Contesting record procedures: 
Rules for access to records and for contesting contents and appeal­

ing initial determinations are contained in Army Regulation. 340-21 
(32 CFR part 505). 

Record source categories: 
From the individual. 
Exemptions claimed for the system: 
None. 

AOOOlDAMI 
System name: 

Controlled Accountable Document Inventory System. 
System location: 
Document Control Center/Security Office of Army installations or 

major commands to the extent that classified inventories are directed 
by the Commander. ·official mailing addresses are in the Appendix to 
Army system notices (48 FR 25573, June 6, 1983). · 

Categories of individuals covered by the system: 
Custodians of classified Defense information. 
Categories of records in the system: 
Custodian's name, SSN, and a listing of controlled classified docu­

ments for which custodian is respon_sible. Records may include docu­
ment title, originator, type. and date. 

· Authority for maintenance of the system: 
to U.S.C., seCtion 3012; 5 U.S.C., section 301. 
Purpose(s): 
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To conduct periodic inventory of classified documents and to 
determine or validate custodial accountability of those documents. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · . . 

See blanket routine uses at 48 FR •25503, June 6; 1983. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · · ' 
Storage: 
Magnetic tapes/discs, computer printouts; paper records. 
Retrievability:. · 

·By custodian's surname or SSN. 
·safeguards: 
.Access is restricted to security officers fqr verifylng inven~ory of 

classified documents and to othe.rs having similar official need. Infor­
mation is housed in buildings controlled' by security ·gu~rds during 
non-duty hours. 

Retention and disposal: 
Retained until the next 'inventory has been completed satisfactdrily 

following which it is destroyed. · · 
System manager(s) and address: 
Assistant Chief d( Staff for Intelligence, Headquarters; Department 

of the Army, The Pentagon, Washington, DC 20310. . - · 
Notification procedure: . 
Individuals who desire to know whether or not this system of 

records contains information on them should write to the commander 
of the installation where information was collected or'· maintained. 

Record access pr~cedures: · ,. · · · · 'I .. 

An individual sho.uld write to the commander as indicated under 
'Notification procedure', and provide his/her name, SSN, date and 
place of employment, and signature. 

Contesting record procedures: 
The Army's rules for access to re~ords and for contesting 'contents 

and appealing initial determinations are contained in Army Regula-
tion 340-21 (32 CFR part 505). · 

Record source categories: 
From the individual who receipts for classified do~uments. 
Exemptions claimed for the system: · ' 
None. · 

. ' 
AOOOIDAPE 

System name: 
Personnel Locator/Organizational Roster/Telephone Directory. 
System location: · 
Se'gments are maintained by offices and/or Army telepho.ne 

switchboards at Headquarters, Department of the Army, Staff and 
field operating agencies, commands, installations and activities. Offi­
cial mailing addresses are contained in the compilation of the Army's 
system notices ... 

Categories ·of individuals covered by the system: • .. ' 
Military .personnel, civilian employees, and in some instances their 

dependents. 
Categories of records in the system: 
Records inClude cards or listings/co~pilations of individual's 

name, Social Security Number, unit of assignment and/or hotl)e ad­
dress, unit and/or home telephone number, and related information. 
Military alert rosters, organizational· telephone· directories, and list­
ings of office personnel are included in this system. 

Authority for maintenance of the system: 
lO U.S.C., section 3012; E.O. 9397. 
Purpose(s): ·. . . 

.·To provide commanders and supervisors'. with emergency notific~­
tion data, and operators·.and other users with locator data. 

Routine uses of records maintained in the system;· including .catego- · 
ries of users and the purposes of such uses: 

See 'Blanket Routine Uses' set forth at the begimiing,ofr the Army's 
listing of record system notices. . . 

Policies and practices for storing, retrieving, accessing: retaining;' and 
disposing of records in the system: · · · 

Storage: . . 
Paper records in file folders, card files, !oose~leaf and bound note-

books; magnetic tape/discs or other computer .media: . 
Retrievability: · 
By individual's surname and SSN. 

Safeguards: 
· Records are maintained in file cabinets, locked desks, or·' rooms 

accessible only to authorized personnel having c;>fficial need therefor. 
Retentio~ and disposal: . 
.Individual records ·are destroyed upoJ;J transfer or ·.separation of 

individual; rosters are destroyed upon update. 
System manager(s) and address; . 
Commander or supervisor of organization maintaining locator or 

directory. 
-Notification procedure: 
Information may be. obtained: from commander or supervisor of 

organization to which indivi<:fu(ll i~/was assigned or employed. . 
Record access procedures: 
Requests shoulq be made as indicated ·under 'Notification proce­

dure'. lndividual'should provide full name, and some detail such as 
organization of assignment, that can be' verified, ·except that, in cases 
where individual has provided written consent to release of home 
address/telephone number to the general public,. no identification is 
required. · 

Contesting record procedures: . 
The Army's rules for access to records and for contesting contents 

and appealing initial determinations are ·contained in Army Regula­
tion 340-21 (32 CFR part 50~): 

Record source categorie's: 
From offiCial Army records. 
Exempti~ns claimed for the system: 
None.' 

AOOIDAPE-ARI 
System name: 

Professional Staff Information File. 
System location: 
Headquarters, U.S. Army Institute for the Behavioral and Social 

Sciences, 5001 Eisenhower Avenue, Alexandria, VA 22333-5600. 
· Categories of individuals covered by the system:J · · 
Departm~nt of the Anhy civilian psychol6gists, engineers, econo­

mists, sociologists, and other professional staff members employed by 
the. Army Research Institute who voluntarily supply information for 
release and military officers l).ssigned to the Army Research Institute 
who voluntarily provide information for release. 

Categories of records in the system: . 
Files contain names of individuals and their curricula vitae, includ­

ing data and information ··on the: qualifications, expertise, experience 
and interests of the professional staff of the Army Research Institute. 
Data include name, grade or rank, Institute assignment, education, 
prior professional experience, professional: activities and development, 
lists of awards and recognitions, extra-government professional ac­
tivities and significant professional publications. 

Authority for maintenance of the ;Sy.stem: 
10 u.s.c. 3012. 
Purpose(s): 
To establish and· maintain a professional staff directory which is 

used to consider staff members with special expertise for special duty 
assignments and to produce evidence. of professional staff qualifica­
tions. during 'Institute peer reviews and. similar independent evalua­
tions. Records are also used ·as basis for summary statistical reports 
concerning professional qualifications. :. 

Routine uses of records maintained in the system, including .catego­
ries of users and the pJ.trpose~· of such uses: · 

The Department of the Army "Blanket Routine Uses" set forth at 
the beginning of the Army's compilation of record systems 11otices 
apply to this system. . 

Policies and practices for storing, retrieving, accessing~ retaining, and 
disposing of records in the system: · : 0 

• 

Storage: 
Information is stored on a personal computer. 
Retrievability: 
Information is retrieved by the surname of ·professional person. 

Categorical data is retrieved by keyword. 
Safeguards: '· · 
Records are accessible only to qesignated individuals having offi­

cial need-to-know in the performance of assigned duties. 
Retention and disposal: 
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Information will be maintained during the tenture of the person 
and deleted upon permanent c:ieparture from the Institute. 

System manager(s) and address: 
Commander, U.S. Army Research Institute for the Behavioral and 

Social Sciences, ATTN:. PERI-AS (Privacy Act Officer), 5001 Ei­
senhower A venue, Alexandria, VA 22333-5600. 

Notification procedure: 
Individuals seeking to determine whether this system of records 

~ontains information about themselves should address written inquir­
tes to the Commander, U.S. Army Research Institute for the Behav­
ioral and Social Sciences, ATTN: PERSI-AS (Privacy Act Officer), 
5001 Eisenhower Avenue, Alexandria, VA 22333-5600. 

Record access procedures: 
Individuals seeking access t~ records about themselves contained in 

this system of records should address written inquiries to the Com­
mander, U.S. Army Research Institute for the Behavioral and Social 
Sciences, ATTN; PERI-AS (Privacy Act Officer), 5001 Eisenhower 
A venue, Alexandria, VA 22333-5600. 

Contesting record procedures: 
The ~epartment of the Army's rules for accessing records and for 

contestmg contents and appealing initial agency determinations are 
published in Army .Regulation 430-21-8, "The Army Privacy Pro­
gram"; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories: 
Individuals employed by or assigned to the Amiy Re-search Insti-

tute who voluntarily submit requested information. · · 
Exemptions claimed for the system: 
None. 

AOOOlSAIS 
System name: 

Carpool Information/Registration System. 
System location: 
Decentralized to Army installations/activity levels. Official mailing 

addresses are published as an appendix to the Army's compilation of 
record systems notices. 

Categories of individuals covered by the system: 
All personnel participating in carpool programs who· voluntarily 

provide information for release. 
·categories of records in the system: 
Name of individual, Social Security Number, home address and 

telephone, office address and telephone, map coordinates of home or 
nearby reference points, working hours, and simila'r information. 

Authorit{for maintenance of the system: 
10 U.S.C. 3012 and Executive Order 9397. 
Purpose(s) : 
To assign arid administer allocated carpool parking assignments; 

establish priority of assignments, assist members and applicants in 
contacting one another and provide printout of individuals in system 
to other participants who desire .to arrange a carpool. 

Routine uses of ~ecords maintained in the system, including catego· 
ries of users and the purposes of such uses: 

The ·~.Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of record system notices apply to this record 
system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Reference cards, computer cards, disk or. tape, and file folders. 
Retrievability: 
By name, Social Security Number, grid coordinate reference, and 

working hours. 
Safeguards: 
Accessible only to authorized personnel and those providing iden­

tification and purpose for which information is requested; may be 
accessed by persons seeking members who have provided consent for 
release of information. 

Retention and disposal: 
Retained only on active participants; destroyed upon request/reas­

signment. 
System manager(s) and address: 

Director of Information Systems ·for Command, Control,· Commu­
nications, and Computers, ATTN: SAIS-PDD, Department of the 
Army, Washington, DC 20310-0107. 

Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the command, installation, or activity where they participated in a 
carpool. Official mailing addresses are published as an appendix to 
the Army's compilation of record systems notices. 

For verification purposes, individuals should provide full name, 
current address, and sufficient information to permit locating the 
record. 

Record access procedures: 
Individua!s seeking access to records about themselves contained in 

this record system should address written inquiries to the command, 
installation, or activity level. Official mailing addresses are published 
as an appendix. to the Army's compilation of record systems notices. 
For verification purposes, individuals should provide full name, cur­
rent address, and sufficient information to permit locating the record. 

Contesting record procedures: 
Th~ Army's rules for accessing records, contesting contents, and 

appealing initial agency determinations by the individual concerned 
are published in. Department . of the Army Regulation 340-21; 32 
CFR part 505; or may be obtained from the system manager. 

Record source categories: 
From the individual. 
Exemptions claimed for the system: . 
None. 

A0001-20SALL 
System name: 

Congressional Inquiry File. 
System location: 
Chief of Legislative Liaison, Office of the Secretary of the Army, 

The Pentagon, Washington, DC 20310. 
A segment. of this system may exist at Department of the Army 

staff agencies, field operating agencies, major commands, installa­
tions, and activities. Official mailing addresses are published as an 
appendix to the Army's compilation of record systems notices. 

Categories of individuals covered by the system: 
Any citizen who writes to a Member -of Congress requesting that 

the Member solicit information from the Department of the Army on 
their behalf. 

Categories .of records iri the system: 
Individual's request to the Member of Congress, the Member's 

inquiry to the Army, the Army's response, and relevant supporting 
documents. · 

Authority for maintenance of the system: 
10 u.s.c. 1034 .. 

Purpose(s): 
To conduct necessary research and/or investigations so as to pro­

vide information responsive to Congressional inquiries.' 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of' such uses: 
None. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records iri file folders and on microfilm records in an auto-

matic retrieval device. 
Retrievability: 
Retrieved by Congressmen and individual's name. 
Safeguards: 
Records are maintained in areas accessible only to authorized per­

sons having official need therefor in the performance of their duties. 
Retention and disposal: 
In the Chief of Legislative Liaison, Office of the Secretary of th~ 

Army, records are destroyed after 5 years. In other offices of legisla-. 
tive coordination and control at Army Staff level and at headquarters 
of major and subordinate commands, records are destroyed after 3 
years; at lower echelons, records are destroyed after 2 years. 

System manager(s) and address; 
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Chief of Legislative Liaison, Office of the Secretary of the Army, 
The Pentagon, Washington, DC 20310. 

Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Chiefof-Legislative Liaison, Office of the Secretary of the Army, 
The Pentagon, Washington, DC 20310; or to the legislative .liaison 
and control officer at the Army Staff ·or field office known to have 
the record. Official mailing addresses are published as an appen~ix to 
the Arrt:~y's compilation of recorp system notices. 

For verification purposes, individual should provide the full name, 
current address and telephone number, and sufficient detail to permit 
locating the record. 

Record access procedures: 
Individuals seekirig acces~ to records about themselves contained in 

this record system should address written inquiries to the Chief of 
Legislative Liaison, Office of the Secretary of the Army, The Penta· 
gqn, 'Washington, DC .20310; or to the legislative liaison and ·control 
officer at the Army Staff or field office known. to have the reco_r"d. 
Official mailing addresses are published as an appendix to the Army's 
compilation of record system notices. ·. 

For verification purposes, individual should provide the f~ll name, 
cur~ent address and telephpne number,. and sufficient detail to permit 
locating the record. 

Contesting record procedures: .. 
The Army's rules for accessing records, contesting contents, and 

appealing initial agency determinations by the individual concerned 
are published in Department of the Army Regulation 340-21; 32 
CFR part 505; or may be obtained from the system manager. · 

Record source categories: 
From the individual Member of Congress; Army records and re­

ports. 
Systems exempted from certain provisions of the act: 
None. 

AOOOlaTAPC 
Sy~tem na'me: 
·Office Visitor/Commercial Solicitor Files. 

System. locatioit: · ' 
Segments .may be maintained at Headquarters, Department of t}:le 

Army, staff, field operating agencies, commands, installations, and 
activities. Official mailing addresses are published as an appendix to 
the Army's compilation of record system notices .. 

Categories of h•dividuals covered by the system: 
Visitors to Army installations/activities and/or commefcial solici· 

tors who represent an individual, firm, corporation, academic .institu· 
tion, or other enterprise inyolved in offic;:ial. or business transactions 
with the. ,Department of the Army and/orjts elements. 

Categories of records in the system: 
Individual's name, name. and address of firm represented1 person/ 

office visited, purpose of visit, and status of individual as regards past 
or present affiliation with the Department of Defense. 

Authority for maintenance of the system: 
w·u.s.c. 3013. · 
Purpose(s): , 

. To .. pr~vide information to officiais of the Army rcrsponsibl~ tor 
monitoring/controlling visitor's/solicitor's status and determmmg 
purpose of visit so as to preclude conflict of interest. 

·Routine uses of records maintained in the system including catego­
ries of users and the purpose of such uses: · 

The "Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of. record system .notice~s ·apply to t.his system of 
records. 

Policies and practices for storing, retrieving, accessing retaining, and 
disposing of records in ,the system: 

Storage: · 
Paper records in file folders. 
Retrievability: 
By name of visitor/solicitor. 
Safeguards: 
Records are maintained _in file cabinets wi~p a~cess limitec:J to 

offid'al_s having. need. therefor. 
RetentiQn and disposal: 
Retained for one year after which records are destroyed. 
System manager(s) and address: 

Commander, U.S. Total Army Personnel Command, 200 Stovall 
Street, Alexandria, VA 22332"-0400. 

Notification procedure: 
Individuals seekin·g to determine if information about themselves is 

contained in this record system should address written inquiries to 
the commander/supervisor m'ainfaining the information .. ·official mail­
ing addresses are published as an appendix to the Army's compilation 
of recon:i system notice. 

Individual should provide the 'full name and other information 
verifia~le from the record itself. 

Record· access proce~ures: 
Individuals seeking access to records about themselves contained in 

this record system should address written. inquiries to the command· 
er/supervisor main~aining, the info~mation. Off!c;ial f!lai~i~g addresses 
ate published as an appendix to the Army's compllattdn of record 
system notices. · . · 
. Individual should provide. the full name and other information 
verifiable from the record itsCif. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR ·part 505;, or·; may be obtained from the system 
manager. 

·Record source categories: 
From the individual. 
Exemptions claimed for t~e system~ 
None. 

AOOOibT APC ,: 
System name: 

Unit Administrative Military Personnel Records. 
System location: 
Headquarters, Department of the Army ~taff, major. commands, 

field operating agencies, installations and activities per~ormi.ng u.nit 
level administration for military personnel, whether acttve, macttve 
(reser.:vist MOEDES) and:·, including the National. Guard. Official 
mailing addresses are published as an appendix to the Army's compi· 
lation of record system notices. 

Categories of individuals co.vered by the system: 
Military personnel (and in some instances, their dependents) at the 

local supervisory level (i.e., battalion PAC/Sl, company, .platoon/ 
squad, or comparable office size) when the individual's Military Per· 
sonnel Records Jacket (MPRJ) or other personnel records are rQ~in· 
tained elsewhere. · · 

Categories of records in th~ system: . . : ... 
Records/docu.me~ts of a temporary 'nature which are n~eded'.in the 

day-to-day administration/supervision of the individual. 
Authority for maintenance of the system: 
5 U.S.C. 301 and Executive Order 9397. 
Purpose(s): · · · · 1 •• • : • 

To provide supe~~isors/unit commanders a ready source, of infor· 
mation ·for day-to-d.ay operations .and administr!ltiye determinations 
pertaining to assigned/attached personne.l. · 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such ~ses: · 

The "alanket Routine Uses" set forth at .the beginning of ~he 
Army's compilation of record system notices apply to this system. 

Policies. and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Paperrecords, index-carqs,.microfiche, ma~netic tape/disk. 
Retrievabili.ty: · · · · · 

By individual's surname or Social S~curity Number: 
·safeguards: · · · · · · : 

Information is stored in locked rooms/buildings with access re· 
stricted to individuals whose duties require a need-to-know. Where 
information exists on word processing disk/diskettes/tapes or in au.to· 
mated media, the administrative, physical, and technical requirements 
of Army Regulation 380-19, Information Systems Security, are as· 
sured to preclude improper use or inadvertent disclosure. 

Retention and disposal: 
Records are destroyed·not later than year after departure of the 

individual. 
System manager(s) and address: 
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Commander, U.S. Total ·Army Personnel Command, 200 Stovall 
Street, Alexandria, VA 22332-0400. 

Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address inquiries to their 
immediate supervisor. . . 

Individual should provide the full name, Social Security Number, 
and particulars which facilitate locating the record. 

Record access procedures: · 
Individuals seeking access to records about themselves contained in 

this record system should address inquiries to the custodian of the 
record at the location to which assigned/attached. 

Individual should provide the full name, Social Security Number, 
and particulars which facilitate locating the record .. 

Contesting record procedures: 
The Army'~ rules for accessing records, contesting contents, and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from; the system 
manager. 

Rec~rd source categories: 
Copy of documents in individual's Official Military Personnel File, 

Military Personnel Records Jacket, Career Management Information 
File, individual's supervisor, other Army records and reports. 

Exemptions claimed for the system: 
None. 

A0015-2-2CE 
System name: 

Violation Warning'Files. 
System location: .. 
Corps of Engineers offices world-wide; addresses ~ay be obtained 

from the System manager. 
Categories of individuals covered by the system: 
Individu~ls who violate the provisions of chapter III, parts 313 or 

327, of title 36, CFR which govern public use of water resource 
development projects administered by the Corps of Engineers. 

Categories of records in the system: 
DD 1805 (Violation Notice), or Engineer Form 4381, (Warning 

Citation); relevant correspondence between the Corps of Engineers 
and the individual. 

Authority for maintenance of the system: 
Section 234 of the Flood Control Act of 1970 (Pub. L. 91-611; 84 

Stat. 1818). · \ 
Pi~rpose(s): 
To determine and take appropriate action with regard to violations 

of water resource development projects. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
See 'Blanket Routine Uses' at 48 FR 25503, June 6, 1983. 
Policies and practices for storing, retrieving, acces§ing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records in file folders. 
Retrievability: 
By individual's surname. 
Safeguards: 
Records are accessible only to designated individuals having offi-

cial need therefor, located in buildings protected by security guards. 
Retention and disposal: 
Records are destroyed by shredding 1 year after case is closed. 
System manager(s) and address: 
Chief of Engineers; Headquarters, Department ·of the Army, Wash-

ington, DC 20314. · 
Notification procedure: 
Information may be obtained from the System· Manager, ATTN: 

DAEN-Pl\1; individual must furnish his/her full name, current ad­
dress and telephone number, name of project that originated the 
violation/warning notice, and serial number thereon. 

Record access procedures: 
Individuals desiring access to records about themselves in this 

system of records should write to the System Manager, as indicated 
in 'Notification procedure', providing information required therein. 

Contesting record procedures: 

The Army's rules for access to records and for contesting contents, 
and appealing initial determinations are contained in Army Regula­
tion 340-21 (32 CFR part 5005). 

Record source categories: 
Army records·and reports. 
Exemptions claimed for the SY.stem: 
None. 

A0015-34DARP 
System name: 

Army Civilian/Military Service Review Board. 
System location: 
U.S. Army Reserve J>ersonnel' Center, 9700 Page Boulevard, St 

Louis, MO 63132-5200. 
Categories of individuals covered by the system: 
Civilian or contractual personnel (or their survivors) who were 

members of a group certified by the Secretary of the Air Force to 
have performed active duty with· the Armed Forces of the United 
States. 

Categories of records in the system: 
Application of individuals for recognition of service, evidence that 

supports claim of membership in approved group; action of the 
Army Civilian/Military Service Review Board, DD Form 214 and 
DD Form 256 or DD Form 257 as appropriate, and similar relevant 
documents. 

Authority for maintenance of the system: 
Section 401, Pub. L. 95-202 and DoD Directive 1000.20, Determi­

nations of Active Military Service and Discharge: Civilian or: Con­
tractual Personnel. 

Purpose(s): . 
To determine whether individual applicants were member!\ of civil­

ian or contractual groups approved as having rendered service to the 
Army and whose service constitutes active military service, and to 
issue appropriate discharge or casualty documents, including applica­
ble pay and equivalent rank or grade. 

Routine uses of records maintained in the systein, including catego­
rie~ of users and the purposes of such uses: 

Copy of DD Form 214 is furnished to the Veterans Administration 
for benefits entitlements. · · 

The "Blanket Route Uses" set forth at the beginning of the Army's 
compilation of record system notices also apply to this system. · 

Policies and practices for storing, retrieving, accessing, retaining, arid 
dispo~ing of records in the system: 

Storage: 
Papers stored in file folders. 
Retrievability: 
By applicant's surname. 
Safeguards: 
Information is accessible only to designated persons having official 

need therefore in the performance of their duties. During non-duty 
hours, guards assure that records areas are secured. 

Retention and disposal: · 
Upon favorable Board decision, an Qfficial Military Personnel File 

is created, containing individual's application, Board action, DD 
Form 213, DD Form 256 or DD Form 257 as appropriate, and DD 
Form 1300 if applicable. This file is tr:ansferred to the National 
Personnel Records Center, General Services Administration, where it 
is retained permanently. . 

Disapproved applications, together with supporting documentation 
and the Board's decision, are retained for 2 years, following which 
they are destroyed by shredding. 

System manager(s) and address: 
Commander, U.S. Army Reserve Personnel Center, 9700 Page 

Bo'ulevard, St Louis, MO 63132-5200. 
Notification procedure: 
Individuals seeking to determine if information about the~selves is 

contained in this record system· should address written inquiries to 
the Commander, U.S. Army Reserve Personnel Center, ATTN: 
DARP-PAS-ENC, 9700 Page Boulevard, St Louis, MO 63132-5200. 

For verification purposes, individual should provide the full name 
at the time of the recognized military service, date and place of birth, 
details concerning affiliation with group certified to have perfonned 
active duty with the Army, and signature. · · 

Record access procedure: 
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.Individuals.seeking acc:ess to records about themselves contained in 
th1s record system should address written inquiries to the Command­
·er, U.S. Army Reserve Personnel Center, ATTN: DARP-PAS-
ENC, 9700 Page Boulevard, St Louis, MO 63132-5200. · · · 

For yerification purposes, individual should provide the fulr name 
at t~e t1me of t~e reco&ni~ed m}litary service, date and place of birth, 
det!ltls concer!lmg affihat10n w1th group certified to have performed 
act1ve duty w1th the Army, and signature. · 

Contesting record procedures: 
The Army's rules for accessing' records, contesting contents, and 

appealin& initia.l agency determinations by the individual concerned 
are pubhshed m Dep!lrtment of the Army ~egulati,on :340-21 ;· 32 
CPR part 505; or may be obtained from the system manager. . 

Record source categor.ies: · 
From the individual. ' 
Exemptions claimed for the system: 
None. 

A0015-180SFMR 
System name: 

Army Council of Review Boards. 
System location: 

· Office,' Secretary of the Army, Th~· Pentagon, Washington, DC 
2~310. The US Army Management Systems Supp,ort Ag~ncy main­
t~ms a!l automated index of Discharge Review Board cases by alpha­
numenc code and case summary data by personal identifier, The 
Discharge Review Directorate of US Army Reserve Components 
Personnel and Administration Center, StLouis, MO performs admin­
ist_rative proces~ing of t!tese ca~e~ via its on-line terminal to the .Army 
D1scharge Rev1ew Board. Dec1stons of the Arrr~y Council of Review 
Boards are incorporated in the Official Military Personnel File of the 
petitioner at the US Army Reserve Components Personnel and Ad­
ministration Center, St Louis, MO. 

CategorieS Of individU~IS ~OVered by the SySte~! . · I 

~embe.rs and/or former members of the active. Ar,ny; pro~pective 
enhstees/mductees separated or pending separation who have ·cases 
pending or under consideration by the Army Council ;of Review 
Boards or any of its components. . · · 

Categories of reco~ds in the system: .. · .. 
Individual's applica.tion for review which includes na1,11e, SSN, 

presen~ address; name and address of counsel, if applicable; type, 
~uthonty, and reason for discharge; mode of hearif!g, if desired; 
tssues addressed by the board, findings, . conclusions, and decisional 
documents. · ' 

Authority for maintenance of the system: 
10 u.s.c. 1214, 1216, 1553, 1554. 
Purpose(s): 
Records are used by the following Boards to' determine propriety 

of action taken or requested, within the purview of the 'Board's 
charter: (1) Army Discharge Review Boar:d,' (2) Army Board for 
Review of Elimination, (3) Army Discharge Rating Review· Board, 
(4) Army P~ysical Disability Appeal J3oard, (5) Army Security 
Reyiew Board, and (6) Ad Hoc Board. ·· . 

Routine uses of recor~ maintained in the system, including catego-
ries of users and the purposes of such uses: . 

See 'Blanket Routine Uses' set. forth at the beginning of the Army's 
listing of r~cord system notices. · . · 

Policie~ and practices for storing, retrieving, .a~cessing, retaini~g. ·~nd 
disposing of. records in the system: 

Storage:. · · .. 

Cards, paper records in file folders, magnetic tapes aiid/dr discs, 
microfiche. ' ' 

Retrievability: . , . 
Within individual Board, by SSN or ~·urname of petitioner. 
Safeguards: . · 

· Information is privileged, ·restricted to individuals who have need 
therefor in the performance of official duties. Records are retained in 
locked rooms within buildings having se<;urity guards. Automated 
records are identified as Privacy Act data and further protected by 
assignment of user ID and passwords. · · 

Retention and disposal: . . 
.Paper records are permanen~ly stored in the Official Military Per­

sonnel .File. Active cases in automated media are. retained for 2 years 
~efore 'being transferreq to the historical' files where they, are retained 
permanently. 

System manager(s) and address: 

Director, Army Military Review J3oards Agency, ATTN: MISD, 
Office of the Secretary of the Army, 'The Pentagon, Washington, DC 
20310. . 

Notification .procedure: . 
lndiyiduals desiring to know whether 9r _not infm:mation. exists on 

them in this system of records may inquire by writing to the Execu­
tive S~<;ret~ry, Managem~nt. Information anq .Support Directorate, 
SFRB-2, Army Milit~ry Review Bo<:trds Agency, Room IE~520, The 
Pentagon, Washington, DC 20310. Individuals must furnish· full 
name, SSN, home address and telephone number, and sufficient de­
tails to permit locating the records in question. 

Record access procedures: c • ' • 

·; See 'Notification procedure' above. 
Contesting record procedures: 
The Army's rules for access to records and for contesting cont~nts 

~nd appealing initial determinations are contained .in Army Regula-
tion 340-21 (32 CPR part 505). .: · 

Record source categories: · · 
From the individual; his/her Official Military Personnel File; cor­

respondence, documents, and related information generated as a 
result of action by the Boards. · 

Exemptions Clliimed for the system: 
None. 

A001$-185SFMR 
System name: Correction of .Military Records Cases. 

System location: · 
Department of the Army Military Review Boards Agency, Army 

Board for the Correction of Military Records, The Pentagon, Wash­
ington, DC 20310. Copy of Board decision is incorporated in peti­
tioner's Official Military Personnel File except where such action 
would nullify relief granted, .in which case application and decision 
are retained in files of the Correction Board. 

Categories of individuals covered by the system: 
· Present or former members of the US Army, US Army Reserve or 
Army Nationa.l Gu~rd who apply for the correction of his/her mili­
tary records. 

,C.lltegories of records in the system: 
Application for. Correction of Military or Naval Record (DO 

Form 149), documentary evidence, affidavits, information from indi­
vidual's military record pertinent to corrective action requested, testi­
mony, hearing transcripts when appropriate, briefs/arguments, advi­
sory opinions,· findings, conclusions and decisional documents of the 
Board. 

Auth~rity for m~intenanc~ of the system: 
10 u.s.c. 1552. . . .. 

Purpose(s):; .. 
Records are used by the Board to consider all applications proper­

ly before i~. to determine the existence, of an error or an injustice. 
Routine uses of records. maintained in tb~ system, including catego­

ries of users and tlie purposes of such uses: 
Information may. be disclosed to the Department of Justice when. 

cases are litigated. . " 
Policies and practices for storing, retrieV'ing, accessing, retaining, and 

disposing of records in the system:· . . . . · 
Storage: 

. Paper records in file folders, cards, microfiche. 
Retrievability.: · .. 
·By applicant's surname and SSN. 
Safeguards: . 
Information is privileged, restricted to individuals who have need 

therefor in the performance of official duties. All records are ret.ained 
in locked rooms within the Pentagon which has security guards. 

Retention and disposal: 
. Records are retained at the Army Board for Corre~tion of Military · 

Records for ai least 6 months after case is closed and then retired to 
the National Personnel Records Center where they are retained for 
20 years. · · 

System manager(s) and address: 
Executive Secretary, Army Board,. for Correction of Military 

Records, Office of the' Secretary of the.Army, The Pentagon, Wash-
ington, DC 20310. · .. 

Notification procedure: 
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Individuals desiring to know whether or not this system of records 
contains information on them may inquire of the. Executive. Secre­
tary, Army Board for Correction of Military Records, Room lE-517, 
The Pentagon, Washington, DC 20310; (202) 697-9515. Individual 
must furnish full name, SSN, service. number if assigned, current 
address and telephone number, information that will assist in locating 
the record, and signature. 

Record access procedut·es: 
Individuals desiring access to ABCMR records concerning them 

may submit written requests to the System Manager furnishing infor­
mation specified in 'Notification procedure' above. 

Contesting reeord procedures: · 
The Army's rule~ for access to records and for coni~sting contents 

and appealing initial determinations are contained· in Army Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: 
From the individual: his/her Official Military Personnel ·File, other 

Army records/reports, relevant documents from any source. 
Exemptions claimed for the system: 
None. · . 

A0020-:taSAIG 
Syst~m na ... e: .. . 

Inspector General Investigation Files. 
System location: 
Primary location is at the Office qf the U.S. Army. Inspector 

General Agency, Headquarters, Department of the Army, The Pen­
tagon, Washington, DC 20310-1700 .. 

Secondary location is at the Offices of Inspector General at major 
Army commands, field operating agencies, installatiqns and activities, 
Army-wide. Official mailing addresses are published as an appendix 
to the Army's compilation of system of records notices. . · 

Categories of individuals covered by the system: 
Any. person who is the subject of, a witness for, or referenced in, 

an Inspector General investigation. 
Categories of records in the system: . . . 
Reports of investigation containing authority for the investigation, 

matters .investigated, narrative, documentary evidence, and tran­
scripts of verbatim testimony or .summaries thereof. 

Authority for maintenance of the system: 
lO U.S.C. 3013 and 3020. 
Purpose(s): 
To record the facts and circumstances surrounding allegations~ or 

problems concerning any Army activity, or function, including civil 
functions, the U.S. Army Reserve, and federal activities of the Army 
National. Guard, and .to report results of the inv.estig~tion to the 
Secretary of the Army, the Chief of Staff, Army, or the 'commander 
who directed it. · · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of record system notices apply to this record 
system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in binder/file folders and computer data bases. 
Retrievability: 
By requester's surname or by other descriptive name cross-refer­

enced to case number. -
Safeguards: 
Files are stored in locked containers accessible only to authorized 

persons with an official need to know. Computer data base access is 
limited by terminal control and a password system to 'authorized 
persons with an official need to kno\\:'. 

Retention and disposal: . 
Requests for assista~ce and/or complaints acted on by the Inspec­

tor General, Headquarters, Department of the. Army, are retained for 
2 years following completion and closing of case. 

System manager(s) and address:' 
Office of the Inspector General, Headquarters, Department of the 

Army, The Pentagon, Washington, DC 20310-1700. 
Notification procedure: · 
Individuals seekin.g to determine if information about themselves is 

contained in this record system should address written inquiries to 

the Office of the Inspector General, Headquarters, Department of the 
Army, The Pentagon, Washington, DC 20310-1700. · 

Individual should provide the full name, address, n.ature of request 
for assista)Jce or complaint, and identification of the Inspector Gener­
al's Office to which the request was submitted. 

Record accesS procedures: , 
. Individual!> seeking access to records abo.ut therr.selves should ad­

dress written inC'uiries to the Office of the Inspector General, Head­
quarters, Department of the Army, The Pentagon, Washington, DC 
20310-1700. 

Individual should provide the full name, address, nature!of request 
for assistance or complaint, and identification of the Inspector Gener-. 
al's Office to .which the request was submitted. · 

Contes~ing .record procedures: 
The Army's rules for accessing records,, contesting contents, and 

appealing. intitial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categori.es: 
From the individual, Army records and reports, and other sources 

providing or containing pertinent information. 
Exemptions claimed for this system:· 
Portions of this system of record may be exempt pursuant to 5 · 

U.S.C. 552a(k)(2) or (5) as applicable. . 
An exemption rule for this system has been promulgated in accord­

ance with requirements of 5 U.S.C. 553(b)(l), (2), and (3), (c) and (e) 
published in .32 CFR part 505. For additional information contact the 
system manager. 

System name: 
·Prosecutorial Files. 
System location: 
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Decentralized at Staff Judge Advocate Offices. Official mailing · 
addresses are published as an appendix to the Armfs compilation of 
record system notices. 

Categories ofindividuals covered by the system: 
Any individual who is pending trial by courts-martial. 
Categories of records in the system: 
Witness statements; pretrial advice; documentary evidence; exhib­

its, evidence of previous convictions; ·personnel records; recommen­
dations as to the disposition of the charges; explanation of any unusu-· 
a] features of the case; charge· sheet; and criminal. investigation re-. 
ports. 

Authority for maintenance of the system: 
Executive Order 11476, June 19, 1969, Manual for Courts-Martial, 

United States; as revised by Executive Order. 12473, effective August 
1, 1984. ' 

Purpose(s): 
To prepare for prosecution before courts-martial. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of sucta uses: 
· Info'rmation from this system of records may be disclosed to ·Jaw 

studeqts participating in a volunteer legal support program approved 
by the Judge Advocate General of the Army.·. 

The "Blanket Routine Usesw published at the beginning of the 
Army's compilation of record system noticc;!S also apply to this 
system. 

Policies ·and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in· file folders. 
Retrievability: 
Retrieved by individual's surname: 
Safeguards: 
Records are maintained in file cabinets accessible. only to author­

ized personnel who are properly instructed in the permissible use of 
the information. ' 

Retention and disposal: 
Records are· kept indefinitely. 
System manager(s) and address:. 
The Judge Advocate General, Headquarters, Department of the 

Army, Washington, DC 20310-2210.· 
Notification procedure: 
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In,d_ividu_als seeking to d_etermine if information about themselves is 
contamed m this record system should. address inquiries to the Judge 
!'-dvocate General, Headquarters, Department of the Army, Wash-
mgton, DC 20310-2210. . · · 

Individual should provide his/her full name, current address and 
tel~phone n_umber, case number and office symbol of Army element 
;.vh1<:;~ ~urmshed correspondence to the individual, other personnel 
1dent1fym~ data that would~ assist in locating the records. The inquiry 
must be stgned; 

Record acce~ procedures: .: . 
Individuals seeking access to records about themselves coniained in 

this record system should address inquiries to the Judge Advocate 
General, Headquarters, Department of the Army, Washington, DC 
20310-2210. ' . 

Individual should provide his/her full name, current address and 
tel~phone n~mber, case number and office symbol of Army element 
whtch furmshed correspondence to the individual, other personal 
identifyin~ data that would assist in· locating the records .. The inquiry 
must be stgned. 

Contesting record procedures: 
The Army's rules for' accessing records, contesting contents, and 

appealing initial agency determinations are contained in-Army Regu­
latton 340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories: 
From official Army records and reports, investigative documents, 

law. enforcement agencies.. 1 

Exemptions 'claim~d fo~ the system: 
Parts of this system may be exempt under 5 U.S.C. 552a(j)(2) as 

applicable. · · · 
An exemption rule for this exemption has been promulgated in 

accordance with requirements of 5 U.S.C. 553(b) 0), (2), and (3), (c) 
and (e) and published in 32 CFR part 505. For additional information 
contact the. system manager. . .. . . _ _ · 

System name: 
Courts-Martial Files 
System location: 
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U.S. Army Legal Services Agency, Falls Church, VA 22041-5013· 
Washington -National Records Center, Suitland, MD 20409; Nationai 
Personnel Records Center, St. Louis, MO 63132; and offices of Staff 
Judge· Advocates of :subordinate commands and installations. Official 
mailing addresses are published as an appendix to the Army's compi­
lation of record system notices. 

Categories of individuals covered by the system: · 
AU Army personnel. tried by courts-martial and certain trial or 

appe~late participants such ;as counsel and military judges. 
Categories of records in the system: 
Certain general and all special (BCD) courts-martial records of 

trial include a verbatim: transcript of the trial· and allied papers 
relating to the charged offenses and legal review of th~ case. General 
courts-martial examined pursuant . to Article 69 and special (non­
BCD) and summary courts-martial records of trial include only a 
summariz~d transcript of the trial as well as allied papers r'elating to 
the charged offenses, but. do not necessarily .. include all records: of .. 
review p4rsuant to Articles. 69 or '73~ Uniform . Code of Militaty · 
Justice. · ,. · 

Authority for maintenance of the system: 
·to U.S.C. 801-940 (Uniform Codeof Military Justice) and Execu­

tive Order 9397. 
Purpose(s): 
This record system is maintained because a verbatim transcript of 

all general courts..'martial trials (except those examined pursuant to 
Article 69) and special courts-martial trials in which a· bad conduct 
discharge (BCD), was approved, and a summarized transcript of all 
other courts-martial proceedings is required by law. 

Records of trial are required by each office and individual respon­
sible_ for reviewing the legality of the courts-martial findings and 
sentence, determining whether clemency consideration .is warranted, 
and answering inquiries from offices and individuals· concerning the 
status of a particular case. 

Statistical data obtained from records of trial are used in determin­
ing jurisdiction and Army-wide trends on disciplinary infraction in 
the Armed Forces and serve as a guide for officials responsible for 
making local and Army-wide policy decisions regarding military 
justice activities. · 

Routine uses of records maintained in the. system, including catego· 
ries of users and the purposes 9f such uses: 

Courts-martial records reflect criminal; proceedings ordinarily open 
to the public; therefore, they are normally releasable to the public 
pursuant to .the Freedom of Information Act. 

Information ·from these records ·may be disclosed to the Depart­
ment of Justice, the Veterans Administration, and federal, state, and 
local law enforcement agencies for determination of rights and enti­
tlements of the individuals concerned and for use in the enforcement 
of criminal or civil law. . • 

Information from this system of records may also be disclosed to 
law students participating in a volunteer legal support program ap­
proved by the Judge Advocate General of the Army. 

The "Blanket Routine Uses" published at the beginning of the 
Army's compilation of record system f!QtiCes also apply to this 
system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · · · 

Storage: 
Papers in file folders; index cards; computer di'sk-packs; courts­

martial coding sheets; and on a computer database. 
Retrievability: · 
By individual's name and Social Security Number, by courts-mar­

tial number assigned to the case.· · 
Safeguards: 
All reco~ds are prot~cted by systems ·of personnel screening and 

hand receipts. During non-duty hours, military police or contr'act 
guard patrols _ensure protection against unauthorized access. 

Re~ention and dispo~l: 
With respect. to each courts-martial,· there is an original record and 

from I to 5 copies. One copy is given to the accused and the 
remaining copies are ~sed in the review of the case for legal suffi-
ciency. The original record is disposed.of as follows: . 

All records of trial by general · courts~martial and those special 
courts-martial records in which a bad-conduct discharge (BCD) was 
approved are retained in the Office of the Clerk of the Court, US 
Army Judiciary, for t:-2 years after completion of appellate review. 
Thereafter, the records are· forwarded to· the· Washington National 
Records Center, Suitland, MD, for permanent storage. ) 

Records of trial by special courts-martial (non-BCD) and summary 
courts-martial are retained in the staff judge adv:ocate office of the 
general courts-martial authority for 1 year after completion of super­
visory review. Thereafter the records are held for 2 years in the 
record holding area or overseas records center. ·Records are then 
sent to National Personnel Records Center (Military Records), St. 
Louis, MO 63132, where they are retained for 7 years. Thereafter, 
the records are destroyed and the remaining evidence of conviCtion· 
is the special (non-BCD) and summary courts-martial promulgating 
orders maintained in the individual's permanent records and any 
review(s) of the cases conducted pursuant to Articles 69 or 73, · 
UCMJ. · . 

. The original revie.ws of special· (non-BCD) and summary courts­
martial cases and a copy of all other reviews pursuant to Articles 69 
or 73, UCMJ are maintained for 3 years in the Office of the Chief, 
E~amination and New Trials, US Army Judiciary, Falls Church, 
VA. They are retained an additional 7 years _at the Washington 
National Records Center, Suitland, MD, and destroyed. 

Statistical data obtained from gen~ral and special (BCD) perma­
nently on some of the master index 'cards which serve as a means of 
listing records of trial sent to storage or in the database. 

System manager(s) and address: 
The Judge Advocate General, Headquarters, Department of the 

Army, Washington, DC 20310-2210. 
Notification procedure: 
Requests from individ~als as to whether di~re are any general or'·: 

special (BCD) courts-martial recor.ds ,in the system pertaining to 
them should be addressed to the Clerk of the Court (J ALS-CC), US 
Army Judiciary, Nassif Building, Falls Church, VA 22041-5013. 

Requ~sts for information· ·as to special (non-BCD) and SUJ!lmary 
courts-martial records should be addressed to the staff judge advo­
cate of the command where the record was_ reviewed or·, if no longer 
there, to the National Personnel Records Center (Military Records), 
9700 Page Boulevard, St. Louis, MO 63132-5200. 

Requests for information concerning reviews pursuant to Articles 
69 or 73, UCMJ, should be addressed to the Chief, Examination and 
New Trials Division, US Army Judiciary, ·Nassif Building, Falls 
Church, VA 22041-5013. · 
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Written requests should include individual's full naJlle, SSN, the 
record file number if available, and any other personal information 
which would assist in locating the records. Personal visits may be 
made to the Office of the Clerk of the Court or Chief, Examination 
and New Trials Division; individual must _provide identification such 
as a valid driver's license or verbal information sufficient to permit 
locating the records. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system should address inquiries to the Clerk of the Court 
(JALS-CC), U.S. Army Judiciary, Nassif Building, Falls Church, 
VA 22041-5013, if the type of courts-martial or reviewing command 
is unknown. 

Contesting record procedures: 
The Army·~ rules for accessing records, contesting contents, and 

appealing initial agency determinations are contained in· Army Regu­
lation 340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories: 
Information from almost any source may be included in the· record 

if it is relevant and material to. courts-martial proceedings. . 
Exemptions ciaimed for the system: 
Parts of this system may be exempt under 5 U.S.C. 552a(j)(2) as 

applicable. 
An exemption rule for this exemption has been promulgated in 

accordance with requirements of 5 U.S.C. 553(b) (1), (2), and (3), (c) 
and (e) and published in 32 CFR part 505. For additional information 
contact the system manager. . · 

A0027-10cDAJA 
System name: 

Witness Appe,arance Files. 
System location: 
Office of the Judge Advocate General, Headquarters, D.epartment 

of the Army, Litigation Division (DAJA-L T), Washington, DC 
20310-2210. . 

Categories of individuals covered by the system: 
Present and forme·r military personnel and civilian employees re­

quested to appear as witnesses before civil courts~ administrative 
·tribunals, and regulatory bodies. 

Categories of records in the system: 
Name and address of the witness and official req·uesting same; 

name and ·location of trial or other proceeding. 
Authority for maintenance of the system: 
5 u:s.c. 301. 
furpose(s): 
To locate and provide witnesses to U.S, attorneys conducting trials 

on behalf of the Department of the Army. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Information from this system of records may also be disclosed to 

law students participating in a volunteer legal support program ap­
proved by the Judge Advocate General of the Army. 

The "Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of record system notices also apply .. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders and magnetic. tapes/discs. 
Retrievability: 
Retrieved 'by individual's surname. 
Safeguards: 
Records are accessible only to authorized personnel who are prop­

erly instructed in the permissible use ther.eof; building housing 
records are protected by security guards. 

Retention and disposal: · 
Destroyed after 2 years. 
System manager(s) and address: 
The Judge Advocate General, Headquarters, Department of the 

Army, Washington, DC 20310-2210. 
Notification· procedure: 
Individuals seeking to determine if information about themselves is 

contained in this records system should address written inquiries to 
the Judge Advocate General, Chief, Litigation Division (DAJA-

321-135 0-92--;-2 

LT), Headquarters, Department of the Army,. Washington, DC 
20310-2210. 

Individual should provide his/her full name, current address and 
telephone number, case number appearing .on correspondence, and 
any other personal identifying data that will assist in locating the 
record. · 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system shou.ld address inquiries to the Judge Advocate 
General, Chief, Litigation Division (DAJA-L T), Headquarters, De­
partment of the Army, Washington, DC 20310-2219. 

Individual should provide his/her full name, current address and 
telephone number, ·case number appearing on correspondence, .and 
any other personal identifying data that will assist in locating the 
record. · 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial agency determinations are contained in Army Regu­
lation 340-21; 32 CFR part 505; or may be obtained from the system 
manager. ·· 

Record source categories: 
From the individual, Army records and reports, Department of 

Justice, U.S. attorneys, civilian counsel, and similar pertinent s~urces. 
Exemptions claimed for the system: 
None.· 
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System name: 

U.S. Army Claims Service Manageme~t Information System. 
System location: 
U.S. Army Claims Service, Office of the Judge Advocate General, 

ATTN: JACS-Z, Ft. Meade, MD 20755-5360. Segments exist at 
subordinate field operating agencies and at Staff Judge Advocate 
Offices at Army installations throughout the world. Official mailing 
addresses are published as an appendix to the Army's compilation of 
record system notices. · 

. Categories of individuals covered by the system: 
Indiv.iduals, corporations, associations, cou·ntries, states, territories, 

political subdivisions presenting a claim against the United States .. 
Categories of records in the system: 
Name of claimant, claim file number, type of claim presented, 

reports of investigation, witness statements, police reports, pJ10to­
graphs, diagrams, bills, estimates, expert opinions, medic.al records 
and similar reports, copy of correspondence with claimant, potent~al 
claimants, third parties, and insurers of claimants or third parties, 
copies of finance vouchers.evidencing payment of claims, and similar 
relevant information. · 

Authority for maintenance of the system: 
10 U.S.C. 939, 2733, 2734, 2734A, 2734B, 2737; 28 U.S.C. 2671-

2680; 31 U.S.C. 3711 and 3721; 32 U.S.C. 715; Executive Order 9397 .. 
Purpose(s): 
To deyelop and preserve all relevant evidence about incidents 

which generate claims against or in favor of the Army. Evidence 
developed is used as a legal basis to support the settlement of Claims. 
Data are also used as a management tool to supervise claims oper­
ations at subordinate commands worldwide. 

Routine uses of records maintained in the system, including catego· 
ries of user~ and the purposes of such uses: · 

To the Internal Revenue Service for tax purposes. . 
To the Department of Justice for assistance in deciding disposition 

of claims filed against or in favor of the Government and for consid­
ering criminal prosecution, civil cpurt action qr regulatory orders. 

To the U.S. Claims Court and the Court of Appeals for the 
Federal Circuit, to support legal actions, considerations or evidence 
to support proposed legislative or regulatory changes, for budgetary 
purposes,· for quality control or assurance type studies, or to support 
action against a third party. 

To Foreign governments, for use in settlements of claims under the 
North Atlantic Treaty Organization Status of Forces Agreement or 
similar international agreements. 

To the State governments for use in defending or .prosecuting 
claim by the state or its representatives. . 

To the Department of Labor,· for consi9eration in (jetermining 
rights under Federal Employees Compensation Act or similar legisla­
tion. 

To civilian and Government experts for assistance in evaluating 
the claim. 



26 PRIVACY ACT SYSTEMS 

'To the Office of Management and' Budget for preparation of pri-· 
vate relief bills for presentation to the Congress. ' 

To Government contractors for use in defending or settling claims 
filed against them, including .-recovery actions;· arising out of the 
performance of a Government contract. . ·• · 

To Federal and state workmen's compensation agencies for use in 
adjudicating claims. To private insurers with a legal interest in the 
s.amecase. _ . . . _ 

To potential joint tortfeasors or their representatives for the pur­
pose of"prosecuting or defending claims for cpritribution or indemni-
ty.. . ·. . . . . 

Information froht .this system of records ~ay .also pe disdosed to 
law. students participating in-~ volunteer .legal s~pport program ap~ 
proved by_the Judge Advocate General of the Army. 

The "Blanket Ro'utine Uses" set forth at the beginning of the 
Army's compilation of record system ri<?,tices a)so_apply. 

Policies and prac_tices for storing, retrieving, accessing, retaining,. and 
disposing of records· in the system: · 

Storage: 
Index cards, paper records in file folders, computer disc. 
Retrievability: 

:By last name, Social Security Number; or'claim number. 
Safeguards: 
Records are accessible only by authorized personnel who are prop­

erly instructed in the permissible use of the information, buildings 
housing records are locked after n<?rmal business hours. 

Retention and disposal: · · . 
Destroyed. when no long~r neede<,i (claims reports); after· 5 years 

(claims journals); after 6 years, 3 months (investigative reports, 
except those relating to medical malpractice); or 10 years (m.edical 
malpractice investigative reports, claims files)." · 

System mailager(s) and address: . : 
The Judge Advocate General,_ Headquarters, Departt;nent of the 

Army; T)le P~ntagon, Washington, DC 20310-2200. · 
· N~tification procedure: · · · 
Individuals seeking to determine if information about themselves is 

contained in this record system should address inquiries to the Com­
mander, U.S. Army :claims Service, Fort Meade, MD 20755-5360. 

Individual should provide full name, current address and telephone 
number, claim number if known, date and place of incident giving 
rise. to~ the claim,· and any other personal identifying data which 
woulq ~ssist in determining location of the records. 

Record access procedures: 
Individuals seeking access to· records about themselves in this 

system of records should write to the Commander, U.S. Army 
Claims Service, Fort Meade, MD 20755-5360. ' · · . · 

Individual should provide full name, current address and telephone 
number, claim number if known, date and place of incident giving 
rise to the claim, and any other personal· identifying data which 
would assist in determining location of the records. 

Contesting record procedures: 
The Army's :rules for accessing ·records contesting contents, and 

appealing initial determinations are contained in · Army Regulation 
340-21; 32 CFR part 505; or may 'be obtained from the system 
manager. 

Record source categories: 
From the individual; investigative reports ongmating in_ the De­

partment of the Army, Federal Bureau of lnvestiga~ion, and/or for> 
eign, state, or local law enforcement agencies; medical ·treatment 
facilities; Armed Forces Institute; of Pathology; relevant records 11hd 
reports in the Department of Defense, ·· ., · 

Exemptions claimed for the system: '.·. 
1 

None. 
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System name: 

Tort: Cl_aim Files 
System location: 
Office of the Judge Advocate General; Headquarters, Departrru!nt 

of the· Army, Litigation Division (DAJA-L!), Washington, DC 
20310-2210. . . ' 

Categories of individuals cove~~d by the system: 
Individu'als ·who have filed a complaint agai~st 'the U.S. Army in 

the U.S. District Court under the Federal Tort Claims Act. 
Categories of records in the system: 

Pleadings, motions, briefs,· orders, decisions, memoranda, opinions,_ 
supporting documentation, and allied material, including claims inves­
tigation, reports and files involved in rep~esenting ··the U.S. Army in 
the Federal Court System.'. · 

Authority for maintenance <lf the system: 
28 u.s.c. 2671-2680. 
Purpose(s): 
To d~fet:~d the Army in civil .s_uits filed against it in state or federal 

courts. 
Routine u·ses of records. maintained iri the system, including catego-

ries of users and the purposes of such uses: · 
Information is disclosed to the Department of Justice and United 

States Attorneys' ·offices handling the particular case. Most of the 
information is filed in some manner in the courts in which· the 
litig.ation is pending and therefore: is a public. record.· In addition, 
some of the information will appear in the written orders, o'pinions, 
and decisions Of the COUrtS Which, in turn, are published I in the 
Federal Reporter System under the name or style of the case and are 
available to individuals with access to a law library. 

Information from this system of r~cords may also t;>e disclosed to 
law students participating 'in a' volunteer legal support program ap-
proved by the Judge Advocate General of the Army. ·· · 

See· "Blanket .Routine :Uses" set forth at· the .,beginning of the 
Army's compilation of record system notices also ~pply. 

Policies and practices for storing, retrieving, accessing, retaining, and_ 
disposing of records in the system: · - · · · 

'Storage: · · · 
Paper records in file folders; magne~i~ tapes/discs. 
Retrievability: · · 
Retrieved by claimant's surname and court do,c~et number. 
Safeguards: · · 
Records are maintained in file cabinets within secured buildings 

and available only ·to'· deslgiiated authorized individuals who have 
official need for them. · · · · · 

Retention and disposal: 
Records. are destroyed 10 years- after final action on the case. 
System man~ger(s) and address: _. .. 
The Judge Advocate General, Headquarters, Department of. the 

Army, Washington, DC 20310-2210. 
Notification procedure: . 
Individuals seeking to determine· if information about· themselves 

exists in this record system. should. addr_e!)!) written inquiries to the 
Judge Advocate General, Headquarters, Department of the Army, 
Washington, DC 20310-2210. 

Individuals should provide full name, current address and tele­
phone number, case number that appeared on documentation, any 
other information that will . assist in. 'locating pertinent records and 
signature. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system 'should address written inquiries to the -Judge 
Advocate General, Headquarters, Department of the Army, Wash­
ington, DC 20310.:.2210. • 

Individual should provide full name, current_address and telephone 
number, case number that appeared on documentation, any other 
information that will assist in locating pertinent records and signa­
ture. 

Contesting record procedures: 
The Army's rules fa'r accessing records, contesting contents, and 

appealing initial determinations are contained in Army Regulation 
340:-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source: categories.: 
From the individual; A~·my ·records arid 'reports. 
Exemptions claimed for the system: 
None. 

A0027-20cDAJA 
System name: 

Army Property Claim Files. 
System location: 

ti' 

·Staff Judge Advocate Offices at Army commands, field operating 
agencies, installations, and activit~es. A segment of the· system is 
located at U.S. Army Claims Service, Fort Meade, MD 20755-5360. 
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Categories of individuals covered by the system: 
Individuals who, having damaged Government property, were not 

subject to the collection activities of other agencies or organizations 
and therefore require litigation on behalf of the Department .of the· 
Army. . · 

Categories of records in the system: 
Copies of reports from the claim investigator, accident and police 

reports relating to damage, and pleadings, motions, briefs, orders, 
decisions, memoranda, opinions, supporting documentation, and allied 
material involved in representing the. U.S. Army. 

Authority for maintenance of the system: 
31 U.S.C. 3711 and Executive Order 9397. 
Purpose(s): 
To negotiate with, or to sue, as appropriate, . the individual or 

entity, including insurance carriers, responsible for loss or damage of 
US Army property. 

Routine uses of records maintained. hi the system, including catego-
ries of users and the purposes of such uses: · 

Information may be discla"sed to the Department ~f Justice, U.S. 
Attorney, and opposing parties and their attorneys as deemed neces­
sary in litigating property claims. 

Information from this system of records may also be disclosed to 
law students participating in a volunteer legal support program ap­
proved by the Judge Advocate General of the Army. 

The "Blanket Routine Uses" set forth at the beginning of· the 
Army's compilation of record system notices also apply to this 
system.. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file orders; magnetic tapes/discs. 
Retrievability: 
By individual's surname, Social Security Number, and court docket 

number. · 
Safeguards: 
Records are accessible only by authorized personnel \\thO are prop­

erly instructed in the permissible use of the information. 
Retention and disposal: 
Records at the Judge Advocate General's Office are destroyed 10 

years after final action; i.e., completion of litigation of determination 
that case will not be prosecuted. Claims settled by local Staff ~udge 
Advocates are destroyed 5 years after final ac~iqn. 

System manager(s) and address: 
The Judge Advocate General, Headquarters, Department of the 

Army, Washington, DC 20310-2210. · 
Notification procedure: 
Individuals seeking to determine if information about themselves 

exists in this records system should address inquiries to the Judge 
Advocate General, Headquarters, Department of the Army, Wash­
ington, DC 20310-2210." 

Individual should provide their full name, current address and 
telephone number, case number that appeared on documentation, any 
other information that will assist in locating pertinent record.s, and 
signature. 

Record access procedures: 
Individuals seeking access to information about themselves con­

tained in this record system should address inquiries to the Judge 
Advocate General, Headquarters, Department of the Army, Wash­
ington, DC 20310-2210. 

Individuals should provide their full name, current address and 
telephone number, case number that appeared on documentation, any 
other information that will assist in locating pertinent records, and 
signature. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial agency determinations are contained in Army Regu­
lation 340-21; 32 CFR part 505; or may be obtained from the system 
manager. · 

Record source categories: 
From the individual; Army records and reports; Office of Person­

nel Management; Department of Justice, U.S. Attorney, opposing 
counsel,· and similar pertinent sources. · 

Exemptions claimed for the system: 
None. 

A0027-20dDAJA 
System name: 

Medical Expense· Claim 'Files. 
System location: 
Staff Judge Advocate Offices at Army commands,' field operating 

agencies, 'installations and !lCtivities. A segment of the system is 
located at U.S. Army Claims Service, Fort Meade, MD 20755-5360. 

Categories of individuals covered by the system: 
Individuals who have received medical treatment at the expense of 

the U.S. Army as a result of a tortuous or negligent act of a third 
party; third parties causing medica] care to be furnished to individ­
uals entitled to medical care at Government expense. 

Categories of records in the system: 
Copies of medical and personnel records of individuals injured by 

a third party. from whom the U.S. Army is seeking to recover the 
costs of medical care furnished the inju~ed party; accident and police 
reports relating to the injury, Claims investigation files; correspond­
ence with attorneys representing the Army's interest; court docu­
ments; and similar pertinent documents.· 

Authority for maintenance of the system: 
42 U.S.C. 2651-3; Executive Orders 9397 and 11060; and 28 C~R 

part 43. 
Purpose(s): 
To negotiate with the tortfeasor or an insurance carrier, or to sue 

the same to collect the value of medical care furnished the injured 
party. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Information may be disclosed to the Department of Justice, appro­
priate U.S. Attorneys, civilian attorneys· representing· the injured 
party who agree also to represent the U.S. Army's .claim, and oppos-
ing parties and their attorneys. . · 

Information from this system of records may be disclosed to law 
students participating in a volunteer legal support program approved 
by the Judge Advocate General of the Army. · 

The "Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of record system notices also apply. : 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

~torage: 

Paper records in file folders; magnetic tapes/discs. 
Retrievability: 
By individual's surname, Social Security Number, iu1d court docket 

number. 
Safeguards: 
Records are accessible only by authorized personnel who are prop­

erly instructed in the permissible use of the information. 
Retention and disposal: 
Records at the Judge Advocate General's Office· are destroyed to 

years after final action; i.e., completion of litigation or determination 
that case will not be prosecuted. Claims settled by local Staff Judge 
Advocates are destroyed 5 years after final action. 

System manager(s) and. address: · 
The Judge Advocate General, Headquarters', Department of the 

Army, Washington, DC 20310-2210. 
Notification procedure: 
Individuals seeking to determine of information about themselves is 

contained in this records system should address inquiries to the Judge 
Advocate General, Headquarters, Department of the Army, Wash­
ington, DC 20310-2210. 

Individual should provide full name, current address and telephone 
number, case number that appeared on documentation, any other 
information that will assist in locating pertinent records, and signa­
ture. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address inquiries to the Judge Advocate 
General, Headquarters, Department of the Army, Washington, DC 
20310-2210. 

Individual should provide full name, current address and telephone 
number, case number that ~ppeared on documentation, any other 
information that will assist in locating pertinent records,· and signa-
ture. · · 

Contesting record procedures: 
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The Army's rules for accessing records, contesting contents, and 
appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained. from the system 
manager. 

Record source categories: . 
·From. the individual; Army. records. and report~; Office, of Pe'rson-. 

nel Management; Pepartment 9f Justice, U.S. Attorneys, ,opposing 
counsel,· and similar pertinent sources. . . . . .. . . 

Exemption~ claimed for the system: 
None. ·;·• . ,. 

A0027-20SAFM 
System name: 

Pecuniary Charge Appeal Files .. 
System location: ' .. 
US Ar'my Finance·and Accounting C~nter, lndianap'olis: IN 46249' 
Categories of individuals co)er~d by th~ system: · ··: 

.. _,Army . military mefT!bers· 'or .ci~i,li~n employees , held pecuniarily 
liable for charges for which an. appeal. is fil~d. · 

Categories of records in the system: . 
Reports of inv~~tigations, copies _of vouchers,.· cer!ificates, state­

ments and correspondence between Department of the Army staff 
agencies and other Government agencies. 

Authority for maintenance of the system: . . . 
1 10 u.s.c: 30·12~ . . . .•J • ·. 

Purpose(s):· · . 

To obtain data . for _determining th~ propriety of the pecuniary 
liability ruling. 

R~utin~ uses of records maintained in the system, including . catego­
ries of u~rs amt_the purposes of such uses: 
·See 'Blanket Routine Uses'. at 48 FR 25503, June 6, 1983. 

Policies and practices for storing, retrieving, accesshig, retaining, and 
disposing of records· in the system: . .. . . . ' ,;t .... 

Stora'ge: · ·- ··· · · 

. 'Pap~r ~ec9rds .in file folders. 
Retrievability: 
By .individual's surnam~. 
Safeguards: 
Building employs security guards. Records are maintained in are'as 

accessible only to authorized personnel having official need therefor 
in the performance of their duties. 

Retention and disposal: . ;, · 
Records are.destroy~d 10 years after close ·of case.· 
System manager(s) and address: 

. r. Com,rnander, US- Army Finance and Accounting Center, Indianap-
olis, IN 46249. . .. 

Notification procedure: 
· lnformatio,n may be obtained by writing ,to the System Manager. 
Indivi_<;lual_,.must provid~ full name,. SSN, curr~nt address and tele:-
phone number. · , · · 

Record access procedures:· . · 
Individuals desiring access to information concerning themselves 

should write to .the System Manager, providing inforqlation required 
under 'Notification procedure. • . · . ·. , · 

Contesting record procedures: · · · · . · 
· • The. Army's rules for ac:cess ;to records <;tnd for. !=~·ntesting· contents 
and appealing initial deteqninations are contai~~d .in: Army Regyl,a­
tion 340-21 (32 CFR par~ 505). 

Record source categories: · 
·From Army records~and reports. 
Exemptions claimed for: the system: 

· 'Nbne. · . ,· 

System name: . , 
Litigati~n Case Files. 
System location: 

A0027-40DAJ A ... 

'1. 

Office of the Judge Advocate General, Headquarters, Department 
o( the. Army, L_itigati9n' Division (DAJA-L 1), Washington.~ ]?C 
2Q310-22l0; legal· offices of other ~QDA staff agencit;s. field operat­
ing agencies, major commands, and installations .. Official mailin'g ad­
dresses are published as an appendix to the Army's compilation of 
record system notices. 

Categories of individuals covered by:·the· system: . 
·· Any individual who has filed a complaint" against the U.$: Army 
or its personnel in the state or federal courts; military ana civilian 
personnel in the Department of- the Anny· who are named defend­
ants, in their individual or official capacity, in civil litigation initiated 
by or against the Army. · 

Categories ·of records in the system: 
·Pleadings, motions,· briefs, orders, decisions, memoranda, opinions, 

supporting docutnentation, and allied materials involved in represent-
ing the U.S. Army in· the Federal Court System. · · 

Authority for maintenance of the system: 
5 u.s.c. 301. . ~ 

Purpose(s): 
To defend' the:Army in civil suits filed against it in the state or 

federal c0urts. .. 
Routine .uses of records maintllined in the system, including catego· 

ries of users and the purposes of such uses: 
Information is disclosed to Department of Justic'e and U.S. Attor­

ney's offices handling a particular case. Most 'of the information is 
filed in some maimer in the courts in which the litigation is pending 
and therefore is a public record. In addition, some of'the information 
will appear i'n the\ written orders, . opinions, and decisions of the 
courts which, in turn, are. publish~d iri Federal Reporter. System 
under the name or style of the case aria are available to individuals 
w:ith access to· a law library. · . · · 

Information from this system· of records may be disclosed to Jaw 
students participating in a volunteer legal support program approved 
by the Judge Advocate General of the Army. . · . 

The "Blanket Routine Uses" set forth at the beginning of the · 
Army's compilation of record system notices also apply. 

Policies and practices for stori~g, retrieving, accessing,, retaining, and 
disposing of records in the system: 

Storage: .. . . . 
. Paper' records· in file folders; magnetic tapes/ discs. 
Retrievability: 
By indi,vidual;s surname,~11,d court docket number .. 
Safeguards: ~~- . 
Records are maintained in file cabinets within 'secured buildings 

and avS:ilable pf!IY to ·desigt:Ja.ted authorized individuals who h~ve 
official.need theref.or. , . 1, ,. J • 

Retention and.disposal: 
Records at the Office'~of the Judge· Advocate 'General and the 

Chief of Engineers' office (for civil works) .are destroyed after' 30 
years, except .. that those cases determined to, have precedential, 
policy, or otherwise significant, value a~e permanent .. Records in 
other legal offices are destroyed 6 years after- completion of litiga-
tion. . 
. System manager(s) and address: 

Tht! Judge A:dvocate peneral: Headquarters, Department of the 
Army, The Pentagon, Washington, DC 20310-2210. . _1 

Notification procedure: 
Individuals seeking to know if information about themselves is 

contained. in this· record system. should address written inquiries to 
the Judge Advocate General or the Chief of Engineers (for -ci¥il 
works cases), Headquarters, Department of the Army, The Pentagon, 
Washington, DC 20310-2210. . . . · · . 

Individual should provide full name, current address and telephone 
number, case number that appeared on documentation, any oth,er 
information that will assist in locating pertinent records, and signa-
ture. 

Record access procedu'res: . 
; lndividu'als seekirig access to' records about themselves contained in 
this record system should address written inquiries to· the Judge 
Advocate General or the Chief of Engineers (for civil works cases), 
Headquarters, Dcrpartment of the Army! The Pentagon, Washington, 
DC 20310-2210.. . . . . 

Individual should provide. full name; current ~address and telephone 
number, case riurriber that appeared on documentation, any other 
information that will assist in locating pertinent ~ecords, and signa­
ture. 

Contesting record procedures: · . : . 
The Army's rules for accessing records, contesting co~tents, and 

appealing initial determinations are contained . in Army Regulation 
340-21; 35 CFR part 505; or may be obtained from the· system 
manager. 
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Record source categories~ 
Department of the Army records. 
Exemptions claimed for the 'system: 
None. 

A0027-50DAJA 
System riame: 

Foreign Jurisdiction Case Files. 
System location: 
Office of the Judge Advocate General, Headquarters, Department 

of the Army, International Affairs Division, Washington, DC 20310-
2210. (Copy of record will exist for shorter periods in Office of the 
Staff Judge Advocate at the command where case originated.) 

Categories of individuals covered by 'the system: 
Members of the U.S. Army; civilians employed by, serving with, 

or accompanying the U.S. Army Abroad; and dependents of such 
individuals who have been subject to the exercise of civil or criminal 
jurisdiction by foreign courts or foreign, administrative agencies and/ 
or sentenced to unsuspended confinement. . 

Categories of records in the system: 
I~dividual case reports concerning the ~xercise of jurisdiction by ... 

fore1gn tribunals, trial observer reports, requests for provision of· 
counsel; records of trials,' requests for local authoriti~s to refrain from 
exercising their jurisdiction; communications with other lawyers, offi­
cials within the Department of the Army and/or Defense, diplomatic 
missions; other selected relevant documents. 

Authority for maintenance of the system: 
10 u.s.c. 3013. 
Purpose(s): 

· To monitor development and status of each individual case to 
ensure that all rights and protection to which U.S. personnel abroad 
and their dependents are entitled under pertinent international. agree­
ments are accorded such personn~l; to obtain information to answer 
queries regarding the status and disposition of individual cases in­
volving the exercise of civil or·criminal jurisdiction by foreign courts 
or foreign administrative agencies to render management and statisti-
cal reports. • 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Information from this system of records may be disclosed to law 
students participating in a volunteer legal support progra111 approved 
by the Judge Advocate General of the Army. 

Tpe "Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of record system' notices also apply. 

Policies and practices for storing, retrieving, accessing, retainin'g, an'd 
disposing of records in the system: · · 

Storage:. 
Paper records in file folders. 
Retrievability: 
By individual's surname. 
Safeguards: 
Records are maintained in secured buildings, accessible only to 

designated authorized personnel who are properly instructed in the 
permissible use of the information. 

Retention and disposal: 
Individual case files are retained for 30 years following ~ompletion 

of the case. Consolidated and summary reports are permanent 
records at the Office of the Judge Advocate General. 

. System manager(s) and address: 
The Judge Advocate General, Headquarters, Department of .the 

Army, Washington, DC 20310-2210. 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained i,. this records system should address inquiries to either the 
Judge Advocate General,. Headquarters, Department of the Army, 
Washington, DC 20310-2210 or the Staff Judge Aqvocate of the 
installation or command where legal assistance. was sought. . 

Individual should provide full name, current address and telephone 
number, case number and office symbol· appearing on official corre­
spondence concerning the matter, any other identifying information 
and signature. · 

Record access procedures: 
I.ndividuals seeking access to records about themselves co~tained in 

this record system should address inquiries to either the Judge Advo­
cate General, Headquarters, Department of the Army, Washington, 

DC 20310-2210 or the Staff Judge Advocate of the installation or 
command where legal assistance was sought. 

Individual should provide fvll name, current addr:ess and telephone 
number, case number and office symbol appearing on official corre­
spondence concerning 'the matter, any other identifying information 
and signature. 

Contesting record procedures: 
The Army's rules for accessing r~cords, contesting contents, l:1-nd 

appealing initial determinations are contained in.· Army Regulation 
340-21; 32 CFR part 505; or may be obtained from .the system 
manager:· 

Record source categories: 
From the individual, his/her attorney, foreign government agen­

cies, Department of State, law enforcement jurisdictions, relevant 
Army records and reports. 

Exemptions claimed for the system: 
None. 

A0027-60aDAJA 
System name: 

Patent, Cop.yright, Trademark, and Proprietary Data Files. 
System location: 
Primary: JALS-PC, Nassif Building, Falls Church, VA 22041-

5013. . 
Secondary: Office of the Staff Judge Advocate ·at major Army 

commands, field opera~ing agencies, and installations. Official mailing 
addresses ~re publ.ished as an appendix to the Army's compilation of 
record .system notices. 

Categories of individuals covered by the system: 
Individuals who have submitted inventions to the Government; 

inventors with patents or applica~ions for patents procured on behalf 
of the Department of the Army or in which the government has an 
interest; authors of copyrightable or copyrighted material in which 
the government has an interest; and government employees to whom 
copyright assistance has been rendere~. 

Categories of records in the system: 
Documents relating to; disposition of rights in Government em­

ployees' inventions; foreign patent filings; licensing of government­
owned patents, copyrights, and service marks; government interest in 
or under patents, applications for patent, and copyrights procured on 
behalf of the Department of the Army; and invention disclosures 
including drawings, patentability search reports, evaluation repor:ts, 
applications, amendments, petitions, appeals, interferences, licenses, 
assignments, other instruments, and relevant correspondence. 

Authority for maintenance of the system: 
5 u.s.c. 301. 
Purpose(s): 
To ~etermine the rights in government employee inventions, and 

to maintain evidence and record of: documents used. in filing for 
foreign patents; invention disclosures submitted to the Department of 
the: Army; patents and applications for patent procured on behalf of 
the'Army or in which the Army has an interest; patent and copyright 
licensing and assignments; and copyright assistance rendered. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The U.S. Patent and Trademark Office, Department of Commerce, 
and/or to the Copyright Office, Library of Congress. 

In the. event of legal proceedings and ,litigation, information may 
be disclosed to the. Civil Division, ,Department of Justice .. 

For foreign patent filings records are presented to the Director of 
Pa.tent Administration, Department of National ,Pefense in Ottawa, 
Ontario, Canada. . . 

Par~ies to a licensing arrangement have access to the specific files 
involved. · · · 

Concerned c.ontractors and/or Government agencies have access 
in order to conduct patent investigations and evaluations. . 

Information from this system of records may be disclosed to law 
students .participating in a volunteer legal support program approved 
by the Judge Advocate General of the Army. 

The ·"Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of record system notices also apply. 

Policies arid practices for storing, retrie~ing, accessing, retaining; and 
disposing .of records in the system: · 

storage: .. ·: 

Paper records in file folders.· 
Retrievability: 
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By individua!'s surname. 
Safeguards: 
Records are mainhiined · in buildings protected by· sec'ur6:1 guards, 

and are accessible qnly to'·authorized persons having need ·therefor in 
the performance of:official duties. · · 

Retention and disposal: 
A_t the primary location: records pertaining to patent ·matter~ at~ 

retamed for 20 to 25 years depending on the specific 'case; those 
concerning copyright' matters are retained either for 56 years or an . 
expiration of copyright not renewed, after ·which they are destroyed · 
by shredding. · · · · · 

Records at the secondary locations are destrqyed after 2 years. 
System manager(s) and addre~s: . ~ ... 
The Judge Advocate General, Headquarters; Department of the 

Army, Washington, DC 20310-2210; senior patent attorney at each 
secondary location. : .. • . ·. · . • · 

Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this records syst'ems should address inquiries to the 
Judge Advocate General, Headquarters, Department of the Army, 
Washington, DC 20310-2210: . · · · .. -

Individuals should provide full name, current address and tele­
phone number, the case number_,or other identifying information on 
correspondence emanating' from·the Army. · · · ·' 

Record access procedures: 
Individuals seeking access to records about 'themselves contained in · 

this record.Isystem- should address written 'inquiries to the Judge 
Advocate General, Headquarters, Department of the Army, Wash-
ington, DC 20310-2210. ·.., , . :: . ' . , . · .. 

.Individuals should provide full ·name, current address and· tele­
phone number, the. case numt;>er. or other id,entifying. information on 
correspondence emanating from the Army. · · 

Contesting record· procedures: 
The Army's rules for accessing 'records, contesting contents, and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be. obtained from the system 
manager. . .. 

Record source categories: 
From· the individual, Army records, the government agency intei­

.ested in the invention or· copyright, resear'ch material in libraries, the• 
Patent and Trademark Office, and/or the Copyright Office. · · 

Exemptions claimed f~r the system: · . · 
None. 

A0027-60bDAJA · :, 
System name: 

Patent, Copyright, and Data License . Proffers, Infringement 
Claims, and Litigation Fil~s. 

System location: 
·office ofthe Judge Advocate Gener~I. D~pariment of the Army, 

Patents, Copyrights, and Trademarks Division, ,Nassif Building, 5611 
Columbia Pike, Falls Church, VA 22041-5013.· · .. · 

Segments of this system may exist at the O'ffice, Chief of Engi­
neers, Headquarters, U.S. Army Materiel Command, and/or its major 
subordinate field commands. 

. Categories of individuals covered by the system: . . 
Claimants .or defendants i~ 'administrative proceedings or litigation 

with the government for improper u~, infringeme~t, enforcement. of 
agreements, or comparable' claims concerning patent~ or copyrights; 
individuals having copyrights in material in which' the Department 9f 
the Army is interested; individuals who own patents which they 9ffer 
to license to Department of the Army; individuals seeking private 
relief before the Congress because of right in ·inventions, patents, 
copyrights, or data licenses. . . ~ ' 

Categories of records i~ the syste~: . . . . . 
·Documents relating to the administrative assertion of claims by.and 

against the government and to . ligitation with the government for . 
alleged misuse of patents, copyrights, trademarks, and data, including . 
inquiries, investigations, settlements, communications :with claimants 
or defendants, and related correspondence; documents relating to . 
adyice and assistance provided in ,obtaining licenses for. Department 
of the Army' use of copyright material; .documents· relating . to the 
investigation and disposition of patent license-offers; documents relat­
ing to investigations in connection with processing proposed legisla­
tion or bills for private relief of individuals· because of rights of 
individuals in inventions, patents, copyrights, or data,. including re-

ports of investigations, comments or recommendations, and related 
correspondence. i: .. . , 

Authority for maintenance of the system: 
5 u.s.c. 301. 
Purpose(s): 
To maintain evidence and record of claims and litigation involving 

Department of the Army concerning patents, tr_ademarks, copyrights, 
and data; to maintain evidence and ·record of Department of the 
Army attempts to use copyrighted material and to receive 'the copy­
right owner's permission .for .. such use;; to maintain record and· evi­
dence of P.atent license .offers received and inyestigations and reports 
pursuaqt thereto; and· to maint.ain record and evidence of. investiga­
tions of proposed legislation _or bills for. private relief .. 

Routine uses of records· maintained in the system, including catego­
ries of. users and the purposes of such uses: 

Government agencies involved in th~ claims or litigation and the 
Civil Division, Department of Justice, have access to the records to 
determine the validity ·of allegations and to properly prosecute or 
defend the case; government agencies potentially interested have 
access to the records of offered licenses to determine actual interest; 
Congress receives repor.ts_ on Department of the Army's position on 
particiill;lr· tlills for' private relief. . . . 

Informatio'n' from this syste~ of records may. be disclosed,'to ·Jaw 
students participating in a volunteer legal support program approved 
by the Judge Advocate Ge~eral of the Army. 

Policies and practices for storing, retrieving, accessing, retaiging, and 
disposing of records in the syste~p: 

Storage: 
Paper records in file folders. 
Retrievability: 
.By individual's surname.~· . ,. 
Safeguards: 
Rec6rds ·are accessibl~ only by authorized personnel who are'P.rop-

erly instructed in the permissible use of information therein. 
.Retention and. disposal: . . 
Destroyed after 25, 30, or 35 years depending on the specific case: 
System 'manager(s) arid acldress: 
The Judge Advocate General, Headquarters, Department of the 

Army, Washington, DC 10310-2200. · 
Notification procedure: ·,. · 
.Individuals seeki,ng to det.~rmine if information' about themselves -is 

contained in this ~ecords system should address inqui.ries to ,the Judge 
Adyocate General, He.adquarters,. Department of the Army, Wash-
ington, DC 20310-2200. · · . . . · 

Individual should provide full name, current address and telephone 
number, case number that appeared on documentation, any other 
information that will assist in locating pertinent records, and signa­
ture. 

Record access procedures: 
Individuals seeking access to information about themselves is con­

tained in this record system .should address inquiries to the Judge 
Advocate General, Headquarters, Department. ·of the. Army, Wash-. 
ington, DC 20310-2200. · · · .·: · · · . · 

Individual should provide full name, current address and telephone 
number, case n.umber that appeared on documentation, any other 
information 'that will assist in locating pertinent records, and signa-
hire. · : ' · 

Contesting record proc~dures: J 

The Army's rules for accessing records, contesting 'contents, and 
appealing 'initial· determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from: the system 
manager. 

Record-source c~tegories: .1·. •. 

From the individual, the Army organizational element interested in 
the copyrighted material or offered license, employment records; 
pertinent governmenti patent files,' Department of Justice and/or the 
government agencie~ involved .in the claims or litJgation. · 

. Exemption,s claimed for· the syst.em: 
l·None. , ·· · .t 

A0030-1AMC 
System name: 

Food ·Taste Te;st Panel Files. 
. System location; 'f, 
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US Army Natick Research, Development and Engineering· Center, 
Natick, MA 01760. . 

. Categories of individuals covered by the system: 
Civilian and military personnel who volunteer to participate in 

sensory taste tests of food items. 
Categories of records in the system: 
Questionnaire and locator documents completed bY. partiCipants 

containing name, date, organization, business telephone number, sex; 
age, marital status, rank/grade, present/prior military service, highest 
educational level attained,. section of country lived in' the longest, 
willingness to test irradiated foods, food aversion/food· preference 
data. 

Authority for maintenance of the system: 
lO u.s.c. 3012. 
Purpose(s): 
To evaluate food rations under development by the Army; to 

determine acceptability of food items in consideration of purchase. 
Routine uses of records maintained in the system, bicluding catego­

ries. of users and the purposes of such uses: 
. See 'Blanket Routine Uses' set forth at the beginning of the Army's 
listing of record system notices. · · 

Policies and practices for storing,. retrieving, accessing, retaining, and 
disposing of records in the system: · ; · 

Storage: · . 
Compute~ paper pri~touts, cards, magnetic 'tapes and paper records 

iri file folders. · . . . . 
Retrievability: 
By participant's surname or assigned uniq!Je number: 
. Safeguards: . . . . 
Records are stored in metal file cabinets which· are locked when 

not under the control. of authorized personnel. Buildings housing the 
records employ security guards. 

Retention and disposal: 
Records· are destroyed when participant is no longer active in the 

program. .. 1 • 

System manager(s) and address: 
Commander, US Army Natick Research, Development and Engi­

neering Center, Natick, MA 01760. 
Notification procedure: 
Information may be obtained by writing to the System Manager, 

ATTN: Science and Advanced Technology Directorate .. 
Record access procedures: 
Individuals who believe information on them is contained in this 

system of records should write to the Sensory Analysis Branch, 
Science and Advanced Technology Directorate, US Army Natick 
Research, Development and Engineering Center, Natick, MA 01760, 
furnishing their full name and current address. · 

Contesting record procedures: 
The Army's rules for access to records and for contesting contents 

and appealing initial determinations are contained in Army Regula­
tion 340-21 (32 CFR part 505). · · · 

Record source categories: 
From the individual. 
Exemptions claimed for the system_: 
None. 

A0037-1DAPE 
System name: 

Resource Management and Cost Accounting Files. 
System location: · , 
Headq~arters, Depa~tment of the Army, Staff and field operating 

agencies, major commands, installations and activities. Official mail­
ing addresses are published as an appendix to the Army's compilation 
of record systems notices. 

CategorieS of· individuals covered by the system: 
Military· and civilian personnel assigned/at.tached to. the organiza­

tion. 
Categories of records in the system: . 

· Records by individual of man-hours applied to the accomplish~ent 
of assigned tasks or· projects. Specific data elements include name, 
Social Security Number/employee identification number, organiza­
tional element, military rank/civilian grade, job title; clearance status, 
rating data, regular/overtime wage rates, regular/overtime hours 

worked, hours of leave taken, record of official trave.l, project code, 
accounting code and cost data, workload units accomplished, file 
references and related information and records control data. 

Authority for maintenance of the system: 
5 U.S.C. 301; 10 U.S.C. 3013; and Executive Order 9391: 
Purpose(s): 
To project manpower and monetary requirements; to allocate 

available resources to specific projects;. to .schedule workload and 
·assess progress; to project future organizational milestones; to evalu­
ate individual performance an<;l equipment.efficiency; to set standards 
and methods; to record and control personnel and equipment utiliza­
tion; to document inventories; to interpolate training ne~ded by unit 
or individual; to monitor use of overtime; to control and monitor 
obligatbns and expenditures of government funds; to provide audit 
trail; to generate statistical reports of workload and production levels 
and other trends within the organization; and to provide other ac­
counting imd monitoring reports. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" set forth at the beginning of the 
·Army's compilation of record .system notices. apply to this record 
system. · · · 

Policies and practices for· storing, ~etrieving, accessing, retaining, and 
disposing of records in the system:· · 

Storage: · 
Punch cards, 'rriagnetic tapes, cards, discs, microform, microfiche, 

computer printouts and paper records. , 
· Retrievability: . 
By individual's ·name, Social Security Number, or employee .identi­

fication number. lnfo.rmation may also be accessed by a non-personal 
data element such as project code, cost accounting code, or organiza-
tional element. : 

Safeg>Jards: 
Automated systems employ computer hardware/software safe­

guard: features. All records are maintained in controlled areas, within 
buildings/rooms which are secured during non-duty hours. Personal 
information. is accessed only by individuals who have need therefor 
in their official duties. 

Retention and disposal: 
Magnetic media are erased after l year; manual records are de­

stroyed after 1 year by pulping, tearing, or shredding. 
System manager(s) and address: , 
The Deputy Chief of Staff for Personnel, Headquarters, Depart-: 

men~ of 'the Army, · The . Pentagon, Washington, DC 20310-4000. 

Notification procedure: 
Individuals seeking t<Y determine 'if information about them~elves is 

contained in this records. system should address written inquiries to 
the· agency head/installation commander of the Department of the 
Army. organization· to which they are (or were) assigned/employed. 
Official mailing addresses are published as an appendix to the Army's 
compilation of record systems notices. . · · 

Individual should provide the full name, Social Security Number, 
office believed to· have the record,' time frame, and other information 
verifiable from the record itself. 

Record access procedures: 
Individuals seeking access to records about themselves contained in· 

this record' system should address written inquiries to the agency 
head/installation commander of the Department of the Army 'organi­
zation to which they are (or were) assigned/employed. Official mail­
ing addresses are pub!ished as an appendix to the Army's compilation 
of record systems notices. · · 

Individual should provide the full name, Social Security Number, 
office believed to have the record, time frame, and other information 
verifiable from the record itself. 

Contesting record procedures: 
The. Army's rules for accessing records, contesting contents, and 

appealing initial agency determinations by the individual concerned 
are published in Department of the Army Regula ton 340-21; 32. CFR 
part 505; or may be obtained from the system manager. 

Record source categories: 
Employee time cards; organization manpower rosters; individual 

personnel and training records; production records; travel orders; 
unit inventory records; and other relevant Army documents and 
reports. 

Exemptions claimed for the system: 
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None. 

A0037-2-1CE 
System name:· 

Corps of Engineers Managerrient Infot~ation System Files.: 
System location: · 
_Fi~ance and accounting offices in Corps of Engineers Division and 

D1stnct. Offices;··addresses may be obtained from the Chief of Engi­
neers, Headquarters, Department ·of the Ar~y, Washi~gton, DC 
20314. 

Categories of individuals covered by· the system: . · · 
. Civilians ~nd military employees of the Corps of Engineers located 

at Division aid District Offices. · · · .. · ' 
Categories of records -in the system: . . 

· Employees· name, SSN, pay _rate, ·employing office, organizational 
location, cost codes, functional designator funds, coverage under Fair 
Labor Standards Act, travel advance record, and similar information. 

Authority for maintenance of the system: 
5 U.S.C., section 301. 
Purpose(s): 
To compute employee l~bor and travel costs charge-d to the_ job 

worked on in the management of financial expenditures .. 
Routine uses of records maintained in the system, 'including catego~ 

ries of users and the purposes of such uses: . . 
See 'Blanket Routine Uses' set forth at the beginning of the Army;s 

listing of record system notices. . . . ' 
Policies and practices for storing, retrieving; accessing, r~taining, and·: 

disposing of records in the system: ·: ' 
Storage: _.r. .. 

Computer magnetic tape and printouts; microfilm. 
Retrievability: 
By SSN. 
Safeguards: 
<;::omputers ·in · which. system information resides are located in 

loc~ed rooms_ which are accessible only to authorized persons po,s­
sessmg a special badge or pas~word. Microfilm produced by contract 
with vendors is maintained by the contractor un~er lock. ~nd key. 

Retention and disposal: 
Cost data as input documents and voucher o~tp.ut :listings compris­

ing employee labor .and travel costs, and au'dit trail tapes of valid 
transactions, are destroyed after 6 years and 3 months; punched cards 
which process .these data are destroyed upon completion of audit by 
General Accounting Office. Internal/external output files containing 
these data are destroyed after 30 years. Utility files· (output reports · 
for maintaining and controlling transact;ons) ar~ destroyed after 5 
years. Magnetic tape data base . containing tr~J;Isactions results proc­
essed by the update programs are retained for 30 years. Computer 
printouts and· magnetic tapes ar~ retained . ori fllicrofilm. Req)rds 
prior to July 2,.1975 are destroyed after 10 years and 3 months; those 
on/after July 2,.1975 are Dec. 2, 1.975 are· de-stroyed after 6 ye~i'rs and 
.3 months. '- . · .r • . .• .... • ' 

System manager(s) and ad"ress: 
ChieLof Engineers, Headquarters, Department of the Army, Wash­

ington, DC 20314. 
Notification procedure: ,. '-
Information may be obtained from the servicing ·Comptroller office 

within the Corps of Engineers, District/Division. 1 
; • 

Recoril access· procedure~: 
· Individual requests should be ~ddres~ed as provided i'n 'Notifica­

tion ·procedure'; individuals must provide his/her full name, and 
SSN. 

Contesting record procedures: 
The Army's rules .for access to records and· for contesting contents 

and appealing initial determinations are contained in Army ~egula-
tion 340-21 (32 C_FR part 505). · 

Record source categories: 
From the individual; offiCial Army records and reports. 
Exemptions claimed for· the system: 
None. 

A0037-103aSAFM 
System name: 

Contractor Indebtedness Files. 
System location: 

Primary: US Army Finance and Accounting·.Center, Ft Benjamin 
Harrison, IN 46249. · 

Secondary: All Army installation and. comrt:~ands, and Defense 
Contract Administra~ion Services Regions .that administer ,contracts 
for the Department of the Army.· · ·. ·· · . . 

Categories of individuals covered by the system: . 
Contractors, .as. individuals, determined indebted to the 1-Jnited 

St'ates Governrrien't: ' · 
, Categories .of recQ_rds in ·the system: · • 
Correspondence. between contracting offi~er, administrative con­

tracting officer ·and/or the us. Army Finance and Acc'ounting Center· 
and the contractor, that terminates contract, demands ·payment and 
establishes debt, and any other _related paper~. 

Authority for maintenance of the system: 
Federal Claim Collection Act of 1966, 80 Stat. 308, 31 · U:S.C. 951-

53. 
Purpose(s): 
To initiate. collec_tion action against- a contractor who is determined 

. to be indebted to the United States, to determine."whetherjudicial 
proceeding~ should be initiate<;J.against the contractor and to maintain 
and distribute 'a list of contractors determined to be indebted .to .the 
Unite~ States. . · · . · 

Routine uses of records _,in.aintai~e'd in the' ~ystem, inCluding. catego· 
ries of users and the purposes of such uses: . . 

List of contractors determined to be indebted to the US. Govern­
ment is furnished to all ·government agencies for administrative offset 
prior to payment on contract. · ... ·· 

Disclosure to consumer reporting agencies: . 
Disclosures pursuant to 5 USC. ·s52a(b)(i"2) may be inade to 

'consumer reporting agencies' as defined in the Fair Credit Reporting 
Act (15 U.S.C. 1681a(t) or· the Fair Claims Collecti0n Act' of 1966 
(31 U.S.G. 3701(a)(3) when ·an individual is responsible foh a debt to 
the US Army, provided the debt has been validated, is overdue, and· 
the debtor has been advised of the disclosure. and his rights to 
dispute,. ~ppeal or review the claim; ,(lnd/or whenever a financial 
status report is requested for use ·in the administration of the Federal, 
Claims Collection Act. Claims of the United States may be compro­
mised, terminated or suspended when· warranted by information col-
lected. · · 

Policies and practices for storing, retrieving, accessing, retaining, ·and 
disposing of records in the system: 

·Storage:· : .. ·· 
Paper records in file· foiders,. stored in ·steel filing cabinets. · 
Retrievability: 
By i~divi~ual's surmime:. · " 
Safeguards: 
R~cords are accessible. only by .. authorized personnel and are 

locked after duty hours. Buildi!lg employs s~curity guards. 
Retention and disposal: 
Files are permanen.t. They .are retained in active file until end of 

calei:Idar year in whjch final action is; taken, held 2 years ·after file is 
closed then transferred to the Washington National Records Center. 
Copies of files that are sent to the General Accounting Office for 
determination of judicial proceedings or further collection action are 
retained in the US Army Finance and Accounting Center until notifi­
cation is received that the file has been closed. 

System manager(s) and address: 
Commander, US Army Finance and Accounting Center, Indianap­

olis, IN 46249. 
Notification procedure: ··:·. 
Individuals desi~i~g t~ know whether this system of records con­

tains information about them should contact the System Manager, 
ATTN: FINCP-F; furnishing "full naine and the contract number 
concerned. 
· Record access procedures: 

Individuals seeking access to .records in. this system should submit a 
written request as indicated in 'Notification Procedure' and furnish 
information· required therein. 

Contesting record procedures: 
The Army's rules for access to records and for cont~sting contents 

ahd app_ealing initial determinations are contained. in Army Regula­
tion 340-21 (32 CFR part 505) .. ·· 

. Record source categories: 
From the individual, contnicting offices.' 
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Exemptions claimed for the system: 
None. 

A0037-103bSAFM 
System name: 

Subsidary Ledger Files (Accounts Re~eivable). 
System location: 
Finance and Accounting Offices, world-wide; addresses may be 

obtained from the System Manager. 
Categories of individuals covered by the system: 
Military and civilian personnel with the Department of the Army, 

Department of Defense, and other Government agencies. 
Categories of records in the system: 
Individual control files for services rendered. 
Authority for maintenance of the system: 
Pub. L. 97-365, Debt Collection Act of 1982; E.O. 9397. 
Purpose(s): 
To maintain records of charges due the Army for services pro~id­

ed to effect collection action, i.e., telephone, quarters, food, clot~ing, 
etc. · · 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

See 'Blanket Routine Uses' set forth at the beginning of the Army's 
listing of record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders; card files; magnetic tapes; computer 

printouts; and microfiche. 
Retrievability: 
By individual's surname or SSN. 
Safeguards: 
Records are maintained in areas accessible only to authorized per-

sonnel who are properly screened, cleared, and trained. 
Retention and disposal: 
Records are destroyed 3 years after closing ledger accounts. ·· 
System manager(s) and address: 
Commander, U.S. Army Finance and· Accounting Center, Ft Ben­

jamin Harrison, IN 46249. 
Notification procedure: 
Individuals desiring to know whether or not information on them 

exists in this system of records may inquire of the· System Manager 
or from the finance and· accounting office where service was provid- · 
ed. Individual should provide full name, SSN, current address, and 
sufficient details to enable locating the record. 

Record access procedures: 
Individuals desiring access to records pertaining to them should 

follow the requirements in 'Notification procedure'. 
Contesting record procedures: 
The Army's rules for: access to records and for contesting contents 

and appealing initial determinations are contained in Army Regula­
tion 340-21 (32 CFR part 505). 

· Record source categories: 
From the individual, finance and accounting ·offices, member's 

commanding officer. 
Exemptions claimed for the system: 
None. 

System name: 
Validation Files. 
System location: 

A0037-103cSAFM 

US Army Finance and Accounting Center, Indianapolis, IN 46249 
Categories of individuals covered by the system: 
Any Army military member or Department of Army ci.vilian or 

former military member or individual suspected of fraud or tmproper 
payment. 

Categories of records ht the system: 
Reports of copies of vouchers/orders/notices of exception/military 

pay orders/certificates of dependency, sworn statements, and corre­
spondence between the Comptroller of the Army, U~ General Ac­
counting Office, Department of the Army staff agenc1es, US Army 

Criminal Investigation Cqmmand, and/or other governmental agen­
cies. 

Authority for maintenance of the system: 
·44 U.S.C. 3 fOL 
Purpose(s): 
To obtain data for determining propriety. and validity of Army 

financial transactions:' 
Routine uses of records maintained in the system, including catego-

ries of users and the purposes of such uses: · 
See 'Blanket Routine Uses' set forth at the .beginning of the Army's 

listing of record system notices. 
· Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in ·the system: 

Storage: 
Paper records in file fold~rs. 
Retrievabili,ty: 
'By individual's surname. 
Safeguards: 
Building employs security guards. Recor~s are m~intained in areas 

accessible only to authorized personnel havmg offictal need therefor. 
Retention and disposal: 
Records are destroyed after 3 years. 

· System manager(s) and address: 
Commander, US Army Finance and Accounting Center, Indianap­

olis, IN 46249. 
Notification procedure: 
Information may be obtained from the System Manager. Individ­

uals should furnish their full name, SSN, current address and tele­
phone number. 

Record access procedures: 
Individuals desiring access to informati(:m. co!'cerning. themse!ves 

should write to the System Manager, provtdmg mformat1on reqmred 
under 'Notification procedure'. 

.contesting record proced~res: 
The Army's rules for access to records and ~or c<?ntesting contents 

and appealing initial determinati~ns are contamed m Army Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: 
· Federal Bureau or' Investigation, Criminal Investigation .Detach­

ments, finance officers, Provost Marshals and individuals. 
Exemptions claimed for the system: 
None. 

System name: 
Conversion Files. 
System location: 

A0037.:...103dSAFM 

US Army Finance and. Accounting Center, Indianapolis, IN 46249 
Categories of individuals covered by the system: 
Active and forme~ members of the Armed Services and civilians 

who file military payment certificate (MPC) claims and/or· foreign 
currency claims. · 

Categories of records in the system: 
Individual's application for exchange of military payment certifi­

cates; letter request for exch~n~e of MPC and fore1gn c.urrency; 
military pay vouchers; substanttatmg documents such as rece1pts; ~nd 
correspondence between the US Army Finance and Account!ng 
Center and claimant, and other Army and Government agenctes. 

Authority for maintenance of the system: 
10 u.s.c. 3012. . 
Purpose(s): . 
To evaluate claim and, if approved, issue Treasury check to claim­

ant. 
Routine uses of records maintained in the system, including; catego­

ries of users and the purposes of such uses: 
See 'Blanket Routine Uses' at 48 FR 25503, Ju[}e 6, 1983. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records in file folders. 
Retrievability: 
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. Bx claimant's. surname. 
Safeguards: 
Building employs security guards. Records are maintained in.areas 

accessible only to authorized personnel having official need th~refor 
in the performance of their duties. · 

Retention and disposal: ~ ·· 

Records are destroyed 10 ye~rs ~fter final action on claim. 
System man:;tger(s) and address;. 

1.''• 
·commander, us Army Finance and Accounting Center, .Indianap-

olis, IN 46249 · · 
Notification procedure: ,. .. ·· 
Information may be obtained fr~m the System Manager,_ ,Individ­

uals should furnish their full name,. SSN, current address a~d tele: 
phone number. ' · · 

. ~ . 
Record access procedures: 
Individuals desiring access to inform.3tion concerni~'g t:h!e~sel~es 

should write to the System Manager, providing information required 
under 'Notification procedure'. . : ,. ·· . , ·· · '~ • 

Contesting record procedures: 
The Army's rules for access to records and for contesting'contents 

and appealing initial determinations· are· contained ·in· Army. regulation 
340-21 (32 CFR part 505). 

Record source categories: ,.·. ·• ; , 
From the individual; Government agencie_s, records -and -rep~rts: 

.. Exem~tions cl_aimed for the system: 
·None. 

A0037-103eSAFM 
System name: 

Disbursing Office Establishment and' Appointment Files. · ,' 
System location: . . . . 
US Army Finance and Accounting Center, Indianapolis, IN 46249. 
Cat~gories of individ~ais:c.ov~red by the. system: · .. 
Army military members or Department of Army civilians who arer 

appointed a deputy or bond issuing agent; individuals .,apppinted an 
accountable officer or special disbursing agent. 

Categories of records in the syst'em! ' · . . · : -. 
Records include Department of the Ar~y FQ~m· .. J866 {Designation1 

and Appointment of Deputy to Disbursing qrti.Cer), .U:~AF AC Form 
35-12FL (Certification as Issuing Agent of U.S. Saving Bonds), 
USAFAC·Form 35-13Fl; (Letter-to Federal-Reserve Bank on Bond 
Issuing Agent) and letter requests for the approval and appointment' 
of other than Finance Corps officers as ·accountable officers .. and 
special disbursing agents. 

Authority for maintenance of the systen:t: 
10 u.s.c. 3012. ' .. I 

Purpose(s): 
To obtain data ·in the appointment or termination ~f deputies and 

bond issuing agents and the appointment or termination of other than 
Finance Corps officers as accountable· officers. and special disbursing 
agents. 

Routine uses of records maintained in the . .system, including catego· 
ries of users an~ the 'purposes of sue~ uses: . .. ' . . 

S~e 'Bia~kei Routine Uses' at 48 FR 25503, June 6, 1983: 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
Paper records in file folders. • ir · 
Retrievability: 
By individual's ~urname. 
Safeguards: 
Building employs security guards. Records are maintained in areas 

accessible only to authorized personnel having official need therefor 
in the performance of their duties. . . · 

Retention and disposal: 
Records are destroyed 10 y'ears after revocation of appointmen~:. 
System manager(s) and address: 
Commander, US· Ar~y Fi~ance and Accounting Center, Indianap-

olis, IN 46249 · · 
Notification procedure: 
Information may be obtained by wntmg to the System manager. 

Individual should furnish their full name, SSN, current address and 
telephone number. 

Record access procedures: 
Individuals desiring access to information concerning thermselves 

should write to the System Manager,. providing information required 
under 'Notification procedure'. r' 

Contesting record procedures: 
The Army's rules for access to.· records and for contesting 'cont~nts 

and appealing initial determinations are contained in Army Re~ula­
tion 340-21 (32 CFR part 505)., i 

Record source categories: 
Finance and Accotinting··officers:

1 

Exemptions claimed· for the system: 
None. ' ' 

A00~7~to4-taSAFM 
System name: 

Joint Uniform Milita_ry,,P_ay System-~rmy-Retired Pay. 
System location: 

. U.S .. Army Finance and Accountir,tg Center,,· .Indianapolis, IN 
4624?. . . . 

C~tegories of indi~iduals covered by the sy~tem: 
Retired Army members, beneficiaries of deceased retired Army 

members. 
. CategorieS of records in the system: 

Individual retired ~ilitary pay records; correspondence with indi­
vid.uals. ·concerning their retired pay accounts, all 'documents substan­
tiating entitlements to retired pay. 

Authority for maintenance of the system: 
10· U.SC:; E.O. 9397.,t 
Purpose(s): 
To establish and compute pay of retirees and their beneficiaries; to 

produce permanent record of transactions; and to prepare financial, 
budgetary, and actuarial reports. 

Routine uses of records maintained in the system, including catego-
~ies of use~s and the purposes of such uses: ' ' . . 

Information in this system may be disclosed . to: (a) Veterans Ad­
ministration: To record the c.<;>ll,ection of premiums for National Serv­
ice Life Insurance. (b) Fiscal Agent for Veterans Group Life Insur­
ance (VGLI): To initiate starts, stops; ·and· changes for VGLI premi­
um payments by allotment for retirees. (c) Trustees/Guardians of 
Mental Incompetents (MI): To exercise a fiduciary responsibility on 
behalf of MI retirees and annuitants. (d) States and Cities: To verify 
tax liability against retiree's state and . city income tax returns. (e) 
American Red Cross: To assi~t military personnel and their depend­
.en~s in determining sta~us of mont~ly pay, .d.ependen~s: allot'!l~~ts; 
loans, 'and related financial transactions. (f) Mihtar.y bankmg facihti~s: 
Information as io current military addresses and assignments may be· 
provided to military banking facilities who provide 'banking servic~s 
overseas and who are reimbursed by the Government for certam 
checking and Joan· losses. For personnel separated, discharged or 
retired from the Armed Forces, information as to last: known residen­
tial or home of record address may be provided to the military 
bank,ing faG.il,ity upon certificatio~ b.Y. a banking facility. officer that 
the facility' has a returned or dishonored check negoti~ted ~Y ~he 
individual or the individual has defaulted on a.Joan that, If restitutiOn 
is not made by the individual, the U.S. Government wii.I be liable for 
the losses the facility may incur. (g) Disclosure pursuant to 5 U.S.C. 
552a(b)(l2) may be made from this system to consumer reporting 
agencies as defined in the Fair Credit Reporting Act (15 U.S.C. 
168Ja(f) or the Federal Claims Collection Act of 1966 (31 U.S.C. 
370J(a)(3)). (h) See 'Blanket Routine Use' set forth at the beginning 
of the Army's listing of record system notices. 

Policies and practices for· storing, retrieving, accessing, retaining, and 
disposing of records in the system: · · 

Storage: 
Paper records in file folders, computer disk files7 microfiche, 

micro.-computer hard and floppy disks. 
Retrievability: 
,By SSN and· name. 
Safeguards: 
The U.S. Army Finance and Accounting Center employs· security 

guards. An employee badge and visitor registration system is in use. 
Recm,ds are· maintained in areas accessible only to authorized person­
nel who are properly screened, cleared· and trained. Access to com­
puter disk files is controlled by USERID and password. Computer 
equipment and files are in separate secured area. 
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Retention and disimsali 
Incividual retired military pay records are converted to microfiche 

and retained. for 56 years; destruction is by shredding. The retention 
periods for other records vary· according to category of record, but 
total retention periods do not exceed 56 years after termination of the 
account. (Account is terminated by eithe.r death of retiree, or if the 
retiree has designated annuitants under Retired Servicemen's Family 
Protection (>Jan or the Survivor Benefit Plan, the subsequent death 
or ineligibility of the annuitant.) Records are destroyed at the end of 
the 56 year .retention period. 

System manager(s) and address: 
Commander, U.S. Army Finance and Accounting Center, Indian-

apolis, IN 46249. · · 
Notification procedure: 
Information may be obtained from the Director,.Retired Pay Oper-

ations by calling (317) 542-293 t: · · ' 
Record access procedures: · . 
Individuills may request access to records in this system pertaining 

to them by ·writing to the Commander, U.S. ·Army Finance and 
Accounting Center, ATTN: Department 90, Indianapolis, IN 46249. 
Individual should provide full name, SSN of retiree, and signature. 
Visits are limited to the U.S. Army Finance and Accounting Center, 
Indianapolis, IN. 

Contesting record procedures: 
The Army's rules for access to records and for contesting contents 

and appealing initial determinations are contained in Army· Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: · 
From Department of Defense agencies, the Veteran's Administra­

tion, Social Security Administration, Department of Treasury, finan­
cial institutions and insurance companies. 

Exemptions claimed for the system: 
None. 

A0037-104-IbSAFM 
System name: 

Debt Management System. 
System location: 
United States Army Finance and Accounting Center (USAFAC), 

Fort Benjamin Harrison, Indiana 46249-0001. · 
Categories of individuals covered by the system: 
Separated and retired military/civilian personnel and others indebt-

ed to the U.S. Army. · 
Categories of records in the system: 
Records of current and former military members and civilian em­

ployees' pay accounts· showing entitlements, deductions, payments 
made, and any indebtedness resulting from deductions and payments 
exceeding entitlements.· These records inClude, but are not limited to: 
Individual military pay records, substantiating documents such as 
military pay orders, pay adjustment authorizations, military master 
pay account printouts from the Joint Uniform Pay System (JUMPS), 
records of travel payments, financial record data folders, miscellane­
ous vouchers, personal financial records, credit reports, promissory 
notes, individual financial statements, and correspondence. Applica­
tions for waiver of erroneous payments or for remission of indebted­
ness with supporting documents including, but not limited to, state­
ments of financial status (personal income and expenses), statements 
of commanders, statements of accounting and finance officers, corre­
spondence with members and employees. Claim!' of individuals re­
questing additional payments for service rendered with supporting 
documents including, but not limited to, time and attendance reports, 
leave and earnings statements, travel orders, travel vouchers, and· 
correspondence with members and employees. Delinquent accounts 
receivable from field accounting and finance officers including, but 
not limited to, returned checks, medical services billings, collection 
records, and summaries of the U.S. Army Criminal lnvestigatiqo 
Command and Federal Bureau of Investigation reports. Reports from 
probate courts regarding estates of deceased debtors. Reports from 
bankruptcy courts regarding claims of the United States agaiost debt­
ors. 

Authority for maintenance of the system: 
31 U.S.C. section 3711; 10 U.S.C. section 2774; 12 U.S.C. section 

1715; and E.O. 9397. 
Purpose(s): 
To provide a basis for establishment of and post audit of each 

receivable to provide a history of collection activities and answer 
inquiries pertaining to such collection activity. This information is to 

establish, formulate; maintain, monitor accounts· receivables and ad­
minister the Federal Claims Collection Act(s). 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

Data necessary to identify the individual involved are disclosed to: 
a. Consumer Reporting Agencies: 
(1) Whenever a financial status report is requested for use in the 

administration of the Federal Claims Collection Act. Claims of the 
U.S. may be compromised, terminated or suspended, w~en warrant· 
ed, by information collected. 

(2) Pursuant to 5 U.S.C. 552a(b)(12) that an individual is'responsi­
ble for a debt to the U.S. Army provided the debt has been validat· 
ed, is overdue and the debtor has been advised of the disclosure and 
his rights to dispute, appeal or review the claim. 

b. U.S. Department of Justice/U.S. Attorneys: For legal action 
and/or final disposition of the debt claims. The litigation brief(s) 
(comprehensive, written referral recommendations) will restructure 
the entire scope of the collection cases. 

c. Internal Revenue Service: 
(1) . To obtain locator .status for delinquent account receivables. 

(Automated controls exist to preclude redisclosure of solicited IRS 
address data.) 

(2) To report write-off amounts as taxable income as pertains to 
amounts compromised and accounts barred from litigation due to 
age. 

p) To provide for offset of tax refunds. 
d. Private Collection Agencies: For collection service whenever 

USAF AC has exhausted its internal collection actions. 
e. Credit Card Processing ·Institutions: To collect indebtedness by 

credit card. 
f. Other Government Agencies: For the purpose of offset; adminis-

trative or salary. · . . · 
g. See "Blanket Routine Uses" set forth at the beginning of the 

· Army's listing of record system notices. . 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
Paper records, in collection file folders and bulk storage, card files, 

computer magnetic tapes, computer printouts and microfiche. 
Retrievability: 
By SSN, alphabetically by name, and substantiating document 

number. Conventional indexing is used to retrieve data. 
Safeguards: 
USAF AC employs security guards. An employee badge and VISI­

tor registration system is utilized. Hard copy records are maintained 
in areas accessible only to authorized personnel who are properly 
screened, cleared and trained. Computerized records are accessed by 
custodian of the records system and by person(s) responsible for 
servicing the records system for need-to-know. Certifying finance 
and accounting officers of debts have access to debt information to 
confirm if the debt is valid and collection action is to be continued. 
Computer equipment and files are located in a separate secured area. 

Retention and disposal: 
Accounts receivables are converted to microfiche and retained for 

6 years. Destruction is by shredding. Other records-retention peri­
ods vary according to category, but total retention periods do· not 
exceed 56 years. Disposition is to federal records centers and destruc7 
tion thereafter is by burning or salvage as waste paper. · 

System manager(s) and address: 
Commander, USAFAC, Department 89, ATTN: FINCP-FF, Indi-

anapolis, IN 46249-0001. · 
Notification procedure: 
Individuals desiring .to know whether this system of records con­

. tains information· about them · sho.uld contact. the System Manager, 
furnishing full name, SSN, and military status or other information 
verifiable from the record itself. 

Record access procedures: 
Individuals seeking access to records in this system pertaining to 

them should submit a written request as indicated in "Notification 
procedure" and furnish information required therein or telephone 
(317)-542-2859. 

Contesting record procedure's: 
The Army's rules for access to records and for contesting contents 

and appealing initial determinations are contained in Army Regula-
tion 340-21 (32 CFR part 505). · 

Record source categories: 
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. Irformation is r.ec~ived from Department of Defense staff and•field 
installations, Internal Revenue. Se'rvice;. Social Security .. Administra­
tion, Treasury Department, financial' organizations,. and automated 
system interface. 

Exemptions claimed for the system: 
Non~. · ·' ( · ': .~ .. 

A0031:-104-3DASG 
System name: 

Health Professions Scholarship Pr6gran{: 
System location: . . 
Fitzsimon·s Army Medical Center; Aurora; CO 80045-5001. · A.·.seg-

ment of this system exists at the U.S: Army Health Professional 
Support Agency, 5109 Leesburg Pike, Falls Church, VA 22041-3258. 

Categories of individuals covered"by tti~ system: . ; 
, Members of the U.S: A'rmy Reserve 'who. are. enrolled ·i~,. the 
Army-Health Professions Scholarship Prognim. · 

Categories of records in the system: · . 
. Contract records between the Army and the University participat­
ing in .the Health Professions Scholarship Program·, -tuition payments, 
individual's military pay . records, cost data worksheets,· active duty 
military .pay vouchers,. :personal financial history recod:ls, monthly 
payroll listings of current members showing entitlements and deduc• 
tions, bank identification data for deposi.t of pay, member's permanent 
home address, current mailing address and telephone number, Social 
Security Number, orders to active duty, student's elective· to. defer 
entry on active duty, and similar relevant documents. · 

Authority for maintenance of the system: · 1 
. . . 

. JO U.S.C. chapter ,104, et. ~eq.: Public Law 94-426; and Executi~e 
Order-9397. · · · ·· · · 

Purpose(s): 
To establish the pay account of students accepted into the Health 

Professions Scholarship Prqgram; to det~rmine apprqpriate- pay, de­
ductions, reimbursable expenses, taxes-and disbursements. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

lnform~tion ~ay be disclosed. to the D~partment o( the Tre~sury 
to record check issu·e data, taxable earnings' and taxes withheld. 

To states and cities/counties which have an agreement with the 
Department of the Army to verify tax liability against inember's state 
and city/county tax returns.· ' · 

To the Social Security Administration to record earned wages by 
member under the Federal Insurance Contributions Act. 

. The "Blanket Routine Uses" set forth at the beginning of th!'! 
Ar!ily's compilation of record systems notices apply to this system, 

~olicies and practices for storing, retrieving, ac~essing, retaining, and 
disposing of records in the system: 

.Storage: 
. Paper records .in file folders;' magnetic tapes; computer printo~ts; 

miCrofilm; ledger cards. · · · 
Retrievability: 
By member's name and Social Security Number. 
Safeguards: 1 

• • ' 

Information. is accessible only to authorized person~~l- having offi­
cial need therefor. Records are ~tor~d in secured buildi_ngs protected 
by military police/security guards.. · 

Retention and disposal: 
Upon completion of. 'he program, records for members entering 

active duty are forwarded· 'to the Commander, U.S. Total Army 
·Personnel Center, ATTN: T APC-MSR, 200 Stovall Street, Alexan-
dria, VA 22332-0400. ·. 

Records for members on continued educational' delay ;are forward­
ed to Commander, U.S. Army Reserve Personnel Cent_er, ATTN: 
DARP-DPL, 9700 Page Boulevard, St. Louis, MO 63132-5200: . 

System manager(s) and address: · . 
Office of the Surgeon General, Headquarters; Department of the 

Army, 5109 Leesburg Pike, Falls Church, VA no41-3258. · 
Notification procedure: •i 

Individuals seekirig to determi-;,'e if infdrmation about ·th~mselves 'is 
contained in this record system should address written inquiries to 
the Finance and Accounting Office, Fitzsimons Arrriy Medical 
Cent~r. Aurora,. CO 80045-5001,. so long· as reservist ..is enrolled in 
the Scholarship Program. Thereafter, information may be obtained 
from either the Commander, U.S. Total Army Personnel Command, 
200 Stovall Street, Alexandria, VA 22332:-:-0400 or ... t~e.Commaf!.der, 

U.S. Army Reserve Personnel Center, 9700 Page Boulevard,· St. 
. Louis, MO 63132-52op as appropriate. . .. . . · 

For verification purposes, the indiviqual.should p~o,v.ide the full 
name, present address:.~nd ielerhope number._ 
· Record access .procedures;: · 

Individuals seeking acceS$ to ·rec~rds about themselves con~~ined in 
·this record system should ·address written inquiries· tp. toe ·Finance 
and Accoiu1ting Office, Fiq:simons A~my Medi~al Center, Aurora, 
CO 80045-5001; 'so lon'g as re.servist is enrolled' iri. t~e Scholarship 
Program. Thereafter, information may be obtained 'from either the 
Commander, U.S. Total Army Personnel Command, 200 Stovall 
Street, Alexandria,_ VA_ 22334-0400.or the Commander, U.S. Army 
Reserve Personnel Center, 9700 Page Boulevard, St-.. Louis, MO 
63132-5200 as appropriate. . 

For verification purposes, the inc,Jividual should provide the full 
name. present address and telephone ·~:umber .. 

Contesting record procedures: 
Jhe Arrpy's rules for accessing records, contesting contents, and 

appealing initial determinations are, cont'ained in Army Regulation 
340-21; 32' CF,R pflrt 505; or 'may. be' obtained from the system 
manager. · · · ' . · -·- · · ' 

Rec~rd source c~tegori~s.: 
From the individual; university/college in which student is en­

rolled; _Army records and reports. 
Exemptions claimed for the system: · 
None. 

A0037-104-3USMA 
System nall,'le: .. 

USMA Cad~t· Acco!lnt ·Syst~m, 
System location: · 1. 

U.S. Military Academy, West Point, NY 10996-1783. 
Categories of individuals covered by the system: 
Members of the U.S. Corps of' Cadets, U.S. Military Academy. 
Categories of records in the system: 
Monthly deposit listings of Corps of:'Cadets ·members showing 

entitlements and activity pertaining to funds held ih trust by the 
USMA Treasurer. . . . 
' Authority for mai~t~nar1ce of:the system: 
· 10 U.S.C. 205, 4340, and 4350; Title 6, General· Accounting Office 

Policy and Procedures Manual for .Guidance of -Federal Agencies; 
and Executive Order 9397. ·· · ' · 

Purpose(s): 
.Jo compute debits and credits: posted against cad~t account bal­

~nces. D.ebits include charges to th~ <;ad~t account for uniform·s, 
textbooks, computers and rel~ted supplies, academic supplies, vari_ous 
fees, etc.; credits. include advan~e. pay, mof)thly deposits from -pay­
roll, scholarships, initial depo~its, interest accumulated on cade.t:_ac• 
count balances, and individual deposits. All funds are held in trust by 
the Treasurer, U~MA. · . 

Treasurer, USMA tq re<;ord and provide taxable in(erest data to 
individual ~adet and .Internal Revenue Service; tQ control. and .moni­
tor charges/credits. to the cade~ account; and to ·record ,deppsits to 
the cadet account and to maintain records of financial institutions for 
qirect deposit purposes. · · · · · · ; · · · 

·Routine uses of records maintained in the system, including catego• 
ries of users and the purposes of such uses: 

The "Blanket· Routine Uses" set forth at :the beginning of the 
Army's compilation-. of' record system notices apply ,tQ this record 
system. · . ·· 
: DisClosure to consumer. reporting agencies: : .. 
, Disclosure pursuant to. 5 U.S.C._552a(b)(l2) may be made from this 

sys.tem to consumer agencies as. defined in· the Fair Credits Reporting 
Act (1~ U.S.G. 168l(!.(f)) or the federal Claims Collection Act of 
1966 (31 U.S.C.-370l(a)(3)), 

Policies and practices for storing, retrieving,-accessing, retaining, and 
disposing of records in the· system: · · · · · 

Storage: 
Magnetic tape and, compuer printouts; paper record~ in file folders. 
Retrievability: 
By Cadet account number. 
Safeguards: 

. ·Record~ are maintained i.n. buildings which are. secured and pa­
trolled and are accessible only to personnel who have need therefor 

/ 
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in the performance of official duties. Automated maste.r data and 
back-up files are further protected by assignment of passwords. 

Retention and disposal: 
Duplicate account statements are retained locally for 1 year after 

cadets graduation and then destroyed by shredding. Information in 
automated media is retained for 1 to 3 months, except that annual 
interest tapes are retained for 1 year before being erased. 

System manager(s) and address: 
Superintendent, U.S. Military Academy, West Point, NY 10996-

1783. 
Notification procedure: 
Individuals seeking to determine if information about themselves 'is 

contained in this record system should address written inquiries to 
the U.S. Military Academy, Treasurer, West .Point, NY 10996-1783. 

Individual should provide full name, cadet account number, Social 
Security Number, graduating class year, current address and tele­
phone number, and signature. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should· address written inquiries to the U.S. Mili­
tary· Academy, Treasurer, West Point, NY 10996-1783. 

Individual should provide full name, cadet account number, Social 
Security Number, graduating class year, current address .and tele­
phone number, and signature. 

Personal visits may be made to. the Treasurer, U.S. Military Acad­
emy; individual must provide acceptable identification such as valid 
driver's licsense and information that can be verified with ·his/her 
payroll. · · 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial agency determinations _by the individual concerned 
are published in Department of the Army Regulation 340-21; 3.2 
CFR part 505; or may be obtained from the system manager. 

Record source categories: 
From the individual, Department of Army, Department of the 

Treasurer, financial institutions and insun!nce companies .. 
Exemptions claimed for the system: 

. None. 

A0037-104-3aSAFM. 
System name: 

Military Pay System-Active Army (Manual). 
System location: 

· Decentralized to. Army Finance and Accounting Offices world­
wide; addresses may be obtained from the System Manager. 

Categories of individuals covered by the system: 
Reserve Enlisted Program 63 Reservist and National Guard, active 

duty military personnel. 
Categories of. records in the system: 
Individual military pay records, casual payment receipts, substanti­

ating documents, -temporary pay records, transmittal letters, locator 
files, financial data record folders, miscellaneous military pay files 
and personal fi~ancial records. 

Authority for maintenance of the system: 
37 U.S.C., Section 101 et seq. 
Purpose(s): 
To provide a basis for establishing computation of each active 

member's military pay entitlement, to provide a history of pay trans­
actions, and to answer inquiries or claims pertaining to such entitle­
ments. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: · 

Information may be disclosed to: Treasury Department: To record 
check and bond issue data and taxable earnings and taxes. withheld 
from military personnel. 

Social Security Administration: To record earned wages by 
member under the Federal Insurance Contributions Act. 

Veterans Administration: To record the collection of premiums for 
National Service Life Insurance. 

Disclosed to those.states and cities which have an agreement with 
the Department of the Army to verify tax liability against members' 
state and city income tax returns. 

Disclosure to consumer reporting agencies: 
Disclosure pursuant to 5 U.S.C. 552a(b)(l2) may be made from this 

system to ;consumer reporting agencies' as defined in the Fair Credit 

Reporting Act (15 U.S.C. l68la(t) or the Federal Claims Collection 
Act of 1966 (31 U.S.C. 370l(a)(3)). 

Policies and practices for storing, retrieving, a~cessing, retaining, and 
disposing of records in the system: · · 

Storage: · ·· · · 
Paper records in file fdlders and in bulk storage, card files. 
Retrievability: · 
By SSN, name, substantiating document number. 
Safeguards: 
Records are accessible only to authorized personnel who are prop­

erly screened, cleared and trained. 
Retention and disposal: 
Retention periods vary according to categ.ory ?~ record but total 

retention periods do not exceed 56 years. D1spos1tton is as required 
by AR 37-104-3, AR 635-10 and AR 640-10. 

System manager(s) and address: 
Commander, US Army Finance and Accounting Center, Indianap-

olis, IN 46249. · 
Notification procedure: 
Information may be obtained by writing to the System Manager, 

ATTN: FINCP, and furnishing full name, SSN, Military Status, and 
home address. 

Record.'access procedures: 
Individuals desiring access ~o records in this sy~tem pertaining. to 

them should write to either the appropriate Finance and Accountmg 
Office or the System Manager and provide the information listed in 
'Notification procedure'. 
: Contesting record procedures: 

The Army's rules for access to records and for contesting contents 
and appealing initial determinations are c~ntained in Army Regula-
tion 340-21 (32 CFR part 505). . 

Record source categories: 
From Department of Defense staff and field installations and the 

Treasury Department. 
Exemptions claimed for the system: 
None. 

A0037-104-3bSAFM 
System name: 

Joint Uniform Military Pay System-Active Army (JUMPS-AA). 
System location: 
Centralized at US Army Finance and Accounting Center, Indian­

apolis, IN 46249. Decentralized segments exist at. Army Finance and 
Accounting Offices world-wide. 

Categories of individuals covered by the system: 
All active duty military personnel. 
Categories of records in the system: 
Individual military pay records, casual payment .receipts, substanti­

ating documents, temporary pay records, transmittal letters, locator 
files, financial data record folders, miscellaneous pay files, and per­
sonal financial records. 

Author.ity for maintenance of the system: 
37 U.S.C., 101 et seq. 
Purpose(s): 
To provide basis for computing each ac:tive member's pay ~ntitl.e­

ments, to provide a history of pay transactiOns, and to answer mqmr­
ies and claims ·pertaining to such entitlements. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: · · 

Information from this system may be disclosed to: 
Treasury Department: To record check and bond issue data and 

taxable earnings and taxes withheld from military personnel. 
Social Security Administration: . To record earned wages by 

member under the Federal Insurance Contributions Act. 
Veterans.Administration: To record the collection of premiums for 

National Service Life Insurance and to traons to Post. Vietnam Era 
Veterans Education Account. · 

States and Cities which have an agreement with the Department of 
the Army: To verify tax liability against members' state and city 
income tax returns. · 

American Red Cross: To assist military personnel and their de­
pendents in determining the status of monthly pay; dependents allot­
ments, loans, and related financial transactions. 
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Department- of Health, and Huma·n Services: The- mime, rank· and 
SSN of each member of the Armed Forces on active duty to the 
Inspector General for comparison with appropriate rolls reflecting 
recipients of Aid to Families with Dependent Children. 

City of New York: Department of Income Maintenance: Name and 
address of allottees whose ZIP Codes are ·in New York City and 
dollar amount of allotments for the purpose of detecting and curtail­
ing fraud and abuse in Federal Assistance Programs, specifically Aid 
to F~milies with ~ependent <;:hildren, and Food Stamps .. 

Disclosure to consumer reporting agencies: 
Disc,Iosures pursuant -to 5_l).S.C. 552a(b)(12) may be made. from 

this system to 'consumer reporting agencies' as defined in- the Fair 
Credit Reporting Act (15 U.S.C. 1681a(f)) or the Federal Claims· 
Collection Act of 1966 (31 U.S.C. 3701(a)(3)); · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: .. 
Paper: records -in file folders and. bulk storage, card files, computer 

magnetic tapes and paper printouts, and microfilm. -
Retrievability: By SSN, name, and substantiating document 

number... ·· 
SafeguardS:' 
The US Army Finance and Accounting Center employs security 

guards. An employee badge and visitor registration system is in use. 
Records (lre maintained in areas accessible only to authorized person­
nel who are properly scre¢ned, clear~d and trained. Access to com­
puter magnetic tape files is restricted to the· member's servicing 
finance and accounting officer. Computer equipment ana files are 
located in a separate secured area. Within finance and ·accounting 
offices Army-wide, access is limited to designated personnel· having 
official need for the information jn the· performance of their duties. 

Retention and disposal: . ''• · · 
Individual military pay records are converted to microfiche which 

are retained for 56 years. Other records are retained for varying 
periods but 'total retention does·not exceed 56 years; disposition is to 
Federal Records Centers; destruction thereafter is by . burning or 
shredding. 

System manager(s) and address: 
Commander, US Army Finance and Accounting Center, Indianap­

olis, IN 46249. 
Notification procedure: 
Information may be obtai.ned fro~ either-the appropriate finance 

and accounting office or the Commander, US Army Finance and 
Accounting Center, Indianapolis, IN 46249: Individual must furnish 
full name, SSN, military. status, and home address. 

Record access procedures: 
:tequests from individuals should be addressed to the Commander, 

US Army Finance and Accounting Center, ATTN: FINCP, Indian­
apolis, IN 46249 or the appropriate finance and accounting officer 
and should contain the info.rmation indicated in 'Notification proce­
c:ture'. In addition, information may be obtained by calling: 317/542-
2891. 

Contesting record procedures: 
The Army's rules for access to records and for contesting contents 

and appealing initial determinations are contained in Army Regula-
tion 340-21 (32 CFR part 505). · 

Record source categories: 
From Department . of Defense staff and field installations, the 

Social Security Administration, financial institutions, the Treasury 
Department, and automated systems in~erface. 

Exemptions claimed for the ·system: 
None. 

A0037-104-3cSAFM 
System name: 

Joint Uniform Military Pay. System-Reserve Compone_nts-Army. 
System location: 
Centralized at US Army Finance and Accounting Center, Indian­

apolis, IN 46249. Decentralized segments 'exist at Army Finance and 
Accounting Offices worldwide. ' - . . _ ' 

Categories of individuals covered by the system: 
All members of the US Army National Gu.ard and US Army 

Reserve who are draw_ing inactive duty training pay. 
Categories of records in the system:· 

Individual military pay· records, substantiating documents, transmit­
tal letters, index cards, financial data record folders, miscellaneous 
milita~y pay vouchers, personal financial history records. 

Authority for maintenance of the system: 
37 U.S.C., section 101 et seq.; E:O. 9_397. 
Purpose(s): 
To maintain a record of member's drill attendance, entitlements 

and deductions in order to compute and disburse his/her pay wl)ile 
keeping a record of taxes and' disbursements other than those to 'the 
member. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Information from this system may be disclosed ~o: 
(1) Treasury Department: To .'record·. check issue data, taxable 

earnings and taxes withheld. ·:·· · , 
(2) Individual States· of the US: To furnish wages earned' for tlie 

calendar year; these data are furnished to the state of home record. 
(3) Army National Guard Bureau: To furnish budget data to ac-

count for every expendit\)re within categories established. · 
( 4) Individual National Guard States. Associations: To furnish a 

report and an associated check regarding state sponsored life, insur-
ance premium witheld. . . _ . _ ; . 

(5) American Red Cross: To assist military personnel and the1r 
dependents in determining the status of monthly pay, dependents 
allotments, lollns, and related -financial transactions. . -. 

(6) Disclosures pursuant to 5 U.S.C. 552a(b)(l2) may be made from 
this ~ystem to 'consull!er reporting agencjes' as defined_ in the ~air 
Credit Reporting Act (15 U.S.C. 1681a(f) or the Federal Cla1ms 
Collection Act of 1966 (31 U.S.C. 3701(a)(3)). . , 

(7) See 'Blanket Routine Uses' set fdrth at the beginning of the 
Army's listing of record system notices. 
. Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in ttie system: · · · · 
Storage: 
Paper records in file folders and _bulk stqrage; cards, computer 

magnetic tape and paper printouts, inic~ofiche. 
Retrievability: ' . · - · 

By SSN, name of the member, and document number.-
Safeguards: . 
The US Army Finane~ and Accounting Center employs security 

guards. An employee badge and visitor registration system is ih use. 
Records are maintained in -areas accessible only to authorized person­
nel who are properly screened, cleared and trained. Access to com­
puter magnetic tape files is restricted to the members' servicing 
finance and accounting officer. Computer· equipment _and files are 
located in a separate secure area. Within finance and accounting 
offices, Army-wide, access is limited to designated personnel having 
official need for the information in the performance of their duties. 

Retention and disposal: 
Individual military pay records are-converted to microfiche which 

are retained_ for 56 years. Other records are retained for varying 
periods but total retention does exceed 56 years; disposition is to 
Federal Records Centers; destruction thereafter is by burning or 
shredding. 

System manager(s) and address: 
Commander, US Army Finance and Accounting Center, Indianap­

olis, IN 46249. 
-.. Notification procedure: 

Information may be ·obtained from die System Manager. Individ­
uals may also contact US Property and Fiscal Officer, Army. Nation­
al Guard of each state and/or the District of Columbia, Puerto Rico 
and the Virgin Islands. Individuals may also contact the finance· and 
accounting officer at Ft Indiantown Gap, PA; Ft McPherson, GA; 
Ft Riley, KS; Presidio of San Francisco, CA; Ft McCoy, WI; Ft 
Douglas, UT. These finance and accounting officers are responsible 
for US Army Reserve pay accounts only. Individuals ,must provide 
full name, SSN, and military status. 

Record access procedures: _ .. 
Requests should· be addressed to the Commander, US Army Fi­

nance and Accounting Center, ATTN: FINCP, Indianapolis, IN 
46249 or telephoned to 317/542-2891 and should contain the informa­
tion indicated in 'Notification procedure'. 

Contesting record procedures: 
The Army's rules for access to records and for contestfng contents 

and appealing initial determinations are contained in Army Regula-
tion-340-21 (32 CFR part 505). · 
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R~cord source categories: 
The source of all data to establish arid maintain JUMPS-RC-Army 

originates at unit level; i.e., all units of US Army National Guard and 
US Army Reserve which perform inactive duty training and whose 
members receive drill pay as a result of this training furnish the data 
to support the system. 

Exemptions claimed for the system: 
None. 

A0037-104-13TAPC 
System name: 

USMA ·Cadet Account System. 
System locatio~: 
US Military Academy, West Point, NY 10996-.1783. 
Categories of individuals covered by the system: . 
Members of the US Corps of Cadet~, US Military Academy. 
Categories of records in the system: 
Monthly deposit listings of Corps of Cadets members showing 

entitlements and activity pertaining to funds held in trust by the 
USMA Treasurer. 

Authority for maintenance of the system: 
10 U.S.C., Sections 205, 4340 and 4350; Title 6, General Account­

ing Office Policy and Procedures Manual for Guidance of Federal· 
Agencies; E.O. 9397. 

Purpose(s): 
To compute deposits and charges to cadet account to include: 

Barber, laundry/dry cleaning charges; advance pay, and funds depos~ 
ited with Treasurer, USMA to be held in trust to pay for required 
uniforms, books, and equipment. · 

Routine uses of records maintained in the system, including catego- · 
ries of users and the purposes of such uses: 

(1) Treasurer, USMA: To record and provide taxable interest data 
to individual cadet and Internal Revenue Service. To control and 
moniior charges/credits to the cadet account. To record deposits to 
the cadet account and to maintain records of financial institutions for 
direct .deposit purposes. . . . 

(2) Disclosure to consumer .reporting agencies: Disclosure pursuant 
to 5 U.S.C. 552a(b)(l2) may be made from this system to consumer 
reporting agencies as defined in the Fair Credit Reporting Act (15 
U.S.C. 1681a(f)) or the Federal Claims Collection Act of 1966 (31 
U.S.C. 3701(a)(3)). 

(3) See 'Blanket Routine Uses' set forth at the beginning of the 
Army's listing of record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Magnetic tape and computer printouts; paper records in file fold-

ers. 
Retrievability: 
By Cadet account number. 
Safeguards: 
Records are maintained in buildings which are secured and pa­

trolled and are accessible only to personnel who have need therefor 
in the. performance of official duties. Automated master data and 
back-up files are further protected by assignment of passwords. 

Retention and disposal: Duplicate account statements are retained 
locally for 1 year after cadets graduation and then de~_troyed by 
shredding. Information in automated media is retained for ·one thru 
three months, except that annual interest tapes are retained for one 
year before being erased. 

System manager(s) and address: 
Superintendent, US Military Academy, West Point, NY 10996-

1738. 
Notification procedure: 
Requests from individuals may be .submitted to the, U.S. Military 

Academy, Treasurer, West Point, NY 10966-1783; telephone 914/ 
938-3516. Individual should provide full name, Cadet account 
number, SSN, graduating class year, current address and telephone 
number, and signature. 

Record access procedures: 
Individual may request access by writing to the System Manager, 

furnishing information indicated in 'Notification procedure'. Personal 
visits may be made to the Treasurer, US Military Academy; individ­
ual must provide acceptable identification such as valid driver's li­
cense and information that can be verified with his/her payroll. 

Contesting record procedures: 
Th~ Army's rules for access to records and for conte~ting contents 

and appealing initial determinations are contained in Army Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: , 
From the individual, Department of Army, Department of the 

Treasury, financial institutions and insurance companies. 
Exemptions Claimed for the system: 
None. 

A0037-105aSAFM 
System name: 

Civilian Employee Pay System. · 
System location: . 

. U,S. Army Finance and Accounting Offices world-wide and U.S. 
Property and Fiscal Offices in the U.S., Puerto Rico, Virgin Islands, 
and the District of Columbia having civilian payroll responsibilities. 

Categories of individuals covered by the system: 
Civilian employees and contract teachers employed by Department 

of the Army, Office, Secretary of· Defense; and specified elements of 
the Navy and Air Force. 

Categories of records in the system: . . . 
Employees' pay, leave, and retirement records; individual with-:. 

holding/ deduction authorization for dependents, allotments, health 
benefits, savings bonds, etc.; tax exemption certificates; personal ex­
ception and indebtedness papers; statements of charges, claims, repa­
triated .payment.files; roster of authorized timekeepers and signature 
cards; payroll and retirement control and working paper files; unem-. 
ployment compensation data requests; reports of retirement fund de­
ductions; management narrative and statistical reports relating to pay, 
leave, and retirement. . 

Authority for maintenance of the system: 
Title 6, General Accounting Office Policy and Procedures Manual 

for Guidance of F~deral Agencies; E.O. 9397. 
Purpose(s): 
To p~ovide basis for computing civilian pay entitlements; to record 

history of pay transactions; to record leave accrued and taken, bonds 
due and issued, taxes paid; to answer inquiries and process claims. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: 

Inform:ation may be disclosed to: 
(1) Treasury Department: To record checks and bonds issued. 
(2) Social Security Administration: To report earned wages by 

employees under the Federal In.surance Contributions Act. 
(3) Internal Revenue Service: To record taxable earnings and 'taxes 

withheld. 
(4) Office of Personnel Management: To record monies paid into 

Federal Retirement Fund and to provide information pertaining to 
health benefits. ' 

(5) States and cities: To provide taxable earnings of employees to 
those states and cities which have entered into an agreement with the 
Department of the Army and the Treasury Department. 

(6) Disclosures pursuant to 5 U.S.C. 552a(b)(12) may be made from 
this system to 'consumer reporting agencies' as aefined in the Fair 
Credit Reporting Act (15 U.S.C. 168la(f)) or the Federal Claims 
Collection Act of 1966 (31 U.S.C. 3701 (a)(3)). 

(7) See 'Blanket Routine Uses' set forth at the beginning of the 
Army's listing of record of System notices. 

Policies and practices for storing, retrieving, accessing; retaining, and 
disposing of records. in the system: 

Storage: 
Paper records in file folders and bulk storage; card files, computer 

magnetic tapes, disks and priniouts, and microfilm. { 
Retrievability: 
Automated records are retrieved by SSN within payroll block; 

manual records are retrieved by surname within payroll block. 
Safeguards: 
Records are restricted to personnel who are properly cleared and 

trained, and have an official need therefor. In addition, integrity of 
automated data is ensured by internal audit procedures, data base 
access accounting reports, and controls to preclude unauthorized 
disclosure. 

Retention and disposal: 
Individual ·retirement record files are permanent; they are retained 

at installation while member is actively employed. They are forward-
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ed to new installation when member is transferred to another Army 
activity. Wh~n .employee transfers to another- agency under the De­
partment of Defense not serviced by Army or separates from ·Federal 
Service, record is forwarded to the Office of Personnel Management. 
Microfilm of manually maintained individual retirement records is 
sent to the National Personnel Records Center after·3 years. · 

Personnel exceptions· and indebtedness files are permanent. These 
documents are filed .in· individual's Official Personnel Folder (OPF). 
Upon separation or transfer, if OPF is not on file locally, records are 
forwarded to National Personnel Records Center, General Services . 
Administration, St. Louis, MO 63118. · ' · · 

Repatriated personnel payment files are permanent; forwarded to 
National Personnel Records Center after 3 years. . 

Subsistence and quarters rate deviation files are permanent; .they 
are retired on discontinuance of the installation. · 

Retention periods vary for other records according to category of 
record ... The miniml}m retention period is 2 ·years and: the maximum 
period is 12 years, after which records are des records ·are destroyed. 

System manager(s) and address: 
Comptroller of the Army, Headquarters, Departinent·bf the Army, 

Washington~ DC 20310. . · , . , 
Notification procedure: 
Information may be obtained from the System Manager, US Army 

Finance and Accounting Offices world-wide, or if National Guard 
Technician, from the National Guard Bureau, 5600 Columbia Pike, 
Falls Church,. VA 22041, or from US Property and Fiscal Offices. 

Re'tord ~ccess procedures: 
Requests ·for access should be addressed as'·indicated in 'Notifica­

tion procedure', and should include individual's full name, SSN, 
current address, ~nd signature. ·, 

Con~esting record procedures: 
The Army's niles for access to records· and for contesting contents 

and appealing initial determinations are containe·d in Army Regula-
tion 340-21 (32 CFR part 505). · · · · 

Record. source categories: 
From the individual, former employers, DOD Staff agencies and 

field commands, Social Security Administration, Treasury' Depart­
ment, financial organizations and automated systems inter-face. · 

Exemptions claimed for the system: ' · · · 
None. 

A0037-105bSAFM 
System name: 

Military and Civilian Waiver Files. 
System location: 
US. Army Finance and Accounting Center,Indianapolis, IN 46249. · 
Categories of individuals· covered by the system: · 
Present and former Army ·members or civilian employees who 

apply for .waiver of claims arising out of erroneou of erroneous 
payments of pay and allowances, travel, transportation, ·and reloca-: 
tion .. allowances. 

Categories of records in the system: . . 
File contains application, employment hi$tory, reports of lnv~stlga­

tion, copies of vouchers, certificates, record of disposition,' and corre­
spondence· with the U.S. General AccouQting Office, Army staff 
offices, and other government agencies .. 

Authority for maintenance of the system: 
lO U.s.c: 3012; E.O. 9397. . . 
Purpose(s): 
To determine the validity of waivers or to make referrals to the 

US General Accounting Office. 
. Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See 'Blanket Routine Uses' set forth at the beginning.of the Ar.my's 
listing of record system notices: . . . 

Policies and practices fm: storing: retrieving, ac~essing, retaining, 11nd 
disposing of records in the system: 

Storage: 
Pape~ records in file folders. 
·Retrieyability: . . 

By individuals surname. 
Safeguards: . 
Records are maintained in areas accessible only to authorized per-

sonnel having: official_ need therefor, within buildings which employ 
security ·guards. '· 

Retention and disposal: 
'Records ~re retained for six years after waiver is approved/denied. 
System manager(s) and address: 
Commander, l!.S Army Fina~ce and Accounting Center, Indianap­

olis, IN 46249. 
Notification procedure: 
Information may be obtained from the System Manager, ATTN: 

Chief, Claims/Inquiries Division, telephone: 317/542-2793. 
Record access procedures: 
Individuals desiring access to informat_ion ,about themselves in this 

system of records should write to the ·System Manager, ATTN: 
Chief, Claims/Inquiries Division, ·Centralized Pay Operations, pro­
viding their full name, ·ssN, current address', and signature. 

Contesting record procedures: . 
The Army's rules for access to records and for contesting contents 

and appealing initial determinations ar.e contained in Army Regula­
tion 34~-21 (32 CFR p~rt 505). 

Record source categories: · \\ 
From the individual; Army Finance and Accounting Offices; and 

other Government agencies. · 
Exemptions claimed for the system: ' 
None. 

A0037-105cSAFM 
System name: 

Bankruptcy Processing Files. . · 
System location: · . . 
US Army Finance and Accounting Center, l_ndianapolis, IN 462~9. 
Categories of individuals ·covered _by, the system: 
Army military. mem,bers or Department of Army ·civilian employ­

ees for whom bankruptcy notiCI:'! h~s been received. 
Categories of .records in the system: 
Individual's financial statements; certificates for deductions; iigree~ 

ments; military pay vouchers; correspondence between the Judge 
Advocate General, US Attorney, US E>istrict Courts, and other gov-
ernment agencies relevant to ~he prpcee'dirig., · 

Authority for mai~tenance of the .system: 
lO u.s.c. 3012. 
Purpose(s): 
To obtain data for submiltiq!f ·claims of th~ Army to the Depart­

ment of Justice for filing with the bankruptcy court and controlling 
financial transactions on pay accounts. · · 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · · 

See 'Blanket Routine Uses' at 48 FR 25503, June 6, 1983. 
Disclosure to consumer reporting agencies: 
Disclosures pursuant to 5 U.S.C. 552a{b)(12) may be made from 

this system to 'consumer reporting agencies' as defined in the Fair 
. Credit Reporting Act (15 .U.S.C. 168la(f)) 68la(f)) or the Federal 
Claims Collection Act of 1.966 (31, U.S.C. 3701(a)(3)).: 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the· system: 

Storage: ·. 
Paper ,record~ in file folde~s. 
Retrievability: . 
By individual's surname. 
Safeguards: 
Building employs security guards; ·Records are maintained in areas 

accessible only to designated persons having official need therefor in 
the performance of their duties. 

Retention alld disposal: 
Records' are destroyed · 5 years after . con~lusioil o( bankruptcy 

proceedings. · 
System maitager(s) and addre~s: 
Commander, US Army Finance and Accounting Center, Indianap­

olis, IN 46249. 
Notificati'o~ procedure: 
Information may be obtained from the System Manager. Jn.dividual 

must furnish full name, .SSN, current address, and signature. 
· Record access procedures: . 

/ 
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Individ~als desiring access to information concerning themselves 
should wnte to the System Manager, providing information required 
under 'Notification procedure.' , 

Coittt:sting record procedures: 
The Army's rules for access to records and for contesting contents 

and appealing initial determinations are contained in Army Regula­
tion 340-21 (3~ CFR part 505). · 

Record source categories: 
From courts, government records, and similar documents and 

sources relevant to the proceeding. 
Exemptions claimed for the system: 
None. 

A0037-107aSAFM 
System name: 

Absentee Apprehension(Reward/Expenses Payment System. 
System location: 
Decentralized to Army Finance and Accounting Offices. 
Categories of individuals covered by the system: 
Individuals who may have apprehended service members who are 

absentees. 
Categories of records in the system: 
Individual payment vouchers and documents used for 'the payment 

of reward of rewards and expenses for apprehension of absentees. 
Authority for maintenance of the syste~: 
DOD AnilUal Appropriation Act. 
Purpose(s): · 
To provide basis for making payments for rewards and expenses. 
Routine uses of records maintained (n the system; including catego-

ries of users and the purposes of such uses: · 
See 'Blanket Routine Uses' set forth at the beginning of the Army's 

listing of record system notices. · 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper vouchers and documents in file folders. 
~etrievability: 

File numerically by voucher numbers by disbursing station symbol 
numbers and alphabetically by individual's surname. 

Safeguards: 
Records are maintained in areas accessible only to authorized per­

sonnel that are properly screened, cleared and trained. 
Retention and disposal: 
Vouchers and documents used for payment are destroyed after 3 

years except those to which exception was taken by the General 
Accounting Office which. is retained until cleared; then destroyed. 

System manager(s) and address: 
Commander, ·us Army Finance and Accounting Center, Ft. Benja­

min Harrison, IN 46249. 
Notification procedure: 
Information may be obtained from the Finance and Accounting 

Officer who made the payment. . 
Individual must provide full name, current address and pertinent 

information regarding items. or payment to permit locating records. 
' Record access procedures: 

Individuals desiring access to records about themselves in this 
system of records should follow information in 'Notification Proce­
dures'. 

Contesting record procedures: 
The Army's rules for access to records and for contesting contents 

and appea1ing initial determinations are contained in Army Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: 
From the individual; from Army records and reports; arid similar 

relevant sources. 
Exemptions claimed for the system: 
None. 

A0037-107bSAFM 
System name: 

Travel Payment System. 
System location: 

Decentralized to Finance and Accounting Offices world-wide; ad­
dresses may be obtained from the System Manager. All Army activi­
ties receiving an allotment of TDY funds to expend. 

Categories of individuals covered by the. system: 
Military and civilian personnel of the Department of Defense, U.S. 

Army, U.S. Navy, and U.S. Air Force, and other individuals who 
perform invitational travel for the Army. 

Categories of records in the system: 
Individual travel vouchers and documents used to effect travel 

allowance payments. 
Authority for maintenance of the system: 
Department of Defense Annual Appropriations A~t; 5 U.S.C., sec­

tions 5701-5742; lO U.S.C., sections 828, 832, 946, 3012; 28 U.S.C., 
section 1821; 37 U.S.C., sections 404-427; E.O. 9397. 

Purpose(s):• · 
To provide basis for reimbursing military and civilian personnel for 

expenses incident to travel for official Government business purposes 
and to account for such payments. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See "Blanket Routine Uses" set' forth at the beginning of the 
Army's listing of record system notices. 

Disclosure to consumer reporting agencies: 
Disclosure pursuant to 5 U.S.C. 552a(b)(l2) may be made from this 

system to "consumer reporting agencies" as. defined in the Fair 
Credit Reporting Act (15 U.S.C. 1681a(f) or the Federal Claims 
Collection Act of 1966 (31 U.S.C. 370l(a)(3)). 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

·Storage: 
File .folders, cards! magnetic t~pe/disks, cassettes, computer print-

outs. · 
Retrievability: 
By individual's SSN. 
Safeguards: . 
Records are accessible only to authorized persons who are proper­

ly screened, cleared and trained. Buildings employ security guards 
and/or military police patrols. Access to automated tiles is controlled 
by assigned passwords. 

Retention and disposal: 
Individual vouchers and documents used for payment are retained 

at the installation making payment until end of month, following 
which they are sent to U.S. Army Finance and Accounting Center. 

Signature cards used for approval of certain vouchers are retained 
at installation where payments are made until 3 years after date of 
revocation of authority, following which they are destroyed. 

Records of travel payments are retained for 3 years following 
settlement at installation making current payments, Military member's 
record of outstanding advance payments is traQsferred to new servic­
ing finan~e office. upon permanent change of station or to the U.S. 
Army Finance and Accounting Center upon death or separation from 
active duty. Civilian employee's record pf outstanding advance pay­
ments is transferred to new servicing finance office upon reassign­
ment. Military and civilian records of travel payments for settlejl 
travel claims are destroyed by the old duty station 3 years following 
separation or transfer. Records for individuals performing invitational 
travel are destroyed 1 year from date of fina:l payment. 

Copies of travel settlement vouchers are destroyed after 1 year. 
System manager(s) and address: 
Comptroller of the Arrriy, Headquarters, Department of the Army, 

The Pentagon, Washington, DC 20310. 
Notification procedure: 
Individuals desiring information on them from this system should 

inquire of, the Finance and Accounting Office who curren~ly pays 
them. For periods of Army service prior to current assignment, 
request should be addressed to the Commander, U.S. Army Finance 
and Accounting Center, ATTN: DACA-FAZ-·S, Indianapolis, IN 
46249-0526. Individual must provide full name and Social Security 
Number as well as current address. 

Record access procedures: 
Individuals desiring access to records pertaining to them should 

write either to the appropriate Finance and Accounting Officer 
where 'record is believed to exist or to the Commander, U.S. Army 
Finance and Accounting Center providing information requited by 
"Notification procedure". 
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Contesting record procedures: . 
The Army's rules for access to records and. for contesting .contents 

and. appealing initial determinations ·are contained. in Army Regula­
tion 340-21 (32 CFR part ~05). 

Record source categories: 
From the individual,; Department of Defense staff agencies and 

field commands/installations/activities. 
Exemptions claimed for the system: 
None. 

A0037-108CE 
System name: 

Corps of Engine~rs Debt Collection System. 
System location: · 
Finance and Accounting Offices at U.S. Army ·corps of Engineer 

Installations worldwide. . 
Categories of individuals covered by the system: 
Separated and retired military and civilian personnel and others 

indebted to the U.S. Army. 
Categories of records in the system: 
These records include, but.are not limited to: 
(I) Records of current and former military members and civilian 

employees' pay accounts showing entitlements, deductions, payments 
made, and any indebtedness resulting from deductions and payments 
exceeding entitlements. 

(2) Individual military pay records, susbstantiating documents such 
as military pay orders, pay adjustment authorizations, military master 
pay account printouts from the Joint Uniform Military Pay System 
(JUMPS), records of travel payments, financial record data Jolders, 
miscellaneous vouchers, personnel financial records, credit reports, 
promissory notes, individual financial statements and related corre­
spondence. 

(3) Applications for ·waiver of erroneous payments or for remission 
of indebtedness with supporting documents including, but not limited 
to: Statements of financial status (personal income and expenses); 
statements of commanders and/or finance and accounting officers; 
and correspondence with members and employees. 

(4) Claims of individuals requesting additional payments for serv­
ices rendered with supporting documents including, but not limited 
to: Time and attendance reports; leave and earning statements; travel 
orders and/or vouchers; and correspondence with members and em­
ployees. 

(5) Delinquent accounts receivable including, but not limited to: 
Returned checks; default on lease agreements; collec,tion records; and 
summaries of Army Criminal Investigation Command and/or Feder~! 
Bureau of Investigation. 

(6) Reports from probate courts regarding estates of deceased 
debtors. 

(7) Reports from. bankruptcy courts regarping claims of the United 
States against debtors. 

Authority for maintenance of the system: 
Debt Collection Act of 1982 (Pub. L. 97-365); 5 U.S.C. 

552a(b)(l2); 5 U.S.C. 5514(a); lO U.S.C. 2774; 12 U.S.C. ·1715; 15 
U.S.C. l68bi(f); Federal Claims Collection Act of"1966; 31 U.S.C. 
952(d); 31 U.S.C. 3711; E.O. 9397. · :.. ·. 

Purpose(s): · 
"To process, monitor, an·d post-audit. ~ccounts receivable. To admin­

ister the Federal Claims Collection Act of 1966 and the Debt Collec­
tion Act of i 982 and to answer inquiries pertaining thereto. To 
match application . data with state information in order to . verify 
eligibility for benefits. 

Routine uses of records maintained· in the system, including catego-
ries of users and the purposes of such uses: · 

Information may be disclosed to: · 
(l) U.S. Department of Justice/U.S. Attorneys for legal action 

and/or final disposition of debt claims. 
(2) The Department of the Treasury/Internal Revenue Service for 

the purpose of obtaining locator status for ·delinquent accounts re­
ceivable, and/or· to report write-off amounts as taxable income as 
pertains to amounts comprised and accounts barred from litigation 
due to age, and for purpose of offset, eith'er administrative or salary. 
To collection agencies for the puncies for the purpose of credit 
information and for the purpose of obtaining credit reports or skip 
traces when the Army has exhausted its internal collection efforts. 

( 4) ·Consumer reporting . agencies pursuant to the Privacy Act of 
1974, 5 U.S.C. 552a(b)(I2) as defined in the Fair Credit Reporting 
Act (IS (}.S.C. 1681a(f)) or the Federal Clajms Collection Act of 
1966 (31 U.S.C. 370l(a)(3)) when an individual is responsible for a 

debt to the U.S. Army, provided the. debt. ~as been . validated, is 
oven;lue, and the debtor has been ac1vised of t~e disclosure and ~is/ 
her rights to dispute, appeal or review the claim; and/or whenever a 
financial status report is requested for use in the administration of the 
Federal Claims Collection Act. Claims of the United ·states may be 
compromised, terminated or suspended when warranted by informa-
tion collected. " · · · 

Policies and practices for storing, retrieving, accessing, retaining, arid 
disposing of records in the system: 

Storage: ·:'. · .. 
Paper records in file folders and bulk storage, card files, magnetic 

tapes, paper printouts and microfiche. · 
Retrievability: 
By SSN, name and substariti'ating document number. 
Safeguards: 
Security guards· are employed at all· Corps of Engineers Finance 

and Accounting Offices. Paper records are maintained in areas acces­
sible only to authorized personnel who are properly screened, 
cleared and trained. Computerized records are accessed by the custo­
dian of the records system and by persons responsible for servicing 
the records in the performance of their official duties. Certifying 
Finance and Accounting Officers of debts have access to debt infor­
mation to confirm if the debt is valid and collection action is to be 
continued. Computer equipment and files are located in a separate 
secured area: 

Retention and disposal: 
Delinquent accounts receivables ar~ retained· for six (6) years and 

three (3) months and then destroyed. · · 
System manager(s) and address: 
The Finance and Accounting Officer at the Head,quarters, U.S. 

Army Corps of Engineers, 20 Massachusetts Avenue, NW, Washing7 
ton, D.C. 20314-1000. · 

·Notific.ation procedure: , 
Indiyiduals desiring to know whether this system of records con­

tains information about them should contact the Finance and Ac-. 
counting Officer at the appropriate U.S. Army Corps of Engineers 

· installation, furnishing full name, SSN, and other information verifia­
ble from the record itself. 

Record access procedures: 
Individuals seeking access to records in this ~ystem pertaining to 

them should submit a written request as indicated in 'Notification 
Procedures' and furnish information required therein. 

Contesting record procedures: , : 
The Army's rules for 'access to records and for contesting contents 

and appealing determinations are contained in AR 340-21 (32 CFR 
part 505). 

Record source categories: · ·. 
Information is received 'from the 'Department of Defense staff and 

field installations, other creditor Federal. agencies, Social Security 
Administration, Treasury Department, Banks, Savings and Loan As­
sociations, Employee Credit Unions and other financial organization~. 

Exemptions claimed for the system: 
None. 

A0037-202SAFM .. '· 
Systein name: 

FHA Mortgage Payment lnsura~ce Files. 
System location: . . 
US Army Finance .~nd A~~m~nting Ce~ter, Indianapolis, :IN .46249 
Categories of individuals covered by the system: 
Any Army military member with more than 2 years of active duty 

service who applies for an FHA loan. 
Categories of records in the system: 
Individual's application, certificate of eligibility, record ·of pay­

ments, notices of termination of eligibility, and correspOndence with 
·FHA and other Government offices. · 

Authority for maintenance of the system: 
44 u.s.c., 3101. 
Purpose(s): 
.To determine the amount of insurance· payments and to control 

authorized payments. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
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See 'Blanket Routine Uses' at 4~ FR 25503, June 6, 1983. 
Disclosure to consumer reporting agencies: 
_Disclosures pursuant to 5 U.S.C. 552a(b)(l2) may be made· from 

th1s system to 'consumer reporting agencies' as defined in the Fair 
Credit Reporting Act (15 U.S.C. 1681a(t)) or the Federal Claims 
Collection Act of 1966 (31 U.S.C. 3701(a)(3)). · 

Policies and practices for storing, retrieving, accessing, ret~ining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
~etrievability: 

By Army member's surname. 
Safeguards: 
Building employs security guards. Records are maintained in areas 

accessible only to authorized persons having official need therefor in 
the performance of their duties. 

Retention and disposal: 
Records are destroyed 10 years after final separation of the individ­

ual from the Army. 
System manager(s) and address: 
Commander, US Army Finance and Accounting Center, Indianap­

olis, IN 46249 
Notification procedure: 
Information may be obtained from the System Manager. Individ­

uals should furnish their full name, SSN, current address and tele­
phone number. 

Record access procedures: 
Individuals desiring access to information concerning themselves 

should write to the System Manager, providing information required 
under 'Notification procedure'. 

Contesting record procedures: 
The Army's rules for access to records and for contesting contents 

and appealing initial determinations are contained in Army Regula­
tion 340-21 :)2 CFR part 505). 

Record source categories: 
From the applicant, his/her commanding officer, FHA, and other 

government records. 
Exemptions claimed for the system: 
None. · 

A0040DASG 
System name: 

Medical Facility Administration Records. 
System location: 
Medical centers, hospitals, and health clinics. Official mailing ad­

dresses are published as an appendix to the Army's compilation of 
system of records notices. · 

Categories of individuals covered by the system: 
Individuals who are authorized to use services of an Army medical 

facility.· 
Categories of r~cords in the system: 
Information in this system generally relates to administration at a 

medical facility, as opposed to an individual's health/care. Typically, 
records comprise scheduling of appointments, medical history data 
used to locate medical records, individual's name, Social Security 
Number, birth, death, accountability of patients (e.g., bad charts; 
transfer, leave requests, etc.); receipts for patients' personal property, 
prescriptions for medications, eyeglasses, hearing aids, prosthetic de­
vices, diet/special nourishment plans, blood donor records, charges, 
receipts and accounting, documents of payments for medical/dental 
services; register number assigned; Social Security Number, and simi­
lar records/reports. 

Authority for maintenance of the system: 
5 U.S.C. 301 and 10 U.S.C. 3013 and Executive Order 9397. 
Purpose(s): 
To locate medical records and personnel, schedule appointments; 

provide research and statistical data. · · 
To enhance efficient management practices and effective patient 

administration. · 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: · 
Birth records are disclosed to states' Bureau of Vital Statistics and 

overseas birth records are disclosed to the Department of Stat~ to 

provide the official certificates of birth. Birth records may also be 
used for statistical purposes. 

Death records are disclosed to federal, state and private sector 
authorities to provide the official certificates of death. Death records 
may also be used. for statistical purposes. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Cards; paper records in file holders· or other computerized or 

machine readable media. 
Retrievabili ty: 
By individual's surname or Social Security Number. 
Safeguards: 
Records are maintained within secured buildings in areas accessible 

only to persons having official need therefor who are properly 
trained and screened. Automated segments are protected by con­
trolled ·system passwords governing access to data. 

Retention and disposal: 
Nominal index files, including register numbers assigned, are de­

stroyed after 20 years. Records of transient value. (e.g., issuance of 
spectacles/prosthetics, diet/food plan, etc.) are destroyed within 3 
months of patient's release. Other records have varying periods of 
retention: Record of birth/death-2 years; patient accountability (ad­
mission/discharge)-5 years; blood donor-S years. or when no 
longer needed for medical/legal reasons whichever is longer; record 
of patient's personal property-3 years. 

System manager(s) and address: 
Office of the Surgeon General, Headquarters, Department of the 

Army, 5109 Leesburg Pike, Falls Church, VA 22041-3258. 
Notification procedure: 
Individuals seeking to determine if information. about themselves is 

contained in this records system shQuld address written inquiries to 
the Patient Administrator at the medical facility where service/care 
was provided. Official mailing addresses are published as an appendix 
to the Army's compilation of system of records notices. 

For verification purposes, individual should provide the full name, 
Social Security Number, details which will assist in locating record, 
and signature. • 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Patient 
Administrator at the medical facility where service/care was provid­
ed. Official mailing addresses are published as an appendix to the 
Army's compilation of system of records notices. 

For verification purposes, individual should provide the full name, 
SociaL Security Number, details which will assist in locating record, 
and signature. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contained in . Army Regulation 
340-21; 32 CFR part .505; or may be obtained from the system 
manager. 

Record source categories: 
From the individual; medical facility records and reports. 
Exemptions claimed for the system: 
None. / 

A0040-1DASG 
System name: 

Professional Consultant Control Files. 
System location: 
Office of the Surgeon General, Headquarters, Department of the 

Army; U.S. Army Health Services Command; U.S. Army Medical 
Command, Europe; U.S. Army Medical Command, Korea. Official 
mailing addresses are published as an appendix to the Army's compi­
lation· of system of records notices. 

Categories of individuals covered by the system: 
Any individual who has been used or appointed as a professional 

consultant in the professional medical services. 
Categories of records in the system: 
Documents containing name, curriculum vitae of professional 

qualifications and experience, appointment, utilization, duties, respon­
sibilities, and compensation of appointed consultants. 

Authority for maintenance of the system: 
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5 U.S.C. 301 and 10 U.S.C. 1071-1086. 
Purpose(s): 
To appoint and monitor utilization of designated consultants. 
Routine uses of records maintained in the system, including catego-

ries of users and the purposes of such uses: · ' · · -
Information on individuals may be provided· to civilian an!i mili­

tary medical facilities, Federation ·of State Medical boards of the 
United States, State Licensure Authorities and other approp~iate pro­
fessional regulating bodies for use in considering and selecting indi-
viduals for panels or boards or for speaking engagements. . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: · 

PaJ)er records in file folders. 
Retrievability: . 
By last name of consultant 
Safeguards: 
Records are maintained in secured areas accessible only to author­

ized individuals having official need therefor in the performance of 
assigned duties. · · 

Retention and disposal: 
Records are destroyed I year after termination of consultant's 

appointment. 
System manager(s) and address: 
Office of the Surgeon General, Headquarters, ,Departm~nt of the 

Army, 5109 Leesburg Pike, Falls Church, VA 22041-3258. · 
Notification procedure: · 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Office of the Surgeon General, Headquarters, Department of the 
Army, ATTN: SGPS-CP, Leesburg Pike, Falls ~burch, VA 22041-
3258. Official mailing addresses are published as an appendix to the 
Army's compilation of system of records notices. 

For verification purposes, the individual should provide the full 
name, current address and telephone number, and signature. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system sho'uld address written inquiries to the office of 
the Surgeon General Headquarters, Department of the Army, 
ATTN: SGPS-CP, Leesburg Pike, Falls ~hurch, VA 22041-3258. 
Official mailing addresses are published as an appendix to the Army's 
compilation of system of recor<;ts notices. 

For verification purposes, the individual should provide. the full 
name, current address and telephone number; and signature. 

Contesting .record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contained. in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories: 
From the individual;' Army records and reports .. 
Exemptions claimed for the system: 
None. 

A0040-1HSC 
System name: 

Professional Personnel Information File. 
System location: 
Office of the Surgeon General, Headquarters, Department of the 

Army, 5109 Leesburg Pike, Falls Church, VA 22041-3258. · 
Categories of individuals covered by the system: 
Practicing physicians, residents, psychologists, social workers, and 

pharmacists assigned or employed in medical treatment facilities op­
erated by the Army Medical Department. · 

Categories of records in the system: 
Files contain personal information provided to the 'va:;ious· profes­

sional staff officers assigned to Department of the Army Surgeon 
General by practitioners assigned to medical treatment facilities. This 
includes personal data questionnaires, ·curricula, vitae, assignment 
preferences, personal correspondence, and other records pertaining to 
the professional qualifications and experience "of personnel being 
monitored by the consultant. · · · 

Authority for maintenance of the system: 
10 u.s.c. 3013. ' 

Purpose(s): 
To establish and maintain famiiiarity with the locations, assign­

ments, utilization, marital and family status,. professional and .military 
experience. and qualifications, and assigrime!1t preferences of profes­
sional staff in medical treatment activities, and as an <lid in· monitor­
ing the utilization of professional personnel. and to assist in career 
management and assignment activities. 

Routine uses of records maintained in the .system, including catego­
ries of users and the purposes of such uses: 

Clinical privileged information may be provided to d~ilian and 
military medical facilities, Federation of State Medical Boards of the 
United States, State Licensure Authorities and other appropriate pro­
fessional regulating bodies. 

Policies and practices for storing, retrieving, accessing, retaining, and 
~isposing of records in the system: 

·Storage: 
Paper records in file folders and on index .cards. 
Retrievability: 
By last name of professional person. 
Safeguards: 
Records are stored in buildings protected by secunty guards; 

access to. records is restricted to designated individuals having need 
therefor in the performance of official duties. · 

Retention and disposal: 
Records are destroyed within I year following tennination of 

practitioner's assignment ·or employment 
System manager(s) and address: 
Office of the Surgeon General, Headquarters, Department of the 

Army, 5109 Lee~t;mrg Pike, Falls Church, VA 22041-3258. 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Office of the Surgeon General, Headquarters, Department of the 
Axmy, 5109 Leesburg Pike, Falls Church, VA 22041-3258. 

For verification purposes, the individual should proyide the full 
name, current addres~ and telephone number, and signature. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system· should address written inquiries to the Office of 
the Surgeon General, Headquarters, Department of the Army,_ 5109 
Leesburg Pike, Falls Church, VA 22041-3258. 

For verification purposes, the individual should provide the full 
name, current address and telephone number, and signature. 

Contesting record procedures:. 
The Army's rules for accessing records, contesting contents,. and 

appealing initial agency determinations by the individual concerned 
are puolished in Department· of ·the Ari!i:Y. Regulation 340-~ I; 32 
CFR part 505; or may be obtained from the system manager. 

Record source categories: · · 
Official Personnel ~Rosters, registers, and Army records and · re­

ports. 
Exemptions claimed for the system: .. 
None. 

System name: 
Medical Review Files. 
System location: 

A0040-3aDASG 

Office of the Surgt;on General, Headquarters, Department of the 
Army, 5109 Leesburg Pike, F,alls Chur~h, VA 22041-3258. 

. Categories of individuals covered by the ~ystem: 
Applicants and registrants who are being considered for Army 

service and whose .medical fitness is questionable; Army members 
being considered for continuance· in service, promotion, special as­
signment, or separation whose medical fitness is questioned either by 
the medical evaluating authority or by the individual. 

Categories of recor~s in the system: . 
Files contain documents relating to medical fitn~ss of indiviquals 

for appointment, enlistm~nt, retention in service; promotion, special 
assignment, or separation. Included are reports of medical examina­
tion and _evaluation, psychological evaluation reports, and si~ilar or 
related documents. 

Authority for maintenance of the system: , 
5 U.S.C. 301 and 10 U.§:C. 1071. · · 

/ 



DEFENSE DEPARTMENT 45 

Purpose(sk 
To evaluate medical fitness of marginally qualified personnel for 

Army program with strict regard to established medical· standards. 
Routine uses of records maintained in the system, including catego­

ries of users ·and the purposes or such uses: 
None. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: . . 
Storage: 
Paper records in file folders. 
Retrievability: 
By individual's name. 
Safeguards: 
Records are maintained in secured areas accessible only to desig­

nated personnel having official need therefor in the performance of 
assigned duties. 

Retention and disposal: 
Destroyed after 3 years. 
System manager(s) and address: 
Office of the Surgeon General, Headquarters, Department of the 

Army, 5109 Leesburg Pike, Falls Church, VA 22041-3258 
Notificati.on procedure: · 
Individuals seeking to determine if information about themselves is 

contained. in this record system should address written inquiries to 
the Office of the Surgeon General, Headquarters, Department of the · 
Army, ATTN: SGPS-AOI, 5109 Leesburg Pike, Falls Church, VA 
22041-3258. . . . . 

For verification purposes, the individual should provide the full 
name, place and date of medical examination, additional details that 
will facilitate locating the record, and signature. 

Record access procedures 
Individuals seeking access to records about themselves contained in 

this record. system should address written inquiries to the Office of 
the Surgeon General, Headquarters, DeJJartment of the Army, 
ATTN: SGPS-AOI, 5109 Leesburg Pike, Falls Church, VA 22041-
3258. ; 

For verification purposes, the individual should provide the full 
name, place and date of medical examination, additional details that 
will facilitate locating the record, and signature .. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial· determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

·Record source categories: 
From clinical records, health records, medical boards, civilian phy­

_sicians, consultation reports, ·other Army records and reports. 
Exemptions claimed for the system. 
None. 

A0040-3bDASG 
System name: 

Medical Evaluation Files. 
System location: 

· Primary system is located at Army Medical Department medical 
facilities convening a medical board. A segment exists at the U.S. 
Army Physical Evaluation Board and the U.S. Army Physical'Dis-
ability Agency (USAPDA). · . 

Categories of individuals covered by the system: 
: Army members whose medical fitness for continued service has 
been questioned either by the member or his/her commander. 

Categories of records in the system: 
Personal information concerning the member; certain codes of spe­

cific types of injuries for research study purposes; Department of 
Veteran Affairs Schedule for Rating Disability Diagnosti~ Codes; 
documents reflecting determination by an Army board of medical 

· fitness for continued Army active service; board proceedings ·and 
related documents. 

Authority for maintenance of the system: 
5 U.S.C. 301; 10 U.S.C. 1071 and 1201; and Executive Order 9397. 
Purpose(s): 
Records are used by Medical Boards to determine medical fitness 

for continued Army active service. They are used by the Physical 
Evaluation Board to review board findings when required and to 

determine if the individual should be discharged, temporarily or 
permanently retired for disability, or retained for active service. The 
U.S. Physical Disability Agency reviews determinations and disP,osi-
tions, and responds to inquiries. · · 

Routine uses of records· maintained in the system, including catego· 
ries of users and the purposes of such uses: 

None. 
Policies and practices for storing, retrieving, accessing, retaining,and 

disposing of records in the system: 
Storage: . 
Paper. records in file folder:s; 'magnetic diskettes. 
Retrievability: ' 
By individual's name. 
Safeguards: 
Records are maintained in areas accessible only io authorized per­

sonnel who are properly screened and trained. Operation of data 
processing equipment and magnetic tapes are limited strictly to au­
thorized personnel. Computer has key lock and key is controlled. 
Magnetic diskettes are stored and controlled to ensure they do not 
result in unauthorized disclosure of personal information. 

Retention and ·disposal: · 
Records of Medical Boards are retained. ,for 5 years and then 

destroyed. Records of the U.S. Army Physical Evaluation Boards are 
retained for 2 years or until discontinued,. whichever occurs first. 
Records at the U.S. Army Physical Disability Agency are retained. 
for 5 years and then· destroyed. Destruction of all records is by 
shredding. 

System manager(s) and address: 
Office of the Surgeon General, Headquarters, Department of the 

Army, 5109· Leesburg Pike, Falls Church, VA 22041-3258. 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Office of the Surgeon General, Headquarters, Department of the 
Army, ATTN: SGPS-AOI, 5109 Leesburg Pike, Falls Church,.VA 
22041-3258. 

For verification purposes, the individual should provide the full 
name, Social Security Number, details which will assist in locating 
pertinent records, and signature. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Office of 
the Surgeon General, Headquarters, Department of the Army, 
ATTN: SGPS-AOI, 5109 Leesburg Pike, Falls Church, VA 22041-
3258. 

For verification purposes, the indj.vidual should provide the full 
name, Social Security Number, details which will' assist in locating 
pertinent records, and signature. 

Contesting record procedures: 
The. Army's rules for accessing records,. contesting contents, and 

appealing initial determinations· are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. . · 

Record source ~ategories: 
From the individual; medical records and reports. 
Exemptions claimed for the system: 
None. 

A0040-3cDASG 
System name: 

Medical. Regulating Files. 
System location: 
Primary system is located at the Office of The Surgeon General, 

Headquarters, Department of the Army, The Pentagon, Washington, 
DC 20310: Segments exist at Army medical treatment facilities, .evac­
uation units and medical regulating offices. 

Categories of individuals covered by the system: 
Any patient requiring transfer to another medical treatment facility 

who is reported to the Armed Services Medical Regulating Office by 
US Government medical treatment facilities for designation of the 
receiving medical facility. 

Categories of records in the. system: 
File contains information reported by the transferring· medical 

treatment facility and includes, but is not limited to, patient identity, 
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service affiliation and grade or status, sex, medical diagnosis, medicaJ 
cpndition, special. procedures or requirements needed, medical spe­
cialties required, administrative considerations, personal consider­
ations, the patient's home town and/or duty, 'sta~ion ,and other infor­
mation having an impact on the transfer. 

Authority for maintenance of the.'system: 
5 u.s.c. 301. 
Purpose(s): , · . . . , . 
To properly determine the appropriate medical treatment facility 

to ~hich the reported patient will be transferred; to notify the ;-re­
portmg US Government medical treatment facility of the transfer 
destination; to notify~ the receiving medical treatment facility of the 
transfer; to notify evacuation units, medical regulating offices and 
other government offices for official reasons; to evaluate the effec­
tiveness of reported information; to establish further the specific 
needs of the reported patient; for statistical purposes; and when 
required by law a'nd .official purposes: . . · · · . 

Routine uses of re.cords maintained in the system, including catego­
ries of users and the purposes of such uses: 

None. . . , 
·NOTE: Rec:ord o(the identity, diagnosis, ,prognosis, or treatment 

of any client/patient, irrespective of whether or when he ceases to be 
a client/patient, maintained in connection with the performance of 
any alcohol :·or· drug abuse prevention and treatment function ·con­
ducted, regulated, or directly or indirectly assisted by any depart,­
ment or agency of the United States, shall; except as provided there­
in, be· confidential and be disclosed only for the purposes and under 
the circumstances expressly authorized in Title 21 U.S.C., section 
1175 and Title 42 U.S.C., section 4582. These statutes take prece­
dence over the Privacy Act of 1974, in regard to accessibility of such 
records ,~xcept to the .in~ividual. to whom· the record pertains. 'Blan­
ket Routme Uses' do not apply to these records .. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 
, Storage: 

·Paper records in file folders; .index cards. 
· Retrievability! 
By individual's name. 

. , Saf~guards:, .. 
Records are maintained in secured areas accessible only· to author~ 

ized personnel who are properly screened and trained. ·' 
Retentio_n and disp~al: 

·. Destroyed 1 year following the end of the calendar year in which 
the patient was reported to. the Armed Services Medical Regulating 
Office. 
~ystem ~anager(s) and address: . 

.The Surgeon· General, Headquarters, Departm~nt of the Army, 
The Pentagon, Washington, DC 20310. 

Notification procedure: 
Individuals wishing to know whether or not information on them 

is contained in this· systerp of ·records should write to the System 
Manager or to the Patient Administrator at the medical treatment 
facility where service· was provided. Individual should provide f~ll 
name, rank or status and parent service, approximate date of transfer, 
medical treatment facility from which transferred, and current· ad­
dress and telephone number. 

Record access procedures: 
Individuals desiring access to records about themselves should 

write as indicated in 'Notification proc~dure', furnishing information 
specified therein. · 

Contesting record procedures: 
The Army's rules for access to records and for contesting contents 

and appealing initial determinations are contained in Army Regula­
tion 340-21 (32 CFR pa~t 505). , 

Record 80urce categories: 
· From transferring and receiving d treatment facilities; medical n!g­

ulating offices, evacuation offices, and· other US Government offices, 
agencies and commands relevant to the patient transfer. · 

Exemptions .claimed for the system: 
None. 

A0040:..5DASG ' : 
System name: 

Occupational. Health Records. 
, System loc:ation:· 

'l• 

Army medical treatment facilities; addresses may be obtained from 
the System Manager. 

Categories of individuals covered by the system: 
:·Department of the Army employees; active duty military personnel 

and their dependents who are treated on an out-patient basis by 
medical treatment facilities for whom specific occupational health 
examinations have cyeen requested. 

Categories of records in. the systelf!: 
Name, SSN, date and place of birth, marital status, dates of•medi­

cal surveillance tests and their results; documents reflecting the train­
ing, experience and certification to work within hazardous environ­
ments; external exposures to chemicals, radiation, physical stress, 
non-human primates, including personnel monitoring results, work 
area monitoring readings, and similar and related documents;. person­
nel protective equipment .. and medical programs required to limit 
exposure to environmental' safetY_ arid health hazards. 

Authority for maintenance of the system: 
29 CFR Chapter XVII, Occupational Safety and Health Standards; 

5 U.S.C., section 150; Executive Orders 11612 and 1 180J. 
Purpose(s): 
To determine persons ,.listed in the 'It:~dividual-Category' above, 

pursuant to appropriate! to appropriate preventive. medicine pro­
grams; to ensure that employees are qualified to perform duties under 
environmental stress and that such stress is limited to lowest level 
practical. : ·· 

Routine uses of records ·maintained in the system, including catego· 
ries 'of' users and the purposes of such uses: · · 

Information may be disclosed to appropriate Government agencies 
.w_hose responsibility falls. within the above occupational health stat­
utes. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 
. Storage: 

Paper records; magnetic tapes, discs, and printouts .. 
Retrievability: . 
By individual's name ·and/or SSN. 
Safeguards: . · ·:· · 
Access to all records. is restricted to designated individuals whose 

official duties dictate .need therefor. Information in automated· media 
are further protected by storage in locked rooms. All individuals 
afforded access are given periodic orientations concerning sensitivity 
of perso,nal infromation and requirement to prevent unauthorized 
disclosure: · 

Retention and· disposal: 
Personnel exposure files/monitoring data are retained 5 years after 

evaluation .and ~ecor;ded on permanent medical . records.: Records 
relating . to individual's health are incorporated i~ the individual's 
medical record. 

System manager(s) and address: 
The Surgeon General, Headquarters, Department of the Army, 

The Pentagon, Washington, DC 20310. 
Notification procedure: 
Individuals wishing to know whether or not information· on them 

is contained in this system of records may write to the Patient 
Administrator at the appropriate medical treatment facility, or to the 
System Manager. {ndividual must provide full namj!, SSN, current 
address and telephone number, suffi~ient details to permit locating 
records, and signature. 

Record access procedures: 
Individuals desiring access to records !!bout them~~]ves should 

write as indicated in 'Notification procedure:, SIJpplying information 
specified therein. · 

Contesting record procedures: 
· The Army's· rules for ac~~s to records and for contesting contents 
.a~d appealing initial determination are contained in An:ny Regulation 
340-21 (32 CFR .part 505). 

Record· source categories: 
From Army Medical records and reports. 
Exemptions claimed for the system:.· 
None. 

A0040-14DASG 
System name: . 
· · Radiation, ExposQre Records. 

/ 

( 
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System location: 
. Army installations, activities. laboratories, etc., which use or store 
radiation producing devices or radioactive materials or equipment. 
An automated segment; exists at Lexington Blue Grass Depot, KY. 

Categories of individuals covered by the system: 
Persons employed by the Army, including employees of contnic­

tors, who are occupationally exposed to radiation or radioactive 
materials. 

Categories of records in the system: 
Docti'ments renedting individual's training, experience, and certifi-

. cation to work within ~azardous environments such as require the 
handling of or exposure to radioactive materials or eqJJipment, expo­
sure to radiation.· Records may include DD Form 1852 (Dosimeter 
Application and Record of Occupational Radiation Exposure), DD 
1141 (Dosimetry Record), DA Form 3484 (Photodosimetry Report), 
SF 11-206, exposed dosimetry (ilm; investigative reporestigative re­
ports of harmful chemical, biological, and radiological exposures; 
relevant management reports. ' 

Automated· records contain data. elements such .as individual's 
name, SSN, date of birth, film badge .number, coded· cross-reference 
to place of assignment at time of exposure, dates of exposure and 
radiation dose, cumulative exposure, type of measuring device, and 
coded cross-reference to qualifying data regarding exposure readings. 

Authority for maintenance of the system: 
US Nuclear Regulatory Commission Regulation (10 CFR Part 19); 

Department of Labor Regulation (29 CFR Part 1910). ·· 
Purpose(s): · · · · · · 

To ensure individual qualifications to handle radioactive materials 
and/or to work under management identified stressful conditions; to 
monitor, evaluate, and control the risks of individual exposure to 
ionizing radiation or radioactive materials by comparison of short 
and long term exposures; to conduct investigations of occupational 
health hazards and relevant management studies; to determine safety 
standards. 

Routine uses of records maintained in the systeint including catego· 
ries of users and the purposes of such uses: 

Information from this system of records may be disclosed to Fed­
eral agencies, academic institutions, and non-governmental agencies 
such as the National Council .on Radiation Protection and Measure­
ment, and the National Research· Council which are authorized to 
conduct research, evaluation, and monitorship. 

Policies and practices for storing, retrieving, accessingt retaining, and 
disposing of rec~rds in the system: 

Storage: 
Papers in file folders, film packets, magnetic/tapes/discs. 
Retrievability: 
By individual's name and/or SSN. 
Safeguards: 
Access to all records is restricted to designated individuals having 

official need therefor in the performance of assigned duties. In. addi­
tion, access to automated. records is controlled by Card Key System, 
which requires positive identification and authorization. 

Retention and disposal: 
Personnel dosimetry' and bioassay records are permanent. Investi­

gative reports of harmful chemical, biological, and radiological expo­
sures are retained for 30 years. Processed film showing individual 
exposure is retained 5 years after evaluation and recorded on perma­
nent records. Medical test results are transferred to military members 
medical records or, in the case of civilians, to their civilian personnel 
records on reassignments, transfer, or separation. 

System mamiger(s) and 'address: 
The Surgeon General,. Headquarters, Department of the Army, 

The Pentagon, Washington, DC .20310. 
Notification procedure: 
Information may be obtained by writing to the System Manager, 

ATTN: DAAG-HGH, Washington, DC 20310. Individual must fur- · 
nish full name, SSN, dates and locations at which exposed to radi­
ation or radioactive materials, etc., and signature. 
, Record ~ccess procedures: 

Individuals desiring access to records in this system pertaining to 
themselves should write as indicated in 'Notification procedure', pro-
viding information required therein. . 

Contesting record procedures: 
The Army's rules for access to records and for contesting contents 

and appealing initial <;leterminations are contained in Army Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: 
From the individual, dosimetry film, Army and/or DOD records 

and reports. 
Exemptions claimed for the system: 
None. 

A0040-3laDASG 
System name: 

Pathology Consultation Record Files. 
System location: 
Armed Forces Institute of Pathology, Walter Reed Army Medical 

Center, Washington, DC 20306. 
Categories of individuals covered by the system: 
Individuals treated in military or civilian·medical facilities w~ose 

cases were reviewed on a consultative basis' by members of the staff 
of the Armed ·Forces Institute of Pathology. ,, 

Categories of records in the system: 
Documents, tissue blocks, microscopic slides, X-rays and photo• 

graphs reflecting outpatient or inpatient treatment ot observation of 
all individuals on whose cases consultation has been requested. 

Authority for maintenance of the system: 
5 u.s.c. 301. 

. Purpose(s): 
To ensure complete medical data are available to pathologist pro­

viding consultative diagnosis to requesting physician in order to 
improve quality of care provided to individuals; to provide a data 
base for education of medical personnel; to provide a data base for 
medical research and statistical purposes and when required by law 
or for official purposes. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Individual records may be released to referring physician, to physi­
cians treating the individual, to qualified medical researchers and· 
students, and to other Federal agencies and law enforcement person­
nel when requested for official purposes involving criminal prosecu­
tion, civil court ~ction or regulatory orders. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records, X-rays, photographs in paper file folders, micro­

fiche, magnetic tape, printout; tissue ·blocks in appropriate· storage 
containers; a~d microscopic· slides in cardboard file folders. 

Retrievability:: . ·. 
By last name or terminal digit number (SSN) or accession number 

assign~d when case is received. for consultation .. 
Safeguards: 
Access to the Armed Forces Institute of Pathology is controlled. 

Re~ords are maintained in areas accessible only to authorized person­
neJ who are prope~ly screened and trained. 

Retention and disposal: 
Retained as long as case material has value for medical resear~h ·or 

education. Individual cases are reviewed . periodically and ma,t~rials 
no longer of v.alue to the Institute are destroyed. 

System manager(s) and address: 
The Surgeon General, Headquarters, Department· of the ·Ariny, 

The Pentagon, Washington DC 20310. 
Notification procedure: . 
Information may be obtained from the Chief, Patient Records and 

Tissue· Repository Division, Armed Forces Institute of Pathology, 
Walter Reed Army Medical Center, Washington, DC 20306. Re­
questing individual must submit full name, name, SSN or service 
number of milit~ry sponsor and branch of military service, if applica­
ble, or accessioq number assigned by the Armed Forces Institute of 
Pathology, if known. For requests made in person, identification such 
as military ID card or valid driver's license is required. 

Record access ·procedures: 
· Requests fro in· individuals should be addressed to the Chief, Patient 
Records and Tissue Repository Division; Armed Forces Institute Of 
Pathology, Walter Reed'· Army medical Center, Washington, DC 
20306. . . . 

Contesting record procedures: . . 
The Army's rules for access to records and for contesting 'contents 

and appealing initial determinations are contained in Army Regula­
tion 340-21 (32 CFR part 505). 
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Record source categories: 
Interview, diagnostic test, other available administrative or medical 

records obtained from civilian or military sources. · 
Exemptions claimed for the system: 
None. 

A0040-31hDASG 
System name: 

Research and Experimental Case Files. ; · 
System location: 
US Army Medical Research Institute of Chemical Defense, Aber-

deen Proving Ground, MD 21010. · · .. , . · 
Individual research/test/medical documents (paper. records) are 

contained in indi:vidual's health record which, for reserve~ and retired 
military members, is at the l!S Army Reserve Components Personnel 
and Administration Center, St. Louis, MO; for other separated mili­
tary members, is at the National Personnel Records Center, St. 
Louis, MO; for military members on active duty, is at the servicing 
medical facility/center; for .civilians (both Federal employees and 
prisoners) is in a special file· at the .National Personnel Records 
Center. ,: ·. . 

As paper records are converted to microfiche, the original. (silver 
halide) and I copy of the microfiche will be located at the Washing­
ton National Records Center; 1 copy will be located at The Surgeon 
General's Office (DASG-PSA), Headquarters, Department of the 
Army,.·~ashington, DC 2031.9; I copy will reside with the Army 
contractor - the ·National Academy of Sciences; and I copy retained 
1;\t the. US Army Medical Research Institute of Chemical Defense. 

Historic.al 16mm film and audio visual tapes are at Norton Air 
force B~se, CA. 

Categories of individuals covered by the system: 
Volunteers (military members, Federal civilian employees, state 

prisoners) who participated in Army tests of ·potential chemical 
agents and/or· ·antidotes from the early 1950's until the program 
ended in 1975. 

Categories of records in the system: 
.: Individual pre-test physical examination .records and test records of 

performance and biomedical parameters measured 'during and after 
test exposure. 

Authority for maintenance of the system: 
10 U.S.C. 3012e and 4503. 
Purpose(s): · 

· To ·follow up on individuals who voluntarily participated in Army 
chemical/biological ·agent research projects for the purpose of assess­
ing risks/hazards to them, and for retrospective medical/scientific 
evaluation and future scientific and legal significance. 

Routine uses of records maintained· in the 1 system, including catego­
ries of users and the purposes of such uses: 

Information may be disclosed to the Veterans Administration in 
connection with· benefits determinations. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 
· Storage: 
·' Paper records in individual's medical file fol.ders; see 'system loca­

tion' above for storage of microfiche, computer magnetic tapes and 
paper printouts, video tapes and 16mm film. · 
. Retrie.vability:· 

Paper records in individual's' health ·record are 'retrieved by sur­
name and/or service number/social security account number. Micro­
fiche are retrieved by ind\vidual's ~urname. Film/video tap~ is ac­
cessed by case nt,lmber and/or volunteer's number. Automated 
records a~e accessed by volunteer's number 9r case number. 

Safeguards: ~! 

· Paper r~cotds and microfiche are kept ih locked rooms/compart­
ments with access limited to authorized personnel. Access to comput­
erized.= data is by use of .a valid site ID number· assigned to the 
individual terminal and by a valid user ID .and password code as­
signed to authorized user, changed periodically to avoid compromise. 
Data entry is. on-line using a dial-up terminal. Computer files are 
controlled by keys known ,only to US Army Medical Research 
Institute. of chemical Defense personnel. assigned· to work on the data 
base.· Data base output is available only to designated compllter 
operators at the Institute. Computer facility has double barrier physi­
cal protection. The remote terminal is in a room which is locked 
·when" vacated arid the building is secured when unoccupied. The 
contractor (National Academy of Sciences) employs equal safeguards 
which meet Army standards for Privacy Act data. · 

Retention and disposal: 
Records stored .·in the· computer and on ·microfiche are. retained 

indefinitely he sites identified under 'system location'. Paper medical 
records in an individual's ·health record are retained pe~manendy. 

System manager(s) and address: 
The Surgeon General, Headquarters, Depart~ent of the Army, 

The Pentagon, Washington, DC 20310. · · · .. 
Notification procedure: 
Individuals wishing to inquire whethe;· this. ~ystem of record.s con­

tains information abol}t them should contact~ the Commander,· p~ 
Army Medical Research Institute of Chemical pefense, Aberdeen 
Proving Ground, MD 21010. Written requests should include the full 
name, social security account number, current address.antl.telephone 
number of the requester: For personal visits, the individual should be 
able to provide acceptable identification such as valid driver's. license, 

·employer or other individually ic;Ientifying,number, building pass, etc. 
Record access 'procedures! 
Individuals. seeking access shoultl follow the procedures in ~Notifi­

cation procedure' above. 
Contesting record· procedures: 
The ~rmy's rules for a~cess to' records and for contesting contents 

and appealing initial determinations are contained in Army . Regula­
tion 340-21 (32 CFR part 505). · 

'Record source categories: ,· 
From the individual through te.st/questionnaire forms completed at 

test location; from medical authorities/sources by evaluation of data 
collected previous; to, during;· and following tests while individual 
was in this research program. · · 

Exemptions claimed for the system: 
None. ·· . 

:' Aoo40.;.66aDASG· 
System name: 

Medical Staff Credentials File. 
System ·location: . . 
Medical treatment facilities at Army commands, installations and 

activities. Official mailing addresses are contained in the appendix to 
the Army's inventory of System: Notices at 48. FR 25773, June 6, 
1983. I · 

Categories of .. individuals covered by the system: · 
Individuals performing clinical practice in medical··treatment facili­

ties. 
Categories ·of records' iri the· system:· -
Documents reflecting. delineation of clinical privileges and clinical 

performance. 
Authority for maintenance of the system: .: 
s.u.s.c 301; 10 u.s.c. ·1071. -~~ 

Purpose(s): 
To determine .and ·assess capability of pnictit,ioner's .clinical prac-. 

tice. ' 
Routine uses of records maintained in the system, inCluding catego-

ries of users and the purpos~s of such uses: . . 
In specific inst~nces, clinical privileged information · frqm this 

system of records may be provided to civilian and military medical 
facilities, Federation pf. State Medical, Boards of the United Stafes, 
State Licensure Authorities and other .appropriate professiona~ regu-
lating bodies.· ' .. · · .. . 

Policies and practices ·for storing, retrieving, accessin~· retaining, and 
disposing of records in the system: · · 

Storage: ' 
Paper records in file folders. 
Retrievability: 
By;individual's surname. 

'Safeguards: 
Records are maintained· in areas accessible only to the medical 

treatment facility commander and credentials committee members. 
Retention and disposal: 
Records are retained. in medical treatment' facility of iildividual's 

last assignment. Records of military members are transferred to indi­
vidual's Military Personnel Records Jacket upon separation or retire­
ment. Records on civilian personnel are d~stroyed 5 years after 
employment ~errninates. · :1 :'> 

System manager(s) and address: 

/ 
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The Surgeon General, Headquarters, Department of the Army, 
The Pentagon, Washington, DC 20310. 

Notification procedure: 
Information may be requested from the commander of the medical 

treatment facility where. practitioner provided clini~al service. 
Record access- procedures: 
Individuals seeking access to information from this system should 

contact the commander of the medical treatment facility where clini­
. cal service was provided, furnishing full name, SSN, and signature. 

Contesting record procedures: 
The Army's rules for access to records and for contesting contents 

and appealing initial determinations are contained in Army Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: 
Interviewer, individual's application, ~edical audit. results, other 

administrative or investigative records obtained from civilian or mili­
tary sources. 

Exemptions claimed for the system: 
None. 

A0040-66bDASG 
System name: 

Health Care and Medical Treatment Record System. 
System location; · 
Army Medical Department facilities and activities. Official mailing 

addresses are published as an appendix to the Army's compilation of 
record systems notices. 

Categories of individuals covered by the system: 
Military members of the Armed Forces (both active and inactive); 

dependents; civilian employees of the Department of Defense; mem­
bers of the U.S. Coast Guard, Public Health Service, and Coast and 
Geodetic Survey; cadets and midshipmen of the military academies; 
employees of the American National Red Cross; and other categories 
of individuals who receive medical treatment at Army Medical De­
partment facilities/activities. 

Categories of records in the system: 
Name, Social Security Number, medical records (of a permanent 

nature) used to document health; psychological and mental hygiene 
consultation and evaluation; medical/dental care and treatment for 
any health or medical condition provided an eligible iiJdividual on an 
inpatient and/or outpatient status to include but not limited to: 
Health; clinical (inpatient); outpatient; dental; consultation; and pro­
curement and sepax:ation x-ray record files. Subsidiary medical 
records (of a temporary nature) are also maintained to support 
records relating to treatment/observation of individu~ls. Such 
records include but are not limited to: Social work case files, inquir­
ies/complaints about medical treatment or services rendered by the 
medical treatment facility, and patient treatment x-ray and index 
files. 

Authority for maintenance of the system: 
5 U;S.C. 301; 10 U.S.C. 1071-1085; 50 U.S.C. Supplement IV; 

appendix 454, as amended and Executive Order 9397. 
Purpose(s): . 
To provide health care and medical treatment of individuals; to 

establish tuberculosis/tumor/cancer registries; for research studies; 
compilation of statistical data and management reports; to implement 
preventive medicine, dentistry, and communicable disease control 
programs; to adjudicate claims and determining benefits; to evaluate 
care rendered; determine professional certification and hospital ac­
creditation; and determine suitability of persons for service of assign­
ment. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Information may be disclosed to the Department of Veterans Af­
fairs to adjudicate veterans' claims and provide medical care to 
Army members. 

National Research Council, National Academy of Sciences, Na­
tional Institute of Health, and similar institutions for authorized 
health research in the interest of the Federal Government and the 
public. When not essential for longitudinal studies, patient identifica­
tion data shall be eliminated from records used for reseach studies. 
Facilities/activities releasing such records shall maintai'n a list of all 
such research organizations and an accounting· disclosure of records 
released thereto. 

Local and state· government and agencies for compliance with 
local laws and regulations governing control of communicable dis-

eases, preventive medicine and safety, child abuse, and other p.ublic 
health and welfare prograt:ns. . 

NoTE:Records of identity, diagnosis, prognosis, or treatment of any 
client/patient, irrespective of whether or ehn he/she ceases to be a 
client/patient, maintained in connection. with the performance of any 
alcohol or drug abuse prevention and .treatment function conducted, 
regulated, or directly assisted by any department or agency of the 
United States, shall, except as provided therein, be confidential and 
be· disclosed . only for the purposes and under the circumstances 
expressly authorized in title 42 U.S.C. 290dd-3 and 290ee-3. These 
statutes take precedence over the Privacy Act of 1974 in regard to 
accessibility of such records except to the. individual to Whom the 
record pertains. 

Policies and practices for storing, retrieving, accessing, retaining; and 
disposing of .records in the system: 

Storage: 
Paper records in file folders; visible card files; microfiche; cas­

settes; punched cards; magnetic tapes/discs; co~puter printouts; x­
ray film preservers. 

Retrievability: 
By patient or sponsor's surname or Social Security Number. 
Safeguards: · ' 
Records are maintained in buildings :-vhich employ security guards 

and are accessed only by authorized personnel having an official 
need-to-know. Automated system passwords governing access to 
data. 

Retention and disposal: 
Military health/dental and procurement/separation x-ray reco'rds 

are permanent. Clinical (inpatient), outpatient, dental and consultation 
record files for years; records pertaining to U.S. Military Academy 
cadets are withdrawn and retired to the Surgeon, U.S. Military 
Academy, West Point, NY 10996-1797. Records on civilian and 
foreign national are destroyed after 25 years. Records on American 
Red Cross personnel are withdrawn and forwarded to the American 
National Red Cross. 

All medical records (except the Military Health/Dental records 
which are active while individual is on active duty, then retired with 

· individual's Military Personnel Records Center on an accumulation 
basis) are retained in an active file while treatment is provided and 
subsequently held for a period of I to 5. years following treatment 
being retired to the National Personnel Records Center. 

Subsidiary medical records, of a temporary nature, are normally 
not retained long beyond termination of treatment; however, support· 
ing documents determined to have significant documentation value to 
.patient care and treatment are incorporated into the appropriate 
permanent record file. 

System manager(s) and a~dress: 
. Office of the Surgeon General, Headquarters, Department of the 

Army,.5109 Leesburg Pike, Falls Church, VA 22041-3258. 
Notification procedure: · 
Military and civilian individuals seeking to determine if information 

about themselves is contained in this record system should address 
written inquiries to the medical facility where treatment was provid­
ed. Official majl!ng addresses are published as an apP,endix to the 
Army's compilation of record systems notices. Red Cross employees 
may write to the· Medical Officer, American National. Red Cross, 
1730 E Street NW, Washington, DC 2QP06. · 

For verification J.1Urposes, the individual should provide the full 
name, Social Security Number, and current address and telephon~ 
number. Inquiry should include name of the hospital, year of treat­
ment and any details which will assist in locating the records. · 

Recor.:l access procedures: 
Military and civilian individuals seeking access to records about 

themselves contained in this record system should address written 
inquiries to the medical facility where treatment was provided. Offi­
cial mailing addresses are published as an appendix to the Army's 
compilation of record systems notices. · Red Cross employees may 
write to the Medical Officer, American National Red Cross, 1730 E 
Street, NW, Washington, DC 20006. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contained in ·Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. . · 

Record source categories: 
Personal in.terviews and history statements from the individuals; 

abstracts or copies of pertinent medical records; examination records 
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of infelligence, personality, achievement, and aptitude; reports from 
attendit:tg and previous physicians and . other medical personnel re­
garding results ·of physical, dental, and mental examinations,: treat­
ment, evaluatiot:t,. consultatiof!, laboratory, x-ray and special 'studies 
and research conducted to provide health care and medical treat~ 
ment; and similar or related documents. · · 
·Exemptio1n~ ~l~i~ed.for the system: f. • . 

None, 

. . . A0040-400DAS~ 
Systen, name: . . 

Entrance Medical Examination Files. 
System location: 
Army medical examining facilities; Mflitary Enlistment· Processing 

Stations (for enlistees); Department of Defense Medical Review 
Bo~~d, _U.S. Academy, CO _80840 {except for reservists). Official 
m!J.thng addresses are,published-,as an appen~ix to, the Army's·.compi­
lation of record systems notices. 

Categories of individuals covered by the system: 
Indiv!c,Juals who enroll• in the. Reserve Officers. Training ~orps 

program, enlist or are appointed in the U.S. Army or. U.S. Army 
Reserves, or are appointed as a cadet to the U.S. Military Academy. 

~ateg6ries of records';in 'tbe ~y~tem: ' . . . 
. Entr~nce medic!ll exam_i.nation and .r.esulting documentation such as 
SF 88, Report of Medical Examination, and SF 93, Report of Medi-. 
cal History, together with relevant and supporting documen~s, 

A;uthor~ty for maintenance of. the sy~tem: 
5 U:S.<:;,)Ol and.ExecQtive Order 9397.,, ·: ·. 
Purpose(s): · r. :·· 

T~ d~termine· medical acceptance of app1icant for military service 
and thereafter to properly assign and use individuaL Management 
data are derived and used by Health Services Command 'to evaluate' 
effeCtiveness of procurement medical standards~ · · · · 

Routine uses of records maintained in the system, including ·catego-
ries. of users and. ~he purposes of such uses: · : 

None. 
, Policies 'and practices for storing, retrieving, acc~sing, retaining, arid 

disposing of records in the system: · · · 
Storage: · " 
Paper ~ecords in file 'f~lders; selected management data are sto~ed· 

oq word processing or magnetic discs and· tapes .. 
Retrievability: 
By individual's surname. 
Safeguards: 

· Records are maintained in buildings using security guards, acces~i7. 
ble only to authorized personnel having·offidal need for the informa-
tion who are properly screened and trained. ·. • 

· Retention and disposal: · · '· 
Or@hai . SF 88 and 93 become perm~r.en't documents in individ­

ual's Health Record; 1 copy of these forms and supporting documen­
tation is retained by the Army or Mi.litary ·En1istment Proce'ssing 
Station examining. Facility: for I year; 1· copy' is forwarded to the 
Department Of· Defense Medical Review Board where it is retained 
for 5 years. Records of individuals rejected for military service are 
retained for statistical analyses, but for no lo~ger than 2 years, ~fter 
which they are destroyed. _,, 

System manager(s) and ad~~ess: . 
Office of the Surgeon General, 5109 LeesbQrg Pike, Falls Church, 

VA 22041-3258. . 

.. Notification procedure: , ,. · . 
:Individuals seeking to determine if information about- t-hemselves is 

contained in this record system should· address written inquiries· to 
the·. commander of· the medical· examining facility ·.where phy~ical 
examination was. given. Official .mailing addresses are published as an 
appendix to the Army's compilation of record systems notices. · · . 

For verification purposes, the individl!al . s~10uld provide the full 
name, Social Security Number, home address, approximate date of 
.the examination, and 'signature: · 

Recor~ access procedures: · 
Individuals seeking access to records about themselves contained 

in this record system should address written inquiries to the com­
mander of the medical examining facility where physical examinatipn 
was given. Official mailing add,resses are ptil;>lished as an appendix to 
th~''Army's compilation of record systems notiCes. · 

For verification purposes, the individual ~hould provld{ die· .full 
name, Social Security Number, home address, approximate ~ate of 
the examination, and signature. 
~·contesting rec9rd procedures: 

The Army's riiles for acc.essing record~, contesting contents, and 
appealing initial determinations are contained in Army Regulation 
340-21; -32 C~R part 505; or may be obtained from the system 
manager. 

Record source categories: 
From the individual; from the physician and· other medical person-

nel. ; ·. · 
Exemptions claimed for· the system: 
None. 

A0040-407DASG 
System nap~e: 

Army Community Health Nursing Records-Family Records.· 
System location: · 
Army Medical Centers and hospitals. Official mailing addre~ses are 

published as an appendix to· the Army's compilation of record sys­
tems notices. 

Categories of individuals covered by the ·system: " 
Individuals eligible for Army military medi~al car~ . 
Categories of records in the system: 
Family R,ecord. Form (DA Form '3"762) Ca~e. Referral Form (DA 

Form 3763); Medical diagnosis, observations, soci9~conomic plans 
and goals for nursing care, summarization of consultations, and simi­
lar relevant documents and reports. 

Authority. for maintenance of the system: . -
. 5 U.S.C. 301; 10 U~S.C. 3013 and Exe~uti~e Order 9397. 
Pu;pose(s): ·· · · . · '' · . · 

To identify family members who receive Army community health 
nursing care: l, · · ·• 

Routine uses of records maintained in the ·system, inCluding catego-
ries of users and the purposes of such uses: · 

The ·~Blanket' Routine Uses" set forth at' -the beginning of the 
Arm~'s compilation of record systems notices apply to this· system. 

PolicieS and practices for' stori'ng; retrieving, accessing, retaining, and 
disposing ~f record,s ~n the Sfstem: · . 1 

· , : · • 

Storage: , .. · · · 
Paper records in file 'folders retained in the Army <:::ommunity 

Health Nursing Office;.rcopy of DA Forms 3762 and 3763 is filed in 
individual's outpatient medical record. " . · 

Re'trievability: \'' 
By surname of eligiqle m~litary ~.efT!ber'or spoo,sor. 
Safeguards: · .. · · · · · 

Records are maintained· in. areas accessible only to authorized per­
sonnel having ~(licial~need therefor. Facilities are locked during non-
_duty hours. .. · 

Retention and disposal: . 
. Records are. destroyed .3 _years after case is closed. 
· System manager(s) and, addre~s: 
Office of the Surgeon General, Headquart'ers, Department of the 

Army, 5109 Leesburg Pike, Falls Church, VA 22041-3258. 
Notification :procedure: 
Individuals seeking 'to aetermine, if information about 'themselve~ is 

contained in this record system should address ·written inquiries to 
the Patient Administrator of the Army medical treatment faCility 
which provided the health nursing care. Offichil mailing addresses 
are published as an appendix to the Army's compilation of record 
systems notices:· . ·~ . · 

-For verification purposeS, the individual should furnish the full 
name, Social Security Number, name and Social Security Number of 
sponsor, if applicable,, relationship to military member,. current ad­
dress and.telephone number, and signature.' 

Record access procedures:' , . . 
Ind~vld'uals seeking acc,ess .to records about themselves contained i~· 

this record system should address written inquiries. to the Patient 
Administrator of the Army medical treatment,facility'.which provid­
ed the health nursing care. Official·mailing addresses are' published :as 
~n appendix to the Army's compilation of record systems notices. 

For, verification purposes, the individu~l should furnish the full 
name, ·social Security· Number, name and Social Security Number of 

/ 
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sponsor, if applicable, relationship to military member, current ad­
dress and telephone number, and signature. 

Contesting record procedures: . 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinatjons are contained in Army Regulation 
340'-21; 32 CFR part 505; or may Qe obtained from the system· 
manager. 

Record source categories: · 
F!om the individual, family. members, other persons having infor­

mation relevant to health of family members; educational institutions; 
civilian health, welfare, and recreational agencies; ·civilian law en-
forcement agencies. · · 

·Exemptions claimed for the syste~: 
None. 

A0040-905DASG 
System name: 

Privately Owned Animal Record Files. 
System location: · 
Veterinary service at medical facilities on Army installations and 

activities. 
Categories of individuals covered by the system: 
Persons whose privately owned animals receive veterinary ca·re. 
Categories of records in the system: 
Na111e, home address and telephone' number of animal's owner; 

record of treatment of animal; and related information. 
Authority for maintenance of the system: 
10 U.S.C. 133, 1071 through 1087, 5031 and 8012. 
Purpose(s): · 
To record registration, 'vaccination, and/or treatme,~t of" animals; to 

compile statistical data; and to identify animals registered with the 
Veterinary Animal Disease Preventive and Control Facility in con­
nection with the Veterin~ry Preventive Medicine and Zoonotic Dis· 
ease Cor:.trol Program. · 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: -
··None. 

Policies and practices for storing, retrieving, accessing, retaining, ~nd 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: 
By name of the animal's owner. 
Safeguards: 
Records are· maintained in buildings which are locked when unat­

tended and are accessed only by authorized personnel having an 
official need-to-know. 

Retention and disposal: . 
Destroyed within 6 months of death· of the animal, expiration of 

rabies vaccination, or transfer of o~ner. 
System manager(s) and address: 
Office of the SurgeoJ1 General, Headquarters, Department of the 

Army, 5109 Leesburg Pike, Falls Church, VA 22041-3258. 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the veterinary facility at the installation where the animal was treated 
or euthanized. OffiCial mailing addresses are published in the Army's 
compilation of record systems notices. 

Animal owner should provide the . full name, home address and 
telephone number and the animal's rabies vaccination number; 

Record access procedures: 
Individuals seeking _access to records about themselves contained ip 

this record system should address written inquiries to the veterinary 
facility at the installation where the animal was treated or euthanized. 
Official mailing,addresses are published in the Army's compilation of 
record systems notices. 

Animal owner should provide the full name, home address and 
telephone number and the animal's rabies vaccination number. Per­
sonal visits may be made to the veterinary facility where animal was 
treated. Owner must provide personal identification such as a valid 
military identification card or driver's license. 

Contesting record procedures: 

The Army's rules for accessing records, contesting contents, and 
appealing initial determinations are. contained in Army Regulati9n 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories: 
From the animal owner, v~tednarian reports, and similar or related 

documents. 
Exemptions claimed for the system: 
None. 

A0055-71SAFM· 
System name: 

Household Goods Shipment Excess Cost Collection Files. 
System location: 
US Army Finance an9 Accounting Center, Indianapolis, IN 46249. 
Categories of individuals covered by the system: 
Army and Air Force members who have shipped excess household 

goods. · 
Categories of records in the system: 
Government bills of lading, supporting do<;uinents, ~nd copy of 

excess _·cost billing. 
Authority for maintenance of the system: 
·5 u.s.c. 301. 
Purpose(s): 
To establish liability arid issue notices of amounts due the United 

States for excess household goods shipments. 
Routine uses of records maintained in the system, including catego-

ries of users and the purposes of such uses: · 
. See 'Blanket Routine Uses' at 48 FR 25503, June 6, 1983. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper in file folders. 
Retrievability: 
By service number/SSN. 
Safeguards: 

· Building employs security guards. An employee badge and visitor 
registration system -is utilized. Records are maintained in .areas acces­
sible only to ·authorized personnel who are properly screened, 
cleared, and trained. 

Retention and disposal: 
Records are destroyed after 6 years. 
System manager(s) and add~ess: 
Commander, US Army Finance and Accounting Center, Indianap-

olis, IN 46249 · · 
Notification procedure: 
Information may· be obtained from the System Manager. Individ­

uals should furnish their full name, SSN, current address and tele­
phone number. 

Record access procedures: 
··Individuals desiring access to information concerning themselves. 

should write to the System manager, providing information required 
under 'Notification procedure•. · 

Contesting record procedures: 
The ·Army'~, rules for access to records and for cohtesting contents 

and appealing initial determinations are contained in Army Regula-
tion 340-21 (32 CFR part 505). · · 

Record source categories: . 
From paid Government bills of lading. 
Exemptions claimed for the system: 
None. 

A0055-355MTMC 
System name: 

Personal Property Movement and Storage Records. 
System location: 
Installation Transportation Offices. and Joint Personal- Property 

Shipping Offices, world-wide; addresses may be obtained from the 
System Manager. 

Categories of individuals covered by the system: 
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Military members of the Army, Navy, Marine Corps, and Air 
Force:., Civilian employees; dependents; personnel of: other govern­
ment· agencies when sponsored by the Department of Defense. 

Categories of records in the system: 
Orders authorizing shipment/storage of personal· property to in­

clude privately· owned vehicles and house trailers/mobile homes; 
Department of Defense Form 1131 (Cash Collection Voucher), DO 
Form 1299 (Application for Shipment and/or Storage .of .Personal 
Property), DD Form 1384 (Transportation Control· and' Movement 
Document), DD Form 1797 (Personal Property Counseling Check­
list), Standard Form 1203 (Government Bill of Lading),· Storage 
contracts, and other related documents. 

Authority for maintenance of the system: 
10 U.S.C. 3012; E.O. 9397. 
Purpose(s): 
To ·arrange for the movement, stqrage and handling of personal 

property; to identify/trace lost or damaged shipments; to answer 
inquiries .and. monitor effectiveness of personal property traffic man-
agement functions. · - - . 

Routine uses of records maintained in th_e system, including catego-
ries of users and the purp9ses of such uses: _ ·. . 

Information may be disclosed to com~ercial carriers. to .identify 
ownership, verify delivery of shipment, support billing for serviCes 
rendered, and justify claims for loss, damage, or· theft. See also 
'Blanket Routine Uses' set forth at the beginning of the Army's 
listing of record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: . 
Paper records in file folders; microfilm; .magnetic; tapes arid cp!TI-

puter printouts. - · 
Retrievability: 
By individual's surn~me. 
Safeguards: 
Information is maintained in secured areas, accessible oniy to au­

thorized personnel having an official need-to-kri'ow: Automated seg­
ments are further protected by code numbers/passwords. 

Retention and disposal: 
Documents relating to packing, shipping and/or storing of house­

hold goods within continent~) Uniteq States_ are destroyed ·afte.r. 3 
years; those relating to oversea areas are destr.oyed after '6 years.-. 
Documents regarding shipment of Privately -owned vehicle/house 
trailers are destroyed after 2 years. Shipment discrepancy reports are 
destroyed after 2 years or when claim/investigation is settled, which­
ever is later. Administrative files reflecting queries and responses are 
retained for 2 years; then destroyed: -

System. manager(s) and address: 

1Com·mander, Headquarters, Military Traffic. Management Com­
mimd, Falls Church, VA 22041-5050. 

Notification procedure: .. ; 
Information m;;ty be. obtained .from ,the· Installation TraJ:lsportation 

Office whi~li process~d the shipping/storage ~o~ufllel}ts. 
Record access procedures: · 
Written requests should contain requester's full name, SSN, current 

address and t.elephone number, and a!ly information which will assist 
i'n locating the records requested (e.g. type of shipment, origi_n, desti­
nation, date of application, etc.). 

Contesting record procedures: . 
. "I:"he Army's ryles for access to re~9rds and for contesti_ng contents 

and appealin·g. ini~ial determinations are contained in -Army Regula-
tion 340-21 (32 CFR part 505). · '·. . · -

Record source categories: 
From the individual whose personal property ._is shipped/stored; 

from the carrier/storage facility. · 
Exemptions claimed for the system: 
None. 

AOOSS..-JSSaDALO 
System name: 

Local Transportation. Authorization and Use Files. 
System location: 
Army.offices charged :with·respoiisibility for approving and issuing 

local' transportation fare media to be used in .. the transaction of offi-
cial Government business. · 

Categories ·of individuals coyere~ by:the system: 

Any person required _to .use- officiartocal transportation in conduct~ 
ing official Government busine·ss<with a·nd around h'is/her designated 
duty stations. 
. Categories of records in the system: · . _; ·, , ... . . 

Documents pertaining •to the accountirlg. fot-:and ·issuance of -Ioc;al 
ferry tickets, commercial bus tokens, rail passes, --toll bridge tickets, 
etc., for official travel of Government personnel. -

Authority for maintenance of the system: 10 U.S.C. 3012. · 

Purpo_se(s): · . ·· _ · 
To account for' isst1ar.~e ··or tickets/tokens/fare passes for l~c~t' 

official travel. . ' :' - · - · . j' 

Routine uses of records maintained in the system, inciuding catego-
ries of users and the purposes of such uses::. . 

See 'Blanket Routine Uses' set forth at the beginning of the Army's 
listing of record system notices .. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: . 

Storage: 
. Paper records in file folders;_ ~!lr~s. 

Retrievability: 
By user's name or SSN. 
Safeguards: -
Records are maintained in areas accessible only to authorized per-

sonnel. · 1 

Retention and -diSP9S~l:.-; 
Destroyed after 3 years. 
System manager(s) and'address: 
Deputy Chief of Staff for Logistics, Headquarters, Department of 

the Army, The Pentagon,1,Washington, DC 20310. 
Notification procedure: .:_ ·. . 
Information cari be obtai1Yed .from· the designated official respons_i-

ble for issuing local transportation fare media. , · 
Record access procedures: · -
Individuals rriay inquire of the designated official who dispenses 

local fare authorizations. 
Contesting record procedures: 
The Army's rules for access to record_s and for contesting conte~ts 

and appealing initial determination are contained in- Army Regulation 
340-21 (32 CFR part 505). 

Record source categories: ·· · " 
From individuals using tickets/tokens/passes for official travel. 
Exemptions claimed for the system: · 
None. 

. ·A0055-355bDALO 
, I j • ~ t-- • 

System name: 
Individual Travel Files. 

·· System location:. ·;;,, . 1 

,. Tr~vei offi~~s at installations; .maXor commands, and .-Army Staff 
Agencies. 

Categories of individ1,1~ls covere~ by th~_system: 
Army military (active and reserve) and. civilian personnel,. US 

Government personnel assigned to Army an9. other military installa­
tim-is, their dependents and bona fide members of i_ndividual's house­
hold, and US personnel tp1veling under 'Army sponsorship, including 
contractors. · · · · · · · ' · 

Categ~ries of records in the system:, -
Document~ .pertaining to tr~vel of persons. on official Government 

business,. and/or their dependents, including but not limited to travel 
assignment orders, .authorized- leave :enroute,. availability of quarters 
and/or shipment of household goods and personal effects, application 
for passport/visas, the passport. authorize~ travel, security clearance 
and relevant messages and correspondence. ~ecords may also include 
clearances for official travel· to or within certain foreign countries 
which 1 may require military theater/area and/or Department of State 
authorization pursuant to DOD Directive 5000.7, or ()the_r established 
military requiren1ent applying in oversea commands for personal un-
official travel in certain foreign countries.' - · .. 

Author~ty for maintenance of the system;, . 
10 U.S.C., sections 704 l;lnd. 3012; Status of .. Forces'·Agreenient; or 

other similar international agreements binding on military forces. 
Purpose(s): 

/ 

/ 
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To process official travel requests (and personal travel to restricted 
areas if in oversea commands) for· military and civilian personnel; to 
determine eligibility of individual's dependents to travel; to obtain 
necessary ·clearances where foreign travel is involved, including as­
sisting individual in applying for passports and visas and counseling 
where proposed travel involves visiting/transiting communist coun­
tries. 

. Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Information may be disclosed to attache' or law enforcement au­
thorities of foreign countries; to US Department of Justice or De­
partment of Defense legal/intelligence/investigative agencies for· se­
c~rity, investigative, intelligence, and/or count(;!rintelligence oper­
atiOns. 

Policies and practices for storing, retrieving, accessing,· retaining, and 
disposing of records in the srstem: . ' 

Storage: 
Paper records in file folders. 
Retrievability: 
By individual's surname. 
Safeguards: . 
Records are maintained in areas accessible only to authorized per-

sons who are properly screened, cleared, and trained. Buildings hous­
ing records are either located on controlled access post or otherwise 
secured when offices are closed. 

Retention and disposal: 
'Records are retained for 2 years after which they are destroyed by 

shredding. . 
System manager(s) and address: 
The Adjutant General, Headquarters, Department of the Army, 

2461 Eisenhower A venue, Alexandria, VA 2233 1. 
Notification procedure: 
Information· may be obtained from the Administrative or Personal. 

Services Office at the installation/major eommand at which travel 
request/clearance was initiated. 

Record access procedures: 
Individuals may submit written requests for information in this 

system to the appropriate decentralized record custodian, furnishing 
full name, grade/rank, signature, and details of travel authorization/ 
clearance documents being accessed. Custodian of records may re­
quire notarized statement of identity.· 

Contesting record procedures: 
The Army's rules for access to records and for contesting contents 

and appealing initial determinations are contained in Army Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: 
From the individual requesting travel authorization/clearance; 

Army records and reports. · 
Exemptions claimed for the system: 
None. 

AOOS6-9TRADOC 
System name: 

Marine Qualification Board Records. 
System location: 
Marine Qualification Board, United Stat~s (US) Army Transporta-

tion School, Ft Eustis,· VA 23604. 
Categories of individuals covered by the system: 
Military and civilian employees of the Army. 
Categories of records in the system: 
Marine Service Record (DA Form 3068-l), individual's request for 

examination, test results, character and suitability statements, physical 
qualification reports, experience qualifications and evaluations, com­
mander's recommendation, Marine Qualification Board recommenda­
tion and final action thereon, US Army Marine Licenses (DA Forms 
4309 and 4309-1), and similar relevant documents. 

Authority for maintenance of the systeJ!I: 
JO u.s.c. 3012. 
Purpose(s): 
To evaluate and recommend appropriate action concerning the 

issuance, denial, suspe,nsion, or re\(ocation of US Army Marine Li­
cen~es; to award certification to individuals passing the marine quali­
fication examination; to monitor test content and procedures to 
ensure that tests are valid and current; to award Spe~ial Qualification 

Identifiers to appointed Marine Qualification Field Examiners; to 
review marine casualty reports, incident reports, and investigations to 
re-evaluate qualifications of persons involved; to issue Marine Service 
Book to qualified individuals; and to maintain Marine Service 
Records. 

Routine uses of records maintained in the system, including catego~ 
ries of users and the purposes of such uses: 

The US Coast Guard, Department of Transportation may be fur­
nished information concerning certification !lnd. licensing of individ­
uals. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
RetrievabUity: 
By individual's surname. 
Safeguards: 
Records are maintained within a building secured during non-duty 

hours, and are available only to authorized individuals having official 
need therefor. 

Retention and disposal: 
Records are retained for 40 years, after which they are destroyed 

by shredding. 
System manager(s) and address: 
Commander, US Army Training· and Doctrine Command, Ft 

Monroe, VA 23651. 
Notification procedure: 
Individuals who wish to know whether or not this system of 

records contains information on them should inquire of the Marine 
Qualification Board, US Army Transportation School, Ft. Eustis, VA 
23604. Individual should furnish name, pertinent details that will 
'facilitate locating the address, and signature. ure. 

Record access procedures: 
For access to their records, individuals should submit a w·ritten 

request as indicated in 'Notification procedure', providing informa­
tion required therein. 

Contesting record procedures: 
The Army's rules for access to records and for contesting contents 

and appealing initial determinations are contained in Army Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: 
From the individual, military and civilian personnel recor.ds and 

reports, civilian maritime records, US Coast Guard, commanders and 
vessel masters, and other appropriate sources able to furnish relevant 
information. · 

Exemptions claimed for the system: 
None.' · 

AOf}60-20DAMO 
System name: 

Ration ControlfBiackmarket Monitoring Files: 
System locat.ion: 
Office of the Provost Marshal, U.S. Army, Japan; US. ;,\rmy, 

Europe and Seventh Army; U.S. Army; Southern Command; U.S. 
Forces Korea/Eighth Army. 

Categories of individuals covered by the sy~tem: 
All me~bers of the U.S. Army at overseas locations, their depend­

ents, civilian employees, U.S. Embassy personnel, contract personnel, 
technical representatives, and individuals who are assigned to or 
under the judicial or administrative control of the U.S. Army who 
make purchases of controlled items from authorized resale activities 
at overseas locations, those authorized duty-free privileges at Class 
VI stores, commissaries, and retail outlets located on U.S. facilities 
and installations overseas. 

Categories of records in the system: 
Individual's name, Social Security Number, passport number, citi­

zenship, service component, dependency status, local address; sales 
slips and control sheets u~d in :sale of controlled items by U.S. 
Forces; over spending/<;~_ver purchase printouts rn:od~ced by central 
computer facilities. · · 

Authority for maintenance of the system; . 
IOlJ.S.C. 3013; S U.S.C. 301, Status of Forces ·Agreement between 

the United States of America and the host country in which U.S. 
Forces are located; and ?.~ecutive Order 9397. 
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Purpose(s): 
To.· assist commanders and U.S. Armed Forces investigative agents 

in monitoring purchases of controlled items; to produce ration con­
trol plates for authorized users; to maintain record of selected con­
trolled item purchases at retail facilities and suspected violators of the 
system; and to comply. with Joint Service blackmarket monitoring 
control policy. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To provide information to the host country, required by the Status 
of Forces Agreement between the United States of America and the 
host country. . 

The "Blanket Routine Uses" published at the beginning of the 
Army compilation of record system notices also apply to this record 
system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records, magnetic tapes, microfiche. 
Retrievability: 
By name and/or Social Security Number. 
Safeguards: .. 
Records are accessed only by authorized personnel having official 

need therefor. During off duty hours, the facility housing the records 
is secured by sound activated alarm. 

Retention and disposal: 
Records are retained for 1 year; violations data are retained' until 

the end of the individual's tour of duty or employment; tnen de­
stroyed.·· 

System manager(s) and address: 
'Deputy Chief of Staff for Operations and Plans, ATTN: DAMO­

ODL, Headquarters, Department or' the Army, Washington, .DC 
20310-0440. 

Notification procedures: 
Individuals seeking to determine if information about themselves is 

contained in this record system should 'address written inquiries to, 
the Provost Marshal at the overseas Army installation which issued 
the ration control authorization. · 

Individual should provide the full name, Social Security Number, 
address, details concerning the explusion or embarment action, and 
signature. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Provost 
Marshal at the .overseas Army installation which issued the ration 
control authorization. 

Individual should provide the full name, Social Security Numbe~, 
address, details concerning the explusion or embarment action, and 
signature. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. . 

Record source categories: 
From individual's application for ration control privileges; record-'' 

ed sales at retail outlets and orders made through exchange catalog 
sales at U.S. military facilities it:~ overseas locations. 

Exemptions claimed for the system: 
None. 

A0065TAPC 
System name: 

Postal and Mail Service System. 
System location: 

. · 

Postal facilities at Army headquarters offices, commands, and in-
stallations. · · 

Categories of individuals covered by 'the system: 
Persons designated as postal clerks; military. personnel assigned/ ~ 

attached to Army installations who require mail handling service. 
Categories of records in the system: 
DD Form ,285 designating Army postal clerks/NCO's/supervisors/ 

orderlies; locator cards ,(DA Form 3955) comprising a dir:ectory of 
individuals assigned, enroute, and/or departing given installation; 

showing individual's full name, grade, ,current mailing address, date 
of assignment/detachment, and SSN (latter is voluntary). 

Authority for maintenance .of-the system: 
10 U.S.C. 3013 and Executive Order 9397. . 
Purpose(s): 
To designate persons authorized to perform Army postal functions; 

to maintain current addresses of persons arriving/departing units for 
the purpose of handling personal mail. 

Routine ·uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: . 

Information may be disclosed to the·U.S. Postal Service. 
The "Blanket Routine Uses" set forth at the beginning of the 

Army's compilation of record system notices also apply to this 
system. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Cards, paper records, microfiche, word processing disc. 
Retrievability: 
By individual's surname and/or Social Security Number. 
Safeguards: 
Records are located in secured buildings, accessible only to desig­

nated persons having an official need for the information. Where 
word processing equipment is used, information is. protected by a 
password system; when not in use, word processing equipment . is 
locked. · 

Retention and disposal: 
Documents desjgnating. postal p~rsonnel are destroye~ . two years 

from the termination/revocatiqn da.te of. designation. [)irectory loca- · 
·tor cards (DA Form 3955) are retained for 12 months after member's 
departure. from unit. 

System manager(s) and address: 
Commander, U.S. Total Army Personnel Command, 200 Stovall 

Street, Alexandria, VA 22332-0400. 
Notification procedures: : 
Individuals seeking to ·determine if information about themselves is 

contained in this record system should address written inquiries to 
the Postal Director at the unit where assigned or employed. 

Individual should provide the full name, Social Security Number, 
rank/grade, and any other information that will assist in locating the 
records. 

Record access procedures: 
IndividuaJs seeking access to records about themselves contained in 

this record system should address written inquiries to the Postal 
Dire~tor at the unit where assigned or employed. · 

Individual should provide the full name, Social Security. Number, 
rank/grade, and any other information that will assist i!llocating :the 
records. 

Personal visits may be made; individual must furnish proof of 
identity. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories: 
From the individual, unit commanders and Army post~tJ officers. 
Exemptions claimed for the system: 
None . 

A0070AMC' 

System name: 
Resumes for Non.t.Governmerit Technlca] Personnel. 
System location: 
US Army Research Offic~: PO Box 12211, Research Tria~gle 

Park, NC 27709. 
Categories of individuals covered by the system: 
Resumes of candidates to provide scientific servic~s to Federal · 

agencies in the fields of mathematics and the. physical, engineering, 
life and geoscience.s. · 

Categories of records in the ·system: 
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Individual's name, personal history resume, affiliations, area of 
expertise, SSN, record of remuneration for services provided, and 
performance evaluations. 

Authority for maintenance of the system: 
5 u.s.c. 301. 
Purpose(s): 
To provide a source of. personal information/qualifications on 

qualified scientific and technical personnel able to solve scientific and 
technical problems of interest to the US Government. 

. Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See 'blanket Routine Uses' at 48 FR 25503, June 6, 1983. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in· the system: 
Storage: 
Paper records in· metal containers; magnetic disc, tape. 
Retrievability: · 
By candidate's surname; automated records are retrieved by Key 

Word. 
Safeguards: · 
Records are maintained in areas accessible only to authorized, 

properly trained personnel who have official need therefor. 
Retention and disposal: 
Retained for life of the contract; destroyed by shredding when no 

longer needed. · 
System manager(s) and address: 
Director, US Army Research Office, PO Box 12211, Research 

Triangle Park, NC 27709. 
Notification procedure: 
Information may be obtained from the Contracting Officer, US 

Army .Research Office, PO Box 12211, Research Triangle Park, NC 
27709. 

Record access procedures: 
Written requests may be sent to the System manager; requester 

must provide his/her full name, current address and telephone 
number, position title, and current employer. 

Contesting record procedures: 
The Army:s rules for access to records and for contesting contents 

and appealing· initial determinations are contained in Army Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: 
From the individual candidate. 

·Exemptions claimed for the system: 
None. 

System name: 
Immunity Booster Files. 
System location: 

A0070-16DASG · 

U.S. Army Medical Research Institute of Infectious Diseases, Fort 
Detrick, Frederick, MD 21701-5011. 

Categories of individuals covered by the system: 
Military and civilian employees of Fort Detrick engaged in re­

search who have been immunized with a biological product or who 
fall under the Occupational Health and Safety Ad or Radiologic 
Safety Program. · 

Categories of records in the system: 
File contains name of biological agents, individual's name, Social ' 

Security Numbers, age, race, date of birth, occupation, titers, immu­
nization schedules, known allergies, amount of dosage, reaction to 
immunization, radiologic agents, exposure level, health screening test 
results, health test schedule, similar relevant documents. 

Authority for maintenance of the system: 
5 u.s.c. 301. 
Purpose(s): 
To create a large data base of immunological data for research 

purposes, and to manage the scheduling of all health screening tests, 
immunizations, physicals, and other special procedures required by 
the U.S. Army Medical Research Institute of Infectious DiseaSes 
biosurveillance program, radiologic safety program, and occupational 
health and safety program. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

None. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Random access disc files and backup on magnetic tape. 
Retrievability: 
For research purposes, the data are usually retrieved and analyzed 

with respect to relative times; vaccine lots, titers, demographic 
values, etc. Data are seldom retrieved by name, by test to be taken, · 
and by month of scheduled examinations. 

Safeguards: 
Records are maintained in' controlled areas; access is restricted to 

authorized persons having need therefor in the performance of offi­
cial duties. 

Retention and disposal: 
Records are permat:tent. 
System manager(s) and address: 
Office of the Surgeon General, Headquarters, Department of. the 

Army, ATTN: SGRD-UIAs, 5109 Leesburg Pike, Falls Church, VA 
22041-3258. 

Notification procedure: 
lndivjduals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Commander, U.S. Army MedicaJ Research Institute of Infectious 
Diseases, Fort Detrick, Frederick, MD 21701-5011. 

For verification purposes, the individual should be specific con­
cerning type o.f information sought. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the C.ommand­
er, U.S. Army Medical Research Institute of Infectious Diseases, 
Fort Detricks, Frederick, MD 21701-5011. 

For verification purposes, the individual should be specific con­
cerning type of information sought. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, .and 

appealing initial determinations are contained in Army. Regulation 
340..;.21; 32 CFR part 505; or may be obtained from the system 
manager.· 

Record source categories: 
Ftom medical persons, thefr interview with individual concerned, 

laboratory results, immunization results, and other relevant test r.e-
m~ . 

Exemptions claimed for the system: 
None. 

A0070-2SDASG 
System name: 

Medical Research Volunteer Registry 
System location: 
Primary locations l;lre U.S. Army Medical Research and Develop­

ment Command, Fort Detrick, Frederick, MD 21701-5012; 
U.S: Army Chemical Research, Development, and Engineering 

Center, Aberdeen Proving Ground, MD 21010-5423; 
Secondary locations are Letterman Army Institute of Research, 

Presidio of San Francisco, CA 94129-6800; 
Walter Reed Army Institute of Research, Washington, DC 20307-

51004· 
U.S. Army Aeromedical .Research Laboratory, Fort Rucker, AL 

36362-5000; 
U.S, Army Institute of Dental Research, Washington, DC 20307-

5300· ' 
U.S. Army Institute of Dental Research, Fort Sam Houston, TX 

78234-6200; 
U.S. Army Medical Bioengineering Research and Development 

Laboratory, Fort Detrick, Frederick, MD 21701-5010; 
U.S. Army Medical Research Institute of Chemical Defense, Aber­

deen Proving Ground, MD 21010-5425; 
U.S. Army Medical Research Institute of Infectious Diseases, Fort 

Detrick, Frederick, MD 21701-5011; 
U.S. Army Research Institute of Environmental Medicine, Natick, 

MA 01760-5007. 
Categories of individuals covered bY. the system: 
Records of military members, civilian employees, and non-Depart­

ment of Defense civilian vo 1 unteers partiCipating in current and 
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future research sponsored by the U.S. Army Medical Research and 
Development Command and the U.S. Army Chemical Research, 
Developments, and Engineering Center. . 

Categories of records in the system: 
Name, Social Security Number, and other information necessary 'to 

locate the individual. Individual consent agreements, test protocols, 
~hallenge materials, _inspection/after-action reports, standard operat­
mg procedures, med1cal support plans, and -summaries of pre-test and 
po!it-test physical examination parameters measured before and ·after 
testing. · 

Authority for maintenance of the system: 
5 U.S.C. 301; 10 U.S.C. 1071-1090; 44 U.S.C. 3101; and Executive 

Order 9397. ..., 
Purpose(s): 
To assure that the U.S. Army Medical Research and Development 

Command and the U.S. Army Chemical Research, Development, and 
Engineering Center can contact individuals who participated in re­
search conducted/sponsored by the Command and Center in order to 
provide them with newly acquired information, which may have an 
impact oh their health. · • . · 

To answer inquiries concerning ·an individual's participation in 
research sponsored/conducted by USAMRDC and CRDEC. · 

To facilitate retrospective medical and/or scientific evaluations. 
Routine uses of records maintained in the system, including catego­

ries of users and the purpose of such uses: 
Information may be disclosed to Headquarters, Department 'of the 

Army to contact volunteer human subjects later sliould it be in their 
best interests; to document and assist in determining the need for 
medical treatment at any future time for a condition proximately 
resulting from participation in a test; to adjudicate claims ·and deter­
mine benefits; to report medical conditions .required by law to. other 
federal, state, and local agencies; for .'r,etrospective medical/scitrntific 
evaluation; .a.nd for future scientific and legal significance. . .• 

Department of Veteran Affairs to assist in making determinations 
relative to claims for service-connected disabilities; and other ·such 
benefits. · . · . 

The "Blanket Routine Uses" set forth at the beginning or' the 
Army's compilation of record systems notices also apply to t_his 
system. 

Policies and practices fo~·storilig, retrieving, accessing, retaining,· a'nd 
disposing of records in the system: · · · · 

Storage: 
. Paper records in file folders; computer.magnetic tapes, disks, and 

printouts. 
Retrievability: 
By name and Social Security Numbe~. 

Safeguards: . ·'· 
U.S. Army Medical Research and Development Command: Com-

puterized records are accessed by the custodian of the records 
system, and by persons responsible for servicing the records system 
in the performance of their duties. Computer equipment and files are 
located in separate and secured area. 

U,S. Army Chemical Research, Developments, and Engineering 
Center:. Paper records and data disks are kept'' in locked c.ompart­
me~ts with access limited to authorized personnel. Access.tq comput­
erized data is by use of a valid site identification assigned to _an . 
individual terminal and by a valid user identification and password 
code assigned to an authorized user, changed periodically to· avoid 
compromise. Data entry is on-line using a dial-upterminal. Computer' 
files a:re controlled by keys known only to· personnel assigned· to 
work on the data. base. Data base output is available only to designat­
ed computer operators. Computer facility has double barrier physical 
protection. The remote is in a room which is locked when vacated 
and the building is secured when unoccupied. 

Retention and disposal: 
Records are destroyed after 65 years. 
System manager(s) and ·address: 
Office of the Surgeon General, Headquarters, Department of the 

Army, ATTN: SGRD-HR, 5109 Leesburg Pike, Falls Church, VA 
22041-3258. . 

Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record systeJll should address written 'inquiries to 
the Office of the Surgeon General, Headquarters, Department of the 
Army, ATTN: SGRD-HR, 5109 Leesburg Pike, Falls Church, VA 
22041-3258 or to·cominander, U.S. Army Chemical Research, De: 

velopment and Engineering Center, ATTN: SMCCR-HV, Aberdeen 
Proving Ground, MD 21010-5423. . . 

For verification purposes; the individual should provide the full 
name, Social Security Number, military status or other informati9n 
verifiable from the record itself. ' · 

For personal visits, the individual should be able to provide. ac­
ceptable identification such as valid driver's license, employer, or 
other inqividually identifying number, and building pass .. 

Record access procedures: 
Individuals seeking access to records' about themselves 'contained in 

this record system should address written inquiries to the bffice .of 
the Surgeon General, Headquarters, Department of the Army; 
ATTN: SGRD-HR, 5109 Leesburg· Pike. Falls Church, VA 22041-
3258 or to Commander, U.S. Army Chemical Research, Develop­
ment and Engineering Center, ATTI'J: SMCCR-J-IV, Aberdeen Prov-, 
ing Ground, MD 21010-5423. 

For verification purposes, the individual. should provid~ the full 
name, Social Security Number, current address, and telephone 
number of the requester. 

For personal visits; th.e individual should be. able. to provide ac- · 
ceptable identification such as valid driver's license, employer, or 
other individually identifying number, and building pass. 

Contesting record procedures: 
The Army's rules for accessing records, contesting content's,· and. 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories: 
From the indi'{idual, me9ical authorities, test director reports, doc­

uments prepared by staff supporting the test/r.esearch, and records/ 
documents from records custodians. 

Exemptions ~laimed for the system: 
None. . ' .. ·· 

System name: 
Sandfly Fever Fifes. 
'system ·location: 

A0070-45DASG 

U.S. Army Medical Resea-rch Institute of Infectious 
Detrick, Frederick, MD 21701-5011. 

Categories of individuals covered by the system: 

Diseases, Ft. 

All human volunteers who participated in the Sandfly fever studies · 
at U.S. Army Medical Research Institute of Infectious Diseases. 

Categories of records in the system: 
Records contain data on name, body temperature, pulse, blood 

pressure, respirations, urinalysis results, blood serology results. 

Authority for maintenance o! the system: 
5 u.s.c. 301. 
Purpose(s): 
Information is being stored for possible future study. Data were 

collected and analyze9 during a previou_s. Sandfly f~ver study. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such. uses: 
None. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in. the system: 
Storage: 
Ra~dom access disk files and backup on magnetic tape. 

Retrievability: . . 
By individual's narrie, .analyzed by paramete~, pre- or p~st-infection 

day, and. experimental versus controls. ' 

Safeguards: 
Files are maintained in a secured building locked during, non-duty 

hours. Access is restricted to authorized personnel only. 

Retention and disposal: 
Records will be maintained until they have no further research 

value. 
System manager(s) and address: · 
Office of the Surgeon General, 'Hehdquarters, Department of the 

Army, ATTN: SGRD-DIA, 5109 Leesburg Pike, Falls Church, VA: 
22041-3268. ' 

Notification procedure: 

/ 
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Individuals seeking to determine if information about themselves is 
contained in this record system should address written inquiries to 
the Commander, U.S. Army Medical Research Institute of Infectious 
Diseases, Fort Detrick, Frederick, MD 21701-5011. 

For verification purposes, the individual should provide details 
whic~ will assist in locating the record. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Command­
er, U.S. Army Medical Research Institute of Infectious Diseases, 
Fort Detrick, Frederick, MD 21701-5011. 

For verification purposes, the individual should provide details 
which will assist in locating the record. 

Record source categories: 
From quantitative data obtained from investigative staff and clini­

cal laboratory reports. 
Exemptitms claimed for the system: 
None. 

A0095-1TRACDOC 
System name: 

Individual Flight Records Folder. 
System location: 
Decentralized to Flight Operations Section of Army/ Army Re­

serve/National Guard units for all personnel on whom flight records 
are maintained. Copies of individual flight records (DA Form 759) 
for active Army and Reserve Component personnel who are instruc­
tor pilots, standardization instructor pilots, or. instrument flight exam­
iners are maintained at the U.S. Total Army Personnel Command, 
ATTN: HQDA (TAPC-OPE-V), 200 Stovall Street, Alexandria, 
VA 22332-0400 for active Army officers; U.S. Total Army Personnel 
Command, ATTN: HQDA ·(T A,PC-OPW -A V), 200 Stovall Street, 
Alexandria, VA 22332-0400 for active Army warrant officers; and 
U.S. Total Army Personnel Command, ATTN: PERSCOM (TAPC­
OPH-MS) for active Army Medical Service Corps (MSC) officers. 

Records of Army reservists not on extended active duty are main- ~ 
tained at the U.S. Army Reserve Personnel Center, St. Louis, MO; 
those of National Guardsmen are maintained at the National Guard 
Bureau, Aberdeen Proving Ground, MD. 

Categories of individuals covered by the system: 
Army aviators who are members of the Active and Reserve Com­

ponents and qualified and current in the aircraft to be flown; civilian 
employees of Government agencies and Government contractors 
who have appropriate certifications or ratings, flight surgeons or 
aeromedical physicians' assistants in aviation service, enlisted crew 
chief/crew members, aerial observers, personnel in m:m-operational 
aviation positions, and those restricted or· prohibited by statute from 
taking part in aerial flights. 

Categories of records in the system: 
DA Forms 759 and 759-1 Individual Flight and Flight Certificate 

Army (Sections I, II, and Ill); DA Form 4186 (Medical Recommen­
dations for Flying Duty), results of annual aviation written examina­
tions, waivers, disqualifications, DA Form 4187 requesting re-qualifi­
cation, re-qualification orders, aeronautical orders awarding ratings. 

Authority for maintenance of the system: 
5 U.S.C. 301; 10 U.S.C. 3013; and Executive Order 9397. 
Purpose(s): 
To record the flying experience and qualifications data of each 

aviator, crew member, and flight surgeon in aviation service. 
Routine uses of records maintained in the system, including catego-· 

ries of users and the purposes of such uses: 
Information may be disclosed to the Federal Aviation Agency 

and/or the National Transportation Safety Board. , 
The "Blanket Routine Uses" set forth at the beginning of the 

Army's compilation of record system notices apply to this record 
system. 

Policies· and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: 
By individual's surname and/or Social Security Number. 
Safeguards: 
Records are maintained in controlled areas accessible only to des­

ignated persons having official need for the record. 
Retention and disposal: 

321-135 0-92--3 

So long as an aviator remains operational, records are maintained 
by installation operations officer; when individual is no longer in 
operational flying status, individual Flight Records Folder is collo­
cated with his/her Military Personnel Records Jacket. 

System manager(s) and address: 
Commander, U.S. Army Training and Doctrine Command, Fort 

Monroe, VA 23651-5000. 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Flight Operations Section of their current unit; if not on active 
duty, inquiry to addresses listed in "System location". 

Individual should furnish the full name and Social Security 
Number. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

· this record system may visit or address written inquiries to the Flight 
Operations Section of their .current unit; if not on active duty, send 
inquiry to addresses listed in "System location". 

Individual should furnish the full name and Social Security 
Number. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contained in Army. Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories: 
From the individual, Federal Aviation Administration, flight sur­

geon, evaluation reports, proficiency and readiness tests, and other 
relevant records and reports. 

Exemptions claimed for the system: 
None. 

. A0095-37TRADOC-A TC 
System name: 

Air Traffic Controller Records. 
System location: 
Primary system is at U.S. Army Aviation Center, Fort Rucker, 

AL 36362-5000. 
Segments are located at Army Air Traffic Control facilities at 

fixed Army airfields and other aviation units requiring Air Traffic 
Control personnel. Official mailing addresses are published as an 
appendix to the Army's compilation of record systems notices. 

Categories of individuals covered Jly the system: 
Air Traffic Controllers employed by the Department of the Army: 
Categories of records in the system: 
Name, Social Security Number, Air Traffic Controller qualifica­

tions, training and proficiency date; ratings and date assigned to 
current facility; and similar relevant documents. 

Authority for maintenance of the system: 
Federal Av.iation Act of 1958, 49 U.S.C. 313, 601, 1354, and 1421. 
Purpose(s): 
To determine proficiency of Air Traffic Controllers and reliability 

of the Air Traffic Control system operations within the Department 
of the Army. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: ' 

. Information may be disclosed to the Federal Aviation Administra­
tion, the National Transportation Safety Board, and similar authori­
ties in connection with aircraft accidents, incidents, or traffic viola­
tions. 

The "Blanket Routine Uses" published at the beginning of the 
Army's compilation of system of record notices .also apply to this 
record system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders; cards; magnetic tapes/discs. 
Retrievability: 
By individual's surname. 
Safeguards: 
Records are maintained in secure areas available only to designated· 

persons having official need for the record. 
Retention and disposal: 
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Records are retained so long as individual is employed ·Or on active 
duty. Copy• of controller's qualifications, training, and similiuly rele-
vant data are maintained indefinitely at primary .location. · r· 

System manager(s) and"address!; 
Commander, U.S. Army Training and Doctrine Command, Fort 

Monroe, VA 23651-5000.:. · ·. f,;, 

Notification procedure: 
Individuals seeking to determine if information about tliem~elves is 

contained in this r.ecord · system:·should address written inquiries• to 
the Air Traffic Control• facility where assigned .or to Commander, 
U.S. Army Aviation Center, Fort Rucker, AL 36362-5000 .. : ' ·:. 

Individual should :provide the full name, details which ·will facili­
tate locating the records, current address and signature: ; '. 

Record access procedures: · · / 

Individuals seeking access to records about themselves contained in 
this re.cord system sho'uld address written inquiries to the Air Traffic 
Control facility where·assigned or to Commander, U.S. Army Avia~ 
tion Center, Fort Rucker, AL. 36362-5000. 

Individual should provide the full. name, details which ·will facili~ 
tate locating the records, current :address and signature. 

Contesting record procedures: · · , · • 
The Army's rules for accessing records, confesiing contents, ~nd 

appealing initial determinations are .contained in; Army Regulation 
340-21;.,.32 CFR part 505; or may be~.obtained .from the system 
manager. ·· . .:..: f 

Record source categories: · ·· · 
From the individual, individual's supervisor, Army or Federal 

Aviation Administration physicians; Air, Traffic; Control Facility ·Per-
~onnel Status Reports (DA Form 3479.:..6-R). . • 

Exemptions claimed for the system: '' 
None. 

A014DAJA 
System name: 

JAGC Reserve Components Officer Personnel Records. 
System location: · · / 
JAGS-ZA, 600 Massey Street, Charlottesville, VA 22903-1781. 
Categories of individuals covered by the system: 
All Judge Advo~ate General Corps (JAGC) US Army Reserve 

and· National Gu.ard officers, not serving on extended· active duty; 
and officers seeking appointment, branch transfer'; or Federaf Recog~ 
nitiori to the JAGC without concurrent' call to' active:-duty. ' . . 

Categories of records' in the. system:· ' ·.· . , 
Individual's name, ·ssN, appliditio~. for appointment; active duty 

training, constructive credit, mobilization designee position, educa­
tional courses completed, home and bt1siness addresses ·and telephone 
num,t?ers, gr!id~!. promotion eligibility date, prim_ary military occupa- · 
ti,onal, spec~~lty, date of birth, sex, basic date of mandatory removal, 
unit assignment and address, employer, job title,, specialty and 
awards, correspondence between the. Army and. the individual. 

Authority.for maintenance of the, system: · 
10 U.S.C: 275(a); E.'O. 9397. . . 
Purpose(~): 

To ~chedu1e ·Judge Ad.vo.~!}te Gener!}l-.Corps reserve officer. train-. 
ing; select officers for reserve unit command positions; identify indi­
vidual reservis.ts in need of training; determine mandatory retirement 
dates; provide full background i~formation on 'individuals applying 
for mobilization designee positions,· constructive credit for training 
courses and/or active duty for training, to document 'background of 
applicants for appointment in the Judge Advocate General Corpsor 
branch transfer consistent with· 'prerequisites required for type of 
appointment/ branch transfer and to establish eligibility for appoint­
ment/branch tra·nsfer: Records are also used· ·for management and 
statistical studies and· reports: · · ·' · · 

Routine uses of records maintained in the system, including. catego-' 
ries of users and the purposes of such uses! · · ·' · . 

See 'Blanket Routine Uses' set forth at the beginning;of the'Army's 
listing of record system notices. 

Policies and 'practices for storing, retrieving, accessing, retaining·, and 
disposing of records in the system: · · 

Storage: 
Paper records in file folders; magnetic tape/disc. 
Retrievability:· · .. · 
By individual's surname, SSN. · 
Safeguards: 

All records are mainiaint!d in secured areas, access.ible. only' to 
designated. officials. Automated records require password for access. 
.,, .: • •• I . , • • .) 

· Retention and disposal: 
,, ,Recor.ds are retaiJled until individual officer retires from the. Re­
serves, held 2 additional years, and then destroyed. 

System manager(s) and address: :· 'i'' 

~·. The Judge Advoc~.te General, Headquarters,: Department of .the 
Army,.The Pentagon, Washington, DC 20310.~ :' •' 
. ·Notification procedure: ·~ 1' · 

Individuals wishing to know whether or not information on them 
exists ,.iri'this system. should inquire of the Direc.t<;>r,. Re~erve Affairs 
Department at The Judge Advocate School, Charlottesville; VA 
22901. Individual must provide his/her name, SSN, sufficient details 
to permit locating pertinent records, and signature.. . 

Record access procedures: . 
Individuals desiring access to records about themselv.es- should 

submit a written request as indicated in 'Notification procedure', 
providing information specified therei~. 

Contesting record procedures: · 
. The Army's rules for access to records and for contesting contents 

and appealing initial determinations are contained in Army Regula­
tion 340-21. (32 CFR part 505). 

Record source categories: · · 
, From the· ih9ividuat; offici~l personnel documents. 

Exemption.s claimed for j_he syste~: . •. 
None .. 

A0145-1TRADOC 
S~stem n~me: 

Army ·Reserve· Officers' T~aining <;orps. Gold _QUEST Referral 
System. 

System location: · · 
Primary systen{~xists at MCRB Servic'e Bu.reau,. 11633 Vi~tory 

Boulevard, North 'li61ly~ood, California: 91609. Segments extst at 
MCRB .Service Burrau; 7447 Candlewood Roaa, Hanover, Maryl~nd 
21076; W ATS Telemarketing Center, Ol!laha,. Nebraska; Wunderm~n 
Worldwide, 575 Madison Averiue·, New York, New· York 10022; 
Headquarters, U.S. Army.-ROTC Cadet Command, Fort Monroe, 
VA 23651-5000; Army ROTC Region Headquarters (4); ROTC 
Cadet.Battali6ns (315) and ROTC Goldminer Teams'(18).· 

Categories of individuals covered by the system! · · 
'Potential enrollees i~ th~·s~f!ior.ROTC program .. .' 
: Categories·9f records in .the system:· 
· Records of current and. former prospect r-eferrals showing: Name, 

address, telephone number, Social Security Number (optional), sex, 
citizenship, prior military service;. name. of high school, high school 
graduation. date, gr~de point average, SAT I ACT test score, college 
expected to ·attend, admissions statt,1s to college, academic major, anp 
date of bir~h. · . . ·. · : · . · · · · . · ~ . . ·, , .. 

Authority for m.~intenance of.the system: · 
10 U.S.C.; Chapter 103, sections 2101-2111. 
Purpose(s): 
To provide a central database of potential prospects• for enrollment 

· in the Senior ROTC program; assist prospects by providing informa­
tion concerning. educational institutions having ROTC progr~ms; 
scholarship information and applications; information regarding other 
Ariny enlistment, Reserve or National Guard }>rograms; to render 
recruitment management information reports; to refer qualified pros­
pects, a Professor of Military Science at or nearest to their college of 
choice.· · · · · 

Routine uses of records: maintained in the· system,. including categ~-· 
ries _of users and the purposes ofsuch uses: ' · · ~ : 
, The Army's "Blanket Routi~e Uses" s~t forth at the beginning of 
the Army's compilation of record system notices apply to this record 
system. · · ' · · 

Policies and practices for storing, retrieving, accessing~ r.etaining, and 
disposing of records in the system: · ' 

Storage: 
Paper records and cards in file cabinets;, on ma~netic ·tape,· disks, 

and computer printouts. 
Retrievability: 
By: prospects surname ·or peculiar identification number' assign~q 

by the system. 
Safeguards: 

,/ 



t 
a 

DEFENSE DEPARTMENT 59 

Records are maintained in secured areas within protected build­
ings, and accessible by only designated, authorized individuals having 
official need. · 

Retention and disposal: 
Records are retained for 3 years and then destroyed. 
System manager(s) and address: 
Commander, Headquarters, U.S. Army Training and Doctrine 

Command, Fort Monroe, VA 2365J-5(X)(). 
Notification procedure: 
Individuals seeking to determine if 'information about themselves is 

contained in this record s·ystem should address written inquiries to 
the Commander, Headquarters, .U.S. Army ROTC Cadet Command, 
ATTN: Marketing Directorate, Fort Monroe, VA 2365J-5(X)(). 

Individuals should provide their full name, current address, tele­
phone number and signature. 

Record access procedures: 
Individuals seeking access to information about themselves con­

tained in this record system should address written inquiries to the 
Commander, Headquarters, U.S. Army ROTC Cadet Command, 
ATTN: Marketing Directorate, Fort Monroe, VA 2365J-5(X)(). · 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contained in Army Regulation 
340-21; n CFR part 505; or may be obtained from the Commander, 
Headquarters, U.S. Army ROTC Cadet Command, ATTN: Market­
ing Directorate, Fort Monroe, VA 2365J-5(X)(). 

Record source categories: 
Source categories for prospects include the Army ROTC toU-free 

telephone number,. magazines, newspapers, poster advertising cou­
pons, mail-back reply cards, letters, walk-ins, referrals from parents, 
relatives, counselors, teachers, coaches, friends, associates, college 
registrars, dormitory directors, national testing organizations, honor 
societies, boys' clubs, boy scout organizations, Future Farmers of 
America, minority and civil rights organizations, fraternity and 
church organizations; neighborhood youth centers, YMCA, YWCA, 
social club~;. athletic clubs, boys state/girls state/scholarship organi- . 
zations, U.S. Army Recruiting Command, Military Academy Liaison 

· officers, West Point non-select listing, previous employers, trade or­
ganizations, military service, and other organizations and commands 
comprising the Department of Defense. · 

Exemptions claimed for the system: 
None. · 

System name: 
A~14S-laTRADOC-ROTC 

ROTC Applicant/Member Records. 
System location: 
Headquarters, U.S. Army Reserve Officers . Training Corps 

(ROTC) Cadet Command, Fort Monroe, VA 23651-5(X)(). Segments 
of the system exist at the U.S. Total Army Personnel Command, 200 
Stovall Street, Alexandria, VA 22332-0400 and in offices of the 
Professor of Military Science at civilian educational institutions in 
ROTC regional offices. 

Categories of individuals covered by the system: 
Persons who apply and are accepted into the Army ROTC pro-

grnm. · 
Categories of records in the system: 
Application for appointment, which includes such personal data as 

name, Social Security Number, date and place of birth, citizenship, 
home address and telephone number, marital status; dependents; tran­
scripts and certificates of education, training, and qualifications; med­
ical examinations; financial assistance documents; awards; ROTC 
contract; photograph; correspondence between the member and the 
Army or other Federal agencies; Jetter of appointment in Active 
Army on completion of ROTC status; security clearance documents; 
official documents such as Cadet Command Form 139, DA Form 
597, DA Form 61, DA Form 873, SF 88 and SF 93, DD Forms 4/1-
4/2, and DOJ Form 1-151 if applicable. 

Authority for maintenance of the system: 
10 U.S.C. 2101-2111 and Executive Order 9397. 
Purpose(s): 
These records are used in the selection, training, and commission­

ing of eligible ROTC cadets in the Active Army and Reserve Forces 
and for personnel management, strength accounting, and manpower 
management purposes. · 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

Information may be disclosed to the Federal Aviation Administra­
tion to obtain flight certification and/or licensing; to the Veterans 
Administration for member Group Life Insurance and/or other bene­
fits. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disp~sing of records in the system: 

Storage: 
Paper records in folders; punched cards; microfilm/fiche; magnetic 

tape, drum, or disc. 
Retrievability: 
By name or Social Security Number. 
Safeguards: 
All records are maintained in areas accessible only to authorized 

pers.onnel who have official need in the performance of their assigned 
duties. Automated records are further ·protected by assignment of 
users identification and password edits to protect the system from 
unauthorized access and to restrict each user to specific files and data 
elements. User identification and passwords are ch~nged at random 
times; control data are maintained by the system manager in a sealed 
envelope in an authorized safe. 

Retention and disposal: 
Cadet Command Form 139 is retained in the ROTC. unit for 5 

years after cadet leaves the institution or is disenrolled from the 
ROTC program. Following· successful completion of ROTC and 
academic ·programs and appointment as a commissioned officer with 
initial assignment to active duty for training, copy of pages 1 and 2 
are reproduced and sent to the commandant of individual's basic 
branch course school. Records of rejected ROTC applicants are 
destroyed. Other records mentioned in preceding paragraphs are 
destroyed if not required to become par.t of individual's Military 
Personnel Records Ja<;:ket. 

System manager(s) and address: 
Commander, U.S. Army Traiping and Doctrine Command, Fort 

Monroe, VA 23651-5(X)(). 
Notification procedure: 
Individuals seeking .to determine if information about themselves is 

contained in this record system should' address written inquiries to 
the Commander, U.S. Army Reserve Officers Training Corps 
(ROTC), Fort Monroe, VA 23651-5(X)() or the Commander, U.S. 
Total Army Personnel Command, 200 Stovall Street, Alexandria, 
VA 22332-0400. 

Individual should provide the full name, current address and tele­
phone number and definitive description of the information sought. 

Record access procedures: . 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Command­
er, U.S. ·Army Reserve Officers Training Corps (ROTC), Fort 
Monroe, VA 2365t-5(X)() or. the Commander, U.S. Total Army Per­
sonnel Command, 200 Stovall Street, Alexandria, VA 22332-0400. 

Individual should provide the full name, current address and tele­
phone number and definitive. description of the information sought. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are · contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories: 
From the individual, civilian educatio.nal institutions, official Army 

records addressing entitlement status, medical examination and treat­
ment, security determination, and attendance and training information 
while an ROTC cadet. 

Exemptions claimed for the system: 
None. 

A014S-lbTRADOC-ROTC 
System name: 

ROTC Financial Assistance (Scholarship) Application File. 
System location: 
Primary location is at U.S. Army Reserve Officers Training Corps 

(ROTC) Cadet Command, Fort Monroe, VA 23651-5(X)(). 
Segments exist at l!.S. Army Reserve Officers' Training· Corps 

(ROTC) Regions, ROTC elements of civilian educational institutions. 
Categories of individuals covered by the system: 
Students and service members who desire · to participate in the 

Army ROTC Financial Assistance.(Scholarship Program). 
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. · Categories of records in the system: · 
Individual's application for membership, academic transcripts, col­

lege board scores and test results, references, photograph, interview 
board results, acceptance/declination, selection board action includ­
ing.applicant's ~cores in areas evaluated, notice of applicant's medical 
status including reports of medical examination; .evaluation of appli~ 
cant by Professor of Military Science commanding officer, letters of 
r~commenda~ion, .,inquiries regarding applicant's selection/,non~sdec­
tton, reports of ROTC Advanced, Ranger, or Basic Camp· perform­
ance of applicant, information of applicant's choice of institution.· 

Authority for maintenance of the system: . 
10 U.S.C. 2101-2111 and Executive Order9397. ''- · 
Purpose(s): 
To administer the financial assistance program; to select recipient 

for 2, 3, and 4-year scholarships; to monitor selectee's academic and 
ROTC performance; to develop policies and ·procedures, compile 
statistics and render rep.orts. · · 

Routine uses of records maintained' in the system, inc'luding catego-
ries of users and the purposes of such uses: · . · . . . : 

The "Blanket Routine Uses" set forth at the beginning -of the 
Army's compilation of record system notices. 

Disclosure to consumer reporting agencies: 
Disclosure pursuant to 5 U.S.C. 552a(b)(12) may be made frmt.;'this 

system to consumer reporting agencies as defined in the Fair Credit 
Reporting A.ct of 1966 (15 U.S.C. 1681;l(f)) or the Federal Cl\lims 
Collecti_on Act of 1966 (31 U.S.C. 370l(a)(3)). . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
· Paper records in file folder; selected data automated for manage­

ment purposes on tapes, discs, cards, microfilm/fiche. 
Retrievability: · · · 
By individual's name, Social Security Number, other characteris­

tics of qualification or identity. 
Safeguards: 
Records maintained in 'areas accessible only· to authorized person-

nel having official need 'in the performance of duties. · 
Retention and disposal: t 

Destroyed I year after individual graduates or is disenrolled. 
System manager(s) and address: 
Commander, U.S. Army Reserve Officers· Thiining Corps (ROTC) 

Cadet Command, Fort Monroe, VA 23651-5000. ' 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Commander, U.S. Army Reserve Officus' Training Corps· 
(ROTC) Cadet Command, ATTN: A TCC-PS, Fort Monroe, VA 
23651-5000. . . 

Individual should provide the full name,. current address and tele­
phone number and definitive description of the information sought. 

Record access procedures: 
Individuals seeking access to records about themselves. contained in 

this record system should address written inquiries to the Command­
er, U.S. Army Reserve· Officers Training Corps (ROTC) Cadet Com­
mand, ATTN: ATCC-PS, Fort Monre, VA 23651-5000. 

Individual should provide the full name, current address and tele­
phone nurt;~ber and definitive, description of the information sought. 

Contesting record procedures: , 
The Army's rules for accessing 'records, contesting contents, and' 

appealing initial determinations are contained in Army·~Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories: 
From the individual, medical records, academic institutions, Army 

agencies and commands. 
Exemptions claimed for the system: 
None. 

A0145-2TRADOC 
System name: 

Junior ROTC/NDCC Instructor Files. 
System location: 
U.S. Army Reserve Officers Training Corps (ROTC) Cadet Com­

mand, Ft Monroe, VA 23651-5000; schools, colleges, training centers 

and ROTC Regions at Ft Bragg; NC; Ft Knox, KY; Ft Riley; KS: 
and Ft Lewis, WA. 

Categories of individuals covered by the system: 
Assigned and potential in~tructors and gue~t spe~kers at above 

locations. · · 
Categories of records in the system:~ 
Instructor evaluation forms, qualification data, biolographical 

sketches and similar or related documents. ~ 

Authority formaintenance of the system: 
' I 0 U.S. C. 2031 and 4651 and Executive order 9397. 
P~rpo~e(s):. 1 

To provide.r.ecord of qu'alificatio~s •. experience, effectiveness, and 
similar related information .on potential and/or assigned instructors 
and guest speakers. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The "Blanket Routine Uses': set forth at the beginning of the. 
Arrny's. compilation of record system notices apply to this record.· 
system. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in. the system: 

Storage: . ~ •. 

Paper records in.file folders and card files. 
Ret~ievability: · · 
By name, Social Secu~ity number/service number, and year. 
Safeguards: 

.. Records are stored in locked cabinets or rooms, depending on 
location. 

Retention and disposal: 
Records are destr()yed 2 years after instructor's transfer or separa-

tior~ or after guest speaker speaks: · 
System manger(s) and address: 
Commander, U.S. Army Training and Doctrine Command, Ft 

Monroe, YA.23651-5000. 
Notification procedure: . . 
l~dividuals seeking to determine if information about themselves. is 

contained this record system should address \\lritten inquiries to the 
Commander, U.S. Army Reserve Officers Training Corps (ROTC) 
Cadet Command, Fort Monroe, VA 23651-5000 or commanders of 
organizations listed in "System location". 

Individual should provide the full name, Sociill Security Number/ 
military service number, duty position, academic department, and 
dates of service at the training activity. ;i · 

Record access procedures: 
'Individuals seeking access to records aliout· themselves contained in 

this record system should address written inquiries to the Command­
er; U.S. Army Reserve Officers 'Training Corps (ROTC)·Cadet Com­
mand, Fort Monroe, VA 23651-5000 or commanders of organizations 
listed in "System location". , 

Individual should provide the full name, Social Security Number/ 
military service number, duty position, academic :department, .and 
dates of service at the training .activity. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should add,ress written inquiries to the Command­
er, U.S. Army Reserve Officers Training Corps (ROTC) Cadet Com­
mand, Fort Monroe, VA 23651-5000 or commanders of organizations 
listed in "System location".. . 

Individual should provide the full name, Social Security Number/· 
military service number, duty position, academic department, and 
dates of service at the training activity. 

Contesting record procedures: 
The A'~my's rules for accessing records, contesting contents; and 

appealing initial determinations. are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained· from the ·system 
manager. 

Record source categories. 
Staff and faculty of appropriate school, college, training center, or 

ROTC Region responsible for conduct of instruction. 
Exemptions claimed for the system: 
·None. 

A0165-laDACH 
System name: 

I 
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Baptism, Marriage, and Funeral Files. 
System location: 
Records from 1917 - 1952 are in the National Archives and Record· 

Administration. Records from 1953 - 1977 are in the Washington 
National Records Center, Washington, DC 20409, as well as the 
office, Chief of Chaplains, Department of the Army, Washington, 
DC 20310. 

Categories of individuals covered by the system: 
Any service member, his/her dependent, authorized civilian per­

sonnel, or retired service member for whom an Army chaplain has 
performed a baptism, marriage, or funeral. 

Categories of records in the system: 
Names of individuals who apply for marriage, those on whom 

funeral services are conducted, or· baptisms are performed. 
Authority for maintenance of the system: 
10 usc 3547. 
Purpose(s): 
To render service to military members, their dependents and au­

thorized civilians.· 
Routine uses of records maintained in the' system, including catego­

ries of users and the purposes of such uses: 
See 'Blanket Routine Uses' set forth at the beginning of the Army's 

listing of record system notices. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Microfilm .at office of the Chief of Chaplains; paper records at the 

Washington National Records Center for period 1917-1952. 
Retrievability: 
Marriage records are filed by groom's surname; funeral records by 

surname of deceased person; baptismal records by the individual's 
surname. 

Safeguards: 
Records are retained in buildings which employ security guards. 
Retention and disposal: 
Records from 1953 to 1977 are retained for 50 years; this system 

was discontinued October I, 1977 after which no information was 
collected or is retained. 

System manager(s) and address: 
The Chief of Chaplains, Headquarters, Department of the Army, 

The Pentagon, Washington1 DC 20310-2700. 
Notification procedure: 
Information may be obtained from the Office, Chief of Chaplains, 

Headquarters, Department of the Army, Attn: DACH~IMW, Wash­
ington, DC 20310-2700. 

Record access procedures: 
Individuals may write to the System Manager, providing the fol­

lowing information: 
(1) for baptismal records: Full name of person baptized, approxi­

mate date, names of parents, name of chaplain, and place of baptism. 
(2) For marriage records: Full name of groom and maiden name of 

bride, approximate date, installation at which married, and name of 
chaplain. 

(3) For funeral records: Name of deceased person, year of death, 
and name of next-of-kin. 

Contesting record procedures: 
The Army's rules for access to records and for contesting contents 

and appealing initial determinations are contained in Army Regula-
tion 340-21 (32 CFR part 505). · 

Record source categories: 
From the individual. 
Exemptions claimed for the system: 
None. 

A0165-lbDACH 
System name: 

Chaplain Privileged Counseling/Interview Communication Cases. 
System location: 
Army installations; official addresses are contained in the directory 

at the end of the Army inventory of record system notices. 
Categories of individuals covered by the system: 
Army members, their dependents and other individuals who have 

received pastoral counseling from Army chaplains. 

Categories of records in the system: 
Memoranda and/or documents resulting from counseling or inter-

view sessions between a chaplain and an individual. 
Authority for maintenance of the system: 
5 u.s.c. 301. 
Purpose(s): 
To document privileged counseling/interview sessions between 

Army chaplains and individuals. . 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
None authorized; See Army Regulation 165-20. 
Policies. and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
Paper records in locked file cabinets. 
Retrievability: 
By individual's surname. 
Safeguards: 
Information is stored in locked cabinets or desks, and is accessible 

only to the chaplain maintaining the record. 
Retention and disposal: 
Retained for 2 years after the individual case is closed; then de­

stroyed by shredding. 
System manager(s) and address: 
The Chief of Chaplains, Headquarters, Department of the Army, 

Washington, DC 20310-2700. 
Notification procedure: 
Individuals desiring to know whether or not information on them 

exists in this system of records should inquire of either the System 
Manager or the Chaplain at the Army installation where counseling 
or interview occurred. 

Record access procedures: 
Individuals may write to· the System Manager or the Chaplain at 

the Army installation where record is believed to exist; individuals 
must provide their full name, present address and telephone number, 
and signature. 

Contesting record procedures: 
The Army's rules for access to records and for contesting contents 

and appealing initial determination are contained in Army Regulation 
340-21 (32 CFR part 505). 

Record source categories: 
From the individual. 
Exemptions claimed for the system: 
None. 

A0165-lcDACH 
System name: 

Religious Census, Education, and Registration Files. 
System location: 
Army installations; official addresses are contained in the directory 

at the end of the Army inventory of record system notices. 
Categories of individuals covered by the system: 
Military, dependent, and civilian personnel who voluntarily partici­

pate in religious services and/or activities. 
Categories of records in the system: 
Individual's name, age, denominational preference, religious educa-

tion desired/attained, and similar information. 
Authority for maintenance of the system: 5 USC 301. 
Purpose(s): 
To provide .data on religious education/training or needs of faith 

groups, denominations, or religious sects; to determine and administer 
educational or training needs in social, spiritual, and humanitarian 
relationships for the military community served; to record attend­
ance, training accomplished, participation, and spiritual growth. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See 'Blanket Routine Uses' set forth at the beginning of the Army's 
listing of record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
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Maintained in file folders and/or card files. 
Retrievability: · 
By individual's surname.· 
Safeguards: 
Information is accessed only by individuals determined to have 

need therefor in the performance of official business. 
·Retention and disposal: · . :· 
Information. is retained until individual is no longer' active in offi-

cial chaplain-sponsored services and activities. .,_ · · 
System manager(s) and address: · 
The Ch~e( of Chaplains, H-eadquarters; D~partment of the Ar11_1y, 

Washington, DC 20310-2700. 
Notification procedure: 
Individuals may inquire of the Chaplain at the Army installation 

where he/she participated in religious education/training. 
Record access procedures: 
See 'Notification procedure'. 
Contesting record procedures: 
The Army's rules for access to re~ords and for contesting contents 

and appealing initial determination are contained in Army Regulation~ 
340-21 (32 CFR part 505). · · 

·Record source categories: 
From the individual. 
Exemptions claimed for the system: 
None. 

A0190-SDAMO 
System na~e: 

Vehicle Registration System (VR~). 
~ System location: 

,--

Decentralized to Army installation which created the vehiCle regis­
tration/driver record. A cross-reference index in either manual or 
automated media may exist at intermediate and higher command 
levels. In addition, information is stored. on comp.uter; media at five 
contractor-operated Regional Data Centers located near Washington, . 
DC; Fort McPherson, GA; Fort Knox, KY; Fort Hood, TX; and 
Fort Ord, CA." 
. Qttegories !Jf incJividuals coyered by the system:1 . 
. Military personnel (active, ·reserve, retired): civilian _employee~, 

contractor personnel, vendors, visitors. · ... 
Categories of records in the system: . '• 
Information contained on the DA Form 3626 may be provided by 

paper record, the automated VRS, or t-he automated Vehicle Regis­
tration System/Installation Support Module (VRS/ISM). Information 
entered into the VRS or VRS/ISM from the DA Form 3626 is used 
to create a master edit file and master registration file. 

Authority for maintenance of the system: 
10 U.S.C. 3013(g); 5 US.C: 301; Status: of Forces Agreement 

between the United States of America and the host country in which 
U.S. Forces are located and Executive. Order 9397. 

. Purpose(s): ~ . . ·, ' .. , ... 

To assist the com~ander in carrying out eff~ctive law, enforce­
ment, traffic safety, and cr~me prevention programs; to ensure .. com­
pliance with Highway· Safety Program Standards (23 U.S.C. ·402) 
applicable to federally administered areas; to provide management 
data on which to base. crime prevention: selective· enforcement; and 
improved driving safety.: 

Routine uses of records maintained in the 'system, including catego.: 
ries of users and the purposes of such uses: · 

Information in this system may be disclosed to state law enforce­
ment and motor vehicle_ department~ for asc~rtaining or dis_closing 
driver information and/or a,ccident reports, and, .in overse~ areas, to 
the host, country as require<;~_ by the Status . of Forces Agr;~~men~ 
between th~ United States of America and ,the host country .. 

Policies and practices ·for storing, retrieving, accessing, retaining, and 
disposing of records in the system~ 

Storage: 
Paper records· in file folders; microfiche; magnetic tapes ·?r discs; 

punched cards; or computer printouts. 
Retrievability: · 
By surname/Social Security Numoer. 
Safeguards: 

Information is stored in locked containers or storage areas within 
buildings which are secured, and the system is accessed by designat­
ed persons :having an official need for the information. . 

Regional . Data Centers are contractor-operated under an Army 
approved security program. Contractor personnel participate in a 
security education· progralll: Qnder the Regiona~ Data Security Offi~. 
cer. Regional Data Centers are connected through a communications 
network to data processing centers at Army installations . .Technical, 
physical, and adminisfrati~e safeguards required by Army Regulation 
380-19, Information Systems Security, are enforced· at the installation 
data processing centers. Data are. available only to installatio~. per-' 
sonnet responsible for system operation and maintenance. Terminals 
not in the data processing center are under the supervision of a 
terminal area security office at. each remote location protecting these 
terminals from unauthorized use. Access to information is also con­
trolled by a system of assigned passwords· for . authorized users :or 
terminals. 

Retention and disposal: 
Destroyed on transfer or s~paration of parking permi) holder, or 

when permit is superseded or revoked, whichever occurs first Traf­
fic law enforcement records are destroyed 2 years after closing of the 
case.· · · · 

System manager(s) and address: 
Deputy Chief of Staff for Personnel, ATTN: DAMO-:-ODL, Head­

quarters, Department of !.he Army, Washi~gton, DC 20310-0440. 
Notification. procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system .should address written inquiries to 
the Provost Marshal at the installation where vehicle registration or 
accident occurred. · · · 

Individual should provide the full name, Social Security Number, 
current address, and other information verifiable from the record 
itself. ·- ·, . 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Provost 
Marshal at the installation where vehicle registration or accident 
occurred. 

Individual should provide the. full name, Social Security Nuinb,er, 
current address, and other information verifiable . from the record 
itself. ' 

Contesting record procedures: 
·The Army's rules for accessirtg. records, c<;}ntesting contents, and 

appealing initial determinations are· contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained ·from· the system 
manager. 

Record ·source categories: 
From the individual, participants in car pools, miiltary or Civilian 

police reports, investigative and law enforcement agencies, third par­
ties who pro.vide relevant ·information. 

Exemptions claimed for the system 
Parts of this 'system may' be exempt under 5 US.C. 552aU)(2) as 

applicable. , . r • . .. ! . . · . · 

· An exemption rule for this system has .qec;:n pr9m-ulgated in accord­
ance with requirements of 5 U.S.C. 553 (b) (1), (2), and (3), (c) and 
(e) and .published in 32 CFR part 595. For aqditional inforlllation 
contact the system manager. 

System:name: 
Absentee Case Files. 
System location: 

A0190-9DAMO 

Primary U.S. Army Deserter Information ·Point, U.S. A~my Enlist­
ed Records Center, Fort Benjamin Harrison, IN 46249. A copy of all 
or portions of this system is maintained· at the installation initiating 
the report of absence and at respective law enforcement agencies. 

Categories of individuals _co~ered by the system: 
Any active Army member absent without proper authority and 

administratively designated as a deserter pursuant to Army Regula-
tion'-630-10, Absence Without Leave and Desertion. · 

Categories -of records in the system: 
Reports and records which dpcumetit :the individual;s absence; 

notice of unauthorized absence from U.S. Artny which constitutes 
the warrant for arrest; notice of return to military control or contin­
ued absence· in hands of civil authorities. · 

Authority for maintenance of-the system: 
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10 U.S.C. 3013(g) and Executive Order 9397. 
Purpose(s): 
To enter data in the FBI National Crime Information Center 

"wanted person" file; to ensure apprehension actions are initiated/ 
terminated promptly and accurately; and to serve management pur­
poses through examining causes of absenteeism and developing pro­
grams to deter unauthorized absences. 

Routine uses of records maintained in the system, including catego-
ries of uSers and the purposes of such uses: · 

Information . is furnished to local, state, federal, international, or 
foreign law enforcement authorities in efforts to apprehend, detain, 
and .return offenders to military custody. In overseas areas, informa­
tion may be disclosed to foreign governmental and civil authorities as 
required by local customs, law, treaties, and agreements with allied 
forces and foreign governments. Information may. be disclosed to the 
Veterans Administrationfor assistance in determining whereabouts of 
Army deserters through the Veterans and Beneficiaries Identification 
and Records Locator Subsystem. 

Policies and practices for storing, retrieving, accessing, retaining, ·and 
disposing of records in the system: 

Storage: . . 

:Paper documents and the record copy of the Arrest Warrant are 
maintained in the Official Military Personnel Files; verified desertion 
data are stored on the Deserter Verification Information System at 
the U.S. Army Deserter Information Point. 

Retrievability: . 
Manually, by name; aUtomated records are retrieved by name, plus 

any numeric identifier such as date of birth, Social Security Number, 
or Army serial number. · 

Safeguards: 
Access is limited to authorized individuals having a need-to-know. 

Records are stored in facilities manned 24 hours, 7 days a week. 
Additional controls which meet the administrative, physical, and 
tech11ical safeguard requirements of Army Regulation 380-19, Infor­
mation Systems Security, are in effect. 

Retention and disposal: 
·Automated records are erased when individual returns to military 

custody, is· discharged, or dies. Paper or microform records remain a 
permanent· part of the individual's Official Military Personnel File. 

System manager(s) and address: 
Deputy Chief of Staff for Operations and Plans, ATTN: DAMO­

ODL, Headquarters, Department of the Army, Washington, DC 
20:3 10-0440. 

Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the U.S. Army Deserter Information Point, U.S. Army Enlisted 
Records Center, Fort Benjamin Harrison, IN 42649. 

Individual should provide the full name, Social Security Number 
and/or Army serial number, address, telephone number and signa­
ture. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the U.S. Army 
Deserter Information Point, U.S. Army Enlisted Records Center, 
Fort Benjamin Harrison, IN 46249. 

Individual should provide the full name, Social Security Number 
and/or Army serial number, address, telephone number and signa­
ture. 

Contesting record procedures: 
The Army's rules for accessing ·records, co~ testing contents, and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR ~art 505; or may be obtained from the system 
manager. 

Record source categories: 
Unit commander, first sergeants, subjects, witnesses, military 

police, U.S. Army Criminal Investigation Command personnel and 
special agents, informants, Department of Defense, federal, state, anc:t 
local investigative a~d law enforcement agencies, . departments or 
agencies of foreign governments, and any other individuals or organi­
zations which may furnish pertinent information. 

Exemptions c'laimed for the system:. 
Parts of this system may be exempt under 5 U.S.C: 552aG)(2) as 

applicable. · . 
An exemption rule for this system has been promulgated in accord­

ance with requirements of 5 ·u.s.c. 553 (b) (1), (2), and (3), (~) and 

(e) and published in 32 CFR pa~t 505. For additional information 
contact the system manager. 

A0190-13CFSC 
System name: ~ 

Security Badge/Identification Card Files. 
System location: 

. Offices which issue security badges and identification cards author­
ized by Army Regulations 606-5 and 190-21, located at Headquarters, 
Department of the Army, staff and field operating agencies, states' 
adjutant general, and installations/activities. 

Categories of individuals covered by the system: 
Active duty, reserve, and retired military personn·et and authorized 

dependents; Department of the Army civilians and authorized de­
pendents; Medal of Honor recipients; visitors authorized for official 
purposes, e.g., vendors, deliverymen, utility and special equipment 
servicemen; accident investigators; contractor personnel and their 
authorized dependents; Red Cross personnel; and persons authorized 
by the Geneva Convention to accompany the Armed Forces. 

Categories of records in the system: 
Individual's application on appropri~te Department of Army and 

Department of Defense forms speCified by AR 606-5 (the original of 
which inay be filed in the individual's personnel file) for identifica­
tion and/or building security pass/badge issuance; individual's photo­
graph, fingerprint record, special credentials, a.nd allied papers; regis­
ters/logs reflecting sequential numbering of badges/cards. 

Authority for maintenance of the system: 
5 u.s.c. 301; 10 u.s.c. 3012(g). 
Purpose(s): 
To provide a record of security badges and identification cards 

issued; .to restrict entry into installations/activities; and to ensure 
positive identification of personnel authorized access to restricted 
areas. Registers/logs maintain accountability for issuance and disposi-
tion pf badges ~nd identification cards. · 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

See 'Blanket Routine Uses' set forth at the beginning of the Army's 
listing of record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders; cards; . magnetic tapes, discs, cassettes; 

. computer printouts; microfiche. 
Retrievability: 
By individual's name, SSN; card/badge number. 
Safeguards: 
Data are maintained in secure buildings and are accessed only by 

authorized personnel who are trained and cleared for access. Infor­
mation in computer facilities is further protected by alarms and 
esta~Iished procedures for the control of computer access. 

Retention and disposal: 
Applications for military identification cards are maintained by the 

issuing office for 1 year; those for civilian cards are retained 4 years, 
after· which they are destroyed. Registers/ logs are destroyed 3 years 
after last badge has been accounted for. 

Limited area credentials are replaced after 3 years or when a total 
of 5of the total hav'e been lost or unaccounted for, whichever occurs 
earlier; exclusion area credentials are replac~d at least once every 3 
years; controlled area credentials are replacea at the discretion of the 
major commander. . · ' · . 

System manager(s) and address: 
Commander, US Army Community and Family Support Center, 

2461 Eisenhower Avenue, Alexandria, VA 22331-0301. 
Notification procedure: 
Information may be obtained from the issuing office where the 

individual obtained the identification card. 
Record access procedures: 
Individuals desiring access to records about th~mselves should 

write to the issuing officer at the appropriate installation. Individual 
should . furnish his/her full naine, miniber of the identification card, if 
known, and current address. · 

Contesting record procedures: 
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The Ar~y's .n~l~s for acce_ss· t~ records and for contesting contents· 
and appealmg mtttal determmattons are contained in AR 340-21 (32· 
CFR part 505). . . . . 

Record source categories:· Individual; ·Army records and repo~ts .. 
Exemptions claimed for the system: 
None. 

A0190-14DAMO 
Systerri .name: 

Regis(r~tion and Permit Files. 
System location: 
Army installations. Official mailing addresses are published as an 

appendix to the Army's compilation of record system notices. 
·Categories of individuals·covered by the system: 
Any citize·n registering restricted items of property on a ·military 

~nstallat~on or desiring to engage in restricted activities on a military 
mstallatton. It~ms/activities include but are· not limited to privately 
owned _firearms/weapons, pets and huntiDg and fishing. 

Categories of records in the system: 
Registration form for items of restricted property; permit applica-

tion for restricted activities. · 
Authority for maintenance of the system:. 
10 U.S:C. -3013 and Executive Order 9397. 
Purpose(s): 

- To assist the <:;ommander in carrying out effective law enforce­
ment, troop safety, and crime prevention programs. 

Routi~e uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: ·· 

Information is furnished to criminal justice elements outsid~ the 
Department of Defense. for investigation and prosecution whep such 
cases fall within their jurisdiction· or concurrent jurisdiction is appli­
cable. These include: Federal Bureau of Investigation; U.S. Custom's · 
Services; Bureau of Alcohol; Tobacco .and Firearms; U.S. District 
Courts; U.S. Magistrates; state and local law enforcement, wildlife 
conservation and public health agencies; and, in ove'rseas areas; host 
government law enforcement agencies. · 

Policies and practices for storing, retrieving, accessing; retaining, and 
disposi.,g of records in the system: · 

Storage: .:. 
Paper records in file folders: Magnetic disc/tape; microfiches; com-

puter printouts. · '· 
Retrievability: 
By individual's surname. 
Safeguards: 
Only authorized personnel h.ave access to. files. Physical security 

measures include locked containers/storage areas, controlled person­
nel access, and continuous presence of authorfzed pe'rsonnel. 

Retention and disposal: · · 
Destroyed upon removal· of th~· resiricted property from the mili­

tary installation or upon expiration of ~he ,permit. 
System m·anager(s) ftnd ad~ress: · · 
Deputy Chief of Staff for Operations and Plans, ATTN:. DAMO­

ODL, Headquarters, Department of the Army, Washington, DC 
203 10-0440. . . ., 

Notification procedur~: 
Individuals seeking to dete'rmine if information about thems~lves is 

contained in this record system should address written inquiries to 
the Deputy. Chief of Staff for Operations and Plans, ATTN: DAMO.:.. 
ODL, HeaQquarters, Department of the Army, .Washington, DC 
20310-0440.' . ·' . - . . 
· Individual should provide the full name, Social Security Number, 

and other information verifiable from the record itself. 
Record access procedure: 
Individuals seeking access to records about thems~lves contained in .. 

this record system should address written inquiries to the Deputy'· 
Chief of Staff for Operations and Plans, ATTN: DAMO-ODL, 
Headquarters, D~partment of the ·Army, Washingt<;m,: DC !40310-
0440. . . . .' .. 

Individual should provide the full name, Soc~al Security Number, 
and other information verifiable from the record itself. 

Contesting record procedures: . 
The. AI:my's rules f~r accessing records, con'testing contents, Jand 

appealing· initial determinations are containecl in Army Regulation' 
340-21; 32 CFR part 505; or may be obtained from· the system 
manager. 

Record source categories: 
Any citizen desiring/required to register firearms/we~pbns, pets, 

etc. that will be maintained within or desiring to hunt/fish within the 
confines of any Army installation. . . 

~xemptions Claimed· for th~ .system: 
Parts of this system may be exempt under 5 U.S.~. 552a(k)(2) as" 

applicable. . .. . .. 
An exemption rule for this system has been promulgated in accord­

ance with requirements of 5 U:S.C. 553(b) (1), (2), and (3), (c)' and (e) 
and published in 32 CFR part 505. For additional infor_mation cor1'tact 
the system manager: ' · 

A0190-30DAMO. 
System name: > • 

Military Police Investigator <;::ertification Files. · · 
System location: · · · ·· 

Prirria~y records are' maintained at the U.S. Army. Military Person­
nel Center, 200 Stovall Street, Alexandria, VA 22332. Segments exist 
at the installation initiating request and at respective major Army 
commands. .. ' 

Categories of individuals covered by the system: 
Any individual who :has been nominated ·by a command'er fot: 

certification as a Military PoJice Investigator. 
Categories of records in the system: 

. Files contain requests, name checks, background checks, approvals, 
disapprovals, appeals, rebuttals, and related documents. 

Authority for maint~nance of the.sy~tem: · 
10 U.S.C. 3012(g) and Executive Order 9397 ... 
Purpose(s): 
To establish eligibility and suitability of individuals to be certified 

as Military Police Investigators. •, . 
Routine uses of records maintained in the system, including c~teg~­

ries of users and the purposes of such uses: 
The "Blanket Routine Uses" ·s~t forth at the beginning of ·the 

Army's compilation of record system notices apply to this record 
system. · 

Policies and practices for storing, retrieving, accessing, ·retaining, and 
disposing of records in the system: · 

Storage: 
Papet reco~ds in file folders; card indices. 
Retrievability: 
By individual's surname. 

.. 
Safeguards: i · . 

Buildings employ se~urity guards and control access. Information 
is not disclosed outside ·the agency; within the agency, access to 
records containing adv~rse· suitability information is restricted by use 
of protective markings. Distribution and, access are ·based. on strict 
need-to-know. 

Retention and disposal: · . 
Destroyed upon· individual's release from active service o·r' 3 years 

after involuntary withdrawal .of certification. 
System manager(s) and address: . 
Deputy Chief of Stiff for Operations and Plans, ATTN: DAMQ.:. 

ODL, Headquarters, Department of the Army, Washington, DC 
20310-0440. . ' . 

·Notification procedure: l., 

Individuals seeking to determine if information about themselves is 
contained in this record system should address written inquiries to 
the Deputy Chiefof Staff foi: Operations and Plans •. ATTN: DAMO­
ODL, Headquarters, Dep~rtment of the Army,_ Washington, ·DC 
20310-0440. . . . 

Individual should provide the full name, Social Security Number, 
current address; other information verifiable from the record itself, 
and signature. . 

Record· access procedures: 
Individuals seeking access to records about themselves contained in 

this record syst'em should address written inquiries to the Deputy 
Chief of''Siaff for Operations and Plans, ATTN: DAMO-ODL, 
Headquarters, Department of the Army, Washington, DC 20310-· 
0440. ' 

lndividu(l)· should provide th~ full name, Social ·Security Number, 
current address, other information verifiable from the record itself, 
and signat!Jre. · 

Contesting record procedures: -
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The Army's rules for accessing records, contesting contents, and 
appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from. the system 
manager. 

Record source categories: 
Subjects~ witnesses, victims, Military Police and U.S. Army Crimi­

nal Investigation Command personnel and agents, informants, various 
Department of Defense, federal, state and local investigative and law 
enforcement agencies, departments or agencies of foreign govern­
ments; and any other individuals or organizatons which may supply 
pertinent information. 

Exemptions claimed for the system: 
Parts of this system may be exempt under 5 U.S.C. 552a(k) (2), (5), 

(7) as applicable. 
An exemption rule for this system has been promulgated in accord­

ance with requirements of 5 U.S.C. 553(b) (I), (2), and (3), (c) and (e) 
and published in 32 CFR part 505. For additional information contact 
the sy~tem manager. 

A0190-40DAMO 
System name: 

Serious Incident Reporting Files. 
System location: 
Primary System is located at the Office of the Deputy Chief of 

Staff for Operations and Plans, A TIN: DAMO-ODL, Headquarters, 
Department of the Army, Washington, DC 20310-0440. Segments 
are maintained at the installation initiating the report and at the 
respective major Army command. 

Categories of individuals covered by the system:· 
An; citizen identified as the subject or victim o( a serious incident 

reportable to Department of the Army in accordance with Army 
Regulation 190-40, Serious Incident Report. This includes in general 
any criminal act or other incident which, because of its sensitivity or 
nature, publicity or other considerations should be brought to the 
attention of Headquarters, Department.of the Army. 

Categories of records in the system: 
Records include the initial report of the incident plus any supple-

mental reports, including reports of final adjudication. 
Authority for maintenance of·the system: 
10 U.S.C. 3013(g) and Executive.Order 9397. 
Purpose(s): 
To provide the military chain of command with timely information 

regarding serious incidents to permit a valid early determination of 
possible implication; ·to provide an early indication of acts or condi­
tions which may have widespread adverse publicity; to provide a 
means of analysis of crime and conditions conducive to crime .on 
which to base crime prevention policies and programs; and to meet 
the general needs of Department of the Army staff agencies for 
information regarding selected incidents which impact on their · re­
spective areas of responsibility. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of record system notices apply to this record 
sy~tem. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in· file folders. 
Retrievability: 
By individual's name, Social Security ·Number, and installation 

number. 
Safeguards: 
Buildings employ security guards and control access. Distribution 

and access to files are based on strict need-to-know. Records are 
contained in locked safes when not under personal supervision of 
authorized personnel. 

Retention and disposal: 
Destroyed I year ·after final report is co~pleted. 
System manager(s) and address: / 
Deputy Chief of Staff for Operations and Plans, ATTN: DAMO­

ODL, Headquarters, Department of' the Army, Washington, DC 
20310-0440. 

Notification procedure: · 
Individuals seeking to determine if information 11bout themselves is 

contained in this record ·system should address written inquiries to 

the Deputy Chief of Staff for Opertions and Plans, A TIN: DAMO­
ODL, Headquarters, Department of the Army, Washington, DC 
20310-0440. . . 

Individual should provide the full name, Social Security Number, 
current address and telephone number, other information verifiable 
from the record itself, and signature. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Deputy of 
Staff for Operations and Plans, ATTN: DAMO-ODL, Headquarters, 
Department of the Army, Washington, DC 20310-0440. 

Individual should provide the full name, Social Security Number, 
current address and telephone number, other information verifiable 
from the record itself, and signature .. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories: 
Subjects, witnesses, victims, military police and U.S. Army Crimi­

nal Investigation Command personnel and special agents, informants, 
various Department of Defense, federal, state and local investigative 
and law enforcement agencies, departments or agencies of foreign 
governments, and any other individuals or organizations which may 
supply pertinent information. 

Exemption claimed for the system: 
Parts of this system may be e~empt under 5 U.S.C. 552a(j)(2) as 

applicable. 
An exemption rule for this system has been promulgated in accord­

ance with requirements oL5 U.S.C. 553(b) (I), (2), and (3), (c) and (e) 
and published .in 32 CFR part 505. For additional information contact 
the system manager. 

A0190-45DAMO 
System name: 

Offense Reporting System (ORS). 
System location: 
Decentralized to Army installations which created the Military 

Police Report; copy may be sent to the U.S. Army Crime Records 
Center (USACRC), Baltimore, MD, dependent on nature of crime 
(see Army Regulation 190-45, Records and Forms). A cross-refer­
ence index is either manual or automated media may exist at interme­
diate and higher command levels. In addition, information is stored 
on computer media at five contractor-operated Regional Data Cen­
ters located near Washington, DC; Fort McPherson, GA; Fort Knox, 
KY; Fort Hood, TX; and Fort Ord, CA. 

Categories of individuals covered by the system: 
Any individual who is the subject, victim, complainant, witness, or 

suspect in a criminal, civil, or traffic offense. 
Categories of records in the system: 
Criminal information or investigative files involving the Army 

which may consist of Military Police Reports (DA Form 3975) or 
similar reports containing investigative data, supporting or sworn 
statements, affidavits, provisional passes, receipts for prisoners or 
detained persons, Reports of Action Taken (DA From 4833), and 
disposition of cases. Information contained on the DA Forms 3975 or 
4833 may be provided by paper records,· the Offense Reporting 
System (ORS), ORS-2, or Simplex Automated Military Police 
System (SAMPS). ·Personal information includes, but is not limited to 
name, social security number, home address, telephone number, cate­
gory of offense, involvement, and case number. 

Authority for maintenance of the system: 
10 U.S.C. 3013 and Executive Order 9397. 
Purpose(s): 
To provide detailed information necessary for Army officials and 

commanders to discharge their responsibilities for maintaining disci­
pline, law, and order through investigation of complaints and inci­
dents and possible criminal prosecution, civil court action, or regula­
tory order. This system contains information which may be used, as 
permitted by the Privacy Act and other pertinent Jaws, for employee 
personnel actions and determinations concerning, but not limited to 
security clearances, recruitment, retention, and placement. Statistical 
data are derived from indi\1idual report and stored in automated 
media at major Army commands and Headquarters, Department of 
the Army, for the purposes of: (I) Developing criflle trends by major 
categories (e.g., crimes against persons, drug crimes, crimes against 
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prop-erty, ·fraua crimes, and other offenses),' and· (2) developing law 
enforcement and crime prevention programs to reduce or deter crime 
within Army communities. · 
' Routi~e uses of records maintained in the 'system, ·in~luding catego­

ries of users and the purposes of such uses:' · · · · · · · . · 
In~ ormation may be disclosed to federal, state, and local _(including 

Foretgn Government) agencies for investigation and prosecution 
when cases are either within their :jurisdiction or when concurrent 
jurisdiction applies. These include: Federal' Bureau of Investigation, 

· Drug Enforcement Administration, U.S: Customs·Service, Bureau of 
Alcohol, Tobacco and Firearms·,. U.S. District.Courts, U.S. Magis-
trates. · · ·· 

· Policies and practices for storing; retrievi~g, accessing; retainin'g, and 
disposing of records in the system: -

Storage: 
Paper records iri file folders; microfiche; .~agnetic tapes/discs; 

punched cards; c.omp'uter printouts. 
~ Ret~ievability: ~ · · :. .: . • · · 

By individual's name, date of birth, Social Sec~rity Number, and 
case 11umber. · · · 
· ' Safeg~ards! . ,;; 

. Ac~ess tQ 'infqrmation is ~on trolled~ limited tO author:iz~d personnel 
havin·g, official qeed there( or. Regional .Data Centers are contractor­
operaled· under an_ Army·- approved. security program. Contractor 
personnel participate in an on~going security education program~ 
under the Regional Data Security Officer. Regional Data Centers are 
connected through a communications network to 44 distributed data 
processing centers at Army installations. Technical, 'physical, .and 
administrative safeguards required by Army Regulation 380-380 are 
met at installation data processing cente~s. Data are available only to 
installation personnel' responsible fo~ systems operation 'and mainte~ 
nance. Terminals not in the data processing center are ·under the 
supervision of a terminal area security office at each remote location 
protecting them from unautho.~ized U!}e. Access to information is also 
controlled by a system of assigned passwords for authorized users of 
terminals. .... · 

Retention and disposal: · · ·· · 
Infprmation is destroyed after 5 years except for' that required by 

Army Regulation 190-45 to be sent to the· Crime Records Center 
where it is retained 40 years following final action. 
Syste~ nt~nager(s) ~d address: 
Deputy Chief of Staff for Operations-and Plans, ATTN: DA;MO­

OOL, Headquarters, Department of .the Army,. Washington, _DC 
20310-0440. ' 

Notification pr~cedure: 
Individuals seeking to determine if information about· themselves is 

contained in this record system should. ·address written inquiries to 
t)Je commander of the installation where the incident occurred. If 
more thim five years have elapsed since the occurrence, Indh.;idual 
should address written inquiries to the U.S. Army Crime Records 
Center, Baltimore, MD. : · ' ' • 

Individual should provide the full name, Soc'hil Security Number, 
date and place of the· incident, and a notarized signature. 

Record access procedure: · 
Individuals seeking access to records about themselves contained ii{ 

this record system should address written inquiries to the_commal1der 
of the installation where the incident occurred. If more than five 
years have eiapsed since the occurrence,. Individual should address 
written inquiries to the U.S. Army Crime Records Center, Baltimqre, 
MD.. . . . . . . :. 

Individual should provide the full t:~ame, Social Security Number, 
date and place of the incident, and a notarized signature. 

Contesting record procedures:. 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contained in A~my Regulation 
340-21; 32 CFR part· 505; or may be obtained from the system 
manager. ' 1. 

Record source categories: 
From the individual; witnesses; vtcttm.s; Military Police and/or 

U.S. Army Criminal Investigation Command special agents; inform­
ants; investigatiye and law.· enforcement persons of Federal, state, 
local and foreign government agencies; any SQUrce that may SUpply 
pertinent information. · ' · , . · 

Exemptions claimed for the system: 
Part of this syst~fu may be exempt under 5 U.S.C.· 552aU)(2) as 

applicable. · ' · · · . J) ' : 

An exemption nil~ fpr this system has been promulgated in accord~ 
ance·with requirements-of 5 U,S.C. 553(b) (1), (2), and (3), (c) and (e) 
and published iri 32 CFR part 505. For additional information contact 
the system manager. 

A0190-47DAMO 
System name:. 

.Correctional Reporting System (CRS). 
· System location: 

Army installation detention· facilities, U.S. Army Correctional Ac­
tivity, Fort Riley, KS; U.S. Disciplinary Bar·racks, Fort Leaven­
worth, KS. 

An .automated extract of selected data from individual correctional 
treatment records at Army facilities is stored on computer at five 
contractor~operated regional data··centers located near Washington, 
DC;. Fort McPherson; GA; Fort Kriox, KY; Fort Hood, TX; and 
Fort Ord, CA. · · .. i . . .. 

The Army Clemency Board Office, Assistant Secretary Qf. the 
Army, Manpower and Reserve Affairs, Washington, DC 20310 (for 
decisions on clemency recommendations, parole actions, and restora~ 
tion to duty). ~ 

Categories of individuals covered by the' system:'' 
. Any r:nilitary member confined at an Army confinement or correc~ 
tional facility as a·' result of, or pending, trial by courts-martial. 
' Categories of records in the system: 
. Doctlmen.ts related to th~ aclministration of individua\ military pris­

oners; courts-martial orders, release/c:;gnfinement orders, medical ex­
aminer's reports, requests and receipts for. health and comfort sup~ 
plies, reports and recommendations relating to disciP.linar'y actions, 
clothing and equipment issue records;Jorms authorizing correspond­
ence by prisoner, maiL records; personal history records; individual 
prisoner utilization records; requests for ,interview; fingerprint cards, 
military police reports; prisoner identification records; parolee agree­
ments; inspections; documents reg*rding custodianship ' of personal 
funds and property' of prisoners; former commanding officer's report; 
parents' report; spouse's report; classification recommendations; re~ 
quest to transfer prisoner; social history; clemency actions; psycholo­
gist's report; psychiatric .and sociologic reports; certificate of parole; 
certificate of release from parole; assignment progress reports; and 
similar relevant documents. 

Authority for maintenance or the system: 
10. U.S.C. 951-95~ and Exe.cutive Order 9397., 
Purpose(s): 
Correctional treatment records ·are used· to ·determine prisoner's' 

custody classifications, work assignments; educational needs, adjust.: 
ment to confinement, areas of particular concern, and, as the basis for 
clemency, parole and. restoration to duty considerations. Automated 
records provide 'pertinent information required for proper manage~ 
ment of confinement facility ·population,· demographiC studies/$tatus 
of discipline and responsiveness of personnel ·procedures, as well as 
confinement utilization factors such as population turnover, recidi­
vism, etc. 

Routine uses of records maintained in the system, includin·g catego-
ries of users and the purposes of such uses: · · · 

Information may be disclosed to local, state, and federal law en­
forcement and investigation agencies'·for investigation and possible 
criminal prosecution, civil court actions or regulatory orders. 

To confinement/correctional agencies for use in the administration 
of correctional programs including cus~ody classification, employ­
ment, training and educational assignments, treatment programs, 
clemency, restoration to. duty or parole actions, verification of of~ 
fender's criminal records, employment records; and social histories. 

The 'Blanket Routine Uses' set forth at the beginning of the 
Army's compilation of record system notices also apply .to this 
record sy~tem. . ,.. . , . 

. Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Paper records in file folders, punch cards;~agnetic tape and disc. 
Retrievability: · : · · · · 
By prisoner's surname and/or Social ~ecurity ~umber/register 

number·. 
SaregUards: · ~ ~ ·' 
All records are maintained in areas accessible. ~:mJy to designated 

personnel having official need therefor. Automated ·data base and 
output are managed 'through .comprehensive procedures and policies 
prescribed in system functio'mil users man mils: · · :: 
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Regional Data Cc;:nters are contractor-operated. Contr~ctor person­
nel are security screened; employees receive a security briefing and 
participate in an on-going security education program under the 

·Regional Data Security Officer. Regional Data Centers are connect­
ed through a communications network to 44 distributed data process­
ing centers at Army installations. Technical, physical, and administra­
tive safeguards required. by Army Regulation 380-19, Information 
Systems Security, are met at installation data processing centers and 
information is sec'ured in locked rooms with limited/controlled 
access. Data are available only to installation personnel responsible 
for system operation a.nd maintenance. Terminals not in data process­
ing centers are under the supervision of a terminal area security 
officer at each remote location protecting them from unauthorized 
use. Access to information is controlled further by a system of 
assigned passwords for authorized users of terminals. 

Retention and· disposal: 
Individual correctional treatment records for prisoners in the U.S. 

Army Correctional Activity (USACA) or U.S. Disciplinary Barracks 
(USD B) are retained for· 90 days following expiration of sentence/ 
completjon. of parole/maximum release date, following which they 
are retired to the National Personnel Records Center for 25 years; 
destruction is by shredding. Similar records for prisoners in local 
Army confine.ment and correctional facilities are destroyed 4 years 
following release of prisoner from confinement. 

NOTE: Transfer of a prisoner from one facility to another is not 
construed as release from confinement. When a prisoner is trans­
ferred to another facility, his/her file is transferred with him/her. 

Information on tape/disc is erased after 3 years. 
Army Clemency Board case files are returned on completion of 

Board action to USACA or USDB, as appropriate, where they are 
retained ·for 90 days after prisoner's release from confinement or 
return to duty, following which they are retired to the National 
Personnel Records Center and maintained for 25 years before being 
destroyed by shredding. 

System manager(s) and address: 
· Deputy C:tief of Staff for Operations and Plans, ATTN: DAMO­
ODL, Headquarters, Department of the Army, Washington, DC 
20310-0580 .. 

Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should addres~ written inquiries to 
the commander of the confinement/correctional facility, or to the 
Deputy Chief of Staff for Operations and Plans, ATTN: DAMO­
ODL, Headquarters, Department of the Army, Washington, DC 
20310-0440. ' . 

Individual should provide the full name, Social Security Number, 
and other information verifiable from the record itself. · 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the confine~ 
ment/correctional facility where a prisoner, or to the Deputy Chief 
of Staff for Operations and Plans, ATTN:'DAMO-ODL, Headquar­
ters, Department of the Army, Washington, DC 20310-0440. 

Individual should provide the full name, Social Security Number, 
present, address, and dates of confinement and signature. 

Contesting record procedures: 
The Army's rules· for accessing· records, contesting contents, and' 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be .obtained from the system 
manager. 

Record source categories: 
From the individual witnesses; victims; Military Police/U.S. Army. 

Criminal Investigation Command personnel and/or reports; inform­
ants; various Federal, state and local investigative and law enforce­
ment agencies; foreign governments; and other individual or organi­
zation that may supply pertinent information. 

Exemptions claimed for the system: 
Parts of this system may be exempt under 5 U.S.C. 552aU)(2) as 

applicable, . 
An exemption rule for this system has been promulgated in accord­

ance with requirements of 5 U.S.C. 553(b) (I), (2), and (3), (c) and (e) 
and published in 32 CFR part 505. For additional information contact 
the system manager. 

AOl95-2aUSACIDC 
System name: 

Source Regi~~er. 

System location: 
Primary System is at Headquarters,· U.S. Army Criminal Investiga­

tion Command (USACIDC), 5611 Columbia Pike, Falls Church, VA 
22041-5015. . 

Segments of the system exist at subordinate elements of the U.S. 
Army Criminal Investigation Command which exercise local admin­
istrative and technical control of sources. Official mailing addresses 
are published as an appendix to the. Army's compilation of record 
systems notices. 

Categories of individuals covered by the system: 
All individuals, civilian or military, who are used as.sources by the 

U.S. Army Criminal Investigation Command. 
Categories of records in the system: 
Files contain cross indexed code numbers, name, race, military 

occupational specialty, sex, date and place of birth, home of record, 
educational level, area of utilizatiqn, civilian employment, handler, 
letters, vouchers, personal histo'ry, performance, citiz~nship, marital 
status, physical description, criminal history, expertise, talents, actions 
taken, and other related personal data. 

Authority for maintenance of the system: 
10 u.s.c. 3013. 
Purpose(s): 
To monitor performance and reliability; to check utilization of 

sources; to maintain an accounting of expenditures connected with 
the sources; to answer Congressional inquiries concerning misuse or 
mistreatment of seurces or those who allege they are not sources; to 
document fear-of-life transfers .for military sources. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Information may be disclosed to foreign countries under the provi-
sions of Status of Forces Agreements or Treaties. · 

The "Blanket Routine Uses" ·set forth at the beginning of· the 
Army's compilation of record system notices apply to this system of 
records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Card files, computer/magnetic tapes, disks, and paper printouts. 
Retrievability: 
By individual's name, code number, or Military Occupational Spe­

cialty (MOS). 
Safeguards: . 
All information is stored in locked containers within secured build­

ings; information is accessible. only by designated officials having 
· need therefore in the performance of official duties. 

Retention and disposal: 
Records concerning Level I Drug Suppression Team sources are 

maintained for 10 years after termination of source's service. At 
Headquarters, U.S. Army Criminal Investigation Command, informa­
tion concerning other sources is retained for 10 years after termina­
tion of source's service. At other locations of U.S. Army Criminal 
Investigation Command, source files and cross-index cards are re­
tained for 3 years after termination of source's service; master sourc~ 
cards are retained until no longer needed to control or .facilitate 
work. Destruction is by shredding. Retention peri()d for automated 
records varies according to Headquarters, U.S. Army Criminal In~ 
vestigation Command and field element, but total retention does not 
exceed I 0 years. 

System manager(s) and address: 
Commander, Headquarters, U.S. Army Criminal Investigation 

Command, 5611 Columbia Pike, Falls Church, VA 22041-5015. · 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Commander, U.S. Army Criminal Investigation command, 5611 
Columbia Pike, Falls Church, VA 22041-5015 

For verification purposes, individual should provide the full name, 
date of birth, current address, and signature. 

Record access procedures: 
Individual seeking access'to records about themselves containea in 

this record system should address written inquiries to the Command­
er,· U.S. Army Criminal Investigation Command, 5611 Columbia 
Pike, Falls ChUrch, VA 22041-5015. 

. For verification purposes, individua.l should provide the full name, 
date and place of birth, current address, and signature. 
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Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories: 
From the military personnel records if the sourc~ is military, or the 

civilian personnel records if source is a civilian employee. 
Exemptions claimed for the system: · 
Parts of this system may be exempt under 5 U.S.C. 552aU)(2) as 

applicable. · · · 
An exemption rule for this system has been promulgated in accord­

ance with requirements of 5 U.S.C. 553(b)(l), (2), and (3), (c) and (e) 
and published in 32 CFR part 505. For additional information contact 
the system manager. 

A0195-2bUSACIDC 
System name: . 

Criminal Investigation and Crime 1,-aboratory Files. 
System location: 
Headquarters, U.S. Army C~iminal Investigation Command (USA-

CIDC), 5611 Columbia Pike, Falls Church, VA 22041-5015'. . 
Segments exist at subordinate USACIDC elements; the ·addresses 

may be obtained from the system manager. 
An automated index of cases is maintained at the U.S. Army Crime 

Records .Center, U.S. Army Criminal Investigation Command; 2301 
Chesapeake Avenue, Baltimore, MD 21222-'-4099 and at the Defen'se 
Investigative Service, PO Box. 1211, Baltimore, MD 21203-2111.· 

· Categories of individuals covered by th'e system: 
Any individual, civilian or military, involved in or suspected of 

being involved in or reporting possible.criminal activity-affecting the 
interests, property, and/or personnel of the U.S. Army. 

Categories of records in the system: 
Name;· Social Security Number, rank, dat~ and place of birth, 

chronology of events; reports of investigation containing statements 
of _witnesses, subject and agents; laboratory reports; documentary 
evidence, physical evidence, summary and· administrative data per.: 
taining to preparation and distribution of the report; basis for allega­
tions; Serious or Sensitive Incident Reports, modus. operandi and 
other investigative information from Federal, State;·and local investi­
gative agencies and departments; similar relevant documents. Indices 
contain code~ for the type of crime, location of investigation, year 
and date of offense, names and personal identifiers of persons who 
have been subjects of electronic _surveillance, suspects, subjects and 
victims of crimes, report number which allows access to records 
noted above; agencies, firms; Army and. Defense Department organi­
zations which were the' subjects or victims of crimina] investigations; 
and disposition and suspense of offenders listecf in criminal investiga-
tive case files, witness identification data. · 

Authority for maintenance of the system: 
10 u.s.c. 3013(g). 

·'Purpose(s): · ' . . . 
. To conduct criminal investigations and c·rime prevention activities; 
to accomplish management studies involving the analysis, compila­
tion o.f statistics, quality control,· etc., to ensure that complet~d inves­
tigations are legally sufficient and result in overall 'improvement in 
techniques,.training and professionalism. 

Routine uses .of records maintained in the sy's~em, including catego­
ries of users an~ the purposes. of such uses: 

Information concerning criminal or possible . criminal activity is 
disclosed to Federal, State, local and/or foreign law enforcement 
agencies in accomplishing and enforcing criminal "taws; analyzing 
modus operandi, and detecting organized criminal activity. Informa­
tion may also be disclosed to foreign countries under the provisions 
of the Status of Forces Agreements, or Treaties. 
' Policies and .practices for storing, retrieving, accessing, retaining, and 

. disposing of records in the system: · 
·Storage: · 

Paper records in file folders; card .files -and indices; automated 
·indices; computer magnetic tapes, disks, and printouts; 

Retrievability: 
By na111e or other identifier of individual. 
Safeguards: · · · · ,. . 

. Access is .limited to designat~d authorized individu_als having offi­
cial need for the information in the performance of their duties. 
Bt!ih:lings housing records are protected by security guards. 

Retention and disposal: 

At ·Headquarters, ·:u.s. Army Criminal Investigation Co~mand, 
criminal investigative case files are retained for' 40 years after final 
action, except that at USACIDC subordir:tate elements, such files are 
retained from l to 5 years depending on the level of such unit and 
the data involved. Laboratory reports at the USACIDC laboratory 
are destroyed after 5 years. Destruction is by shredding. 

System manager(s) and addr.ess: 
Commander, U.S. Army Criminal Investigation Command, 5611 

Columbia Pike, Falls Church, VA 22041-501·~ .. · 
Notification procedure: · · 

·Individuals seeking to determine if informatio~ about themselves is 
contained in this record system should address written inquiries to 
the Director, U.S. Army Crime Records Center, U.S. Army Criminal 
Investigation Command, ATTN: CICR-FP, 2301 Chesapeake 
Avenue, Baltimore, MD 21222-4099. . 

For verification purposes, individual should provide the full- name, 
date. and place. of birth, current address,· telep,hone numbers, and 
signa!ure. · 

Record access procedures: 
Individual seeking access to records about themselves contained ·in 

this record system should. address written inquiries to the Director, 
U.S. Army'Crime Records Center, U.S. Army Criminal Investigation 
Command, ATTN: CICR-FP, 2301 Chesapeake Avenue, Baltimore; 
MD 21222-4099. 

For verification purposes, indi_vidual should provide th,e full name, 
date and place. of birth, current address, telephone numbers, and 
~~n~ure. · • · 

The Army's rules for accessing records, contesting cqntents, and 
appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505;. 9r may be obtai nee! ·from the system 
manager. 

Record source categories: 
. Suspects; witnesses, victims, USACIDC special agents and other 

personnel, informants; various Department of Defense, · fede.ral, state, 
and local investigative agencies; departments or agencies of·foreign 
governments; and any other individual or organization which may 
supply pertinent information. · · 

Exemptions claimed for the system: 
Parts of this system may be exempt under 5 U.S.C.· 552a0)(2) as 

applicable. . . _.: ,· , 
An exemption rule for this system has been p,romulgated in accord­

ance with requirements of 5 u.s.c. 553(b)(l), (2), a,nd (3), (c) and (e) 
and published in 32 CFR part 50? .. For additional information contact 
the~system manager. 

A0195-4USACIDC 
System name: · . 

U.S. Army Criminal Investigation Fund Vouchers. 
System location: . . 
fleadquarters, U.S.- Army Criminal Investigation Command (USA-

CIDC), 5611 .Columbia Pike, Falls Church, VA 22041-5015. 
. · s~·grpents o( the system are located at USACIDC -subordinate 
elements; addresses for these may be obtained from the Commander, 
USACIDC,at the above address. ·· 

Categories of individuals covered by the system: 
Special agents of USACIDC or military police investigator of U.S. 

Army who have made expenditures or have requested reimbursement 
from USACIDC limitation .0015 contingency funds authorized by 
Army Regulation 37-47; 'contingency Funds of the Secretary of the 
Army. · · - . 

Categories of records in the system: . 
Individual's name, grade, .reason for such expenditure, receipts (or 

certifi<;:ates when rece~pts are unavailable), relevant documents. 
Authority for maintenanc~.of the system: 
10 u.s.c. 3013(g) . 
Purpose(s): 
To maintain proper accounting of the USACIDC .0015 contingen-

cy 'funds. · 
Routine uses of records maintained in the system, inc.uding catego-

ries of users and the purposes of such u'ses: - . . · 
. The ''Blanket Routine. Uses·~· set forth· at the b'egirining of the 
Army's 'compilation of record system notices apply !O thi~ system 'of 
records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 

/ 
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Paper records in file folders, computer magnetic tapes, and hard 
copy printouts. 

Retrievability: 
By individual's name at USACIDC subordinate elements; by 

voucher number at Headquarters, USACIDC. Automated data is 
retrieved through routine. and specially created programs to meet 
various management requirements. 

Safeguards: 
Access is limited to designated authorized individuals having offi­

cial need for the information in the performance of their duties. 
Buildings housing records are protected by security guards. · 

Retention ancJ disposal: 
Individual voucher, voucher register, subvoucher and supporting 

documents maintained at Headquarters, USACIDC are destroyed I 
year after inspection and clearance by Secretary of the Army; at 
other USACIDC subordinate elements, I year after inspection and 
clearance by Comptroller, USACIDC. Automated. data are erased 
after a hard copy of the register is produced. Disposal of manual 
records is by shredding or burning. 

System manager(s) and address: 
Commander, U.S. Army Criminal Investigation Command, 5611 

Columbia Pike, Falls Church, VA 22041-5015. 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Director, U.S. Army· Crime Records Center, U.S. Army Criminal 
Investigation Command, ATTN: CICR-FP, 2301 Chesapeake 
Avenue, Baltimore, MD 21222-4099. 

For verification purposes, individual should provide the full name, 
date and place of birth, current address, telephone numbers, and 
signature. 

Record access procedures: 
h1dividual seeking access to records about themselves contained in 

this record system should address written inquiries to the Director, 
U.S. Army Crime Records Center, U.S. Army Criminal Investigation 
Command, ATTN: CICR-FP, 2301 Chesapeake Avenue, Baltimore, 
MD 21222-4099. 

For verification purposes, individual should provide the full name, 
date and place of birth, current address, telephone numbers, and 
signature. · 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories: 
From the individual, source, or the statement of third parties 

.pertaining to the expenditure. 
~xemptions claimed for the system: 
None. 

A0195-6USACIDC 
System name: 

Criminal Investigation Accreditation and Polygraph Examiner 
Evaluation Files. 

System location: 
Headquarters, U.S. Army Criminal Investigation Command (USA­

CIDC), 5611 Columbia Pike, Falls Church, VA 22041-5015. Infor­
mation concerning polygraph examiners is located at the Crime 
Records Center, USACIDC, 2301 Chesapeake Avenue, Baltimore, 
MD 21222-4099 and subsequently at the Washington National 
Records Center, GSA, Suitland, MD 20746. · 

Categories of individuals covered by the system: 
Applicants for entry into the USACIDC program as an apprentice 

special agent, a polygraph examiner, for supervisory credentials, for 
the USACIDC officer specialty program or warrant officer appoint­
ments; or for laboratory technician credentials. 

Categories of records in the system: · 
Individual's application, statement of personal history, personal 

identifiers, photographs, fingerprint cards, qualification~ record, biog­
raphy, information pertaining to assignment capability or limitation, 
letters of recommendation, educational institutional documents, char­
acter investigation data, reclassification actions, reassignment orders, 
commander's inquiry data, reports of investigation, reasons for with­
drawal from program, reason for denying application, date of accept­
ance into program, date .appointed, date of accreditation, badge 
number, credential number, polygraph certificate number, agent se-. 

quence number, assignment, date assigned, marital status, and other 
data• pertinent to the accreditation function, physical profile, date of 
last physical, assignment preference, transfer restrictions, ·job title, 
security clearance data, date of last background investigation, foreign 
language proficiency, special qualifications, service agreement, 
spouse's place of birth and citizenship, agent's 'place of birth, private 
licenses, hobbies, and last 10 assignments. . 

Polygraph examiner performance and evaluation data maintained 
at the Crime Records Center (CRC) include individual's name, per­
sonal history statement, certificate number, polygraph examination 
history, year of polygraph report, report of investigation or CRC 
cross reference number, type of examination, and monitor's com­
ments. 

Authority for·· maintenance of the system: 
10 U.S.C. 3013(g) and Executive Order 9397. 
Purpose(s): 
To determine applicant's acceptance into or rejection from the 

USACIDC program; continuing eligibility, placement or standing 
therein; and to manage and evaluate polygraph examination perform­
ance .. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of record system notices apply to this system of 
records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Paper records in file folders, cards, magnetic tapes, disks, and 

paper printouts. 
Retrievability: 
By individual's surname, agent sequence number, Social Security 

Number, badge/credential number, and polygraph certificate number. 
Safeguards: 
All records are maintained in buildings protected by security 

guards or a locked wire enclosure; information is accessed only by 
designated individuals having official need therefor in the perform­
ance of assigned duties. 

Retention and disposal: 
Records of accepted applicants are retained until the individual 

retires, is released from active duty, or is removed from the USA­
CIDC program; at that time, files are places in inactive storage at 
HQ USACIDC for 2 additional years and then stored at the Wash- · 
ington National Records Center for an additional 8 years before 
being destroyed by shredding. Records of rejected applicants are 
retained at HQ USACIDC for l year, then destroyed by shredding 
or burning. Information on Criminal Investigation Program Data 
Cards is maintained permanently. Information· in automated media is 
retained for 90 days following termination of investigator's active 
status. Polygraph examination report information is retained for 3 
years following closure or completion of the pertinent investigative 
report. Records of approved polygraph examiner certifications are 
retained at the CRC for 10 years after the examiner retires or is 
released from active duty, then destroyed by shredding or burning. 
Records of disapproved polygraph examiner certifications . are re­
tained at the CRC for l year, then destroyed by shredding or burn­
ing. 

System manager(s) and address: 
Commander, U.S. Army Criminal Investigation Command, 5611 

Columbia Pike, Falls Church, VA 22041-5015. 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Director, U.S. Army Crime Records Center, U.S. Army Criminal 
Investigation Command, ATTN: CICR-FP, 2301 Chesapeake 
Avenue, Baltimore, MD 21222-4099. 

For verification purposes, individual should provide the full name, 
Social Security Number, date and place of birth, current address, 
telephone numbers, date of application to the program, sufficient 
details to locate the record, and signature. 

Record access procedure: 
Individual seeking access to records about themselves contained in 

this record system should address written inquiries to the Director, 
U.S. Army Crime Records Center, U.S. Army Criminal Investigation 
Command, ATTN: CICR-FP, 2301 Chesapeake Avenue, Baltimore, 
MD 21222-4099. 



70 PRIVACY .1\CT SYSTEMS 

For verification purposes, individual should· provide. the full name, 
Social Security Number, date and place_ of. birth, current .address, 
telephone numbers date of application to the program, sufficient 
details to locate the record, and signature. · .. 

·contesting .record procedures: 
The Army's rules for accessing· recorqs, coittestirig contents; .~rid 

appealing initial determinations are contained in Army Regulation 
340-:21; 32 CFR part 505; or may be obtiiined from the system 
manager. · ' 

Record source categories: 
From th·e. individual, individual's prev'ious or present employers, 

financial institutions, relatives and former spouses, educational institu­
tions, trade or fraternal organizations, neighbors past and present, 
work associates, social acq'uaintances, churches, public records,· law 
enforcement and investigative· agencies, Army records and ·reports. 

Exemptions claimed for the system: 
Parts of this system may be exempt under 5 U.S.C. 552a(k)(2), (5), 

or (7) as applicable. . · 
.All exemption rule for this system has been promulgated in accord­

ance with requirements of 5 U.S.C. 553(b)(l), (2), and (3), (c) and (e) 
and publisJted in 32 CFR part 505. For additional information contact 
the system manager. · 

A0210-7 ACFSC 
System name: 

Vendor Misconduct/Fraud/Mismanagement Information Exchange 
Pr()gram: · 

System location: 
Primary System is located at the US Army Community · and 

Family Support .Center, 2461 Eisenhow~r. A venue, Alexandria, VA. 
Seg'ments exist ai Army activities and nonappropriated fund instru­
mentalities, the addresses of which may be obtained from the System 
Manager. · · · · 

· Categori~ of· individuals covered by the system: 
Individuals who are identified in reports of vendor misc~~duct, 

fraud, or mismanagement. 
CategorieS of records in the system: . 
Nam~s "or' individ_uals; companies represer#.ed; reports. of ~iscon­

duct, fraud or · mismanagement in procurement; ~fforts · concerning 
military installations/activities; similar relevant documents and re­
ports. 
•. ·:Authority. for m'aintenance of the system~ 
,:10 U.s.c:, section 3012(g)·. · ·. · 
Pu'rpose(s): ' 
To provi~e n1anagement officials of nonapprop.riated fund activities 

and commissaries \¥,ith timely .and useful: information regarding ,inci­
dents of vendor miscpnduct, fraud, and/or ·mismanagement and of 
indtviduals involy~d in such incidents through the collection, ex­
change, and disseminq.tiqn. of relevant information to. DOD coritpo"' 
nents so as to permit informed responsible;. procurement decisions. 

Routine uses of records maintained. in the system, including catego· 
ries .of users and the purposes of such uses: -~ ' · .w. · 

j See 'Bhinket Routine Uses'' set forth ~t.the beginning_ of the AtqtY,'f 
listing of record system notices. · . · t • • 

Policies and practices for stori:ng, retri~ving, accessing, retaining,' and 
disposing of records in the system: · '· • .. : 

St~rage: · 
Paper records in file folders. 

. Retrievability: 
By name of individual, vendor, or company. 
Safeguards: 

'Records are maintained,· in combination lock file safes wheri · riot 
under pe~sonal supervision of responsible officials. 

Retention and disposal: . · v·, 1. · 

Destroyed two .years after final determination is .reridered' 'o,n case. 
System manager(s) and address: . · · 
Commander, US· Army, Community and Family· Support Center, 

2461 ~isenhower Avenue, Alexandria, VA 22331-0301. 
Notification procedure: · ·· ' 
Individuals wishing to know whether or not information on them 

exist.s in this system of re~ords should write. to. the System Manager, 
providing their full name, name of ~ompany, current address and 
telephone n~Jl1ber, sufficient det~il concerning incident or event to 
faCilitate locating the record,.and signature. 
Reco~d access procedure~: ·.. . 

lndividua]s do records about themselves should' should' address an 
inquiry as indicated in 'Notification procedure', furnishing informa­
tion specified therein. 

Contesting record .procedures: . 
The army's rules for access to record~.:and for contesting contents 

and appealing initial determinations ~re contained in Army R;egula-
tion 340-21 (32 CFR part 505). · · 

Record source categories: 
Copies 'of ·~eports. of audits, inspections, administratiye investiga­

tions (e.g., AR' 15-6); summaries' of criminal reports_ iss~ed pursu~nt 
to Defense Acquisition Regulation 1-608 received from Army Staff 
agencies, major Army commands, or the Army and Air Force Ex­
change Service, and/or Department of Defense agencies. 
· Exemptions claimed for the ·sys~em: 

None. 

A021()..\7bCFSC 
System name: 

Commercial· Solicitation Ban Lists. 
System location: . , 
Centralized list of corrin;eicial solicitors banned from Army instal­

lations is maintained at the US Army Community and Family Sup­
port Center. Segments exist _at Army installations where commanders 
have banned agents. Listing of. those so oanned is furnished to Maj<?r 
Army ·Commands; addresses rriay be obtained from the System Man-
ager.· · ·· · 

Categ~ries of individuals covered by the system: 
Any indi:vidual. whose' on-base commercial solicitation: privileges 

have been withdrawn. · . 1 • 

Categories of records in the system: 
Individual's name, name of company represented, approval/disap­

proval of business solicitation ·action Qn · Army posts, camps, and 
stations; requests for and authorization of accreditation and remov~l 
of accreditation .of. companies!. agents, vendor,s, salesmen, and solid~ 
tors; related-documents. · .. · ,r ' · 

Authority for maintenanc~.9f the system: 
'· JO U.S.C. 3012. . . 

Purpose(s): 
To maintain listing of agents/companies whose business solicitation 

privileges have. been banned: or suspended from ·military bases. 
Routine uses of records 'maintained in the system, including catego-

ries: of users and the purposes'of such uses:· · · 
See 'Blanket Routine Uses' set forth at the beginning of the Army's 

listing of record system notices. 
Policies and practices for storing, retrieving,.accessing, retaining, and 

disposing of records in the system: ' 
Storage: 
Paper records in file folders. 
Retrievability: 
By agent's/company's name, 

. Safeguards: 
Records are maintained in secured areas accessi}?le only to desig­

nated officials having need therefor in the performance of their 
official. duties. • · : .• · 
· ·Retention· arid disposal: . 
'Records supporti!lg the deniai' or suspension of solicitation. privi­

leges are re~ained' for 10. tyears' and tlien destroyed by shredd~ng. 
Auxiliary and/or non-adverse actio~ record~ are. retained until no 
longer needed. 

System manager(s). and address: . . 
¢orim1ander,. US A.'rmy Cmnm~nity. and Family Support Center, 

2461'Eis~nhower Avenue, Alexandria, VA 22331-0301. 
· · Notiflca.tion ~rocedure:· ·· · 

Individuals desiring to know wheth~r or not information on 'them 
exist~ in this. system of records should write to the System Miinager 
or. to the installation commander w}:lo bann.~d their solicitation. privi-. 
leges; ~ndivi~ual must provide full name, flame of .c<?mpany r.epre-~ 
serited, current~ address and telephon~ ~!lr"ller, suffjc1~n~ details to: 
permit lqcatin.!ftlle record~, and signa~!Jr~. . 

. Record ac~ess procedures: · , . · 
Individuals seeking access to1recon;is on-themselves should write as 

indicated in 'Notification,prdcedure', providing information specified 
therein. · ·· · · 

/ 
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Contesting record procedures: · 
The army's rules for access to records· and for contesting contents 

and appealing initial determinations are contained in Army Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: 
Agent's/company's name, circumstances leading to banning action, 

investigatory reports, other Army records and reports, similar rele-
vant documents. ' 

Exemptions claimed for the system: , 
None. 

A0210-7DAMO 
System name: 

Expelled or Barred Person Files. 
, System location: 

Records are maintained at the Army installation initiating the ex-
pulsion or debarment action. 

Categories of individuals covered by the system: 
Any citizen who is expelled or barred· from an Army instalhtion. 
Categories of records in the system: . . 
Name of individual, expulsion orders, investigative reports and 

supporting documents. 
Authority for maintenance of the system: 
18 U.S.C. 1382 and Executive Order 9397. 
Purpose(s): 
To assist the commander in carrying out responsibilities required 

by 18 u.s.c. 1382. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
The "Blanket Routine Uses" set forth at the beginning of the 

Army's compilation of record system notices apply to this record 
system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: 
By individual's name. 
Safeguards: 
Distribution and access to files are based on strict need-to-know. 

Physical security measures include locked containers/storage areas, 
controlled personnel access, and continuous presence of authorized 
personnel. 

_Retention and disposal: 
Destroyed on revocation or upon discontinuance. 
System manager(s) and address: 
Deputy Chief of Staff for Operations and Plans, ATTN: DAMO­

ODL, Headquarters, Department of the· Army, Washington, DC 
20310-0440. 

Notification procedures: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquires to t~e 
Deputy Chief of Staff for Operations and Plans, ATTN: DAMO­
ODL, Headquarters, Department of the Army, Washington, DC 
20310-0440. -

Individual should provide the full name, Social Security Number, 
address, details concerning the expulsion or debarment action, and 
signature. · · 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written !nquiries to the Deputy 
Chief of Staff for Op-erations and P_lans, ATTN: DAMO-ODL, 
Headquarters, Department of the Army, Washington, DC 20310-
0440. 

Individual should provide the full name, Social Security Number, 
address, details concerning the expulsion or debarment action, and 
signature. . . , 

CQntesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained' from, the system 
manager. 

Record source categories: 

Subjects, witnesses, victims, Military_ Police and U.S. Army Crimi­
nal Investigations Command personnel and special agents, informants, 
various Department of Defense; federal, state and local investigative 
and law enforcement agencies, departments or agencies of foreign 
governments; and any otlter individuals or organizations ,which may 
supply pertinent information. 

Exemptions claimed for the system: 
Parts of this system may be exempt under 5 U.S.C. 552a(j)(2) as 

applicable. · 
An exemption rule for this system· has been promulgated in accord­

ance with requirements of 5 U.S.C. 553(b)(l), (2), and (3), (c) and (e) 
and published in 32 CFR part 505. For additional information contact 
the system manager. 

A0210-10TAPC 
System name: 

Departure Clearance Files. ' 
System location: . . 
Administrative offices of Army Staff agencies, field operating com-

mands, installations, or activities, Army-wide. 
Categories of individuals covered by the system: 
All Army military and civilian personnel. 
Categories of records in the system: 
DA Form 137 (lnstallatiOf! Clearance Record), copy of receipts or 

documents evidencing payment of telephone bills, return of material 
held on memorandum receipt, and similar clearance matters. 

Authority for maintenance of the system: 
10 u.s.c. 3013. 
Purpose(s): 
To verify that an individual has obtained clearance from the Army 

Staff agency or,installation's facilities and has accomplished his/her 
personal and official obliga~ions. 

Routine uses of records' maintained in the system,. including catego­
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of record system notices. 

Poli~;ies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Paper records in file folders. 
Retrievability: · 
By surname of departing individual. 
Safeguards: 
Information is accessed only by designated persons having official 

need therefor. 
Retention and disposal: 
Destroyed after _1 year. 
System manager(s) and address: 
Commander, U.S. Total Army Personnel .Command, 200 Stovall 

Street, Alexandria, VA 22332-0400. 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this records system should address written inquiries to 
the administrative .office of the installation/activity to which the 
individual had been assigned. 

Individual should provide the full name, departure date, location of 
last employing office, and signature. 1 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the administra­
tive office of the installation/activity to which the individual had 
been assigned. · · 

Individual should provide the full name, departure date; location of 
last employing office, and signature. · 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing. initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be ·ob~ained from the ·system 
manager. 

Record source categories: 
From the individual; Army records and reports. 
Exemptions claimed for the system: 
None. 
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.A0210-SO(:::E 
System name: . . • . 

Army Housing Operations Managem~nt System. 
System location: ' · · · 
Office, C~ief of Engineers, Headquarters, Department of . the 

Army, Washmgton, DC 20314; Housing Managers at Army installa­
tions. W()rltt~wide .. 

Categori~s of individuals covered by the system: 
· Military·. personnel, their depend~nts; Department <;)f Defense or 

other key civilian 'personnel. · . ' 
Categories of records in the system:_. . 
Applications fer on/off post housing containing name, ser~·i'Ce/ 

SSN, rank/grade and date, service data, organization of assignment, 
home address and telephone number; locator data; appropriate travel 
~rders; re_cords reflecting housing availability I assignment/termina­
tiOn; houst.ng financial records; referral services; property inventories, 
hand recetpts, and issue. slips; cost control, job orders; survey data; 
reports of liaison with re?l estate boards, realtors, brokers and other 
Governme~t agencies; other management . reports regarding the 
Army housmg system~ complaints and. investigations; and similar rele­
vant documents. 

Authority for maintenance of the system: 
10· U.S.C., sections 133 and 2674; DOD Instructions 1100.16, 

4165,27, 4165.34, 4165.43, 4165.44, 4165.47 and 4165.51 and E.Q. 
9397. . . -

Purpose(s): 
To provide information relating to the management, operation; and 

control of the Army housing program; to provide necessary housing 
for military personnel, their dependents, and qualified civilian em­
ployees; to determine housing adequacy/suitability; to. document cost 
data for alterations/repair of units; to establish rental rates; to p-ro­
vide guidance and referral service; to reflec·t -liaison with rea'I estate 
boards, brokers, and other Government agencies; to render reports; 
to investigate complaints and related matters. ·· 

·Routine uses of records maintained 'in· the system, including catego­
ries of users and the purposes of-such uses: 

See 'Blanket Routine Uses' set forth at the beginning of the Army's 
listing of record system notices. · . .· . . · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

. ' l 

Storage: 
Paper records; cards; computet:,tapes, discs, and printouts. 
Retrievability: 
By individual's surname, facility name or number. 
Safeguards: .. · . . 

Records are maintained in areas accessible only to authorized per~ 
sons having official need therefor, housed in buil!iings protected by 
security guards or locked when not in use. Inform·ation in automat.ed 
media is further protected by physical'.security devices; access to or 
update of information -in the syste·m is protected through a system of 
passwords, thereby preserving integrity of data. 

Retention and disposal: 
· Installation troop housing files are destroyed after 3 years;· installa­

tion housing project tenancy files are destroyed 3 years after· termina~ 
tion of quarters ··occupancy; family ·housing cost. controls ·are de­
stroyed I I years after last entry; family housing leasing: files are 
destroyed 3 years after lease terminates, is cancelled, lapses, or after 
any litigation is concluded; family housing rental rates are destroyed 
after to years; housing referral services are destroyed after 5 years; 
off-post rental housing reports are destroyed· after 2 years; off-post 
housing· complaints and investigations are destroyed 5 years after: 
completion at office having Army-~ide ·responsibility, and at other 
offices complaint and investigation · records ··are destroyed 2 years 
after compl~tion. · 
· System manager(s) and address: 

Chief of Engineers, Headquarters, Department of the Army, Wash-
ington, DC 20314. . . 
. Notification procedure: ··.' . 
·Information may be obtainea from the Director of Industrial Oper~ 

ations, Office of the Chief of Engineers or his counterpart in Dis­
trict/Division Engineer Offices providing housing service. 

Record access procedures:· 
An indiviaual's request may be addressed to the Director of Indus­

trial Operations at the appropriate installation, and contain his/her 
name and address and last assignment location. 

Contesting record procedures: 
·Th~' :Arm'y's rules for access: to records and for .contesting contents 

and appealing initial ·determinations are contained in Army Regula-. 
tion 340-2 I (32 CFR part 505). · 

Record source categories: 
From the individual, liis/her personnel records; tenants/landlords 

and realty activities, financial institutions, and previous employers/ 
commanders. 

Exemptions claimed for the system: ~· 

None. 

A0210-60SAFM 

System name: 
Check Cashing Privilege Files. 
System location: 
All Army installations/activities ·~ith facilitie& to cash checks. 
Categories of individuals covered by the system: . 
Persons .whose checks, written at A~my facilities, have been dis­

honored and/or whose check cashing privileges have been suspended 
or revoked. · · · · 

Categories of records in the system:·· · · 
Documents related to advancing, revoking, or suspending', restor­

ing and general supervision of check cashing privileges. Included are 
letters to individuals about bad checks, warnings that .a recurrence 
may result in withdrawing check cashing privileges, notices from 
banks that the bank. was in error, notices to activities that check 
cashing privileges have been suspended or withd'rawh, and related . 
papers. · 

~uthority for maintenance of the system: 
to u.s.c. 3012 .. 
Purpose(s): 
To determine individuals to be denied check cashing privileges at · 

installation check cashing facilities. 
Routine uses of records maintained in the system, including. catego­

ries of users and the purposes of such uses: 
See 'Blanket Routine Uses' set forth at the beginning of the Army's 

listing of record system notices. 
Lists of persons whose privileges have been suspended or_ with­

drawn may be disclosed to banks or credit unions operating on Army 
installations so that the financial facilities can, if they wish, withhold 
check cashing,privileges from those individuals. 

Disclosure to consumer· reporting agencies:· .... 
Disclosure pursuant to 5' U.S.C: 552a(b)(l2) may be made from·this 

system to 'consumer reporting agencies' as defined in the Fair Credit 
Reporting Act (15 U.S.C. 168la(t) or the Federal Claims Collection 
Act of 1966 (31 U.S.C. 3701(a)(3)). 

Policies and practices for storing, retrieving, acces~ing, retaining, and 
disposing of records .in the system: 

Storage:· 
Cards, paper records in file folders, and computer tapes. 
Retrievability: 
By individual's ·name or SSN. 
Safeguards: 
Files are maint~ined, in areas accessi~le only to authori~ed persons 

having an official need therefor in the performance of official duties. 
Retention and disposal:' 
Destroyed 3 years after individual has· made restitution for dishon­

ored check. 
System manager(s) and address: 
Comptroller of the Arm.y, · US Army Firuin'ce an~ Accounting 

Center, Ft Benjamin Harrison, IN 46249 .. 
: Notification, P.rocedure: · -

Information may be obtained from the installation commander 
where che~k was cashed. 1· 

Record access procedures: 
Individuals desiring access to records pertammg to them~efves 

should write to the installation commander,' furnishing full .. name, 
SSN, details relev·ant to:the ·incident; and signature. 

Contesting' r'ec9rd procedures: . 
:. 3 

The Army's rules for access to records and for contesting .contents 
and appealing initial determinations are contained in Army Regula­
tion 340-21 (32 CFR part 505). 
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Record source categories: 
From the dishonored check, the individual, banking facilities. 
Exemptions claimed for the system: 
None. 

A0210-l30DALO 
System name: 

Laundry and Dry Cleaning Accounting Files. 
System 'location: 
Al.l .laundries at Army installations world-widt;!. DA Form 3799 is 

maintained also at US Army Finance and Accounting Center, Indian­
apolis, IN 46249. 

Categories of individuals covered by the·system: 
All military personnel who are authorized payroll deduction serv­

ice. 
Categories of records i~ the system: 
Individual's application for laundry and/or dry cleaning start or 

stop deductions (DA Form 3799), laundry mark, organizational code 
number, amount deducted from pay monthly for laundry or dry 
cleaning service, date, and organization name. 

Authority for maintenance of the system: 
lO u.s.c. 3012. 
Purpose(s): 
To determine patrons authorized laundry and dry cleaning service, 

to verify receipt and shipment of individual laundry bundles, and 
amount of money deducted from soldier's pay; for management and 
statistical reports. 

~outine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See 'Blanket Routine Uses' set forth at the beginning of the Army's 
listing of record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: ;!, ' 

Storage: 
Paper records in file cabinets; magnetic tape. 
Retrievability: 
By individual's surname. 
Safeguards: 
Records are accessible only to authorized individuals having need 

therefor. 
Retention and disposal: 
Records are retained for 1 year, after which they are destroyed by 

shredding/erasing, DA Form 3799 is retained indefinitely until laun­
dry or dry cleaning service is cancelled by the individual. 

System manager(s) and address: 
Deputy Chief of Staff for Logistics (ODCSLOG), The Pentagon, 

Washington, DC 20310. 
Notification procedure: 
Information in this notice may be obtained by inquiring of the 

Laundry Facility at the Army installation/activity where service was 
obtained. 

Record access procedures: 
Individuals wishing to access records concerning' them in this 

system of records may inquire of the Laundry Facility at the installa­
tion providing service; individual should furnish name and pertinent 
data that will facilitate locating the record. 

Contesting record procedures: 
The Army's rules for access to records and for contesting contents 

and app~aling initial determinations are contained in Army Regula­
tic~ 340-21 (32 CFR part 505). · 

Record source categories: 
From the individual; DA Form 3799. 
Exemptions claimed for the system: 
None. 

A0210-l90TAPC 
System name: 

Individual Gravesite Reservation Files. 
· System location: 
Comm~nder, Military District of Washington, Fort Lesley J. 

McNair, Washington, DC 20319; Soldiers' and Airmen's Home Na­
tional Cemetery, Washington; DC 20011; Commander, U.S. Total 

Army Personnel Command, Alexandria, VA 22332-0400 for selective 
Army post cemeteries. 

Categories of individuals covered by the system: . 
Active and former Armed Forces personnel and their dependents 

who reserved grave pl!)ts in either Arlington National Ce~etery 
Soldiers' Home National Cemetery, or Army post cemeteries pnor to 
1961. ' 

Categories of records in the system: 
Gravesite reservations (DA Forms 2122, 2123); reservist's name, 

address, number and. section of grave reserved, military. service, or 
relationship to servic:e member: 

Authority for maintenance of the system: 
lO u.s.c. 3013. 
Purpose(s): 
To maintain records of individuals holding gravesite reservations in 

Army national or post cemeteries made prior to 1961; to conduct 
periodic surveys to determine validity of such reservations; to re-
spond to inquiries. · 

Routine uses of records maintained in the system; including catego­
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" set ·forth at the beginning of the 
Army's compilation of record system notices apply to. this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in *he system: 

Storage: 
Paper records in file folders; cards. 
Retrievability: 
By individual's surname. 
Safeguards: 
Records are maintained in areas accessible only to authorized per­

sonnel having official need therefor in the performance of their 
duties. · 

Retention and disposal: 
Destroyed when gravesite reservation is used or canceled. 
System manager(s) and address: 
Commander, Military District of Washington, Fort Lesley J. 

McNair, Washington, DC 20319; Soldiers' and Airmen's Home Na­
tional Cemetery, Washington, DC 20011; Commander, U.S. Total 
Army Personnel Command, Alexandria, VA 22332-0400 for selective 
Army post cemeteries. 

Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this records system should address written inquiries to 
the appropriate system manager. 

Individual should provide sufficient details to permit locating perti~ 
nent records and signature. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the appropriate 
system manager. 

Individual should provide sufficient details to permit locating perti­
nent records and signature. 

Contesting record procedures: · 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

. Record. source categories: 
From the reservist, his/her representative or next-of-kin; Army 

records and reports. 
Exemptions claimed for the system: 
None. 

A021SCFSC 
System name: 

-General Morale, Welfare, Recreation and· Entertainment Records 
System location: 
Major Army commands, field operating agencies,. installations and 

activities, Army-wide. 
Categories of individuals covered by the system: 
Military personnel, their families, other members of the military 

community, certain DoD civilian employees and their families· over­
seas, certain military personnel of foreign nations and their families, 
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pe.rso11nel auth.orized to use Army~sponsor~ci .Moral~. Welfare, Recre~ 
ation (MWR) services, youth services, athletic and rc;!qeational serv­
ices, Armed Forces Recrea~ion Centers,. Army recreation machines, 
and/or to participate in MWR-type activities; professional ·entertain­
ment groups re'cog'niied by the· Armed' Fo'rces. Professional Entertain­
ment Office; Army athletic' team membe.rs; ticket holders of athletiC: 
evenfs; units· of national youth -groups 1s'uch 'as ·Boy ·Scouts, Girl 
Scouts, and 4-H Clubs. :J 

Categories of records in the system: 
Name,' ·address~ and other· pertinent information· of members, ··par­

ticipants, patrons,. and other authorized· users. Other ·ancillary infor­
mation such a travel vouchers, security check results and orders will' 
be kept in the system. 1 ,, 

Authority for maintenance of the system: . ! . ~ · · · 

5 U.S.C. 301 and Executive Order 9397. ''.>- ·:. 
Purpose(s): . . . , · . _ 

,To ·administer programs devoted to the mental and physical well­
being of Army personnel and other authorized· users; to ·document 
the approval and conduct of specific contests, shows, entertainment 
programs, sports activities/c9mpetitions, and other MWR-type activi­
ties an"d events sponsored or sanctioned by the. Army. Relevant 
information on an individual may be disclosed for bona fide purposes 
such as ·m~rketing and ·promoting MWR, entertainment programs, 
and to· sports, educational, athletic, and similar-related organizations· 
conducting equivalent MWR-type activities. · .: . ·' 

Routine uses of records maintained in the system; including· catego- · 
ries of users and the purposes of such uses: 

None. , : · ·· · •' 
Policies and practices for storing, retrieving, accessing,. retaining, and 

disposing of records in the system: . ,:· ... 
Storage: 
Paper records in file folders, cards, magnetic t~pes, discs, computer 

printouts, and sim_ila_r media. · · · __ , .. . = · . . .• 

Retrievability: 
By name, social. security number, or other individual identifying 

characteristics. 
Safeguards: 
Records are kept in buildings secured duri.ng rion-duty. hours·. and 

accessed by bnl'y designated persons having official n~ed therefoc. 
. Retention ~nd_ disposal!_, . ~ · · ·· · ~ · . - . ; 
All documents -are destroyed after 2 years,. unless requited. for 

current operation.· 
System manager(s) and address: 
Commander, U.S. Army Community and Family Support Center, 

2461· Eisenhower Avenue, Alexandria,· VA 22331-0521: · :; 
Notification procedure: . · · . 

:Individuals ·~e~king to dieterhline w-hether information about t~em­
selves is contained in this record system should adaress inquiries to 
the Morale and Welfare office at the installation or activity where 
assigned... · 1 • .- ,_, 

Record ~ccess procedures£ 
Individuals seeking access to records about themselves contained in 

this record systein should-address· inquiries to the Morale and Wel-
fare office at the installation or activity where assigned, · 

-Individuals must provide name, rank, SSN, proof of identification, 
and any other pertine~t-)nformation necess&ry .. ; . ; ~ . 
· Contesting record procedures: . · 
-The· arhty's niles for a·c·cessing ··records, contesting contents, and 

appealing initial determinations are contained in Army Regulation 
343-21; 32 CFR part 505; or may be obtained. from the system 
manager. : . ·. . . .. : 

R~co~d· so~rce categories: 
From the individual or group r~ceiving t_he.service. · 
Exemptions claimed for the system: 
None. 

A0215-1CFSC 
Syst~m name: . 1 . · •. · 

Nonappropriated Fund Employee Insurance and Retirement Files. 

System locati~n: .. ._ ~--·· 
U.S. Army Community and Family Support Center, 2461_.Eisen-. 

hower A venue, Alexa!ldria, VA 22331-0500." 
Categories of, individuals ~overe~ by the system: .. 
Ar~y· nonaprop~:iated fund (NAF} empioyees who participate- in 

the _NAF Group Insurance and Retirement Plan. 

_ Categories of records in the system: :. 
Monthly ;and <;umulative insura.nc~~ and retirement• deductions.,·for 

each employee; name and Social Securi~y Nur:nber. 
Authority for maintenance of the system: 
Pub. L. 95-595; 26 U.S.~. 401a; and Executive Order 9397. 
Purpose(s): 
To substantiate initial enrollment and subsequent change in the· 

NAF Group Insurance. and Retirement Pla.n; ·to verify. monthly de­
ductions and to compute annuities, refunds, and death benefits. 
,.;Routine uses of records ·maintained in the: system, including -catego-

ries of users and the:purposes of such uses: . ;'cil •• ' 

The "Blanket Routine Uses" set forth at the beginning 'or the 
Army's compilation of record system notices apply to this system. 
· Disclosure to co~s·umer rept>rting agencies: 

Disclosure pursuant to 5 U.S.C. 552a(b)(l2)may be made from this 
system to consumer reporting agencies as definea in the Fair Credit 
Reporting .Act· (15 U.S.C .. 168.la(f)) or:the Federal Claims Collection 
Act of 1966!(31 U.S.C. 3701(a)(3)).' . ,. · . . · .. : 

Policies altd''practices for storing; retrie~ing, accessing,· retaining, and· 
disposing of records ·in the system: · ~- · · · 

Storage: ;r· ~ · ·; ~ 

Magnetic tapes/discs, microfiche, paper records. 
Retrievability: 

'i 

_:By'' individual's surname within each. NAF activity~ 
'--·saf~guards: · · . ' . : · .. · . ' . : 

Records ar~ Ioc.ated iri contro-lled ·areas. withi'n builqing havi-ng 
security· guards; information is ~ccessed only by indi~iduals who ~re 
properly cleared and trained and have· need therefor in the pe_rform-
ance of official duties. · · · 

Retention and di~~osai: 
Paper· files maintained by the Community ~nd Family Support 

Center are destroyed I year· after microfilming or earlier after accu­
racy of nficrofilm is verified. Microfilmed files are destroyed after .?6 
years. Other offices destroy the records after 4 years. · 

System manager(s) and address: • · · 
Commander, U.S. Army Community and Family Support Center, 

ATTN: CFSC-HR-PB, 2461 Eisenhower Avenue, Alexandria, NA 
22331-0500. . • ' 

·Notification-procedure: ,' . , . 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Commander, U.S. Army Community and Family Support Center, 
ATTN: CFSC:-HR-PB;~-i461 Eisenhower Avenue, Alexandria, VA 
22331-osbo. ·' . , :;. . . · ·. . . . . 

Individual should ·provide the' full name, Social Security Number: 
NAF activity where employed, and signature. 

Record acces~ procedures: ·· 
Individuals seeking access to records about themselves contained· in 

this record system should address written inquiries to the Command­
er, U.S.·.Army :community and Family Support Center; ATTN: 
CFSC-HR-PB, 2461· 'Eisenhower Avenue, Alexandria, ·VA 22331-
0500. 

Individual should provide the full name, So~ial Security Number, 
NAF activity where employed, and signature. , , , 

. Contesting re~o~d pr~c~du~e·s; · ' 
The' Army's rules •for ·accessing records, contesting c:ontents, and 

appealing initial determinations• -are contained·· in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the csystem 
manager.!' :· ,• , ( ;;_. ~·, ····i . /' , 

Record ,source categories:, · ;; •;:;· 
From the individual and NAF personnel officers. 
Exemptions claimed for the system: 
None. .F. • • J • 

A0215-laSAFM 
System name: 

Nonappropriated Funds Ceritral ·Payroll System (NAFCPS). 
System location: 
System Proponent: Assistant Comptroller ~f the· 1\i-r;,y for Finance 

and Accounting (ACOA(F&A)), ATTN: DACA-FAP-N, Indianapo­
lis, IN .. 46249-1056; NAFCPS .is operational at., t~o sites: Central 
Nonappropriated. Funds Payroll Office, P.O. Box 75,. Texarkana, TX 
75504-0075, and,_ the ,Nonappropriated Funds. <:entral Payroll Djyi-
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sion, U.S. Army Finance and Accounting Center Europe (USAFA­
CEUR), APO NY 09007-0137. 

Categories of individuals covered by the system: 
All civilian employees of the Department of the Army, Defense 

Logistics Agency, and Panama Local Nationals who are paid from 
nonappropriated funds (NAF). 

Categories of records in the system: 
Individual records of appointment or assignment; officially authen­

ticated time and attendance records, supported by substantiating doc­
uments; individual leave records, payroll control files, individual 
withholding authorization files, withholding tax exemption certificate 
files, withholding tax files, savings bond schedule files, other deduc­
tion type files, payroll journal and check register, earnings statement, 
earnings records, tips received, earnings and leave statements, subsist­
ence and quarters files, unemployment compensation data request 
files, health and life insurance files, income tax withheld, employer 
and employee Federal Insurance Contributions Act files, Employer 
Quarterly Federal Tax Return, state tax files, local tax files, Fair 
Labor Standards Act files, and totaJ employer liability for accrued 
leave at separation. 

Authority for maintenance of the system: 
5 U.S.C., section 2105, 5531, 5533; Pub. L. 92-203; Fair Labor 

Standards Act; E.O. 9397. 
Purpose(s): 
To calculate the net pay due each employee; provide a history of 

pay transactions, entitlements .and deductions; maintain a record of 
leave accrued and taken; keep a schedule of bonds due and issued; 
record taxes paid; respond to inquiries or claims. 

Routine uses of records· maintained in the systerQ, including catego: 
ries of users and the purposes of such uses: 

Data required .by law, e.g., employees' earnings, taxes withheld, 
Federal Insurance Contributions Act contributions, are provided to 
the Treasury Department, the Social Security Administration, Inter­
nal Revenue Service, states and localities which have an agreement 
with the Department of the taxable earnings information. · 

Disclosure to consumer reporting agencies: 
Disclosure pursuant to 5 U.S.C. 552a(b)(l2) may be made from this 

system to consumer reporting agencies as defined in the· Fair Credit 
Reporting Act (15 U.S.C. 1681a(f), the Federal Claims Collection 
Act of 1966 (31 U.S.C. 3701(a)(3)), or Title III, Section 301 of Pub. 
L. 97-253, the 1982 Omnibus Reconciliation Act. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders and bulk storage, magnetic tapes, 

discs, microfilm, microfiche, and computer printouts. 
Retrievability: · 
By individual's social security number (SSN) within each nonap­

propriated fund Standard NAF Number (Installation, fund,. location, 
and department code). 

Safeguards: 
Files are maintained in areas accessible only to designated person­

nel who have need therefor in the performance of official duties. 
Retention and disposal: 
Individual pay records are permanent; they are forwarded to the 

National Personnel Records Center after three years; . they are. re­
tained at servicing payroll office while· individual is actively em­
ployed. Upon separation or termination of employment, files are 
placed in an inactive status and retained 18 months after close of pay 
year. Leave records are retained 10 years and then destroyed. Other 
management and accounting information reports are retained from 
one to three years before destruction. 

System manager(s). and address: 
Assistant Comptroller of the Army for Finance and Accounting, 

ATTN: DACA-FAP-N, Indianapolis, IN 46249-1056 .. 
Notification procedure: 
Information may be obtained from the Chief, Central NAF Payroll 

Office, P.O. Box 75, Texarkana, TX 75504-0075, or Commander, 
USAFACEUR, ATTN: AEUTCF-NAF, APO NY 09007-0137. Indi­
vidual should furnish full name, SSN, period and location of employ­
ment, and signature. · 

Record access procedures: 
·Requests for system information should be sent to the System 

Manager. Requests from individuals should be sent to the appropriate 
servicing payroll office furnishing details required by 'Notification 
procedure'. 

Contesti"g record procedures: 
The Department of the Army's rules for access to records and for 

contesting contents and appealing initial determinations are contained 
in Army Regulation 340-21 (32 CFR part 505). · 

Record source categories: 
From the individual, Time and Attendance reports, former em­

ployers, Social Security Administration, Treasury Department, DOD 
staff agencies and field installation, Government benefit programs, 
servicing civilian personnel offices. 

Exemptions claimed for the system: 
None. 

A0215-lbSAFM 
System name: 

Nonappropriated Fund Accounts Receivable System. 
System location: 
Nonappropriated fund activities· at Army installations world-wide. 
Categories of individuals covered by the system: 
Current and former members·of Nonappropriated Fund Instrumen­

talities (NAFI) whose accounts show balances other .than zero; per­
sons using Post billeting facilities on a fee paid basis (bachelor officer 
quarters, visitor quarters and guesthouse facilities) and person~ no 
longer using such facilities whose accounts have other than zero 
balances; any individual having a statement of account for the billing 
period, individuals occupying gove'rnment housing at any military 
installation; individual class B telephone subscribers; members, cus~ 
tomers or civilians having 30 day credit terms for "charge" sales 
and/or dues obligations to NAF activities; all persons whose ac­
counts have been dishonored by banking institutions and their checks 
returned to NAF activities; individuals who have cash loans charged 
to their accounts. · 

·categories of records in the system: 
·Individual's name, SSN, rank, amount of charges, billings of items 

or services furnished, subsidiary ledgers containing detaiL of services 
billed and paid by individual; work order forms, invoice listings, 
monthly receipt vouchers, date and method of payment, file of bil­
lings associated with returned/dishonored checks, and relevant simi­
lar documents. 

Authority for maintenance of the system: 
31 U.S.C. 66; 10 U.S.C. 2481 and 3012, 5 U.S.C. 5101; and E.O. 

9397. 
Purpose(s): 
To maintain current rosters as subsidiary records for accounts 

receivable· and cash acccountability control; to provide monthly 
statements to customers; to provide ledger balances for activity finan­
cial statements; to prepare aged listing of accounts receivable, 30, 60, 
and 90 days; to answer inquiries to members on account of status and 
specific transactions. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

(l) See "Blanket Routine Uses" set forth at the beginning of .the 
Army's listing of record system notices. 

(2) Disclosure pursuant to 5 U.S.C. 552a(b)(l2) may be made from 
this system to "consumer reporting agencies" as defined in the Fair 
Credit Reporting Act (15 U.S.C. 1661a(f)) or the Federal Claims 
Collection Act of 1966 (31 U.S.C. 370l(a)(3)). 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
. Magnetic tapes and/or discs by account in numerical and alphabet­
ical order; computer hard copy printouts filed in binders; copies of 
statements filed in folders. 

Retrievability: 
By customer name and SSN. 
Safeguards: 
Records are maintained in lock-type cabinets within storage areas 

accessible only to authorized personnel. · · 
Retention and disposal: 
Destroyed after 3 years following audit with no exceptions or 

irregularities disclosed. 
System manager(s) and address: 
Office of Deputy Finance and Accounting for Operations Manage· 

ment, ATTN: SAFM-FAP-N, Stop 66, Indianapolis, IN 46249-1056. 
Notification procedure: 
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Individuals may submit written request to the custodian of nonap­
propriated funds activities at the installation where record is believed 
to exist . . . 

Record access procedures: Individuals. desiring' access to records 
pertaining to them in this sytem should write to_ appropriated nonap­
propriated fund activity custodian, furnishing full name, SSN, and 
account number. · 

Contesting record procedures: 
The Army's rules for access to records anp for con-testing contents 

and. appealing initial determinations are contained in Army Regula-
tion 340-21 (32 CFR part 505). ' 

Record source categories: 
From daily transaction registers/journals received from billeting 

officer, signal officer, and/or club officers. 
Exemptions claimed f9r the system: 
None. 

A0215-2aCFSt 
System name: 

, Army Club Membership Files. ' 
' System 'location:· . 
Decentralized· at Arrriy i~st~llations; files are maintained ,by -the 

Qfficers, noncommissioned, or other military club managers at Army 
installations having club activities. Official mailing addresses are.pub­
lished as an appendix to the Army's compilation of record systems 
notices:· 

Categories of individuals covered by the. system: 
Military (active Reserve, retired), personnel, their dependents, 

and/or civilian employees who· apply for membership in any Army 
club. · 

Categories of records in the system: 
Individual's name, Social Security Number, address, phone 

number, name of spouse, credits; merchandise ·code, date of purchase, 
card number, club bill, and similar related information. · ·' 

Authority for maintenance of the system: 
lO U.S.C. 3013 and Executive Order 9397. 
Purpose(s): 
To administer club accounts, prepare billings, collect monies, and 

disseminate information concerning.club activities. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
The ·"Blanket Routine Uses" set forth at . the beginning of the 

Army's compilation of record 'system. notices apply to this· system. 
Policies and practices for storing, retrieving, accessing; retaining and 

disposing of .records .in the system: 
Storage: 
Cards, magnetic tape/disc, computer p~intouts. 
Retrievability: 
By member's name, Social Security Number, or club men:tbersh!P 

number: · ~· 

Safeguards: 
Information is maintained in secured areas accessible only to au­

thorized personnel. 
Retention and disposal: ·' · 
Retained· as long as member is active; destroyed 3 years after 

membership is discontinued. 
System manager(s) and address: 
Commander,' U.S. Army Community ·and Family Support Center, 

2461 Eisenhower A venue, Alexandria, VA 22331-0500. · 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Commander, U.S. Army Community and Family Support Center, 
ATTN: CFSC-BP, 2461 Eisenhower Avenue, Alexandria, VA 
22331 _:0500. 

Individual should provide the full name, Social Security Number, 
present address, and signature. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the club of 
which a member or to the Commander, U.S. Army Community and 
Family Support Center, ATTN: · CFSC-BP, 2461 Eisenhower 
A venue, Alexandria, VA 22331-0500. 

Inoividual should provide· the full name, Social Security Number, 
present address, and signature. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contained iil Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories: . ) 
· From the individuaL 

Exemptions claimed for the system: 
~on~. ·· · · '•· ,. 

A0215-2bCFSC 
System name: 
· . Commercial Entertainment Tr~nsaction .. Records: 

System location: . 
Installation and area clubs; ·other membership associat~ons, nonap­

propriated fund activities and instrumentalities; Armed Forces recre~­
tion centers throughout the Army; United States A:rmy Europe and 
Korea commercial/entertainment offices; addresses may be obtained 
from .the System Manager. 

Categories of individuals covered by the system: · · · 
Individual performers, members of entertainment groups or their 

agents who may be members of the Uniteq States Forces and/or 
their dependents, civilian components of US Forces and/or their 
dependents, and other US citizens or foreign nationals. 

Categories of records in the system: · 
File contains name of individual or group,· SSN of individual, type 

of entertainment, passport number, nationality, location of perform­
ances, agent code, performance/band information, fees charged, pay­
ment records, individual contract number, performance information 
and date, and code of the non-appropriated fund activity .. 

• Authority for ·maintenance of the sy~tem: 
10 u.s.c. 3012. 
Purpose(s): . . , 
To register individual/ group ·entertainers. appearing· at non-appro­

priated fund activities or instrumentalities, clubs, associations or 
recreation centers; to issue pay and supporting dpcUI:nents incident to 
contract for such entertainers; to account. for monies of open· messes 
and clubs for entertainment purposes: · · 

Routine uses of records maintained in the system, inch~ding catego­
ries of users and the purposes of such uses: 

See 'Blanket Routine Uses' set forth at the beginning of th.e Army's 
listing o(tecord system notices. 

Policies and pra~tices for storing, retrieving,· accessing, retain-ing, and 
disposing of records in. the system: · · 

Storage: ·· · 
Paper records in file foide~s; punch cards, magnetic tapes and 

discs, and computer printouts. 
Retrievability: 
By SSN, agent f:Ode pr band code. 
Safeguards: 
-Buildings .hou$ing. records employ security guan~s. Paper files, 

computer card.s, and printouts are stored in· areas accessible only to 
authorized personnel; offices and buildings are locked during non­
duty hours, Access to computer is limited to individuals who are 
properly cleare.d and trained. 

Retention· and disposal: 
Records: are retained for 6 year.s;. then· destroyed by shredding. 
System manager(s) and address: 
Commander, US Army Community and Family Support Center, 

2461 Eisenhower A venue, Alex:indria, VA 22331. 
Notification procedure: 
Jndividuals. desiring to know. whether or not i.~formation on them 

exists in this system of records should write to the System Manager, 
providing full name of the individual, agent code (if applicable), .SSN 
and/or passport pumber, .and the time period and performance date 
involved. · " 

Record access procedures: 
Individuals .. desiring access .to re~ords about themselves should 

write as indicated in 'Notification procedure', providing information 
specified therein. ·' · 

Contesting record procedures: 



DEFENSE DEPARTMENT 77 

The Army's rules for access to records and for contesting contents 
and appealing initial determinations are contained in Army Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: 
· From the individual.entertainer and agef!t. 
Exemptions claimed for the system: 
None. 

System name: 
NAF Personnel Records. 
System location: 

A0215-3DAPE 

Civilian Personnel Offices and at Army installations; National Per­
sonnel Records Center; (Civilian), 111 Winnebago Street, St Louis, 
Mo. 63118. Where duplicates of these records are stored in a second 
office, e.g., an administrative office closer to where the employee 
actually works, this notice applies. · 

Cate.gories of individuals covered by the system: 
All individuals who have applied for employment with, are em­

ployed by, or were employed by nonappropriated fund (NAF) activi­
ties. 

Categories. of records in the system: 
Applications for employment,. documents relating to testings, rat­

ings, qualifications, prior employment, appointment, suitability, secu­
rity, retirement, group. insurance, medical certificates; performance 
evaluations; job descriptions; training and career development 
records; awards and commendations data, tax withholding authoriza­
tions; documents. relating to injury and death compensation, unem­
ployment compensation, travel and transportation, reduction-in-force, 
adverse actions, confilict-of-interest and/or conduct, and similar rele­
vant matters. · 

Authority for maintenance of the system: 
5 u.s.c. 301. . 
Purpose(s): · 
These records are maintained to carry out ~a personnel management 

program for Department of the Army non-appropraited fund instru­
mentalities. Records are used to recruit, appoint, assign, pay, evalu­
ate, recognize, discipline, train and develop, and separate individuals; 
to administer employee benefits; and to conduct labor-management 
relations, employee-management relations, and responsibilities inher­
ent in managerial and supervisory functions. 

Routine uses of records maintained in the system, inCluding catego­
ries of users and the purposes of such uses: 
· Information may be disclosed to: 

Appropriate Federal agencies such as the Office of Personnel Man­
agement, Department of Labor, Department of Justice, General 
Services Administration, General Accounting Office, to resolve and/ 
or adjudicate matters falling within their jurisdiction. Records may 
also be disclosed to labor organizations in response to requests for 
names of employees and identifying information. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage:· 
Paper records in file folders, kardex files. 
Retrievability: 
By individual's surname or SSN. 
Safeguards: 
Records are maintained in areas restricted to authorized persons 

having official need therefor; all information is regarded as if it ~ere 
marked 'For Official Use Only'. 

Retention and disposal: 
Records are permanent; after employee separates, records are. re­

tired t~ the National Personnel Records Center (Civilian), 111 Win­
nebago Street, St Louis, MO 63318 within 30 days. Copies of these 
records maintained in an administrative office or by the supervisor 
are retained until the employee transfers or separates; destroyed 30 
days later. · · 

System manager(s) and address: 
The Deputy Chief of Staff for Personnel, Headquarters, Depart­

ment of the Army, Washington, DC, 20310. 
Notification procedure: 
Information may be obtained from· the local Civilian Personnel 

Officer; former. nonappropriated fund employees should write to the 
National Personnel Records Center (Civilian) Ill Winnebago Street, 
St Louis, MO 63118. Individual should provide his/her full name, 

current address and telephone number, a specific description of the 
information/records sought, and any identifying numbers such as 
SSN. · 

Record access procedures: 
Individuals desiring access to information about .themselves in this 

system of records may inquire of their local Civilian Personnel Offi­
cer or, if separated, the National Personnel Records Center (see 
'System location'). Individual should furnish information required by 
'Notification procedure'. 

Contesting record procedures: 
The Army's rules for access to records and for contesting contents 

and appealing initial determinations are contained in Army Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: 
From the applicant; statements or correspondence from 'persons 

having knowledge of the individual; official records; actions affecting 
individual's employment and/or pay. · · 

Exemptions claimed for the system: 
None. . 

A0220-1USSOCOM 
System name: 

Military Personnel Data File, USSOCOM. 
System location: 
U.S. Special Operations Command (USSOCOM), MacDill Air 

Force Base, FL 33608. 
Categories of individua~s covered by the system: 
All Army, Navy, Marine Corps, and Air Force personnel assigned 

for duty with USSOCOM. . 
· Categories of records in the system: 

File contains individual's name, Social Security Number, rank, pay 
grade, date of rank, branch of service, Army officer branch, basic 
active service ·date, basic pay entry date, date of birth, organization 
and division, primary and secondary military specialty, duty MOS/ 
AFSC, marital status, officer evaluation report/enlisted efficiency 
report date, reserve regular officer status, duty telephone number, 
home address and telephone number, spouse's name, date arrived at 
USSOCOM, projected loss date, expiration term of service, foreign 
service availability code, human personal reliability screening data, 
language proficiency, enlisted evaluation report weighted average, 
name of OER/EER rater, duty title, permanent grade, date of rank, 
rated category, highest professional military and civilian education, 
source of commission, mandatory. retirement date (officers). · 

Authority for maintenance of the system: 
10 U.S.C. 3013 and Executive Order 9397. 
Purpose(s): 
To maintain a consolidated joint personnel file pertaining to Army, 

Navy, Marine Corps, and Air Force personnel. Although each serv­
ice has its own personnel records system, USSOCOM requires basic 
personnel data for· Command Manning Rosters and similar manage­
ment purposes. 

Rout.ine uses of records mainatained in the system, including catego­
ries of users and the purposes of such uses: 

None. 
PoliCies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
The system is an on-line disc resident application with bac~-up 

maintained on magnetic tape. 
Retrievability: 
Standard .reports and ad hoc retrievals are generated via remote 

terminals using a data management system. Updates and re~o~d 
browsing may be accomplished· in the interactive mode through 
keying by Social Security Number. 

Safeguards: 
All operators have Passwords which are required Tor access to the 

computer file. All output products bear privacy Act laoels. 
Retention and disposal: 
Personnel data are deleted upon departure of the individual from 

USSOCOM. 
System manager(s) and address: 
Commander in Chief, U.S. Special Operations Command, MacDill 

AFB, Florida 33608. 
· Notification procedure: 
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Individuals seeking to _determine if information about themselves is 
contained in this record ·system should address written inquiries. to 
the Commander in Chief, U.S. Special Operations Command, A TIN: 
Director of Personnel (SOJl-P), MacDill AFB, Florida 33608. 

Individual should provide the full name,':Social Security Number, 
and military ·status .or. other information ··verifiable from the record · 
itself.. ~ -

Record ·access procedures: 
lndividu~·lls se~king access to· reco~d· about. themselves contained' in 

this record system should address written inquiries'to Commander in 
Chief, U.S. Special Operations Command, A TIN: Director of Per-
sonnel (SOJl-P), MacDill AFB, Florida 33608. . 
·:'Individual should provide the full name, Social Security Number, 
and military status or other information verifiable from the record 
itself. 

Contesting record procedures: . . 
, "fhe:A~~y's .. rules for ac~essing ~ecords, cbntesting contents, ·and 

appealing agency determinations: by the· individual· concerned are 
published in Department of the Army Regulation 340-21; 32 .CFR 
part 505; or may be obtained from the system manager. · 

Record source categories: . 
From official military pe~sonnel records of the individual upon 

his/her reporting to USSOCOM for duty. 
Exemptions claimed for the system:· 
None. 

· A0340JDMSS 
System name: 
.. HQpA Co.rrespondencc;: and ControllC~ntral Fil~s ·syste~. ~ -
, System' location: · ·' :- ·· · : · · -.. · · .. , 

Office, Secretary of the Army; Office,- Chief or' Staff; Headquar-
t~rs, Department of the J\rmy Staff agencie~. . , · · 
:· __ Categories of individuals covered. by' the systeni:' .. 
..,>.. " ' • ' ' ... l 

, . Indiv.iduals who either initiated, or are .the subject of, communica­
tions with ·the Headquarters, Department of the Army. 

lnql}iries, with referrals and .. responses, and other communications 
per~aining to any function .or subject involving or of interest. to 
H;eadql}arters, Department of the:_Army leveL Records-may include, 
but)are not re~tricted to, complaints, appeals, grievances,. investiga­
tion~, alleged improprieties, •personnel actions, medical reports, intelli­
gence, and similar matters. ?Phey may be either specific or general in 
nature and may include ·such personal information as an indiv.idual's 
nfi,Jne, SSAN, date and/or place of birth; -description of events or 
incidents of a sensitiv.e or privileged nature, commendatory"or ·unfa­
vorable data. 

I; Authority for maintenance of the system? 
10 u.s.c. 3012; 5 u.s.c. 301. 
Purpose(s): 
To contr~l correspopde~ce, document actions takep, and locate 

recqrds for r:~ference purposes,.,. 
·.Routine uses of records; maintained in· the system,: including catego­

ries of users and the purposes of such uses: 
See 'Blanket Routine Uses'.set·fbrth at the beginning of the Arm"y•s 

listing of record system notices~ · 
NOTE.--Disclosure of information from documents or . records 

which properly become part .of another sys~em of records wUI.be as 
authorized· in the ··routine uses' portion';rif. that system of. records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records iri the system: .. ., ,. , ;·. · 
; 11 Storage: · · · · · ; , 

Paper and/or microfiche in Office, Secretary of the Army; Office, 
Chief of Staff _Army, and those Anny Staff. (ARSTAF) agencies 
paving primary functional. responsibility· for the subject matter being 
addressed. ;:Selecteq iden~i.fication d~ta are_ stored in the automated 
index central computer facility. ,, ' .' 

Retrievability: ~: ·· 

1
Paper records .are retrieveq by _date; 01icrofiche is retriev~d by 

subject (b'a~ed on Alpha Numeric Filing_ System) and within the 
subject, is individually identified by cartridge humber, year and se­
quence number and personal names if appropriate. Primary access to 
.the ·automated. in.de~, is accomplished. through a document control 
number. 

Safeguards: 
,. "Records are ·controlled;. access to:information from specified docu­
ments is restricted to persons who have been designated by their 
agency to have official need for the information _in the perfon.nance 

of their duties:· ARST AF agencies are lin"_ed to the automated index 
by on-line terminals, thereby sharing a common 9a~~.b~se, but do QOt 
have access to the record itself. _ · 1. • . . ·- . • ••• 

File areas within the Secretariat and the Office, Chief. of Staff and 
certain ARST AF file areas are protected by electroniC. surveillance 
systems with combination -locK doors; ·an other file areas (within 
ARST AF) are protected consistent .with the sensitivity of Privacy 
Act data included therein. Users of the system receive training de­
signed to preclude misuse or ,unauthorized disclosure of information. 

Retention and disposal: · · . 
Non-policy documents are kept 10 years~ They are converted to 

microform and destroyed after verification that the microform is .an 
acceptable substitute for the original document The hard copy and 
microform remain ira·cqrrent fiJes are~ for 2::years after completion of 
action, then a~e r~tirr;d, to ·the Washiogton ~National Records Center 
(WNRC). . . - , . . . . . 

Policy action files· are permanent. Original document~ are convert­
ed to microform. The hard copy and microform remain in current 
files area for 2 years, then are retired to. WNRC. The hard copy is 
destroyed at a future date after the microform is properly certified to 
meet archival standards set by General Services Administration. 
· Information 'in the automated index is ·kept permanently. At the 

beginning of each calendar year the index of all permanent docu­
ments added to the central file that year is· transferred to tape. The. 
tape is kept: in:-hol}se to support: Army operations and is destroyed 
whep no l9nger heedeq for current operations. A duplicate copy of 
that t~pe is. tra.J1sferred to: t.he Mac.hi!le -~eadable ·Archives, National 
Archives and Records Service, GSA. ·. ,. r. 

· System manager(s) and .address: 
The Administrative Assistant to the Secretary ·of the. Army: For 

OSA records. · . . . , . . . : . · .. 
The Director of the Army Staff: For Communications direeted to 

.the Office of the Chief of Staff, Army. · · 
Heads of Army Staff agencies: :For records in ·their. functional 

areas . 
All of the above officials are located in The Pentagon, Washing­

ton, DC 20310. (except for the Chief of Engineers who is located at 
the PulaskFBtiilding, Washingtop; DC 20314).' _ ,· · ·, 

Notification procedure: · · c ••• ~. ' '.; 

l~dividuals w'ishing to inquire ·wheiher this system contains infor­
matio!l about them should contact the Sy~tem Manager having func­
tiqnal respons~bility ·or, interest .. Inquiries should include full name, 
SSAN, ·current address, detaHs .. that..: will assist in identifying the 
records sought, and signature. · 

Record access procedures: , " . _ " 
Individuals seeking access to records should address. their inquiry 

a.s O!Jtlined in 'Notification,procedure'. ,; . 
'· Contesting record' procedures: · .u 

\ The Army's rules for acces.s to iet'o:r<is ~-~d' for cotttesting contents 
and appealing initial determiti~~ions are. c'ontained in 'Army Regula-
tion 340-21 (32 CFR paf1 505). ·- · · 

Record source catego_ries: 
From the individual; ·correspondence emanating within the Army 

Secretariat, the Office, Chief of Staff, and ARST AF agencies; other 
Federal agencies. 

Exemptions claimed for the system: ·.. · 
Portions of the records in this system may be exempteq under 5 

U.S.C. section 552a(k)(l) through (k)(7) from the following· provi­
sions of Title 5 U.S.C. section 552a: (c)(3), (d), (e)(l), (e)(4)(G), 
(e)(4)(H), and (f). Documents are generated by other elements of the 
Army ,or are rece,ved from otl:ter agencies and individuals .. Because 
of the broad· ·scope of the contents of ·this system and· since th~ 
introduction of documents is largely unregula,table, specific portions 
or documents that may require an exemption cannot be predeter· 
m:ined; Therefore, and to the extent that such material is received and 
maintained, selected individual doc.lJments may be ·exempted from 
disclosure under ariy of the; provisions of subsections (k)( I)' through 
(k)(7), Title 5, U.S.C. 552a. · 

System name: 
Privacy Case F~les. 
System location: 

A0340-21SAIS 

These records exist at Headquarters, Department of the · Army, 
staff.. and field OJX:rating agencies, major commands, installations and 
·activities receiving Privacy Act .requests. Official mailing· addresses 
are published. !iS ,an' ~ppendix Jo'.:the Aqny·s· compjJati<;>n of system 
~oti9es,. .. · . .: : · · · 
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Records also exist in offices of Access and Amendment Refusal 
Authorities whe:1 an individual's request to access and/or amend his/ 
her record is denied. Upon appeal of that denial, record is maintained 
by the Department of the Army Privacy Review Board. 

Categories of individuals covered by the system: 
Individuals who request informatio~ concerning themselves which 

is in the custody of the Department of the Army or who request 
access to or amendment of such records in accordance with the 
Privacy Act of l 974, as amended. 

Categories of records in the·system: 
Documents notifying requesters of the existence of records on 

them, providing or denying access to or amendment of records, 
acting on appeals or denials to provide access ·or. amend records, and 
providing or developing information for use in litigation; Department 
of the Army Privacy Review Board minutes and actions; copies of 
the requested and amended or unamended records; statements of 
disagreement; and other related documents. · 

Authority for maintenance of the system: 
· io U.S.C. 3012; and· 5 U.S.C. 552a, the Privacy Act. of 1974, as 

amended. 
Purpose(s): 
To process and coordinate individual requests for ·access and 

amendment of personal records; to process appeals on .denials of 
requests for access or amendment to ·personal records by the data 
subject against agency rulings; and to ensure timely response to 
requesters. · 

Routine uses of records maintained in the system, including catego· 
ries of users and purposes of such uses: 

The "Blanket Routine Uses'' set forth at the beginning of the 
Army's compilation of record system notices apply to this record 
system. 

Policies and practices for storing~ retrieving, accessing, retaining, and 
disposing. of records in the system: 

Storage: 
. Paper records in file folders; microfilm. 
Retrievability: 
By name of requester on whom the records pertain. 
Safeguards: 
Records are accessed by custodian of the record system and· by 

persons responsible for servicing the record system in performance of 
their official duties. Records are stored in locked cabinets or rooms. 

Retention and disposal: 
Approved requests, denials- that were not appealed, . deni~ls fully 

overruled by appellate authorities and appeals adjudicated fully in 
favor of requestor are destroyed after 4 years. Appeals denied in full 
or in part are destroyed after 10 years, provided legal proceedings 
are completed. 

System manager(s). and address: 
Director of Information Systems for Command, Control, Commu­

nications, and Computers, ATTN: SAIS-PDD, Department of the 
Army, Washington, DC 20310-0107. 

Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Director of Information Systems for Command, Control, Com­
munications, and Computers, ATTN: SAIS-PDD, Department of the 
Army, Washington, DC 20310-0107. 

For verification purposes, individual should provide full name, date 
and place of birth, current address and other personal information 
necessary to locate the record. 

Record access procedures: 
: Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the office that 
processed the initial inquiry, access request, or amendment request. 
Individual may obtain assistance from the Dir~ctor of Information 
Systems for Command, Control, Communications, and Computers, 
ATTN: SAIS-PDD, Department of the Army, Washington, DC 
20310-0107. 

For verification purposes, individual should provide full name, date 
and place of birth, current address and other personal information 
necessary to locate the record. Personal visits may be made to the 
office maintaining· the records upon presentation of acceptable identi­
fication, such as a valid driver's license, and furnishing verbal infor­
mation that can be verified from the individual's case file .. 

Contesting record procedures: 

The Army's rules for accessing 'records, contesting contents, and 
appealing initial agency determinations by the individual concerned 
are published in Department of the Army Regulation 340-21; 32 
CFR part 505; or may be obtained from the system manager. 

Record source categories: · · 
From the individual, Army organizations, Department of Defense 

components, and other Federal, state, and local government agencies. 
Exemptions claimed for the system: 
The majority of records in this system are not exempted. Copies of 

documents residing in the office of an Access and Amendment Refus­
al Authority having a law enforcement mission which fall within 
(j)(2) are exempted from the following provisions of Title 5 U.S.C. 
552a: (c)(3), (d), (e)(l), (e)(2), (e)(3), (e)(4)(G), (e)(4)(H), (e)(5), (e)(8), 
(f), and (g). · · 

Copies of documents maintained by the Department of the Army 
Privacy Review Board and by those Access and Amendment Refusal 
Authorities riot having· a law enforcement mission which. fall within 5 
O.S.C. 552a.(k)(l) through (k)(7) are exempt from the following 
provisions of Title 5 U.S.C. 552a:. (c)(3), (d), (e)(l), (e)(4)(G); 

· (e)(4)(H), and (f). 

A0350-1DAMI 
System name: 

INSCOM, Personal Qualification and Training Profile: 
System location: 
United States Army Intelligence and· Security. Command, Ft. B'el­

voir, VA, 22060-5370. 
Categories or Individuals covered by the-system:. 
All Army military personnel assigned to }ieadquarters, United 

States Army Intelligence and Security Command and its attached 
activities. 

Categories of records :in the system: 
File contains individual's name, Social Security Number, pay 

grade, primary military occupational specialty (PMOS)/Specialty 
skill identifier (SSI), date of last evaluation report, _sex, date of birth, 
organization/unit processing code, duty section, height, weight, 
weight control program status, physical profile factors (PULHES), 

. date of last physical examination, examination, profile status, expira­
tion date of temporary profile, over 40 mecFcal clearance status, date 
last Human Immunodificiency Virus (HIV) test, date last Army phys­
ical fitness test (APFT), APFT results, APFT scores, date last skill 
qualification test (SQT), SQT score, PLDC attendance, CAS3 at­
tendance, date last weapons qualification, weapons qualification 
status, caliber of weapon in which qualified, date last subversion and 
espionage directed against defense in which qualified, date last sub­
version and ~spionage directed against defense activities (SAEDA) 
training, date of last operations security training, and similar person­
nel, medical and training related data pertaining to ass.ignments. 

Authority for maintenance of tfte system: 
10 U.S.C. 3012 and Executive Order 9397. 
Purpose(s): 
To maintain a consolidated file of specified personnel, medical and 

training related data pertaining to all Army military personnel as­
signed to Headquarters United· States Army Intelligence and Security 
Command and their s.upporting tenant activities. 

A consolidated records system of selected data is required to more 
efficiently and effectively provide management and training support 
to assigned personnel. 

Routine uses of records maintained in the. system, including ·catego­
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of record system notices apply to this system. 

Policies and practices for storing, retrieving, assessing, retaining and 
disposing of records in the system: 

Storage: 
Hard disc, floppy diskettes and 'paper records in file cabinets. 
Retrievability: 
By· individual's name, Social Security Number or other individual­

ly identifyin~ characteristics. 
Safeguards: . 
Military police are used as security personnel. A stringent employ­

ee identification badge and visitor registration/escort system is in 
effect. The computer terminal and hard copy ·records are maintained 
in areas accessible only to authorized personnel who have a need for 
the information in the performance of their official duties. The com­
puteri~ed records system is accessed and updated by the custodian of 
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the records system and by . a limited number~ of other personnel 
responsible for 'servicing the records in the performance of their 
.offiCial duties. Access to the cpmputer file requires utilization of a 
password. Once in· the system, access· is 'restricted to only the user's 
applicable portions of the system. dne ·unit .cannot. access another 
unit's. records. All hard copy products bear PI,"ivacy Act labels. 
· Retention and disposal: 
. All. data--pertaining to a~ individual is deleted :from the .co~puter 
file during the individual's out-processing. Paper records are retained 
for 2 years and are destroyed as unclassified For Official Use· Only 
waste. · · · · ·' 

System' manager(s) and address: 
; Commander,. Ur,ited States Army Intellig5;nce 'af!d Security· Com­
'inand, Ft:'Belvoir, VA 22060-5370. 
'.. Notification procedure: . 

Individuals seeking to deterrrline if information about themselves is 
co.ntai~ed in this rec~rd system should address written inquiries to 
.th<? ~~.rr.mandei", United States Army Intelligence and Security Com-
mand~ ATTN:· ·IACSF-FI, Ft. Meade, MD 20755-5995. ·· ' . 

Individuals must furnish his/her full name, Social • Security 
Number, current address, telephone nu~ber, and signature. 

Record access procedure: 
Individuals seeking access to records.abou~ themse\ves contained in 

this record system should address written inquiries to the Command­
er, _United States Army Intelligence and Security Cornmand, ATTN: 
IACSF-FI, Ft. Meade, MD·20755-5995. • i . . 

Individuals must furnish the full name, Social' Security Numtier; 
current address, telephone number, and signature. · 

Contesting record procedures~ 
· The Army's rules for accessing records, contesting contents;' and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may . be obtained from the system 
m,anager. 

, .Rec.ord source categories: 
From the individual and froni the official military personnei 

records, official health .records and local .training records during in­
processing. Data· for updates to records in the system are obtained 
from the individual and from source documents utilized 'to update th~ 
individual's official records. . : . . ~· ; 
. ' Exemptions claim~d for the system: , · · .. . , 

.'None. · 

A0350-6FORSCOM 
Syst~m namef ··, · 

US Ar:m'y M'a'rksmanship Unit Data. System (AMUDS). : 
· System ·location: . 

Primary system exists at the US Army Marksmanship ·Unit, Ft 
Benning, GA; segments exist at similar unitsat Ft Meade, MD; Ft 
Riley, KS; and Ft Ord, CA. ·. ' ' 

Categories of individuals covered by tbe system: 
.Active~. duty Army personnel who compete in. regional or· US 

Army Rifle and Pistol Championships; Interservice Shooting Chap­
mionships or National Rifle Association National Shooting Champi-
onships. · · 

Categories· of records in the system: . 
'' Name, SSN, information concerning shooting· t1asslfications, levels 
of participation. in competition, scores fired in such competition~; 
prirna:ry military occupational specialfy, duty assignments, last umt 
address, phone number, and assignment preferences. . 
' Authority for maintenance of the system:· · 

10 u.s.c. 3012. . 
Purpose(s): · 
To monitor the competitive status of marksmanship 'qualified per­

sonnel throughout the Army, coordinate their assignment or attach-· 
rilent· to appropriate marksmanship units in support ·of the National 
Trophy Group for Interservice and National Matches competitions, 
and/or for support of. US Army efforts to place ind~viduals on ·US 
Shooting Teams. In addition, 'information is u~ed to ~ssist inst~llation 
commanders in identifying qualified persons to conduct marksman-
ship programs. . 

Routine ~uses of records· 'maintained in ·the· system, inchiding catego-
ries'of USefS and the purpOSe~ OfS~Ch. USeS:· . , , , .. I 

. Inforrriation may be discloSed to the National Rifle Association jri 
.cQnnedion witlt co'mpetitions. See 'Blanket Routine:Uses' set forth at 
the,b~gi!lning 9.f the _Army's listing of record syst~m notices. 

Poli~ies and practices for storing, retrieving; accessing, ·retaining, and 
djsposing of re~ords in the system: 

Storage: : · 
Paper records in file folders; car~s; magnetic tapes/discs. 
Retrievability: 
By Individual's surname and SSN .. 
Safeguards: . _ .. 
All records are ~aintained. in lock~d ·containers accessible only to 

coaches and managers of Marksmanship Unit teams. 
Retention and .disposal: · · . 
Information is.destrpyed 4 years after the last:competition entry. 
System manager(s) and. address: 

·Commander, US Army Forces Command, Ft McPherson, b:A 
30330. .. ~' . 

Notification procedure: 
Individuals wishing to know whether or not information on them 

is contain~d in this system of r~cords should write to the Command­
er, US Army Marksmanship Unit, Ft Benning, GA 31905. Writer 
should provide his/her full name and SSN, current address and 
telephone number. 
. Record access procedures: 

Individuals desiring' access to records on themselves shouid write 
to the Commander,'US Army Marksm~nship Unit, Ft Benning, GA, 
providing information· required in 'Notification procedure'. . ... ·. 

Contesting record procedures: . 
.The Army's rules for access to records .and for contesting contents 

and appealing initial determinations are contained in Army Regula-
tion 340-21 (32 CFR 'Part 505). · 
· Record source categories: 

From the individual; official Army records and reports. 
Exemptions claimed for the system: ·-
None. 

A0350-37TRADOC . 
System name: 

Skill Qualification Test (SQT). 
System location: 
Individual Training Evaluation Directorate, U.S. Army· Training 

Support Center· (USA rsc), Ft Eustis, VA 23604: Main computer 
location, ITEP. enlisted:.master file, individual SQT results, and origi­
nal test forms. 

Training Standards Offices (TSOs) at military installations world­
wide; transmittal rosters· and graded microfiche, (HISTORICAL). 

U.S. Total Army Personnel Agency Enlisted Records and Evalua­
tion Center (USA T APCEREC): · Soldier's SQT sc·ores (DA Form 
2A). · . . 

Supervisory Noncommissioned Officers (NCOs) at unit 'level 
worldwide: Job Books and Field Expedient Squad Books (DA Form 
5165-R). ··• . 

Categories of individuals covered by fhe system: . 
All active Army and Reserve Component ·enlisted personnel who 

take the SQT. · 
Categories of records in the system: 
S9ldier response!history of answers to SQTs, both individual· cl!·-· 

mulative; analyses of soldier's .test results. The ITEP e~listed master 
file at Individual Training Evaluation Directorate contains update 
listings of name, Social Security Number, pay grade, and primary 
military occupational specialties (MOS), and component. File in TSO 
(located at the· soldier's installation) contains name, rank. and Soci~l 
Security Number. Job Book and Field Expedient Squad Book (DA 
Form 5165-R) (located at soldier's unit) contains name;. rank, and 
record of individu~l performance qf jpb tasks CO!lducte<;t. in a .unit 
training environment. 

Authority for maintenance of the system: 
. 10 U.S.O. 3013 and'.Executive order 9397. 

· Purpose(s): 
· Skill Qualification Test scores are used to measure a soldier's job 

proficiency, tq q~termine eligibility for schooli~g and eligibility. for 
promotions. l.ob.aooks and Field Expedient S,quad Books.(DA Fo.rQl 
5165-R) are used by co.mmanders and noncQmmissioned officers to 
assess individuaJ and. unit P.roficiency and. <;ombat readjness .an<;l, to 
identify. routine and intensified training needs.· 

Routine uses of records maintained in the system, including catego! 
ries of users and the purposes of such uses: 
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The "Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of record system notices apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of record in the system: ' 

Storage: 
Paper records in file folders; magnetic tape/disc; computer print­

outs. 
Retrievability: 
Paper records filed in folders retrieved by processing date and 

imprint serial number; computer magnetic tape and disc retrieved by 
Social Number and name. 

Safeguards: 
Paper records are filed in folders stored in a locked room. Magnet­

ic tapes are kept in controlled vault area. Magnetic disks are protect­
ed by a user identification and manual controls. 

Retention and disposal: 
Magnetic tapes are retained 1 year after which data are erased; 

discs retained for 8 months before data are erased; hard copy is 
retained for 5 years; then aestroyed. ' 

System manager(s) and address: 
Commander, U.S. Army Training and Doctripe Command, Ft. 

Monroe, VA 23651-5000. 
Notification procedure: 
Individuals seeking to determine if information about themselves i~ 

contained in this record system should address written inquiries to 
the Commander,· U.S. Army Training Support Center, ATTN: 
A TIC-IT, Ft. Eustis, VA 23604-5000. 

Individuals should provide identification to prevent disclosure to 
unauthorized persons. 

Record access procedures: 
Individuals seeking·to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Commander, U.S. Army Training Support Center, ATTN: 
A TIC-IT, Ft. Eustis, VA 23604-5000. 

Individuals should provide identification to prevent disclosur~ to 
unauthorized persons. 

If inquiring in person, individual should present appropriate identi­
fication such as valid driver's license. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories: 
From the individual, other Department of Army staff and com­

mands in document and computer readable form. 
Exemptions claimed for the system: 
Portions of this system of records may be exempt pursuant to 5 

U.S.C. 552a(k)(6) as applicable. 
An exemption rule for this system has been promulgated in accord­

ance with requirements of 5 U.S.C. 553 (b){l), (2), and (3), (c) and (e) 
and published in 32 CFR part 505. For additional information contact 
the system manager. 

A0351AMC 
System name: 

Student/Faculty Records: AMC Schools Systems~ 
System location: 
US Army Logistics Management Center, Ft Lee,. VA; US Army 

Management Engineering ~raining Agency, Rock Island, IL; U.S. 
Army Defense Ammunition Center and School, Savanna, IL; 
USAMC Field Safety Agency, Charlestown, IN. 

Categories of ~ndividuals covered by the system: 
Studerits enrolled/attending schools identified above, faculty, in­

structors, and guest speakers. 
Categories of records in the system: 
Student academic records ·consisting of course completion and 

results, aptitudes and personal' qualities, grades/ratings assigned; in­
structor/guest speaker qualifications and evaluations, including bio­
graphical data; class historical/academic achievements; and related 
information. 

·Authority for maintenance of the system: 
5 U.S.C. 301; E.O. 9397. 
Purpose(s): 

To determine applicant' eligibility, monitor ·individual's progress, 
maintain record of student/faculty achievements, and to provide 
bases for management assessment of curricula and faculty effective­
ness and class standing. · 

Routine uses of records maintained in the system; including catego· 
ries of users and the purposes of such uses: 

See 'Blanket Routine Uses' set forth at the beginning of the Army's 
listing of record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: . . 
Paper records; ~ards; photographs; magnetic tapes/discs; and print­

outs. 
. Retrievability: 

By name, SSN, military service number. 
Safeguards: 
Records are maintained in locked cabinets within secured areas 

accessible only to authorized persons having an official .. need-to­
know. 

Retention and disposal: 
Individual academic records are retained for 40 years, 3 of which 

are at the school which created them; they are subsequently trans­
ferred to the National Personnel Records Center, 9700 .Page Boule­
vard, St Louis, MO 63132. Faculty/instructor qualifi~ations records 
are retained until individual transfers .from the facility, held for 5 
years, and then destroyed. Other records are retained until no longer 
needed, at which time they are destroyed. 

System manag~r(s) and address: 
Commander, US Army Materiel Command, 5001 Eisenhower 

A venue, .Alexandria, VA 22333-000 I. 
Notification procedure: 
Information may be obtained from the Comm.andant/Director of 

the appropriate School/ Agency. Requests should contain person's 
full name, rank/grade, SSN, course title/class number, and date of 
attendance or, if a faculty member: Name, course(s) taught, and 
period in which instructed at named training facility .. 

Record access procedures: 
Written requests for information should be made to the Comman­

dant/Director of the appropriate training facility, giving information 
specified in 'Notification procedure'. 

Contesting record procedures: 
The Army's rules for access to records and for contesting contents 

and appealing initial determinations are ·contained in Army Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: 
From the individual student, faculty, instructor, guest speaker, and 

management analyses of class performance. 
Exemptions claimed for the system: 
None. 

A0351DAMO 
System name: 

USA WC Cooperative Degree Program Files. 
System location: 
U.S. Army War College, Carlisle. Barracks, PA -17013, 
Categories of individuals covered by the system: 
Present and past students participating in the Cooperative Degree 

Program. 
Categories of records in the system: 
Student's name, rank, and service number, past military and civil­

ian academic records (transcripts, diplomas, letters' of recommenda­
tion, Veterans Administration application, etc.). 

Authority for maintenance of the system: 
10 u.s.c. 3013. 
Purpose(s): 
To assist students in applying for, and pursuing their graduate 

degree, to monitor administrative data for use in' managing the pro­
gram (number and percent of students participating, degrees being 
pursued, anticipated completion dates, schools. being attended, etc.), 
and to maintain data for evaluating the program. 

Routine uses of records. maintained in tht;! system, including catego-
ries of users and the purposes of such uses: · 
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•nformation m;1y be .disclosed to. th,e., Veterans Administration and 
ot~er· inte.~~sted Goverri_me'nt agencies.... . ' . . . 

P.oUCi~ and practices Jor storing, retrieving,-accessing, retaining, and 
disposing of records in the system: · · •: 

Storage:. .!) • _ .~ 

Paper records in fi1e cabinets; magnetic-tapes/discs~ 
Retrievability:'. · · -' 
By student's name. 

~. Safeguards: 

Records are maintained in a secured area with access limited to' 
authorized pers~nnel. Jn addition, access to computeri;zed data is by 
password known only to designated ·iuithorized personnel.- · 

Retention and disposal: 
Records are permanent. 
System manager(s) and addi'~Ss: 
Commandant, U.S. Army War College, Carlisle Barracks; PA 

17013. . .,· . 
• • : ' • ' ··~· j '. J ' .l • 

Notification· procedure: 
Individuals seeking to determine if information about themselves is 

c<;>ntained in this re~ord. system should address written inquiries to 
Cortnttandant,"U:S. Army ·War College, ATTN: Director, Student 
and Facult;: Development, Directorate. of 'Academic Affairs, Carlisle 
Barracks, .PA 1·7013. · · :· 
' Individual shouid· provide the' full ··name, Social· Security Number/ 
s~rvic~ number/;ctirrent address· and telephone number, and signa­
ture: . .. . c•. - .• ., . .f 

Record access procedure: 
Individuals seeking access to records about them's~lves· contain~d in 

this· record system should ·address written inquiries to Commandant, 
U.S. Army War College, ATTN: Director, Student and Faculty 
Development, Directorate of Academic Affairs, Carlisle Barracks, 
p ~ J 7013. .• . ' - - . . ' .. 
'Individual.~hoi.Jld. proviae the f1,.1ll name, Social Security ~umber/ 

. service humber,. cu'rrei].t, address and. telephone 'number, and signa-
t~re.' . , · · · · · · 

Contesting record procedures: , • '· . '· 
The Army's rules for accessing records, contesting contents, and 

appealing · initjal determinations ,ar~r containe? ;in Army Regulation 
~~-~:~;· _32 CF_R _.pa~t 50~; or may be obtained,. from the syste!Jl. 
manager. , ,· . .-· 'J 1.• 

Record source categories: 
,_.From •. students; .staff and fa:c,ulty; official~ at cooperating civilian 
institutions. such as Shippensburg· \)niversity and the. Capitol Campus 
of the Pennsylvania State University. · · · 

Exemptions claimed for the system: 

1 f;lone.: 

· A0351DAPE 
System name: 

Army Training Requirements and Resources System (A TRRS). 
System location: 
Deputy Chief of Staff for Personnel, Headquarters, Department of 

the Army, The Pentagon, Washington, DC 20310-0300; U.~. Total 
Army Personnel Command; ·major commands; Army .. ,Reserv~ . P_er­
sonnel Center; National Guard Bureau; Schools and Army Trammg 
Centers worldwide; Official mailing addresses are published -as: an 
appendix to the Army) compilation of rec~m:J systems notices. . . · '-: 

Categories of individuals co~ered by: ttse system: 
Members of the Army, Navy, Air Force, Marine Corps, Reserve 

Officers' Training Corps students, Departmen~ of: D_efense (DoD) 
civilian. ~mployees anc~ approved foreign military personnel attending 
a· cou~~e .~f ins~ru<:tion conducted unde~· th~ auspises' of a DQD 
School. · · .. 

Categories of records in the system: ;o 
The system contains records pertaining to course. ~dministrative 

data; course scope and prerequisites, course trainin·g · requireme,nts, 
course equipment, personnel and facilities constraints, requirements 
for instr~ctors, class schedules, .class quqtas, prioritized order of merit 
list . for· input into Noncommissioned Officers Education System 
(NCOES) trainiog, by name reservations, limited individwil personnel 
data,, and: course input-and completion data by name/Social Security 
Number. Data related to an individual is as follows:. · · • ".:-· 
.. ,X raining ·com:-se completion data and reason codes fo~ attrition are 
rriaintairied for ~m individi.i~l, as wc::ll as :training se<;lt re~ervations. 

Limited.·personnel·data is maintjiined . .()n an indivi~ual a~ long as 
the individual has a valid reservation for training or·is c~;~rrently, in 
the training b~se. · · - · · · · ·· .. 

Authority for maintenance of the system: , 
5 U.S.C. 301; 10 U.S.C. 3013 and 4.301; a~d Executive Ord~r 9397. 
Purpose(s): 4 :-

The Army Training Requirements and Resources System 
(A TRRS) supports institutional training missions. The· system inte­
grates training requirements for indi_viduals by using. resources and 
class schedules. dey~loped by' the training establishment. R'~servations 
are. made by name for· training in Army formal schools and 

1
other 

service schools. The system maintains other service schools' input 
and course completion statistics. ;·.: ··:• ·-

The Mobilization Training Planning·Syste·m (MTPS) ·provides re­
source. information to training. personnel managers in· a mobilization 
environment. . ·. ..'•J' " . ,· !· ·.· . •, .~. • •' 

The Student Trainee Management System~Enlisted .(STRAMS­
E) monitors the flow of trainees through the· accession; training, and 
distribution process. ' · · · · .: :: _J ' • . • · • • · . : -

The Quota Management System 'provides' the' U.S. Total Army_ 
Personnel Command, Reserve Component counterparts, and other· 
agencies that have an input to training missions, . the vehicle to 
manag~e .indiv.idual~. and··: trai11ing <fOurse seats/ql}otas .thrOt"gl). the 
training base of officers and skill level 2 and above. . . ·I 

The A TRRS system provides the Army's Schools. and Training 
Centers with the data necessary to manage resources associated with 
the ihstruct<;)rs, equipment, and facilities. . ' 
, . Routine. uses of records maiittai~ed in the·, system~ including .catego-
rh~s of lisers.and purposes of such uses: . ' . . . 

, The "Blanket Routi11e .Use.s': s~t . forth at. the b~ginning ·of the 
Army's compilation of record system notices apply:. to this recorct 
system. 

Po,icies and practices for ,~t~rin~, retrieving, accessing, r~taining, and 
disposi~g,of records in the system:· · 

Storage;-_- · · ~ . 

Magnetic tapes, computer discs, and _limited paper' printouts . 
Retrievabilityi " 
R,.etrieved,J:?y S<;>ci!ll.Sec1,1ri'y Number . .' 1 • " 

Safeguards: 
An employee badge and VISitor registration .system is in' :effect. 

Hard copy. records w~ich contain data, by S<;>c;ial Security Number 
are 'maintained ·with an .. "Official .Use Only" cover. Access to the 
ATRRS system is limited' to' those who .h(lve.a t;~eed to ·access the' 
data as determined by the System· Manager. · 

Retention and disposal: 
.Records are kept on the individuaJ.on!y as long as ;the individual is 

actively seeking training. , .. · . -. . . .. . . . ·: , 
System manager(s) and address: . 
Deputy Chief of Staff for: Personnel, Headquarters1, Department of 

the Army, ATTN: DAPE-MPT, Washipgton,_DC 20310-030Q .... 
Notification procedure: ·~. :i .. 
h1dividuals seeking to :determine if information ·apput the,rhselves 'is 

contained in this recorO' system should address· writteri inquiries to 
the local commander. Official mailing addresses are ·published as an 
appendix to the Army's compilation of record systems notices. 

Individual should provide the full name, Social Security ~umber,, 
and military status or other information verifiable from1 the record 
itself. · · · ·· · '· '.·. 

Record access procedures: 
·. Individuals seekirg access'to records about thenis~lves is contained 

in this record· system ·-should address written inquiries to the local 
commander.' OffiCial mailinef addresses are published as an appendix 
to the Army's compilation of record systems notices. 

Individual should provide the .full name, Social Security Number, 
apd military §latus or _other infor.mation verifiable ·from th~ .record 
itself. ' 

Contesting record procedures: 
The Army rules for, accessing· records, contesting cpntents, and 

appealing initiaL agency determinations ,bY th.e individual concerned 
~ie 'published. in Depart!nent of the Army Re~ulation 34Q.,-21;_ 32 
CFR'part ~95;or l!lay.be obtain~d from.the.syst~~p manager. 

Record source categories: 
Information is received from. DoD staff, ·~field install~tionS\.; and 

automated systems. ';I l 

Exemptions claimed for the system: 
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None. 

A0351DASG 
System name: 

Army School Student Files: Physical Therapy Program. 
Syst~m location: · 
Office of the Surgeon General, I-i'eadquarters, Department of the 

Army, 5109 Leesburg Pik~, Falls Church, VA 22041-3258. . 
Categories of individuals covered by the system: 
Graduates of the U.S. Army Physical Therapy Program since 

1928. 
Categories of records in the system: , 
Academic grades only on graduates from 1973 to present. Academ­

ic grades and varying amounts and types of anecdotal information on 
performance: 1945-1972. 

Authority for maintenance of th~ system: 
5 u.s.c. 301. 
Purpose(s): 
To provide certification of graduation from an approved physical 

therapy program to the individual graduate. · 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
None. 
Policies and practices for: storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records in file folders: 
Retrievability: 
By last name of graduate. 
.Safeguards: 
Records are in closed files, accessible only to designated officials 

having need therefor in the performance of their duties. · 
Retention and disposal: 
Records are permanent. 
System manager(s) and address: 
Office of the Surgeon General, Headquarters, Department of the 

Army, 5109 Leesburg Pike, Falls Church, VA 22041-3258. 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Office of the Surgeon General, Headquarters, Department of the 
Army, ATTN: DASG-DBP, 5109 Leesburg Pike, Fall~ Church, VA 
22041-3258. . 

For verification purposes, the individual should provide the full 
name, maiden name if married, year of graduation, current address, 
institution and .complete address to which transcript is to be mailed if 
other than that of individual concerned. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Office of 
the Surgeon General, Headquarters, Department of the Army, 
ATTN: DASG-DBP, 5109 Leesburg Pike, Falls Church, VA 22041-
3258. 

For verification purposes, the individual ·should provide the full 
name, maiden name if married, year of. graduation, current address, 
institution and complete address to which transcript is to be mailed if 
other than· that of individual concerned. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are .contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Recore! source categories: 
Staff and faculty of appropriate school and/or training hospital 

responsible for presentation of instruction. 
Exemptions claimed for the system: 

:None. 

A0351HSC 
-System name: 

Practical Nurse Course Files. 
System location: 
Practical Nurse Course, ·Fitzsimons Army Medical Center, Aurora, 

co 80045-5001. ' 

Categories of individuals covered by the system: 
These files relate to student personnel who attend formal course of 

instruction at the Practical Nurse Course. · 
Categories of records in the system: 
Individual Academic Record Files consisting of courses attended 

by Army members, length of each, extent of each, completion and 
results, aptitudes and personal qualities, grade and rating attained and 
related data for each indivitlual. Faculty Board Files pertaining to 
the class standing, rating, classification, and proficiency of students; 
Class Academic Record indicating progress and attendance of class 
members. 

Authority for maintenance of the system: 
5 U.S.C. 301 and Executive Order 9397. 
Purpose(s): 
To confirm eligibility for attendance, monitor student· progress, 

determine successful completion of academic requirements and pre­
pare transcripts. Records reflect accomplishment of courses which 
may be prerequisites for attendance at other formal courses of in­
struction,. or taking of State Board, Licensed Practical Nursing ex­
aminations. 

Routine uses of records maintained in ·the system, including catego­
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" set forth at the beginning ·of the 
Army's compilation of record system notices apply to this record 
system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper 1 records in file folders, card files; magnetic disks and tapes. 
Retrievability: 
By name and/or assigned class number. 
Safeguards: 
Building housing records has limited access; information is released 

only to authorized personnel. 
Retention and disposal: 
Individual Academic Records and Class Academic records are 

destroyed after 40 years; collateral •individual training records are 
destroyed after 1 year; Faculty Board files are destroyed after I year. 

System manager(s) and address. 
Commander, Health Services Command, Fort Sam Houston, TX 

78234-6000. 
Notification procedure: . 
Individuals seeking to determine if information about themselves is 

contained in this record system should addre.ss written inquiries to 
tlle Practical Nurse Course, Fitzsimons Army Medical Center, 
Aurora, CO 80045-5001. · 

For verification purposes, individual should provide the full name, 
Social Security Number, rank at time of attendance, military service 
number or student number, if applicable, course title and <;:lass 
number, or description of type of training received and dates of 
course attendance. . 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Practical 
Nurse Course, Fitzsimons Army Medical Center, Aurora,. CO 80045-
5001. 

For verification purposes, individual should provi<;le the full name, 
Social Security Number, rank.at time of attendance, military service 
number or student number, ~f applicable, course title and · class 
number, or description of type of training received and dates of 
course attendance. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial agency determinations by the concerned individual . 
are published in Department of the Army Regulation 340-21; 32 
CFR part 505; or may be obtained from the system manager .. '· 

Record source categories: 
From the school staff and faculty 'responsible for presentation of 

instruction. 
Exemptions claimed for the system: 
None. 

A0351HSC-AHS 
System name: 
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Academy of Health Sciences: Academic and Supporting Records. 
System location: · . . 
Academy of Health Sciences;· Fort Sain Houston, TX 78234-6000 

and Fitzsimons Army Medical Center, Aurora, CO 80045-5001. 
Categories of indivicJuals·cove.red by the.system: 

;, Resident.· an_d, corresp~ndence stud~nts. enrolled in courses ar the 
Academy. . . •· 

. Categories of records in the system: 
Stude.nt;s n'ame, Social Security Number,· grade/rank, academic 

qualifications; progress reports, academic grades, ratings ~ttained, 
aptitudes and personal qualities, including corporate fitness· results; 
faculty board records pertaining to class standing/rating/classifica­
tion/proficiency of students; class acad~mic records maintained by 
instructors indicating attendance and progress of class members. 

AuthorJty for maintenance of the system: . 
5·~u.s.c. 301 imd :Exec~tive Order 9397. 

,.p-~rpose(s): . . . · .... 

To determine ·eligibility for enrollment/attendance, monitor student 
progress, record accomplishments: and serve as record of courses 
which may be prerequisite for other formal courses of instruction; 
liceQsure; certification, :and employment. 

Routine uses of records maintained in- the ·system,· including catego­
ries of users an~ the purposes pf,such uses: · 
··Information may be disclosed to colleges or universities or medi'cai 

institutions which accredit the Academy's instruction. 
_ Th~ "Blan)<~t .· Rqutil')e Uses" s~t .forth at the beginning of the 
Army's compilation of record system notices- apply to this record 
~~~ . 

~olic~es and practices f~r sforing, r~trieving, accessing, retaining, and 
disposing of records in the system: · · · . . 

Storage: · 
Paper records, microfiche, cards, magnetic tape and/or disc, 'a_nd 

computer printouts. 
.• -Retrievability: · · -'· · ~ 

By individual's name, Social Security Number, assigned passwords: 
Retention and disposal: 
Academi'c records are maintained 40· years. at the Academy of 

Health Sciences. Except for . the master file, automated data are-' 
erased after the foUrth· updating cycle~ · ' 

System manager(s) and address: 
· Registn\r,' Academy of Health SCienc-es, Fort· ·Sam Houston, TX 

78234-6000. 
Notification procedure: 

~ Individuals seeking to determine if'information about themselves is 
contained ·in this record system sh.ould address written inguiries to 
the Registrar, Academy· of Health Sciences, Fort Sam Ho.uston, TX 
78234-6000. . 

For verification purposes,- individual should provide the full name, 
Social Security'Number, date attended/enrolled, current address, and 
signature. · - . · : ·, . 

Record ~ccess procedures: · .. · . . . 
Individuals seeking access to records about themseives contain~d in 

this record system should address written inquiries to the Registrar, 
Academy of -Health Sciences, Fort Sam Houston, TX 78234-6000. 
· For verification purposes, individual should provide the full name, 
S6cial Security: Number, date :attended/enrolled, current address, and 
signature: . 

Contesting· record procedi.tres: 
-;The .Arm;~s rules for accessing: records, contesting· contents, and 
appealing initia~ agency aetermimitions by. the individual concerned 
are published in Army Regulation 340-21; 32 CFR part 505; or may 
be obtained from the system manager. 

Record source categories: 
,; from the .in4ividual;' Academy of He~ltl~- Scie~ces' staff and Tacul-
tY:· . '... .' . ·: 

Exempti!)ns claimed fm: th~ system: . ) 
None. 

·A0351NDU 
System name: 

NDU National Defense University ·student Data Files.· 
System locatio~: 
National Defense University, Ft. Leslie J. McNair, Washington, 

DC 20319. · 

Categories of individuals covered by the system: 
Resident/non-resident students enrolled at courses of instruction at 

The National Defense University (NDU), including the lnd.ustrial1 

College of the Armed Forces and the National War College. · 
. Categories of recC>rds in· th~ system: . · 
Name, date of bir.th, SSN,_student number, grade/rank, branch of 

service or dvilia!l· agen,c_y, years of: Federal service,· biographical 
data, course/section assignment, prior· education, and academic and 
other related management data. 

Authority for maintenance of the system:. 
10 u.s.c. 3012. 
Purpose(s): 
To :confirm '~ttend~nce eligibility, monitor student progress, 

produce record o'f grades and achievements, prepare assignment ros­
ters; to render management and statistical summaries and reports; and 
compile class yearbooks. ~ · · . · · · : ·' 

Routine uses of records maintained in the system, inclrlding catego­
ries of users and the purposes of such uses: 

Student transcripts may be. disclosed 'to other educational institu-
tions. '· ·. · · 

Poiicies and practices for storing, retrieving; accessing, retaining, and 
disposing of records in the system: · · · · 

Storage: . 
Paper records· in file folders; computer' magnetic tapes,~ discs, and 

printouts. ,; ' · ~ · · 

Retrievability: 
By SSN or student identification numbe/! 
Safeguards: 
Records are maintained in buildings which· employ ·security guai'~s 

and are accessed only by authorized personnel having· an official 
need-to~know. Automated records employ software passwords; ·mag­
netic tapes are protected by user identification and manual controls. 
Computer room is controlled by card key system requiring positive 
identification and authorization. · 

Retention and disposal: 
Individual and class academic records are destroyed after 40 years. 

Records pertaining to extension courses are held inde'finitely before, 
being retired to the National Personnel Records Cef1ter, St. Louis, 
MO. Individual training records are destroyed annually; management 
reports are destroyed when -no longer needed.· · 

System manager(s) and address: '-" 
President, National Defense. University, Ft. . L,eslie J. McNair,· 

Washington, DC 20319. · .. 
Notification procedure: 
Sfudentsn1ay apply to the National Defense University, Fe Leslie. 

J. McNair,· Washington, DC 20319. Requester should provide his/her 
full name, SSN, and date of enrollment and or completion of gradua­
tion. 

Record access· procedures: 
Requests for access to records should follow requirements in \Noti~· 

fication procedure'. · · · > · 
Contesting reco'rd procedures: · 

, The Army's rules for access to .records and for cont~sting contents 
and appealing. initial determin~tions are con~ained in Army Regula­
tion. 340-21, (32 CFR part 505). 

Record source categories: 
From applicants, faculty evaluations and reports;· tninscripts 'from 

educational institutions. 
Exemptions claimed for the system: 

:None.' .,.; 

A0351 USAREUR 
System name:;. · , 

Individual Academic Record Files. · 
System location: 
Headquarters, Seventh Army Combined Arms Training Center, 

APO New York 09112. 
Categories of individuals covered by the system: 
Military or civilian personnel admitted as a student at. a cour,se of 

instruction conducted by the Seventh Army Combined Arms Train-
ing Center... . . · 

Categories of records in the system: 
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:Student's name, Social Security· Number, race, unit of assignment, 
course quota status, roster number, applicable Army Classification 
Battery Scores, eligibility for course attendance, academic achieve­
ments, awards, and similar relevant data. 

Authority for maintenance of the system: 
10 U.S.C. 3013 and Executive Order 9397. 
Purpose(s): 
To determine eligibility for enrollment/attendance, monitor student 

progre~s, and record accomplishments for management studies and 
reports. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" set forth at the beginning of the 
Army's listing of record system notices apply to this record system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders; magnetic tape. 
Retrievability: 
By student's Social Sec~rity Number; surname, course/class 

number. 
Safeguards: 
Recon;is are maintained in locked rooms, accessible only to de~ig­

nated persons authorized to use in the performance of official duties. 
Retention and disposal: 
Information in automated media is contained for 5 years before 

being erased. Manual records are retained for three years. Academic 
records, class rosters, and grade sheets are retired to the National 
Personnel Records Center, St. Louis, MO and held for 40 years. 

System manager(s) and address: · 
·Commander ·in Chief, US Army Europe and Seventh Army, APO 

New York 09403. 
Notification procedure: 
·Individuals seeking to determine if infotmation about themselves is 

contained in this record system should address written inquiries to 
the Commander, Seventh Army Combined Arms Training Center, 
APO New York 09112. 

Individuals should provide their Social Security Number, full 
name, course and class dates of attendance, and signature. 

Record access procedure: 
Individuals . seeking access to information about themselves co.n­

tained in this record system should address written inquiries to the 
Commander, Seventh Army Combined Arms Training Center, APO 
New York 09112. 

Individuals should provide their Social Security Number, full 
name, course and class dates of attendance, and signature. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing i'nitial determinations by the individual concerned are pub­
lished in the Department of the Army Regulation 340-21; 32 CFR 
part 505; or may be obtained from the system manager. 

Record source categories: · 
From the individual; his/her cqmmaifder; instructors; Army 

records and reports. · 
Exemptions claimed for the system: 
None. 

A0351-12DAPE 
System name: 

Applicants/Students, US ~ilitary Academy Prep SchooL 
System location: 
US Military Academy Preparatory School, Ft Monmouth, NJ 

07703. 
Categories of individuals covered by the system: 
Applicants and students, U~ Military Academy Preparatory 

School. 
Categories of records in the system: 
Application for admission, high school/college transcripts, Scho­

lastic Aptitude/ American College Test, CLEP /GT /Officer Candi­
date, and related test scores, admissions evaluation worksheets and 
correspondence relating to admission, medical history, academic 
progress/grades and related reports, and relevant information com­
prising the cadet candidate's attendance and behavior at the School. 

Authority for maintenance of the system: 

5 u.s.c. 301. 
Purpose(s): 
To evaluate applicant's acceptance and, once admitted, to assess 

his/her leadership, academic, and physical aptitude potential for the 
US Military Academy. 

Routine uses of records maintained in the system, including catego­
. ries of users and the purposes of such uses: 

See 'Blanket Routine Uses' set forth at the beginning of the Army's 
listing of record system notices. . _ · . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper·records in file folders. 
Retrievability: 
By applicant/student surname. 
Safeguards: 
Records are stored in locked rooms within buildings which are 

secured during non-duty hours, and are available only to authorized 
persons having an official need for the information. . 

Retention and disposal: 
For ~pplicants who are rejected or ~ho. choose ~o~ t~ ~nter the 

US Military Academy, records are mamtamed. unttl mdtvtdu~l ex­
ceeds the age limit for acceptance to the Academy. For applicants 
who are accepted and enter the US Military Academy, records are 
retained for 40 years after individual's class graduates from Acade­
my, following which records are destroyed by burning and/or shred-
ding. · 

System manager(s) and address: 
Deputy Chief of Staff for Personnel, Headquarters, Department of 

the Army, The Pentagon, Washington, DC 20310. · 
Notification procedure: 
Individuals wishing to inquire whether this system contains .i~for­

mation about them should contact the Commandant, US Mthtary 
Academy Preparatory School, Ft. Monmouth, NJ 07703. Written 
requests should include the full name, SSN, curren.t · a~dress and 
telephone number of the requester, and year of apphcatton and/or 
attendance. For personal visits, the individual should be able to 
provide acceptable identification such as military, employee, or other 
individually identifying number, valid driver's license, building pass, 
etc. 

Record access procedures: 
. Individuals desiring access to their records should follow the pro­
cedures and provide the information set forth under 'Notification 
procedure' above. · 
. Contesting record procedures: 

The Army's rules for access to records and for contesting contents 
and appealing initial determinations are contained in Army Regula­
tion 340-21 (32 CFR part 505).· 

Record source categories: 
From the individual; high school/college transcripts,. nationally 

recognized and Army testing services, staff and faculty of the US 
Military Academy Preparatory School, military supervisors/unit per­
sonnel officers. 

Exemptions claimed for the system: 
Parts of this system which fall within 5 U.S.C. 552a (K)(5) and (7) 

are exempted from Subsection (d) of 5 U.S.C. 552a. 

A0351-17aTAPC-USMA 
System name: 

US Military Academy Candidate Files. 
System location: 
US Military Academy, West Point, NY 10996. 
Categories of individuals covered by the system: 
Potential and ·actual candidates for entrance to the US Military 

Academy for the current and previous 2 years. 
Categories of records in the system: 
Entrance examinati~n results,: Personal Data Record (DO Form 

1867), Candidate Activities Report (DD ·Form 1868), Prospective 
Candidate Questionnaire (DD Form 1908), Interview Sheets, School 
Official's Evaluation (DO Form 1869), Employer's Evaluation of 
Candidate, Scholastic Aptitude Examination scores, American Col­
lege Testing Program Scores, High School and College/University 
transcripts, physical aptitude examination, Candidate Summary 
Sheets, Nominating Letter, naturalization or adoption papers, birth 
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certificate, Oath 5-50, special orders, all corr~spondence to/from/and 
about candidate. . · 

Authority for maintenanc~ of the system: 
10 u.s.c. 433), 4332, '4334. '· . 
Purpose(s): ' 
To evaluate a candidate's academic,: leadership, and physical apti­

tude potential for the US Military Academy; to conduct management 
studies of admissions criteria and procedures. 

Routine uses: of records maintained in the system,. inCiuding catego~ 
.ries of users and the purposes of such uses: · .. 

Informatio'n may be discl6sed to Me111bers of Congress to. ~ssist 
them in nominating candidates. · - . · 

Policies and practices for storing, retrieving, accessing, retaini~g, and 
disposing of records in the system: · : · · · · · · 

Storage: ' 
Paper records are maintained in file folder. SeleCted items of infor­

mation reside on computer discs. 
Retrievability: c 
By candidate's surname; by source of nomination, current status; 

and special categories. · ·· · · t 

Safeguards: 
· All information is stored ·in locked rooms with res(ricted access to 
authorized personnel. Automated data are further protected by a user 
identification and password convention. .!- · · 

Retention and disposal: 
~or accepted candidates, records beco~e p~~t of the Ca~~t's Per­

sonnel Record, described by System of records A0709.03DAPE--a 
permanent record. Records on candidates not accepted for admission 
are destroyed either on expiration of age eligibility or after 3 years, 
whichever ·is later. 

System manager(s) and address: \ · · ·· 
Superintendent, US Military Academy, West 'Point, ·NY. '10996. 
Notification procedure:·. ,. 

·. Individuals desiring to know whether or not information exists on 
them in this system of records may write .. to the System Manager; 
furnishing full name; present address, year of application, source of 
nomination, and signature. . .' · ·- : · . ' · , . 

Record access procedures: , . . . . . . 
: T_o obtaiQ access' to information about themselves i~· this System of 
records, individuals should write to the System Manager, providing 
information required by 'Notification procedure'. 

Contesting record procedures: . 
. ·The Army's -~ul~s for access 'to ,;ecord,s and for c~ntesting cont~nts 
and appealing initial determinations are contained in Army ·Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: . '- r,. 

. From the individual, Members .of Congress,. sch90l. transcripts, 
evaluations from former employer(s), medical reports/physical exami-: 
na~ion results, US Military Academy faculty evaluations, American 
College Testing Service; Educational Testing Service, and similar 
relevant documents. · · 

Exemptio,ns claimed for the system: · ·. 1 
• 

All portions of this system which fall within· 5 U.S.C., 5S2a(k)(5), 
(6), or (7) are exempt from Subsection (d) of~· U.S.C.,.S52a .. 

A0351-17bTAPC-USMC 
System name: , 

US Military Academy Personnel Cadet Rec;:ords. 
System location: 
US Military Academy, West Point, NY 10996-5000. · 
Categories of individuals covered by the system: · 
Present and former (:adets of the US. Military Academy. 
Categories of records in the system: 
Application and eval~ations qf cadet for admission; letters of rec­

ommendation/endorsement;. academic achievemepts,. awards, honors, 
grades and transcripts; performance counseling; health, physical apti­
tude and abilities and athletic accom'plishments, peer appraisals; su­
pervisory assessments; suitability data, including honor code infrac~ 
tions and disposition .. Basic biographiCal and historical summary Of 
Cadet's tenure:at the US Military Academy is maintained on cards in 
the Archives Office 'Or on microfiche in the Cadet Records Section. 
· Authority for maintenance of the ·system:· 

10 U.S.C. 3012 and 4334; E.O. 9397. 
'. Pur~~se(s): · · 

To record the Cadet's appointmentto the· Academy, his/her-scho­
lastic and athletic. achievements, -performance, motivation, discipline, 
final standing, and potential as a military .career .officer. · 

Routine uses of records maintained 'in the system, incl~ding catego-
ries of users and the purposes of-such uses: · 

Academic transcripts may be .provided to educational ·rnstitutions. 
See also 'Blanket Routine Uses' set forth at the beginning of the 
Army's listif1g of record system notices. 

1• Policies and practices for storing, retrieving; accessing, retaining, and 
disposing of records in the system: · 
~, Storage: ! • • 

Manual records in file folders; microfilm. 
Retrievability: 
By ~urname, or Social Security Number. 
Safeguards: · 
Access to records is limited to persons having official need there­

for; records are maintained in secure file .cabinets and/or in locked 
rooms. 

Retention and dis~sal: 
Records of Cadet~ wh~ are commissioned become part ·or his/her 

Official Military Personnel File. Records of individuals not commis­
sioned are destroyed after 5 years. Microfilmed. records maintained 
by USMA are permanent; hardco·py files are destroyed afier being 
microfilmed. · · : · ., · 

System manager(s) and address: 
Superintendent, US Military Academy, West' Point, NY '10996-

5000 .. 

Notification procedure: , •. 
Individuals wishing to inquire whether this system of record~) con­

tains information about them should contact . the System Manager. 
-- Record access procedures: · 

Individuals may request access to their records by contacting the 
~ystem Mana~er, fur~i.shin~ ~h~ir ~ull namt:, SSN, and signature. 

.. Contesting record procedures: 
The Army's rides for access to records··and for contesting contents 

and appealing initial determinations are contained'·in Army R~gl.ila-
tion 340-2·1 (32 CFR part 505). · · 

Record source categories: 
From the individual, his/her sponsors, pe~r evaluations, grades and 

reports· of US Military Academy academic and physical education 
department heads, transcripts from :other educational institutions, 
m'edical examinations/assessments, supervisory counseling/perform­
ance reports. .. . . . · ' · · 
1 

:Exemptions claimed for the system: 
Pa'rts of this system which fall withi~ 5 U.S.C. 552a(k)(5) and (7) 

are exempt from subsectio~ (d) of 5 U.S.C . .552a. 

· A0351-17aUSMA 
system name . 

U.S. Military·A.cactemy Candidate Files. 

System location.: ·:-· . , 
U.S. Military Academy, West Point, NY 10996-1797. 
Categories of individuals covered by_ the. system: 
Potential and actual candidates for entrance to the U.S. Military 

Academy for the current and previous 2 years. 
Categories of records in the system: 
Entrance exa!Tlination results, Personal Data Record (DO Form 

1867), Candidate Activities Report (DO Form 1868), Prospective 
Candidate Questionnaire (DO Form 1908), Interview:·sheets, School 
Official's Evaluation (DO Form 1869), ·Employer's Evaluation of 
Candidate, Scholastic Aptitude Examination scores, American Col­
lege Testing Program . Scores, High School and College/University 
transcripts, physi~af aptitude examination, Candidate . Summary 
Sheets, Nominating Letter, naturalization· or adoption papers, birth 
certificate, Oath 5-50, special orders, all correspondence to/form/and 

. about candidate. · 
Authori.t)i for maintf;)nance· of the system: 
10 U.S.C.'4~~1.4332, and 4334. 
Purpose(s): · :: 
To evaluate ·a candidate's academic, leadership, and physical a'pti­

tude potential for the U.S. Military Academy, to conduct manage-
ment studies of admissions criteria and procedures. ~ 
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Routine uses of records maintained· in the · syst~m, including catego· 
ries of users and· the purposes of such uses: 

Information may be dis~losed · to Members of Cqngress to assist 
them in nominating candidates. . . : 

Policies and. practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records are maintained in file folder. Selected items of infor­

mation reside on computer disc~. 
. Retrievability: · 
By candidate's surname; by source of nomination, current statu~. 

and special categories: 
Safeguards: . . 
All information is stored in locked rooms with restricted access to 

authorized personneL Automated data are further protected by a user 
identification and password convention. . . 

Retention and disposal: · 
For accepted candidates, records become part of the Cadet's' Per­

sonnel Record, described by System of Records A0351-17bUSMA­
a permanent- record. Records on candidates not accepted· for admis- · 
sion are destroyed either on expiration of age eligibility or after 3 
years, whichever is later. 

System manager(s) and address: 
Superintendent, U.S. Military Academy, West Point, NY 10996-

1797. 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Superintendent, U.S. Military Academy, West Point, NY.l0996-
1797. 
. Individual should provide the full name, current address, year of 

application, source of nomination, and signature. 
Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address· written inquiries to the Superin­
tendent, U.S. Military Academy, West Point, NY 10996-1797. 

Individual should provide the full name, current address, year of 
application, source pf nomination, and signature. · 

<;ontesting record procedures: , 
The Army's rules for accessing records, contesting contents, and 

appealing initial agency determinations by the individual concerned 
are. published in Department of the Army. Regulation 340-21; 32 
CFR part 505; or may be obtained from the system manager. 

Record source categories: 
From the individual, Members of Cqngress, · school transcripts, 

evaluations from former employer(s), medi~.al reports/physical exami- · 
nation results, U.S. Military Academy faculty evaluations, American 
College Testing Service, Educational Testing Service, and similar 
relevant documents. 

Exemptions claimed for the system: 
Parts of this system may be exempt under 5 U.S.C. 552a(k)(5), (6), 

or (7) as applicable. 
An exemption rule for· this record system has been promulgated in 

accordance with the requirements of 5 U.S.C. 553(b)(l), (2), and (3), 
(c) and (e) and published in 32 CFR part 505. For additional informa-
tion contact the system manager. · 

A0351-l7bUSMA 
System name: 

U.S. Military Academy Personnel Cadet Records. 
System location: 
U.S. Military Academy, West Point, NY 10996-5000. 
Categories of individuals covered ~Y the system: 
Present and former Cadets of the U.S. Military Academy. 
Categories of records in the system: 
Application and· evaluations of cadet for admission; letters of rec­

ommendation/endorsement; academic achievements, awards, honors, 
. grades, and transcripts; performance counseling; health, physical apti­
tude . and abilities and athletic accomplishments, peer .appraisals; su-
pervisory assessments; suitability data, including honor code infrac­
tions and disposition. Basic biographical and historical summ~ry of 
cadet's tenure at the U.S. Military Academy is maintained· on cards 
in the Archives Office or .on microfiche in the Cadet Records Sec-
tion. . . 

Authority for maintenance of the system: 

10 U.S.C. 3013 and 4334, and Executive Order 9397. 
Purpose(s): 
To record .the cadet's appoint~ent to the Academy, his/her scho­

lastic and athletic achievements, performance, motivation, discipline, 
final standing, and potential as a military career officer.· , 

Routine uses of records maintained in the system, including catego· 
ries. of users and the purpo~es of such u~s: 

Academic transcripts may be provided to. educational institutions. 
The "Blanket Routine Uses" $et forth at the beginning of the 

Army's compilation of record system notices apply to this. record 
system. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposhltg of records in the system: ' 

Storage: 
Manual records in file folders; microfilm. 
Retrievability: 
By surname or SoCial Security Number. 
Safeguards: · . 
Access to records is limited to persons having official. need there­

for; records are maintained in' secure file cabinets and/or ih locked 
rooms.· · 

Retention and disposal: 
Records of Cadets who are commissioned become _part of his/her 

Official Military Personnel File. Records of individuals not commis­
sioned are destroyed after 5 years. Microfilmed records maintained 
by USMA are permanent; hard copy files are destroyed after being . 
microfilmed. 

System manager(s) and address: 
Superintendent, U.S. Military Academy, West Point, NY 10996-

5000 . 
Notification procedure: 
Individuals seeking to determine if information about ·themselves is' 

contained in this record system should address written inquiries to 
the Superintendent, u:s. Military Academy, West Point, NY 10996-
5000. ' 

Individual should provide the full name, Social Security Number, 
and signature. · 

Record access procedures: 
Individuals seeking. access to records about themsel.ves contained in 

this record system should _address written inquiries to the Superin­
tendent, U.S. Military Academy, West Point, NY 10996-5000. 

. Individual should provide the full name, Social Security Number, 
and signature. 

Contesting record procedures: 
The Army's rules for accessing records, c9ntesting cont~nts, and 

appealing initial ~gency determinations by the individual concerned 
ar~ published in Department of the Army Regulation · 340-21; 32 
CFR part 505; or may be obtained from the system manager. 

Record source categories: , 
From the individual, his/her sponsors, peer evaluations, grades and 

reports of U.S. Military Academy academic and physical education 
department . heads, transcripts . from other educational institutions, 
medical examination/assessments, supervisory counseling/perforrri­
anc.e reports. 

Exemptions claimed for the system: 
Parts of this system may be exempt under 5 U.S.C. 552a(k) (5), (6), 

or (7) as applicable. 
An exemption rule for this record ~ystem has been promulgated in 

accordance with the requirements of 5 U.S.C. 553(b) (1), (2), and (3), 
(c) and (e) and published in 32 CFR part 505. For additional informa-
tion contact the system manager. · 

A03SlaNDU-CI 
System name: 

DODCI Student Record System. 
System location: 
Department of Defense Computer Institute, Washington Navy 

Yard, Washington, DC 20374. 
Categories of hidividual~ covered by the system: 
All students who have completed a course of instruction presented 

by the Department of Defense Computer Institute. These are primari­
ly DOD military and civilian personnel as regular students; personnel 
from other federal, state and local' government agencies who have 
attended courses on a space available basis; military and civilian 
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personnel from foreign governments who requested and· were grant­
ed authority to attend courses; and person'nel from priv~ate fndustry 
whQ are under direct contract to a DOD activity who sponsor their 
attendance. · 

Categories of· records _in the system: 
Records consist of name, Social Securlty Number, hom~· add res~:.· 

home telephone number, military rank or rate, civilian grade, branch 
of service, DOD agency or activity and course ID ·attended.· Also; 
associated file of consolidated listing of students for each course 
offering arranged by DOD agency 0r activity and name. 

Authority for maintenance of the system: 
5 U.S.C. 301 and E.O. 9397. 
Purpose(s): 
Maintained by DODCI Student Operations· Section to respond to 

individuals requesting official verification of attendance to a specific 
course; to respond to students, agency or activity requesting official 
record of training completed. Used to compile statistical data of 
student output, e.g., attendance by course, attendance by branch of 
service, agency or activity. Statistical data is not compiled by name. 

Routine uses. of records maintained in the system, including· catego­
ries of u~ers. and the purposes' of such uses: · .. 

The "Blank~t Routine Uses" that appear at 'the beginning of the. 
Dep~rtment of the Army's compilation of systems of records apply 
to th1s system. · 

P~licies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: ·' · · · · . 
· Storage: · 

Card file·, pape~ copies forms, and hard disk/magnetic tape. 
Retrievability: 
Name and course ID. 
Safeguards: 
Maintained in administrative office which is locked after normal 

working hours, accessibl.e only to authorized office staff and :director 
or delegate on demand. · 

Retention. and disposal: 
Records are retained for five fiscal years and then destroyed .. 

· System manager(s) and address: 
Chief, Student Operations Section, DoD Computer Institute, Build­

ing 175, Washington Navy Yard, Washington, DC 20374. 
Notification procedur~: 
Individuals seeking to determine whether this system of· recor~s 

contains information about themselves should address inquiries to the 
Chief, Student Operations Section DoD Computer Institute, Building 
175, Washington Navy Yard, Washington, DC 20374. Individual 
must provide course title and year of attendance. 

· Record access procedures: 
Individuals seeking to access records about themseives contained in 

this system of records should address inquiries to the Chief, Stuqent 
Operations Section, DoD Computer Institute, Building 175, Washing; 
ton Navy Yard, Washington, DC 20374. 

Contesting record procedures: . . 
The ·Department of the Army niles for accessing records an{ for 

contesting contents and appealing initial agency dete~:minations. by 
the individual concerned are published in Department of the Anny 
Regulation 430-21-8; 32 CFR part 505; or may be obtained from ·the 
system manager. 

· Record source categories: 
Enrollment and registration request for DoD management· educa­

tion and training p:rogram courses (DD Form 1556, SF 182, orders, 
letters/messages), and course listing of students reviewed by course 
manager and individual students. ' · 

Exemptions claimed for the system: 
None. 

A0351bNDU-CI 
System name: 

DODCI Student/Faculty/Senior Staff Biography System. 
System location: · . · 

Department of Defense Computer Institute, Washington Navy 
Yard, Washington, DC 20374. 
. Categories of individuals cover~d by the system: 

All faculty members, senior staff members, and guest lecturers 
.currently instructing or managing at the DODCI. All students who 
are attending or who have completed a course of instruction present, 

ed by the Department of Defen~e Computer lnstit!Jte. These are 
primarily DoD military and civili<:ln . personnel as regular students; 
personnel from other federal, state and !peal government agen_cies 
who have attended courses on a space available basis; military and 
civilian personnel from foreign governments who requested and were 
granted au'thority to attend courses; and personnel from private in­
dustry who are under direct contract to a DoD activity who sponsor 
their attendance. 

- Categories of records .in the system: · 
Biographic summary forms individually submitted· upon request by 

each DODCI faculty member, senior staff member, guest lecturer, or 
student. :Students record .con~ists -of nam~. rank or. rate, civilian 
grade, organization and division, office phone number, current and 
previous job titles and positions, number of months with present job 
title, major duties of present job, formal education completed, course 
ID, objectives for atte~ding DODCI course, ,computer-related and 
other technical training and experience; information on usage of 
computers in present position, influence and authority student has 
over design of computer-based systems including security and priva­
cy_ aspects, .extent ·involved in planning and design of teleprocessiqg 
systems. r. 

F;aculty/se~ior staff record consists of name, rank or rate, current 
and previous job. titles and positions, former major duties, formal 
education completed, computer-related and oth~r technical training 
experience. 

Aut~ority for maintenance of the system: 
5 u.s.c. 301 
Purpose(s): 
The student biographical summaries are used by· course managers 

and functional ~department heads to evaluate education level, comput­
er related work experience, and general computer backgrouond of 
DODCI students. Establishes student qualifications to attend a re- · 
quested course and if course objectives have satisfied personal objec­
tives of students attending course. Statistical summarization of infor­
mation contained in the system provides basis fqr modification and 
revision to cou.rse. content. Serves as vehicle to place student into 
appropriate laboratory and seminar group in courses requiring such a 
breakout. , . 

Information on faculty /senior staff members contained in the bio­
graphical summaries is provided to students as an attachment to their 
student notebooks. Records are used to identify faculty and senior 
staff members, areas of data processing and information management 
expertise for consultation purposes and as an expertise preamble to 
the next scheduled lecturer. 

·Routine uses of records maintained in the system, including catego-
ries of users and' the purposes of such uses: ' : 

The "Blanket Routine Uses" that appear at the beginning of the 
Department of the Army'~JCOmpilation of systems of records apply 
to this system.. 6r · . : . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper .records and computer hard disk/magnetic tape.' 
Retrievability: · 
By name for faculty/senior staff members. Course ID and name for 

students. · 
· Safeguards: 
Maintained in Student Operations Section· which is locked after 

normal working hours, access controlled by system manager and 
accessible only to authorized faculty members, director or adminis­
tration, and director or delegate on deman.d. 

Retention and disposal: 
All completed inqividual student biographical sum!llaries are re­

tained in a file folder marked by course ID and course date. Individ­
ual student biographical summaries are retained by course for two 
fiscal years preceding the -fiscal year· ill progress. All individual 
faculty and senior staff biographical summaries are retained in· a 
master file folder until no longer providing services to DODCI. 
M~ster file is reviewed periodically tq maintain currency. , . 

System manager(s) and address: 
Chief, Student Operations Section,' DoD Computer Institute; Build-

ing 175, Washington Navy Yard, Washington, DC 20374. · · 

Notification procedure: 
Individuals seeking :tO :determine whet.her this sy!)tem of records 

contains information about themselves should address inquiries to the; 
Chief, Student Operations Section, DoD Computer Institute, Build-
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ing 175, Washington Navy Yard, Washington, DC 20374. Individual 
must provide course title and year of attendance. 

Record access procedures: 
Individuals seeking to access records about themselves ~ontained in 

this .system of records should address inquiries to the Chief, Student 
Operations Section, DoD Computer Institute, Building 175, Washing­
ton Navy Yard, Washington, DC 20374. 

Contesting record procedures: 
The Department of the Army rules for accessing records and for 

contesting contents and appealing initial agency determinations by 
the individual concerned are published in Department of the Army 
Regulation 430-21-8; 32 CFR part 505; or may be obtained from the 
system manager. 

Record source categories: 
Student ·biography forms are of DODCI origin and completed by 

each individual student. Forms are completed either the first day of 
the course or, in the case of certain specific courses, are mailed to 
the prospective student requesting return prior to commencement of 
the course. 

Biographies are authorized by each faculty and senior staff member 
soon after arrival at DODCI. ·Guest lectllrers are requested to volun­
tarily submit biograp~ies for use in course notebooks. Content is 
never changed, but ·in some cases selectively reduced in length so as 
not to exceed one page. Format and content are generated solely by 
DODCI member and are subjected only to editorial review. 

Exemptions claimed for the system: 
None. 

A035tcNDU-CI 
System name: 

DODCI Course Evaluation System. 
System location: , 
Department of Defense Computer Institute, Washington Navy 

Yard, Washington, DC 20374. 
Categories of individuals covered by the system: 
All ·students who have completed a course of instruction presented 

. by the Department of Defense Computer Institute. These are primari­
ly DoD military and civilian personnel as regular students; personnel 
from other federal, state ·and local governmen~ agencies who have· 
attended courses on a space available basis; military and civilian 
personnel from foreign governments who requested and were grant­
ed authority to attend courses; and personnel from private industry 
who are under direct contract to a DoD activity who sponsor their 
attendance. 

Categories of records in the system: 
Individual student evaluation of entire course and random sampling 

of specific lecture presentations. Includes course ID; objectives for 
attending course; statement concerning realization of personal objec­
tives, numerical or qualitative rating of overall course, lab sessions 
and/or specific lectures; list of strengths and weaknesses of course; 
list of lecture subjects of particular benefit or of little use to student; 
list of lecture subjects which should be expanded or reduced in 
coverage; and list. of topics not covered in course but should be 
included. Comments concerning course content, sequence, lecture 
presentation, teaching techniques, audio visual aids, physical facilities 
and administrative support are solicited and recorded. Categories are 
posed as questions with ample space to encourage written response 
to student opinion in a structured but non-restrictive format. These 
Course Evaluation Forms also contain hard core factual information, 
i.e., course ID, course dates, student name, rank/rate/grade, branch 
of service, duty station or agency, and present job title. 

Authority for maintenance of the system: · 
5 u.s.c. 301. 
Purpose(s): 
The system is used to evaluate course, lecture, teaching techniques 

and individual instructor effectiveness. It provides basis for modifica­
tion and revision to course content and sequence and lecture content. 
It provides input to long-range plan for course update, additions and 
revisions. The evaluation of all attendees to a particular course are 
reviewed as a composite group by DODCI faculty members to 
determine problem areas, trends, and provides a continuous evalua­
tion of course effectiveness. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The 'Blanket Routine Uses" that appear at the beginning of the 
Department of the Army's compilation of systems of records apply 
to this system. 
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Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records· in the system: 

Storage: 
Paper records and computer hard disk/magnetic tape. 
Retrievability: 
Course ID and student name. 
Safeguards: 
Maintained in Student Operations Section Office which is locked 

after normal working hours, access controlled by system manager 
and accessible only to authorized faculty members. Director of Ad­
ministration and Director delegate on demand. 

Retention and disposal: 
All completed individual evaluations of students attending a specif­

ic course are retained by course ID and course date. Individual 
student evaluation forms are retained by course for two fiscal years 
preceding the fiscal year in progress. 

System manager(s) and address: 
Chief, Student Operations Section, DoD Computer Institute, Build­

ing 175, Washington Navy Yard, Washington, DC 20374. 

Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address inquiries to the 
Chief, Student Operations Section, DoD Computer Institute, Build­
ing 175, Washington Navy Yard, Washington, DC 2'0374: Individual 
must provide course title and year of attendance. 

Record access procedures: 
Individuals seeking to access records about themselves contained in 

this system of record should address inquiries to the Chief, Student 
Operations Section, DoD Computer Institute, Building 175, Washing­
ton Navy Yard, Washington, DC 20374. 

Contesting record procedures: 
The Department of the Army rules for accessing records and for 

contesting contents and appealing initial agency determinations by 
the individual concerned are published in Department of the Army 
Regulation 430-21-8; 32 CFR part 505; or may be obtained from the 
system manager. 

Record source categories: 
Student course evaluation forms are·of DODCI origin and distrib­

uted in class and completed by each individual student. 
Exemptions claimed for the system: 
None. 

A035taTRADOC 
System name: 

Army School Student Files. 
System location: 
All Army schools, colleges, and training centers. 
Categories of individuals covered by the system: 
Students who attend formal and/or nonresident courses of instruc­

tion at Army schools, colleges and training centers. 
Categories of records in the system: 
Individual academic records consisting of courses attended, length 

.of each, extent of completion and results; aptitudes and personal 
qualities, including corporate fitness results; grade and rating at­
tained; and related information; collateral individual training records 
comprising information posted to the basic individual academic train­
ing record or other long term records; faculty board files pertaining 
to the class standing/rating/classification/proficiency of students; 
class academic records maintained by training instructors indicating 
attendance and progress of class member instructors indicating at­
tendance and progress of class members. 

Authority for maintenance of the system: 
5 U.S.C. 301 and Executive Order 9397. 
Purpose(s): 
To determine eligibility of students for attendance, monitor 

progress, record complt;:tion of academic requirements, and document 
courses which may be .prerequisites for attendance/participation in 
other courses of instruction. 

· Routine uses of records maintained in the system, including catego· 
ries of users and the purpose of such uses: · 

The "Blanket Routine Uses" set forth. at the beginning of the 
Army's compilation of record system notices apply to this. system. 
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Policies and practices for. storing,. retrieving, accessing, retaining, and 
disposing of records in the system. 

Storage: 

.Paper records in file;. folders, cards, ·computer magnetic tapes/disks; 
pnntouts. 

Retrievability: 
By individual's name, Social Security number/milit~ry service 

number. 
Safeguards: 

. Information is stored in locked cabinets or rodms, accessed only by 
authorized individuals having official need thereof. 

· Retention and disposal: 
Individual and class academic records are destroyed 

1
after. 40 years; 

collateral individ'ual training records and faculty board files 'are de-
stroyed after 1 year. · 

System manager(s) and address: 
Commander, U.S. Army Training and Doctrine Command, Ft. 

Monroe, VA 23651. 
Notification procedure: . 
Individuals seeking to determine if information abOut themselves is 

contained in this record system should address written inquiries to 
the Academic Record Office of the Army school, college, or training 
center attended. 

IndividuaJ should provide the full name, student number, course 
title and class number, or description of type ·training received a11d 
dates of attendance/enrol1ment. 

Record access procedures: 
. Individuals seeking access to records about themselves contained in 
this record system should· address written inquiries to the Academic 
~ecord Office of the Army School, college, or training center at-
tended. · , 

Individual should provide full name, student number, course title 
and class number, or description of type training received and dates 
of attendance/enrollment. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents; and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories: 
From the staff and faculty of appropriate school, college, or train-

ing center responsible for the instruction. '· · .. · 
Exemptions claimed for the system: 
None. 

A03StbTRADOC 
System name; 

TRADOC Educational Data System. 
System location: . 
U.S. Army Training Support Center, Fort Eustis; VA 23604-5000. 
Categories of individuals covefed by the system: . . . · . 
Members of the Army, Navy, Marine Corps, and Air Force, Re-

serve Officer Training Corps and National Defense Cadet Corps 
students, Department of Defense civilian employees, and approved 
foreign military. personnel enrolled in a nonresident course adminis-
terep by the Army Institute for Professional Development. . 

Categories of records in the system: 
Files contain name, grade/rank, Social Security Number, address;· 

service component, :branch, personnel classification, military occupa­
tional specialty, credit hours accumulated, examination and lt;sson 
grades, student academic status, curricula, course description. 

Authority for maintenance ~f the system: . 
'to U.S.C. 3013 and Executive_Order 9397. 
Purpose(s): 
To record lessons and/or exam gra.des; maintain student academic 

status; course and subcourse descriptions; produce course completion 
certificates and reflect credit hours earned; and produce management 
summary reports. · 

Routine uses of ·records maintained in the system, including catego-
ries·of users and the purposes of such uses: · · 

The "Blanket Routine Uses" published at the beginning of the 
Army~s compilation of system of records notices apply to this record 
system. 
: Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the .system: · 

Storage: . 
Magnetic tapes, discs, and paper printouts. 
Retrievability: 
By Social Security Number. 
SafeguardS: 
Random number sign-on authentication• for each inquiry made to 

the system is required. Sign-on decks to enable such access are 
update<J weekly, safeg1,1arded under Army Regulation 380-19, Infor­
mation Systerns Security, and are unique to one terminal only . 
Access is granted 01ily to designated P.ersonnel at the Army 'Institute 
for Professional Development responsible for the .administration and 
processing of nonresident students. · :. 

Retention and disposal: 
Machine records are retained during student's. enrol1ment, after 

which student's records are transferred to the Academic Records 
System History File for indefinite retet:ttion. Nonresident students are 
assigned a 6 month enrollment period or, if in multiple subcourses, an 
enrollment period of 1 year: A hard copy transcript reflecting the 
student's personal and academic data is produced; this is retained by 
the Army Institute of Professional Dev.elopment for 3 years, then 
transferred to the National.Personnel Records Center, St. Louis, MO, 
where it is retained for 37 years, then destroyed. 

System manager(s) and address: 
Commander, U.S. Army Training Support Center, ATTN: Insti­

tute for Professional Development, Ft Eustis, VA 23604-5000. 
Notification procedure: 
Individuals seeking to determine if information about themselves. is 

contained in this record system should address written inquiries to 
the Commander, U.S. Army Training Support Center, ATTN: Insti­
tute for Professional Development, Fort Eustis, VA 23604-5000. 

Individual should provide the full name, Social Security Number, 
and signature for identification. . 

Individual making request in person must provide acceptable iden­
tification such as driver's license and. militar·y identification. 

Record access procedures: 
Individuals seeking access to records ~bout themselves contained in 

this record system .should address written inquiries to the Command­
er, .U.S. Army Training Support Center, ATTN: Institute for Profes­
sional Development: Fort Eustis, VA 23604-5000. · 

.Individual shoul~ provide the full name, Social Security Number, 
and signature for identifi~ation. . 

Individual making reque'st in .person must provide accept~ble iden-
tification such as driver's license and military identification.,, . , 

Contesting record procedures: 
The Army's rules for accessing records, contesting content, and 

appealing initial. determination are contained in Army Regulation 
340-21; 32 CFR part 505; or may ~e obtained from· the ~ystem. 
manager .. 

Recprd .source categories: 
From individual upon enrollment, from class records and instruc­

tors, from student's personnel re'?ords, and from graded examinations. 
Exemptions claimed for the system: 
None. · ' · 

A0351cTRADOC 
Syst~m name: . 

StandlJ.rdized Student Records System. 
System location: · 
Defense Language Institute, Presidio of Monterey; CA 93940. 
Categories of individuals covered by the system: 
Persons who have been enrolled for foreign language training at 

the Defense Language Institute. 
Categories of records in the system: 
lndividual;s name, Social Security Number, and military· ad-minis­

trative data, together with·academic data generated at Defense Lan­
guage Institute. . . . . , . · 

. Authority for maiiit'enance of the system: 
10 U.S.C. 30ti and Executive.Order 9397. ·. • 
Purpose(s): 
To establish a permanent student .record used for issuing official 

grade transcripts and preparing statil)tical studies to improve training 
and testing methods. · 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: "' 
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· The, "Bian~et . Routine Uses" published· at the beginning of the 
Army s comptlatlon of system of records notices apply to this record 
system. 

: Poli.cies and practi.ce~ for storing, retrieving, accessing," retaining, and 
dtsposmg of records m the system: · · 

Storage: 
Magnetic tapes/discs. 
Retrievability: 
By Social Security Number. 
Safeguards: 
Records ·are acce~sible via remote terminal only by authorized 

personnel citing established user identifier and password 
Retention and disposal: · 

· · ~ecords are p¢rmanent They are retained in active file (on-line) 
unttl the stud~nt departs; then retired to a history tape. 

System manager(s) and address: 
Commander, U.S. Army Training and Doctrine Command, Fort 

Monroe, VA 23651-5000. · · 
Notificat.ion procedure: 
individuals seeking to determine if information about themselves is 

contained ·in this record system should address written inquiries to 
the. ~e~ense Language Institute, Presidio .of Monterey, CA 93940. 

Indtvtdual should provide the full name,· ·current address and tele­
phone number, Social Security number, class attended, and year 
graduated. · · · 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Defense 
Language Institute, Presidio of Monterey, CA 93940. 

· Individual should provide the full name, current address and tele­
phon;e number, Social Security Number, class attended, and year 
graduated. 

Contesting record procedures: · 
The Army's rules for !lCCessing records, contesting contents,· and 

appealing initial determinations are contained in Army ·Regulation 
340-21; 32 CFR part 505; or may be obtained from the syst~m 
manager. · 

Record source categories: 
From the individual; staff and faculty. 
Exemptions claimed for the system: 
None. 

A03.51d-laTRADOC 
System name: · 

Automated· Instructional Management System (AIMS). 
System location: . . 
The systeins are located ·at Headquarters, Training ~nd Doctrine 

Cof!J~and., (TRADOC); TRADOC Service Schools; and Army 
Trammg Centers. Addresses for ~he above may be obtained· from the 
Commander, U.S: Army Training and Doctrine Command, ATTN: 
ATOM-T, Fort Monroe, VA 23651-5000. 

Categories of individuals covered by the system: 
Military members of the Army, Navy, Marine Corps, and Air 

Force, and civilians employed by the U.S. Government, and ap­
proved foreign military personnel enrolled in· a resident course at a 
U.S. Army service school. · 

Categories of records in the system: 
. Files con~airi perso~nel, Program of Instruction, scheduling, test­
mg. academtc, graduatiOn, recycle, and attrition data. 

Authority fo~ maintenance of the system: 
5 U.S.C. 301 and Executive Order 9397. 
Purpose(s): 
This. is. the TRADOC 'startdard resident stu~ent training manage­

ment system ·which automates those processes associated· with the 
scheduling, management, testing, and tracking of resident studerits. 
~he system is composed of several subsystems which ·perform func­
tions for p.;:rsonnel, student load management, academic records man­
agement; test creation, scoring and grading, student critique, resource 
scheduling and utilization, electronic inail, and query. · 

The· sole users are the personnel responsible for the administration 
of personnel enrolled in the resident student training programs at 
U.S. Army ·service schools and Army training centers. Course com­
pletion data on active Army enlisted personneL is. supplied. to the 
Army-American Council on Education Registry Transcript System 
(AARTS) in magnetic media. Course completion· data on active 

Army officer personnel is supplied to the .U.S. Army Research Insti­
tute (ARI) in magnetic media. All student transactions are supplied 
to the Army Training Requirements and Resources System (A TRRS) 
through a daily electronic interface. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Army's "Bianket Routine Uses" set forth at the beginning of 
the Army's compilation of record system notices apply to this record 
system.·. · 

Policies and ·practices for sto.ring, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Magnetic tapes, computer discs, and, paper printouts. 
Retrievability: · · · 
Retrieved by Social Security Number and course/class number. .ro, 

Safeguards: 
Different user identification sign.:.on codes are as.signed each person 

with authorized access to the database. Each sign-on is authenticated 
by system software. Identification sign-on codes are changed every, 
six months, additions or deletions occur at any time a new person is 
assigned or someone leaves. The above meet Army's Information 
System Security Regulation .requirements. 

Retention ~nd disposal: 
Machine records are retained during student's active enrollment, 

after which they are classified as history records, written to magnetic 
tape, and stored indefinitely for reference. Paper .records are de­
stroyed a~ter 40 years as foll<;>ws: Army , elements serviced by a 
records holding area (RHA) hold req)rds for 2 years in the current 
files area (CFA), transfer to RHA for I year; the RHA retires the 
records to the National Personnel Records Center (NPRC), St. 
Louis, MO, for the remaining 37 years. Army elements not serviced· 
by a RHA, hold records for 2 years in CF A, then retire to NPRC 
for the remaining 38 years. 

System manager(s) and address: 
Commander, U.S. Army Training and Doctrine Command, 

·ATTN: ATOM-T, Fort Monroe, VA 23651-5000. 
Notification proced~re: . 
Individuals seeking to. determine if information about themselves is 

contained in this records system should address written. inquiries to 
the Commander, U.S. Army Training and Doctrine Command, 
ATTN: ATOM-T, Fort Monroe, VA 23651-5000. 

Individual should provide the full name, Social Security Number, 
· and military status or other information verifiable from the record 
itself. · 

Record access procedures: 
. Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Com·mand­
er, U.S. Army Training and Doctrine Command, ATTN: ATOM-T, 
Fort Monroe, Y A 23651-5000. 

Individual should provide the full name, Social Security Number, 
and military status or other information verifiable' from. the record 
itself. · · 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents and 

appealing initial. agency determinations by the individual concerned 
are published in Department of the Army Regulation 340~21; 32 
CFR part 505; or may be obtained from the system manager. · 

Record source categories: 
Information is received from the individual, "DoD staff, Personnel 

and Training systems, and staffand faculty. 
Exemptions claimed for the system: 
None. 

A0352-3CFSC 
System name: 

. Dependent Children School Program Files. 
System location: 
Army-operated dependents schools located at Fort Benning, GA; 

Fort Bragg, NC; Fort Campbell, KY; Fort McClellan, AL; Fort· 
Rucker, AL; Fort Stewart, GA; and U.S. Military Academy, West 
Point, NY. Official mailing addresses are published as an' appendix to 
the Army's compilation of record systems notices. Records of former 
stude~ts are located at the Washington National· Records Center, 
Washmgton-, DC 20409. . . · 
. Categories of individuals covered by the system: 
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Students in the Army-operated dependents schools located·at Fort 
Benning, GA; Fort Bragg, NC; Fort Campbell, KY; Fort McClellan, 
AL; Fort Rucker, AL; Fort Stewart, GA; and U.S. Military Acade~ . 
my, West Point, NY. · 

Categories of records in the system:. 
Enrollment/admission/registration/transfer applications; course 

preferences/curriculum; health 'records; attendance registers; academ-
ic achievements and report cards reflecting grades/credits earned; 
aptitude, intelligence quotient, and other test results; notes regarding 
student's special .interests, hobbies, activities;· sports; counseling docu­
ments; high school transcripts and certificates;.and related support.ng 
documents. 

Authority for maintenance of the system: 
Section 6, Public Law 81-874. 
Purpose(s): · 
To record education provided. for eligible dependent children of 

military and civilian personnel residing on Army bases at Fort Ben­
ning, GA; Fort Bragg, NC; Fort Campbell, KY; Fort McClellan, 
AL; Fort Rucker, AL; Fort Stewart, GA; and U.S. Military Acade­
my, West Point, NY. 

Routine uses. of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Information may be disclosed to Department of Education in. co~-· 
nection with Federal funding for public education; to federal and 
state educational agencies-in connection with student's application for 
financial aid; to student's parents/legal guardians when Army· offi­
cials determine bona fide nee'd therefor and disclosure is not other­
wise precluded by the Family Educational Rights and' Privacy Act of 
1974 (The Buckley Amendment) 20 U.S'.C. 1232g. 

Policies and practices for storing, retrieving, accessing, retaining, .arid' 
disposing of recor(ls in the system: . . . . 

Storage: 
Paper records in file folders. 
Retrievability: 
By student su·rname. 
Safeguards: 
Records are accessible only to authorized personnel having need 

for the information in the performance of their official duties. · 
Retention and disposal: · 
Academic records for elementary school ·students are destroyed at 

the school-attended after 5 years; those for secondary school students 
are destroyed after 65 years by the Washington National Reco~ds 
Center where such records are retired 5 years following student's 
graduation/withdrawal. . 

Individual student health records and tests/achievements docu­
ments are retained at the local school 1 year for elementary ·students; 
2 years for secondary students; after which they are destroyed. 

Teacher class registers of attendance and . scholastic marks and 
averages are retained at the local school for 5 years; then destroyed. 

System managei(s) and address: 
Commander, U.S. Army Community and Family Support Center,

1 

2461 Eisenhower Avenue, Alexandria, VA 22331-0500. 
~otification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system s}-10uld address written inquiries to 
the principal of the school attended. If the records have been retired 
to the Washington National Records Center, write to the Command­
er, U.S. Army Community and Family Support Center, 2461 Eisen-
hower A venue, Alexandria, VA 22331-0500. · 

Individual should provide current full name, name use at the··time 
of school attendance, date of birth, identity and ·location of school 
attended, dates of attendance, and signature. 

Record access procedures: 
Individuals seeking access to records about themselves cpntained in 

this record system should address written inquiries to the principal of 
the school attended. If the records have been retired to the Washing~ 
ton National Records Center, write to the Commander,- U.S. Army 
Community and Family . Support Center, 2461 Eisenhower A venue, 
Alexandria, VA 22331-0500. 

Individual shouJd provide current full name, name used at the time 
of school attendance, date of birth, .identity and location of school 
attended, dates of attendance, and signature. ' 

Contesting record procedures. 
The Army's rules for accessing records, contesting ·contents, and 

appealing initial determinations are contained in Army Regulation 

340-21; 32 CFR part 505; or may be obtained. from the system 
manager. 

Record source categories: 
From individual; school teachers, principal, counselors, medical 

personnel, parents/ guardians. 
Exemptions claimed for the system: 
None. 

A0360SAIS 
System name: 

Mailing List for Army Newspapers/Periodicals/Catalogs. 
ystem locations: 
Headquarters, Department of the Army staff and field operating 

agencies, major commands, field installations and activities,· Army 
service schools/colleges, Army National Guard Bureau Headquarters 
and field activities. Official mailing addresses are published as an 
appendi/{ to the Army's compilation of system notice~. 

Categories of individuals covered by the system: 
Name and current mailing address of recipients of Army and/or 

National Guard magazines, ne~spapers, professional and trade publi­
cations, journals, catalogs, admis~ions policies and procedures, di­
gests, and newsletters. Recipients may be current or former Army 
and/or National Guard personnel, staff and faculty or graduate/ 
resident/correspondence student of Service Schools, military reserv­
ists, Reserve Officers Training Corps cadets, civilian academicians, 
professional or other personnel who have requested inclusion on 
mailing lists. 

·categories of records in the system: 
Mailing lists containing names and addresses of recipients of vari­

ous periodicals published by the Army /or the National Guard which 
have. public relations value. Types of periodicals include but are not 
limited to journals, catalogs, admissions policies and procedures pub­
lished by military schools and colleges, medical facilities, and training 
institutions; and Army newspapers or digests containing official or 
quasi-official but non-directive data of either a technical or adminis-
trative nature. . · · 

Other personnel data may b'e included such as Alumni Association 
Member number, professional society or trade organization of which 
a member and related information. · · 

Authority for maintenance of the system: 
10 U.S.C. 3012 and 32 U.S.C. 110. 
Purpose(s): 
To produce mailing lists for distribution of Army periodicals, 

newspapers and various journals, catalogs, digests and newsletters; 
and to perform statistical analyses and surveys of reader interest and 
opinion. 

·Routine uses of records maintained in the system, including catego­
ries ofusers and the purposes of such uses: 

The "Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of record system notices apply to this record 
system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records, magnetic tape disc, ·cards, printouts, and addresso-

graph plates. 
Retrievabilitr: 
By individual's name. 
Safeguards: 
Records are accessed and maintained only by authorized personnel 

who have need therefor. · · 
Retention and disposal: 
Retained until no longer neede~. normally until individual requests 

deletion, after which record is destroyed. 
System· manager(s) and address: 
Heads of Department of Army staff and field operating agencies, 

major commands, commanders of instatlation$/activities, Army serv­
ice schools/colleges and National Guard activities that _publish peri­
odicals, command newspapers, catalogs or other specia,l-interest re-
curring publications. · 

Official wailing addresses are published as an appendix tq the 
Army's compilation of system nqtices. · 

~otification procedure: 
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Individuals seeking to determine if information about themselves is 
contained in this records system should address inquiries to either the 
editor of the publication, registrar of the school, or the Army or 
National Guard Public Affairs Office publishing the periodical. Offi­
cial mailing addresses are published as an appendix to the Army's 
compilation of system notices. · · 

For verification purposes, individual should provide full name and 
current address to permit locating the record. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address inquiries to either the editor of the 
publication, registrar of the school, or the Army or National Guard 
Public Affairs Office publishing the periodical. Official maiJing ad­
dresses are· published as an appendix to the Army's compilation of 
system notices. 

For verification purposes, individual should provide. full name and 
current address to permit locating the record. 

Contesting record. procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contained in .Army RegQiation 
340-21; 32 CFR part 505; or may be obtained from· the system 
manager. 

Record source categories: 
Froin the individual; records of the Army or: National Guard 

organization publishing the document. 
Exemptions claimed for the·system: 
None. 

System name: 
Media Contact Files. 
System location: 

A0360SAPA 

Chief of Public Affairs, Headquarters, Department of the Army, 
The· Pentagon, Washington, DC 20310-1500 and their field operating 
agencies at Los Angeles, CA; New York, NY; and Washington, DC; 
public affairs offices of Army Staff agencies, major commands, instal~ 
lations and activities. Official mailing addresses may be obtained from 
the Chief of Public Affairs, Headquarters, Department of the Army, 
The Pentagon, Washington,. DC 20310-1500. 

Categories of individuals covered by the system: 
Journalists, authors, editors, columnists, researchers, and media 

representatives. 
Categories of records in the system: 
Name, address, telephone number,. biographical data, public media 

affiliation; and correspondence·between the Army and the individual. 
Authority for maintenance of the system: · 
Title 10 U.S.C. 3012 
Purpose(s): 
To maintain contact with· public media representatives on issues of 

common. interest. 
Routine uses of records maintained in. the system, including catego­

ries of users and the purposes of such uses: · 
The 'Blanket Routine Uses' set forth at the beginning 'of the 

Army's compilation of record system notices apply to this record 
system. · 

Policies and practices' for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Stor.age: 
Card and papers in file folders. 
RetrievaiHiity: 

.. By individual's surname. 
Safeguards: 
Information is accessed oniy by individuals~ having need in. the 

performance of official duties. 
·Retention. and .disposal: 
Records are destroyed when no longer needed for current oper­

ations .. 
System mana~r(s) and address: 
·Chief .of Public Affairs, Headquarters, Department· of .the .Army, 

The :Pentagon, Washington, ;DC 20310-1500. 
'Notiracation procedure: 
Individuals seeking access to determine if information about them­

selves is contained Jin this record system should address written 
inquiries to the Chief of Public Affairs, Headquarters, Department of 
the A·rmy, The'Pentagon; Washington;DC 20310-1500 ... 

For verification purposes, individual should provide full name, and 
current address and telephone number. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Chief of 
Public Affairs, Headqu~rters, Department of the Army, The Penta-
gon, Washington, DC 20310-1500. . . 
. For verification purposes, individual.should provide full name, and 
current address and telephone number .. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations by 'the individual concerned are pub­
lixhed in Department of the Army Regulation 340-21; 32 CFR part 
505; or may be obtained from the system manager.. 

Record source categories: 
From the individual, newspapers, libraries, Army and Department 

of Defense records. · 
~xemptions claimed for the system: 
None. 

A0360-SSALL . 
System name: 

Biographies: Members of Congress. 
System location: 
Chief of Legislative Liaison, Office of the Secretary of the Army, 

The Pentagon, Washington, DC .20310-1600. 
Categories of.individuals covered by the system: 
Current members of the U.S. Congress .. 
Categories of records in the system: · 
Biographical information on members of the Congress, their voting 

trends, and committee memberships. 
Authority for maintenance of the system: 
H) u.s.c. 1034. 
Purpose(s): 
To provide background· information ·on Members of Congress 

before whom Army representatives may be testifying or for whom 
escorts may be provided to familiarize them with the members' 
attitudes and relationships with the Department of Army. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

·None. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records in loose leaf binders. 
Retrievability: 
By Member of Congress' last name. 
Safegurards: 
Records are maintained in secured areas accessible only to author-

ized personnel. 
Retention and disposal: 
Records are retained only :for the Member of Congress' tenure. 
System manager(s) and address: 
Chief of legislative Liaison, Office of the Secretary of the Army, 

The Pentagon, Washington, DC 20310-1600. 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this records: system should address written inquiries to 
the Chief of L~gislative Liaison, Office of the· Secretary of the Army; 
The Pentagon,. Washington, DC 20310-1600. . 

For verification purposes, individual should ·provide the full name, 
Social Security Number, and should identify the Member of Con­
gress' full name and state the Member represents. 

Record access procedures: 
Individuals seeking access to records about themselves cqntained in 

this record system should address written inquiries to the Chief of 
Legislative Liaison, Office of the Secretary of the Army, The Penta­
gon, Washington, DC.20310-1600. 

For verification purposes, individual should provide the f~ll name, 
Social Security Number, and should identify the Member of Con­
gress' full name and state the Member represents. 

Contesting record procedures: 
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The Army's rules for accessing records, contesting contents, and 
appealing initial agency determinations oy· the individual concerned 
are published in Department of the Army .Regulation. 340-21; 32 
CFR part505;.or may be ,obtained from the system manager:. 

Record source categories: , .. . · 
. Official public records such as' the Congn!ssional Record, Congres­

Sional Quarterly Weekly Report, official transcript~ of unclassified 
committee hearings, and the Co'ngressional Staff Directory. . 

Exemptions claimed for the system: · · · : · · · 
None. 

System ~arne: . 
Biography Files. 
System location: 
Chief of Public. Affairs, Headquarters, Department of the Army, 

The Pentagon, Washington, DC 20310-1500; public affairs offices of 
Army sta_ff agencies, field operating agencies; major commands, in­
stallations, and activities. Official mailing addresses may be obtai'ned 
from the Chief of Public Affairs, Headquarters, Department of the 
Army, The Pentagon, Washington, DC 20310-1500. 

Categories of individuals covered by the system: 
Leading Department of the Army. military and civilian personnel. 
Categories of records in the system: · ' 
Biographical material including photqgraphs, newspaper clippings, 

speeches, and related- documents. Name, position/rank/grade, sum­
mary of service, and outstan'ding achievements may also be included. 

Authority for maintenance of the system: 
10 U.S.C. 3012 and Executive Oroer 9397. 
Purpose(s): 

'-To respond to quehes from the press and Army ag~n~ies<com­
mands relating to individuals concerned. 

Routine uses of records maintained in the system, including· catego-
ries of users and the. purposes of such uses: · 

The "Blanket Routine Uses" set forth at the beginning of the 
A:rmy's compilation of reco~d system no.tices apply to, this recqrd 
syste~ .. 

Policies and practices for storing, .retrieving, acces~ing, retaining, and· 
disposing of r:ecords in the system: . 

Storage: 
Paper records in file folders. 
Retrievability: 

·By individual's surname. 
· Safeguards: 

Records are accessed only by designated officials having rieed 
therefor in the performance of their assigned duties. Storage areas are 
locked during non-duty hours. · 

Retention an disposal: 
Records are destroyed 2 years after retirem~rit, · transfef;, separation, 

or death of the person concerned. 
-· System man~ger(s) and address: 

Chief of Public Affairs, Headquarters, Department of the A~my, 
The Pentagon, Washington, DC 20310-1500. 

Notification procedure: : ·· " 
1 

· 

Individuals seeking to determine if information about themselves is 
contained in this record system should address written inquiries to 
the Public Affairs Office in. the organization to which the individual 
is or was assigned or employed. Official mailing. addresses are .pub­
lished as an appendix to the Army·.~ compilation of record systems 
n'otices. . . ,- . - . . . . ''•. . 

For verification purposes,- individu~l should 'provide full .name, 
current address and telephope number,' and signature. 

Record access procedures: · 
Individuals seeking access to records about themselves contained in 

the record system should address written inquiries to the ·Public 
Affairs Office in the organization to which the individual is or was 
assigned or employed. Official mailing . addresses are· published .as an 
appendix to the Army's compilation of record systems notices. 

For · verificatkm purposes, individual sliould provide full ·name, 
current address and telepho.ne riumber, and 'signature. 

Contesting record procedures: 
·The Aqny!s rules ·for accessing records, contesting. contents, and 

appealing initial age.~cy· deter,minatidns by the individual concerned 
are published in Department of the Army -Regulation. 3~0-:-2~; 32 
CFR part 505; or may be obtained from the system manager; · 

Record source- categor!e~: 
From the individual; clippings from published media; .published 

biographical data from Army records and. reports .. 
Exemptions claimed for the system: 
None . 

. A0361-100aDAMI , 

. System name: . 
]iltelligence Collection Files. 
Systertt location: 
US Army Intelligence· and Security Corjmiand, Ft Meade, MD 

20755. Decentralized segments located at US An_ny Intelligence and 
Security Command groups, field stations, battalions, detachments, 
field offices and resi~ent offiGes stationed ~S'rldwide. 

Categories of individuals covered by the system: 
Any individual who is qualified and may be accepted for sensitive 

intelligence duties, with the US Army. : 
Categories of records in the system: 
Files contain documents which describe. the ·requi~ements, the ob­

jectives, the approvals, the implementation, the reports, and the re­
sults of Department of the Army sensitive intelligence activities. 

Authority for maintenance of the system: 
Executive Order 10450, par~gr~phs. 2,3,4,5,6,7,8;9 and 14;· to' 

U.S.C., section 3012 (b)(c)(g); National Security Act of 1947, as 
amended. · 

Purpose(s):. 
To support contingency planning and military operations. 
Routine uses of records maintained in the system, including. catego-

ries of users and the purposes of such uses: . 
(1) Information is. used by The Federal Bureau of Investigation and 

the Central Intelligence Agency for Counterintelligence; within :the 
continental. United· States· for the FBI and outside the United· States 
for the CIA. · • 

(2) Information may be disclosed to: foreign Jaw enfo.rcement, · secu­
rity, investigatory, or administrative authorities in order tci comply 
with requirements imposed. 'by, or to claim rights conferred in, inter­
national agreements <md ·arrangements incluqing those regulating the 
stationing. and status in foreign countries of DOD milita~y and civil­
ia·n· personnel and other countries where there are routine reciprocal 
exchanges of information. . . . 

(3) See 'Blanket Routine Uses' .set forth at the beginning of ~he 
Ariny's listing of record system notices. 

Polici~s· and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · · · 

Storage: 
Paper records. in file folders and visible, vertical card files; ·auto­

mated records on disc with video ·display of individual source 
records on cathode ray tube. 

Retrievability: ·· ·- :: 
Alphabetically by last name, ~UJllerically by s~~rce. and numerical-

ly by project number. ' 
· Sareguafds: · · ; ··: ~ · · · 

-Buildings employ security guards. Records are maintained in areas 
accessible only to authorized personnel who are properly cleared, 
and have a need-to-know for the information. Automated media are 
protected by authorized code word for access to system, controlled 
access to operations rooms, and controlled input distribution. 

Retention and disposal: 
Records are permanent and retained in active· file untii n.o· longer 

needed; then retired to the Investigative Records Repository; US 
Army Intelligence· and Security Commman~, Ft Meade,. MD 20755. 

System manager(s) and address: 
The Assistant Chief of Staff for Intelligence,· Department of the 

Army, The Pentagon, Washington, DC 20310. 
Notification procedure: . 
Information may be obtained from: the Commander:, US . Army 

Intelligence and Security Commiuid, ·:A. TTN:' IACSF-FI, F1 Meade, 
MD 20755; telephone: Area Code 301/377-4742/4743. , · 

Record access procedures: . 
. ~eqt.iests should be addressed to i~e Commander, United States 

Army Intelligence and. Security ComJTland, ATTN: IACSF•FI, Ft 
Meade, MD 20755. Written .requests must contain the full name and 
SSN of the individual, current address, and telephone number. For 

I 
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personal visits, the individual must furnish acceptable identification 
and verbal information that can be verified from his/her file. 

Contesting record procedures: 
The Army's rules for access to records and for contesting contents 

· a.nd appealing initial determinations are contained in Army Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: 
From inpividual investigative reports of Defense Investigative 

Service, US Army Intelligence and ·security Command, and other 
Federal and DOD investigative and law enforcement agencies. 

Exemptions claimed for the system: 
All portion's of this system of records which fall within 5 U.S.C. 

552a(k)(l), (2), or (5) are exempt from the following provisions of 
Title 5 U.S.C., section 552a: (c)(3), (d), (e)(4)(G), (e)(4)(H), (e)(4)(I), 
and (t). 

A0380-13DAMO 
System name: 

Local Criminal Intelligence Files. 
. System ,focation: 
Records are maintained at the installation initiating or collecting 

the documents. 
Categories of individuals covered by the system: 
Any citizen or group of citizens suspected or involved in criminal 

activity directed against or involying the United States Army. _ 
Categories of records in the system: 
Reports and supporting documents of criminal activity directed 

against or involving the US Army. 
Authority for maintenance of the system: 
10 U.S.C. 3013(g) and Executive Order 9397. 
Purpose(s): . 
To identify individuals or groups of individuals in an effort to 

anticipate, prevent or monitor possible criminal activity directed 
against or involving the U.S. Army. 

To enable Army officials, commanders, or civil. criminal justice 
agencies to meet their responsibilities regarding the maintenance of 
discipline, law and order through investigation and possible criminal 
prosecution, civil court action or regulatory order. Users within the 
Army include commanders in exercising their authority under the 
provisions of Titles 10 and 18, U.S.C.; persons designated by the 
commander to assist in carrying out these responsibilities, i.e., staff 
judge advocate, investigating officers appointed in accordance with 
Army regulations, US Army Criminal Investigation Command, mili­
tary intelligence personnel in those incidents involving possible or 
actual sabotage or espionage. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Inte11igence may be disclosed to the Federal Bureau of Investiga­
tion;·· Drug Enforcement Administration; U.S. Customs Service; 
Bureau of Alcohol, Tobacco and ·Firearms; other federal, state, and 
local enforcement agencies; and, in overseas areas, host government 
law enforcement agencies when the intelligence pertains to matters 
within the jurisdiction of those agencies. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in t)le system: 

Storage:. 
Paper records in.file folders; magnetic tape/disc. 
Retrievabillty: · 
By individual's name, or by cross-index of other data maintained in 

the system. · 
Safeguards: 
Only authorized personnel have. access to files. Physical security 

measures include ·Jocked containers/storage areas, controlled person­
nel access, and continuous presence of authorized personnel. 

Retention and disposal: . 
Destroyed upon supersession, obsolescence, or deactivation of the 

related command. . 
System manager(s) and address: 
Deputy Chief of Staff for Operations and Plans, ATTN: DAMO-. 

ODL, Headquarters, Department of 'the Army, Washington; DC 
20310-0440. 

Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries· to 
the Deputy Chief of Staff for Operations ~nd Plans, ATTN: DAMO-

ODL, Headquarters, Department of the ·.Army, Washington, DC 
20310-0440. 

Individual should provide the full name, Social Security Number, 
address, details concerning the expulsion or debarment action, and 
signature. · 

Record access procedures: 
Individuals seeking access. to records about themselves contained in 

this records system should address written inquiries to the Deputy 
Chief of Staff for Operations and Plans, ATTN: DAMO-ODL, 
Headquarters, Department of the Army, Washington, DC 20310-
0440. . . 

Individual should provide the full name, Social Security Number,. 
address, details concerning the expulsion or debarment action, and 
signature. 

Contesting record procedures: . . 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contained ·in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from tpe system 
macager. 

Record source categories: 
Subjects, witnesses, victims, Military Police and US Army Crimi­

nal Investigation Command personnel and. special agents, informants, 
various Department of Defense, federal, state a!ld ~ocal investigative 
and law enforcement agencies, departments or agencies of foreign 
governments, and any other individuals or organizations which may 
supply pertinent information. 

Exemptions claimed for the system: 
Parts of this system may be exempt under 5 U.S.C. 552a(j)(2) as 

applicable; · · 
An exemption rule for this system has been promulgated in accord­

ance with requirements of 5 U.S.C. 553(b) (1), (2), and (3), (c) and (e) 
and published in 32 CFR part 505. For additional information contact 
the system manager. 

A0380-67DAMI 
System name: 

Personnel Security Clearance Information Files. 
· System location: 

Joint Adjudicative Clearance System (segment of the Defense Cen­
tral Index of Investigation), Defense Investigative Service, Fort Ho­
labird, MD 21203. 

Decentralized segments may be maintained by offices at Depart­
ment of the Army Staff agencies, major commands, installations, 
activities, and unified and specified commands, as records relate to 
the individual's personnel security and clearance status. Official mail­
ing addresses· are published as an appendix to the Army's compilation 
of record systems notices. 

Categories of individuals covered by the system: 
Any individual, civilian or military, affiliated with the. U.S. Army 

by assignment,. employment, contractual relationship, or as the result 
of an interservice support agreement on whom a personnel security 
clearance determination has been completed, is in process, or may be 
pending. 

Categories of records in the system: 
File may contain pending and completed personnel security clear­

ance actions on individuals by personal identifying data. It may also 
contain briefing/debriefing statements for special programs, sensitive 
positions, and other related information and documents required in 
connection with personnel security clearance determinations. 

Authority for maintenance of the system: 
Executive Orders 10450 and 10865; 10 U.S.C. 3013; SO U.S.C. 

4039; and the National Security Act of 1947; and Executive Order 
9397. 

Purpose(s): 
To assist in the processing of personnel security clearance actions, 

to record security clearances issued or denied; and to verify eligibil­
ity for access to classified information or assignment _to a s~nsitive 
position. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Information may be_ released to federal agencies based on formal 
accredition as specified in official.directives, regulations, and demon­
strated need-to-know; to federal, state, local, and foreign law enforce~ 
ment, intelligence, or security agencies in conneCtion with· a lawful 
investigation under their jurisdiction; and to commanders/agency 
heads for adverse personnel. actions such as fraudulent enlistment 
proceedings, removal from sensitive duties, elimination from the serv-
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ice~ removal ·from employment; denial to . a restricted or sensitive 
area, and revocation of security clearance. 

Policies and practices for storing, retrieving, accessing, 'retaining, and 
disposing of records in the system:-

Storage: 
Paper records in folders, file cards; computer tape, punch cards,. or 

disks .. 
Retrievability: 
Alphabetically by individuaPs surname or Social Security Number. 
Safeguards: · · 

. Records are stored in . locked buildings which . employ security 
guards and are subject to Military Policy and/or local civilian law 
enforcement patrol security. All records are maintained in areas ac­
cessible only to authorized personnel who are properly screened, 
cleared, and trained, Use of computers, including remote terminals, 
requires knowledge of special transaction codes to preserve integrity 
of data. · 

Retention and disposal: 
Primary system files are destroyed at the same time as the dossier 

upon which security clearance action was based. Decentralized Seg­
ment personnel security clearance files are either (1) destroyed upo~ 
termination of access, (2) destroyed 1 year from the date of transfer 
or separation of individual, or (3)' forwarded to the gaining organiza­
tion: Investigative reports are forwarded to the United States Army 
Central Personnel Security clearance Facility, Ft. Meade, MD for 
inclusion in dossier at the United States Army Intelligence and· Secu­
rity Command Investigative Records Repository, Ft. Meade, MD 
20755-5995. Dossiers are maintained no longer than 15 years from 
date of last entry unless significant adverse information is present, in 
which case retention is 25 years. Copies of investigative reports are 
destroyed upon completion of final action. 

System manager(s)· and address: 
Commander, U.S. Army Central Personel Security Clearance Fa­

cility, Fort Meads, MD 20755-5~50. 
Notification procedure: 
Individuals seeking to determine information about the status or 

degree of personnel security clearance/access contained in this 
record system should address written inquiries to the installation or 
command security officer where assigned or employed. Information 
contained in investigative files may be obtained from the appropriate 
investigative agency. 

Individual should provide the full name, Social Security Number, 
current address, and telephone number. . 

Record access procedure: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Command­
er, ATTN: Security Officer, of the command ot installation' where 
assigned or employed. 

Individual should provide the full name, Social Security Number, 
current address, and telephone number. 

For personal visits to the Security Office, the individual should be 
able to provide identification (e.g., driver's license, identification 
card) and verbal information that can be verified with . officer 
records. . 

Requests for information contained in investigative files should be 
addressed to appropriate investigative agency' with personal identify­
ing data required by that system as published in the FEDERAL REGIS­
TER.· 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contained in . Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories: 
From the individual; investigative results from the Defense Investi­

gative Service, U.S. Army Intelligence and Secllrity Command, and 
other Federal, Department of Defense, arid Army investigative or 
law enforcement agencies. · · 

Exemptions claimed for the system: 
Parts of this system may be exempt under 5 ·u.S.C. 552a(K) (1), 

(2), or (5) as applicable. , . · 
An exemption rule for this system has been promulgated m accord­

ance with requirements of 5 U.S.C. 553(b) (1), (2) •. and (3), (c), ~nd 
(e) and published in 32 CFR part 505. For addtttonal mformatton 
contact the system manage!'. 

AQ380-67USAREUR 
System name: . ,· 

Employee Screening Program/Installation Access Files: 
System location: 
Office of the Deputy Chief of Staff, Intelligence, Office of the US 

Commander, Berlin, Germany. · · 

Categories of individuals covered by the system: 
All civilian applicants for and/or employees in postttons in US 

Forces activities in the Berlin Command, other than Department of 
Defense 'civilians. Persons included are of various nationalities, paid 
from both appropriated and noriappropriated f1,1nds, as well as from 
funds provided by the German Occupation Costs Office, who are 
administered under the Berlit:t Tariff Agreement, which governs em­
ployment of the local national workforce. Non-US citizen applicants 
for and holders of passes authorizing unoffical. access to closed US 
Forces installations and facilities in Berlin. 

Categories of records in the system: 
Cards or paper files containing name; date and place of birth; SSN 

for· US ·citizens; address; personal identity documents by type and 
serial number; employing or potential employing agency; type of 
position held or applied for and related information; dates security 
screening action initiated and completed; list of investigative agen­
cies' files checked with results and disposition of case. 

Authority for maintenance of the system: 
10 U.S.C., section 3012. 
Purpose(s): 
To determine suitability of individuals for employment and to 

grant access to closed military installations as warranted .. 
Routine uses of records maintained in the· system, including catego-

ries of users and the purposes of such uses: · 
Information on security screening actions is provided to DOD and 

US Department of State law enforcement investigative agencies in 
Berlin for use in criminal/security investigative purposes when war­
ranted. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records; in the system: · · 

Storage: . . 
Records ·are stor~d in secured boxes and file folders. 
Retrievability: 
By individuaPs surname. · 
Safeguards: . 
Records are accessible only by designated authorized. persons 

having· official need therefor in performance of their duties. Buildings· 
are enclosed in a compound to which access is controlled at all times. 

·· ~etention and disposal: 
Files pertaining to US citizens ~re destroyed on transfer or separa­

tion of individual. Files on non-US employees on whom no derogato­
ry information .is ·developed during their tenure of service are held 
for 6 months after termination of employment, then destroyed; those 
records containing derogatory information are· destroyed 2 years 
after individual is terminated. Files pertaining to applic1,1nts who are 
not accepted are destroyed upon notification by appropriate Civilian 
Personnel Officer. Files pertaining to non-US citizen applicants or 
holders of installation passes are disposed of in accordance with the 
following schedule: When file contains no or only minor derogatory 
information, destroyed upon notification from responsible official of 
surrender of pass. When pass is denied or withdrawn for cause, it is 
placed in the inactive file, held ·for 3 years and then destroyed by 
shredding. · 

System manager(s) and address: 
Deputy Chief of Staff, Intelligence, Office of the US Commander 

Berlin, APO New York 09742. · 
Notification procedure: 
Information may be obtained by wntmg to the System Manager. 

Individual must furnish full name, date and place of birth, SSN 
(where appropriate) current address, and signature. 

Record access procedures: 
Individuals desiring access to records about themselves in thi~ 

system of records should either write to· the System Manager, as 
specified in 'Notification procedure', providing information specified 
thet:ein; or on a personal visit provide acceptable identificatio.n· such 
as national passport, government identity document, employmg of-
fice's identification card. . · 

Contesting record procedures: 
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The Army's rules for access to records and for contesting contents 
and appealing initial determinations are contained in AR 340-21 (32 
CFR part 505). 

Record source categories: 
From the individual; Army or Department of Defense records and 

reports, official personnel file, law enforcement agencies, previous 
employers, financial institutions, educational institutions. 

Exemptions claimed for the system: 
None. 

A0380-380SAIS 
System name: 

Access to Computer Areas, Systems Electronically, and/or Data 
Control Records. 

System location: 
Information Processing and/or Communications Activities Army­

wide. Official mailing addresses are published as an appendix . to the 
Army's compilation of record systems notices. · 

Categories of individuals covered by the system: 
Personnel assigned to the Army Information Processing and/or 

Communications installation; contractor personnel; authorized cus­
tomers/ users. 

Categories of records in the system: 
Operator's/user's name, Social Security Number, organization, 

telephone number, and office symbol; security clearance; level of 
access; subject interest code; user identification code; data files re­
tained by users; assigned password; magnetic tape reel identification; 
abstracts of computer programs and names and phone numbers of 
contributors; and similar relevant information. 

Authority for maintenance of the system: 
10 U.S.C. 3012 and Executive Order 9397. 
Purpose(s): 
To administer passwords and identification numbers for operators/ 

users of data in automated media; to identify data processing and 
communication customers authorized access to or disclosure from 
data residing in information processing and/or communication activi­
ties; and to determine propriety of individual access into the physical 
data residing in automated media. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of record system notices apply to this system. 

Policies and practices for storing, retrieving,· accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders; punch cards; and magnetic tapes/ 

discs. 
Retrievability: 
Name, subject, user identification code, news item number, user 

password, application program key word/author. 
Safeguards: 
All information is maintained in secured areas accessible only to 

designated individuals having official need therefor in· the perform­
ance of official duties. Either Army Information Processing Installa­
tion security guards or remote location operators check access 
against system reports. 

Retention and disposal: 
Individual data remain on file while a user of computer facility; 

destroyed on person's reassignment or termination. 
System manager(s) and address: 
Director of Information Systems for Command, Control, Commu­

nications, and Computers, ATTN: SAIS-PDD, Department of the 
Army, Washington, DC 20310-0107. 

Notification procedure: 
Individuals seeking to determine ifinformation about themselves is 

contained in this record system should address written inquiries to 
the Army Information Processing Installation Operations Center. Of­
ficial mailing addresses as an appendix to the Army's compilation of 
record systems notices. 

For verification purposes, individual should . provide full name, 
sufficient details to permit locating pertinent records, and signature. 

Record access procedures: · 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Army 
Information Processing Installation Operations Center. Official mail-

ing addresses as an appendix . to the Army's compilation of record 
systems notices. 

For verification purposes, individual should · provide full name, 
sufficient details to permit locating pertinent records, and signature. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial agency determinations by the indivi~ual concerned 
are published in Department of the Army RegulatiOn 340-21; 32 
CFR. part 505; or may be obtained from the system manager. 

Record source categories: 
System managers, computer facility man~gers, automated interfaces 

for user codes on file at Army sites. 
Exemptions claimed for the system: 
None. 

A0381-20DAMI 
System name: 

Badge and Credential Files. 
System location: 
U.S. Army Intelligence and Security Command, Ft Meade, MD 

20755-5995. 
Decentralized Segments exist at U.S. Intelligence and Security 

Command groups, field stations, battalions, detachments, field or 
resident offices having assigned personnel who possess Military Intel­
ligence badges and credentials. Official mailing addresses are pub­
lished as an appendix to the Army's compilation of record systems 
notices. 

Categories of individuals covered by the system: 
Individuals who currently possess or in the past possessed Military 

Intelligence badge and credential. 
Categories of records in the system: 
Card file contains the name, Social Security Number, rank, and 

badge and credential number of each person who has been issued 
Military Intelligence badge and credential. This card file is an index 
to a numerical filing system consisting ·of envelopes having a badge 
and credential status and Control Card (MIA Form 70) attached 
which contains the· name of the individual, badge and credential 
number, component (military or civilian), millitary occupational spe­
cialty, clearance of civilian, authority for issue, and .comments whtch 
indicate the history of the badge and credential keyed to the individ­
uals having been assigned the badge and credential. 

Authority for maintenance of the system: 
Executive Order 10450, sections 2, 3, 4, 5, 6, 7, 8, 9, and 14; 10 

U.S.C. 3013(b)(c)(d) and (g); National Security Act of 1947, as 
amended; and Executive Order 9397. 

Purpose(s): 
To maintain control and accountability over Military Intelligence 

badges and credentials. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Information may be disclosed to Federal investigative and/or intel­

ligence agencies to ascertain if an individual legally possesses badges 
and credentials. 

Poli~ies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Card files. 
Retrievability: 
Alphabetically by last n~~e of possessor of badge and credential. 
Safeguards: 
Primary system is maintained in buildings employing security 

guards. Records are maintained in area accessible only to authorized 
personnel who are properly cleared and trained. 

Retention and disposal: . 
Records are maintained indefinitely. Destruction is authorized by 

Central Custodian of the badge and credential. 
System manager(s) and' address: 
The Deputy Chief of 'Staff for In~elligence, Headquarters, Depart­

ment of the Army, The Pentagon; Washington, DC 20310-1001. 
Notification procedure: 
Individuals seeking to determine if information about· themselves is 

contained in this record system should address written inquiries to 
the Commander, U.S. Army Intelligence and Security Command, 
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ATTN: IACSF-FI, Fort Meade, MD 20755-5995; telephone: (301.) 
377-4742/3. 

Individual should provide. the full name, Social Security Number, 
or other information verifiable from the record itself. ~l 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

th,is recqrd system should address written inquiries to the Command· 
er, United.States Army Intelligence and Security Command, ATTN: 
IACSF-FI, 'Fort Meade, MD 20755-5995; telephone (306) 667-4742/ 
4743. . . 

Indiyidual should provide the full name, Social-Security Number, 
current address, and telephone number. . 

F<?r personal visits, the individ~al should furnish acceptable identi· 
ficatton and verbal information that can be verified from his/her file 
card. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contlJ,ined in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. · 

Record source categories: . 
U.S. Army pers~nnel and security record;s and. U.S. ArrPY Orders.' 
Exemptions claimed for the· system: 
None. 

A0381-453DAMI 
System name: 

USAINSCOM Investigative· Files System. 
System location: 
U.S. Army Intelligence and Security Command, Ft ·Meade,· MD 

20755-5995. 
· Decentralized- segmen~s are located at U.S. Army Intelligence and 

Security Command groups, field .stations, . b~ttalions, detachments, 
and field officers stations, worldwide. Official mailing. addresses are 
publi~lled as an appendix to the Ar.my's compilation of reeord system 
notices. 

Categories of individuals covered by the system: 
Mil.itary personnel of the U.S. Army, iricluding active duty, Na­

tional Guard, reservi.sts and retirees; civilian employees of the De­
partment of the Army, including contract, temporary, part-time, ad.­
visory, and volunteer, citizen and alien employees located both in the' 
U.S. and in overseas areas; industrial or contractor personnel who are 
civilians. working in private industry for firms :which have contracts 
involving cases to classified Department of Defense informatien; 
aliens granted limited access authorization to U.S. Defense informa­
tion; Department of Defense alien personnel investigated for visa 
purposes; individuals about whom there is a reasonable basis to be­
lieve that they are engaged in, or plan to engage in, activities· such as 
( 1) theft, destruction, or sabotage of ammunition, equipment, facili­
ties, or records belongia1g to Department of Defense units or-installa­
tions, (2) possible compromise of classified defense information by 
unauthorized disclosure or by espionage, ·(3) subversion of loyalty, 
discipline .or ~oral of Department of Army. military or civilian ,,per­
sonnel by actively encouraging violation of lawful orders and regula­
tionsor disruption of military activities, (4) demons~rjltions on active 
or reserve Army installations or immediately adjacent thereto which 
are of such character that they are likely to interfere with the 
conduct of military operations, (5) direct threats to Department ·of 
Defense military or civilian employees regarding their official. duties 
or to other persons authorized protection by Department of D.efense 
resources, and (6) activities or demonstrations endangering classified 
defense contract facilities or key defense facilities of ·the Panama 
Canal approved by Headquarters, Department of the Army; certain 
non-Qepartment of Defense affiliated persons whos~ activities in­
vplve. them ~ith the Department of -Defense, namely, activities in­
volving requests for admission to Department of Defense facilities or 
requests for certain information regarding Department of Defense 
personnel, activities, or facilities; persons formerly affiliated with the 
Department of Defense; persons who applied for or are/were being 
considered for employment with or access to Department of. Defense 
such as applicants for military service, preinductees· and prospective 
contractors; visa applicants, indiv.iduals residing on, having author­
ized official access to, or conduct~ng or operating any business or 
otner function at any Department of Defens~ installation and facility; 
and U.S. Army Intelligence and Security Command sources. 

Categories of records in the system: 
Requests for investigation and atta~b';n.ents thereto such as personal 

history statements; fingerprint cards; personnel security questionnaire; 

waiv~rs for release of credit; medical and/or educational records; and 
National Agency check reques'ts. · 

Investigations conducted by U.S. Army Intelligence and. Security 
Command or other Department. of Defense, Federal., State or local 
investigative agency to include: National Agency. checks; local 
agency checks; military records; birth records; employment records; 
education records; credit records; interviews of education, employ­
ment, and credit references; interviews of listed and developed char­
acter references; interviews of neighbors; documents which succinct­
ly summarize information in subject's inv~stigative file; case summa­
ries prepared by both investigative control offices and requesters of 
investigation interrogation reports; correspondence pertaining tO' the 
investigation or its adjudications by clearance authority to ·include; 
(I) information which reflects the chronology of the investigation 
and adjudication; (2) all recommendations regarding the future status 
of the subject; (3) actions of security/loyalty review boards (4) .final 
actions/determinations made regarding the subject; and (5) security 
clearance, limited access authorization, or security d,:!termination; 
index tracing reference which contains aliases and the names of the 
subject and names of co-subjects;· U.S. Army Intelligence and ·Securi­
ty Command form indicating dossier has been reviewed and . all 
material therein oonforms to Department of·Defense policy regarding 
retention criteria; U.S. Army Intelligence and Security Command 
form to indicate material has been removed and forwarded to the 
Defense lnvestigativt; Service; security termination statements; notifi· 
cation of denial; suspension, or . revocation of clearance; record of 
U.S. A~my Intelligence' and Security Command agent case agree­
ments; reports of casualty, biographic data concerning Army person­
nel who are missing· or captured; cross reference sheets which indi-· 
cate the removal of investigative documents requiring limited access. 
Case control and management documents that serve as. the basis for 
conducting the investigation. This includes documents requesting the 
investigation; background data such as personal history statement, 
fingerprint cards, National Agency check requests, and release state­
ments; and documents used in case· management and control :such as 
lead sheets, other field tasking documents, and transfer forms. : 

Card .index of personnel investigations/operations which are under 
controlled access, to include U.S. Army Intelligence and Security 
Command personnel, file procurement officers, and sensitive counter­
espionage, counter-sabotage, and counter-subversion ·investigations 
and/ or operations. . . . . . . ··.: . 

Accession file maintained· to k~p record· of all- persons and ~gen­
cies authori~ed to receive . Investigative Records Repository (IRR) 
Files.· · · · 

Microfilm hide~ and cata.logue file, which is an index to all investi­
gative holdings contained in microfilmed investigative records. 

Investigative index card file record system maintained to· keep a 
permanent record of all dossiers charged out of U.S. Army Intelli­
gence an~ Security Command on loan to user (!gencies or on· perma­
nent transfer to Defense Investigative Service. 

Document account record or dossiers of their reproductions or 
microfiche files forwarded .from and returned to U.S. Army Intelli-
gence and Security Command. . . · . 

File containing a record of all favorable· IRR dossiers· destroyed 
because no action has transpired in the file within the past I 5 years. 
File consists of either the last clearance certificate contained in the 
dossier or, if no clearance certificate· exists, a summary card contain­
ing the .name of the individual, his/her date and place of·birth, his/ 
her Social Security Number,. or Army service number, date and type 
of investigation, and the name of the agency which conducted the 
investigation. . 

Records accounting for the disclosure of U.S. Army Intelligence 
and Security Command investigative material made outside the· U.S. 
Army. · · 

Card file containing a summary of all actions taken by the U.S. 
Army Intelligence and Security Command in the conduct of security 
adjudication. 

Authority for maintenance of the· system: 
Executive Order 10450, sections 2, 3, 4, 5, ·6, 7, 8, 9 and 14; Title 

10 U.S.C. 3013(b)(c)(g); National Security Act of 1947, as amended; 
Executive Order 11652, sections I, 2, 3, 4, 5, 6, 7, 8, 9, 10 and' 17; 
Executive Order 9397. 

Purpose(s): 
To provide information to assess an individual's acceptability for 

assignment to or. retention iq sensitive positions consistent with the 
interest of national security; to provide. authorized protective service; 
and .to conduct counterintelligence and limited reciprocal investiga-
tions. · ' · · 

Routine. uses of records maintain.ed in the system, ,inc.uding catego­
ries of users and the purposes of such uses: 
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Accredited Federal criminal and civil law enforcement .agencies 
including those responsible for conducting their own investigations of 
current or potential employees affiliated for employment or access to 
classified information. · · 

Other accredited Federal agencies service by the Office of Person­
nel Management who need to evaluate the suitability of potential 
employees formerly affiliated with the Department of Defense. 

Congress, including the General Accounting Office, for obtaining 
information concerning a constituent's investigative and/or security 
records when that constituent requests aid. 

V. eterans Administration to verify information on claims for entitle­
ment. 

Specific uses of U.S. Army Intelligence and Security Command 
Investigative files are: 

To determine the loyalty, suitability, eligibility, and general trust­
worthiness of individuals for assignment or appointment to sensitive 
military duties or to critical sensitive civilian positions. . 

To determine the eligibility and suitability of individuals for entry 
and retention in the Armed Forces. 

To provide information for ongoing security and suitability investi­
gations being conducted by Federal agencies. 1 

To provide information to assist Federal agencies in the adminis­
tration of criminal justice and prosecution of offenders. 

To provide information in. judicial or adjudicative proceedings 
including litigation, or in accordance with a court order. 

To make statistical evaluations or investigative activities. · 
To provide protectiveservices when authorized by the Secretary 

of Defense for the ·Department of Defense, Distinguished Visitors 
Protection Program. The objective of this progran:t is to provide 
physical protection for distinguished foreign visitors of Department 
of Defense and the Military departments and high ranking members 
of the Depanment of Defense and its agencies, and to assist the U.S. 
Secret Service in its protective functions. 

To provide information in response to Inspector General, Equal 
Employment ·Opportunity, other complaint investigations and Con­
gressional inquiries. 

To determine the eligibility and suitability of an individual for 
favorable personnel actions. in the Armed Forces of the U.S., to 
include Reserve and National Guard. 

For use in alien admission and naturalization inquiries conducted. 
under section 105 of the Immigration and Nationality Act of 1952, as 
amended. · 

For use in benefit determinations by the Veterans Administration. 
The distribution of investigative information to other Department 

of the Army activities or outside agencies is based on this agency's 
evaluation of their needs and the relevance of the information to the 
use for which it is provided. Information collected for one purpose is 
not automatically used for the other purposes or by the other users 
indicated in this description. . 

The "Blanket Routine Uses'' set forth at the beginning of the 
Army's compilation of record system notices also apply to this 
record system. 

Policies and practices for storing~ retrieving, accessing, retaining, and 
disposing of records in the system: 

Upon 'receipt of a valid request for an investig~tion, the request 
package is given a control number and placed in a case folder (paper 
record) tog~ther with identification data concerning the subject of 
the request for ·investigation and control number .. The request is 
entered into an automated data processing system (U.S. Army Intelli­
gence and. Security Command case control system), which is de­
signed to provide statistical data and case control management· infor­
mation on the number and types of investigations that are opened, 
currently pending, and closed in U.S. Army Intelligence and Security 
Command. This automated system triggers automatic requests upon 
the Defense Central Index of Investigations (DCII), a master index 
that holds reference to all Department of Defense investigations 
conducted by U.S. Army Intelligence and Security Command and 
the Military Services investigati.ve file depositories. If there are files 
on the sul;>j¢ct, a· request is generated by U.S. Army Intelligence and 
Security Command upon the appropriate repository. Upon review of 
the request package and other investigative files retrieved through 
DCII, investigative requirements are then determined by 'the U.S. 
Army Intelligence and Security Command Control Office and inves­
tigative leads are· dispatched to the U.S. Army lntelligence and 
Security Command field elemen~s and other pertinent Governmental 
investigative agencies. Upon receipt· of the investigative leads at the 
field level, a duplicate investigative file is prepared by the receiving 
field element. This file contains investigatory report and case control 
material pertaining only to the specific investigative leads assigned to 
the controlling field element. At this point the U.S. Army Intelli­
gence and Security Command investigative file enters into a pending 
status. During this pending status, investigative reports. are prepared 

by U,S. Army Intelligence and Security Command field elements and 
sent .'to 'the control office, based upon record and interview data 
obtained during the investigation. Upon completion of the investiga­
tion, the closed investigative file held by the U.S. Army Intelligence 
and Security Command Control Office is forwarded through the 
IRR to the requestor of the investigation. Upon receipt, the requestor 
adjudicates the investigation and returns it to the IRR for retention. 
The duplicate files prepared by the U.S. Army Intelligence and 
Security Command field elements are destroyed 120 days after the 
closing. 

Storage: 
· Paper records in file folde~s, rolled microfilm, and . ~icrofiche. 
Retrievability: 
File folders are maintain~d in terminal digit order by regular dos­

sier number and Social Security Number. In order to obtain the 
dossier number of the subject at least one personal identifier is re­
quired. For those subjects who have no identifying data such as date 
of birth, military service number or Social Security Number, the 
name only index is searched. Additionally, a nonstandard search is 
requil;ed. The name only index will provide a subject's name and 
dossier number only. The nonstandard search will provide a listing of 
all subjects with identifying data. In these instances, some other 
identifying data must be furnished such as address. Dossiers possibly 
identical with the subject may be forwarded to the requester. · 

Microfiche files are maintained in duplicate copy in separate loca­
tions in Microfilm Division, IRR. The records are maintained in 
terminal digit. order according to regular dossier number or Social 
Security Number. . 

Microfilm records are retrieved by name ~r dossier number. 
Safeguards: 
Building is' under 24-hour guard and accessible only to authorized 

personnel. Only individuals accredited as file procurement officers 
may obtain and review IRR investigative records. Subordinate U.S. 
Army Intelligence and Security Command elements and other official 
requesters are required to have General ServiCes Administrative ap­
proved containers for the storage of inve_stigative files. Certified mail 
is used to forward any investigative files to official requesters of U.S. 
Army Intelligence and Security Command subordinate elements. 

Retention and disposal: 
Personnel security investigative files may be retained for 15 years 

after last action reflected in. the file, except that files which resulted 
in adverse action against the individual will be retained permanently. 
However, once affiliation is terminated, acquiring and adding materi­
al to the file is prohibited unless affiliation is renewed. 

System manager(s) and address: 
The Deputy Chief of Staff for Intelligence, Headquarters, Depart­

ment of the Army, The Pentagon, Washington, 'DC 20310-1001. 
Notification procedure: 
Individuals seeking to determine ifinformation about themselves is 

contained in this record system should address written inquiries to 
the Commander, U.S. Army Intelligence and Security Command, 
ATTN: IACSF-FI, Fort Meade, MD .20755-5995. 

Individual should provide the full name, Social Security Number, 
or other information verifiable from the record itself. 

Record access procedures: . 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Command:. 
er, U.S. Army Intelligence and Security Command, ATTN: IACSF..:. 
FI, Fort Meade, MD 20755-5995. 

Individual should provide the full name, Social Security Number, 
previous service number (if any), current address, and telephone 
number. 

Visits are limited to Building 4552, Fort Meade, MD 20755~5995; 
visitors must provide acceptable identification (e.g., valid driver'~ 
license, employing office's identification card) and verbal information 
that can be verified with his/her care folder. 

Contesting record prpcedures: 
The Army's. rules for accessing records, contesting. contents, and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories: 
Department of Defense and Military Department records; Federal 

Agency records; State, county, and municipal records; employment 
records of private schools, colleges, universities, technical and trade 
schools; hospital records; real estate agencies;· credit bureaus; loan 
companies; .credit unions, banks, and other financial institutions 
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which !l'aint~i~ credit information on individuals; Transportation 
compames. (atrlmes, railroads, etc.); Other private records sources 
deemed necessary in order to complete an investigation; miscellane­
ous records such as: Telephone ·directories, .city directories; Who's 
Who . in America; Who's Who in Commerce and Industry; Who 
K!lows What, a listing of-experts il). various fields; American Medical 
Directory;· ~artindale-Hubbell .Law Directory; U.S. Postal .Guide; 
Insurance D1rectory;:Dunn and Bradstreet; and the U.S. Army Reg­
ister; any other. type of, miscellaneous record deemed necessary to 
~ompl~te the .u.~ .. Army Intelligence and Security investigation; the 
mterv1ew of md1v1duals who have knowledge of the subject's back­
ground and activities; the interview of witnesses; the interview . of 
victims; the interview of confidential sources· and the interview of 
other individuals deemed necessary to complet~ the u~s. Army Intel­
ligence and Security Command investigation. 

Exemptions claimed for the system: 
Parts of th'is system may be exempt under 5 U.S.C. 552a(k)(l), (2), 

or (5) as applicable. · · · 
An eXemption rule for this system has been promulgated in ·accord­

ance with requirements of 5 U.S.C. 553(b)(l), (2), and (3), (c), and (e) 
and. published in 32 CFR part505. For additional informatiQn contact 
the system manager. · . 

A0381-45bDAMI 
System name! 

Department of the Army Operational Support Activities. 
System'location: 
U.S. Army Intelligence and Security Command, Ft. Meade, MD 

20755-5995. . 
Categories of individuals covered by the system: 
Selected members of the U.S. Army and civilian employees of the 

Department of the Army who participate in and have received sup­
port for conducting U.S. Army intelligence and counterintelligence 
duties. Included are personnel of other Federal agencies who request 
and receive support from appropriate authority. 

Categories of records· in the system: 
Card file with automated index of individuals who have received 

support from Department of the Army in completing specialized 
duties within the Army's intelligence and counterintelligence activi­
ties. Card files and duplicate automated. files of individuals indicating 
any identity. and other data which may be used to identify them in 
their support of the Department of the Army's intelligence and 
counterintelligence activities. 

Authority for maintenance of the system: · 
·Executive Order 10450, sections 2, 3, 4, 5, 6, 7, 8, 9 and 14; 10 

U.S.C. 3013(b),(c),(g); National Security Act of 1947, as amended 
and Executive Order 9397. 

Purpose(s): 
To identify and manage the career of individuals performing duties 

in the Department of the Army specialized intelligence and counter­
intelligence assignments. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Other Federal investigative and/or intelligence agen'cies use the 
file to verify and assignments. . · . · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in . file folders, vertical card ·file, computer disk pack 

and printouts. · · 
Retrievability: 
Alphabetically by individual's surname; auto~ated files· by Social 

Security Number. 
Safeguards( 
Material is stored in General Services Administration containers 

approved for the storage of secret material. Building in which materi­
al is stored is locked during hours of non-occupancy. Automated files 
are access controlled by . a code word issued only to properly 
screened, ·cleared, and trained personnel. 

Retention and disposal: 
Permanent. 
System manager(s) and address:· 
The Deputy Chief of Staff for Intelligence, Department of the 

Army, Washington, DC 20310-1001. 
. Notification procedure: 

Individuals seeking to determine if information about themselves is 
contained in this record system should .address written inquiries to 
the Commander, US. Army Intelligence and Security Command, 
ATTN: IACSF-RI, Fort Meade, MD 20755-5995. 

· Individual should provide the full riarrie, Social Security Number, 
or other information verifiable from the record itself. 

Record. access procedures: . . 
Individuals seeking access to ·records about themselves contained in 

this record system should address written inquiries to the Command­
er, U:S. Army Intelligence and Security Command, ATTN: IACSF­
FI, Ft Meade, MD 20755-5995. 

Individual should provide the full name, Social Security Number, 
previous service number (if any), current address, and telephone 
number. 

For personal visits are the individual must furnish acceptable iden­
tification and verbal information. that can be verified with his/her file 
card. 

Contesting record proce~ures: 
The Army's rules for accessing records, .contesting contents, and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 GFR part 505; or may be obtained from the system 
manager. 

Record source categories: 
. From the individual; investigative reports of Defense Investigative 

Service, U :S. Army Intelligence and· Security Command, and other 
Federal and Department of Defense investigative and law enforce­
ment agencies. · 

Exemptions claimed for the system: 
Parts of this· system may be. exempt under 5 U.S.C. 552a(k)(l), (2) 

or (5) as applicable. 
An exemption rule for this system has been promulgated in accord­

ance with requirements of 5 -U.S.C. 553(b)(l ), (2), and (3); (c), and (e) 
and published in 32 CFR part 505. For additional information c;:ontact. 
the system manager. · 

A0381-45cDAMI 
System name: 

Counterintelligence Operations Files. 
System location: 
U.S. Army Intelligence and Security Command; Ft Meade, MD 

20755-5995. 
Decentralized segments exist at U.S. Army Intelligence and Securi­

ty Command groups, field stations, battalions, detachments, and field 
offices stationed worldwide. Official mailing addresses are published 
as an appendix to the Army's compilation of record systems notices. 

Categories of ind~viduals covered by the system: 
Active and retired military personnel, Department of Defense af­

filiated civilians including contractor personnel employed by civilian 
firms having defense contracts, and individuals not affiliated with the 
Department of Defense only if there is a reasonable basis to believe 
that one or more of the following situations exist: Theft, destruction 
or sabotage of weapons, ammunition, equipment, facilities or records 
belonging to Department of Defense units or installations; possible 
compromise of classified defense information by unauthorized disclo­
sure or by espionage; subversion of loyalty, discipline or morale of 
Department of the Army military or civilian personnel by actively 
encouraging violation of laws, disobedience of lawful orders and 
regulations, or disruption of military activities; demonstrations on 
active or reserve Army installations or demonstrations immediately 
adjacent to them which are of such a size or character that they are 
likely to interfere with the conduct of military activities ,(Armed 
Forces Induction Centers, U.S. Army Recruiting Stations located off 
post and facilities of Federalized National Guard Units are consid­
ered to be active Department of Defense installations; For the pur­
pose of the sUbparagraph,- Reserve Officer Training Corps installa­
tions on campuses are not considered to, be active or reserve Army 
installations and coverage of demonstrations at or adjacent to such 
installations is not authorized); direct threats to Department of De­
fense military or civilian .personnel regarding their official duties or 
to other persons authorized protection by Department of Defense 
resources; activities or demonstrations endangering classified Defense 
contract facilities 9r key defense facilities, including Panama Canal, 
approved by Headquarters, Department of the Army as key to the 
defense and operation of the Panama Canal. 

· Categories of records in the system: 
Documents used to conduct foreign counterintelligence operations 

and investigations pertaining to the U.S. Army's responsibilities 
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under the categories of counterintelligence, counterespionage, 
counter-sabotage, counter-subversion, and international terrorism. 

Authority for maintenance of the system: 
Executive Order 10450, Security Requirements for Government 

Employm~nt, in particular sections 2 and 9c thereof; Executive 
Order 12036, U.S. Intelligence Activities, in particular paragraphs 1-
1104, l-J112, 1-1113, 1-204(b) and 2-208; the National Security.Act 
of 1947, as amended (10 U.S.C ..• section 3013(b),(c), and (g); Execu­
tive Order 9397. 

Purpose(s): 
To document investigations and operations pertaining to the U.S. 

Army's responsibilities for counterintelligence, and to detect, identify, 
and neutralize foreign intelligence and international terrorist threats 
to the Department of Defense. 

Routine uses of records maintained in the syst"!m, including catego-
ries of users and the purposes of such uses: · 

Information is provided to Federal agencies and other services· and 
governmental agencies whose missions contain responsibility for for­
eign counterintelligence activities. 

Information may be disclosed to foreign law enforcement, security, 
investigatory or administrative authorities in order to comply with 
requirements imposed by or to claim rights conferred in international 
agreements and arrangements including those regulating the station-· 
ing and status in foreign countries of Department of Defense military 
and civilian personnel and other countries where there are routine 
reciprocal exchanges of information. 

This distribution of operational and investigative information to 
outside agencies is based on the evaluation by the U.S. Army Intelli­
gence and Security Command of the other activity's needs and the 
relevance of the information to the use for which it is to be provided. 
Information collected is not automatically used for all the purposes 
or by all the other users listed in this description. . 

The "Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of record system notices also apply to this 
system. 

Policies and practices for storing, retri,ving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Reports generated in the ·documentation of agency investigations 

and operations are retained in original report format as paper records 
in file folders. Other records and reports are maintained ·as paper 
records in file folders and in microfiche. Extracted information is 
converted into appropriate language for storage on a computer disk 
pack. 

Retrievability: 
Paper records are retrieved by name or file number. Computerized 

data are retrieved by name, date of birth, place of birth, and aliases; 
by designation of the operation or investigation, or by identification 
of foreign intelligence agency. · 

Safeguards: 
Files are maintained in three-position combination, fire resistant 

steel security containers housed in security controlled areas accessible 
only to authorized personnel. Computerized data are controlled by a 
code word that is issued only to properly screened, cleared and 
trained personnel. System employs on-line, dial-up procedures, en­
hanced by shielding and other appropriate technical safeguards to 
protect data against potential compromising emanations and/or unau-
thorized access. · · · 

Retention and disposal: 
Paper records documenting foreign counterintelligence operations 

are permanent. At the termination of the operation/investigation, files 
are retired to the U.S. Army Intelligence and security Cqmmand's 
Investigative Records Repository. Computerized information is up­
dated periodically and all previous copies destroyed. 

System manager(s) and address: · 
The Deputy Chief of Staff for Intelligence, Department of the 

Army, Washington, DC 20310-1001. 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address inquiries to the Com­
mander, U.S. Army Intelligence and Security Command, ATTN: 
IACSF-FI, Fort Meade, MD 20755-5995. 

Individual should provide the full name, Social Security Number, 
or other information verifiable from the record itself. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Command-

er, U.S. Army Intelligence and Security Command, ATTN: IACSF­
FI, Fort Meade, MD 20755-5995. 

Individual should provide full name, Social Security Number; cur­
rent address, and telephone number. 

For personal visits, requestor should present acceptable proof of 
identity such as a valid driver's license, military identification card, 
Department of Defense building pass, or other type of identification 
containing photograph and identity data. 

Contesting record procedures: 
The Army's rul~s for accessing records, contesting contents, and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. · 

Record source categories: 
From individuals. 
Exemptions claimed for the system: 
Parts of this system may be exempt under 5 U.S.C. 552a(k) (I), (2), 

or (5) as applicable. · 
An exemption rule for this system has been promulgated in accord­

ance,with requirements of 5 U.s=c. 553(b) {1), {2), and (3), (c), and 
(e) and, published in 32 CFR part 505. For additi.onal information 
contact the system manager. 

A0381•100aDAMI 
System name: 

Intelligence Collection Files. 
System location: 
U.S. Army Intelligence and Security Command, Fort Meade, MD 

20755-5995. 
Decentralized segments located at U.S. Army Intelligence and 

Security Command groups, field stations, battalions, detachments, 
field offices and resident offices stationed wo~ldwide. Official mailing 
addresses are published as an appendix to the Army's compilation of 
record systems notices. . I 

Categories of individuals covered by the system: 
Any individual who qualified and may be accepted for sensitive 

intelligence duties with the U.S. Army. · 
Categories of records in the system: 
Files contain documents which describe the requirements,· the ob­

jectives, the approvals, the implementation, the reports, and the re­
sults of Department of the Army sensitive intelligence activities. 

Authority for maintenance of the system: 
Executive Order 10450, paragraphs 2, 3, 4, 5, 6, 7, 8, 9 and 14; 10. 

U.S.C. 3013 (b), (c), (g); National Security Act of 1947, as amended; 
and Executive Order 9397. 

Purpose(s): 
To support contingency planning and military operations. 
Routine uses of records maintained in the system, included categories 

of users and the purposes of such ~ses: 
Information is used by the Federal Bureau of Investigation and the 

Central Intelligence Agency to compile a total recored involving 
sensitive intelligence activities. 

Information may be disclosed to foreign law enforcement, security, 
investigatory, or administrative authorities in order to .comply, with 
requirements imposed by, or to claim rights conferred in, internation­
al agreements and arrangements i.ncluding th0se regulating the sta­
tioning and status in foreign countries of Department of Defense 
military and civilian personnel and other countries where there are 
routine reciprocal exchange of information. 

The "Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of record system notices also apply to this 
system. 

Policies and practices for storing, retrieving,· accessing,· retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders and visible, vertical card files; auto­

mated records on disc with video display of individual source 
records on cathode ray tube. 

Retrievability: 
Alphabetically by last name, numerically by source and numerical­

ly by project number. 
Safeguards: 
Buildings employ security guards. Records are maintained in areas 

accessible only to authorized personnel who are properly cleared, 
and have a need-to-know for the information. Automated media are 
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protected by authorized cpde word for access to system, controlled 
access to operations rooms, and controlled input distribution. , 

Retention and disposal: 
Records are . P<:rmanent and retait:aed . in active file until no longer 

needed; the':! . rettred to the lnvestlgattve •Records Repository, US 
Army Intelhgence and Security' Command, Ft. Meade, MD 20755-
5995 . 

System manager(s) and address: 
The Deputy Chief of Staff for ltelllgence, Department of the 

Army, The Pentagon, Washington, DC 20310-1001. · 
11 Notification procedure: . 

. I~dividuals seeking fo determine if infor~ation about themselves is 
contained in this record system should addrees written inquiries to 
the Commander, U.S. Army Intelligence· and Security Command, 
ATTN: IACSF-FI, Fort Meade, MD 20755-5995. 

Individual should provide the .full name, Social Security Number, 
current. aqdress, and telephone number. 

Record access procedures: · ·. · ' 
Individuals seeking access to records about themselves cootain.ed in 

this record system should address. written inquiries to the Command­
er, United States Army Intelligence and Security Command, ATTN: 
IACSF-FI, Fort Meade, MD 20755-5995. . · · .. 

Individual should provide the full name, Social Security Number; 
current address, and telephone number. 

For personal visits, the individual must furnish acceptable identifi­
cation and verbal information that can be verified from his/her .file. 

Contesting record procedures: 
The Army's rules for accessing .records, contesting contents,' and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtaine9. from the system 
ma,nager. · 
· Record source c.ategories:. 

From individual investigative reports of Defense Investigative 
Service, U.S. Army Intelligence and Security Command, and· other 
Federal and Department of Defense investigative and . law enforce­
ment agencies. 

Exemptions claimed for the system: . 
Parts of this system may be exempt under 5 U.S.C. 552a(k) (1), (2), 

or (5) as applicable, · 
· An exemption rule for thissystem has been promulgated in accord­
ance with requirements of 5 U.S.C. 553(b).{l), (2), and (3); (c).and .(e) 
and published in 32' CFR part 505. For additional. information contact 
the system manager. · 

A0381-100bDAMI 
System name: 

Technical Surveillance Index. 
System location: 

,._ The system· js maint~ined at the following locations: at. Inyestiga~ 
hve Records Repository, Headquarters, U.:S. Army Intelligence and 
Security Command, Ft. Meade, MD 20755~5995; 

Headquarters, U.S. Army Europe and Seventh Army; Office of the 
Deputy Chief of Staff, Intelligence, Systems Division, APO New 
York, NY 09403; . . 

Office of the Deputy Chief of Staff for Personnel, Headquarters, 
Department of the Army, The Pentagon, Washington, 'DG 20310-
4000; and,. . 

Director·, U.S. Army Crimes Records Center, ATTN: CICR-FP, 
2301 Chesapeake Averiue, Baltimore, MD 21222..:4099. 
· Categories of inf:lividuals covered by the· system: 
. Persons whose conversations have peen· intercepted during tech'ni­
cal surveillance operations conducted by, or on behalf of, the Army. 

Categories of records in the system: · · · 
•; Individual) name and citizenship, any associated telephone number 
or radio call sign; location, date, and time .of th~ surveillance activity, 
and the source document. 

Aut~_ority for maintenance of th~ system: 
18 U.S.C. 2510-2520 and 3?04.: ·i. 

Purpose(s): 
To assist the Counterintelligence Officer in compiling a total inves-

tigative record. . . · 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
None authorize<J. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing Of· records in the system: 

Storage: 
Magnetic tapes an·d paper 'records. 
Retrievability: . 
U.S. Army Europe and· Seventh Arm'y segment uses a computer­

ized retrieval system of nam~. address, telephone number or case 
designation. Other segments are retrieved ·manually by name, address, 
telephone number or case designation.,.· , · · . · 

Safeguards: · · : '· 
Access to buildings is controlled by security guards. Recorq~ ·are 

maintained in General Services Administration approved security 
containers, physically separated from other materials, and are accessi­
ble only to authorized personnel who are properly ·screened,· cleared, 
and trained. · " · 

Retention and disposal: 
Records are permanent. 
System manager(s) and address: . 
The Deputy Chief of Stafrf'or Intelligence, Headquarters, Depart­

ment of t~e. Army, The Pentagon; Washington, DC 20310-1001. 
Notification procedure: 
Individuals seeking to determine if information about, themselves is 

.contained in. this record system should address written inquiries to 
the' Commander, U.S. Army Intelligence and ·Security and Com­
mand, ATTN: IACSF-FI, Fort Meade, MD 20755-5995. . 

Individuals should ·provide the full name,. current address and tele-
phone number. · 

· .Record access procedures:. 
Individuals seeking access to records about themselves ·contained in 

this record system should address written inquiries to· the Command­
er, United States Army Intelligence aQd Security Command; ATTN: 
IACSF-FI, Fort Meade,'MD 20755-5995. · 
· Individual Should provide the full name, current address,· and tele­
phone number. 

Contesting record procedures: 
The Army's rules for accessing ·r~cords, contesting contents:: and 

appealing initial determinations are· contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record· source. categories: 
From the Army ar:td other investigative agencies. 
Exemptions claimed for the system: 
Parts of this system may be exempt under 5 U.S.C. 552a(k)(l), (2); 

or (5) as applicable. 
An ex,e~ption rule for this system has been promulgated jn accord­

ance with requirem~nts o( 5 U.S.C. 553(b)(l), (2), and (3), (c), an (e) 
im<;J publislie~ in 32 C~R part 505. For additional.information contact 
the system manager. 

A0385-10/40ASO 
System name: . 
· Army

1
Safety Management ·!~formation System (ASMI~). 

·. System .location: .. 
System exists at U.S. Army Safety Center, Fort Rucker, AL 

36362-53.63. 
Categ~r'ies of individuals c~vered by the system: . . 
Individuals involved in accidents incident to Army operations or 

accidet:tts in which Army personnel are injured.' 
. Categories o.f records i~ tht.: system: .. , 
Automated dllta base contai_ning pertinent and relevant information 

concerning Army mishaps/accidents. For aviation accident~. the 
records consist of those data. eleme(.lts listed on Preliminar,y Reports 
of Aircraft Mishaps but exclude data ·extracted from DA Forms 
2397-R .. For ground accidents, the records include data extracted 
from DA ;Form 285 and 285-1. Records do not include DA Forms 
2397-R, 285 or 285-1 or their exhibits and attachments. 
. Authority for maintenance of the system: 

5 U.S.C., secti~n '7~02; Pub. L 91-596, ses:tion 18,. Occupational 
Safety. and Health Act of 1970; ·Section 2, Executive· Order 11807; 
and Executive Order 9397. Occupational Safety and Health Programs 
for ~ederal E:mployees.. · i -' · ' . .' ·• .: . 

Purpose(s): . 
Information is maintained solely for accident prevention purp9ses. 
R~utine us~s of ·records maintainecJ in the system, including catego-

ries.of _users .and the purposes of such_uses: 
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Commanders and avtatton staff officers in the Active Army, ,Na­
tional Guard, and Reserve components who have ·an identified need 
to determine aviator or soldier accident/mishap experience for in­
creased duty responsibility or training ·programs may also request a 
search of the PRAM files by name and SSN. National Guard units 
are provided the aircraft accident history of applicants to aviation 
positions in the Guard to help evaluate their suitability for appoint­
ment: It may also be used by safety officials within DOD to deter­
mine eligibility for safety awards. Access to these records may also 
be granted by System Manager to various Department of Defense· 
agencies, the. Department of Labor, Federal Aviation Agency, Na­
tional Transportation Safety Board, other Federal; State, and local 
agencies, and applicable civilian organizations, such as the National 
Safety Council, for use in a combined· effort of accident prevention. 
In those cases, access by non-DOD agencies will not be based on 
name or SSN. Data must also be disclosed under the provisions of 49 
CFR 1960.29 in some cases to employee representatives. See "Blan­
ket Routine Uses" set forth at the beginning of the Army's listing. 

Policies and practices for storing, retrieving, accessing, retaining, arid 
disposing of records in the system: 

Storage: 
Magnetic tapes/disks. 
Retrievability: 
U.S. Army Safety Center employees may retrieve data by refer-. 

ence _to a person's name .or social security number. Army Staff 
agencies, installation and command safety offices, major subordinate 
commands of the Army Materiel Command can access the records 
by remote terminal. Retrieval from remote terminals is limited to 
nohpersonal identifiers such as date, location, type of equipment or 
type of accident. Retrieval of records from which data in ASMIS is 
extracted (DA Forms 285, 285-J, and 2397-R) is by date and se­
quence number. 

Safeguards: 
Information is coded and accessed only by authorized personnel 

who have appropriate clearance. Paper /microfilm records which are 
the source of the data are maintained in locked file cabinets in a 
room secured by a manipulation-proof combination lock. Computer 
stored records are secured similarly behind· security doors. Personnel 
who are granted access from remote sites are required to comply 
with restrictions on the use and release of the information. Remote 
terminal access is granted only on the bases of a need-to-know for 
accident prevention purposes. Authorized personnel are given a per­
sonal code word for access and must agree in writing to observe 
rest'rictions on the use and release of data. 

Retention and disposal: 
Computerized records are retained for 30 years. Computer· print­

outs of accident reports containing names or SSNs are shredded or 
burned. Accident reports from which ASMIS data is extracted are 
maintained at the U.S. Army Safety Center on paper for 5 years, 
then transferred to microfilm. Paper records at installation and com­
mand safety offices are destroyed after 5 years. 

System manager(s) and address: 
Director of Army Safety, Headquarters, Department of the Army, 

Washington, DC 20310. 
Notification procedure: 
Indiv.iduals wishing to know whether 'or not information on them 

exists in this system of records should write to the Commander, U.S. 
Army Safety Center, Fort Rucker, AL 36362-5363, ATTN: Judge 
Advocate. Individual must furnish his/her full name, SSN, current 
address and telephone number, when and where the acCident oc­
curred; type of equipment involved in the accident, and signature. 

Record access procedures: . 
Individuals desiring access to information on. themselves should 

inquire by writing to the Commander, U.S. Army Safety Center, 
providing information specified in "Notification procedure". 

Contesting record procedures: 
The Army's rules for access to' records and for contesting contents 

and appealing initial determinations are contained in Army Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: 
Army records and reports containing information in reports of 

accident, injury, fire, morbidity, military police traffic accident inves­
tigations,. casualty . reports, individual sick slips, report of vehicle 
accidents, marine casualty reports, and military aviation records. 

Exemptions claimed for the system: 
None. 

A0405-10aCE 
System name: 

Relocation Assistance, Files. 
System location:· 
Office, Chief of Engineers, Headquarters, Depahment · of the 

Army, Washington, DC 22314; Engin'eer Division and District Of­
fices. 

Categories of individuals covered by the system: 
Individuals who apply for relocation assistance pursuant to Title II 

of Pub. L. 91-646. 
Categories of records in the system: 
Jndividual's applicatio~ for relocation assistance; relevant corre­

spondence; documents relating to the movement of displaced persons 
because of acquisition· of real estate for Army Military, Civil works, 
or other Federal agency use. · 

. Authority for maintenance of .the system: 
Pub. L. 91-646. 
Purpose(s): 

· To process applications for relocation assistance benefits and to 
consider appeals. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See 'Blanket Routine Uses' set forth at the beginning of the Army's 
listing of record system notices. 1 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders; magnetic t~pe, cards, discs. 
Retrievability: · 
By applicant's surname. 
Safeguards: 
Records are maintained in areas accessible only to authorized per­

sonnel having need therefor, within buildings protected by securit.Y 
guards. 

Retention and disposal: 
Records are destroyed 10 years after final action or determination 

on appeals, as appiicable at offices performing Army-wide responsi­
bility. Other offices destroy records 10 years after payment in full 
satisfaction of claim or final payment, as applicable. Records are 
destroyed by shredding. ~ 

System manager(s) and address: · 
Chief of Engineers, Headquarters, Department of the Army, Wash­

ington, DC 20314. 
Notification procedure: 
Information may be obtained by wntmg to the System Manager, 

ATTN: DAEN-REH-0; individual must furnish full name, address 
and telephone number, state of residence at the time application was 
filed, other pertinent information that will assist in locating the 
records, and signature. 

Record access procedures: 
Individuals desiring access to records about themselves in this 

system of records should submit a request as indicated under 'Notifi• 
cation procedure', providing the information required therein. 

Contesting record procedures: 
The Army's rules for a~cess to records and for contesting contents 

and appealing initial determinations are cont~ined in Army Regula­
tion 340-21 (32 CFR ~;>art 505). 

Record source categories: 
From the individual, Army records and reports. 
Exemptions claimed for the system: 
None.· 

A0405-10bCE 
System name: 

Homeowners Assistance Case Files. 
System location: 
Office, Chief of Engineers, Headquarters, Department of the 

Army, Washington, DC 20314. Segments of this system exist at 
Engineer Division and District Offices. 

Categories of individuals covered by the system: 
Civilian employees and military personnel who apply for home­

owners assistance benefits. 
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Categories of records in the system: 
Documents relating to the application of persons sustaining losses 

in real estate because of closure or reduction. of military bases; e.g., 
employment verification; income and expense figures; information 
concerning offer to sell real property or similar written offer; nego­
tiator's report; title evidence and opinions; surveys, leases; Certificate 
of Inspection and Possession; Payment and Closing Sheet and Re­
ceipt for US Treasurer's check; market impact data; insurance and 
tax data; Disclaimer by· Person of Possession; DOD Form 1607 
(Application for Homeowner· Assistance); FHA Form 1174 (Trans­
mittal of Recorded Deed and Title Assembfy-Military Acquisition); 
appraisal reports, docket sheets, que~tionnaires, copies of deeds and 
mortgages, mortgage settlement ~ata; evidence Of proof o.f ownership 
and . occupancy of residence, applicant appeals and final decisions 
thereon; comparable forms and related correspondence. : 

.Authority for maintenance of the system: 
Section 1013 of the Demonstration Cities and .Metropolitan Devel­

opment Act of 1966, Pub. L. 89-754 (80 Stat. 1255, 1290), as amend­
ed. 

Purpose(s): 
To process applications for homeowners assistance benefits and to 

consider appeals; to. review market studies and appraisals; to review 
final title assemblies of deeds of conveyance to the Government for 
properties acquired under the program. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: -

Department of Housing and Urban Development/FHA: In assum­
ing custody of acquired homes, to manage and dispose of such 
properties on behalf of the Secretary of Defense. 

FHA/Veterans Administration: In accepting subsequent purchaser 
in private sales when property is encumbered by a mortgage loan 
guaranteed or insured by them. 

Department of Justice: In reviewing final title and deeds of con­
veyance to the. Government for properties acquired under the pro­
gram, pursuant to their responsibilities under Pub. L. 91-393. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · · 

Storage: 
. Paper records in file folders; magnetic tapes/ disks; cards. 
Retrievability: 
By applicant's surname. 
Safeguards: · r':1 

All information is prote~ed. by physical securi'ty devices which 
include guards to the buildings and limited access· only to authorized 
personnel having 'official need therefor. Access to or update of infor­
mation in automated media is by a system of passwords, ·thereby 
preserving integrity of the data. 

Retention and disposal: 
Files ·are destroyed lO years after final action or decision on ap­

peals, as applicable. 
System manager(s) and address: 
Chief of Engineers, Headquarters, Department.of the Army, Wash­

ington, DC 20314. 
Notification procedure: 
Information may be obtained from the. System Manager, ATTN: 

DAEN-REH~O at the above address.' Individuals must provide their 
full name, current address and telephone number, name and location 
of the installation closed or announced for closure, and signature. 

Record access procedures: 
Individuals desiring access to records about themselves in this 

system of records should write to the System Manager, providing 
information listed under 'Notification procedure'. 

Contesting record procedures: 
The Army's rules for access to records and for contesting contents 

and appealing initial determinations are contained in Army Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: 
Froni the individual. 
Exemptions claimed for. the system: 
None. 

System name: 
Real Est~~;te Outgrants. 
System location: 

A0405-80CE 

Office of the Chief of Engineers, Headquarters, Department of the 
Army, 20 Massachusetts Avenue NW., Washington, DC 20314-1000 
and . the Engineer Division and District Offices. Official mailing ad­
dresses are. published as an appendix· to the Army'~ compilation of 
systems notices: 
· .. ,Categories of individuals co.vered by the system: . · 
.. Gra~tees holding outgrants (leases, licenses, -easements, permits, 

and consents) for use of Government real property, .or p·ermission 
(under consents) for use of property over. which the .Government' 
holds easement interests. · 

Categories ·of records in the system: 
Outgrant instrument and listings· by ':!Um~er and name to inClude 

location, purpose, term and rentaJ. for eac;h outgrant, and an indica­
tion when grantees ·are not in compJia!1Ce ~ith terms of their ·out-
grants, and recreational use and expenditure information. · 

Authority for maintenance of the system:· 
lO U.S.C. 2667, 2668, 2672, 3012, 4777, 8012 and 9777; 16 l}.S;C. 

460d and 661 et seq.; 30 U.S.C. 185; 33 U.S.C: 558b, 558b-'J and 652; 
40 U.S.C. 319 and 471 et seq. 

Purpose(s): 
J 

To process outgrants and to record inspections of outgr~nts and 
determine grantees' compliance with terms and conditions of the 
grant. 

Routine uses of records maintained .in the system, including catego~ 
ries of,users and the purposes of such uses: · 

The .Army's "Blanket Rqutine Uses" that appear at the beginning 
of the agency's compilation of records systems .notices apply to :this 
system. · · 

Policies and practiCes for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file cabinets and on magnetic tape or .optical 

systems. 
Retrievability: 
Records are retrieved by outgrant or response number, .or by the 

grantee's name. · 
Safeguards: 
Reco.rds are maintained in areas accessible only to authorized per­

sons having official need therefore .. Records are housed in buildings 
protected by security guards or locked when ·n<;>t in use. Information 
in automated media is further protected by physical security devices; 
access to or update of information in the system is protected through 
a system of passwords, thereby preserving integrity of data. 

Retention and disposal: . 
Records are destroyed three. years after termination of oqtgrant 

instrument. · 
System manager(s) and address: 
Office of the Chief of Engineers, Headquarters, Department of the 

Army, 20 Massachusetts Avenue NW., Washington, DC 20314-1000. 
Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir­
ies to the . Office of the Chief of Engineers, He~dquarters, Depart­
ment of the Army, 20 Massachusetts Avenue NW., Washington, DC 
20314-1000. . 

Individ~al must provide full name, present address and telephone 
number, response number if known, specifics concerning the outgrant 
and the request must be signed. 

Record access procedures: 
Individuals seeking to determine whether this system ·of recorqs 

contains information about themselves should.address written.inquir­
ies to the Office of the Chief of Engineers, Headquarters, Depart­
ment of the Army, 20 Massachusetts Avenue NW., Washington, DC 
203 j 4-l 000. 

Individual must provide full name, present address and· telephone 
number, response number in known, specifics concerning the out­
grant and the request must be signed. 

Contesting record procedures: -
Army. rules for accessing records and for contesting contents and 

appealing initial agency determinations by the individual concerned 
are published in Department of the Army Regulation 430-21-8; 32 
CFR part 505; or may be obtained from the system manager. 

Record source categories: 
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Information is obtained from the individual and Army records 
and/ or report. 

Exemptions claimed for the system: 
None. 

AOS70-4DARP 
System name:· 

1-Juman Resources Information System (HRIS). 
System location: 
U.S. Army Reserve Personnel Center (ARPERCEN), 9700 Page 

Boulevard, St Louis, MO 63132-5200 . · 
Categories of records in the syste~: 
All ARPERCEN employees, both military and civilian. 
Categories of records in the system: 
This system consists of man-hours utilization, production, and 

backlog records reported by individuals daily and maintained by 
operating officials to track data in the above categories. The docu­
ments include, but are not limited to, information on individuals 
relating to name, grade, Social Security Number, TDA paragraph 
and line number, employment category, job title, work center, and 
distribution of work hours among direct productive, indirect produc­
tive, and unavailable categories. 

Authority for maintenance of the system: · 
5 U.S.C. 301; 44 U.S.C. 3101; and Executive Order 9397. 
Purpose(s): 
To document man-hours utilization, workload, and backlogs to 

analyze, program, and review manpower requirements in ARPER­
CEN; provide a decision basis for approval or disapproval of re- · 
quests for additional employees, overtime requests, and awards nomi­
nations; measure productivity of units and individual employees.· 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records are used to justify manpower. requirements with the U.S. 
Army ·Manpower Requirements and Documentation Agency. 

The "Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of record system notices also apply to this 
system. · · 

Policies and practices for storing, retrieving, acces'sing, retaining, and 
disposing of records in· the system: 

Storage:· 
Personal computer diskettes and computer tapes. 
Retrievability: . 
By name, Social Security ·Number, and TDA paragraph af\d line 

number. 
Safeguards: 
Computer tapes are stored in locked cabinets. Diskettes are stored 

in areas accessible only to authorized personnel of ARPERCEN. 
After hours, the building and security guards and/or doors are se­
cured and all entrances are monitored by electronic surveillance 
. equipment. 

Retention and disposal: 
Diskettes and tapes are retained for 5 years, then destroyed. 
System manager(s) and address: 
Commander, U.S. Army Reserve Personnel Center, ATTN: 

DARP-RMS, 9700 Page Boulevard, St Louis, MO 63132-5200. 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquires to the 
Commander, U.S. Army Reserve Personnel Center, ATTN: DARP­
RMS, 9700 Page Boulevard, StLouis, MO 63132-5200. 

For verification p1,1rposes, individual should provide the full name, 
Social Security Number, organization to which assigned, and dates of 
assignment. · 

Record access procedure:. 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Command.­
er, U.S. Reserve Personnel Center, ATTN: DARP-RMS, 9700 Page 
Boulevard, StLouis, MO 63132,...5200 .. 

For verification purposes, individual should provide the full name, 
Social Security Number, organization to which assigned, and dates of 
assignment. 

C.ontesting record. procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial agency determinations by the individual concerned 

are published in Department of the Army Regulation 340-21; 32 
CFR part 505; or may be obtained from the system manager .. 

Record source categories: 
Information is obtained from the record subjects by means of 

DARP Form 222-1-R, Individual Daily Record, and DARP Form 
222-3-R, Individual Daily-Executive Level. 

Exemptions claimed for the system: 
None. 

A0600DARP 
System name: 

Career Management Files of Dmil Component Personnel. 
System location: 

. U.S. Army Reserve Personnel Cent~r. 9700 Page Boulevard, St 
Louis, MO 63132-5200. 

Categories of individuals covered by the system: 
Any reserve or warrant officer on active duty as a Regular Army 

enlisted man; any reserve officer on active duty as a Regular Army 
warrant officer. 

Categories ofrecords in the system: 
Name, rank, Social Security Number, basic pay entry date, promo­

tion eligibility date, mandatory removal date, military education, 
copies of officer evaluation reports, academic reports, qualification 
records, letters of appreciation and commendation, general orders, 
concerning awards; and similar documents, records and reports. 

Authority for maintenance of the system: 
10 U.S.C. 275 and Executive Order 9397. 
Purpose~s): 

To advise reserve officers when they will be considered for pro­
motion, military education that needs to be completed for eligibility; 
to determine if officer should be removed for substandard perform­
ance of duty; to advise of eligibility for retirement as either an officer 
or enlisted person; to apprise, individuals of changes in the reserve 
program affecting them. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

The "Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of record system notices also apply to this 
system. 

Policies and practices for storing, retrieving, accessing, retaining; and 
disposing of records in the system: 

Storage: 
Paper records in file folders; magnetic tape/disc. 
Retrievability: 
By individual;s surname and Social Security Number. 
Safeguards: 
All records are restricted to officially designated individuals 

having need therefor in assigned duties. Recqrds are maintained in 
secured buildings; automated data are stored in vaults. 

Retention and dispojal: 
Records on this system are combined with Army personnel 

records. Dual Component officer and enlisted Official Military Per­
sonnel Files are retained at the U.S. Army Enlisted Records and 
Evaluation Center, if serving as an enlisted person and the U.S. Total 
Army Personnel Command, if a warrant officer. Officer Military 
Personnel Records Jackets are to be maintained at the dual compo­
nent individual's current unit of assignment. Dual Component's 
Career Management Individual Files are maintained at the U.S. 
Army Reserve Personnel Center, ATTN: DARP-PAT-SD. 

System manager(s) and address: 
Commander, U.S. Army Reserve Personnel Center, 9700 Page 

Boulevard, St Louis, MO 63132-5200. 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Commander, U.S. Army Reserve Personnel Center, ATTN: 
DARP-PAT-SD, 9700 Page Boulevard, St Louis, MO 63132-5200. 

For verification purposes, individual should provide the full name, 
Social Security Number, current address and telephone number and 
signature. 

Record access procedures:. 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
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the Commander, ·U,S. Army Reserve Personnel Center,· ATTN: 
DARP-PA T -SO, 9700 Page Boulevard, St Louis, MO 63132-5200. 

For verification purposes, individual should provide the full name 
~ocial Security Number, current address and telephone number and 
s1gnature. · · 

Contesting' record procedures: 
The Army's rule for accessing records, contesting contents, .and 

appealing initial agency determinations by the individual concerned 
are published in Department of the Army Regulation 340-21· 32 
CFR part 505; or may be obtaine.;l from the system manager. ' 

Record source categories: 
From Army records and reports. 

. Exemptions claimed for th~ system: 
None. 

A0600USAREUR 
System name: 

USAREUR Community ~utomatiop ~ystem (UCAS). 
System location: 
Each USAREUR community, United States Army, Europe and 

Seventh Army (USAREUR), APO New York 09.403-0007. 
Categories of individuals covered by the system:· 
U.S. Army, Europe and Seventh Army military and civilian mem-

bers and their dependents. · · 
·Categories of records in the system: · 
Name, Social Security Number, command and unit of assignment, 

military occupational skill, sex, date of birth, date eligible to 'return 
from overseas, basic active service date, pay entry basic.date, expira­
tion term of service, date of rank, rank/grade, promotion status, 

·citizenship, marital status, .spouse's Social Security Number (for mili­
tary spouse), insurance and beneficiary data for Department of De­
fense For 93 (Record of Emergency Data) and Veteran's Administra­
tion Form 29-8286 (Serviceman's Group Life Insurance ·Election) 
completion in an automated format (DO Form 93-E and SGLV 
Form 8286-E), address, work and home telephone numbers; :type of 
tour, dependent status and relationships, marriage data, type and date 
of COSt Of living allowance, port call· date, departure date and •Order 
number, exceptional famiJy. member status, household goods/hold 
baggage, vehicle-shipment dates/ destinations/weights. 

Authority for maintenance of the system: 
5 U.S.C. 301 and Executive Order 9397. 
Purpose(s): 
The primary purpose of UCAS is to provide a central database 

containing all information required to in-process or out-process indi­
viduals within a USAREUR community. This data base is shared 
among five community work centers that ·need information on· arriv­
ing and departing personnel. These work centers, the Central Proc­
essing Facility, Personn~l Services Company, Finance Office, Hous­
ing Office and the Transportation Office, have access ~o . certain 
portions of the UCAS data base. Data base information updates made 
by each work center are shared by all work centers that need the 
information. The centralized data base 'reduces in-processing and out­
processing time since individuals no longer'need to furnish the same 
information at each work centers. "' 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 
. The "Blanket Routine Uses" set forth at the beginning of 'the 
Army's compilation of record system notices apply to this system. 

Polic:ies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the ,system: 

Storage: . 
Computer magnetic tapes and discs; computer printouts. 
Retrievability: 
By Social Security Number, name, or. other indiviqual or group 

identifier. 
Safeguards: 
Physical security devices, computer hardw~re and soft~are securi­

ty features, and personnel clearances for. individuals working with 
the system. Automated media and equipment are protected by con-
trolled·access to computer rooms. · 

RetentioJJ and dispo~al: 
Information is destroyed 30 days after individual's.·tour of d~~~ 

with that community ends. 
System manager(s) and address: 
Commander-in-Chief; United States Army, Europe and Seventh 

Army, ATTN: AEAIM.,..AR-AR, APO New York 09403-0007. 

Notkficatiori procedures: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Commander-in-Chief, United States Army, Europe and Seventh 
Army. ATIN: AEAIM-AR-AR, APO New York 09403-0007. 

Individuals should provide sufficient details to permit locating per­
tinent records, such as full name, Social Security. Number, and cur­
rent address. Request must be sig.ned by individual 

Record access procedures: 
Individuals seeking access to records themselve~ · cont;1ined. in this 

record about system should address written inquiries to the Com­
mander-in-Chief, United States Army, Europe and Seventh Army, 
A TIN: AEAIM-AR-AR, APO New York 09403-0007. 

Individual should provide sufficient details to permit ·tocating perti­
nent records, such as full name, Social Security Number, and current 
address. ,Requ~t must .be sign~d by individual. 

Contesting record proce~ures:·:. ·. 
The Army's rules for accessing records, contesting· contents, and 

appealing 'initial determinations are contained in Army Regulation 
340-21; 32 CFR part · 505; or may be· obtained from the system 
manager. .. · 
. Record source categories:. · 

From the individual; Army recor.;ls, reports . and other official 
documents; Army Standard Automated Management Information 
Systems. · 

Exemptions claimed for the system: 
None.·. 

System name: 
Standard. Installation/Division Personnel System - USAR. 

· . .System lOcation: 
US Army Reserve Components Personnel and · Administration 

Center, 9700 Page Boulevard; St. Louis, MO 63132. 
Categories of· individuals covered by the system: 
All individuals. currently assigned Jo .. a us·: Army Reserve unit. 
Categories'of records in the system:'. . 
.Individual's name, SSN, s~x. race, civilian occupa:tion, current mili-

tary assignment, grade/rank, unit identification. code, dlJ,te entered 
military service, promotion data, security clearance, military obliga­
tion expiration date,. military qualifi~ation~, and other sjmilar relevant 
data. •·. · · · · · 

Authority for maintenance of the system: 
-· ·io u.s.c. 275.. " 

Purpose(s): 
To accomplish promotions, pemo\ions, transfers, and other person­

nel actions essential to unit readiness; to identify· and fulfill training 
needs; and to render strength accounting:;· budgetary, manpower re-
quirements, and other statistical· reports. . 

Routine uses of records maintained in the system~ including catego-
ries of users and the purposes of such uses: · 

See 'Blanket Routine Uses' set forth at the beginning of the Army's 
listing of record·system notices. ' · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the ·system: 

Storage: 
Magnetic tapes. 
Retrievability: ! ' ' 

By SSN ·~u1d 'five characters of individual's surname. I 

Safeguards: . . · ·• .. · 
Tape files are stored in reel •number -sequence. in a library within a 

restricted computer room ·complex ·having controlled entry. The 
computer room is restricted to authorized personnel and controlled 
by security guards. Access oto on-line data is controlled within 
USARCPAC by ENVIRON/,1,. a product of CINCOM Systems, 
Inc., via a six position alphanumeric passwor.;l. T~i.s password con­
trols on-line sut?-systems to which user has access. On~e aq::ess to the 
sub-system· has been gained, a further four. position alphanumeric 
access code is re_quired . which deferrrii'nes the specific .application 
which the user may access; secorid access· codes are ·maintained by 
the USARCPAC Project Management Officer and· co'ntrolled by 
designated Major Army Command Headquarters which· are on-line 
to the centralized data base at USARCPAC through hard wired 
terminals. Currently,· these are US Forces Command and the First, 
Fifth, and Sixth OS Armies. US Army Wes_tern Command and US 
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Army E~rope will be added to the system in 1985. Users do not nave 
on-line update' capability. · · 

Retention and disposal: · . · . 
Information 'is retained for. the duration of. reservist's u~it assign­

ment. The current and ·two previous tape files are retained at any 
given time. · 

System manager(s) and address:. . 
Deputy Chief of Staff for Personnel, Headquarters,· Dep~rtment of 

the Army, The Pentagon, Washington, DC 20310. · 
Notification procedure: · 
Individuals wishing to know whether or not this system cantains 

information about them may inquire of the Commander ofth'e Army 
Headquarters in which the unit is located, furnishing full name, SSN, 
and specific information concerning the ·event or incident that 'will 
assist in locating the record. . · · · 

Record access procedures: 
For access to information in this system, individual should address 

an inquiry and furnish information as indicated in 'Notification proce-
dure.' ' 

Contesting record procedures: 
The Army's rules for access to records and for conte~ting contents 

and initial determinations are contained in Army Regulation 340-21 
(32 CFR part 505). 

Record source categori~s: 
From the individual, Army records and reports. 
Exemptions claimed for the system: 
None. 

A0600-8DARP 
System na~e: 

Individual Ready, Standby, and Retired Reserve Personnel Infor­
mation System. 

System location: 
U.S. Army Reserve Personnel Center; 9700 Page Boulevard; St 

Louis, MO 63132-5200. · 
Categories of individuals covered by the system: 
Members of the U.S. Army Reserve and assigned to a Reserve unit 

and not serving on extended active· duty in an entitled reserve status. 
Categories of records in the system: 
Personal and military status and qualifications.data. 
Authority for maintenance of the system: 
10 U.S.C. 275 and Executi\(e Order 9397. 
Purpose(s): 
To maintain personnel data ,on members assigned to individual 

ready, standby, and retired Army Reserves; to select and order 
individuals to. military active duty training, to identify personnel for 
promotion; to determine those not qualified for retention in the 
reserve forces; to issue annual statement of retirement creaits; to 
select qualified members for potential assignmept to active Army 
units and reserve component units in the event of mobilization. 

Ro~tine uses of records maintained in the· system, including catego­
ries of users and the purposes of such uses: 

None. 
Policies ~nd practi'ces for storing, retrieving, 'accessing, retaining, and 

disposing of records in the system: 
Storage: 
Computer magnetic tapes and discs. 
Retrievability: · 
By Social Security Number. 
Safeguards: · 
Records are located in secured building; access requires ·an ID 

badge and is limited· to individuals having official need· therefor. 
: Retention and disposal:· ' 

Records are maintained for 7 months after individual completes 
statutory or contractual' reserve commitment. 

System manager(s) and ·address: · . 
Commander, U.S .. Army 'Reserv~ Personnel Center, 9700 Page 

Boulevard, StLouis, MO 63132-5200. 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Commander, U.S. Army 'Reserve Personnel Center,· ATTN: 
DARP-IM, 9700 Page Boulevard, StLouis, MO 63132-5200. 

For verification purposes, individual should provide the full name, 
Social Security ·Number, current address and telephone number, and 
signature. · 

Record access procedures: . 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Com.mand­
er, U.S. Army Reserve Personnel Center, ATTN: DARP-IM, 9700 
Page Boulevard, St. Louis, MO 63132-5200. 
· . For verification purposes, individual should provide tlie full name, 
Social Security Number, current address and telephone number, and 

·signature. 
Contesting record procedures: 
The Army's rules for access.ing records, contesting contents, and 

appealing initial agency determinations by the individual concerned 
are published in Department of the Army Regulation 340-21; 32 
CFR part 505; or may be obtained from the system manager. 

. Reco-:d source. categories: 
From the Official Military Personnel File and the Military Person• 

nel Records Jacket. 
Exemptions claimed for the system: 
None. 

A0600-8NGB 
System name: 

Standard Installation/Division Personnel System-Army National 
Guard (SIDPERS-ARNG). 

System location: 
The system operates at two levels. Each state ARNG headquarters 

has primary responsibility for editing and updating the database; the 
National Guard Bureau (NGB) centrally collects and controls data 
flows to/from the states thereby creating the database for reports 
preparation to Headquarters, Department of the Army, Department 
of Defense, and other agencies. Addresses for each state headquarters 
may be. obtained from the Commander, Army National Guard Per­
sonnel Center, 4501 Ford Avenue, Alexandria, VA 22302-1450; 

Categories of individuals covered by the system: . 
Members of the Army National Guard. 
Categories of records in the system: 
Soldier's name, Social Securi~y Number, grade/rank, sex, race, 

ethnic group, current military assignment, military qualifications, 
da'tes relevant to military service, civilian occupation, and other 
similar relevant data. 

Authority for maintenance of the system: 
10 u:s.c. 275 and Executive Order 9397. 
Purpose(s): 
The principal purposes are to: Report accessions and losses to 

ARNG strength; provide information for personnel management; 
support automated interfaces with authorized information systems for 
pay, mobilization, etc. · 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of record system notices apply to this record 
system. · 
. Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Magnetic tapes/discs. 
Retrievability: 
J;Jy name and.SSN. 
Safeguards: 
Access to data storage area and distribution Of printouts is con­

trolled. Approval of functional manager must be obtained before data· 
may be retrieved or distributed. 

Retention and disposal: 
Data on enlisted personnel are destroyed 1 month after individual 

is separated from the Army National Guard, for commissioned offi­
cers and warrant officers, data: are retained indefinitely. 

System manager(s) and address: 
Commander, Army National Guard Personnel Center; 4501 Ford 

A venue, Alexandria, VA 22302-1450. 
Notification procedure: 
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Individuals seeking to determine if information about themselves is 
contained in this record system should address written inquiries to 
the Commander, Army National Guard Personnel Center, 4501 Ford 
Avenue, Alexandria, VA 22302-1450. . 

For verification purposes, individual should provide the full name, 
service identification ·number, present address and telephone number, 
and signature, ' · · · · · · · 

Record access procedures: ; . '· 
.Individuals seeking access to records about themselves contained in 

th.ts recorci system sijould address written inquiries to the Command­
er, ;Army National Guard Personnel Center, A TIN: Chief, Army 
Nat tonal Guard, 450 I Ford A venue, Alexandria, VA 22302-1450. 

For verification purposes, individual should provide the full· name, 
service identification number, present address and telephone· nuinber, 
and ·signature. . . · 

Contesting record 'procedures: 
The Army's rules for accessing records, contesting conte~ts, and 

appealing initial agency determinations by the individual· concerned 
are. published in AR 340-21;' 32 ·CFR part 505; or may be obtained 
from the system manager. · · · 

Record source categories: 
From the individual, individual's personnel and pay files, other 

Army records and reports. . 
Exemptions claimed for the system: 
None. 

A0600-8USFK 
System name: · .,, 

Command Unique Personnel Information DauiSystem (CUPIDS). 
System location: 
Headquarters; U.S. Forces,' Korea/Eighth U.S. Army, APO San 

Francisco 96301-9000. · · ' . 
Categories of individuals covered by the system: 

. !vJembers of U.S. Forces, Korea and Eighth U.S. Army, their 
dependents, U.S. Embassy employees, .contract personnel, technical 
representatives, and individuals who are assigned. to or under the 
jurisdicial or administrative control of the U.S. Army who make 
purchases of controlled items from authorized resale activities in 
Korea. 

Categories of records in the system: 
Individual's name, Social Security Number, date and place of birth, 

sex, citizenship, date arrived in and previous tours in the Republic of 
Korea, rotation date, ~rvice component, pay grade/position, marital' 
status, dependency status, selected skill specialties;. sales slips and 
control sheets used in sales of controlled items by U.S. ·Forces; 
overspending/overpurchase printouts produced by central computer 
facilities. 

Authority· for maintenance of the system: 
to U.S.C. 3012; 5 U.S.C. 301; Status of Forces Agreement; United 

States of America and the Republic of Korea; and Executive Order 
9397. ' . 

Purpose(s): 
Information is used for personnel management, strength account­

ing, manpower management, and contingency planning and oper­
ations; to assist commanders and U.S. Armed ·Forces investigative 
agents in monitoring purchases of controlled items; to produce ration 
control plates for authorized users; to maintain record of selected 
controlled items purchases at retail facilities and suspected violators 
of the system; and to comply with Joint Service blackmarket moni-
toring control policy. . . 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Information required for noncombatant evacuating planning ~nd 
statistical studies by U.S. Forces Korea; to provide a source docu­
ment for production of ration control plate. The Army's "Blanket 
RoutiQe Uses:· set forth at the beginning of the Army's compilation 
of record system notices apply to this record system. 

Policies: and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Magnetic tapes, microfiche, and paper printouts. 
Retrievability: 
By surname of noncombatants; by Social Security Number of all 

others. ' 
Safeguards: 

Records are accessible only to authorized personnel. During non­
duty hours, the facility is locked and secured. · 

Retention and disposal: 
Destr~y· when no longer needed for current operations or wh.en no 

longer needed to meet host country .. laws and regulations, whichever 
is later. 
. System manager(s) and address: 

· Co.mmander, U.S. Forces Korea/Eighth u:s. Army; .. A TJ"N: AJ-
DM, APO San Francisco 96301-6000. · 

Notification procedure: 
I'ndi~iduais see~ing to determine if info~mation about themse.lves is 

contained in this records system should address written inquiries to 
the Commander, U.S. Forces.Korea/EJghth l].S. Army, ATTN: AJ-
DM, APO San Francisco 96301-9000. . . 

Individual should pFOvide the full name, Social Security Number, 
and military status or other information verifiable from the record 
itself. · t 

Record access procedure: 
Individuals seeking access to records about theJllselves contained in 

this record system should address written inquiries to the Command­
er, U.S. Forces Korea/Eighth U.S. Army, ATTN: AJ'-DM, APO 
San Francisco 96301-9000. · 

Individual should provide the full name, Social Security Number, 
and military status or other information verifiable from the record 
itself. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial agency determinations by the individual concerned 
are published in Department of the· Army Regulation 340-21; 32 
CFR part 505; or may be obtained from the system manager. 

Record· source categories: 
From the individual; Army records and reports. 

. Exemptions clai~ed for the ~ystem: . " . 
None. · 

A0600-8aTAPC 
System name: . 

Major Comma'nd· Military Personnt:I Management Reporting 
System. 

System location: 
Decentralized to each major Army command. 
Categories of individuals cov'ered by the· system: 
Active duty commissioned officers, warrant .officers and ~nlisted 

personnel assigned or projected for assignment to the major com-
mand. · 

Categories of records in .the system: 
· Nam~. Social Security Number, sex, race; marital status and de­

pendents; physical category code; component; expiration of term of 
service; additional pay; date of qmk; annual effieiency index; last 
overseas short tour, prqcurement actions; unit identification code; 
Department of Army location, assignment and status codes; perma­
nent change of station date; date joined/departed current command; 
gaining unit, location, assignment and status codes; reporting date; 
date returned. from overseas; previous unit identification code, assign­
ment and type transfer strength; primary and secondary military 
occupational specialties (MOS), secondary MOS evaluation score; 
duty MOS; away without leave data; date agreements and related 
documents forms, and correspondence. · 

Authority for maintenance of the system: 
5 U.S.C 301; 10 U.S.C. 3013; and Executive Order 9397. 
Purpose(s): . 
This system extracts data from Officer and Enlisted Personnel 

Files and records related to organizations, personnel authorized and 
assigned strength and prepares reports designed to aid major Army 
commanders in managing military personnel functions. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses:·· · 

None. ' 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · · 
Storage: 
Computer magnetic tapes, discs, and printouts; microfiche; 
Retrievability: 
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By name, Social Security Number, or other unique identifying 
characteristics. 

Safeguards: 
Records ar.e protected by physical security devices, computer 

hardware and software safeguard features, and personnel clearances 
for individuals working with the system. 

Retention and disposal: 
Destroyed after 90 days. 
System manager(s) and address: 

. Commander~ U.S. Total Army Personnel Command, 200 Stovall 
Street, Alexandria, VA 22332-04QO. 

Notification procedure: 
Individuals seeking to determine if information about themselves is. 

contained in this record system should address written inquiries to 
the commander of the major command where assigned or attached. 

Individual should provide the full name, Social Security Number, 
current address, and sufficient details to permit locating pertinent 
records. 

Record access procedures: 
Individuals seeking· access to records about themselves -contained in 

this· record system should address written to the commander of the 
major command where assigned or attached. . · 

Individual should provide the full name, Social Security Number, 
current address, and sufficient details to permit locating pertinent 
records. 

Contesting. record procedures: 
·The Army's rules for accessing records, contesting contents, -and 

appealing initial determinations are contained -in· Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record -source categories: 
From automated system!? interfaces based on the· Headquarters, 

Department of Army data base. 
Exemptions-claimed for the system: 

. None, · 

A0600-8bTAPC 
System name:· 

Standard Installation/Division Personnel System (SIDPERS). 
System location: · 
Decentralized to local installation level of the Army. Information 

is stored on computer media at five regional data centers located in 
the Washington, DC area and near Fort McPherson, GA; Fort 
Knox, KY; Fort Hood, TX; and Fort Ord, CA or at local installa­
tions. Access to and processing of the information is . through distrib­
uted data processing centers located at installations .. 

Categories of iudividuals covere~ by the system: . 
All active duty Army personnel and personnel attached from the 

National Guard and/or Army Reserves based upon local option. 
Categories of records in the system: 
Name; Social Security Number, sex, race, citizenship, status, reli­

gious denomination, marital status, number of dependents, date of 
birth, physical profile, ethnic group, grade and date of rank, term of 
service .for enlisted personnel, service agreement for non-regular offi­
cers, service data and dates, unit of assignment, military occupational 
specialty, additional skill identifiers, civilian/military education lev~ls, 
languages, assignment eligibility and availability and termination date 
thereof, security status, speCial pay and bonus, and suspense termina­
tion date thereof, suspension of favorable personnel action indicator, 
Privacy Act disputed record indicator, and similar relevant data. 

Authority. for maintenance of the system: 
5 U.S.C. 301; io U.S.C. 3013; and Executive Order 9397. 
Purpose(s): 
To support personnel management decisions concerning the selec- . 

tion, distribution, and utilization of all personnel in military duties, 
strength accounting, and manpower management. 

Routine uses ·of records maintained in the system, includi~g catego-
ries of users and the purposes of such uses: · 

The "Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Magnetic . tapes, discs, diskettes, microfiche, punched· cards, and . 

computer printouts. 

Retrievability: 
By name, Social Security Numbdr, or other individually identify­

ing characteristics. The automated system provides a query capability 
allowing users to retrieve personnel data via CRT terminal. · 

Safeguards: 
Regional data centers are contractor-operated under an Army ~p~ 

proved security program. Potential contractor personnel are securtty 
screened; contractor employees receive a security briefing and par­
ticipate in an ongoing security education program under the regional 
data security officer . 

Regional data centers are connected through a commupications 
network to 44 disfributed data processing centers at Army installa­
tions. Technical, physical, and administrative safeguards required by 
Army Regulation 380-19, Information Systems Security are met at 
installation data processing centers and information is secured in 
locked rooms with limited/controlled access. Data are available only 
to installation personnel responsible for system operation and mainte­
nance. Terminals not in the data processing center are under the 
supervision of a terminal area security officer at each rem'ote location 
protecting them from unauthori:z;ed use. Access to information is also 
controlled by a system of assigned passwords for authorized users of 
terminals. · · 

Retention and disposal:. 
Data retained until updated or service of individual is terminated 

with earlier information erased. Hard copy printouts are retained in 
accordance· with Department of the Army Pamphlet 600-8 series. 

System manager(s) and address: 
Commander, U.S. Total Army Personnel Center, 200 Stovall 

Street, Alexandria, VA 22332-0400. 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
their local commander. 

Individual should provide the full name, Social Security Number, 
and current address. . 

Personal visits may be made; individual must furnish proof of 
identity. 

Record access procedures: 
Individuals seeking access to records about (hemselves contained in 

this 'record system may visit or address written inquiries to the 
servicing military personnel office or headquarters of the organiza-
tion/station of the service member. · 

Individual should provide the full name, Social Security Number, 
current address. 

Personal visits may be made; individual must furnish proof of 
identity. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained' from the system 
manager. 

Record source categories: 
From the individual, commanders, Army records and documents, 

other federal agencies. 
Exemptions claimed for the system: 
None. 

System name: 
Emergency Data Files. 
System location: 

A0600-8-1aT APC 

U.S. Total Army Personnel Command, Alexandria, VA 22332-
0400. Copy of Record of Emergency Data (DD Form 93) exists in 
soldier's field Military Personnel Records Jacket (MPRJ). 

Categories of individuals covered by the system: 
All military personnel on active duty. 
Categories of records in the system: 
File contains DD Form 93, Record of Emergency Data. Docu­

ment reflects the service member's name; Social Security Number; 
spouse and children's names and current address; persons to be and 
not to be notified in the event of death or injury; information on 
wills, insurance, and other such information; and designation of bene­
ficiaries for certain benefits. 

Authority for maintenance of the system: 
10 U.S.C. 3013 and Executive Order 9397. 
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Purpose(s): 
To document names and addresses of person(s) to be notified in 

emer:gency situations; to determine lawful disposition of service mem­
ber's pay and allowances when that member is missing, captured,' or 
becomes a casualty. · 

Routine uses of records maintained in the system, inCluding catego-
ries of users and the purpos(lS of such uses: . . . . -
· The "Blanket Routine Uses" set forth at the beginning ·of the 
Army's compilation of record system notices. · 

Policies· and practiceS-for storing, retrieving, accessing, retaining, and 
di~posing of r~ords in the system: . · · _ · . 

Storage: , 
Machine prpcessed card in vertical file; paper copy. in MPRJ: 
~etrievability: · 

. Gar? is .. retfiev~d.by Social' Security Number; paper copy· in MPRJ 
1s retneved by soldter's surna~e. _ . · 

Safeguards: · 
Building ·employs security guards; the office in which_ record. ·is 

located is, in operation 24 hours a day, 7 days a week. Records are 
accessible only to authorized personnel. 

Retention and disposal: 
The ·Emergency Data Card is retained until individual separates 

from the Army; then destroyed. Copy in the MPRJ is retired. with 
the MPRJ. If individual dies, the form becomes part of the casualty 
case file which is retired upon completion to the National Personnel 
Records Center (Military), St. Louis,' MO 63132. 

System manager(s) and address: 
Commander, U.S. Total Army Personnel ~mmand, 200. St~v~ll; 

Street, Alexandria, VA 22332-0400. 
- Notification procedure: _ . 

lnpividuals seeking td determine if infor;mation about themselves is 
contained ·in this record system should address written inquiries to 
the Commander, U.S. Total Army Personnel Command, ATTN: 
T APC-PEC, Alexandria, VA 22332-0400. . . 

Individual. should provide the full name and other information that 
can be verified from the file. · · 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Command­
er, U.S. Total 'Army Pe-rsonnel Command, ATTN: TAPC:...PEC, 
Alexandria, VA 22332-0400. Individual should provide the full riame 
and other information that can be verified from the file. · 

Contesting 'record procedures: 
The Army's rules for contes~ing contents and appeaEng initial 

determinations are contained in Army Regulation 340-21; 32 Cf:R 
part 505; or may be obtained from the system manager. 

Record source categories: · 
Service member. 
Exemptio~ claimed for the system: 
None. 

A0600-8-lbTAPC 
. System name: 

Line of Duty Investigations. 
System location: 
Personnel Plans and Actions Branch, Personnel Service Center· at 

Army Installations; Army Enlisted Records and Evaluation Center, 
Fort Benjamin Harrison, IN 46249; U.S. Total Army Personnel Com­
mand, Alexandria, VA 22332-0400; U.S. Army Reserve Personnel 
Center, 9700 Page Boulevard, St. Louis, MO 63132-5200; National 
Personnel Records Center (Military), 9700 Page Boulevard, St. 
Louis, MO 63132-5200; National Guard Bureau, 5109 Leesburg Pike, 
Fi!lls Church, VA 2204T-3258. 

Categories of indjviduals covered by the system: 
Service members wh<;> have been injured, are diseased, or deceased. 
Categories of records in the system:, 
The DA Form 2173 (Statement of Medical Examination and Duty 

Status); DO Form 261 (Report of Investigation-Line of Duty and 
Misconduct Status); and supporting documents such as military 
police reports, accident reports, witness statements, and appointment 
instruments, and action on appeals. · 

AuthoritY for maintenance of the system: 
10' U.S.C. 972, 1204, 1207, 3822; 37 U.S.C. .802; _and. Executive 

Order 9397. 
Purpose(s): 

/ To review facts and circumsUinces of service member's injury and 
render decision having the effect of approving/denying certain ~ili­
tary benefits, pay and allowances. 

Routine uses of records maintained in the system, including cat~go· 
ries of users and the purposes of such uses: · 

Information"may be provided to the Department oLVeterans Af­
fairs or other government agencies, to include state agencies, for a 
determination of the service member's entitlement to benefits. 

The "Blanket Routine Uses" set forth at the beginning of . the 
Army's compilation of record system notices . also apply to this 
system. ··. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
( Paper records in file folders; microfiche. 

Retrievability: 
By service member's surname. 
Safeguards: 
Records are maintained in metal file cabinets accessible only. to 

designated authorized. personnel. 
. Retention anCI· disposal:~ 

The original is a permanent part· of member's Official Military 
Personnel File. Copies filed in offices of the investigating officer, unit 
commarider, appointing authority, and final reviewing authority are 
destroyed after 5 years. · 

System manager(s) ~nd address: 
Commander, u.s:· Total Army Personnel Commanq, 200 Stovall 

Street, Alexandria, ·VA 22332-0400. 
Notification procedures: 
Individuals seeking to determine if information about themselves is 

contained in _this _record system shquld address written inquiries to 
the Commander, U.S. Army Enlisted Records . and Evaluation 
Center, Fort Benjamin Harrison, IN _46249 (for enlisted personnel on 
active duty); Commander, U.S. Total Army Personnel Command, 
A TIN: TAPC-MSR, Alexandria, VA 22332-0400 (for officers on 
active. duty); Commander, U.S. Army Reserve Personnel Center, 
9700 Page Boulevard, St. Louis, MO 63132-5200 (for Army reserve 
personnel); National Personnel Record_s Center (Military), 9700 Page 
Boulevard, St. Louis', MO 63132-5200 (for separated enlisted and 
officer personnel); National Guard Bureau, 5109 Leesburg Pike, Falls 
Church, VA 22041-3258 (for full.time National Guard Duty under 
32 U.S.C., those in federalized status, or those attending active Army 
service school). · 

Individuals should provide the full name, Social Security Number, 
present a:ddress, and signature."· · 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record- system should address written inquiries to the Command­
er, U.S. Army Enlisted Records and Evaluation Center, Fort Benja­
min Harrison, IN 46249 (for enlisted personnel on active duty); 
Commander, U.S. Total Army Personnel'Commanp, ATTN: TAPC­
MSR, ·Alexandria, .VA 22332-0400 (for officers ·on active duty); 
Commander, U.S. Army Reserve Personnel Center, 9700 Page Bou­
levard, St. L<;>tiis, MO 63132-5200 (for. Aqny' reserve personnel); 
National Personnel Records Center (Military), 9700 Page Boulevard, 
St. Louis, MO 63132-5200 (fqrseparated enli~ted and officer person­
nel); National Guard Bureau, 5109 Leesburg .Pike, Falls Church, VA 
22041-3258 (for ful_l-tinie National Guard Duty under 32 U.S.C., 
those in federalized status, or those attending active Army service 
school). ·. _ '. ' _ · . · . 

Individuals ·should provide the full name,_ Social Security' Nufr:lber, 
present address, and signature. 

Contesting record procedures: · 
The Army's rules for accessing records, contesting contents, and 

. appealing initial determinations are -contained ih Army Regulation 
340-21; 32 CFR part· 505; or rriay be- obtained from the systeni 
manager. _ · · 

Appeals ·of (leterminations by authority of the Secretary of the 
Army are governed by AR 600-8-1, Army Casualty and Memorial 
Affairs and Line of Duty lnv~stigations; collateral review. of decided 
cases is limited to questions of completeness of the r~ords of such 
determinations. · · 

Record source categories: 
From the applicant, medical records, DA Form 2173, service 

member's commander, official Army records and reports, witness 
statements. ' 
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Exemptions claimed for tbe system: 
None~ 

A0600-8-lcT APC 
System name: 

Casualty Information System (CIS). 
System location: 
U.S~ Total Army Personnel Command, 2461 Eisenhower Avenue, 

Alexandria, VA 22331-0481. 
Categories of individuals covered by the system! 
Army personnel who are reported as casualties in accordance with 

Army Regulation 600-8...:.1, Army Casualty and Memorial Affairs and 
Line of Duty Administrative Procedures. 

Categories of records in the system: 
Individual's name, Social Security Number, date of birth, branch of 

service, organization, duty, military occupational specialty (MOS), 
rank, sex, race, religion, home of 'record, and other pertinent informa­
tion; Military Personnel Records Jacket (MPRJ), health/dental 
records, all correspondence between Department of the Army and 
soldier, soldier's primary next of kin/secondary next of kin, inquiries 
from . other agencies and individuals, DD Form 1300 (Report of 
Casualty). 

Authority for maintenance of tbe system: 
10 U.S.C. 3013; Pub. L. 93-289; and Executive Order 9397. 
Purpose(s): 
To respond to inquiries; to provide statistical data comprising type, 

number, place and cause of incident to Army members. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such ·uses: · 
The "Blanket Routine Uses" set forth at the beginning of the 

Army's compilation of .record. system notices apply to this system. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in tbe sy_stem: 
Storage: 
Magnetic tapes, computer printouts, punch cards, paper records in 

file cabinets. 
Retrievability: 
By individual's name and/or Sodal Security Number or any other 

data element. 
Safeguards: · 
All information is restricted to a secure area· in .buildings which 

employ security guards. . 
Computer printouts and magnetic tapes and files are protected by 

password known only to properly screene4 personnel possessing spe­
cial authorization for access. 

Retention and disposal: 
Records are permanent. 
System manager(s) and address: 
Commander, U.S. Total Army Personnel Command, 2461 'Eisen­

hower A venue, Alexandria, VA 22331-0481. 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Commander, U.S. Total Army Personnel Command, ATTN:· 
TAPC-PEC, 2461 Eisenhower Avenue, Alexandria, VA 2233.1-0481, 
telephone (202) 325-0719. 

Individual should provide the full name, current address and tele­
phone number, and should identify the person who is the subject of 
the inquiry by name, rank and Social Security Number. 

Record access procedures: . 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Command· 
er, U.S. Total Army Personnel Command, ATTN: TAPC-PEC, 
2461 Eisenhower A venue, Alexandria, VA 22331-0481, telephone 
(202) 325-0719. . . 

Individual should provide the full name, current address and tele­
phone number, and should identify the person who is the subject of 
the inquiry by name, rank and Social Security Number. 

Contesting record procedures: 
The Army's ·rules for accessing records, contesting contents, and 

appealing initial ·determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories: 

From casualty reports received from Army commanders and from 
investigations conducted by Army commanders·under AR 15-6, Pro­
cedures for Investigating Officers and Boards of Officers. 

Exemptions claimed for the system: 
None. · . 

A0600-20NGB 
System name: 

Equal Opportunity Investigative Files. 
System location: 
Office of Human Resources (Field Operating Activity) HRA­

FOA, 5109 Leesburg Pike, Falls Church, VA 22041-1525. 
Categories of individ~als covered by the system: 
National Guard technicians and military members who file com­

plaints of discrimination or who are involved in such complaints. 
Categories of records in tbe system: 
Formal complaints of discrimination; counselors' reports; notifica­

tion letters to the complainant; affidavits from complainant and/or 
witnesses; investigative reports; hearings transcript; examiner's find­
ings, recommendations; decisional documents; and similar relevant 
records. 

Authority for maintenance of tbe system: 
Title VI, Civil Rights Act 19M and Pub. L. 92-261. 
Purpose(s): 
To investigate and resolve complaints of discrimination, . provide 

facts to the Adjutant General of a State for issuing a proposed 
disposition to a complainant. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of sucb uses: 

Information may be disclosed to the Equal Employment Opportu­
nity Commission, Washington, DC (see EEOC/GOVT -1 ·system of 
records notice). 

The "Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of record syste~ notices also apply to this 
record system .. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: 
By name of complainant 
Safeguards: 
Records are maintained in secured rooms/cabinets accessible only 

to designated officials have a need therefor in the performance of 
assigned duties. 

Retention and disposal: 
Records are permanent. They are retained in active file-. until the 

case is closed, then forwarded to the Washington National Records 
Center, Suitland, MD. 

System manager(s) and address: 
Office of Human Resources (Field Operating Activity) H~A­

FOA, 5109 Leesburg Pike, Falls Church, VA 22041-5125. 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Office of Human Resources (Field Operating Activity) HRA­
FOA, 5109 Leesburg Pike, Falls Church, VA 22041-5125. 

For verification purposes,. individual should provide the full name, 
current address and telephone number, sufficient details concerning 
the complaint to facilitate locating the record, and signature. 

Record access procedure: 
Individuals.seeking access to records about themselves contained in 

this record system should address written inquiries to the Office of 
Human Resources (Field Operating Activity) HRA-FOA, 5109 Lees­
burg Pike, Falls Church, VA 22041-5125. 

For verification purposes, individual should provide the full name, 
current address and telephone number, sufficient details concerning 
the complaint to facilitate locating the record, and signature. 

Contesting record procedures: · 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations by the individual concerned are pub­
lished in AR 340-21~ 32 CFR part 505; or may be obtained from the 
system manager. 

Record source categories:· 
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From the indivipual,. investigatiye reports, witness statem!!nts, 
Army records and reports. 

Exemptions claimed for the system: 
None. 

A0600-2SMDW 
System name: 

State, Official, and Special Military Funeral Plans. 
System location: 
Office of Ceremonies and Special Events, US Army Military Dis­

trict of Washington, Ft McNair, Washington, DC 20319. Segments of 
the system may exist 'at DOD commands and installa~ions supporting 
State, Official, and Special Military Funerals. · 

Categories of individuals covered by the system: 
Goyernment. officials or service-connected persons and dependent 

family members who are authorized a State, Official or Special Mili­
tary funeral. 

Categories of records in the system: 
Letters, memor11nda, maps, diagrams, ceremonial plans, and. simiJar 

relevant documents for military hon·ors and/or funeral support for 
.only those authorized individuals who have requested special ar­
rangements for their funeral ceremony. 

Authority for maintenance of the system: 
10 U.S.C., section 3012. 
Purpose(s): . 
To maintain funeral plans .or requests by specifically authorized 

individuals who have requested special arrangements for theirrfuneral 
ceremony; to facilitate coordination of military support' for State: 
Official, or Special Military funerals. · 

Routine uses of records m'aintained in the system, including catego­
ries of users and the purposes of such uses:· · 

Information may be disclosed to other Government or State au-
thorities as determined by the System Manager. ' 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in 'the system: ' 

Storage: 
Paper records in file cabinets. 
Retrievability: 
By individual's name. 
Safeguards: 
Records are maintained in safes and are accessible only to author­

ized personnel who have official need therefor in performance of 
their duties. · 

Retention and disposal: 
Records are permanent. 
System manager(s) and address: 
Commander, US Army Military District of Washington, Ft 

McNair, Washington, DC 20319. 
Notification procedure: 
Information may be obtained from the Director, Ceremonies and 

Special Events, US Army .Military District of Washington, Ft l:eslie 
J. McNair, Wa~hington, DC 20319. 

Record access procedures: 
Requests from the individual or designated representative should 

be made in person or addressed to the System Manager, ATTN:. 
Dire~tor, Ceremonies and Special Events. 

Contesting record procedures: 
The Army's rules for access 'to records and for contesting contents 

and appealing initial determinations are contained in AR 340-21 (32 
CFR part 505}' 

Record source categories: 
Information obtained from the individual or designated representa­

tive. 
Exemptions claimed for the system: • +j. 

Nope. 

A0600-37aDAPE 
System name: 

Special Review Board Appeal Case Summary File. 
System location: . · 
Office of the Deputy Chief of Staff for Personnel,· Special Review. 

Board (DAPE-MPD-CD), Washington, DC 20310. 
Categories of individuals covered by the system: 

Army officer and enlisted personnel who have submitted substan­
tive, as opposed to administrative, appeal of Officer Evaluation Re­
ports, Enlisted Evaluation Reports, Ac1;1demic Evaluation Reports, 
and cases referred for promotion reconsideration. 

Categories of records in the system: 
Identification data on individmil, date of appeal, dates of contested 

OER/EER/ AER period, and supporting documentation; promotion 
reconsideration referrals including information provided by the. pro­
motion board and relevant documents from individual's OMPF, 
names of voting SRB member, ~ames of persons contacted by SRB, 
summary· of evidence considered, discussion, recommendations, con­
clusions, final determination.of appeal, and disposition. 
. 'Authority for maintenance of ~he system: ' . 

10 u.s.c. 3012. 
Purpose(s): . 
To review·· and· adjudicate appeals of officer and noncommissioned 

officer ratings, acaderrtic ratings, and promotion board reconsider-
ation cases. . 

Routine uses of records maintained in· the system, including catego· 
ries of users· and the purposes of sucli uses: 

. See 'Blanket Routine Uses' set forth at the begirul:ing of the Anny's 
listing of record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in folders. 
Retrievability: 
By individual's surname. 
Safeguards: 
Records are maintained in areas accessible' only to designated au­

thorized persons in buildings which employ Security guards. 
Retentio~ and disposal: 
Records are retained by the Special Review Board for .20 years; 

then destroyed by shredding. 
System manager(s) and address: 
Deputy Chief of Staff for Personnel, Headquarters, Department of 

the Army, The Pentagon, Washington, DC 20310. · · 
Notification procedure: 
Information may be obtained from the System Manager, ATTN: 

DAPE-MPD-CD, Room 2C~749; The Pentagon, Washington, DC 
20310; telephone: 202/697-7619. 

· Record access procedures: . . 
Individuals desiring access to records in this· ~ystem of records 

pertaining to them should write to the System. Manager, A TIN: 
DAPE-MPD-CD, Room 2C-749, The Pentagon, Washington, DC 
20310, furnishing full name, current address and telephone humber. 
For personal visits,. individual must provide acceptable identification 
such as military identification card. 

· Contesting record procedures: 
The Army's rules for contesting contents and appealing initial 

determinations are contained in Army Regulation 340-21 (32 CFR 
part 505). 

Record source categories: 
From ,the individual, relevant Ariny records and reports. 
Exemptions claimed for the system: 
None. 

A0600-37bDAPE 
System name: 

Unfavorable· Information Files. 
System location: 
Primary ·records are located at the Department of the Army Suit­

ability Evaluation Board, Office of the Deputy Chief of Staff for 
Personnel, The Pentagon, Washington, DC 20310. Segme.nts of the 
system .may exist at Suitability Evaluation Board at Major Army 
Commands. 

Categories of Individuals covered by the system: 
Army personnel (active, reserve, National Guard). on whom unfa­

vorable information has been discovered, considered, referred to indi­
vidual, and disposed of, to include appeals and petitions. for removal 
or transfer of such informat;on. from the individual's performance 
record. 

Categories of records in the system: 
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Summary of unfavorable information, copy of letter of notification 
to individual, individual's response or appeal, summary of consider­
ation of response or appeal, disposition determination, and voting 
record of Board members. . 

Authority for maintenance of the system: 
10 u.s.c. 3012. 
Purpose(s): 
To record Board action and to provide pattern of subsequent 

unfavorable information. Information filed in the performance por­
tion of the Official Military Personnel File is also used by Depart­
ment of Army promotion/selection boards when the individual has 
been afforded due process. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See 'Blanket Routine Uses' set forth at the beginning of the Artny's 
listing of record system notices. . · . . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: 
By individual's surname. 
Safeguards: 
Records are maintained in areas accessible only. to authorized per­

sonnel having official need therefor. Buildings housing records are 
secured at all times. · 

Retention and disposal: 
Records are retained by the Suitability Evaluation Board· for 20 

years, following which they are destroyed by shredding. 
System manager(s) and address: 
Deputy Chief of S~ff for Personnel, Headquarters, Department of 

the Army, The Pentagon, Washington, DC 20310. · 
Notification procedure: 
Individuals desiring to know whether or not information on them 

exists in this system of records'may inquire of the System Manager, 
ATTN: DAPE-MPD. Inquirer should furnish his/her full name, 
SSN, sufficient details concerning time and place of event to ensure ' 
locating pertinent records, and signature. · 

Record access procedures: 
Individuals seeking access should provide information specified in 

'Notification procedure'. 
Contesting record procedures: 
The Army's rules for access to records and for contesting contents 

and appealing initial determinations are contained in Army Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: 
From the individual; Suitability Evaluation Board prpceedings. 
Exemptions claimed for the system: · 
None: 

A0600-SSDAMO 
System name: 

Motor Vehicle/Equipment Operator Permit Files. 
System location: 
Deputy Chief of Staff for ·Operations and Plans, ATTN: DAMO­

ODL, Headquarters, Department of the Army, Washington, DC 
2031 0-0440. 

Categories of individuals covered by the system: 
Military and civilian personnel authorized to operate Government 

motor ,vehicles and/or certain categories of equipment such as gen­
erators, air compressors, gas generators, construction equipment, ma­
terials handling equipment, locomotives, guided missile hyrdraulic 
elevators, mobile floating assault bridges, fueled heaters and stoves; 
amphibious crafts, and mine detecting equipment. 

Categories ofrecords in the system:· 
Individual's permit (SF 46) or other authorization for operating 

vehicles or equipment ~uch as enumerated in the preceding para­
graph; register of such individuals; qualifications records; similar rele­
vant. ·documents. and reports. 

Authority for· maintenance of the system: 
5 U.S.c. 301 and Executive Order 9397. 
Purpose(s): · 
To determine qualifications of the individuals and issue authoriza­

tion for operation of Government motor vehicles and/or equipment. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" set forth at the beginning of ·the 
Army's compilation of record system notices apply to this record 
system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: . . . . 

Storage: 
Paper records in file folders; cards. 
Retrievability: 
By individual's surname. 
Safeguards: 
Records are maintained in secured areas/cabinets accessible only to 

designated officials having need therefor in the performance of their 
duties. 

Retention and disposal: 
Destroyed 3 years from date of issue or ~arlier if revoked by 

proper authority. 
System manager(s) and address: 
Deputy Chief of Staff for. Operations and Plans, ATTN: DAMO­

ODL, Headquarters, Department of the Army, Washington, DC 
20310-04,40. 

N.otification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Motor Vehicle/Equipment Examiner or Provost Marshal at the 
installation where permit or authorization was issued. 

Individual should provide the full name, Social Security Number, 
and other information verifiable from the record itself." 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

· this record system should address written inquiries to the Motor 
Vehiclei,Equipment Examiner ·or Provost Marshal at the installation 
where permit or authorization was issued. · 

Individual should provide the full name, Social Security Number, 
and signature. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and· 

appealing intitial determinations are contained in Army Regulations 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories: 
From the individual; Army records and reports. 
Exemptions claimed for the system: 
None.· 

A0600-85DAPE 
System name: 

Alcohol and Drug Abuse Rehabilitation Files .. 
System location: 
Primary location: Alcohol and Drug Abuse Prevention and Con­

trol Program (ADAPCP) rehabilitation/counseling facilities (e.g.; 
Community Counseling Center/ADAPCP Counseling Facili'ties) at 
Army installations and activities. Official mailing addresses are pub-

. lished as an appendix to the Army's compilation of record system 
notices. 

Secondary location: U.S. Total Army Personnel Command, Per­
sonnel Information Systems Command (ASQNI-ASM), 200 Stovall 
Street, Alexandria, VA 22332-0310. 

Categories of individuals covered by the system: 
Any individual (military, civilian, family member) who is eligible 

for care, is referred to and enrolled in the ADAPCP for rehabilita­
tion, pursuant to Army Regulation 600-85. 

Categories of records in the system: 
Primary location: Copies of patient inta~c;r records, progress re­

ports, psychosocial histories, counselor observations and impressions 
of petient's behavior and rehabilitation progress, copies of medical 
consultation and laboratory procedures performed; results of bio­
chemical urinalysis for alcohol/drug abuse, and similar or related 
documents. · . 

Secondary location: Copies of patient intake records (DA Form 
4465), progress reports (DA Form 4466), ar 1 demographic -compos­
ites thereof: 

Authority for IIHlintenance of tbe system: 
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10 ·U.S.C. 3012; 42 U.S.C. 190dd-3 and 290e~-3; and E~ecutive 
Order 9397. ·· · · 

Purpose(s): . 
~o identify_ alcohol an~ dr~g abuser~ .an~ eith<?r r~store such per­

sons to effect1ve duty ~r Identify rehat;HhtatiOn failures for separation 
from government servtce. ~t the pnmary location, information is 
used to treat, counsel, and rehabilitate· individuals who participate in 
the Alcohol and Drug Abuse Prevention· and Control Program .. At 
the s~condary .location, client intake and progress reports are used to 
provtde essential management and. statistical information. · 
. Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
The, "Bian~et .Routine Uses" set forth at the beginning of the 

Army s comptlatlon of record system notices do not apply to this 
record system. ' ' 

The Patient Administration· Division at the medical treatment facil­
i~y with jurisdiction is responsible for the release of medical informa­
tion to malpractice insurers in the event of malpractice litigation or 
prospect thereof. · . . . l 

·Information is disclosed only to the following persons/agencies: 
To health care components of the Veterans Administration furnish-

ing health care to veterans. " 
T? ~edical personnel to the e~tent necessary to meet a bona fide· 

medtcal emergency. · ' ., ·. 
To qualified personnel conducting scientific research audits o;' 

program evaluations, provided that a patient may not be identified ln 
such reports, or his or her identity fu.rther disc,losed by such person-
nel. · ~ 
. In ~~sponse 'to a court order pased· ·on the showing of good cause 
m whtch the need for disclosure and the. public's interest is shown to 
exceed the potential harm that would be incurred by the patient the 
physician-patient relationship, and the Army's treatment prog~am. 
~~c:ept as authoriz~d by a c~urt order, no record may .. be useq to 
tmUate or substantiate any cnminal charges against a patient or to 
conduct any inve~tiga~ion of a patient. 

NoTE: Records of identity, diagnosis, prognosis, or treatment of 
any client/patient, irrespective of whether or when he/she ceases to 
be a client/patient, maiptained in connection with the performance of 
any alcohol or drug abuse prevention and treatment function con­
ducted, requested, or directly or indirectly assisted by any depart­
!"ent or agency. of the Unit~d States, shall, except as provide(,:~ there­
~~. be confidenttal and be disclosed only for the purposes 'and under: 
ctrcumstances expressly authorized in 42 U.S.C. 290dd-3 and 290ee-
3. These statutes take precedence· over the Privacy Ad of 1974 to 
the extent that disclosure is more limited. However, access to the 
record by the individual to whom the record pertains is governed by 
the Privacy Act. 

Policies and practices for storing, retrie~ing, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Primary location: ADAPCP Outpatient Medical Records in file 

fol~~r.s at Alco~ol ~nd Drug Abuse Prevention and Control Program 
facdttles are mamtamed for 1 year following termination of treatment 
or referral (if not enrolled). Selected forms are transferred to individ-
ual's health record or Outpatient Treatment Record .. • . 
. Secqndary locat~on: Patient ..intake and progress reports are stpred 
m locked file cabmets. Computer data are entered on line at U.S. 
Army Drug and Alcohol Operations Agency (USADAOA), :450i 
Ford Avenue, suite 320, Alexandria, VA 22302-1435 and transferred 
to magn~tic. disk or tape at. U.S. Army Personnel Information Sys- · 
terns Command, Alexandria, VA. · · · · 

Retrievability: . . 
Primary location: Alphabetically by individual's surname: Second­

ary location: By patient's Social Security Number or identification· 
code, date and installation. where individual. was in the Alcohol and 
Drug Abuse Prevention and Control Program. 

Safeguards: 
Primary location: Records are maintained in central storage areas 

in locked file cabinets where access is restricted to authorized per­
sons having an 9fficial need-to-know. . . . · 

Secondary location: Manual records are stored in locked file cabi­
nets. Automated records are maintained in nindom access. mode in 
controlled access areas. ,Data are processed . in batch ~ode and are 
subjected to standard executive and system .control programs plus the 
audit/edit an'd data base management system designed by. the U.S. 
Army Personnel Information. Systems Command. · 

Retention and disposal: 
Primary location: Recqrds are destroyed 1 year after termination. 

of the patient's treatment,. unless· the . Army Medical · Department 

Activity/Facility commander authorizes retention for an additional 6 
months. . . 

Secondary location: Manual. records are retained· up to 18 months 
or until information taken therefrom and entered into computer 
records is transferred to the "history" file, whichever is sooner. 
Disposal of manual records is by burning or shredding. Computer 
records are retained permanently for historical and/or research pur­
poses. 

System manager(s) and address: 
The· Deputy :.Chief of Staff for Personnel, Headquarters, Depart­

ment of the A,rmy (DAPE-PMH-H), The Pentagon, Washington, 
DC 20310-4000. 

Notification pro~edure: 
Individuals seeking to determine if'information about themselves is 

c~ntained in this record system should address written inquiries to 
etther the commander of the medical center/medical· department 
activity where treatment was obtained or the U.S. Army Drug and 
Alcohol Operations Agency (USADAOA), 4501 Ford Avenue, suite 
320, Alexandria, VA 22302-1435. Official mailing addresses are pub­
lish~d as an appendix to the Army's compilation of record system 
notices. 

Individual should provide the full name, Social Security Number, 
date of birth, current address and telephone number, and signature. 

Record access procedures: . 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to either the 
commander of the medical center/medical department activity where 
tr7atment was obtained or the U.S. Army Drug 11nd Alcohol Oper­
aupns Agency (USA,DAOA), _4501 Ford Avenu<f, suite 320, Alexan­
dria, VA 22302-143,?. Official mailing addresses' ar~ published as an 
appendix to the Army's copilation of record system notices. 

Individual should provide the full name, Social Security Number, 
date of birth, current address and telephone number, and signature. 

Contesting record procedures: · . 
The Army's rules for accessing records, contesting cpntents, and 

appealing initial agency qeterminations' by the individual 'concerned 
are published in Department of ~he Army Regulation 340-21; 32 
CFR part' 505; or may be obtained from the .. system manager. 

Denial to amend records in this system c~n be made only by the 
Deputy Chief of Staff for Personnel in coordination with The Sur­
geon General. 

Record source categories: 
From the individual by interviews and history statement; abstracts 

or copies of pertinent medical records; abstracts from personnel 
records; results of. tests; physiCians' n'otes, observations of client's 
behavior; related notes, papers, and forms from .counselor, clinical 
director, and/or. commander. 

Exemptions claimed for the system: 
None. 

A0600-200T APC 
System name: 

Classification, Reclassification, Utilization of Soldiers .. 
System location: 
U.S. Total Army Personnel Command, 200 Stovall Street, Alexan-

dria, VA 22332-0400. . . . · 
Categories of individuals covered by the system: 
Current and former Army members in enlisted grades El through 

E9. . ., 
Categories of records in the system: 
File contains name, So~ial SecUrity Number, grade, rllilitary occu­

pational specialty (MOS), evaluation test data, Enlisted Evaluation 
Report data, and additional infonmition substantiating the soldier's or 
Army's request for e'Sception to or interpretation of regulatory guid­
ance for the classification, reclassification o~ utilization of soldiers. 

Authority for maintenance of the system: . 
5 U.s:c .. 301; 10 U.S.C. 301,3; and Executive Order 9397. 
Purpose(s): 
To perform the objective of maintaining a· balance of authorization 

versus requirements by military occupational specialty within each 
career management field. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

None .. 
I 
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Policies a~d practices for storing;· retrieving, accessing, retaining, and. 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: 
By individual's surname. 
Safeguards: 
Records are accessed only by designated officials having official 

need therefore in the performance of official duties. Building housing 
records are protected by security guards. 

Retention and disposal: 
Destroyed after 2 years by shredding. · 
System manager(s) and address: 
Commander, U.S. Total Army Personnel Command, 200 Stovall 

Street, Alexandria, VA 22332-0400. 
Notification procedure: 
Individuals seeking to determine if i~formation about themselves is 

contained in this record system should address written inquiries to 
the C_ommander, U.S. Total Army Personnel Command, ATTN: 
TAPC-EP, 200 Stovall Street, Alexandria, VA 22332-0400. 

Individual should provide the full name, Social Security Number, 
current address, and signature.· · 

Record access. procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Command­
er, U.S. Total Army Personnel Command, ATTN: TAPC-EP, 200 
Stovall Street, Alexandria, VA 22332-0400. · 

Individual should provide the full name~ Social Security Number, 
current address, and signature. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinatio"ns ·are contained in Army Regulatic;>n 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. . 

Record source categories: 
From the individual; Army personnel records and reports. 
Exemptions claimed for the system: 
None. 

~0601-tOOTAPC . 
System· mime: 

Officer Appointment Files. 
System location: 
Primary system exists at the U.S .. Total Army Personnel Com­

mand, 200 Stovall Street, Alexandria; VA 22332-0400. Segments 
exist at Army installations and commands. Official mailing addrc;sses 
are published as an appendix to the Army's compilation of record 
systems notices. 

Categories of indiv,duals covered by th~ system: 
Applicants for appointment in the U.S. Army or U.S. Army Re­

serves. 
Categories of records in the system: 
Individual applications for appointment as ·a ,warrant or commis­

sioned officer, evaluation. reports, supplemental information "regarding 
qualifications, notification of acceptance/rejection and similar rele­
v~nt documents and reports. 

Authority for maintenance .of the system: 
5 U.S.C. 301 and Executive Order 9397. 
Purpose(s): 
To determine acceptability of applicants into the. Army officer 

ranks. · 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
None. 
Poiicies and practices for storing, retrievi~g, accessing, retaining, and 

disposing of records in the system: · 
. Storage: 

Paper records in file folders; microfiche. 
Retrievability: 
By individual's surname. 
Safeguards: 

Records are maintained in controlled areas. accessible only to· des­
ignated individuals having official need therefor in the performapce 
of their duties. · 

Retention and disposal: 
Records are destroyed after 1 year. 
System manager(s) and address: 
Commander, U.S. Total Army Personnel Command, 200 Stovall 

Street, Alexandria, VA 22332-0400. · 
Notification procedure: .. 
Individuals seeking to determine if information about themselves is 

contained in this record system should. address written inquiries to 
the Army installation in which application was sent .or to the Com­
mander, U.S. Total Army Personnel .Command, ATTN: TAPC-QP, 
200 Stovall Street, Alexandria, VA 22332-0400. · 

Individual should provide the full·name, Social Security Number, 
date of application, place to which sent, and any o.ther information 
.that wil.l assist in locating the record. 

Record access procedures: . 
Individuals seeking access to records about th~mselves contained in 

this record system should address written inquiries to the Army 
installation in which application was sent or to the Commander, U.S. 
Total Army Personnel Command, ATTN:. TAPC-OP, 200 Stovall 
Street, Alexandria, VA 22332-0400. 

Individual should provide the full name,· Social Security Number, 
date of application, place to which sent, and any other information 
that will assist in loc~ting the record. 

Contesting record procedures: 
T.he Army's rules for accessing records, contesting content.s, and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be' obtained from the system 
manager. 

Record source categories: 
From the individual; extracts from personnel records; forms, docu­

ments, and related papers originated by or received in Army offices. 
Exemptions claimed fqr the system: · 
None. 

A0601-141DASG' · 
System name: . 

Army Medical ·Procur~ment Applicant Files. 
System location: 
Primary system exists at the U.S. Army Health. Professional Sup­

port Agency, 5109 Leesburg Pike, .Falls Church, VA 22041-3258. 
Segments are located at Army Medical Department Procurement 
Counselor field offices. OffiCial mailing addre$ses are published as an 
appendix to the Army's compilation of record systems n9tices. 

Categories of individuals covered by the system: · 
Potential applicants for the Army Medical Department procure­

ment programs, to include applicants for appointment in the Regular 
Army and U.S. Army Reserve. 

Categories of records in the system: 
Interview sheets, counselor evaluations, resume; Curriculum Vitae, 

autobiography, letters of recommendation, selection/non-selection 
letters, Special Orders, correspondence to, from, and about applicant; 
Selection Board/Committee results, Statement· of Interests, Objec• 
tives and Motivation, Letter of Appointment, service agreement, 
Application for Appointment (DA Form 61), professional degrees, 
license certifications, quality assurance. documents, prior service 
records, physical, 1:\nd birth certificate. 

Authority for maintenance of the system: 
10 U.S.C. 3013 and 4301 and Executive Order 9397. 
Purpose(s): 
To evaluate an applicant's acceptability and potential for appoint-. 

ment in a comp~nent of the Army Medical Department; to ·ev;t.luate 
qualifications for assignment to various career areas; to dete.rmine 
educational and experience background for award of constructive 
service credit; to determine dates of service arid seniority; to docu­
ment service agreement with the U.S. Army; to provide, statistical 
information for effective management of'the Army Medical Depart­
n:tent Personnel Procurement Program. 

Routine uses of. records maintained. in .the sys~em, including catego-
ries of users ,and the purpos~ of such uses: . . 

. The "Blanket Routine Uses" set forth at the beginnlqg 6f, the 
Army's compilation of record systems notices apply to this system. 



116 PRIVACY ACT SYSTEMS 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: '' 

Storage: . ' 
Paper records in file folders. 
Retrievability: 
By applicant's surname. 
Safeguards: 
Records are restricted to designated· officials having need therefor 

in the performance of official duties. · . 
Retention and disposal: 
Records of selected applicants a~e held for 10 years before being 

destroyed by shredding; those for applicants not selected are held 2 
years and then destroyed. 

System manager(s) and address: 
Office of the Surgeon General, Headquarters, Department of the 

Army, 5109 Leesburg Pike, Falls Church, VA 22041-3258 · 
. Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to· 
the 'Commander, U.S. Army Health Professional Support Agency; 
5109 Leesburg Pike, Falls Church, VA 22041-3258. 

For verification purposes, the individual should provide the full 
names, Social Security Number, sufficient details to permit locating 
pertinent records, and signature. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Command­
er, U.S. Army Health Professional Support Agency, 5109 Leesburg 
Pike, Falls Church, VA 22041-3258. 

For verification purposes, the individual should provide the full 
name, Social Security Number, sufficient details to permit locating 
pertinent records, and signature. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories: 
From the indh 'dual; academic transcripts; faculty evaluations; em­

ployer evaluations; military supervisor evaluations; American Testing 
Program; Educational Testing Service; selection board/committee 
records; prior military service records. 

Exemptions claimed for the system: 
Parts ~f this system may b·~ .~xempt under 5 U.S.C. 552a(k) (5) as 

applicable. . . 
An exemption rule for this system .has been promulgated in accord-. 

ance with requirements of 5 U.S.C. 553(b) (1), (2), and (3), (c) and (e) 
and published in 32 CFR part 505. For additional information contact 
the system ·manager. 

A0601-210TAPC 
System name: 

Eligibility Determination Files. 
System location: 
U.S. Army Enlistment Eligibility Activity, 9700 Page Boulevard, 

St. Louis, MO 63132-5200. 
Categories of individuals covered by the system: 
Applica'nts for enlistment who require a waiver for adult felony; 

soldiers requesting continuation on active duty who require waiver 
of certain disqualifications pursuant to Army Regulation ·601-210. 

Categories of records in the system: 
File contains requests for enlistment eligibility or waiver of dis­

qualifications for enlistment/reenlistment, requests for grade determi-
. nation, documents reflecting determinations made thereon, copies or 
extracted items from basic records, transmittals, and suspense docu­
ments needed to assure that requests are acted upon in a timely 
manner. 

Authority for maiatenance of the system: 
10 U.S.C. 333 and Executive Order 9397. 
Puritese(s): 
To evaluate waiver requests, determine appropriate action and 

render decision, pursuant to Army Regulations 601-210, Regular. 
Army and Army Reserve Enlistment :Program, and 601-280, Army 
Reenlistment ~rog~am. · 

Routine uses of records maintained in the system, including catego· 
ries of users and the purpose of such uses: · 

None. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records in file folders. 
Retrievability: 
By individual's surname. 
Safeguards: 
Records are maintained in areas accessible only to properly 

cleared, trained, and authorized personnel. Records are in a building 
secured during non-duty hours: 

Retention and disposal: 
Destroyed after 1 year by shredding. 
System manager(s) and address: 
Commander, U.S. Total Army Personnel Command, 200 Stovall 

Street, Alexandria, VA 22332-0400. 
Notification procedures: 
Individuals seeking to determine if information about themselves is 

contained in this records system should address written inquiries to 
the Commander, U.S. Army Enlistment Eligibility Activity, .9700 
Page Boulevard, St. Louis, MO 63132-5200. 

Individual should provide the full name, Social Security Number, 
date of separation and service component, if applicable, current ad­
dress and telephone number, and signature. 

Record access procedures: 
Individuals seeking access to records aboutthemselves co~tained'in 

this record system should address written inquiries to the Command­
er, U.S. Army Enlistment Eligibility Activity, 9700 Page Boulevard, 
St. Louis, MO 63132-5200. 

Individual should provide the full name, Social Security Number, 
date of separation and service component, if applicable, current ad­
dress and telephone number, and signature. 

Contesting record procedures: 
The Army's rule for accessing records, oontesting contents, and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the. ~ystem 
manager. 

Record source categories: 
From the· individual, official' military personnel records; investiga­

tive/security dossiers; medical evaluations; Army records and r~­
ports. 

Exemptions claimed for the ·system: 
None. 

A0601-210TAPE 
System name: · 

'Army Recruiting Prospect System. 
System location: 
Army recruiting stations, brigades, and divisions; addresses may be 

obtained from the ·commander, US Army Recruiting Command, Ft 
Sheridan, IL. Enlistment inquiries generated by public advertising 
and follow-up data are maintained by Army contractor Market Com­
pilation and Research Bureau, Inc. 

·Categories of individuals covered by tbe system: 
Prospects for Army enlistment, individuals who I:tave asked to be 

excluded from Army promOtional mailing, third· parties who refer 
names of prospects to recruiters or who· are influential in the recruit-
ing effort. · 

Categories of records in the systeiR: 
Name, SSN, home address and telephone number, schools attend­

ed, .arrest record; names and addresses of prospective enlistee. On 
acceptance, applicant's record includes information furnished. by the 
Military .Enlistment Processing Command reflecting examination re­
sults. Also included are name, address and/or telephone number .of 
third parties who are influential in the recruiting program, e.g., city/ 
stale officials, Chamber of Commerce ·members, university/college/ 
high school· staff and faculty. 

Authority for ·maintemmce of·the system: 
10 U.S.C. 503, 504, 510.and 301.2 .. 
Pur,pose(s): 
These records are used by .the Department of the Army: (1) To 

review an individual's potential for enlisting; (2) to obtain school 



DEFENSE DEPAR1'MENT 117 

quotas for p~teritial enlistee's skills/ educational/assignment prefer­
ences and objectives; (3) to monitor recruiter performance; (4) for 
personnel management, statistical, and historical reports. 

Routine uses of records maintained in the system, including catego- . 
ries of users and the purposes of such uses: . 

See 'Blanket Routine Uses' set forth at the beginning of the Army's 
listing of record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records, cards, magnetic tapes, mini-diskettes/discs. 

. Retrievability: 
By name or SSN of the prospective enlistee, inquirer, recruiter, or 

third party referring agent. · 
Safeguards: 
Information in this system. is maintained in loc~ed storage areas 

available only 'to designated individuals having need· therefor in the 
performance of official duties. Personal information on prospects 
which is entered into the Joint Optical Information Network - a 
stand-alone data processor - restricts access to specially assigned 
recruiter ID/program codes. Administrative, physical and technical 
safeguards employed by the Recruiting Command and its contractor 
are commensurate with the sensitivity of personal data to ensure. 
preservation of integrity and to preclude unauthorized use/disclosure. 

Retention and disposal: 
Information furnished by a prospective enlistee is retained until 3 

months following end of enlistee's initial term of service, after which 
it is destroyed or erased; information concerning individuals who 
provide names of prospects is retained until no longer needed; infor­
mation on prospects not enlisted is destroyed/erased at the end of 
each calendar year following that in which collected. 

System manager(s) and address: 
Deputy Chief of Staff for Personnel, Headquarters, Department of 

the Army, The Pentagon, Washington, DC 20310. 
Notification procedure: 
Individuals wishing to inquire whethel' this system contains infor­

mation about them should write to the commander of the recruiting 
station to which information was provided, or· to the Commander, 
US Army Recruiting Command, Ft Sheridan,. IL 60037. Individual 
must provide full name, SSN, details that will assist in locating the 
records, and signature. 

Record access procedures: 
Individuals seeking access to information from this system should· 

furnish information in 'Notification procedure' above. · 
Contesting record procedures: 
The Army's rules for acces rules for access to records and for 

contesting contents and appealing initial determinations are contained. 
in Army Regulation 340-21 (32 CFR part 505). · 

Record source categories: 
From the individual, high school' officials/yearbooks/directories, 

law enforcement agencies; third parties who provide prospect leads, 
relevant Army records/reports, influential community officials. 

Exemptions claimed for the system: 
None. 

A0601-210aUSAREC 
System name: 

Enlistment Eligibility Files. 
System location: 
US Army Recruiting Command, Ft Sheridan, IL 60037. 
Categories of individuals covered by the system: 
Applicants for the Regular Army who have requested a waiver of 

moral eligibility for a juvenile or adult felony; determination of · 
medical/Military Occupational Specialty qualifications, determination 
of Stripes for Skills qualification; exceptions to policy; determination 
of enlistment eligibility, and prior service personnel requesting a 
mental retest .. 

Categories of records in the system: 
Individual's request, evaluation documents, decisions, replies con-. 

cerning approval/ disapproval. 
Authority for maintenance of the system: 
10 U.S.C. 504, 505, 510, and 3012. 
Purpose(s): 
To make dete-rminations on ·the moral, medical, and administrative· 

waivers of applicants for the Regular Army. ,, 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

None. 
Poli.cies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
Paper records in file folders. 
Retrievability: 
By individual's surname. 
Safeguards: 
Records are accessed only by designated individuals having official 

need therefor in the performance of assigned duties. 
Retention and disposal: 
Destroyed after 2 years, by shredding. · 
System manager(s) and address: 
Commander, US Army Recruiting Command, Ft Sheridan, IL 

60037. 
Notification procedure: 
Individuals wishing to know whether or not information on them . 

is contained in this system of records should write to the System 
Manager, ATTN: USARCRM-M, furnishing full name, Military 
Status, current address and telephone number, and signature. 

Record access procedures: 
Individuals desiring access to records about themselves should 

write as indicated in 'Notification procedure', furnishing information 
specified therein. 

Contesting record procedures: 
The Army's rules for access to records and for contesting contents 

and appealing initial determinations are contained in Army Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: 
From the individual, employers, probation officials, law enforce­

ment officials, school officials, personal references, transcripts, medi­
cal records, Army records and reports. 

ExemptiO~JS claimed for the system: 
All portions of this system of records which fall within 5 U.S.C. 

552a(k)(5) are exempted from subsection (d) of 5 U.S.C. 552a,. 

A0601-210bUSAREC . 
System name: 

Recruiter Impropriety Case Files. 
System location: · 
US Army Recruiting Command, Ft Sheridan, IL. Segments exist 

at recruiting brigades and divisions, the addresses of which may be 
obtained from the System Manager. 

Categories of individuals covered by the system: 
Recruiters against whom improprieties or irregularities have been 

alleged. 
Categories of records in the system: 
Recruiter's name, SSN, duty station; report of alleged impropriety 

or misconduct; report of investigation; . findings, recommendations; 
decisienal documents; resultant personnel actions; similar relevant 
documents. 

Authority for maintenance of the system: 
to u.s.c. 3012. 
Purpose(s): 
To review recruiter improprieties and determine appropriate and 

necessary action, including reassignment, MOS reclassification, and/ 
or disciplinary measures. Statistical information is used as a basis for 
modifying recruiting policies and practices. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · · 

See 'Blanket Routine Uses' set forth at the beginning of the Army's 
listing of record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file cabinets. 
Retrievability: 
By surname of person against whom allegations have been made. 
Safeguards: 
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Rec?rd~ ~re maint~in~d in ~ecur.ed ·areas accessible only to desig­
nated tndtvtduals havmg offictal need therefor, within buildings pro­
tected by security guards. 

Retention and dis.,osal; 
Records at the US Army Recruiting Command are destroyed afLer 

3 years; those at recruiting brigade and division levels are destroyed 
after 2 years. 

System manager(s) and address: 
Commander, US Army Recruiting Command, Ft" Sheridan; IL 

60037. 
Notification procedure: 
Individuals wishing to. know whether· or not information on them 

exists in this System. of records may write to the System Manager. 
Individual should furnish full name, address and telephol}e number, 

·military status, sufficient details concerning the event or incident to 
permit locating the records, and signature. '- . · 

Record access procedures: · "·' ' 
lndividu'als desiring ac~ess to records about themselvh .should 

write as indicated in 'Notification procedure', furnishing information 
specified therein. 

Contesting record procedures: 
T~e Army's niles for· access to records and. for contesting contents 

and appealing initial determinations are contained in Army Regula-
tion 340-21 (32 CFR part 505). -

Record source categories: 
From US Army Criminal Investigation Command'. reports of i~ves-

tigation; other Army records and reports. ' 
Exemptions claimed for the system:· 
. None. 

A0601-222USMEPCOM 
System name: . 

ASV AB Student Test Scoring and Reporting System. 
System location: 

. ·Primary System is loGated at the U.S. Military Entrance Process­
ing Command, 2500 Green Bay Road, North Chicago, IL 60064-
3094. Segments exist at Military Entrance Processing Stations 
(MEPS), participating school systems; state departments of educa­
tion/ testing ·agencies; Ait Forc·e Human ·Resources Laboratory, 
Brooks Air Force Base, TX 78236; Defense Manpower Data Center, 
Monterey, CA 93940; all- service recruiters/recruiting commands. 

Categories of individuals covered by the system: 
High School, job corps, college, and other students who have been 

administered the student version of the Armed Services Vocational 
Aptitude Battery (ASV AB). . ' 
· Categori~s of recordS in the system: _ 

Individual's name; SSN, address. and telephone · nu~ber, dat~ of 
birth, sex, ethnic group identification; grade; bookl~t number. of 
ASV AB test, individual's plans after graduation, and individual item 
responses to each of.• the 10 ASV AB subtests. ·· · . , ''·_ 

Authority for maintenance of the system: 
10 U.S.C. 133 and 3012, E.O. 9397. 
Purpo~e(s): 
To compute and furnish te.st score. products for career /vocational 

guidance and group assessment of aptitude test performance; to es_tab­
lish eligibility for enlistment and verify enlistment and placement 
scores and retest eligibility; for marketing evaluation, assessment of 
manpower trends and characteristics; and related statistical studies 
and reports. · 

Routine .uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · · · '. 
. See 'Blanket Routine Uses' set :forth at the b~ginning of the Army's' 
listing of record system notices. · . . 

. Policies and practices for ~toring, retrieving, accessing, retaining, and. 
disposing of records in the system: · · · 

Storage: 
Microfiche, optical mark sense answer· sheets, computer m~gnetic 

tapes. 
Retrievability: 
By individual's name and Social S~curity Number (SSN). 
Safeguards: . 
Records are maintained in locked rooms or filing cabinets, accessi­

bl,e only to authorized personnel having need therefor in the perform­
ance of official duties: Information in -automated media, is further 
protected by user identification and manual controls . 

Rete!Jtion and disposal: 
· Recbrds· ·are maintain~d for 2 years from the date the_. Armed 

Services Vocational Aptitude Battery (ASV AB) is administered. Re­
<:P~;"':!-1· ,:!;1~a mamained by contractors for longer periods require seg­
regation of personal identifying information and test score data, with 
analyses performed using only summary statisti,es. Personal identify­
ing iformation is also erased from data residing at the Defense Man­
power Data Center. 
· System manager(s). and 'address: 

Commander, US Military Entrance Processing Comman_d, 2500 
Green Bay ·Road, 

Notification proc~dure: 
Information may .pe obtained from the Military Entrance Process­

ing Stations (MEPS). Individual should provide his/her full name . .­
SSN, date tested, address at the time of testing, and signature. 

Record access procedures: . . . ' 
Individuals d~s\ring access to records about . ·then1selves in this 

system should in_quire of the MEPS providing·. information specified 
in 'Notification pro~edure'; · 

Contesting record procedures: , . . . 
The Army's rules for access to rec~rds and for contesti-ng contents 

and appealing ·initial determinations are contained in Army Regula-
tion 340-21 (32 CFR part 505). · - ' 

Record source categories: 
From the individual; ASV AB tests. 
Exemptions c'aimed_ for the system: 
Portions of this system which. fall within the purview of 5 U.S.C. 

552a(k)(6) are exempt from subsection (d) of 5 U.S.C. 552a . 

A0601-270USMEPCOM 
System name: 

U.S. Military Entrance Processing Reporting' System. 
System location: 
Primary system is located at the U.S. Militaty Entrance Processing 

Command (USMEPCOM), .2500 Green Bay Road; North Chicago, 
IL 60064-3094. Segments _exist at 71 Military Entrance Prqc,essing 
Stations (MEPS) in the United States, Alaska, Puerto Rico, Hawaii 
and Guam. Official mailjl}g ad~resses are published 'as an appe~dix to 
the· ArmY.'~ compilation· of record system notices. 

Categories of individuals covered by the system: 
All individuals who report to a Military Entrance Processing:.Sta­

tion to be aptitudinally ·tested and/or physically examined tq ·deter­
mine their fitness for et:ttry into one of the.Armed Services. 

Categories of rcords in the system: 
.Yarious personnel data, such as individual's ·name, SSN, date and 

place of birth, -home address and telephone number, results of apti­
tude tests, physical examination, and ·relevant documentation· con­
cerning individual's acceptance/rejection for military service. 

Authority for maintenance of the system: 
10.;U.s.c.' 505 and 511; 50 u~s.c. 451-473; and Executive Order 

9397. 
Purpose(s)~ 

To determine qualifications of applicants for the Armed Forces 
through aptitude testing, medical examination, and administrative . 
processing. · . 

To determine. patterns and trends in the military population, and 
for statistical analyses. · · 

Routine uses of records maintained in the system, including' catego­
ries of users and the purposes. of such' uses: . 

Information is disclosed to 'the· SeleCtive Service· System (SSS) ·to 
update the SSS registrant data ~ase. Information may also be ,dis­
closed to local and .state Government agencies for compliance with 
laws and regulations governing control of communicable diseases and 
to National Guard for performance of its. duties. . · · · . ·- · 

The "Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of record system notices also apply t.o. this 
rero~~~m. ' · 

Policies and practices for storing, retrieving, accessing, retaining,' and 
disposing of records in the system: · · · · · · 

Storage: 
Paper records, magnetic tapes/discs: 
Retrievability: 
By Sosial Security Number and by name. 
Safeguards: 

fr 
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·All data are r~tained in locked rooms/compartments with access 
limited to personnel designated as having official need therefor. 
Access to computerized data is by use of a valid user ID and 
password code assigned to the individual video display terminal 
(VDJ) operator. Code is changed ·periodically to avoid compromise. 
Data entry is accomplished via VDT on-line with each station's 
central processor. Data is transmitted to the host computer daily via 
telephonic communications. Physical access to computer files is con­
trolled by keys known only to USMEPCOM personnel assigned to 
data base management. 

Retention and disposal: 
Each Military Entrance Processing Station. retains a copy of Re­

porting System Source Documents for· each enlistee for 90 days after 
shipment. For all other applicants, each station retains, if applicable, 
a copy of the Report of Medical Examination with supporting docu­
mentation, the Report of Medical History, and any other reporting 
system source documents, for a period not to exceed 2 years, after 
which they are destroyed. Originals or copies of documents are filed 
permanently in the Official Military Personnel Files for acceptable 
applicants and transferred to the gaining Armed Service. Information 
relating to individuals who become seriously ill or are injured while 
at the MEPS or were found disqualified for a condition considered 
dangerous to the individual's health if left. untreated are retained f9r 7 
years. 

System manager(s) and address: 
Commander, U.S. Military Entrance Processing Command, 2500 

Green Bay Road, North Chicago, IL 60064-3094. 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in. this record system should address written inquiries to 
the Commander, U.S. Military Entrance Processing Command, 2500 
Green Bay Road, North Chicago, IL 60064-3094. 

Individual should provide the full name, Social. Security Number, 
and military status or other information verifiable from the record 
iteself. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written· inquiries to the Command­
er, U.S. Military Entrance Processing Command, 2500 Green Bay 
Road, North Chicago, IL 60064-3094. 

Individual should provide the full name, Social Security Number, 
and military status or other information verifiable from the record 
itself. · · 

On personal visits, individual should provide acceptable identifica­
tion such as valid driver's license, employer identification card, build­
ing pass, etc. 

Contesting record procedures£ 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations by the individual concerned are pub­
. lished in the Department of the Army Regulation 340-21; 32 CFR 

part 505; or may be obtained from the syste;m manager. 
Record source categories: 
From the individual, physicians, results of tests, federal/state/local 

law enforcem~n,t activities/agencies. 
Exemptions claimed for the system: · 
None. 

A0601-280aTAPC 
System name: 

Qualitative Management Program Appeal File 
System location: 
U.S. Total Army Personnel Command 200, Stovall Street, Alexan­

dria, VA 22332-0400. 
Categories of individuals covered. by the system: 
Enlisted soldiers in grades E-5 through E-9 who ha~e appealed 

Department of the Army imposed bars to reenlistment. . 
Categories of records in the system: 
File. contains name, Social Security Number, pay grade, date of 

ran~, basic active service date, estimated termination of service, pri­
mary and secondary military occupational specialties, bar to re'enlist­
ment letter/memorandum, appeal to bar to reenlistment and associat­
ed documentation, final determination of appeal by Reenlistment Ap­
peals Board, enlisted efficiency reports, selected data elements per­
taining to service record of appellant and similar relevant documents. 

Authority for maintenance of the system: 
S·.U.S.C. 301; 10 U.S.C. 3013; and Executive Order 9397. 
Purpose(s): · ' 

Records in this system are used for the. management of personnel, 
year group, and manpower, in order to retain quality soldiers in the 
Army. 

Routine uses of records maintained in the system, including catego­
ries of users and the purpose of such uses: 

None. 
Policies and practices for stori .. g, retrieving, accessing, re~ining, and 

disposing of records in the system: · 
Storage: 
Paper records in file folders .. 
Retrievability: · 
By individual's name and Social Security Number. 
Safeguards: 
Records are protected by physical security devices, guards, and 

personnelclearances for individuals working with the system. 
Retention and disposal: 
Records are retained for duration of individual's current enlist-. 

ment. 
System manager(s) and address: 
Commander, U.S. Total Army Personnel Command, 200 Stovall 

Street, Alexandria, VA 22332-0400. 
Notification procedure: 
In~ividuals seeking to determine if information about themselves is 

contained in this record system should address written' inquiries to 
the Commander, U.S. Total Army Personnel Command, ATTN: 
TAPC-PDT, 200 Stovall Street, Alexandria, VA 22332-0400. 

Individual. should provide the full name, Social Security Number, 
grade, and current address. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Command­
er, U.S. Total Army Personnel Command, ATTN: TAPC-PDT, 200 
Stovall Street, Alexandria, VA 22332-0400. 

Individual should provide the full name, Social Security Number, 
grade, and current address. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations· are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. ' 

Record source categories: 
From Army records and reports; from appellant. 
Exemptions claimed for the system: 
None. 

A0601-280bT APC 
System name: 

Selective/Variable Reenl.istment. Bonuses. 
_System location: 
U.S. Total Army Personnel Command, 200 Stovall Street, Alexan-

dria, VA 22332-0400. 
Categories of individuals covered by the system: 
Enlisted soldiers in grades El through E9. 
Categories of records in the system: 
Name, Social Security Number, grade,· Military Occupational Spe­

cialty, docpmentation substantiating service member's request for ac­
celerated payment of Selective/Variable Reenlistment Bonuses 
(SRB/VRB) for severe financial hardship or compelling compassion­
ate reasons, advisory recommendation for Army. Board for Correc­
tion of Military Records consideration, and similar relevant docu­
ments. 
: . :Authority for maintenance of the system: 

5 U.~.C. 301; 10 U.S.C. 3013; and Executive· Order 9397. 
. Purpose(s): ·' 
To determine: if service member is experiencing severe financial 

hardship so that compelling compassionate reasons exist warranting 
approval of accelerated. payment of SRB/VRB. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purpose of such uses: 

The "Blanket Routine Uses" set forth at ·the beginning of the 
Army's compilation of record system notices apply to this. system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 
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Storage: 
Paper reeords in file folders. · 
Retrievability: 
By individual's surname. 
Safeguards: 
Records are maintained in areas accessible only to properly 

cleared, trained, and authorized personnel. Records are in a secured 
building during non-duty hours. 

Retention and disposal: 
Retained for 2 years and then disposed by shredding. 
System manager(s) and address: 
Commander, U.S. Total Army Personnel Command, 200 Stovall 

Street, Alexandria, VA 22332-0400. 
Notification proc~dures: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the :Commander, U.S. Total Army Personnel Command, .ATTN: 
T APC-EP, 200 Stovall Street, Alexandria, VA 22332-0400. 

Individual should provide the full name, Social Security Number, 
and current address. 

Record access procedures: '. 

Individuals seeking.access to records about themselves contained in 
this record system should address written inquiries to the Command­
er, U.S. Total Army Personnel Command, ATTN: TAPC-EP,·200 
Stovall Street, Alexandria, VA 22332-0400. 

Individual should provide the full name, Social Security Number, 
a~d current address~ · . .. · · 

Contesting record procedures: · 
The Army's rule for accessing records, contesting contents, and 

appealing initial determinations are contained in· Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories:. 
From the individual, personnel records, other Army recQrds and 

reports. 
Exemptions claimed for the system: 
None.· 

A0602DAPE-ARI 
System name: 

Behavioral and Social Sciences Research Project Files. 
System location: . 
Army Research Institute for the Behavior~) and.· Sociai Sciences, 

5001 Eisenhower Avenue, Alexandria, VA 22:333-5600 and field of­
fices located at Fort Benning, GA; Boise, ID; Fort Gordon,· GA; 
Fort Huachuca, AZ; London, England; Mannheim, Germany; Naval 
Training Center, Orlando, FL; Falls Church, VA; Fort Hood, TX; 
Fort Knox, KY; Fort Leavenworth, KS; Presidio, of Monterey, CA; 
Fort Rucker, AL; and St. Louis, MO. Official mailing addresses are 
published as an appendix to the Army's compilation or record system 
notices. 

Categories of individuals· covere~ by the system: 
Current and former officer, warrant officer,. and enlisted military 

personnel, including Army Reservists and National Guard. 
Family members of the above service members .. 
Civilian empl9yees of Department of Defense. · . 
Samples of civilians from the general U.S. population who are 

surveyed to determine why people do or do not consider military 
s~rvice as a career or a short-term employment option. 
. Categories ~f records in the system: · · 

Individual's name and Social Security Number, Army personnel 
records and questionnaire-type data relating to service member's pre­
service education, work experience and social environment and cul­
ture, learning ability, physical performance, combat readiness, disci­
pline, motivation, attitude about Army life, and measures of individ­
ual and organizational adjustments; test results from Armed Services 
·Vocational Aptitude Battery anq Skill Qualification Tests,Aiso, indi­
vidual's name and Social Security Number, and questionnaire type 
data relating to non-service member's education, work experience, 
motivation, knowledge of and attitude about the Army. When 
records show military service or marriage to a service member, the 
appropriate non-service records will be linked to the service record. 

Authority for maintenance of the system: ' 
10 U.S.C. 2358 and 4S03, and E~ecutive Order 9397. 
Purpose(s): 

To research human factors, inherent in the recruitment, selection, 
classification, assignment, ~·valuation, and training of military p~rson­
nel; to enhance readiness effectiveness of .the Army by developing 
personnel management · methods, . training devices, and te~ting of 
weapons methods and systems ·aimed at improved group perform­
ance. (No decisions affecting an individual's rights or benefits· are 
made using these researe.h records). 

Routine uses 'of records maintained in the system; including· catego· · 
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" set forth at the ·beginning •of the· 
Army's compilation of record system 'notices apply to this record 
system. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · ' · · 

. Storage: 
· Paper records in file folders; punch cards; magnetic tape. 

Retrievability: . . 
By individual's riame and/or Social Security Number. For research· 

purposes, the data are usually r~trieved and analyzed. with respect to 
relative times of entry into service, training· performance,· and demo­
graphic values.' Scheduled data for follow-up data collections howev- · 
er, are retrieved by month of scheduled follow-up and by name. 

Safeguards: 
. Access to records is .restricted to authorized personnel having 

official need therefor. Automated· data are further protected by con­
trolled system procedures and code numbers governing a_ccess. 

Retention and disposal: ·' 
Info~mation is retaine'd' until completion of· appropriate study or 

report, after which it is destroyed by shredding or erasing.· 
System manager(s) and addre~s: · · 
Commander, U.S. Army Research 'Institute for Behavioral and 

Social Sciences, ATTN: PERI-AS (Privacy Act Officer), 5001 Ei­
senhower Avenue, Alexandria, VA 22333-5600. 

Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Commander, U.S. Army Research lnstitute··for Behavioral and· 
Social Sciences, ATTN: PERI-AS (Priv'acy Act Officer), 5001 Ei~ 
senhower A venue, Alexandria, VA 22333-5600. · 
· Individual should provide the fUll· name, Social Security· Number, 

current address, subject area, and the year of testing if kno'wn. 
Record access procedures: 
Individuals seeking access to r~cords about themselves contain~d in 

this record system should address written inquiries tQ the Command­
er, U.S. Army Research Institute for Behavioral and Sociai'Sciences, 
ATTN: PERI-AS (Privacy Act Officer), 5001 Eisenhower Avenue, 
Alexandria, VA 22333-5600. 

Individual should provide the full name, Social Security Number; 
current address, subject :area, and the year of testing if known. 

Contesting record procedures: 
Tlie Army's rules for accessing records, contesting contents, and 

appealing initial agency determinations by the individual concerned 
are published in Department of the Army Regulation 340-21; 32 
CFR part 505; or may be obtained form the system manager. 

Record source categories: 
From the individual, his or her peers, or, in the case of ratings and, 

evaluations, from supervisors. 
Exemptions claimed for the system: · · 
None . 

A0608TAPC 
System name: 

Personal Affairs Files. 
System location: 
Decentralized to major commands, i~stallations, and activities. Of­

ficial mailing addresses are published as an appendix· to the Army's 
compilation of record systems notices. · . ' ' 

(:ategories of individuals covered by the system: ' 
Army officers, w~rrant offic~rs, and enlisted personnel on active 

duty. 
Categories of records in the system: 
Third party inquiries pertaining to such matters as dependent as­

sistance, indebtedness; non-support, paternity. claims, ~nd marriage in 
overseas areas. · 
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Authority for maintenance of the system: 
10 U.S.C. 3013 and 5 U.S.C. 301. 
Purpose(s): 
To review and answer inquiries concerning personal affairs of 

service members; e.g., dependent assistance, indebtedne!)s, non-sup­
port, paternity claims, marriage in overseas areas, and similar matters 
that originate from third parties. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: · 
·The "Blanket Routine Uses" set forth at the beginning of the 

Army's compilation of record system notices apply to this record 
system. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders; cards. 
Retrievabiity: 

. By service member's surname. 
Safeguards: 
Records are available only to designated persons having official 

need therefor in the performance of their duties. 
Retention and disposal: 
Retained for 2 years, after which they are destroyed by shredding. 
System manager(s) and address: 
~ommander, U.S. Total Army Personnel Command, 200 Stovall 

Street, Alexandria, VA 22332-0400. 
Notification procedure: · 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the command/installation/activity where they believe inquiry was 
sent.. 

Individual should provide the full name,· current address and tele­
phone number, and sufficient details. to permit locating the record. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the command/ 
installation/activity where they believe inquiry was sent. 

Individual should provide the full name, current address and tele­
phone· number, and sufficient details to permit locating the record. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager: 

Record source categories: 
From third parties, official Army records. 
Exemptions claimed for the system: 
None. 

A0608190-4DAMO 
System name: 

Trophy Firearm Registration. 
System locatio.n: 
Primary system is located at the Office of the Deputy, Chief of · 

Staff for Operations and Plans, ATTN: DAMO-ODL, Headquarters, 
Department of the Army, Washington, DC 20310-0440. Copies of 
war trophy firearm registration records are maintained at respective 
offices of provost marshals initiating the record. 

Categories of individuals covered by the system: 
Members of the Armed Forces of the United Stat~s who acquire, 

during periods of hostilities, firearms approved for personal retention 
as war trophies. 

Categories of records in the system: 
Copy of DD Form 603, Registration of War Trophy Firearm; 

relevant supplementary correspondence or approvals. 
Authority for maintenance of the system: 
10 U.S.C. 3013(g) and Executive Order 9397. 
Purpose(s): 
To assure maintenance of records of service members' acquisition 

of firearms retained as war trophies is authorized within the meaning 
of the National Firearms Act and 18 U.S.C. 102. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

321-135 0-92-5 

Information from this system may be furnished to the following 
agencies for investigation and prosecution for violations of the Na­
tional Firearms Act: Federal Bureau of Investigation; Drug Enforce­
ment Administration; US Customs Service; Bureau of Alcohol, To­
bacco and Firearms; US District Courts; US Magistrates; local law 
enforcement agencies; and, in overseas areas, most government law 
enforcement agencies as prescribed in Status of Forces Agreements. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Paper records in ·me cabinets. 
Retrievability: 
By owner's surname. 
Safeguards: 
Buildings employ security guards. Records are accessible only to 

authorized personnel having need therefor in the performance of 
their duties. 

Retention and disposal: 
Records are created at the onset of hostilities and retained in 

Headquarters, Department of the Army files until end of calendar 
year in which hostilities ceased; held 1 additional year or until ar­
rangements are complete to transfer the records to Director, Bureau 
of Alcohol, Tobacco and Firearms, Department ofTreasury, Wash­
ington, DC 20226. 

System manager(s) and address: 
Deputy Chief of Staff for Operations and Plans, ATTN: DAMO­

ODL, Headquarters, Department of the Army, Washington, DC 
20Jl 0-0440. . 

Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system· should address written inquiries to 
the Deputy Chief of Staff for Op~rations and Plans, ATTN: DAMO.,.. 
ODL, Headquarters, Department of the Army, Washington, DC 
20310-0440. 

Individual should provide the full name, Social Security Number 
and other information verifiable from the record itself. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Deputy 
Chief of Staff for Operations and Plans, A TIN: DAMO-ODL, 
Headquarters, Department of the Army, Washington, DC 20310-
0440. 

Individual should provide the full name, Social Security Number, 
and other information verifiable from the record itself: 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories: 
From the individual at time of registration. 
Exemptions claimed for the system: 

·None. 

A0608-10CFSC. 
System name: 

Child Development Services (CDS). 
System location: 
Child Care Centers, Army-wide. Addresses may be obtained from 

the System Manager. 
Categories of individuals covered by 'the system: 
Any of the following who use Child Care Center services: Active 

duty and retired military personnel and their dependents; members of 
the Reserve components on active duty for training and their de­
pendents; Department of the Army civilians overseas and their de­
pendents overseas and in the Continental United States where local 
civilian resources are not available; and other designated personnel as 

. determined by the commander. 
Categories of records in the system: 
Documents include, but are not limited to, parent's/guardian's 

name, grade or rank, SSN, home address and telephone number, duty 
address and telephone number; signature of parent/guardian for 
emergency notificatiort; child's name, birthdate, medical information 
including allergies, immunization dates; remarks and observations by 
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Child Care Center employees, parents, or physi?ian; and financial 
records. 

Authority for maintenance of the system:, 
10 u.s.c. 3012. 
Purpose(s): 
To provide child care service. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Information from this system may be disclosed to civilian health 

and welfare departments/agencies in emergency situations. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: ' 
Storage: 
Card files; paper files in folders; magnetic tapes/discs. 
Retrievability: · 
By surname and/or SSN of parent or guardian. 
Safeguards: 

· Records are accessible only to authorized. personnel. Positive iden­
tification and authorization to access data is established prior to 
releasing personal data to an individual. Compu~er systems/remote 
terminals are housed in designated contro11ed areas: 

Retention and disposal: · · 
Records are destroyed after 2 years. Information inay be trans­

ferred from one Child Care Center to another upon transfer of child. 
System manager(~) and address: . 
Commander, US Army Community and Family Support Center, 

2461 Eisenhower Avenue, Alexandria, VA 22331-0301. 
Notification procedure: 
Individuals wishing to know whether or not information on them 

is contained in this system of records should write to the Director,. 
Child Care Center at the instal1ation where record is believed to 
exist. Individual must provide present name, rank, SSN, and proof of 
identification. 

· Record access procedures: 
Individuals desiring access to records about themselves should 

address an inquiry as indicated in 'Notification procedure', providing 
information specified therein. . · 

Contesting record procedures: 
The Arr:ny's rules for access to records and for contesting contents 

and appealing initial determination are contained in Army Regulation 
340-21 (32 CFR part 505); 

Record source categories: 
From the individual receiving service and reports. 
Exemptions claimed for the system: 
None. 

A0608-18DASG 
System name: 

Family Advocacy Case Management Files. 
System location: 
Primary location is Commanders, U.S. Army Patient Administra­

tion Systems and Biostatistics Activity, ATTN: HSHI-QPD, Fort 
Sam Houston, TX 78234-6070. 

Secondary location is Office of the Surgeon General, Headquar­
ters, Department of the Army, ATTN: SGPS-CP, 5109 Leesburg 
Pike, Falls Church, VA 22041-3258; U.S. Army medical treatment 
facility and/or office on post, camp, or station where file was initiat­
ed or, in some cases, subsequently transferred upon reassignment of 
military member. 

Categories of individuals covered by the system: 
All family members entitled to care· at Army medical and dental 

facilities whose abuse or neglect is brought to the attention of appro­
priate authorities and all persons suspected of abusing or neglecting 
such family members. 

A11 family members of Department of the Army civilians· who 
receive care in an Army operated or Army regulated activity. . 

All persons suspected of abusing or neglecting family members 
including contractors that work in Army operated or Army regulat­
ed activities. 

Categories of records in the system: 
Medical and Family Advocacy Case Management Team records of 

suspected or established cases of child abuse or neglect and cases of 
· spouse abuse to include child abuse occurring in Army .operated or 

regulated activities, extracts of law enforcement investigative reports, 

correspondence, family advocacy case management team reports, 
follow-up and evaluative reports, and other supportive data relevant 
to individual family advocacy case management files. 

Authority for maintenance of the system: 
Child Abuse Prevention and Treatment and Child Abuse Preven­

tion and Treatment and Adoption Program Reform Acts, 42 U.S.C. 
5101, et seq; 5 U.S.C. 301, and 10 U.S.C. 3013 and Executive Order 
9397. 

Purpose(s): 
To provide child abuse and neglect treatment services for abused 

and abusive spouses. Services include mental health, education, coun­
seling, health care, protection, foster care, safe shelter, legal and 
referral for members and former members of the uniformed services, 
civilians, and dependents receiving care under Army auspices or in 
an Army regulated or operated facility. . . 

To determine qualifications and suitability of Department of the 
Army civilians and contractors for duty assignments and fitness or 
continued military services. 

To perform research studies and compile statistical data concerning 
uniformed services personnel, civilians, and dependents receiving 
medical care under Army auspices, or services through an Army 
operated or regulated activity. 
· Routine uses of records maintained in the system, including catego-

ries of users and the purposes of such uses: · 
Information may be disclosed to departments and agencies of the 

Executive Branch of government in performance of their official 
duties relating to coordination of family advocacy programs, medical 
care and research concerning child abuse ~nd neglect, and spouse 
abuse. 

The Attorney Gen.eral of the United States or his authorized repre­
sentatives in connection with litigation or other matters under the 
direct jurisdiction of the Department of Justice or carried out as the 
legal representative of the Executive Branch agencies. 

To federal, state, or local governmental agencies when it is deemed 
appropriate to use civilian resources in counseling and treating indi­
viduals or families involved in child abuse or neglect or spouse abuse; 
or when appropriate or necessary to refer· a case to civilian authori­
ties for civil or criminal law enforcement; or when a state, county, or 
municipal child protective service agency inquires about a prior 
record of substantiated abuse for the purpose of investigating a sus­
pected case of abuse. 

To the National Academy of Sciences, private organizations and 
individuals for health research in the interest of the Federal govern­
ment and the' public and authorized surveying bodies for professional 
certification and accreditation such as Joint Commission on the Ac­
creditation of Health Car.e Organizations. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: . 
Paper records in file folders, microfilm, magnetic tape or disc, 

punched cards, machine listings, and other computerized or machine 
readable media. 

Retrievability: 
By name of the suspected abused child or the abused or abusive 

spouse, parent, or care taker and the name and/or Social Security 
Number, of the military member. (Information is never indexed by 
the name or Social Security Number of any other person not an 
Army employee or member.) · 

Safeguards: 
Records are maintained in various kinds of filing equipment in 

specified monitored or <::ontrolled areas. Public access is not permit­
ted. Records are accessible only to authorized personnel who are 
properly screened and trained, and have an· official need to know. 
Computer terminals are located in supervised areas with access con­
-trolled by password or other user code system. 

Retention and disposal: 
Records are retained in decentralized office files for 5 years after 

the end of the year in which the case is closed and are then de­
stroyed. Statistical data from DD Form 2486 in the central registry 
at the primary location are retained until the child is age 23 after 
which inforr:1ation is erased/destroyed; information on aduJts is re­
tained for 5 years after the end of the year in which the case was 
closed and is then erased. 

System manager(s) and address: . 
Office of the Surgeon General, Headquarters, Department of· the 

Army, 5109 Leesburg Pike, Falls Church, VA 22041-3258. 
Notification procedure: 

l 
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Individuals seeking to determine if information about themselves is 
contained in this record system should address written inquiries to 
the' commander of the medical center or hospital where treatment 
was received, or the Central Registry at the U.S. Army Patient 
Administration Systems and Biostatistics Activity, A TIN: HSHI­
QPD, Fort Sam Houston, TX 78234-6070. Official mailing addresses 
are published as an appendix to the Army's compilation of record 
systems notices. 

For verification purposes, the individual should provide the full 
name, Social Security Number of the patient's sponsor, and current 
address, date and location of treatment, and any details that will 
assist in locating the record, and signature. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the commander 
of the medical center: or hospital where treatment was received, or 
the Central Registry at the U.S. Army Patient Administration Sys­
tems and BiostatistiCs Activity, A TIN: HSHI-QPD, Fort Sam Hous­
ton, TX 78234-6070. Official mailing addresses are published as an 
appendix to the Army's compilation of record systems notices. 

For verification purposes, the individual should provide the full 
name, Social Security Number of the patient's sponsor, and current 
address, date ·and location of treatment, and any details that will 
assist in locating the record, and signature. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial .agency determinations by the concerned individual 
are published in the Department of the Army Regulation 340-21; 32 
CFR part 505; or may be obtained from the system manager. 

Record source categories: 
From the individual, educational institutions, medical institutions, 

police and investigating officers, state and·local government agencies, 
witnesses, and records and reports prepared on behalf of the Army 
by boards, committees, panels, auditors, etc. Information may also 
<;lerive from interviews, personal history statements, and observations 
of behavior by professional persons (i.e., social workers, physicians, 
including psychiatrists and pediatricians, psychologists, nurses, and 
lawyers). 

Exemptions claimed for the system: 
Parts pf this system may be exempt under 5 U.S.C. 552a(k) (2) and 

(5) as applicable. . 
An exemption rule for this system has, been promulgated in accord­

ance. with requirements of 5 U.S.C. 553(b) (1), (2), and (3), (c), and 
(e) and published in 32 CFR part 505. For additional information 
contact the system manager. 

A0608-25CFSC 
System name: 
Ar~y Retirement Services Program F~les. 
System location: 
Community and Family Support Center, 2461 Eisenhower Avenue, 

Alexandria, VA 22331-0500. Segments of this system exist at Head­
quarters, U.S. Army Forces Command, Fort McPherson, Ga; U.S. 
Army Training and Doctrine Command, Fort Monroe, VA; Head­
quarters, Military District of Washington; and installations operating 
retiree councils. Official mailing addresses are published as an appen­
dix to the Army's compilation of record systems notices. · 

Categories of individuals covered by the system: 
Retired Army personnel who have been nominated to serve and 

those who have been nominated and appointed to serve on the Chief 
of Staff, Army Retiree Council. 

Categories of records in the system: 
Retiree's name, grade, retirement 'class/date/code, Social Security 

Number, branch of service, date of birth; component, years of serv­
ice, percentage of disability, sex, and home address; biographical 
sketch of·retirees seeking appointment to the Chief of Staff, Army 
Retiree Council, comprising much of the above information and 

·supplemented by description of involvement in military and civic 
affairs since retirement, statement of willingness to serve pursuant to 
Army Regulation 608-25, Retirement Services Program, correspond­
ence between Army and applicant ·regarding acceptance/non-selec­
tion, active duty training orders; and similar relevant docu.ments. 

Authority for maintenance of the system: 
Title 10 U.S.C. 1588 and 3966. 
Purpose(s): 
To prpvide the Active Army with insight into problems and needs 

of the retirees. 

. Routine uses of records maintained in the system, including catego· 
ries of users and the 'purposes of such uses: 

The "Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of record system notices apply to this record 
system.' 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: 
By individual's surname. 
Safeguards: 
Information is ·accessed only by individuals having official need 

therefore, within buildings protected by security guards during non­
duty hours. 

Retention and disposal: 
Paper files containing names and addresses of retirees are updated 

periodically to reflect current information; information is retained 
until no longer needed. Correspondence and documents related to 
the Chief of Staff, Army Retiree Council are retained 5 years, fol­
lowing which they are destroyed by shredding. 

System manager(s) and address: 
Community and Family Support Center, 2461 Eisenhower Avenue, 

Alexandria, VA 22331-0500. · 
.Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Commander, Community and Family Support Center, 2461 Ei­
senhower A venue, Alexandria, VA 22331-0500. 

Individuals should provide the full name, current address and tele­
phone number, and any details that woul~ help locate the record: 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Command­
er, Community and Family Support Center,· 2461 Eisenhower 
Avenue, Alexandria, VA 22331-0500. 

Individuals should provide the full name, current address and tele­
phone number, and any details that would help locate the record. 

Contesting record procedures: 
The Army's rules for acc~ssing records, contesting contents, and 

appealing initial agency determinations by the individual concerned 
are published in Army Regulation 340-21; 32 CFR part 505; or may 
be obtained from the system manager. 

Record sour:ce categories: 
From the individual; Army records and reports. 
Exemptions claimed for the system: 
None. 

A0608aCFSC 
System name: 

Family Life Communications Information and Referral Service. 
System location: 
US Army Community and Family Support Center, 2461 Eisen-· 

hower Avenue, Alexandria, VA 22331-0301. Segments of the system 
are located at Family Assistance/Quality of Life Offices/ Army Com­
munity Service Centers at major commands and installations, Army­
wide. 

Categories of individuals covered by the system: 
Army service members, civilian employees, their families, social 

service organizations (Federal, State, local) acting on behalf· of the 
member, employee, or family member. Other military service -person· 
nel and civilian employees may be included when such individuals 
are stationed with Army elements. 

Categories of records in the system: 
Name, mailing address and telephone number of the individual; 

documentation reflecting nature or basis of service desired or re­
quired in the following typical matters, but only to the extent or 
degree required to determine the proper office, command, or installa­
tion that should handle details, resolve problems, or provide re­
sponses: Pay, medical, education, housing, voting, commissary/ex~ 
change privileges arid practices, community service programs provid­
ed by chaplains, alcohol/drug abuse, Equal Employment Opportuni­
ty; related processing papers. 

Authority for maintenance of the system: 
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5 u.s.c. 301. 
Purpose(s): 
To provide assistance to service members· (active duty, reserve/ 

retired), civilian employees and their families in programs that affect 
family life. Statistical data may be provided commanders or managers 
at all levels of the Army in support of their functions or P.rograms. 

Routine uses of records maintained in the . system, including catego· 
ries of users and the purposes of such uses: 

. Information may be disclosed to bonafide Feder:al, State, or local 
social service or welfare organizations. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · · 

. Storage: 
Paper records in file folders; ~agnetic tape; disc, ca!\sette. 
Retrievability: 
By individual's surname. .. , 
Safeguards: , 
Records are maintained in buildings guarded by security personnel 

and rooms are secured by locked doors when not in use. All records 
are restricted to individuals having official need therefor ·in the per­
formance of their assigned duties. Information in automated media is 
further protected by an authorized password system for access termi­
nals, controlled access to oepration rooms, .and controlled output 
distribution. 

Retention and disposal: 
Information is retained for 2 years following resolution of the 

probleiJl or provision of information, after. which it is destroyed py 
shredding pr erasing. Information in automated media used to pro­
vide statistical data is retained indefinitely; however, individuai.Jy 
identifiable data are purged within 2 years following resolution of 
problem. 

System manager(s) and address: 
Commander, US Army. Com~unity af!d . Family Support Center, 

2461 Eisenhower A venue, Alexandria, VA 22331-030 l. 
·. Notification procedure: 

1 

Individuals wishing to inquire whether this system of records con­
tains -information about them should contact either .the System Man­
ager or the Major Army Command or installation· to which initial 
inquiry was directed. Individual should prqvide his/her full name, 
SSN, current address and telephone number, and signature. 

Record access procedures: _, 
Individuals seeking access to records about themselves should 

write as indicated in 'Notification procedure', providing information 
specified therein. 

Contesting record procedures: 
The Army's rules for access to records and for contesting contents 

and appealing initial determinations are contained in· Army Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: 
From the individual; his/her family; social or welfare organizations 

under Federal, State, or local jurisdiction; official military or civilian 
records; other components of the Department of Defense. 
. Exem_p~ions .claimed for the system: 
None. 

A0608bCFSC 
System name: 

Personal Affairs: Army Community Service Assistance Files. 
System location: · · 
Army Co~munity Service Centers. at installations, Army-wide; 

addresses m~y be obtained from the System manager. 
Categories of individuals covered by the system: 
Any of the following who receive Army Community Service 

(ACS) assistance: Active duty and ,retired mil~tary personnel. ~nd · 
their dependents; members of componertts on acttve duty for trammg 
and their· dependents; Department of Army civilians overseas and 
their dependents overseas and in Continental United States where 
local civilian resources are not available; widows, widowers and 
other next-of-kin, regardless of 'depe:ndency status, of military perso!l­
nel who were on active duty or retired at time of decease;.next-of-km 
of prisoner of war/missing in action (POW /MIA) of all Armed 
Services; and other personnel designated bY. the. Commander; Army 
Community Service Program volunteers. · 

Categories of records in the system: 

·Documents include, but are not limited to: Contact summaries, 
progress notes, referral. forms, problem statements used .to l?rovide 
referral and follow-up, financial aid; exceptional childre~ assistance, 
childAadvocacy assistaflce, relocation services, general ass1stance, and 
similar services; ACS volunteer ser.vice records .(see DA Form 3063-
R, Army Regulation 608-1) for detailed services provided.) · 

·Authority for maintenance of the system: 
10 u.s.c. 3012. 
Purpose(s): . 
To provide assistance or service required by persons identified in 

'Categories of individuals' above in resolving personal prot;>lems; to 
review qualifications or and assign tasks to Army Communtty Serv-
ice volunteers participating in the program. . 

Routine uses of records maintained in the SY.stem, ·including categ9· 
ries of users and. the purposes of such uses: · 

None. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Stor:age: 
Paper records in. file folders. 
~Retrievability: 

By individual's surname. 
Safeguards: 
Records· are accessible only to Army Community Service staff. 
Retention and disposal: 
Destroyed after 2 year~. Information may be transferred from one 

Army Community Service Center to another upon permanent change 
of station of service member. 

System manager(s) and a~dress: 
Commander, US Army Community and Family Support Centef, 

2461 Eisenhower A venue, Alexandria, VA 22331-030 I. 
Notification procedure: 
Information may b~ obtaine_d from Army installation Army Com­

munity Service officer upon the individual's providing full ··name, 
rank, SSN, and military status, together with current military or 
dependent identification card. 
· Record -access procedures: 

· Requests from individuals .should be addressed as indicated .in·· 'No-
tification procedure';· furnishing information requird therein. . · 

Contesti~g record procedures: . . . . '· 
The Army's rules for access to records and for contesting contents 

and appealing initial determinations are contained .in Army Regula-
tion 340-21 (32 CFR part 505). · 

Record source categories: 
From individuals receiving assistance; Army records and reports. 
Exemptions claimed for the system: 

·None. 

A0614-30DAPE 
System name: 

DA Conscientious pbjector Review Board . 
System location: , . . 
DA Conscientious Objector Review Board (DACORB), Rm 5S33, 

Hoffman Building II, Alexandria, VA 22332. 
Categories or'i~dividuals covered by the system: 
Army perso~nel who apply either for separation based on consci­

entious objection (l-0) or reassignment/reclassification to noncom­
batant training and service based on conscientious objection (1-A-0). 
.' Categories of records in the system: 

Case record consists of individual's application (DA Form 4187), 
results.of interview evaluation by military chaplain and a psychiatrist 
recorded on DA Form 3822,R, command's report of investigation, 
evidence submitted by applicant, witness statements, he~ ring' tr~n­
script or summary, information or records from the Selective Servtce 
System if appropriate, applic~nt's rebuttal· to commander's · recom­
mendation; DA Con_scientious Objector Review Board correspond­
ence with applicant, summary of evidence considered, discussion, 
conclusions, names of votiryg DACORB members, disposition of ap-
plication, and similar relevant material. , · 

Authority for maintenance of the system: 
10 U.S.C. 3012; 50 U.S.C., App 456(j); DOD Directive 1300.6. 
Purpose(s): · ' ~ 
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To investigate claims of service member that he/she is a conscien­
tious objector to participation in war or to the bearing of arms and to 
make fina.I de.terrnination resulting in assignment of appropriate status 
or awarding of discharge. · 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes ot such uses: 

Information on individuals who have less than ISO days on active 
duty and are discharged by reason of conscientious objection will be 
furnished Selective Service System Headquarters, Washington, PC 
20435. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: · . 
Alphabetically, by applicant's surname. 
Safeguards: 
Records are maintained in areas acc~ssible only to authorized per­

sonnel who have an official· need the~efor, within building that ern­
ploys security guards. 

Retention and disposal: 
Retained by the DA Conscientious Objector Re.view Board for. 20 

years. Copy of application and Board decision become part of indi-
vidual's Official Military Personnel File permanently. . 

System manager(s) and address: 
The Deputy Chief of Staff for Personnel, Headquarters, Depart­

ment of the Army, The Pentagop, Washington, DC 20310. 
Notification procedure: . 
Individuals desiring to know whether or not information on them 

exists in this system of records may write to the System Manager, 
ATTN: DAPE-MPA-CS, Room 2B731, furnishing full name, current 
address, and signature. 

Record access procedures: 
Requests for access should be submitted as specified under 'Notifi-

cation procedure' above. · · 
Contesting record procedures: . 
The Army's rules for access to records and for contesting contents 

and appealing initial determination~ are contained in Army Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: 
From the individual, his/her commander, official records required 

by Army Regulation 600-43. 
Exemptions claimed for the system: 
None. 

A0614-100/200SAIG 
System name: 

Inspector General Personnel System. 
. System location: 

U.S. Army Inspector General Agency, Headquarters, Department 
of the Army, The Pentagon, Washington,.DC 20310-1700. · . 

Categories of individuals covered by the system: 
Any person assigned and/or detailed to the Offices of Inspectors 

General/Inspector General positions in Department of the Army and 
certain Department of Defense and Joint activities. 

Categories of records in the system: 
Name, rank/grade, Social Security N.urnber, education, duty posi­

tion, organization of assignment, date assigned, estimated departure 
date, job specialty, and relevant career data. 

Authority for maintenance of the system: 
to U.S.C. 3013 and 3020 and Executive Order 9397. 
Purpose(s): 
To manage. as~ignrnent of members to Inspector. General quties. 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of such uses: 
The "Blanket Routine Uses" set forth at the beginning of the 

Army's compilation of record system notices apply to this record 
system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Computer disc/tape and printouts .. 
Retrievability: 

By individual's name or Social Security Number. 
Safeguards: 
Files are stored in locked containers accessible only to authorized 

persons with an official need to know. Computer data base· access is 
limited by terminal control and a password system to authorized 
persons with an official need to know. 

Retention and disposal: 
Information is retained until individual .transfers or is separated; 

historical data remain in automated media for 4 years. 
System manager(s) and address: 
Office of the Inspector General,. Headquarters, Department of the 

Army, The Pentagon, Washington, DC 20310-1700. 
Notification procedure: . 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Office of the Inspector General, Headquarters, Department of the 
Army, The Pentagon, Washington, DC 20310-1700. 

Individual should provide the full name, address, telephone 
~umber, Social Security Number, and· signature. 

Record access procedure: 
Individuals seeking access to records about themselves contained in 

this record ·system should address written)nquiries to the Office of 
the Inspector General, Headquarters, Department of the Army, The 
Pentagon, Washington, DC 20310-1700. 

Individual should provide the full name, address, telephone 
number, Social Security Number, and signature. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial agency determinations by the individual concerned 
are published in Department of the Army Regulation 340-21; 32 
CPR part 505; or may be obtained from the system manager. 

Record source categories: 
From the individual, Army records,and reports, and other sources 

providing or containing pertinent information. 
Exemptions claimed for the system: 
None. 

A0614-100/200USMA 
Syst~m name: 

Evaluation/ Assignment of Academic Instructors. 
System location: 
U.S. ~ilitary Academy, West Point, NY 10996-5000. 
Categories of individuals covered by the system: 
Military personnel who apply or serve as instructors on the Staff 

and Faculty, U.S. Military Academy. 
Categories of records in the system: 
Individual's application consisting of name, grade, Social Security 

Number, branch of service, educational and military qualifications, 
teaching experience, transcript of academic grades, results of Gradu­
ate Record Examination (GRE), and Admission Test for Graduate 
Study in Business (A TGSB); evaluation and assessment notes; corre­
spondence between the U.S. Military Academy and U.S. Army Mili­
tary .Personnel Center; assignment order application/acceptance for 
advanced civil schooling, and related docurnen,ts. 

Authority for maintain of the system: 
10 U .. S.C. 4334 and .Executive Order 9397. 
Purpose(s): 
Used by the U.S. Military Academy Dean of the Academic Board 

and department heads. to assess qualifications and suitability of mili­
tary personnel as academic instructors for assignment to the Staff and 
Faculty, U.S. Military Academy. 

Routi~e uses of records maintaineq in the system, including catego· 
ries of users and .the purposes of such uses: 

The "Blanket Routine Uses" set forth at the beginning of the 
'Army's compilation of record system notices apply to this record 
system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
. Paper records in file cabinets a~d computer discs in v'ault. 
Retrievability: 
By individual's name and Social Security Number. 
Safeguards: 
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Information is available 'only to designated persons having official 
need therefor. ~· · , 

Retention-and disp~al: 
Records of individuals not selected for assignment or unavailable 

.are destroyed when no longer required; records for those assigned to 
U.S. Military Academy are retained for 25 years; then destroyed. 

System manager(s) and address: 
Superintendent, U.S. Military ~cademy, West Point, NY 10996-

5000. 
· Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should· address written inquiries tQ 
the Superintendent, U.S. Military Academy, ATIN: Dean of the 
Academic Board, West Point, NY 10996-5000. · 

Individmll should provide the full name, Social Security Number, 
sufficient details to locate records', current mailing address, and signa­
ture. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Superin~ 
tendent, U.S. Military Academy, ATIN: Dean of the Academic 
Board, West Point, NY 10996-5000. 

Individual should provide the full name, Social• Security Number, 
sufficient details to locate records, current mailing address, and signa­
ture. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial agency determinations by the individual concerned 
are published in Department of the Army Regulation 340-21; 32 
CFR part 505; or may be obtained from the system manager. 

Record source categories: 
From the individual; official Army or other Service records; aca­

demic institutions; letters of endorsement from third parties; U.S. 
Army Military Personnel Center; similar relevant documents. 

Exemptions claimed for the system: 
None. 

A0614-100/200USRAEC 
System name: 

Recruiter Identification/ Assignment Records. 
System location: 
US Army Recruiting Command, Ft Sheridan, IL 60037. 
Categories of individuals covered by the system: 
Soldiers who are considered for, are assigned, or have been· as­

signed to recruiting duty:· 
Categories of records in the system: 
Name, SSN, rank, MOS, qualifications; duty station preference, 

unit of assignment and reporting date; recruiter identification number; 
if either not selected for. qr relieyed from recruiting duty, record 
includes reasons therefor and other relevant information. 

Authority for maintenance of the system: 
5 USC301. 
Purpose(s): 
To evaluate recruiter production, assign recruttmg objectives, 

ensure that previously relieved recruiters are not assigned .to recruit­
ing duties, and to render personnel and management reports.··· 

Routine uses of records maintained in. the system, including catego-
ries of users and the purposes of such uses: 

See blanket routine uses at 48 FR 25503, June 6, 1983. 
PoliCies' and practices for storing, retrieving, accessing; retaining, and 

disposing of records· in the system: . 
Storage: ' · . 
Computer tapes and printouts; paper records. 
Retrievability:· 
By individual's surname and four digit recruiter identification 

number. 
Safeguards: 
Records are maintained in area accessible only to properly 

screened and trained personnel having official need therefor; paper 
records are stored in locked file cabinets. 

Retention and disposal: . ' 
Both automated and . manual records are retained so long as Indi­

vidual is assigned to recruiting duty arid for 6 years thereafter, 
following which records are destroyed by 'erasing and/or shredding. 

0 

System manager(s) and address: 
Commander, US Army Military Personnel Center, 200 Stovall 

Street, Alexandria, VA 22332. 
Notification procedure: 
Individuals desiring to know whether or not information exists on 

them in this system of records may inquire of the Commander, US 
Army Recr.uiting Command, A TIN: Director, Personnel, Adminis­
tration and Logistics, Ft Sheridaf)., IL 60037, furnishing their full 
name, SSN, military status, duty or home address, and signature. 

Record access procedures: 
Individuals desiring access to their records:should follow guidance 

in 'Notification procedure'. 
Contesting record procedures: 
The Army's rules for access to records· and for contesting contents 

and appealing initial determinations are contained in Army Regula-
tion 340-21 (32 CFR part 505)~ · 

Record source categories: 
From US Army Military Personnel Center ·(Enlisted Distribution 

Division), individual's unit commander, other Army records and re­
ports. 

Exemptions claimed for the system: 
None. 

A0621-1DAPE 
System name: 

Army Continuing Education System. 
System location: 
Education Centers at Army installations; addresses are in the ap­

pendix to the Army inventory of system notices at 48 FR 25773, 
June 6, 1983. A centralized automated education registry transcript 
System is maintained at Ft Leavenworth, KS. 

Categories of individuals covered by the system: 
Military personnel on active duty, Army Reserves and National 

Guard. 
Categories of records in the system: 
Individual's name, rank, SSN, Military Occupational Speqalty, 

educational and· military training· achievements, course attendance/ 
completion records; tuition a.Ssistance documents; counseling records; 
academic and diagnostic tests which measure educational· level and/ 
or needs including recommendations of American Council· on Educa­
tion (ACE). A composite of course descriptors and scores is record­
ed in a transcript registry for each soldier who volunteers for educ!l­
tional courses and/or programs. 

Authority for maintenance of the system: 
10 U.S.C. 4302; section 722 of Pub. L. 96-154; 36 U.S.C., Chapters 

32-34, and 36. 
Purpose(s): 
To determine academic/vocational level of educatio~; ·to -provide 

educational guidance and counseling; to enhance soldiers' military 
effectiveness, prepare them for greater .responsibility in the Armed 
Forces and for productive post-service car~ers; to provide for sys­
tematic recording of. all eduacationa:I . accomplishments of Army 
members; and to render statistical and manage~ial reports. 

Routine uses of records maintained in. the· system, including catego-
ries of users and the purposes of su~h u'es: · 

Information may be disclosed to the Department of Labor,. Bureau 
of Apprenticeship and Training -for individuals enrolled in an Army 
Apprenticeship Program.: Information also m!}y be disclosed to insit~­
tions, prospective employers, and others as authorized by the individ-
ual concerned. • 

Policies and practices for storing, retrieving, accessing, ~etaining, and 
disposing of records in the system: 

Storage: 
Paper recorqs and computer. printouts; discs and tapes. Individual­

ly identifiable course data and scores are· transferred to DA Form. 
669. Information transferred to the registry transcript system resides 
on magnetic tape at Ft Leavenworth. 

Retrievability: 
By individual's surname or SSN. 

. Saf~guards: · . , 
Records are protected from unauthorized disclosure by storage in 

areas accessible only to authorized personnel within buildings se­
cured by locks or guards. Automated records may be called up by 
terminals supported by remote and dedicated lines. Each. terminal has 
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a physical key lock and is .identified by its own physical profile 
containing user ID, user password which are confidential. Software 
prohibits entry to files by other than designated authorized personnel. 
. Retention and disposal: 

Automated data are erased after selected information is captured 
for managerial reports and course/score data transferred to individ­
ual's. DA Form .669 which becomes part of the Military personnel 
Records Jacket. Automated data in the registry transcript system are 
retained during the soldier's tenure and for 2 additional years follow­
ing separation after which they· are converted to microfiche and 
retained for 40 years. 

System manager(s) and address: 
Deputy Chief of Staff for Personnel, Headqua.rters, Department of 

'the Army, The Pentagon, Washington, DC 20310. 
Notification procedure: 
Individuals desiring to know whether this system of records con­

tains information about them should contact the System Manager, 
ATTN: Education Division, Director of Military Personnel Manage­
ment; or the installation Education Services Officer /Counselor. 

Record access procedures: 
Individuals may obtain their records by contacting the appropriate 

Education Services Officer or Counselor, presenting acceptable iden~ 
tification such· as military ID card, official building pass, or current 
driver's license. · 

Contesting record procedures: 
The Army's rules for access to records and for contesting contents 

and appealing initial determinations are contained in Army Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: . 
School transcripts, Education Services Officer/Counselor, the in­

divdual, test results, SIDPERS, Enlisted Master File. 
Ex~mptions claimed for the system: 
None. 

A0621-1DASG 
System name: 

Long-Term Civilian Training Student Contract Files. 
System location: 
U.S. Army Health Professiomil Support Agency, 5109 Leesburg 

Pike, Falls Church, VA 22041-3258. 
Categories of individuals covered by tbe system: 
All Army Medical Department personnel currently participating in 

·long-term civilian training on a fully funded basis. 
Categories of records in tbe system: 
Enrollment applications, notification of acceptance/rejection, con­

tract between the Army and the civilian college or university, similar 
relevant documents and reports. 

Autitority for maintenance of the system: , 
10 U.S.C., chapter 401, section 4301 and Executive Order 9397. 
Purpose(s): 
To negotiate contract between the Army and a civilian academic 

institution for the purpose of sending Army Medical Department 
officer and enlisted personnel for long-term civilian training under 
fully funded programs. · 

Routine uses of records maintained in the system, including catego~ 
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" . set forth at the beginning of the 
Army's compilation of record systems notices apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records and database management system (DBMS). 
Retrievability: 
By student surname in the hard copy form and by a student code 

(stucode) in the DBMS. The stucode is comprised of the first three 
letters of the student's surname plus the last four numbers of the 
Social Security Number. 

Safeguards: 
All records are. maintained in offices which are locked during non­

duty hours, accessible only to designated officials having need there­
for in the performance of official duties. Use of elevators to the floor 
housing records requires an electronic key for entry during non-duty 
hours. Microcomputer on which DBMS is maintained requires a 
password for entry. 

Retention and disposal: 
Records destroyed 2 years after an individual ha8 completed train-

ing or has been canceled or withdrawn from the program. · 
System manager(s) and. address: . 
Office of the Surgeon General, Headquarters, Department of the · 

Army, 5109 Leesburg Pike, Falls Church, VA 22041-3258. 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Commander, U.S. Army Health Professional Support Agency, 
ATTN: SGPS-EDT, 5109 Leesburg Pike, Falls Church, VA 22044-
3258. . 

For verification purposes, the individual should provide the full 
names, Social Security Number, current address, current unit of 
assignment (if oil active duty), sponsoring program and calendar 
years in training, and signature. 

Reco.rd access procedures: 
· Individuals seeking access to records about themselves contained in 
this record system should address written inquiries to the Command­
er, U.S. Army Health Professional Support Agency, ATTN: SGPS­
EDT, 5109 Leesburg Pike, Falls Church, VA 22044-3258. 

For verification purposes, the individual should provide the full 
·names, Social Security Number, current address, current unit of 
assignment (if on . active duty), sponsoring program and calendar 
years in training, and signature. 

Contesting record procedures: 
The Army's rules for accessing records, contesting. contents, or 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories: 
From the individual, Army records and reports, correspondence 

with the selecting academic institution .. 
Exemptions claimed for the system: 
None. 

A0621-1TAPC 
System name: 

Civilian Schooling for Military Personnel. 
System location: 
U.S. Total Army Personnel Command, 200 Stovall Street, Alexan-

, dria, VA 22332-0400 .. Segments exist at Army commands/installa­
tions, organizations/activities, including overseas areas. Official mail­
ing addresses are published as an appendix to the Army's compilation 
of record systems notices. 

Categories of individuals covered by tbe system: 
Any military service member who applies for or is seleeted for 

attendance at civilian school or for training with industry, or partici­
pation in a fellowship/scholarship program· of training or instruction. 
· Categories of records in the system: 

File contains Department of the Army Forms 1618-R, Application 
for Detail as Student Officer in a Civilian Educational Institution of 
Training with Industry Program; 2593-R, Application for Selection 
for Scientific and Engineering Graduate School; and 3719-R, Infor­
mation Questionnaire for Recipients of Top Five Percent Army Fel­
lowship (ROTC and USMA), containing name, grade, Social Securi-

. ty Number, address, home phone, duty phone, permanent legal ad­
dress, branch of service, date of birth, marital status, number of 
dependents, state of legal residence, military occupational specialties, 
enlistment status, component, foreign service, civilian educational 
data, military educational data, transcripts, social fraternities, honor­
ary fraternities, clubs, degree major, clas~ standing and personal re­
sumes, school contracts; student training report; photographs; enlisted 
qualification record; theses; statements of service and schooling obli­
gation; U.S. Armed Forces Institute test report; civilian institution 
academic evaluation reports, Standard Form 1034, Public Voucher 
for Purchases and Services Other Than Personal, similar relevant 
documents and correspondence. 

Authority for maintenance of the system: 
5 U.S.C. 301 and 10 U.S.C. 4301. 
Purpose(s): 
To document, monitor, manage, and administer the service mem­

ber's attendance at a civilian training agency or civilian school pursu­
ant to.lO U.S.C. 4301. 
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Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: , 

The "Blanket Routine Uses" set forth at th~, · beginni~g of the 
Army's compilation of record system notices. · 

Policies. and practices for storing, retrieving, accessing, retaining, and 
disposing of records in· the system: . · 

Storage: 
Paper records in file folders. 
Retrievability: 
By individual's name. 
Safeguards: 
Records .are maintained in areas accessible only to authorized per­

so.nn~l havn'!g need therefor in the. performance of assigned duties, 
wtthtn secunty protected buildings. 

Retention and disposal: 
Destroyed by shredding after 2 years. 
System manager(s) and address: 
Commander, U.S. Total Army Personnel Command, 200' Stovall 

Street; Alexandria •. y A 22332-0400. · 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Commander, U.S. Total Army Personnel Command, ATTN: 
T APC-OPB-D, 200 Stovall Street, Alexandria,.. VA 22332-0400. 

Individual should provide the full name, current address and tele­
phone number, .sufficient details concern.ing the civilian school at­
tended· to permit locating the record, and signature. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Command­
er, U.S. Total Army Personnel Command, ATTN: TAPC-OPB-D, 
200 StovalJ ,Street, Alexandria, VA 22332-0400. 

Individual should provide the fulJ name, current address and tele­
phone number, sufficient details concerning the civilian school .at­
tended to permit locating the record, and signature. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from' the system 
manager. 

Record source categories: 
From the individual, Army records and reports, documents from 

the civilian school or industry training agency. 
Exemptions claimed for the system: 
None. '· 

A0635-5TAPC 
System name: 

Separation Transaction Control/Records Transfer System. 
System· location: 
U.S. Total Army Personnel Command, 200 Stovall Street, Alexan­

dria, VA 22332-0400; U.S. Army Enlisted Records and Evaluation 
Center, Fort Benjamjn Harrison, IN 46249-5301; U.S. Army Reserve 
Components and Personnel Center, 9700 Page Boulevard, St. Louis, 
MO 63132-5200. . 

Categories of individuals co~ered by the system: 
Active duty enlisted personnel separated from military service (ex­

cluding active duty for military training) and all personnel immedi­
ately reenlisting after separation. 

Categories of records in the system: 
Name, Social Security Number, rank, eligibility for· reenlistment, 

character of separation, program designator, date and location of 
separation; reenlistment, moral waiver and specialty. 

Authority for maintenance of the system: 
5 U.S.C. 301; to U.S.C. 3013; and Executive Order 9397. 
Purpose(s): 
To monitor separations of active duty enlisted personnel as a 

means of controlling strength and record accountability, and reenlist­
ment processing. 

Routine uses of records maintained in the system, including catego­
ries of users and the purpose of such uses: 

None. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 

Storage: 
Magnetic tapes/discs. 
Retrievability: 
By name and/or. Social Security Number. 
Safeguards: · 
Records are protected by physical security devices; guards, com­

puter software and hardware safeguard features, and personnel clear­
ances. 

Retention and disposal: 
Separation records are destroyed after I year; reenlistment •records 

are destroyed after 45 days; tape file is scratched at end of retention 
period; disc files are purged. 

System manager(s) and address: 
Commander, U.S. Total Army Personnel Command, 200 Stovall 

Street, .Alexandria, VA. 22332-0400. 
Notification. procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Commander, U.S. Total Army Personnel Command, ATTN: 
TAPC-PDT, 200 StovalJ Street, Alexandria, VA 22332-0400. 

Individu<\1 should provide the full name, Social Security Number, 
military status, and if separated, P,ate of separation. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to. the Command­
er, U.S. Total Army Personnel Command, ATTN: TAPC-PDT, 200 
Stovall Street, Alexandria, VA 22332-0400. 

Individual should provide the full name, Social Security Number, 
military status, and if separated, date of separation. 

Contesting records procedures: , 
The Army's rules for accessing records, contesting contents and 

appealing initial determinations are contained in· Army Regu~ation 
340-21; 32 CFR part 505; or may be obtained. from the system 
manager. 

Record source categories: 
From other Army records and reports .. 
Exemptions claimed for the system: 
None. 

A0635-40T APC 
System name: . 

Temporary Disability Retirement Master List (TDRL). 
System location: 
, U.S. Total Army Personnel Command, 200 Stovall Street, Alexan­

dria, VA 22~32-0400. Copy of the Master: List is retained at U.S. 
Army Physical Disability Agency, Health Services Command, U.S. 
Army Enlisted Records and Evaluation Center, US Army Reserve 
Components Personnel and Administration Center, and U.S. Army 
Finance and Accounting Center. Official mailing addresses may be 
obtained from U.S. Total Army ~ersonnel Comm11nd. 
... Categories of individuals covered by the system: 

Army personnel who are on temporary disability reti'rement. 
Categories of ·records in the system: 
File contains, Social Security Number, name, address, Department 

of Army special order number, percentage of disability, doctor code, 
re-examination date, date placed on TDRL, hospital code, travel 
·code, Army component, pay termination code, requirement for board 
code, record control number, hospital name and address. 

Authority for maintenance of the system: 
to U.S.C. 1376 and Executive Order 9397. 
Purpose(s): 
To coordinate with medical tre~tment facilities for scheduling 

medical examinations; to issue travel orders for individual to report 
to ·medical treatment facility for annual medical examination;· to de­
termine individual's status by the end of the fifth year of being on the 
TDRL, i.e., whether individual· is to ·be permanently retired for 
disability, or returned to duty. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses:. 

None.· 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
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Paper records in medical treatment facilities; magnetic tape, disc. 
Retrievability: 
By Social Security Number and date. 
Safeguards: 
Access to all records is re'stricted to individuals having need there­

for in the performance of duties. Automated media _are further pro­
tected by authorized password for system, controlled access to oper­
ation rooms and controlled output distribution. 

Retention and disposal: 
A magnetic tape records is maintained on each individual while in 

a· temporary disability retired status. The current and two previous 
tape files are maintained at any given time. 

System manager(s) and address: 
Commander, U.S. Total Army Personnel Command, 200 Stovall 

Street, Alexandria, VA 22332-0400. 
Notification procedure: 
Individuals s~eking to determine if information about themselves is 

contained in this ·record system should address written inquiries to. 
the Commander, U.S. Total Army Personnel Command, ATTN: 
T APC-PDB, 200 Stovall Street, Alexandria, VA 22332-0400. 

Individual should provide the full· name, Social Security Number, 
current address and telephone number, and signature. 

Inquiries are restricted to issues relating to the TDRL only; issues 
of pay must be made at the U.S. Army Finance and Accounting 
Center. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Command­
er, U.S. Total Army Personnel Command, ATTN: TAPC-PDB, 200 
Stovall Street, Alexandria, VA 22332-0400. 

Individual should provide the full name, Social Security Number, 
current address and telephone number, and signature. · . , 

Inquiries are restricted to issues relating to the TDRL only; issues 
of pay must be made at the U.S. Army. Finance and Accounting 
Center. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained .from the system 
manager. 

Record source categories: 
From medical · treatment facilities, Army Physical Disability 

Agency, other Army records and reports. 
Exemptions claimed for the system: 
None. 

A0635-200T APC 
System name: 

Separations: Administrative Board Proceedings. 
System location: 
U.S. Total Army Personnel Command 200 Stovall Street Alexan­

dria, VA 22332-0400. Segments exist at Major Army Commands and 
subordinate commands, field operating agencies, and activities exer­
cising general courts-martial jurisdiction. Official mailing addresses 
are published as an appendix to the· Army's compilation of record 
systems notices. 

Categories of individuals covered by· the system: 
Military members on whom allegations of defective enlistment/ 

agreement/fraudulent entry /alcohol or other drug abuse rehabilita­
tion failure/unsatisfactory performance/misconduct/homosexuality 
under the provisions of Chapters 7, 9, 13, 14, or 15 of Army Regula­
~ion 635-200, Enlisted Personnel, result in administrative board pro­
ceedings. 

Categories of records in the system: 
Notice to service member of allegations on which proposed separa­

tion from the Army is based; supporting documentation; DA Form 
2627, Records·of Proceedings under Article 15, UCMJ; DD Form 
493, Extract of Military Records of Previous Convictions; medical 
evaluations; military occupational specialty evaluation and aptitude 
scores; membet's statements, testimony, witness statements, 
affidavits,rights waiver record; hearing transcript; board findings and 
recommendations for separation or retention; final action. 

Authority for maintenance of the system: 
lO U.S.C. 1169. 
Purpose(s): 

· Information is used by processing acttvtttes and the approval au­
thority to determine if the member meets the requirements for rec-
ommended separation action. · 

Routine uses of records maintained in the system including catego-
ries of users and the purpose of such uses: · 

The "Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of ~ystem notices apply to this record system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in· the system: 

Storage: 
Paper r~cords in file folders. 
Retrievability: 
By individual's surname. 

Safeguards: 
Records are accessed only ·by designated persons having official 

need; therefor, within buildings secured during non-duty. hours. 
Retention and disposal: 
The original of board proceedings becomes a permanent part of 

the member's Military Personnel Records Jacket. When separation is 
ordered, a copy is sent to member's commander where it is retained 
for two years before being destroyed. When separation is not or­
dered, board proceedings are filed a~ the headquarters of the separa­
tion authority for two years, then destroyed. A copy of board pro­
ceedings in cases where the final authority is the U.S.· Total Army 
Personnel Command, pursuant to· Army Regulation 635-200, is re­
tained by that headquarters (T A PC-PDT) for· one year following 
de'eision. · 

. System manager(s) and address: 
Commander, U.S. Total Army Personnel. Command, 200 Stovall 

Street, Alexandria, VA 22332-0400. 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the commander of the installation where administrative board con­
vened or to the Commander, U.S. Total Army Personnel Command, 
ATTN: TAPC-PDT, 200 Stovall Street, Alexandria, VA 22332-
0400. 

Individual should provide the full name, details concerning the 
proposed or actual separation action to include location and date, and 
signature. 

Record access procedures: 
If individual has been separated from the Army, address written 

inquiries to the National Personnel Records Center, General Services 
Administration, 9700 Page Boulevard, St Louis, MO 63132-5200: 
proceedings will be part of the Military Personnel Records Jacket. 

If member is on active duty, address written inquiries to the com­
mander of the installation where administrative board convened. 

Individual should provide the full name, details concerning the 
proposed or actual separation action to include location and date, and 
signature·. 

Contesting record procedures: 
The Army's rules for accessing records, contesting. contents, and 

appealing initial d(:!terminations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories: 
From the individual; individual's commander; Army personnel, 

medical, and/or investigative records; witnesses; the Administrative 
Separation Board; federal,· state, local, and/or foreign law enforce­
ment agencies. 

Exemptions claimed for the system: 
None. 

A0640DARP 
System name: 

Personnel Management/ Action. Officer Files. 
System location: 
U.s: Army Reserve Personnel Center, 9700 Page Boulevard, St. 

Louis, MO 63132-5200. 
Categories of individuals covered by the system: 
Members of the Individual Ready Reserve (IRR), Standby Re­

serve, Retired Reserve, unit pers9nnel. 
Categories of records in the system: 
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Correspondence; orders; pay vouchers; efficiency reports; assign­
ment instructions; medical evaluations; request for waiver of disquali­
fications; grade determinations; flagging actions which preclude com­
pletion of favorable personnel actions; transcripts; requests for trans­
fer to another Branch, status, or servic.e; claims for pay; assignment 
instruction~ for Active Duty or Active Duty for Training; applica­
tions for delay or exemption from Active Duty/ Active Duty for 
Training; nominations for decorations or awards; notification of re­
moval from active Reserve status for physical disqualification, non­
participation, being passed over twice for promotion, or elimination 
action; application for waiver of ·disqualifications for enlistment in 
U.S. Army Reserves; request for discharge or voiding of enlistments; 
requests for transfer to or from the Ready Reserve, Standby Reserve, 
or Retired Reserve; claims for pay not received while on ·active duty; 
request for assignment/attachment to Army National Guard units, 
mobilization designation positions or detachments, reinforcement 
training units, and U.S. Army Reserve school student detachments; 
applications for participation in Army Reserve Logistics Career Pro­
gram and Foreign Area Officer Program; decisions pertaining to the 
career management of officers and senior enlisted personnel. 

Authority for maintenance of the system: 
10 u.s.c. 275. 
Purpose(s): 
To respond to inqutrtes from an individual or other government 

agencies concerning reserve status of Army personnel. 
Routine 'uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
The "Blanket Routine Uses" set forth at the begiiming of the 

Army's compilation of record system notices ·also apply to t}:tis 
system. · · · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file cabinets; card files. 
Retrievability: 
By individual's surname. 
Safeguards: 

. Records are accessed only by designated individuals having .official 
need therefore in the performance of assigned duties. 

Retention and disposal: 
Records are maintained for a period of 6 months to 3 years de­

pending on the type of actiori involved, after which they are de­
stroyed by shredding. 

System manager(s) and address: 
Commander,. U.S. Army Reserve .Personnel Center, 9700 Page 

Boulevard, St. Louis, MO 63132-5200. 
Notification procedure: 
Indiv,iduals seeklng to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Commander, U.S. Army Reserve Personnel Center, ATTN: 
DARP-IMG-F," 9700 Page Boulevard, St. Louis, MO 63132-'5200. 

For verification purposes, individual ·should provide the full name, 
and current and telephone number. 

Record· access procedures: 
Individuals seeking access to records about themselves contained in 

this record sys_tem should address written inquiries to the Command­
·er, U.S. Army Reserve Personnel Center, ATTN: DARP-IMG-F, 
9700 Page Boulevard, St. Louis, MO 63132-5200. 

For verification purposes, individual should. provide the full name, 
and current address and telephone number. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial agency determinations by the individual coiJcerned 
are published in Department of the Army Regulation 340-21; 32 
CFR part 505; or may be obtained from the system manager. · 

Record source categories: 
From the individual; Army records and reports. 
Exemptions claimed for the system: 
None. 

A0640-3CFSC 
System name: 

Privilege Card Application Files. 
System location: 
Major Army commands, field operating agencies, installations and 

activities, Army-wide. 

Categories of individuals covered by the system: 
Military dependents, foreign military personnel, civilian employees 

of the Department of the Army assigned overseas or residing on a 
military installation within the United states, civilian employe~s 
under private or Government contract with the ~S Army an~ t~etr 
dependents, civilians of foreign nations on duty m the US at II!Vtta­
tion of Department of Defense. 

Categories' of records in. the system: 
Application for an identification 'card. 
Authority for maintenance of the system: 
5 u.s.c. 301. 
Purpose(s): 
To maintain a record of identification cards issued. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
None. 

. Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: . 

Storage: 
Paper records/cards in filing cabinets. 
Retrievability: 
By applicant's surname, SSN. 
Safeguards: 
Records are maintained in secured areas accessible only by author­

ized persons having official need therefor. 
Retention and disposal: 
Applications are maintained unt.il eit}:ter the identificati<;m card ex-

pires,· is replaced or is no longer required. · . 
System manager(s) and address: · · 
Commander, US Army Community and Family Support Center, 

2461 Eisenhower Avenue, Alexandria, .VA 22331-0301. 
Notification procedure: 
Information may be obtained from the issuing authority by_ furnish­

ing full name, current address and telephone number,· and stgnature. 
Record access procedures: . 
Individuals desiring access to records abo~t ·themselves should 

write as indicated in 'Notification procedure', providing information 
specified therein. 

Contesting record procedures: 
The Army's rules for access to records and for contesting contents 

and appealing initial determinations are con't_ained in Army Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: 
From the individual; sponsor's personnel records. 
Exemptions claimed for the system: 
None. . <, 

A0640-10DARP · 
System name: 

Philippine Army· Files. 
System location: 
U.S. Army Reserve Personnel Center, 9700 Page Boulevard, St. 

Louis, MO 63132-5200. 
Categories of individuals covered by the syste~: 
Members of the Philippine Commonwealth Army who were.·in­

ducted for service with the U.S. Armed Forces Far East under the 
Military Order of the President of the United States dated July 26, 
1941; Philippines who served in Guerrilla units officially recognized 
and listed in the Recognized Philippine Guerrilla Rosters. 

Categories of records in the system: 
World War II claim folders which contain. enlistment papers, 

orders inducting individual into U.S. Armed Forc~s Far East se~vice, 
soldier's qualification card, unit orders of asstgnment, effictency 
rating sheets, pay vouchers or receipts, affidavits and _certificates, 
service records, determination of status under the Missmg Persons 
Act. 

Authority for maintenance of the system: 
Pub. L. 490-7?, dated ~ay 7, 1942. 
Purpose(s): 

. To answer inquiries regarding individuals who ser~ed, o~ allegedly 
served, with the Philippine Commonwealth Army mcludm~. re~og­
nized Guerrilla Forces, during World War II, m the Phthppmes. 
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Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To the Veterans Administration to verify or certify service with 
t~e U.S .. Armed F?rces Far East or recognized guerrilla units; pro­
VIde ava1lable med1cal records or other documents to assist in deter-
mining benefits. . . 

To the Department of Justice to certify or verify service regarding . 
application of individual for citizenship: 

To t~e Depa~tment of Health and Human Services to verify type 
of servtce that IS used to assist in determining eligibility for benefits. 

To the Department of State to provide statement of service or 
verification of type of service performed. 

The "Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of record system notices also apply to this 
system. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: · 
Paper records in file folders. 
·Retrievability: 
By name, service number, VA claim number, units assigned to 

during period of service in question, names of parents, birth date~ and 
place, name of spouse and children if applicable. (Due to similarity of 
names complete file must be screened to determine proper individ­
ual.) 

Safeguards: 
Records are maintained in area accessible only to designated per-· 

sonnel having official need therefor. 
Retention and disposal: 
Records are permanent. 
System manager(s) and address: 
Commander, U.S. Army Reserve Personnel Center, 9700 Page 

Boulevard, St. Louis, MO 63132-5200. 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Commander, U.S. Army Reserve Personnel Center, ATTN: 
DARP-PAS-EAP, 9700 Page Boulevard, St. Louis, MO 62132-
5200. 

For verification purposes, individual should provide the full name, 
service number, VA claim number, if applicable, and name and/or 
numbef of the unit to which assigned during the period of service. 

Record access procedures: 
·Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Command­
er, U.S. Army Reserve Personnel Center, ATTN: DARP-PAS-EAP, 
9700 Page Boulevard, St. Louis, MO 62132-5200. 

For verification purposes, individual should provide the full name, 
service number, VA claim number, if applicable, and name and/or 
number of the unit to which assigned during the period of service. 

Contesting record procedures: · 
The Army's rules for accessing records, contesting contents, and 

appealing initial agency determinations by the individual concerned 
are published in Department of the Army Regulation 340-21; 32 
CFR part 505; or may be obtained froni the system manager. 

Record source categories: 
From records of military service compiled during period of indi­

vidual's service with the Phillippine Commonwealth Army and/or 
the U.S. Armed Forces Far East prior to December 7, 1941 up to 
August 1945. 

Exemptions claimed for the system: 
None. 

A0640-10bNGB 
System name: 

Military Personnel Records Jacket (NGB). 
System location: 
The custodian of the Military Personnel Record will either be the 

State Personnel ·Service Center· (PSC) located in conjunction .with 
the Office of the Adjutant General or each National Guard Armory 
in those non-PSC states: Guam, Puerto Rico, the Virgin Islands, and 
the District of Columbia. . · 

Categories of individuals covered by the system: 
All members of the Army National Guard not on active duty. 
Categories of records in the system: 

Categories of records are outlined i~ AR 640-10. Examples of the 
type of document included in the Military Personnel Records Jacket 
(DA Form 201) are the individual's service agreement, record of 
emergency data, certificates of release or discharge from active duty 
(DD Form 214) and other service computation documents, active 
duty orders, military occupational specialty orders, Servicemen's 
Group Life Insurance election, security questionnaire and clearance, 
transfer requests and orders, promotions, reductions, personnel quali­
fication record (DD Form 2--1 ), oath. of extensions of enlistment, 
selective. reserve incentive program agreements, notice of basic eligi­
bility (NOBE) for GI Bill, and discharge documents and orders. 

Authority for maintenance of the system: 
5 U.S.C. 301; 10 U.S.C. 275 and 3013; and Executive Order 9397. 
Purpose(s): 
These records are created and maintained to: Manage the mem­

ber's National Guard Service effectively; Historically document the 
member's military service; and Safeguard the rights of members and 
the Army. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To the Central Intelligence Agency; Depa.rtment of Agriculture; 
Department of Commerce; Department of Health and Human Serv­
ices; Department of Education; Department of Labor; Department of 
State; Department of the Treasury; Department of Transportation; 
Federal Aviation Agency; National Transportation Safety Board; 
American· Battle Monuments Commission; Vetenins Administration; 
Federal Communications Commission; U.S. Postal Service;. Office of 
Personnel Management; Selective Service System; Social Security 
Administration; state, county and city welfare organizations when 
information is required to consider applications for benefits; penal 
institutions when the individual is a patient ·or an inmate; state, 
county and city law enforcement authorities. 

NOTE: Record of the identity, diagnosis, prognosis, or treatment of 
any client/patient, irrespective of whether or when he/she ceases to 
be a client/patient, maintained in coimection with the performance of 
any alcohol or drug abuse prevention. and treatment furiction con­
ducted, 'regulated, or directly or indirectly assisted by any depart­
ment or agency of the United States, shall, except as provided there­
in, be confidential and be disclosed only for the purposes and. under 
the circumstances expressly authorized in 42 U.S.C. 290dd-3 and 
290ee--3. These statutes take precedence over the ·Privacy Act of 
1974, as amended, in regard to accessibility of such records except to 
the individual to whom the record pertains. Blanket Routine Uses do 
not apply to·these records. · · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: . 
Paper records in file folders. 
Retrievability: 
By individual's name. 
Safeguards: 
Records maintained in areas accessible only to alitho~ized person­

nel having need therefor in the performance of official business. The 
Military Personnel Records Jacket is transferred from station to sta­
tion in the personal possession of the individual whose record it is, or 
by U.S. Postal Service. 

Retention and disposal: 
Military personnel records are retained until updated or service of 

individual is terminated. Following separation, the disposition of'the 
records is to the U.S. Army Reserve Personnel Center or to the 
National Personnel Records Center in accordance with 640--10. 

System manager(s) and address: 
Commander, Army National Guard Personnel Center, 4501 Ford 

Avenue, Alexandria, VA 22302-1450. 
Notifi.cation procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the commander of the unit to which the Army National Guard 
member is assigned: For separated personnel, information may be 
obtained from the Commander, U.S. Army Reserve Personnel 
Center, 9700 Page ·Boulevard, St. Lpuis, MO 63132-5200; for dis­
charged or deceased personnel, contact the National Personnel 
Records Center, 9700 Page Boulevard, St. Louis, MO 63132--5200. 

For verification purposes, individual should provide the full name, 
service identification number, current military status, and current 
address. 
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Record access procedure: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the commander 
of the unit to which the Army National Guard member is ·assigned: 
For separated personnel, information may be obtained from 'the Com· 
mander, U.S. Army Res·erve Personnel Center, 9700 Page Boulevard, 
St. Louis, MO 63132-5200; for discharged or deceased personnel, 
contact the National Personnel Records Center, 9700 Page Boule-
vard, St. Louis, MO 63132-5200. " 

For verification purposes, individual should provide the full name, 
service identification number, current military status, and current 
address. 

For personal visits, the. requester should provide acceptable identi· 
fication, i.e., military identification card or other identification nor­
mally acceptable in the transaction of business. 

· Contesting record procedures: . . 
The Army's rules for accessi~g r~cords, ~on testing contents, . and 

appealing initial agency determinations by the individual concerned 
are published in Department of the Army Regulation 340-21; 32 
CFR part 505; or may be obtained from the system manager. 

Record source categories: · 
From the individ~al, educational and financial institutions, law 

enforcement agencjes, personal references provided by the individual, 
Army records and reports, third parties when information furnished 
relates to the service member's status. 

Exemptions claimed for the system: 
None.· 

A0640-10cNGB. 
System name:. 

Official Military Personnel File (Army National Guard). 
System location: 
Army National Guard Personnel Center, ATTN: NGB-ARP-CA, 

4501 Ford Avenue, Alexandria VA 22302-1450. 
Categories of individuals covered by the system: 
Each commissioned or warrant officer in the Army National 

Guard not on active duty. 
Categories of records in the system: 

.Records include enlistment contract, physical evaluation board 
proceedings; statement of service; group life insurance election; emer· 
gency data form; application for appointment; qualification/evalua­
tion report; oath of office; medical examination; security clearance; 
application for retired pay; application for correction· of military 
records; application for active duty; transfer or discharge; active duty 
report; voluntary reduction; line of duty and misconduct determina­
tions; discharge or separation reviews; police record checks; consent/ 
declaration of parent/guardian; award recommendations; academic 
reports; casualty reports; field medical card; retirement points; defer­
ment; pre-induction processing and commissioning data; transcripts of 
military records; survivor benefit plans; efficiency reports; records of 
proceedings, 10 U.S.C. 815 and appellate actions; determination of 
moral eligibility; waiver of disqualifications; temporary· disability 
record; change of name; statements for enlistment; retired benefits; 
application for review by physical evaluation board; birth certificate; 
citizenship statements and. status; educational transcripts; flight status 
board reviews; efficiency appeals; promotion/reduction/recommen­
dations approvals/declinations announcements/notifications and re­
considerations; notification to deferred officers and promotion pass­
over notifications; absence without leave and desertion records; FBI 
reports; Social' Security Administratio.n correspondence; miscellane­
ous ~orrespondence, documents, and·orders relating to military serv­
ice inclu~ing information pertaining to dependents, inter or intraser­
vice details, determinations, reliefs; pay entitlements, releases, trans­
fers; and other relevant documents. · · 

Authority for ·maintenance of the system: 
5 U.S.C. 301; 10 U.S.C. 275 and 3013; and Executive· Order 9397. 
Purpose(s): . · 
These records are created and maintained to manage the member's 

Army National Guard service effectively; document the member's 
military service history; and, safeguard the rights of the member and 
the Army. · 

Routine uses of records maintaine~ in the system, including catego­
ries of users and the purposes :Of such uses: 

To the Department of State· to issue passport/visa; to document 
persona-non-grata status, attache assignments, and related administra­
tion of personnel assigned and performing duty with the Department 
of State. 

To the Department of Justice to file fingerprint cards; to perform 
intelligence function. 

To the Department of.Lapor to accomplish actions required under 
Federal Employees Compensation Act. 

To the Departm~nt of Health and Human Services t.o provide 
services authorized by medical and health functions authorized by 10 
u.s.c. 1074-1079 .. 

To the Atomic Energy Commission to accomplish requirements 
incident to Nuclear Accident/Incident Control Officer functions. 

To· the American Red Cross. to accomplish coordination and com­
plete service functions including blood donor programs and emergen­
cy investigative support and notifications. . · 

To the Federal Aviation Agency to obtain flight certification and 
licenses. . 

To the General Services Administration for records storage, archi­
val services, and for. printing of directories and related material 
requiring personal data. · · 

To the U.S. Postal Service to accomplish postal service authoriza­
tion. 

To the Department of Veterans Affairs to provide information 
relating to benefits, pensions, in-service loans, insurance, and appro­
priate hospital support . 

. To the .Bureau of Immigration and Naturalization to comply wi.th 
statutes rell;lting to in-service alien registration, and annual residence 
.information. . 

To the Office of the President of the United States of America: To 
exchange required information relating to White House Fellows, 
regular Army promotions, aides, and related support functions staffed 
by Army members. . 

To the Federal Maritime Commission to obtain licenses for mili­
tary members accredited as captain, made, and harbor master for 
duty as Transportation Corps warrant officer. · 

To each state and U.S. possession to support state bonus applica­
tions; to fulfill income tax requirements appropriate to the service 
member's ho!lle: of record; t() recor9 name changes in state bureaus of 
.vital statistics; and for National Guard Affairs. 

To civilian educational, and training institutions to accomplish 
student registration, tuition support, Graduate Record Examination 
tests requirement, and related school 'requirements incident to in­
serviCe education programs in' compliance with 10 U.S.C., Chapters 
102 and 103. ., 

To the Social Security Administration to. obtain or verify Social 
Security Account Numbers; to transmit Federal Insurance Compen­
sation Act deductions made from in-service members' wages. 

To the Department of Transportation to· coordinate and exchange 
necessary information pertaining to inter~service relationships be­
tween U.S. Coast Guard and Army National Guard .when service 
members perform duty with the U.S. Coast Guard el~,m.ents or train-
ing activities., . . . . 

To CiviiAuthorities for Compliance with 10 U.S.C. 814. 

NOTE: Record of the iden,tity, diagnosis, prognosis, or treatment of 
any client/patient, irrespective of whether or when he/she ceases to 
be a client/patient, maintained in connection with the performance of 
any alcohol or drug abuse prevention and treatment function con­
ducted, reg\]lated, or directly or indirectly assisted by any depart­
ment or agency of the United States, shall, except as provided there­
in, be confidential and be disclosed only for the purposes and under 
the circumstances expressly. authorized in .42 U.S.C. 290dd-3 and 
290ee-3. These statutes take precedence over the Privacy Act of 
1974, in regard to accessibility of such records except to the individ­
ual to whom tht:; record pertains. Blanket Routine USes do not apply 
to these records. 

Policies and practices for. storing, retrieving, accessing, retaining, and 
disposing of records' in the system: 

Storage: 
Microfiche stored randomly in electromechanical storage/retrieval 

devices. Temporary files consist of paper records in file folders; 
selected data automated for· management purposes on tapes, disks, 
cards, and other computer media. 

Retrievability: 
By individual's surname and Social Security Number. 
Safeguards: 
Records are maintained in secured areas accessible only to author­

ized personnel; automated media protected by authorized password 
system for access terminals, controlled access to operation rooms, 
and controlled output distribution. 

Retention and disposal: 
Microfiche and· paper records are permanent: retained in active file 

until termination of service following which they are retired to the 
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custody of the Commander, U.S. Army Reserve Personnel Center, 
9700 Page Boulevard, St. Louis, MO 63132-5200. 

System manager(s) and address: 
Commander, Army National Guard Personnel Center, 4501 Ford 

Avenue, Alexandria, VA 22302-1450. 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this recor·d system should address written ·inquiries to 
the Commander, ~rmy National Guard Personnel Center, 4501 Ford 
A venue, Alexandna, VA 22302-1450. 

F<;>r v~rific.ation. purposes, individual should provide the full name, 
servtce tdenttficatton number, current or former military status, cur­
rent home address, and signature. 

·Record access procedure: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Command­
er, Army National. Guard Personnel Center, 4501 Ford Avenue, 
Alexandria, VA 22302-1450. 

F<;>r .v~rific.ation. purposes, 'individual should provide the full name, 
servtce tdenttficatton number, current or former military status; cur-
rent home address, and signature. . . 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial agency determinations by the individual concerned 
are published in AR 340-21; 32 CFR part 505; or may be obtained 
from the system manager. · · 

Record source categories: 
From the individual, educational and financial institutions, law 

enforcement agencies, personal references provided by the individual, 
Army records and reports, third parties when information furnished 
relates to the Service member's status. 

Exemptions claimed for the system: 
None. 

A0640-10aTAPC 
System name: 

Military Personnel Records Jacket Files (MPRJ). 
System location: . 
Active and Reserve Army Commands/field operating· agencies, 

installations, activities. Official mailing addresses are published as an 
appendix to the Army's compilation of record system notices. 

Categories of individuals covered by the system: 
Et:tlisted, warrant and commissioned officers on active duty in the 

U.S. Army; enlisted,· warrant and commissioned ·officers of the U.S. 
Army Reserve in active reserve (unit or non-unit) status; retired 
persons; commissioned/warrant officers separated after June 30, 1917 
and enlisted personnel separated after October 31, 1912. 

Categories of records in th~ system: . 
Records reflecting qualifications, emergency data, enlistment and 

related service agreement/extension/active duty orders; military oc­
cupational specialty evaluation data; group life insurance election; 
record of induction; security questionnaire and clearance; transfer I 
discharge report/Certificate of Release or Discharge from Active 
Duty; language proficiency questionnaire; police record check; state­
ment of personal history; application for ID; Department of Veterans 
Affairs compensation forms and related papers; dependent medical 
care statement and related forms; training and experience documents; 
survivor benefit plan election certificate; efficiency reports; applica­
tion/nomination for assignment; achievement certificates; record of 
proceeding and appellate or other supplementary actions, Article IS 
( 10 U .S.C. 815); weight control records; personnel screening and 
evaluation records; application/prior service enlistment documents; 
certificate barring reenlistment; waivers for enlistment; physical eval­
uation board summaries; service record brief; Army School records; 
classification board proceedings; correspondence relating to badges, 
medals, and unit awards, including foreign decorations; correspond­
ence/letters/administrative reprimands/censures/admonitions relating 
to apprehensions/confinement/discipline; dependent travel and move­
ment of household goods; personal indebtedness correspondence and 
related papers; documents relating to proficiency pay, promotion, 
reduction in grade, release, retirement temporary duty, individual 
flight records, physical examination records, aviator flight record, 
instrument certification papers, duty status, leave, and· similar military 
documents prescribed for filing by Army regulations or directives. 

Authority for maintenance of the system: 
5 U.S.C. 301; 10 U.S.C. 3013; and Executive Order 9397: 
Purpose(s): 

Personnel records are created and maintained to manage the mem­
ber's Army Service effectively, document historically the member's 
military service, and safeguard the . rights of the member and the 
Army. 

·.Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

·To the Department of State to issue passport/visa; to document 
persona-non-grata status, attache assignments, and related administra­
tion of personnel assigned and performing duty with the Department 
of State. 

To the Department of Treasury to issue bonds; to collect and 
record income taxes. · 

To the Department of Justice to file fingerprints to perform inves-
tigative ahd judicial functions. . 

To the Department· of Agriculture to coordinate matters related to 
its advanced education program. 

To the Department of Labor to accomplish actions required under 
Federal Employees Compensation Act. 

To. the Department of health and Human Services to provide 
services authorized by medical, health, and related functions author­
ized by 10 U.S.C. 1074 through 1079. 

To the Nuclear Regulatory Commission to accomplish require­
ments incident to Nuclear Accident/Incident Control Officer func­
~ions. 

To the American Red Cross to accomplish coordination and serv­
ice functions including blood donor programs and emergency investi- · 
gative support and notifications. 

To the Civil Aeronautics Board to accon:tplish flight qualifications, 
certification and licensing actions. 

To the Federal Aviation Agency to determine rating and certifica­
tion (including medical) of in-service aviators. 

. To the General Services Administration for records storage and 
archival services and for printing of directories and related material 
which includes personal data. 

To the U.S. Postal Service to accomplish postal service authoriza­
tion involving postal officers and mail clerk authorizations. 

To the Department of Veterans Affairs to provide information 
relating to service, benefits, pensions, in-service loans, insurance, and 
appropriate hospital support. 

To the Bureau of Immigration and Naturalization to comply with 
status relating to alien registration, and annual residence/location. 

To the Office of the President of the United States of America to 
exchange required information relating to White House Fell<;>ws, 
regular Army promotions, aides, and related support functions staffed 
by Army members. 

To the Federal Maritime Commission to obtain licenses for mili­
tary members accredited as captain, mate, and harbor master for duty 
as Transportation Corps warrant officer. 

To each of the several states, and U.S. possessions to support state 
bonus application; to fulfill income tax requirements appropriate to 
the. service member's home of record; to record name changes in 
state bureaus of vital statistics; and for National Guard affairs. 

Civilian educational and training institutions to accomplish student 
registration, tuition support, tests, and related requirements incident 
to in-service education programs in compliance with 10 U.S.C. chap­
ters 102 and 103. 

To the Social Security Administration to obtain or verify Social 
Security Account Number; to transmit Federal Insurance Compensa-
tion Act deductions made from members' wages. . · 

To the Department of Transportation to coordinate and exchange 
necessary information pertaining to· inter-service relationships be­
tween U.S. Coast Guard (USCG) and U.S. Army when ·service 
members perform duty with the USCG. 

To the Civil authorities for compliance with 10 U.S.C. 814. 
To the U.S. Information Agency to investigate applicants for sensi­

tive positions pursuant to Executive Order 10450. 
To the Federal Emergency Management to facilitate participation 

of Army members in civil defense planning, training, and emergency. 
operations pursuant to the military support of civil defense as pre­
scribed by DOD Directive 3025.10, Military Support of Civil De­
fense, and Army Regulation 500-70, Military Support of Civil De­
fense. 

To the Director of Selective Service System to Report of Non­
registration at Time of Separation Processing, of individuals who 
decline to register with Selective Service System. Such report will 

·contain name of individual, date of birth, Social Security Number, 
and mailing address at time of separation. 

Other elements of the Federal Government pursuant to their re­
spective authority and responsibility. 

To the Military Banking Facilities Overseas. Information as to 
current military addresses and assignments may be provided to mili-
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tary bankin~ facilities who provide banking services overseas and 
who are re1mbursed by the Government' for certain checking and 
loan losses. For personnel separated, discharged or retired from the 
Armed Forces, information as to last known residential or home of 
rec~rd a~dress may be provided to the military banking facility upon 
certification ~y a banking facility officer that the facility has a re­
!Urf:le~ or dishonored check negotiated by the individual or .the 
mdJvJdual has defaulted on a loan and that if restitution is not made 
by the individual, the U.S. Government will be liable for the losses 
the facility may incur. 

NOTE: Record of the identity, diagnosis, prognosis, or treatment of 
any client/patient, irrespective of whether or when he/she ceases to 
be a client/patient, maintained in connection with the performance. of 
any alcohol or drug abuse prevention and treatment function con­
ducted, regulated, or directly or indirecly assisted by any department 
or agency of the United States, shall, except as provided therein, be 
confidential and be disclosed only for the purposes and under the 
circumstances expressly authorized in 42 u.s.c. 290dd-3 and 290ee-
3. These statues take precedence over the Privacy Act of 1974, in 
regard to accessibility of such ·records except to the individual to 
whom the record pertains. The "Blanket Routine Uses" set forth at 
the beginning of the Army's compilation of record system notices 'do 
not apply to these categories of records: · 

County and city welfare organizations to provide information 
needed to consider applications .for benefits. . 

Penal institutions to ~rovide ~ealth information to aid patient ~are. 
State, county, and c1ty offic1als to include Jaw enforcement au­

thoriti~s to provide information to determine benefits or liabilities, or 
for the investigation of claim or crimes. 

Patriotic societies incorporated, pursuant to 36 U.S.C., in conso­
nance with their respective corporate missions when used to further 
the welfare, morale, or mission of the soldier. Information can only 
be disclosed only if the agency which receives it adequately .prevents 
its disclosure to persons other than their employees who need such 
information to perform their authorized duties. , . 

The "Blanket Routine Uses" set forth at ·the beginning of the 
Army's compilation of record system notices apply to this system, 
except for those specifically excluded categories of records. 

Policies and practices for storing, retrieving, accessing, retailing, and 
disposing of records in the system: · 

Storage: 
Paper records in file folders. 
· Retrievability: · 
By individual's' name ~nd/or Socia{Security Number. 
Safeguards: 
All. records are maintained in secured ·areas, accessible only to 

designated individuals whose official duties require access; they are 
transferred from station to station in personal possession of the indi­
vidual whose record it is or, when this is not feasible, by U.S. Postal 
Service. 

Retention and disposal: 
· The maintenance, forwarding, and disposition of the MPRJ (DA 
Form 201) and its contents are governed by Army Regulations 640-
10, Individual Military Personnel Records, and 635-10, Processing 
Personnel for Separation~. 

System manager(s) and .address: 
Commander, U.S. Total Army Personnel Command, 200 Stovall 

Street, Alexandria, VA 22332-0400. 
Notification procedures: 
Individuals seeking to determine if information ab~ut themselves is 

contained in this record system should address written inquiries to 
. the commander of the organization to which the service member is 
assigned; for retired and non-unit ,reserve personnel, info~mation may 
be obtained from the U.S. Army Reserve Personnel Center, 9700 
Page Boulevard, St Louis, MO 63132-5200; for d~scharged and de­
creased personnel contact the. National Personnel Records Center, 
General Services Administration, 9700 Page Boulevard, St Louis, 
MO 63132-5100. . 

Individual sh'ould provide the full name, Social Security Number, 
service identification number, current address and telephone number, 
and signature. · 

Record access procedures: . 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the commander 
of the organization to which the service. member is assigned; for 
retired and non-unit reserve personnel, information may be obtained 
from the U.S. Army Reserve Personnel Center, 9700 Page Boule­
vard, St. Louis, MO 631 32-5200; for discharged and deceased per-

sonnet contact the National Personnel Records Center, General Serv., 
ices Administration, 9700 Page Boulevard, StLouis, MO 63132-5100. 

Individual should provide the full name, Social Security Number, 
service identification number, current address and telep~one number, 
and signature. 

Contesting record procedures: 
The Army's rules for accessing .records, contesting contents, and 

appealing initial determinations are contain~d in Army Regulation 
340-21; · 32· CPR part 505; or may be obtained from the system 
manager. 

Record. source categories: 
From the individual, educational and financial institutions, law 

enforcement agencies, personal references provided by the individual, 
Army records and reports, third parties when information furnished 
relates to the service member's status. 

. Exemptions claimed for the system: 
None. 

A0640-10bTAPC 
System name: 

Official Military Personnel File. 
System location: 
U.S. Total Army Personnel Command, 200 Stovall Street, Alexan­

dria, VA 22332-0400 for active duty officers. 
U.S:· Army Enlisted Evaluation and Records Center, Fort Benja­

min Harrison, IN 46249-5301 for active duty enlisted personnel. 
U.S. Army Reserve Personnel Center, 9700 Page Boulevard, St 

Louis, MO. 63132..:5200 for retired and reserve personnel. 
National Personnel Records Center, General Services Administra­

tion (Military), 9700 Page Boulevard, St Louis, MO 63132-5100, for 
discharged or deceased personnel. 

An automated index exists at the U.S. Army Reserve Personnel 
Center showing physical location of the Official Military Personnel 
of retired and separated service members. 

CategorieS of individuals covered by the system: 
Each individual on active duty ·in the U.S. Army is enlisted, 

appointed, or commissioned status; and each individual who was an 
enlisted, appointed, or: commissioned member of the U.S. Army and 
who was ~ompletely ·separated by discharge, death, or other termina­
tion of individual's military status. 

Categories of records in the system: . 
Records include enlistment contract; Veterans Administration ben­

efit forms; physical evaluation board proceedings; military occupa­
tional specialty data; statement of service; qualification record; group 
life insurance election; emergency data; application for appointment; 
qualification/evaluation report; oath of office; medical examination; 
security questionnaire; application for retired pay;· application for 
correction of military rec!)rds; field for active duty; transfer. or dis­
charge report/Certificate of Release or Discharge from Active Duty; 
active duty report; voluntary reduction; line of duty and misconduct 
determinations; discharge or separation reviews; police record 
checks, consent/declaration of parent/guardian; Army Reserve Offi­
cers Training Corps supplemental agreement; award recommenda­
tions; academic .reports; casualty report; U.S. ·field medical ·card; 
retirement points, deferment; preinduction processing and commis­
sioning data; transcripts of military records;.summary sheets review 
of conscientious objector; election of options; oath of enlistment; 
enlistment· extensions; ·survivor benefit plans; efficiency reports; 
records of proceeding, ·10 U .S.C., section 815 appellate actions; deter­
minations of moral eligibility; waiver of disqualifications; temporary 
disability record; change of name; statements for entlistment; ac­
knowledgments of service requirements; retired benefits; application 
for review by physical evaluation board and disability board; ap­
pointments; designations; evaluations; birth certificates; photographs; 
citizenship statements and status; educational constructive credit tran­
scripts; flight status board reviews; assignment agreements, limita­
·tions/waivers/election and travel; efficiency appeals; promotion/re­
duction/recommendations, · approvals/declinations announcements/ 
notifications, reconsiderations/worksheets elections/letters or memo-

. randa of notification to deferred officers and promotion passover 
notifications;· absence without leave and desertion records; FBI re­
ports; Social Security Administration correspondence; miscellaneous 
correspondence, documents, and military orders relating to military 
service including information pertaining to dependents, interservice 
action, in-service details, determinations, reliefs, component; awards, 
pay entitlement, released, transfers, and other military service. data. 
· Authority for maintenance of the system: 

5 U.S.C. 301 and Executive Order 9397. 
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Purpose(s): 
These records are created and maintained to manage the member's 

Army service effectively; document historically a member's military 
service, and safeguard the rights of the member and the Army. 

Routine use of records maintained in the system, including categories 
of users and the purposes of such uses: 

To the Departmeqt of State to is.sue passport/visa; to document 
persona-non-grata status, attache assignments, and related administra­
tion of personnel assigned and. performing duty with the Department 
of State. 

To t~e Department of Treasury to issue bonds; to collect and 
record tncome taxes. · 

To the Department of Justice to file fingerprints to perform inves-
tigative and judicial functions. . 

To the Department of Agriculture to coordinate matters related to 
its advanced education program. 

To the Department of Labor to accomplish actions required under 
Federal Employees Compensation Act. 

To the Department of Health and Human Services to provide 
services authorized by medical, health, and related functions author­
ized by tp U.S.C. 1074 through 1079. 

To the Nuclear Regulatory Commission to accomplish require­
ments incident to Nuclear Accident/Incident Control Officer func­
tions. 

To the American Red Cross. to accomplish coordination and serv­
ice functions including blood donor programs and emergency investi­
gative support and notifications. 
' To the Civil Aeronautics Board to accomplish flight qualifications, 
certification and licensing actions. 

To the Federal Aviation Agency to determine rating and certifica­
tion (including medical) of in-service aviators. 

To the General Services Administration for records storage arid 
archival services and for printing of directors and related material 
which includes personal data. 

To the U.S. Postal Service to accomplish postal service authoriza­
tion involving postal officers and mail clerk authorizations. · 
· To the Department of Veterans Affairs to provide information 

relating to service, benefits, pensions, in-service loans, insurance, and 
approp'riate hospital support. . 

To the Bureau of Immigration and Naturalization to comply with 
status relating to alien registration, and annual residence/location. 

To the Office of the President of the United States of America to 
exchange required information relating to _White House Fellows, 
regular Army promotions, aides, and related support functions staffed 
by Army members. 

To the Federal Maritime Commission to obtain licenses for mili­
tary members accredited as captain, mate, and harbor master for duty 
as Transportation Corps warrant officer. . 

To each of the several states, and U.S. possessions to support state 
bonus application; to fulfill income tax requirements appropriate to 
the service member's home of record; to record name changes in 
state bureaus of vital statistics; and for National Guard affairs. 

Civilian educational and training institutions to accomplish student 
registration, tuition support, tests, and related requirements incident 
to in-service education programs in compliance with 10 U.S.C. chap­
ters 102 and 103. 

To the Social Security Administration to obtain or verify Social 
Security Account Number; to transmit Federal Insurance Compensa­
tion Act deductions made from members' wages. 

To the Department of Transportation to coordinate. and exchange 
necessary information pertaining to inter-service relationships be­
tween U.S. Coast Guard (USCG) and U.S. Army when service 
members perform duty with the USCG. 

To the Civil authorities for compliance 'with 10 U.S.C. 814. 
To the U.S. Information Agency to investigate applicants for sensi-

tive positions pursuant to Executive Order 10450. . 
To the Federal Emergency Management Agency to facilite partici­

pation of Army members in civil defense planning training, and 
emergency operations pursuant to the military support of civil de­
fense as prescribed by DOD Directive 3025.10, Military Support of 
Civil Defense, and Army Regul;;ltion 500-70, Military Support ·or 
Civil Defense. 

To the Director of Selective Service System to Report of Non­
registration at Time of Separation Processing, of individuals who 
decline to register with Selective Service System. Such report will 
contain name· of individual, date of birth, Social Security Number, 
and mailing address at time of separation. 

Other elements of the Federal Government pursuant to their re­
spective authority and responsibility., 

To· the Military Banking Facilities Overseas. Information as to 
current military addresses and assignments may be provided to mili­
tary banking facilities who provide banking services overseas and 

who are reimbursed by the Government for certain checking and 
loan losses. For personnel separated, discharged or retired from the 
Armed Forces, information as to last known. residential or home of 
record address may be provided to the military banking facility upon 
certification by a banking facility officer that the facility has a re­
turned or dishonored check negotiated by the individual or the 
individual has defaulted on a loan and that if restitution is not made 
by the individual, the U.S. Government will be liable for the losses 
'the facility may incur. 

NOTE: Record of the identity, diagnosis, prognosis, or treatment of 
any client/patient, irrespective of whether or when he/she ceases to 
be a client/patient, maintained in connection with the performance of 
any alcohol or drug abuse prevention and treatment function con­
ducted, regulated, or directly or indirectly assisted by any depart­
ment or agency of the United States, shall, except as provided there­
in, be confidential and be disclosed only for the purposes and under 
the circumstances expressly authorized in 42 U.S.C. 290dd-3 and 
290ee-3. These statues take precedence over the Privacy Act of 
1974, in regard to accessibility of such records except to the individ­
ual to whom the record pertains. The "Blanket Routine Uses". set 
forth at the beginning of the Army's yOmpilation of record system 
notices do not apply to these categories of records. 

The "Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of record system notices apply to this system, 
except for those specifically excluded categories of records. 

Policies and practices for storing, retrieving, accessing, retaining, ~nd 
disposing of records in the system: 

Storage: 
Microfiche stored randomly in electromechanical storage/retrieval 

devices. Temporary files consist of paper records in file folders; 
selected data automated for management purposes on tapes, disks, 
cards, and other computer media. 

Retrievability: 
Alphabetically by surname; automated data retrievable by name, 

.Social Security Number, or ADP parameter; records of reserve, 
r_j:tired, and deceased persons retrieved by Social ·Security Number 
ferminal digit sequence. 

Safeguards: 
Records are maintained in areas accessible only to authorized per­

sonnel; automated records are further protected by authorized pass­
word system for access terminals, controlled access to operations 
locations, and controlled output distribution. 

Retention and disposal: 
Microfiche and paper records are permanent; retained in active file 

until termination of service, following which they are retired to the 
U.S. Army Reserve Personnel Center, 9700 Page Boulevard, St. 
Louis, MO 63132-5200. 

System manager(s) and address: 
Commander, U.S. Total Army Personnel Command, 200 Stovall 

Street, Alexandria, VA 22332-0400. 
Notification procedures: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the following: 

Inquiries for records of commissioned or warrant officers (includ­
ing members of Reserve Components) serving on active duty should 
be sent to the Commander, U.S. Total Army Personnel Command, 
ATTN: TAPC-MSR, 200 Stovall Street, Alexandria, VA 22332-
0400. 

Inquiries for records ·of enlisted members (including members of 
Reserve Components) serving on active duty should be sent to: 
Commander, U.S. Army. Enlisted Records and Evaluation Center, 
Fort Benjamin Harrison, IN 46249-5301. 

Inquiries for records· of commissioned officers or warrant officers 
in a reserve status not on active duty, or Army enlisted reservists not 
on active duty, or members of the National Guard who peformed 
active duty, or commissioned officers, warrant officers, or enlisted 
members in a· retired status should be sent to the Commander, U.S. 
Army Reserve Personnel Center, 9700. Page Boulevard, St. Louis, 
MO 63132-5200. . . 

Inquiries for records of commissioned officers and warrant officers 
who were completely separated from the service after June 30, 1917, 
or enlisted members who were completely separated after October 
31, 1912, or for records of deceased Army personnel should be sent 
to the Chief, National Personnel Records Center, General Services 
Administration, 9700 Page Boulevard, St. Louis, MO 63132-5200. 
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Individual should provide the full riame, Social· Security Number, 
service identifi~ation. number,' mi'litary .status, and current .address. 

RecorQ acc~ss procedures: 
Indi~idua-ls seeking access to ·records about themselves contained in 

this record system should address written inquiries to the following: 
Inquiries for records of. commissioned or warrant officers (includ­

ing members of Reserve Components) serving on active duty should 
be sent to the Commander, U.S. Total Anriy Personnel Command, 
ATTN: T APC-MSR, 200 Stovall Street, Alexandria;' VA '22332-
0400. 

.Inquiries for . records of e11listed members (including members of 
Reserve Components) servit1g on active duty should be sent to': 
Commander: U.S. Army Enlisted Rc;:corps and Evaluation Center, 
Fort Benjamin Harrison, .IN 46249-5301. . ' . 

Inquiries for records of commissioned officers or· warrant officers 
in a reserve status not on active duty, or Army enlisted reservists not 
01,1 active duty, or members of the National Guard who performed 
active duty, or commissioned officers, warrant officers, or enlisted 
members in a retired status should be sent to the Commander, U.S. 
Army Reserve Personnel Center, 9700 Page Boulevara, St. Louis, 
MO 63132-5200. 

Inquiries for records of commissi'aned officers and warrant officers 
who were completely separated from the service after June 30, 1917, 
or enlisted members who were completely sepanlled after October 
31, 1912, or for records of deceased Army. personnel should be sent 
to the .Chief, National. Personnel Records Center,' General Services 
Administration, 9700 Page Boulevard,· St. Louis. MO 63132...:5260: 

Individual' should provide the full name, Social Security Number, 
service identification number, military status, and current 'address. 

Contesting record procedures: 
The Army's· rules for.'access to 'recmds arid for contesting ·contents 

and appealing initial· determinations are contained in Army Regula­
tion 340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories: 
·Enlistment. appointment, or commission related forms pertaining to 

individual's military status; a<.:ademic, training, or qualifications 
records acquired prior to or during -militar.y servi<.:e; correspondence, 
forms, records, documents and other relevant papers in Department 
of the Army, other Federal agendes, or state and local governmental 
entities; <.:ivilian education and training institutions; and members of 
the public when information is relevant to the ServiCe Member. 

Exempt.ions claimed for the system: 
None. 

A0640-10cTAPC 
System 11ame: . 

Career Management Individual Files. 
System location: , 
U.S. Total Army Personnel Command, 200 Stovall Street, Alexan­

dria, VA 22332-0400. Decentralized segments exist. at the. General 
Officer Management Office, Judge Advocate General's Office, and 
the Chief of Chaplains Office. Official mailing addresses may be 
obtained from U.S. Total Army Personnel Command .. 

Categories of .individuals covered by the system: 
. Active duty member~ of the l}.S. Army in enlistesJ gra.des of El 

through E9, all warrant officers and commissioned officers. · 
Categories of records in the system: · 
Orders; record· briefs; statements of preference; school credit 

papers; transcripts; details; career personnel actions; correspondence 
·from individual concerned; ·original copy ·of.efficiency report; appeal 
·actions; assignment memoranda and requests for orders; memoranda 
concerning professional development actions; classification data; serv­
ice awards; service agreements; variable inventive pay data; memo­
randa of interviews; assignment applications;· resumes of qualifica­
tions, personal background and experience supporting. service mem­
ber's desir.es, nominative ·action by career managers; academic re­
ports; copies' of admonition/reprimands imposed under Article 15, 
UCMJ,.-·Jetters of appreciation/commendation/recommendation; re-

. ports/letters from accredited. educational and training. organizations; 
and similar documents. 

Authority for maintenance of the system: J. 

5 U.S.C. 301; 10 U.S.C. 3013; and Executive Order 9397. 
· Purpose(s): 

.. To manage member's Army career, including assignments, counsel­
ing, and monitoring pr.ofe~sional development. 
· Routine uses· of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" set forth at the beginning of the 
A.rmy.:s compilation of record system noti<,:es. · 

Poiicies and practices for storing, retrieving·, accessing, retaining, and 
disposing of records in the system: ' 

Storage: 
Paper records in. ryte folders; card files. 

. Retrievability: .. 
By individual's surname and/or Social Security Number. 
Safeguards: 
Records~ are maintained in areas accessible only tp au'thorized 

career mar)llge.ment activity personnel. . 
Retention a~d disposal: 
Records (which are duplicates of the Offici<il Military Personnel 

File) are destroyed upon separation of the service member from 
active duty by reason of discharge, transfer. ·retirement, or death." 

. System manager(s) and address: 
.Commander, U.S. Total At;my Personnel Command, 200 Stovall 

Street, Alexandria, VA 22332-0400. 
Notification procedures: 
Indi~iduals se~king to determine if information about themselves is 

contained .in t.his r~cord syst~m should address written inquiries to 
the following: · , · 

For information concerning general offi~ers: Gene~al Officer Man­
agelllent Office, Room 2E7.49, Pentagon,· Washington, QC 20310-
0200. . ' 

For infprmation concerning chaplains: Chief of Chaplains, :Room 
I E417, The Pentagon, Washington, DC 20310-0200. . . 

For in(ormation concerning officers of The Judge Advocate Gen­
~ral Corps: The Judge Advocate General, Room 2E444, .. The Penta~ 
gon, Washington. DC 20310-0200. 

For information .pertaining to all other soldiers: Commander. U.S. 
Total Army Personnel, ATTN: TAPC-OP(for officers) or ATTN: 
TAPC-EP (for enlisted). 200 Stovall Street. Ale;mndria. VA 22332-
0400. . . . . . . 

Individual should provide the full name, Soda! Se<.:urity Numbet:. 
service ,identifi<.:ation number; military o<.:cupational specialty. mili­
tary status, current home address and telephqne number. and signa­
ture; 
· ·Record access procedures: 

Individuals seeking acc~ss to records about themselves contained in 
thi~ record system shol!ld addJe.ss written inquiries to the following: 
· For informatiqn concerning general officers: General Offi~,;er Man­

agement Office, room 2E749, Pentagon, Washington, DC 20310-
0200. ,. . ' ' . . 
. For informat~on concerning chaplains: Chief of Chaplains, Room 
t E417, The Pentagon, Washington, DC 20310-0200. . ' · 
· For information concerning officers of The Judge AdvoC:ate Gen­

eral Corps: ·The Judge Advocate General,. Room 2E444, The Penta-
gon,. Washington, DC 20310-0200. . . . 

For information pertaining to all other soldiers: Commande~, U.S. 
Total Army Personnel, ATTN: TAPC:-OP (for officers) or ATTN: 
T APC-EP (for enlisted), 200 Stovall Street, Alexandria, VA 22332-
0400. ' . . 

I'ridividual should provide the full name, Social Security Number, 
service identification. number, military occupational spec;ialty, · mili­
tary status, current home aqdress and telephone number, and signa-
ture. · · 

Contesting record procedures: ,, . 
The Army's rules for-· contesting ·contents and appealing initial 

determinations are contained ·in Army Regulation 340:..21; 32 CFR 
part 505; or may be obtained from the system manager. · 

Record source categories: 
Fr~m the individual; ·enlistment,' appoint,ment! or C(!f!tmission rel.at­

ed forms pertaining to the service mem.ber havi!'lg a current a9t1ve 
duty status; academic, training,, _a,f1d qualific~tions record~ acquired 
incident to ·military service; correspondence, forms, documents and 
other related papers originating in or collected by the milita~y de­
partment for management purposes. . 

Exemptions claimed for the .. system: 
None. -: . J·' • 

. A0672-5-l'f APC 
System name: 

Military Award Cas~ File,. ' 
System locati<m: 
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U.S. Total Army Personnel Command, 200 Stovall Street, Alexan­
dria, VA 22332-0400. Segments exist at Army commands which have 
been delegated authority for approval of an award. Official mailing 
addresses may be obtained from the U.S. Total Army Personnel 
Command. · 

Categories of individuals covered by the system: 
Military personnel on active duty, members of reserve components, 

U.S. civilians. serving with US Army units in a combat zone, and 
deceased former members of the U.S. Army. 

Categories of records in the system: 
Files include recommendations for an award; endorsements; award 

board approvals/disapprovals; citation texts; Department of Army 
letter orders/general o"rders; related papers supporting the award; 
correspondence among the Arnw; service member, and individuals 
having knowledge/information· relating to the. service member con~ 
cerned or the act or achievement for which an award is recommend-
ed. ' ' · 

Authority ·for maintenance. of the system: 
.10. U.S.C. chapters 57, 357; 5 .U.S.C. 301; and Executive Order 

9397. 
Purpose(s): 
To consider indiv.idual nomiilat~ons for awards and/or decorations; 

record final action; maintain individual a~arci" case files. 
Routine uses for records maintained in the system, including catego­

ries of us~rs and th~ purposes of such uses: 
Information· may be disclosed to public and .private organizations 

including news media, which grant or publicize awards or honors. 
. . The "Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing 'of records in the system: 

Storage: 
paper recoJ:ds in fit~ folder. 
Retrievability: 
By nomine~·s name. 
Safeg~ards: 

. ~. 

Records are accessible only to designated individuals having offi­
cia!· need therefor in the performance of assigne~ duties. 

Retention and disposa.l: 
Approval/disapproval authorities: Approved awards· relating to 

wartime and/or combat activities are held permanently. Approved 
peacetime awards and all disapproved awards are held for 25 years. 

System manager(s) and address: 
. Commander, U.S. Total ArmY. .Personnel Command, 200 Stovall 
Street, Alexandria, VA 22332-0400. 

Notificatio" procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Commander, U.S .. Total Army Personnel Command, ATTN: 
T APC-PDA, 200 Stovall Street, Alexandria, VA 22332-0400. 

Individual should provide the full name, Social Security Number, 
grade and branch of service, name of ·award/honor, and current 
address. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to. the Command­
er, U.S. Total Army Personnel Command, ATTN: TAPC-PDA, 200 
Stovall Street, Alexandria, VA 22332-0400. 

Individual should provide the full name, Social· Security Number, 
grade and branch of service, ·name of award/honor, and cu.rrent 
address. · 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CfR part 505; or may be obtained from the system 
manager. 

·Record source categories: 
From Recommendation for Awards (DA Form 638) with support­

ing records, forms, statements, letters, and similar documents origi­
nated by persons. other than the awardee and other individuals 

. having informatiqn useful in making an award determination. 
Exemptions claimed for the system£ 
None. 

A0680.,.31aT APC 

System name: 
Officer Personnel Management Inform.ation System (OPMIS). 
System location: 
U.S~ Total Army Personnel Command, 200 Stovall Street, Alexan­

dria, VA 22332-0400. 

Categories of individuals covered by the system: ,,. 
Individuals projected for entrance into the Army officer corps; 

·Army officer and warrant officer personnel projected to ·enter on 
active duty, separated, or in-retired status; individuals, civilian and 
military, who serve as senior rating officials on the officer evaluation 
reports (OERs) of Army officers. · 

Categories of records in the system: 
Officer Master File (OMF) contains name, Social Security 

Number, grade and date of rank, appointment and service agreement, 
service data and date, promotion, assignment, qualifications, special­
ties, efficiency, education and training, occupation, language, career 
pattern,:awards and badges, physical location, se'paration, retirement, 
date and place of birth, race, religion, ethnic group, dependents, sex, 
citizenship, marital status, and mailing address. 

Management Accession Information System (AMIS) contains se~ 
lected information for the OMF, date of entry on active duty, per­
sonal demographic data, and assignment information. 

Assignments and Training Selection for Reserve Officer Training 
Corps (ROTC) graduates contains selected information from the 
OMF, the cadet's preference statement for specialty (branch), duty 
and initial training; Reserve Forces duty or delay selection. Regular 
Army selection and branch selection . 

Officer Evaluation Reporting System contains selected information 
from the OMF; selection board status; OER :suspense indicator for 
action being taken to obtain missing or erroneous OER: selected 
information for each of the last ten OERs; and the name, Social 
Secu~ity Number, and rating history of each individual,. military anq 
civilian, who has served as the senior rating official for an active 
duty Army officer. · . 

Officer Distribution and Assignment System (ODAS) contains se­
lected information from the O,MF. projected assignment information 
for officers and warrant officers who are being reassigned. 

Reserve Officer Training Corps Instructor File contains selected 
information from the OMF and the following information pertaining 
to ROTC instructors; ROTC detachment, duty station, date assigned 
to ROTC detachment, date projected to be reassigned. 

Officer Civil Schools Management Information System (CSMIS) 
contains the. following· selected information from the OMF and the 
following informatiOI) concerning officer and warrant officer person­
nel participating or who have· participated in the Army sponsored 
degree completion program; school attended, start and completion 
dates, degree level and discipline, and Army Education Requirements 
System (AERS) positions. 

Army Education Requirements System File contains selected infor­
mation from the OMF for officer and warrant officer personnel who 
are serving or are projected to serve· in an AERS approved position 
requiring graduate level education. · 

U.S. Army Military Academy (USMA) Potential Instructor File 
contains selected information from the OMF and the following infor­
mation pertaining to previous, current, and potential instructors for 
the USMA teaching staff; academic department and projected avail­
ability for USMA instructor duty. 

Authority for maintenance of the system: 
5 U.S.C. 301; 10 U.S.C. 3013; and Executive Order 9397. 
Purpose(s): 
Information is used for perso~nel management strength accounting, 

manpower management, accessioning and determining basic entry 
specialty (branch) and initial duty assignments; tracking Officer Eval­
uation Reports, the rating history of senior rating official's rating 
history on individual OERs producing reports on active duty officers 
who have served as. senior rating officials; managing instructor popu­
lation at ROTC detachments and USMA; tracking information relat­
ing to the Army Degree Completion Civil School Program; transmit­
ting necessary assignment instructions. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

·To· the Social Security Administration to verify Social Security 
Numbers . 

To the Smithsonian Institution (The National Museum of Ameri­
can History): Copy of the U.S_. Army Active Duty Register, for 
historical research purposes (not authorized for public display). 
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The "Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of record system. notices also apply .. to this 
system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Computer magnetic tapes and discs. 
Retrievability: 
By Social Security Number, name, or other individual identifying 

characteristics. 
Safeguards: 
Physical security devices, guards, computer hardware and software 

features, and personnel cl~arances. Automated media are protected 
by authorized password for system, controlled access to operator 
rooms and controlled output distribution. 

Retention and disposal: 
Records are retained on the active OMF files for 4 months after 

separation. Historical OMF records are retained dating back to FY 
1970. Accessions in AMIS are retained on active file until effective 
date of accession and are then placed on a history file for a period· of 
6 months. Records in the ROTC Graduate Assignment and Training 
Selection File are retair:ted for approximately 400 days after the file is 
created (approximately December each year). Historic files for the 
OER system are kept for the life of the system. All other records ·are 
retained for active duty only until the individual is released from 
active duty and then destroyed. · 

System manager(s) and address: 
Commander, U.S. Total Army Personnel Command, 200 Stovall 

Street, Alexandria, VA 22332-0400. 
Notification procedure: 
Individuals seeking·to determine if information about themselves is 

contained in thi~ record system .should address written inquiries to 
the Commander, U.S. Total Army Personnel Command, 200 Stovall 
Street, Alexandria, VA 22332-0400. 

Individual should provide the full name, Social Security Number, 
curr~nt address, and identify the specific category of record in­
volved, whether awaiting active duty, active retired, or separated 
and give return address. · · • 

Blanket requests for information from this consolidated system will 
not be accepted.' If awaiting active duty, spec;ify the date thereof; if 
separated, individual must state date of separation. · 

Record access procedures: · 
Individuals seeking access to records .about themselves contained in 

' this record system should address written inquiries to the Command­
er, U.S. Total Army Personnel Command, 200 Stovall Street, Alex­
andria, VA 22332-0400. 

Individual should provide the full name, Social Security Number, 
current address, and identify the specific category of record in­
volved, whether awaiting active duty, active retired, or separated 
and give return address. 

Blanket requests for information from this consolidated system wi.II 
not be accepted. If awaiting active duty, specify the date thereof; if 
separated, individual must state date of separation. · 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories: 
From the individual, Army records and reports, other Federal 

agencies and departments. 
Exemptions claimed for the· system: 
None. 

A0680-31bTAPC 
System name: 

Enlisted Personnel Management Information System (EPMIS). 
System location: 
U.S. Total Army Personnel Command, 200 Stovall Street, 'Alexan­

dria, VA 22332-0400. The Enlisted Evaluation System is maintained 
at U.S. Army Enlisted Records Evaluation .Center, Fort Benjamin 
Harrison, IN 46249-5301. 

Categories of individuals covered by the system: 
Army enlisted personnel on active duty; non-prior service and 

prior service personnel who either h'ave, or indicate a desire to enlist 
in the U.S. Army, U.S. Army National Guard, or. U.S. A~my Re-

serves; initial active duty training personnel undergoing basic training 
or advanced individual training; former military personnel who. are 
applicants for' enlistment in grades E I to E9. 

Categories of records in the system: 
Enlisted Master File (EMF) contains name, Social Security 

Number, sex, race, citizenship, religion, marital status, dependents, 
date and place of birth, residence, assignments, physical profile, 
ethnic group, grade/date of ·rank, enlistment and service promotion 
qualifications, military occupationaf skill code, education and train­
ing, aptitude, separation, retirement, and mailing address. 

Recruit Quota System (REQUEST) contains selected information 
from EMF and soldier's educational level ·achieved and school ·sub­
jects, driver's license, color perception, aptit~de battery scores, audio 

. perception score, defense language aptitude battery score; motor ve­
hicle battery test score; type of enlistment and date, term, and option; 
initial processing and training assignments, types, locations, and dates; 
unit of assignment identification, system identification of location that 
created accession record, recruiter identification and recruiting area 
credit code. · 

Enlisted Training Base contains selected information from EMF 
and the soldier's enlistment and service, assignment, enlistment com­
mitments by MOS and type, college subjects, civilian acquired skills, 
advanced or basic individual training start and graduation date, loca­
tion and MOS, follow-on MOS location training recommended 
versus preferred, aptitude area scores and categories. 

Enlisted Year Management File (RETAIN) contains selected infor­
mation from the EMF and control number, reclassification/enlist­
ment action; type of. enlistmeht, basic active service data, estimated 
termination of service, reenlistment date, civilian education, career 
management field, primary military occupational specialty code and 
date of award, source of new Primary Occupational Specialty Code, 
personnel charged to school code, status of application, assignment 
code, date of last status change, current location, year group, security 
investigation status and term reenlisted. · · 

Enlisted Linguist Data Base contains selected information from the 
EMF and foreign language code. listening and. reading proficiency, 
ratings and scores, dates of evaluation test or interview, how each 
language capability was acquired, with the principal type, highest 
level and most recent date of proficiency in each foreign language. 

Enlisted Evaluation System contains selected information from the 
EMF and the soldiers' primary· and career progression military occu­
pational specialties, skill qualification test data, enlisted evaluation 
scores used to create the Enlisted Evaluation Report Weighted Aver­
age and other enlisted evaluation report data .. 

Authority for maintenance of the system:. 
5 U.S.C. 301 and Executive Order 9397. 
Purpose(s): 
To accomplish personnel management, strength. accounting,· and 

manpower management actions. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Information may be disclosed to the Social Security Administra­

tion to verify Social Security Numbers. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Computer magnetic tapes and discs; computer printouts. 
Retrievability: 
By Social Security Number, name, or other individually identify­

ing characteristics. · 
Safeguards: . 
in'formation is protected by physical security devices, guards, com­

puter hardware and software safeguard features; personnel clearances 
and passwords. 

Re~ention '-nd disposal: 
. Records are retained 5 years after separation except enlisted lin­
guist data base recor,ds which are retained 6 months after separation. 

System manager(s) and address: 
Commander, U.S. Total Army Personnel Command, 200 Stovall 

Street, Alexandria, VA 22332-0400. 
Notification procedure: 
Individuals seeki.l)g to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Commander, U.S. Total Army Personnel Command, ATIN: 
T APC-EP, 200 Stovall Street, Alexandria, VA 22332:...0400. 
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Information regarding the Enlistment Evaluation system should be 
obtained from the Commander, U.S. Army Enlisted Records Evalua­
tion Center, Fort Benjamin Harrison, IN 46249-5301. . 

Individual should provide the full name, Social Security Number, 
current address, and identify the specific category of r:ecord in-
volved. , · 

Record access procedures: 
Individuals seeking acce~s to records about themselves contained in 

this record system should address written inquiries to the Command­
er, U.S. Total Army Personnel Command, ATTN: TAPC-EP, 200 
Stovall Street, Alexandria, VA 22332-0400. · 

Individual should provide the full name, Social Security Number, 
current address, and identify the specific category of record in­
volved, whether awaiting active duty, active retired, or separated. 

Blanket requests for information from this consolidated system will 
not be accepted. If awaiting active duty, specify the date thereof; if 
separated, individual must state date of separation. 

Visits ·are limited to U.S. Total Army Personnel Command. Infor­
mation from the Enlisted Evaluation System shoud be obtaine.d from 
either the servicing military personnel office, the headquarters of the 
individual's organizational station, or the U.S. Army· Enlisted 
Records Evaluation Center. 

For personal visits, the individual must be able to provide accepta­
ble ide-ntification and give verbal information to verify the record.· 

Contesting record procedures: 
The Army's rules for accessing records, containing contents. and 

appealing initial determinations are contained in Army Regulation 
340-2 I; 32 CFR part 505; or may be obtained from the sr~tem 
manager. 

Record source categories: 
From the individual, from documents and computer readable 

output, other Department of the Army staff agencies and commands, 
other federal agencies and departments. 

Exemptions .claimed for the system: 
None. 

System name: 
School Employee File. 
System location: 

A0690-200DAPE 

Army-operated dependents schools in the United States located at 
Ft Benning, GA; Ft Bragg, NC; Ft Campbell, KY; Ft Jackson, SC; 
Ft Knox, KY; Ft McClellan, AL; Ft Rucker, AL; Ft Stewart, GA; 
and at the US Military Academy,' West Point, NY. Individual 
records are retired to the National· Personnel Records Center, St 
Louis, MO 63118 30 days after termination of employment. 

Categories of individuals covered by the system: · 
. Employ.ees of the Army-operated dependents schools. 
Categories of records in the system: Employment applications; per­

sonnel action forms; copies of contracts or excerpts therefrom which 
describe services to be performed; time periods involved; amount of 
pay; location of employment; appointment affidavits; statements of 
service; group life and accident insuran.ce election; survivor· benefit 
elections; change of name request; .educational transcripts; position 
assignment rto.tices; promotion/reduction recommendations with ap­
provals/declinations; supervisor evaluations; annual, sick and/or 
teacher leave records; miscellaneous correspondence, documents, and 
records concerning· dependents; military and other Federal service, 
including service .in other Federally funded dependents schools; let­
ters of recommendations, commendations, reprimands, counseling ses­
sions, and conference records. 

Authority for maintenance of the system: 
Pub. L. 81-874, section 6. 
Purpose(s): 
To maintain record of the individual's Federal service; .to docu­

ment actions attributable to his/her employment and status; to admin­
ister pay and other employment policies and regulations as required 
by Pub. L. 81-874, the US Commissioner of Education, and/or re-

. spective State Departments of Education. 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of such uses: . 
Informatio~ may be disclosed to· authorized representatives of the 

the Secretary of the Department of Health and Human Services and/ 
or the Department of Education to verify that pay and employment 
practices in the Army-operated dependents schools are comparable to 
those of the school districts in the State used' for comparability 
purposes; verification, for salary and retirement purposes of Federal 

employment for personnel subsequently employed by public, Federal, 
or private school systems. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Paper records in file folders. 
Retrievability: 
By employee's surname. 
Safeguards: 
Records are maintained in secured areas accessible only to author­

ized personnel having official need therefor in the performance of 
official duties. 

Retention and disposal: 
Records are permanent. They are retained at the dependents 

schools until 30 days after termination of ·individual's service and 
subsequently retired to the National Personnel Records Center, St. 
Louis, MO 63118. 

System manager(s) and address! 
Deputy Chief of Staff for Personnel, 1-:leadquarters, Department o( 

the Army, The Pentagon, Washington, DC 20310. · 
Notification procedure: 
Information may be' obtained from the Superintendent of Schools 

at the installations listed above. If inquiry ·is made 30 days after 
termination of employment, it should be made to the National Per­
sonnel Records Center. Written requests should contain individual's 
current name, the name used during the period of Federal employ· 
ment at the school concerned, if different, date of birth, names of 
schools, locations, and dates of emp_loyment. 

Record. access procedures: 
Individuals desiring access to records :about themselves should 

write as indicated in 'Notification procedure', 'providing information 
required therein .. 

Contesting record procedures: 
The Army's rules for access to records and for contesting contents 

and appealing initial determinations are contained in Army Regula­
tion 340-21 (32 CFR part 505). 

· Record source categories: 
From· the 'individual, notice of personal security clearance from 

Defense Investigative Service, appointment affidavits, copies of con­
tracts or excerpts therefrom, personnel action, surviv9r benefit forms, 
education transcripts, position assignment notices, promotiop/reduc­
tion recommendations with approvals/declinations, leave records, 
Army records and reports, documents from previous employers and/ 
or other Federal ·agencies. · · 

Exemptions claimed for the system: 
None. 

·lj\o690-200TAPC 
System name: 

Department of the Army Civilian Personnel Systems. 
System location: 
U.S. Total Army Personnel Command, 200 Stovall Street; Alexan~ 

dria, 22332-0341. Derivative Systems are maintained at commands, 
installations and activities dependent on· the type of system main­
tained. Command-wide systems are the Civilian Personnel Account· 
ing System at U.S. Army Military District of Washington, the U.S. 
Army Corps of Engineers Management Information System, and the 
Personnel Management Information System of U.S. Army Materiel 
Command. Official mailing addresses may be obtained from U.S. 
Total Army Personnel Command. 

Categories of individuals covered by the system: 
All u:s. citizen appropriated fund employees and, in some in­

stances, nonappropriated fund employees, dependents, and foreign 
·nationals; military personnel are included in the incentive awards and 
training programs. 

Categories of records in the system: 
Civilian personnel systems vary in informationai' capacity accord· 

ing to respective requirements and contain several or all of the 
following records: Academic discipline; career program; citizenship; 
date of birth; educational level; employee tenure; Federal Employees 
Group Life Insurance; functional classification; name of employee; 
nature of action; occupational series; pay basis, pay plan, rate deter­
minant; physical handicap; position .occupied and tenure; military 
status; salary; service computation date; sex; Social Security Number; 
~pedal program identifier; step or rate; submitting office number; 
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training data; incl~di~g costs, non-duty hours, on-duty hours, princi~· 
pal J?Urpose, spe~1al_ mte.rest _Program, date· of completion; type of 
appomtrnent; umt IdentificatiOn code; ·veterans= preference; work 
schedule; organizational and position data, retention data· adverse 
action data; Fair Labor Standards Act coverage; cost of livi~g allow­
a~ces; transportation entitlement; cost codes; leave category; salary 
htsto~y; wage area; position sensitivity; ·security ·investigation data; 
secunty clearance and access data; performance/suggestion/cash 
awards; ree~ployrnent rights; training agreement; reserve status; 
vessel operations qualifications; Government driver's license; food 
handler's permit; intern recruitment and training data; career rnanage­
~ent data including performance/potential ratings~ employee evalua­
~Ion; qu~lifications; achievements; dependent· data; overseas sponsor 
mforrnatton; state address; horne address; leave data; foreign language 
code,. mobilization. Records are maintained for military personnel 
participating in department-wide incentiv~ awards and training. pro­
grams sponsored bY. operating civilian personnel offices. 

Authority for maintenance of th'e system: 
5 U.S.C. 301; lO U.S.C. 3013; Executive Order 9397. 
Purpose(s): 
Information in this system is'used by Civilian personnei offices to 

screen qualifications of employees; determine status, eligibility, and 
employ.ee's rights, and benefits under pertinent laws and. regulations 
governmg Federal employment; compute length of service; compile 
reports and statistical analyses of civilian work force strength trends, 
accounting, and composition; and to provide personnel services. 

Routine uses of records maintained in the system, including catego-· 
ries of users and the purpos~s of such uses: 
· Department of Labor, Department of Veterans Affairs, Social Se­

curity Administration, or a national, 'State, county, municipal;· or 
other publicly recognized charitable or income security administra­
tion agency (e.g., state unemployment compensation agencies), where 
neces~ary to adjudicate a claim under Office of Personnel Manage­
ment's retirement, insurance, or health benefits program or to con­
duct an analytical study or audit of benefits being paid under such 
programs. ·: · · · 

Office of Federal Employees Group Life Insuram;:e, information 
necessary to verify election, declination, or waiver or ·regular and/or 
optional life insurance coverage or eligibility for payment of a claim 
for life insurance. 

Health insurance carriers contracting with Office of Personnel 
Management to provide a health benefits plan under the Federal 
Employees Health Benefits Program,. information necessary to· identi­
fy enrollment in a plan, to verify eligibility for payment of a claim 
for health benefits, or to carry out the coordination or audit of 
benefit provisions of such contracts. · · . . 

Federal, State, or local agencies for determination of an individ­
ual's entitlern.ent to benefits in connection with Federal Housing 
Administration programs. · 

Officials of labor organizations recognized under 5 U.S.C. Chapter 
71 when relevant and necessary to their duties of exclusive represen­
tation concerning personnel policies, practices, and matters affecting 
working conditions. · · 

Public and private organizations, including news media, which 
grant or publicize awards and/or honors, information on individuals 
considered/selected for incentive. awards and other honors. , · 

The ·~Blanket Routine Uses" set forth at the· beginning of the 
:Army's compilation of record system notices 'also apply to this 
system. · · 

. Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
·Magnetic tapes, drum,. disc,' punched car~s; microfil.~/fiche; or 

hard copy. 
Retrievability: 
By Sociai Security Number and/or name. 
Safeguards: .. 
Computer facilities and terminals are located in restrictt:d areas 

accessible only to authorized personnel who are properly screened, 
cleared, and trained. Manual records, microfilm/fiche, and computer 
'printouts are stored in locked rooms or cabinets on military installa-
tions or in bliildings secured by guards. · 

Retention and disposal: 
Th.ese records ·are retained for varying periods of time. ·Generally, 

they are maintained for a minimum of I year or until the employee 
transfers or separates. They may also be retained indefinitely as .a 
basis for longitudinal work history stati.stical studies. ' 

System manager(s) and address: 

-Commander, U.S. Total A.rrny Personnel Command, ATTN: 
T APC-CP, 200 Stovall S~reet, ~lexandria, VA 22332-0400. 

Notification procedure: · · · . 
Individuals. seeki~g to determine if inforO.:ation ~bout themselves is 

contained 0 in this rec.ord system should address written inquiries to 
the servicing civilian personnel office. Official mailing addresses may 
be obtained from Commander, U.S. Total Army Personnel Com­
mand, ATTN:· T APC-CP; 200 Stovall. Street, Alexandria, VA 
22332-0400. 

Individual' should provide the full name and Social Security 
Number. · 

Record access procedures: 
Individuals.seekirig access to record~.about themselves contained in 

this record system should address written inquiries to the servicing 
civilian. pers~mnel office. Official ma.iling .adc:;lresses may be obtained 
from Commander, U.S. Total Army Personnel. Command, ATTN: 
T APC-CP, 200 ,Stovall Stree·t, Alexandria, VA 22332-0400. 

Individual should provide· the full name and Social Security 
Number: · 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial determinations are contained in Army Regulation 
340...:21; 32 CFR part 505; or may be obtained from the ·system 
manager. 

Record source .categories: , 
·From the individual; from individual's official personnel fi!e. 
Exemptions·c·laimed fo~'the system: · 
None. ·· 

A0690-400CE. 
System name: · 

Corps of Engineers Automated Legal System (CEALS) Training 
Information Program. 

System location: 
Main data base is the Corps of.Engineers Automated Legal System 

computer, Army Engineer Automation Support Activity, 2500 Fir~t 
Street NW, Washington, DC 20001-1022, with input and access 
locations at Corps of Engineers field operating offices. 

Categories of individuals covered by the system: 
Corps of Engineers legal services employees in the headquarters 

and field operating offices. 
. Categories of.records.in the system: 
· Records relating tq. training courses completed by employees of 

the Corps 9f Engineers legal services offices. The system will pro­
vide a variety of data,. training .courses, .conference or seminar sub­
jects, training sources, costs· aod attendee's views and comments. 
Data stored within the system will: include, but not be limited to, 
employee's name, office, office telephone number, and job series; 
training ·vendor's name,· training location, training subject matter; 
course· title and· number; tuition cost; training dates; course evaluation 
and course referral. . 

Authority for 'maintenance of the system: 
5 U.S. C. 410.1, et. ·seq., Government Employees Training Act of 

1958; and Executive Order 9397., · · · 
Purpose(~): · · ·' 

·To provide an automated· system that will allow the Corps of 
Engineers legal' services office· to identify worthwhile, relevant and 
cost effective training opportunities; to assist in budget preparation 
and execution; to plan training; and to ·assist in developing and 
tracking budgets. 

Routine uses of records maintained in the system, inclu~ing catego· 
ries of users and the purposes of such uses: 

,Not applicable. 
Policies and practices for· storing, retrieving, ~ccessing, retaining, and 

disposing of records·in·the ~ystem: 
Storage:· 
Magnetic tapes/disks and printouts. 
Retrievability: . 
By individual's name,. telephone m.imb~r, office symbol, and job 

series; training vendor af!d location; training course title; su,bject area; 
tuition; referral and value. · 
. · ·'sa(eguards: . : . . . . . . . 

Access is re~t~icted to auth.'orized users in Corps of Engineers legal 
field operating offices. Computer reqords are maintained in a building 
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protected by security guards. Printed records in field operating of­
fices will be kept in lock<7d offices. 

Retention and disposal. · 
. Records will be retained for 5 years from the time they are entt;red 
mto the data base, and then purged from the·system. 

System manager(s) and address: 
Chief Counsel, U.S. Army Corps of Engineers, 20 Massachusetts 

Avenue, NW, Washington,' DC 203)4..:)000. 
· Notification procedure: 

Individuals seeking to determine whether information about them­
selves is contained in this record system should address written 
inquiries to the Chief Counsel, U.S. Army Corps of Engineers, 
ATTN: CECC-C, 20 Massachusetts Avenue, NW, Washington, DC 
203 14-1000. . . 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Chief 
Counsel, U.S. Army Corps of Engineers, ATIN:·CECC-C, 20 Mas­
sachusetts Avenue, NW, Washington, DC 203.14-1000. 

Contesting record procedures: 
The Army's rules for accessing records and for contesting contents 

and appealing initial agency determinations are contained in Depart­
ment of the Army Regulation 340-21; 32 CFR part 505; or· may be 
obtained from the system manager. . 

Record source categories: 
· <;:~rps of Engineers Legal Services employees who have completed 
tram mg. 

Exemptions claimed for the system: 
None. 

A0690-600SAMR 
System name: 

Equal Opportunity and Equal Employment Opportunity Complaint 
Files. ·· 

System location: 
Primary System is located at the Office of the Secretary of the 

Army Manpower and Reserve Affairs (SAMR), Room 2E594, Penta­
gon, Washington, DC 20310-0~03. Segments are maintained at the 
installation or Major Command concerned. · 

Categories of individuals covered by the system: 
Any civilian employee of the Department of the Army or member 

of the U.S. Army, wh~ther on active <Juty or in the Reserve Compo­
nents, who submits an equal opportunity or equal employment oppor­
tunity complaint. 

Categories of records in the system: 
Individual's complaint, supporting documentation, witness state­

ments investigatory reports, decisional documents, similar relevant 
records. 

Authority for maintenance of the system: · 
10 U.S.C. 3013(g) and Executive Order 9397. 
Purpose(s): 
To ensure complaints are properly investigated and appropriate 

remedial action initiated to correct inequities. 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of suc.h uses: 
The "Blanket Routine Uses" set forth at the beginning of the 

Army's compilation of record system notices apply to this record 
system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: 

· By complainant's surname. 
Sa'feguards: 
Records are maintained in secured areas, accessible only to desig­

nated officials having official need therefor in the performance of 
assigned duties. 

Retention and disposal: 
At the primary location, files are permanent. Two years following 

closing of case, records are retired to· the Washington National 
Records Center, Suitland; MD. Records at other Army locations are 
destroyed after 2 years. · 

System manager(s) and address: 

Secretary of the Army Manpower and Reserve Affairs (SAMR), 
Room 2E594, Pentagon, Washington, DC 20310-0103. 

Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this records system should address written inquiries to 
the Secretary of the Army Manpower and Reserve Affairs (SAMR), 
Room 2E594, Pentagon, Washington, DC 20310-0103. 

Individual should provide the full name, Social Security Number, 
and military status or other information verifiable from the record 
itself. 

Record access procedures: 
Individuals seeking access to records about thems~lves contained in 

this record system should address written inquiries to the Secretary 
<;>f the Army' Manpower and Reserve Affairs (SAMR), Room 2E594, 
Pentagon, Washington, DC 20310..:0103. 

Individual should provide the full name, Social Security Number, 
and military status or other information verifiable frorri· the record 
itself. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial. agency determinations by the individual concerned 
are published in the Department of the Army Regulation 340-21; 32 
CFR part 505; or may be obtained from the system manager. 

Record source categories: 
From individual, witnesses, Army r~cords and reports, similar rele­

vant documents. 
Exemptions chiimed for the system: 
None. 

System name: 
Grievance Records. 
System location: 

A0690-700DAPE 

Servicing civilian personnel offices for each Army activity or 
installation. 

Categories of individuals covered by the system: 
Current or former employees of the Department of the Army who 

have submitted grievances in accordance with part 771 of the regula­
tions of the Office of Personnel Management (5 CFR part 771) or 
through a negotiated grievance procedure. 

Categories of records in the system: 
Case File includes all documents related to the grievance, includ­

ing statements of witnesses, reports of interviews and hearings, exam­
iner's finding and recommendations, copy of the original and final 
decisions, and related correspondence and exhibits. · 

Authority for maintenance of the system: 
5 U.S.C. 1302, 3301, Executive ·order 10577; 3 CFR parts 1954-

1958; Executive Order 10987; 3 CFR 1959-1963. 
Purpose(s): 
To review allegations, obtain facts, conduct hearings when appro­

priate, and render decision .. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
See 'Blanket Routine Uses' set forth at the beginning of the Army's 

listing of record system notices. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
Paper records in file folders. 
Retrievability: 
By .individual's namt;:. 
Safeguards: 
Information is maintained in lockable metal filing cabinets to which 

only authorized personnel have access. 
Retention and disposal: 
Records of appropriated fund employee~ are destroyed 7 years 

after closing of the case; those of non-appropriated fund employees 
are destroyed 5 years after closing. Disposal is by shredding: 

System manager(s) and address: 
Deputy Chief of Staff for Personnel, Headquarters, Department of 

the Army, The Pentagon, Washington·, DC 20310: 
Notification procedure: 
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1 It is required that individuals submitting grievances be provided a 
copy of the record under the grievance process. They may, however, 
contact the Army personnel or designated office where the action 
was proc~ssed regardin~ th~ existen~e of such recor9s on the~. They 
must furmsh the followmg mformatton for their records to be located 
and identified: Name, date of birth, approximate date of closing the 
case and kind of action taken, organization and activity where em-
ployed at time grievance was initiated, and signature. · · 

Record access procedures: · 
Individuals desiring access to records about them should address 'a 

written inquiry as indicated in 'Notification Procedure', providing 
information specified therein. 

Contesting record procedures: 
, Review of requests from . individuals seeki.ng amendment of their 

records which have been the subject of a judicial or quasi-jtidiciaf 
action will be limited in scope. Review of amendment requests of 
these reco~d~ will be restricted to determining if the record accurate­
ly documents the actton of the Army's ruling on the. case, and will 
not include a review of the merits of the action, determination, or 
finding. 

Individuals wishing to request amendment to their records to cor­
rect factual errors should contact their servicing . civilian personnel 
offi7e! providing information specifie~ in 'Notification procedure'. 
Indtvtduals must also- follow the Pnvacy Act regulations . of the 
Office of Personnel Management (see 5 CfR 297.208 and 297.201.) 

Record source categories: - · · 
From the individual on whom the record is maintained; testimony 

of witnesses; related correspondence; Army records and reports· 
similar relevant documents. · · · J ' 

Exemptions claimed for the system: 
None. 

A0710-2aDALO 
System name: 

Property Officer Designation Files. 
System location: 
Maintained at unit level of the Army. Official mailing addresses are 

published as an appendix to the Army's compilation .of record sys­
tems notices. 

Categories of individuals covered by the system: 
Individuals with formal responsibility for U.S. Government proper-

ty. . 
Categories of records in the system: 
Document appointing or relieving individuals as property officers. 
Authority for maintenance of the system: 
10 u.s.c. 3013. 
Purpose(s): 
To verify an individual's authority to assume responsibility· for U.S. 

Government property. · . 
Routine uses of records maintained in the system, including. catego· 

ries of users and the purposes of such uses: ' · · 
The "Blanked Routine Uses" set forth at the beginning of the 

Army's compilation of record system notices apply to this record 
system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage 
Paper records in file folders. 
Retrievability: 
By appointee's surname. 
Safeguards: 
Records are maintained in locked cabinets accessible only to desig-

nated authorized personnel. . , 
Retention and disposal: 
Records are destroyed 2 years following individual's termination of 

appointment. . · · 
System manager(s) and address: 
Deputy Chief of SJaff for Logistics, Headquarters, Department of 

the Army, The Pentagon, Washington, DC 20310-0500. · 
Notification procedure: · 
Individuals seeking to determine if information about themselves is 

contained in this record system should address ·written inquiries to 
the office designating the individual as Property Officer. · 

For verification purposes, individual should provide full name, unit 
where assigned as Property Officer, and time period involved. 

· Record access procedures: 
Indivduals seeking access to records about themselves contained in 

this re.cord system should address written ·inquiries. to the office 
designating the individual as Property Officer. · 

For verification purposes, individual .should provide full name, unit 
where assigned as Property Officer, and time period involved. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial agency determinations by the individual concerned 
are published in Department of the Army Regulation 340-21; 32 
CFR part 505; or may be obtained from the system manager. 
· Record source. categories: , . 

From the individual, his/her commander, Army records and re­
ports. 

Exemptions claimed for the system: 
None. 

System name: 
Hand Receipt Files. 
System location: · 

A0710-ibDALO 

Property oook offices anq supply rooms at most Army activities 
world-wide. 

Categori.es of individuals covered by the system: · 
Civilian or military personnel who assume temporary custody or 

responsibility for United States Government or other official proP,er-
ty. . •. 

Categories of records in the system: 
· Individual receipts or listings reflecting acceptance of responsibility 

for items of property listed thereon. 
Authority for maintenance of the system: 

· 10 U.S.C.' ~012. 
Purpose: 
To record property in use or in custody of individuals; to prc:lVide 

an· audit trail for property accountability; to determine .responsibility 
for lost, damaged, or stolen property. · 

Routine uses of records maintained in· the system, including catego· 
ries of users and the purposes of such uses: 

See 'Blanket Routine Uses' set forth at the beginning ·of the Army's 
listing of record system ·notices: 

Policies and practices for storing, retrieving, !ICcessing, retaining, and 
disposing of records in the system: · · 

Storage: 
. Magnetic tape/disc; paper records in file folders. 

Retrievability: ·. · . . 

By individual's surname, SSN, menue number, line number, size. 
Safeguards: 
Records are maintained in locked cabinets/areas accessibie only to 

authorized personnel. Automated data are protected by administra­
tive, physical, and technical safeguards required by Army Regulation 
380-380. 
. Retention and disposal: 

Record is maintained only wh.ile" property is in use by or in the 
custody of an individual; destroyed on turn-in .or upon complete 
accounting for the property, or when,superseded by a new receipt or 
listing. · 

System man~ger(s) and address: 
Deputy Chief of Staff for Logistics, Headquarters, Department of 

the Army, The Pentagon, Washington, DC 20310. 
Notification pr~edure: 
Information may be obtained from activities issuing hand receipts. 

Individual should provide his/her full name, installation .at which a 
hand receipt holder, and any other may facilitate locating the record. 

Record access procedures: · 
Individuals desiriqg access to records . about themselves should 

inquire of the property book officer at the installation where record 
is believed to exist. 

Contesting record procedures: 
The Army's rules for access to records and. for contesting contents 

and appealing initial determinations are contained in Army Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: 
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Hand receipt number on printed form or on property book. 
Exemptions claimed for the system: 
'None. 

A0710-2cDALO 
System name: 

Personal Property Accounting Files. 
System location: 
Maintained Army-wide in ord'erly rooms of troop units. Official 

mailing addresses are published as an appendix to· the Army's compi­
lation of record systems notices. 

Categories of individuals covered by the system: 
Military individuals absent without leave or absent because ·of 

illness and confined to medical facilities. 
Categories of records in the system: 
Documents reflecting items. of personal ·property' of individuals 

liste;d in the preceding paragraph. 
Authority for maintenance of the system: 
lO U.S.C. 3013 and Executive Order 9397. 
Purpose(s): 
To identify and protect property belonging to soldiers who are 

absent without leave or absent because of illness and confined to · 
medical facilities. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of record system notices apply to this record 
system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file" fold~rs. 
Retrievability: 
By last name of individual owning the property. 
Safeguards: 
Records are maintained in locked cabinets accessible to authorized 

individuals having official need therefor. 
·Retention and disposal: 
Records are maintained during an individual's absence and de­

stroyed 2 years after his/her return. 
System manager(s) and address: 
Deputy Chief of Staff for. Logistics, Headquarters, Department of 

the Army, The Pentagon, Washington, DC 20310. 
Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the troop commanders. 

For verification purposes, individual should provide full name, 
Social Security Number, current address, telephone number, and 
dates and circumstances of the absence. 

Record access procedures: 
Individuals seeking access to records about. themselves contained in 

this record system should address written inquiries to or visit desig­
nated representatives of troop comm.anders holding the records. 

For verification purposes, individual should provide full name, 
Social Security Number, current address, telephone number, and 
dates and circumstances of the absence. 

Contesting record procedures: 
The Army's rules for accessing records, contesting contents, and 

appealing initial agency determinations by the individual concerned 
are published in Department of the Army Regulation 340,...21; 32 
CFR part 505; or may be obtained from the system manager. 

Record so.urce categories: 
From inventories and other Army records and reports. 
Exemptions claimed for the system: 
None. 

A0710-2dDALO 
System name: 

Personal Clothing Record Files. 
System location: 
Maintained by Active Army training activities, National Guard 

Armories, and US Army Reserve units. 

Categories of individuals covered by the system: 
All assigned personnel with military status. 
Categories of records in the system: 
Individual personal clothing records (DA Form 3078). 
Authority for maintenance of the system: 
10 u.s.c. 3012. 
Purpose(s): 
To reflect accountability for personal clothing by individual sol­

diers during their first six months of military· service. 
Routine uses of records maintained in the system, including catego· 

ries of users and the· purposes of such uses: 
None. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · · 
Storage: 
Paper records in file folders. 
Retrievability: 
By surname of individual concerned. 
Safeguards: 
Records are maintained in locked cabinets accessible only to au­

thorized personnel having official need therefor. 
Retention and disposal: 
For active Army personnel, the record is destroyed .when individ­

ual has been in service 6 months and has fulfilled his/her final 
showdown inspection as required by Army Regulation 710-2. For 
National Guard and US Army Reserve personnel, the record is 
transferred with the Military Personnel Records Jacket on individ­
ual's completion of basic training. 

System manager(s) and address: 
Deputy ·chief of Staff for Logistics, Headquarters, Department of 

the Army, The Pentagon, Washington, DC 20310. 
Notification procedure: . 
Information may be obtained from troop commanders. Individual 

should provide his/her full name, SSN, and current address and 
telephone number. 

Record access procedures: 
Individual may review his/her record by visiting designated repre­

sentatives of troop commanders. 
Contesting record procedures: 
The Army's rules for access to records and for contesting contents 

and appealing initial determinations are contained in Army Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: 
From the individual; DA Form 3078. 
Exemptions claimed for the system: 
None. 

A0715DAJA 
System name: 

Procurement Misconduct Files. 
System location: 
HQDA (DAJA-PF), The Pentagon, Washington, DC 20310-2217. 
Categories of individuals covered by the system: 
Individuals or legal entities investigated for alleged procurement 

misconduct, such as fraudulent activities in securing or. performing a 
government contract. 

Categories of records in the system: 
Criminal and administrative investigations of fraudulent, criminal 

or other misconduct in connection with government procurement 
activities and the List of Parties Excluded from Procurement Pro-

. grams. 
Authority for maintenance of the system: 
lO u.s.c. 3013. 
Purpose(s): 
To determine whether criminal, administrative, ·or civil proceed­

ings 'should be initiated against the contractor with the government 
or government procurement officials for criminal conduct· in connec­
tion with procurement activities and to maintain and distribute a list 
of contractors determined to be ineligible to participate in Govern­
ment procurement activities. 
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Routine uses of records maintained in ·the system, including catego-
ries of users and the purposes of such uses: ' 

I!lformation may be disclo~ed to the Departmen_t· of Justice,.a~d 
Umted States ~ttorneys. . · · ' 

The "Blanket 'Routfne Uses" set forth at the begiTming of the 
Army's compilation of record system notices also apply .. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: .. 

S~o~age: : . 
Paper records in file folders. 
Retriev.ability: · 
By last name. 
Safeguards: 

. Records· are maintained. in file· cabinets accessible only by auth6r­
tzed personnel who are properly instructed in the permissible ·use of 
the information. 

Retention and disposal: . 
Destroyed 15 years after final action on the case. 
System manager(s) and address: 
The Judge Advocate Generai: Headquarters·, De~artment of the 

Army, Th~ Pentagon, Washington, DC 20310-2210. · 
· Notificatio~· procedure: · · · · 

Indivd~als seeking to dete~mine if ir{formation about themselves is 
contained in this record system should address inquiries to the Office 
of the Judge Advocate General, Chief, Procurement Fraud Division, 
~QDA, DAJA-PF, Washington, DC 20310-2217. ·' . 
··Individual should provide full name, current address and ·telephone 

number, spe~ific details· it hat will enable locating the record,. and 
signature. · . 1 

• 

Record access procedures: 
Individuals seeking access to informatioh about them~etves con­

tained in this record system should address inquiries to the Office. of 
the Judge Advocate General, Chief, '•Procurement Fraud ·Division, 
HQDA, DAJA-PF, Washington, DC 20310-2217.. . 

.Individual should provide full name, current address and, telephone 
number, specific details that will . enable locating the record, and 
signature. ' · · · · · 

Contesting record procedures: 
The Army's rules for. accessing records, contesting contents, and 

appealing initial' determinations are contained in Army Regulation 
340-21; 32 CFR part 505; or may be obtained from the system 
manager. 

Record source categories: ' · 
Departme~t of the Army staff agencies; Army r~co.rds and. reports; 

·Department of Justice~ U.S. Attorneys, opposing counsel, and similar 
relevant sources. 

Exemptions claimed for the system: · 
None. 

A0735SAIS-SF 
System name: 

Library Borrowers'/Users' Profile Files. 
System location: 
Libraries on Army installations and acttvltles. Official. mailing ad­

dresses of installations and activities are published as an appendix. to 
the Army's compilation of recor~ systems notice~. 

Categories of individuals covered by the system:· 
Authorized users of Army library facilities. 
Categories of records in the system: 
Name, address, Social Security Nl)mber, and telephone number of 

the user. 
, Authority for maintenance of the system: . 

5 U.S.C. 301 and Executive Order 9397. 
Purpose(s): 

,.· 

To identify individuals authorized to borrow library materials; to 
ensure that all library property is returned and individual's account is 
cleared, and to provide librarian useful information for selecting, 
ordering, a~d meeting us~r requirements. . , 
· ·. Routine -pses of records maintained in .the sys,em·, including catego· 
ries of users. and the purposes of such uses: . 

The ~'Blanket Routine Uses" set forth at the beginning of the 
Army's compilation of. record system notices apply to this record 
system. 

Policies and practices for storing, retrieving, .accessing, ·retaining, and 
disposing of records in the system:. 

Storage: 
Card files, magnetic tapes, compact discs, and computer printouts. 
Retrievability: · · 
By user's surname, Social Security Number, and/or residence. 
Sa(eguards: 
Information is maintained in areas accessible <;>~ly. to authorized 

persons, who have official need therefor. Libraries are secured dur:ing 
non-duty hours. · · · 

Retention and disposal: 
Records are destroyed when .no longer nee~~d to obtain. and/or 

control library materials. 
System manager(s) and address: 
Director. of Information ,Systems for. Command,. Control, Commu­

nications, and Computers, ATTN: SAIS7'"PDD, Department of the 
Army, Washington, DC 20310-;0107. 

Notification procedure: . 
Individuals seeking to determine if informiltion about themselyes is 

contained in this record system should address written inquiries to 
the speCific 'installation library that provided services. Official mailing 
addresses are published as im appendix to the· Army's compilation of· 
record systems notices. 

For verification purposes, jndividual should provide full name, 
period in which a user has or had an account,· and any other informa­
tion that -~ould assist -in loc11ting applicable records. 

Record accesS procedures: .. : 
Individuals seeking access to records about themselves contained in· 

this record system· should address written inquiries· to the specific 
installation ·library that provided services. Official mailing .addres~es 
are published as an appendix to the Army's compilation of record 
systems notices. . · -

For verification purposes, individuar'sliould provide· full nar.Tie, 
period in which a user has or had an account, and any other inform'a-
tion that would assist in.locating applicable records. ·' · · 

Contesting record procedures: 
The Army's rules for accessing. records, contesting contents, and 

appealing initial agency determinations by the· individual concerned 
are published in Department of the Army Regulatiop 340-21;. 32 
CfR part 505; or may be oqtained fro':~ the .system man~ger. 

Record source categories: 
From the individual. 
Exemptions claimed for the system: 
None. 

A07SS-1AMC 
System name: 

Small .Arms Sales Record Fiies. 

System location: ·. 

;· 

US Army Armament Munitions and Chemical Comm~nd, Rock 
Island, IL 61229-6000. · 

. Categories of individuals covered. by the system: 
Any US citizen considered eligible under Federal regulations who 

purchased a firearm from ·the US Government for personal use. 

Categori_es of records in the ~rs~eni: .. 
Individual's name, mailing address, application for purchase of 

firearm, date purchased, DA Form 3535 (W.eapon Sales Recor~H. 
information concerning weapon caliber, model, type and serial 
number of firearm, relevant correspondence.· ~ 

Authority for ri,taintenance of the. system: 
' 10 u.s.c. 4308: 

Purpose(s): 
To respond to individual citizen requests'to purchase firearms from 

the US Government for personal use. 
Routine uses of records maintained in the. system, including catego­

ries of users and the purposes of such uses: 
Federal, state and local law enforcement investigative agencies 

may be furnished information from this system of records to. deter­
mine last known firearm ownership, to trace recovered or· confiscat­
ed firearms, and to assist in criminal' prosecution or civil court ac­
tions. 

Policies and practices for stori~g •. retrieving, accessing, retaining,' and 
disposing of records in the system: 
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Storage: 
Paper records in file cabinets. 
Retrievability: 
By purchaser's surname; type of weapon; and serial number. 
Safeguards:. 
Records are maintained in areas accessible only to designated per­

sons having official need therefor in the performance of their duties. 
Building housing re~ords are protected by security guards. 

Retention and disposal: 
Records are permament. 
System manager(s) and address: 
Commander, US Army Armament. Munitions and Chemical Com­

mand, Rock Island, IL 61299-6000. 
Notification procedure: 
Individuals wishing to know whether or· not information on them 

exists in this system of records should write to the System manager, 
ATTN: AMSMC-MMD-LS, providing their full name; current ad­
dress as well as address at time of firearm purchase, if different; type, 
caliber, and serial number of firearm(s) purchases; and signature. 

Record access procedures: 
Individuals desiring access to records about themselves should 

write as indicated in 'Notification procedure', providing information 
required therein. 

Contesting record procedures: 
Army's rules for access to records and for contesting contents and 

appealing initial determinations are contained in Army Regulation 
340-21 (32 CFR part 505). 

Record source categories: 
From the individual; Army records and reports. 
Exemptions claimed for the system: 
None. 

System name: 
Army History Files. 
System location: 

A0870-SDAMH 

·US Army Center of Military History, Headquarters, Department 
of the Army, Washington, DC 20314. 

Decentralized segments exist at historical offices at Headquarters, 
Department of the Army· and field operating agencies, major com­
mands, and the U.S. Army. Military Historical Research Collection, 
Carlisle Barracks, P A 170 13! 

Categories of individuals covered by the system: 
Military and civilian personnel associated with the Army; individ­

uals who offer historically significant items or gifts of money to the 
Army Museum System. 

Categories of records in the system: 
Biographical resumes and personal working tiles of U.S. Army 

personnel; personal papers donated by individuals for historical re­
search; photographs of Army personages; requests for historical doc­
uments regarding U.S. Army activities and responses thereto; copy of 
donor's proffer of gift agreement and correspondence with donor 
regarding status and/or location of donation(s). 

Authority for maintenance of the system:· 
10 U.S:C., section 3012; 5 U.S.C., section 301. 
Purpose(s): 
To· provide a record of donations and contributions of historical 

property to U.S. Army Museums and historical holdings; to enable 
Army museums and historical holdings to provide upon request by 
the donor or donor's heirs, information concerning the status/loca­
tion of his/her donation; to enable the· Army to establish title to the 
property. 

Routine uses of. records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

Information from this system may be disclosed to a municipal 
corporation, a soldier's monument association, a State museum, an 
incorporated museum or exhibition operated and maintained for edu­
cational purposes only, a post of. the Veterans of Foreign Wars or the 
American Legion, or other Federal museums upon donation or trans­
fer of the historical property to one of those organizations. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: . 
Paper records, magnetic tapes/discs, and photographs. 

Retrievability: 
By individual's name. 
Safeguards: 
Records a~e maintained in secured areas accessible only to. persons 

having need therefor in the performance of official duties. 
Retention and disposal: 
Permanent. Some hi~torical material and photographs are retired to 

· the Washington National Records Center when no longer needed; 
other such material is transferred to the Military History Research 
Collection at Carlisle Barracks, PA for preservation. Inquiries about 
historical events or persons, and responses thereto, are destroyed 
when no longer needed. 

System manager(s) and address: 
Chief of Military History, Headquarters, Department of the Army, 

Washington, DC 20314., 
Notification procedure: 
Individuals wishing to inquire whether this system ofrecords con­

tains information about them should contact the System Mana,ger. 
Record access procedures: 
Individuals may request access to their records by writing to the 

System Manager, furnishing their full name, address and signature. 
Contesting record procedures: 
The Army's rules for access to records and for contesting contents 

and appealing initial determinations are contained in Army Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: 
From the individual, his/her Army record, official Army docu­

ments, public records. 
Exemptions claimed for the system: 

.None. 

A0920-15SFDM 
System name: 

Civilian Marksmanship Program. 
System location: 
Officer of the Director of Civilian Marksmanship/Executive Office 

for the National Board for the Promotion. of Rifle .Practice, Office of 
the Under Secretary of the Army, 20 Massachusetts Avenue, NW, 
Washington, DC 20314-0100. · · 

Categories of individuals covered by the system: 
U.S. citizens who are members of civilian marksmanship clubs and 

State Marksmanship Associations enrolled with the Director of Civil­
ian Marksmanship and are participants, competitors, or instructors in 
organized marksmanship programs; civilian and military competitors 
in national· matches; applicants seeking to purchase M 1 rifles. 

Categories of records in the system: 
Applications for club membership consisting of the following doc­

uments: DA Form 1271 (Application for Enrollment of A Civilian 
Rifle Club); DA Form 1272 (Bond Application for Civilian Rifle 
Club); DA Form 1237 (Requisition for Articles Authorized for Issue 
to Civilian Rifle Clubs); DA Form 1274 (Description of Available 
Range Facilities for Civilian Rifle Clubs); ODCM Form 137 (Roster 
of Club Members) identifying each member by full name, address, 
birth date, firing courses participation by course title, score attained, 
and target fired for record; DD Form 1584 (DOD National Agency 
Check Request) for each adult leader and club officer; ODCM Form 
138 (Assurance of Compliance with Title VI 9vil Rights Act of 
1964); Name, title, and address of local or State law enforcement 
officer to whom the club is known; certificates of qualification or 
badges to eligible club members; receipts for arms on loan from the 
Director of Civilian Marksmanship; Certificate for Purchase of Fire­
arms; results of NAC investigation; relevant correspondence and 
reports. 

Authority for maintenance of the system: 
10 U.S.C 4307-4313, 4652, and 32· U.S.C. 316; and Executive 

Order 9397. 
Purpose(s): 
To promote, among citizens and other persons subject to induction 

into the Armed Forces of the United States not reached through 
training programs of the Armed Forces, practice in the. use of mili­
tary-type individual small arms; to promote competitions in the use 
of arms; and to issue equipment ·and awards therefor. The program is 
for US citizens who are f!1embers of civilian marksmanship clubs and 
State Marksmanship Associations enrolled with the Director of Civil­
ian ;Marksmanship and are participants, competitors, or instructors in 
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~::>rgan!zed marksmanship. programs; civilian and military competitors 
m nat1onal matches; apphcants seeking to purchase M 1 rifles. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: . . 

Information may .. be disclosed to fedenil, state, and local .law en­
f?rcemen! agencies when fraudulent or criminal activity or allega­
tions warrant. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
J>aper. records in rotary type Diebold containers; club records on 

magnetic tape/ disc. · · 
Retrievability: ' 
·By Club name;'by individual competitor/purchaser surnam~. 
Safeguards: 
Information in this system of records is a~ailable only to individ­

uals having official need therefor. Records area is protecte9 by an 
alarm system. Building . housing records is protected ·by security 
guards. 

Retention and disposal: 
Records on enrolled Civilian Rifle Clubs and State Associations 

are retained for life of club, plus 2 years, following' which they are 
destroyed by shredding. Competitive .score cards are maintained for I 
year; cumulative point system record of individuals is permanent. 
Record of firearms loan or sale is retained 1 year. Certificate (of 
individual) to retain firearms is retained permanently at the US Army 
Armament, Munitions and Chemical Command, Rock Island, IL 
61299. . 

System manager(s) and address: 
Director of Civilian Marksmanship/Executive Officer for the Na­

tional Board for the Promotion of Rifle Practice, Office of the Under 
Secretary of the Army, ATTN: Administrative Officer, 20 Massachu­
setts Avenue, NW, Washington, DC 20314-0100 

Notification procedure: 
Individuals seeking to determine if information about themselves is 

contained in this record system should address written inquiries to 
the Director of Civilian Marksmanship/Executive Officer for. the 
National Board for the . Promotion of Rifle· Practice, Office of the 
Under Secretary of the Army; ATTN: Administrative Officer, 20 
Massachusetts Avenue; NW, Washington, DC 20314-0100. 

Individual should provide the full name, Social Security Number, 
birth date, information such as club of which a member, competition 
in which participated, firearq-1 purchased, and signature. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the· Director of 
Civilian Marksmanship/Executiv:e Officer for the National Board for 
the Promotion of Rifle Practice, Office of the Under Secretary of the 
.Army, ATTN: Administrative Officer, 20 Massachusetts A venue, 
NW, Washington, DC 20314-0100. 

Individual should provide the full name, Social Security Number, 
birth date, information such as club of which a member, competition 
in which participated, firearm purchased, and signature. 

Contesting record ·procedures: · 
The Army's rules for accessing records, contesting contents, and 

appealing initial· agency determinations by the individual concerned 
are published in Department of the Army Regulation 340-21; 32 
CPR part· 505; or may be obtained from the system manager. 

Record source categories: · 
From the individual, enrolled clubs and state ass.;(;iations, investi­

gative reports of the Defense Investigative Service and/or Federal 
Bureau of Investigation, l~w enforcement agencies, Army records 
aqd reports. 

Exemptions claimed for the system: 
None. 

A0930-4CFSC 
System name: 

Army Emergency Relief Transaction File~ 
System loeation: 
Army Emergency Re1ief offices af Army installations. Official ad­

dresses may be obtained from the System Manager. 
Categ(,lries of individuals covered by the system: · 
Any of the followi~g who receive Army Emergency Relief finan­

ciaJ"·assistance: Activ~ duty Army personnel and· their dependents; 
members of all Army components retried after completing 20 or 

more years of active duty and their dependents or retired by reason 
of physical disability .in line of duty and their dependents; dependents 
of Army personnel missing in action; and eligible wid9ws and or­
phans of extended active duty Reserve component personnel. 

Categories of records in the system: 
Documents accumulated by Army Emergency Relief branches and 

sections, including financial and loan reports, applications for finan­
cial assistance, acknowledgments of remittance and assistance re­
ceived, collection and· indebtedness documents, cash bonds, loan 
ledgers, control ledgers, cancelled checks, prenumbered receipts, and 
documents. 

Authority for maintenance of the system: 
10 u.s.c. 3012. ' . 
Purpose(s): 
These records are used by Army Emergency Relief Offices· to 

record and control loans and repayment actions. 
Routine uses of records maintained in the system, including catego­

ri~s of users and the purposes of such uses: 
See 'Blankh Routine Uses' set forth at the beginning of th'e Army's 

listing of record system notices. 
Disclosure to consumer reporting agencies: 
Disclosure pursuant.to 5 U.S.C. 552a(b)(l2) may be made from this 

system to 'consumer reporting agencies' as defined in the Fair Credit 
Reporting Act (15 U.S.C. 168la(f)) or the Federal Claims Collection 
Act of 1966 (31 U.S.C. 370l(a)(3)). · · 

Policies and practices for storing, retrieving, accessing, retaining~ and 
disposing of records in the system: · · 

Storage: 
Paper records in file folders and card files. 
Retrievability: ' . 

· By applicant's surname. 
Safeguards: . 
Information in these records ·is accessible only by Army Emergen­

cy Relief Officer and staff. 
Retention and disposal: 
Records are active until loan is repaid or determined uncollectable 

and for 2 years thereafter in the Army Emergency Relief Office; 
transferred to the records holding area for I additional year, follow­
ing which they are destroyed. 

System manager(s) and.address: 
Commander, US Army Community and Family Support Center, 

2461 Eisenhower Avenue, Alexandria, VA 2233f-0301. 
Notification procedure: 
Information may be obtained from Army Emergency Relief Of­

fices at installations. Individual should provide full name, rank, SSN, 
military status, date and place where last Army Emergency loan was 
obtained, current military or dependent ID card, and signature. 

Record access. pr9cedures: 
Access to information in this system may be obtained upon writte~ 

request to the Army Emergency Relief Office which is believed to 
have pertinent information. Individual must furnish information re-
quired by 'Notification procedure'. · · 

Contesting record procedures: 
The Army's rules for access to records and for contesting contents 

and appealing initial determinations are contained 'in Army Regula-
tion 340-21 (32 CPR part 505). · 

Record source categories: 
From t~e individual; re~ords of Army Emergency R~lief Offices. 
Exemptions.claimed for the system:· ' 
None. 

AOlOOlbTAPC 
System name: 
• Administrative Military Personnel Records. 

System location: 
: . Headquarters, Department of the· Army Staff, major commands, 
field operating agencies, installations and activities performing. unit 
level administration for military personnel, whether active, inactive 
(reservist, MOBDES), arid inCluding the National Guard. 
· Categories of individuals covered by the system: 

Military personnel (and in some instances, their dependents) at the 
local supervisory level (i.e., company, platoon/squad, or comparable 
office size) when the individual's MPRJ is maintained elsewhere. 
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Categories of records in the system: · 
Records/documents of a temporary nature which are needed in the 

day-to-day administration/supervision of the individual. · 
Authority for maintenance of the system: 
5 U.S.C., Section 301 
Purpose(s): 
To provide supervisors a ready source of information for day-to­

day operations and administrative determinations pertaining to as­
signed/attached personnel. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

See 'Blanket Routine Uses' at 48 FR 25503, June 6, 1983. . 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
Paper records, index cards, microfiche, magnetic tape/disk. 
Retrievability: · 
By individual's surname or SSN. 
Safeguards: · 
Information is stored in locked rooms/buildings with access re- · 

stricted to individuals whose duties require a need-to-know. Where 
information exists on word processing disk/diskettes/tapes or in auto~ 
mated media, the administrative, physical, and technical requirements 
of Army Regulation 380-380 are .assured to preclude improper use or 
inadvertent disclosure. . 

Retention and disposal: 
Records are destroyed not later than 30 days after individual 

transfers/separates. 
System manager(s) and address: 
Commander US Army Military Personnel Center, 200 Stovall 

Street, Alexandria, VA 22332. 
Notification procedure:· 
lndivid.uals desiring to know whether or not this system of records 

~ontains information on them should inquire of their immediate su­
pervisor. 

Record access procedures: 
Requests should be made of the custodian of the record at the 

location assigned/attached; individual must provide full name, SSN, 
and particulars which facilitate locating the record. 

Contesting record procedures: 
The Army's rules for access to records and for contesting contents 

and appealing initial determinations are contained in Army Regula­
tion 340-21 (32 CFR part 505). 

Record source categories: 
Copy of documents in individual's Official Military Persoimel File, 

Military Personnel Records Jacket, Career Management .Information 
File; his/her supervisor; other Army records and reports. 

Exemptions claimed for the system: 
None. · 

AUOSCE 
System name: 

Recreational Use and Expenditure Survey on or Adjacent to Navi­
gable Waters. 

System location: 
Office of the Chief of Engineers, Headquarters, Department of the 

Army, 20 Massachusetts Avenue NW, Washington, DC 20314-1000 
and the Engineer Division and District Offices. Official mailing ad­
dresses are published as an appendix to the Army's compilation of 
record system notices. · 

Categories of individuals covered by the system: 
Voluntary participants in recreational use and expenditure surveys 

on or adjacent to navigable water:s. 
Categories of records in the system: 
Individual's name, address, .telephone number, county, survey ID, 

recreation activities, quantities of and expenditures for durable goods 
such as boating, fishing, hunting, and camping equipment, and ancil­
lary support facilities such as boat lifts; expenditures for nondurable 
goods such as food, lodging, fishing, boating, hunting services and 
other expenses. · 

Authority for maintenance of the system: . 
16 U.S.C. 460d, 33 U.S.C. 652 and 42 U.S.C. 1962. 
Purpose(s): 

To identify and evaluate recreation use and expenditures for 
impact assessment in environmental assessments, and environmental 
impact statements. Evaluations will be made for both existing and 
proposed projects. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such ·uses:· 

Not applicable. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records in file cabinets and on magnetic tape or optical 

·systems. · 
Retrievability: 
Records are retrieved by response number or by the participant's 

name. 
Safeguards: 
Records are maintained in areas accessible only to authorized per­

sons having official need therefor. Records are housed in buildings 
protected by security guards or locked when not in use. Information 
in automated media is further protected by physical security devices: 
Access to or update of information in the system is protected 
through a system of passwords thereby preserving integrity of data. 

Retention and disposal: 
Records are destroyed two years after termination of the study. 
System manager(s) and address: 
Office of the Chief of Engineers, Headquarters, Department of the 

Army, 20 Massachusetts Avenue NW., Washington, DC :i0314-1000. 
Official mailing addresses are published as an appendix to the Army's 
compilation of record system notices.: · 

Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inq·uir­
ies to the Office of the Chief of Engineers, Headquarters, Depart­
ment of the Army, 20 Massachusetts Avenue NW., Washington, PC 
20314-1000. 

Individual must provide full name, present address and telephone 
number, response number, specifics concerning the type of survey, if 
known, and the request must be signed. 

Record access procedures: · 
Individuals seeking access to records about themselves contained in 

this record system should write to the Office of the Chief of Engi­
neers, Headquarters, Department of the Army, 20 Massachusetts 
Avenue NW., Washington, DC 20314-1000. 

Individual must provide full name, present address and telephone 
number, response number, specifics concerning the type of survey, if 
known, and the request must be signed. 

Contesting record procedures: · 
The Army's rules for accessing records, and for contesting con­

tents and appealing initial agency determinations are contained in 
Department of the Army .Regulation 340-21; 32 CFR part 505; or 
may be obtained from the system manager. 

Record source categories: 
Information is obtained from the individual and Army records 

and/or reports. 
Exemptions claimed for the system: 
None. 

· A1145aCE. 
System name: · 

· Reservoir Permit Files. 
System location: 
Army Corps of Engineers Project Offices; addresses may be ob­

tained from the System Manager. 
Categories of individuals covered by the. system: 
Applicants for permits, permittees, and persons having done unau­

thorized work at Corps of Engineers water resource development 
projects. 

Categories of records in the syste~: 
Applications for permits, permits and letters of comment from the 

general public. 
Authority for maintenance of the system: 
16 U.S.C., section 460d; 31 U.S.C., section 483a; 42 U.s.c:, sec­

tions 4321, 4331-4335, 4341-4347; 33 U.S.C., section 1251 et seq; 
Executive Order 11752. 
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Purpose(s): 
Serves as a basis for lakeshore management and public use activity 

control. 

Routine uses of records maintained in the system, including catego· 
ries of users·and the ·purposes of such uses: · 

See 'Blanket Routine Uses' sef forth at th~ beginning of the Army's. 
listing of record system notices. · 

· Policies and practices for ·storing, retrieving, accessing, retaining; and 
disposing of records in the system: · · · ·· · · .· 

Storage: 
Paper records in file cabinets. 
Retrievability: 
By applicant name and permit number. 
Safeguards: 
Records are maintained in areas accessible only to authorized per-

sonnel having official need therefor. · · 
Retention and disposal: 
Reservoir permits are destroyed 1· year following expiration of 

permit: 
· System manager(s) arid address! • ' 
Chief of Engineers, Headquarters, D~partment of the Arniy, Wash-

ington, DC 20314. · 
Notification procedure: 
Individuals wishing to know whether ·or not this system of records 

contains information concerning them may inquire of the System 
Manager,. ATTN:' Chief, Construction/Operations Division, Civil 
Works Directorate. Individual should· furnish his/her full name, 
present address and telephone number, and specifics that·will assist in 
locating the records. 

. Record access procedures: 
Individuals desiring access to records about themselves should 

write as indicated in 'Notification Procedure', providing information 
required therein. 

Contesting record procedures: 
The Army's rules for access ,to records and for' contesting contents 

and appealing initial determinations are contained in Army Regula" 
tion 340-21 (32 CFR part 505). · · 

Record source categories: 
From the individual; A~my records and reports .. 
Exemptions claimed for the system: 
None. 

System name: 
General Permit Files. 
System location: 

Al14SbCE 

Office of the Chief of Engineers, Headquarters, Department of the 
Army, 20 Massachusetts Avenue NW., Washington, DC 20314-1000 
and the Engineer Division and District Offices .. Official mailing ad­
dresses are published as an appendix to the Army's compilation of 
systems not~ces. 

Categories of individuals covered by the system: 
Individuals applying for permit, permittees, and· persons having 

done unauthorized work in navigable waters. 
Categories of records in the system: 
Applicants for permits, recreational use and expenditure data (if 

collected), written comments from the general public, State, local 
and Federal agencies, similar relevant documents. 

Authority for maintenance of the system: 
· 'Harbor Act of March 3, 1899 (sections 9, 10, and 14); Federal 
Water Pollution Control Act Amendments of 19'72 '{section 404); and 
the Marine Protection,·Research and Sanctuaries Act of 1972 (section 
}03); 33 u.s.c. 652. 

'Purpose(s): 
Serves as the basis for decision by the Chief of Engineers or his 

designated representative to enforce the regulatory program;, and as a 
basis for .estimating recreational uses and expenditures. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: . 

The Department of Justice for possible criminal prosecution. 
Federal agencies to solicit views regarding individual's application 

as required by Federal law. · 

The Army's "Blanket Routine Uses" that appear at the beginning 
of the agency's compilation of recor,ds. systems notices apply to this 
system. · 

Policies and p;actices for storing, retrieving, acce~sing, retaining, and 
disposing of records in the system: · 

Storage: 
. Paper records in file folder~. on magnetic tapes and opt_ical sys-

tems, and/or microfilm, 
Retrievability: 
Rc;cords are retr.ieved by individual's name .. 
Safeguards: 
Records are maintained in areas accessible only to authorized per­

sons having official need therefor. Records are housed in buildings 
protected by security guards or locked when not in use. Information. 
in automated media is further protected by physical security devices; 
access to or update of information in the system is protected through 
a system of passwords, thereby preserving integrity of data. 

Retention and disposal: · 
Fill and bank protection files are permanent. Dock permit files are 

destroyed two years after removal of· the structure. Dredging and 
dumping permit files are· destroyed two years after revocation or 
expiration. General permit files are permanent . in filed offices and 
destroyed after three years in the Office of the Chief of Engineers, 
Headquarters. Rejected permit applications are qestroyed one year 
after disapproval. Non-action construction permit files are destroyed 
two years after expiration of permit. 

System manager(s) and address: 
· Office of the .Chief of Engineers,· Headquarters, Department of the 
Army, 20 Massachusetts Avenue NW., Washington, DC 20314-1000. 

Notification procedure: 
· Individuals seeking to determine whether· this system of records 
contains information about themselves should address written inquir~ 
ies to the Office of the Chief of Engineers, Headquarters, Depart­
ment of .the Army, 20 Massachusetts A venue NW., Washington, DC 
20314-1000. . . . 1 

.' . . . 

Individual must provide full name, current address and telephone 
number, response number if known, and specifics that will assist in 
locating the record. 

~ecord access procedures: 
Individuals seeking to_ determi1,1e whether this system of reco.rds 

contains information about themselves should address written inquir­
ies to the Office of the Chief of Engineers, Headquarters, Depart­
ment of the Army, 20 Massachusetts Avenue NW., Washington, DC 
20314-JOOO. . . . . 

Individual must provide full name, current address and telephone 
number, response number if known, and specific.~ that will assist in 
locating the record. 

Contesting record procedures: 
Army rules for accessing records and for contesting contents and 

appealing initial agency determinations by the individual <;oncemed 
are published in Department of the Army Regulation 430-21-8; 32 
CFR part 505; or may be obtained from the system manager. 

Record source categories: 
From the applicant, local and State government, the general 

public, Department of· .the Interior, Environmental ·Protection 
Agency, National OceaniC and Atmosphere Administration, Depart­
ment of Justice. 

Exemptions claimed for the system: . 
.None. 

DIRECTORY OF UNITED. STATES, ARMY, ARMY 
AND AIR FORCE EXCHANGE SERVICE (AAFES) 
AND FEDERAL ACQUISITION INSTITUTE (FAI) 

. , ADDRESSES . . 
This directory is published to enable users of record system notices 

to identify the location of such systems of records in order to request 
access to and amendment of reco.rds. 

Headqliarters, Department of the Army 
· The followfng el~ments ·of the Army constitu'te the Headquarters, 
Department of the Army: · 

Office of the Secretary of the Army, Washington, DC 20310-0101. 
Office of the Director of Information Systems for Command, Con­

trol, Communications and Computers, Washington, DC 20310-0107. 
Office of the Inspector General, Washington, DC 20310-0107. 
Office of the Chief of Public Affairs, Washington, DC 20310-1500. 
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Office of the Comptroller of the Army (ASA-Insta1lations and. 
Logistics), Washington, DC 20310-0103. 

Office of the Deputy Chief of Staff for Research, Development 
and Acquisition (ASA-Research, Development and Acquisition), 
Washington, DC 20310-0103. 

Army Board for Correction of Military Records ( t\SA·Manpower 
and Reserve Affairs), Washington, DC 20310-0103. 

Office of the Chief, Army Reserve, Washington, DC 20314-2400. 
Office of the Chief of Chaplains, Washington, DC 20310-2700. 
Office of the Chief of Engineers, Washington, DC 20314-1000. 
Office of the Chief of Staff, Washington, DC 20310-0200. 
Office of the Judge Advocate General, Washington, DC 20310-

1700. 
Office of the Deputy Chief of Staff for Logistics, Washington, DC 

20310-0500. 
· Office of the Assistant Chief of Staff for Intelligence, Washington, 
DC 20310-1002. 

Office of the D~;puty Chief of Staff for Operations and Plans, 
Washington, DC 20310-0440. 

Office of the Chief, Military History, Washington, DC 20310-0200. 
Office of the Chief, National 'Guard Bureau, Washington, DC· 

20310-2500. 
Office of the Deputy Chief of Staff for Personnel, Washington, DC 

20310-4000. 
Office of the Surgeon General, Fal1s Church, VA 22044-3258. 

Major Commands 
Commander, US Army Materiel Command, 5001 Eisenhower 

Avenue, Alexandria, VA 22332-0001. 
Commander, US Army Military District of Washington, Ft Lesley 

J. McNair, Washington, DC 20319-5000. 
Commander, US Army Criminai'Investigation Command, Building 

5611 Columbia Pike, Falls Church, VA 22041-5015. 
Commander, US Army Information Systems Command, Ft Hua-

chuca, AZ 85613-5000. · 
Commander, US Army Health Services Command, Ft Sam Hous­

ton, TX 73234-6000. 
Commander, US Army Forces Command, Ft McPherson, GA 

30330-6000. 
Commander, US Army Recruiting Command, Ft Sheridan,' IL 

60037.:.6120. 
Commander, US Military Traffic Management Command, 5611 

Columbia Pike, Falls Church, VA 2204J-5050. . 
Commander, US Army Training and Doctrine Command, Ft 

Monroe, VA 23561-5000. . 
Commander, US Army Intelligence and Security Command, Ft 

Belvoir, VA 22060-5370. 
Commander, US Army Western Command, Ft Shaft~r, HI 96858-

5100. 
Commander, ·.us Army Japan/IX Corps, APO San Francisco 

96301-0054. . . ' 
· Commander, Eighth US Army Forces, APO San Francisco 96301-

. 9000; ' 
· Commander in Chief, US Army Europe and Seventh Army, APO 
New York 09403-0010. · · 

Commander in Chief, US European Command, APO New York 
09128-4209. •' I 

Commander in Chief, US Southern Command, APO Miami 34003-
5000. . ' •, 

Commander in Chief, US Special Operations Command, MacDill 
Air Force Base, FL 33608-6001. 

Commander, US Military Entrance Processing Command, 2500 
Green Bay Road, North Chicago, IL 60064-3094. · 

Commander, ·us Army Corps of Engineers, Washington, DC 
20314-1000. 

Commander, US Army South, APO Miami 34004-5000. 
Commander,' US Army Space Command, Peterson AFB, CO 

80914-5000. . 
Commander, US Army Strategic Defense Command, PO Box 

15280; Arlington, VA 22215-0280. · 

Army Field Operating Agencies, Subordinate Commands, and Major 
Installations 

Alabama 
Commander, Ft McClellan, Ft McClellan, AL 36205-5000. 
Commander, US Army Aviation Center and Ft Rucker, Ft 

Rucker, AL 36362-5000. 
Commander, US Army Aeromedical Center, Ft Rucker, AL 

36362-5333. 
Commander, US Army Missile Command, Redstone Arsenal, AL 

35898-5000. 
Commander, US Army Engineer District· Mobile, PO Box 2288 

Mobile, AL 36628-0001. 

Commander, US Army Engin'eer Division Huntsville, PO Box 
1600 Huntsvil1e, AL 35807-4301. 

Alaska 
Commander, 172d Infantry Brigade, Ft Richardson, AK 99505-

5000. . 
Commander, U.S. Army Cold Region Test Center, Ft Greely, AK 

APO Seattle 98733-5000. . 
Commander, US Army Engineer District Alaska, PO Box 898, 

Anchorage, AK 99506-0898. 
Arizona 

Commander, US Army Information Systems Command, Ft Hua­
chuca, AZ 85613-5000. 

Commander, US Army Intelligence Center and School, Ft Hua­
chuca, AZ 85613-7000. 

Commander, US Army Yuma Proving Ground, Yuma, AZ 85635-
9102. 

Arkansas· 
Commander, Ft Chafee, Ft Chafee, AR 72905-5000. 
Commander, US Army Pine Bluff Arsenal, Pine Bluff, AR 71602-

9500. 
Commander, US Army Engineer District Little Rock, PO Box 

867, Little Rock, AR 72203-0867. 
California 

Commander, '7th Infantry Division and Ft Ord, Ft Ord, CA 
93941-5000. 

Commander, Military Traffic Management Command, Oakland, 
CA 94626-SOOO. 

Commander, US Army Information Systems Command, Western 
. Area Oakland Army Base, Oakland, CA 94626-5000. 

Commander, Letterman Army Medical Center, Presidio of San 
Francisco, CA 94129-6700. · 

Commander, Sixth US Army Presidio of San Francisico, CA 
94129-5100. 

Commander, US Army Engineer District Los Angeles, PO Box 
2711, Los Angeles, CA 90053-2325. · 

Commander, US Army Engineer District Sacramento 650 Capital 
Mall, Sacramento, CA 95814-4794. 

Commander, US Army Engineer Distict San Francisco, 211 Main 
Street, San Francisco, CA 94105-1905. 

Commander, US Army Engineer Division South Pacific, 630 San­
some Street, Room 720, San Francisio, CA 94111-2206. 

Colorado · 
Commander, Fitzimmons Army Medical Center, Denver, CO 

80045-5001. 
Commander, Rocky Mountain. Arsenal Denver, Commerce City, 

co 80022-2180. ' 
Commander, 4th Infantry Division and Ft Carson, Ft Carson, CO 

80913-5000. 
District of Columbia 

Administrator, US Army Civilian Appellate Review Agency, 
NASSIF Building, Falls Church, VA 22041-5019 . 

Commander, Ft Lesley J. McNair, 4th and P Streets SW, Wash­
ington, DC 20319-5000. 

Commander, Walter Reed Army Medical Center, 6925 16th Street 
NW, w·ashington, DC 20307-5001. 

Commander, US Army Physical Disability Agency FGS­
WRAMC, Washington, DC 20307-5001. 

Florida 
Commander, US Army ·Engineer District, Jacksonville, PO Box 

4970, Jacksonville, FL 32232-0019. 
Georgia · 

Commander, US Army Infantry Center and Ft Benning, Ft Ben­
ning, GA 31905-5000. 

Commander, US Army Signal Center and Ft Gordon, Ft Gordon, 
GA 30905-5000. 

Commander, Dwight David Eisenhower Army Medical Center, Ft 
Gordon, GA 30905-5650. 

Commander, Ft McPherson, Ft McPherson, GA 30330-5000. 
Commander, 24th Infantry Division and Ft Stewart, Hinesville, 

GA 31313-5000. 
Commander, US Army Engineer District Savannah, Po· Box 889, 

Savannah, GA 31402-0889. 
Commander, US Army Engineer Division South Atlantic, 77 For­

syth Street, SW Room 313, Atlanta, GA 30335-6801. 
Hawaii 

Commander, US Army Western Command, Ft Shafter, HI 96858-
5100. 

Commander, Tripier Army Medical Center, Honolulu, HI 96859-
5000. ' 

Commander, US Army Engineer Division, Pacific Ocean, Ft 
Shafter, HI 6858-5440. 
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Commander, US Army Engineer District, Honolulu, Ft Shafter, 
HI 96858-5440. . · 

Illinois 
Commander, Ft Sheridan, Ft Sheridan, IL 60037-5000. 
Commander, US Army Military Enlistment Processing Command, 

Ft Sheridan, IL 60037-5000. · · · 
Commander, Rock Island Arsenal Rock Island, IL 61299-5000. 
Commander, US Army Engineer District Chicago, 219 South 

Dearborn Street, Chicago, IL 60604-1797. · · 
Commander, US Army Engineer District Rock Island, PO Box 

2004, Rock.Island, IL 61214-2004. · 
Commander, US Army Engineer Division North Central, 536 

South Clark Street, Chicago, IL 60605-1892 .. 
Indiana 

Commander, US Army Administration Center' and Ft Benjamin 
Harrison, Ft Benjamin Harrison, IN 46216-5000. _ 

Commander, US Army Finance and Acoounting Center; Ft Benja-
min Harrison, IN 46216-5000. · 
Co~mander, US Army institute of Administration, Ft Benjamin 

Harrison, IN 46216-5000. 
Kansas · . 

Commandant, US Army Command and General. Staff College,. Ft 
Leavenworth, KS 66027-5000: 

Commander, US Army Disciplinary Barracks, Ft ·Leavenworth, 
KS 66027-5000. . 

Commander, 1st Infantry Division _and Ft Riley, Ft Riley,. KS 
66442-5000. 

Kentucky 
Commander, 101st Airborne Division and Ft Campbell, Ft Camp-

bell, KY 42223-5000. . 
Commander, US Army Armor Center, Ft Knox, KY 40121-5000. 
Commander, Lexington-Blue Grass Army Depot, Lexington, KY 

40511-5050. 
Commander, US Army Engineer District Louisville, PQ Box 59, 

Louisville, KY 40201-0059. 
Louisiana 

Commander, 5th Infantry Division and Ft Polk, Ft Polk, LA 
71459-5000. . 

Commander,· US Army Engineer District New Orleans, PO Box 
60627, New Orleans, LA 70160-0267. 

Maryland 
Commander, Edgewood Arsenal, Aberdeen Proving Ground, MD 

21005-5055. 
Commander, US Army Aberdeen Proving Ground, Aberdeen 

Proving Ground, MD 21005-5000. 
Commander, US Army Environmental Hygiene Agency, Aberdeen 

Proving Ground, MD 21005-5422. 
Commander, US Army Ordnance. Center, Aberdeen Proving 

Ground, MD 21005-5201. · 
Commander, US Army Test and Evaluation Command, Aberdeen 

Proving Ground, MD 21005-5000. 
Commander, US Army Laboratory Command, 2800 Powder Mill 

Road, Adelphi, MD 20783-1145. 
Commander, Ft Detrick, Frederick, MD 21701-5000. 
Commander, US Army Medical Research and Development Ft 

Detrick, Frederick, MD 21701-5000. 
Commander, Ft George G. Meade, Ft George G. Meade, MJ? 

20755-5000. ' 
Commander, Ft Ritchie, MD 21719-5010. 
Commander, US Army Engineer D.istrict, Baltimore .and Supervi­

sor of Harbor Baltimore, PO Box 1715, Baltimore, MD 21203-1715. 
Massachusetts 

Commander, Ft Devens, Ft Devens, MA 01433-5000. 
Commander, US Army Natick Research, Development, and Engi­

neering Center, Natick, MA 01760-5000. 
Commander, US Army Engineer D~vision New England, 424 Tra­

pe1o Road, Waltham, MA 02234-9149. 
Michigan .. 

Commander, US Army tank-Automotive Command, Warren, Ml 
48397-5000. 

Commander, US Army Engineer pistrict Detroit, PO Box 1027, 
Detroit, MI 48231-1027. 

Minnesota . 
Commander, US Army Engineer District St Paul, 1421 US Post 

Office and Custom House, 180 East Kellogg Boulevard, St Paul, MN 
55101-1479. 

Mississippi . 
Commander, US Army Engineer District Vicksburg, PO Box 60, 

Vicksburg, MS 39181-0060. · 
Commander, US Army Engineer Division, Lower Mississippi 

Valley, PO Box 80, Vicksburg, MS 39181-0080. 
Missouri · 

Commiu1der, US Army Training Center, Engineer and Ft Leonard 
Wood, Ft Leonard Wood, MO 65473-5000. · 

Commander, US Army Reserve Personnel Center, 9700 Page Bou-
levard, St. Louis, MO 63132-5200. · 

Commander, US Army Engineer District Kansas City, 700 Federal 
Building, Kansas City, MO 64106-2896. 

Commander, US Army Engineer pistrict St Louis, 210 Tucker 
Boulevard N, St. Louis, MO 63101-1986. 

Nebraska 
Commander, US Army Engineer District Omaha, 215 North 17th 

Street, Omaha; NE 68102-4978. 
Commander, US Army Engineer Division Missouri River, PO Box 

103 Downtown Station, Omaha, NE 68101-0103. 
New Jersey' · 

Commander, Military Traffic Management Command Eastern 
Area, Bayonne, NJ 07002-5302. 

Commander, Picatinny Arsenal, Dover, NJ 07801-5000. , 
Commander, US Army Training Center and Ft Dix, Ft Dix, NJ 

98640-5000. . 
Commander, US Army Communications Research and Develop-

ment Command, Ft Monmouth, NJ 07703-5000. . 
. Commandant, US Military Academy Preparatory School, Ft Mon­

. mouth, NJ 07703-5000. 
New Mexico 

Commander, White Sands Missile Range, NM 88002-5031. 
Commander, US Army Engineer District Albuquerque, PO Box 

1580, Albuquerque, NM 87103-1580. 
New York 

Commandant, US Army Chaplain School Ft Wadsworth, Staten 
Island, NY 10305-5000. 

Commander, US Army'Military Academy West Point, NY 10996-
2001. 

Commander, US Army Engineer District Buffalo, 1776 Niagara 
Street, Buffalo, NY 14207-3199. 

Commander, US Army Engineer District New York, 26 Federal 
Plaza, New York, NY 10278-0090. 

Commander, US Army Engineer Division North Atlantic, 90 
Church Street, New York, NY 10007-2979. 

North Carolina 
Commander, XVIII Airborne Corps-Ft Bragg, Ft Bragg, NC 

28307-5000. ·' 
Commander, US Army Institute for Military Assistance, Ft Bragg, 

NC 28307-5000. : I • 

Commander, US Army Engineer District Wilmington, PO Box 
1890, Wilmington, NC 28402-1890. 

Ohio 
Commander, US Army Engineer Division Ohio River, PO Box 

1159, Cincinnati, OH 45201-1159. 
Oklahoma 

Commander, US Army Field Artillery Center and Ft Sill, 'Ft Sill, 
OK 73503-5000. . 

Commander, US Army Engineer District Tulsa, PO Box 61, Tulsa, 
OK 74121-0061. 

Oregon . . · 
Commander, US Arm'y Engineer District· Portland, PO Box 2946, 

Portland, OR 97229-2946. 
Commander, US Army Engineer Division North Pacific, PO Box 

2870, Portland, OR 97208-2870. 
Pennsylvania · 

Commander, US Army War College, Carlisle Barracks, PA 17013-
5000. . .. 
Com~ander, Letterkenny Army Depot, Chambersburg, PA 17201-

4150. . 
Commander, . US Army International Logistics Command, New 

Cumberland Army Depot, New Cumberland, PA 17070-5000. 
Commander, Tobyhanna Army Depot,Tobyhanna, PA 18466-

5000. ' 
Commander, US Army Engineer District Philadelphia, US Custom 

House, 2d and Chestnut Streets, Philadelphia, PA 19106-2991. 
·commander, US Army Engineer District Pittsburgh, William S. 

Moorehead Federal Building, 1000 Liberty Avenue, Pittsburgh, PA 
1522-4186. 

South Carolina 
Commander, US Army Training Center and Ft Jackson, Ft Jack-

son, SC 29207-5000. . 
Commander, US Army Engineer District Charleston, PO Box 919, 

Charleston, SC 29402-0919. 
Tennessee 

Commander, US Army Engineer District Memphis, B-202 167 N 
Mid-America, Clifford Davis Federal Building, Memphis, TN 38103-
1894. 
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Commander, US Army Engineer District·Nashville, PO Box 1070, 
Nashville, TN 37202-1070. 

Texas · 
Commander, William Beaumont Army Medical Center, El Paso, 

TX 79920-5001. . . 
Commander, US Army Health Services Command, Ft Sam Hous­

ton, TX 78234-6000. 
Commandant, Health Services Academy US Army, Ft Sam Hous-

ton, TX 78234-5000. . 
Commander, Brooke Army Medical Center, Ft Sam Houston, TX 

78234-5000. 
Commander, Fifth US Army, Ft Sam Houston, TX 78234-5000. 
Commander, US Army Air Defense Center and Ft Bliss, Ft Bliss, 

TX 79916-5000. 
Co!Dmander, III Corps and Ft Hood, Ft Hood, TX 76544-5000 
Chtef, US Army Patient Administration Systems and Biostatistics 

Activity; Ft Sam Houston, TX 78234-6070/ 
Commander, Red River Army Depot, Texarkana, TX 75507-5000. 
Commander, US Army Engineer District Fort Worth, PO Box 

17300, Ft Worth, TX 76102-0300. . 
Commander, US Army Engineer Division Southwestern, 1114 

Commerce Street, Dallas, TX 75242-0216. . 
Utah , 

Commander, US Army Dugway Proving Ground, Dugway, UT 
84022-5000. . 

Commander, Tooele Army Depot, Tooele, UT 84074-5000. 
Virgi~ia . 

Commander, Cameron Station Alexandria, VA 22304-5050. 
Commander, US Total Army Personnel Command, Hoffman 

Buildin'g I, 200 Stovall St Alexandria, VA 22332-0400. 
Commander, US Army Research Institute, 5001 Eisenhower 

A venue, Alexandria, VA 22333-5600. . 
Commander, Arlington Hall Station, 400 Arlington Boulevard, Ar­

lington, VA 22212-5000. 
Commandant, The Judge Advocate General's School US Army, 

Charlottesville, VA 22903-1781. · 
Commander, US Army Operational Test arid Evaluation Agency, 

. Park Center 4, 4501 Fort Avenue, Alexandria, VA 22302-1458. 
Commander, US Army Engineer Ceriter and Ft Belvoir, Ft Bel-

voir, VA 22060-5000. · 
Commander, US Army Transportation Center and Ft Eustis, Ft 

Eustis, VA 23604-5000. · 

Commander, US Army Logistics Management Center, Ft Lee, VA 
23801-5000. . 

Commander, US Army Quartermaster Center and Ft Lee, Ft Lee, 
VA 23801-5000. 

Commander, US Army Engineer District Norfolk, 803 Front· 
Street, Norfolk, VA 23510-1096. 

Commander, US Army Middle East Africa, PO Box 2250, Win­
chester, VA 22601-1450. 

Commander, US Army Engineer Activity Capital. Area, Ft Meyer, 
VA 22211-5050. 

Washington 
Commander, 9th Infantry Division and Ft Lewis, Ft Lewis, W A 

98433-5000. 
Commander, Madigan Army Medical Center, Tacoma, WA 98431-

5055. 
Commander, US Army Engineer District Seattle, PO Box C-3755, 

Seattle, WA 98124-2255. 
Commander, US Army Engineer District Walla Walla, Building 

602, City-County Airport, Walla Walla, W A 99362-9265. 
West Virginia 

Commander, US Army Engineer District, Huntington 502 8th 
Street, Huntington, WV 25701-2070. 

Wisconsin 
Commander, Ft McCoy Sparta, WI 54656-:-5000. 

Overseas 
Commander, US Army South, APO Miami 34004-5000. 
Commander, V Corps, APO New York 09097-0007. 
Commander, VII Corps, APO New York 09107-0200. 
Commander, 32d Army Air Defense Command, APO New York 

09175-5000. 
Commander, US Army Berlin Brigade, APO New York 09742-

5000. 
Commander, 7th Medical Command, APO New York 09102-3304. 
Commander in Chief, ~S European Command, APO New York 

09128-4209. 
Commander, US Army Engineer Division Europe, APO New 

York 09757-5301. 
Commander, I Corps-Ft Lewis, Ft Lewis, W A 98433-5000. 
Commander, US Army Engineer District Far East, APO San 

Francisco 96301:_0427. 
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DEFENSE ·MAPPING AGENCY 

How Syste.iJs Of Reco~ds Are Arrang~d 

~he Defense Mapping Agency records are grouped 'by subject 
sen.es. Eac:h ~eries .has records about a .specific activity or function to 
whtch a subject tttle and number is given. Systems or records are 
gn;mped ·in the same way. For example, a system of records on 
P<?rsonnel security clearances may be found in Personnel Security 
Ftles - 80504-0 I and one about military personnel assignments may 
be found in Military Services Ad!Tiinistrative Record Files - 80614-
02. These numbers are part of the system identification (ID) ·which 
precedes the notices in the Federal Register. They look 'like this: 
80504-01 HQ,HT,A; 80614-02' HQ,A. The letter 8 means Defense 
Mapping Agency. The first four digits (05Q4 and 0614) show that the 
r~cords pertain to Personnel Security and Military .Personnel respec~ 
lively; and the last two are a further breakdown of the series. The 
letters that follow these numbers are internal management accounting 
devices only. Other systems of records which differ from these exam­
ples but have similar documents may also be found in the same series. 

How To Use The Index Guide 

The systems of records maintained by the Defense Mapping 
Agency are contained within the subject serie~ that are listed below. 
This list identifies each series in the order inwhich it appears in this 
issuance. Use. the list, to identify subject are.as of interest. Having 
done so, use the series number. (for example. 0504 fm: Personnel 
Security) to locate the systems of records grouping in which you are 
interested. · 

Subject Series 

Sustem Identification Series 

Inspection 
0210 

Historical 
0228 

Finance and Accounting 
0302 

Civilian Personnel Pay and Accounting 
0303 

General Legal 
0401 

Claims Investigating and Processing Documents 
0402 

Informational Services 
0408 

Information Security 
0502 

Guard Protective Services 
0503 

Personnel Security 
0504 

Military Persoimel Files 
0614 

Safety Management Program 
0615 

Medical and Health Program 
0901 

Individual Procurement Transactions 
1202 

General Supply Accounting 
1205 

Self Service Supply 

1206 

Maintenance 
1208 

Personnel Travel and Transportation. 
1211 

REQUESTING RECORDS 
Records are retrieved by name or by some other• personal identifi­

er. It is therefore especially important for expeditious service· when 
requesting a record that particul~r attention be provided to the Noti­
fication and/or Access Procedures of the particular record system 
involved ·so as to furnish the required persorial identifiers, or any 
other pertinent personal information as may be required to· locate and 
retrieve the record. . . . : ' 

BLANKET ROUTINE USES 
:. Certain· blanket 'routine uses' of the records have been. established 

that are applicable to every record system maintained ·within the 
Department of Defen~e unless specifically stated otherwise within a 
particular record system. These additional blanket routine uses of the 
records are. published below only once. in the interest of sim'plicity, 
economy arid to avoid redundancy before· the' individual record 
system notices begin .rather than repeating them in every individual 
record system. · 

ROUTINE USE-LAW'ENFORCEMENT : 
In the event ·that a system of records maintained by this compo­

n~nt to carry ~ut itl'! functions indicates a violation or potential 
violation of law, whether civil, criminal or regulatory 'in nature, and 
whether arising by general statute or by regulation, rule or order 
issued pursuant 'thereto, the relevant records iri the system of records 
may be referred,, as a routi~e use, to the appro'priate agency, w}:!eth'er 
Federal, state, local, or ·foreign, charged with the responsibility of 
investigating or prosecuting such violation or charged w,ith enforcing 
or implementing the statute,' rule, regulation or order issued· pursuant 
thereto. 

ROUTINE USE-D,ISCLOSURE WHEN · 
REQUESTING INFORMATION 

A record from a system of records maintained by this component 
may be disclosed as a routine use to a Federal, state, or local agency 
maintaining civil, criminal, or other relevant enforcement information 
or other pertinent information, such as current licenses, if necessary 
to obtain information relevant to a component decision concerning 
the hiring or retention of an employee, .the issuance of a security 
clearance, the letting of a contract, or the issuance of a license, grant 
or other benefit. 

ROUTINE USE-DISCLOSURE OF REQUESTED 
INFORMATION 

A record from a system of records maintained by this component 
may be disclosed to a Federal agency, in response to its request, in 
connection with the hiring or retention of an employee, the issuance 
of a security clearance, the reporting of an investigation of an em­
ployee, the letting of a contract, or the issuance of a license, grant or 
other benefit by the requesting agency, to the extent that the infor­
mation is relevant and necessary to the requesting agency's decision 
on the matter. 

ROUTINE USE-CONGRESSIONAL INQUIRIES 
Disclosure from a system of records maintained by this component 

may be made to a Congressional office from the record of an individ­
ual in response to an inquiry from the Congressional office made at 
the request of that individual. 

ROUTINE USE-PRIVATE RELIEF LEGISLATION 
Relevant information contained in all systems of records of the 

Department of Defense published on or before August 22, 1975, may 
be disclosed to the Office of Management and Budget in connection 
with the review of private relief legislation as set forth in OMB 
Circular A-19 at any stage of the legislative coordination and clear-
ance process as set forth in that Circular. · 

ROUTINE USE-DISCLOSURES REQUIRED BY 
INTERNATIONAL AGREEMENTS 

A record from a system of records maintained by this component 
may be disclosed to foreign law enforcement, security, investigatory, 
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or administrative authorities in order. to comply with requirements 
imposed by, or to claim rights conferred in, international agreements 
and arrangements including those regulating the stationing and status 
in foreign countries of Department of Defense military and civilian 
personnel. 

ROUTINE USE-DISCLOSURE TO STATE AND 
LOCAL TAXING AUTHORITIES 

Any information normally contained in IRS Form W-2 which is 
maintained in a record from a system of records maintained by this 
component may be disclosed to state and local taxing authorities with 
which the Secretary of the Treasury has entered into agreements 
pursuant to Title 5, U.S. Code,. Sections 5516, 5517, 5520, and only to 
those state and local taxing authorities for wh cr military member is 
or was subjects or was subject to tax regardless of whe~her tax is or 
was withheld. This routine use is in accordance with Treasury Fiscal 
Requirements Manual.Bulletin Nr. 76-07. · 

ROUTINE USE - DISCLOSURE TO THE OFFICE 
9F PERSONNEL MANAGEMENT 

A record from a system of records subject to the· Privacy Act and 
maintained by . this component may be disclosed to the Office of 
Personnel Management concerning information on pay. and leave, 
benefits, retirement deductions, and any other information necessary 
for the Office of Personnel Management to carry out its legally 
authorized Government-wide personnel management functions and 
studies. · 

ROUTINE USE-DISCLOSURE TO THE 
DEPARJ'MENT OF JUSTICE FOR LITIGATION· 
A record from a system of records maintained by this component 

m·ay be disclosed as a routine use to any component of the Depart­
ment of Justice for the purpose of representing the Department of 
Defense, or any officer, employee or member of the Department in 
pending or potential litigation to which the record is pertinent. 

ROUTINE USE-DISCLOSURE TO MILITARY 
BANKING FACILITIES OVERSEAS 

Information as to current military addresses and assignments may 
be provided to military banking facilities who provid~ banking serv­
ices overseas and who are reimbursed by the Government for certain 
checking and loan losses. For personnel separated; discharged, or 
retired from the Armed Forces, information as to last known residen­
tial or home of record address may be provided tQ the military 
banking facility upon certification by a, banking facility officer that 
the facility has a returned or' dishonored check negotiated oy the 
individual or the individual has defaulted on a loan and that if 
restitution is not made by the individual, the U.S. Government will 
be liable for the losses the facility may incur. 

ROUTINE USE-DISCLOSURE OF INFORMATION 
TO THE GENERAL SERVICES ADMINISTRATION 

·(GSA) 
A record from a system of records maintained by this component 

may be disclosed as a routine use to the General Services Adminis­
tration (GSA) for the purpose of records management inspections 
conducted under authority of 44 U.S.C. 2904 and 2906. 

ROUTINE USE-DISCLOSURE OF INFORMATION 
TO THE NATIONAL ARCHIVES AND RECORDS 

ADMINISTRATION (NARA) 
A record from a system of records maintained by this component 

may be disclosed as a routine use to the National Archives· and 
Records Administration (NARA) for the purpose of records manage­
ment inspections conducted under authority of 44 U.S.C. 2904 and 
2906. 

ROUTINE USE-DISCLOSURE TO THE MERIT 
SYSTEMS PROTECTION BOARD · 

A record from a system of records maintained by this component 
may be disclosed as a routine use to the Merit Systems Protection 
Board, including the Office of the Special Counsel for the· purpose of 
litigation, including administrative proceedings, appeals, special stud­
ies of the civil service and other merit systems, review of OPM or 
component rules and regulations, investigation of alleged or possible 
prohibited personnel practices; including administrative proceedings 
involving any individual subject of a DoD investigation, and such 
other functions, promulgated in 5 U:S.C 1205 and 1206, or as may be 
authorized by law. · 

321-135 0-92--6 

ROUTINE USE-COUNTERINTELLIGENCE 
PURPOSES 

A record from a system of records maintained by this component 
may be disclosed as a routine use outside the DoD or the U.S. 
Government for the purpose of counterintelligence activities author­
ized by U.S. Law or Executive Order or for the purpose of enforcing 
laws whieh protect the national security of the United States. 

80210-06 HQHT ASID 
System name: 

Inspector General Investigative Files. 
System location: 
Office of the .Inspector General - DMA Headquarters (HQ), DMA 

Hydrographic/Topographic Center (HT), DMA Aerospace Center 
(A), Defense Mapping School (S), DMA Inter AmeriCan Geodetic 
Survey (1), DMA Of(D). - See DMA Directory for complete address 
listing. · 

Categories of individuals covered by the system: 
Any individual, military or civilian assigned to, employed· by or 

having reason to do official· business with the Defense Mapping 
Agency or one of its employees. 

Categories of records in the system: 
Investigative Files consist of written inquiries or investigative re­

ports pertaining to complaints, possible violations or improper proce­
dures pertaining to DMA personnel, procedures, policies or pro-
grams. . 

44 U.S:C~ 3101, Records Management by Federal Agencies. 
Purpose(s): · 
To analyze .and evaluate .the effectiveness and efficiency of DMA 

policies, programs, and procedures; to use complaints, inquiries or 
investigations to initiate proper corrective action if the allegation is 
proven to be true in fact; to be. used as basis for corrective actions. 

Routine uses of records maintained in the system, including 'catego· 
ries of users and the purposes of such uses: • . 

See 'Blanket Routine Uses· at the beginning of DMA 's listing of 
the record system notices. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Files are considered official in nature and are made available only 
to the Inspector General and Command officials. 

Storage: 
Paper records are stored in file folders and secured in safe'-file 

cabinets. 
Retrievability: 
Alphabetically by last name or subject ·matter DOD Hotline No. 
Safeguards: 
Records are maintained in a secured area/locked· file cabinets with 

access limited to authorized personnel whose duties require access. 
Retention and disposal: 
Files accumulated in the Office of the Inspector General as perma· 

nent. · 
System manager(s) and address: 
Inspector General, Headquarters, Defense Mapping Agency, Bldg 

56, U.S. Naval Observatory, Washington, DC 20305 
Notification procedure: 
Information may be obtained from above. 
Record access procedures: 
Requests from individualsshould be addressed to system manager. 
Written requests for information should contain the full name of 

the indivdual current address and telephone number, social security 
number. 

For personal visits the individual should be able to provide some 
acceptable identification, that is, drivers license, employing office's 
identification card, and give some verbal information that could be 
verified 

Contesting record procedures: 
The Agency rules for contesting contents and appealing initial 

determinations may be obtained from System Manager. 
Record source categories: 
Inspector General Investigative reports are the written results of 

IG inquiries or investigation of written or oral allegations from 
complaints: 



154 -PRIVACY ACT SYSTEMS 

Exemptions claimed for the system: 
None. 

B0210-07 HQHT ASID 
System name: 

Inspector General Complaint Files: 
System location: 
Office of the Inspector Generals - DMA Headquarters (HQ), 

DMA Hydrographic/Topographic Center (HT), DMA Aerospace 
Center (A), Defense Mapping School (S), DMA Inter American 
Geodetic_ Survey (1), DMA Office of Distribution Services(D). - See 
DMA Dtrectory for complete address listing. 

Categories of individuals covered by the system: 
~ny in.dividual, military or civilian assigned to, employed by or 

havmg rea~on to. do official business with the _Defense Mapping 
Agency or one of tts employees. 

Categories of records in the system: 
File contains letters or memorandums received by the Defense 

Mapping Agency wherein someone has complained about DMA per­
sonnel, programs, policies and/or procedures. 

Authority for maintenance of the syste~: 
44 U.S.C. 310.1, 3102 - Records Management by Federal Agencies. 
Purpose(s): · 
As a basis to conduct an inquiry or investigation of the complaint; 

·to initiate proper corrective action if justified. . . . 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
See 'Blanket' Routine Uses' at the beginning of DMA's listing of 

the record system notices. · 
Policies and practices for storing, retrieving,. accessing, retaining, and 

disposing of records in the system: · 
Fil~s are co,nsidered official in nature and are made available only 

to the Inspector General and Command officials. · 
Storage: 
Paper records are stored. in file folders and secured in safe-file 

cabinets. 
Retrievability: 

. Alphabetically by hist name of individual or by subject. 
Safeguards: 
Records are maintained in a secured area/locked file cabinets with 

access limited to authorized personnel whose duties require access. 
Retention and disposal: 
Temporary Record. Destroy one year after completion and close 

of case. 
System manager(s) and address: 
Inspector General, Headquarters Defense Mapping Agency, Bldg 

56, U.S. Naval Observatory, Washington, DC 20305-3000. 
Notification procedure: 
Information may be obtained from System Manager. 
Re~ord access procedures: 
Request from individual should be addressed to System Manager. 
Written requests for information should contain the full name of 

the individual, current address and telephone number. 
For personal visits, the individual should be- able to provide some. 

acceptable identification, that is, drivers license, etc., and 'some verbal · 
information. 

Contesting record procedures: 
The agencies' rules for contesting contents and appealing initial 

determinations may be obtained from System Manager. 
Record source categories: 
Source of Inspector General-Complaint files are letters or memo-

randums received by HQ DMA from military or civilian. · 
Exemptions claimed for the system: 
Nqne. 

B0228-04 HT 
System name: 

Historical Photographic Files. 
System location: 
Public Affairs office - DMA Hydrographic/Topogniphic Center 

(HT)- See DMA Directory for complete address. ·· 
Decentralized Segments - Records Holding Area, Records Man­

agement Division of DMAHTC 

Categories of individuals covered by the system: 
·Commanding Qfficers; civili,an ~mployees (staff organization) VIP 

visitors; awards, suggestions, sports·, retirement ceremonies. 
Categories of records in the system: 
Photographs and negatives of awards, suggestions, sports, retire­

. ment ceremoni~s. 
Authority for·maintenance of the system: 
5 U.S.C. 301 -Departmental Regulations. 

~ Purpose(s): · 
T9 furnish copies of photographs- to organizations that requested 

photographs to be taken to obtain the background information re­
garding events, ceremonies, awards, sports, retirements at DMA for 
input to newspapers and magazin_e, articles to recognize accomplish­
ments and publications. 

Routine uses of records maintained in the system, · including catego­
ries of users and the purposes. of such uses: 

To News Me<;lia for Public Relations and Community Affairs Mat­
ters and to organizers of testimonials, banquets and parties for the 
purpose of obtaining background information regarding events, cere­
monies, awar<;ls, sports, and retirements at DMA. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: ' 

Storage: ' 
Prints and negatives filed in cabinets: 
Retrievability: 
Filed by name and/or event. 
Safeguards: 
Records are maintained in a secured area/locked file cabinets 'with 

access limited to authorized personnel whose duties require access. 
Retention and disposal: 
Records . are Permanent. Records will be retired to Washington 

National Records Center on discontinuance of the installation. 
System manager(s) and address: 
Defense Mapping Agen~y. ATTN: Public Affairs Officer, Building 

56, U.S. Naval Observatory, Washington DC 20305-3000. 

Notification procedure: 
Information may be obtained from above. 
Record access procedures: _ 

. Requests from individuals should be _addressed to system manager. 
- Written ~equests for information should contain the full name of 

the individual current address and telephone number, social security 
number. · . . 

For personal visits the individ'ual should be able to provide some 
acceptable identification, that is, drivers license, employing office's 
identification card and give some verbal information that could be 
verified. 

Contesting record procedures: 
The Agency's rules for contesting contents and appealing initial 

determinations may be obtained from System Ma'nager. · 
Record source categories: 
Photographs taken· at awards ceremonies; sporting events; retire-

ment parties. · 
Exemptions claimed for t~e system: 
None. 

B0228-10 HT 
System name: 
- Installation Historical Files. ·: · 

System location: 
Public Affairs Office - DMA Hydrographic/Topographic Center· 

(HT).- . - . 
Decentralized Segments - Records Management Division 

Records Holding Area o~ DMAHTC 
· Categories of individuals covered by the. system: 
· Individuals who have given speeche~ or written an article for a 

magazine or newspaper.. · 
Categories of records in the system: 
Copies of speeches and articles for magazine or newspapers. 
Authority for ni~intenance of the. system: 
5 U.S.C. 301 - Departmental·Regulations. 
Purpose(s): 
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To furnish background information on the history of installations 
to obtain up-to date information on all speeches, articles for maga­
zines and newspapers published or given by an individual of DMA; 
to recognize accomplishments and publications. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To News for Public Relations and Community Affairs Matters and 
to organizers of testimonials and banquets for the purpose of obtain­
ing background information on the history of installations, up-to-date 
information on all speeches,. articles for magazines and newspapers 
published or given by an individual of DMA, and recognizing ac­
complishments and publications. 

Policies and practices for storing, retrieving, accessing, retaining, ·and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: 
Files retrieved alphabetically by name of individual. 
Safeguards: 
Records are maintained in a secured area/locked file cabinets with· 

access limited to authorized personnel whose duties require access. 
Retention and disposal: 
This is a permanent record. Retired ·from Records Holding Area. 
System manager(s) and address: 
Defense Mapping Agency, ATIN: Public Affairs Officer Building· 

56, U.S. Naval Observatory, Washington, DC 20305-3000. 
Notification procedure: 
Information may be obtained from above. 
Record access procedures: 
Requests from individuals should be addressed to system manager. 
Written requests for information should contain the full name of 

·the individual current address and telephone number, social security 
number. 

For personal visits the individual should be able to provide. some 
acceptable identification, that is, drivers license, employing office's 
identification card, and give some verbal information that could be 
verified. 

Contesting record procedures: 
The Agencies' rules for contesting contents and appealing initial 

determinations may be obtained from System Manager. 
Record source categories: 
Employee copies of speeches; newspapers; magazines, photographs 

and related publications. 
Exemptions claimed for the system: 
None. 

B0302-13 HT A 
System name: 

Record of Accounts Receivable. 
System location: 
DMA Hydrographic/Topographic Center (HT), DMA Aerospace 

Center (A), Office of the Comptroller, Finance and Accounting Divi­
sion. See DMA Directory for complete address listing. 

Categories of individuals covered by the system: List of Contract 
Sales Agents, domestic and foreign, DMA Contractors, and current 
and former DMA civilian employees with outstanding balances due 
DMA .. 

Categories of records in the system: 
Alphabetical file containing name of individual or company, ad­

dress and special identifying code. 
Authority for maintenance of the system: The Budget and Account-

ing Procedure Act of 1950, Pub. L. 81-784. · 
Purpose(s): ·To post credits and collection of accounts receivable 

balances. 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of such uses: · · 
Disclosures pursuant to 5 U.S.C. 552a(b)(l2) may be made· from 

this system to 'consumer reporting agencies' as defined in the Fair 
Credit Reporting Act (15 U.S.C. 1681a(f)) or the Federal Claims 
Collection Act of 1966 (31 U.S.C. 3701(a)(3)). Information may be 
provided to other Federal agencies for the purpose of collecting 
debts dwed by individuals employed or believed to be employed by 
those agencies and owing DMA monies. 

See also the 'Blanket Routine Uses' at the beginning of DMA's 
listing of the. record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Hard· copy manifests and/or computer printouts. 
Retrievability: 
Filed alphabeticaHy by name of account. 
Safeguards: 
Records are maintained in a secured area/locked file cabinets with 

access limited to authorized personnel whose duties require access. 
Retention and disposal: 
Records are maintained after case settlement for three years in 

working area and then in storage area for an additional two years 
prio·r to destruction. · 

System manager(s) and address: 
Defense Mapping Agency, A TIN: Finance and Accounting Divi­

sion, Building 56, U.S. Naval Observatory, Washington, DC 20305-
3000. 

Notification procedure: 
Information may be obtained from above. 
Record access procedures: 
Written request for information should be addressed to system 

manager and contain the. full name of the individual, current address 
and telephone number. 

Contesting record procedures:. 
The Agency's rules for contesting contents and appealing initial 

. determination may be obtained from System Manager. 
Record sourc~ categories: 
Hard copy accounts receivable manifests prepared from finance 

and contractual documents. 
Exemptions claimed for the system: 
None. 

B0302-21 HTA 
System name: 

Record of Travel Payments. 
System location: 
DMA Hydrographic/Topographic Center (HT), DMA Aerospace 

Center (A). Office of the Comptroller, Pay and Travel Branch. See 
DMA Directory for complete address listing. 

Categories of individuals covered by the system: 
Any employee of Defense Mapping Agency reimbursed for travel. 
Categories of records in the system: 
Card file containing information used to reflect travel allowance 

payments made to individuals. 
Authority for maintenance of the system: 
5 U.S.C. 570!; Travel and Subsistence Expenses-Regulations. 
Purpose(s): 
To reflect travel allowance payments made to employees. 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of such uses: 
See 'Blanket Routine Uses' at the beginning of DMA's listing of 

the record system notices. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper record in file folders .and/or Kardex book. 
Retrievability: 
Filed alphabetic.:Hiy by last name o'f employee. 

. Safeguards: 
Records are maintained in a secured area/locked file cabinets with 

access limited to authorized personnel whose duties require access. 
.. Retention and disposal: 

Records are temporary. Cutoff on separation of employee, Inactive 
six years, three months, then destroyed. 

System manager(s) and address: 
Defense Mapping Agency, ATTN: Finance and Accounting Divi­

sion, Building 56, U.S. Naval Observatory, Washington, DC 20305-
3000 

Notification procedure: 
Information may be obtained from above. 
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'Record access pr~cedures: 
Requests from individuals should be addressed to system manager. 
Written requests for information should contain the full name· of 

the individual, current address and telephon~ number, and. the travel 
nu_mber of visi_t, place visited and. date on all correspondence re­
ceiVed from th1s _orfice. V!sit~ ~re limited to normal working hours. 

For personal VISits, the mdJVJdual should be able to provide some 
~ccel?tabl~ identification, _that is, drivers license, employing office's 
JdentJficat!On card, and g1ve some verbal information that could be 
verified with his 'case' folder .. · 
· Contesting record proced~res: 

The . Ag~ncys rules for_. contesting contents and appealing initial 
determmat1on may be obtamed from System Manager. 

·Record source categories: · 
Travel orders and vouchers. 
Exemptions claimed for the system: 
None. 

. 80303-01 A 
System name: 

Individual Pay Record Files. 
System location: 
DMA Aerospace C~~ter(A). See DMA DireCtory for complete 

address. 
Categories of individuals covered by the system: 
Civilian pay record file contains magnetic tape. Created and updat­

ed by the use of t.ime and attendance .cards, address cards, savings 
bond forms, taxation documents, insurance documents, allotment doc­
uments, Standard Form 50. 

Printout of payroll. 
Categories of records in ttie system: 
Record of pay data· and related information pertaining to. DMA 

employees. 
Authority for maintenance of the system: 
31 U.S.C. 66a - Accounting and Auditing Duties of Agency 

Heads; Information and Controls to be Covered. 
Purpose(s): 
To establish, maintain and administer the employee's authorized 

pay and leave; to compute bi-weekly earnings, pay deductions, and 
net par due the employee to identify rate ·of pay and authorized 
deductions as well as sick and annual leave accumulation, usage and 
balances;_ to provide a master tape listing, a civilian payroll· master 
tape, a b1-weekly leave and earnings statement, and a civilian employ­
ee paycheck. 

Routine uses of records maintain.ed in the system; including catego· 
ries of users and .the purposes of such uses: See 'Blanket Routine .Uses' 
at the b~ginning of DMA's listing of th~ record system notices. 
Name and home addresses, or designated mailing addresses, of bar­
gaining unit employees to labor· organize:itions recognized under 5 
U.S.C. Chapter 71. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper record in file folders and/or Kardex book. 
Retrievability: 
Filed alphabetically by last name of employee. 
Safeguards: 
Buildings or facilities employ security guards. Records are main­

tained in areas accessible only to authorized personnel that are prop­
erly screened, cleared, and trained. 

Retention and disposal: 
Tapes are retained in tape library, and are updfited each pay 

pe~d ' 
Printouts maintained and retained in current files are (CF A) and 

are forwarded in annual blocks to the National Personnel Records 
Center, GSA, Ill Winnebago Street, St. Louis, MO 63118, 18 months. 
after close of the calendar year or within 90 ,days after receipt of 
audit completion letter, whichever is first. 

System manager(s) and address: ·. · 
Director, DMA Aerospace Center, ATTN: Comptroller See DMA 

Directory for complete address listing. 
Notification''procedure: · 
Information may be obtained from abo~e. 
Record access procedures: 
Requests from individuals should be addressed to syste111 manager. 

Written requests for information· should contain the full name of 
the individuals current address and telephone number, and the Case 
(Control) number that appears with the office symbol, on all corre­
spondence received from this office 

For personal visits, the individual should be able to provide some 
acceptable identification, that is, drivers license, employing office's 
identification card, and give some :verbal information that could be 
verified 

Contesting record procedures:· · 
The agency's rules for contesting contents and appea~ing initial 

determination may by ·the Manager:' 
Record source categories: 
Time and attendance cards, savings bond forms and similar. with-

holding requests of the employee. · 
Exemptions claimed for the system: 
None. 

System name: 
Leave Record Files. 
System location: 

80303-05 A 

Primary System. Comptroller, DMA Aerospace Center. See DMA 
Directory for complete address.listing. 
· Categories. of individuals covered by the system: 
All civilian employees of DMA. · 
Categories of records in the system: 
Record of official annual accumulation and use of emproyee's 

leave. 
Authority for maintenance of the system: 
21 usc 1175 . 
Purpose(s): . To record offi~ial annual accumulation and use of · 

employee's leave. · · 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: . 
See 'Blanket Routine Uses' at the begirining of DMA's listing of 

the record system notices. 
Policies and practices for storing, retrieving, accessing, retai.ning, and 

disposing of records in th.e system: · · · 
Storage: 
Magnetic tapes and printouts. 
Retrievabili ty: 
Files are by payroll block number, organization, and name. 
Safeguards: 
Records are maintained in a secured area/locked file cabinets with 

access limited to authorized personnel whose duties require access. 
Retention and disposal: Applications .for leave - Destroy on receipt 

of audit completion letter. · · · 
Remaining Files: Destroy af.ter 6 years, 3 months old, or 90 days 

after receipt of audit completion letter. · · 
System ml'mager(s) and address: . ' . 
Defense Mapping Agency, ATTN: Finance and Accounting Divi-

sion, Building 56., U.S. Naval Observatory, DC 20305-3000 
Notification' procedur~:. . · 
Information may be obtained from above. 
Record access procedures: 
Requests from individuals should be addressed to System Manager. 
Written requests for information should contain the full name of 

the individual, current addr.ess and telephone· number, and social 
security number. Visits are limited to normal working hours. . 

For personal visits,. the indivi<:fual should be able to provide some 
acceptable identification; that' is, 'driver's license, employing ,office's 
identification card, and give some verbal information that could be 
v'erified. · 

Contesting record procedures: 
The Departmenrs rules for contesting contents and appealing. ini· 

tial. determinations may b~ ob,tained from System Manager. 
Record source categories: · 
Time and attendance cards initialed by employee: Accumulation 

and use of leave. 
Exemptions claimed for the system: 
None. 
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80303-20 HTA 
System name: 

Compensation Data Request Files. 
System location: 
Finance Accounting of DMA Hydrographic/Topographic Center 

(Hn and Aerospace·Center (A). See DMA Directory for complete 
address listing. · 

Categories of individuals covered by the system: 
All civilian employees requesting compensation. 
Categories of records in the system: 
Correspondence relating 'to Federal Employee Compensation 

claims. 
Authority for maintenance of the system: 
21 usc 1175 
Purpose(s): 
To record documents and correspondence on employees who have 

been injured on the job, received treatment" from a medical facility, 
and filed a claim for compensation. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See 'Blanket Routine Uses' at the beginning of DMA's listing of 
the record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: 
Filed alphabetically by employee last name. 
Safeguards: 
Records are maintained in a. secured area/locked file cabinets with 

access limited to authorized personnel whose duties require access. 
Retention and disposal: Destroy 6 years, 3 months after final dispo­

sition of the claim by settlement, transfer to GAO, or discontinuance 
covered by account. (GRS 6/l.a.) 6/l.a.) 

System manager(s) and address: 
Defense Mapping Agency, A TIN; Finance and Accounting, 

Building 56, U.S. Naval Observatory, Washington, DC 20305-3000 
Notification procedure: 
Information may be obtained from above. 
Record access procedures: 
Requests from individuals should be addressed to System Manager. 
Written requests for information should contain the full name of 

. the individual, current address and telephone number, and social· 
security number. Visits are limited to normal working hours. 

For personal visits, the individ~al should be able to provide some 
acceptable identification; that is, driver's license, employing office's 
identification card, and give some verbal information that could be 
verified. 

Contesting record procedures: 
The Department's rules for contesting contents and appealing ini­

tial determinations may be obtained from System Manager. 
Record source categories: 
Requests from individual~ for information, notice of determination 

and refusal of work offer. Request for claims of compensatipn. 
~xemptions claimed for the system: 
None. 

80401-02 HQHTA. 
System name: 

Statements of Employment anq Financial Interest and Ethics Act 
Files. 

System location: 
Office of the General Counsel, HQ DMA, Office of the Counsel, 

DMAHTC and DMAAC. See DMA Directory for complete address 
listing. 

Categories of individuals covered bY. the system: 
DD 1555 -Defense Mapping Agency civilian personnel classified at 

GS-13/GM-13 or above, or others a specified by the .designated 
Agency Ethics Official, and military officers serving in the grade of 
0-5 or above, whose duties require the exercise of judgment in 
making Government decisions in regard to monitoring grants or 
subsidies; contracting and procurement; auditing; or other activities 

having a significant economic impact on the interests of any non­
Federal enterprise. 

Special Government Employees of the Defense Mapping Agency 
serving as advisors or consultants. · 

Categories of records in the system: 
Files include DD 1555's- Confidential Statement of Employment 

and Financial Interests containing' information as to outside employ­
ment, financial interests and creditors. Such forms are filed by indi­
viduals upon employment and renewed annually. Copies of the indi­
vidual's current position description. Signed statements of the indi­
vidual concerned stating that none of the interests listed constitute a 
conflict of interest with respect to the duties of his present position. 
Correspondence indicating review and the resolution of any conflicts 
disclosed. . . 

Authority for maintenance of the system: 
Part IV, Executive Order 11222, 'Prescribing Standards of Ethical 

Conduct for Government Officers and Employees' (as amended). 
Purpose(s): 
To determine the existence of, and, if possible, to resolve any real 

or apparent conflict between the personal financial interests of the 
individual concerned and the Government; to possibly be used in 
investigation/prosecution of fraud or other violation of conflict of 
interest Jaws. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses:. 

See 'Blanket Routine Uses' at the beg.inning of DMA's listing of 
the record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: . 
Filed alphabetically by last name of employee. 
Safeguards: 
Buildings in which files maintained· are not open to general public 

and are guarded on 24-hour basis. Records are maintained in combi­
nation safes and are accessible after completion of review only to 
Agency Counsel. Each submission and subsequent annual renewals 
are kept in individual, sealed manila envelopes to prevent unauthor­
ized disclosures. 

Retention and disposal: 
Destroy. 2 years after separation, retirement, reassignment, or death 

of the individual. (GRS 1!25.b.) 
System manager(s) and address: .. 
General Counsel, DMA Headquarters, Building 56, US Naval Ob-

servatory, Washington, DC 20305-3000. 
Notification procedure: 
Information may be obtained from: . 
General Counsel, DMA Headquarters, Building' 56, US Naval Ob-

servatory, Washington, DC 20305-3000 
· Defense Mapping 'Agency Hydrographic/Topographic Center, 

ATTN: Counsel; Washington, DC 20315-0030 
Defense Mapping Agency Aerospace Center, ATTN: COUNSEL, 

3200 S. Second St. ~t. Louis, MO. 63118-3399 · 
Record access procedures: 
Requests from individuals should be addressed to: General Coun­

sel, DMA Headquarters, Building 56, U.S. Naval Observatory, Wash­
ington, DC 20305-3000. 

Written requests for information should contain the full na e addre 
address. and telephone number of the individual. Visits will be ar­

. ranged through the General Counsel, Headquarters DMA. 
For personal visits, the individual should be able to provide some 

acceptable identification, such as a drivers license or an employer's 
identification card, and be prepared to provide some verbal informa­
tion that can be verified with his file. 

Contesting record procedures: 
The Defense Mapping Agency's rules for access to records and for 

contesting contents and appealing initial determinations by the indi­
vidual concerned may be obtained from the SYSMANAGER. 

Reco..-d source categories: 
Statements and related documents are obtained from the individual 

concerned. 
Exemptions claimed for the system: . 
None. 
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80401-03 HQHTA 
System name: . 

Legal Assistance Case Files. 
System location: 
Office of Gener~l Counsel, DMA Headquarters (HQ), and Office 

of General Counsel DMA Hydrographic/Topographic Center (HT), 
and Aerospace Center .. (A). See DMA Directory for complete ad-
dress listing. · · · · 

:Categories of individuals· covered by the ,system: · .. 
. Military personnel assigned to DMA who reque~t legal assistance. 
Categories of records in the system: 

. Files contain legal opinions of the General Counsel Office regard­
mg personal matters of an individual. Also .copies of document pre­
pared on behalf of the individual. 

Authority for maintenance of the system: 
44 U.S.C. 3101;- Records Management by Federal Agencies· 
Purpose(s): 
To .document legal matters and assistance provided to military 

personnel by Counsel. · 
. Routine uses of records maintained in the system, including catego-

nes of users and the purposes of such uses: · 
See 'Blanket Routine Uses' at the beginning of DMA's listing of 

the record system notices. · · · 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: · 
Paper record in file folders ~nd/or floppy disk. 
Retrievability: · 
Filed alphabetically by last name of employee. 
Safeguards: 
Record are maintained in a secured area/locked file cabinets with 

access limited to authorized personnel whose· duties require access. 
Retention and disposal: 
a. · HQ DMA and Component Headquarters: Destroy 6 months 

after completion of the case. · ,;.. · · 
b. Other offices: Destroy 1 year after completion of the case. 

Selected opinions and correspondence withdrawn for the use as 
precedents may be held until no longer required for reference. . 

This record is a temporary record. Records are destroyed one year 
after completion of the case. Selected opinions and correspondence 
withdrawn for use as precedent may .be held until· no longer required 
for reference. / · 

System manager(s) and address: 
Defense Mapping Agen9y, ATTN: General Counsel, Building 56, 

U.S. Naval Observatory, Washington, DC 20305-3000 · 
Notification procedure: ·· · 
Information may be obtained from above. 
Record access procedures: 
Requests from individuals should be addressed to system manager. 
Requests from individuals should be addressed to the appropriate 

organization as indicated in address list. Written requests for informa­
tion .should contain the full name of the individual, current address 
and telephone number and social security number. Visits are limited 
to normal working hours. For personal visits'the individual should be 
able to provide some acceptable identification, that is, drivers license, 
employing office's identification c·ard, and· give some verbal informa-
tion that could be verified. · · · . 

·Contesting record procedures: . . 
Th~ Agencys rules for contesting contents and appealing initial 

determination may be obtained from System Manager. 
Rec~rd source catego~ies: · 
Request· from military personnel for legal optmon on a personal 

matter, opinions of counsel and . .documents prepared by counsel. 
Exemptions claimed for the system: 
None. 

System name: 
Legal Claims File. 
System location: 

80402~05 HQHT A 

Primary System - Office of General Counsel, DMA Headquarter~ 
(HQ), DMA Hydrographic/Topographic Center (HT), and DMA 
Aerospace Center (A) - See DMA Directory for complete address 
listing. 

Decentralized Segments - Washington National Records Center, 
GSA, 4205 Suitland Road, S1,1itland, Maryland 20409, Department of 
Army, Judge Advocate General, P.t:ntagon, Washington, DC 

Categories of individuals covered by the system: 
DMA personnel having a. claim against the Government for loss, 

damage, or destruction of personal: property. 
Any individual filing a tort claim against DMA for damages, loss 

or destruction of property and for personal injury or death resulting 
from negligence or wrongful act or omission of acts b.y DMA per­
sonnel and individuals against whom the ·Agency has legal claim . 

Categories of records in the system: · 
File' contains individual's claims, related correspondence and proc­

essing papers, investigative reports, recommendations and opinions of 
the General Counsel's Office. 

Authority for maintenance of the system: 
44 U.S.C. 3101; - Records Management by Federal Agencies; 28 

U.S.C. 2671-2680, Federal Tort~-Ciaims Act. 
Purpose(s); 
To document claims against the Gdvernment by DMA personnel 

for damage, loss, or ·destruction of personal property incident to their 
service. · 

Routine uses of records maintained in the system, inCluding catego­
ries of users and the purposes of such uses: 

See 'Blanket Routine Uses' at the beginning of DMA's listing of 
the record system notices. 

Policies and practices for storing, retrieving, accessing, retaining; and 
disposing of records in the system: 

Storage: 
Paper record in file folders and/or floppy disk. 
Retrievability: 
Filed alphabetically by last name of employee or by case name. 
Safeguards: Records are maintained ·in a secured/locked file cabi-

nets with access limited to authorized personnel whose duties require 
access. 

Retention and disposal: 
a. Disapproved claims and claims involving a minor: Destroy 10 

years after final action on the case. . 
b. Approved claims: Destroy 5 years after final action on the case. 
System manager(s) and address: 
Defense Mapping Agency, ·ATTN: General Counsel, Building ·56, 

U.S. Naval Observatory, Washington, DC 20305-3000 

Notification procedure: 
Information may be obtained from above. 
Record access procedures: 
Requests frorri indi~iduals should be addressed 't:o .system manager. 
Written requests for information· should contain the full name of 

the individual, current address and telephone number and social 
security number. Visits are limited to normal working hours. ,For 
personal visits the individual should be able to provide some accepta­
ble identification, that is, drivers license,· employing office's identifica­
tion card, and give· some verbal information that could be verifie~. 

Contesting record procedures: 
The Agency rules for contesting contents and appealing initial 

determination may be obtained from System Manager. 
Record source categories: · 
Related forms, correspondence, investigative reports and informa­

tion gathered in anticipation of litigation, and opinions of Counsel. 
Exemptions claimed for the system: 
None. 

'80408-11 HQHTASID 
System name: 

Biography Files .. 
' System location: 

1 

Public Affairs. Offic~s-DMA Headqu;rters (HQ), DMA Hydro­
graphic/Topographic Center (HT), DMA Aerospace Center (A), 
Defense Mapping School (S), DMA Inter American Geodetic 
Survey (I), and DMA Office ·of Distribution Services (D) - See 
DMA DireCtory for ~omplete address listing: · 

·Categories of individuals covered by the system: 
All top management and. other key personnel of DMA. 
Categories of records in the system: 
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Biographies; photographs; newspaper clippings r.nd related docu-
ments pertaining to leading milithry and civilian personalities 

Authority for maintenance of the system: 
44 USC 3101"- Recor~s Management by Federal Agencies. 
Purpose(s): · · 
To document biographies, photographs, newpaper clippings, and 

related materials pertaining to leading DMA military and civilian 
personalities. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See 'Blanket Routine Uses' at the beginning at the beginning of 
DMA's listing of the record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper record in file folders and/or Kardex book. 
Retrievability: 
Filed alphabetically by last name of employee. 
Safeguards: ' 
Records are maintained in a· secured area/locked file cabinets with 

access limited to authorized personnel whose duties require access. 
Retention and 1disposal: 
Destroy two years after 'transfer, separation or death of the indi­

vidual concerned. 
System manager(s) and address: 
Defense Mapping Agency, ATTN: Public Affairs Officer, Building 

56, U.S. Naval Observatory, Washington, DC 20305-3000 
Notification procedure: 
Information may be obtained from above. 
Record access procedures: 
Requests from individuals should be addressed to system manager. 
Written requests for information should contain the full name of 

the individuals current address and telephone number, and the Case 
(Control) number that appears with the office symbol, on all corre­
spondence received from this office. 

For personal visits, the individual should be 'able to provide some 
acceptable identification, that is, drivers license, employing office's 
identification card, and give some verbal information that could be 
verified. 

Contesting record procedures: 
The Agencys' rules for contesting contents and appealing initial 

determination may be obtained from System Manager. 
. Record source categories: . 
Biographical data furnished by individual. 
Exemptions claimed for the system: 
None. 

B0502-03 HQHTASP 
System name: 

Master Billet/ Access Record. 
System location: 
Primary System - Special Security Office, Department of Comput­

er Services, Information, Storage, DMA Hydrographic/Topographic 
Center, Decentralized segments - HQ DMA, DMA Aerospace 
Center, DMA SpecExploitation and Modernization. See· DMA Di-
rectory fqr complete address listing. . 

Categories of individuals covered by the system:. 
All DMA employees and contractor personnel who have been 

indoctrinated for access to Sensitive Compartmented Information 
(SCI). In addition, employees of other government agencies are in­
cluded for the period during which their security clearance or SCI 
access status is permanently certified to DMA. 

Categories of records in the system: 
File may contain for an individual the following: Name, rank/ 

grade, military component or civilian status, social security number, 
SCI billet number and title, SCI accesses authorized and held, date 
background investigation completed, date indoctrinated date and 
state of birth. 

Authority for maintenance of the system: 
E.O. 12356, National Security Information, April 2, 1982. 
Purpose(s): 
To identify and verify DMA personnel authorized access to SCI in 

order to· control access to secure areas for use of Classified informa-

tion, for periodic reindoctrination (rebriefing) of employees for SCI 
access, for periodic security education and training, and for control 
and reissue of identification b~dges. To. certify personnel SCI access 
status to the Defense Intelligence Agency for updating the Security 
Management Information System. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: Information is used to 
certify and verify SCI access status to other governrruint agencies. 

Policies and practices for storing, retrieving, accessing, retaining and 
disposing of records in the system. 

Storage: 
Records are stored incomputer memory core for retrieval through 

visual display terminals and line printers. 
Retrievability: 
Files are retrieved by name and at least one other personal identifi­

er, such as a date of birth, place of birth, social security number or 
military service number. Files may also be retrieved by billet number. 

Safeguards: 
Secured in alarmed vault in guarded building. Vault accessible . 

only to properly cleared, authorized personnel. Transmission of 
system data between DMA Components is by secure mail channels. 

Retention arid disposal: 
Active records only are· maintained. Records of ·personnel . de­

briefed for SCI access are dumped on a debrief tape whiCh is printed 
as an alphabetical listing cumulatively each month for one year, then 
the tape is erased. Old printed listing is destroyed when replaced by 
new printed listing (weekly). 

System manager(s) and address: 
Director, Defense Mapping Agency, ATTN: Special Security 

Office, Building 56, U.S. Naval Observatory, Washington, DC 20305-
3000 

Notification procedure: 
Information may be obtained from Defense Mapping Agency, 

ATTN: Special Security Office, Building 56, U.S. Naval Observato­
ry, Washington, DC 20305-3000 

Record access prQcedures: 
Requests from individuals should be addressed to above. Written 

requests for information should contain the full name of the individ­
ual, social security number, current .address and telephone number. 
For personal visits, the individual should be able to furnish personal 
identification containing . his/her full name, social security number, 
physical description, photograph, and signature. 

Contesting record procedures: 
The agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the Defense Mapping Agency, ATTN: Special 
Security Office, Building 56, U.S. Naval Observatory, Washington, 
DC. 

Record source categories: 
Information is supplied by the individual concerned through com­

pletion of the Personal History Statement DD398. The basis for billet 
entries are security clearance or access approval messages or .corre­
spondence from the Defense Intelligence Agency; bases for incum­
bent entries are indoctrination oaths executed by incumbents at time 
of indoctrination. 

Exemptions claimed for the system: 
None. 

B0502-03-2 HQHTASISP 
Syste~ name: 

Classified Material Access Files. 
System location: . 
Primary System - Security Offices - DMA Headquarters (HQ), 

DMA Hydrographic/Topographic Center (HT), DMA Aerospace 
Center (A), Defense Mapping School (S), and DMA Inter American 
Geodetic Survey (and DMA Special Program Office for Exploitation 
Modernization (SP). 

_Decentralized Segments -· Requesting offices at .DMA and organi­
zations requiring the access authorization. See DMA Directory for 

·complete address listing. 
Categories of individuals covered by the system: 
Individuals authorized to have access to classified files. 
Categories. of records in the system: 
Documents relfecting authorization to have access to classified 

material. They include forms containing individual's mime, and sign_a-
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ture, classification of.files con~erned, information desired, and signa-, 
ture of an official authorizing access. . . · · .. 

Authority for maintenance of the system: ... 
Executive Order 12356, ·National Security Information,· April· 2, 

1982. 
· Purpose(s): · 
· To maintain records of individuals authorized access to classified 

material by sp~cific categories and for established· purposes;' to check 
authorized individuals for access to classified material and guard 
au~horization. · 

Routine uses of records maintained in the system, including catego-
ries of user~ and the purposes of such· uses: .. . 

See 'Blanket Routine Uses' at the beginning. of DMA's listing of 
the record system notices. .. . 

Policies and practices for storing, retrieving, accessing, retai~ing, and 
disposing of records in the system:· . . · · ' 

. Stor~ge:. . . 

Paper record in file folders and/or Kardex book. 
Retrievability: 
File ~lph~betically by last name or gr~de of individual requiring 

access. 
Safeguards: 

· Buildings or facilities. employ security guards: Records are main­
tained in areas accessible only to authorized ·personnel that are prop­
erly. screened, cleared, and trained. · 

Retention and disposal: L · 

Temporary Record - Destroy on transfer, reassignment, or separa-· 
tion of the individuaL 

System manager(s) and address: 
Defense. Mapping Agency;· ATTN: Security Office, Building 56, 

U.S. Naval Observatory, Washington, DC 20305-3000 
Notification procedure:. · 
InformatioQ may be obtain~d from above. 
Record access procedures: . 
Requests from individuals should be addressed to system manager. 
Requests from individuals should be addressed to the appropriate 

organization.'as indicated'in address list .. Written requests for informa­
tion should' contain' the full name of the individual, current address 
and telephone number and social security number: Visits are limited 
to normal working hours:· ·For personal visits the individual should be 
able to provide some acceptable identification, that i~. drivers license, 
employing office's identification card, and give some verbal informa­
tion that could be verified. 

·Contesting record procedures: 
The Agencys . rules for contesting contents and appealing initial 

determination may be o~tained from ~ystem · Manag~r. · · 
Record source categories: 
Report of investigating agency that conductep the background 

investigation. 
> ~xemptic>ns claimed for the system: 

.'. None: · · 

80502-15 HQHTASISP 
System name: 

Security Compromise Case Files. 
System location: 
Primary System Security Offices .- DMA Headquarters· (HQ), 

DMA Hydrographic/Topographic Center (HT), DMA Aerospace 
Center (A), Defense Mapping School (S), DMA Inter American 
Geodetic Survey (1), Exploitation Modernization. See D.MA pirecto-
ry for complete address listing . · 

Decentralized Segments - Dept. of Justice and FBI on felonies 
cases. 

Categ~ries of indi~iduals covered by the system: 
DMA personnel security violation. 
Categories of records in the system: 

; D~uments relating to 'investigations of alleged security. violations, 
such as. missing documents, unauthorized disclosure of information, 
unattended open security containers, documents not properly safe­
guarded and matters of a similar nature. 

Authority for ·maintenance of the. system: 
Executive Order 12356, National Security Information, April 2, 

1982. 
· .Purpose(s): · 

. To protect records relating to investigations conducted into al­
leged and/or actual security violations by Security Office personnel 
and appointed investigating offiCials. · . . ' 

Routine uses of records maintained in the system,. including catego-
ries of users and the purposes of such· uses: · . · 

See 'Blanket Routine Uses' at the beginning of DMA's li.sting of 
the record system notices. · · · · · 

P~licies ·and practices' for stori~g, retrieving, accessing, 'retaining; a~d 
disposing of records }n the system: . . . . · ' 

Storage: · 
Paper record in file .~olqers and/or Kardex book. 
Retrievability: 

. Filed alphabetically by last name of employee. 
Safeguards: 
Buildings or facilities employ security guards. Records are main­

tained in areas accessible only to authorized personnel that are prop­
erly screened, cleared, and trained. 

Retention and disposal: 
a. Files relating to alleged violations of a sufficiently serious nature 

that they are referred to the Departments of Justice or. Defense ~or 
prosecutive. determination, exclusive of file~ held by Departmen't of 
Justice for Defense offices responsible for ~ak!ng .such determina­
tions. Destroy 5 years after close of case. (GRS 18/25 a:) 

b. All other fil~s. exclusive of papers placed in official personnel 
folders. Destroy 2 years after completion of final action or when no 
longer needed, whichever is sooner. (GRS 18/25 b.) · 
. System manager(s) and address: 

Defense Mapping Agency,. ATTN: Security Office, Building 56, 
U.S. Naval Observatory, Washington, DC 20305-3000 ._ 

Notification procedure: 
Information may be obtained from System Manager. 
Record access procedures: 
Requests from individuals should be address~d to system manager. 
Requests from individuals should be. addressed to the appropriate 

organization as indicated in address list. Written requests for informa­
tion should contain .the full name of the individual, current address 
and telephone number and social· security number. Visits are limited 
to normal working hours. For personal visits the individual should be 
able 'to provide some acceptable identification, that 'is, drivers license, 
employing office's identification card, and give some verbal informa­
tion that could be verified. 
· Contesting record procedureS: 

The Agency's rules for contesting contents and appealing initial 
determination may be obtained from the System Manager. 

Record source categories: 
Reporting organization or official. 
Exemptions claimed for the system: 
None. 

80503-02 HTASISP 
System name: 

Security Identification Accountability Files. 
i . System location: ' · · . 

Security Offices- DMA ·Hydrographic/Topographic Center (fiT), 
DMA Aerospace Genter (A), Defense Mapping .. School (S), DMA 
INTER American Geodetic Survey (I), and DMA' Special Program 
Office for Exploitation and. Modernization (SP) .. - DMA Directo-
ry for coq1plete address. . 

Categories 'or individuals covered by the 'system: 
Any civilian employee. ~ 
Categories of records in the system: 
File contains the application, supporting materials and the number 

of the identification badges. :· 
Authority for maintenance of th~ system: 
E.O. 123?6, Na!ional Security Information, Apri12, 1982: 
PurpoSe(s): . 
To maintain accountability for ~arious indentification cards/badges 

issues and identify to whom issued. 
Routine uses of records·maintained in th~. system, including catego­

ries of users and the purposes of such uses: · · · 
See 'Blanket Routine Uses' at the beginning of DMA's listing of of 

the record system notices. · ' 
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Policies and practices for storing, retriev'ing, accessing, retaining, and 
disposing of records in the system: 

Storage: 
·Paper records keP.t in tile folders by No. also in desk type cabinet. 
Retrievabili ty: 
Filed alphabetically by name. 
Safeguards: 
Building employ security guards. Records are maintained in areas 

accessible only to authorized personnel that are properly screened, 
cleared and trained. 

Retention and disposal: 
Temporary Record-Transfer to Records Holding Area. after last 

card or badge number entered has been accounted for. Hold for 
three years and destroy. 

System manager(s) and address: 
Defense Mapping Agency, ATTN: Security Office, Building 56, 

U.S. Naval Observ~tory, Washington, DC 20305-3000 
Notification procedure: 
Information may be obtained from above. 
Record access procedures: 
Requests from individuals should be address to system manager. 
Written requests for information should contain the full name of 

the individual, current address and telephone number and the case 
(Control) number that appears with the office correspondence re­
ceived from this office. 

For personal visits, the individual should be able to provide some 
acceptable identification, that is, drivers license, employing office's 
identification card and give some verbal information that could be 
verified with his 'case' folder. 

Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determinations may be obtained from System Manager. 
Record source categories: 
Individual's badge request, personnel forms and investigatory ·find­

ings. 
Exemptions claimed for the system: 
None. 

80503-03 HTA 
System name: 

Firearms Authorization Files. 
System location: 
DMA Hydrographic/Topographic Center (HT) and DMA Aero-

space Center (A). See DMA Directory for complete address listing. 
Categories of individuals covered by the system: · 
Security guards that have been issued firearms and ammunitions. 
Categories of records in the system: 
Documents authorizing DMA civilian guards to carry firearms .. 

Included are firearms authorization cards and related papers. 
Authority for maintenance of the system: 50 U.S.C. 61; Arms and 

Ammunition issued to protect public property; reimbursement of 
Department of Army. 

Purpose(s): 
To maintain required firearms annual qualifications records, weap­

ons serial numbers and firearms authorization cards issued to each 
assigned Security Police. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See 'Blanket Routine Uses' at the beginning of DMA's listing of 
the record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper record in file folders and/ or Kardex book. 
Retrievability: 
Filed alphabetically by last name of employee. 
Safeguards: 
Buildings or facilities employ security guards. Records are main­

tained in areas accessible only to authorized persot:tnel that are prop­
erly screened, cleared, and trained. 

Retention and disposal: 
Temporary Record, Destroy upon expiration of authorization. 
System manager(s) and address: 

Defense Mapping Agency, ATTN: Security Office, Building 56, 
U.S. Naval Observatory, Washington, DC 20305-3000 

Notification procedure: 
Information may be obtained from ab<;)Ve, 
Record access procedures: 
Requests from individuals should be addressed· to system mana~er. 
Requests from individuals should be addressed to the appropnate 

organization as indicated in address list. · . . 
Written requests for information should contam the full name _of 

the individual, current address and telephone n:umber, and. soctal 
security number. Visits are limited to normal workmg. hours .. 

For personal visits the individual should be able to provtde some 
acceptable identification, that is, drivers l!cense, e.mploying office's 
identification card, and give some verbal mformat1on that could be 
verified. 

Contesting -record procedures: 
The· Agencys rules for contesting contents and appealing initial 

determination may be obtained from Sy~tem Manager. 
Record source categories: 
Weappn serial number, and· auihorization .of issue authorization 

card issued. 
Exemptions claimed for the system: 
None. 

80503-04 HQHTAI 
System name: 

Parking Permit Control Files. 
System location: 
Security Offices of Components - See DMA Directory for com­

plete address 
Categories of individuals covered by the system: 
Individuals who have been issued parking permits or cited for 

violations. 
Categories of records in the system: 
Documents relating to the allotment of parking spaces, recording 

of violations by holders of parking permits. 
Authority for maintenance of the system: . 
50 U.S.C. 797; Internal Security- Security Regulations and Orders; 

Penalty for Violation and Delegations, Proq~ulgation by President. 
Purpose(s): 
To maintain rec;ords of parking space assignments/ allocations and 

parking violations. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
See 'Blanket Routine Uses' at the beginning of DMA's listing· of 

the record system notices. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records kept in file folders and desk type pull-out shelves. 
Retrievability: 
Filed by name alphabetically. 
Safeguards: 
Buildings and facilities employ security guards. Records are main­

tained in areas accessible only to authorized 'personnel that are prop­
erly screened, cleared, and trained. 

Retention and disposal: 
Temporary-Record. Destroy on transfer or separation of parking 

permit holder, or when permit is superseded or revoked. 
System manager(s) and address: 
Defense Mapping Agency, Hq. & Components. See DMA Directo-

ry for complete address listing. 
Notification procedure: 
Information may be obtained from above. 
Record access procedures: 
Requests from individuals should be addressed to System Manager. 
Written requests for information should contain the full name .of 

the individual, current address, and telephone number, and soctal 
security number. . 

For personal visits the individual should be able to provide some 
acceptable identification, that is, driver's license, employing office's 
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identification card, and give some verbal information that could be 
verified on employment. . 

Contesting record procedures: 
The Agencies' rules for contesting contents and appealing initial 

determinations may be obtained from System Manager. 
Record source categories: 
Individuals requests for permits; copies of tickets issued. 
Exemptions claimed. for the system: 
Norie. 

B0503-05·HQHTAI 
System name: I •· • • 

V ehic;le Regis~riltion and Dri~er Recoid File. 
System location: · 
DMA Headquarters (HQ), DMA Hydrographic/Topogra,phic 

Center (HT), DMA Aerospace Center (A), and Inter American Geo­
detic Surve'y (I); - See DMA Qirectory for complete address. 

Categories of individuals cove.red by the system: 
Any person privileged to operate a motor vehiCle on a military 

installation and who· has beeri involved in a chargeable traffic acci­
dent or whose commission of a moving traffic violation has been 
verified. . 

Categories of records in the system: 
File contains a record of issuance of decal and of all traffic of-

fenses/ incidents and actions. . . 
Authority for maintenance of the system: 50 U.S.C. 7.97; Intern~) 

Security • Security Regulations and Orders; Penalty 'for Violation. 
Purpose(s): 

. To record traffic offe~ses, incidents and actions taken. . .. 
Routine uses of records maintained in the system, including cabfgo-

ries of users and the purposes of such uses: · · 
See 'Blahke{Routine Uses' at the beginning of DMA's listing of 

the record system notices. · 
Policies and practices for storing, retrieving, ·accessing, retaining, and 

disposing of records in the system:-
Storage: 
8'x5' paper cards in card file cabinet. 
Retrievability: 
Filed alphabetically by last name of employee. 
Safeguards: . 
Buildings or facilities employ' security ·guards. I Records are main-

tained in areas accessible only to authorized personnel that are prop­
erly screened, cleared, and trained. 

Retention and disposal: 
Destroy one year after revocation or expiration. 
System manager(s) and address: 
Defense Mapping' Agency, Hq~ ·&Components. See DMA Directo-

ry for complete address listing. · · 
Notification procedure: . 
Information may be obtained from abOve. 
Record ~ccess procedures: 
Requests from individuals should be addressed to system manager. 
Requests from individuals should be addressed to the appropriate 

organization as indicatt;d in address list. Written requests for ,informa­
tion should contain the full name of the individual, current address 
and telephone number and social security number. Visits are limite<;! 
to normal working hours. 

For personal visits, the individual should be able to provide sdme 
acceptable identification and 'also some information that would verify 
his need to know. · · 

Contesting record procedures: 
The Agencys rules for contesting contents and appealing · initial 

determination may be obtained from System Manager. 
Record source categories: 
Report of traffic violation from Security· police. 
Exemptions claimed for the system: 
None.· 

80503-09 HQHT SI 
System name: 

Key Accountability Files. 
Sy.stem location: 

.. ' 

Security Office, DMA Headquarters (HQ), DMA Hydrographic/ 
Topographic Center (HT), DMA Aerospace Center (A), Defense 
Mapping School (S), and DMA Inter American Geodetic Survey (I). 
- See DMA Directfor complete address. 

Categories of individuals covered by the system: 
Individuals with keys to a secure area .. 
Categories of records in the system: 
Documentation relating to the issue, return and accountability 'for 

keys to secure areas. t 

Authority for maintenance of the system: 
E.O. 12356, National Security Information, April 2, 1982. 
Purpose(s): 
To main.tain documentation 'on periodic inspections, key. account~ 

ability, reference checks and daily use records and investigations into 
loss or destruction of secure areas. · 

Routine uses of records maintained in the system~ including catego· 
ries of users and the purposes of such uses: ·. ·· 

See 'Blanket Routine Uses' at the begin.ning of DMA'~ listing of 
the record system notices. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: - · 

Storage:· 
Paper records in fil~ folders. 
Retrievability: 
File~· alphabetical!y by name. 
Safeguards: 
Buildings, facilities employ security guards: Records are main­

tained in areas accessible only to authorized personnel that are prop­
erly screened, cleared and trained .. 

Retention and disposal: 
a. Files relating to keys to restricted security areas; Destroy 3 

years after turn-in of key or on discontinuance, whicheve"r- is first. 
··b. Files relating to keys to other areas- destroy 6 months after 

turn~in of key or on discontinua~ce, whichever is first. (GRS 18/17) 
System manager(s) and address: 
Defense Mapping Agency, ATTN: Security Office, Building 56, 

U.S. Naval Observatory, Washington, DC 20305-3000 

Notification procedure: 
Information may be obtained from above. 
~ecord access procedures:. 
Requests from individuals I should contain the full. name ·of the 

individual, ·current address and telephof!e number, :social security 
number. · ·· · · · · 

For personal visits the individual ·should .. be able to provide some 
acceptable identification, that is, drivers' liCense, employing office's 
identification card, and give some verbal information that could be 
verified. 

Contesting record procedures: 
The Agencies' rules for contesting contents a'nd , appealing initial 

determination s may be obtained from System Manager. · 
Record source categories: . 
Individual's key requests, personnel.· forms and :investigatory find· 

in'gs. · · · · 

Exemptions claimed for the system: 
N~ne. · . 

80504-01 HQHTSP 
System name: . 

Personnel Special Security and Investigative ~il~s. 
System location: 
Special Security Offices - DMA Headquarters (HQ), DMA Hydro­

graphic/Topographic Center (HT), DMA Aerospace Center (A), and 
DMA Special Office for Exploitation Modernization · See PMA 
Directory for complete address.· 

Categories of individuals covered by the system: 
Those military and civilian perso.nnel who are assigned to or·~m­

ployed by "DMA and whose duties require access to classified defense 
information, and/or have been assigned to Sensitive Compartmented 
Information (SCI) billets, and who have therefore been investigated 
under the provisions of DOD regulations. 

Categories of records in the system: 
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Files consist of three parts: Part one subject to exemption of 
552a(k)(5) form review,and parts two and three are available for 
review. Part (l) exempted consists of National Agency Checks with 
Written Inquiries (NACI); Background Investigations (BI); Special 
Background Investigations (SBI); Periodic Reinvestigations (PR). 
Part (2) available for review consists of National Agency Check 
(NAC). Part (3) available for review consists of Special Security (SS) 
security indoctrination and termination oaths, clearance and· access 
certification messages, billet approvals and SS security violation in-
vestigative reports, if necessary. · 

Authority for maintenance of the system: 
E.O. 12356, National Security Information, April 2, 1982. 
Purpose(s): 
To maintain up-to date personnel security information for· DMA 

civilian and military personnel who require access to classified de­
fense information to determine eligibility for access to Sensitive Com­
partmented Information (SCI); to conduct continuing Security Edu­
cation Programs. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

See 'Blanket Routine Uses' at the beginning of DMA's listing of 
the record system notices. . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders ... 
Retrievability: 
Filed alphabetically by last name of file subject. 
Safeguards: 
Buildings, facilities employ security guards. Records are main­

tained in areas accessible only to authorized personnel that are prop­
erly screened, cleared and trained. · 

Retention and disposal: 
Retained in active file during period subject is assigned to or 

employed by DMA, retained in inactive file for one year following 
reassignment or termination of employment, then destroyed. 

System manager(s) and address: 
See Defense Mapping Agency, ATTN: Special Security Office, 

Building 56, U.S. Naval Observatory, Washington, DC 20305-3000 
Notification procedure: 
Information may be obtained from aqove. 
Record access procedures: ' 
Requests from individuals should be addressed to system manager. 
Written requests for information should contain the full name of 

the individual current address and telephone number, social security 
number. When investigative files are requested the case control 
number (CCN) is also required. . . , . 

For personal visits the individual should be able to provide some 
acceptable identification, that is, drivers license, employing office's 
identification card and give some verbal information that could be 
verified. · 

Contesting record procedures:. 
The Agency's rules for contesting contents and appealing initial 

determination may be obtained from System Manager. 
Record source categories: 
Investigations are originated based on applicant's application for 

employment. Sources of information are inquiries of birth; education; 
local police, FBI files, subversive ·files, credit, neighborhood, person­
al references, etc. 

Exemptions claimed for the system: 
Parts of this system may be exempt under 5 U.S.C. 522a U) or (k), 

as applicable. For additional information, contact the Systems Man­
ager. 

B0504-01-2 HQHTASISP 
System name: 

Personnel Security Files. 
System location: 
Security Office, DMA HeadquartersDMA Headquarters (HQ), 

DMA Hydrographic/Topographic Center (HT), DMA Aerospace 
Center (A), Defense Mapping School (S), DMA Int~r American 
Geodetic Survey (I), and DMA Special Office for Exploitation Mod­
ernization (SP). See DMA Directory for complete address. 

Decentralized Segments - Cross reference index cards (i.e., Badge 
Requests Cards, Identification Cards, Guard Desk Roladex Identifica~ 

tion Cards) with extracts of information co~tained in primary files 
are maintained on file in Security Office of each DMA element. 

Categories of individuals covered by the system: 
Those military, civilian, and industrial personnel who are assigned 

to, employed by DMA; whose official duties, responsibilities anq/or 
contracts require that they have access to classified defense informa­
tion which has been entrusted to or is under the Defense Mapping 
Agency. · 

Categories of records in the system: 
File contains individual's certificate of clearance indiCating level of 

access individual is cleared for, date clearance was issued, type of 
investigation conducted, date investigation. was completed and identi­
fication of agency that conducted the investigation. Additionally, 
contained in the file are; copy of Statement of Personal History (DD 
Form 398), individual's certification that he/she has read and under­
stands both the Department of Defense and Agency security direc­
tives and instructions .regarding the protection of classified defense 
information; individual certification that he/she understands responsi­
bilities for protection of North Atlantic Treaty Organization 
(NATO), material to a lesser extent· some files will contain individ­
uals certification that he/she has been briefed for access to NATO 
Top Secret (COSMIC); NATO · Top Secret Restricted Data 
(A TOMAL); Single Integrated Operational Plan (SlOP); Extremely 
Sensitive Inform~tion (ESI); Atomic Energy Commission, Restricted 
Data (RD); and Atomic Energy Commission, Critical Nuclear Weap­
ons Design Information (CNWDI). 

Authority for maintenance of the system: 
EO 12~56, National Sec~rity Information, April 2, 1982. 
Purpose(s): 
To insure that each and every individual assigned to, employed by 

or contracting with DMA has been cleared for the level of access to 
classified information that is necessary for accomplishment of his/her 
official duties; to insure that each individual is made aware of his/her 
responsibilities regarding protection and safeguarding of any classi­
fied information entrusted to him/her. 

Routine uses of records maintained in the system, including catego­
ries of users and the. purposes of such uses: 

See 'Blanket· Routine Uses' at. the beginning of DMA's listing of 
the record system notices. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
. Retrievability: 
Alphabetically by name of individual. 
Safeguards: 
Buildings are located· on guarded government installation with 

security guards and alarms. Records are maintained in areas accessi­
ble only to authorized personnel that are properly screened, cleared 
and trained. 

Retention and disposal: 
Records are maintained in an active status only for the period of 

time that the individual is actually assigned to, employed by or 
contracting with DMA. When the individual terminates his associa­
tion with DMA~ the records are maintained in an inactive status for 
the period of one year and then destroyed. 

System manager(s) and address: 
Defense Mapping Agency, ATTN: Security Office, Building 56, 

U.S. Naval Observatory, Washington, DC 20305-3000 
Notification procedure: 
Information may be obtained from above. 
Record access procedures: · 
Requests frorri individuals should be addressed to System Manager. 
Wri~ten requests for information should contain the full name of 

the in~ividual, current address and telephone number, social security 
number. 

For personal visits· the individual should be able to provide some 
acceptable identification, that is, driver's license, employing offi~e's 
identification card, and give some verbal information that could be 
verified. 

Contesting record procedures: 
The agencies' rules for contesting contents and appealing initial 

determinations may be obtained from System Manager. · 
. Record source categories: . 
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Individuars certifid1t_e of clearance originates-in HQ DMA Special 
Security Office (SSO) based on notification of personnel investigation 
by either the Office of Personnel Management ·or· the Defense-·lnves­
tigative Agency. Certification of clearance for military personnel will 
be certified by the individuals' 'parent service. Much of the routine 
information in these records· such as name, date and place of birth, 
etc.,. is obta_ined' during' the individual's initial processing which is 
usually accomplished on his first duty day. Other information such as 
type of'investigation, date of investigation, etc., is obtained from such 
investigating agencies as the OPM, Defense Investigative Service 
(DIS), etc. The records are updated as new information is received 
regarding the individual's clearance and access. · 

Exemptions claimed for the system: 
None. 

80614-01 HQ 
System name: 

Official Records :(Military) Files and Extracts. 
S~stem location: 

· Military Pers~nnel Office , DMA Headquarters (HQ) - See DMA 
Directory for. complete address. 

Categories of individuals covered by the system: 
Military personnel assigned to DMA. 
Categories of records in· the system: 
·Navy-Documents as required by Bureau of Naval P~rsonnel 

Manual (BUPERSMAN) NA VPERS 15791.B. . . 
. Army-Documents as required by Army Regul~tion 640.10. 
Enlisted and Officer personnel folders. · 
Statement of Military History, Qualification Records. 
Authority for maintenance of the system: . 
44 u.s.c. 3101 
Purpose(s): 
To determine the acceptability of .an individual nominated by the 

parent service for a DMA position; to be used in the preparation· of 
efficiency/fitness/ effectiveness reports and award recommendations. 

Routine uses of records maintained in the system, including ·catego­
ries of users an~ the purposes of such uses: 
· See 'Blanket Routine Uses' at the beginning of DMA's listing of 
the record system notices. ' 

Policies and praCtices for storing, retrieving, accessing, retaining, a'nd 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: 
Alphabetically by name of individual. 
Safeguards: 
Records are maintained in a secured area/locked 'file cabinets with 

access limited to authorized person11el whose duties require access. 
Retention and disposal: 
Permanent Record. Retained until departure of individual DMA, 

MPRJ handcarried to transfer point by individual upon separation 
from the service and subsequently retired to National Records Center 
(Military Records) 9700 Page Boulevard, St. Louis, MO 63132. 

System manager(s) and address: 
~ Defense Mapping Agency, ATTN:· Personnel Office, Building 56, 
U.S. Naval Observatory, Washington, DC 20305-3000 

Notification procedure: 
Information may be obtained from above. 
Record access procedures: 
Requests from individuals should be addressed to System Manager. 
Written requests for information should contain the full name of 

the individual current address and telephone nu!Jlber, seryice number 
on all correspondence received from this office. Visits are limited to 
normal working hours. • · .r 

For personal visits, the individual should be able to provide some 
acceptable identification, that ·is, drivers license, employing office's 
identification cards, and give some verbal information that could be 
verified. · ·' 

Contesting recora procedures: . 
The Department's rules for contesting contents and appealing ini­

tial determinations may be obtained from System Manager. 
Record source categories: · 
Information. is oqtained from the indi~idual's Service Military Per­

sonnel Center, the individual's rating official within the DMA 'and 
the individual concerned. 

Exemptions claimed for the syste~: 
.None. 

80614-02 HQA 
System name: . 

Military Services Administrative Record Files. 
System location: · · 
Directorate of Administration, DMAAC; Military Personnel Office 

- DMA Headquarters (HQ)- See DMA Directory for complete mail• 
ing address. 

Categories of individuals covered by the system: 
Military Personnel assigned to DMA. 
Categories of records in the system: 
File contains letters,· memorandums; emergency data, and assign~ 

ment actio!ls. · .. , 
'Authority for maintena'rice of the~ system: 
21 usc 1175 
Purpose(s): 
To maintain information for the purpose of serving as a liaison 

between the individual, DMA, and servicing CBPO's. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
See 'Blanket Routine Uses' at the beginning of DMA's listing of 

the record system notices . 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper n;cords in file folders. 
Retrievability:. 
Filed alphabetically by employee last name. 
Safeguards: 
Records are maintained in ·a secured area/locked file cabinets with 

access limited_ to authorized personnel whose duties require access. 
Retention and disposal: 
Destroy in accordance with parent service directives. 
System manager(s) and ad4ress: . 
Defense Mapping Agency, ATTN: Personnel ·Office, Building· 56, 

U.S. Naval Observatory, Washington, DC 20305-3<XX?. 
Notification procedure: 
Information may be obtained from,System Manager. 
Record access procedures: · 
Requests from individuals should be addressed to System Manager.' 
Written requests for information should contain the full name of 

the individual, current address and telephone number, and social 
security number. Visits are limited to normal working hours. 

For personal visits, the individual should be able to provide some 
acceptable identification; that is, driver's license,· employing office's 
identification card, and give some verbal information that could be 
verified. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 
· Record :source categories:: 

Leave records, 'finance documents,· transmittals, personnel rosters, 
physical examinations, personnel actions, locator cards, trip reports; 
copies of orders/reassignments. 

Exemptions· claimed for the system: 
None. 

System name: 
Safety Awards Files. 
System location: 

80615-07 HQHTASI 

Logistics Offices ~ DMA Headquarters (HQ), OMA Hydrograph­
ic/Topographic Center (HT), DMA Aerospace Center (A), Defense 
Mapping School (S), DMA Inter .American Geodetic Suryey (I) -
S~e DMA Directory for complete address listing. . 

Categories of individuals covered by th~ system: 
Any DMA Driver .. 
Categories of records in the system: 
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File contains list of the names of drivers who have received safe 
driver awards. All correspondence between the Safety Office and the 
National Safety Council. 

Authority for maintenance of the system: 
5 U.S.C. 4503 - Agency Awards. 
Purpose(s): 
To document presentation or"safety awards to individuals in com­

pliance with established policy. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
See 'Blanket Routine Uses' at the beginning of DMA's listing of 

the record system notices. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records in file folders. 
Retrievability: 
Filed alphabetically -by name. 
Safeguards: · 
Records are maintained in a secured area/locked file cabinets with 

access limited to authorized personnel whose duties require access. 
Retention and disposal: Destroy when 5 years old. 
System manager(s) and address: 

,, Defense Mapping Agency, ATTN: Facilities Engineering and Lo­
gistics Office, Building 56, U.S. Naval Observatory, Washington, DC 
20305-3000 

Notification procedure: 
Information may be obtained from above. 
Record access procedures: 
Requests from individuals should be addressed to system manager. 
Written requests for information should contain the full name of 

the individuals current address and telephone number, and the Case 
(Control) number that appears with the office symbol, on all corre­
spondence received from this office. 

For personal visits, the individual should be able to provide some 
acceptable identification, that is, drivers license, employing office's 
identification card, and give some verbal information that could be 
verified 

Contesting record procedures: 
The Agency's rules for contesting contents and appealing initial 

determination may be obtained from System Manager. 
Record source categories: · 
D~iver record of the individual. 
Exemptions claimed for the system: 
None. 

B0901-04 HT A 
. System name: 

Civilian Employee Health Clinic Record. 
System location: 

· Primary System - Civilian Employee Health Clinic - DMA Hydro­
graphic/Topographic Center (HT) and DMA Aerospace Center (A) 
- See DMA Directory for complete address. 

Categories of individuals covered by the system: 
Ariy individual employed by DMA Hydrographic/Topographic 

Center (HT) and Aerospace Center (A) and any individual employed 
by other Government agencies housed in the DMAHTC/DMAAC 

. complexes. ' . 
Categories of records in the system: 
File contains information on treatment of employee received at 

dispensary at HTC and AC. 
Authority for maintenance of the system: 
5 USC 7901 - Health Service Programs; 5 U.S.C. 8103 - Compensa­

tion for Injuries - Medical Services and Initial Medical and Other 
Benefits. 

Purpose(s): 
To maintain medical records of individuals receiving treatment at a 

DMA clinic for illness/injury while on duty. : 
Routine uses of records maintained in the system, including catego-

ries of users and 'the purposes of such uses: · 
See 'Blanket Routine Uses' at the beginning of DMA's listing of 

the record system notices. 
Family doctor will have full access to the information. 

Supervisors may inquire to record of injury. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
5x8 card files in cabinet. 
Retrievability: 
Filed alphabetically by last name of employee. 
Safeguards: 
Records are maintained in a secured area/locked file cabinets with 

access limited to authorized personnel w~ose duties require access. 
Retention and disposal: 
Destroy 6 years after last entry. Upon transfer of employee, the 

records will be put in a sealed envelope and transferred with the 
employee. (GRSl/21) 

Aerospace Center - on transfer of individual, record is transferred · 
to gaining organization .. On separation record is returned to National 
Personnel Records Center (NPRC) with the individuals official Per­
somiel Folder. 

System manager(s) .and address: 
DMA Hydrographic/Topographic Center, ATTN: Personnel 

Office, Room 132-A, Erskine Hall, 6500 Brookes Lane, Washington, 
DC 20315-0030, DMA Aerospace Center, ATTN: Personnel Office, 
3200 S. Second St., St. Louis, MO. 63118~3399 See DMA Directory 
for complete address. · 

Notification procedure: 
Information may be obtained from above. 
Record access procedures: 
Requests from individuals should be addressed to system manager. 
Written requests for information should contain the full name of 

the individuals current address and telephone number, and the Case 
(Control) number that appears with the office symbol, on all corre­
spondence received from this office. 

For personal visits, the individual should be able to provide some 
acceptable identification, that is, drivers license, employing office's 
identification card, and give some verbal information that could be 
verified. 

Contesting record procedures: 
The Agency's· rules for contesting contents and appealing initial 

determination.may be obtained from System Manager. 
Record source categories: 
Entry of information by attending nurse. Record of treatment. 
Exemptions claimed for the system: 
None. 13 

B0901-07 HTAI 
System name: 

Alcoholism and Drug Abuse Files. 
System location: 
Civilian Personnel Offices : DMa Hydrogaphic/ Topographic 

Center (HT), DMA Aerospace Center (A), DMA Inter American 
Geodetic Survey (I) - See DMA Directory for complete address 
listing. 

Civilian Personnel Offices - See DMA Directory for complete 
address listing. 

Categories of individuals covered by the system: 
All civilian employees who have contacted prog~am counselor 

requesting assistance. 
Categories of records in the system: 
File c<;mtains counseling interview notes, medical documents, ther-

apy /treatment referral notes. 
Authority for maintenance of th~ system: 
21 usc 1175 
Purpose(s): 
To maintain documents relating to alcohol and narcotic control, 

treatment, assistance, and advice provided to DMA personnel. 
Routine uses of records maintained in the system, including catego-

ries of users and the purposes of such uses: . 
See 'Blanket Routine Uses' at the beginning of DMA's listing of 

the record system notices. 
Policies and practices. for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
Paper records in file folders. 
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Retrievability: 
Filed chronologically by number; names deleteo, but are known by 

counselor. . · . 
Safeguards: 
Records are maintained in a secured area/locked file: cabinets with 

access limited to authorized personnel whose .duties require access. 
Retention and disposal: 
Destroy when 3 years old. 
System·manager(s). and address: 
Defense ·Mapping; Agency, ATTN:. Personnel Office, Building 56, 

U.S. Naval Observatory, Washington, DC 20305-3000 
Notification procedure: · 
Information may be ;obtained from ~bove. 
Record access procedures: 
Requests from individuals should be addressed to system manager. 
Req~ests: from individuals should be addressed to the appropriate 

organization as indicated in address list. Written requests for informa­
tion should contain the full name of the individual, current address 
and· telephone number and social security. number. Visits are limited 
to normal working hours. For personal visits the individual shoulq be 
able to provide some acceptable identification, that is, drivers license, 
e.mploying office's identification c.ard, and give .some verbal inforina­
tton that could be verified. 

Contesting record procedures: 
The Agency's rules' for contesting contents and appealing initial 

determination may be obtained from System Manager. 
Record source categories: · 
Employee interviews and medical reports. 
Emplo;:ee or relatives. .. 
Exemptions claimed for the system: 
None .. 

80901-08 HQCPSOHTA 
System name: 

Civilian Employee Drug Abuse Testing Program Records. 
System location: 
DMA Headquarters, 8613 Lee Highway, Fairfax, VA 22031-2137; 

DMA Combat .Support Center,. 861.3 Lee Highway, Fairfax, VA 
22031-2137; DMA Hydrographic Topographic Center, Washington, 
DC 20305-0030; and DMA Aerospace Center, 3200 S. Second 
Street, St. Louis, MO 63118-3399. 

Categories of individuals covered by the system': 
. Employees of, and applicants for positions in, the Defens~ !"fap­

ping Agency. 
Categories of records in the system: 
Records relating to the selection, notification, and testing of em­

ployees and applicants; collection authentication and chain of custo­
dy documents; laboratory test results information. 
. Authori~y for maintenance of the system~ 

5 U.S.C. 7301 and 7361; Pub. L. 100-71; Executiye Order 12564, 
"Drug-Free Federal Workplace"; and Executive Order 9397 

Purpose(s): 
The system is established to maintain Drug Program Coordinator 

records on the selection, notification, and testing of employees and 
applicants (i.e., urine specimens, drug test results, chain of custody 
records, etc.) for illegal drug use. 

Records contained in this system are also used by DMA's Med.ical 
Review Official; the administrator of any Employee Assist11nce Pro­
gram in which the employee is receiving' counseling or treatment or 
is otherwise participating; and management officials within DMA 
having authority to take adverse personnel action against such em-
ployee. · 

Routine uses of records maintained in the system, including· catego­
rh~s of users and the purposes of such uses: 

In order to comply with the provisions of 5 U.S.C. 7301, the DoD 
"Blanket Routine Uses" do not apply to this system or records. 

To a court of competent jurisdiction where required by the United 
States Government to defend against any challenge against any ad-
verse p~rsonnel action. . · · 

Polities and practices for storing/ retrieving, accessing, retaining, and 
disposing of records in the system: : . 

Storage: 
Paper records are maintained in file folders and secured· file cabi­

nets. Electronic records exist on magnetic tape, diskette; or other 
machine readable media. 

· Retrievability: 
Records are retrieved by Agency activity name, employee or ap­

plicant name, Social Security Number, Identification Number as­
signed, collection site, date of testing, or any combination of these. 

Safeguards: 
Paper records are stored in file cabinets that are locked when not 

being used. Electronic records are accessed on computer terminals in 
supervised areas using a system with password access safeguards; All 
employee and applicant records are maintained and used with. the 
highest regard for employee and applicant privacy. Only persons on 
a need-to-kn'Ow . basis and trained in the handling of information 
protected by the Privacy Act nave access to the system: 

Rete~tion and disposal: 
Records on employees are retained.· for two years. Records on 

applicants are maintained for a period not to exceed six months. 
Records are destroyed by shredding, burning, or, in the case of 
electronic records, by erasure. 

System manager(s) and· address: 
DMA Drug Pr9gram Manager, Personnel Office, 8613 Lee High­

way, Fairfax, VA 22031-2137. 
·. Notification procedure: 

Individuals seeking to determine if this system 'of records_ contains 
information about themselves must address written inquiries to· the 
DMA Drug Program Manager, Personnel Office, 8613 Lee .High­
way, Fairfax, VA 22031-:-2137. 

Requests must contain the full name, Social Security number, cur­
rent address and telephone number of subject individual. 

Record access procedures: 
Individuals seeking access to records abo1.1t themselves contain~d in 

this system of records must address written inquiries to the DMA 
Drug Program Manager, Personnel Office, 86q Lee Highway, Fair-
fax, VA 22031-2137. . ' • . · · 

Requests inust contain the full name, Social Security Number, 
current address and telephone number of subject individual. 

Contesting record procedures: · . 
. The Agency rules for contesting contents and appealing initial 

agency determinations are published in DMA Instruction 5400.11., 
"DMA -Privacy Program"; 32. CFR part 295c; or may be obtained 
frm the system manager. 

Record source categories: 
Records in this system are obtained. from the individual to whom 

the records pertain; agency employees, .supervisors, and management 
officials involved in the DMA Drug Abus~. Testing Program . 

Exemptions claimed for the system: 
None. 

· 81202-17 HTA 
System name: 

Contracting Officer Designation Files. 
System location: 
Contracting Offices DMA Hydrographic/Topographic Center 

(HT). and DMA Aerospace Center (A) - See ~MA Directory for 
complete mailing address · 

Categories of individuals covered by. the system:. . 
Employee designated Contracti'ng Officer and. Contracting Officer 

Representative at DMA. 
Categories of records in the system: 
Documents reflecting the designation and. recission of Contracting 

Officers and Contracting Officers representative which includes the 
specific procurement authorities delegated. . · 

Authority for maintenance of the system: 
44 USC 3101 - Records Management by Federal Agencies. 
Purpose(s): 
To maintain docu·ments showing individ-ual designated as Contract­

ing Officers or Contracting Officer's Representative (COR); to in­
clude data reflecting limitations, restrictions on authority, and back­
ground information on COR for use in other contracts. 

Routine uses of. records maintained hi. the system, including catego­
ries of users and the purposes of such uses: 
. •, See 'Blanket Routine Uses' at the beginning of DMA's.listing of 
the record system notices. 
. Policies and practices for storing, retrieving, accessing, retaining; and 
disposing of records in the system: ·· 

Storage: 
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Paper record in file folders and/or Kardex book. 
Retrievability: 

· Filed alphabetically by last name of employee. 
Safeguards: 
Records are maintained in a secured area/locked file cabinets with 

access limited· to authorized personnel whose duties require access. 
Retention and disposal: 
Temporary Record. Destroy upon termination. 
System manager(s) and address: 
Defense Mapping Agency, A TIN: Facilities Engineering and Lo­

. gistics Office, Building 56, U.S. Naval Observatory, Washington. DC 
20305-3000 

Notification procedure: 
Infor.mation may be obtained from above. 
Record acc~ss procedures: 
Requests from individuals should be addressed to system manager. 
Written requests for information should contain the full name of 

the individual, current address and telephone number, and the Case 
(Control) number that appears with the office symbol, on all corre­
spondence received from this office. 

For personal visits, the individual should be able to provide ·some 
acceptable identification, that is, drivers. license, employing office's 
identification card, and give some verbal information that could be 
verified. 

Contesting record procedures: 
The Agency's rules for contesting contents and appealing initial 

determination may be obtained from System Manager. 
Record source categories: 
Certificate of Appointment and background information on educa­

tion, DD Form 1539, and specific information on procurement au­
thorities delegated 

Exemptions claimed for the system: 
None. 

· Bl205-05 HT A 
System name: 

Property Officer Designation Files. 
System location: 
Property Officers of DMAHTC and DMAAC- See DMA Direc" 

tory for complete address 
Categories of individuals covered by the system: 
Employees designated Property Officers who have property ac­

counts for their organizatio11s, and have. account number. 
Categories of records in the system: 
Forms and/or memorandums designating property officers. Includ-

ed are letters of appointment and· revocation. "' 
Authority for maintenance of the system: 
40 U.S.C. 486; Management and Disposal of Government Proper­

ty. 
· Purpose(s): 
To maintain document~ . sh~~ing individuals authorized as equip­

ment custodians for the various organizations within the agency. 
Routine uses of records .maintained in the system, including catego­

ries of users and the purposes of such uses: 
See 'Blanket Routine Uses' at the beginning of DMA's listing of 

the record system notices. . 
Memorandums or forms showing who'or which individual is au­

thorized custodian for equipment for the various organizations within 
the Agency. Name of individual grade and organization are shown 
on this document. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: 
By individual's account number and organization. 
Safeguards: 
Records are maintained in a secured area/locked file cabinets with 

access~ited to authorized personnel whose duties require access. 
Retention and disposal: 
Temporary Record - Destroyed in the active office two years after 

termination of appointment. 
System manager(s) and address: 

Defense Mapping Agency, AITN: Facilities Engineering and Lo­
gistics Office, Building 56, U.S. Naval Observatory, Washington, DC 
20305-3000 . 

Notification procedure: 
Information may be obtained from above.· 
Record access procedures: 
Requests from individuals should be addressed to system manager. 
Written requests for information should contain the fu.11· name _of 

the individual, current address and telephone number, soc1al secunty 
number. 

For personal visits the individual should be able to provide some 
aq::eptable identification, that is, drivers license, employing office~s 
identification card, and some verbal information that could be ven­
fied. 

Contesting record procedures: 
The Agencies' rules for contesting contents and appealing initial 

determinations may be obtained from System Manager. 
Record source categories: 
Internal correspondence designating responsible property account-

ing individuals · 
Exemptions claimed for· the system: 
None. 

B1205-23 HTASID 
System name: 

Report of Survey Files. 
System location: 
DMA Hydrographic/Topographic Center (HT), DMA Aerospace 

Center (A), Defense Mapping School (S), and Inter American Geo­
detic Survey (I), Office of Distribution Services (D). - See DMA 
Directory for complete address listing. · 

Categories of individuals covered by the system: 
DMA personnel that have loss, damage, or destroyed accountable 

Government property. 
· Categories of records in the system: 
Files consist of reports that describe the circumstances concerning 

loss, damage or destruction of Government property. 
Authority for maintenance of the system: 
40 USC 486 -· Management and Disposal of Federal Property -

Policies, Regulation and Delegations; Promulgation by President. 
Purpose(s): 
T'o determine responsibility and recognize appropriate actions to be 

taken as to pecuniary liability. 
Routine uses of records maintained in the system, including catego-

ries of users and the purposes of such uses: · 
See 'BHmket Routine Uses' at the beginning of DMA's listing of 

the record system notices. . 
Logistics Officer - determine responsibility and recommend appro­

priate action be taken as to pecuniary liability. . 
Director final decision on payment. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: · 
Paper .record in file folders .and/or Kardex book. 
Retrievability: 
Filed by assigned control number of individual. 
Safeguards: 
Records are maintained in a secured area/locked file cabinets with 

access limited to authorized personnel whose duties require access. 
Retention and disposal: · 
Destroy 2 years after date. of survey action or date of posting 

medium. (GRS 3-lOc.) 
System manager(s) and address: 
Defense Mapping Agency, AITN: Facilities -Engineering and Lo­

gistics Office, Building 56, U.S. Naval Observatory, Washington, DC 
20305-3000. 

Notification procedure: 
Information may be obtained from above. 
Record access procedures: 
Requests from individuals should be addressed to system manager. 
Written requests for information should contain the full name of 

the individuals, current address and telephone number, and the Case 
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(Control) number that appears with the, office symbol, on, al! corre-
spondence received from this office.· · 

For persomil visits, the individual should be able to provide some 
acceptable identification, that is, drivers license, employing office's 
identification card, and give some verbal information that could be 
verified. 

Contesting record procedures: 
Th~ Agency's rules for c9ntestlng contents and ~ppealing initial 

determination, may be obtaineq from System Manager. 
Record source categories: 
Report of lost damaged or·destroyed property. 
Exemptions claimed. for the system: 
None. . 

81206-02 HTA 
System name: · 

Self Service Store Authorization ·card Files. 
System location: 
Logistics· Offices - DMA Hydrographic/Topographic Center 

(HT), DMA Aerospace Center {A)- See DMA Directory for com­
plete address. 

Categories of individuals covered by the system: 
DMA personnel authorized self-service store cards. 
Categories of records in the system: 
Cards identifying individuals as authorized self-service store re~re­

sentatives, requests for issuance of cards, correspondence concermng 
lost and found cards and related documents. · 

Authority for maintenan.ce of the system: : 
40 u.s.c: 486; Management and Disposal of. Federal Property. 
Purpose(s): 
To indicate individuals authority to sign receipt for supplies· in a 

designated activity. 
Routine uses of records maintained in the system, including' catego-

ries of users and the purposes of such .. uses: · 
See 'Blanket Routine Uses' at the beginning of DMA's listing of 

the record system notices. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records· in the system: 
Storage: 
Card file and file cabinets. •~· 

Retrievability: . 
By account number and organization; alphabetical by last name. 

·Safeguards::· 
Records are maintained in a secured area/locked file cabinets with 

access limited to authorized personnel whose· duties require access. 
. Retention and disposal: , .. 
Tempor~ry R~cord. Held in active file until expiration of card or 

change of individual; held two years and destroyed. 
System manager(s) and address: 
Defense Mapping Agency, ATTN: Facilities Engineeri~g and ·Lo­

gistics Office, Building 56, U.S. Naval Observatory, Washmgton, DC 
20305-3000 

Notification procedure: 
Information may b~ o~tained from above. 
Record access procedures: 
Requests from individ.uals should be addressed ~o Syst~m Manager. 
Written requests for information should con tam the ,fu.ll name. of 

the individual, current address and telephone number, soctal secunty 
number. 

For personal visits the individual should be able to provide some 
acceptable identification, that is; drivers' l~cense, e;mploying office's 
identification card, and give some verbal mformatton that could be 
used to verify employment. · 

Contesting record procedures: 
The Agencies' rules for contesting contents and appealing initial 

determinations may be obtained from System Manager. 
Record source categories: 
Memorandums, cards, forms designating· an in~ividual authoriza­

tion to sign for supplies r~ceived from the self-servtce store.· 
Exemptions claimed for the system: 
None. 

System name: 
Motor Vehicle Operator's Permits and Qualifications Files. 
System location: 
Primary System - Motor Pool, DMA Hydrographic/Topo.graphic 

Center (HT) and DMA Aerospace Center {A) See DMA Dtrectory 
for complete address . . 

Decentralized Segments - Offictal Personnel Folder; Personnel 
Records {Civilian) Center - St. Louis, MO. · 

Categories of individuals covered by the system: . 
All DMA employees qualified and issued a motor vehicle opera-. 

tors, permit.. ' 
Categories of records in the system: . 
Contains information on 'employee qualification record and cards 

and logs in regards to permits issued to individuals authorized to 
operate Government equipment. 

Authority for maintenance of the system: 
40 U.S.C. 491; Management and Disposal of Federill Property-

Motor Vehicle Pools and Transportation Systems.· · 
Purpose(s): . . . · 
To be as a record of .scores on tests, such as: Eye examinations, 

reaction examination·s and as a quick reference on an individual 
having a license to operate a Government vehicle. . 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

See 'Blanket Routine· Uses' •at the beginning of DMA's listing of 
the record system notices. 

Policies and practices for storing, retrieving, accessing; retaining, an~ 
disposing of records in the system: · 

Storage: 
Rotary Card file and Log Book. 
Retrievability: 
Rotary Card File - By last name of indi'vidual. 
Log Book - By number of permit. 
Safeguards: 
Records are maintained in a secured area/locked file cabinets with 

access limited to authorized personn·et whose duties require access. 
Retention and disposal: . 
Temporary Record - Permit is a three year record - Destroyed in 

the Motor Pool. . : 
Permanent. Record - Qualification Record ·-. kept in active office 

until separation or transfer of indivi~ual .concerned, th~n transferred 
to Personnel Office for incorporatiOn mto the Offictal Personnel 
Folde.lr · · 

System manager(s) and address: 
Defense Mapping Agency, ATTN: Facil~ties Engineeri':lg and Lo­

gistics Office, Building 56, U.S. Naval Observatory, Washmgton, DC 
20305-3000 

Notification procedure: 
Information may be obtained from above. 
Record access procedures: . 
Requests from individuals should be addressed to System Manager. 
Written requests for infor~ation should contain the fu.ll name .of 

the ·individual current address and telephone number, soctal secunty 
number. . . . 

F:or person~! visits the individual. sho~ld. be able to pn?vtde som,e 
acceptable identification,. ~hat is, dnvers l~cense, e;mploymg offices 
identification card, and gtve some verbal mformat10n that could be 
verified. 

Contesting record procedures: 
The Agencies' rules for contesting contents and appealing initial 

determination may be obtained from System Manager. 
Record source categories: 
Qualification records ~onsisting of scores on tests. 
Exemptions claimed for the system: 
None. 

81211-03 HQHTAI 
System name: 

Passport Files. 
System location: DMA Headquarters {HQ), DMA ~ydrographic/ 

Topographic Center (HT), DMA Aerospace Center {A), DMA Inter 
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American Geodetic Survey (I) See DMA Directory for complete 
address 

Decentralized Segment - State Department (Passports) .. 
Categories of individuals covered by the system: 
~nd}viduals traveling overseas on official government orders. 
Categories of records in the system: 
Documents relating passports and visas for DMA personnel, in­

cluding their dependents. Included are requests and receipts for pass­
ports, transmittal letters, control cards, and related documents. 

Authority for maintenance of the system: 
44 U.S.C. 3101; Records Management by Federal Agencies. 
Purpose(s): 
To maintain documents relating to passports and visas for DMA 

personnel and their.dependents, for travel. · 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of such uses: · 
See 'Bla.nket Routine Uses' at the beginning of DMA's listing of 

the record system notices. · · 
Policies and practices for storing, retrieving, accessing, 'retaining, and 

disposing of records in the system: . 
Storage: 
File' folders- paper records in locked cabinets. 
Retrievability: 
By name of individual - Alphabetically 
Safeguards: 
Records are maintained in a secured area/locked file cabinets with 

access limited to authorized personnel whose duties require access. 
Retention and 'disposal: 
Temporary Record - Held in active office until separation or 

transfer of individual. . 
Transferred to State Depa,rtment upon transfer or separation of 

individual. · 
System manager(s) and address: 
Defense Mapping Agency, ATTN: Administration Office, Building 

56, U.S. Naval Observatory, Washington, DC 20305-3000 

Notification procecture: 
Inform;~tion may be obtained from above. 
Record access procedures: 
Requests from individuals should be addressed to System Manager. 
Written requests for information should contain the full name of 

the individual, current address and telephone number, social security 
number. 

For personal visits the individual should be able to provide some 
acceptable identification, that is, drivers' license, employing office's 
identification card, and give some verbal inf9rmation that could 
verify employment. 

Contesting record procedures: 
The Agencies' rules for contesting contents and appealing initial 

determination should be obtained from System Manager. 
Record source categories: 
Requests and receipt for passports and visas. 
Exemptions claimed for the system: 
None. 

B1211-07 HQHTASDISP 
System name: 

Individual Government Transportation Files. 
System location: 
Primary System - Travel Office - DMA Headquarters (HQ), DMA 

Hydrographic/Topographic Center (l:IT), DMA Aerospace Center 
(A) - See DMA Directory for complete address listing. 

Decentralized Segments - Records Management, Records Holding 
A~ . 

Categories of individuals covered by the system: 
DMA employees authorized government travel. 
Categories of records in the system: 

Travel orders and· other pertinent correspondence and r~lated doc­
ument!;), and copies of issued and canceled transportation requests, 
transportation certificates, MAC transportation authorizations. 

Authority for maintenance of the system: 
44 U.S.C. 3101; Records Management by Federal Agencies, 45 

U.S.C. 5707- Travel and Substance Expense Regulation. 
Purpose(s): 
To officially designate Transportation Officer, Assistants and 

Agents to record authorized travel, issue orders, make travel arrange­
ments, and prepare vouchers for reimbursement to DMA employees 
(military and ch:ilian). 

Routine uses of records mahitained in the system, including catego· 
ries of users and the purposes of such uses: 

See 'Blanket Routine Uses' at the· beginning of DMA's listing of 
the record system notices. 

Policies and practices for storing, retrieving, accessing, retain.ng, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: 
Alphabetical by name on individual folders or by TR number in 

case of group travel. 
Safeguards: 
Records are maintained in a secured area/locked file cabinets with 

access limited to authorized personnel ·whose duties require access. 
Retention and disposal: 
Temporary Record. Travel Office holds for one year, transfers to 

Records Holding Area, held for three (3) years and then destroyed. 
System manager(s) and address: 
Defense Mapping Agency, ATTN: Administration Office, Building 

56, U.S. Naval_Observatory, Washington, DC 20305-3000 
Notification procedure: 
Information may be obtained from ·above. 
Record access procedures: 
Requests from individuals should be addressed to System Manager. 
Written requests for information should contain the full name of 

the individual, currentaddress, and telephone number, social security 
number. . · 

Personal visits - the· individual should be able to provide some 
acceptable identification, that is, drivers' license, employing office's 
identification card, and give some verbal information that could 
verify employment. 

Contesting record procedures: 
The Agencies' rules for contesting contents and appealing initial · 

determinations may be obtained from System Manager. 
Record source categories: 
Folders contain various amounts of information on issued and 

can~elled transportation requests, transportation certificates, travel 
orders and related data on overseas employees, DMA employees and 
invitational orders. 

Exemptions claimed for the system: 
None. 

DE~ENSE MAPPING AGENCY OFFICIAL 
MAILING ADDRESSES 

Defense Mapping Age~tcy, 8613 Lee Highway, Fairfax, VA 22031-
2137. 

Defense Mapping Agency Component Activities 
DMA Aerospace Center, 3200 South Second Street, St. Louis, MO 

63118-3399. 
· DMA Hydrographic/Topographic Center, Washington, DC 

20315-0030. 
DMA Combat Support Center, Washington, DC 20315-0010. 
DMA Systems Center, 12100 Sunset Hills Road, Suite 200, Reston, 

VA 22090-3207. . 
DMA Reston Center, 12310 Sunrise Valley Drive, Reston, VA 

22091-3414. 
DMA Telecommunications Services Center, 8613 Lee Highway, 

Fairfax, VA 22031-2139. 
Defense Mapping School, Fort Belvoir, VA 22060-5822. 
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· _()FFICE ~F THE INSPECTOR GENERAL, 
·.ooo 

R~QUESTING RECORDS. 
Rec<;>rds are retrieved by name or by some other personal iden.tifi­

er. It 1~ therefore especially important for expeditious service when 
requ~stmg a record that particular attention be provided to the Nqti­
~catiQn and/or Access Procedures of the. particular record system 
mvolved so as to furnish the required pe.rsonal identifiers, or ·any 
oth~r pertinent personal information as may qe required to Ioca~e and 
retneve the record. 

•.BLANKET ROUTINE USES 
Certain blanket 'routine uses' of the records have been established 

that .are applicable to every record system maintained within the 
Department of Defense unless specifically stated otherwise within a 
particular record system. These additional blanket routine uses of the 
records are published below only once in the interest of simplicity, 
economy and to avoid redundancy before the individual record 
system notices begin rather than repeating them in every individual 
record system, · · · 

ROUTINE USE-LAW ENFORCEMENT 
In t~e event·~hat a system of records maintained by this. compo­

nent to carry out its functions indicates a violation or potential 
violation of law, whether civil, criminal or regulatory in nature, and 
whether arising by general statute or by regulation, rule or order 
issued pursuant thereto, the relevant records in the system of records 
may be referred, as a routine use, to the approp"riate agency, whether 
Federal, state, local, or foreign, charged with the responsibility. of 
investigating or prosecuting such .violation or charged with ertforcing 
or implementing the. statute, rule~ regulation o~ orqer issued pursuant 
thereto.· . 

ROUTINE USE-DISCLOSURE WHEN )I 

REQUESTING INFORMATION . 
A record from a system of records maintained. by this component 

may be disclosed as.a routine use to a Federal, state, or local agency 
maintaining civil, criminal, or other relevant enforcement information 
or either pertinent information, such as current licenses, if necessary 
to obtain information relevant to a component decision concerning 
the hiring or retention of an employee, the issuance of a security 
clearance, th~ letting:of a contract, or the issuance of a license, grant 
or other benefit. 

ROUTINE USE-DISCLOSURE OF REQUESTED 
INFORMATION 

A record from a system of records maintained by this component 
may be disclosed to a Federal agency, in response to its request, in 
connection with the hiring or retention of an employee, the issuance 
of a security clearance, the reporting of an investigation of an em-· 
ployee, the letting of a contract, or the issuance of a license, grant or 
other benefit by the requesting agency, to the extent that the:·infor­
mation is relevant and necessary to the requesting agency's decision 
on the matter. 

ROUTINE USE-CONGRESSIONAL INQUIRIES 
Disclosure from a 'system of records maintained by this component 

may be made to a Congr(!ssional office from the record of an individ­
ual in response to an inquiry from the Congressional office made at 
the request of that individual. 

ROUTINE USE-PRIVATE RELIEF LEGISLATION 
Relevant information contained In all systems of records of the 

Departrpent of Defense published on or before August 22, 1975, may 
be disclosed to the Office of Management and Budget in connection 
with the review of private relief legislation as set forth in OMB 
Circular A-19 at any stage of the legislative coordination and clear-
ance process as set forth in that Circular. · 

·ROUTINE USE,;DISCLOSURES REQUIRED BY 
INTERNATIONAL AGREEMENTS 

A record from a system of records maintained by this component 
may be disclosed to foreign law enforcement, security, investigatory, 
or administrative authorities in order to comply with requirements 
imposed by, or to claim rights conferred in, international agreements 
and arrangements including those regulating the stationing and status 
in foreign countries of Department of Defense military and civilian 
person~el. 

ROUTINE USE-DISCLOSURE TO STATE AND 
LOCAL TAXING AUTHORITIES 

Any information. nor~~lly c~nt~ined in IRS Form W-2 which is 
maintained in a record from a system of records maintained by . this 
component inay-be disclosed to state and local taxing authorities with 
which the Secretary of the Treasury has entered into ·.agreements 
pursuant to Title 5, U.~:'Code, Sections 5516, 5517, ?520, and only to 
those. state and local taxing authorities for which an. employee or 
military member is or was: subj~ct tp tax-regardless of whether tax is 
or was withheld. This routine use is in· accordance with Treasury 
Fiscal Requirements Manual Bulletln·Nr. 76-07.' . 

ROUTINE USE • DISCLOSURE TO tHE OFFICE 
9F PERSONNEL MANAGEME~t . 

A record .from ~ system of records subject to the Privacy Act and 
maintained by this . component may be disclosed . to. the Office of 
Personnel Management concerning information on pay and leave, 
benefits, retirement _deduc~ions, and any other ,information nec'essary 
for the Office of Personnel Management to ·carry out its legally 
authorized Government-wide personnel management functions and 
studies. · 

ROUTINE USE-DISCLOSURE'TO THE 
DEPARTMENT OF JUSTICE FOR LITIGATION 
A record from a system of records maintained by this component 

may be disclosed as a routine use to any component .of the Depart­
ment of Justice for the purpose of representing the Department of 
Defense, or any officer, employee or member of the Department in 
pending or potential litigation to which the record· is pertinent. 

./ROUTINE" USE-DISCLOSURE TO MILITARY ~ 
BANKING FACILITIES OVERSEAS 

·Information as to current military addresses and assignments may 
be provided to milit11ry banking facilities who provide 'ba.nking serv­
ices overseas and who are reimbursed by the Government for certain 
checking and loan losses. For personnel separated, discharged, or 
retired from the Armed Forces, information as to last known- residen­
tial or home of record address may be provided to the military 
banking facility. upon certification by a ban~if]g fa~ility officer that 
the facility has a returned or dishonored check negotiated by the 

· individual or the individual has defaulted on a loan and that if 
restitution is not made by the individual; the U.S. Government will 
be liable for the losses the facility may incur. 

ROUTINE' USE-DISCLOSURE OF iNFORMATION 
TO THE-GENERAL SERVICES ADMINISTRATION 

.· . (GSA) 

A record from a system of records maintained by this component 
may be disclosed as a routine use to the General Services Adminis­
tration (GSA) for the -purpose of records management' inspections 
conducted under authority of 44 U.S.C. 2904 and 2906. 

ROUTINE USE-DISCLOSURE OF INFORMATION 
·TO THE NATIONAL'ARCHIVES AND RECORDS 

ADMINISTRATION (NARA) . 
A record from a system .of records maintained by this component­

may be disclosed as a routine· use to the National Archives and 
Records Administration (NARA) for the·purpose of records manage­
ment inspections conducted under ·authority of 44 U.S.C. 2904 and 
2906. ·. 

ROUTINE USE-DISCLOSURE TO THE MERIT 
SYSTEMS PROT~CI'ION BOAR:P 

A record from a system of records maintained by this component 
may be. di.sclosed as a routine use to the Merit Systems Protection 
Board, including the Office of the Special Counsel for the purpose of 
litigation, including 'administrative proceedings, appeals, special sttid­
ies of the ciyil service and other rnei-it'systems, review of OPM or 
component rules and regulations, investigation of alleged or possible 
prohibited personnel practices; including administrative proceedings 
involving any individual subject of a DoE> investigation, and such 
other functions, promulgated in 5 U.S.C 1205 and 1206, or as may be 
authorized by law. 

ROUTINE USE-COUNTERINTELLIGENCE 
PURPOSES 

A record from a system of records maintained by this component 
may be disclosed as a routine use outside the DoD or the U.S. 
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Government for the purpose of counterintelligence activities author­
ized by U.S. Law or Executive Order or for the purpose of enforcing 
laws which protect the national security of the United States. 

CIG-01 
System name: 

Privacy Act and Freedom of Information Act Files. 
System location: 
Office of the Deputy Inspector General for Program Planning, 

Review anq Management, Department of Defense, The Pentagon, 
Washington, DC 20301. 

Categories of individuals covered by the system: 
Individuals who have submitted or were the subjects of request 

made under the Privacy Actof 1974 (5 U.S.C 552a) or the Freedom 
of Information Act (5 U.S.C. 552). 

Categories of records in the system: 
Copies of all Privacy Act and Freedom of Information Act re­

quests and the answers thereto. Correspondence pertaining to the 
requests, the information released or withheld; summaries, logs of 
actions taken and correspondence from and to other DoD and Feder­
al agencies regarding specific requests of mutual interest. Documents 
pertaining to all appeals and legal actions concerning OIG actions in 
response to such requests. 

Authority for maintenance of the system: 
Pursuant to the Inspector Generill Act of 1978, (Pub. L. 95-452), as 

amended, and DoD Directive 5106.1 (32 CFR part 376) implement­
ing that law, the DoD Inspector General is authorized to organize, 
direct and manage the Office of the Inspector General, to include the 
creation and maintenance of necessary records. See also 5 U,S.C. 552 
and 5 U.S.C. 552a. 

Purpose(s): 
Records are. used to respond to individual requests for access to 

records made under either act and to respond to requests for: amend­
ment made under the Privacy Act, to document OIG actions in 
response to these requests, and any subsequent appeals regarding 
agency actions or litigation. Records are used by OIG. personnel to 
take and coordinate actions with other OIG, DoD, and Federal and 
state agencies. OIG investigative, audit and inspection personnel 
when the release of the information requested may have an impact 
on these activities. Also, information may be provided to the appro­
priate OIG element when further action is needed to verify assertions 
of the requester or to obtain permission to release information ob-
tained from sources. · · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Information from this system may be provided to other Federal 
agencies and state and local agencies when it is necessary to coordi­
nate responses or denials. See also the Blanket Routine uses for all 
OIG systems of records. 

· Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: 
Filed alphabetically by surname of requester. 
Safeguards: 
Records are stored in locked security containers accessible only to 

authorized personnel. 
Retention and disposal: 
Privacy Act Records:. Requests which are granted wholely, unap­

pealed denials, and denials completely overruled on appeal by the 
appeal authority are destroyed two years after the reply or the final 
OIG, DoD action. Denials and partial denials which are not over­
ruled on appeal or are the subject of litigation are destroyed five 
years after the final· OIG or judicial action, as appropriate. Freedom 
of Information Act 'Records: Records of requests that are totally 
granted are destroyed two years after the date of the OIG reply. 
Records of all denials are destroyed five years after the OIG reply. 
Records of appeals are destroyed four years after final OIG, DoD 
reply or three years after final adjudication by a court, whichever is 
sooner. · 

System manager(s) and address: 
Dr. J. Mauri Hamilton, Privacy Act Coordinator, Office of the 

Deputy Inspector General for Program Planning, Review and Man­
agement, Pentagon, Washington, DC 20301. 

Notification procedure: 
Send your request to the System Manager. Please include full 

information regarding the previous request such as date, subject 
matter, and if available, copies of the previous OIG reply. · 

Record access procedures: 
The OIG access procedures may be obtained from the System 

Manager. 
Contesting record procedures: 
The OIG rules for contesting and appealing initial denials of 

amendment may be obtained from the System Manager. 
Record source categories: 
From the individuals on whom records are maintained and official· 

records. 
Exemptions claimed for the system: 
None. 

System name: 
Applicant Records. 
System location: 

CIG-02 

Primary Record: Office of the Deputy Inspector General for Pro­
gram Planning, Review and Management, Department of Defense, 
The Pentagon, Washington, DC 20301. Portion of this system may be 
temporarily maintained by other OIG offices. 

Categories of individuals covered by tbe system: 
Individuals who have submitted applications or other correspond­

ence directly to OIG or its components indicating an interest in 
employment with the OIG or any of its components. 

Categories, of records in the system: 
Temporary records of the applicant's interest in or qualifications 

for employment with the OIG. 
Authority fqr maintenance of the system: 
Pursuant to the Inspector General Act of 1971, (Pub. L. 95-452), as 

amended, and DoD Directive 5106.1 (32 CFR part 376) _implement­
ing that law, the DoD Inspector General is authorized to organize, 
direct the office of the Inspector General, to include the creation and 
maintenance of necessary records. 

Purpose(s): 
To identify applicants and determine their eligibility for positions 

with the OIG. Used by OIG personnel and supervisory personnel to 
select employees and to respond to requests for employment. Infor­
mation may be coordinated with other DoD activities for verification 
purposes. . . 

Routine uses of records maintained in tbe system, including catego~ 
ries of u~ers and the purposes of such uses: 

Information from this system may be provided to other Federal 
agencies when it is necessary to verify the information provided. See 
also the Blanket Routine uses for all OIG systems of records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: . 

Storage: 
Paper records in file folders. 
Retrievability: 
Filed alphabetically by surname of applicant. 
Safeguards: 
Records are stored in locked security containers accessible only to 

authorized personnel. Offices are locked after duty hours and securi­
ty guards are used. 

Retention and disposal: 
Records are temporary and are destroyed as classified waste as 

soon as a final OIG1 determination is made regarding the hiring 
action. · 

System manager(s) and address: 
Office of the Deputy Inspector General for Program Planning, 

Review and Management, DoD, The Pentagon, Washington, DC 
20301. 

Notification procedure: 
Send your request to the System Manager. Written request should 

contain the full name of the applicant, and the approximate date of 
the application. 

Record access procedures: 
The OIG access procedures may be obtained from the System 

Manager. 
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Contesting record procedures: 
The OIG rules for contesting and appealing initial denials of 

amendment may b~ obtained from the System Manager. 
Record source categories: 
From the individuals on whom records are maintained and official 

recor'ds. 
Exemptions claimed for the system: 
None. 

System name: 
Personnel Locator Cards. 
System location: 

CIG-03. 

Primary Location: Office of the Deputy Inspector General for 
Program Planning, Review and Management, Department of' De­
fense, Washington, D.C. 20301. Other Locations: The various com­
ponents and activities of the Office of the Inspector General DoD, 
maintain locator cards on personnel assigned to them. 

Categories of individuals covered by the system: 
Personnel assigned or attached to the OIG or its· components, and 

certain formerly assigned or attached individuals. 
· Categories of records in the system: 
Lo.caior cards reflecting. the name, location a11d telephone number 

of the assigned or attached individual. 
Authority for maintenance of the system: 
Pursuant to the Inspector General Act of 1971, (~ub. L. 95-452), as 

amended, and DoD Directive 5106.1 (32 CFR part 376) implement­
ing that law, the DoD Inspector General is authorized to organize, 
direct and manage the Office of the Inspector General, to include tJ:te 
creation and maintenance of necessary records. 

Purpose(s): . 
Records are used to locate individuals assigned or attached to OIG 

by OIG administrative and supervisory personnel at the· OIG and in 
field activities. Records are used to aid in .the distribution of commu­
nications addressed· to individuals, and to' make and verify entries in 
personnel rosters, directories, and listings. Individuals are allowed to 
restrict the· unofficial use of the information in the system. Locator 
information may be provided to agencies· and individuals within DoD 
having a need for such information. 

Routine uses of records maintained in the system, including catego­
ries of users _and the purposes of such uses: 

Locator information regarding specific· individuals may be provid­
ed to other agencies and individuals upon request subject to the 
limits established by the individual. See also Blanket Routine uses for 
all OIG systems of records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records· in the system: 

Storage: 
Records co'nsist of paper forms. 
Retrievability: 
Filed alphabetically by surname. 
Safeguards: 
Re~ords are stor~d in security containers and locked. file cabinets 

accessible only to authorized personnel. · 
Retention and disposal: 
Retained in active file until departure of the individual and then 

placed· in inactive file. Destroyed one year after departu~e. Records 
are destroyed as if classified waste. 

System manager(s) and address: 
Office of the Deputy Inspector General for Program Planning, 

Review· and Management, OIG, DoD, The Pentagon; Washington, 
DC 20301. 

Notification procedure: 
Send your name to the System Manager. You may wish to include 

the dates of your assignment to OIG and the OIG component to 
which assigned. · 

Record access procedures: 
The OIG access procedures may be obtained from th~. System 

Manager. 
Contesting record procedures: 
The OIG rules for contesting and appealing initial denials of 

amendment may .be obtained from the System Manager . 
. Record s~urce categories: 

. , From the indiviciual on whom records are maintained. and official 
records. , · · 

Exemptions claimed for the system: 
None. 

System name: 
Case Control System - - Investigative. 
System location: . . 
Primary Location: Office of the Assistant Inspector General for 

Investigations (INV), Cameron Station, Alexandria, VA 22314, has 
primary control over the system. INV is a component of the Office 
of the Inspector General (OIG), D~partme9~ of Defense (D.oD). 
Decentralized Locations: INV Reg1onal F1eld Offices, Res1dent 
Agencies, and variou~ INV H~adquarters components have te~po-, 
rary control over portions of the records. The. Office of the Ass1s~ant 
Inspector General for Criminal Investigations ':'olicy and Overs•ght 
(CIPO) originates and has control over port1ons of the records. 

Categories of individuals covered by the system: 
·Any person or activity' whiCh is the subject of an . ongoing or 

recently complete OIG investigation. ' 
Categories of records iri the system: 
The file is composed of records of investigations which are being 

or have been conducted by the OIG. Records contain the name and 
other personal identifying information on individuals .who are investi-
gated. , 

Authority fo.r maintenance of the system: 
Pursuant to the.·authority contained in the Inspector General Act 

of 1978, (Pub. L. 452), as amended, and DoD Directives 5106.1 (3.2 
CFR part 376)·implementing the law, the Inspector General, DoD, 1s 
authorized to organize direct, and manage the Office of the Inspector 
General, to include creating and maintaining necessary records. 

Purpo_se(s): 
The ·file contains open and closed case listings used to manage· 

investigations, to produce statistical reports, and to control various 
aspects of the investigative process. Users ar::: the Case Control 
Officers; OIG Project Officers, and other OIG ·officials. Used to 
determine the existence, location, and status of cases, control work· 
load, and to prepare statistical reports. 

Routine uses of· records maintained in the system, including catego· 
ries of users and the purposes of such uses: . · 

See Blanket Ro~tine Uses for all'OIG record systems. • 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
Paper records. 

. Retrievability: 
By name, Social Security Number, military service m~mber_ C?r case 

control number. 
Safeguards: 
Files are maintained in locked cabinets accessible only to .those 

with an official need·to·know. 
Retention and disposal: ., 
Records are retained for one year and then disposed .. of as.:classified 

waste. 
System manager(s) and address: . . .. . 
Assista'nt Inspector General for Investigations;. OIG, DoD, SD490 

Cameron Station, Alexandria, VA 22314. . . . 
Notification procedure: 
Information may be obtained. fro~ the System Ma!l·~g~r at .the 

above address. Requester should provide the full name. of :the s"'bJ~Ct 
company or individual, and all maiden ~nd a~ias. namt;~ under wh1ctl 
the file may be maintained. Personal tdenttfiers wh1ch sh01dd be 
included are date and place of birth, Social Security Nu~b~r, and ~he 
last four digits of a military service number .. These aSSISt m _lpratmg 
files and are helpful in conductmg the search: How~v:r, furmshmg of 
personal identifiers is voluntary. Searches wll.l .be hmJted to the data 
furnished. The office listed above may be . v1s1ted from 9 a.~. to 3 
p.m., Monday through Friday. Requesters visiting the office should 
bring personal documents as proof of identity. 

Record access procedures: . , · . .. . . 
The OIG rules for access to records and appe.aling initial denials of 

access by Individuals may be obtained by writing the System Manag­
er. 
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Contestiug record procedures: 
The OIG rules for contesting contents of the records and appeal­

ing initial denials of requests for amendment by the individual con­
cerned may be obtained by writing the System Manager. 

Record source categories: 
OIG Case Control Centers. 
Exemptions claimed for the system: 
In accordance with 5 U.S.C. 5520)(2) certain portions of the case 

control records may be exempted from the provisions of 5 U.S.C. 
552a(c) (3), (c)(4), (d), (e)(l), (e)(2), (e)(3), (e)(4)(G), (e)(4)(H), 
(e)(4)(1), (e)(5), (e)(8), (f), and (g). Information from this system will 
be withheld only to the extent that its release would interfere with 
the investigative process. See 32 CFR part 293. 

CIG-05. 
System name: 

DoD Motions for Discovery of Electronic Surveillance Files. 
System location: 
Office of the Assistant Inspector General for Criminal Investiga­

tions Policy and Oversight, Suite 431, 1600 Wilson Boulevard, Ar-
lington, Virginia 22209-2509. . 

Categories of ilidividuals covered by the system: 
Those individuals and/or organizations on which the Department 

of Justice has requested information upon which to base their reply 
to court approval motions for discovery of electronic surveillance. 

Categories of records in the system: 
Chronological listing for identification and location of files. ·Indi- · 

vidual case files to include original and subsequent requests from the 
Department of Justice; file copy of memorandum to the DoD Com­
ponents' responses to the Office of Secretary of Defense (OSD), and 
copies of OSD's responses to the Department of Justice. 

Authority for maintenance of the system: 
Title 28, United States Code Section 526, 'Conduct of Litigation 

Reserved to Department of Justice.' 
Purpose(s): 
Preparation of response to Department of Justice, as well a~ any 

subsequent inquiries from that office. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such us~s: 
Department of Justice's response to· court-approved · motion for 

discovery. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records in file folders. 
Retrievability: · 
Filed by year and case name. 
Safeguards: 
Records are stored in security combination lock file containers 

accessible only by office personnel of the Assistant Inspector General 
for Criminal Investigations Policy and Oversight. 

Retention and disposal: 
Records are permanent. They are retained in active file until end· 

of calendar year in which project is completed, held one additional 
year in inactive file and subsequently retired to Washington National 
Records Center (WNRC). 

System manager(s) and address: 
Assistant Inspector General for Criminal Investigations Policy and 

Oversight, Suite 431, 1600 Wilson Boulevard, Arlington, Virginia 
22209-2509. 

Notification procedure: 
Information may be obtained from: Assistant Inspector. General for 

Criminal Investigations Policy and Oversight, Suite 431, 1600 Wilson 
Boulevard, Arlington, Virginia "22209-2509. 

Record access procedures: 
Requests from individuals should be addressed to: Assistant Inspec­

tor General for Criminal Investigations Policy and Oversight, Suite 
431, 1600 Wilson Boulevard, Arlington, Virginia 22209-2509. Written 
requests for information should contain the full name of the individ­
ual, date, and place of birth, Social Security Number (SSN), and 
notarized signature. The records requested may be mad.e available to 
individuals for review at the following location: Assistant Inspector 
General for Criminal Investigations Policy and Oversight, Suite 431, 
1600 Wilson Boulevard, Arlington, Virginia 22209-2509. · 

Contesting record procedures: 

The Agency's rules for access to records· and for contesting con­
tents and appealing· initial determinations by the individual concerned 
are contained in 32 CFR part 286b, and OSD Administrative Instruc-
tion No. 81. ·· 

Record source categories: 
Department of Justice formal written inquiries and internal corre­

spondence necessary to gather information to make replies to such 
inquiries. · 

Exemptions claimed for the .system: 
None. 

System name: 
Investigative Files. 
System location: 

CIG-06 

Primary Location: Office of the Assistant Inspector General for 
Investigations (INV), Cameron Station, Alexandrta, VA 22314, has 
primary control over the system. The INV is a component of the 
Office of the Inspector General (OIG), Department of Defense 
(DoD). Decentralized Locations: INV Regional Field Offices, Resi­
dent Agencies, and various INV Headquarters staff elements origi­
nate and have temporary control over portions of the records. The 
Office of the Assistant Inspector General for Criminal Investigations 
Policy and Oversight (CIPO) and Office of the Assistant Inspector 
General for ~nspections originate and have control over portions of 
the .records. · 

Categori~s of individuals covered by the system: 
DoD civilian personnel; members of the Armed Forces of the 

United States, Reserve components, and National Guard units; DoD 
contractors; individuals residing on, having authorized official access 
to, or contracting or operating any business or other functions at any 
DoD installation or facility; and individuals not affiliated with the 
Department of Defense when their activities have directly threatened 
the functions, property or personnel of the Department of Defense, 
or they have threatened any other high ranking government person­
nel who are prov_ided protective service mandated by the Secreta~y 
of Defense, or they have engaged in, or are alleged to engage m 
criminal acts on DoD installations or directed at the Department of 
Defense, its personnel or functions; or individuals information regard­
ing DoD activities falling under the purview of OIG responsibilities. 

Categories of records in the system: 
Official Reports of Investigation (ROis) including any attachments, 

prepared by OIG or other DoD Federal, state, or local official 
investigative activities; Information Summary Reports (ISRs) which 
record unsolicited information of a criminal nature received by OIG 
concerning persons or incidents which are of direct interest to other 
DoD components or Federal agencies; documents, information, and 
confidential source files which are not included in the ROis but 
which serve as the basis of inv~stigations or which guide and facili­
tate investigative activities, including documents providing the data 
to open, direct, conduct, transfer and close cases; OIG file adminis­
tration and management documents accounting for disclosure, con­
trol, and access to a file; and Grand Jury information not contained 
in reports, agent notes, fingerprint cards, duplicat~ files at the local 
level and other . miscellaneous documents supporting the criminal 
investigation file. 

Authority for maintenance of the system:. 
Pursuant to the authority contained in the Inspector General Act 

of 1978 (Pub. L. 95-452), as amended, and DoD Directive 5106.1 (32 
CFR part 376) implementing that law, the DoD Inspector General is 
authorized to organize, direct and manage the Office of the Inspector 
General, to include the creation of necessary records. 

Purpose(s): 
Investigative information is collected at the request of appropriate 

DoD officials or agencies to identify· offenders, to provide facts and 
evidence upon ":'hich to base prosecution, to effect corrective admin­
istrative action and to recover money and property which has been 
wrongfully appropriated. Information contained in ISRs is dissemi­
nated to interested DoD components. Information is collected during 
reciprocal investigations 90nducted for other DoD investigative ele­
ments for maintenance and use by. the requesting DoD activity. Users 
of OIG investigative information include: OIG personnel in the 
course of their official duties; other accredited D()D investigative 
elements, DoD AgenCies, elements of the Military Departments and 
representatives of the Secretary· of Defense and the Joint Chiefs of 
Staff. OIG investigative records are used: rn criminal law enforce­
ment investigations including statutory violations, counterintelligence 
as well as counterespionage and counterterrorist activities and other 
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security ma!ters; to provide information in contractor responsibility 
an_d_ suspeqston(debarment determinations; to provide information in 
cpntract~~~. actions; to make statistical evaluations of OIG investiga­
tive acttvtttes; to respond to Freedom of Information Act access 
requests; to determine loyalty, suitability, eligibility, and general 
trustworthiness of individuals for access to classified information and 
govern~ent facilities,~for entry into, retention in and for personnel 
~ctons 1~ t~e Armed .Forces :Or Federal employment; to ·provide 
mformat10n m response to Inspector General, Equal Employment, or 
other CO!f1plaint !nvestigations and congressional inquiries; to obtain 
rele':'ant mformatton from federal, state, local and foreign agencies; to 
obtam employment records, if necessary, from business enterprises; 
and to obtain. information relevant ·to the on-going investigations. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

Information contained in ISR's is disseminated to· interested Feder­
al agencies~ Information is collected_ during reciprocal investigations 
conducted for other Federal investigative elements (or in limited 
instances, for local or state law enforcement agencies) for mainte­
nance and use by the requesting activity .. Users of OIG investigative 
information include: Accredited Federal criminal and civil law en-· 
forcement agencies; regulatory and licensing agencies; other accredit-, 
ed Federal agencies-conducting .investigations to evaluate suitability 1 

for ·employment or access to classified information; congressional 
committees; and the General Accounting Office. OIG investigative 
records are used: In criminal law enforcement investigations includ- · 
ing statutory violations; in counterintelligence as well as counteres­
pionage and counterterrorist activities and othe security matters con­
ducted by other agencies; to assist agencies charged with the respon­
sibility ,for investigating or prosecuting violations of laws, rules, regu­
latipns .or orders; to provide ·information in judicial or adjudicative 
proceedings includit;tg litigation or in accordance with a court order; 
to determine loyalty, suitability, eligibility,' and general trustworthi­
ness of individuals for_ access to classified information and govern­
ment facilities; by other Federal agencies in connection with hiring 
and ·retention~ of employees, issuan'?e of security clearance, or· other 
benefit by the;:. requesting agency; to provide information pertinent to 
the protectidn of persons under the provisions of 18 U.S.C. 3056; to 
obtair 'el)lployme~t. records, if. necessary, from business enterprises; 
and obtain _information relevant to the on-going investigations. See 
al~9 Jllank~t R9"utine Uses set forth for all DoD systems (32 CFR 
part 286a)." . · . 
. Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
, . Storage: 

Records are stored in file folders, on microfilm, and on supplemen­
tary index cards. 

RetrievabiUty: . 1 

Investigations are centrally retrievable through the Defense Inves­
tigative Service (DIS) Case Control System DIS System, V5-04; or 
the Defense Central Index of Investigations (DCII), DIS System V5-
02. Both systems are. managed by DIS and have been ·described .in 
the FEDERAL REGISTER. 

Safeguards: . 
.. All OIG records are stored in locked safes and are accessible only 
to authorized personnel who have a need-to-know in conjunction; 
with their official 'duties. Rec;:ipients of investigative information ·are 
responsible for safeguarding the information within the guidelines 
provided by OIG. · 

Retention and disposal: 
R~tention of closed OIG investigative· files is authorized for 25 

years, except they may be offered 'to the National Archives after 15 
years. Fraud prevention surveys are maintained for 10 years. Gener­
ally, ISRs are retained only 60 days. The partial duplicate records 
are retained for one year. All records are destroyed as if they were 
classified material. , : 
· System manager(s) and address:, 

'Assistant Inspector General for Investigations, DoD, 8D490 Cam­
ero~ Station, Alexandria; VA 22314. 

. Not~fication pr~cedure: 
Requests should be addressed to the System Manager at, the ad-· 

dress given above. Include ·in the request ·the full name, date, .and 
place of birth and Social Se«urity Number, and any· other pertipent 
data conc,erning the topic of the communicatic:m. These items. are· 
necessary for retrieval of information. l!te requester's ~ignature 
should be notarized. More information may be required. Individuals 
may visit INV at Bldg. 8, Room D490, Cameron Station, Alexandria, 
VA to mak~ direct inquiries regarding this system. A check of 
persona.l .identific~tion will be required of all· visitors making such 

inqumes providing the personal data is voluntary. However, the 
record search will be limited to the data furnished. 

Record access procedures: . 
The OIG rule for access and appealing initial denials of access may 

be obtained by visiting or writing the System Manager. 
Contesting record procedures: 
The OIG rules for contesting and appealing initial denials of 

amendment may -be obtainea by visiting or writing the System Man-
q~ ' 

Record source categories: 
. Subjects and· suspects of OIG · investigations. Interview ·of wit- . 

nesses, victims, and confidential sources. All types of records" and 
information maintained by all leyels of government, private industry, 
and non-profit organizations reviewed during the course of the inves­
tigation or furnished the OIG. Any other type of record deemed 
necessary to complete the OIG investigation. 

Exemptions claimed for the system: 
Portions of_this system of records may fall within the scope of 5 

U.S.C. 552a(j)(2) and are exempt from the 10provisions of 5 U.S. C.· 
552a(c)(3), (c)(4), (d), (e)(l), (e)(2), (e)(3), (e)(4)(G), .(e)(4)(H), 
(e)(4)(1), (e)(5), (e)(8), (f), and (g). Information from this system will 
be withheld only to the extent that its release would interfere with 
the investigative process. See 32 CFR•I?art 293. 

CIG-07 
System name: 

Decision Support System (DSS)- OAIG-AUD. 
·System location: 
Office of th~ Assistant Inspector' General fo;. Auditing (OAIG­

AUD); Planning, Resources, and ReportsDivision, Room 801, 400 
Army Navy Drive, Arlington; VA 22202-2884. Audit is a component 
of the Office of the· 1lnspector General (OIG), Department of Defense 
(DoD). Portions of the system may be maintained by other compo-
nents of OIG. · 

Categories of indi~iduals covered by the system: 
All active personnel employed by the O{G Audit activities to 

include retired and separated emplqyees. Records on former-employ­
ees are maintained for two years after termination, reassignment or 
retirement. · 

Categories of records in the system: '. 

Data on individual's current employment status, .. trammg ~xperi­
ences, audit and training venues and the following personal data: 
Name, home address and telephone number, date of birth, race and 
sex, veterans preference code, handicap code, pay grade and· step, 
federal pay plan, duty address and telephone number, security clear­
ance, computer access code, entered on duty date, service computa­
tion date, date of last promotion, date of next evaluation, date of last 
eval)latiop, position title, education, number of training days, date of 
release, hourly rate, career status c<;>de, and. employee status code. 

Authority for maint~nance of the system: · . ' ' 
Pursuant to the authority contained in the 'Inspector General· Act 

of 197~. (~ub. _L. 95-452), as amended , and DoP Directive 510().1, 
(32 CFR part 376) implementing the law, the Inspector General, 
DoD, •is.authorized to organize, direct, and manage the Office of the 
Inspector General, to include the creation and the· maintenance of 
any necessary records. E.O. 9397(SSN) 

Purpose(s): . 
· 'Information is used for: ' 

(a) Personnel and Billet reporting; used by the Staff Manager 
and all levels of management in the monitoring ·of personnel 
actions in regard. to promotion eligibility, filling of vacancies, 
and tracking of personnel transfers and reassignments within 
the OAIG-AUD. Security Clearance notification is provided 
to all audited activities in advance of visits by audit personnel. 

(b) Audit project IJ!anagement and auditor assignment .control 
· and reporting; u ... ed by. managers to maximize manpower 
resources and to proyide audit.cost summary data .. Reso.urce. 
information includes audit nl!mber, milestone dates, projected 
travel costs, a.nd projected ~taffing costs. 

(c) Staff Utilization reports;· used by managers primarily to track 
manhours allocated towards audit preparation and active audit 
projects, to allow for more effective scheduling of unassigned 
personnel, and to categorize indirect time expended for end~of­
year reporting. 
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. (d) Travel reporting; tracking.temporary duty (TOY) travel · 
frequency and duration. Utilized by managers for workload 
planning, travel scheduling, and to control travel costs on 
assigned audit projects~ . . 

(e) Time and Attendance (T&A) reporting; provided by all audit 
activities, to include regional offices in the United States and 
Overseas. Used by T &A Coordinators to assist in providing 

. time and attendance to the centralized payroll system. 
· (f) Training reporting; used primarily by the Training Officer 

and by all levels of management in determining future training 
needs, to schedule in-house training, and for the monitoring 
and administering of training for individual development. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · . . · 

Information from the system may be provided. to other Federal, 
State and Local Agencies when it is necessary to coordinate re­
sponses or denials. The Blanket Routine Uses set. forth at the begin­
ning of the OIG listing of record system notices also apply to this 
~~m . . 

'Policies and practices for storing, retrieving, accessing, 'retaining, and 
disposing of records in the system: · 

Storage: ' 
The DSS system of records is currently stored on direct access 

disk arid magnetic tape backup at the Washington Computer Center 
(WCC), United States Department of Agriculture, Washington; DC 
20250. . -

Retrievability: 
Records can be retrieved by SSN. A specified data element or a 

combination thereof contained in this system of records can be used 
for accessing information. ' 

Safeguards: 
Computer systems in which records reside are located in secured 

rooms accessible only to authorized personnel. Access to the DSS is 
protected through the use of assigned user/ID's and passwords for 
entry to the different subsystem applications. Once entry. is acknowl­
edge by the system; individual(s) are only allowed to perform prede­
fined t~ansactions/processes on files according to their access levels 
and functionality. 

Retention and disposal: 
Active records for individuals are maintained continuously or· as 

needed. Deletion of records from the system for inactive individuals 
are performed on employee's date of retirement, separation or trans­
fer to another organization. Machine records are destroyed by era­
sure or overprinting. Paper records are destroyed as if classified 
waste. 

System manager(s) and address: . 
Assistant Inspector Genera.l for Auditing, OIG, DoD, Room 1010, 

400 Army Navy Drive, Arlington, VA 22202-2884. Telephone: (202) 
697-9108. . . . . 

Notification procedu~:e: 
Wrhten req~ests for access should be addressed to the System 

Manager. Individuals requesting information should provide proper 
identification and the location where the individual's record resides; 
written request must be signed by the individual making the request. 

Record access procedures: 
Active, retired, separated, or transferred individuals may request· 

access to their records through a formal written request to the 
System Manager. · 

Contesting record procedures: 
Agency rules for access to records and for contesting contents and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are contained .in OSD Ad­
ministrative Instruction No. 81 (32 CFR part 286b) and IG DoD 
Policies and Procedures Manual, Chapter 33 .. 

Record source categories: 
Official Personnel Folder and other personnel input- documents, 

activity supervisors, applications and other official OAIG-AUD 
forms completed by the individual. 

Exemptions claimed for the system: 
None. 

CIG-09 
System name: 

Personnel Security Clearance/Eligibility 'Data. 
System location:' 
Chief, Security Branch, Personnel and Security Division, Director 

for Administration, 400 Army Navy Drive, Arlington, VA 22202. 

Categories of individuals covered by the system: 
All civilian and military personnel of the IG, oo·o who have been 

found eligible for employment/assignment in a sensitive position and/ 
or granted a security clearance for access to information classified in 
the interests of national security. · 

Categories of records in the system: 
Computer record of each individual in the Person·nel Security 

Clearance/Eligibility Data system. Computer listings are generated 
from this system in the form of a Personnel Security Clearance/ 
Eligibility Listing. Pr?11touts provide the respective senior official 
with complete personnel security data on their personnel who are 
assigned to sensitive positions. The printout reflects names of each 
individual authorized access, and their level of access to classified 
information. 

Authority for maintenance of the system: 
Executive Order (E;O.) 10450, as amended, which was issued by. 

virture of the authority vested in the President by Section 7532 of 
Title 5, United States Code, and their statutes enumerated in E.O. 
10450; Executive Order. 9397; Department of Defense Regulation, 
DoD 5200.2-R, Personnel Security Program Regulation, that man­
dates the establishment. o( a single Central Adjudication Facility 
within each Agency to record those adjudications made to. support 
the DoD Personnel Security Program; 32 CFR part 159. 

Purpose(s): 
This record system is by IG, DoD Management officials to control 

· the number of, and level of, sensitive positions; identify personnel 
assigned to these positions; and to determine whether personnel have 
been granted a clearance and the level of such clearance or access 
a~thorized. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Information on the clearance/eligibility status of individuals may 
be provided to the appropriate clearance access officials of other 
agencies when necessl:}ry in the course of official business. Certifica­
tions of clearance are issued to officials of other agencies when 
necessary in the course of official business. The blanket routine uses 
set forth at the beginning of the DoD Inspector Genera.l listing 
record system notices also apply to this system of records. 

Policies and practices for storing, retrieving, accessing,. retaining, and 
disposing of records in the system: · · 

Storage: 
Records maintained in folders; computer print-outs and automated 

data base files. 
Retrievability: 
Records are contained in the data .base and are retrievable by 

name, social security number (SSN), and various other keys. 
Safeguards: 
Records are maintained in areas that conform to applicable DoD 

security policies for safeguarding the record. Access to and retrieval 
from computerized files is limited to authorized users and is password 
protected/restricted. 

Retention and disposal: 
New Personnel Security Clearance/Eligibility data listings are 

printed monthly, prior listings are destroyed within 90 days. Records 
are purged from active files 18 months after employee departs the 
IG. 
Syste~ manager(s) and address:· 
Chief, Security Branch, Personnel and Security Division, Director 

for Administration, IG DoD, 400 Army Navy Drive Arlington, Va 
22202. 

Notification procedure: 
Written or personal requests for information may be directed to 

the system manager. 
Record access procedures: 
Written requests for information should contain the full hame, 

SSN, current address and telephone numbers of the individual re­
questor. For personal visits, the individual should be able to provide 
some acceptable identification, that is driver's license or employing 
office identification card. . . 

Contesting record procedures: 
The Agency's rules for contesting contents and appealing initial 

determinations by the individual concerned or contained in OSD . 
Administrative Instruction NO.Sl (32 CFR part 286b and IG DoD 
Policies and Procedures Manual, Chapter 33). 

Record source categories: 
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Certificates of clearance and/or record of personnel security inves­
tigations which are completed during a review of reports of investi­
gations conducted by. the Department of Defense and other Federal 
investigative organizations. Also, personnel security files ar~ main­
tained on individuals. 

Exemptions claimed for the system: 
None. : 

CIG-10 · 
System name: .. 
. Validation of Crede'ntials of qoD Contrac~ors' Employees. 
System .location: · · · · . . 
Department of Defense (DoD), Office of the Assistant Inspector. 

General for Analysis and Followup, Analysis & External Coordina­
tion, 400 Army Navy Drive, Arlington, VA 22202-2884 .. 
. Categories of indivi~uals covered by the system: 

Individuals empioyed by DoD Contractors, to include Consultants 
to the. Contractors;· selected on a random basis for validation of 
credentials. 

Categories of records in the system: 
Resumes containing personal information co.nsisting of an individ­

ual's name, social security number, schools attended, location of 
schools, degree(s) awarded, date(S) awarded,' work history ana last 
known or current address. Records also contain documents validating 
the indivj9ual's educatipnal credentials, ~experience, and state, federal 
and/or board certification(s). 

Authority for maintenance of the system: 
. Pub. L. 95-452, the Inspector General Act of 1978, as amended; 10 
U.S.C. Section 133, Secretary of Defense: Appointment, Po'wers, 
Duties and Delegation by: DoD Directive 5106.1, "Inspector Gener­
al of the Department of Defense" (32 CFR part 373). 

Purpose(s): 
To v~lidate credentials such as education,. experience, and state, 

federal and/or board certification of persons employed by DoD 
Contracto·rs, where such credentials have been. cited as part 'of the 
cost basis for accomplishing contract requirements. . 

Routine uses of records maintained in the system~ including catego-
ries of users and the purpose.s of such uses: · · 

The Blanket Routine Uses that appear at the beginning of the 
. Office of Inspector General's compilation· of record· system notices 

apply to this system of records. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records in file folders, computer magnetic disks and paper 

printouts in' secure filing cabinets. 
Retrievability: 
'Paper records filed in· folders and computer magnetic disks re­

trieved by 'JSing a computerized index of names. 
Safeguards: · 
Paper records are filed in folders stored in a locked filing cabinet. 

Computer disks and printouts are stored in a locked filing cabinet. 
Locked filing·cabinets are stored in a.Jimited access area. . 

Retention and disposal: . 
Paper reco~ds and computer disks are to be retained until comple­

tion of the overall validation process and data analysis, then de­
stroyed. Where discrepancies occur in the listed credentials, during 
the· validation. process, those credentials at issue will be submitted to 
the Assistant· Inspector General for Investigation for foJiow-up to 
resolve the issue. 

System manager(s) and address: 
DoD _Inspector General, Office of the Assistant Inspector General 

for Investigatipns, ATTN: Assistant Director, FOIA/PA ·Division, 
400 Army Navy Drive, Arlington, VA 22202-2884. 

Notification· procedure: 
Written • requests should be addressed to the System Manager and 

should be notarized. . .. 
Record access procedures: · 
Individuals seeking access to records periaining to them should 

submit a written request as indicated in· "Notification procedure." 
Individual should provide his/her full name. (first. , middle, last), 
former. maiden and married names or other aliases; name of DoD 
Contractor. for· whorn employed and approximate dates, and current 
address. 

Contesting record procedures: 

The rules for contesting and appealing ·initial determination will be 
provided· upon request to the System Manager. 

Record source categories: 
DoD Contractor bid packages and/or .personnel files, colleges/ 

universities, and state/federal licensing and/or certification boards. 
To· the .extent that follow-up to resolve discrepancies is required, 
information collected directly from the individual may be included in 
invest_igative inquiries. 
. Exemptions claimed for the system: 

None. 

CIG-lL 
System name: 

Budget Information'Tracking System (BITS). 
System location: , 
Department of Defense (DoD), Office of the Assistant Inspector· 

General for Administration and Information Management, Financial 
Management Directorate, 400 Army Navy Drive, Room 567 A, Ar-
lington, VA 22202-2884. · 

Categories of individuals covered by the· system: 
All DoD Inspector Qeneral employee.s who participate in IG 

Travel, Permanen.t Change' of Station (PCS), Awards, and Tr~ining. 
Categories of records in the system: 
Cost records of IG employees who have been approved for Tem­

porary Duty and Blanket Travel; employee training; Permanent 
Change of Station (PCS); and employee cash awards. 

~uthority for maintenance· of the system:· 
Public Law 95-452, the Inspector General Act of 1978, as amend­

ed; 10 U.S.C. 133, Secretary of Defense: Appointment, Powers, 
Duties and Delegation. by; DoD Directive 5106.1, ·"Inspector Gener­
al of the Department of Defense" (32 CFR part 373); and Executive 
Order 9397. 

Purpose(s): 
Information is ·used ·in determining current year execution and 

future budgetary requirements· for the Office of the Inspector Gener­
aL Personal information such as individual's name, Social Security 
Number and grade/rank are used as follows: 

a. :rracking temporary duty travel costs. Personal information, 
individual's name .and Social Security NJJmber are used as unique 
identifiers used in querying the system for cost data'-

b. Tracking blanket travel costs and effective dates. 
c. Tracking traini!lg costs and requirements. . 
d. Tracking Permanent Change of Station (PCS) costs. 
e. Tracking cash award costs. Personal information, .grade/rank are 

used in determining the cash award ceiliqg and range available to the 
individual proposing the cash award. · .. . 

Routine uses of records maintained in the system, including c·atego­
ries of users and the purposes of such uses: 

The "Blanket Routine Uses"- set fqrth at the beginning of the 
Office of the Inspect.or General's compilation of record ·system no­
tices apply to this system of records. 

PQiicies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 
. Storage: 

Records are stored on computer disks, stored in a fireproof safe. 
Paper records are forwarded to the appropriate office within the 
Inspector General for storage. 

·Retrievability: 
~ Records are retrieved by Social Security Number. A specified data 
element or a combination thereof contained in this system of records 
can be used for accessing .information. 

Safeguards: ' 
Access to the system is protected/restricted through the use of 

assigned user identification/passwords for entry into system motlules. 
Retention and disposal~ 
Records are maintained for the current fisc~! year. R~cords are 

then archived and stored in a fireproof safe for three years. At the 
end of the third year, the archived disks and paper records are 
destroyed. 

System manager(s) and address: . 
Assistant Director, FOIA/PA Division, Office of the Assistant 

Inspector General for Investigations, 400 Army Navy Drive, Room 
1016, Arlington, VA 22202-2884 .. 

Notification procedure;. 
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Individuals seeking to determine whether this system of records 
contains information about themselves should address written inquir­
ies to the Assistant Director, FOIA/PA Division, Office of the 
Inspector General for Investigations, 400 Army Navy Drive, Arling­
ton, VA 22202-2884. The request should contain the run name, 
address, and Social Security Number of the individual. 

Record access procedures: · 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries .to the Assist­
ant Director, Office of the Inspector General for Investigations, 400 
Army Navy Drive, Arlington, VA 22202-2884. The request should 
contain the full name, address, and Social Security Number of the 
individual. ' 

Contesting record procedures: 
Agency rules for accessing records and for contesting contents and 

appealing initial IG determinations by the individual concerned are 
published in OSD Administrative Instruction No. 81, "OSD Privacy 
Program"; 32 CFR part 286b; or may be obtained from the system 
manager. · 

Record source categories: 
· Data maintained in the system is obtained directly from the indi-

vidual on the following forms: · · 
A. Request to Temporary Duty Travel Form, provided to the 

Travel Section with information obtained from the individual travel­
er· 

'b. Request for Permanent Change of Station Form, provided by 
the Personnel and Security Directorate and Travel Section with 
information obtained from the individual; 

c. Request for Training Form, provided by the Training Officer 
within each segment of the· Office of the Assistant Inspector General 
with information obtained from the individual; and 

d. Incentive Awards Nomination and Action Form, provided by 
the Personnel and Security Directorate with information obtained 
from an individual's supervisor and personnel records. 

To the extent that a follow-up to resolve discrepancies is required, 
information is collected directly from the individual or the appropri~ 
ate office within the Office of the Inspector General on Department 
of Defense (DD) Forms 1610 and 1614, Standard Form 182, and IG 
Form 1400.430-3. 

Exemptions claimed for the system: 
None. 

CIG-12 
System name: 

DoD Inspector General Drug Free Workplace Records. 
System location: 
DoD Inspector General, Office of the Assistant Inspector General 

for Administration and Information Management, Personnel and Se­
curity Directorate, 400 Army Navy Drive, Room 434, Arlington, 
VA 22202-2884, and offices of designated contractors. 

Categories of individuals covered by the system: 
Employe~s of, and applicants for positions in, the Office of the 

DoD Inspector General. 
Categories of records in the system: 
Records relating to program implementation; administration (selec­

tion, notification, testing of employees and applicants, for illegal drug 
use and employee assistance); interservice/agency support agree­
ments/designated .contractors for specimen collection, laboratory 
testing and medical review services; training requirements; urine 
specimens, drug test results; policy guidance; self-identification 
records; requests for testing submitted by employees or supervisors; 
testing notification; documentary evidence in support of testing deci­
sion; chain of custody records regarding testing samples, reports of 
testing performed; documentary evidence submitted by employee or 
applicant in rebuttal test results;· reports of medical finding test re­
sults; disciplinary/adverse action records to include notification of 
proposed action and documentary evidence submitted in support 
thereof and managemenfs action; . referrals to counseling/rehabilita­
tion services; records regarding employees; consent for release of 
information concerning counseling/rehabilitation progress. Records 
relating to the illegal possession or distribution of controlled sub­
stances (as specified in Schedules I through V, as defined in 21 
U.S.C. 802(6) and listed in Part B, Subchapter '13 of that Title), by 
the employees of the OIG will also be maintained in this system of 
records. 

Authority for maintenance of the system: 
5 U.S.C. 7301·and 7361; 21 U.S.C. 812; Pub. L. 100-71; Executive 

Orders 12564 and 9397; and DoD Directive 1010.9, "DoD Civilian 
Employee Drug Abuse Testing Program". 

Purpose(s): 
The system is established to maintain records relating to the imple­

mentation of the program, administration, selection, notification and 
testing (of DoD Inspector General employees, and applicants for 
employment, for the use of illegal drugs and drugs identified in 
Schedule I and II of 21 U.S.C. 812. Records relating to the illegal 
possession or distribution of controlled subsances, (as specified in 
Schedules· I through V, as defined in 21 U.S.C. 802(6) and ·listed in 
Part B, Subchapter 13 of that Title) by the employees of the Inspec-' 
tor General will also be maintained in this system of records. 
Records will consist of, but not be limited to, interservice/agency 
support agreement/designated contractors for specimen collection, 
laboratory testing and medical review services; training requirements; 
urine specimens, reports of drug test results; policy guidance; self­
identification records; requests for: testing submitted by employees or 
supervisors; testing notification; documentary evidence in support of 
testing decision; chain of custody records regarding testing samples; 
records relating to the type and quality of testing performed; docu­
mentary evidence submitted by employee or applicant in rebuttal of 
test results; reports of. medical findings regarding test results; discipli­
nary/adverse action records to include notific;ation of proposed 
action and documentary evidence submitted in support thereof and 
management's action; referrals to counseling/rehabi~itation ~ervic~s; 
records regarding employee's consent for release of mformatton con­
cerning counseling/rehabilitation progress; and records relating to 
the illegal possession or distribution of controlled substances by the 
employees of the Inspector General. 

Routine uses of records maintained in ·the system, including catego­
ries of users and the purposes of such uses: 

In order to comply with the provision of U.S.C. 7301, the DoD 
Inspector General "Blanket Routine Uses" do not apply to this 
system of records. 

To a court of competent jurisidiction where required by the 
United States Government to defend against ·any challenge against 
any adverse personnel action. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records are maintained in file folders. Electronic records 

exist . on' magnetic tape, diskette, or other machine-readable media. 
Records are also maintained in an automated data system and elec­
tronically secured files. 

Retrievability: 
Records are retrieved by employee or applicant name, Social Secu­

rity Number, date of birth, specimen identification number, locally 
assigned indentifying number, agency name, collection site or date of 
testing. A specified data element or a combination tpereof contained 
in this system of records can be used for accessing information. 

Safeguards: 
Paper records are stored in secure containers (e.g., safes, locked 

filing cabinets, etc.) that are locked when not being used. Electronic 
records are accessed on computer terminals in supervised areas· using 
a system with password access safeguards and is protected/restricted 
through the use of assigned user identification/passwords for entry 
into system modules. All.employee and applicant records are main~ 
tained and used with the highest regard for employee and applican~ 
privacy. Only persons on a need-to-know basis and trained in the 
handling of information protected by the Privacy Act have access to 
the.systems. · 

Urine specimens will be stored in appropriate locked storage facili­
ties. Access to such records and specimens is restricted. · 

Chain of custody and other procedural and documentary require­
ments of Pub. L. 100-71 and the Department of Health and Human 
Services Guidelines will be followed in collection or urine samples, 
conducting drug tests and processing test results. 

Retention and disposal: . 
Records are retained for tip to three years for any employee who 

has separated, retired or died; or for up to five years after any and all 
final appeals have been adjudicated. . · 
, Destruction of records is accomplished by tearing, shredding, or 
burning of paper records. Electronic· records are erased or overwrit­
ten. 

System manager(s) and address: 
OIG Drug Program Coordinator, Office of the Inspector General, 

Assistant Inspector General for Administration and Information Man­
agement, Personnel and Security Directorate, 400 Army Navy D~ive, 
Room 434, Arlington, VA ,22202-2884. 

Notification procedure: 
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Individuals seeking to determine whether this system of. record!? 
contains informa~,i9.n about themselves should add.ress w.ritt~n inquir­
ies to the. Assistant. Director, FOIA/PA Division, Office of the 
Assistant Inspector . General for Investigations, . 400 Army Navy 
Drive,:;Arlington, VA 22202-2884. - · ·: 

~ndividuals must furnish their full name,· Social Security Number., 
the· titJe,.series and grade of the pos.ition they occupied or applied for 
when the drug test was· conducted and the month .and year of the 
test .. Written requests should include the notarized signature of the 
subject individual. · 

Record· access procedures: · 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries to the Assist­
ant Director, FOIA/PA Division, Office of the Assistant Inspector 
General: for Investigations, 400 Army Navy Drive, Arlington, VA 
22202-2884. 

Contesting record procedures: 
Agency· rt,iles for access to records and for contesting contents and 

appealing initial agency determination by thc:r individual concerned 
are contained in OSD Administrative lnstrllction. No. 81; 32. CFR 
part 286b; IG DoD Policies and Procedures Manual, chapter 33 :Or 
may be obtained from th~ system manager. ' , " 

Record source categories: 
Data maintained in· this. system is obtained from the indivdual to 

whom the record pertains;· DoD Inspector General and contractor 
employees involved in the selection, notification, and collection of 
individuals to be tested; cont.ractor laboratories tqat test urine speci­
mens for the presence· of illegal ·drugs; contractor ·medical review 
officials; superyisors and managers and other officials engaged in 
administerin'g the Drug-Free Workplace Program and proces~ing ad­
verse actions based on drug test results and· others on a ~ase by case· 
~~ . 

Exemptions .claimed' for the system: 
( • . . J' ' 

None. 

CIG-13 
System name: 

Travel and Transportation System. 
System location: 

->noD Inspecto·r General, Office of the Assistant Inspector General 
for Admini'stration and Information· Management, Administration and 
Resources Acquisition Directorate, Operations 'Support Division/ 
Travel and Transportation Branch, 400 Army Navy Drive,· room 
414, Arlington,,VA 22202-2884. · 

Categories of individuals covered in the system: 
All current ana former' DoD. Inspector General· employees who· 

participate ot· who are eligible to participate in IG Temporary Duty 
(TDY) and Permanent Change of Station (PCS) Travel. 

Categories of records in the system: 
Records consist of name, Social Security Number, title, grade and 

series/rank of employee, and trip ticket number assigned to travel. 
· · Authoricy for maintenance of the system:· · · 

Public Law .95-452, the Inspec;tor Gene~al Act o~ 19,78, as amend­
ed; 10. U.S.C. 133, Secretary ·or Defense: Appomtment, Powers, 
Duties and . DeJega~ion by; Executive Order 9397; DoD. Directive 
5106.1, Inspector General of the Department of Defense (32 CFR 
part 373). . · · · · 

Purpose(s): 
- Information. in<this system will be· used to issue travel orders 
(including Blanket Travel Orders) for TDY and PCS travel;. to track 
travel performed in accordance with budgetary requirements; and to 
track travel vouchers. submitted for reimbursement of travel; and .to 
alert authorities· to·.any ·discrepancies· in travel performed by DoD 
OIG employees. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: .. 

The ·"Blanket' Routine Uses" .~t forth·., at the hegin'ning ·Of the 
Office· of the Inspector General's compilation of records system· no­
tices apply to this system .of recor.ds. ..J 

Policies, and practices for storing; retrieving, accessing anii disposing 
of records in the system: 

Storage: 
Paper records are stored in an automated file server and automated 

records on computer disks. · · · · · 
Retrievability·: · · 
Records are retrieved by nam~, S~cial Security Number or· trip 

ticket number. 

Safeguards: . . 
The system 'is accessible only by authorized person~el on a ~eed­

to-know basis. Access to the automated file server IS by ass1gned 
password restricted to only those individuals requiring access to the 
system module in conne~tion with their.official duties. ~ccess to the 
area is through a cipher locked room with the code prov1deq only ~n 
a need-to-know basis. Computer disks and paper records are stored m 
locked file cabinets residing in a monitored area which. is locked after 
normal business ·hours. · · 

Retentior:a and disposal: 
Records are maintained in an active status for the curreilt fiscal 

year. Records are then archived to NARA·, Suitland ·and held for· 
three years, and then destroyed. 

System manager(s) and address: . 
DoD Inspector General, office of the Assistant Inspector General 

for Investigations, Director,, FOIA/PA Division, 400 Army Navy 
Drive, A~lington, VA 22202:-2884. 

Notification procedure: 
Individuals seeking to determine whether this system_ of r~cor~s 

contains information about themselves should address wntten mqu)r­
ies to the Director, FOIA/PA Division, 400 Army Navy Drive, 
Arlington, VA 22202-2884. . . . . 

The, request. should con tam thetr full name; Soc1al Secunty 
Number, (current home address and telephone number). The request 
should contain .a notarized signature of the individual· to whom .the 
record pertains; and, if· authorizing someone to represent them, a 
statement to that effect. 

·Record access procedutes': . 
I Individuals seeking 'access to .records about themselves contained in 

this system of records should address written requests to the Direc­
tor, FOIA/PA Division, 400 Army Navy· Drive, Arlington, VA 
22202-2884. ' I · 

The request should contain the .. fl111 name of· the individual, non­
duty mailing address and daytim'e telephone number. The request 
should also· cont~in a notarized signature of. the individual to whom 
the r~<;ord pertains; and, if authorizing someone to represent them, a 
statement to that effect. . 

Contesting record procedure: .. , 
Agency rules for access to records and for c~mtesting contents and 

appealing initial agency determination by the individual concerned 
are contained in OSD Administrative Instruction No. 81; 32 CFR 
part 286b; IG DoD Policies and Procedures Manual, Chapter 33 or 
may be obtained frpm the sy!?tem manager. 

Record source categories: 
Data is obtained diiectly from the individual ori IG Form 775050-

4, Request for Temporary ·Duty Travel Form; Request for Perma­
nent change of Station Form; and computer tape of the OIG Person­
nel Listing (PERLIS). 

Exemptions claimed for the system: , 
None. ·• 

CIG-14 
System name: 

Auditor and Inspector Log. . 
System location: 
Department of Defense (DoD), Office of the Assistant Inspector 

General for Administration and Information Management, Informa­
tion S'ystems Directorate, 400 Army Navy Drive, Arlington, VA 
22202-2884. 

Categories of individ~als covered by the system: 
· All current and former e~ployees of the Office of the Inspector 
General, DoD, who .have participated. in audits or· inspections; as 
well as current and former DoD contractor personnel and other 
DoD Component personnel who have. participat~d in _the au~its or 
inspections, and whose names appear m the. aud1t or· mspect10n re­
ports. 

Categorie~ ofrecords in the system:· . . 
The individuals who performed the ~udit or inspection, and the 

cpmplete text and findings of the audit and inspection reports. 
Author.ity for maintenance of the system: · 
Public Law 95-452, the Inspector General Act of 1978, as am~nd­

ed; 10 U.S.C. 133, Secretary of Defense: Appointment, Pow.ers, 
Duties and Delegation by; DoD-Directive 5J06.1, Insp.ector General 
of the Department of Defense (32 CF~ part 373). 

Purpose(s): 
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. To i~entify the auditors or inspectors who participated in audits or 
mspect1ons for the Office of the Inspector General; and, to identify 
the .sJ?ecific audits or inspections in which an auditor or inspector 
participated. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purpose of such uses: 

The "Blanket Routine Uses" set forth at the beginning of the 
Office of the Inspector General's compilation of records system no­
tices apply to this system of records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: . 

Storage: 
Records are stored on paper and in compt,Uer and optical disks 

formats. 
Retrievability: 
Records are retrieved by individual name. · 
Safeguards: 

· Records are accessible only by authorized personnel who are prop­
erly cleared and trained, and who require access on a need-to-know 
basis~ Access to records requires an assigned password, and reside in 
a controlled area. . · 

Retention and disposal: 
Records are destroyed when no longer needed or after three years, 

whichever is sooner. 
System manager and address: 
DoD Inspector General, Office of the Assistant Inspector General 

for Investigations, Director, FOIA/PA Division, 400 Army Navy 
Drive, Arlington, VA 22202-2884. · 

Notification procedures: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir­
ies to the Director, FOIA/PA Division, 400 Army Navy Drive, 
Arlington, VA 22202-2884. , 

The request should contain their full name and be notarized. If the 
request is authorizing someone to represent them, a statement to that 
effect should appear in the request. 

Record access procedure: 
Individuals seeking access to records about themselves contained in 

this system of records should address. written requests to the Direc­
tor, FOIA/PA Division, 400 Army Navy Drive, Arlington; VA 
22202-2884. 

The request should contain the full name of the individual, non­
duty mailing address and daytime telephone number. 

The request should contain a notarized signature of the individual 
to whom the record pertains; and, if authorizing someone to repre­
sent them, a statement to that effect. 

For p~rsonal visits, the individual should make advance arrange­
ments w1th the system manager for an appropriate time to be set 
aside to review the record; and, at the time of review, be able to 
provide some acceptable form of identification, i.e., driver's license 
or employee identification card: 

Contesting record procedures: 
Agency rules for access to records and for contesting co~tents and 

appealing initial agency determination by the individual concerned 
are contained in OSD Administrative Instruction No. 81; 32 CFR 
part 286b; IG DoD Policies and Procedures Manual, Chapter 33 or 
may be obtained from the system manager. 

Record source categories: 
Information is obtained from Audit Final Reports and Inspection 

Final Reports. 
Exemptions claimed for the system: 
None. 

CIG-15 
System name: 

Special Inquiries Investigative Case File and Control System. 
System location: 
Office of the Assistant Inspector General for Departmental Inquir­

ies, Offi,ce of the Inspector General, Department of Defense, 400 
Army Navy Drive, Room 1027, Arlington, VA 22202-2884. 

Categories of individuals covered in the system: . 
Individuals who provide initial complaints resulting in administra­

tive investigations conducted by Office of the Assistant Inspector 
General for Departmental Inquiries (OAIG-DI) related to violations 
of laws, rules, or regulations or mismapagement, gross waste of 
funds, abuse of authority, or a danger to the public health and safety; 

subjects of administrative investigations conducted by the OAIG-DI; 
or individuals identified as having been adversely affected by matters 
under investigation by the OAIG-DI. · 

Categories of records in the system: 
Materials relating to allegations received and documentation cre­

ated as a result of action by the OIG, including reports, records of 
action taken, and supporting documentation. 

Authority for maintenance of the system: 
. Inspector General Act of 1978 (Pub. L. 95-452), as amended; and 

DoD Directive 5106.1 (32 CFR part 376). 
Purpose(s): 
To record complaints, allegations of wrongdoing, and requests for 

assistance; to document inquiries, research facts and circumstances, 
sources of information, conclusions and recommendations; to record 
actions taken and notifications of interested parties and agencies. 

Routine uses of records maintained in the system including catego­
ries of users, and purposes of such uses: · 

The "Blanket Routine Uses" set forth at the beginning of the 
Office of the Inspector General compilation of recon;l system notices 
apply to t~is system of records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · · 

Storage: 
Automated and paper records are stored in conventional media­

file folders and personal computer. 
Retrievability: 
Automated and paper records pertaining to administrative investi­

gation cases are indexed· through the use of a computerized cross­
reference system; they may be retrieved by individual names or case 
numbers. 

Safeguards: 
Records, both paper and automated, are accessible only to OAIG­

DI personnel having official need therefor and are stored in locked 
rooms. The automated system is password protected, and regular 
back-ups of data are performed. 

Retention and disposal: 
Automated and paper records are retained for a .period of ten years 

following completion of final action. 
System manager(s) and address: ' 
Assistant Director, FOIA/PA Division, Office of the Assistant 

Inspector General for Investigations,400 Army Navy Drive, Arling­
ton, VA 22202-2884. 

Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written, nota­
rized inquiries to the Assistant Director, FOIA/PA Division, Office 
of the Assistant Inspector General for Investigations, 400 Anny 
Navy Drive, Arlington, VA 22202-2884. The request should contain 
the individual's full name, address, and Social Security Number. 
Requests submitted on behalf of other persons must· include their 
written, notarized authorization. Provision of the Social Security 
Number is voluntary and it will be used solely for identification 
purposes. Failure to provide the Social Security Number will not 
affect the individual's rights. 

Records access procedures: 
Individuals may access agency records or informationabout them­

selves should ·address written, notarized inquiries to the Assistant 
Director, FOIA/PA Division, Office of the Assistant Inspector Gen- . 
era! for Investigations, 400 Army Navy Drive, Arlington, VA 22202-
2884. The request should contain the individual'.s full name, address, 
and Social Security Number. Requests submitted on behalf of other 
persons must include their written, notarized authorization. Provision 
of the Social Security Number is voluntary and it will be used solely 
for identification purposes. Failure to provide the Social Security 
Number wiH not affect the individual's rights. 

Contesting record procedures: · 
. :~he rules for !lccess to r~co~d~ and for contesting and appealing 
1ntt1al determmat1ons by the md1v1dual concerned are published at 32 
CFR part 312 or may be obtained from the system manager. 

Record source categories: 
Information was obtained from sources, subjects, witnesses, all 

levels of government, private businesses, and nonprofit organizations. 
Exemptions claimed for the system: 
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Portions of.thisrt;cord ,system may be exempt pursuant to 5 U.S.C. 
55.2(k)(2) as applicable. · . . ; 

. An exemption rule for this record system has been. promulgated in 
accordance with the requirements of 5 U.S.C..·553(b) (1), (2), a~d (3), 

·,,! 

,I 

;.,1. 

~. i . 

.·, 

'j 

,. : 

(c) and (e) and published in 32 CFR part.312-: For additional informa­
tion contact the system manager. 

I., 
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OFFICE OF THE SECRETARY OF 
DEFENSE 

How Systems of Records are Arranged 

The office of the Secretary of Defense (OSD) provides immedhite 
staff assistance and advice to the Secretary of Defense, independently 
organized and identified offices function in full coordination . and 
cooperation. Therefore, the Office of the Secretary of Defense sys­
tems of records are not maintained or arranged by subject but estab­
lished in functional areas of a par.ticular responsible staff office. The 
Office of the Secretary of Defense includes the offices of the Under 
Secretaries of Defense, the Assistant Secretaries of Defense, and 
Assistants to the Secretary of Defense, the General Counsel, DoD, 
and such other staff offices as the Secretary of Defense establishes to 
assist him in carrying out his duties and responsibilities. . · 

· How to Use the Index Guide 

To assist in loca.ting and reviewing the particular reco~d system of 
interest, the various. staff offices and the prefix letter symbols repre- . 
sented as part of the record system identification for that office are 
se~ for below. · · 

OSD Office 

System Identification 
Special Assistant to the Secretary and Deputy 
Secretary of Defense · 

DATSD 
Office of the Assistant Secretary of Defense (Force 
Management and Personnel) 

DFM&P 
General Counsel, Department of Defense 

DOC. 
Office of the Assistant Secretary of Defense 
(Health Affairs) 

DHA 
Office of Civilian Health and Medical Program of 
the Uniformed Services, DoD 

DOCHA 
Department of Defense Dependents Schools 

DODDS 
Office of the Assistant Secretary of Defense · 
(Public Affairs) 

DPA 
Office of the Assistant Secretary of Defense 
(Program Analysis and Evaluation) 

DPA&E 
Defense Systems Management College 

DSMC 
Office of the Under Secretary of Defense for 
Acquisition 

DUSA 
Office of the Under Secretary of Defense for 
Policy 

DUSDP 
Washington Headquarters Services 

DWHS 

REQUESTING RECORDS 
. Records are retrieved by name or by some other personal identifi­

er. It is therefore especially important for expeditious service when 
requesting a record that particular attention be provided to the Noti­
fication . and/or Access Procedures of the particular record system 
involved· so as to furnish ttte required personal identifiers, or any 
other pertinent personal information as may be required to locate and 
retrieve the record. 

BLANKET ROUTINE USES 
Certain blanket 'routine uses' of the records have been established. 

that are applicable to every record system maintained within the 
Department of Defense unless specifica]ly stated otherwise within a 
particular record system. These additional blanket routine uses of the 
records are published below only once in the interest of simplicity, 
economy and to avoid redundancy before the individual record 
system notices begin rather than repeating them in every individual 
record system. 

ROUTINE USE-LAW ENFORCEMENT 
In the event that a system of records maintained by this compo­

nent to carry out its func~ions indicates a violation or potential 
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violation of law, whether civil, crimihal or regulatory in nature, and 
whether arising by general statute or by regulation, rule or order 
issued pursuant thereto, the relevant records in the system of records 
may be referred, as a routine use, to the appropriate agency, whether 
Federal, state, local, or foreign, charged ·with the responsibility of 
investigating or prosecuting such violation or charged with enforcing 
or implementing the statute, rule, regulation or order issued pursuant 
thereto. · · 

ROUTINE USE-DISCLOSURE WHEN 
REQUESTING INFORMATION 

A recor~ from a system of records maintained by this compoil.ent 
may be disclosed as a routine use to a Federal, state, or local agency 
maintaining civil; crjminal, or other relevant enforcement information 
or other pertinent information, such as current licenses, if necessary 
to obtain information . relevant to a component decision concerning 
the hiring or retention of an employee, the issuane clearance, the 
letting of a contract, or the issuance of a license, grant or other 
benefit. 

·.ROUTINE USE-DISCLOSURE OF REQUESTED 
INFORMATION . 

A record from a system of records maintained by this component 
may be disclosed to a Federal agency, in response to its request, in 
connection with the hiring or retention of an employee, the issuance 
of a security clearance, the reporting of an investigation of an em­
ployee, the letting of a contract, or the issuance of a license, grant or 
other benefit by. the requesting agency, to the extent that the infor- · 
mation is relevant and necessary to the requesting agency's decision 
on the matter. · 

ROUTINE USE-CONGRESSIONAL INQUIRIES 
Disclosure from a system of records maintained by this component 

may be made to a Congressional office from the record of an individ­
ual in response to an inquiry from the Congressional office made at 
the request of that individual. 

ROUTINE USE-PRIVATE RELIEF LEGISLATION 
·Relevant information contained in all systems of records of the 

Department of Defense published on or before August 22, 1975, may 
be disclosed to the· Office of Management and Budget in connection 
with the review of private relief legislation as set forth in OMB 
Circular A-19 at any stage of the legislative coordination and clear­
ance process as set forth in that Circular. 

ROUTINE USE-DISCLOSURES REQUIRED BY 
INTERNATIONAL AGREEMENTS 

A ~ecord from a system of records .maintained. by this' component 
may be disclosed to foreign law enforcement, security, investigatory, 
or administrative authorities in order to comply with requirements 
imposed by, or to claim rights conferred in, international agreements 
and arrangements including those regulating the stationing and status 
in foreign countries of Department of Defense military and civilian 
personnel. 

ROUTINE USE-DISCLOSURE TO STATE AND 
LOCAL TAXING AUTHORITIES 

Any information normally contai11ed in IRS Form W-2 which is 
m~intained in a record from a system of records maintained by this 
component may be disclosed to state and local taxing authorities with 
which the Secretary of the Treasury has entered into agreements 
pursuant to Title 5, U.S. Code, Sections 5516,,5517, 5520, and only to 
those state and local taxing authorities for which an employee or 
military member is or was subject to tax regardl~ss of whether tax is 
or was withheld. This routine use is in accordance with Treasury 
Fiscal Requirements Manual Bulletin Nr. 76-07. 

ROUTiNE USE ~ DISCLOSURE TO THE OFFICE 
OF PERSONNEL MANAGEMENT 

A record from a system of records subject to the Privacy Act and 
maintained by this component may· be disclosed· to the Office of 
Personnel Management concerning information on pay and leave, 
benefits, retirement deductions, and any other information necessary 
for the Office of Personnel Management to carry out its legally 
authorized Government-wide personnel management Junctions and 
studies. 
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·ROUTINE USE-DISCLOSURE TO THE 
DEPARTMENT OF JUSTICE FOR LITIGATION 
A record from a system of records maintained by this co~ponent 

may be disclosed as a routine use to any· component of the Depart­
ment of Justice for the purpose of representing the. Department of 
Defense,.or any officer, employee or member of the' Depar.tment in 
pending or potential litigation to which the record is pertinent. 

ROUTINE USE-DISCLOSURE TO MILITARY 
BANKING FACILITIES OVERSEAS 

In(ormation as to current military addresse~ and assignments may 
be provided to military bari.king facilities who provide banking serv­
ices overseas and ·who are reimbursed by the Government for certain 
checking and loan losses. For personnel separated, discharged, or 
retired from the Armed· Forces, information as to last known residen- · 
tial or home of record address may be provided· to the military 
banking. facility upon certification by a banking facility ·officer that 
the facility has a returned or dishonored check negotiated by the 
individual or the individual has defaulted on a loan and that .·if 
restitution is not made by the individual, the U.S. Government will 
be liable for· the losses the facility may incur. · 

ROUTINE USE-DISCLOSURE OF INFORMATION 
TO THE GENERAL SERVICES ADMINISTRATION 

(GSA) . 
A record from a system of records maintained by this component . 

may be disclosed as a .routine use to the General Services Adminis­
tration· (GSA) for the purpose of records management' inspections 
conducted under authority of 44 U.S.C. ~904 _a.nd 2906. 

ROUTINE USE-DISCLOSURE OF INFORMATION 
TO THE NATIONAL ARCHIVES AND RECORDS 

ADMINISTRATION (NARA) 
A record from a system of records maintained by this component 

may be disclosed as ~ routine. use to the National Archives and 
Records Administration (NARA) for the purpose of records manage­
ment inspections conducted under authority of 44 U.S.C. 2904 and 
~~ . . 

ROUTINE USE-DISCLOSURE TO THE MERIT 
SYSTEMS PROTECTION BOARD 

A record from a system of records maintained. by. this co~ponent. 
may be disclosed as a routjf!e use to the Merit Systems Protec;ti9n· 
Board, including the Office of the Special Counsel for the purpose of 
litigation, inclu9ing administrative proceedings, appeals, special stud­
ies of the civil service. and other merit systems, review of OPM .or 
component rules and regulations, investigation of alleged or possible 
prohibited personnel practices; including administrative proceedings 
involving any individual subject of a DoD investigation, and such 
other functions, promulgated in 5 U.S.C 1205 and 1206, or as may be 
authorized by law. 

ROUTINE USE-COUNTERINTELLIGENCE 
PURPOSES.! 

A record from a system of records maintained by this component 
may be disclosed as a routine use outsi.d~ the DoD. or the U.S. 
Government for the purpose of counterintelligence activities author­
ized by U.S. Law or Executive Order or for the purpose of enforcing 
laws which protect the national security of the. United States. 

DATSD 03 
System name: 

Files of Personnel Evaluated for Non-Career Employment in 
DoD. 

System location: 
Primary Location - Air Force Data Services Center, Room· 

3AI066,.The Pentagon, Washington, DC 20330. Hardcopy located at 
Office of the Assistant to the Secretary and Deputy Secretary of 
Defense, Washington, DC 20301. 

Categories of indi~~duals covered by the system: 
Active and. inacti~e employees/candidates employed/seeking non­

career positions in DoD, including consultants and committee mem­
bers. 

Categories of records in the system: 
Personnel files. consist of resumes, forwarding correspondence be­

tween internal offices within DoD, transmittal correspondence from 
individuals, industry, other departments and agencies, and the Execu-

tive/Legislative Branch of the Federal Government. Correspondence 
consists of requests for employment or recommendations of others 
for employment for non-career positions, and memoranda confirming 
telephonic queries. Card files consist of DoD consultants or members 
of committees, home and business addresses, and approval dates. 

. Authority for maintenance of the system: 
J'itle 10, US Code, Section· 133. 
P.urpose(s): 
Files are collected to evaluate qu·alifications of individuals seeking 

or ·who have oeen recqmmended for non-career positions within 
DoD. ·Records are used in searching for qualified candidates ·for 
forthcoming vacant positions. Files ar~ reviewed by authorized per­
sonnel within the immediate Office of the Secretary of Defense. Files 
of individual 'candidates are sent to presidential personnel for clear­
ance. Records are· used to track consultancy or memberships; home 
and business addresses, particular expertise, and entry/exit 'date. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

See Office of the Secretary of Defense (OSD) blanket routine uses 
at the head of this component's published system notices. 

Policies and practices for storing, retrieving, accessing, retaining, af'!d 
disposing of records in the system: ' 

Storage: 
Paper records in file folders; cards in card files, computer disks, 

and computer paper printouts.·. 
Retrievability: ' 
Information accessed by last name of individual. Individual user 

codes and passwords required to access information stored in com­
puter. 

Safeguards: 
Building employs security guards. ·sensitive manually stored data 

kept in locked cabinets or safes and may be accessed only by author­
ized personnel. Computer stored data is kept in a secure computer 
facility and may be accessed only by authorized, properly· trained 
personnel who have access codes and passwords. 

Retention and disposal: 
Active files are retained as long as an i~dividual is employed 

within DoD. Inactive files are screened upon termination of employ­
ment with DoD to determine their retention value for possible future 
non-career employment i.e., some files are destroyed upon termina­
tion of employment while other files may be retained for an indefi­
nite period depending on the background and experience of individ­
ual. 

System manager<s) and address: 
Ms. Marybel Batjer, Office of Assistant to the Secretary and 

Deputy Secretary of Defense, Room 3E941, The Pentagon, Washing­
ton, DC 20301. 

Notification procedure: ' 
Requests from individuals should be addressed to the Office of the 

Assistant to the Secretary and Deputy Secretary of Defense, Wash­
ington, DC 20301. Visits are limited to the Office of the Assistant to 
the Secretary and Deputy Secretary of Defense. Written requests for. 
information should contain the full name of the individual and social 
security number. For personal visits, the individual should pe able to 
provide some acceptable identification, that is, driver's license, build­
ing access identification card, etc. 

. Record access procedures: 
Procedures for gaining access by 'an individual may. be obtained. 

from the following: Office of the Assistant to the Secretary and . 
Deputy Secretary of Defense, Room 3E941, The Pentagon, Washing-
ton, DC 20301. Telephone: 202-697-7968. ' 

Contesting record procedures: ' 
The agency's rules for access to records and for contesting con.: 

tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc­
tion No. 81. 

Record source categories: 
Files are originated. in the Office of the Assistant to the Secretary 

and Deputy Secretary of Defense, with ·information that has been 
referred by others or aplicants for non-career positions. 

Exemptions claimed for the system: · 
None. 

1 .DGC 02 
System name: 
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Private Relief Legislation File. 
System location: 
Legislative Reference Service, Defense Legal Services Agency, 

Department of Defense, Pentagon, Washington, DC 20301. 
Categories of individuals covered by the system: 
Individuals for whom private relief legislation has been introduced 

in Congress. · 
Categories of records in the system: 
Private relief legislation files of the Department of Defense, con­

tain the history of legislation concerns individuals and contains infor­
mation about them. 

Authority for. ~aintenance of the sy.stem: 
Title 10, U.S. Code, Section 133 and 137. 
Purpose(s): 
These files are used by the attorneys in the Office of the General 

_Counsel, Office of the Secretary of Defense and personnel in the 
Department of Defense to produce working papers in development 
of a department position. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See Office of the Secretary of .Defense (OSD) Blanket Routine 
Uses at the head ofthis Component's published system notices. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: 
Filed by name and bill number. 

. Safeguards: 
Stored in metal filing cabinets where they are kept irt a locked 

room. 
. Retention and disposal: 
Files are retained as long as there is an offi.ce interest in the 

legis.lation after which they are ·destroyed or ret-ired to t~e Federal 
Records Center, Suitland, Maryland. 

System manager(s) and address: 
Director, Legislative Reference Service, Defense Legal Services 

·Agency, Department of Defense, Room 3D282, Pentagon, Washit'lg-
ton; DC 20301. · 

Notification procedure: 
Written request for information should be addressed to the System 

Manager, Director, Legislative Reference Service, Defense Legal 
Services Agency, Department of Defense, Room 3D282, Pentagon, 
Washington, DC 20301. Valid proof of identity is required. 

Record access procedures: 
Procedure for gaining access by ~n individual to his records may 

be obtained from the following: Office of the Assistant General 
Counsel (Legal Counsel), Room 3E988, Pentagon,· Washington, DC 
20301 202-697-2714. 

Contesting record procedures: 
Office of the Assistant General Counsel (Legal Counsel), at the 

address above may be contacted to obtain rules for contesting con­
tents of records and appealing initial determinations. 

Record source categories: 
Information contained in Private Relief Legislative files is obtained 

from various sources including correspondence with the Legislative 
Branch and inputs by the components of the Department of Defense. 

Exemptions claimed for the system: 
None. 

DGC04 
System name: 

Industrial Personnel Security Clearance Case Files. 
System location: 
Directorate for Industrial Security Clearance Review (DISCR), 

Defense Legal Service Agency (DLSA) Department of Defense 
(DoD), 4015 Wilson Blvd., Suit.e 300, PO Box 3656, Arlington, Va. 
22203-1995. Decentralized i.nactive segments at the Washington Na­
tional Records Center, and at the U.S. Army Investigative Records 
Depository, Fort Meade, Maryland 20755. Automated records are 
maintained on a system V5-02,Defense Central Index of Investiga­
tions, at Defense Investigative Service, Personnel ··Investigations 
Center, Baltimore, MD. 

Categories of individuals covered by the system: 

· Government contractor employees, and. former employees whose 
industrial security clearance cases were re~erred to DISCR for adjl!­
dication under Executive Order. 10865 as Implemented by DoD DI­
rective 5220.6 by .the Defense Industrial Security Clearance ·office 
(DISCO) or by the Director Defense Investigative Service (DIS). 

Categories of records in the system: 
System includes, automated case. status records for current cases 

and inactive cases and an alphabetical card index file for records of 
cases prior to 1984 used for recording actions taken and for identifi­
cation and location of case files within the system; individual case 
files which include requests for investigation and clearances, general 
correspondence relating to case, personnel security questionnaires, 
investigative reports prepared by various investigative agencies, med­
ical and psychiatric records and evaluations, DISCO referral recom­
mendation, correspondence between the individual and DISCR ele­
ments, DISCO, medical facilities, DoD Psychiatric Consultants, in­
vestigative agencies, other DoD and Federal agencies, Screening 
Board, Examiners and .the Appeal Board, attorneys, elements of the 
office of the Secretary of Defense and Defense Investigative Service, 
written interrogatories and Statement of Reasons '(SOR) to individ­
uals, with replies, recommenda~ions, summa~ie.s, records of a~judica­
tive actions, transcript of hearmgs and exh1b1ts. Supplementmg .the 
system's case files are redacted copies of DISCR adminis~rativ~ ~nd 
adjudicative decisions from July 1961 to date. Names and tdentlfymg 
information of applicant's, witnesses, source of information, etc., are 
deleted from these redacted record's to protect the privacy of pet;-
sons invo,ved. · 

Authority for maintenance of the system: 
Executive Order 10865, 'Safeguarding Classified Information 

Within Industry,' dated February 20, 1960, as amended by Executive 
Order 10909, dated January 17, 1961, DoD Directive. 5220.6, 'Indus­
trial Personnel Security Clearance Program' dated December 20, 
1976, DoD Regulation 5200.2R 'DoD Personnel Security Program.' 

Purpose(s): 
These records are collected and maintained to determine whether 

the granting or retention of security clearance to industrial contrac­
tor personnel is clearly consistent with the national interest, to record 
clearance adjudicative actions and determinations; to record process­
ing steps taken and processing time; to prepare statistical listings and 
summaries; to document due process actions taken, to assist author­
ized DoD Consulting Psychiatrist to compile evaluations and reports; 
to respond . to inquiries from Presidential Staff o(fic~s when the in­
quiry is made at the request of the individual; to monitor and control 
adjudicative actions and processes. Automated case status system and 
card files are used to record statistics, provide location and status and 
internal identification of cases, to prepare listings and statistical re­
ports and summaries, and to monitor work flow and actions. 

. Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Information may be disclosed to the Department of Justice in 
determining claims for reimbursement in preparation of hearin~s, 
appeals and Federal Court review. Also see DoD blanket. routme 
uses at the beginning of DoD listing of system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records are maintained in file folders, and on vertical file 

cards; automated records in electronic storage are maintained. on 
magnetic tapes and discs at Defense Investigative Service, Personnel 
Investigations Center, Baltimore, MD. 

Retrievability: 
Filed alphabetically by name-or by case number. Access to com­

puter data may be made by name and SSAN and a combination of 
name and -other personnel identifying data. 

Safeguards: 
Files folders and cards are stored in safes or locked file containers 

locked in a limited access area, and are accessible only to DISCR 
authorized personnel. All records are stored, proc~ssed, transmitted 
and protected as the equivalent of classified information. Records are 
accessed by the custodian of the record system and by persons 
responsif:>le for servicing the system, who are properlyscreened and 
cleared for need-to-know. Computer hardware is located in locked 
areas controlled and guarded, with access limited to authorized per­
sonnel. Computer access is via dedicated data circuits which prevent 
access from standard dial-up telephones and is individually password 
controlled. Individual passwords are changed quarterly .or are 
changed upon departure of personnel. The automated system is oper­
ated by Defense Investigative Service, Personnel Investigations 
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Center, l!}form~tion Systems Division. Only DISCR personnel with 
an official need·to·know ·are given ·individual passwords and. user 
identification information needed to access the .computer system and 
amend, add, alter, change or delete DISCR records. Other author­
ized .contributors and users of the Defense Central Index of Investi­
gations are authorized read-only access to DISCR case status recor.ds 
in that system. · · · 
-~ Retention and disposal: ' 
·compl~ted c:ase fil~s are retained in office files for two years after 

annual cut-offs, then are retired to the Washington National.Records 
Center, for an additional 20 years. Inactive, completed case files prior 
to 19~2 are maintained at the U.S. Army Investigative Records 
R~post~ory, Ft. Mead.e, MD 20755. Automateq electronic case status 
records and alphabetica:I card index files are retained as .locator for. 
both active' and inactive ricords. Computer data arid alphabetical 
card files are purged when the inactive case file is no long~r retaint::d .. 

System'"manager(s) and address: ' · 
Director,• Directorate for Industrial· Securit'y Clearance Review 

{DISCR), PO Box. 3656, 4015 Wilson Boulevard, Suite 300, Arling­
ton, Va, 22203-1995. 

Notification procedure: . 
Information rna~ b~ obtained from Jhe System Manager. 
Record access procedures: 
Individuals can obtain assistance in gaining access to records fro.m 

the System Manager. Written 'requests from individuals must be l)ota­
rized and should be sent to Directorate for Freedom of Information 
and Security Review, OASD(PA), Room 2C757, Pentagon, Wash­
ington, DC 20301-1400 and should include the .individual's full name, 
and any· former names, date and P.lace. of birth, and Social Security 
Account Number (SSAN). Request for copies of redacted, final ,de­
termination should . be sent to the System Manager, and shol;lld in­
clude OSD Case Number of the records requested. 

Contesting record procedures: 
The Agency's rules for access to records anq for contesting con­

tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc-
tion No. 8 t: · ·. · . ' . . , · · 

Record source categories: . ·. · . 
Information is received from investigative reports from federal 

investigative agencies; personnel security records and correspond-· 
ence; medical and personnel records, reports and·evaluations; corre­
spondence from 'contractors, employers, organizations of assignment 
an·d · Federal agencies DoD organizations, agencies and offices; from · 
individual, their attorneys or· authorized 'representatives.· · 

Exemptions claimed for the system: 
Parts of this record systei,Tl may be exempt under 5 U.S.C. 

552a(k)(5). For additional information contact the System Manager. 

DGCOS 
~ystem name: 

Administrative Files on Active Psychiatric ·consultants to Depart­
ment of Defense (DoD). 

System location: ' 
Directorate for Industrial Security Clearance Review (DISCR), 

Defense Legal Services Agency (DLSA), DoD, PO Box 3656, 4015 
Wilson Boulevard, Arlington, Virginia 22203-1995. .. · 

Categories of individuals covered by ·the system: 
Psychiatric consultants who have entered into agreement with the 

Department of Defense to conduct psychiatric examination of indi­
viduals applying for industrial security clearance for access to classi­
fied information required in t.he performance of their work for classi­
fied Government contractors. ,. 

Categories of records in the system: 
Records filed alphabetically by last name of psychiatrist, consisting 

of correspondence concerning agrj:!ement to conduct psychiatric ex­
aminations requested by the Government; and initiation and confir­
mation of security ,clearance is issued to psychiatrists., Current· list of 
active DoD psychiatric consultants. Alphabetical card index file for 
identification and address of active psychiatric consultants. 

Authority for maintenance of the system: 
DoD Directive 5220.6, 'Industrial :Petsoimel Security Cleanince 

Program,' December 20, 1976; 'Executive Order 10865, February 20, 
1960, and Deputy Secretary of Defense Memorandum dated Octob'er 
20, 1965, Su,bject: Empl_oymerit of Psychiatric Consultants for' l_ndus-' 
trial Security Program. · · · 

Purpose(s): 

The purpose of this system is to maintain· a research of active 
psychiatric consultants available to conduct psychiatric examinations 
of individual applicants for industrial personnel security clearance in 
convenient geographica.l areas. Psychiatric consultants have active 
professional ' service agreements with the Department of Defense 
(DoD) and are used by·DISCR, in processing requests for industrial 
personnel security clearance of individuals. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses:· 
. See Office oCthe Secretary of Defense . (OSD) Blanket Routine 

Uses at the bead of the Component's published system notices. 
Policies and practices for storing, retrieving, accessing,' retaining, and 

disposing of records in the system: .. . · 
Storage: 
Paper records in file folders, vertical file cards. 
Retrievability: · .. • 
Alphabetically by surname. 
Safeguards:' . ' 

, Records are stored in security combination locked . file cabinets 
accessible only to DISCR authorii~d ·personnel. . 

Retention and disposal_: 
Destro.y six months after agreement between consultant and DoD 

has been terminated. 
System manager(s) and address: 
Director, Directorate for Industrial Security Clearance Review, 

PO Box 3656, 4015 Wilson Boulevard, Suite 300, Arlington, VA 
22203-1995. 

Notification procedure: 
Information may be obtained from the System Manager, DISCR, 

at abov.e address. Telephone: 202-696-4598. 
Re~ord. access procedures: · . ; · 
Requests from individuals should be addressed to the Directorate 

for Freedom of Information and Security Review, OASD(PA)', 
R.o9m 2C257, Pentagon, Washington, DC 20301-1400. Written re­
quests ·should include the individual'~ full name, datt;;. and place of 
birth, and notarized signature. The records ·requested may be made 
available to individuals for review at the above address. 

Contesting record procedures: · 
.The Agen.cy's rules f~r a~cess to rec'ords and for contesting con­

tests and appealing initial determinations by the iQdividual concerned 
are contained in 32 CFR part 286b and OSD Adminstrative Instruc-
tion. No. 81. · · · · 

Record source categories: 
· Copy of L~tte~ of C~nsent (for Security clearance), DISCO Form· 

560, and corre'spondence with individual psyc~iatrists. 
Exemptions claimed for the syst~m: . 

,None.:···' . · ' ' .· 

DGC.06 
System name: 

Attorney and Su.mmer Intern Position Application.s. 
System location: " · 
Office of the Assistant .Gen~ral Counsel (Manpower & Health 

Affairs), Office of the Secretary ofDefense, Room 3E999,. Pentagon, 
Washington, DC 20301. · 
'·Categories ~f individuals covered by the system: 

Any person who appl_ies to the Office of General Counsel of DoD 
for an attorney position for a summer intern position. , 

Categories of records in the system: · 
Files contain copies of letters and. any other documents submitted 

by applicants, such as resumes, SF-17h, and applicant writing sam­
ples, and also ·contains response from the Office of the General 
Counsel. 

Authority for maintenance of the system: 
Title 5, United States Code, Section 3101. 

. Purpose(s): · 
To consider applicant qualifications for available postttons. in the 

Qffice of the· General Counsel and the Defense Legal . Services­
Agency. 
· Routine uses of records main'tained in the system, includi.ng catego-

ries of users and the purposes Of such uses: · 
· See Office of the Secretary of Defens~ (OSD) Blanket Routine 

Uses at the head of thie Component's . P';Jblished system notices. 
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Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Documents filed chronologically in folders.· Summer int~rn appli­
cants filed alphabetically, with separate storage for first and second 
year students. 

Storage: 
Paper records in file folders. 
Retrievability: 
By name card index indicating date in chronological file folder. 

Summer intern files retrievable by alphabetical file folders. 
Safeguards: . 
Building employs security guards. Records are maintained in file 

cabinets to which office personnel grant access only to those with a 
need to know. Training and screening of office personnel regarding 
protection of sensitive legal files is applicable to the subject file. 

Retention and disposal: · 
Records ar~ maintained for a one-year period. They are destroyed 

monthly. Summer intern applicant files are destroyed at the end of 
the summer. · . 

System manager(s) and address: 
Assistant General Counsel (Manpower & Health Affairs), Office of 

the Secretary of Defense, Room 3E999, Pentagon, Washington, DC 
20301. 

Notification procedure: 
Information m.ay be obtained from: Assistant General Counsel 

(Manpower & Health Affairs), Office of the Secretary of Defense, 
Room 3E999, Pentagon, Washington, DC 20301. Telephone: 202-697-
9341. . 

Record access procedures: 
Requests from individuals should be addressed to the above 

System Manager. 
Contesting record procedures: 
The Agency's rules for access to records and for con'testing con­

tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR part 286b (See also OSD Administrative 
Instruction No. 81 ). 

Record source categories: 
Application and related forms from the individuals for position. 
Exemptions claimed for the system: 
None. 

DHAOJ 
System name: 

Medical Malpractice Claims Data File. 
System location: . 
Assistant Secretary of Defense .(Health Affairs), Office of Profes­

sional Affairs and Quality Assurance, The Pentagon, Washington, 
DC 20301-1200. 

Categories of individuals covered by the system: 
Individuals include health care providers named in malpractice/ 

professional negligence claims abstracted and reported whether the 
claim was denied, closed favorably for the plaintiff or for the U.S. 
Government and patients of the health care providers, identified to 
the extent of Social Security Number of military sponsor. 

Categories of records in the system: 
Case records relating to malpractice claims recorded against DoD. 

Record fields consist of Facility Name, Military Department, Date of 
Incident, Date Claim Filed, Date Claim Closed, Litigation Settlement 
Data, Diagnosis and Treatment Procedures, Injury Extent Classifica­
tion, · Social Security Number of Military Sponsor, Patient 
Allegation(s) of Malpractice, Professional Review Assessment, Pro­
vider Name, Social Security Number. and Medical Specialty. 
· . Authority for maintenance of the system: 
.42 U.S.C. 11101 (Pub. L 99-660, "Health Care Quality Improve­

ment Act of 1986"); 42 U.S.C. 11131..,11134; and E.O. 9397. 
Purpose(s): 
To coitect malpractice claims data provided by the Military Serv­

ices. The data are used to conduct trend analyses of DoD Medical 
Quality Assurance Programs and to facilitate DoD compliance with 
requirements of the Health Care Quality Improvement Act of 1986, 
which includes establishment of a National Data Bank for compila­
tion of medical malpractice information. 

Routine uses of records maintained in the system, including catego­
ries of user~ and the purposes of such uses: 

321-135 0-92-7 

The Office of the Secretary of Defense (OSD) ''Blanket Routine 
Uses" published at the head of this components system notices com­
pilation are app~icable to this system ofrecords. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Records are maintained on paper in file folders and on a micro­

computer system. 
Retrievability: 
Hard copy is filed by sponsor's Social Security Number. Electron­

ic records may be accessed by search on Social Security Number of 
Military Sponsor. · 
· Safeguards: 

Records are accessed by authorized personnel with an official 
need-to-know who have been trained for handling Privacy Act data. 
Hard copy records are maintained in locked cabinets in restricted 
access areas. Computer files are accessed on a password-protected 
stand alone microcomputer system with a mechanical lock for addi-
tional protection. · 

. Retention and dispqsal: 
Paper records are destroyed after five years. TJ-.e microcomputer 

database files are destroyed after five years. Conversion of data to 
aggregate form with stripping of data fields, not to include personal 
identifiers, is performed on older data for statistical and other data 
analysis uses. 

System manager(s) and address: · 
The Assistant Secretary of Defense (Health Affairs), Office of 

Professional Affairs and Quality Assurance, Room 3D360, The Pen­
tagon, Washington, DC 20301-1200. 

Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves must address written inquiries 
to the Assistant Secretary of Defense (Health Affairs), Office of 
Professional Affairs and Quality Assurance, Room 3D360, The Pen­
tagon, Washington, DC 20301-1200. 

The request should contain the full name of either the medical 
professional or military sponsor, requesting individual's Social Securi­
ty Number (or Social Security Number of military sponsor, if inquiry 
is by a claimant), military department and medical facility and nota­
rized signature of the requester, and the approximate period of time, 
by date, during which the case record was developed. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records must address written inquiries to the Assistant 
Secretary of Defense (Health Affairs), Office of Professional Affairs 
and Quality Assurance, Room 3D360, The Pentagon, Washington, 
DC 20301-1200. 

Contesting record procedures: 
The Office of the Secretary of Defense rules for accessing records 

and for contesting contents and appealing initial determinations are 
published in OSD Administrative Instruction No. 81, "OSD Privacy 
Program"; 32 CFR part 286b; or may be obtained from the system 
manager. · 

Record source categories: 
Medical facilities of the military. departments. 
Exemptions claimed for the system: 
None. 

DHA 02 
System name: 

Adverse Clinicit privilege Actions Data File. 
System location: 
Office of the Assistant· Secretary of Defense (Health Affairs), 

Office of Professional Affairs and Quality Assurance, The Pentagon, 
Washington, DC 20301-1200. · 

Categories of individuals covered by the system: 
All privileged health care providers in the DoD Health Care 

System. 
Categories of records in the system: 
files consist of case reports to the ASD(HA) concerning perrna­

nent actions on the limitation, revocation, or reinstatement of clinical 
privileges of DoD military and civilian health care providers. 

Authority for maintenance of the system: 
10 U.S.C. 1102 and Executive Order 9397. 
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Purp'ose(s): 
To ~~llect and update adverse clinical privilege data provided by 

the mthtary services to the ASD(HA). The consolidation of Service 
data is used by ASD(HA) to conduct trend analyses of DoD Medical 
Quality Assurance Programs. 

To an officer, employee, or contractor of the Department of De­
fense who has a need for such record or testimony to perform official 
duties. 

Routine uses of records maintained in the system, including ~atego-
ries of users and the purposes of such uses: · 

To a Federal executive agency or private organization, if such 
medical quality assurance record or testimony is needed by such 
a_gency or organization to perform licensing or accreditation func­
tions related to Department of Defense Health care facilities Qr to 
perform monitoring, required by law, or Department of Defense 
health care facilities. 

To an administrative or judicial proceeding commenced by a 
pres~nt or former Department of Defense health care provider con­
cermng the termination, suspension!, or limitation of clinical privileges 
of such health care provider. · 

To a governmental board or agency or to a professional health 
care society or organization, if such medical quality assurance record 
or testimony is needed by such board, agency, society, or organiza­
tion to perform licensing,· credentialing, or .the monitoring of profes­
sional standards with respect to any health care provider who is or 
was a member or an employee of the Department of Defense. 

To hospital, medical center, or other institution that provides 
health care services, if such medical quality assurance record or 
testimony is needed by such institution to assess the professional 
qualifications of any health care provider who is or was a member or 
employee of the Department of defense and who has applied for or 
been granted authority or employment to provide health care serv; 
ices in or on behalf of such institution. 

To a criminal or civil law enforcement agency or instrumentality 
charged under applicable law with the protection of the public health 
or safety, if a qualified representative of such agency or instrumental-. 
ity makes a written request that such record or testimony be provid-
ed for a purpose authorized by law. · 

In an administrative or judicial proceeding commenced by a crimi­
nal or civil law enforcement agency or instrumentality referred to in 
the above paragraph, but only with respect to the subject of such 
proceeding. .. . 

The Office of the Secretary of Defense (OSD) "Blanket Routine 
Uses" published at the head of this component's system notices com­
pilation are applicable to this system of records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of re~ords in the system: 

Storage: 
Records are maintained on paper in file folders and on a micro­

computer system. 
Retrievability: 
Hard copy is filed by· medical practitioner's Social Security 

Number. Electronic records may be accessed by searching on any 
information field. Retrievable fields are health care· provider's Social 
Security Number, pay. grade of provider, years· of Federal service of 
provider, name of medical treatment facility, reason for clinical privi­
leges action and status of Federation of State Medical Boards or 
State notification, pr.ovider specialty, source of accession, and action 
taken. · 

Safeguards: 
Records are accessed by authorized personnel with an official 

need-to-know who have been trained for handling Privacy Act data. 
Hard copy records are maintained in locked cabinets in restricted 
access areas. Computer files are accessed on a password-protected 
stand alone microcomputer system with mechanical lock for addi­
tional protection. · 

Retention and disposal: 
Paper records are destroyed after five years. The microcomputer 

database files are destroyed after five years. Conversion of. data to 
aggregate form with stripping of data fields, not to include personal 
identifiers, is performed on older records for statistical and other data 
analysis uses. 

Destruction of paper records is by tearing into pieces, shredding, 
pulping, macerating, or burning. 

System manager(s) and address: 
Assistant Secretary of Defense (Health Affairs), Office of Profes­

sional Affairs and Quality Assurance, Room 3D360, The Pentagon, 
Washington, DC 20301-1200. 

Notification procedure: 

Individuals seeking to determine whether this system of records 
contains information about themselves must address written inquiries 
to the Assistant Secretary· of Defense (Health Affairs), Office of 
Professional Affairs· and Quality Assurance, Room 3D360, The Pen­
tagon, Washington, DC 20301-1200, where a log of these r~quests 
will be maintained. 

The request should contain the full name, subject individual's 
social security number, Military Department, hospital or medical 
facility and notarized signature of the requester, and the approximate 
period of time, by date, during which the case record was developed. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records must address written inquiries to the Assistant 
Secretary of Defense (Health Affairs), Office of Professional Affairs 
and Quality Assurance, Room 3D360, The Pentagon, Washington, 
DC 2030 I-12QO. 

Contesting record procedures: 
The Office of the Secretary of Defense rules for accessing records 

and for contesting contents and appealing initial determinations are 
published in OSD Administrative Instruction No. 81, "OSD Privacy 
Program"; 32 CFR part 286b; or may be obtained from the system 
manager. . 

Record source categori'es: 
Medical facilities of the military departments. 
Exemptions claimed for the system: 
None. 

DHA03 
System name: . 

Pentagon Employee Referral Service (PERS) Counseling Records. 
System location: 
Pentagon Employee Referral Service, c/o Civilian Employees 

Health Services Clinic, Room 1E356, Pentagon, Washington, DC 
203 10-6800. 

Categories of individua\s· covered by the system: 
All civilian DoD employees assigned to duty in the Pentagon and 

environ who are referred by management for, or voluntarily request, 
counseling assistance. 

Categories of records in the system: 
Records on patients which are generated in the course of profes­

sional counseling. Records consist of information on condition, cur­
rent status, progress and prognosis for patients who have personal, 
emotional, alcohol .or drug dependency problems, including admitted 
or urinalysis-detected illegal drug abuse. 

Authority for maintenance of the system: 
5 u.s.c. 43; 5 u.s.c. 310; 5 u.s.c. 7301; 10 u.s.c. 3012; 42 

U.S.C. 290dd-3 and 290ee-3; 42 U.S.C. 4582; Pub. L. 100-71; Execu­
tive Order 12564, "D.rug-Free Feperal Workplace"; and Executive 
Order 9397. 

Purpose(s): 
To record counselor's observations con(;erning patient's condition, 

current status, progress prognosis and other relevant treatment infor­
mation regarding patients in an employee assistance treatment facili­
ty. 

Routine uses o.f records maintain~d in the system, including catego­
ries of users and the purposes of such uses: 

In order to comply with provisions of 5 U.S.C. 7301 and 42 U.S.C. 
290dd-3 and 290ee-3, the Office of the Secretary of Defense "B.Jan­
ket Routine Uses" do not apply to this system of records. 

Records in this system may not be. disclosed without the prior 
written consent of such patient, unless the disclosure would be: 

To medical personnel to the extent necessary to meet a bona fide 
medical emergency; 

To qualified persom1el for the purpose of conducting scientific 
research, management audits, financial audits, or program evaluation, 
but such personnel may not identify, directly or indirectly, any indi­
vidual patient in any report of such research, audit, or· evaluation, or 
otherwise disclose patient identities in any manner; and 

If authorized by an appropriate order of a court of competent 
jurisdiction granted after application showing good cause therefor. 

Policies and practices f~r storing, retrieving, accessing,· retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders are stored in filing cabinets. Extracts 

of treatment records are entered into an electronic database on a 
microcomputer. 
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R~trievability: 

Manual and automated records are retrieved by patient's last name, 
Client Case Number, and Social Security Numb,er. 

Safeguards: 
Paper records are maintained in file cabinets that are locked .when 

the office is not occupited by authorized personnel. The automated 
database files are on a password-protected, stand alone microcomput­
er. All patient records are maintained and used with the highest 
regard for patient privacy. Only persons on a need-to-know basis and 
trained in the handling of-information protected by the Privacy ACt 
have access to the system. 

Retention and disposal: 
Paper records are destroyed five years after termination of coun­

selling. Destruction is by shredding, pulping, macerating, or burning. 
Electronic records are purged of identifying data five years after 

termination of counselling. Aggregate data without personal identifi­
ers is maintained for management/statistical purposes until no longer 
required. 

System manager(s) and address: 
Director, Pentagon Employee Referral Service, Room 1 E356, Pen­

tagon, Washington, DC 20310-6800. 
·Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir­
ies to the Director, Pentagon Employee Referral Service, Room 
IE356, Pentagon, Washington, DC 20310-6800. The request should 
contain the full name, address, Social Security Number and the 
notarized signature of the subject individual. 

Record access procedures: 
lndivi.duals seeking access to records about themselves contained in 

this system of records should address written inquiries to the Direc­
tor, Pentagon Employee Referral Service, Room 1E356, Pentagon, 
Washington, DC 20310-6800. The request should contain the full 
name, address, Social Security Number and the notarized signature of 
the subject individual. 

Contesting record procedures: 
The Office of the Secretary of Defense (OSD) rules for accessing 

records and for contesting contents and appealing initial OSD deter­
minations by the individual concerned are published in OSD Admin­
istrative Instruction No. 81, "OSD Privacy Program"; 32 CFR part 
286b; or may be obtained from the system manager. 

Record source categories: 
Patient, counselors, supervisors, co-workers or other agency or 

contractor-employee personnel; private individuals to include family 
members of patient and outside practitioners .. 

Exemptions claimed for the system: 
None. 

DHA 04.0 
System name: 

DoD Bone Marrow Donor Program. 
System location 
Primary system: Naval Medical Research Institute, Bethesda, MD 

20814-5055. 
National Marrow Donor Program (NMDP) Collection Centers at 

the following locations: 
Alta Bates-Herrick Hospital, Bone Marrow Transplant Program, 

3001 Colby Street, Berkeley, CA 94705. · 
Baylor University Medical Center, Bone Marrow Transplant Pro­

gram, Sammons Tower, Suite 410, 3500 Gaston A\lenue, Dallas, TX 
75246. 

Children's Hospital Medical Center, Division of Hematology/On­
cology, Bone Marrow Donor Program, Eiland & Bethesda A venues, 
Cincinnati, OH 45229. . 

City of Hope National Medical Center, Blood Transfusion Serv­
ices, 1500 E. Duarte Road, Duarte, CA 91010. 

Cleveland Clinic Foundation, 9500 Euclid A venue, Cleveland, OH 
44106. 

Dana Farber Cancer Institute, Dana I 838, 44 Binney Street, 
Boston, MA 02115. ' . 

Dartmouth/Hitchock Medical Center, Hematology/Oncology De­
partment, Vail Building, Room 56, PO Box HB-7923, Hanover, NH 
03756. 

Emory Clinic, Department of Hematology, 1365 Clifton 'Road, 
Northeast, Atlanta, GA 30322. 

Georgetown University Hospital, Lombardi Cancer Research 
Center, Bone Marrow Transplantation Program, 3800 Reservoir 
Road, Northwest, Washington, DC 20007. 

Genesee Hospital, 224 Alexander Street, Rochester, NY 14607, 
HCA Weslery Medical Center, 3243 East Murdock, Suite 300, Wich-
ita, KS 67208. · 

Hahnemann University Hospital, Broad & Vine Street, 8102 
N.C.B., Philadelphia, PA 19102. 

The Johns Hopkins Oncology Center, Bone Marrow Transplant 
Program, 600 North Wolfe Street; Baltimore, MD 21205. 

Kaiser Health Center-East; 3414 North K,aiser Center Drive, 
Portland, OR 97227. 

Kansas City Internal Medicine, 6420 Prospect Avenue, TIOI, 
Kansas City, MO 64132. · 

LSU Medical School, Department of Medicine, 1524 Tulane 
Avenue, New Orleans, LA 70112. 

Medical College of Wisconsin, Department of' Medicine, Mi~wau­
kee County Medical Complex, 8700 West Wisconsin Avenue, Mil­
waukee, WI 53233. 

Memorial Sloan-Kettering Cancer Center, 1275 York A venue, 
New York, NY 10021. 

Mercy .General Hospital, 3939 "J" Street 300, Sacramento, CA 
95819. 

Methodist Hospital of Indiana, Inc., Bone Marrow Transplant~tion 
Program, 1701 North Senate. Boulevard, Indianapolis, IN 46202. 

Montefiore Hospital, Hematology/Oncology Unit, 3459 Fifth 
A venue, Pittsburgh, PA I 5213. 

The Ohio State University, Bone Marrow Transplant Program, 10 
North Doan Hall, 410 West Tenth Avenue, Columbus, OH 43210-
1228. 

Ohio State University Hospital, 410 West Tenth Avenue, N1025 
Doan Hall, Columbus, OH 43210. 

Pacific Presbyterian Hospital, Division of Bone Marrow Trans­
plant, 2351 Clay Street, Suite 414, San Francisco, CA 94115. 

Poudre Valley Hospital, Bone Marrow Transplant Program, 1024 
LeMay A venue, Fort Collins, CO 80524. 

St. Frances Hospital, Cancer Care Associates, 6835 South Canton, 
Tulsa, OK 74136. 

Scripps Clinic Research Foundation, Weingart Center for Bone 
Marrow Transplantation, 10666 North Torrey Pines Road, Maildrop 
MS-312, LaJolla, CA 92037. 

Stanford University Medical Center, Bone Marrow Transplant 
Program, 300 Pasteur Drive, Room H-1353, Stanford, CA 94305-
5290. 

Tufts New England Medical Center, Bone Marrow Transplant 
Program, 750 Washington Street,.245, Boston, MA 02111. 

UCLA Center for Health Science, Bone Marrow Transplant Pro­
gram, 10833 LeConte, .Room 42-121, Los Angeles, CA 90024. 

UCSD Medical Center, Bone Marrow Transplant Program, 225 
Dickinson.Street, H-8IIK, Sari Diego, CA 92103. 

United Blood Services,· 1515 University Avenue, PO Box 25445, 
Albuquerque, NM 87125. · 

University of California Medical Center, Hematology Services, PO 
Box 0324, Room A-502, 400 Parnassus, San Francisco, CA 94143. 

University of Connecticut Medical Center, Department of Hema­
tology/Oncology, Bone Marrow Transplantation Program, 263 
Farmington A venue, Farmington,. CT 06032. . 

University of Florida, College of Medicine, Bone Marrow Trans­
plant Program, Box J277 JHMHC, Gainesville, FL 32610. 

University of Iowa Hospitals & Clinics, Division of Hematology/ 
Oncology, Adult Bone Marrow Transplant Program, Iowa City, lA 
52242. ' 

University of Minnesota Hospital & Clinic, Bone Marrow Trans:. 
plant Program, Box 803, UMHC, Harvard Street at East River Road, 
Minneapolis, MN 55455. . . 

University of Nebraska Medical Center, 42nd & Dewey Avenue, 
Omaha, NE 68105. 

University of Oklahoma, Hematology Section, Health Sciences, 
PO Box 26901, Oklahoma City, OK 73190. . 

University of Wisconsin Hospitals & Clinics, Hematology H4/540, 
Bone Marrow Transplant Program, 600 Highland Avenue, Madison, 
WI 53792. 

Virginia Mason Clinic, Medical Oncologist, 925 Seneca, PO Box 
900, Seattle, W A 98111. 

Wake Forest University Cancer Center, Section of Hematology/ 
Oncology, 300 South Hawthorne Road, Winston Salem, NC 27103. 

Wayne State Univ/Harper Grace Hospitals, School of Medicine, 
Division of Hematology/Oncology, PO Box 02188/John R., Detroit, 
Ml48201. . 

Categories of individuals covered by the system: 
Departm.ent of Defense military and civilian personnel and their 

dependents who have .volunteered for and been accepted as potential 
bone marrow donors. 

Categories of records in the system: 
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Donor registration and consent forms (or a notation in wntmg if 
the consent was obtained telephonically) including· consent_ for test­
ing, and consent to donate a blood sample for HLA (human leuko­
cyte antigen) ty.ping; a consent to donate platelets; a .consent to 
donate bone marrow, if compatible with a patient; a consent to 
undergo anesthesia if selected to donate marrow; report of :physical 
examination of. the donor to include complete. medical history and 
the results of laboratory and other tests (X-ray, electrocardiogram, 
virology, etc.), and examining physician's report to the donor center; 
information per.tinent to the .collection process including posthospita­
lization follow-up; donor's written ·consent to be returned to the 
registery for further ·donations~ Data items include: Name, Social 
Security Number, a bar-coded Donor Identification Number (DIN), 
anq HLA ·type; d_onor's address, place of work, home and wbrk 
telephone numbers; ~)ames, addresses and telephone numbers of 
donor's relatives and friends; donor's race/ethnicity; hospital and 
hospital provider number, city and State; date and time of marrow 
recovery and transplantation; name of transplant center. , 

Authority for maintenance of the system: 
10 U.S.C_ 136 and Ex~cutive Order 9397. 
Purpose(si: 
To tissue type as many donors as possible for inclusion in the 

national registry of marrow donors in order to offer patients require 
ing bone marrow transplants access to as many- potential donors as 
possible for the purpose of obtaining compatible match.· 

·To the National Coordinating Center for the purpose of obtaining 
a. marrow match. Information. released will consist of DIN, donor's 
race, date of birth and sex only. , 

To the National Coordinating Center for. the purpose of obtaining 
insurance coverage for . the donor. Information released. will consist 
of hame, address, Social Security Account and date of birth. Name 
and address only for the purpose 'of direct informational mailing (in 
such a way that the individual is not linked to his or her· donor 
identification number of HLA-type). 

To a NMDP-approved civilian medical facility in only those cases 
where required medical examination and/or actual marrow procure-
ment is p,erformed. · 

l,{outine uses of records maintained in· the system,· including catego~ 
ries of users and the purposes of such uses: · ' · 
. , To a Congressional office from the record of an in~ividual in 
response to an inquiry from the Congressional office made at the 
request of that individual. ' ·. · 
- 'To the Office of _Management and Budget in connection with the 
review of private re,ljef legislation as set forth in OMB Circular A-19 
at any state of the legislative coordination and clearance procc;ss as 
set forth in that Circular. · . · · 
· To tHe'Department of Justice for the purpose of representing the 
Department of Defense, or any officer, employee or member 6f the 
Department in pending or potential litigation to which the record is 
pertinent. . . · 
·.:To the Merit System Protection ·_Boa'rd, including the Office of 

Special Counsel for "the purpose of litigation, including administrative 
proceedings, appe~l~, spe'cial studies of the civil ·service and other 
merit systems, review of -QPM or component ·rule~ and regulations, 
investigation of alleged or possible prohibited personnel practices; 
including investigation, and such other functions, promulgate~ in 5 
u.s.c. sections 1205 and' 1206; or as may be authorized by law,. 

Policies and practices for storing, retrieving/accessing, retaining, and 
disposing_ of record~ in the·._system: · 

Storage: 
Records are maintai~ed on. paper in file folders and on micrOCO!ll~ 

puters. 
- Retrievability: , 

}:lard copy is filed by donor's name. Electronic records ·may be 
accessed by search on. any information field ... Retrievable fields are 
donor's name, Social Security Number or Donor Identification 
Number, l-ILA type, date of birth, ,sex, and racial/ethnic group. 

Storage: . 
.Records are · accesse~ by authorized· personnel with an official 

need-to-know whq have been trained for handling Privacy Act data. 
Hard copy records are maintained in locked cabinets in restricted 
access areas. Computer files are accessed on a password-protected 
stand-alone microcomputer system with mechanical locks for addi­
tional protection. 

Retention and disposal: 
Paper records are destroyed by tearing into pieces, shredding, 

· pulping, macerating, or burning. Disposition will be according'•to the 
following schedule: 

a. For persons who have donated bone marrow: Each· record will 
be. maintained 25 years beyond the known death of the ma_rrow 
recipient and then de_stroyed. ·The donor will be notified by. mail 
when this is done. 

b. For persons .\Vho are accepted. as donors but not requested.' to 
provide a transplant: . 
· (I) Upon leaving the Federal service (military or civilian), if the 

potential donor does riot elect to continue participation through 
transfer to a civilian program, his/her records will be destroy<7d. The 
potential donor will be notified by mail when this is do,ne. 

(2) At age 56 the potential donor's recor'ds will be destroyed and 
notification will be sent by mail when this is done. 1 

c. For persons who are accepted as donors but who subsequently 
decline further participation in the program, all records will be de-
stroyed upon notification in writing of withdrawal. · 

System manager(s) and address: 
' Assistant Se'c·reta_ry of Defense (Health Amiirs), Office of Profes­

sional ·Affairs and Quality Assurance, Room 3D366, the Pentag.on, 
Washington, DC 20301-1200. 

Notification procedure: 
Individuals seeking to determine whether this syst~m of records 

contains information about themselves must address written inquiries 
to the Assistant Secretary of Defense (Health Affairs), ·Office of 
Professional Affairs and Quality Assurance; Room 3D366, The Pen­
tagon, Washington, DC 20301-1200,. where a -log of these requests 
will be maintained. 

The request should contain _the ,full name ·and individual's Social 
Security Number. · 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records must address written inq'uiries to the Assistant 
Secretary· of Defense (Health Affairs), Office of Professional Affairs 
an(;! Quality Assurance, Room 3D366, The ·Pentagon, Washington, 
DC 20301-1200. . . ' 

The·request should' contain the individual's full name, Social Secu­
rity number, and, if applicable, the name of the medical facility 
where examinations, tests, bone marrow collection, and follow-up 
procedures were conducted. 

· Contesting records procedures: 
The Office of the Secretary of Defense rules for accessing records 

and. for contesting contents•·and appealing initial determinations are 
published in OSD Administniti've Instruction No. 81, "OSD Privacy 
Program"; 32 CFR part 286b; or may be .obtained from the system 
manager, 

Record source categories:. · · 
Information is obtained ·from record subjects' and attending medical 

specialists. · ·-· 
Exemptions claimed for the system: 
None. 

DODDS 01.0 
System name: 

Teacher Correspondenc~ Files. 
System location: 
Teacher Recrl.\itm~nt ~ection, ·Staffing Branch, Office of Depend! 

ents Schools, Office of Assistant Secretary' of Defense (Manpower, 
Installations,. and r,..ogistics), Room 120, Hoffman Building, 2461 Ei­
senhower A venue·; Alexandria, Virginia 22331. 

Categories ~f individu~~s covered by the system: 
Any individual with whom or about whom the Teacher Re-cruit­

ment Section has correspondence. 
Categories of records in the system: . 

·· File contains all correspondence ·recei'ved fro_m· and , responses to 
individuals writing the Teacher Recruitment Section. . 

Au.thority for mainte~ance of ttie sys!em: · ' ' 
20 u.s.c. 901-907. -! 

Purpose(s): , 
·The cbllected information is used by the Teacher Recruitment 

~ection to maintain acc.urate record of corresponden'ce with individ­
uals making. inquiry to' Section, any individual records might be 
transferred to any coinpon.ent of the Department of Defense having a 
need to know in the performance of official business. 

Routine uses of records maintained in the system, including catego-
ries C?f user~ an~ the purposes of such uses: - - . . ' 

To ·law enforcement. or investigatory authorities for investigation 
and possible criminal prosecution, civil court action, or regulatory 

J 
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order. See Office of the Secretary of Defense (OSD) Blanket Routine 
Uses at the head of this Component's published system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in individual's file folders. 
Retrievability: 
Filed alphabetically be either the last name of the correspondent or 

the last name of the employee/applicant the correspondence con­
cerns. 

Safeguards: 
Building employs security guards, office locked during nonbusiness 
~~ . . 

Retention and disposal: 
Files are retained for one to three years. 

· System mailager(s) and address: 
Director, Office of Dependents Schools, Office of the Assistant 

Secretary of Defense (MI&L), Pentagon, Washington, DC 20301-
4000. 

Notification procedure: 
Information may be obtained from: Chief, Teacher Recruitment 

Section, DoD Office of Dependents Schools, Room 120, Hoffman 
Building, 2461 Eisenhower Avenue Alexandria, Virginia 22331 Tele­
phone: 202-325-0885. 

Record access procedures: 
Requests from individuals should be addressed to: Teacher Re­

cruitment Section, Office of Dependents Schools, Office of the As­
sistant Secretary of Defense (MI&L), Pentagon, Washington, DC 
20301~4000.Written requests for information should contain full name 
and .address of the individual. For personal visits, the individual 

· · should be able to . provide. some acceptable identification such as 
driver's license or other identification card. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determination by the individual concerned 
are contained in 362 CFR part 286b and OSD Administrative In-
struction No. 81. · 

Record source categories: 
Correspondence initiated by the indivi'tiual or by others .on his or 

her behalf and replies. 
Exemptions chiimed for the system: 

·None. 

DODDS 02.0 
System name: 

Educator Application Files. 
System location: 
Manual and automated records are maintained at the Teacher Re­

cruitment Section, Personnel Division, Department of Defense De­
pendents Schools (DoDDS), Hoffman Building I, 2461 Eisenhower 
A venue, Alexandria, Virginia 22331 and manual records at the five 
DoDDS regional personnel offices. A terminal is located in the 
Hoffman Building complex. Automated records are maintained at the 
main computer site which is operated by the Washington Headquar­
ters Services/Budget and Finance (WHS/B&F) located in the Penta-

. gon in Arlington, Virginia. 
Categories of individuals covered by the system: 
Prospective teachers applying for positions within the DoDDS 

system and current DoDDS teachers and educators applying for 
either interregional transfers or positions in the DoDDS Educator 
Career Program. 

Categories of records in the system: 
Prospective Teachers: Files contain all papers and forms relating to 

the individuals application for employment to include Personal Quali­
fication Statement (SF 171 ), Supplemental Application for Employ­
ment with DoDDS (OS Form 5010), Professional Evaluation, 
DoDDS (DS Form 5011), DoDOS-Application Index (DS Form 
5012), interviewers worksheets, official college transcripts, copy of 
teaching certificates, copy of birth certificates and correspondence to 
or concer"'ing the applicant. . 

Interregional Transfer Applicants: Files contain all papers and 
forms rdating to the individuals applications. A coded· worksheet 
developed by the regional staff is provided to the central p'ersonnel 
office for processing (remainder of material is retained at the region). 
Also included are miscellaneous worksheets and correspondence. re-
lating to the application. · 

Educator Career Program Applicants: Files contain all paper and 
forms relating to the individuals application to include: D<;>DDS 
Educator Career Program Application (DS Form 5080), DoDDS 
Assessment of Potential (OS Form 5081), DoD Education Career 
Program Rating Sheet (DS Form 5082) _and ·miscellaneous work­
sheets and correspondence relating to the application. 

Authority for maintenance of the system: 
20 U.S.C. 902, 903 and 931. 
Purpose(s): 
Teacher' Recruitment Section and Regional Offices: To determine 

qualifications and make selections of candidates for vacant positions 
within DoDDS system (including new teachers, interregional trans­
fers and Educator Career Program positions), to review types of 
experience, educational background, evaluation of previous employ­
ers, professional credentials, to interyiewers ratings. 

Department of the Army, Air Force, and Navy staff agencies and 
Commands: To complete processing of hired individuals, to obtain 
Office of Personnel Management National Agency Check, medical 
examination, passports; to arrange transportation and shipment/stor­
age of household goods; and to provide gaining Civilian Personnel 
Offices necessary documentation for placing individual on rolls. 

Any individual's records in a system of records might be trans­
ferred to any Component of the Department of Defense having a 
need to know in the performance of official business. 

Routine uses of records maintained in the system, including catego­
ries of users. and the purposes of such uses: 

The WHS/B&F which operates the automated system. 
See Office of the Secretary of Defense (OSD) Blanket Routine 

Uses at the head of this Component's published system notices. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records in file folders are stored at the DoDDS personnel 

office or regional offices; some files are supported by automated files 
which are maintained on disks and/or tapes at the central computer 
site. 

Retrievability: 
The manual files are filed alphabetically by name. The automated 

records are indexed by name or system assigned number (assigned 
chronologically upon input). Also, any combination of data in the 
automated file can be used to select individual records. Only author­
ized individuals (i.e., personnel staffing specialists) are provided user 
identification numbers and passwords to access the system via termi-
nal. · 

Safeguards: 
Paper records are maintained in files which are accessible on.Iy to 

authorized personnel._ 
a. Description of automated process. Current hardcopy records of 

information and disks are maintained in th~ DoDDS personnel office 
where access can be controlled. The office is locked after normal 
duty hours and building is secured by a private security force. Hard­
copy records of interregional transfer applicants and a portion of the 
Career Educator applicants are maintained in the regional offices in 
locked cabinets and/or locked offices where access can be controlled 
and which· are locked after normal duty hours. Approved special 
requests for data can be supported by ad hoc inquiry. Any combina­
tion of data can be used to select "individual records for special 
processing. · 

b. Ph.ysical safeguards. A high-speed remote batch terminal, used 
for this system, is located in the DoDDS personnel Office. The office 
is secured after normal duty hours to preclude unauthorized access. 
Access to the personnel terminal and all hardcopy records is con­
trolled by office personnel. Access to automated data files by termi­
nal is controlled by the use of a user ID and password system. The 
central computer site is owned and operated by the WHS/B&F 
which has a complex security system. The site is guarded 24 hours a 
day, year- round and employs a system of electronic locks, to pre­
clude access by unauthorized personnel. All visitors are escorted and 
accounted for at all times. WHS/B&F is provideQ with a back-up 
power supply so that the system will remain on"line during power 
shortages. Backup tapes are run daily, weekly and monthly and 
stored in a separate location within the Pentagon.· A second copy of 
monthly tapes is stored in an off-site vault with 24-hour security. 

c. Remote terminal access. Access to the terminal is controlled by 
the use of user identification numbers and passwords. The passwords 
are initially assigned by WHS/B&F; however, the user is immediate­
ly instructed to change it to something only known to him/her. Only 
through a complex internal checking system, can authorized WHS/ 
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B&F personnel access the password in the event it is lost or· forgot­
ten. by the _user. The password can be changed as frequently as 
destred and ts now changed every 6 months or upon the departure of 
the employee who has knowledge of it. . · . 

d. Storage media. Hardcopy files are stored in the personnel office 
or in regional offices. Disks used in. the personnel office are also 
stored there. Data retained by WHS/B&F is on disks and magnetic 
tape. 

e. Risk analysis. The .main computer site is adequately secure· for 
storage of personal information. WHS/B&F is bound to uphold all 
provisions of the Privacy Act in accordance with GSA contract 
procedures. The terminal is protected so that unauthorized access to 
information can be prevented. 

Retention and disposal: 
Prospective Teachers: Records are retained for recruitment period 

(no more than 2 years). For nonselected applicants, portions are 
returned to applicant for future use and portions are,destroyed unless 
the applicant .has indicated a desire to reapply in which case portions 
of the file are retained until the next recruitment period. Records of 

. selected applicants are forwarded to the Departments of the Army, 
Air . Force, and Navy as appropriate for processing. Interregional 
Transfer Applicants: File is retained for 1 year and destroyed. 

Career Educator Program Applicants: Applicants are retained for 
2 years (unless updated by applicant) and destroyed. 

Automated Records: Back-up tapes at WHS/B&F are erased every 
6 months via complete overwriting. Archive tapes after release by 
the user are erased by complete overwriting. When released by user, 
all bytes used for data which are on disk are automatically reset to 0 
pefore anyone may use the storage space. Disks used on the terminal 
in the personnel office are erased when no longer needed and reused 
(i.e., never leave the office and are never used by another. system). 

System manager(s) and address: 
Ms. Marilee Fitzgerald, Chief, Teacher Recruitment Section, 

Office of Dependents Schools, 2461 Eisenhower A venue, Alexandria, 
Virginia 22331, Telephone (202) 325-0690 

Notification procedure: · 
Information may be obtained from: 
Chief, Teacher Recruitment, DoD Dependents Schools, Room 

120, 2461 Eisenhower Avenue, Alexandria, Virginia 22331, Tele­
phone: (202) 325-0690. 

Record access procedures: 
Requests from individuals for their own files should be sent to the 

address indicated in 'Notification Procedures' section, above. Written 
requests for information should contain the full name and address of 
the individual and a notarized signature. 

Contesting r~cord procedures: 
The agency rules for access to records and for contesting contents 

and appealing initial determination by the individual concerned are 
~ontained in 32 CFR part 286b, and OSD Administrative Instruction 
No. 81. 

. Record source categories: 
Information is obtained from the individuals concerned,. current 

and past employers, and educational institutions. 
Exemptions claimed for the system: 
Parts of this system may be exempt under 5 U.S.C. 552a(k)(5). (See 

32 CFR part 286b (OSD Admin. Inst. No. 81)). 

DFM&P 06.0 
System name: 

DoD Priority Placement Program (STOPPER LIST). 
System location: 
Primary location: Defense Electronics Supply Center, 1507 Wil­

mington Pike, Dayton, Ohio 45444. Decentralized locations: Hard 
copy rosters/listing supplied every two week to all DoD Civilian 
. Personnel Offices world-wide. (approximately 500 locations) and to 
other personnel management activites. 

Categories of individuals covered by the system: 
Displaced career and career-conditional employees adversely af­

fected by reductions-in-force or transfer of function; overseas nondis­
placed career and career-conditional employees being returned to the 
U.S. All individuals in file must voluntarily initiate entry into the 
system. · 

Categories of records iri the system: 
File contains summary of occupational experience, education, train­

ing, age, sex, height and weight, marital status. 
Authority for maintenance of the system: 
10 usc 136. 

Purpose(s): 
To DoD Civilian Personnel Offices to-' assist acttvtttes in filling 

vacant positions and in assisting displaced employees and overseas 
returnees in obtaining employment; to DoD Activities for short 
resume of individual's background used in assessing qualifications for 
vacant positions; to · Office of the Deputy Assistant Secretary of 
Defense, Civilian Personnel Policy for statistical analyses of civilian 
personnel employment trends and patterns for establishing policy and 
for planning purposes; informing individuals in system of non-govern­
ment ·job opportunities. Any individual records contained in the 
system might be transferred to any component of the Department cif 
Defense having the need to know in the performance of official 
business. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To other Federal Agencies for filling vacant positions; to law 
enforcement or investigatory authorities for investigation and possible 
criminal prosecution, civil court action, or regulatory order. 

Policies and practices for storing; retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Magnetic computer tape. 
Retrievability: ' 
Normally retrievable for occupation a~d grade. 
Safeguards: 
The primary location is identified as a secure area; access 'it 

through electrically controlled doors and cypher locks; tapes are 
stored in a vault when not in use. 

Retention and disposal: 
Record of displaced employees are maintained in the system for 

· one year. Records of overseas returnees are entered six months prior 
to return and are maintained until individual is placed in job or 
leaves the government. Initial input for records is hard copy which is 
destroyed after tape record is created. 

System manager(s) and address: 
Director, Staffing Policies and Programs, Office of the Deputy 

Assistant Secretary of Defense (Civilian Personnel Policy), Room 
3D821, the Pentagon, Washington, DC 20301. 

Notification procedure: 
Information may be obtained from the Department of Defense 

Civilian Personnel Office where the individual registered to enter the 
system. 

Record access procedures: 
Written requests from individuals should be directed to the Depart­

ment of Defense Civilian Personnel Offi<;;e where the individual regis­
tered to enter the system and should include name and current 
mailing address and telephone number. For personal visits, the indi­
vidual should be able to present to the personnel office some accepta­
ble identification, such as a driver's license or other ID card. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR part 286b and OSD Adminstrative Instruc~ 
tion No. 81. · 

Record source categories: 
The individual must take action to place his record in the system; 

iilformation entered into the record is provided by the individual in 
writing or through employment counseling; additional information is 
obtained from the individual's office personnel file (201 file). 

Exemptions claimed for the system: 
None . 

DFM&P 07.0 
System name: 

,DoD Overseas Employment. Program. 
System location: 
Defense Electronics Supply Center, 1507 Wilmington Pike, 

Dayton, Ohio 45444. 
Categories of individuals covered by the system: 
Career and career-conditional employees of the Federal Govern­

ment and reinstatement eligible employees who desire overseas em­
ployment and voluntarily register. 

Categories of records in the system: 
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File contains summary of occupational experience, education, train-
ing, age, sex, height and weight, marital status. · 

Authority for maintenance of 'the system: 
10 usc 136. 
Purpose(s): 
Data is used to provide an automated applicant supply system for 

·use in filling overseas job vacancies; data is used by Department of 
Defense activities in filling overseas job vacancies. These data may 
be used by the Office of the Deputy Assistant S~cretary of Defense 
(Civilian Personnel Policy) for statistical analyses for policy, plan­
ning, and guidance; for evaluation of the effectiveness of the pro­
gram, and. for monitoring of activity compliance with the program. 
Any individual records contained in the system might be transferred 
to any component of the Department of Defense having the need to 
know in the performance of official business. 

Routine uses of records maintained. in the systemt including catego· 
ries of users and the purposes of such uses: 

To other Federal agencies for use in filling· overseas job vacancies; 
to law enforcement or investigatory authorities for investigation and 
possible criminal prosecution, civil court action, or regulatory order. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in ~he system: 

Storage: 
Magnetic computer tape. 
Retrievability: 
Retrieval by occupational skitl.and grade. 
Safeguards: 
The location is identified as a secure area; access is through electri­

cally controlled doors and cypher locks; tapes are stored in a vault 
when not in use. 

Retention and disposal: 
Records remain in the system for one year or until the individual is 

placed in an overseas position; the individual is notified after eleven 
months that his registration is about to expire and is given the 
opportunity to re~register for another year. 

System manager(s) and address: 
Director, Staffing Policies and Programs, Office of the Deputy 

Assistant Secretary of Defense . (Civilian Personnel Policy), Room 
3D281, the Pentagon, Washington, DC 20301. 

Notification procedure: 
Information may be obtained from the Department of Defense 

Civilian Personnel Office where the individual registered to enter the 
system. · 

Record access ·procedures: 
Written requests from individuals should be directed to the Depart­

ment of Defense Civilian Personnel Office where the individual regis­
tered to enter the system and should include name, current mailing 
address and telephone number. For personnel visits, the individual 
should be able to present to the personnel office some acceptable 
identification, such as a driver's license or other ID card. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determination by the individual concerned 
are contained in 32 CFR part 286b and OSd Administrative Instruc­
tion No. 81. 

Record source categories: 
Information in the file is obtained from the individual; either in 

writing or through interviews with personnel counselors, and from 
his official personnel file (201 file). 

Exemptions claimed for the system: 
None. 

DFM&P 09.0 
System name: 

Defense Equal Oppo.rtunity . Management Institute Student File: 
System location: 
Primary and backup mainframe computer location: Building 989, 

Patrick AFB, FL 32925-6685. 
Hard copy and microform backup files for former students· loca­

tion: Information Systems Division, Defense Equal Opportunity Man­
agement Institute, Building 559, Patrick AFB, FL 32925-6685. 

Temporary files and backups for current students are maintained 
on hard copy and microcomputers located in the Training Director­
ate, Defense Equal Opportunity Management Institute, Building 560, 
Patrick AFB, FL 32925-:-6685. 

Temporary microcomputer· files .and backups are also located in 
the Information. Systems Division, Building 559, Patrick AFB, FL 
32925-6685. 

Categories of individuals covered by the system: 
All current and former students of the Defense Equal Opportunity 

Management Institute. 
Categories of records in the system: 
Life history summary, name, social security number, race, age, 

religious preference, military organization, test and examination 
scores and forms, peer group and instructor ratings an'd advisor 
progress reports. · 

·Authority for ·maintenance of the system: 
10 U.S.C. 136; E.O. 9397. 
Purpose(s): 
Files are used by the Defense Equal Opportunity Management 

Institute to evaluate student progr~ss and to create a permanent 
record of academic accomplishment. Advisors use the files for coun­
seling of students. Academic Boards and the Co.mmandanf use files to 
make decisions on releasing students from the program. The Regis­
trar uses the filesto verify attendance and grades. The Commandant, 
faculty and other staff use the student records to select instructors. 
Studepts use the data in evaluating. their progress. 

The use of personal identifiers in this record system is solely for 
positive identification purposes. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Colleges and universities use transcript records to verify attend-
ance and grades. · 

See Office of the Secretary of Defense (OSD)' blanket routine uses 
at the head of OSD's published system notices which are also appli­
cable to this record system. 

Policies and. practices for storingt retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Primary files are computer disk files. Backup files are magnetic 

computer tapes, microform, and paper records. Temporary files are 
on microcomputer disks backed up by magnetic tapes, diskettes, and 
paper records. · 

Retrievability: 
Files inay be accessed by any of the following: Name, social 

sec'-'rity number,. student :number or class. 
Safeguards: 
Primary locations for both permanent and temporary files are 

controlled access areas. Backup files storage is in locked file cabinets. 
Only authorized personnel have access to files. 

Retention and disposal: 
Mainframe computer and microform records are kept permanently; 

paper backup records are kept for four years and then destroyed. 
Microcomputer records are transferred to the mainframe at the end 
of the current class. 

System manager(s) and· address: 
Commandant, Defense Equal Opportunity Management Institute, 

Patrick AFB, FL.32925-6685. 
Notification procedure: 
Information may be obtained from: Director of Support, Defense 

Equal Opportunity Management Institute, Patrick AFB, FL 32925-
6685. Telephone: 407-494-6017. 

Record access procedures: 
Address requests to the Director of Support, Defense Equal Op­

portunity Management Institute, Patrick AFB; FL 32925-6685. Re­
quests must be in. writing and contain the full name, social security 
number, current address and telephone number, class of the individ­
ual, and signature. · 

For personal visits, the individual should be able to provide some 
acceptable identification, such as a military ID card or a driver's 
license. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc­
~ion No. 81. 

Record source categories: 
Information is provided by the individual, student· peers, instruc­

tors, counselors, and examinations. 
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Exemptions claimed for the systems: 
None. 

DGC 15.0 
System name: 
· Reports of Defense Related-Employment. 

System location: 
Office 9f the A~sistant S~cretary. of Defens~ (Manpower, Reserve 

Affairs, and Logisitics), Pentagon, Washington, DC 20301. . . 
Cate~ories of individuals covered by the system:· .. .. . . 
Retired or former military officers, in grades of major or lieutenant 

commander or (lbove and former civilian officers, and employees of 
the Department of Defense employed at or above the minimum 
salary of GS-13, who, during any of the first three years after 
termination of service or employment with the' Department of De­
fense, are employe,d at fifteen tt'!ousand. dollars or more per year by a 
Defense contractor who, during that year, was awarded contracts by 
the. Department of Defense totaling ten million dollars. Also covered 
a~e curre!lt officers and .employees .of the Department of Defense 
employed at or above the minimum salary level GS-13, who within 
the preceding three years are employed by such a Defense contrac~ 
~~ . 

Categories of records in the system: 
Copies of report DD Form 1878 completed by individuals covered 

by the system and forwarded to the Department of Defense describ­
ing their employment with the Department of Defense and with the 
Defense contractor and a listing showing the names of individuals 
who submitted completed DD Form 1787. 
. Authority for maintenance of the system: 
The system was established and is ·maintained as required by Pub. 

L. 91-121, section 410, approved November 19, 1969: · 
Purpose(s): 
These records are avaihible for public inspection in accordance 

with the specific terms of section 410(f) of Pub. L. 91-121. There is 
no limitation or restriction on use by the public of the inform'ation 
contained in the report. . 

Routine uses of records. maintained in the system, including . catego-
ries of users and the purpos_es of such uses: . 

Section 410(d) of Pub. L. 91-121 requires the submission to the 
President of the Senate and Speaker of the House of Representatives 
by December 31 of each year of information in the reports submitted 
by i'ndividuals during the preceding Fiscal Year. · · 

Policies and practices for storing, retrieving, acc~ssing, retaining, and 
disposing of records in the system: 

Storage: 
In metal file cabinet. 
Retrievability: 
Alphabe~ical by name of individual. 
Safeguards: 
Maintained in unlocked file cabinet when not in use. 
Retention and disposal: 
Retire to WNRC when three years old. Destroy. when ·10 years 

old.· 
System manager(s) and address: 
The Assistant Secretary of Defense (Manpower, Reserve Affairs, 

and Logistics), Pentagon, Washingtqn; DC 20301. 
Notification procedure: 
Any individual who desires to know whether a report DD. Form 

1787 submitted by him is on file may adpress .a, letter of inquiry to 
the System Manager, Assistant Secret;uy of Defense. (Manpower, 
Reserve Affairs and Logistics), Pentagon, Washington, DC 20301. In 
as much as 'the reports are available for public inspection no proof of 
identity is required. · · 

Record access procedures: 
On request of any individual the reports on file are made available 

for inspection· in the office of the System Manager, Room .3C980, 
Pentagon, Washington, DC 2030 l. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations ,by the individual concerned 
are contai.ned in 32 CFR part 286b and OSD Administrativeinstruc­
tion No. 81. 

Record source categories: 
The individual submitting the DD Form·1787. 
Exemptions claimed for the system: 

None. 

'DODDS 11.:0 
System name: 

DoD Teacher Back Pay Project. 
System location: 

t 

. DoD Office of Depen.dent!! Schools,, 2461 Eisenhower A venue, 
~lexandria, Virginia 22331. 

Categories of ipdividuals covered by ·the system: 
All forme'r D()D Overseas Dependents School teachers who were 

paid under Pub L. 89-391, qated April 14, 1966. 
Categories of records in the system: 
System is comprised of names, Social Security Numbers, and .dates 

of birth of former DoD overseas teachers, and information extracted 
from ·their Official Personnel Records which will effect computation 
of their retroactive pay; an<;J current adc!resses of f9rmer teachers. 

Authority for maintenance of the system: · 
Court decision in the case called ·Virginia J. March et al, v. United 

States of America (Civil Action 3437-70, U.S. District Court, District 
of Columbia, June 30, 1 975) on intent of Pub. L. 89.-391, dated .April 
14, 1966. 

Purpose(s): 
To be used by Office of Dependents Schools Back ·Pay .Project 

workers to compute back pay as it applies to individual t~acher; 
prepare necessary updating for . individual's Official Personnel 
Record, life insurance entitlement 'where applicable; prepare reports 
to individual teachers . 
. ; Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Data in this system is used by the DeparttT~ent of the Treasury; to . 
the Social Security; the Office of Personnel Management, the attor­
neys for the teachers and General Accounting 'Office addresses will 
be used for mailing purposes. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the syStem: · 

~to~:age: 

~omputer. tapes,· computer printouts. 
Retrievability: 
Social Security Number (SSN) and name. 
Safeguards: 
All records are stored under strict control, maintained. in spaces 

normally accessible only to authorized personnel, in cabinets in 
locked room. 

Retention and disposal: 
Record will be maintained in this ·office until ali requirements of 

the judgement' and will. be dest_royed when they ·ar~ no ~on~er·useful. 
System manager(s) and addr~ss: 
Director, DoD Office of Dependents Schools, Office of the Assist­

ant Secretary of Defense (Manpower, Reserve Affairs and, Logistics), 
24~ l Eisenhower Avenue, ~oom 148, Alexandria, VA 22331. 

. Notification procedure: 
Requests by correspondence should be addressed to Director, 

DoD Office of Dependents Schools, Attn: Back Pay Project, 2461 
Eisenhower Avenue, Room 148, Alexandria, VA 22331. Telephone: 
202-325-0660. Letter should contain the full. name and signature of 
the !'equester: 

Record access procedures: 
Request from individuals shou~d be addressed to same address as 

stated in the 'Notification Procedures:', above. 
· Contesting record procedures: . 
The Agency's rules fo~ access. to records and for contesting con­

tents and appealing initial determinations. by the individ~al concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc­
tion No. 81. 

Record :source categories: . 
Official Personnel Records obtained from Federal Records Center 

and other agencie~ currently employing individuals concerned. 
Exemptions ~laimed for the system: 
None. 

DODDS 21.0 
System name: 
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Department of Defense Dependents Schools (DoDDS) Grievance 
Records. 

System location: 
Office of Dependent Schools, 2461 Eisenhower Avenue, Room 

120, Alexandria, Virginia 22331; six regional offices focated in 
London, England; Wiesbaden, Germany; Karlsruhe, Germany, 
Madrid, Spain; Okinawa Japan and Panama; in principals' offices of 
DoDDS schools; and at the servicing civilian personnel offices at 
various military installations. 

Categories of individuals covered by the system: 
Current or former employees who have submitted grievances in 

accordance with 5 USC 2302, and 5 USC 7121, or a negotiated 
procedure. · 

Categories of records in the system: 
This system contains records relating to grievances filed by DoD 

Dependents Schools (DoDDS) employees under 5 USC 2302, and 5 
USC 7121. These case files contain all documents related 'to the 
grievances, including statements of witnesses, reports of interviews 
and hearings, examiner's findings and recommendations, a copy of 
the original and final decision, and related correspondence and exhib­
its. This system includes files and records of internal grievance and 
arbitration systems that DoDDS may establish. through negotiations 
with recognized labor organizations. 

Authority for maintenance of the system: 
5 USC 2302, and 5 USC 7121. 
Purpose(s): 
The collected information is used by the DoDDs in the creation 

and maintenance of records of summary descriptive statistics and 
analytical studies in support of the function for which the records are 
collected and maintained, or for related work force studies. While 
published statistics and studies do not contain individual identifiers, in 
some instances the selection of elements of data included in the study 
may be structured in such a way as to make the data individually 
identifiable by reference. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To disclose pertinent information to the appropriate Federal, state, 
or local agency responsible for investigating, prosecuting, enforcing, 
or implementing a statute, rule, regulation, or order where the dis­
closing agency becomes aware of a violation or potential violation of 
civil or criminal law or regulation. To disclose . information to any 
source from which additional information is requested in the course 
of processing a grievance, to the extent necessary to· identify the 
individual, inform the smuce of the purpose(!\) of the request, and 
identify .the type of information requested. To disclose information to 
a Federal agency, in response to its request, in connection with the 
hiring or retention of an employee; the issuance of a security clear­
ance; the conducting of a security or suit~bility investigation of an 
individual; the-classifying of jobs; the lettmg of a contr~ct, or the 
issuance of a license, grant, or other benefit by the requestmg agency 
to the extent that the information is relevant and necessary to re­
questing the Agency's decision on the matter. To pro':'id~ !nform~­
tion to a congressional office from the record of an md1V1dual, m 
response to an inquiry from the congressional office, made at the 
request of that individual. To disclose information to another Federal 
agency or to a court when the Government is party to a judicial 
proceeding before the court. By the National Archives and Records 
Administration (General Services Administration) in records manage­
ment inspections conducted under authority ?f 44 USC 2906. !o 
disclosure information to officials of the Ment Systems Protection 
Board, including the Office of the Special Counsel, the Federal 
Labor Relations Authority and its General Counsel; or the Equal 
Employment Opportunity Commission, when requested in perform­
ance of their authorized duties. To disclose in response to a request 
for discovery or for appearance of a witness, information that is 
relevant to the subject matter involved in a pending judicial or 
administrative proceeding. To provide information to offici.als of 
labor organizations reorganized under the Civil Service Reform Act 
when relevant and necessary to their duties, exclusive representation 
concerning personnel policies, practices, and matters affecting work 
conditions. 

Policies and practices for storing, retrieving, accessing,· retaining, and 
disposing of records in the system: 

Storage: 
Paper records are maintained in file folders. 
Retrievability: 

These records are retrieved by the names of the individuals. on 
whom the records are maintained, by case number, and by subJect 
matter of the grievance. · 

Safeguards: 
Records are maintained in locked metal file cabinets, with access 

only to authorized DoDDS employees and servicing civilian person­
nel offices. 

Retention and disposal: 
These records are disposed of not sooner than 3 years after closing 

of the case. Disposal is by shredding or burning. 
System manager(s) and address: 
Mr. Paul Wolfe, Chief, Management Employee Relatio~s Branch, 

Personnel Division, Office of Dependents Schools, 2461 E1senhower 
Avenue, Room 120, Alexandria, Virginia 22331. Telephone: 20f-325-
0690. 

Notification procedure: 
Information may be obtained from the System Manager. 
Record access procedures: 
Request for access to records may be obtained from the System 

Manager. 
Contesting record procedures: 
The Agency's rules for access to records and for ~Of!t~sting con­

tents and appealing intitial determinations by the mdlvl?u.al c<;>n­
cerned are contained in 32 CFR part 286b and OSD Admm1strat1ve 
Instruction No. 81. 

Record source categories: 
Information in this system of records is provided: 
a. By the individual on whom the record is maintained. 
b. By testimony of witnesses. 
c. By Agency officials. . . . 
d. From related correspndence from orgamzat10n or persons. 
Exemptions claimed for the system: 
None. 

DODDS 22.0 
System name: 

DoD Dependent Children's School Program Files. 
System location: 
Active Students - DoD operated overseas dependents schools, re­

gional offices, and the Office of Dependents Schools, (ODS), Alexan-
dria, Virginia. . . 

Former High School Students - Permanent records (h1gh school 
transcripts) are retained at the s~hool for four years subsequent to 
graduation, transfer, or termination, and are the~ forwarded to the 
regional office for one year where they are comp1led and forwarded 
to the Washington National Records Center . (WNRC) except 
Panama. Records for the Panama region are retired to the East 
Point, Georgia, Federal Archives Records Center (F ARC). · 

Former Panama Canal College Students - Permanent records (col­
lege transcripts) are retained at the college for ten. years and are then 
retired to East Point F ARC. 

Categories of individuals covered by the system: 
Students in the DoD operated overseas dependent schools. 
Categories of records in the system: 
A. Enrollment files: Documents relating to the admission, registra­

tion, and departure of dependent school students .. In~luded are pupil 
enrollment applications, course preference, adm1ss10n cards, drop 
cards, and similar or related documents.· . . 

B. Daily attendance register files: Documents reflectmg the d~1ly 
attendance of pupils at dependent schools. Included are forms, pnnt-
outs, bound registers and similar or related documents. . 

C. Elementary school academic records: Documents reflectmg the 
standardized achievement, mental ability, yearly grade average, at­
tendance of each student and the teacher's comments. Included are 
forms, notes, and similar or related documents. . 

D. Elementary school report card files: Documents reflectmg 
grades, personality traits, and promotion or failure. Included are 
report cards and similar or related documents. 

E. Elementary school teacher class register files: J?ocuments re­
flecting· daily, weekly, semester, . or annual. scholastiC grades and 
averages, absence and tardiness data. . 

F. Elementary school student files: Documents pertaining to indi­
vidual elementary school students. Included in each folder are read­
ing and health records; individual education plans; intelligence quo­
tient; achievement, aptitude, and similar test results; notes related to 
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pupils progress an_d characteristics; and similar matters used by coun-
selors and successtve teachers. : . 

G. Secondary school absentee files: Documents reflecting absence 
of studen~s. Included are homeroom teacher's registers, secondary 
school ~atly atten~a~ce records of absentees reported by teachers, 
ta~dy shps for admtsston of ~tudeuts to classroom; transfer slips noti­
fymg teachers of new class or homeroom assignment, notices of 
change by school principal to teacher upon change of classroom, 
stude!lt . applications for permission to be absent, student pass slips, 
and stmtlar or related documents. . 

H. Secondary school academic record fiies: .Documents reflecting 
student grades and credits earned. Included are forms notes and 
similar or related documents. ' ' 

I. Secondary school report card files: Documents reflecting scho­
lastic grades, personality traits, and promotion or failure. Included 
are report cards and related documents. 

J. Secondary school teacher class register files: Documents reflect­
ing daily, weekly, semester, or annual scholastic marks and averages, 
absence and tardiness, and withdrawal data. Included are class regis-
ters and similar or related documents. · 

K. Secondary school class reporting files: Documents reflecting 
teacher reports to principals and used as source documents· for pre­
paring secondary school academic record cards. Included are forms, 
correspondence, and similar or related documents. · 

L. Credit transfer certificate files: Documents reflecting secondary 
school scholastic credits earned. Included are certificates and similar 
or related documents. 

M. Secondary school student files: Documents pertaining to indi­
vidual secondary school students. Included in each folder are student 
health records; individual education plans; absence reports and corre­
spondence with parents pertaining to absence; records of achieve­
ment and aptitude tests; notes concerning participation in extracurric­
ular activities, hobbies, and other special interests or activities of the 
student; and miscellaneous memorandums used by student counselors. 

N. College absence, withdrawal, and add files: Student applications 
for permission to be absent from final exams. Student drop and .add . · 
class records and administrative withdrawal letter. 

.0. College academic record files: Documents reflecting student 
grades and credits earned. Included are forms, notes, and similar or 
related documents. 

P. College report card files: Documents reflecting scholastic grades 
and promotion or failure. Included are report cards and related 
documents. 

Q. College teacher class register files: Documents reflecting daily, 
weekly, semester, or annual scholastic marks and averages, absence 
and withdrawal data. Included are class registers and similar or 
related documents. 

R. College class reporting files: Documents reflecting teacher re­
ports to Registrar ano used as source documents for preparing col­
lege transcripts. Included are forms, correspondence, and similar or 
related documents. · 

S. Credit transfer certificate files: Documents reflecting college 
scholastic credits earned. Included are certificates and similar or 
related .documents. 

T. College student files: Documents pertaining to individual col­
lege students. Included in each folder are absence reports, records of 
achievement, and aptitude tests. 

U. Automated support files: Automated data files are composed of 
records containing any of the above information in addition to (varies 
by regional system): Student registration data--student identification 
number, student name, sex, grade level, bus number, date of enroll­
ment, date of birth, course numbers and names; teachers, credit, 
grades received; dates of absences, and sponsor's name, status, rank, 
date of rotation, organization, location of unit, locaJ address, emer­
gency address, permanent address, and telephone numbers. 

Authority for maintenance of the system: 
Recurring provisions of the DoD Appropriations Act and Depart­

ment of Defense Directive 1342.6, 'Department of Defense Depend­
ents Schools,' dated October 17, 1978, with change 1. 

Purpose(s): 
A. Dependent children's school program files (general): 1. Records 

of students attending DoD operated overseas dependent schools are 
used by school officials, including teachers, to: a. Determine the 
eligibility of children to attend these schools;· b. Schedule children 
for transportation; c. Record daily and/or class attendance of stu­
dents ~nd date(s) of withdrawal; d. Determine tuition paying students 
and record status of payments; e. Determine students located in areas 
not serviced by dependents schools so that alternative arrangements 
for education tan be made and payment made, as required; f. Moni­
tor special education services required by and received by the stu­
dent; · and, g. Used to develop· and maintain. reading and health 

·records; including school related medical needs. 2. Records may also 

be released to other officials of the Department of Defense requiring 
information for operation of the Department (including defense in-
vestigative agencies and recruiting officials). · . 

B. Dependent children's school program files (elementary): 1. Used 
by school officials, including teachers, in the current and/or. gaining 
school to develop and provide an educational program fot'elementa­
ry students l;>y-school personnel cited above. 2. Used in the following 
manner to record: a. Teacher or standardized test data; b .. Attend­
ance, absences, and/or tardiness of each student; c. Recommenda­
tions for promotion or retention including teacher comments; d. 
Daily, weekly, semester, or annual grades; and, e., Notes· related to 
the individual pupil's progress .and learning characteristics useful to 
profe!tsioral school p~rsonnel in counseling t,he student and in the 
determination of his/her proper placement. . . . 

C. Dependent children's school program files (secondary): I. Used 
by school officials, including teachers, in the current and/or gaining 

school to develop and provide an educational program for secondary 
students. 2. Docum~nts are· used by school personnel cited above in 
the following manner to: a. Record teacher and/or standardized test 
data; b. Record attendance, absences, and/or tardiness of each stu­
dent; c. Form the basis for a ·decision on a student request for 
permission to be absent from a class or classes; d. Determine· proper 
class or grade placement or -graduation; e. Determine scholastic 
grades and/or grade. point average; f. Form the basis for school 
recommendations for student financial aid for postsecondary educa­
tion; g. Form the basis for preparing the secondary school transcript; 
h. Determine secondary school academic credits earned;. and, i. Note 
special interest or hobbies of the student. 3. Used by DoD recruiting 
officials to determine eligibility for military service. 

D. Dependent children's school program files (college): l. Used by 
school officials, including teachers, in the current and/or gaining 
school to develop and provide an educational program for college 
stt,tdents. 2. Documents are used by school personnel cited above in 
the following manner to: a. Record teacher and/or standardized test 
data; b. Record attendance and absences of each student; c. Form the 
basis for a decision on a student request for permission to be absent 
from a class or classes; d. Determine proper class or grade placement 
or graduation; e. Determine scholastic grades and/or grade point 
average; f. Form the basis for school recommendations· for student 
financial aid for college education; g. Form the ·basis for preparing 
the college transcript; and h .. Determine college academic credits 
earned. 3. Used by DoD recruiting officials· to determine eligibility 
for military. service. 

E. Automated support. Automated support is. used by school and 
regional officials (where applicable) to: 1. Provide academic data to 
each student upon request, provide report cards, etc., at the end of 
each grading· period, provide transcripts upon request, and provide · 
hard copy for manulll files. 2. · Provide academic data within the 
region and .to ODS. 3. Provide data within the Department of De­
fense on a need-to-know basi~. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See Office of the Secretary of Defense (OSD) Blanket Routine 
Uses at the head of this Component's published system noti~es. 

Records concerqing sponsor's names, rank, and branch of service 
may be released to fot:m~r students for the purpose· of organizing 
reunion activities. 

Academic data may be provided to other educational institutions 
and employers or pr'ospective employers in accordance with current 
policies. and procedures. 

Academic achievements and data may be provided to the public, 
via distribution of information within the school and through various 
media sources, for positive reinforcement purposes.· This information 
will. not be distributed for commercial uses. · 

· Disclosure to consumer reporting agencies: 
Disclosures pursuant to U.S.C. 552a(b)(12), may be made from this 

system to consumer reporting agencies as defined in the Fair Credit 
Reporting Act (15 U.S.C. 1681a(f) or the Federal Claims Collection 
Act of 1966 (31 U.S.C. 3701(a)(3)), · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Files are paper records in file folders. 
Retrievability: 
A. Elementary school academic records and secondary school and 

college academic· records (transcripts) are filed alphabetically by 
school, school year. and last name of student. 

B. Elementary, secondary, and college teacher class register files 
are filed by school, school year, and last name of teacher. 
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C. Remaining dependent school student files are filed by school, 
school year, and last name ·of student. · 

D. The automated files are indexed by a variety of data, depending 
upon the region and school involved (some have regionally assigned 
student identification numbers, others are by last name of student). 
Also, any combination of data in the file can be used to select 
individual records. Only authorized personnel have required informa­
tion to access the system or process jobs. 

Safeguards: 
Paper records are maintained in files accessible only to authorized 

personnel. . · · 
Authorized records: 
A. Description of the automated process. Current hard copy 

records of all information are kept in locked file cabinets in limited 
access school offices. Computer-produced student records and reiote­
gral part of the manual system and are retained in limited access 
school offices and/or locked cabinets. Computer disks, tapes, etc., are 
maintained in limited access areas within the various computer cen­
ters, regional offices, and/or schools. Approved special requests for 
data can be supported by ad hoc inquiry. Any combination of data 
can be used to select individual records for special processing. 

B. Physical. safeguards. Computer facilities and remote terminals 
are located in schools and regional offices throughout the school 
system. Particular regional systems. vary; however, the same .basic 
safeguards are employed (in various combinations) in all the systems. 
Computer hardware disk cards and other materials are secured in 
locked facilities after normal duty hours or are maintained in secure 
military computer centers. During school hours, storage media is 
stored in areas where access can be monitored. On-line access is 
protected by combinations of the following various factors: (I) Users 
must have file and/or disk names; (2) users must have possession or 
approval to gain possession of appropriate disk(s); and, (3) users must 
have specifically designed codes and/or keys_ to permit read/write 
operations. 

C. Storage media. Hard copy files are stored in the school offices 
of each participating school and regional offices. Computer files are 
stored on magnetic tape and disks, as outlined above. 

D. Risk analysis. All personal information which is collected and/ 
or maintained for this system is stored in locations adequately secure 
for such information. Administrative safeguards have been instituted 
to prevent access to information in the automated systems. 

Retention and disposal: 
A. Enrollment files: Maintained at the respective school for one 

year after graduation, withdrawal, transfer, or death of the student, 
then destroyed. · 

B. Daily attendance register files: Destroyed after reviewing at-
tendance registers for the next school year. · 

C. Elementary school ·academic records files: When a student 
transfers to another school, this file is forwarded by mail to officials 
of the receiving school on request in accordance with current regula­
tions, or destroyed at the school five years after graduation, with­
drawal, or death of the student. 

D. Elementary school report card files: Documents reflecting 
grades, personality traits, and promotion or failure. Included are 
report cards and similar or related documents. · 

E. Elementary school teacher class register files: Destroyed at the 
school concerned after five years. 

F. Elementary school student files: 1. When a student transfers to 
another school, the reading and health records are released to the 
parent or student (if over 1.8 years of age) for hand-carrying to the 
receiving school. 2. Remaining documents pertaining to the students 
are forwarded by mail to the officials of the receiving school. or the 
parent/guardian on request in accordance with current regulations; if 
not requested, documents are· destroyed at the school ·concerned one 
year after graduation, withdrawal, or death of the student. 

G. Secondary school absentee files: Destroyed at the school after 
one year. 

H. Secondary school academic record files (high school transcript): 
I. Permanent file. 2. When a student transfers to another DoD 
dependents school, this file (transcript) is forwarded by mail to offi­
cials of the receiving school on request. 3. When a student transfers 
to a non-DoD school, a copy of the transcript is forwarded to the 
receiving school on request in accordance with current regulations. 
4 .. Files not forwarded to another DoD school are retained at the 
school concerned for four years, the regional office for one year and 
then retired to the WNRC (or East Point. FARC if in the Panama 
region) for an additional sixty years. 

I. Secondary school report card files: Released to parents of stu­
dents or student (if over eighteen years of age) at the end of the 
school year or on transfer of student. 
. J. Secondary school teacher class register files: Retained at the 
school concerned for five years and then destroyed. 

K. Secondary school class reporting files: Destroyed at the school 
after one year. . 

L. Credit transfer certification files: Destroyed at the school after 
one year. 

M. Secondary school student. files: I. Retained at the school con­
cerned for two years after graduation, withdrawal or death of the 
student. 2. When a student transfers to another school: a. A copy of 
the record may be released to the parents or student (if over eighteen 
years of age) for hand-carrying to the receiving school. b. An official 
copy of the record will be forwarded to the receiving school in 
accordance with current reg1,1lations upon request. (The origiqal 
record is retained at the school.) . 

N. College absentee files: Destroyed at the school after one year. 
. 0. College academic record files (college transcripts): I. Perma­

nent file. 2. When a student transfers to another college or university, 
this file (transcript) is forwarded by mail to officials of the receiving 
school upon receipt of an authorized request. 3. Original files (tran­
scripts) are· retained at the college for ten years then retired to East 
Point FARC. 

P. College report card files: Released to student at the end of the 
semester or school year, or on transfer of student. 

Q. College teacher class register files: Retained at the school for 
five years and then destroyed. 

R. College class reporting files: Destroyed at the school after one 
year. · 

S. Credit transfer certificate files: Destroyed at the school after one 
year. · 

T. College school student files: 1. Retained at the school for two 
years. 2. When a student transfers to another school: a. A copy of the 
record may be. released to the parents or student (if eighteen years of 
age) for hand-carrying to the receiving school. b. An official copy of 
the record will be forwarded to the receiving school upon request 
pending receipt of authorized request. (The original record is re-
tained at the school.) · 

U. Automated files: Automated files are normally retained for one 
year. However, this may vary as all information is documented in the 
manual files and the information in automated form may be destroyed 
earlier or later than one year for various internal purposes. 

System manager(s) and address: 
Dr. Beth Stephens, Director, Department of Defense Dependents 

Schools, 2461 Eisenhower A venue, Alexandria, Virginia 22331, tele­
phone: (202) 325-0188. 

Notification procedure: 
Information may be obtained from officials of the school con­

cerned or from the System Manager. 
Record access procedures: 
A. Written requests for information on the records system and for 

instructions concerning personal visits may be forwarded to the prin­
cipal of the school within four years after graduation, transfer, with­
drawal, or death of student. 

B. The fifth. year, the principal should be contacted for elementary 
records or the System Manager for secondary records. 

C. Subsequently, all requests for secondary records may be for­
warded to the Department of the Army,· HQ DA (DAAG-AMR), 
Washington, D.C. 20310, except for information from schools in 
Panama. These requests should be sent to: Director, DoDOS-
Panama, APO Miami 34002. · 

D. All requests for college records should be sent to· the college 
for the first ten years, then to the Director, DoDOS-Panama, address 
above. · 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR part 286b, and OSD Administrative Instruc­
tion 81. 

Record source categories: 
Information is obtained from the individuals concerned and their 

parents/guardians, teachers and school administrators. 
Exemptions claimed for the system: 
None. 

DODDS 23.0 
System name: 

Educator Certification/Recertification Files. 
System location: 
Records are maintained at the schools, regional offices, and the 

Office of Dependent Schools (ODS), Alexandria, Virginia. 
Categories of individuals covered by the system: 
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This system applies to all ·Department of Defense Dependents 
Schools (DoDDS) teachers, as the term 'teacher' is defined in 20 
United States·· Code 901, and .to· all DoDDS excepted service and 
ODS educators classified in the 1710 or related series. 

Categories of records in the system: 
, Records consist of transcripts and/or other documentary evidence, 
as necessary, for recertification renewal and maintenance. Also in­
cluded are internal forms to summarize this data and to certify that it 
has been reviewed by appropriate officials. · 

Authority for maintenance of the system: 
. 20 USC 931, recurring provisions of the annual DoD Appropria­

tions Act, and Department of Defense Directive 1342.6, 'Department 
• of Defense Dependents Schools,' October 17, 1978, and Change I, 

thereto. · · 
Purpose(s): 

· Dependents schools' administrators use this information to .deter­
mine the eligibility of applicable employees to be certified/recertified. 

Routine uses of records maintained in the system, including catego­
ries of users and the _purposes of such uses: 

The information may be supplied to States with whom the Depart­
ment of Defense Dependents Schools has reciprocal agreements for 
respect of certificates issued/revoked by the respective systems. 
Records may be discl9sed to educational accrediting institutions and 
organizations during review of a school or schools. Records may be 
disclosed. to law enforcement or investigatory authorities for investi­
gation and po.ssible criminal prosecution, civil court action, or regula­
tory prder. Every reasonable effort will be made to notify individuals· 
whenrecords pertaining to them are made available under compulso-
ry legal process, · · · . · 

- . Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records are stored. in file folders in locking cabinets, rooms, 

and/or secure buildings (when possible), located at schools, regional 
offices, and ODS. · 

Retrievability: . . 
.The files are arranged by social security n.umber (at the option of 

the custodian). · · · · · 
Safeguards: 
Paper. records are maintained in files which are located in locked 

cabinets, rooms: and/or buildings, which· are accessible only .to au­
thorized personnel. 

Retention a~d d~sposal: 
Records are maintained for th~ current as well as the upcoming 

certification c.ycles. Records for an expired certification cycle are 
retained for 2 years; then, they are destroyed or returned to the 
employee. If a teacher leaves the system, the file is. maintained for 
two years following the current expiration date of the certificate and 
destroyed. · · · 

. . System manager(s) and ·address: 
Mr. Mervin Scott, Chief, Personnel Division, ODS, ·2461 Eisen­

hower A venue, Alexandria, VA 22331. 
Notification procedure: .~ . 
Information .. may be obtained from the principal, regional certifica­

tion coordinator, ODS certification coordinator, or the Chief, Per-
sonnel Division, ODS. · 

Record access procedures: 
. .' Educators may req~e~t to. see their ·files from the individual in 
charge of certific~tion at their particular location. 

Contesting record procedures: 
The Agency's rules for access to records and contesting contents 

and for appealing initial determinations by the individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc­
tion No. 81. 

Record source categories: 
Information is obtained fror:n .th~ individuals concerned. 
Exemptions claimed for the system: 
None. 

DFM&P 24.0 
. System name: 

Joint Service Review Activity· File. 
System location: 

Office of the Assistant Secretary of Defense (Manpower, Installa­
tions and Logistics), (MP & FM) (LLP), Pentagon, Washington, DC 
20301-4000. . 

Catf,!gories of individuals covered by the system: 
Individuals wh,o have submitted a complaint to the. Joint Service 

Review Activity in accordance with DoD Directive 1332.28 and the 
decisional principles contained .within th~ Urban .Law court decision. 
Complaints relate to decisional documents issued by the Discharge 
~eview Boards of the Military Departments. 

Categories of records in the system: 
The JSRA files consist of the following: The compl~int submitted 

by the individual, a copy of the decisional document, and review of 
the complaint by the· Military Department, the Joint Ser.vice Review 
Activity, and the Deputy Assistant Secretary of Defense (MP&FM). 
Additionally, any evidence submitted by the· complainant to support. 
the complaint is.maintained with the documents listed above. · 
·Authority for maintenance of the system: 
Tide: 10, U.S.C. 1553, 'Re.view of Discharg~ or Dismissal,' and 

DoD Directive 13J2.28, 'Discharge Review Board (ORB) Proce­
dures and Standards,' dated August 11, 1982. 

Purpose(s): · 
Thjs data is used to maintain the necessary documents needed to 

process complaints submitted by applicants for their counsel in . an 
expeditious fashion; used by the Discharge Review Boards. of ·the 
MiJitary Departments in evaluating the validity of the complaint;· The 
Joint ·.services Review Activity in making its evaluation and recom­
mendation on the complaint; the Deputy Assistant Secretary of De­
fense in making a final determination on the complaint. The docu­
ments are available to the complainant .and/or applicant for ·his/her 
case. They receive a copy of the DASD final determination. Only 
information which has. been expurgated of all identifying information 
will be released to the public when requested. 

Routine uses of records maintained in· the system, including ·catego­
ries ofusers and the purposes of such uses: 

~ee Offic~ of the Secretary, of Defense (OSD) Blanket Routine 
Uses at the head of this . Component's Published System Notices. 

Policies and practices for storing, retrieving, accessing, retai~ing. and 
disposing of records in the system: · · 

Storage: 
Paper records in file folders. 
Retrievability: 
Alphabetically by surname. 
Safeguards: · . 
Access to the building ·is by authorized· identification pass or offi­

cial escort. The records are maintained in a locked file cabinet which 
is under continuous observation during duty hours. The room is 
locked after duty hours. 

Retention and disposal: 
. The records are maintained until .the complaint ac.tion is finalized. 

Records are then kept for 1 year in the inactive status: The records 
are then forwarded to the appropriate .Military Department for inclu­
sion in the Official Military Records or destructipn if copies 9f the 
action have been filed. 

·System manager(s) and address: · • 
Administrative Director, Joint Service Review Activity, Office of 

the Assistant Secretary of Defense. (Ma'npower, Installations·· and Lo­
gistics) (Military Personnel and Force Management), Room ,30823, 
Th_e Pentagon, W.ashington, DC 20301. .. 

Notification procedure: . 
General information concerning the JSRA procedures may be ob­

tained from the Administrative Director, Joint Service Review Ac­
tivity, Office of the Assistant Secretary of Defense (Manpower, In­
stallations; and Logistics) (Military Personnel and Force Manage­
ment), Room 30823, The Pentagon, Washington, DC 2030L Tele­
phone: 202-697-3387. 

Record access procedures: 
Requests from individuals for their 'own files should be sent .to the 

·address indicated in 'Notification Procedure' section above. Written 
requests for information should contain the full name and address··of 
the individual'and a notarized signature. 

Contesting record procedures: 
The Agency's rules for access to records, and for contesting and 

appealing initial determinations by the individual concerned, are con­
tained in 32 CFR part 286b, and OSD. Admini~trative Instruction No. 
81. 



DEFENSE DEPARTMENT 197 

Record source categories: 
The basic information contained in the JSRA's file comes from the 

complainant, and the decisional document issued by the Military 
Department. This information forms the basis for reviews conducted 
by the Discharge Review Board of the Military Department, the 
Joint Service. Review Activity and the Deputy Assistant Secretary of 
Defense (Military Personnel and Force Management). 

Exemptions claimed for the system: 
None. 

DODDS 25.0 
System name: 
·DoDDS Internal Review Office Project File. 
System location: · 
Department of Defense Dependent Schools Internal Review 

Office, Lindsey Air Station, Wiesbaden, German, APO NY 09634-
0005. 

Categories of individual covered by the system: 
DoD civilian personnel, members of the Armed Forces of the 

United States and their dependents; DoD contractors; individuals 
residing on, having authorized access to, or contracting or operating 
any business or other functions at any DoDDS installation or facility; 
and individuids not affiliated with the Department of Defense, when 
the conduct of their activities may be under review or investigation 
by the DoDDS Interhal Review Office. · 

Categories of records in the system: 
Reports of investigations prepared by DoDDS Internal Review 

Office or other DoD, Federal, or host country investigative activi­
ties; information. summary reports, documenting solicited or unsolic­
ited information of a criminal nature collected or received by the 
DoDDS IRO, concerning persons or incidents which are of direct 
interest to DoDDS or other DoD. components or Federal Agencies; 
letters, memoranda, documents, statements; copies of individual 
records from official personnel and payroll files and records; audit 
working papers, listings, summations, and project tracking informa­
tion; and other miscellaneous documentation supporting investigative 
and internal review functions of the DoDDS IRO. 

Authority for maintenance of the system: 
Public Law 97-255, Federal Manager's Financial Integrity Act of 

1982; and Executive Order 9397. · 
Purpose(s): 
As an audit and financial information system, the Internal Review 

Office Project File is used to .maintain financial accountability re­
views of DoDDS operations world-wide and ensure that resources 
are protected from fraud, waste, mismanagement or other financial 
abuse. The system provides DoDDS managers with information on 
potential internal control weaknesses and contains supporting infor­

. mation for the annual DoDDS Internal Review Office Statement of 
Assurance. The system tracks all DoDDS audits, inquiries, reviews· 
and investigations .. 

Investigative information is collected to identify offenders, to pro­
vide facts and evidence upon· which to base prosecution, to effect 
corrective administrative action, and to recover money and property 
which has been wrongfully appropriated. Records are used: In the 
prosecution of criminal law enforcement violations; to sustain deter­
minations in contractor responsibility and suspension/debarment deci­
sions; to provide background information behind contractural actions 
and award decisions; to support statistical evaluations of DoDDS 
IRO investigative activities; to respond to Freedom of Information 
Act access request; to provide information in response to Inspector 
General, Equal Employment, or other complaint investigations and 
congressional inquiries; to obtain relevant information from Federal, 
state, local, and foreign agencies; to obtain employment records, if 
necessary, from business enterprises; and to obtain other information 
relevant to any on-going investigation. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purpose of such uses: 

Information col!ected may be shared during reciprocal investiga­
tions conducted for and with other DoD and Federal agency investi­
gative and law enforcement elements. Additionally, release may be 
made to accredited state, local, or host country law enforcement 
agencies, regulatory and licensing authorities, congressional commit­
tees, and the General Accounting Qffice. 

The "Blanket Routine Uses" published at the beginning of the 
OSD's compilation of record system notices also apply to this record 
system. 

Policies and practices for storing, retrieving, accessing and disposing 
of records in the system: · 

Storage: 
Paper records are maintained in file ·folders .. Electronic data is 

maintained on a microcomputer. 
Retrievability: 
Documents are filed chronologically in sequential numeric qrder 

by DoDDS Region. Files are retrieved by subject and source name, 
Social Security Number, position title, employing activity, address, 
telephone .number, project ·number, DoDDS assessable unit, year, 
status, originator, action office, project title, location, suspense dates, 
and cross-reference. 

Safeguards: 
The system location IS a controlled-access facility that is locked 

when ·not occupied. Paper records are kept in filing cabinets and 
other storage devices that are secured when the office is not occu­
pied. Access to records is restricted to DoDDS Internal Review 
Office personnel. The computer database is maintained on a personal 
computer. Access to computer records is controlled by a uS'er identi­
fication and password system. Personnel having access are limited to 
those having a need-to-know who have been trained in handling 
Privacy Act information. 

Retention and disposal: 
Paper records are retained for ten years and then destroyed. Com­

puter files are retained for 15 years and afe then deleted or media 
destroyed. _ · 

System manager(s) and address: 
Department of Defense Dependents Schools (DoDDS), Internal 

Review Office, A TIN: Internal Control Officer, APO NY 09634-
0005. 

Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written in­
quires to the Office of Dependents Schools, A TIN: Privacy Act 
Officer, 2461 Eisenhower Avenue, Alexandria, VA 22331-1100. 

The request should include the region and/or facility where the 
individual was assigned, employed, affiliated, or located, and the 
period during which the record may have been created. Individual's 
Social Security Number and should be included in the inquiry for 
positive identification. 

Record access procedure: 
Individuals seeking access to records abc,mt themselves contained in 

this system of record~ should address a written request to the Office 
of Dependents Schools, A TIN: Privacy Act Officer, 2461 Eisen­
hower Avenue, Alexandria, VA 22331-1100. 

The individual should reference the region and location and where 
assigned or affiliated applicable to the period during which the 
record was .maintained. Social Security Number should be included 
in the inquiry for positive identification . 

Contesting record procedures: 
The Office of the Secretary of Defense rules for accessing records 

and for contesting contents and appealing initial OSD determinations 
are published in OSD Administrative Instruction No. 81, "OSD Pri­
vacy Program"; 32 CFR part 286b; or may be obtained from the 
system manager. 

Record source categories: , 
Report and records of investigators, subjects, informants, witnes&es, 

auditors, and other personnel. Source material includes official 
records, investigative leads, statements, depositions, business records, 
audit reports and studies, and other pertinent material available in the 
course of a review or investigation. · 

Exemptions claimed for the system: 
Parts of .this system may be exempt ~nder 5 U.S.C. 552a(k)2) as 

applicable. 
An exemption rule for this record system has been promulgated 

according to the requirements of 5 U.S.C. 553(b)(l), (2), and (3), (c) 
and (e) and published in 32 CFR 286b.7. For additional information 
contact the system manager. 

DOCHAOI 
System name: 

Health and Dental Benefits Authorization Files. 
System location: 
Primary system is located at OCHAMPUS, DoD, Aurora, Colora-

do 80045-6900. · 
Decentralized segments are located at the Office of Civilian Health 

and Medical Program of the Uniformed Servk~s-Europe (OCHAM­
PUSEUR) APO New York 09102-5000; and Fiscal Intermediaries 
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(Fis)/Contractors under contract to OCHAMPUS. Each company 
listed below maintains claim files on beneficiaries in their respective 
geographical areas. Health Management Strategies International, Inc., 
1725 Duke Street, Suite 300C, Alexandria, VA 22314-3408; Uni­
formed Services Benefit Plans, Inc., 720 North Marr road, Columbus, 
IN-47201-6660; Blue Cross-Blue Shield of South CaroJin·a, 200 North 
Dozier Boulevard, Florence, SC 29501-4026; Wisconsin Physicians 
Service, 1617 Sherman Avenue, Madison, WI 53707-7927; Delta 
Dental Plan of California, 7667 Folsom Boulevard, Sacramento, CA 
95826-9023; FHC Options, Inc.,. 240 Corporate Boulevard, Norfolk, 
VA 23502-4900; Foundation Health Federal Service; Inc., 3400 Data 
Drive, Rancho Cordova, CA 95670-7955. 

Categories of individuals covered by the system: , 
All individuals who seek authorization or preauthorization for care 

under CHAMPUS/CHAMPV A. 
Categories of records in the system: 
Original .correspondence with idividuals, medical and· dental state­

ments, Congressional inquiries, medical and dental treatment records, 
authorization for care, case status sheets, memos for records, follow­
up reports justifying extended care, correspondence with fiscal inter­
mediaries and work-up sheets maintained by case workers. 

Authority for maintenance of ttie system: · 
44 U.S.C. 3101, 41 CFR part 101.:.11.000; chapter 55, 10 U.S.C. 

613, chapter 17, 38 U.S.C.; 32 CFR part 199; and Executive Order 
9397. 

Purpose(s): 
To maintain and control records pertaining to requests for authori­

zation or pre-authorization. of health and dental care under CHAM­
PUS. 

Routine uses of records maintained in the system, including catego­
ries of users and purposes of such uses: 

Determine eligibility of an individual, authorize payment, respond 
to inquiries from congressional offices made at the request of the 
individual covered by the system, control and· review health care and 
dental management plans, health care demonstration programs, con­
trol accomplishment of reviews, and coordinate subject m;1tter clear-
ance for congressional committees and auditors. . · 

Referral to the Secretary of the Department of Health and Human 
Services and/or the Secretary of the Department of Veterans Affairs 
consistent with their statutory administrative responsibilities under 
CHAMPUS/CHAMPV A pursuant to chapter 55, 10 U.S.C. and 
section 613, chapter 17, 38 U.S.C. · · 

Referral to federal, state, local, or foreign governmental agencies, 
and to private business entities, including individual providers of 
care, on matters relating to fraud, program abuse, utilization review, 
quality assurance, peer review, program integrity, third-party liabil­
ity, coordination of benefits, and civil-or criminal litigation related to 
the operation of CHAMPUS. Disclosure to third-party contacts in 
situations where the party to be contacted has, or is expected to 
have, information necessary to establish the validity of evidence or to 
verify the accuracy of information presented by the individual con­
cerning his or her entitlement, the amount of benefit payments, any 
review, of suspected abuse or fraud, or ~ny concern for program 
integrity or quality appraisal. 

The "Blanket Routine Uses" published at the beginning of OSD's 
com.pilation of system of record notices also apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Automated records are maintained on magnetic tape and disc. 

Paper records maintained in file folders. 
Retrievability: 
Information is retrieved by sponsor's Social Security Number and 

sponsor's or beneficiary's name. 
Safeguards: 
Records are maintained in areas accessible only to authorized per­

sonnel who are properly screened, cleared, and trained. Decentral­
ized automated segments within Fl operations are accessible on-line 
only to authorized persons possessing user 'identification codes. 
OCHAMPUS buildings are protected by Department of Defense 
security force and/or military police security force. 

Retention and disposal: 
Automated indexes are permanent. Hardcopy records are closed 

out at the end of the calendar year in which finalized, held .one 
additional year, and transferred to the Federal Records Center 
(FRC). The FRC will destroy the records after an additional five­
year retention. 

System manager(s) and address: . 

Chief, Program Operations Division, OCHAMPUS,.DoD, Aurora, 
Colorado 80045-6900. Telephone (303) 361-8608. . 

Notification procedure: 
Individuals seeking to determine whether information about t~em­

selves is contained in this system of records should address wntten 
inquiries to the OCHAMPUS, Privacy Act Officer, Au·rora, Colora­
do 80045-6900. 

Record access procedures: 
Individuals seeking assess to records about themselves· contained in 

this system of records should address written inquiries to the 
OCHAMPUS, Privacy Act Officer, Aurora, Colorado 80045-6900. 
· Written request for information should include the full name of the 
beneficiary, the full name of the sponsor and sponsor's Social Securi-
ty Number, current address and telephone number.. . . 

Should it be determined that the release of med1cal mformat1on to 
the requestor could have an adverse eff~ct upon ~he individu~l's 
physical or mental health, the requestor w1ll be reqUired to prov~de 
the name and address of a physician who would be willing to recetve 
the medical record, and at the physician's discretion, inform the 
individual . covered by the system of the contents of that record. 

For personal visits to examine records, the indiv~dual should pro­
vide some acceptable identification such as a driver's license or other 
form of picture identification. ·. · 

Contesting record· procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
·are contained in OSD Administrative Instruc~ion No. 81; 32 CFR 
part 311; or may be obtained from the system manager. 

Record source categories: ' 
Contractors, Health Benefits Advisors, all branches. of the Uni­

formed Service, congressional offices, providers of care, consultants 
and individuals. · 

Exemptions claimed for this ·!!ystem: 
None. 

DOCHA02 
System name: 

Medical a~d Dental Care Inquiry Files. 
System location.: 
Primary system is located at OCHAMPUS, DoD, Aurora, Colora-

do 80045-6900. . 
.Decentralized segments are located at the Office of Civilian Health 

and Medical Program of the Uniformed Services-Europe (OCHAM­
PUSEUR), APO New York 09102-~000; and Fiscal Interm~diaries 
(Fis)/Contra~tors under contract to OCHAMPUS. Each company 
listed below maintains medical and dental care inquiry files: on benefi­
ciaries in their· respective geographical areas. Health Management 
Strategies International, Inc., 1725 Duke Street, Suite 300C, Alexan­
dria, VA 22314-3408; Uniformed Servi~es Benefit Plans, Inc., 720 
North ,M:arr Road, Columbus, IN 47201-6660; Blue Cross-Blue Shield 
of South Carolina, 200 North Dozier Boulevard, Florence, SC 29501-
4026· Wisconsin Physicians Service, 1617 Sherman Avenue, Madison, 
WI S3707-7927; Delta Dental Plan of California, 7667 Folsom Boule­
vard, Sacramento, CA 95826-9023; FHC Options, Inc., ~40 Corpo­
rate Boulevard, Norfolk, VA 23502-4900; and Foundation Health 
Federal Services, Inc., 3400 Data Drive, Rancho Cordova, CA 
95670-7955. 

Categories of individual covered by the system: 
·.All individmils who seek information concerning health and dental 

care under CHAMPUS/CHAMPV A~ 
Categories of records in the system: 
Documents reflecting ·inquiries received from private individuals 

for information on CHAMPUS/CHAMPV A and replies thereto; 
congressional inquiries on behalf of constituents and replies thereto; 
and files notifying personnel of eligibility or termination of benefits. 

Authority for maintenance of the system: 
44 U.S.C. 3101; 41 CFR 101-11.000; chapter 55, 10 U.S.C.; section 

613, chapter 17, 38 U.S.C.; and Executive Order 9397. 
Purpose(s): 
To ~aintain and control records pertaining to requests for informa­

tion concerning the processing of individual CHAMPUS/ 
G:HAMPV A claims and the benefit structure and procedures of 
CHAMPUS/CHAMPV A. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 



DEFENSE DEPARTMENT 199 

Establish eligibility, respond to inquiries from individuals, and re­
spond to inquiries from congressional offices made at the request of 
the individual covered. 

Referral of the Secretary of the Department of Health and Human 
Services and/or Secretary of the Department of Veterans Affairs 
consistent with their statutory administrative responsibilities under 
CHAMPUS/CHAMPVA pursuant to chapter 55, 10 U.S.C. and 
section 613, chapter 17, 38 U.S.C. . 

Referral to federal, state, local, or foreign governmental agencies, 
and to private business entities, in<;luding individual providers of 

. care, on matters' relating to fraud, program abuse, utilization-review, 
quality assurance, peer review, program integrity; third-party liabil­
ity, coordination of benefits, and civil or criminal litigation related to 
the operation of CHAMPUS. 

Disclosure to other third-party contacts in situations where the 
party to be contacted has, or is expected to have, information neces­
sary to establish the validity of evidence or to verify the accuracy of 
information presented by the individual concerning. his or her entitle­
ment, the amount of benefit payments, any review of suspected abuse 
or fraud, or any concern for program integrity or quality appraisal. 

The "Blanket Routine Uses" published at the beginning of OSD's 
compilation of system ·of record notices also apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Automated records maintained .on magnetic tape and disc. Paper 

records maintained in file folders. 
Retrievability: 
Information is retrieved by case number, sponsor name and/or 

Social Security Number, and inquirer name. 
Safeguards: 
Records are maintained in areas accessible only to authorized per­

sonnel who are properly screened, cleared, and trained. Automated 
segments are accessible only by authorized persons possessing user 
identification codes. OCHAMPUS buildings are protected by De­
partment of Defense security force and/or military police security 
fu~~ • . 

Retention and disposal: 
Automated indexes are permanent. Paper records are retained in 

active file until end of calendar year in which closed, held two 
additional years, and then destroyed. 

System manager(s) and address: 
Chief, Public and Beneficiary Relations Division, OCHAMPUS, 

DoD, Aurora, Colorado 80045-6900. Telephone (303) 361-8220 .. 
Notification procedure: 

· Individuals seeking to determine whether information abou.t them­
selves is contained in this system of records should address written 
inquiries to the OCHAMPUS, Privacy Act Officer, Aurora, Colora­
do 80045-6900. 

Record access procedures: 
Individuals seeking access to records about themselves contained. in 

this system of records should address written inquiries to · the 
OCHAMPUS, Privacy Act Officer, Aurora, Colorado 80045-6900. 

Written requests for information should include the full name of 
the individual, military sponsor's name and Social Security Number, 
current address and telephone number. Should it be determined that 
the release of medical information to the requestor could have an 
adverse effect upon the individual's physical or mental ·health, the 
requestor will be required to provide the name and address of a 
physician who would be willing to receive the medical record and, at 
the physician's discretion, inform the individual covered by the 
system of the contents of that medical record. 

For personal visits to examine records; the individual should be 
able to provide some acceptable identification such as a driver's 

•license or other form of picture identification. 
Contesting record procedures: 
The agency's rldes for access to records, contesting contents, and 

appealing initial determinations by the individual concerned are con­
tained in OSD Administrative Instruction No. 81; 32 CFR part 311; 
or may be obtained from the system manager. 

Record source categories: 
Contractors, congressional offices, Health Benefits ·Advisors, all 

branches of the Uniformed Services, consultants, and individuals. 
Exemptions claimed for this system: 
None. 

DOCHA04 
System name: 

Legal Opinion Files. 
System location: 
OCHAMPUS, DoD, Aurora, Colorado ·80045-6900. 
Categories of individuals covered by the sy~tem: 
Individuals· who are the subject of inquiries from the individual, 

attorneys; fiscal administrators, hospital contractors, other Govern­
ment agencies, and congressional offices. 

Categories of records in the system: . 
Inquiries received. from individuals, attorneys, fiscal administrators, 

hospital contractors, other government· agencies, and congressional 
offices. Files contain legal opinions, correspondence, memoranda for 
the record, and similar documents. 

Authority for maintenance of the system: 
44 USC 3101; 41 CFR 101-11.000; Chapter 55, 10 US'C; Section 

613, Chapter 17, 38 USC; 32 CFR part 199. . 
Purpose(s): 
OCHAMPUS uses these records for research, precedent, historical, 

and record purposes. 
Routine uses of records maintained in the system, including catego­

ries of users and the purpos~s of such uses: 
Referral .to the Secretary of the Departm'en~ of Health and Human 

Services and/or the Administrator of the Veterans· Administration 
consistent with their statutory administrative responsibilities under 
CHAMPUS/CHAMPV A pursuant to Chapter 55, 10 USC and Sec­
tion 613, Chapter 17, 38 USC and referral to the Department of 
Justice and/or foreign law enforcement' agencies for possible criminal 
prosecution. · 

See also the Office of the Secretary of Defense (OSD) Blanket 
Routine Uses at the Head of this Component's published system 
notices. 

Policies and practices for s~oring, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records maintained in file folders. 
Retrievability: . 
Information is retrieved by subject matter with cross-reference by 

individual name. 
Safeguards: , 
Records are maintained in areas accessible only to authorized per­

sonnel who are properly screened, cleared, and trained. OCHAM­
PUS buildings are protected by military police security force. 

Retention and disposal: 
Records are permanent. Transfer to Washington National Records 

Center when superseded or obsolete. 
System manager(s) and address: 
General Counsel, OCHAMPUS; DoD Aurora, Colorado 80045-

6900. Telephone: (303) 361-8506. 
Notification procedure: 
Information may be obtained from the Privacy Act Officer. 
Record access procedures: 
Requests should be addressed to the Privacy Act Officer. Written 

requests for information should include the full name of the benefici­
ary, the full name of the sponsor, current address and telephone 
number. Should it be determined that the release of medical informa­
tion to the requester could have an adverse effect .upon the individ­
ual's physical or mental health, the requester.will be required to 
provide the name and address of a physician who would be willing 
to receive the medical record and, at the physician's discretion, 
inform the individual covered by the system of the contents of that 
record. 

For personal visits to examine records, the individual should be 
able to provide some acceptable identification such as a .driver's 
license or other form of picture identification.· 

Contesting record procedures: 
The agency's rules for access to records, contesting contents, and 

appealing initial determinations by the individual concerned are con­
tained in 32 CFR part 286b and OSD Administrative Instruction No. 
81. 

Record source categories: 
Individuals, attorneys, fiscal administrators, hospital contractors, 

other agencies, and congressional offices. 
Exemptions claimed for the system: 
None. · 
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DOCHA 07 
System name: 

Medical and Dental Claim History Files. 
System location: 
Primary system is located at OCHAMPUS, DoD, Aurora, Colora-

do 80045-6900. . .. · . . . . . . . . 
Decentralized segments are located at the Office of Civilian Health 

and Medical Program of the Uniformed Services-Europe (OCHAM­
PUSEUR),. APO New York 091 02-5000;. and Fiscal irite'rmediaries/ 
Contractors (FIS)· under contract to OCHAMPUS. Each company 
listed bel?w maintains claim files on beneficiaries in their respective 
geographtcal areas. Health Management Strategies International, Inc., 
1725 Duke ~treet, Suite 300C, Alexandria, VA 22314-3408; Uni-' 
formed Servtces Benefit Plans, Inc., 720 North Marr Road, Colum­
bus, IN 47201-6660; Blue Cross-Blue Shield of South Carolina, 200 
North Dozier Boulevard, Florence, SC 29501-4026; Wisconsin Physi­
cians Service, 1617 Sherman Avenue, Madison, WI 53707-7927; 
Delta Dental Plan of California, 7667 Folsom Boulevard, Sacramen­
to, CA 95826-9023; FHC Options, Inc., 240 Corporate Boulevard, 
Norfolk, VA 23502-4900; Foundation Health Federal Services, Inc.,· 
3400 Data Drive, Rancho Cordova, CA 95670-7955: 

Categories of individuals covered by the system: 
Eligible beneficiaries and all individuals who seek health care 

under CHAMPUS/CHAMPV A. 
Categories of records in the system: 
File contains claims, billin.gs for services, applications or approval 

forms, medical records, dental records, family history files, records 
on appeals and hearings, or any other correspondence, memorandum, 
or reports which are acquired or utilized in the development and 
p~ocessing of CHAMPUS/CHAMPV A claims. Records are also 
maintained on health care and dental care demonstration projects, 
including enrollment and authorization agreements, correspondence, 
memoranda, forms and reports which are acquired or utilized during 
the projects. 

Authority for maintenance of the system: 
44 U.S.C. 3101; 41 CFR 101-11.000; chapter 55, 10 U.S.C. ·613, 

chapter 17, 38 U.S.C.; 32 CFR part 199; and Executive Order 9397. 
Purpose(s): 
OCHAMPUS and its contractors use the information to control. 

and process health care benefits available under CHAMPUS includ­
ing the processing of medical claims, dental claims, the control and 
approval o( medical and dental treatments, and necessary interface 
with providers of health/dental care. 

Routine uses of records maintained in the system,· including catego­
ries of users and purposes of such uses: 

Referral to federal, state, local, or foreign governmental agencies,, 
and to private business entities, including individual providers of 
care, on matters relating to fraud, program abuse, utilization review, 
quality assurance, peer review, program integrity; third-party liabil­
ity, coordination of benefits and civil or criminal litigation related to 
the operation of CHAM PUS. . 

Information from CHAMPV A claims will be given to the Depart­
ment of Veterans Affairs. 

Disclosure to third-party contacts in situations where the party to 
be contacted has, or is expected to have, information necessary to 
establish the validity of evidence or to verify the accuracy of infor­
mation presented by the individual concerning his or her entitlement, 
the amount of benefit payments, any review of suspected abuse or 
fraud, or any concern for program integrity or· quality appraisal. 

Issuance of deductible certificates; responding to inquires from 
congressional offices, made at the request of the person to whom .a 
record. pertains; and conducting audits· of FI processed claims to 
determine payment and occur·rence accuracy of the Fl's adjudication 
process. 

Process and control of recoupment claims in favor of the United 
States arising under the Federal Claims Collection ·Act. In connec. 
tion with these recoupment claims, information may be disclosed to: 

a. The U.S. Department of Justice, including U.S. Attorneys, for 
legal action and final disposition of the recoupment claims. 

b. The Internal Revenue Service to obtain'current address informa­
tion on delinquent accounts receivable (automated controls .exist· to 
preclude redisclosure of solicited IRS address information) and to 
report amounts written-off as uncollectible as taxable income. 

c. Private collection agencies for collection action when deemed to 
be in the best interest ofthe U.S. 

Disclosure to consumer reporting agencies: 
Disclosures pursuant to 5 U.S.C. 552a(b)(12) may be made from 

this system to consumer reporHng agencies as defined in the Fair 

Credit ·Reporting act of 1966 (15 U.S.C. 168la(f)) or the Federal 
Claims Collections Act of.1966 (3·1 U.S.C. 3701(a)(3)). 

Policies and practices for storing, retrieving, accessing, ret~ining,' and 
disposing of rec·ords in the system: · 

Storage: . . · · 

Automated records maintained on magnetic tape and disc. Paper 
records maintained in file folders. 

Retrievabi,itY: . , 
Information is retrieved by sponsor's Social Security Number; ben­

eficiary's name;· classification of medical diagnosis, procedure code, 
or geographical location of care provided; and selected utilization 
limits. 

Safeguards: 
Records are maintained in areas accessible only to authorized per­

sonnel who are properly screened, cleared and trained. Decentralized 
automated segments within FI operations are accessible on-line only 
to authorized persons possessing· user identification codes; The auto: 
mated portion of the Primary System is accessible only through the 
medium of OCHAMPUS prepared computer programs resulting in a · 
printout of the data: OCHAMPUS buildings are protected by De­
partment of Defense security force and/or military police security 
force. 

Retention and disposal: 
Records maintained :on magnetic· tape are indiviaual annuai files 

and are permane.nt. Paper records are closed out at the calendar year 
end in which processed, held one additional year, and transferred to 
the Federal Records Center. Federal Records· Centers will destroy 
after an additional four-year retention. 

System manager(s) and address: 
Chief, Contract Management Division, OCHAMPUS, DoD, 

Aurora, Colorado 80045-6900. Telephone (303) 361-8043. 
Notification procedure: 

. Individuals seeking 'to determine whether information about them­
selves is contained in this system of records should address written. 
inquires to the OCHAMPUS, Privacy Act Officer, Aurora, Colorado 
80045-6900. . 

Record access procedures: 
. Individuals seeking a~cess to information about themselves ~on­

tained in this system of records should address written inquiries to 
the OCHA~PUS, Privacy Act Officer, Aurora, ~olorado 80045-
6900. 

Written requests for information should include the full name· of 
the beneficiary, the full name and Social Security Number of the 
sponsor, current.address, and telephone number. Should .it be deter­
mined that the release of medical information to the requestor ~auld 
have .an adverse effect upon the individual's physical or mental 
health, the requestor will be required to provide the name and 
address of a physician who would be willing to receive the medical 
record and, at the physician's discretion, inform the individual cov­
ered by the system of the contents of that record. 

For personal visits. to examine records, the individual should pro­
vide some acceptable identification such as driver's license or other 
form of picture 'identification. · 

Contesting record procedures: 
The agency's rules for access to records, contesting contents, and 

appealing initial determinations by the' individual concerned are con'­
tained in OSD Administrative Instruction ·No. 81; 32 CFR part 311; 
or may be obtained from the system manager. 

Record source categories: 
Physicians, dentists, hospi~als, and other sources· of care; individ­

uals; insurance companies; and consultants. 
Exemptions claimed for this system: 
None. 

System name: 
Grievance Records. 
System locatio.n: 

DOCHA 09 

OCHAMPUS, DoD, Aurora, Colorado 8004.5-6900. 
Categories of individuals covered by the system: 
Current or former Federal employees who have submitted griev­

ances in accordance with 5 USC 2302 and 5 USC 7121 or a negotiat­
ed procedure. 

Categories of records in the system: 
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Documents related to grievances including statements of witnesses,· 
reports of interviews and hearings, examiner's findings and recom­
mendations, copy of the original and final decision, and related corre­
spondence and exhibits. This system includes files and records of 
internal grievance and arbitratioq systems that OCHAMPUS .may 
establish through negotiations with recognized labor organizations. 

Authority for maintenance of the system: 
5 USC 2302 and 5 USC 7121. 
Purpose(s): 

. To control and process Federal employee grievances. 
Routine uses of records maintained in the system, including 'catego· 

ries of users and the purposes of such uses: 
Disclosure to appropriate federal, state, or local agencies responsi­

ble for investigating, prosecuting, enforcing, or implementing a· stat­
ute, rule, regulation, or order where the disclos~ng agency becomes 
aware of an indication of a violation or potential _violation of civil or 
criminal law· or regulation; to disclose information to any source 
from which additional information is requested in the course of 
·processing a grievance, to the extent necessary to identify the indi­
vidual, inform the source of the purpose(s) of the request and identify 
the type of information requested; to disclose information to a federal 
agency, in response to its request, in connection with the hiring or 
retention of an employee, the issuance of a security clearance, the 
conducting of a security or suitability investigation of an individual, 
the classifying of jobs, the letting of a contract, or the is~uance of a 

. license, grant or other benefit by the requesting agency, to the extent 
· that the information is relevant and necessary to requesting the agen­
cy's decision on the matter; to respond to inquiries from that con­
gressional office made at the request of that individual concerned by 
the system; to disclose information to another federal agency or to a 
court when the government is party to a judicial proceeding before 
the court; to disclose information to officials of the Merit Systems 
Protection Board including the Office of the Special Counsel; the 
Federal Labor Relations Authority and its General Counsel; or the 
Equal Employment Opportunity Commission when requested in per­
formance of their authorized duties; to disclose in response to a 
request for discovery or for appearance of a witness, information that 
is relevant to the subject matter involved in a pending judicial or 
administrative' proceeding; and to provide information to officials of 
labor organ~zations reorganized undet the Civil Service Reform. Act 
when relevant ·and necessary to their duties· of exclusive representa­
tion concerning personnel policies, practices and matters effecting 
work conditions. · . 

See also the Office of the Secretary of Defense (OSD) Blanket 
Routine Uses at the head of 'this Component's ·published system 
notices. 

This information is used in the creation and maintenance of records 
of summary descriptive statistics and analytical studies or for related 
work force studies. While published statistics and studies do not 
contain individual identifiers, in some instances the selection of ele­
ments of data included in the study may be structured in such a way 
as to make the data individually identifiable by reference. 

Policies and practices for. storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records maintained in file folders. 
Retrievability: 
Information is retrieved by individual name. 
Safeguards: 
Records ar~ maintained' in areas accessible only to authorized per­

sonnel who are properly screened, cleared, and trained. OCHAM­
PUS b~ildings are protected by military police security force. 

Retention and disposal: 
Records are closed at the end of the calendar year in which they 

are closed, held an additional seven years, and then destroyed. 
System manager(s) and address: 
Personnel Office, · OCHAMPUS, DoD, Aurora, Colorado 80045-

6900, Telephone: (303) 361-3954. 
Notification procedure: 
Information may be obtained from the Privacy Act Officer. 
Record access procedures: 
Requests should be addressed to the Privacy Act Officer. 
Written requests for information should include the full name of 

the individual. · · 
For personal visits to examine records~ the individual should pro­

vide some acceptable identification such as a driver's license or other 
form of picture identification. 

Contesting record procedures: 
The agency's rules for access to records, contesting contents arid 

appeali1,1g initial determinations by the individual concerned are. con­
tained in 32 CFR part 286b and OSD Administrative Instruction No. 
81. 

Record source categories: 
Individuals, witnesses, agencY officials, and organizations. 
Exemptions claimed for the system: 
None . 

DPADCR.A 01 
System name: 

Joint Civilian Orientation Conference Files. 
System location: 
Directorate for Community Relations,· Office of the Assistant Sec­

retary of Defense (Public Affairs)(OASD(PA)). 
Cate~ories of individuals covered by the system: 
Any person nominated to. participate in the Joint Civilian Orienta­

tion Conference. 
Categories of records in the system: 
Nominating letters, . biographical information and administrative 

processing papers. 
Authority for maintenance of the system:. 
Title 10, United States Code, Section 136. 
Purpose(s): 
Data is provided to the Assistant Secretary. of Defense and his 

immediate subordinates and is used in making a selection of partici­
pants representing the broadest possible cross-section of nominees, 
and prevent administrative duplication. 

Routine uses of .records maintained in the system, including catego· 
ries of users and. the purposes of such uses: 

See Office ·of the Secretary of Defense (OSD) Blanket Routine 
Uses at the head of this Component's published system notices. 

· Policies and practices for storing, retrieving, accessing, retaining, and 
· disposing of records in the system: · . 

Storage: . 
Paper records in file folders. 
Retrievability: 
By name. 
Safegu~;~.rds: 

Records are maintained in locked file case and accessible only to 
authorized personnel. 

Retention and disposal: 
Name, address· and title files are permanent. Nomination files are 

retained while nominations are active, then destroyed. 
System manager(s) and address: 
Assistant Secretary of Defense (Public Affairs), The Pentagon, 

Washington, DC 20301. 
Notification procedure: 
Information may be obtained from: Director for Community Rela­

tions Office of the Assistant Secretary of Defense (Public Affairs) 
Room IE798 Pent~gon Washingto.n, DC 20301 Telephone: 202-595-
2)13. . ;' 

Record access procedures: 
Requests should be addressed to: Office of- the Assistant Secretary 

of Defense (Public Affairs), Pentagon, Washington, DC 20301. 
Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by individual concerned are 
contained in 32 CFR part 286b and OSD Administrative Instruction 
No. 81. 

Record ·source categories: · 
Secretary of Defense, Assistant Secretary of Defense, Chairman of 

the Joint Chiefs of Staff, Secre.taries of the Military Departments, 
Military Services Chiefs, Commanders of Major Military Commands, 
Director of Defense Agencies, former conference participants, and 
occasionally Members of Congress. 

Exemptions claimed for the system: 
None. 

DPA DJ:OI.A 05 
System name: 



202 PRIVACY ACT SYSTEMS 

Freedom of Information Program Case Files .. 
System location: 
Primary ·system: Directorate for Freedom of Information ·and Se­

curity Review, Of Assistant Secretary of Defense (Public Affairs). 
Decentralzed segments: Under Secretaries of Defense, Assistant Sec­
retaries of Defense, Assistants to the Secretary of Defense, or equiva­
lent, the Organization of the Joint Chiefs of Staff, and other activities 
assigned to Office Secretary of Defense for administrative support. 

Categories of individuals covered by the system: 
A.nY citizen who makes a request for records under the Freedom 

of Information Program to the Office of the Secretary of Defense, 
Organization of the Joint Chiefs of Staff, or. activity assigned to 
Office Secretary of Defense for administrative support. 

Categories of records in the system: 
Name, firm, address of individual requestor, identification of 

records requested, dates and summaries of action taken, and docu­
ments for establishing collectable fees and processing cost to the 
government. Name, titles or positions of each person primarily re­
sponsible for an· initial or final denial on appeal ·of a request for a 
record. The results of any disciplinary proceeding, including an ex­
planation of a decision not to discipline, that was initiated against an 
o~ficer or employee because a court determined arbitrary or capri­
CIOUS action. 

Authority for maintenance of th,e system: l· 

Title 5, United States Codes, Section 552, The Freedom of Infor­
mation Act, as amended by Pub. L. 93-502. 

Purpose(s): 
Data is used by officials in Directorate for·Freedom of Information· 

and Security Review, Office. of the Assistant Secretary of Defense 
(Public Affairs) to administratively control requests to insure compli­
ance with Pub. L. 93-502, and to research historical data on release 
of records so as to facilitate conformity in subsequent actions; data is 
also used for development of annual report required by Pub. L. 93-
502, and to compute processing costs to the government, and other 
management data ·such as, but not limited to number of requests, type 
or category of records requested, average processing time, average 
cost to requestor, perc~ntage of denials and number of denials by · 
exemption. Data in the decentralized segments is used by Under 
Secretaries of Defense, Assistant Secretaries of Defense,. Assistants to 
the Secretary of Defense or equivalent,. the Organization of the Joint 
Chiefs of Staff, and other activities assigned to Office Secretary of 
Defense for Administrative Support. . 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See Office of 'the Secretary of Defense · (OSD) Blanket Routine 
Uses at the head of this Component's published system notices. 

Policies and practices for storing, retrieving, accessing, 'retaining, and 
disposing of records in the system: 

Storage: 
Computer magnetic disks, computer paper printout, ·index file 

cards, and paper records in file folders. 
Retrievability: 
Filed by r:equest number and retrieval by name, subject material 

(to include dates) and request number using conventional indices. 
Safeguards: 
Paper records are maintai.ned in security containers. with access 

only to officials whose access is based on requirements of assigned 
duties. Computer access is by verification of Identification codes; one 
for search and another for maintenance. · 

Retention and disposal:· 
Annual departmental reports are permanent records. All other 

reports and files, other than appeal and control files, may be de­
stroyed two to five years after reply, depending on document status. 
Appeal files are destroyed four years after final determination, or 
three years after final adjudicati_on, whichever is later. FOIA control 
files are destroyed five years after date of last entry. Official file 
copies or records are disposed of in accordance with approved de­
partmental disposition instructions or with related FOIA request, 
whichever provides the later disposal date. 

System manager(s) and address: 
Assistant Secretary of Defense.(Public Affairs), Pentagon, Wash­

ington, DC 20301. 
Notification procedure: 
Information may be obtained from: Director, Freedom of Informa­

tion and Security Review, Office, Assistant Secretary of Defense 
(Public Affairs), Room 2C757, Pentagon, Washington, DC 20301 

Requests should include full name, address and affidavit or identifica­
tion which . is required for release of record. Personal visits are 
restricted to ·Room 2C757. Individual should be able to present ac­
ceptable identification; that is, driver's license or comparable identity 
card. 

. Record access procedutes: 
Requests from individuals should be addressed to: Director, Free­

dom of Information and Security Review, Office, Assistant Secretary 
of Defense (Public Affairs) Room 2C757, the Pentagon, Washington, 
DC 20301. Requests should include full name, address and .affidavit 
or identification which is required for release of record. Personal 
visits are restricted to Room 2C757. Individual should be able to 
present acceptable identification; that is driver's license or compara­
ble identity. card. 

Contesthig record. procedures: 
The. Agency's rules for access to records and for contesting con­

tents.and appealing, initial de~erminations by the individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc­
tion No~ 81 .. · 

Record source categories: 
Requests for records originating from citizens under the Freedom 

of Information Act and subsequent data provided by form and 
memoranda by officials who hold the requested records, act upon the 
request, or who are involved in legal action. stemming from action 
taken. · · · • 

, Ex~mptions claimed for the system: 
None. 

DPA DSR.A06. 
System name: 

Security Review Index File. 
Syste~ location: Director;:1te for Freedom. of Information and Secu­

rity Review, Office of the Assistant' Secretary of Defense (Public 
Aff~irs) (OASD(PA)). . . , 

Categories of individuals covered by the system: 
Department ofDefense officials who present statements, testify, or 

who furnish information to the Congress of the United States. De­
partment of Defense officials and.citizens or organizations outside the 
Defense Department who submit documents, such as ·but not limited 
to, speeches and articles, for clearance prior to public release. 

Categories of records in the system: 
Name, organization of individual submitting document for clear-

ance. · · 
Authority for maintenance of the system: 
Title 10, United States Code, Section 136. 
'Purpose(s): 
This information is ·used by officials of Directorate for Freedom of 

Information and Security Review, Office qf the Secretary of Defense 
(Public Affairs) to identify and locate documents which ·are main­
tained in a separate classified file in order to facilitate research of 
historical data in previously processed documents to ensure conform­
ity in subsequent actions. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See Office of the Secretary of Defense (OSD) Blanket Routine 
Uses at the head of this Component's published system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
dispos~ng of records in the system: 

Storage: 
Index file cards in card file cabinets. 
Retrievability: 
Filed by case number, name, source {Organization), and subject­

numerical. 
Safeguards: 
Index file cards are maintained in security· containers with access 

only to officials in accordance with assigned duties. 
Retention and disposal: 
Records are permanent. Files are cut off at end of each calendar 

year. Cut off files are maintained ·in current files area. 
System inanager(s) and address: 
Assist!lnt Secretary of Defense (Public Affairs), ·Pentagon, Wash­

ington, DC 20301. 
Notification procedure: 
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Information may be obtained from: Director, Freedom of Informa­
tion and Security Review Office of the Assistant Secretary of De­
fense (Public Affairs) Room 2C757, Pentagon, Washington, DC 
20301 Telephone·: 202-697-2023. Request should include full name, 
organization, address and affidavit, or identification which is required 
for release of record. Personal visits are restricted to Room 2C757. 
Individual should be able to present acceptable identification; that is, 
driver's license or comparable identity card. 

Record access procedures: 
Requests should be addressed to: Office of the Assistant Secretary 

of Defense (Public Affairs), Pentagon, Washington, DC 20301. 
Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc­
tion No. 81. 

Record source categories: 
Requests for clearance of documents originating from officials, 

organizations, or individuals under Title 10, United States Code, 
Section 136. 

Exemptions claimed for the system: 
None. 

DPA DSR.B 11 
System name: 

Mandatory Declassification Review Files. 
System location: 
Primary system -- Directorate for Freedom of Information and 

Security Review, Office of the Assistant Secretary of Defense 
(Public Affairs). Decentralized segments - Under Secretaries of De­
fense, Assistant Secretaries of Defense, Assistants to the Secretary of 
Defense, or equivalent, the Organization of the Joint Chiefs of Staff, 
and other activities assigned to the Office of the Secretary of Defense 
for administrative support. 

Categories of individuals covered by the system: 
Any person (or records repository) who makes a request to the 

Office of the Secretary of Defense or activities assigned to. Office of 
the. Secretary of Defense for Administrative support for the· Manda­
tory Declassification Review of Records under Executive Order 
12065 (Sections 3-5). That aspect of the Executive Order pertaining 
to the systematic view of classified Defense documents is acted upon 
by. the Records Administrator, Office of the Secretary of Defense, 
Room 5C315, Pentagon, Washington, DC 20301. Overall responsibil­
ity for the Department of Defense Information Security Program 
rests with the Deputy Under Secretary for Policy Review. 

Categories of records in the system: 
Names, firms or address of requester, identification of records 

requested, dates and summaries of action taken, and documents for 
establishing collectable fees and processing cost to the Qovernment. 
Names, titles, or positions of each person primarily responsible for an 

· initial or final denial on appeal of a request for declassification of a 
record. · 

Authority for maintenance of the system: 
Executive Order 12065, 'National Security Information', June 28, 

1978, as amended. 
Purpose(s): 
To be used ·by officials of the Directorate for Freedom of Informa­

tion and Security Review, Office of ~he Assistant Secretary of De­
fense (Public Affairs) and Under Secretaries of Defenses Assistants to 
the Secretary of Defense or equivalent. The Organization of the Joint 
Chiefs of. Staff, and other activities assigned to the Office of the 
Secretary of Defense for Administrative Support to administratively 
control requests to ensure compliance with Executive Order 12065 
and DoD Regulation 5200.1-R, 'Information Security Program Regu­
lation', December 1978; and research historical data on release of 
records so as to facilitate conformity to subsequent actions. Data is 
used for developing annual report required by Executive Order 
12065, and other management needs such as, but not limited to, 
number of requests; type of category of records requested; average 
processing time; average costs to requestor; percentage of denials and 
number of denials by exemption; and for computing processing costs 
to the Government. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: · 

See Office of the Secretary of Defense (OSD) Blanket Routine 
· Uses at the head of this Component's published system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Computer magnetic disks, computer ·paper printouts, inde~ file 

cards, and paper records in the file folders. 
Retrievability: 
Filed by request number and retrieved by name, subject mate~ial 

(including date), request number using conventional indices, refernng 
agency, or any combination of fields. 

Safeguards:· 
Paper records are maintained in security containers with access 

only to officials whose access is based on requirements of assigned 
duties: Computer access is by verification of identification code; one 
for search and another for mainte~ance. 

Retention and disposal: 
Files that grant access to records are held in current- status for two 

years after the end of the calendar year in which created, then 
destroyed. Files pertaining to denials of requests are destroyed 5 
years after final determination. Appeals are retained for 3 years after 
final determination. · 

System manager(s) and address: 
Assistant Secretary of Defense (Public Affairs), Pentagon, Wash­

ington, DC 20301. 
Notification procedure: 
Information may be obtained from: Director, Freedom of Informa­

tion Security Review Office, Assistant Secretary of Defense (Public 
Affairs) Room 2C757, Pentagon, Washington, DC 20301 Telephone: 
202-697-1180. 

Record access procedures: 
Request from individuals should be addressed to the above office 

and should include full name and address. Personal visits are restrict­
ed to Room 2C757. Individuals should be able to present acceptable 
identification, that is driver's license or comparable identity card. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determination by ·the individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc-
tion No. 81. · · 

Record source categories: 
Requ(;!sts for Mandatory Declassification Review and subsequent 

release of records originated from individuals under Executive Order 
12065, and subsequent date provided by form and memorandum by 
officials who hold the requested records, act upon the request, or 
who are involved in legal action stemming from action taken. 

Exemptions claimed for the system: 
None. 

DPA DXA.C09 
System name: 

Public Correspondence Files. 
System location: 
Office of the Staff Assistant for Public Correspondence, Office of 

the Assistant Secretary of Defense (Public Affairs). 
Categories of individuals covered by the system: 
Any person who writes to the Department of Defense requesting · 

general information. 
·Categories of records in the system: 
Letters of inquiry and replies. 
Authority for maintenance of the system: 
Title 10, United States Code, Section 136. 
Purpose(s): 
Information is used by the Office of the Staff Assistant for Public 

Correspondence, Office of the Assistant Secretary of Defense (Public 
Affairs) to provide a record of answers to general inquiries submitted 
by the public. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See Office of the Secretary of Defense (OSD) Blanket Routine 
Uses a~ the head of thi~ Component's published systems. notices. 
. Policies and practices for storing, retrieving, accessing', retaining, and 
disposing of records in the system: 

Storage: 
Paper files in paper folders. 
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Retrievability: 
By name. 
Safeguards: 
Access by authorized personnel only. 
Retention and disposal: 
Retained for two years, then destroyed. 
System manager(s)' and address: · 
Assist~nt · Secretary. or" Defense. (Public Affairs), The Pentagon, 

Washington, DC 20301. 
Notification procedure: · 

·Information may' be obtained· from: Staff Assistant for ·~ublic Cor~ 
respondence Office ·of Assistant Secretary of Defense '(Public Af­
fairs), Room 2D771, The Pentagon, Washington; DC 20301 Tete~ 
phone: 202-697-5737. · · 

Record access procedures: 
·Requests should_ be addressed to: Office of the Assistant Secret~ry 

of· Defense (Public Af(airs), The Pentagon, Washington, DC 20301. 
Contesting record procedures: · 
The Agency's r~les for access to records and for. co~tes.ting con­

tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR _part 266b and OSD Administrative Instruc-
tion No. 81. · · · ' · 

Record source categories: 
Any individual inquiry and .response thereto. 
Exemptions claimed for the system: 
None. 

DPADXA.D 10 
System name: 

Privacy Act Request for Aecess Files. 
System location: 
Primary System -. Directorate for Freedom of Information. and 

Security Review, Office of the Assistant Secretary of Defense 
(Public Affairs), Washington, DC 20301. Decentralized Segments -
Qffices of the Under Secretaries of Defense, Assistant Secretaries· of 
Defense, Assistants to the Secretary of Defense, or -equivalent, the 
Organization of the Joint· Chiefs of Sfaff, and other activities assigned 
to the Office of the Secretary of Defense for administrative support. 

Categories of individuals covered by the system: 
Any citizen who makes a· request for access to records under the 

Privacy Act to the Office of the Secretary of Defense, Organization 
of the Joint Chiefs of Staff, or activity assigned to the Office of .the 
Secretary of Defense for administrative support. Requests from the 
public for amendment of records, other questions concerning ..the 
Privacy Act, and matters pertaining to Privacy Act Program man­
agement aFe acted upon by the Record Administrator, Office of the 
Secretary of Defense, Room 5C315, Pentagon, Washington,· DC 
20301. 

Categories of records in the system: 
Names, firms address, and other personal identifiers of the individ­

ual requester, identification of records requested, dates and summa-
. ries of action taken, and related documents associated with' process­
ing requests.· In addition, names, titles or ·positions of each person 
primarily responsible for action on requests for records'. Results of 
follow-on action,_ if any, to include request for review of refusal of 
the individual's request. 

Authority for maintenance of the system: 
Title 5, U.S.C. 552a, the Privacy Act of 1974; Pub.· L. -93-579. 
Purpose(s): ; : 
Information is used by officials in Directorate for J::reedom of 

Information and Security Review, Office of the Assistant Secretary 
of Defense (Public Affairs); Offices of the Under Secretary of .De­
fense, Assistant to the . Secretary of the Chiefs of Staff, and other 
activities assigned to the Office Administrative_ Support to control 
administratively requests to insure compliance with· Pub. L. 93-579 
a:_nd to research historical data for annual report statistics and other 
Management information. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See Office of the -Secretary of Defense (OSD) · Blanket Routine 
·Uses at·the head of this Component's published system notices. 

Policies and practices for storing, retrieving, ·accessing, retaining, and 
disposing of records in the system: · · 

Storage: 
Index file cards and paper records in file folders. 

Retrievability: 
Filed 'chronologically by _req~est number and retrieved· by name 

and/or· request number usinp conventional i~~ice!! and cross-refer-
ences. ·· 

Safeguards: 
Records are maintained in _security containers with access only to 

officials whose access is based on requirements of assigned duties. 
Retention and disposal: 
Files are . kept for five year~· after date of reply in denial cases 

which are not appealed. ·Appealed cases are kept 4 years after final 
determination or 3 years after final adjudication by the courts which­
ever is later. Where access is granted,' files are destroyed· after two 
years. 
· System manager(s) and address: 

Assistant Secretary of Defense (Public Affairs), Pentagon, 'wash­
ington, DC 20301. · 

Notification procedure: 
Informati9n may be obtained from the Director, Freedom of Infor­

mation and' Security Review, Office of the Assistant Secretary of 
Defense (Public Affairs), Room 2C757, Pentagon, Washington, DC 
20301. Telephone: 202-697-1180. · · · 

Record access procedures: 
Requests from individuals should be addressed to the office stated 

above and should include full name, address, and notarized signature. 
For personal visits, individual should be able to present acceptable 
identification; that is, driver's license· or comparable identity card. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting· con­

tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc-
tion No. 81. · · 
· Record source categories: .. 
· Requests for access to records --·under the Privacy Act "- originat­
ing from citizens, and subsequent data provided by officials. who hold 
the requested records, ·act upon the request, and who are involved in 
the review of denials of the requests. · ; ' 

Exemptions claimed for the system: · 
None. · 

D~A&E 02 
System na .... e:. 

Administrative Files for Office of the Director, Program Analysis 
and Evaluation. ' · 

System location: 
Office of the Director, Program Analysis and. Evaluation, Penta­

gon, Washington, D~ 20301. 
Categories of individuals covered by the system:-. 
All current and former military and civilian personnel employed 

by or assigned to PA&E since 1965. Current and some past appli­
cants or prospects for civilian or military jobs.· Some contractor 
personnel. Other DoD or outside personnel currently or previously 
assigned, or under consideration, to. provide support or work . with 
PA&E.. 

Categories of records in the system: 
System contains individual application forms; biographical data; 

employment, history; professional and military experience;. schooling 
and academic records; performance effectiveness. cJat~; · honors; 
awards and decorations; security. forms; _security clearances; security 
violations publications; training and career development information; 
telephone rosters; certain financial interest and ·m~dical history data; 
information used to evaluate individuals for employment, promot~ori, 
rea~si'gnment, training, retetltion and .awards, job descriptions; letters 
of c'ommmendations or appreciation; overtime pay records; travel 
orders; certain travel vouchers; retirement application papers; tenure 
data; next employment information; ~avings bond and Combined .Fed­
eral Campaign (CFC) data (curre'il~. year only); and miscellaneous 
personnef and administrativ.e data of l~ke nature. 

Authority for maintenance of the 'system:· 
lO U.S;C. 136. 
Purpose(s): 
Used by ODPA&E to evaluate current and prospective employees; 

to locate former personnel and prospect; to analyze professional staff 
background; to make decisions on hiring, promotion, training, 
awards, or . disciplinary actions; .to make comparative analyses of 
personnel data such . as turnover rates,. awards, academic degrees, 
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average age, travel, and overtime; to determine level of security 
access permissible; to evaluate conformance with standards of con­
duct rules; to evaluate contractor capabilities; to provide information 
on current or former personnel to authorized investigators and poten­
tial outside employers; to make campaign reports; to evaluate effec­
tiveness of PA&E personnel operations; to input selected data to 
computer sytem; to perform computer analysis of the data; and to 
prepare reports, rosters and statistical data. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

See Office of the Secretary of Defense (OSD) Blanket Routine 
Uses at the head of this Component's published system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Paper records in file folders. Biography book. Computer disks. 

Computer paper printouts. Microfiche. Charts. 
Retrievability: · 
Information accessed by last name of individual. Individual user 

codes and passwords required to access information stored in com­
puter. 

Safeguards: 
Building employs security guards. Sensitive manually stored data 

kept in locked cabinets or safes and may be accessed only by author­
ized personnel. Computer stored data is kept in a secure computer 
facility and may be accessed only by authorized, properly trained 
personnel who have access codes and passwords. 

Retention and disposal: 
Records on current and former personnel are permanent. Travel 

orders, overtime authorizations and similar . fiscal records kept for 
three years. Applicant files are screened about once a year and 
information outdated or no longer needed is destroyed. Campaign 
data for other than current year is destroyed annually. 

System manager(s) and address: 
Office of the Director, Program Analysis and ~valuation, Room 

2D321, Pentagon, Washington, DC 20301. 
Notification procedure: 
Information may be obtained from: ODPA&E, Assistant for Man­

agement, Room 2D321, Pentagon, Washington, DC 20301 Tele­
phone: 202-697-9189. 

Record access procedures: 
Requests from individuals should" be addressed to: ODPA&E, As­

sistant for Management, Room 2D321, Pentagon, Washington, DC 
20301. Written request must contain full name and identification of 
the individual. Visitors may be required to provide identification. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR part 286b, and OSD Administrative Instruc­
tion No. 81. 

Record source categories: 
Current and previous employers, instructors, associates and con­

tacts; DoD civilian and military personnel offices; DoD security 
offices; DoD payroll, travel and fiscal offices; Civil Service Commis­
sion; contractors; Air Force Data Service Center (AFDSC); PA&E 
personnel; educational institutions; and financial institutions. 

Exemptions claimed for the system: 
None. 

DPAD 12.0 
System. name: 

DoD National Media Pool Files. 
System location: 
Office of the Assistant Secretary of Defense (Public· Affairs); Di­

rectorate for Plans, room 2D757, Pentagon, Washington, DC 20301-
1400. 

Categories of individuals covered by the system: 
Civilian media representatives nominated by their respective bu­

reaus to be members of the DoD National :tvfedia Pool. 
Categories of records in the system: 
Accreditation and other questionnaires and forms soliciting individ­

uals name, age, nationality, Social Security Number, office and home 
addresses and phone numbers;· passport ·information, medical informa­
tion, and person to be notified in an emergency effecting individual. 

Authority for maintenance of the system: · , 

10 U.S.C. 136 and Executive Order 9397. 
Purpose(s): 
For collection and maintenance of essential personal information 

concerning members of the DoD National. Media Pool. Information 
is used to issue Media Pool Press Pass, orders, arrange foreign coun­
try clearances. and visas, and determine individual's suitability/pre-
paredness for cl.eployment with the media pool. · 

Routine uses of records maintained in the system, inCluding catego­
ries of users and the purposes of such uses: 

See the Office of the Secretary of Defense (OSD) "Blanket Rou­
tine Uses" set forth at the beginning of OSD's listing of system 
notices. · 

Policies and practices for storing, retrieving, accessing, retaining, and· 
disposing of records in the system: 

Sto~age: 
Maintained in file folders. 
Retrievability: 
Retrieved by name, bureau or organization. 
Safeguards: 
Records are accessed by authorized personnel with an official 

need-to-know· who have been trained for handling Privacy Act infor­
mation. 

Retention and disposal: 
Cut off annually, and kept in office for 5' years. Files are then 

transferred to the Washington National Records Center .for 25 years. 
They are then offered to the National Archives for permanent reten­
tion after 25 years. 

System manager(s) and address: 
Office of the Assistant Secretary of Defense (,Public Affairs), Di­

rectorate for Plans, room 2D757,. Pentagon, Washington, DC 20~01-
1400. ., . 

Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves. must address written inquiries 
to the Office of the Assistant Secretary of Defense (Public Affairs), 
Directorate for Plans, room 2D757, Penatagon, Washington, DC 
20301-1400. . 

The request should contain individual's full name, individual's 
Social Security Number, and bureau or organization where em­
ployed. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records must address written inquiries to the Office of 
the Assistant Secretary of Defense (Public Affairs), Directorate for 
Plans, room 2D757, Pentagon, Washington, DC 20301-1400. 

Contesting record procedures: 
The Office of die Secretary of Defense rules for accessing records· 

and. for contesting contents and appealing initial agency determina­
tions are published in OSD Administrative Instruction No. 81, "OSD 
Privacy Program"; 32 CFR part 286b; or may be obtained froin the 
system manager. 

Record source categories: . 
Accreditation and other questionnaires and forms completed by the 

individual and information provided by the individual's employer or 
bureau. 

Exemptions claimed for the system: 
None. 

DSMCOl 
System name: 

Defense Systems Management CoJJege (DSMC) Personnel Infor­
mation Files. 

System location: 
Administrative and Personnel Service Directorate, Defense Sys­

tems Management College (DSMC), Ft. Belvoir, VA 22060-5426. 
Categories of individuals covered by the system: · · 
Military and civilian personnel assigned or attached to the Defense 

Systems Management College. 
Categories of records in the system: 
Data includes summary of occupational experience; education, 

training, security clearance, home address, home telephone number, 
dependent status, a'}'Vards and decorations, promotion status, ·pay 
status. · 

Authority for maintenance of the system:· 
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10 USC 136, and Department of Defense Directive 5160.55, 'De­
fense Systems Management College; January 5, 1977. 

. Purpose(s): 
Information is used by supervis~ry officials to obtain information 

on which to b;;lse decisions; by assigned }>ersonnel Management As­
sistants for: accomplishment of records maintenance and personnel 
services to individuals assigned and attached; for publication of bio­
graphical data booklets, personnel rosters, telephone directories, and 
organizational charts by the Administrative and Personnel Services 
staff. Information from records contained in the system may be 
provided to any component pf the Department of Defense. 

Routine uses ·of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

· Information rriay be referred to and used by law . enforcement or 
investigative authorities for investigations and possible criminal pros­
ecution, civil court action, or regulatory order. 

See also the Office of the Secretary of Defense (OSD) Blanket 
Routine Uses at the head of this Component's published system 
notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Primary files .are paper records in file folders and punched cards 

and computer disks. 
Retrievability: 
Filed alphabetically by 'tast name. 
Safeguards: 
Building is locked dudng nonbusiness hours. File storage is in 

locked file cabinets. Only authorized personnel have access to files. 
· Retention and disposal: · 

Files are retained for one year after individual transfers, separates 
or retires; then are destroyed. 

System manager(s) and address: 
Director, Administrative and Personnel Services, Defense Systems 

Management College, Ft. Belvoir, VA 22060-5426. 
Notification proc~dure: 
Information may be obtained from the System Manager, Tele­

phone: 703-664-1175. · 
Record access procedures: 
Requests from individuals should be addressed to: Commandant, 

Defense Systems Management College, ATTN.: DCOS-AP, Ft. Bel­
voir, VA 22060-5426. Written requests for information should contain 
full name and current address of the individual.. 

'For personal visits, the individual must provide acceptable identifi­
. cation, such as ID card or driver's license. 

Contesting record procedures: 
. The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR part 286b arid OSD Administrative Instruc­
tion No. 81. 

Record source categories: 
Data is obtained from the individual, from official personnel fold­

ers (201 files), from Standard Form 171, and from supervisory offi-
cials.· · 

Exemptions claimed for the system: 
None. 

DSMC02 
System name: 

Defense Systems Management College (DSMC) Student files. 
System location: · 
Office of the Registrar, Defense Systems Management College 

(DSMC), Building 202, Ft. Belvoir, VA 22060-5426. 
'categories of individuals covered by the system: 

· All current, former, and nominated students of the Defense -Sys­
tems Management College, (DSMC). 

Categories of records in the system: 
Data includes name, dependent data, SSAN, career brief applica­

tion form, security clearance, college transcripts, correspondence, 
DSMC grades, instructor and advisor evaluations, education reports, 
official orders, current address, and individual's photograph and 
other personal and experience historical data on past and present 
students. 

Authority for maintenance of the system: 

10 USC 136, and Department of Defense Directive 5160.55, 'De­
fense Systems Management College; January 5, 1977. · 

Purpose(s): 
This data is used ,by college officials to provide for the administra­

tion of and a record ·of academic performance of current, former, and 
nominated students; to verify attendance and grades; to select instruc­
tors; to make decisions to admit students to programs and to release 
students from programs; to serve as· a basis for studies to determine 
improved criteria for selecting students; to develop statistics relating 
to duty assignments and qualifications. This data is used by the 
Registrar in preparing locator directories of current and former stu­
dents which are disseminated to students, former students and other 
appropriate individuals and agencies for purposes of administration; 
by college officials in preparing student biographical booklets, stu­
dent rosters, and press releases of student graduations and to evaluate 
quality content of various courses. This data may be transferred to 
any agency of the Department of Defense having an official require-
ment for the information. · 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

To law enforcement or investigatory authorities for investigations 
and possible criminal prosecution, civil court action, or regulatory 
order. See OSD Blanket Routine Uses at the head of the Compo­
nent's published system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: 
Filed records are sequenced alphabetically by last ·name, by class, 

and course. Locator cards are filed alphaoetically in two· categories; 
active students (by course) and former students. 
• Safeguards: 

Records are maintained in locked cabinets, in an area accessible 
only to authorized personnel. Building is locked during non-business 
hours. Only individuals designated as having a need for access to files 
by the System Manager are authorized access to information in the 
files. 

Retention and disposal: 
Records are permanent. 
System manager(s) and address: 
Defense Systems Management College, ATTN.: Registr~r. Ft. Bel­

voir, VA 22060-5426. 
Notification procedure: 
Information may be' obtained from the System Manager, Tele­

phone: 703-664-3120. 
Record access procedures: 
Requests from individuals should be addressed to: Commandant, 

Defense Systems Management College, ATTN.: DCOS-AD, Build­
ing 202, Ft. Belvoir, VA 22060-5426. Written requests for informa­
tion should contain full name, current address and telephone number, 
and course and class of individual, and must be signed. . 

For personal visits, the individual must provide acceptable identifi­
cation, such as an ID card or driver's license. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc­
tion No. 81. 

Record source categories: 
Information is provided by the individual, supervisors, employers, 

instructors, advisors, examinations, and official military records. 
Exemptions claimed for the system: 
None, 

DSMC06 
System name: 
· ·Defense Systems Management College (DSMC) Mailing Lists. 

System location: 
Primary Location - Actionmail Company, 4825 Beech Place, 

Temple HiJls, MD 20748. 
· Hard copy back up files (letter and card. requests) and computer 

printouts are located in the Publications Directorate Offices, .Defense 
Systems Management College; Building 205, · Fort Belvoir, VA 
22060-5426. 
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Categories of individuals covered by the system: 
Former Defense Systems Management College students; members 

of the DSMC Policy Guidance Council and Board of Visitors; pro­
gram managers associated with defense and other government acqui­
sition programs; key acquisition managers throughout the U.S. gov­
ernment; former staff and faculty members, and other individuals 
who request they be included in the system. Except for program 
management course graduates, everyone in the system is there by 
request. 

Categories of records 'in the system: 
File contains name, Class at DSMC, job code, mailing address, 

rank or grade, position title and affiliation. 
Authority for maintenance of the system: 
to USC 136, and Department of Defense Directive 5160.55, 'De­

fense Systems Management College,' January 5, 1977. 
Purpose(s): 
Data is used by DSMC to provide a mailing list for the distribution 

of 'Program Manager', The Journal of the Defense Systems Manage­
ment College, surveys, graduate registers, DoD Directives, Instruc­
tions and Policy Memoranda concerning defense acquisition and 
other guides and booklets relating to acquisition management; to 
prepare lists of Department of Defense Program Managers. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Actionmail Company operates an~ maintains the system based on 
information provided by the Publications Directorate, Department of 
Research and Information, Defense Systems Management College, 
Fort Belvoir, VA 22060-5426. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing ofrecords in the system: · 

Storage: 
Primary file is computer data base. 
Hard copy back-up files are paper records in file folders and in 

computer pri~tout folders. 
Retrievability: 
Files 'are retrievable by name, class, data base code, and zip code. 
Safeguards: 
Primary location is a controlled access area. 
Back-up file storage is in a building which is locked during non-

business hours and is located on a military installation. 
Retention and disposal: 
Records are permanent, upt.Jated every two years. 
System manager(s) and address: 
Dean, Department of Research and Information, Defense Systems 

Management College, Building 202, Fort 5elvoir, VA 22060~5426. 
Notification procedure: 
Information may be obtained from the System Manager. Tele­

phone: 703-664-5783. 
Record access procedures: 
Requests from individuals should be addressed to: Commandant, 

Defense Systems Management College, ATTN: Director, Adminis­
trative and Personnel Services, Building 202, Fort ·Belvoir, VA 
22060-5426. 

Written requests for information should contain the full name of 
the individual, and current address. 

For personal visits, the individual must provide acceptable identifi­
cation, such as military or other ID card or driver's license. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by· the individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc­
tion No. 81. 

Record source categories: 
Information is provided by the individual, employer, staff and 

faculty of DSMC, each DoD Component, and the Office of Person­
nel Management (OPM) (including their automated personnel sys­
tems). 

Exemptions claimed for the system: 
None. 

DUSDP 02 
System name: 

Special Personnel Security· Cases. 
System location: 

Security Plans and Programs Directorate, Office ·of the Deputy 
Under Secretary of Defense (Policy), ODUSD(P), Washington, DC. 

Categories of individuals covered by the system: 
Individuals affiliated with the DoD, upon whom an investigation 

has been conducted by a Department of Defense (DoD) Component 
investigative organization authorized to conduct personnel security 
investigations other investigative organization of the Federal Govern­
ment of individuals who have been the subject of a DoD <:omponent 
personnel security determination, or who have had access to DoD 
classified information, whenever the investigation, personnel security 
determination, or access involves unique circumstances having spe­
cial significance with respect to DoD personnel security policy. Also, 
individuals for whom waivers have been granted from specific provi­
sions of the Industrial Security Regulation (5220.22-R) and/or Indus­
trial Security Manual (5220.22-M). 

Categories of records in the system: 
Statemen.ts of personal history; investigative reports; adjudicative 

findings; inter-office memoranda; policy interpretation; memoranda 
recommending courses of action; legal opinions, etc. 

Authority for .maintenance of the system: 
Title 5, United States Code, Section 301. 
Purpose(s): 
This data is used as basis for Security Plans and Programs Direc­

torate staff access to determine the need for overall personnel securi­
ty policy revision or adjustment; to ensure that component personnel 
security determinations are consistent with DoD personnel security 
program policy; to assure that personnel security investigations con­
ducted by the Defense Investigative Service (DIS), the National 
Security Agency (NSA), and the Military Departments are in com­
pliance with DoD personnel security investigative policy; and to 
provide precedents for use in determining whether to grant waivers 
of the provisions of the Industrial Security Regull,ltion and/or Indus-
trial Security Manual. · 

Routine uses of records maintained in the ·system,. inCluding catego­
ries of users and the purposes ·or such uses: 

See Office of the Secretary of Defense (OSD) Blanket Routine 
Uses at the head of this Component's published system notices. 

Policies and practices for storing, retrieving, accessing, retaining~ and 
disposing of records in the system: . · 

Storage: · 
Paper records in file folders. 
Retrievability: 
Records are filed alphabetically by last name of the subject of th~ 

investigation or personnel security determination having special sig­
'nificance with respect to DoD personnel· security policy. Also, 
records are filed alphabetically by last name of the personnel for 
whom waivers have been granted under the Industrial Security Pro­
gram. 

Safeguards: 
Records are stored in security combination lock file containers, 

and are accessible only by Security Plans and Programs personnel 
who are properly cleared and wqo are the official authorized users. 

Retention and disposal: 
Routine investigations are destroyed 15 years after the date of the 

last action. Those involving significant incidents are destroyed 25 
years after the date of the last action. 

System manager(s) and address: 
Director, Security Plans and Programs Directorate, Office of the 

Deputy Under Secretary of Defense (Policy), Pentagon, Washington, 
DC 20301. . · 

Notification procedure: 
Information may be obtained by the Office of the Deputy Under 

Secretary of Defense (Policy) Security Plans and Programs Director­
ate, Room 3C277, Pentagon, Washington, DC 20301 Telephone: 202-
697-3969. 

Record access procedures: 
Requests from individuals should be addressed to: Office fo the 

Deputy Under Secretary of Defense (Policy) Security Plans and 
Programs Directorate, Room 3C277, Pentagon, Washington, DC 
2030 I. Written requests for information should contain the full name 
of the individual, date and place of birth, and notarized signature. 
The records requested may be made available to individuals for 
review at the following location: Security Plans and Programs Direc­
torate ODUSD(P), Room 3C271, Pentagon Washington, DC 20301. 

Contesting record procedures: 
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The Agency's. rules for access to records and for ·contesting con­
te.nts ~nd app·ealing initial de.terminations by the individual concerned 
are contain~d in 32 CFR part 286b, and. OSD Adminstrative Instruc-
tion No. 81. . · ' · 

Record source categories: 
lnformaiio~ l~· obtai~ed from, record subjects; Fed~ral Bureau of 

Inyestigation; Offi.ce: o( the Secretary of Defense; Organization of the 
Jq.int Chiefs of Staf~; DoD Defense Agencies; and the Military De­
partments, including i~vestigative reports, inter and intra Department 
memoranda and letters, case analyses, memoranda for the record, and 
other correspond~nce related to the cases. 

Exemptions claimed for the system: · 
Parts of this record system may be exempt under U.S.C. 552a 

(k)(5). . ' 

DUSDP 05 
System name: . 

D~ferise Auto:ma~ed Case Rev,i.~;.v System (DACRS). 
System location: 
Office of the Under Secretary of Defense (Policy), The Pentag<;m, 

Washington, DC 20301-2000. . 
Categories of individuals covered by the' system: . 
Export license applicants. and intermediate and ultimate co~sign'ees. 
Categories of records in th.e system: · 
Export. license applications, names and addresses of applicants and 

consignees, classified ·intelligence reports on foreign consignees .and 
activities, proprietary business information,. credit reports, product 
description, technical evaluation of commodities and technology, and 
Department of Defense recommendations to Department of Gom:­
merce on case dispositions. : 
. Authority for maintenance ofthe system: 
' Export Administration A~t S5 and S to(g). 

Purpose(s): 
· To permit 'the Under Secretary of Defense (Policy) (DUSD(P)) to 
fulfill Presid~ntially manqat'ed requirements to expeditiously review 
and make reconimen'datioits to the Department of Commerc.e (DOC) 
on export license applications.· · 

. Routine rlses- of records maintained in the system, including catego· 
ries of users and the purposes of such uses: · 

Used by the Office of the Secretary of Defense (OSD) analysts to 
prepare Department of Defense (DoD) positions ·and recommenda-. 
tions on export license applications. Users include policy and techni­
c;al analysts, supervisory personnel up to. and . including D~puty 
Under Secretary of Defense (Policy)/Defense Technology· Security 
Administration (DTSA) :in DoD. Information shared with strategic. 
trad~ analysts and' supervisors .in ,Department. of State (DOS); and 
DOC and Customs. . · 

Policies and .practices for storing, retrieving, ac~essing, retaining, and 
disposing of records in the system: 

Storage: . , . . 
Paper records· in file folders; computer magnetic tape discs, micro-

fiche and microfilm in 's~cure computer facility. ' . . 
Retrievability: · . 
Files are retrieved by case number,, applicant,, purchaser, consign­

ee, commodity, and proposed end use. 
Saf~guards: . . · 
All files in this system are protected by limited, controlled access 

and .locked doors. Only professional ·and/or research staff with ap­
propriate securfty cle.arances are given access to files. 

Retention and disposal: · 
Files will be maintained and updated as long as DoD export 

.control ,review program continues. 
SyStem m~nager(s) a.nd ~ddress: \ · · 
Deputy Under Secretary for Trade Security Policy 
·Director, Counterintelligence and Security Policy 
Office of the Under Secretary of Defense (Policy) 
The Pentagon, Washington, D<;: 20301-2000 
Notificati~.n procedure:· ' · · .. ~ 
Unclassified; non-proprietary information may be obtained by writ­

ten request· to the system manager giving full name and residence. 
Identity verification may be required~ Status of active export license 
applications may be obtained by accessing DoD Export License 
Status· Advisor· (EhiSA); Remote Electronic Bulletin Board, (202) 
697-6109. 

Record access procedures: 

See Notification Procedure above ... 
Contesting record procedures: , 

· The agency's rules for access to records ~nd for contes.ting content 
and appealing 'initial determinations by the individual concerned are 
contained in 32 CFR part 286b and OSD Administration Instruction 
No. 81. · · · 

Record source categories: 
Information is obtained from v·arious federal government agencies 

and civilian entities. 
Exemptions claimed for the system: 
None. 

DUSDP 06 
System name: 

Defense Personnel Security Resea~ch & Educational Center Re­
search Files. 

· System location: 
Records in the system are located at three sites: Defense Personnel 

Security Research & Education Center, 99 Pacific Street, Building 
455E, Monterey, CA 93940-2481; Defense Manpower Data Center, 
Suite 200, 550 Camino El Estero~ Monterey, CA 93940~3231; and 
Data Center, Naval Postgraduate School, Monferey, CA 93943. 

Categories of individuals covered by the system: · 
Present and former Department ofDefense (DoD) civilian employ­

ees, military members, and DoD contractor employees who have or 
had security· cle.arances.· 

Categories of records in the system: 
Usts of cleared individuals, DD Forms 398 and 398-2, background 

investigations, responses from interviews and q'uestionhaires. 
Authority for maintenance of the system: 

·50 U.S.C 781-887, Internal Security Ac~ of 1950; Executive Order 
9397, Numbering System for'Federal Accounts Relating.'to Individ­
ual Persons; Executive Order 10450, Security Requirements for Gov­
ernment Employment; Executive Order 10865, Safeguarding' Classi­
fied; Information Within Industry; Executive Order 12333, United 
States Intelligence Activities; Executive Order 12356, National Secu­
rity Information; and 5 U.S.C. 301, Departmental Regulations, which 
authorizes DoD. Directive 5210.79; "Defense Personnel Security Re­
search and Eduqttion Center (PERSEREC)," arid DoD Regulation 
5200.2-R, "DoD Personnel Security Program Regulation." 

Purpose(s): 
To perform research and analyses fo'r.,(l) evaluating and improving 

DoD personnel security procedures, programs, and policies; (2) as­
sisting in providing training, instruction, and advice on personnel 
security subjects for DoD Components; (3) encouraging cooperative 
research within and among DoD Components on projects having 
DoD-wide implications in order to avoid dl.lplication; (4) addressing 

· items of special interest to personnel security officials within DoD 
Components; and (5) identifying areas in the personn.ei security field 
that warrant more intense scrutiny. 

Routine uses of records maintait:t~d in th~ system, including catego· 
ries of users and the purposes of such. use~: 

Records in this system may be disclosed to the following users for 
the stated purposes':·. Federal, State,. and local government agencies if 
necessary to obtain information from them; a Congressional office in 
response to an inquiry made at the request of the record subject; 
General Services Administration and National Archives and Records 
Administration for records management inspections authorized by 44 
U .S.C 2904 and 2906 .. See also the blanket routine uses set forth at 
the beginning of this agency's listing of record system notices. .

1 

.Policies and practices for storirag, retrieving, accessing,.retaining, ~,tnd 
disposing of records in the system: 

Storage: 
· Maintained on. paper, computer and .computer output products, and 

in microform, 
Retrievability: 
Records may be retrieved by name, Social Security number, or 

military service number. 
Safeguards: 
Records are stored under lock and key, in secure containers, or on 

electronic media with intrusion safeguards. Research results are not 
identifiable to any specific individual.· 

Retention and disposal: 
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Info.rmation is retained for the life of the research project. When 
no longer needed for the project, paper records are shredded and 
computer media are erased or degaussed. 

System manager(s) and address: 
Director, Defense Personnel Security Research & Education 

Center, 99 Pacific Street, Building 455E, Monterey, CA 93940-2481 
··Notification procedure: 

An i~dividual may determine if the record system contains infor­
mation 'retrieved by his or her personal identifier by contacting the 
system manager at the address listed above and providing sufficient 
proof of identity such as fuJI name, Social Security number, date and 
place of birth, military service number (if service was before 1968), 
military or civilian status while associated with the Department of 
Defense, place and data of DoD or contractor employment, or other 
information verifiable from the record itself. 

Record access procedures: 
Requests from individuals should be addressed to the system man­

ager listed above and must contain sufficient information to identify 
the individual, such as the identifying information listed under "Noti­
fication Procedure," above. 

Contesting record procedures: 
Rules for contesting the contents of records pertaining to an indi­

vidual are contained in Office of the Secretary of Defense Adminis­
trative Instruction Number 81 (32 CFR part 286b) and may be 
obtained from the system manager identified above. 

Record source categories: 
Information . is obtained from the Defense Central Investigations 

lnqex, military records, DoD civilian employment and military per­
sonnel records, Defense Investigative Service records, a records of 
the Departments of Justice and Treasury, and interviews with and 
questionnaries completed by record subjects. 

Exemptions claimed for. the system:. 
None. 

DUSDP07 
System name: 

PERSEREC Espionage Database. 
System lo.cation: 
Records in the system are located at Defense Personnel Security 

Research.& Education Center, 99 Pacific Street, Building 155, Mon­
terey, CA 93940-2481. 

Categories of individual.s covered by the system: 
Individuals who have been arrested and convicted. of espionage; 

those who have been prosecuted for espionage who committed sui­
cide before trial or sentencing; and those who were not prosecuted 
for espionage because of death, suicide, or defection. · · 

Categories of records in the system: 
Background information including individual's name, Social. Securi­

ty Number, date of birth, city/state/country of birth, education, 
marital status, gender, race, civilian or military member,' rank (if 
military), security clearance (if applicable), years of federal service (if 
applicable), occupational category, job organization and location, age 
began espionage, first espionage contact, whether volunteered .or 
recruited, receiving country, payment (if any), foreign relatives (if 
any), motivation, substance abuse (if applicable), date of arrest, arrest­
ing agency, date of sentence, sentence, and duration of espionage. 
Sources for records are newspaper and magazine articles, the biogra­
phies of spies, and similar open source works are included in paper 
files. 

Authority for maintenance of the system: 
5 U.S.C. 301; Executive Order 9397; DoDD 5210.79, "Defense 

Personnel Security Research and Education Center"; and ASD(C3J) 
October 31, 1991 memo, Subject: Request for Exemption from D9D 
Directive 5200.27. 

Purpose(s): 
To analyze factors which may contribute to acts· of espionage and 

assemble a body of knowledge useful to improved personnel security 
procedures. This information will permit examination of espionage 
trends and will help identify personal and situational variables of 
interest to policy-makers and others concerned with personnel securi­
ty issues. 

Aggregate statistics will be reported to DoD and other Govern­
ment agencies in a technical report prepared from open-sources and 
containing some illustrative material mentioning some of the more 
famous cases by name. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses. 

The "Blanket Routine Uses". set forth at .the beginning of the 
OSD's compilation of records system notices apply to this system. 

Policies and practices for storing, retrieving, retaining, and disposing 
of records in the system: 

Storage: 
Maintained on paper, computer and computer output products, and 

in microform. 
Retrievability: 
Records may be retrieved by name and Social Security Number. 
Safeguards: 
Records are stored under lock and key in secure containers, and in 

a computer system with intrusion safeguards. 
Retention and disposal: 
Analyses and research reports are permanent and will be tran.s­

ferred to the National Archives after 25 years; unneeded records w1ll 
be shredded, erased or degaussed when ·no longer required for the 
·project. 

Systein manager and address: 
Director, Defense Personnel Security Research and Education 

Center, 99 Pacific Street, Building 455E, Monterey, CA 93940-2481. 
Notification procedures: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir-· 
ies to Director, Defense' Personnel Security Research and Education 
Center, 99 Pacific Street, Building 455E, Monterey, CA 93940:-2481. 

The inquiry should include full name and Social Security Number. 
Record access procedures: · 
Individuals seeking access to records about themselves contained in 

this system of records should address a written request to Director, 
Defense Personnel Security Research and Education Center, 99 Pa-
c~fic Street, Building 455E, Monterey, CA 93940-2481. · 

The inquiry must include name and Social Security Number. 
Contesting records procedures: 
The Office of the Secretary of Defense rules for accessing records 

and for contesting contents and appealing initial OSD determinatio~s 
are published in OSD Administrative Instruction No. 81, "OSD Pn­
vacy Program"; 32 CFR part 311; or may be obtained from the 
system manager. 

Record source categories: 
Information is obtained from newspaper and magazine articles and 

similar open source documents. 
Exemptions claimed for the system: 
None. 

DUSDP 08 
System name: 

DoD Foreign Visits System (FVS). 
System location: 
Security Policy Automation Directorate, Office of ·the Deputy 

Under Secretary of Defense (Security Policy), Wasrington, DC 
20301....:2200. 

Categories of individuals covered by· the system: 
U.S. citizens acting as representatives of various foreign govern­

ments who have requested access to. DoD. installations, activities or 
Defense contractors on· matters relating to mutual security and arms 
corporation. · 

Categories of records in the system: 
Records consist of lists of individuals cleared for access to DoD 

installations, activities, or· Defense contractors. Information on the 
lists consists of name, date and place of birth, security clearance, 
position, and an individual identification number which may be the 
Social Security Number of that person. 

Authority for maintenance of the system: 
Pub. L. 90-629, "The Foreign Military Sales Act," .October 22, 

1968 and Executive Order 9397. 
Purpose(s): 
To enhance security and provide consistent application of policy in 

dealings with other governments by providing end-to-end automation 
support to the visits process, thus improving· responsiveness and the 
use of personnel resources by using state-of-the-art automation and 
communication capabilities .. 

Routine uses of records maintained ·in the system, including catego­
ries of users and the purpose of such uses: 
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The "Blanket Routine Uses" published at the beginning of the 
OSD cornpilation of record· system. notices also apply to this record 
system. 

Policies and practices for storing, retrieving/accessing; retaining, and 
disposing of records in the system: 

Storage: 
Records are maintained on computer and com.puter-output prod­

ucts, including message traffic output. 
Retrievability: 
Records may be retrieved by individual's name or Social Security 

Number, or visit ID number. 
Safeguards: 
Records are stored under lock and key, in secure containers, or on 

elect~onic media with intrusion safeguards; personnel having access 
~o th1s d~ta are trained in the requirements of protecting Privacy Act 
mformat1on. 

Retention and disposal: 
The records are retained for the duration of the cooperative arms 

or mutual security agreement or program between the U.S. govern­
ment and the fo,reign government 9r international organization, or for 
ten _years, which~ver is sooner. Records will be disposed of. by 
erasmg magnetic media or burning or shredding paper copies. 

System manager(s) and address: · 
Director, Security Poiicy Automation Directorate, Office of the 

Deputy Under Secretary of Defense (Security Policy), Washington, 
DC 20301-2200. . ' · · 

Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves must address written inquiries 
to the Director, Security 'Policy Automation Directorate, Office of 
the Deputy Under ~ecretary of Defense (Security Policy), Washing-
ton, DC 20301-2200. · · . 

Individuals must provide sufficient proof of identity such as full 
name, Social Security Number, date and place of birth, place visited, 
and dates of visit. 

Record access proce~ures: 
Individuals seeking access to records about themselves should ad­

dress inquiries to the Director, Security Policy Automation Director­
ate, Office of the Deputy Under Secretary of Defense (Security 
Policy), Washington, DC 20301-2200. 

Individuals must provide sufficient proof of identity such as full 
name, Social Security Number, date and place of birth, place visited, 
and dates of visit. 

Contesting records procedures: 
The Office of the Secretary of D.efense rules for accessing records 

and for contesting contents and appealing initial determinations are 
published in OSO. Administrative Instruction No. 81, "OSD Privacy 
Program"; 32 CFR part 286b; or may be obtained from the system 
manager. 

Record· source. categories: 
Information is obtained solely from the foreign c~untry or interna­

tional organ.ization ·sponsoring the individuals for whom a visit to the 
DoD installation; activity, or Defense contractor is being req_uesteQ. 

Exemptions claimed for the system: · 
None. 

DUSDA 02 
System name: 

DUSD(A) Personnel Administration Files. 
System location: 
Office of the Under Secretary of Defense for· Research and Engi­

neering (OUSDRE), Office of the Secretary of Defense, Room 
3El006, Pentagon, Washington, DC 20301-3000. 

Categories of individuals covered by the system: 
All employees assigned to or considered for positions in OUSDRE 

including civilian and military personnel and consultants. 
Categories ~f records in the system: 
These files contain position descriptions; biographical resumes, 

qualification statements, ( 171, SF 173, SF 398, SF 161, etc.); Confi­
dential Statement of Affiliations and Financial Interests, Department 
·Of Defense Personnel (DD Form 1555); requests for personnel ac­
tions (SF 52, 1 08); notification of Personal Action (SF 50); appoint­
ments affidavits (SF 61, 61B); award recommendations appraisals and 
efficiency reports; time and attendance records (SF 1135); travel 
orders and vouchers .and security clearance information. 

Authority for maintenance of the system: 

10 u.s.c. 133. 
Purpose(s): 
The information contained in these personnel files is used by the 

office manager, supervisory personnel and the Under Secretary of 
Defense for Research and Engineering in the management. of his 
organization. Specific uses include; determining eligibility for ap­
pointment to positions; reviewing financial interest and background 
of individual applying for appointments; comparing individuals re­
sumes with job requirements; keeping account of time worked; trav.el 
performed; orders issued; awards given to Personnel and Security 
Clearances granted. 

Routine uses of records maintained in .the system, including ~atego-, 
ries of users and the purposes of such uses: 

See Office of the Secretary of Defense (OSD) .Blanket Routi'ne 
Uses at the head of this Component's published system notice. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 
' Storage: . 

Paper records in file folders. 
Retrievability: 
Filed alphabetically by last name of the individual concerned. 
Safeguards: 
Building guards and locked file' containers. Records are maintained 

in areas accessible only to authorized personnel. · ·. · 
Retention and disposal: 
Records are temporary in nature and are destroyed after individ­

uals leave employment of OUSDRE or are no longer under consider­
ation for employment. 

System manager(s) and address: 
Executive Assistant to ·USDRE, Office of the Secretary of De­

fense, Washington, DC 20301. 
Notification procedure: 
Information may be obtained from: Personnel Assistant Office of 

the Executive Assistant to USDRE Room 3El006, Pentagon, Wash­
ington, DC 20301-3000 Telephone: 202-695-6556. Written requests for 
information should contain the full name of the individual, current 

,< address, telephone number, and any other information· which would 
help in identifying the desired information. For persqnal . visits, the 
individual must be able to provide acceptable identification, that is, 
driver's l.icense, employing office's identification card, and ·give' 
verbal information that could be verified with his 'case folder.' 

Record access procedures: 
Requests should be addressed to System Manager as shown above. 
Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
are .contained in 32 CFR part 286b and OSD Administrative lnstruc-
tion.No, 81. · 

Record source categories: 
Information is provided by the Directorate for Personnel and Se­

curity, Security Division, Washington Headquarters Services, De­
partment of Defense, individuals concerned, travel vouchers, security 
forms, travel orders, individual's supervisors, and time and attend­
ance clerks. 

Exemptions cla.imed for the system: 
None. 

DUSDA 04 
System name:. 

Requests for Two-Year Foreign Residence Waiver Files. 
System location: 
Security Policy and Review Division - Office of the Director 

Program Control and Administration, Office of the Under Secretary 
of Defense for Research and Engineering, Office of the Secretary of 
Defense. 

Categories of individuals covered by the system: 
Any foreigner applying for a Waiver of Foreign Residency. 
Categories of records in the system: 
Files contain req~ests for waiver of foreign ·residency. 
Authority for maintenance of the system: 
Mutual Educational and Cultural Exchange Act of 1961 (75 Stat. 

535). 
Purpose(s): 
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Data is used by Under Secretary of Defense for Research and 
Engineering, Security Policy and Review Division officials to evalu­
ate requests of foreigners requesting waiver of Foreign Residency. 

Routine uses of records maintained in the system, including catego­
'ries of users and the purposes of such uses: 

See Office of the Secretary of Defense (OSD) Blanket Routine 
Uses at the head of this Component's published system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
·Retrievability: 
Filed alphabetically by last name of individual. 
Safeguards: 
Building guards and secure (vault) area. Records are maintained in 

an area accessible only to authorized personnel. 
Retention and disposal: 
Retained in active file for ten years, then destroyed. 
System. manager(s) and address: 
Director, Program Control and Administration, OUSDRE, Office 

of the Secretary of Defense, Pentagon, Washington, DC' 20301-3000. 
Notification procedure: · , 
Information may be obtained from: Security Policy and Review 

Division, Room 3D1065, Pentagon, Washington, DC 20301-3000 · 
Telephone: 202-697-3459. 

Record access procedures: 
Requests from individuals should be addressed to: Under Secretary 

of Defense for Research and Engineering, Office of the Secretary of 
Defense, Pentagon, Washington, DC 20301-3000. Written requests 
for information should contain full name of individual, current ad­
dress and telephone number and approximate date of waiver request. 
For personal visits, individual must be able to provide appropriate 
identification. · 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc-
tion No. 81. · · 

Rec~rd source· categories: 
Application and related correspondence from sponsor and individ- · 

· ual requesting waivc:!r. 
Exemptions claimed for the system: 
None. 

DWHS POl 
System name: 

Senior Executive Service (SES) and Equivalent Level Files. 
System location: 
Directorate for Personnel and Security, Washington l-feadquarters 

Services (WHS), Department of Defense, Room 3B347, Pentagon, 
Washington, DC 20301. 

Categories of individuals covered by the system: 
Any indiviqual who is currently in, was recommended for; or has 

held an executive position in the Office of the Secretary of Defense 
(OSD), OSD field activities, the Organization of the Joint Chiefs of 
Staff, the U.S. Court of Military Appeals, the U.S. Mission to 
NATO, the NATO International Staff, the NATO Support Group, 
and the Defense agencies. 

Categories of records in the system: 
· File contains both approved and disapproved cases. File also ·con-

. tains copy of individual's SF 171, position description, position eval­
uation statement, organization chart, Office of Personnel Manage­
ment (OPM) Form 1390, SF-161, or 161A, correspondence, and 
other selected documents. 

Authority for maintenance of the system: 
Title 5, United States Code, Section 301. 
Purpose(s): 

. To be used by officials of the Office of the Secretary of Defense 
(OSD), OSD field activities, the Organization of the Joint Chiefs of 
Staff (OJCS), the U.S. Court of Military Appeals (COMA), the U.S. 
Mission to NATO the NATO International Staff, the NATO Sup­
port Group, and the Defense Agencies to provide information neces­
sary for carrying out the SES personnel and position management 
functions. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

To the Office of the Personnel Management (OPM) for use in 
carrying out its Government-wide personnel functions. 

Policies and.practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders in metal file cabinets. 
Retrievability: 
Filed by organization, and then alphabetically by name. 
Safeguards: 
Access is granteq only to personnel and mat:tagement officials 

having a need-to-know. Building employs security guards. Records 
are maintained in an area accessible only to authorized personnel. 

· Retention and disposal: 
File maintained indefinitely. 
System manager(s) and address: 
Director for Personnel and Secur.ity, WHS, Room 3B347, Penta­

gon, Washington, DC 20301. 
Notification procedure: · 
Information may be obtained from: Directorate for Personnel and 

Security Washington Headquat;ters Services (WHS), Room 3B347, 
Pentagon, Washington, DC 20301 Telephone: 202-697-421 I. 

Record access procedures: 
Requests from individuals should be addressed to the above 

System Manager. 
Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc­
tion No. 81. 

Record source categories: 
SD-171 from individual, other material obtained from personnel 

offices and statements from management officials. 
Exemptions claimed for the system: 
None. 

DWHS P04 · 
System name: 

Reduction-In-Fqrce Case Files. 
System location: 
Directorate for Personnel and Security, Washington Headquarters 

Services (WHS), Department of Defense, Room 3B347, Pentagon, 
Washington, DC 20301. 

Categories of individuals covered by the system: 
Civilian employees serviced by OSD System Manager who have 

been reached for reduction-in-force action. 
Categories of records in the system: 
Copies of retention registers,. letters from management officials, 

letters prepared by Personnel to individual regarding type of action 
required, correspondence from individual concerned and other mis­
cellaneous correspondence concerning the specific action. · 

Authority for maintenance of the system: 
5 u.s.c. 1302, 3502. 
Purpose(s): 
To be used by Management Officials of OSD, Armed Forces 

Information Service (AFIS), Court of Military Appeals (COMA), 
Defense Advanced Research Projects Agency (DARPA), Defense 
Security Assistance Agency (DSAA), Office of Dependents Educa­
tion, Organization of the Joint Chief of Staff (OJCS), 'Tri-Service 
Medical Information System (TRIMIS), and Washington Headquar­
ters Service (WHS) for review of reduction-in-force situation in cases 
of questions on qualifications. This background information may be 
used by the Office of. Personnel Management·, (OPM) for appeal 
cases. . 

Routine uses of records ·maintained in the system, including catego­
ries of users and the purposes of such uses: 

See Office of the Secretary of Defense (OSD) Blanket Routine 
Uses at the head of this Component's published system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Filed alphabetically by last name. Destroy two years after case is 
closed. 
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Storage: 
Paper records in file folders. 
Retrievability: 
Filed alphabetically by last name. Destroyed two years after case 

is dosed. · 
Safeguards: 
Building employs security . In file cabinets in areas accessible only 

to authorized personnel' who are properly screened and trained. · 
Retention and disposal: 
Destroy two· years after case is closed. · ·· · 
System manager(s) and address: . 

-Director for Personnel arid Security, WHS, Room 3B347, Penta­
gon, Washington, DC 20301. 

Notification· procedure: 
Information may be obtained from: Directorate for Personnel and 

Security, WHS, Room 3B347, Pentagon, Washington, DC 20301. 
Telephone: 202-697-3305. 

·Record access procedures: 
Requests from individuals should be ·addressed to the above 

System Manager. 
~: Contesting record procedures: 

The Agenc.y's rules for access to records. and for contesting· con­
tents and appealing initial· determinations by the individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc­
tion No. 81. 

Record source categories: 
Letters to individuals originated by Personnel, Retention Registers 

furnished by Personnel, correspondence frOJP managemel)t officials, 
~orresponq~nce .from indiyidual .concerned, correspondence from 
.Office :of Personnel Man11gement a,nd cqrrespondence from appeal 
examiner in case of an appeal. 

Exemptions claimed for the system: 
·.None. 

DWHS P08 
System name: 

Worker's Compensation-On-The-Job Injuries Report File. · 
System location: · 
Directorate for Personnel and Security, Washington Headquarters 

Services (WHS), Department of Defense,. Room 3B347,. Pentagon, 
Washington, DC 20301. · 

Categ~ries of individuals covered by the system: · 
Civilian employees injured on the job. 
Categories of records in the system: 
Case files containing required injury reports which include name, 

SSN, DOB, telephone ·number, type· of injury, .address .and assigned 
activity. 

Authority for maintenance of the system: · 
5 u.s.c 8101. ,; 
Purpose(s): 
To bt! used by. Director for P~rsonnel and Security, WHs; for 

purposes ofdetermining eligibility for Worker's Compensation, statis­
tical data regarding leave taken and to review cases being .. processed. 

Routine uses of records maintained in th'e system, including catego­
ries of users and the purposes of such uses: 
: To the Labor Department for purpose of determining eligibility lor 
Worker's Compensation, statistical data regarding leave taken and to 
review cases being processed. · 

To provide assistance in submitting appropriate forms for injuries. 
. Policies and practices for storing, ·retrieving, accessing, retaining, and 
disposing ·of records in the system: · 
· ~torage: ' · · · .. · . 

Metal five drawer, ·legal.size file cabinet. 
Retrievability: 
Filed· by name of employee w·ith' card index. 
Safeguards: 
Btiiiaing patrolled by security guards. File is ~aintained in an area 

w~ich is secured during non-working hours. · 
Retention and disposal: 
_Files are permanent. 
System manager(s) and address: 

Director of Personnel a:nd Security, WHS, Room 3B347, Penta­
gon, Washington, DC 20301. 

Notification procedure: 
Information· may be obtained from: Directorate for Personnel· and 

Security, WHS, Room 3B347, Pentagon, Washington, DC 20301. 
Telephone: 202~697-3305 .. 

Record access procedures: 
Requests from individuals should be addressed to the above 

System Manager. 
Contesting record procedures: 
The Agency's rules for access to records and ;for contesting con­

tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR. part 286b and OSD Administrative Instruc­
tion No. 81. 

Record source categories: . .. 
Civilian employees of the' Office of the Sec~etary of Defense and 

Organization of the Joint Chiefs of Staff, and activities serviced by 
WHS. · 

Exemptions claimed for the system: : 
None. 

System name:· 
CoiJ1puter Data Base: 

· System location: 

DWHS P09 

Directorate for Personnel and Security, Washington Headquarters 
Services (WHS), Department of Defense, Room 3B347. 

.categories of individuals covered by the system: 
All civilian employees ~erviced by Director~te. for Personnel and 

Security, WHS. · . 
:Categories of records in the system: 
. The following data ~s stored in addition to that required by Office 

of Personnel Management (OPM), Position Number, Position 
Tenure, Organization Code, Building Code, Date of Last Within 
Grade Increase, Due Date for Within Grade Increase, Highest Grade 
Held, Date of Last Promotion, Expiration Date of Appointment, (if 
applicable), Nine· Month Appraisal Date (if applicable), Leave Cate­
gory, Special Category, Type of Appointment, Date of Current Ap­
pointment, Marital Status, Legal Residence, Security Clearance and 
Health Benefits Status. · 

Authority for maintenance of the system: 
EO 9830 and 5 U.S.C. 301. 
Purpose(s): 
To be used by Personnel and Security Directorate, WHS, to ex­

tract data as required by Office of Personnel Management for Central 
Personnel data file; certain fields may be used for statistical data; 
stored data printed on personn~l change extracts of data base is used 
periodically· to insure currency of files. This data is used ·for locator 
to verify employment organization staffing summary. 

Routine uses. of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See Office of the Secretary of Defense (OSD) Blanket Routine 
Uses at the head of this component'S published system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposi'~g of records· in -the system: · 

·· Storage: . 
· IBM Con;tputer 370. 

Retrievability: 
Files may be retrieved and sorted by ·any field· in, Data Base. 
Safeguards: . 
Building has security guards. User of Data Base must have an 

'under code' in order to be admit~ed access to computer room. 
Retention and disposal: 
Records are permanent and current as long as the employee is 

employed. 
System manager(s) and address: 1 

Director for Personnel and Security, WHS, Room 3B347, Penta­
gon, Washington, DC 20301. 

Notification procedure: 
. Information may be obtained 'fr{;>m: Directorate for Personnel and 
Security, WHS, Room 3B347, Pentagon, ·washington, DC. 20301. 
Telephone: 202-697-3305. · · · 

Reco~d a~cess procedures: 
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Requests from individuals should be. addressed to above System 
Manager. 
. Contesting record procedures: 

The Agency's rules for access to records and for contesting con­
tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc-
tion No. 81. · 

Record source categories: 
Processing documents initiated by the Directorate for Personnel 

and Security and employees Standard Form 171. 
Exemptions claimed for the system: 
None. 

D:WHS Pl2 
System name: 

Executive Development Program and Training Files. 
System location! 
Directorate for Personnel and Security, Washington Headquarters 

Services (WHS), Department of Defense, Room 3B347. 
Categories of individuals covered by the system: 
Emp1oyees.applying for executivl! development and training pro­

grams .. 
Categories of records in the system: 
Optional Form 69 individual deveiQpment plans, optional forms 37 

and 170, DO form 1556, SO forms 446 and 447, Training Record 
Card File, SF 171, SF 59, which contain name, social security 
number, date of birth, home address, annual salary and office and 
home telephone numbers. 

Authority fo·r maintenance of. the system: 
5 u.s.c. 4101. 
Purpo~e(s): 

This information used by Personnel and Security Dir~ctorate, 
WHS to determine eligibility .for specialized development programs 
and training assignments. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To the Office of Personnel Management (OPM) for information 
necessary for OPM to carry out its Government-wide personnel 
management functions. · 

Policies aitd practices for storing, retrieving, !lCC~ssing, retaining, and 
disposing of records in the system: 

To ensure that ·~omplete records are maintained for program eval-
uation purposes. 

Storage: 
Metal five drawer legal size file cabinet without lock. 
Retrievability: 
File by training program name ar:.d employee name. 
Safeguards: . 
Building has security guards. File is maintained in an area which is 

secured during nonworking hours. · 
Retention and disposal: 
Records. are permanent. 
System mariager(s) and address: 
DirectOr for Personnel and Security, WHS, Room 3B347, Penta­

gon, Washington, DC 20301. 
Notification procedure: 
Information may be obtained from: Directorate for Personnel and 

Security, WHS, Room 3B347, Pentagon, Washington, _ _DC 20301. 
Telephone: .2,02-697-3305. 

Record access procedures: . 
Requests from individuals should be addres~ed to the above 

System Manager. 
Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial deter-minations by the in~i~idua~ concerned 
are contained in 32 CFR part 286b and OSD Admtmstrattve Instruc­
tion No. 81. 

Record source categories: 
Employees submit application forms. 
Exemptions claimed for the system: 
None. 

System name: 
Blood Donor Files. 
System location: 

DWHS Pl4 

Directorate for Personnel and Security, Washington Headquarters 
Services (WHS), Department of Defense, Room 3B347, Pentagon, 
Washington, DC 20301. 

Categories of individuals covered by the system: 
· Any blood donor with the Office of the Sec~et_a~y of I?efense, 
Organization Of the Joint Chiefs of Staff,. and acttvtttes servtced ·by 
WHS. 

Categorie~ of records in the system: 
File cards contain name, rank (if military), duty phone, home 

phone, duty activity and room number, blood type, and date of 
donations. 

Authority for ~aintenance of the system: 
5 u.s.c. 301. 
Purpose(s): 
To be used by officials of the Military· Personnel Div~sion, WHS to 

determine eligibility for blood replacement. To provt~e. so~r~t: .of 
contacts for emergency blood requirements. To determme ehgtbthty 
for issuances of gallon donor certificates. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See Office of the Secretary of Defense (OSD) Blanket Routine 
Uses at the head of this Component's published system notices. 

Policies and practices fo~ storing, retrieving, accessing, retaining? and 
disposing of records in the system: 

Weekly screening of cards to determine if individual is eligible to 
donate blood. 

Storage: 
3 X 5 Cardex File. 
Retrievability: 
Filed alphabetically by last name of donor. 
Safeguards: 
Building has security guards. File is maintained in an area· accessi-

ble only to authorized personnel. .. 
Retention and disposal: 
Records are permanent for the duration of the individual's partici-

pation as a blood donor. . · · · 
System manager(s) and address: . 
Director of Personnel and Security, WHS, Room 3B347, Penta­

gon, Washington, DC 20301.. 
Notification procedure: 
Information may be obtained from: Directorate of Security, WHS, 

Room 3B347, P 3B347, Pentagon, Washington, DC 20301. Tete-. 
phone: 202-697-3305. 

Record access procedures: 
Requests from individuals should be· addressed to the above 

System Manager. 
Contesting record procedures: _ 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the in~i~idua~ concerned· 
are contained in 32 CFR part 286b and OSD Admtmstrattve Insturc-
tion No. 81. · 

Record source categories: 
Civiiian Health Clinic-Pentagon and the individual blood donors. 
Exemptions claimed for the system: 
None. 

DWHS Pl8 
System name: . 

The Office of the Secretary of Defense Identification Badge Sus­
pense Card System. 

System location: 
Directorate for Personnel and Security, Washington Headquarters 

Services (WHS), Department of Defense, Room 3B347, Pentagon, 
Washington, DC 20301. 

Categories of individuals covered by the system: 
All military personnel assigned to. the Office of the Secretary of 

Defense, and activities serviced by WHS. . 
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Categories of records in the system: 
All military personnel who are eligible for the Office of the Secre­

tary of Def~nse Identification Badge after being assigned on perma­
nent duty w1th the Office of the Secretary of Defense, and activities 
serviced by WHS, for a period of one year. Data includes name, 
social security number, the Office of the Secretary of Defense activi-
ty, grade, service and dates. ' 

Authority for maintenance of the system: 
10 u.s.c. 1125. 
Purpose(s): 

· To be used by officials of the Military Personnei Division, WHS to 
establish who is eligible for the Office of the Secretary of Defense 
Identification Badge after being assigned to an authorized space in 
the Office of the Secretary of Defense, and activities serviced by 
WHS. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See Office of the Secretary of Defense (OSD) Blanket Routine 
Uses at the head of this Component's published system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Issuance of the Office of the Secretary of Defense Identification 
Badges at end of each month for eligible personnel. 

S~orage: 

3 X 5 Cardex File. 
Retriev9,bility: 
Filed alphabetically by last name of recipient. 
Safeguards: 
Building has security guards. Office 16cked during nonworking 

hours. 
Retention and disposal: 
Records are permanent. Maintained in the Military Personnel Divi­

sion at all times. 
System manager(s) and address: 
Director for Personnel and Security; WHS, Room 3B347, Penta­

gon, Washington, DC 20301. 
Notification procedure: 
Information may be obtained from Directorate for Personnel and 

Security, WHS, Room 3B347, Pentagon, Washington, DC 20301. 
Telephone: 202~697-3305. 

Record access procedures: 
Requests from individuals should be addressed to the above 

System Manager. 
Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc-
tion No. 81. ' 

Record source categories: 
Written or verbal inquiries. 
Exemptions claimed for the system: 
None. 

DWHS P20 
System name: 

Report of Personnel Assigned Outside of Department of Defense. 
System location: 
Directorate for Personnel and Security, Washington Headquarters 

Services (WHS), Department of Defense, Room 3B347, Pentagon, 
Washington, DC 20301. 

Categories of individuals covered by the system: 
All Department of Defense personnel working in any organization 

outside the realm of the Department of Defense. 
Categories of records in the system: 
Reflects personnel and assignment data in each Department of 

Defense personnel working outside the Department of Defense. This 
data includes name of individual, rank, social security number, serv­
ice (GS rating if civilian), organization assigned to, and title of job. 
Also, included is the date of assignment and projected loss date of 
the individual concerned. The report also reflects in each case 
whether the position is reimbusable or non-reimbursable, 

Authority for maintenance of the system: 
5 u.s.c. 301. 

Purpose(s): 
Data issued by Department of Defense Officials to determine 

which DoD Personnel are working outside the DoD and what orga­
nizations assigned to. 

Routine uses of records maintained in the systein, including catego· 
ries of users and the purposes of such uses: · 

See Office of the Secretary of Defense (OSD) Blanket Routine 
Uses at the head of this Component's published system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

This report is updated quarterly, based on information obtained 
from the military departments. 

Storage: 
Metal five drawer file cabinet with' lock. 
Retrievability: 
Filed by month and 'year of report. 

· Safeguards: 
Building has security guards. File is maintained in an area that is 

secured during non-working hours. 
Retention and disposal: 
Records are permanent. Maintained in the Military Personnel Divi-

sion at all times. · 
System manager(s) and address: 

. Director for Personnel and Security, WHS, Room 3B347, Penta­
gon, Washington, DC 20301. 

Notification procedure: 
Information may be obtained from: Directorate for Personnel and 

Security, WHS, Room 3B347, Pentagon, Washington, DC 20301. 
Telephone: 202-697-3305. 

Record access procedures: 
Requests from individuals should be addressed to the above 

System Manager. 
Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc­
tion No. 81: 

Record source categories: 
Quarterly reports received from the military departments. 
Exemptions claimed for the system: 
None. 

·System name: 
Overseas Staffing Files. 
System location: 

DWHS P2S 

Directorate for· Personnel and Security, Washington Headquarter 
Services (WHS), Department of Defense, Room 3B347. 

Categories of individuals covered by the system: 
Personnel assigned to positions overseas. 
Categories of records in the system: 

. Standard Form I 71's, SF 1190's travel orders, letter, to Army 
Finance Office concerning pay, overseas quarters allowances, post 
differentials etc., Standard Form 52, messages concerning the individ­
ual's return rights, home leave, etc., to and from overseas area. 

Authority for maintenance of the system: 
5 u.s.c. 301. 
This data is used by officials of the Department of Defense to 

track individuals employed in overseas positions located in Defense 
Advanced Research Projects Agency (DARPA), North Atlantic 
Treaty Organization (NATO), and U.S. Mission to NATO. 

Routine uses of records maintained in the system, including .catego­
ries of users and the purposes of such uses: · 

See Office of the Secretary of Defense (OSD) Blanket Routine 
Uses at the head of this Component's published system notices. 
· Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Applicants and documents filed in folders by name and title of 

position. 
Storage: 
Paper records in file folders. 
Retrievability: 
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Filed by employee name. 
Safeguards: 
Building employs security guards. Records are maintained in file 

cabinets in areas accessible only to authorized· personnel _ w.ho are 
p·roperly screened and trained. 

Retention and disposal: 
Retained until individual returns to the United States, then de­

stroyed. 
System manager(s) and address: 
Director for Personnel and Security, WHS, Room 3B347, Penta­

gon, Washington, DC 20301. Telephone: 202-697-3305. 
Notification procedure: 
Information may be obtained from: Directorate for .Personnel .and 

Security, WHS, Room 3B347, Pentagon, Washington, DC 20301. 
Telephone: 202-697-3305. 

Record access procedures: 
Requests should be addressed to the above System Manager. 
Contesting record procedures: · 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc-
tion No. 81. · 

Record source categories: 
The individual, overseas ·staff office, other Federal Agency offices. 
Exemptions claimed for the system: 

_None. 

System name: 
Protective Services File. 
System location: 

DWHS P26 

Directorate for Space Management and Service, Washington 
Headquarters Services (WHS), Department of Defense, Room 
3C345, Pentagon, Washington, DC 20301. 

Categories of individuals covered by the system: 
Any individual who initiates contact with the Secretary of Deputy 

Secretary of Defense in person, by United States mail, or telephoni­
cally who may possibly pose a threat to the personal safety of the 
Secretary or Deputy Secretary of Defense or other United States 
Government officials. 

Categories of records in the system: 
File cards containing· only data provided by the individual, which 

normally includes individual's name, address, type -of communication, 
and a brief description of the message the individual . intended to 
relay to the official or officials .noted. 

Authority for maintenance of the system: 
5 u.s.c. 301. 
Purpose(s): 
To be used by Officials of Physical Security Division, Space ¥an­

agement and Services, WHS to maintain a listing of those individuals 
who may pose a threat to the personal safety of the Secretary or 
Deputy Secretary of Defense. 

Routine ·uses of· records maintained in the system, including catego­
ries ·of users and the purposes of such uses: 

See Office of the Secretary of Defense (OSD) Blanket Routine 
Uses at the head of this Component's published system. notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Filed by name and by residence of the sender, caller or visitor. 
Storage: 
Vertical file cards. 
Retrievability: 
By name and by residence of the sender, caller or visitor. 
Safeguards: 
Stored in metal file cabinets with locking devices and metal combi­

nations safes, depending on classification. 
· Retention and disposal: 

Records are maintained permanently. 
System manager(s) and address: 
Director, Space Managment and Services, Washington Headquar­

ter Services, Department of Defense, Pentagon, Washington, DC 
20301. 

Notification procedure: 

See Exemption. 
Record access procedures: 
See Exemption. 
Contesting record procedures: 
See Exemption. 
Record source categories: 
See Exemption. 
Exemptions claimed for the system: 
Parts of this system may be exempt under 5 U.S.C. 552a(j) or (k), 

as applicable: For· additional information, contact the System Manag­
er. 

DWHS P27 
System name: 

Department of Defense (DoD) Pentagon Building Pass Application 
File. 

System location: 
Directorate for Space Management and Service, Washington 

Headquarters Services (WHS), Department of Defense, Room 
3C345, Pentagon, Washington, DC 20301. 

Categories of tridividuals cov~red by the system: 
·Any Department of Defense military or civilian employor spon­

sored by the Department of Defense, or other persons· who have 
reason to enter the Pentagon for official Department of Defense 
business, and who therefore require an en.try pass. 

Categories of records in the system: 
. File cards containing name, sponsoring office of the Department of 
Defense and activities serviced by Washington Headquarters Services 
(WHS), sex, height, weight, date. and place of birth. 

Authority for maintenance of the system: 
5 u.s.c. 301. 
Purpose(s): 
This information is used by officials of the Physical Security Divi­

sion, Directorate for Space Management and Services, WHS to main­
tain a listing of personnel w}to are authorized a DoD Pentagon 
Building Pass. 
· Routine uses of records maintained in the system, 'including catego­

ries of users and the purposes of such uses: 
See Office of the Secretary of Defense (OSD) Blanket Routine 

Uses at the head of this Component's published system notices. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Filed by the individual's name. 
Storage: 
Vertical 'file cards. 
Retrievability: 
By the individual's name. 
Safeguards: 
Secure room. Building has military security guards. 
Retention and disposal: . 
File cards are destroyed after ·termination of the· individual's affili­

ation with the Department of Defense, and activities serviced by 
WHS. 

System manager(s) and address: 
Director, Physical Security Division, Directorate for Space Man­

agement and Services, Washington Headquarters· Services (WHS), 
Department of Defense, Room 3C345, Pentagon, Washington, DC 
20301. 

Notification procedure: 
Information may be obtained from: Physical Security Division, 

Directorate for Space Management and Services, Washington Head­
quarters Services (WHS), Department· of Defense, Room 3C345, 
Pentagon, Washington, DC 20301. Telephone: 202-697-5052. 

Record access procedure~: 
Requests from individuals should be addressed to the above 

System Manager. 
Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc­
tion No. 81. 

Record source categories: 
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. ~~~ data maintained in the system is received voluntarily from 
tnd1v1dual DoD Pentagon Building Pass Applicants. 

Exemptions claimed for the system: 
None. 

DWHS P28 
System name: 

The Office of the Secretary of Defense Clearance File. 
System location: . . .. 

' Di_rectorate for Personnel and Security, Washi~·gt~n Headquar.ters 
Serv1ces (WHS), Departmen.t of Defense,.Security Divison, Room 
3B278, Pentagon, Washington, DC 20301. · · · · 

Categories of individuals covered by the system: 
Military and Military and civilian employees of the Office of the 

Secr~tary of D_efense, its components and support organizations 'in­
cludmg t~e. Umted· States Court .of Military Appeals and -the United 
St~tes M1ss1on to ~A TO; experts and consultants serving with or 
Without compensations; staff members of congressional committees 
requiring access.: to classified informatio~ or material, . t!mployees of 
other: .agencies detailed to the Office of the Secretary of Defense, 
very Important people selected to attend orientation conferences, 
USO and Red Cross applicants for overseas posts. 

Categories of records in the system: · 
. B!!-ckground investigations, n'ational agency chec.ks~ security clear­
an¢e a:cti_ons, security violations,and supporting documents, briefing's 
and· debnefings. . . · · · 

Authority for maintenance of the system: 
In .order to implement the Executive Order 12065 and E~·ecutive 

Ot:der 10450 witli~n the Department of Defense, the Secretary of 
Defense has issued under the provisions of Title 5, United States 
Code, Section 301, Department of Defense Directive 5200.2 and 
Department of Defense Regulation 5200.2R .. Department of Defense 
Regulations 5200.2R sets out the record keeping requirements needed 
to support the Department Personnel Security Program. 

To be used by officials of the Security Division, Directorate, for 
Person_nel.and Security, Washington Headquarters Services, to grant 
and maintain security clearances or access. · • 

Routine uses of records maintained in the system, including catego­
ries of users and _the purposes of such uses: 

See Office of the Secretary of Defense (OSD) Blanket "Routine 
Uses at the head o( this Component's published system notices. · · · 

Policies and practices~ for stor~ng, retrieving, accessing, retaining, ~nd 
disposing, of records in the system: · .. ''· · · · 

Active clearance 'files maintained a:Jphabetieally by last· name of 
subject. Inactive clearance files serially numbered and inde'xed alpha-
betically. · · 

Storage: 
Hard copy files are maintained in a secured .area~ and computer 

files are stored on magnetic tape and disk. ' · ' 
Retrievability: 
Active clearance hies maintained alphabetically by .last name of 

subject. Inactive clearance. files serially numbered and indexed <Ilpha-
betically. · · · · ·· · 

Safeguards: 
.,·Fiies are maintained under the direct .co~tr<)l of DoD Personnel in 

the Security Office. ouring duty h'ours. Office is locked and gu~rded 
during non-duty hours. Computer media residents are stored in cpn­
trolled areas. Dial-up computer terminal access is controlled by user 
passwords that are·periodically changed. 

Retention and disposal: 
Records are permanent:. Retained in active files ~ntil separat.io!l or 

end of requirement for security clearance. Held in waiting file for 10 
years. 

System manage.r(s) and address: . 
Directa'~' for Personnel and Security, Washington Headquarters 

Services (WHS), Department of Defense, Room 3B347, Pentagon, 
Washington, DC 20301. · · 

Notification procedure: 
See Exemption. 
Record access procedures: 
See .Exemption.. . 
Contesting record pro~edures·: 

· See Exemption. 
Record source categories: 
See Exemption. 

Exemptions claimed for the system: 
Parts of this system may be exempt from certain portions of the. 

Privacy Act under this provisions of 5 U.S.C. 552a(k)(5). The Office 
of the Secretary of Defense rules are .set forth at 32 CFR part 286b 
(OSD Administrative Instruction 81). · 

DWHS P32 
System name: · 

Standards of Conduct Inquiry File. 
System location: . 
Primary System - Office of the Director for Personnel and Securi­

ty, Washington Headquarters Service(WHS), Departinen't of Defense, 
Room 3B347, Pentagon, Washington, DC 20301. 
' Categories of individuals covered by the system: 

Individuals who have be~n aileged to have violated the Depart­
ment of Defense Standards of Conduct or the conflict of interest 
statutes. · 

Categories of ~ecords in the sysi~m: 
Files in the Office of the Director for Personnel· and Security, 

WHS, which are used in the performance of· the functions of the 
office. The tiles· contain information about !ndi:viduals ·in regard to 
allegations of violations of the Department of Defense Standards of 
Conduct or the conflict of interest statutes. · ' 

Authority for maintenance of the system: 
Title 10, U.S. Cod~, Sectiori 137/EO 11222. 
Purpose(s): 
This information is used by professional personnel in the Offic~· of 

the Director for Personnel and Security, WHS, and Office of Gener­
al Counsel to resolve various standards of conduct problems. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To the Department qf Justice, also see Office of the Secretary. of 
Defense (OSD), Blanket Routine U$es at the. head of this Compo-
nent's published system notices. · . · · 

Policies and practices for storing, retrieving,. accessing;· retaining, and 
disposing of records in the system: · 

St9rage: 
-Paper records in file folders. . 
Retrievability: 
Filed by name. 
Safeguards: 
Stored· 'in •. metal tiling cabinets wiili locking devices and metal 

combination safes depending_on classification. 
Retention and disposal: 
Files· are retained as long as· there is official· interest in the cases; 

then destroyed or retired to the Federal Record Center; Suitland, 
Maryland. 

System manager(s)· and address: Director for Personnel and Securi­
ty, Washingto!l Headquarters Service (\V,HS), Department pf De­
fense, Room 3B347, Pentagon, Washington, DC 20301.. · 

Notification procedure: 
Written request for information should be addressed to the System 

Manager, Director for Personnel and Security, Washington Head­
quarter's ~ervice (WHS), Department of Defense, Room 38347, Pen­
tagon, Washington, DC 20301. Telephone: 202-697-3305. Valid proof 
of identity is required. 

Record access procedures: 
· Requests from individuals should b.e adqressed. to the above 
System Manager. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc-
tion No. 81. ' 

Record source categories: 
Information contained in files· is obtained from various · sources 

including correspondence, press releases, investigations performed by 
the Department of Defense and other ·agencies· and· congressional 
committee, and other systems of record~ in· the. Department of De­
fense. 

Exemptions claimed for the. system: 
This system of records is exempt under the authority of (k)(2) and 

(5) of Title 5, U.S.C. Section 552a from subsections (C)(3) and (d) of 
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that statute which would require the disclosure of: (a) Investigatory 
material compiled for law enforcement purposes. However, if any 
individual is denied any right, privilege, or benefit that he would 
othewise be entitled by Federal law, or otherwise be eligible, as a 
result of the maintenence of such material, the material shall be 
provided to that individual, except to the extent that its disclosure 
would reveal the identity of a source who furnished information to 
the Government under an express promise or, prior to September 27, 
1975, under a implied promise that the identity of the source would 
be held in confidence, or; (b) investigatory ma~erial compiled solely 
for the purpose of determining suitability, eligibility, or qualifications 
for Federal civilian employment, military service, or ·Federal con­
tracts, but only to the extent that the disclosure of such material 
would reveal the identity of a source who furnished information to 
the Government under an express promise or, prior to September 27, 
1975, under an implied promise that the identity of the source would 
be held in confidence. At the tim~ of the ·request for a record, a 
determination witt be made concerning whether a right, privilege, or 
benefit is denied or the specific informl_\tion which would reveal the 
identity of a source. · 

DWHS P37 
System name: . 

Grievance and Unfair Labor Practices Records. 
System location: 
Directorate for Personnel and Security, Washington Headquarters 

Services (WHS), Department of Defense, Room 38347, Pentagon,· 
Washington, DC 20301. · 

Categories of individuals covered by the system: 
Current or former Federal employees who ·have submitted griev­

ances in accordance with 5 U.S.C. 2302, and 5 U.S.C. 7121, or a 
negotiated procedure, to include E.O. 11491, as amended. 

Categories of records in the system: 
The system contains records relating to grievances filed by Office. 

of the Secretary of Defense (OSD) employees under 5 U.S.C. 2302, 
and 5 U.S.C. 7121. These case files contain all documents related to 
the grievances, iacluding statements of witnesses, reports of inter­
views and hearings, examiner's findings and recommendations, a 
copy of the original and final decision, and related correspondence 
and exhibits. This system includes files and records of internal griev­
ance and arbitration systems that OSD may establish through negoti­
ations with recognized labor organizations. Folder contains all infor­
mation pertaining to a specific arbitration case or specific unfair labor 
practice complaint, including a manual roster of local union officials 
and un_ion stewards. 

Authority for maintenance of the system: 
5 U.S.C. 2302, 5 U.S.C. 7121, and E.O. 11491. 
Purpose(s): 
This information is used by the Office of the Secretary of Defense 

(OSD) in the creation and maintenance of records of summary de­
scriptive statistics and analytical studies in support of the function for 
which the records are collected and maintained, or for related work 
force studies. While published statistics and studies do not contain· 
individual identifiers, in some instances the selection of elements of 
data included in the study may be structured in such a way as to 
make the data individually identifiable by reference. 

Routine uses of re~ords maintained in the system, including catego· 
ries of users and the purposes of such uses: 

These records and information in these records are used: 
a. To disclose pertinent information to the appropriate Federal, 

state, or local agency responsible for investigating, prosecuting, en­
forcing, or implementing a statute, rule, regulation, or order, where 
the disclosing agency becomes aware of an indication of a violation 
or potential violation of civil or criminal law or regulation. 

b. To disclose information to any source from which additional 
information is requested in the course of processing a grievance, to 
the extent necessary to identify the individual, inform the source of 
the purpose(s) of the request, and identify the type of information 
requested. 

c. To disclose information to a Federal agency; in response to· its 
request, in connection with the hiring or retention of an employee; 
the issuance of a security clearance; the conducting of a security or 
suitability investigation of an individual; the classifying of jobs; the 
letting of a contract, or the issuance of a license, grant, or other 
benefit by the requesting agency, to the .extent that the information is 
relevant and necessary to requesting the Agency's decision on the 
matter. 

d. To provide information to a· Congressional office from the 
record of an individual, in response to ·an inquiry from that Congres­
sional office, made at the request of that individual. 

321-135 0-92--8 

e. To disclose information to another Federal agency or to a court 
when the Government is party to a judicial proceeding before the 
court · 

f. By the National Archives and Records Administration in records 
management inspections conducted under authority of 44 U.S.C. 
2906. 

g. To disclose information to officials of the Merit Systems Protec­
tion Board, including the Office of the Special Counsel; the Federal 
Labor Relations Authority. and its General Counsel; or the Equal 
Employment Opportunity Commission, when requested in perform­
ance of their authorized duties. 

h. To disclose in response to a request for discovery or for appear­
ance of a witness, information that is relevant to the subject matter 
involved in a pending judicial or administative proceeding. 

i. To provide information to officials of labor organizations reorga­
nized under the Civil Service Reform Act when relevant and neces­
sary to their duties, exclusive representation concerning personnel 
policies, practices, and matter affecting work conditions. 

j. To provide information to the Comptroller General or any of ~is 
authorized representatives, in the course of the performance of dulles 
of the General Accounting Office relating to the Labor Management 
Relations Program. · 

Policies and practices for st~ring, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Paper records maintained in file folders. 
Retrievability: 
These records are retrieved by case subject, case number, and/or 

individual employee names. 
Safeguards: 
These records are maintained in locked metal file cabinets, to 

which only OSD authorized personnel have access. 
Retention and disposal: 
Case files are permanently maintained. Other records are normally 

destroyed after supersession. 
System manager(s) and address: 
Director for Personnel and Security, Washington Headquarters 

Service (WHS), Department of Defense, 38347, Pentagon, Washing­
ton, DC 20301. 

Notification procedure: 
Information may be obtained from Directorate for Hersonnel and 

Security, Washington Headquarters Services (WHS), Department of 
Defense, Room 3B347, Pentagon, Washington, DC 20301. Tele­
phone: 202-697-3305. 

Record access procedures: 
Requests for access to records may be obtained from the System 

Manager. 
Contesting record 'procedures: 

· The Agency's ·rules for access to records and for contesting con­
tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc­
tion No. 81. 

Record source categories: 
Information in this system of recor.qs is provided by the individual 

on whom the record is maintained; by ·testimony of witnesses; by 
Agency officials, from related correspondence from organizations or 
persons; or from Arbitrator's Office of the Assistant Secretary of 
Labor for Labor-Management Relations, Union Headquarters Offi­
cers. 

Exemptions claimed for the system: 
None. 

DWHS P39 
System name: 

Clerical Merit Promotion File. 
System location:. 
Directorate for Personnel and Security, Washington Headquarters 

Service, Department of Defense, Pentagon, Washington, DC 20301. 
Categories of individuals covered by the system: 
Any applicant for employment who applies for a clerical position. 
Categories of records in the system: 
File contains copies of SF-171's plus any attachments submitted by 

applicant, copies of supervisory appraisals, copies of Job Opportunity 
Announcement, original certificate of eligibles, rating sheet for all 



218 PRIVACY ACT SYSTEMS 

applicants, rating ·schedules or definition of 'best qualified' and copies 
of nonselection and not certified letters. 

A.uthority for maintenance of the system: 
5 u.s.c. 301. 
Purpose(s): 
To be used by .officials of the Personnel and Security Directorate, 

WHS, to provide a file containing information on persons who have 
expres~ed intere~t i!l being ~onsidered for clerical positions for the 
followmg orgamzattons serviCed; Armed Forces Information Service 
(AFIS), Court of Military Appeal (COMA), Defense Advanced Re­
search Project Agency (DAPA), Defense Security Assistance 
Agency (DSAA), Office of Dependents Education, Organization of 
the Joint Chiefs of Staff (OJCS), Tri-Service Medical Information 
System (TRIMIS), and Washington Headquarters Service (WHS). 

Routine· uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See Office of the Secretary of Defense (OSD) Blanket ·Routine 
Uses at the he~d of this Component's published system notices. 

Policies and practices for storing, retrieving, 'accessing, retaining, and 
disposing of records in the system: 

Filed in folders by name, alphabetically. 
Storage:· 
Paper records in file folders and on disks. 
Retrievability: 
Filed by name, alphabetically. 
Safeguards: 
Building employs security guards. Records are maintained in file 

cabinet in areas accessible only to authorized personnel who are 
properly screened and trained. Computer access is in controlled 
areas. Dial-up computer terminal access is controlled 'by user pass-
words that are periodically changed. · 

Retention and disposal: 
Records are maintained for a two•year period or Office of Person­

nel Management (OPM) . inspection, whichever occurs earlier, then 
they are destroyed. 

System manager(s) and address: 
· Director for Personnel· and ·Security, WHS, Room 3B347, Penta: 
gon, Washington, DC 20301. 

Notification procedure: 
Information may be. obtained .from: Directorate for Personnel and 

Security, WHS, Room 3B347, Pentagon, Washington, DC 20301. 
Telephone: 202-697-3305. 

Record access procedures: 
Requests from individuals should be addressed to the above 

System Manager. 
Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the 'indiv.idual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc­
tion No. 81. 

Record source categories: 
Application and related forms from the individual applying for 

position, supervisor appraisals from current or previous employers, 
forms completed by persons whose Qames are given as a reference, 
ratirigs and correspondence from Directorate for Personnel and Secu­
rity, WHS, and supervisory officials. 

Exemptions claimed for the. system: 
None. 

DWHS P40 
System name: 

Classified Information Nondisclosure Agreement (NdA). 
System location: 
Chief, Personnel Security Division, Directorate for Personnel & 

Security, Washington Services, Pentagon, Washington,· DC 20301-
1155. 

Categories of individuals covered by the system: 
All employees of the Office of the Secretary of Defense assigned 

· to sensitive positions who are authorized access to classified informa-
tion. · 

Categories of records in the system: 
File contains originals of SF 189, Classified Information Nondisclo­

sure Agreements, signed by Office Secretary of Defense employees. 
Authority for maintenance of the system: : 

Executive Order 12356; Sections 641, 793, 794; 798 and 952 of 
Title 18, U.S. Code; Section 783(b) of Title 50, U.S. Code, and 
Inteiiigence "Identities Protection Act of 1982. 

Purpose(s): 
To maintain a record of signed Standard Forms 189 which are 

used as a cond.tion precedent to authorizing . individuals access to 
classified information. The use .of the form will enhance the protec­
tion of national security information and/or will reduce the costs 
associated with its protection. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: · · 

See Office of the Secretary of Defense (OSD) Blanket Routine 
Uses at the head of this Component's published system notices. . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: . 
Paper records in file folders. 
Retrievability: 
Alphabetically by surname of individual. 
Safeguards: 
Records are accessible only by authorized personnel who are prop­

erly cleared and trained and who require access in connectjon with 
their official duties. Records are stored in locked filing cabinets after 
normal business hours. 

Retention and dispo~al: 
Records are retained .for 50 years from date of signature and then 

destroyed. · 
System manager(s) and address: 
Chief, Personnel Security Division, Directorate For Personnel & 

Security, Washington Headquarters Services, Room 3B347, Penta­
gon, Washington, DC 20301-1155 .. 

Notification ·procedure: 
Information may be obtained from Directorate for Personnel and 

Sec~rity, Washington Headquarters Services, Room 3B347, Penta­
gon, Washington, DC 20301-1155. Telephone: (202) 697-4573 

Record access procedures: 
Requests from individuals should be addressed to the above 

System Manager. · 
Written requests for information ·should contain full name of the 

individual, current address, and telephone number and current busi-' 
ness address. 

For personal visits, the individual should be able to provide some 
acceptable identification, that is, driver's license or employing office 
identification card. · 

Contesting record procedures: , 
The Agency's rules for contesting contents and appealing initial 

determinations by the individual concerned are contained in 32 CFR 
part 286b and OSD Administration Instruction No. 81. 

Record source ·categories: 
Data maintained in the system is received from individuals who 

have executed a Classified Information Nondisclosure Agreement 
(SF 189). 

Exemptions claimed for the system: 
.None. · · 

DWHS P41.0 
System name: 

OSD/JS Drug'-Free Workplace Files. 
System location: 
Office of the Secretary of Defense, Directorate for Personnel and 

Security, Washington Headquarters Services, Room 3B347, Penta­
gon, Washington, DC 20301-1155. 

Categories of individuals covered by the system: 
· Employees of, and applicants for positions in, the Office of the 
Secretary of Defense (OSDP, the Joint Staff (JS), and all other 
activities deriving administrative support from Washington Head­
quarters Services (WHS). 

Categories of records in the system: 
Records relating to the selection, notification; and testing of em­

ployees and .applicants for illegal drug abuse; collection authentica­
tion and cha,in of custody documents; and laooratory test results. 

Authority for maintenance of the system: 
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5 U.S.C. 7301; Pub. L. 100-71; Executive Order 12564, "Drug­
Free Federal Workpl?Ice", and Executive Order 9397. 

Purpose(s): . 
The system is used to 'maintain Drug Program Coordinator records 

on the selection, notification, and testing (i.e., urine specimens, drug 
test results, chain of custody records, etc.) of employees and appli­
cants for illegal drug abuse. 

R~cords contained in this system are also used by the employee's 
Medtcal Review Official; the administrator of any Employee Assist­
ance Program in which the employee is receiving counseling or 
treatment or. is otherwise participating; and supervisory or manage­
ment officials within the employee's agency having authority to take 
adverse personnel action against such employee. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

In order to comply with provisions of 5 U.S.C. 7301, the Office of 
th~ Secretary of Defense "Blanket Routine Uses" do not apply to 
thts system of records. 

To a court of competent jurisdiction where required by the United 
Sta~es Government. to defenq against any challenge against any ad­
verse personnel actton. 

Policies and practices for storing, retrieving, accessing and disposing 
of records in the system: 

Storage: 
Paper records are maintained in file folders. Electronic records 

exists on magnetic tape, diskette, or. other machine-readable media. 
Retrievability: 
Records are retrieved by employee or applicant name, Social Secu­

rity Number, agency name, collection site and date of testing. 
Safeguards: 
Paper records are stored in file cabinets that are locked when not 

being used. Electronic records are accessed on computer terminals in 
supervised areas using a system with password access safeguards. All 
employee and applicant records are maintained and used with the 
highest regard for-employee and applicant privacy. Only persons on 
a need-to-know basis and trained in the handling of information 
protected by the Privacy Act have access to the system. 

Retention and disposal: 
Employee acknowledgement of notice forms are retained for as 

long as the employee remains with the agency and are destroyed 
upon separation. Selection and scheduling records ·are retained for 
two years or until no longer needed. Specimen collection and han­
dling "permanent" record books are retained for three years after last 
entry is made and are then destroyed. Specimen chain of custody 
records are destroyed when three years old. Test result records for 
employees and applicants are retained for three years and then de­
stroyed. 

Destruction of records is accomplished by shredding or burning of 
paper records. Electronic reco'rds are erased or overwritten. 

System manager(s) and address: 
OSD/JS Drug Program Coordinator, Directorate for Personnel 

and Security, Washington Headquarters Services, Room 3B345, Pen­
tagon, Washington, DC 20301-1155. 

Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address. written inquir­
ies to the OSD/JS Drug Program Coordinator, Directorate for Per­
sonnel and Security,Washington Headquarters Services, Room 
3B347, Pentagon, Washington, DC 20301-1155. The request should 
contain the full name, Social Security Number, and the notarized 
signature of the subject individual. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries to the OSD/ 
JS Drug Program Coordinatpr, Directorate for Personnel and Secu­
rity, Washington Headquarters Services, Room 3B347, Pentagon, 
Washington DC 20301-1155. The request should contain the full 
name, Social Security Number, and the notarized signature of the 
subject individual. 

Contesting record procedures: 
The Office of the Secretary of Defense (OSD) rules for accessing 

records and for contesting contents and appealing initial OSD deter­
minations by the individual concerned are published in OSD Admin­
istrative Instruction No. 81, "OSD Privacy Program"; 32 CFR part 
311; or may obtained from. the system manager. 

Record source categories: 

The test subject, Medical Review Officials, collection personnel 
and others on a case-by-case basis. 

Exemptions claimed for the system: 
None. 

DWHSP42.o 
System name: 

DPS Incident Reporting and Investigations Case Files. 
System location: 
Defense Protective Service, Communications Center, Room 1A315, 

The Pentagon, Washington, DC 20301-1155. 
Categories of individuals covered by the system: 
Persons who are the source of an initial com.plaint or allegation 

that a crime took place. 
Witnesses having information or evidence about any aspect of an 

investigation. 
Suspects in the criminal situation who are subjects of an investiga­

tion. 
Subjects of investigations on noncriminal matters. 
Current and former applicants for the position of Defense Protec­

tive Service Officers. 
Sources of information and evidence. The identit'y of these individ­

uals may be confidential as appropriate to the subject matter they 
contribute. These files contain information vital to the outcome of 
administrative procedures and civil and criminal cases. 

Individuals associated with terrorism or terrorist groups and activi­
ties and names ofo regional, nationwide, and worldwide terrorist orga­
nizations. 

Categories of rec~rds in the system: 
Preliminary and other reports of criminal investigations from the 

opening of a case until it is closed. These records are instituted and 
maintained at varying points in the process. The processes of criminal 
justice a'nd civil and administrative remedies may require their partial 
or total disclosure. 

Security files contain information such as name, date and place of 
birth, address, Social Security number; education, occupation, experi­
ence, and investigatory material. 

Contingency Planning/ Analysis files contain information such as 
names and other identifying information arid investigatory material 
on an individual associated with terrorists or terrorist groups and 
activities. File contains information about regional, nationwide, and 
worldwide terrorist organizations and their effects on security of 
DoD facilities under the jurisdiction of DPS. Intelligence briefs; 
tactical, operational, and strategic informational reports; regional and 
nationwide contingency analysis; contingency action plans; and pat­
terns and trends of potential or actual terrorists or terrorist groups, 
or other activities that could disrupt the orderly operation of De­
fense-owned or controlled facilities over which the DPS has jurisdic-
tion. · 

Authority for maintenance of the system: 
Section 21, Internal Security Act of 1950 (Pub. L. 831, 8lst 

Cong.); 40 U.S.C 318, as delegated by Administrator, General Serv­
ices Administration, to the Deputy Secretary of Defense, September 
1987, and Executive Order 9397. 

Purpose(~): 

To assemble in one system information on. (l) preliminary and 
other criminal investigation reports that are used to enforce criminaJ 
law and rules and regulations for punitive action; to prevent, control, 
or reduce crime and to apprehend criminals; and (2) contingeiJCY 
action plans that provide patterns and trends of potential or actual 
terrorists or terrorist· groups or other activities that could disrupt 
orderly operation of DoD-owned or controlled facilities under the 
jurisdiction of DPS. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To a Federal, state, local, or foreign agency responsible for investi­
gating, prosecuting •. enforcing, or carrying out a statute, rule, regula­
tion, or order, where the agency is aware of a violation or potential 
violation of civil or criminal law or regulation. 

To an appeal, grievance, or formal complaints examiner; equal 
employment opportunity i11vestigator; arbitrator; exclusive represent­
ative; or other officials engaged in investigating,. or settling a griev­
ance, complaint or appeal filed by an employee. 

To various bureaus and divisions of the Department of Justice that 
have primary jurisdiction over subject matter and location which 
DPS shares. 

To law enforcement age~cies which have lawfully participated in 
and conducted investigation jointly with DPS. 
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Pursuant to the order of a court of competent jurisdiction, when 
the United States is party to or has interest in litigation, and using th'e 
records is relevant, necessary, and comratible with the :purposes ·of 
collecting the information. 

The Office of the Secretary of Defense (OSD) '"Blanket Routine 
Uses" published at the beginning of OSD's compilation also apply to 
this record system. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: . 
. Paper records in file folders . in Ole cabinets. Magnetic media . in 

controlled access areas for both on-line and storage disks. 
Retrievability:. . · 
Paper records by case control number and type 'of incident .. Mag­

netic files by case cotttrpl numb.er, name, adpress, and physical de­
scription of subject individual. 

Safeguards: 
Paper records are stored in secure filing cabinets in room . with' 

built-in-position dial-type combination safe Jock. Computer records 
are maintained in limited access sites on a system protected by ,a 
software-controlled passw~rd system. 

R~tention and disposal: · 
Paper records are retained and destroyed based'on the below listed 

categories: ::· 
Records involving thefts of government or personal property will 

be kept on file for three (3) years and then destroyed. 
Reports and directly related papers concerning specific incidents, 

circumstances, and conditions, such as facility problems, property 
damage, fire and fire drills, and similar matters· will be held for one 
(I) year and then destroyed. . 

Documents created in arresting, releasing from arrest and obtaining 
statements concerning offenses from persons suspected of committing 
criminal offenses on government property under the control of DPS 
will be held for five (5) years and then destroyed. · · 

Documents created in enforcing regulations .regarding motor vehi­
cle movement and parking on Federal premises to include reports of 
traffic accidents, traffic violation notices and. similar papers under 
DPS control will be held. for one. (l) year and then destroyed. 

Destruction of paper records is by sh'reddlng or burning. . · 
Magnetic tape files will be retai'hed for fifteen years· and then 

erased. · 
System man~ger(s) a~d address: 
Washington. Headquarters Services (Real ·Estate and Facilities), 

ATTN: Defense Protective Service, Room 3C345, The Pentagon, 
Washington, DC 20301-1155. 

Notification procedure: ' ·· 
Indiv.iduals seeking to determine whether thls. syst.em of records 

contains information about themselves should address inquiries to the 
Washington Headquarters Services (Real Estate: and FaCilities), 
A TIN: Qefense Protective Service, Room 3C345, The Pentagon, 
Washington, DC 2030l...:ll55. · 

Record ·access procedures: . 
Individuals seeking access to records about themselves ~ontained in 

this system of records should address inquiries to the ·Washington 
Headquarters Services (Real Estate and Facilities), ATTN: Defense 
Protective Service, Room 3C345, The Pentagon, Washington,· DC 
20301~1155. . ' 

f;., 

· ·Contesting record procedures: 
The Office of the Secretary' ~f Defense rules for accessing record'~ 

and for contesting contents and appealing initial OSD determinations 
are published in OSD Administrative Instruction No. 81, "OSD Pri­
vacy. Program"; 32 CFR part 286b; or may ~e obtained from the 
system manager. 

Record sour~e categories: _ 
Investigators, informants, witnesses,· official re<;;ords, investigative 

leads, statements, depositions, busine.ss records, or any ot}:ler informa-
tion source available to DPS. . · 

Systems exempted from· certain provisions of the act: 
Parts of this system may be ·~xempt under 5 U.S.C. 552a(j)(2) as 

applicable. The criminal investigation casefile and contingency plan­
ning and analysis file may' be partially or totally subject to the 
general exemption.; · · · · ' · · ' · · 

An exemption r"ule for this record system has been promulgated in 
accordance with.the requirements of 5. U.S.C. 553(b) (1), (2), and (3), 
(c) and (e) and published in 32 CFR 286b:7. For adoitional informa­
tion contact the system manager. · · ' 

DWHS P43 
System name: 

, Emergency Personnel Locator Records. 
~ystem Rocation: · , 

. Se.gments are ~aintalned within the Office of the Secretary of 
Defense (OSD), the Joint Staff, and all other activities deriving 
administrative support from . Wash,ington Headquarters Services 
(WHS). ' 

Categories of individuals covered by the system: 
Civilian. employees 1 and 'military· personnel; and in som~ instances! 

their dependents, consultants, contractors, both in and out of govern'" 
ment, with whom the Office of the Secretary of Defense, the Joint 
Staff, and all other activities deriving administrative support from 
Washington Headquarters Services (WHS) conduct official business. 
Inclusion is at the discretJon of the maintaining office. . -

.Categories of records in. the system: 
Individual's Social Security Number and/or name, organizational 

address, home address or unit of assignment, work and home tele­
phone numbers· and related information. Emergency personnel ros­
ters, contact listing files, organizational telephone directories, and 
listings of office personnel. · 

Authority for maintenance of the system: 
10 U.S.C. 133 and Executive Order 9397. 
Purpose(s): 
Records support agency requirements for emergency notification 

of personnel, establishment of locator listings, and all other official 
management fUnctions where personnel and organizational point of 
contact information·is required. ' 

Routine uses of records maintained in the system, including catego­
rie~ of users and the purposes of such uses: 

See .the Officerof the· Secretary of Defense (OSD) ~'Blanket Rou.: 
tine Uses" set forth at ·the . beginning of OSD's .listing of systems 
notices. · · 

. Policies and practices for storing~ retrieving, accessing, retaining, and 
disposing of records in the system: '' 

Storage: ' 
Paper: records are maintained in file folders,' index cards, Rolodex­

type files, loose-leaf and bound notebooks. Computer files are main­
tained. on magnetic tap~. disl,ette, or other machi'ne-readable medi~: 

. Retrievability: 
Files are retrieved by Social Security Number and/or name of 

~mployee or individuaL 
Safeguards: 
Faciiities where the systems are maintained are' locked when not 

occupied. Paper records are kept in filing cabin~ts and other storage 
places which are locked when . office is not 'occupied. Electronic 
records are on compt.iter terminals ·in supervised areas using a system 
with software access control safeguards. Only persons on a need-to­
know basis and trained in the handling of information protected by 
the Privacy Act have access to the system. ·· 

Retention and disposal: · 
Retained until information is no longer current and .then destroyed. 

Obsolete paper information is destroyed by tearing into pieces, shred­
ding, pulping, macerating, or -burning. Obsolete computer records are 
erased or overwritten: · 

System manager(s)· and address: · • . 
Office of the Se<:;retary of Defense: (OSD) Privacy Act Officer, 

OSO Records Management and·' Pri.vacy Act Branch, Washington 
Headquarters Services, Room 5C3 15, Pentagon, Washington, DC 
20301-1155. 

Notification procedure: 
Individuals seeki~g to· d~t~rini,he Whether: this system of records 

contains information about themselves.shpuld' addre.ss written inquir­
ies to, the. Office. of the Secretary of Defense (OSD) Privacy Ac.t 
Officer, OSD Records,l'yfanagement an'd Privacy Act Branch;.Wash· 
ington Headquarters Services, Room 5C315, Pentagon, Wa.shmgton, 
DC 20301-1155. The individual should make reference to the office 
where he/she is/was assigned or affiliated arid include address and 
telephone number applicable to. the. period during which the record 
was maintained. Social Security Number should be included in the 
inquiry for positive identification. 

Record access procedures:· . . 
Individuals seeking access to ·~ecords about themselves contained in 

this system of records should address written inquiries to the Office 
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of the Secretary of Defense (OSD) Privacy Act Officer, OSD 
Records Management and Privacy Act Branch, Washington Head­
quarters Services, Room 5C315, Pentagon, Washington, DC 20301-
1155. The individual should make reference to the office where he/ 
she is/was assigned or affiliated and include address and telephone 
number applicable to the period during which the record was main­
tained. Social Security Number should be included in the inquiry for 
positive identification. . 

Contesting record procedures: 
The Office of the Secretary of Defense rules for accessing records 

and for contesting contents and appealing initial OSD. determinations 
are published in OSD Administrative Instruction No. 81, "OSD Pri­
vacy Program"; 32 CFR part 286b; or may be obtained from the 
system manager .. 

Record source categories: 
Information is obtained from the subject individual, and 9fficial 

personnel office documents. 
Exemptions claimed for the system: 
None. 

System name: 
OSD 'Travel File.· 
System locati~n: 

f>.WHS B44.0 

Primary location is maintained at Washington Headquarters Serv­
ices, Directorate for Budget and Finance, Room 3B287, Pentagon, 
Washington, DC 20301-1155. . 

Secondary location sites are the Joint Staff (JS), DIRM (Services 
Division) Travel Section, Room 2C936, Pentagon, Washington, DC 
20318-9300; the Department of Defense Dependents Schools 
(DoDOS), ATTN; Fiscal Division, 2461 Eisenhower Avenue; Alex­
andria, VA 22331-1100; and the Defense Advanced Research 
Projects Agency (DARPA), ATTN: RMO (Travel), 1400 Wilson 
Boulevard, Arlington, VA 22209-2308-. 

Categories of individuals covered by the system: 
Civilian employees and military personnel assigned to the Office of 

the Secret;try of Defense, the Joint Staff, Washington Headquarters 
Services, DoDDS, DARPA, American Forces Information Service, 
U.S. Court of Military Appeals, Defense Medical Support Activity, 
Defense Security Assistance Agency, Defense Legal Services 
Agency, and Defe11se Technology Security Administration. ·· 
Al~o covered are dependents of employees and personnel, former 

employees, other government agency employees authorized by. law 
to travel at government expense, and certain non-government person­
nel traveling on Invitational Travel Orders on official agency busi­
ness. 

Categories of records in the system: 
· Records relating to official travel of individuals, including travel 
orders, per diem vouchers, transportation requests, travel itinerary, 
and supporting documentation. Records contain individuals !lame, 
SSN, employing office name and telephone number, and home tele-
phone number. . . · 

Authority for maintenance of the system: 
5 u.s.c. 2105, 2106, 5561, 5564, 5701-5708, 5721-5730, 5742; 50 

U.S.C. 2160; and Executive Order 9397. 
Purpose(s): · 
To maintain an official travet record authorization and payment 

·file system. Provides management information for control of travel 
expenditures and . supports documentation requirements for official 
travel. 

Routine uses of records maintained .in t .. e system, including catego­
ries of users and the purposes of such uses: 

See the Office. ·of the Secretary of Defense ;,Blanket Routine Uses" 
published at the beginning of the agency's compilation of record 
system JJOtices. 

Policies and practices for storing, retrieving, acc~sing, retaining, and 
disposing of records in the system: 

Storage: 
Paper· records are maintained in file folders. Electronic data is 

maintained on a networked computer system with access safeguards. 
Retrievability: 
Files are retrieved by narrie of individual, Social Security Number, 

and· employing organization. 
Safeguards: · 
Facilities where the systems are maintained are locked when not 

occupied. Paper records are kept in filing cabinets and other storage 
places which are locked when office is not occupied. . 

Access to computer records is controlled by a user identification 
and ·password system. Personnel having access are limited to those 
having a need:.to-know who have been trained in handling Privacy 
Act information. · · 

Retention and disposal: 
Records are retained for two years and then retired to the Wash­

ington National Records Center (WNRC). After six years and three 
months records are destroyed at WNRC. . 

Computer files are retained for ten years and then deleted from the 
system. 

System manager(s) and address: 
Director, Budget and Finance, Washington Headquarters Services, 

Room 3B259, Pentagon, Washington, DC 20301-1155: 
Notification procedure: 
lndi:viduals seeking to determine whether this system of records 

c·ontains information about themselves should address written inquir: 
ies to Director, Budget and Finance, Washington Headquarters Serv­
ices, Room 3B259, Pentagon, Washington, DC 20301-1155. 

The individual should make reference to the office where assigned 
or affiliated and include address and telephone number applicable to 
the period during which the record was maintained. SSN should be 
included in the inquiry for positive identification. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries to Director, 
Budget and Finance, Washington Headquarters Services, Room 
3B259, Pentagon, Washington, DC 20301-1155. 

The individual should make reference to the office where assigned 
or affiliated and include address and telephone number applicable to 
the period during which the record was maintained. SSN should be 
included in the request for positive identifiGation. 

Contesting record procedures: 
The Office of the Secretary of Defense rules for accessing records· 

and for contesting contents and appealing initial OSD determinations 
ar:-e published in OSD Administrative Instructi'on No. 81, "OSD Pri­
vacy Program"; 32 CFR part 286b; or may be obtained from the 
system manager. 

Record source categories: 
Sources are the travelling individuals or their agents and vendors 

of travel and related services. 
Exemptions claimed for the system: 
None. 

DWHS B45.0 
System name: 

DoD SalaryOffset Suspense Control Records. 
System location: 
Washington Headquarters Services, Directorate for Budget and 

Finance, Room 3B287, Pentagon, Washington,. DC 20301-1155. 
Categories of individuals covered by the system: 
Civilian employees assigned to the Office of the Secretary of 

Defense (OSD); the Joint Staff, DoD Agencies, and OSD Field 
Activities. · 

Categories of records in the system: 
Original debt amount records received from Defense Manpower 

Data Center (OMDC) identifying individuals by name, Social Securi­
ty Number, and employing agency; and Report of Salary Offset for 
Debt Collection (Report Control Symbol DD-COMP(M&Q)1659) 
submissions of employing aciivities, and renecting agency finance 
office actions relevant tO' individuals identified in the original debt 
amount records. 
· Authority for maintenance of the system: 

31 U.S.C. 3711, "Federal Claims Collection Act of 1966"; 31 
U.S.C. ?512-5514; 4 CFR chapter II, "Federal Claims Collection 
Standards (General Accounting Office-Department of Justice)"; 32 
CFR part 90, "Collection of Indebtedness Due the United States 
(DoD)"; Pub. L. 97-365, "The Debt Collection Act of 1982"; and 
Executive Order 9397. · 

Purpose(s): 
To· maintain a suspense file of requests from non-DoD Agencies 

through Defense Manpower Data Center (DMDC) for administrative 
or salary offsets of civilian employees assigned to the Office of the 
Secretary of Defense, the Joint Staff, DoD Agencies, and OSD Field 
Activities. The system permits tracking of requests that have not 
resulted in salary offsets by the employing activity. The system also 
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co::npiles ·salary offset information to facilitate generation of compli-
ance reports to DMDC. · · ·· 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

See the Office of the Secretary of Defense (OSD) "Blanket Rou­
tine Uses" set. forth at the beginning of the agency's compilation of 
record system no~ices. 

Disclosure to consumer reporting agencies: 
_Disclosures pursuant to 5 U.S.C. 552a(b)(12) may be· made from 

thts system to consumer reporting agencies as defined in the Fair 
Credit Reporting Act of 1966 (31 U.S.C. 1681a(t)) or the Federal 
<::;laims Collection Act of 1966 (31 U.S.C. 370l(a)(3)). 
· Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: . 

Storage: 
Paper records in the file folders in file cabinets that are locked 

when not in use. Electronic data is maintained on a mainframe 
computer system located in a secure computer facility. 

Retrievability: 
Files are retrieved by nanie of individual, Social· Security Number, 

and activity by whom the individual is employed. · . 
Safeguards: · 
Facilities where the systems are maintained are locked when not 

occupied. Paper records are kept in filing cabinets and other storage 
places which are locked when office is not occupied. · 

Access to computer records is controlled by a user identification 
and password system. Personnel . having access are limited to . those 
having a need-to-know who have been trained in handling Privacy 
Act information. 

Retention and disposal: 
Paper records:· Requests ·for offset are retained for six years after 

the close of the initial fiscal year in which the original request for 
salary offset· is received and are then destroyed. Offset reports are 
retained for two years after the close of the fiscal year in which the 
offset is reported to DMDC and then destr-oyed. Computer files are 
retained for ten years after the close of the fiscal year in which ·the 
~mount has been collected in full and are then deleted. 

System manager(s) and address: 
Director, Budget and Finance, Washington Headquarters Services, 

Room 3B287, Pentagon, Washington, DC 20301-1155. 
Notification procedure: 
Individuals seeking to determine whether this system ·of records 

contains information about themselves should address written inquir­
ies to Director, Budget and Finance, Washington Headquarters Serv­
ices, ATTN: IPMD, Room 38287, Pentagon, Washington, DC 
20301-1155 

The individual should furnish. their full name, Sqcial Security 
Number, and name of the DoD agency/activity and office where 
assigned. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries to Director, 
Budget and Finance, Washington Headquat:ters Services, ATTN: 
IPMD, Room 3B287, Pentagon, Wasaington, DC 20301-1155 

The individual should furnish their full name, Social Secuirty 
Number, and name of the DoD agency/activity and office where 
assigned. ' 

Contesting record procedures: 
The Office of the Secretary of Defense rules (or accessing records 

and for contesting contents and appealing initial OSD determinations 
are published . in OSD Administrative InstFuction No. 81, "OSD Pri­
vacy Program"; 32 CFR part 286b; or may be obtained from the 
system manager. 

Record source categories: 
DMDC requests for administrative or salary offset and ·reports 

from DoD agencies and activities noting action taken to effect ad­
ministrative or salary offset. 

Exemptions claimed for the system. 
None. 

DWHS 846.0 
System name: 

DoD Creditor Agency Accounts Receivable System. 
System location: 
Washington Headquarters Services, Directorate for Budget and 

Finance, Room 38287, The Pentagon, Washington, DC 20301-1155. 

Categories of individuals covered by the system: 
Persons currently or formerly associated with the Department of 

Defense and who are financially indebted to a Defense creditor 
agency (excluding Military Departments). 

Individuals may ·include current/former military active duty; re­
serve personnel; DoD civilian employees; non-appropriated fund em-
ployees; retired personner · 

Categorie~ of records in tbe system: 
pelinquent debt records consisting ·of individual's name, Social 

Security Number, sex, debt amount, basis for t~e debt, and history of 
debt collection activity for the individual. 

Authority .for maintenance of tbe system: 
Public Law 97-365, The Debt Collection Act of 1982;. 31 U.S.C. 

chapter 37, Subchapter I (General), and Subchapter II (Claims of the 
United States Government), 31 U.S.C. 3711 Collection andCompro­
mise, 31 U.S.C. 3716 Administrative Offset; 5 U.S.C. 5514 Installment 
deduction for Indebtedness (salary offset); 10 U.S.C. 136, Assistant 
Secretaries of Defense, Appointment powers and duties; section 206 
of Executive Order 11222; and Executive Order 9397. · 

Purpose(s): 
To permit collection of debts owed to any Department of Defense 

creditor agency. Records in this system are subject to use in ap­
proved computer matching programs . authorized under. the Privacy 
Act of 1974, as amended, for debt collection purposes. 

· Routine uses of records maintained in tbe system, including catego· 
ries of users and tbe purposes of sucti uses: 

To the General Accounting Office and the Department of Justice 
for collection action for any delinquent account when circumstances 
warrant. 

To a commercial credit reporting agency for the purpose of either 
adding to a credit history file' or obtaining a credit history file for use 
in the administration of debt collection. 

To a debt collection agency· for the .purpose of collection services 
to recover indebtedness owed to the Department of Defense. 

To any other Federal agency for the. purpose of effecting salary 
offset procequres against a person employed by that agency when 
any Department of Defense creditor agency has a' claim against that 
person. . . 

To any other Feder~l agency including, but not limited to, the 
Internal Revenue Service and Office of Personnel Management for 
the purpose of effecting an administrative offset of.a debt. 

To the Internal Revenue Service (IRS) to obtain the mailing ad­
dress of a taxpayer for the purpose of locating such taxpayer to 
collect or to compromise a Federal claim against the taxpayer. (Note: 
Redisclosure of a mailing address form the IRS may be made only 
for the purpose of debt collection, including to a debt collection 
agency in order to. facilitate the collection o.f compromise of a Feder­
al claim under the Debt Collection Act of 1982, except that a mailing 
address to· a consumer reporting agency is for the limited purpose of 
obtaining a commercial credit report on the particular taxpayer. Any 
such address information obtained from the IRS will not be used or 
shared for any other DoD purpose or disclosed to another Federal, 
state or local agency which seeks to locate the same individual for its 
own debt Gollection purpose.) 

To any other Federal, state or local agency for the purpose of 
conducting an authorized computer matching program to identify 
and locate delinquent . debtors for recoupment of debts owed the 
Department of Defense. · 

The Office of the Secretary of Defense (OSD) "Blanket Routine 
Uses" set forth at the beginning of OSD's listing of record system 
notices also apply to· this system. 

Disclosure to consumer reporting agencies: 
Disclosures pursuant to 5 U.S.C. 552a(b)(l2) may be made from 

this system to consumer reporting agencies. as defined in the F;lir 
Credit Reporting Act of 1966 (15 U.S.C. 168la(t)) or the Federal 
Claims Collection Act of 1966 (31 U.S.C. 370l(a)(3)). The disclosure 
is limited to information necessary to establish the identity of the 
individual, induding name, address, and taxpayer identification 
number (SSN); the amount, status, and history of the claim; and the 
agency or program under which the claim arose for the sole purpose 
of allowing the consumer reporting agency to prepare a commercial 
credit report. 

Policies and practic;:es for storing, retrieving, accessing, retaining, and 
disposing of records in tbe system: · 

Storage: 
Electronic data is stored in floppy disks, magnetic tape, and hard 

disks of a mainframe computer system located in a ~cure .computer 
facility. 

1 
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Retrievability: 
Files are retrieved by name of individual or Social Security 

Number. 
Safeguards: 
Facilit'ies where the system is maintained are locked when not 

occupied. Access is controlled by a user identification and password 
srstem. Personnel having access are limited to those having an offi­
cial need-to-know who have been trained in handling personal infor­
mation subject to the Privacy Act. 

Retentjon and disposal: 
Computer files are retained for ten years after the close of the 

fiscal year in which the amount has been collected in full and are 
then deleted. 

System manager(s) and address: 
Director, Budget and Finance, Washington Headquarters Services, 

Room 3B287, The Pentagon, Washington, DC 20301-1155. . . 
Notification procedure: 
Individuals seeking to determine whether this system of records · 

~ontains. information about th~mselves should address written inquir­
!es to Director, Budget and Fmance, Washington Headquarters Serv­
Ices, ATTN: IPMD, Room 3B287, The Pentagon, Washington, DC 
20301-1155. ' ' 

The individual should furnish their full name and Social Security 
Number, and name of the DoD agency/activity and office where 
assigned. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries to Director, 
Budget and Finance, Washington Headquarters Services: ATTN: 
IPMD, Room 3B287, The Pentagon, Washington, DC 20301-1155. 

The individual should furnish their full name and Social Security 
Number, and name of the DoD agency/activity and office where 
assigned. 

Contesting record procedures: 
The Office of the Secretary of Defense rules for accessing records 

and for contesting contents and appealing initial OSD determinations 
are published in OSD Administrative Instruction No. 81, "OSD Pri­

-vacy Program"; 32 CFR part 286b; or may be obtained from the 
system manager. 

Record source categories: 
Debt records submitted by DoD agencies relating to individuals 

who have incurred debts for varied reasons but who are not current­
ly affiliated with the creditor DoD·agency. 

Exemptions claimed for the system: 
None. 

DWHS SPM002 
System name: 

Pentagon and Federal Building 2 Carpool Locator. 
System location: . 
Primary System·- Air Force Serv.ices Center. Decentralized Seg­

ments - DoD Parking Control Office, Directorate for Space Manage­
ment and Services, Washington Headquarters Services, Departme(Jt 
of Defense, Pentagon, Washington, DC 20301. Office of the DoD 
Building Administrator, Directorate for Space Management and 
Services, Washington Headquarters Services, Department of De­
fense, Federal Building 2, Washington, DC 20301. 

Categories of individuals covered by the system: 
All Department of Defense (DoD) and other personnel who par­

ticipate in Pentagon and Federal l;)uilding 2 carpools. 
Categories of records in the system: 
Name of individual, DoD Component Code, home address, work­

ing hours, Pentagon or Federal Building 2 office room number, office 
phone number, map coordinate of home address. 

Authority for maintenance of the system: 
Federal Property and. Administrative Service Act of 1949, 63 Stat. 

377, as amended. 
Purpose(s):· 

This data is used by the boD Parking Control Office and the 
Office of the Building Administrator; Federal Building 2 to assign 
and administer allocated carpool parking spaces at the Pentagon and 
Federal Building 2; the Air Force Data Service Center provides a 
printout to each individual in the system which lists other partici­
pants who live near him/her who are potential carpool prospects, 
and to provide a complete printout of all participants to the DoD 
Parking Control Office ·and the General Services Administration 
(GSA); individuals in order to contact other participants on either 
his/her individual printout or area card, or the DoD Parking Control 
Office's complete printout to determine their interest in carpooling. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To the General Service Administration to track carpool date in 
area-wide system when and if implemented. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: ' 
Computer magnetic tapes,· disks and paper printouts for the Penta­

gon building carpools. Manual storage within self-help carpool loca­
tor board for .Federal Building 2 participants. 

Retrievability: 
Information is accessed and retrieved by name and home address 

map grid for Pentagon building participants. Information is manually 
accessed and retrieved from cards in. map grids for Federal Building 
2 participants. 

Safeguards: 
Pentagon - All participants have access to the data, which is under 

direct control of the DoD Parking Control Office. Office is locked 
and guarded. Computer media resident at the Air Force Data Service 
Center is stored in controlled areas. Dial-up computer terminal access 
is controlled by user passwords that are periodically changed. Feder­
al Building 2 - All participants have access to the data. Building has 
security guards. System is maintained in an area secured during 
nonworking hours and within close view of security officers. 

Retention and disposal: 
· Data is retained on.ly· ~n active participants. Records of personnel 
removed from the Pentagon Carpool Locator shall be kept one to 
three months and then destroyed. Records of personnel removed 
from the Federal Building 2 carpool locator shall be destroyed upon 
removal. 
. System manager(s) and address: 

Director, Space Management and Services, Washington Headquar­
ters Services, Department of Defense, Pentagon, Washington, DC 
20301. ' 

Notification procedure: 
. Information may be obtained from: Director, Space Management 

and Services, Washington Headquarters Services, Department of De­
fense, Room 3C345, Pentagon, Washington, DC 20301, Telephone: 
202 697-7241. . 

Record access procedures: 
Requests from individuals should be addressed to: Director,. Space 

Management and Services, Washington Headquarters Services, De­
partment of Defense, Room 3C345, Pentagon, Washington, DC 
20301. Written requests for information should contain the full name 
of the individual, current address and telephone number. For person~ 
al visits, the individual should be able to provide some acceptable 
identification, that is, driver's license or DoD building pass. The 
computer system has the facility to access all data stored in the data 
base. Central Parking ·Control has exclusive access to the data base 
and controls updating the files. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc­
tion No. 81. 

Record source categories: 
Carpool Locator Card (DD Form 2170). 
Exemptions claimed for the system: 
None. 

·'{?. 
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How Systems of Records are Arranged 

In the Air Force, records· are grouped by subject series. Each 
series has records about a specific activ'ity or function to which ·a 
subject tit I~ and num~er is given. Systems of records are grouped in 
the same way. For example, a system of-records on personnel securi­
ty cl~arances may. be found in "Security-205," and one about psy­
chiatry _in "Medical Service-160". These 'numbers are part of the. 
system identification which precede the notices. ~hey look' like this: 
F205 AF SPA or Fl60 ARPC A. The letter 'F' means Air Force. 
The first three digits (205 and 160) show that ,the records pertain to 
Security and the Medical Service respectively. The letters that 
follow indicate to whom the system appl~es and. or the Office of 
Primary Responsibility (OPR). For example, F205 AF SP A-AF 
indicates that this is an Air Force-wide system, with SP denoting 
Security Police as the OPR. The last alpha designation is for internal 
management control. In the records system Fl60 ARPC A-ARPC 
indicates that this is an Air Reserve ·Personnel Center (ARPC) 
system and applies to _Reserve personnel only. 

Using the Index Guide 

The systems of records maintained by· the Air Force are contained 
within the subject series that are listed below. · · 

This list identifies each series in the order in which it appears in 
this issuance. Use the list to identify subject areas of interest. Having 
done so, use the series number (for example 205 for Security) to 
locate the systems of records grouping in which you are, interested. 

010 

011 

System Identification Series 

Subject Series 
Administr~tive Communications. . · 

Administrative· Practices . 

Air Force R~cords Management Program 
012 

Personnel 
030 

Military Persdnnel 
035 

Civilian Personnel 
040 

Reserve .Forces ,, 
045 

Training 
050 

Flying Training 
051 

053 

060 

066 

067 

070 

Schools 

Flying 

Equipment Maintenance 

' Supply 

Contracting and Acquisition 

Transportation and Traffic Manage_~ent 
075 

Military Airlift 
076 

Research and Development 
080 

Housing 
090 

Judge Advocate General 
110 

Military Justice 
111 

Inspector General 
120 

Inspection 
123 

Special Investigations 
124 

Security Police 
125 

Safety 

127 

160 

161 

Medical Service 

Aerospace Medicine 

· Dental Services · 
l62 

Medical Administration 
168 

Auditing 
175 

· · Non~Appropriateg Funds 
176 

177 

178 

190 

Accounting and Finance 

Cost and Management Analysis 

Public Affairs 

Intelligence 
200 

Security 
205 

· Historical Data and Properties 
210. 

Education Services Pro~ram 
213 

Morale, Welfare, and Recreation 
215 

'Chaplain 
265 

. Awards·, Ceremonies, and Honors 

REQUESTING RECO~D~, 
Records are retrieved by name or by some other personal identifi­

er. It is therefore especially important for expeditious service when 
requesting a record that particular attention be provided to the Noti­
ficat~on and/.or Access . Procedures of the particular recor.d system 
involved so as to furnish the required personal identifiers, or any 
other pertinent personal infoqnatior as may be required to locate and 
retrieve the record. · · 

BLANKET ROUTINE USES 
Certain blanket 'routine uses' of the records have been established 

that are applicable to' every record system maintained within the 
Department of Defense unless specifically stafed otherwise within a 
particular record. system. These additional blanket routine uses of the 
records are published below only once in the interest of simplicity, 
economy and to avoid redundancy before the individual record 
system notices begin rather than· repeating them in every individual 
record system. 

ROUTINE USE-LAW ENFORCEMENT 
In the event that a system of records maintained by this. compo­

nent to ·carry out its functions indicates a violation or potential 
violation of law, whether civil, criminal or regula-tory in nature, and 
whether arising by general statute or by regulation, rule or o_rder 
issued pursuant tHereto,' the relevant records in the system of records 
may be referred; as a routine use, to the apprOpriate agency, whether 
Federal, state, local, or foreign, charged with the responsibility of 
investigating or prosecuting such violation or charged with enforcing 
or implementing the _statute, rule, regulation or .order issued pursuant 
thereto. 

ROUTINE USE-DISCLOSURE WHEN 
REQUESTING INFORMATION 

A· record from a system of records maintained by this component 
may be disclosed as a rou~ine use to a Federal, state, ·or local agency 
maintaining civil, crimir.al, or other ·relevant enforcement information 
or other pertinent information, such as ·current licenses, if necessary 
to obtain information relevant to a comppnent decisiqn concerning 
the hiring or retention of an employee, the issuance of a security 
clearance, the letting of a contract, or the issuance of a .license, grant 
or other benefit. 

ROUTINE USE-DISCLOSURE OF REQUESTED 
INFORMATION 

A record from a system of records maintained by this component 
may be disclosed to a Federal agency, in response to its request, in 
connection with the hiring or retention of an employee, the issuance 
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of a security clearance, the reporting of an investigation of an em: 
ployee, the letting of a contract, or the issuance of a license, grant or 
other benefit by the requesting agency, to the extent that the infor­
mation is relevant and necessary to the requesting agency's decision 
on the matter. · 

ROUTINE USE-CONGRESSIONAL INQUIRIES 
Disclosure from a systein of records maintained by this component 

may be made to a Congressional office from the record of an individ­
ual in response to an inquiry from the Congressional office made at 
the request' of that individual. . 

ROUTINE USE-PRIVATE RELIEF LEGISLATION 
Relevant information contained in all systems of records of the 

Department of Defense published on or before August 22, 1975, may 
be disclosed to the Office of Management and Budget in connection 
with the review of private relief legislation as set forth in OMB 
Circular A-19 at any stage of the legislative coordination and clear­
ance process as set forth in that Circular. 

ROUTINE USE-DISCLOSURES REQUIRED BY 
INTERNATIONAL AGREEMENTS 

A record from a system of records maintained by this component 
may be disclosed to foreign law enforc.ement, security, investigatory, 
or administrative authorities in order to comply with requirements 
imposed by, or to claim rights conferred in, international agreements 
and arrangements including those regulating the stationing and status 
in foreign countries of Department of Defense military and civilian 
personnel. . 

ROUTINE USE-DISCLOSURE TO STATE AND 
LOCAL TAXING AUTHORITIES 

Any information normally contained in IRS Form W-2 which is 
maintained in a. record from· a system of records maintained by this 
component may be disclosed to state and local taxing authorities with 
which the Secretary of the Treasury has entered into agreements 
pursuant to Title 5, U.S. Code, Sections 5516, 5517, 5520, and only to 
those state and local taxing authorities for which an employee or 
military member is or was subject to tax regardless 'Of whether tax is 
or was withheld. This routine use is in accordance with Treasury 
Fiscal Requirements Manual Bulletin Nr. 76-07. 

· ROUTINE USE - DISCLOSURE TO THE OFFICE 
OF PERSONNEL MANAGEMENT 

A record from a system of records subject to the Privacy Act and 
maintained by this component may be disclosed to the Office of 
Personnel Management concerning information. on pay and leave, 
benefits, retirement deductions, and any other information necessary 
for the Office of Personnel Management to carry out its legally 
authorized Government-wide personnel management functions and 
studies. 

ROUTINE USE-DISCLOSURE TO THE 
DEPARTMENT OF JUSTICE FOR LITIGATION 
A record .from· a system of records maintained by this component 

may be disclosed as a routine use to any component of the Depart­
ment of Justice for the purpose of representing the Department of 
Defense, or any officer, employee or member of the Department in 
pending or potential litigation to wh.ich the record is pertinent. 

ROUTINE USE-DISCLOSURE TO MILITARY 
BANKING FACILITIES OVERSEAS 

Information as to current military addresses and assignments may 
be provided to military banking facilities who provide banking serv­
ices overseas and who are reimbursed by the Government for certain 
checking and loan losses. For personnel separated, ·discharged, or 
retired from the Armed Forces, information as to last known residen­
tial or home of record address may be provided to the military 
banking facility upon ·certification by a banking facility officer that 
the facility has a returned or dishonored check negotiated by the 
individual or the individual has defaulted on a loan and that if 
restitution is. not made by the individual, the U.S. Government will 
be liable for the losses the facility may incur. · 

ROUTINE USE-DISCLOSURE OF INFORMATION 
TO THE GENERAL SERVICES ADMINISTRATION 

(GSA) 
A record from a system of records maintainndnt may be disclosed 

as a routine use to the General Services Administration (GSA) for 
the purpose of records management inspections conducted under 
authority of 44 U.S.C. 2904 and 2906. 

ROUTINE USE-DISCLOSURE OF INFORMATION 
TO THE NATIONAL ARCHIVES.AND RECORDS . 

ADMINISTRATION (NARA) 
A record from a system of records maintained by this component 

may be disclosed as a routine use to the· National Archives ·and 
Records Administration (NARA) for the purpose of records manage­
ment inspections conducted under authority of 44 U.S.C. 2904 and 
2906. 

ROUTINE USE-DISCLOSURE TO THE MERIT 
SYSTEMS PROTECTION BOARD 

A record from a system of records maintained by this component 
may be· disclosed as a routine use to the Merit Systems Protection 
Board, including the Office of the Sp·ecial Counsel for the purpose of 
litigation, including administrative proceedings, appeals, special stud­
ies of the civil service and other merit systems, review of OPM or 
component rules and regulations, investigation of alleged or possible 
prohibited personnel practices; including administrative proceedings 
involving any individual 'subject of a DoD investigation, and such 
other functions, promulgated in 5 U.S.C 1205 and 1206, or as may be 
authorized by law. 

ROUTINE USE.;COUNTERINTELLIGENCE 
PURPOSES 

A record from a system of records maintained by this component 
may be disclosed as a routine use outside the DoD- or the U.S. 
Government for the purpose of counterintelligence activities author­
ized by U.S. Law or Executive Order or for the purpose of enforcing 
laws which protect the national security of the United States. 

FOtO'AF A 

System name: 
Automated Orders Data System. 
System location: 
Any location where temporary orders are published at all levels 

down to and including squadrons. Official mailing addresses are pub­
lished as an appendix to the Air Force compilation of record system 
notices. 

Categories of individuals covered by the system: 
All Air Force .civilian employees and military members who per­

form temporary duty travel, including all Air Force reserve person­
nel who perform annual, school, special, and Military Personnel 
Appropriation (MPA) tours. 

Categories of records in the system: 
All temporary orders (temporary duty travel and reserve); identifi­

cation data on individuals named in orders; accounting records for 
Personnel/Travel/Budgeting Accounting System (PBAS/TBAS); ac­
counting records for man-days used, and orders log containing data 
found in administrative ·. orders including name, Social Security 
Number, order number, and effective dates.· 

Authority for maintenance of the system: 
10 U.S.C. 8013, Secretary of the Air Force: .Power and Dudes; 

delegation by; as implemented by Joint Federal Travel Regulation, 
Vol I; Joint Travel Regulation, Vol II; Air Force Regulation 10-7, 
"Adminisfrative Orders"; and Executive Order 9397. 

Purpose(s): 
Used to prepare temporary duty travel orders, including those 

ordering Air Force Reserve personnel to active duty for annual, 
school, special and MP A tours. Controls assignment of orders num­

. bers and· is a cross reference between orders, revocations, and amend-
ments. Creates management reports. 

. Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Department of the Air Force "Blanket Routine Uses" pub­
lished at the beginning of the agency~s compilation of record system 
notices apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Maintained on computer. 
Retrievability: 
Retrieved by name and Social Security Number. 
Safeguards: 
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Records are accessed by person(s) re~ponsible for servicing the 
record system in performance of their official duties and ·are properly 
screened for need-to-know. Passwords are established for computer 
system entrance. 

Retention and disposal: ,. 
Identificatio~ d~ta is maintained until the individual is reassigned. 

Orders are mamtamed for l to 56 years after the year in which they 
are published. . 

System manager(s) and address: 
, Director of Information Management, Office of the Administrative 
Assistant to the Secretary of the Air Force, Washington, DC 20330-
1000; Director of Information Management, Headquarters, Air Force 
Reserve, Robins AFB, GA 31098-6001; Deputy Chief of Staff, 
Comptroller, Headquarters U.S. Air Force, Washington, DC 20330-

. 5000; and Base Directors or Chiefs of Information Management. 
Official m~iling addresses are published as an appendix to the Air 
Force's compilation of record system notices. 

Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information on themselves should address inquiries to the 
Director of Information Management, Office of the Administrative 
Assistant to the Secretary of the Air Force, Washington, DC 20330-
1000; Director of Information Management, Headquarters, Air Force 
Reserve, Robins AFB, GA 31098-6001; Deputy Chief of Staff, 
Comptroller, Headquarters U.S. Air Force, Washington, DC 20330-
5000; and Base Directors or Chiefs of Information Management. 
Official mailing addresses are published as an appendix to the Air 
Force's compilation of record system notices. 

Record access procedures: 
Individuals seeking- access to records about themselves contained ·in 

this system should address requests to the Director of Information 
Management, Office of the Administrative Assistant to the Secretary 
of the Air Force, Washington, DC 20330-1000; Director of Informa­
tion Management, Headquarters, Air Force Reserve, Robins AFB, 
GA 31098-6001; Deputy Chief of Staff, Comptroller, Headquarters 
U.S. Air Force, Washington, DC 20330-5000; and Base Directors or 
Chiefs of Information Management. Official mailing addresses are 
published as ail appendix to the Air Force's compilation of record 
system notices. · · 

A military or civilian identification card is required as proof. of 
identity prior to disclosure. 

Contesting record procedures: 
The Air Force rules for accessing records, and for contesting and 

appealing initial agency determinations by the individual concerned 
are published in Air Force Regulation 12-35; 32 CFR part 806b; or 
may be obtained from the system manager. 

Record source categories: 
Information is obtained from personnel records, automated system 

interfaces, individuals, and orders requests. 
Exemptions claimed for the system: 
None. 

, FOlO AFIS B 
System name: 

Prisoner of War (PW) Debriefing Files. 
System location: 
Headquarters Air Force lnteliigence Service (HQ AFIS/INUA), 

Ft Belvoir, VA 22060. 
Categories of individuals covered by the system: 
Returned PW. 
Categories of records in the system: 
Debriefing transcripts; messages concerning PWs; topical data. 
Authority for maintenance of the system: · · 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by; implemented by HQ USAFIS PD 400.2, 500.2; JCSM 
SM 718-83. 

Purpose(s): 
Intelligence file; research source documents used by various DOD 

offices. 
Routine uses ·of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Re~ords from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 

Maintained in file folders, computer paper printouts and on micro-
fiche. 

Retrievability: 
'Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of' their official duties who are properly screened and cleared for 
need-to-know. Records are stored in safes. 

Retention and disposal: 
Retained in AFIS/INU until no longer needed then forwarded to 

the USAFHRC, Maxwell Air Force.Base, AL 36112 for permanent 
retention. 

System manager(s) and address: 
Headquarters Air Force Intelligence Service (HQ AFIS/INUA), 

Ft Belvoir, VA 22060. · 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
The individual can obtain assistance in .gaining access from the 

System Manager. 
Contesting record procedures: 

.. The Air Force's rules for access to. records ;md for contesting and 
appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Returned prisoners of war. 
Exemptions claimed for the system: 
.None. · 

System name: 
Background Material. 
System location: 

FOlO ARPC A 

Air Reserve Personnel Center, Denver, CO 80280. 
Categories of individuals covered by the system: 
Air Force Reserve personnel. . 
Categories of records in the system: 
Letter request for orders, amendments, including justification on 

files on speeial authorizations when required by order publishing 
activity. 

Authority for maintenance of the system: 
l 0 USC 1162, Reserves: Discharge. 
Purpose(s): 
Used ·for publication of discharge orders and to verify that dis-

charge orders were published. · 
Routine uses of records maintained in ·the system, including catego-

ries of users and the purposes of such uses: · · 
Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name, and Social Security Number (SSN). 
S~feguards: 

Records are accessed by person(s) responsible ·for servtcmg the 
record system in performance of their official duties. Records are 
stored in locked cabinets or rooms. 

Retention and disposal: 
Retained in office files fo'r l year after annual cut-of( then de­

stroyed by tearing into pieces, shredding, pulping, macerating, or 
burning. 

System manager(s) and address: 
Commander, Air Reserve Personnel Center (ARPC), Denver, CO 

80280. 
Notification pr~cedure: 
Requests from individuals should be addressed to the Documenta­

tion Management Officer, ARPC/DADP, Denver, Colorado 80280. 
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Written requests for information should contain full name, SSN, 
current mailing address and, if known, the case (control) number on 
correspondence received from ARPC. Records may be reviewed in 
the Records Review Room, Air Reserve Persoimel Center, Denver; 
Colorado between 8 am and 3 pm on normal twork days. Visitors 
wishing to see their records should provide a current Reserve. identi­
fication card and/or driving license and some verbal information that 
could verify the person's SSN at time of discharge. 

Record access procedures: 
Individual can obtain assistance in gaining access from the Docu­

mentation Management Officer, ARPC/DADP, Denver, CO 80280; 
telephone (303) 370-4667. (Toll Free 1-800-525-0102 Ext 206) 

Contesting record procedures: 
. The Air Force's rules for access to records and for contesting and 
appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: · 
Information obtained from medical institutions, police and investi­

gating officers, witnesses and source documents such as reports. 
Exemptions claimed for the system: 
None. 

FOlO AU A 
System name: 

Potential Faculty Rating System. 
System location: 
Squadron Officer School; Maxwell Air -Force Base, AL 36112. 
Categories of individuals covered by the system: 
Former Squadron Officer School students being considered for 

faculty duty. 
Categories of records in the system: 
Individual rating of students. 
Authority for maintenance of the system: 
10 USC 8017, Secretary of the Air Force: Powers and duties; 

delegation. by; and Air Training Command Regulation 53-1, Faculty 
Boards and Administrative Withdrawals and Losses. 

Purpose(s): 
Used to evaluate individuals for potential assignment as faculty 

members. · 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for· any of 

the blanket routine uses published by the Air Force. · 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in note books/binders. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by person(s) responsible for servtcmg the 

record system in performance of their official duties and stored in 
locked cabinets or rooms. 

Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. 

System manager(s) and address: 
Director of Student Operations, Squadron Officer School, Maxwell 

Air Force Base, AL 36112. 
Notification procedure: 
Requests should include the individual's name and Social Security 

Number. Individuals may visit Office of the System Manager and 
present Military ID Card. 

Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. The mailing address is in the Department of Defense direc­
tory in the appendix to the Air Force's systems notices. 

Contesting record procedures: 
The Air Force's rules for access to records ~nd for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information obtained from source documents such as reports. 
Exemptions claimed for the system: 
None. 

FOlO CVAE A 
System name: 

Secretary of the Air Force Historical Records. 
System location: 
Washington Natiom\1 Records Center, Washington, DC 20409. · 

Modern Military Branch Military Archives Division, National Ar­
chives and Records Administration, Washington, DC 20408. 

Categories of individuals covered by the system: 
Employees and former employees of the Secretary of the Air 

Force, and anyone who has corresponded with the Secretary of the 
Air Force. 

Categories of records in the system: 
Secretary of the Air Force correspondence files covering calendar 

years 1947 through March, 1972, most of which does not contain 
personal information. 

Authority for maintenance of the system: 
to USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
Used for research by Air Force Historian, other government agen­

cies and private institutions. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: 
Access is authorized py the Secretary of the Air Force only. 

Records are stored in locked cabinets or rooms. 
Retention and disposal: . 
Retained 'in office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. 

System manager(s) and address: · 
Chief of Staff, Headquarters United States Air Force, Washington, 

DC 20330 . 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for .contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12·35. 

Record source categories: 
Information obtained from previous employers,· educational institu­

tions, medical institutions, police and investigating officer, the public 
media, a corporation, and source documents such as reports. 

Exemptions claimed for the system: 
None. 

FOtO DAS A 
System name: 

Unusual and Incoherent Translation Material. 
System location: 
Translation and Abbreviations Section, l947th Administrative Sup-

port Group, Washington, DC 20330. . 
Categories of individuals covered by the system: 



228 PRIVACY ACT SYSTEMS 

Individuals who have addressed correspondence to the Depart­
ment of Defense, or to specific persons such as Secretary of the Air 
Force, or Secretary of Defense. 

Categories of records in the system: 
Complete or summary translations of letters, articles, and docu-

ments. 
Authority .for maintenance of the system: 
10 USC 8032, The Air Staff, General;duties. 
Purpose(s): 

·Translations of previous correspondence aid translating or summa-
rizing similar correspondence. · · 

Routine uses of records maintained in the system, including catego-· 
ries of users and the purposes of such uses: . · · · 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system and by 

persons responsible for servicing the record system. in performance of 
their official duties. Records are controlled by personnel screening. 
Records are stored in locked cabinets or rooms. 

Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, then destroyed by tearing. into 
pieces, shredding, pulping; macerating, or burning. · · 

System manager(s) and address: 
Chief, Translation and Abbreviations Section, HQ 1947th ASG/ 

DASJT, The Pentagon, Washington, DC 20330. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. The individual must furnish full name and address. The .individ­
ual may visit the Translation and Aboreviations Section, the Penta­
gon, Washington, DC 20330. No identification is required to deter­
mine if the system contains records pertaining to a specific individual. 

Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager .. Mailing address is Translation and Abbreviations Section, 
HQ 1947th ASG/DASJT, The Pentagon, Witshington, DC 20330. 

Contesting record procedures: : · 
.The Air Force's rules for access to records and for contesting and 

appealing initial determinations .by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information is in. the. form of translated correspondence. 
Exemptions claimed for the system: 
None. 

FOlO REA 
System name: 

Inquiries (Presidential, Congressional). 
System location: 
Headquarters United States Air Force, Washington, DC 20330, 

Personnel Division, Office of Air Force Reserve (AF REPX). 
Categories of individuals covered by the system: 
Present and former Air For~e civilian employees, Air Force. Re­

serve and Air National Guard. personnel, and Retired Air Force 
military personnel. 

Categories of records in the system: 
Individual inquiries, research material and replies. 
Authority for maintenance of th~ s~stem: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
Used by the Office of Secretary of Air Force and Air Reserve 

Personnel Center to reply to inquiries. 
Routine uses of records .maintained in the system, including catego­

ries of users and the purposes of such uses: 

Records from this system of·t'ecords may be disclosed for any of 
the blanket routine uses published by the Air Force. 

. Policies and practices for storing, retrieving, accessing, retaining, and 
dispos~ng of records i~ the system: 

Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: · 
Records are accessed by authorized personnel who are properly 

screened and cleared for need:to-know. Records are stored. in securi-
ty file containers/cabinets. · 

Retention and disposal: 
Retained in office files for one year after· anilUal . cut-off, then 

destroyed by tearing into pieces, shredding, pulping, macerating, or 
burning. 

System manager(s) and address: 
Chief of Air Force Reserve, Personnel Division, Headquarters 

USAF, Washington, DC 20330. 
Notification procedure: 
Requests. from individuals should be addressed to the Systems 

Manager. Requests should include die full name and SSN. Individ­
uals may visit the Personnel Division, Office of the Air Force Re­
serve, Pentagon, Washington, DC and should ·provide military identi­
fication card or driver's license as means of identification. 

Record access proce.,ures: 
Individual can obtain assistance in gaining access from. the System 

Manager. Mailing addresses are in the Department of Defense direc­
tory in the appendix to the Air Force's systems notices. . - ~· 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinatiqns by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. · 

Record source categories: 
Information obtained from source do~uments such as r~ports. 
Exemptions claimed for the system: 
None. · 

FOll AF A 

System name: 
Locator, Registration and Postal Directory· Files. 
System location: 
Headquarters, (L"s. Air Force; Air Force installations to include 

bases, units, offices, and functions; Headquarters, United States Space 
and United States Special Operations Commands. Official ,mailing 
addresses are published as an appendix to the Air Force's compilation 
of record system notices. 

Categories of individuals covered by the system: 
Air Force military and civilian personnel; Air Force Reserve and 

National Guard personnel; Civilian employees assigned to, or on duty 
with, Air Force organizations; Volunteer personnel; United ·States 
Armed Forces military and civilian personnel assigned to Headquar­
ters, United States Space and United States Special Operations Com­
mands, and contractor personnel. Dependents are also he included in 
this system. · · 

Categories of record~ in the system: 
Cards or listings may contain the individuals name, grade, military 

service identification number, Social Security Number, duty location, 
office telephone number, residence address and residence telephone 
number, and similar type personnel data determined to be necessary 
by the local authority. 

Authority for maintenance of the system: 
10 U.S.C. 8013, .Secretary of the Air Force: Powers and duti~s; 

delegation by, and Executive Order 9397. 
Purpose(s): 
Used to locate or identify personnel assigned/attached to, tenanted 

on, or. on temporary duty at the specific installation, .office, base, unit, 
function, and/or organization in response to specific inquiries from 
authorized users for the conduct of business. Portions of the system 
are used to directorize and forward individual personal mail received 
by Air Force postal activities, and for assignment of individual mail 
boxes. Files may .be used locally to support official and unofficial 
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programs which require minimal locator information or membership 
or user listings. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purpose of such uses: 

The "Blanket Routine Uses" published at the beginning of the 
Department of the Air Force's compilation of reco'rd system notices 
apply to this system. 

Policies and practices for storing, retrieving, acce~sing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained on paper records in card or form media in visible file 

bi~ders/cabinets or· card files, in computers and computer output 
products. 

Retrievability: 
Retrieved by name and/or Social Security Number. 
Safeguards: 

· Records· are accessed by person(s) responsible for servicing the 
record system in performance of their official duties and by author­
ized personnel who are properly .screened and cleared for need-to~ 
know. Records are stored in locked rooms and cabinets. Those in 
computer storage devices are protected by computer system soft­
ware. 

Retention and disposal: 
Retained in office files until reassignment or separation, or when 

superseded or no longer needed for reference. Postal directory. files 
are· maintained for six months after reassignment, separation or depar­
ture from servicing activity. Records are destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. ·Computer recor<;ls 
are destroyed by degaussing or overwriting. 

System manager(s) and address: 
Director of Information Management, Office of the Administrative 

Assistant to the Secretary of the Air Force, Washington, DC 20330-
1000. 

Local system managers are the Records Custodians at the installa­
tion, base, unit, organization, office or function to which the individ­
ual is assigned, attached, tenanted on, performing volunteer service 
at, or on temporary duty. Official mailing adcJresses are published as 
an appendix to the Air Force's compilation of record system notices. 

Notification procedures: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir~ 
ies to the Director of Information Management,· Office of the Admin­
istrative Assistant to the Secretary .of the Air Force, Washington, 
DC 20330-J(X)(). . . 

·Local system managers are the Records Custodians at .. the installa­
tion, base, unit, organization, office or function to which the individ­
ual is assigned, attached, tenanted on, performing volunteer service 
at,. or on temporary duty. Official mailing addresses are published as 
an appendix to the Air Force's compilation of record· system notices. 

Record access procedures: 
Individuals seeking access to records about themselves. contained in 

this system should address written requests to the Director of Infor­
mation Managemer;tt, Office of the Administrative Assistant to the 
Secretary of the Air Force, Washington. DC 20330-1000. · 

Local system managers are the Records Custodians at the installa­
tion, base, unit, organization, office or function to which the individ­
ual is assigned, attached, tenanted on, performing volunteer service 
at, or on temporary duty. Official mailing addresses are published as 
an appendix to the Air Force's compilation of record system notices. 

Contesting record procedures.: 
The Air Force rules for access to records and for contesting and 

appealing initial agency determinations by the individual concerned 
are published in Air Force Regulation 12-35; 32 CFR part 806b; or 
may be obtained from the system manager. 

Record source categories: 
Information obtained from a·utomated system interfaces; the · indi­

viduals, or from personnel records. 
Exemptions claimed for the system: 
None. 

FOU AF B 
System name: . 

Check Cashing Privilege Files. 
System location: 
Commissaries, Services, Clothing Sales Stores and any other check 

cashing facilities at Air Force installations. Official mailing aqdresses 

are in the Department of Defense Directory in the Appendix to the 
Air Force's system notices. 

Categories of individuals covered by the· system: 
Persons whose checks, presented at these facilities, have been dis­

honored and or whose check cashing privileges have been suspended 
or revoked. · 

Categories of records in the system: 
Letters, cards and listings on individuals who have· cashed bad 

checks at base facilities. 
Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. · 
Purpose(s): 
Identify individuals whose check cashing privileges are suspended 

or revoked and to refuse check cashing services to such individuals. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
Maintained on paper records. in card or listing media. Documents 

are filed in folders or card boxes and posted in or near the cashier's 
cage or cash register box at the ·check cashing facility. 

Retrievability: 
By name and/or Sociaf.Security Number. (SSN). 
Safeguards: 
Records are accessed by custodian of the record system and stored 

in locked cabinets, containers, or rooms. · 
Retention and disposal: 
Retained until superseded, obsolete, no longer needed for refer­

ence, or on inactivation, then destroyed by tearing into pieces, shred­
ding, pulping, macerating, or burning. 

System manager(s) and address: 
For commissaries and clothing sales stores; Director, Engineering 

and Services, Deputy Chief of Staff, Programs and Resources, Head­
quarters United States Air Force, Wash., DC 20330; and Chief, 
Services Division at the installation having jurisdiction over commis­
sary or clothing sales store. For all other check cashing facilities; 
Chief of the activity having the check cashing facility. 

Notification procedure: · 
Requests from individuals should be addressed to the System Man­

ager. 
. Record access procedures: 
Individual can obtain assistance in ·gainfng access from the System 

Manager: Mailing addresses are in the Department of Defense direc­
tory in the appendix to the Air Force's systems notices. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Information received from check cashing sources. 
Exemptions claimed for the system: 
None. 

FOU AF MP A 
System name: 

Congressional and Other High Level Inquiries. 
System location: 
Air Force Military Personnel Center, Major Commands, Separate 

Operating Agencies and Consolidated Base Personnel Offices 
(CBPOs) at Air Force installations. Official mailing ·addresses are in 
the Department of Defense directory in the appendix to the Air 
Force's systems notices. Headquarters United States Space Command 
(HQ USSPACECOM) .. 

Categories of individuals covered by the system: 
Air Force military personnel serving on active duty, in the Air 

Force Reserve, or retired or discharged from the Air Force. Civilian 
personnel currently or formerly employed by the Air Force. Per.son­
nel attending Air Force training institutions or undergoing training 
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under Air Force sponsorship. Army, Navy, Air Force and Madne 
Corps. active duty military and civilian personnel assigned to HQ 
USSPACECOM. 

Categories of records in the system: 
. Backgro.u~d information and information reflecting Air Force per­

sonnel pohctes and procedures; copies of inquiries received from the 
Office of the P~esid~nt, Me~bers of Congress and other high level 
sources requestmg mformatton by or on behalf of a constituent· 
copies of replies to such inquiries including transmittal media used e~ 
route from and to the Air Force Office of Legislative Liaison (SAF/ 
L~ . 

Authority for maintenance of the system: 
10 ~SC 8012, Secretary of the Air Force: Powers and duties; 

~elegatton by; and 10 USC 8032, The Air Staff, general duties; 
Implemented by Air Force Regulation 11-7, Air Force Relations with 
Congress. · 

Purpose(s): 
Information· pertinent to an inquiry forwarded to SAF /LL for 

preparation of the reply to the high level requester. In some in­
stances, response may be direct to the requester without referral 
through SAF/LL; however, when required by directive, copies of 
such re~ponses are furnished SAF /LL. The records may be used in 
respondmg to subsequent inquiries concerning the same individual. 
The record system is audited periodically to determine trends on the 
nature of complaints and questions and for statistical purposes. 

Routine uses of records maintained .in the system. including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. · 

. Policies and practices for storing. retrieving, accessing, retaining. and 
disposing of records in the system: 

Storage: · 
Maintained in visible file binders/cabinets. 
Retfievability: 
Filed by name. 

· Safeguards: 
Records are accessed by the custodian of the record system and by 

persons responsible for servicing the records in performance Of their 
official duties who are properly cleared for need-to-know. Records 
are stored in security file containers/cabinets, locked cabinets or 
rooms. ·· 

Retention and disposal: 
Retained for up to 18 months depending on category, then de­

stroyed by tearing into pieces, shredding, macerating, pulping or 
burning. 

System manager(s) and address: 
Deputy Chief of Staff/Manpower and Personnel, Headquarters 

United States Air Force; commanders of major air commands, num­
bered air forces or CQmparable level activities. 

Notification procedure: 
Requests from individuals must contain reasonable particulars 

about the subject in question and should be addressed to the respec- · 
tive System Manager. · 

Record access procedures: 
Individual can obtain assistance in gaining access from the respec­

tive System Manager. Individual's request must contain reasonable 
identifying particulars about the subject in question. 

Contesting record procedures: 
The rules for access to records and for contesting and appealing 

initial determinations by the individual concerned may be obtained 
from the System Manager. 

Record source categories: 
Information provided by major command or consolidated base 

personnel, office personnel, manual or automated personnel records, 
Air Force policies and procedures, copies of inquiries, congressional/ 
high level officials'/constituents' comments or requests and Air 
Force replies thereto. 

Exemptions claimed for the system: 
None. 

FOll AFA A 
System name: 

Class Committee Products. 
System location: 

United States Air Force Academy (USAF Academy), CO 80840-
5000. 

Categories of individuals covered by the system: 
Air Force Academy cadets. · 
Categories of records in the system: 
List. of cadets academically deficient at progress reports; provides 

grades, military order of mer:it and other military and entrance data 
on cadets meeting committees; reports committee decisions and in­
cludes worksheets with coded recommendations to the Academy 
Board at the end of the semester. 

Authority .for maintenance of the system: 
10 U.S.C. 9331, Establishment; superintendent; faculty. 
Purpose(s): 
Provides data on academically· deficient cadets to Academic 

Review Committc;:e who makes recommendations concerning cadets' 
future to the Academy Bo~rd. 

Rcutine uses of records maintained in the system. including catego~ 
ries of users and the purpose of such. uses: 

The "Blanket Routine Uses" published at the beginning of the Air 
Force's compilation of systems of records notices 'apply to this 
system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in visible file· binders/cabinets, in computers and on 

computer output products. 
Retrievability: 
Retrieved by name. 
Safeguards: 
Records are accessed by person(s) responsible for servtcmg the 

record system in performance of their official duties and by author­
ized personnel wlio ·are properly· screened and cleared for need-to­
know. Records are stored in locked rooms, cabinets, and in computer 
storage devices protected by computer system soft~·are. 

Retention and disposal: 
Destroyed one year after graduation or when purpose has been 

served, whichever is sooner. Destruction is by tearing into· pieces, 
shredding, pulping, macerating, or burning. Computer records are 
dt;:stroyed by degaussing.or overwriting. 

System manager(s) and addre8s:-
Dean of Faculty, Uriited States Air Force Academy, CO 80840-

5000. ' . . ' 

Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information on themselves should address written inquiries 
to the Dean of Faculty, United States Air Force Academy, CO 
80840-5000 .. 

Record access proc,edures: 
Individuals seeking to access records about themselves contained in 

this system should address written requests to the Dean of Faculty, 
United .states Air Force Academy, CO 80840-5000: · 

Contesting record proc~dures: 
The Air Force rules for access to records and for contesting and 

appealing initial agency determinations by the individual concerned 
are published in Air Force Regulation 12-35; 32 CFR part 806b; or 
may be obtained from the sys~em manag_er. 

Record source categories: 
Records are compiled from cadet grading and rating cycles. 
Exemptions claimed for the system: 
None. 

FOll AFA B 
System name: 

Faculty Biographical Sketch. 
System location: 
United States Air Force Academy, Colorado Sp~ings, USAF 

Academy, Colorado Springs, CO 80840 .. 
Categories of individuals covered by the system: 
Air Force Academy, faculty officers. 
Categories of records in the system: 
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Biographical information on education, job assignments, teaching 
experience, publications, membership in professional societies and exit 
interview. · 

Authority for maintenance of the system: 
10 USC Chapter 903, United States Air Force Academy. 
Purpose(s): · 
Used on a· daily basis as the primary source for academic in forma­

. tion o.n officers assigned to the faculty and · as a sole source for 
academic information on officers who have left the faculty due to 
reassignment, separation; or retirement. · 

Routine uses of records maintained in the system, including catego­
ries of u~rs and the purposes of such uses: 
Record~ from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in visible file binders/cabinets. 
Retrievability: 
By name. 
Safeguards: 

· ·Records are accessed by person(s) responsible for servicing the 
record system in performance of their official duties. Records are 
controlled by personnel screening. Stored in locked cabinets or 
rooms 

Retention and disposal: 
Retained for 10 years after instructor's departure and then for­

warded to the Library (Special Collections Branch), where it is 
microfilmed. The paper copy is destroyed and microfilm is retained 
permanently. 

System manager(s) and address: 
Dean of the Faculty, USAF Academy, Colorado Springs, CO 

80840. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: · 
The Air Force's rules for access to records and for contesting and 

appealing· initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Information· i~ obtained from individual and department head. 
Exemptions claimed for the system: 
None. 

System name: 
High Level Inquiry File. 
System location: 

FOll AFSG A 

HQ USAF, Surgeon General, (SGI), Washington, DC 20330. 
Categories of individuals covered by the system: 
Individuals who make high level inquiries regarding medical crih~­

ria for Air Force accession; separation; retirement; continued active 
duty; and medical waivers for flying duty. 

Categories of records in the system: 
Medical opinions generated as a result of high level inquiries re­

garding Air Force accession, separation, retirement, continued active 
duty, and medical waivers for flying duty. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
Used as a cross reference to determine if action has been taken in 

response to high level inquiry. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
None. 
Policies a,nd practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 

Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: . 
Records are accessed by person(s) responsible for servicing tpe 

record system in performance of their official duties . 
Retention and disposal: 
Retained if.l office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, then destroy~d by tearing into 
pieces, shredding, pulping, macerating, or burning. · 

System manager(s) and address: 
Surgeon General, USAF, Washington, DC 20330. 
Notification procedure: · . 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the .individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Information obtained from medical institutions. 
Exemptions claimed for the system: 
None. 

FOll ARPC A 
System name: 

Locator or Personnel Data. 
System location: 
At Air Reserve Personnel Center, Denver, CO 80280. 
Categories of individuals covered by the system: 
Air Force Reserve and Air National Guard personnel. Retired and 

former Air Force military personnel. ARPC civilian personnel. Air 
Force active duty military personnel. 

Categories of records in the system: 
Cards, forms, ledgers, record request, computer listings containing 

individual's name or names, Social Security Number (SSN), Air . 
Force service riumber, grade, reserve status, present and former ad­
dress, ret:ord of employer, work production statistics, parent and 
other relevant ·reservist or personnel data; Veterans Administration 
claim number, education institutes reservist attended, school affili­
ations; correspondence to and from Federal agencies and employers 
trying to establish current address of reservists; vouchers for medical 
service, final payment of medical service bills, medical action re~ 
quired; ·notes indicating if individual is authorized to earn point 
credit;, and other personnel data. Documents which contain a summa-

. ry of action taken or to be taken. 
Authority for maintenance of the system: 
10 USC 267, Ready Reserve; Standby Reserve; Retired Reserve: 

Placement and status of members; 268, Ready Reserve: Training 
requirements; 271, Ready Reserve: Continuous screening; 273, Stand­
by Reserve: Composition, inactive status list; 275, Personnel records; 
278, Dissemination of Information; 279, Training Reports; 591, Re­
serve components: Qualifications; 592, Commissioned officer grades; 
593, Commissioned officer: Appointment, how made, term; 594, 
Commissioned officers: Original appointment limitation; 8012, Secre­
tary of the Air Force: Powers and duties, delegation by. ' 

Purpose(s): 
Used to control records distribution, to record location of record, 

actions taken or/to be taken, used to manage individual's records and 
management information system (MIS) data, to answer inquiries from 
individual and Air Force units to which individuals are assigned or 
are to be assigned or other agencies with a need to know of action 
taken, verify if author of a letter was a member /or is a member of 

. reserve and what his or her SSN should be, search for good address 
and stop computer mail from going to bad address, refer for adminis­
trative discharge action on reservist that cannot be located, advise 
reservist or civilian of reserve matters or center actions, provide 
comprehensive record of al1 medical actions taken by Surgeon's 
Office and record authorization for physical examinations at Govern-
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mc::nt expense or no expense and record voucher number, preparing 
pomt credit authorization and forwarding authenticated point credit 
forms to servicing personnel office. · 

Routine uses of records maintained in the system, i.ncluding categow 
ries of users and the purposes of such uses: · · 

Records from this system of records may. be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, 'acc~ssing, retaining: and 
disposing of records in the system: ·. · 

Storage: 
Maintained in fil~ folders, in note. books/binders, in vfsible file 

binders/cabinets, in card files, on paper. and on computer cards anCI 
printouts. ·. 

Retrievability: 
Filed by name. by Social Security Number (SSN), or system iden­

tifier and/or voucher number, school affiliation, or by last address of 
Reservist. 

Safeguards: 
. Records are accessed by custodian of the record system and by 
person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared. for 
need-to-know. Records are protected by guards. 

Retention and disposal: · · 1 
.. 

Retained in office' fil~s until superseded, ~bsol~te, no Ionge~ needed 
for reference, or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, or macerating. 

System manager(s) and address: 
Commander Air Reserve PersQ~nel Center (ARPC), Denver, CO 

80280. . 
Notification procedure: 
Request from individual should be addressed to Documentation 

Management Officer, ARPC/DAD, Denver, CO 80280. Written re­
quest for information should contain full name of individual, SSN 
(Social Security Number), current address, and the case (control) 
number shown on correspondence received from Center. Records 
may be reviewed in records review room ARPC, Denver,.·CO 80280, 
between 8 a.m. and 3 p.m. on normal workdays. For personal visits, 
the individual should pro'-':ide current Reserve I.D. card and/()r driv­
ers license and give some verbal information that could verify his/ 
her records such as place of birth, reserve status. ~ / . ' 

Record access procedures: 
Individual ~an obtain assistance in gaining access from Documenta­

tion Management Officer, ARPC/DAD, Denver; CO 80280, tele­
phone (303) 370-4667. (Toll Free 1-800-525-0102 Ext 206) 

Contesting record procedures: 
The. Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information provided by the individual, e'xtracted from individual 

records, individual advance personnel data computer· system. For 
address information secured from last recorded employer, post!'llaster 
of city of ·last recorded address, telephone information operator at 
last city of good address, parents of reservist, other relatives of 
reservist, Veterans Administration if reservist has a claim number 
listed in master personnel record, college or university reservist at­
tended, Selective Service Boards, Internal Revenue Service, public 
utilities or any other lead that may be found in the master personnel 
record of the reservist, military pay records at Air Force Accounting 
and ·Finance Center, Denver, CO 80279, log books and from Consoli­
dated Base Personnel Offices. Medical information is also secured 
from medical facilities, physicians, medical specialists. · 

Exemptions claimed for the system: 
None. 

FOU ATC E 
System. name: 

Four-Year Reserve Officer Training Corps (AFROTC) Scholar­
ship Program Files. 

System location: ··J 

·Central records maintained at Four-Year AFROTC Scholarship 
Branch. (RRUF), Maxwell Air Force Base,· AL 36112; computer 
printout summary data sent to AFROTC and Air Force Junior 
Reserve Officer Training Go~ps (AFJROTC) detachments; 
AFROTC area admission counselors located at selected AFROTC 
detachment, and congressmen. at their request. Adaresses are main-

tained by the AFROTC Commandant, Maxwell Air Force Base, AL 
3611~ I 

Categories of individuals covered by the system: 
High school students or graduates who apply for ~he four-year 

scholarship. · 
Categories of records in t~e system: 
AFROTC administrative unit;. applicant's address; AFROTC de­

tachment located at the educational institution to be attended by the 
a·pplicant; AFROTC detachment 'which tile applicant desires to 
attend; AFJROTC unit attended by applicant; college entrance exam­
ination board scores; applicant's class standing and size of class; 
applicant disqualification causes; personal interview actions and asso­
Ciated waivers as required; applicant medical status; applicant's full 
name; AFROTC program q~alification; applicant medical remedial 
requirements; applicant scholarship status; applicant Social Security 
Number (SSN); applicant test qualification; civil air patrol wing at­
tended; applicant's high school and address; applicant high school 
decile placement; applicant grade point average; applicant telephone 
number; applicant date of birth; applicant statement of understanding 
and intent; medical testing facility; AFROTC area admission counsel­
or's areas of responsibilities; applicant scholarship choices; AFROTC 
four-year central scholarship selection board results; appliCant's des­
ignated scholarship; civil involvement information and associated 
waivers as required; name of educational institution to be attended by 
applicant; applicant's high school principal evaluation; AFJROTC 
instructor evaluation of a cadet; high school transcripts; application 
forms. 

Authority for maintenance. of the system: 
10 USC 2107, Financial assistance program for specially selected 

members; and Air Force Regulation 45-48, Air Force ROTC. 
Purpose(s): 
Used by AFRO.TC scholarship program office, AFROTC detach­

ments, and AFROTC area' admission counselors for processing and 
awarding of AFROTC 4-year scholarships; counseling applicants 
concerning application difficulties and problems; and the recruiting of 
applicants into the AFRQTC program. 

Routine uses of records maintained in the system, including categow 
ries of users and the purposes of such uses: · . 

Records from this system of records· may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · · 

Storage: 
Maintained· in file foiders, visible ·file binders/cabinets, and on 

computer and computer output poducts. 
Retrievability: · 
Filed by name and SSN. 
Safeguards: 
Records are accessed by:custodian of the record system and by 

person(s) responsible for servicing the record system in.peJ:formance 
of their official duties who are properly screened and cleaJ:ed for 
need-to-know. Records are stored in locked cabinets or rooms and 
controlled by computer system software. 

Retention and disposal: . 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, then destro~ed by tearing into 
pieces, shredding, pulping, macerating, or burning. 

System manager(s) and address: : · 
Chief, Four-Year Scholarship' Branch, Maxwetl Air Force Base, 

AL 36112. 
Notification procedure: 
Requests from individuals should be addressed to the System Ma~­

ager, Chief, Four-Year Scholarship Branch, Maxwell Air Force Base, 
AL. Requests should include the full name, military-applicant status, 
and SSN or military service number. Individuals may visit the 
AFROTC Scholarship Programs Office, Maxwell Air Force Base, 
AL 36112. Individuals must .provide their full name, military appli­
cant status, and SSN or service number. 

Record access procedures: 
Individual can obtain assistanc~ in gaining access from the System 

Manager. Mailing addresses are in the Department of Defense direc­
tory in the appendix to the Air Fqrce's systems notices.-. 

Contesting record procedures: 
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The Air Force's rules for access to records and for contesting arid 
appealing initial determinations by the individual concerned may be 
obtained from the System Manager. · 

Record source categories: 
Information obtained from educational institutions, automated 

system interfaces, police and investigating officers and from source 
documents such as reports. 

Exemptions claimed for the system: 
None. 

FOll DAS A 
System name: 

Operational Reference File. 
System location: 
Translation and Abbreviations Section, HQ USAF /DASJT, The 

Pentagon, Washington, DC 20330. 
Categories of individuals covered by the system: 
Language translators and interpreters, State Department persorJnel, 

Army and Navy translation activity personnel, commercial transla­
tion services personnel, Air Force civilian employees. 

Categories of records in the system: 
Individual personnel data cards. 
Authority for maintenance of the system: 
10 USC 8032, The Air Staff, General duties. 
Purpose(s): 
Used to check names and titles of foreign military and civilian 

government personnel which appear in correspondence receiv~d for 
translation. This system also serves as a listing of translators/inter­
preters available to pr:ovide translation and interpreting services in 
support of Headquarters United States Air Force requirements for 
such services. · 

Routine uses of records maintained in the system, including catego· . 
ries of users and the purposes of such uses: 

None. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in card files. 
Retrievability: 
Information retrieved by name or title. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their offiCial duties. Records are controlled by personnel screen­
ing. 

Retention and disposal: . 
Retained in office files until superseded, obsolete, no longer need~d 

for reference,. or ·on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macera'ting, or burning. 

System manager(s) and address: 
Chief, Translation and Abbreviations Section, HQ USAF/DASJT, 

The Pentagon, Washington, DC 20330. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. The individual must furnish. full name and indicate whether 
military/civilian status and whether a resident or nonresident of the 
United States. The individual may visit the Translation and Abbre­
viations Section at Headquarters United States Air Force, Washing­
ton, DC 20330. No identification is required to determine if the 
system contains records pertaining to a specific individual. 

Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. Mailing address is Translation and Abbreviations Section, 
HQ USAF/DASJT, The Pentagon, Washington, DC 20330. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations· by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information obtained from previous employers, from internat'ional 

organizations,· from source documents (such as reports) prepared on 
behalf of the Air Force, from commercial translation service firms, 

. from the Department of Defense or other United States Government 
translation activities, and from translated correspondence. 

Exemptions claimed for the system: 
None. 

FOll LLI A 
System name: Congressional/Executive Inquiries. 

System location: 
Office of the Secretary of the Air Force, Washington, DC 20330. 
Categories of individuals covered by the system: 
Air Force active duty and retired military personnel, present and 

former civilian employees, Air Force Reserve and Air National 
Guard personnel, Air Force Academy nominees/applicants and 
cadets, Senior and Junior Air Force Reserve Officers, dependents of 
military personnel, and anyone who has written to the President or a 
Member of Congress regarding an Air Force issue. 

Categories of records in the system: 
Copies of applicable Congressional/Executive correspondence and 

Air Force replies. 
Authority for maintenance of the system: 
10 USC 8012, Secretary of the Ai.r Force: Powers and duties; 

delegation by. · 
Purpose(s): 
Information is used as a reference base in the case of similar 

inquiries from other Members of Congress, in behalf of the same Air 
Force issue and/or follow-up by the same Member. Information may 
also be used by appropriate Air Force offices as a basis for corrective 
action and for statistical purposes. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

None. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in .the system: 
Storage: 
Maintained in card files and on aperture cards. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian .of the record system and . by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in locked cabinets or rooms. 

Retention and disposal: 
Curre[}t year plus 2 years of microfilm records will be retained in 

the office, then destroyed by tearing, shredding, macerating, pulping 
or burning. 

System manager(s) and address:· 
Director of Legislative Liaison, Office of the Secretary of the Air 

Force, Headquarters, United States Air Force, Washington, DC 
20330. . 

Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. Mailing addresses are in the Department of' Defense direc­
tory in the appendix to the Air ':orce's systems notices. 

Co~testing record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations .by the individual concerned may be· 
obtained from the System Manager and is published in Air Force 
Regulation 12-35-. 

Record source categories: 
· Personnel Records. Congressional and Executive inquiries and in­

formation from Air Force offices and organizations. 
Exemptions claimed for the system: 
None. 

FOU PACAF A 
System name: 

General and Colonel Personnel Data Action Records. 
System location: 
Headquarters Pacific Air Forces . 
Categories of individuals covered by the system: 
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Air Force active duty officer personnel. Applies to active duty 
generals, colonels, colonel selectees and officers filling colonel au­
thorized positions. 

Categories of records in the system: 
Provides officer assignment data such as date arrived current duty 

station, projected date of retirement, data extracted from Air Force 
Standard Personnel Data System Record. 

Authority for maintenance of the system: 
10 USC 8074, Commands: Territorial organization; as implemented 

by Air Force Regulation 36-10, Officer Evall\ations, and Air Force 
Regulation 36-20, Officer Assignments. 

Purpose(s): 
Used by major air command to confirm designation of autho~ity or 

assignment of duty as well as in identification of manning require­
ments due to medical evacuations or projected retirement. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: · 

Records. from this system of records may be disclosed for any. of 
the blanket routine uses published by the Air Force. . . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed'. by person(s) responsible for servtcmg the 

record system in performance of their official duties. Records are 
stored in locked cabinets or rooms. 

Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on, inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. 

System manager(s) and addressi 
PAGAF Assistant for Senior Officer Management mailing address 

is HQ PACAF/DPO Hickam Air Force Base, HI 96853. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: . 
Individual ca~ obtain assistance in gaining access from the Sy~tem 

Manager. . 
Contesting record procedures: 
The Air Force's rules for access to records and for c~ntesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information obtained from automated system interfaces: 

· Exemptions claimed for the system: 
None. 

FOll SAC A 
System name: 

SAC Logistic Personnel. Management System. 
System. location: · 
Deputy Commander for Maintenance or Deputy Commander for 

Resources (at Air Force installations) within the Strategic Air Com­
mand (SAC) and Deputy Chief of Staff for Logistics at Strategic Air 
Command Headquarters. Official mailing addresses are·in the Depart­
ment of Defense directory in the appendix to the Air Force's systems 
notice. · 

Categories of individuals covered by the system: 
·Strategic Air Command personnel· assigned to logistics or mainte­

nance duties. 
Categories of records in the system: 
Files related to qualifications, experience, education, and degre.e of 

security clearance of logistics and maintenance personnel. 
Authority for maintenance of the system: 
10 USC 8012, Sec.retary of the Air Force: Power and duties; 

delegation by. 
. Purpose(s): 
To develop a record source on logistics personnel at unit level in 

order to determine overall job qualifications, capabilities, and histori-

c~l data for analysis by unit and MAJCOM. Files will provide a 
source of data to help determine future training requirements, protec-: 
tion capabilities, and balance experience factors. 

Routine uses of records maintained in the system, including catego­
ries of users and the purpose~_of such uses: 

Records from this system .of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders. 
Retrievability: 
Retrieved by name or weapon system to which .individual is as­

signed. 
Safeguards: 
Records are accessed by custodian of unit files and by. personnel 

responsible for servicing the record system in performance of offi~ial 
duties. File folders are stored in locked rooms or drawers. 

Retention and disposal: 
Files are destroyed at Strategic Air Command or separation of the 

individual. 
System manager(s) and address: 
Deputy Chief of Staff, Logistics, Headquarters Strategic Air Com­

mand and Deputy Commander Maintenance or Deputy Commander 
Resources, at Strategic Ai~ Command base or organization. 

Notification procedure: 
Deputy Chief of Staff Logistics, Deputy Commander Maintenance, 

or Deputy Commander Resources. Requests to determine existence 
of record should include full name, grade and approximate dates 
individual was assigned to Strategic Air Command logistic's or main­
tenance organization after July 1, 1980. 

Record access procedures: 
Access to manual files is controlled by Deputy Chief of Staff, 

Logistics, at Headquarters Strategic Air Command and by. Deputy 
Commander Resources at each Strategic Air Command organization. 

Contesting record procedures: · 
The Air Force's rules for access to records and for contesting and 

appealing initial determination by the individual concerned may be 
obtained from the System Manager .. 

Record source categories: 
. Information obtained from indivi~ual. 

Exemptions claimed for the system: 
None. 

F011 SG A 
System name: 

Professional Inquiry Records·Sys~em. 
System location: 
At Headquarters United States Air Force, Office of the Surgeon 

General, Assistant for Congressional. & Public Affairs, Bolling AFB, 
Washington, DC 20332. · 

Categories of individuals covered by the system: 
Persons who have corresponded' with a member of Congress, 

White House, or other high level federal or state executive officials 
concerning the professjonal aspects of: care provided in Air Force 
medical facilities. 

Categories of records in the; system: 
File contains copies of all correspondence concerning the. inqui.ry; 

substantiating documents, such as correspondence or memorandums 
of telephone conversations with the appropriate medical .facility, 
draft·replies, medical records and any_ other background data. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 

Purpas~<~>: . . . 
Records are used as background data for statistical presentations, 

and historical evidence for repeat inquiries by the same individuals. 
Portions of records may be loaned or c;opies provided to the Depart­
ment of Defense activities for use as background data in evaluating 
inquiries. · 

Routine uses of records maintained in the system, including catego­
ries of users and the P.urposes of such use~: 

-------================~====---~ ~-"·-~·······~ 
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Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: . 

Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties. Records are protected by guards. · 

Retention and disposal: · 
Retained in office files for two years after annual ~ut-off, then 

des.troyed by tearing into pieces, shredding, pulping, macerating, or 
burning. . 

System manager(s) and address: 
The Surgeon General, Headquarters, United States Air Force, 

Washington, DC 20330. 
Notification procedure! 
Requests from individuals should be addressed to the System Man-

ager. · 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Recor~ source categories: 
Information obtained from medical institutions and from source 

documents. 
Exemptions claimed for the system: 
None. 

F012 AF A 
System name: 

Information Requests-Freedom of Information Act. 
System location: 
Air Force installations. Headquarters; United States Space Com­

mand (HQ USSPACECQM). 
Categories of individuals covered by the system: 
All persons who have requested documents under the provisions of 

the Freedom of Information Act (FOIA). 
·Categories of records in the system: 
Administration of release of information to the public. 
Authority for maintenance of the system: 
5 USC 552, The Freedom of Information Act as implemented by 

Air Force Regulation 12-30, Disclosure of Air Force Records to the 
Public. 
. Purpose(s): 
To control administrative processing of requests for information 

used by freedom of information manager~ 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
·Records from this system of records may he disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system. Records 

are stored in locked cabinets or rooms. 
Retention and disposal: 
Retained in office files for two 'years after annual cut-off then 

destroyed by tearing into pieces, shredding, pulping, macerating, or 
burning. · 

System manager(s) and address: 

Director of Administration, Headquarters, United States Air 
Force, Washington, DC 20330. 

Notification procedure: 
Contact the local FOIA manager at each Air Force installation. 
Record access proc~dures: 
Contact the local FOIA manager a~ each Air Force installation. 
Contesting record procedures: 
The rules for access to records and. for contesting and appealing 

initial determinations by the individual concerned may be obtained 
from the System Manager. 

Record source categories: 
Freedom of information manager as result of requests for informa­

tion from members of public. 
Exemptions claimed for the system: 
None. 

6System name: 
Privacy Act Request File. 
System location: 

F012.AF B 

At all levels of the Air Force having responsibility for systems of 
records under the Privacy Act. Includes Headquarters United States 
Air Force staff agencies, major commands, separate operating agen­

.cies, installations, and activities. Official mailing addresses are in the 
Department of Defense directory in the appendix to the Department 
of the Air Force system notices. Headquarters United States Space 
Command (HQ USSPACECOM). 

Categories of individuals covered by the system: 
All persons who request access to, information from, or amend­

ment of records about themselves from the· Department of the Air 
Force and HQ USSPACECOM under the provisions of the Privacy 
Act of 1974 (5 USC 552a). 

Categories of records in the system: 
Letters, memoranda, legal opinions, messages, and miscellaneous 

documents relating to an individual's·request for access to or amend­
ment of records concerning that person, inCluding letters of denial, 
appeals, statements of disagreements, and related documents accumu­
lated in processing requests received under the Privacy Act of 1974. 

Authority for maintenance of the system: 
5 USC 552a, The Privacy Act of 1974 as implemented by Air 

Force Regulation 12-35, Air Force Privacy Act Program: 
Purpose(s): 
To record, process and coordinate individual requests for access to 

or amendment of personal records, and appeals on denials of requests 
for access or amendments to personal records; to prepare legal opin­
ions and interpretations for System Managers and the Secretary of 
the Air Force. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of· records may be disclosed for any of 
the blanket routine uses published by the Air Force. Used by the 
Office of Management and Budget, the General Services Administra­
tion, the Office of Personnel Management, the Justice Department, 
or other Government agencies having a direct interest in monitoring 
or evaluating compliance with the provisions of the Privacy Act by 
the Department of the Air Force, including the preparation of special 
studies or reports on the status of actions taken to comply with the 
Act, the results of those·efforts, any problems encountered and rec­
ommendations for any changes in legislation, policies, or procedures. 
Also used by members of Congress or their staffs for resolution of 
constituent inquiries. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders and/or microfilm. 
Retrievability: 
Filed by name of requester. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in locked cabinets or rooms. 

Retention and disposal: 
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Requests for information are destroyed when no longer needed; 
requests from access or amendment and appeals of denial are de­
stroyed four years after final action or three years after adjudication 
by the courts, whichever is later. · 

'System manager(s) and add~ess: ., 
The Director of Administration, Headquarters, United ·States Air 

Force, Washington, DC 20330; or the Director of Administration of 
the major command or separate operating. agency, or Chief, ·Central 
B;;tse Administration .at the Air Force installation where the requested 
or disputed records are located. 

Notification· procedure: · , ; , . ~ · 
Requests from individuals should be addressed to the System Man­

ager, Written requests should include the person's full name, grade (if 
applicable), and some other personal information which could be 
verified from the person's file. For personal visits, the 'individual 
should present a valid identification card or driver's license and some 
verbal information which could pe verified from the person's case 
file. 

Record access procedures: 
Written requests should be apdressed to the office .that proc~ssed 

the initial. inquiry, access request, amendment request, or appeal; or 
individual can obtain assistance in gaining access from the System 
Manager. Mailing addresses are in the Department of Defense direc­
tory 'in the. appendix to. t}le Air _Force's systems _notices. 

Contesting record procedures: 
The rules for access to records and for contesting and appealing 

initial determinations by the indiv:idual concerned may be obtained 
from the System Manager. 

Record source categories: 
Records are obtained from the ·individual requester, Department of 

the Air Force organizations, other Department of Defense organiza­
tions, and agencies of Federal, state, .and local governments, as appli- · 
cable 'or appropriate for processing the case. · . 

Exemptions claimed for the system: · 
None. 

F012 ARPC A 
System ~am~: 

Fee Case File. 
System location: 
Air Reserve Personnel Center, Denver, CO 80280. 
Categories of individuals covered by the system: 
Air Force Reserve and Air National Guard personnel and author­

ized requesters who are assessed a fee for search/receipt of docu­
ments. 

Categories of records in the system: 
Copies of general correspondence; chargeable case control, and 

public voucher involving collection of fees for search time and repro­
duction of documents from an Air Force Reserve or Air National 
Guard members personnel record, authorized release under Freedom 
of Information (FOI) at the request or authorizati0n qf the member 
for release to himself/or herselfor approved agencies. 

Authori~y for maintenance of the system: . , 
5 USC 552, Public information agency ·rules, opinions, orders, and 

proceedings (Freedom of. Information Act); 552a, Records main­
tained on individuals (Privacy Act); and .10 USC 8012; Secretary of 
the Air Force: Powers and duties; delegation by as implemented by 
Air-Force Regulation (AFR) 12-30, Disclosure of Air Force Records 
to the Pubtic;·AFR 12-35, Air Force.Privacy Act Program, AFR 12-
32, Schedule of Fees for Copying, Certifying, and Searching Records 
and Other Documentary Material. 

Purpose(s): 
. Used to control collection of chargeable fees and to verify comple-
tion of action. · 

Routine uses of records maintained 'in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disClosed-for any of · 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing~ retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file fqlders. 
Retrievability: 
Filed by name and Social·'Security Number (SSN). 
Safeguards: 

Records are accessed by custodian ·of'the record system and by 
person(s) responsible for servicing the record system in performance 
of their -official dutie~ who are properly screened and cleared for 
need-to-know. Records are protected by g~_ards. 

Retention and disposal: 
Destroyed after one year by tearing, pulping, or burning, provided 

any discrepancy is cleared. 
System manager(s) a,nd address: 
Commande~ Air Reserve Personnel Center (ARPC), Denver, CO 

80280. 
Notification 'procedure: 
Requ~sts fr~m indi~iduals.sho~ld be address~d to the Documenta-. 

tion Management Officer, ARPC/DAD, Denver, Colorado 80280. 
Written r~quests for information should contain full name, SSN, 
current mailing address and, if known, the case (control) number on 
correspondence received from ARPC. Records may be reviewed in 
the Records Review Room, Air Reserve Personnel Center, Denver,· 
Colorado between 8 a.m. and 3 p.m. on normal workdays. Visitors 
wishing to see their records should provide a current Reserve identi­
fication card and/or drivers license and some verbal information that 
could verify the person's identity from the record. 

Record access procedures;. . , . 
Individual can obtain assistance in gaining access from the Docu­

mentation Management Officer, ARPC/DAD, Denver, CO 80280, 
telephone (303)370-~667. (Toll Free 1-800-525-0102 Ext 206) 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determina.tions by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Correspondence and information from the individual, other- ,mili­

tary agencies and the National Personnel Records Center, St. Louis, 
MO 63132. ·· .. . . 

Exemptions claimed for the system: 
None. 

FOJO AF .A 
System name: 

Automated Per~onnel Management Systerp .. 
System location: 
Units or office~ at all .levels within the Air .Force, and Headquar­

ters United States Space Command (HQ USSPACECOM), wl1o im­
plement the system under. a specific authorizing local or higher 
directive. ·, '· · 

Categories of individu.als covered by the system: 
Personnel, including military, civilians, contractors, and TOY pe.r­

sonnel, assigned to the office or" unit as· specified in the governing 
directive for the system. 

Categories of records in the system: 
Data· obtained from existing personnel or training records or from 

the individual. Record includes· name, grade, SSN, unit of assign~ 
ment, security clearance, supervisor, duty title, office and telephone· 
number, home address and telephone number, dependents, education 
an<;l trahting,. speciality. or job qualifications,. performance.(' effective­
ness reports, awards/decorations,. promotions, duty as~ignment histo-. 
ry and similar information listed in the governing directive for the 
system. · 

Authority for. m~inttmance of the. sY.stem: , 
to U.S.C. 8013, Secretary of the .Air Force: J>owers and .. duties; 

delegationby; as implemented _by a specific governing directive, and 
Executive Order 9397. The system cannot be operated until a direc­
tive is published listing authorized locations, subjects, categories of 
records, safeguards, and management procedures. 

Purpose(s): 
Used to locate, manage and train assigned personnel. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing,.retaining, and 

disposing 9f records .in· the system: 
Storage: 
Stored on computer or word processor and output products as 

listed in the governing directive. 
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Retrievability: 
Filed by name or Social Security Number (SSN). 
Safeguards: 
Records are accessed by custodian of the system and by persons 

servicing the records who are properly cleared for rieed-to-know. 
Records are protected in accordance with Air Force Regulation 700-
10, Information Systems Security. 

Retention and disposal: 
Destroy when no longer needed, or when individual transfers or 

separates from service, whichever is sooner. 
System manager(s) and address: 
Chief of the office or unit where records are maintained. 
Notification procedure: 
Requests from individuals should be· sent to the System Manager. 
Record access procedures: 
Individuals can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting aqd 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35 (32 CFR part 806b). 

Record source categories: 
Information obtained from personnel records, training records or 

the individual. 
Exemptions claimed for the system: 
None. · 

tF030 AF JA A 
System name: 

Confidential Statement of Affiliations and Financial Interests. 
System location: 
Office of the General Counsel, Office of the Secretary of the Air 

Force, Washington DC 20330; Office of the Judge Advocate Gener­
al, Headquarters, United States Air Force, Washington DC 20330; 
Headquarters of major commands and at all levels down to and 
including Air Force installations. Headquarters United States Space 
Command (HQ USSPACECOM). 

Categories of individuals covered by the system: 
. Air Force civilian personnel paid at a level of GS-13 through GS-
1 5; Air Force military personnel in the rank of Lieutenant Colonel or 
Colonel whose basic duties and responsibilities require the exercise of 
judgment on Government decision making or taking action on (I) the 
administering or monitoring of grants or subsidies, (2) contracting or 
procurement, (3) auditing, or (4) any other government activity in 
which the final decision· or action has a significant· economic impact 
on the interest of any non-federal enterprise; and Special Govern­
ment employees who are 'advisors' or 'consultants.' Army, Navy, Air 
Force, and Marine Corps active duty personnel and civilian employ­
ees in the same categories when assigned to HQ USSPACECOM. 

Categories of records in the system: 
Contains the title of the individual's position, date of appointment 

in present position, agency and major organization segment of the 
position, employment and financial interests, creditors, interest in real 
property, a list of persons from whom information can be obtained 
concerning the individual's financial situation, supervisor's evaluation, 
and Standards of Conduct Counsellor/Deputy Counsellor review. 

Authority for maintenance of the system: 
Executive Order 11222, 'Prescribing Standards of Ethical Conduct 

for Government Officers and Employees. • 
Purpose(s): 
The review of the statements by the individual's supervisor and 

deputy counselor to determine the existence of or potential for a 
conflict ofinterest in the performance of official duties. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposeS of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disp~sing ofrecords in the srstem: 

Storage: 
Paper records maintained in file folders. 
Retrievability: 
Filed alphabetically by year: 

Safeguards: 
Stored in locked metal file cabinets. 
Retention and disposal: 

·Retained up to two years after the individual has left employment 
or terminated responsibilities which require disclosure of information. 
Destroyed by tearing into pieces, shredding, pulping, macerating or 
burning. 

System manager(s) and address: 
The Assistant General Counsel (Personnel). The .Judge Advocate 

General, Headquarters United States Air Force. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

agers or to Deputy Standards of Conduct Counsellor at system 
location. 

Record access procedures: 
Individual can obtain assistance from the System Managers or 

Deputy Standards of Conduct Counsellor at system location. 
Contesting record procedures: 
The rules for access to records and for contesting and appealing 

initial determinations by the individual concerned may be obtained 
from the System Managers. 

Record source categories: 
Information is obtained from the individual or from personnel 

designated by the individual. 
Exemptions claimed for the system: 
None. 

F030 AF LEA 
System naine: 

Equal Opportunity in Off-Base Housing. 
System location: 
Each base level Housing Referral Office; Major Command 

(MAJCOM)/ Assistant for Family Housing Management. Official 
mailing addresses are in the Department .of Defense directory in the 
appendix to the Air Force's systems notices. 

Categories of individuals covered by the system: 
Military member, Departmt::nt of Defense (DOD) civilian employ­

ee, and adult dependent acting for military member submitting a 
housing discrimination complaint. 

Categories of records in the system: 
Consists of Complaint in Discrimination of off base housing and 

supporting documents submitted to the base level housing referral 
office alleging a housing discrimination complaint, case files, reports 
of investigation, and related correspondence. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of 'the· Air Force: Powers an.d duties; 

delegation by; 42 USC 1982, Property" rights of citizens; and 10 USC 
133, Secretary of Defense: Appointment; powers and duties; delega­
tion by. 

Purpose(s): 
Information copies held at base, MAJCOM, and Headquarters 

United States Air Force (HQ USAF) as a historical record of all 
actions taken in response to each housing discrimination complaint. 
Information used by Air Force officials, at all levels, to respond to 
Congressional, HUD, Department of Justice (DOJ), or related inquir­
ies pertaining to the housing discrimination complaint. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from .this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. Original record 
sent to HUD with an information copy . to DOJ for their action in 
support of existing laws. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in visible file binders/cabinets. 
Retrievability: 
By installation and name. 
Safeguards: 
Records are accessed by custodian of the recor(l system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for. 
need-to-know. Records are stored ·in locked cabinets or rooms. 
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Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. 

System manager(s) and a~dress: 
Deputy Chief ·of Staff/Logistics and Engineering, Headquarters 

Unit~d States Air Force. 
N~tification procedure: 
Requests from .individuals should be addressed to the Systems 

Manager. Individuals may contact agency officials· at the respective 
base level housing referral office in order to exercise their rights 
under the Act. 

Record access procedures: 
Individual can obtain assistance in gaining access 'from the System 

Manager. Inrlividuals may contact agency officials at the respective 
base level housing referral office in order to exercise their rights 
under the Act. 

Contesting record ·procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12·35. 

Record source categories: 
Individual's ·voluntary application, witnesses of alleged incident, 

and other sources pertinent to alleged incident. 
Exemptions claimed for the system: 
Parts of this system may be exempt under 5 U.S.C. 552a (k)(2). For 

additional information, contact the System Manager. 

F030 AF LE B 
System name: 

Off.Base Housing Referral Service. 
System location: 
Base Level Housing Referral Offices; Major Command/DEHH. 

Offici~) mailing addresses are in the Department of Defense directory 
in the appendix to the Air Force's systems notices, 

·categories of individuals covered by the. system: 
Military member, Department of Defense (DOD) civilian employ­

ee requesting off-base housing, and civilian landowner or agent list-
ing facilities for rent. · 

Categories of records in the system: 
Off·Base Housing Application, and Notification of Housing Selec­

tion. Data includes: Name, grade, address, family ·composition, age, 
housing requirements, and housing selected. Detailed Sales/Rental 
Listing. Form completed by civilian landowner or agent. Data in­
cludes: Name, address, details on rentals listed, and nondiscrimina-
tory assurances. · 

Authority for maintenance of the system: 
lO USC 8012, Secre~ry of the Air Force: Powers and duties; 

delegation ·by; 
Purpose(s): 
Used to match housing desires with rentals listed. Used by base 

housing officials, military personnel an(l authorized civili~n~ to locate 
housing matching needs/desires .. Identifies type of housing selected 
by. incoming personnel and used by base housing officials to monitor 
availability of off-base housing, housing selected, and individual's 
satisfaction with housing referral service provided. Used by AF offi­
cials to respond to inquiries on individual member's housing situation. 

Routine uses of records maintained in the system, including catego~ 
ries of users and the purpo~es of such u5es: 

Records' from this system of records may ·be disclosed for any of 
the blanket routine uses published by the Air Force. ·Referred to 
Department of Justice' and Department of Housing and Urban Devel- · 
opment if required by them in process discrimination complaint. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in visible file binders/cabinets. 
Retrievability: 
Filed by name and installation. 
Safeguards: 
Records are accessed by custodian of the· record system and by 

person(s) responsible for servicing the record system in performance 
of their· official duties who are properly screened and cleared for 
need-to-know. Records are stored in locked cabinets or rooms. 

Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. 

System manager(s) and address: 
Deputy Chief of Staff/Logistics· and Engineering, Headquarters 

United States Air Force. 
Notification procedure: 
Requests from individuals· shmlld be addressed to the System Man­

ager or individuals can contact the Housing Referral Office at the 
base at which they completed the applicable forms in order to exer­
cise their rights under the A~t. 

Record access procedures: 
Same procedures as for notification above .. · 
Contesting record procedures: 
The Air Force's .rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Individual voluntary. application. 
Exemptions claimed for the system:. 
None. 

F030 AF LE C 
System name: 

Base Housing Management. 
System location: 
Headquarters United States Ai~ Force, Washington, DC 20330. 

Headquarters of major commands and at' all levels down to and 
including Air Force installations. 

Categories of individuals covered by the system:· 
All Military members desiring base family housing and eligible 

Department of Defense (DOD) civilian employees. 
Categories of records in the system:· . 
Application for and ~ssignment to Military Family H~using, C<?n· ' 

tains the following data: Name, address, rank, Soctal Secunty 
Number (SSN), service data, family composition, and other informa­
tion such as health problems. Other supporting documents-quarters 
condition inspection reports, assignment orders, etc. · · 

Authority for maintenance of the system: . 
lO USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): . 
Used to apply for family housing and provide information upon 

which eligibility can be determined. Used by base housing officials to 
respond to Congressional, Inspector General, and other inquiries on 
an individual basis pertaining to family member's housing situation. 

Routine uses of records. maintained in the system, including ·catego· 
ries of users and the purposes of such uses: 

Records from this system of records may be diselosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: ' , 
Maintained in visible file binders/cabinets, compute_r and CQqtputer 

output products. 
Re~rievability: 

Filed by name. 
Safeguards: 
Records are accessed by custod.ian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly. screened and_.cleared for 
need-to-know. Records are stored in locked cabinets or rooms. 
Records are controlled by personnel screening. 

Retention and disposal: . 
· Advance applications are retained by losing activity and destroyed 
after six months. Applications received by gaining activities are de­
stroyed one year after termination of quarters. Applications are de­
stroyed by tearing, burning, pulping, shredding or macerating. Sup­
porting records are destroyed when no longer needed. 

System manager(s) and address: · 
Deputy Chief of Staff/Programs and Resources, Headquarters 

United States Air Force, Washington, DC 20330. 
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Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. Individuals may contact agency officials a.t the Base Housing 
Office ~t the installation at which he completed the applicable form 
or the mstallation which will be providing military family housing. 

Record access procedures: 
Sarrie procedures as for no~ification above. 

· Contesting record proce~ures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained ·from the System Manager. · · 

Record source categories: 
Information obtain from individual's voluntary application. 
Exemptions claimed for the system: 
None. 

F030 AF LED 
System name: 

On/Off-Base Housing Records. 
System location: 
Air Force installations. 
Categories of individuals covered by the system: 
Military members seeking advance applications for housing both 

incoming and. outgoing. 
Categories of records in the system: 
Record contains Quarters Condition Inspection Report, Real Prop­

erty Maintenance Request, and Application for and assignment to 
military housing. 

Authority for maintenance of the system: 
to USC 9775, Quarters assignment guidance. 
Purpose(s): 
To record data required to assign and terminate family housing, 

report noted deficiencies in ·area of housing occupants responsibility, 
status of waiting list, and listing of personnel occupying quarters. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving; accessing, retaining, and 
disposing of records in the system:' · 

Storage: 
Maintained in file folders, computer and computer output products 

and in card files. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by person(s) responsible· for servicing the 

record system in performance of their official duties. 
Retention and disposal: 
Retained in office files until reassignment or separation, then de­

stroyed by tearing into pieces, shredding, pulping, macerating, or 
burning. 

System manager(s) and address: 
Deputy Chief of Staff/Logistics ·and Eogineering, Headquarters 

United States Air Force, Washington, DC 20330. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. Send full name. 
Record. access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. · 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record. source categories: 
Information derived from member's Permanent Change of Station 

Orders, Quad Leaders reports, and any other information voluntarily 
given by each applicant. 

·Exemptions claimed for the system: 
None. 

F030AFMPA 
System name: . 

Personnel Data System (PDS). 
System location: 
Headquarters United States Air For:ce, Washington, DC 20330. Air 

Force Manpower and Personnel Center, Randolph Air Force Base, 
TX 78150. Air Reserve Personnel Center, Denver, CO 80280. Head­
quarters of major commands and separate operating agencies and 
Consolidated Based Personnel Offices (CBPOs), Central Civilian Per­
sonnel Offices (CCPOs), and consolidated reserve personnel offices, 
and activity, or squadron .orderly rooms: Official mailing addresses · 
are published as an appendix to the Department of Air Force's 
compilation of systems or records. 

Categories of individuals. covered by the system: 
Air Force active duty and retired military personnel. Air Force 

Reserve and Air National Guard personneL Air Force Academy 
cadets. Air Force Civilian employees. Certain surviving dependents 
of deceased members of the U.S. Air Force and predecessor organi­
zations; potential-Air Force enlistees; candidates for commission en­
rolled in college level Air Force Reserve Officer Training Corps 
Programs; Deceased members of the · Air Force and predecessor 
organizations; separated members of the U.S. Air Force, the Air 
National Guard (ANG) and Air Force Reserve (USAFR); ANG and 
USAFR Technicians; Prospective, pending, current, and former Air 
Force civilian employees; except Air National Guard-Technicians­
current . and former civilian employees fr.om other Governmental 
agencies that are serviced at CCPOs may be included at the option 
of servicing CCPO; DoD contractors and foreign military personnel 
on liaison or support duty. 

Categories of records in the system: . 
The principal digital record maintained at each PDS. operating 

level is the master personnel record, which contains the following 
categories of information: 

1. Accession data pertaining to an individual's entry into the Air 
Force (place of enlistment, source of commission, home of record, 
date of enlistment, place from which ordered to EAD). · 

2. Education and training data, describing the level and type of 
education and training, civilian or military (academic education level, 
major academic specialty, professional specialty· courses completed, 
professional military· education received). 

3. Utilization data used in assigning and reassigning the individual, 
determining skill qualifications, awarding Air Force Specialty Codes, 
determining duty location and job assignment, screening/selecting 
individual for overseas assignment, performing strength accounting 
processes, etc. (Primary Air For~e Specialty Code; Duty and Cpntrol 
Air Force Specialty Code, personnel accounting symbol, duty loca­
tion, up to 24 previous duty assignments, aeronautical rating, data 
departed last duty station, short tour return date, reserve section, 
current/last duty station, short . tour return date, reserve section, 
current/last overseas tour). 

4. Evaluation data on members of the Air Force during their 
career (Officer Effectiveness Report dates and rating, Airman Per­
formance Report dates and ratings, result of various qualification 
tests, an "Unfavorable Information'' indicator, and Drug and Alcohol 
Abuse data). · . 

5. Promotion data including promotion history, current grade ·and/ 
or selection for promotion (current grade, date of rank and effective 
date; up to to previous grades, dates of rank and effective dates 
projected temporary grade, key "service dates"). 

6. Compensation data although PDS does not deal directly with 
paying Air Force members, military pay is largely predicated ori 
personnel data maintained in PDS and provided to the Air Force 
Accounting and Finance Center (AF AFC) as described in ROU­
TINE USES below (pay date, Aviation Service Code, sex, grade, 
proficiency pay status). . 

7. Sustentation data-information dea~ing with programs provided 
or actions taken to improve the life, personal growth and morale of 
Air Force members (awards and decorations, marital status, number 
of dependents, religious denomination of member and spouse, race 
relations education). 

8. Separation and retirements data, which identifies an individual's 
eligibility for and the reason for separation (date of separation, man­
datory retirement date, projected or actual separation program desig­

·nator and character of discharge). At the central processing site 
(AFMPC), other subsidiary files or processes are operated which are 
integral parts of PDS: (a) Procurement Management Information 
System (PRO MIS) is an automated system designed to. enable the 
USAF to exercise effective management and control of the procure­
ment personnel required to meet the total scheduled manpower re­
quirements necessary to accomplish the Air Force mission. The 
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system provides the recruiter with job requirement data such as 
necessary test scores, Air Force Specialty Code, sex, date of enlist­
ment; and the re~ruiter enters personal <;lata on the applicant-SSN, 
name, da~e of btrth, _etc.-to reserve the job fo~ him or her., (b) 
Caree_r Atrma~ Reenlistment Reservation System (CAREERS) is a 
selecttve reenhstment process that manages and· controls the numbers 
by skill of first-term airmen that can enter the career force to meet 
establis_hed objectives for accomplishing the Air Force mission. A 
centrah~ed· data bank contains the actual number, by quarter, for 
each Atr Force Specialty Code (AFSC) that can be allowed to 
ree~list ~uri~g- t_h_at period: The indivi~ual requests reenlistment by 
statm~ hts ehgtl?thty (AFSC), grade, acttve military service time, etc. 
If a ~acancy extsts, a .reservation-by name, SSN; etc.-will be ma<;le 
and ts~ued to t~e CBPO processing. the reenlistment. (c) Airman 
AccessiOns provtdes the process to capture a new enlistee's initial 
personal data (entire personnel record) to establish. a personal data 
record and gain it to the Master Personnel File of 'the Air Force. 
The initial record data is captured through th~ established interface 
wit~ the_ ~rocessin~. ~nd Classification_ Enl_istees System .(PACE) at 
Bast~ _Mthtar~. Tratm~g, La_ckland Atr Force Base, for non-prior 
servtce; for ·pnor servtce et:thstees the basic data (name,. SSN, DOE 
grade,, etc.) 'is input direc~l~ ~y U~~F R,ecruiting S~rvice aryd updat~ 
~d and completed by the tmttal gammg CBPO). (d) Officer Accession 
ts the process whereby each of the various, Air Force sources of 
cdmmissi~ning (~F Academy, AFROTC, Officer .Training .School, 
etc.) proJect ·thetr graduate!! in advance 'allowing management to 
select by skill~ ~cademic speeialjty, etc.-which and how many will 
be called to acttve duty when, by entering into the record an initial 
assigpment and projected entry onto Active D'u'ty date. On that date 
the· individual's record is accessed 'td the active Master Persoimel 
~ile of the Air Force. (e) Technical Training Managemen't Informa­
tion System (TRAMIS) is a system dealing with the Technical Train­
ing activiti~s·controlled by Air Training-Command. The purpose of 
th'e system is to integrate the training program, quota control and 
student accounting into the personnel data system. TRAMIS consists 
of numerqus files which constitute "quota. banks'~ of available train­
ing spaces, in specific courses,. projected for future use .. based on 
estimated training requirements. Files include such data as: Course 
Identification Numbers, Class Start and Graduation Dates, Length. of 
Trainipg, :.weapon System Indentificatiori; Training Priority Designa­
tors, Responsible Training, Centers, Trainee Names, SSN (and other 
pertinent personnel data) on individuals scheduled to attend classes. 
(f) Training Pipeline Management Information System (TRAPMIS) 
is an automated quota allocating system which d~als with specialized 
combat aircrew training and aircrew survival training. Its files consti­
tute a "quota bank" against which training requii·ements are matched 
a~9 satisfied and· through which trainees are scheduled in "pipeline" 
fashion to accommoqate the individl,ml's. scheduled geographical 
movement from 'school to school to end assignment. Files contain 
data concerning the courses monitored as well as names, SSNs and 
other pertinent personnel data on members being trained. (g) Air 
Force Institute of Technology (AFIT) Quota Bank File reflects pro­
gram quotas by academic specialty for each fiscal year (current plus 
two futures fiscal years, plus the past fiscal .year programs for histori­
cal p~rposes). Also, this file reflects the total number of quotas for 
each academic specialty. Officer assignmt;nt transactions process 
against the AFIT Quota Bank file to reflect the fill of AFIT Quotas. 
Exa~ples of data maintained ar~:~ Academ'ic Specialty, Program 
Level, Fiscal :Year, Name of.Incumbent selected, projected, filing 
.AfiT Quota. (h) Job File is derived from the Authorized Record 
and is accessible by Position Num.ber. Resource manag(;rs can u~e the 
Job File to_ validate <).Uthorizations. by Position Number for assign~ 
ment action and also to make job offers to individual officers. Inter­
nal suspension 'within the Job File occurs based. upon Resource 
Managers update transactions. Data in the file includes: Position 
Nuljtber, Duty'AFSC, Functional Account Code, Program Element, 
Location, and name of incumbent. (i) Casualty subsystem is c<;>m­
posed of transactions which may be input at Headquarters Air Force 
and/or 'CBPOs to repor·t death or serious illness of members from all 
components. A special file is maintained in the system to record 
information on individuals who have died. Basic identification .data 
and unique data sucli as country of occurrence; date of ·incident, 
casualty group, aircraft involved in the incident. and military status 
are recorded and maintained ,in this file. (j) A wards/Decorations are 
recorded and maintained on ·all_ component personnel in the' head­
quarters Air Force master files. All approved decorations are input at 
CBPOs ·whereas disapproved decorations are input at MAJCOM/ 
HAF. A decorations statistical file is built at AFMPC which reflects 
_an aggregatipn of approvals/disapprovals by category of decoration. 
This file does not contain any ·~ndividually identifiable data. All 
individually identifiable . data on. decorations . is maintained in 'the 
Master Personnel File. Such infor.mation as the type of decoration .• 
awarding authority, special order number and data of award are 

identified in an individual's record. Several occurrences for all deco­
rations are. stored; however only specific data on the last decoration 
of a particular type is maintained. (k) Point Credit Accounting and 
Reporting System (PCARS) is an Air National Guard/ Air Force 
Reserve Unique supported by PDS. Its basic purpose is to maintain 
and account for retirement/retention points accrued as a ·result of 
participating in Drills/Training. The. system stores basjc· personal 
identification data which is associated with a calendar of points, 
earned by participation in the Reserve program. Each year an indi­
vidual's record is closed and point totals are accumulated in history, 
and a point earning statement is provided the individual and various 
records custodians. (I) Human Reliability/Personnel Reliability File is 
maintained at Headquarters Air Force in support ofAir Force Regu­
lation 35-99, It is not part. of the Master Personnel Fili:;S but a free 
standing file which is updated by transactions from CBPOs. The file 
was established to specifically identify individuals who have become 
permanently disqualified under the provisions of the above regula­
tions. A record is maintained on. each disqualified individual which 
includes basic identification data, service component, Personnel/ 
Human reliability status and date, and reason for disqualification. (m) 
Variable Incentive Pay (VIP) File for medical officers contains about 
125 character records on all Air Force physicians and is specifically 
used to identify whether the individual is participating in t.he Con­
tinuation Pay or Variable Incentive Pay programs. Update to this file 
is provided by the Surgeon (AFMPC), the Air Force Accounting 
and Finance Center and directly from changes to the Master Person­
nel File. Besides basic identification data an individual's record~ in­
cludes source of appointment, gradllate medical ,location status, 
amount of VIP or C<;mtinuation Pay ;tnd the dates of authorization 
and the dates and rea~on for separati'on. (n) Weighted Airm~·n Pro­
motion System: (1) The Test Scoring and Reporting Subsystem 
(TSRS) provides for identifying at the CBPO individuals eligible for 
testing; providing output to the· Base Test Control Officer and the 
CBPO to control,. monitor, and operate . W APS testing functions; 
editing and scoring W APS test answer cards at AFMPC; providing 
output for maintaining historical a11d analytical files at AFMPC and 
the Human Resources. Laboratory (HRL)" and includes the central 
identification of· AFMPC of individuals eligible .for: testing. (2) The 
Personnel Data Reporting Subsystem (PDRS) provides for identify­
ing promotion eligibles at AFMPC; verifying these eligibles and 
selected promotion data; merging test and weighted ·promotion data 
at AFMPC · to effect promotion scoring, assigning the promotion 
objective and aligning selecteeS in promotion priority sequence; main­
taining projections on pro~otion selectees at AFMPC, MAJCOM, 
and the CBPO, updating these projections monthly; creating output 
products to monitor the flow of data in the system; maintaining 
promotion historical and analytical files and repor~s at AFMPC. (3) 
Basically, identification data along with time in grade, test scores, 
decoration information, time in service, and airman performance 
report history is used to support this program. (o) Retired Personnel 
Data System (RPDS) is made up of four files-Retired Officer Man­
agement File and Retired Airman Management File containing 
records on members in retired status and the Retired· Officer and 
Airman Loss Files ·containing records on former retirees who have 
been lost from rolls, usually· through death. The RPDS is used to 
produce address listings for·the Retired Newsletter and Policy letter, 
statistical reports for budgeting, to manage the .Advancement Pro­
gram, the Tempor~ry Disability Retired List,· Age 59 rosters for 
ARPC, General Officer roster, and statistical digest data for manage­
ment analysis functions. Data is extracted from the master files upon 
retirement from Active Duty or Reserves. Data includes: Name, 
SSN, grade data, service data, education· data, retirement data and 
address. (p) Separated Officer File contains historical information on 
officers who leave the Air Force via separation, retirement, or death. 
Copies are sent .to Human Resources Lab and. Washington offices for 
research purposes. The data comprises the Master Personqel Record 
in its entirety and is captured 30 to 60 days after separation from the 
Air Force. (q) Airman Gain/Loss File includes data extracted from 
the Airman Master file· when accession and separation (gains and 
losses) occur. This file, like the Separated Officer File, is used for 
historical reports regarding strength changes. Data includes name, 
SSN, and_ oth,er data that reflects strength, i.e., promotions, reassign­
ment data, specialty codes, etc. (r) Officer. and Airman Separation 
Subsystem is used to process, track, approve, disapprove and project 
separations from the Air Force and transfers between components of 
the Air Force. This subsystem uses the Active, Guard, and Reserve 
MPFs. Data inCludes that .:specifically related to separations, e.g., 
Date of Separation, Separation.Program Designator, waivers, etc. (s) 
The Retirements Subsystem is used to process and track applications 
for and approval/disapproval and ·projections of retirements. This 
subsystem uses the Master Files for Active Duty and Reserve offi­
cers and airmen. Data specifically related to retirements ·includes 
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application data, date of separation, waiver codes, disapproval reason 
codes, Separation Program Designator, Title .10 U.S.C. section, etc. 
(t) ~etired Orders Log is a computer produced retirement orders 
r~:mtme. Ord~rs are automatically produced when ·approval, verifica­
tion of servtce dates, and phystcal clearance. have been entered in 
system. The orders log contains data found in. administrative orders 
for retirement, including name, SSN, grade, order number, effective 
dates, etc. The log is used 'to control assignment of order number, 
and as a ·cross-reference between orders, revocations and amend-· 
ments. (u) General Officer Subsystem ofPDS contains data extracted 
from the ~aster Personnel File and language qualification data· and 
assignment history data maintained by the Assistant for General 
Office Matters. A record is maintained on each general officer and 
general officer ·selectee. The general.office files are updated monthly 
and are used to produce products used in the selection/identification 
of general officers for applicable assignments. (v) Officer·Structure 
Simulation Model (OSSM) provides officer force descriptions in vari­
ous formats for existing, predictive or manipulated structures. It 
func~ions as a planning tool against which policy options can be 
applied . S? as to determine the impact of such policy decisions. The 
(OSSM) mput records contain-individual identification data from the 
Master Personnel Record, but all output is statistical. (w)'Widow's 
File is maintained on magnetic tape and updated by the office of 
primary responsibility. When required, address labels and listings are 
produced by employing selected PDS utility programs.· The address 
labels are used to forward the Retired Newsletter to widows of 
active duty and retired personnel. The listings a~e used for manage­
ment control of the program. O:;mtained in the file are .the name, : 
address, and SSN of the widow. Additionally, the deceased sponsor's 
name, SSN, date of death, and status at time of death are maintained. 
(x) Historical Files are files with a retention period of 365 days or 
more. They consist of copies of actiQg master· files, and are used 
prif!I'!-rily for aggregation and analysis of statistical data, although 
mdtvtdual records may be accessed to meet ad hoc requirements. (y) 
Miscellaneous files, records, and processes are a number of work 
files; inactive files with a less-than-365 day retention period, interme~ 
diate records, and processes relating to statistical compilations, com­
puter operation, quality control and problem diagnosis. Although 
they may contain individual-identifying data, they do so only as a 
function of system operation, and are not used in making· decisions 
about people. (z) Civilian employment information including authori­
zation for position, personnel data, suspense information; position 
control information; projected information and historical information· 
civilian education and training data; performance appraisal, ratings: 
evaluations of potential; civilian historical files covering job experi­
ence, training and transactions; civilian awards information, merit 
promotion plan work files; career programs files for such functional 
are_as as procu~ement, logistics, civilian personnel, etc., civilian sepa­
ratton and retirement data for reports and to determine 'eligibility; 
adverse and disciplinary data for statistical analysis and employee 
assistance; stand-alone files, as for • complaints, enrollee programs; 
extract files from which to produce statistical reports in hard copy, 
or for immediate access display on remote computer terminals; mis­
cellaneous files, as described in item (y) above. (a~) Aviator Continu­
ation Pay is used to identify where the· officer is participating in the 
Continuation Pay Program. Update to this file is provided by HQ 
AFMPC/DPMA T, the Air Force Accounting and Finance Center, 
and directly from changes to the Master Personnel File. Identifica­
tion data on an individual record includes amount of continuation 
pay, ADSC, and bonus eligibility date. 

Authority for maintenance of the system: 
10 U.S.C. 265, Policies. and regulations: Participation of reserve 

officers iri preparation and administration; 269, Ready. reserve: Place~ 
ment in; transfer from; 275, Personnel records; 278, Dissemination of 
information; 279, Training Reports; Chapter 31, Enlistments; 564, 
Warrant officers: Effect of second failure of promotion; 593, Com­
missioned Officers: Appointment, how made; term; 651, Members: 
Required service; 671, Members not. to be assigned outside U.S. 
before completing training; 673, Ready reserve; Chapter 47, Uniform 
Code of Military Justice, Sections 835, Art, 35. Service· of .Charges; 
837, ·Art. 37. Unlawfully influencing action of court; 885, Art. 85. 
Desertion; 886, Art 86. Absence without leave; 887, Art. 87. Missing 
movement; .972, Enlisted members: Required to make up time lost; 
1005, Commissioned officers: Retention until completion of required 
service; 1163, Reserve components: Members; limitations on separa­
tion; 1164, Warrant officers; separation for age; 1166, . Regular war­
rant officers: Elimination for unfitness or unsatisfactory performance; 
Chapter 61, .Retirement-Physical disability; Chapter 63, Retirement 
for f\ge, Sect 1263-Age 62: Warrant officers; Chapter 65, Retire­
ment for Length of Service; 1293, Twenty years or more: Warrant 
officers; 1305, Thirty years or more: Regular warrant. officers; Chap­
ter 67, Retired pay; 1331, Computation of years of service in deter-

mtmng entitlement to retired pay; 1332, Age and service require­
ments; 1333, Computation of years of service in computing retired 
pay; Chapter 79, Correction of Military Records; Chapter 165, Ac­
countability and responsibility, Section 2771, Final settlement of ac­
counts: Deceased members; 8013, Secretary of the Air Force: Powers 
and duties; delegation by; Chapter 805, The Air Staff, Sections 8032, 
General duties; and Section 8033, Reserve components of Air Force;. 
policies and regulations for government of: Functions of National 
Guard Bureau with respect to Air National Guard; Chapter 831, 
Strength, Section 8224', Air National Guard of the United .States; 
Chapter 833, Enlistments; 835, Appointments in the Regular· Air 
Force, 8284, Commissioned officers; Appointment, how made; 8285, 
Commissioned officers: Original appointment; qualifications; 8296, 
Promotion lists: Promotion-list officer defined; determination of place 
upon transfer or promotion; 8297, Selection boards; 8303, commis­
sioned officers; Effect of failure of promotion to captain, major, or 
lieutenant colonel; Chapter 837, Appointments as Reserved Officers; 
8360, Commissioned officers; Promotion service; 8362, Commissioned 
officers; SeleCtion boards; 8363, Commissioned officer; Selection 
boa~ds; general procedures; 8366, Commissioned Officers: Promotion 
to captain, major, or lieutenant colonel; 8376, Commissioned officers; 
Promotion when serving in temporary grade higher than reServe 
grade; Chapter 839, Temporary Appointments, 8442, Commissioned 
officers; regular and reserve components: Appointment in higher 
grade; 8447, Appointments in commissioned grade: How made; how 
terminated; Chapter 841, Active Duty, 8496, Air National Guard of 
United States: Commissioned officers duty in National Guard Bureau; 
Chapter 853, Rights and benefits, Section 8691, Flying officer rating: 
qualifications; Chapter 857, Decorations and Awards; Chapter 859, 
Separation, 8786, Officer considered for removal: Voluntary retire­
ment or honorable discharge; severance benefits; 8796, Officers con­
sidered for removal: Retirement or discharge; Separation or Transfer 
to Retired Reserve, 8846, Deferred Officers; 8848, 28 years: Reserve 
first lieutenants, captains, majors, and lieutenant colonels; 8851, 
Thirty years or five years in grade: Reserve colonels and brigadier 
generals; 8852, Thirty-five. years or five years in grade:. Reserve 
major generals; 8853, Computation of years of service; Chapter 865, 
Retirement. for Age; 8883, Age 60; regular commissioned officers 
below major general; 8884, Age 60: Regular major generals wh.ose 
retirement has been deferred; 8885, Age 62: Regular major generals;_ 
8886, Regular major. generals whose retirement has been deferred; 
Chapter 867, Retirement for Length of Service; 8911, Twenty years 
or more; regular or reserve commissioned officers; 8913, Twenty 
years or more: Deferred officers not recommended for promotion; 
8914, Twenty to thirty years: Regular enlisted members; 8915, 
Twenty-five years: Female majors except those designated under 
section 8067(a)-(d} or (g)-(i) of this title; 8916, twenty-eight years: 
Promotion list lieutenant colonels; 8918, Thirty years or more: Regu­
lar enlisted members; 8917, thirty years or more: Regular commis­
sioned officers; 8921, Thirty years or five years in grade: Promotion­
list colonels; 8922; · Thirty years or five years in grade: Regular 
brigadier generals; 8923, Thirty-five years or five years in grade: 
Regular major generals; 8924, Forty years or more: Air Force Offi~ 
cers; Chapter 901, Training generally, 9301, Members of Air Force: 
Detail as students, observers and investigators at education institu­
tions, industrial plants, and hospitals; and 9302, Enlisted members of 
Air Force: Schools; Chapter 903, United States Air Force Academy;· 
9342, Cadet: Appointment; numbers, territorial pistribution; 9344, Se­
lection of persons from Canada and American Republics; 9345, Selec­
tion of Filipinos; Chapter 1, Organizations, 102, General policy; and 
104, units; Loc_!ltion; organization; command; Chapter 3, Personnel, 
307, Federal recognition of officers; Examination, certification of 
eligibility; Chapter 7, Services, supplies, etc., 709, Caretakers and 
clerks; Chapter 3, Basic Pay, 308, Special pay: Reenlistment bonus; . 
313, Special pay: Medical officers who execute active duty agree­
ments; Chapter 7, Allowances, 407, Travel and transportation allow­
ances: Dislocation allowance; Chapter 10; Air Force Manual 30-3, 
Vol 1-V, Mechanized Personnel Procedures, Air Force Manual 30-3, 
Vol 1-V, Mechanized Personnel Procedures, Air Force Manual 30-
130, Base Level Military Personnel System, and Air Force Manual 
300-4, Standard Data Elements and Codes; and Executive Order 
9397. 

Purpose(s): 
The Air Force. operates a central.ized personnel management 

system in an environment that is widely dispersed geographically and 
encompasses a population that is diverse in terms of qualifications, 
experience, military status and needs. There. are three major centers 
of Ai~ Force personnel managem!=nt: Washington, DC, where most 
major policy and long-range planning/programming decision are 
made; the Air Force Manpower and Personnel Center at ·Randolph 
Air Force Base, TX, which performs most personnel operations-type 
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functions for the active duty ·COmponents of the force; and the Air 
Reser":'e Personn~l Center at Denver, CO, which performs certain 
operational. functtons for the Reserve components of the force. Of­
fic:es at MaJor·command Headquarters, State Adjutant Generals, and 
~tr Force ~ases perform operational tasks pertaining to the popula­
tion .for whtch they are responsible. The structure of the Air Force 
~nd tts personnel management system, the composition of the force 
~nd th~ ~ir Force's stated objective of treating people as individuals: 
t.e., gtvmg due ~onsideration to their desires, needs and goals, 
dem~nd a dynamtc data system that is capable of supporting the 
yarymg ~eeds o~ the pe:rsonnel managers at each echelon and operat­
mg locatiOns. It ts to this purpose that the data in the Personnel Data 
System is co11ected, maintained, and used.· 

A. .Uses within the Air Force personnel community, HQ USAF, 
Washmgton, DC: Deputy Chief of Staff, Personnel and his immediate 
staff; Director of PersOnnel flans; Director of Personnel Programs; 
Asststant for General Officer Matters; Assistant for Colonel Assign­
ments; Reserve Personnel Division; Air National Guard Personnel 
Division; and the Surgeon' General, the Chief of AF Chaplains and 
the s.taff Ju~g~ Adv?cate, each of wh~ch perform certain personnel 
functions wlthm thetr area of responsibility. Data from the central 
dat~ base at the AFMPC is furnished Washington area agencies by 
retrteval from the computer at Randolph via remote access devices 
and b~ provisi~:ms C?f rec~rring products containing required manage-. 
!Dent mformatton, mdudmg computer tape files which are used as 
mput to uni9ue systems ~ith which PDS interfaces. Although. most 
of the data ts used by poltcy makers to develop long~term plans and 
programs and track progress ~oward established goals, some individ­
ual data is provided/retrieved to support actions taken on certain 
categories of persons managed by offices in the headquarters, e.g. 
General Officers, Colonels, Air National Guard personnel, etc. Air 
Force Manpower and Personnel Center (AFMPC), Randolph Air 
Force Base, TX. Personnel managers at AFMPC use the data in 
PDS ·to make decisions on individual actions to be taken in areas 
su<:fi- as personnel procurement, education and training, dassification, 
a_sstgnment, career development, evaluation, promotion, compensa­
tion, casualty and personal affairs, separation and retirement. Air­
Reser.ve Personnel Center (ARPC), Denver, CO. Personnel managers 
at ARPC perform many of the. same functions for the Reserve 
components· of the Air Force. as the managers at AFMPC perform 
for the active duty force. As with the Washington area, ARPC. 
obtains data from the central data· base at AFMPC by retrieval 
~hrough .remote terminals an~ recurring output products containing 
mformatton necessary to then management processes. Major Com­
mand Headquarters personnel operations are supported by the stand­
ard content of PDS records provided them by AFMPC. In addition, 
there is provided in the PDS record an "add-on area" which the 
commands are authorized to use for the ·storage of data which will 
assist them in fulfilling unique personnel management requirements 
generated by their mission, structure, geographical location, etc. The 
standard·functions performed fall generalJy under the same classifica­
tions as those in AFMPC, e.g., assignment, classification, separation, 
etc. Nonstandard usages include provisions of unique aircrew data, 
production of speciality-tailored name listing, control of theatre ori­
ented training, etc. Some commands use PDS data-both standard 
and add-on as input to unique command systems, which are separate­
ly described in the Federal Register. Consolidated .Base Personnel 
Offices (CBPO) which represent the base-level aspect· for PDS, are 
the prime point of system-to-people interface. Supplied with a stand­
ard data base and system, CBPOs provide personnel management 
support to commanders and . supervisors on a daiJy basis. Acting on 
receipt of data from higher headquarters, primarily by means of 
transactions processed through PDS, they notify people of selection 
for reassignment, promotion, approval/disapproval of requests for 
separation and retirement, and similar personnel actions. When cer­
'tain events occur to an individual at the local level, e.g., volunteer 
for overseas duty, reduction in grade, change in marital status, appli­
cation for retirement, etc., the CBPO enters transactions into the 
vertical system to transmit the requisite information to other manage­
meqt levels and update the automated records resident at those 
levels. CBPOs too are allott~d .an "add-on" area in the computer 
record which they use to support local management unique· require­
ments such as local training scheduling, unique locator listing urinaly- · 
sis testing scheduling, etc. , 

B. Uses External to the Air Force Personnel Community: I. Head­
quarters· USAF I AFMPC Interfaces: 

Automated interfaces exist between the PDS central site files and 
the following systems of other functions: a. The Flight Records Data 
System (FRDS) maintained by the Air Force Inspection' and Safety 
Center (AFISC) at Norton Air Force Base, CA. (1) Certain person­
nel identification data on rated officers is transferred monthly to the 
FRDS. This data flow creates · the -basic' identifying data in the 
FRDS, insures compatibility. with the PDS, and precludes duplica-

tive data collection and input generation by the AFISC. (2) Update 
of the personnel data to the FRDS generates return flow of flying 
hour data which is used at AFMPC for rated resource distribution 
management. b.· The Mast{!r Military Pay Account (MMPA), is the 
Joint Uniform ·Military Pay System (JUMPS) centralized pay file 
maintained by the Air Force Accounting and Finance Center 
(AFAFC) at Denver, CO. The PDS transfers certain pay related 
data as cl;langes occur to update the MMPA, e.g:, promotions, acces­
sions, separa~ions/retirements, name, SSN, grade, These data provid­
ed criteria for the AF AFC to determine specific pay entitlements. c. 
The AFAFC maintains a separate pay system for Air National Guard 
and Air Force Reserve personnel called the Air Reserve Pay and 
Allowances System (ARPAS). (I) PDS outputs certain pay related 
data to ARPAS as c:;::h~nges occur, e.g., retirements/sepa~ations,. pro­
motions, name, SSN, grade. These data form the criteria for the 
AF AFC to determine specific Reserve pay entitlements. (2) ARPAS 
outputs data which affect accumulated point credits for Air National 
Guard/Reserve participation to AFMPC for update of th~ Point 
Credit Accounting and Reporting System (PCARS), a component. of 
PDS. PCARS also receives monthly input. from HQ Air University 
which updates point credits as a result of completing an extension 
Courses Institute correspondence program. d. AFAFC procies data 
on Variable In~entive Pay (VIP) for Medical Officers is used to 
update a special control file within PDS and produce .necessary 
reports for management of the VIP program. e. Air )'raining Com­
mand operates a system called. PACE (Processing and Classification 
of Enlistees) at Lackland Air Force Base, TX. From the system data 
is fed to AFMPC to initially established the PDS record on an Air 
Force enlistee. f. On a moqthly basis,_ copies of the PDS master 
Personnel File are provided to the Human Resources Laboratory at 
Brooks Air Force Base, TX, where they are used as a ·statistical data 
base for research purposes. g. On a quarterly basis, AFMPC pro.vides 
the· USAF School of Aerospace Medicine. with data concerning 
name, SSN, and changes in base and command of assignment of 
flying personnel. The data reflects significant medical problems·in the 
flying population. h. A complete printout of PDS data pertaining to 
an individual is included in his Master Personnel Record when it is 
forwarded to National Personnel Records Center. i. PDS data· is 
provided to the Congingency Planning Support Capability (CPSC) at 
six major command headquarters: Tactical Air Command, Strategic 
Air Command, Military Airlift Command, Air Force Communica­
tions Command, United States Air. Forces, Europe, and Pacific Air 
Forces. A record identifiable by individual's name and SSN _provides 
contingency and/or manning assistance temporary duty (TOY) being 
performed by the indi\lidual. Record is destroyed upon completion of 
the TOY. Statistical records (gross statistics by skill and unit) are 
also generated for CPSC from PDS providing force availability esti­
mates. CPSC .is described separately in the Federal Register ... · 

2. Base Level CBPO Interfaces: Certain interfaces have been estab­
lished at base level to pass data from one functional system to 
another. The particular mode of interface depends on lhe needs of 
the receiving function ·and the capabilities of the system to produce 
the necessary data: a. The Flight Management. Data System (FMDS) 
receives an automated flow of selected personal data on flying per­
sonnel as changes occur. This data consists primarily of assignment 
data and service dates whic:h the base flight manager uses to deter­
mine appropriate category of aviation duty which is reflected by 
designation of an Aviation Service Code. The FMDS outputs avia­
tion service data as changes occur to the BLMPS. These data subse­
quently flow to the PDS central site files at AFMPC so it is available 
for resource management decisions. b. The Medical Administration 
Management System (MAMS), currently being developed and tested, 
will ·receive flow of selected assignment data as changes occur for 
personnel assigned to medical activities. MAMS will use these data 
to align assigned personnel with various cost accounting work cen­
ters within· the medical activity and· thus be' able to track manpower 
expenditure by subactivities. c. The Automated Vehicle Operator 
Record (A VOR) is being developed to support motor vehicle opera-· 
tor management. Approximately 115 characters of vehicle operator 
data will be incorporated into the BLMPS data base during FY76 for 
both military and civilian personnel authorized to operate govern­
ment motor vehicles and selected personnel data items (basic identifi­
cation data) will be authorized for access by the vehicle operator 
managers. d. Monthly, a magnetic tape is extracted frQm BLMPS 
containing selected assignment data on all assigned personnel. This 
tape is transferred to the basic Accounting and Finance Office for 
input into the Accounting Operations System. This system uses these 
data to derive aggregate base manpower cost data. e. A procedure is 
designed into BLMPS to output selected background data in pre­
defined printed format for personnel _being administered militiary 
justice. This output is initiated upon notification by the base legal 
office. The data is forwarded to the major command where it is input 
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into the Automated· Military Justice Analysis and Management 
System (AMJAMS). f. The BLMPS output (on an event-oriented 
basis) pay-affecting transactions such as certain promotions, acces­
sions, and assignments/reassignments, to AFAFC, where the data is 
entered into the JUMPS. C. Uses External to the Air Force, the 
Office of the Secretary of Defense (OSD): 1. Individual information 
is provided to offices. in OSD on . a recurring basis to support top­
l~vel management requirements within the Department of Defense. 
Examples are the DoD Recruiter File to the Assistant Secretary for 
Manpower and Reserve Affairs (M&RA), a magnetic tape extract of 
military personnel record (RCS: DD-M (SA) 1221) to M&RA, input 
to the Reserve Component Common Personnel Data System to 
M&RA and the Post Career Data File to M&RA. 2. To Other 
Defense Agencies: PDS supports other components of DoD by pro­
vision of individual data in support of programs operated by those 
agencies. Examples are the Selected Officer List to Defense Intelli­
gence Agency for use in monitoring a classified training program and 
the Defense System Management School (DSMS) Track Record 
System to DSMS for use in evaluating the performance of graduates 
of that institution. An- Extract file on Air National Guard Techni­
cians is provided the National Guard Computer Center. 3. Other 
Government/Quasi-Government Agencies: Information used in ana­
lyzing officer/airman retention is provided RAND Corporation. 
Data on prior service personnel with military service obligations is 
forwarded to the National Security Agency. Lists of officers selected 
for promotion and/or appointment in the Regular Air Force are sent 
to the Office of the President and/or appointment in the Regular Air 
Force are sent to the Office of the President and/or the Congress of 
the United States for review and confirmation. Certain other person­
nel informatioq is provided these and other government agencies 
upon request when such data is required in the performance of 
official duties. Selected personnel data is provided foreign govern­
ments, U.S. governmental agencies, and other Uniformed Services on 
USAF personnel· assigned or attached to them for duty. Examples: 
-:fhe government of Canada, Federal Aviation Administration, U.S. 
Army, Navy; etc. 4. ~itigation 5. Miscellaneous. Lists of individuals 
selected for promotion or appointment, who are being reassigned, 
who die, or who are retiring are provided to unofficial publications 
such as the Air Force Times, along with other information of interest 
to the general Air Force public. Information from PDS support a 
world-wide locator system which responds to queries as to the loca­
tion of individuals in the Air Force. Locator information pertinent to 
personnel on active duty may be furnished to a recognized welfare 
agency such as the American Red Cross or the Air Force Aid 
Society. For civilian personnel-to provide automated .system sup­
port to Air Force officials at all levels from ·that part of the Office of 
Personnel Management required personnel management and records 
keeping system that pertains to evaluation, authorization and position 
control, position management, staffing skills inventory, career man­
agement, training, retirement, employee services, rights and benefits, 
merit promotion, demotions, reductions in force, complaints resolu­
tion, labor mangement relations, and the suspensions and processing 
of personnel actions; to provide for transmission of such records 
between employing activities within the Department of Defense-to 
provide individual records and reports to OPM; to provide informa­
tion required by OPM for the transfer between federal activities; to 
provide reports of military reserve status to other armed services for 
contingency planning-to obtain statistical data on the work force to 
fulfill internal and external report requirements and to provide Air 
Force offices with information needed to plan for and evaluate man­
power, budget and civilian personnel programs-to provide minority 
group designator codes to the Office of Personnel Management's 
automated data file-to provide the Office of the Assistant Secretary 
of Defense Manpower and Reserve Affairs with data to access the 
effectiveness of the program for employment of women in executive 
level positions-to obtain listings of employees by function or area 
for locator and 'inventory purposes by. Air Force offices-to assess 
the effect or probable impact of personnel program changes by 
simulation and modeling exercises-to obtain . employee duty loca­
tions and other employee data for personnel program management 
purposes-to obtain employee duty locations and other information 
releasable under OPM rules and the Freedom of Information Act to 
respond to request from Air Force offices,· other Federal agencies 
and the public-to provide individual re<rords to other components of 
the Department of Defense in the conduct of their official personnel 
management program responsibilities-to provide records to OPM 
for files reconciliation and maintenance purposes-and to provide 
information to employee unions as required by negotiated contracts. 

Routine u~ of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The "Blanket Routines Uses" that appear at the beginning of the 
Department of the Air Force's compilation of systems of records 
apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in visible file binders/cabinets, card files, on computer 

magnetic tapes, disks or computer paper printouts or microfiche. 
Retrievability: 
Filed by name or Social Security Number (SSN). The primary 

individual record identifier in PDS is SSN. Some files are sequenced 
and retrieved by other identifiers; for instance, the assignment action 
record is identified by an assignment action number. Additionally, at 
each echelon there exists computer programs to permit extraction of 
data from the system by constructing an inquiry containing param­
eters against which to match and select records. As an exampl~, an 
inquiry can be written to select all Captains who are F-15. ptlots, 
married, stationed at Randolph AFB, who possess a master's degree 
in Business Administration; then display name, SSN, number of de­
pendents and duty location. This is the added capability of selecting 
an individual's record or certain pre-formatted information by SSN 
on an immediate basis using a teletype or cathode ray tube display 
device. High-speed line printers located in the Washington, DC, area, 
at Major· Command and at ARPC permit the transfer of volume 
products to and for the use of personnel managers at those locations. 

Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in the perform­
ance of their official duties where authorized, and properly screened 
and cleared for need-to-know, and by commanders of medical cen­
ters and hospitals. Records are 'stored in security file containers/ 
cabinets, safes, vaults and locked cabinets, or rooms. Records are 
protected by guards. Records are controlled .by personnel screening 
visitor registers and computer system software. 

Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on· inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating,. or burning. Preceding reten­
tion statement applies to Analog output ·products of the Personnel 
Data System. Data .stored digitally within system is retained only for 
the period required to satisfy recurring processing requirements and/ 
or historical requirements. Files with a retention period of 364 days 

· or less are automatically released at the end of their specified reten­
tion period. "Permanent history" files are retained for 10 years. Files 
365 or more days old are defined as "historical files" and are not 
automatically released. Retention periods for categories of PDS files 
are as follows: If cycle in which a program or series of programs 
creating output is daily, and the created magnetic tape file will be 
used for processing of next daily, then the retention will be not 
greater than 10 days. If cycle in which a program or series of 
programs creating output is daily, and the created magnetic tape file 
will be used for processing of next daily, which is also used for 
processing of weekly runs, then the retention will be not greater than 
20 days. If cycle in which a program or series of programs creating 
output is daily, and the created magnetic tape file will be used for 
processing of next weekly, then the retention will not be greater than 
20 days. If cycle in which a program or series of programs creating 
output is daily, and the created magnetic tape file will be used for 
processing of next weekly, which is also used for processing of 
monthly runs, then the retention will be. not greater than 30 days .. If 
cycle in which a program or series of programs creating output is 
weekly, and the created magnetic tape file will be used for process­
ing of next weekly, then the retention will be not greater than 20 
days. If cycle in which a program or series of programs creating 
output is weekly, and the created magnetic tape file will be used for 
processing of next weekly, which is also used for processing of 
monthly runs, then the retention will be not greater than 30 days. If 
cycle in which a program or series of programs creating output is 
monthly, and the created magnetic tape file will be used for process­
ing of next monthly, then the retention will be not greater than 30 
days. If cycle in which a program or series of programs creating 
output is monthly, and the created magnetic tape file willl;le used for 
processing of next monthly, which is also used for processing of 
quarterly runs, then the retention will be riot greater than 90 days. If 
cycle in which a program or series of programs creating output is 
monthly, and the created magnetic tape file will be used for process­
ing of next monthly, which is also used for processing of semi-annual 
run, the retention will be not greater than 190 days. If cycle in which 
a program or series of programs creating output is monthly, which is 
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·also us~.d for processing of annual runs; then the retention will be not 
greater than 365 days.· If cycle in which a program or series of 
progr~ms creating output is monthly, and the created magnetic tape 
file wdl be used for. pro~essing of next monthly, w}:tich is also used 
for processing of permanent history, then the retention will be not 
greater than 999 days. If cycle in which has ·program or series of 
progr~ms creating output is 9uarterly, and the c~eated magnetic tape 
file: wlll be used for processmg of next quarterly, then the ·retention 
.will be not greater than 90.days. If cycle in which program or series 
of programs creating output is quarterly, and the created magnetic 
tape file will be used for processing of next quarterly, which is also 
used for processing of semi-annual run; then the retention will be not 
greater ·than '-190 days .. If cycle in which a program or series of 
programs creating output is quarterly, ~nd the created magnetic tape 
file .will tie used for processing of next quarterly, which is also useq 
for processing of annual runs, then the retention will be not greater 
than 365· days. If cycle in which a program . or series of programs 
creating output is quarterly, and the created magnetic tape file 'will 
be used for procesSing of next quarterly; which is also· used for 
processing of permanent history, then the retention will be not· great~ 
er than ·999 days: If cycle in which a program or series of programs 
creating output is semi-annual, and the created magnetic tape file will 
be used for processing of next semi.-annual, then the retention will be 
not greater thafi 190 days .. If cycle in which a program or series of 
programs creating output is semi-annual, and the created magnetic 
tape -file will be used for processing of' next semi-annual, which is 
also used for processing of annual runs, then the retention will be not 
greater than 365 days. If created magnetic tape file will be used for 
prpcessing of permanent history, then the retention will be not great­
er than 999 days. If. cycle irf which a program or :set:ie~ of programs 
creating <?Utput is annual, and the created magnetic tape file will be 
used for· processing of next annual, then the retention witt be not 
greater. than 365. days: If cycle in which a program or series of 
programs creating output is a~11ual, and the created magnetic· tape 
file will be used· for'processing of next annual, which is also used for 
processing of permanent history, then the retention will be not great­
er than 999 days. If the program or series of programs creating 
output is a one time run, and the file will be. used for processing as 
required, then the; retention . will be lowest possible retention com­
me,-.surate. tp job completion. If the .pr9gram or series of programs 
creating OU!prit is compile card image or SOL T tapes, and the. cre­
ated magnetic tape file will be used for processing- as required run, 
then the retention will be not gre_ater than 90 day~ ina,x_imum. If cycle 
in which a program or series .of programs creating output . is as 
required_ r1,1ns, a~d the .created magnetiC tape file will be used for 
processing as required, the retention will be lowest possible commen­
surate to job cm:npletion. If the program or series of programs creat­
ing output is test fil~s, and ~he created ·magnetic; tape file .will be-used 
for processing as required,- then. the retention will be· not greater than 
30 days .. If the. program or series of programs creating output . is 
print/pun~h backup and the q-eated. magnetic tape file will be used 
for processing as required, then the retention will be not greater than 
10 days. II}. ~ddition, for civilian personnel at base level (CCPO), 
111-aster personnel files for prospective- employees are tranferred to the 
action file upon appointmen~- of the· employee or in the event the 
employee is no.t appointed and will no longer f?e consi_dered a candi­
d~te for appointment, are destroyed by deg;iussing-master personnel 
files. for active employees are transferred to .the separated employee 
history file ; where they are retained for three years subsequent to 
separation and then destroyed by degaussing. The notification. of 
personnel ~ction-St~mdard Form 50-is 9isposed of as directed . by. 
OPM--:-~ork files are records such as the employee career brief, 
positio!l ~urvey work sheet, retention register work sheet, alphabetic 
and Social Security Number loc~tor files, and personnel and position 
control register are destroyed after use ~y tearing into pieces,. shted­
ding,. pulping,. ma~erating, or. burning~work sheets pertaining . to 
qua.lification and retention registers are disposed of as directed by 
OPM-transitory files such as pending files, and recovery files are 
destroyed -after~· use _Qy degaussing-file!! and records retrieved 
through general retrieval ·systems are destroyed after use by tearing 
into pieces, shredding, pulping, macerating, or burning .... Those 
records at AF Manpower and Persqnnel Cef!ter for the end of each 
f)scal year quarter are retained for five years before destroying by 
deletion-the separated employee file :retains employee informatiQn at 
thne of separation for five years after which the employee's record is 
destroyed by -degaussing. 

System manager.(s) and address: · . 
'' Deputy: Chief of Staff/Manpower ·and Persoimel, Headqua;ters 
:United States Air Force. Subordinate System Managers are: a. Direc­
tor of Personnel Data Systems, Assistanf Deputy Chief of Staff for 
Personnel for Military Personnel, Air Force Manpower and Person­
riel' Centei1(AFMPC), Randolph Air Force Base, TX 78150. He/she 

is responsible for overall PDS. design, maintenance and operation, 
and is designated the Automated Data Processing System Manager 
for all Air force personnel data system. b. The Director of Personnel 
Data ·Systems at _each Major Command headquarters for systc;:~s 
operated at that level. c. The C~ief, CBPO, at Air Force installations 
for systems operated at that level. d. The Civilian Personnel Officer 
at -Air Force installations for civilian systems operated at. that I eve\. 
Official mailing ·addresses are published as· an appendix to the Air 
Force's compilation :of systems of records.· 

Notification procedure: 
.. Individuals seeki~g to determine whether information abou·t them-

. ~elves is contained in this system of records should address writtet). 
inquiries to the system manager of the operating level with which 
they are concerned. Official mailing . addresses are published as an 
appendix to the Air Force's compilation of systems of records: Per­
sons ~ubmitting such a request, either personally_ or in writing, must 
provide SSN, name, and military status (active, ANG/USAFR,. re­
tired, etc.) ANG meptbers not on extended active duty may submit 
such requests to the''approprilite State Adjutant General or the Chief 
of the !!ervicing ANG CBPO. USAfR personnel not on exten9ed 
active duty may· submit such requests to ARPC, Denver, CO 80280, 
or, if unit assigned, to the Chief of the serving CBPO o~ Consolidat-
ed Reserve Personnel Office. . -

Personal· visits to obtain notifi.dttion may be. made to the Military 
Records Review Room, Air Force Manpo~er and Personnel Center, 
Randolph Air Force B~se, TX 78150; The Military·Records.Room, 
Air Reserve Personnel Center, ·Denver, CO 80280; The. Office of the 
Director;Natiomil Personnel Records Center (NPRC), Ill Winneba­
go St., St. Louis, MO 63118; the Office of the Director of Personnel 
Data Systems at the appropriate major· command headquarters; or 
the office of the Chief of his servicing CBPO. Identification will be 
based on 'presentation of DO· Form· 2AF, Military Identification 
Card·. Air Force civilian employees must provide SSN, full name, 
previous names, if' any, last due ·and location of Air Force civilian 
employment, if not currently employed by t~e Air Force-curref!t 
employees should submit such'·requests to the CCPO-former em­
ployees of the. Air Force should submit such requests 'to the CCPO 
for the last Air Force installation at which they were employed. 
Authorizations foF a person other than the data subject to have 
access to an individual's records must be based on a notarized state- . 
ment signed by the data subject. 

Record access procedures: 
Individ ~als seeking access. to ·records about themselves _containe<I; in 

tliis system shou~d address written inquiries to the system manager of 
the operating level with which' they are concerned. Official mailing 
addresses are publi~hed as an. appendix to the Air Force's compilation 
of systems_ of records. 

Contesting record procedures: 
The Department of the Air Force rules for~ accessing records and 

contesting contents. and appealing initial· determinations by the indi­
vidual. concerned are published ,in Air Force Regulation 12-35,• 32 
CFR part 806b, or may be obtained from the ~ystem ·manager. · 

Record source categories: 
· Information obtained frorri. edu'2ational institutions, medical institu­

tions, autom~ted system interfaces, police and. investigating officers, 
the bureau qf motor ·vehicles, a state 9r local government and source 
documents such as reports. . . 

:Exemptions ci~i~ed tor the sys*em: 
None. 

:." . ·:. F030 ~~ MP B, 

System name: 
Substance Abuse Reorientation·and Treatment Case Files. 
System location: .. 
.At servicing Air Force i~'stallations. Social Actions office~: Official 

mailing addresses are in the Department of Defense directory in the 
appendix to tJ;te:~jr Force's system notices. 

Categories of.individuals covered by the system: 
Air Force active :duty :military personnel· and· dependents, Air 

_Force civilian employees, and· Air Force Reser've personnel, who are 
enrollea in the Air Force Substance Abuse Reorientation and Treat­
ment (SART) Program. 

~ategories of reco'rds in the system: 
As a minimum, ·the file contains forms, autom~ted data base, coun­

seling_ case notes, and commander's letters, dqcumenting entry and 
participation in the Air Force SJ:\RT Program, to include: Date and 
means of identification and substance. of abuse. 
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Authority for m!Jintenance of the system: 
42 U.S.C, Section 290dd-3, Confidentiality of Patient Records; 42 

U.S.C., Section 290ee-3, Confidentiality of Patient Records; Air 
Force Regulation 30-2, Social Actions Program; Air Force Regula· 
tion 40-792, Drug and Alcohol Abuse Prevention and Control Pro­
gram, and Executive Order 9397. 

Purpose(s): 
The file is used to process members in the SAR T Program; to 

develop a reorientation or treatment plan; to assist commanders in 
decisions for program disposition; to document progress of individ­
uals in the SART; and to prepare recurring reports. Records in this 
system which reveal the. identity, diagnosis, prognosis, or treatment 
of any individual for substance abuse may be disclosed according to 
42 U.S.C. 290dd-3 for those records related to alCohol abuse and 42 
U.S.C. 290ee-3 for those records related to drug abuse. Disclosure 
within the Air Force its limited to those individuals who need the 
records in connection with programs relating to abuse treatment, 
reorientation, research, health, program evaluation or assignment to 
duty. Persons authorized by 42 U.S.C. 290dd-3 and 42 U.S.C: 290ee-
3 may review, handle, or have access to the file. These persons 
include social actions and 'medical personnel, to· include certified 
volunteers directly engaged in the reo~ientation and treatment of a 
person; Veterans Administration (VA) treatment personnel, when 
members are transferred directly to a VA facility; personnel attend­
'ing a SART intervention meeting; commanders or persons acting 
under their authority· for purposes consistent with those for which 
the case files are maintained; persons authorized to conduct program 
evaluations, with or without the consent of the member concerned; 
persons authorized in the official performance of their duties. The 
blanket, routine uses published by the Department of the Air Force 
for its system of records do not apply in these cases. Disclosure is 
also authorized to other components of the Armed Forces when they 
provide heatlh care to identified individuals. 

Routine uses of records maintained in the ·system, including catego­
ries Of users and the purposes of such uses: 

Records from this system of records may not be disclosed for any 
of the blanket routine uses published by the Air Force except for 
Congressional inquiries when the Congressional office is acting with 
the consent of a constituent who is the subject of the files maintained. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders and computer disks. 
Retrievability: 
Filed by name, by SSN, by other identification number or system 

identifier. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their offici~! duties who are properly screeried anq cleared for 
need-to-know. Records are stored and secured in lockable receptacles 
and are controlled by personnel screening. · 

Retention and disposal: · 
Destroy forms, notes, and letters one year after completion of 

Track 4 of SART program or discharge from the. service and six 
months after completion of Tracks 1, 2, and 3. All paper files will be. 
destroyed by tearing into pieces, shredding, pulping, macerating, or 
burning, unless needed as background for case files supporting a 
separation action or other actions under directives, in which case, 
disposition will be the same as the file which they support. Data 
stored on automated computer screens at the servicing AF installa· 
tion will be erased from memory two years after completion of 
SART Program. 

System manager(s) and address: 
Chief, Social Actions Branch, Human Resources Development Di­

vision, Directorate of Personnel Programs, HQ USAF; and Directors 
or Assistants for Social Actions at Major' Command Headquarters; 
and Chiefs, Social Actions at Air Force installations. 

·Notification procedure: 
Chief, Social Actions seryicing AF installations.· Re.quests to deter­

mine existence of a file should include full name, grade, and unit' of 
assignment. Personal visit proof of identity requires fuJI name and 

·possession of Department of Defense (DD) Form 2 AF, Armed 
Forces Identification Card; .DD Form 1173, Uniformed Services 
Identification and Privileges Card; or driver's license and personal 
recognition of substan<;:e abuse office personnel. 

Record access procedures: 

Chief; Social Actions servicing AF installation. Mailing addresses 
are .in the Department of Defense directory in the appendix to the 
Air Force's systems notices. · 

Contesting record procedures: . 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35 (32 CPR part 806b). 

Record source categories: 
Information obtained from medical institutions, personnel records, 

individual. 
Exemptions claimed for the system: 
None. 

System name: 
Casualty Files. 
System location: 

F030 AF MPC 

·Air Force Manpower and Personnel Center (AFMPC), Randolph 
Air Force Base, TX 78150. Bases of assignment of casualty or which 
provide casualty assistance to ne~t of kin. National Personnel 
Records Center, Military Personnel Records, 9700 Page Boulevard, 
St. Louis, MO 63132. At headquarters of major commands and at 
bases of assignment of casualty or which provide casualty assistance 
to next of kin. 

Categories of individuals covered by the system: 
Any United States Air Force (USAF) member who is or might 

become a casualty. · 
Categories of records in the system: 
Record of Casualty. This pertains to all personnel on active duty, 

to Air Force Academy cadets, Air Force Reserve and Air National 
Guard personnel performing authorized inactive· duty for training or 
traveling directly to. or from such place of duty, and Air Force 
Reserve Officers Tr:aining Corps (AFROTC) applicants or members 
on annual tr!lining duty for 14 days or more or who are traveling to 
or from the designated place of such duty who become very serious­
ly ill or injured (VSI), seriously ill or injured (Sl), or suffer from an 
incapacitating ill.ness or injury (Ill), or who become missing, missing 
in action,· interned, captured or detained by a foreign power. These 
records pertain to certain civilian employees· of the Air Force paid 
from appropriated funds who become missing, missing in . action, 
interned, captured or detained by a foreign power while assigned 
overseas or who are·on temporary duty from the Continental United 
States (CONUS) to overseas or who are traveling to or from . the 
designated place of such duty under competent authori~y. certain 
unique situations on civilian employees and dependents of military 
personnel who· become missing, missing in action, interned, captured 
or detained by a foreign power in mishaps while traveling aboard 
Military Airlift Command (MAC) or MAC-chartered flights or by 
other. means of MAC oversea travel, and certain civilian employees 
in the .CONUS when their missing status was the proximate result of 
their employment. Casualty Case File. These files pertain to all offi­
cers and airmen on acti~e duty or extended. active duty (including 
personnel in absent without leave, desertion, or dropped from the 
rolls status). The files also pertain to Air Force Academy cadets, all 
Air Force Reserve and Air National Guard officers and airmen 
performing authorized inactive duty for training or traveling directly 
to or from such place of duty, all AFROTC applicants or members 
on annual training d!JtY for 14 days or more or traveling to or from 
the designated place of such duty, and certain civilian employees of 
the Air Force paid from appropriated funds who become casualties 
while assigned overseas or who are on temporary duty (TDY) from 
CONUS to. overseas or. \Yho are traveling to or from the· designated 
place of such duty under competent authority. They pertain to cer­
tain civilian employees and dependents of military personnel who 
become casualties in mishaps while traveling aboard MAC or MAC­
chartered flights or by other means of MAC overseas travel and 
certain foreign nationals and certain employees in the CONUS when 
their missing status was the proximate result of their employment. A 
casualty, is defined as any member of the armed· forces or certain 
civilians who are lost to their organization by .reason of having 'been 
declared missing, missing in action, interned in a foreign country; 
captured, beleagured. or besieged by a hostile force; detained in a 
foreign country against their will; wounded; injured; or deceased. 
The casualty case file is comprised of messages pertaining to the 
member; a copy of the Record of Emergency Data, Department of 
Defense Form 93 or Air Force Form 246; Air Force Manpower and 
Personnel Center Form 238, CONUS Death/Missing, Report of Cas­
ualty, Department of Defense ~orm 1300; copy of assignment of 
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assistance responsibility letter; Servicemen's Group Life Insurance 
Election, Veterans Administration (VA) Form 29-8286; correspond­
ence from the base/ AFMPC to/from the next of kin (NOK); Ac­
knowledgment and/or Transfer of Casualty Assistance Case, Air 
Force Form 92; Statement of Service, Department of Defense Form 
13; copy of notification message; Western Union messages; AF Form 
25, Facts and Circumstances Report; a_nd other related correspond­
ence and forms which pertain to the file. Record of Emergency Data 
being maintained on all Air Force personnel on extended active duty 
(EAD) and Air Force Academy cadets. Missing Persons Case Files. 
Reports submitted on United States Air Force (USAF) personnel 
who become missing as defined in 37 USC 551. Convenience rosters 
of those persons, copies of communications from and to next of kin, 
items received through news media, and some films. 

Authority for maintenance of the system: 
10 USC 2771, Armed Forces - Accountability and Responsibility; 

37 USC 555 and 556, Pay and Allowances of the Uniformed Serv­
ices, Payments to Missing Persons; implemented by Air Force Regu­
lation 30-25, Casualty Services. 

.Purpose(s): 
Support of the Casualty Services Program. The information is used 

to assist the Air Force in effecting expeditious reporting; dignified 
and humane notifications, and efficient and thorough assistance to the 
next of kin of all casualties as previously defined. Primary user is the 
Office of the Assistant for Casualty Matters, bases of assignment and/ 
or reporting installation and bases providing casualty assistance, 
Records created in the mortuary process, including the shipment of 
remains, details associated with the appointment of a summary court 
officer (SCOURT) officer (SCO), and cases involvin'g positive identi­
fication procedures. Records contain histories of all known data 
surrounding the missing statuses, recording dealings with next of kin, 
and reflecting efforts to obtain all . possible information through 
normal and intelligence channels as well as the results of those 
efforts. Contain· record of personnel actions taken which involve the 
missing persons as well as actions taken in accordance with public 
law .. Rosters are maintained for convenience of completing many 
actions. Primary users are personnel in the Office of the Assistant for 
Casualty Matters At the Air Force Force Military Personnel Center. 
Decentralized segment is maintained for rapid response to queries by 
high-level personnel in the Washington, DC (DC) area. The Record 
of Emergency Data is used to show the names and .addresses of 
service member's spouse, children, parents and other persons the 
member wants notified should he/she become a casualty. Serves as 
an official dqcument required by law (10 USC 2771) for designating 
beneficiaries for death gratuity and unpaid pay and allowances. Also 
used to designate a person to receive an allotment of pay if the 
member qecomes missing, captured or interned. Primary user is the 
Office of.the Assistant for Casualty Matters. · 

Routine. uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
· Maintained in visible file binders, . cabinets, film canisters, arid 
microfilm .. 

Retrievability: 
Filed by name and Social Security Number (SSN). 
Safeguards: . 
Casualty records at AFMPC are accessible only to authorized 

personnel assigned to the Office of the Assistant for Casualty Mat­
ter:s. Personnel ar~ on duty 7 days per week, 24 hours a day. Access 
to the building after duty hours is controlled by Security Police 
personnel. 

Retention and disposal: 
Records may be . temporary or permanent or supplemental in 

nature. They are retained in active file until the member's status is 
changed to deceased or returned to military control or no longer 
considered VSI, SI or III. One year after that time, selected tempo­
rary records are destroyed and all permanent records are retired to 

. the National Personnel Records Center. Remaining· temporary 
records are destroyed .ten years after date of death or return to 
military control. Records of casualty· and casualty case files are 
permanent records. They are retained in active file until application 
or rec·eipt .of all allowable benefits, then forwarded to the National 
Personnel Records Center, 9700 Page Boulevard, St. Louis, MO 
63132. Case files pertaining to civilians; foreign nationals; very seri­
ously ill or seriously ill persons; and dependents of military personnel 

are destroyed 90 days after administrative closing of the case. 
Records of emergency data are retained until the member is relieved 
from active duty, then retired to a history file. Destroyed by shred­
ding, burning, or by tearing into pieces. Mortuary records are retired 
to the Washington National Records Center, 4205 Suitland Road, 
Suitland, MD 20409. 

System· manager(s) and address: 
Assistant Deputy Chief of Staff/Manpower and Personnel for Mili­

tary Personnel, Air Force Manpower and Personnel Center, Ran­
dolph Air Force Base, TX 78150. 

Notification procedure: 
Requests from individuals should be addressed to the System Man-

ager. · 
Record access. procedures: 
Requests from individuals should be addressed to: Air Force Man­

power and Personnel Center/Office of the Assistant for Casualty 
. Matters (AFMPC/MPCC), Randolph Air Force· Base, TX 78150, or 
if records have been retired, the request will be forwarded to Nation­
al Personnel Records Center (NPRC). Written requests should con­
tain the full mime and Social Security Account Number of the 
member as well as an identification as complete as possible of the 
desired material including, if known, its title,. description, number, 
date and issuing authority. For personal visits, the individual must 
provide some acceptable identification; that is, drivers license, identi­
fication card, or give some verbal information that can be verified in 
the case folder. 

Contesting record procedures: 
The Air Force's rules for access to' records and for contesting and 

appealing ~nitial determinations by the -individual concerned may be 
obtained from the System Manager. . 

Record source categories: 
Information provided by next of kin, organization of assignment, 

information extracted from Master Personnel Records, documents 
generated within the Casualty Division, Air Force Manpower and 
Personnel Center, correspondence produced· in providing casualty 
notification/ assistance/processing. 

Exemptions claimed for the system: 
None. 

F030 AF MP D 
System name: 

Contingency Operations System (COMPES). 
System location: 
(I) Headquarters Alaskan Air Command; Elmendorf AFB AK 

99506; (2) Headquarters Air Force Communications Command, Scott 
AFB IL 62225; (3) Headquarters Air Force Logistics Command, 
Wright-Patterson AFB OH 45433; {4) Headquarters Air Force 
System Command, Andrews AFB DC 20334; (5) Headquarters Air 
Training Command, Randolph AFB ·Tx 78150; (6) Headquarters 
Electronic Security Command, Kelly AFB TX 78241; (7) Headquar­
ters Military Air Lift Command, Scott AFB IL 62225; (8) Headquar­
ters Pacific Air Forces, Hickam AFB HI 96853 (9) Headquarters 
Strategic Air Command, Offutt AFB; Ne 68113; (10) Headquarters 
Space Command, Peterson AFB CO 80914; (II) Headquarters Tacti­
cal Air Command, Langley Air Force Base, VA 23365; (12) Head­
quarters United States Air Forces Europe, Ramstein Air Base, APO 
New York 09012. 

Categories of individuals covered by the system: 
Recqrds are maintained on officer and~enlisted personnel that are 

projected or departed on Temporary Duty (TDY) in support of 
contingency deployment or manning assistanc~ projects. . 

Categories of records in the system: 
Data maintained by individual Plan Identification (PID) consisting 

of data elements required to properly select and deploy members: 
Includes Plan Identification (PID); Force Requirement Line number 
(FRN LN); Air Force Specialty Code (AFSC); Required In-Place 
Date; Number of Days; Attached. CBPO; Duty Location Code 
(DLOC). Information is related to a specific PID that could be 
implemented in time of war, current on-going contingencies,· or 
yearly· exercises. When plans are implemented, the Personnel Data 
System (PDS) is updated and a TDY mini-record is generated and 
transmitted via AUTODIN. The system update is applied against the 
file a base level. 

. Authority for ~aintenance of the system: 
10 USC 8032, General duties; implemerieted by Air Force Manuals 

28-626, Functional User Support Manual for the Contingency Oper­
ation/Mobility Planning and Execution · System (COMPES) 
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··MAJCOM Level Manpower/Personnel (MANPER) Module, Users 
Manual; 28-627, Contingency Operations/Mobility Planning and Exe­
cution System (COMPES) Operation Planning Module, Users 
Manual; 28-628, Contingency Operations/Mobility Planning and Exe­
cution System (COMPES Logistics Module·-- Major Command 
(LOGMOD-M) Logistics Force Packaging (LOGFOR) Sub-System: 
A200/ZG, Users Manual; and 28-629, Contingency Operations/Mo­
bility Planning and Eceution System (COMPES) Logistics Module -­
Logistics Planning (LOGPLAN) Sub-System: A200/ZR, Users 
Manual. 

Purpose(s): 
COMPES records provide information regarding manpower. re­

quirements necessary to deploy personnel. 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for any of 

the blanket·routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained on computer and computer output products. 
Retrievability: 
Individual data records are not accessed nor displayed reflecting 

name or SSN by standard CPSC programs. Retrieval programs avail­
. able to Major Air Command personnel managers may be used to 
access individual data. 

Safeguards: 
By persons responsible for servicing the record system in perform­

ance of their official duties who are properly screened and cJeared 
for need-to-know. Records are controlled by computer system soft­
ware. 

Retention and disposal: 
Records pertaining to a wartime plan are maintained until an 

updated plan is received. 
Records are maintained only for the duration of the TOY period 

then are programmatically deleted by computer.· 
System manager(s) and address: 
Deputy Chief of Staff/Manpower . and Person~el, Headquarters 

United States Air Force. Director of Personnel Data Systems, Assist­
ant Deputy Chief of Staff for Personnel, Military Personnel, Ran­
dolph Air Force Base, TX, and Director of Personnel Data Systems 
at each Major Air Command Headquarters provided in the system 
location identification. 

Notification procedure: 
Contact Director of Personnel Data Systems at each Major Air 

Command Headquarters provided in the system location identifica-. 
tion. 

Record access procedures: 
Contact Directpr of Personnel Data Systems at each Major Air 

Command Headquarters provided in the system location identifica-
tion. · 

Contesting record procedures: 
· The Air Forces .rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. · 

Record source categories: 
Information obtained from automated system interfaces. 
Exemptions claimed for the system: 
None. 

F030AFMPE 
System name: 

Drug Abuse Waiver Requests. 
System location: · 
Directorate of Student Resources, USAF Recruiting Service, Air 

Training Command, Randolph Air Force Base, Texas 78148 (ATC/ 
RSS, Randolph AFB TX 78148); USAF Recruiting Service Detach­
ment Headquarters; USAF Recruiting Service Offices; Deputy Chief 
of Staff, Education, Headquarters Air University, Maxwell AFB, 
Alabama 36112) (AU/ED, Maxwell AFB AL 36112); Directorate of 
Senior Programs, Headquarters Air Force Reserve Officer Training 
Corps (AFROTC), Maxwell AFB, Alabama 36112 (AFROTC/SD, 
Maxwell AFB, Alabama 36112); AFROTC Detachments; Directorate 
of Admissions and Registrar, United States Air Force Academy, 
USAF Academy, Colorado 80840 (USAFA/RR, USAF Academy, 
Colorado 80840); 

Categories of individuals covered J>y the system: 
Applicants for enlistment or commissioning who have a history of 

pre-service drug abuse and who have requested a waiver of their 
disqualification. 

Categories of records in the system: 
A copy of the USAF Drug Abuse Certificate and Drug Abuse 

Circumstances, Recommendation of ·Intermediate commands, and 
cover letter containing HQ USAF decision on· waiver request are 
maintained. 

Authority for maintenance of the system: 
lO USC 504, Persons not qualified. 
Purpose(s): 
This record is not released outside the Air Force. Records are 

maintained for future reference in the case of further inquiries rela­
tive to approval or disapproval of the request for waiver of pre-
service drug abuse. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 
· Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in visible file binders/cabinets. 
Retrievability: 
Filed ,by name and Social Security Number (SSN). 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened .and cleared for 
need-to-know. Records are stored in safes and locked cabinets or 
rooms. 

Retention and disposal: 
After action on the request, the paper record is filed in secured file 

cabinets, retained for no more than six months, and destroyed by 
tearing into pieces. 

System manager(s) and address: 
Deputy Chief of Staff/Manpower and Personnel, Headquarters 

United States Air Force. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Requests from individuals should be addressed to the System Man­

ager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 

·Regulation 12-35. 
Record source categories: 
Records maintained in the system are provided by either Air 

Training Command, Air University, or the USAF Academy. 
Exemptions claimed for the system: 
None. 

F030 AF SG A 
System· name: 

Aerospace· Physiology Personnel Career Information System. 
System location: 
Air Force Medical Service Center, HQ AFMSC/SGPA, Brooks 

Air Force Base, Texas 7823~. 
Categories of individuals covered by the system: 
Air Force active duty miHtary personnel serving in, ·and civilian 

and military applicants for, the USAF Aerospace Physiology Pro­
grams. 

Categories of records in the system: 
Files contain a picture, information, academic and professional 

accomplishments, personal' letters from individuals inquiring about 
some aspect of a career as an AF Aerospace Physiologist/Physiologi­
cal Training Officer. 

Authority for· maintenance of the system: 
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10 USC 8012, Secretary of the Air Force: Powers and duties; 
delegation by; and 8067(d), Designation: Officers to perform certain 
professional functions, as implemented py Air force Regulation 
(AFR) 50-27, Air Force Aerospace Physiology Program. . · 

Purpose(s): 
Used by Chief, Aerospace Physiology and Chief,_ Biomediqll Sci­

ences Corps (BSC) to make policy decisions regarding lev~l and type 
of officer expertise available and required to meet present and future 
commitments for USAF. Used for policy analysis in deter.mining the. 
type of professional background required to. meet sta,ndards for each 
program falling within the Aerospace ·Physiology Programs. Used by 
Chief, Aerospace Physiology and Chief, Biomedical Sciences COrps 
(BSC) to analyze the experience and professional achievements o( the 
if!dividual/grouP. to insure that qualified officers are available, proc­
essed and trained and properly .. located to meet ~he requirements for 
specific and highly technical Aerospace Physiology projects .. Used 
for policy decisions regarding ·curricula for professional .training re.­
quirements. for advanced degrees, manning,. standards for manp_o~er 
evaluation, professional degree level for required functional areas, 
statistical analysis of data relating to component officers in the BSC. 
Personnel letters from/to individuals contain answer/questions 'to 
policies and their relation to individual's AF status, where applicable: 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies arid practices for storing, retrieving, .accessing, retaining, and 
disposing of records in the system: . · · · 

Storage: 
Maintained in file folders, visibl~ file binders/cabinets; resumes are 

in alphab~tical order in loose ring notebook. 
Retrievability: ·· 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system. 
Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. 

System manager(s) and address: 
Commander Air Force Medical Service Center; Brooks Air Force 

Base, Texas 78235. 
Notificati.on procedure: 
Requests from individuals should be addressed to the System Man-· 

ager. Provide full name, Social Security Number, military status. 
Requesters may visit Office of the Surgeon General, Aerospac~ M~d­
icine: Division. Proof of identity is by government ID card, drivers 
license, personal recognition by Chief, Aerospace Physiology due to 
small number of officers involved. 
~ ·Record access procedures: · 

Individual ta.n obtain. assistance in gaining ac~ess from .the· System. 
Manager. · · . 

Contesting record procedures: . . · 
. The Air. Force's rules for access to records and for contesting and 
appealing initial determinations by the individual concerned m~y f?e 
obtained from the System Manager. · · · · 

Record source categories: . 
Information is provided by the individual and the Air Force Man-

power and Personnel Center. · 
Exemptions claimed for the system: 
None .. 

F030 AF SPA 
System name: 

Documentation for Identification and Entry Authority. 
System location: 
·Chief of Security Police at'the installation where an individual is 

issued identification or entry authority credentials. Information copies 
of certain application forms for entry into certain restricted areas are 
also kept at an individual's duty assignment. Official mailing· address­
es are in the Department of Defense directory in the appendix to the 
Air force's system notices. 

.Categories of individuals covered by the system: 
Persons who are issued identification credential for n~rmal ide~tity 

purposes or for entry into contrelled or restricted areas. · 

Categories of records in the system: . 
Documentation used to request identification or en.try credential, 

information reports on the loss·, theft, or destruction of these creden­
~ials, certain types of. entry autho.rity lists, and various accountability 
~e,cords. .. · ' · · · 
. A~thority. for main.tfi)nance of the system: 

lG USC 8012, Secretary of the Air Force: Powers and duties; 
delegation by. 

Purpose(s): 
Used by the security police for issuing ID cards and tlie~ restrict­

ed or controlled area badges which authorize entry into certain areas. 
Some organizations may routinely"keep copies of the above docu­
mentation in order to maintain control over. persons·authorized entry 
into certain areas. Accountability documents are used to insure 
proper control ov~r .the various forms utili~ed . in these functions. 

Routine uses of records maintained in the system; including catego.i 
ries of. users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained· in file folders, note books/binders, card ·files and 9n 

computer and. computer output products. 
Retrievability: 
Filed by_ name. 
Safeguards: · 
Records are accessed by p~rso11(s) responsible for servtcmg the 

record system in performance of their official duties who are proper­
ly screened and cleared for need-to-know. Records are stored in 
security file containers/cabinets and in locked cabinets or rooms. 
Records are controlled·by computer system software. · · 

Retention and-disposal: 
Accou~tability ;ecords are destroyed· two yeat:s. afte~ issue of the; 

last card or the last entry on a log, etc. Statements, certificates, and 
related correspondence reporting the loss, theft, or destruction of 
identification or entry credentials. are destroyed one year after report­
ed lo'ss. Destruction of these items)s by tearin? into pieces. 

Sy'stem manager(s) and addre~s! 
:Office of Security Police, ·Kir.tland Air Force Base, ·NM 87117. 

Installation Chief of Security Police. 
Notification procedure: . 
The appropriate installation Chief of Security . Police should· be 

contacted for information. When· requesting information in writing, 
individual should include full name, Social Security Number, military 
status, home address, and the letter must be notarized. During a 
p~rsonal visit, individual will be required to produce military. ID, if 
applicable, a valid drivers· lic;:ense, or o.ther appropriate proof of 
identity. · · · 

Record access procedures: 
. lndi,vidual can obtain assistance in gaining access from the System 
M;ma·g~r. Mailing addresSes are .in the Department of Defense dire<?­
tory in the appendix "to the Air Force's systems notices. Contact the. 
Chief of Security Police at the appropriate installation. 

Contesting recor«~; proc.etlures: . , . . 
The· Air Force's rules f~r access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

. Record source categories: 
Information obtained from source documents such as reports. 
Exemptions claimed for the system: ~· 
None. 

F030AFIS A 
System name: 

For Cause ~ischarge Program. 
System location: 
Directo~ate of Security and, Communications· Management, Air 

Force Intelligence Service C-\FIS), Pentagon, Washington· DC 20330; 
HQ Electronic Systems Command, San Antonio, TX 78~23; Office of 
Administrative Assistant to the Secretary of the Air Force, Pentagon, 
Washington DC 20330. 

Categories of individuals covered. by the system: 
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A:ll personnel who are briefed into sensitive compartmented infor­
mation (SCI) who are being considered for separation from service 
or employment for either punitive .or administrative (nonvoluntary) 
reasons. 

Categories Qf records in the system: 
Initial submission and recommendations of the Air Force Major 

Command (MAJCOM) or Separate Operating Agency (SOA) con­
ce_rn~d and all S!Jpp~rting documents for the proposed action; AFIS 
Dt~ectorate or Se~u.nty and Communication Management recommen­
dations for dtspos1t1on to to the Assistant Chief. of Staff for Intelli­
gence Hq, p~ Ai~ Force;. if applicable, decisions and correspondence 
from Admtmstratlve Assistant to the Secretary of the Air Force 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties· 

~elegation by; DOD 5200.2-R; as implemented by Air Force Regula: 
tJon.205-32, USAF Personnel Security Program, USAFINTEL 201-1 
(Chapter 13), _Air Force Regulation 39-10, Administrative Separation 
of Atrf!Ie~, A1r Force Regulation 36-12, Administrative Separation of 
CommiSSIOned Officers and Warrant Officers of the Air Force. 

Purpose(s): 
'Osed by designated Air Force intelligence officials to recommend/ 

determine propriety of proposed action in light of individual's SCI 
~ccess. Substantive information is provided to responsible individual 
m the Secretary of the Air Force "to evaluate the effectiveness of the 
program, to determine consistency of decisions and decision trends 
and to provide program guidance to the System Manager. ' 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage! 
Maintained in file folders. 
Retrievability: 
Filed by name and year of the For Cause Action. 
Safeguards: 
Records are accessed the record system. Records are accessed by 

person(s) responsible for servicing the record system in performance 
of their official duties. Records are stored in security file containers 
within a vault. 

Retention and disposal: 
Records maintained in active status until final disposition of each 

separate file. After final disposition of the case the record is placed in 
inactive status and maintained permanently. 

System manager(s) and address:. 
Di~ector of Se~urity and Communications Management, Air Force 

Intelhgence Serv1c<? (AFIS/INS), Pentagon, Washington, DC 20330. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. Unclassi~ed portions of the file are available upon request. 
Requ~st must mclude full name, grade (where applicable), Social 
Security Number, date and place of birth, organization/activity to 
which assigned/employed at time of proposed For Cause Separation. 
Visits ·may be made to office of System Manager. Individuals not 
authorized access to Pentagon working areas should contact System 
Manager by mail beforehand. Include all of the above information in 
letter. 

Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules fo~ access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Individual's personnel records and MAJCOM/SOA Commander's 

proposal and recommendations with all supporting documents. 
Exemptions claimed for the system: 
None. 

F030 AFIS B 
System name: 

Air Force Attache Personnel System. 
System location:. 

321-135 0-92--9 

Air Force Intelligence Service, Ft Belvoir, VA 22060. 
Categories of individuals covered by the system: 
Files are maintained on Air Force Attache personnel applicants, 

current and former Air Force Attache personnel. 
Categories of records in the system: . 
Career Briefs, Officer Effectiveness Reports, Airman Performance 

Reports, Statements of Personal History, autobiographies, family 
photos, Defense Language Aptitude· and Proficiency Test scores, 
finger print card, Medical Fitness· Statements, Statements of Inter­
view by Commanders, Requests for National Agency Checks, Col­
lege transcripts, Graduate Record Examination scores, assignment 
preference statements, special .duty applications, and record review 
listings. · · 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by; as implemented by Air Force Regulation 39-10, 
Airmail Assignments, and Air Force Regulation 36-20, Officer As-
signments. · 

Purpose(s): 
Used by the Active Duty Military Staff Directorate involved with 

the selection and service of Air Force Attache personnel. The pur­
pose of collecting the information is to evaluate the suitability of an 
individual for duty in the Attache system. The purpose. of maintain­
ing records on current Attaches is to provide service to them in their 
assignments. The purpose of maintaining material on prior Attache 
personnel is to assist them in their applications for subsequent Atta­
che and for analysis and historical purposes. The records are retained 
within the Air Force Attache System and are not disclose<;~ to per­
sonnel outside the system. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies imd practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: ' 

Storage: 
Maintained In file folders.' 
Retrievability: 
Filed by name. 
Safeguards: 
Recqrds are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened' and cleared for 
need-to-know. Records are stored in security file containers/cabinets, 
safes, or locked cabinets or rooms. 

Retention and disposal: 
Retained in office files until no ·lbnger needed· for reference, then 

offered to National Archives and Records Administration for perma­
nent retention, inactivation, then destroyed by "tearing into pieces, 
shredding, pulping, macerating, or burning. 

System manager(s) and address: 
Director Air Force Attache Affairs (AFIS/INH), Air Force Intel-

ligence Service, Ft Belvoir, VA 22060. . 
Notification procedure! 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Individuals, Air Force Manpower and Personnel Center, Randolph 

Air Force Base, TX. · 
Exemptions claimed for the system: 
None. 

F030 AFIS C 
System name: 

Intelligence Applicant Files. 
System location: 
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Headquarters, Air Force Special Activities Center, Fort Belvoir, 
VA 22060-5798 and subordinate units. 

Categories of individuals covered by the system: 
Active duty and retired military personnel, and civilian personnel 

and former employees who have applied for admission to or ex­
pressed interest in AFSAC programs; 

Categories of records in the system: 
Biographical data and records incident~) to admission to AFSAC 

programs such as security clearance records, educational back­
ground, data on law violations or substance abuse, photographs, 
performance ratings. 

Authority for maintenance of the system: 
National Security Act of 1947, as amended (61 Stat. 495); and 10 

USC 8012, Secretary of the Air Force: Powers and duties; delegation 
by. . 

Purpose(s): 
Used to evaluate personnel'for entry into or retention in AFSAC 

intelligence programs. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: . 
Record from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. · 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: · 
Stored in file folders, on computer and computer output products, 

and in microform. · . 
Retriev'ability: 
.By name or Social Security Number .. 
Safeguards: 
Records are accessed by the custodian of the system and by per­

sons servicing the records who are properly cleared for need-to­
know. Records are stored in locked containers in government con­
tro1led facilities. 

Retention and disposal: 
Records are retained until the individual is no longer af(ili~ted with 

the AFSAC program and then destroyed. 
System manager(s) and address: 
HQ AFSAC/DA, Fort Belvoir, VA 22060-5798. 
Notification procedure: 
Requests from individuals should be sent to the System Manager. 
Record access procedures: 
Individuals can obtain assistance in gaining access from the System 

Manager: 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by, the individual concerned may be 
obtained from the System Manager and are published' in Air Force 
Regulation (AFR) 12-35. 

Record source categories: 
Information obtained from the individual and from source docu­

ments. Other sources may include former employers, personnel 
records, educational institutions, and federal, state and local govern­
ment agencies. 

Exemptions claimed for the systein: 
None. 

F030 AFSC A 
System name: 

AFSC Discrimination Complaint File. 
System location: . 
Headquarters, Air Force Systems Command (AFSC), divisions, 

center, laboratories, units, and bases. 
Categories of individuals covered by the system: 
All personnel who have fih!d a complaint of discrimination. 
Categories of records in the system: 
Includes the complaint forms, statements, reports, and related 

records. 
Authority for maintenance of the 'system: 
42 U.S.C. 2000e-l6; 10 U.S.C. 8012, Secretary of the Air Force: 

Powers and duties, delegation by; and Executive Order 9397. 
Purpose(s): 
Used to record information on discrimination complaints. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system ·may be disclosed for any of the blanket 
routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining,. and 
disposing of records in the system: 

Storage: 
Maintained in files or on computers and computer output products. 
Retrievability: 
Records are retrieved by name or SSN. 
Safeguards: 
Records are accessed by· persons responsible . for servtcmg the 

record system in performance of their official duties who ·are proper­
ly screened and cleared for need-to-know. Records are stored in 
locked cabinets, locked rooms, .or buildings with controlled entry. 
Computer records are controlled by computer system software. 

Retention and disposal: 
Records are destroyed 2 years after date of final decision or 2 

years after date of any action on the case after final decision, which­
ever is lat~r. 

System manager(s) and address: 
Chief of Social Actions or Personnel Officers of the base or unit 

where complaint was filed. . 
Notification procedure: . 
Requests from individuals should be addressed to the system man-

ager. 
Record access procedures: 
Individuals may gain access from the system manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35 (32 CFR part 806b). 

Record source categories: 
Information obtained from the individual, witnesses and investigat­

ing officials. 
Exemptions claimed for the system: 
None. 

F030 AFSC A 
System name: 

Field Management. Center (FMC) Personnel Data. 
System location: 
Det 1, Site Activation Task Force (SAT AF)(BMO), F. E. Warren 

AFB, WY 82005; terminals are located at Headquarters, Ballistic 
Missile Office (BMO), Norton AFB, CA 92409. 

Categories of individuals covered by the system: 
Military and civilian personnel assigned to or visiting SAT AF or 

weapons system deployment area facilities; HQ BMO personnel using 
satellite facilities; contractor personnel. 

Categories of records in the system: 
Personnel identification, location and status (including name, grade, 

organization, Air Force Specialty Code, address and phone number, 
security clearance, assignment, injury or illness); vehicle registration 
data; training records; recall lists; visitor clearance records. 

Authority for maintena111ce of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
Management of personnel including training. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Record from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Records are stored in computer and computer output products. 
Retrievability: . 
By name or Social Security Number. 
Safeguards: 

J 
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Records are protected by system software. 
Retention and disposal: 
Records are destroyed when individual leaves assigned unit which 

accumulated the record. 
System manager(s) and address: 
FMC System Manager, Det I BMO SA TAF, F. E. Warren AFB, 

and BMO SDMW, Norton AFB, CA 92409. 
Notification procedure: 
Requests from individuals should be sent to the System Manager. 
Record access procedures: · 
Individuals can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing. initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation (AFR) 12-35. 

Record source categories: 
Information is obtained from the individual and from existing 

records. 
Exemptions claimed for the system: 
None. 

FOJO ARPC A 
System name: 

Applications for Identification (ID). Cards. 
System location: 
Air Reserve Personnel Center, Denver, CO 80280. 
Categories of individuals covered by the system: 
Air Force Reserve personnel. -
Categories of recordS in the system: 
Applications for ID cards and discharge orders. 
Authority for maintenance of the system: 
18 USC 499, Military, naval, or official· pass; 506, Seals of depart­

ments or agencies; and 701, Official badges, identification cards, other 
insignia as implemented by Air Force Regulation (AFR) 30-20, Issue 
and Control of Identification (ID) Cards. 

Purpose(s): 
Used as a suspense file pending receipt of ID card or correspond­

ence from reservist advising of prior disposition of identification 
card. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders. 
Retrievability: 
Filed by n~me and by Social Security Number (SSN). 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properl¥ screened and cleared for 
need-to-know. Records are protected by guards. 

Retention and disposal: · 
Destroy when notified that credential has been returned to issuing 

activity by tearing into pieces, shredding, pulping, macerating, or 
burning. 

System manager(s) and address: 
Commander Air Reserve Personnel Center (ARPC), Denver, CO 

80280. I 

Notification procedure: 
Requests from individuals should be addressed to the Documenta­

tion Management Officer, ARPC/DAD, Deriver, Colorado 80280. 
Written requests for information should contain full name, SSN, 
current mailing address and, if known, the case (control) number on 
correspondence received from ARPC. Records may be reviewed in 
the Records Review Room, Air Reserve Personnel Center, Denver, 
Colorado between 8 a.m. and 3 p.m. on normal workdays. Visitors 
wishing to see their records should provide a current Reserve identi-

fication card and/or driving license and some verba£ information that 
coulrl. verify the person's SSN at time of discharge. 

Rf:cord s~cess procedures: 
Individuals can obtain assistance in gaining access from the Docu­

mentation Management Officer, ARPC/DAD, Denver, Colorado 
80280; telephone (303) 370-4667. (Toll Free 1-800-525-0102 Ext 206) 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: . 
Information is extracted from master personnel record when indi­

vidual is discharged from the Air Force Reserve. 
Exemptions claimed for the system: 
None. 

FOJO ARPC B 
System name: 

Point Credit Accounting Record System (PCARS). 
System location: 
At Air Reserve Personnel Center, Denver, CO 80280. At Air 

National Guard and Air Force Reserve activities. Official mailing 
addresses are in the Department of Defense directory in the appendix 
to the Air Force's systems notice. At Air Force Manpower and 
Personnel Center, Randolph Air Force Base, Texas 78150. 

Categories of individuals covered by the system: 
Air Force Reserve and National Guard Personnel. 
Categories of records in the system: 
Correspondence, orders, forms, and reports which include identify­

ing personnel data including name, SSN, address, grade, and retire­
ment/retention date; record of retirem~nt points and service earned 
prior to and record of points earned, by type duty, for the current 
retirement year. Reports include automated listings, processed trans­
actions, rejected transactions, accession transactions, point summary 
lists, statistical reports, individual point summary reports, and input 
lists for participation verification. · 

Authority for maintenance of the system: 
10 USC 1331, Age and service requirements; 1332, Computation of 

years of service in determining entitlement to retired pay; 1333, · 
Computation of years of service in computing retired pay; 1334, 
Time .not creditable toward years of service; 1335, Inactive status list; 
1336, Service credited for retired pay benefits not excluded for other 
benefits; and 1337, Limitation on active duty as implemented by Air 
Force Manual (AFM) 30-130, Vol I, Base Level Military Personnel 
System; Air Force Regulation (AFR) 35-41, Vol II, Reserve Train­
ing; AFR 35-7, Service Retirements; and AFR 35-3, Service Dates 
and Dates of Rank. · 

Purpose(s): 
Used to maintain accurate listings of transactions processed to 

a(;tive reserve force member's point credit account, to reconcile 
strength· of the Air National Guard and Air Force Reserve members 
between the various mechanized accounting systems, to identify new 
members of the Air Force Reserve and Air National Guard, to 
certify accuracy and completeness of transactions manually submitted 
to the point record as required by Air Force audit requirements, to 
advise member and reserve managers of the member's participation in 
reserve affairs, for promotion evaluation considerations, and for de­
termination of retirement eligibility. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in visible file binders/cabinets, on computer tape, and 

paper printouts. 
Retrievl!lbility: 
Filed by name and by SSN. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are protected by guards. 

Retention and disposal: · 
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Documents not required for .inclusion in military personnel record 
system are retained in office files until superseded, obsolete; no 
Ionger needed for reference, or after 16 months, whichever is sooner, 
!hen destroyed by tearing into. pieces, shredding, pulping,' or maceral-
mg.. . ,.· . . ... 

Sy~tem rilanager(s) and addreSs: · · 
·commander, Air· Reserve Pe.rsonnel Cent~r (ARPC), De~ver, CO 

,80280.. ' . . 
Notific~tion procedur~: . ~· · 
Reque~t from indi~idual should be add~essed to the Documentation 

Management Officer, ARPC/DAD, Denver, CO 80280 .. Written re­
quest for information should contain full name of individual, SSN, 
current a~dress and the case "control number shown on correspond­
ence recetved from center. Records may be reviewed in' 'records 
review room ARPC, Denver, CO 80280, between 8 a.m: and· 3 p.m. 
0!1 normal workdays. For personal visits, the individual should pro­
vade current reserve ID card and/or drivers license and give some 
verbal information that could verify his/her reserve assignment. 

Record access procedures: '· 
Individual can obtain assistance iri gaining access 'from Documenta­

tion Management Officer, ARPC/DAD, Denver, CO 80280, tele­
phone (303) 370-4667. (Toll Free 1-800-525-0102 Ext 206); 

Contesting record procedures: 
The Air Force's niles for access'to·records and·for·contesting and 

a:ppealing· initial determinations by 'thtUndividuaL concerned may be 
obtained from the System Manager.'· · : 

Record source categories: 
Information from master ·personnel record and authorized :point 

credit documents obtained from automated system·:interfaces. 
Exemptions claimed for the system: 
None: 

F030 Atc·A, 
. System name:·· · 1 

Drug Abuse Control Case Files. r. • · 

System location: · · · ·· · 
Special Counseling Secti<;m, 3507 Airm~n Classification . Squadron, 

Lackland Air ForceBase, TX 78236·: · 
· Categories of individual~ covered by the system: 
: Air . Force. ;iytive duty enlis~~d per~onnel and reserve; person·nel 
referred to drug abus~ office. ; ..... · . 

Categories of·records in the·system:: 
Various letters describing drug abuse information such as notifica­

tion of disposition, recommendation for disposition, drug abuse deter-
mination of ll,rinalysis ·cases.' •. . ' ~ . 

·'Authority for maintenance of the' system: . 
lO USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by; Air Force Regulation 39-12, Separation for Unsuitabi­
·li.ty, Misconduct~ Resignation or Request for Discharge for 'the Good 
of the Service;: and Procedures for Rehabilitation Program; and Air 
Force Regulation 30-2, Social Actions Program. · ··· • · 

Purpose(s): · . . . 
Discharge au~h~rity,. Special C~~nseling Sectlqn, . apd .sq·u~dron 

commanders .determine extent pf prior service drug abuse and .make 
detertl}inations of disc.harge or retention. in the .Air Force. 

Routine uses:of records. maintained in the system,· including catego-
ries of users and the purposes of su~h uses: · 

.Records from this system of records may be disclosed for any of 
the blanket routine uses publisped by the Air Force. 

Policies and practices for storing, retrieving, accessing, :retaining, and 
disposing of records in the system: · · 

Storage:· 
Maintained in file folders. ~ 

Retrievability: 
· Filed 'by name. 
Safeguards: 
Records are accessed by custodian of the record system· and by 

person(s) responsible for servicing .the record 'system in 'performance 
of their official duties who are properly screened and cleared for 

. need-to-kno~. Records'are·.stored,in locked '?abi!f.et.s or room~ .. • 
Retention and disposal: . . ' 

· Retained' iri office ·files for one year after annual cut-off, then 
destroyed by tearing into pieces, shredding, pulping, macerating, or 
burning. 

System manager(s) and address: . 1• 
Commander, 3507 Airman Classification Squadron, Lackland Air 

~orce Ba~e, TX 782~?· 1., 

.Sotification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

ManageL Mailing addresses are in the Department of Defense direc­
tory in the appendix to the Air Force's systems notices. . 

.. Contesting record. procedures: . !. 

The Air Force's rules for access to records and for contesting and 
appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record sour:ce' categm;ies: . . , r? , • • . 

!~formation· obtained· from squadron· comm~riders, bas~ surgeons, 
classification interviewers, medical institutions .and from.source docu­
ments such as reports. 

·' (Exemptions claimed for .the system:_ . 
None. . · · ... 

F030 ATC C 
System name: 

Processing and Classification of Enlistees (PACE). 
System location: 

' ; ,(I 

At Air Training Command,' Randolph AFB, TX 78150 and input/ 
output remotes at 3507 Airman Classification Squadron (A TC) Lack­
land AFB, TX 78236 ,and USAF Re~ruiting Service (A TC) Ran-
dolph AFB, TX 78150.. . · · 

Categories of individu~ls co~ered by. the' sy·stem: . 
Air Force active duty enlisted personnel. Attached records for Air 

National Guard and Air Force reserve personnel attending ·basic 
military training and training school. Active duty enlisted personnel 
attending Officer training school in TDY status. · ... 

Categories of records in·. the system: 
Airmen .trainee records containing name, Social· Security Number 

(SSN), and other personnel data for assignment from basie military · 
training, security investigation, job preferences,- dependent data, edu­
cation, test scores, grade and promotions, biographical history, physi­
cal data, . drug abu~ · h.istory, enlistment personal .. and guaranteed 
training enlistee program. data, separation information, class~ficat~9n 
data, service dates; and basic training flight, squadron, entry. a'nd 
graduation qates. . 

Authority for maintenance of ~he ·system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by; and Air Force -Regulation~39-l,. Airmll~ Classification 
Regul~tion. . · · 

Purpose(sf: · 
To create an initial record for the base level personnel data system 

(BLMPS); to provide AFMPC with initial accessipn information on 
non-prior service enlistees provide for impr'oved classification ·and 
assignment procedures using computer processes; provide necessary 
information to joint military pay system. (JUMPS) and Lackland 
Entering Pay System (LEAPS) for establishment of military: . pay 
records; interface the data .ring process to, the maximum exte'':lt 'with 
other function~! areas; and . to standardiz~ and simplify· ptfrsonnel 
processing for the 3700 personnel processing group (ATC), L11ckland 
AFB; TX 78236, ·so that they may more eff~ctively con~rol record 
preparation, processing, and classification actions necessary to transi­
tion civilian enlistees to military status .. Aptitude tests are adminis­
tered; biographical· history and job and assignment preferences are 
collected; and persqnal data is· collected from enlistment records to 
establish a mechanized record necessary to support classification and 
assignment of trainees. Accession and update ,data .. is , furnished 
through automatic .interface to the 11ch•anced personnel data system 
(PDS) al AFMPC and Air Training Command, ·Randolph AFB, TX; 
to JUMPS at AFAFC, Denver, CO. and to LEAPS at accounting 
and finance, Lackland AFB, TX. History records are furnished 
monthly. to the· human resources laboratory (HRLPRD),. personnel 
research division,. Brooks AFB, TX, for statistical analysj~ and to 
USAF. Recruiting Service/RSS, Randolph· AFB, TX, for use in the 
enlistee quality control monitoring system. Data is used to. prepare 
forms; processing schedules, reassignment and promotion ord.ers, 
classification actions, transaction and error rosters, autodin lists, and 
management products necessary·to administer trainees whil.e at Lack­
land AFB,· TX. Standard. JlLMPS products such. as JtiMPS transac-
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tion registers, strength balance reports, and suspense lists are pre­
pared. Changes in basic data, promotions, reassignments, separations, 
and duty status changes are reported to PDS, JUMPS, and LEAPS 
as the action occurs. History records used at HRLPRD and the 
enlistee quality control monitoring system are augmented by addi­
tional ,data from PDS and technical training centers and are used to 
evaluate the quality of Airmen enlisted in the USAF and the effects. 
of changes in procurement·and classification policies. · · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Maintained in card files and on computer magnetic media. 
R_etrievability: 
Filed by name or SSN. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s). responsible for servicing the record system in performance 
of their official (juties. Records are controlled by computer system 
software. 

Retention and disposal: 
Records for basic trainees are retained in active file until departure 

from basic military training is confirmed then transferred to history 
file on magnetic tape for one year. Records for Officer trainees are· 
maintained in the active file until end of fiscal year in which they 
enter training and then transferred to history file on magnetic tape 
for one year. 

System· manager(s) and address: 
HQ A TC Assistant for Plans Analysis and Data Systems, Data 

Systems Support Division, Randolph AFB, TX 78150 and 3507 
Airman Classification Squadron (A TC), Lackland AFB, TX 78236. 

Notification procedure: . 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the inOividual concerned may be 
obtained from the System Manager, and are published in Air Force 
Re~ulation 12-35. 

Record source categories: 
Information obtained from automated system interfaces, from 

source documents such as reports, and from forms prepared during 
enlistment processing and completed during interviews and testing at 
3507 Airman Classification Squadron, Lackland AFB, TX 78236. 

Exemptions claimed for the system: 
None. 

F030 MPC A 
System name: 

Deceased Service Member's Dependent File. 
System location: 
Air Force Manpower and Personnel Center, Randolph Air Force 

Base, TX 78150. 
Categories of individuals covered by the system: 
Air Force widow/widowers or other next of kin. 
Categories of records in the system: 
Name, address, Social Security Number (SSN) of widow/widow-

er: Name, grade, SSN, date of death/date .of retirement of sponsor. 
Authority for maintenance of the system: 
1.0 U~C 8032, General duties; and Air Force Regulation 30-25. 
Purpose(s): 
Used only to identify Air Force widow/widowers for purpose of 

mailing copies of the bimonthly United States Air Force· News for 
Retired Personnel, The Afterburner. Verification for issuance df- ID 
cards or obtaining benefits. ' 

Routine uses of records maintained in. the system, including catego­
~ies of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
. the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, arid 
disposing of records in the system: · 

Storage: 
Tape and card. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system and by 

persons responsible for servicing the record system in performance of 
their official duties who are properly screen~d and cleared for need­
to-know. Records are stored in locked cabinets or rooms. · 

Retention. and disposal: 
Maintained permanently. 
System manager(s) and address: 
Assistant Deputy Chief of Staff/Manpower and Personnel for Mili­

tary Personnel, Randolph Air Force Base, TX _7~ 150. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. · 
Contesting ~ecord procedures: 
The Air ·Force's rules for access· to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Widow/Widowers request, ID card application, casualty notices. 
Exemptions claimed for the system: 
None. · 

F030 MPC B 
System name: 

Indebtedness, Nonsupport, Paternity. 
System location: 
Air Force Military • Personnel' Center, Randolph Air Force Base, 

TX 78150-600 I .. 
Categories of indi~iduals covered by the system: 
Active duty military personnel who are the subject of complain~s 

of indebtedness, nonsupport or inadequate support, or paternity alle-
gations. ' · 

Categories of records in the system: 
Correspondence relating to a complaint of indebtedness,' nonsup­

port or inadequate support of dependents, or allegations of paternity 
with a report of the immediate commander's final action ~egarding 
same. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

d~legation by; Air Force Regulation 35-18, Financial Re.sponsibility. 
Purpose(s): 
Source of background information used for historical and statistical 

purposes. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for· any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
Maintained in visible file binders/cabinets.· 
Retrievability: 

· Filed by name. 
Safeguards: 
Immediate access limited to Chie.f, Personnel Assistance Section 

(HQ AFMPC/DPMASC2) in performance of official duties. Safe­
guarded by personal screening who are properly screened and 
cleared for need-to-know. Records are stored in locked cabinets or 
rooms. 

Retention and disposal: 
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Retained for two years after end of year in which the case was 
closed, then destroyed by tearing into pieces, shredding, pulping, 
macerating, or burning. 

System manager(s) and address: 
Assistant Deputy Chief of Staff/Personnel for Military Personnel, 

Randolph Air Force Base, TX 78150-6001. 
Notification· procedure: 
Requests from individuals should be addressed to the System Man-

ager stating name, SSN and date of birth. · ' 
Record access procedures: . 
Assistance can be obtain~d by writing HQ A~M~C/DPMASC2, 

Randolph AFB, TX 78150-6001. 
Contesting record procedures: . 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. ' 

. Record source categories: 
Individuals, piivate concerns, and government agencies with inter-

ests pursuant to subject records. · ·,.,. . 
Exemptions claimed for the system: 
None. 

FOJO REDCOM A 
System name: 

USREDCOM Military Personnel Data File. 
System location: 
US Readiness Command, MacDill AFB, .FL 33608-6001. 
Categories of individuals covered by the system: 
All Army, Navy, Marine Corps, and Air Force personnel assigned 

for duty with USREDCOM. . . 
Categories of records in the system: 
File cotains individual's name, SSN, rank, pay grade, date of rank, 

branch of service, basic pay entry date, date of birth, organization 
and division, alert status-joint task force, immunization dates, weap­
ons qualification, primary and secondary military specialty, duty 
MOS/ AFSC, marital status, officer evaluation report/enlisted effi­
ciency report date, reserve regular status, duty telephone number, 
home address and telephone number, date arrived at USREDCOM, 
projected loss date, expiration term of service, foreign service avail­
ability -code, human personal reliability screening date, language pro­
ficiency, enlisted evaluation report weighted average, name ofOER/ 
EER rater, duty title, permanent grade, date of rank, rated category, 
highest professional military and civilian education, source of com­
mi~sion, mandatory retirement date (officers). 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. · 
Purpose(s): 
To maintain a consolidated joint personnel file on personnel as­

signed to the USREDCOM. Although each service has its own 
personnel system, USREDCO requires basic data for Command 
Maning Rosters, Joint Task Force Deployment Rosters, and similar 
management purposes. 

Routine ·uses of records maintained in the· system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Department of the Air 
Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: · 
On-line disk storage backed up by magnetic tape. 
Retrievability: 
Data is retrieved by SSN. 
Safeguards: 
All personnel who maintain the system are cleared for Top Secret. 

Access to the data is controlled by system software. Outputs are 
labeled. 

Retention and disposal: 
Records are deleted when individuals depart USREDCOM. 
System manager(s) and address: 
Commander, US Readiness Command, MacDill AFB, FL 33608-

6001: 
Notification procedure: 

Individuals wishing to know if the system contains information on 
them may write the system manager, ATTN:-: Directorate of Person­
nel, JI (ATTN: RCJi-MP). Individuals must furnish full name, SSN, 
current address and telephone number, and signature. 
· Record access procedures: 

Individuals may obtain assistance by writing the address a'nd pro­
viding the information listed under Notification procedure. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. · 

Record source categories: : 
Information is obtained from military personnel records. 
Exemption~ claimed for the. system: 
None . 

FOJO SAC A 
System name: 

Automated.Command and Control Executive Support System. 
System location: 
Headquarters Strategic Air Command (SAC), Executive Systems 

Program Management Office (ADUC), Offutt Air Force Base, NE 
68113-5001. 

Categories of individuals covered by the system: 
Active duty military personnel of all services, civilian employees, 

and contractor personnel assigned to SAC and the Strategic Informa­
ti_on Systems Division (SISD) after September I, 1984. 

Categories of records in 'the system: 
Data extracted from the Personnel Data System (F030 AF MP A) 

plus 100 characters of locally generated information. Record includes 
name, grade, SSN, unit of'assignment, security clearance, supervisor's 
name, duty title, office telephone, home address and telephone 
number, dependents, education and training, specialty or job qualifi­
cation, performance/effectiveness reports, awards/decorations, pro­
motions, duty assignment history and similar information. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of, the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
Used by HQ SAC for locating and administering assigned person­

nel. Used by managers outside of the Deputy .Chief of Staff for 
Personnel to view individual records and create summary reports for 
personnel within SAC and SSID. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

Record from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing; retaining, and 
disposing of records in the system: 

Storage: 
Stored on computer and computer output products, and on micro-

fiche. 
Retrievability: 
By Social Security Number or name. 
Safeguards: 
Records are accessed by the custodian of the system and by per­

sons servicing the records who are properly cleared for need-to­
know. Records are protected by computer software and the system is 
operated in a secure area. 

Retention and disposal: 
Computer record is retained until individual is no longer assigned 

to or attached to SAC. Records will be destroyed not later than 2 
years after last entry. 

System manager(s) and address: 
Chief, Executive Systems Division (HQ SAC/SIOU), Offutt AFB, 

NE 68113-5001. 
Notification procedure: 
Requests from individuals should be sent to the System Manager. 

Full name, military or civilian status, grade and SSN' are needed to 
determine if the system contains a record. Visitors must provide 
identification such as a military ID card, driving license, or some 
information contained in the record. 

I 
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Record access procedures: 
Individuals can obtain assistance in gaining access from the System 

Manager: 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

aP,pealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation (AFR) 12-35. · 

Record source categories: 
Information obtained from the Air Force Personnel Data System, 

personnel records or the individual. 
Exemptions claimed for the system: 
None: 

F030 SG A 
System name: 

Bioenvironmental Engineer Personnel Career ~nformation System. 
System location: · 
Air Force Medical Service Center, Brooks AFB, TX 78235. 
Categories of individuals covered by the system: 
All Air Force- Active Duty Officers with Air Force Specialty 

Code (AFSC) 9116, 9125, or 9121. 
Categories of records in the system: 
File includes information on where the individual is assigned, aca­

demic· background, assignment preferences, past assignments, corre­
spondence between the individual and the Associate Chief of the 
Biomedical Sciences Corps (BSC) for Bioenvironmental Engineering, 
and professional accomplishments. of the individual. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by; and 8067(i), Designation: Officers to perform certain 
professional functions. 

Purpose(s): 
To assist the Associate Chief of the BSC for Bioenvironmental 

Engineering in establishing policy or educational requirements in this 
career field; to foster career retention through more personal contact 
with officers in this specialty; to assist the Air Force Manpower and 
Personnel Center in assigning bioenvironmental engineers. 

Routine uses of records maintained in the system(including catego-
ries of users and the purposes of such uses: / · 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, r~tairiing, and 
disposing of records in the system: 

Storage: . 
Maintained in file folders and in card files. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian -of the record system and by 

authorized personnel who are properly' screened and cleared for 
need-to-know. Records are protected by guards and controlled by 
personnel screening. 

Retention and disposal: 
Retained in office files for six months after the individual termi­

nates active military service, then destroyed by tearing into pieces, 
shredding, pulping, macerating, or hurning. 

System manager(s) and address: 
Air Force Medical Service Center, Brooks AFB, TX 78235. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations b~ the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information obtained from source documents. 
Exemptions claimed for. the system: 
None. 

F030 SG B 
System name: 

Aerospace Medicine Personnel Career Information System. 
System location: 
The Aerospace Medical Consultants Division, HQ AFMSC/ 

SGPA, Brooks AFB, TX 78235. 
~ategories of individuals covered by the system: 

, All AF Medical Officers (MC), active duty, separated or retir~d, 
who possess or are in training leading to award of Air Force Spectal­
"ty Code (AFSC) 9356, Aerospace Medicine Physician. 

Categories of records in the system: 
Date of Board certification, dates of aeronautical ratings, profes­

sional society membership record· of training, military assignm~nts, 
marital status, list of papers authored, assignment ~references,_ dest~ed 
career progression, photograph, letter of notificatiOn of certtficattOn 
by the American Board of Preventive Medicine, as well as personal 
letters from officers regarding promotion/assignments/career pro­
gression and copies of replies to these letters. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by; and 8067(f) Designation: Officers to perform certain 
professional functions. 

Purpose(s): 
Assist the Chief, Aerospace Medical Consultants Division in estab­

lishing policy on educational requirements in 9356 ca~eer field; ~o 
foster career retention through more personal contact wtth officers m 
this specialty; to assistthe AF Military Personnel System in assigning 
Aerospace Medicine Physicians. 

Routine ·uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders a'nd in visible file binders/cabinets. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system, and by 

authorized personnel who are properly screened and cleared for 
need-to-know. Records are controlled by visitor registers. 

Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. 

System manager(s) and address: 
Chief, .Flight Medicine, HQ AFMSC/SGPA, Brooks AFB, TX 

78235. . 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. Required information is full name/rank; visits may be made to 
Chief, Flight Medicine, Office of the Surgeon General, Aerospace 
Medical Consultants . Division; proof of identity is by military ID 
card for active/retired and· personal recognition due to small number 
of officers involved. 

Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Individuals provide most of the information for the system. The 

remainder is obtained from financial, educational or medical institu­
tions, and from source documents. 

Exemptions claimed for the system: 
None. 

F035 AF A 
System name: 

Officer Quality Force Management Records. 
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System location: 
(I) Headquarters Strategic Air Command (SAC), Quality Force 

Management Division, ,Dire<:;to.rate of Pc;!rsOJ:mel Programs (OPAA), 
Offutt AFB, NE 68113. (2) Headquarters Air Force <:;ommunications 
Com~and (AFCC), Force Management Division (DPAF A), Dire~­
torate of Personnel Programs, Scott AFB,' IL 62225-6001. 

Categories of individuals covered by the system: . . . 
Air Force active duty offic~rs ·.~ssig~ed or· attached t~ (I) SAC or 

(2) AFCC who~e p~rro~inance, CO!l~uct, .or alle~ed 'misconduct, may~ 
or has resulted m ,mtttahon of admmtstrattve actton(s). 

Categories of records in' th·e system: . . .. . . , . 

_ Information rela~ing to subst.arl<fard ~¢rformance, ·uriacceptable 
conduct or' unfitness, ahd status and dates' Of pending or completed 
administrative actions. · · · · · · · · 

. Authority for mafnt~~~n~e of .the.~ystem: . . . 
; 10 USC .8012, .Secretary of .the Air Fo~ce: Pa'wers and duties; 

delegation by; and· 8074, Commands; territorial organization. 
Purpose(s): 
To provide information to· (l)· Commander in Chief S'XC or (2) 

Deputy Chief of Staff for ·Personnel (AFCC) and. staff members· as 
appropriate' who make decisions on officers' qualifications fot ·.con-: 
tinuation on active duty, or further consideration for promotion. 
Used to evaluate and monitor status of actions on subjects: ~ 

Routine uses of records maintained in the system, including catego-
ries of users and the:purposes of such uses: . 

Records from this system of recqrds. may be disclo·sed for any of 
the blanker: routine uses published by: the Air Force ... · i . . : 

Policies and practices for storing, retrieving, accessing, retaining, :aiid 
disposing of records in the system: 1 • • • ' • 

Storage: 
· Maintained in 'computer and computer output prbducts. 

Retrievability: . · · · . · 

Retrieved.by name or Social SecurityNuml:Jer (SSN). .. 
Safeguards: . 

· Records are accessed by: the custodian ·or t)le .record systemaQd by 
persons responsible for servicing the records in performance of their 
official duties who are properly screened and cleared for need-to­
know. Records and computer software are stored in ·lacked cabinets 
in locked rooms in buildings protected by guards. · 

Retention and disposal: '.; . 
Retained until· superseded, .'obsolete, or no Jongerneeded f<;>r ref~r~; 

ence, whichever is sooner. Files will be destroy·ed not later than· 2 
years from last entry. · ' · 

System manager(s) and address:· .. '· · · · · 
{I) Chief; Quality Force ·Management Divisi"on, Directorate of 

Personnel Programs (HQ SAC/DPAA), Offutt'AFB, NE 68113. (2)· 
Chief, Force Management Division, Directorate of Personnel Pro­
grams (HQ AFCC/DPAF), Scott AFB, IL 62225-6001. 

Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. Full name, :military status, 'grade and SSN are. required to 
determine if the system contains records on an individual. Visitors 
must provide proof of. identity such as a military ID card, valid 
dri:vers license, or some item of information which· can be verified 
from the records. The ·authqrity for .soliciting the SSN. is the same as 
the authority listed for operating the system. Disclosure. of the SSN, 
which will only be used to retrieve recqrds. from the system,. is 
voluntary. Failure to disclose the SSN will make it difficult to insure 
accurate. retrievals of informa'tion~ . . i . . ' : . • 

Record access procedures: ... 
Individuals can obtain .~ssistance in gai~i"ng 'ac~ess from the System · 

Manager.. ·. . · . · · . . · '.· '· · . 
Contesting record pro~edures: . , / 
The Air Force's rules for access to reco.t:.ds and. for contesting and 

appealing initial determinations ·may be obtained from the System 
Manager andare published in Air.Force Regulatio~ 12-35. ··· . 

Record so~rc~ ~ategories: . . . . _'' · ·' · .. 

Information obtained from source documents, the individual con­
cerned, member's commander, /Quality Force Management Division 
(SAC)/Force Management Division (AFCC), Consolidated Base Per­
sonnel Offices, and the office of the Judge Advocate General. 

Exemptions claimed for the system: 
None. '· 

F035 AF DP A 
System name:- 1 1. • : · ... 

·Family Support Center Case Files. 
. System location: · ~. :,. c 
. At servlc)ng Fan\ify Support Centers 9n Air 'Force · i~st.~llations. 

Official mailing addresses are in the Air Force directpry in AFP 12~ 
36, attachment ·3. · ·· · ' · · ', . · .. · 

Categories of individuals covered by the system: 
·Active duty . military personnel and their dependents, Air Force 

Reserve personnel, and Air National Guard ~personnel-. Retired Air· 
Force personnel and Air Force civilian employees and their depend­
ents may also be included when records are created which' are 
identical to those on military members. · · ·· 

Categories of records in the system:' : . 
File copies of i~formation, which include but are not limited to 

demographics; client concerns, referrals, client assessments, horrie and 
duty phone numbers, addresses, volunteer records, and staff member 
comments. 

Authority for mainte!lance of the sy~tem: 
10 USC 8013, Secretary of the Air Force: P.owers and duties; 

delegation by; as implemented by Air Force Regulatipn 30-7,Fa!Jlily; 
·Action/Information Board and Family. ~upport Cet:tter. 

Purpose(s): 
To provide information to Family Support Center staff for actions 

related to assessment counseling, program development; training, and 
referral ac.tions. :' 

Routine uses of records' maintained· in the system, inCluding catego-
ries of users and the purposes of such uses: ' · 
· Records {rom this system of records may be''disclosed for .any of 

the'blanket routine uses published by the Air Force; . 
Policies and practices for storing, retrieving, accessing, retaining, and 

di:oiposing of records in the system: 
.Stor~g;:. . . . ' 

. A.utoni~ted; mai.ntaine9 on .computer and -manual, .maint~ined in 
paper· files .. · 

Retrievability: 
Filed by mime. 

: Safeguards: . i . 

'Record are accessed by the .cu.stodian of the re~ord system,an~. 
person(s) responsible for servicing the record system in the perform­
ance of their duties. Records are stored on computer disk, in focked 
cabinets or rooms. Computers are only accessible by proper log-on/ 
password capability. 

Retention and disposal: · · · 1 
· 

Retained in office files for one year or when no lo~ger needed, 
whichever is later, then destroyed by erasing, degaussing, .overwrit­
ing, shredding, . macerating, burning pulping or buried in a landfill. 

System man~ger(s) and address: · · · 
·Chief Air· Force Family'· Matters :Branch; Hum·an Resources Devel­

opment Division, 'Directorate of Personnel Plans; HQ USAF; Direc-· 
torate of Personnel Programs at Major Command Headquarters; and 
Director, Family Support Center at Air Force installations. 

·'Notification procedure:· 
· Address'.written reque.sts h~m i~dividual to the Director or 

Deputy Director of the Family Support Center where the 'indivi·d­
ual's records are maintained. Include the full name and signature of 
the requester and sufficient information to ensure positive identifica-
tion of requester. · 

Record access procedures: 
Contact Director, Family Support Center at servicing AF i~stalla­

tion. 
Contesting record procedures: 
The rules for access to records and for contesting and appealing 

initial determinations by the individual concerned may be obtained 
from the system manager and are published. in Air ·Force Regulatio'n 
12-35 (32 CFR part 806b). 

Record source categories: 
Information obtained from individual, medical institutions, and per­

sonnel records. 
Exemptions claimed for the system: 
None. 
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F035 AF MP A 
System nanie: 

Effectiveness/Performance Reporting Systems. 
System location: 
Headquarters, United States Air Force, Washington, DC 20330-

5~60; Headquarters, Air Force Military Personnel Center, Randolph 
Atr Force Base, TX 78150-6001; National Military Personnel 
Records Center, 9700 Page Boulevard, St. Louis, MO 63132-2001. 
Air Reserve Personnel. Center, Denver, CO 80280-5000, and the 
Human Resources Laboratory, Brooks Air Force Base, TX 78235-
5000, ' . 
· Headquarters ofmajor commands. and separate operating agencies; 

consolidated . base personnel offices; each State Adjutant General 
Office, and Air Force Reserve and Air National Guard units. Official 
mailing. addresses are published as an appendix to the Air Force's 
compilation of record systems notices. 

Ca~egories of individuals covered by the system: 
Military Personnei On\y. . . 

. Officers: Applies to Active Duty I Air National Guard/ Air Force 
Reserve. personnel ,serving in grades Warrant 9fficer (W-'t) through 
Colonel (0-6). · · . . · 

Enlisted: Applies to 'active duty personnel in grades Airman Basic 
(E-1 )" thro~gh Chief Master Sergeant (E-9), and to Air Force Re­
serve personn~l i~ grades Staff Sergeant (E-5) through Chief Master 
Sergeant (E-9).. . . . · · 

Categories of rec~rds in the system: . 
Officer Effectiveness Reports; Education/Training Reports; Colo­

nels and Lieutenant Colonels Promotion Recommendation Reports;· 
Enlisted Performance Report for Airman Basic (E-1) through Chief 
Master Sergeant (E-9); Description of data contained· therein: Name; 
Social Securi~y Number; active and permanent gr~des; specialty data; 
organization location and Personnel Accounting Symbol; period of 
re·port; n~mb~r of days of supervision; performance .evaluation scales; 
assessment of potential, and comments regarding ratings. , 

Authorjty for maintena~ce of the system: · 
10 U.S.C. 8013, Secretary of the Air Force: Powers .and duties; 

delegation by; as implemented by Air Force Regulation 36-9, Gener­
al Officer Promotions and Evaluations; Air Force Regulation· 36-10, 
Officer Evaluation System; Air Force Regulation · 39-62, Enlisted 
Evaluation System; and Executive Order 9397. 

Purpose(s): 
Used to document ~ffectiveness/duty performance history; promo­

tion selection; school selection; . assignment selection; reduction-in­
force; control roster; reenlistment; separation; research and statistiCal 
analyses, and other appropriate personnel actions.' 

Routine uses of records maintained in the system, including catego· 
ries 'of users and the purpose of such uses: 

The "Blanket 'Routine Uses" publish~d at the beginning of th~ Air 
Force's compilation of record systems notices apply to this system, 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained .in visible file binders/cabinets. 
Retrievability: 
Retrieved by name or Social Security Number. 
Safeguards: · 
Records are· accessed by custodian of the record system and· by 

person(s) who are properly screened and. cleared for need-to-know. 
Records are stored in locked cabinets or rooms. 

Retention and disposal: 
Copies of effectiveness reports are retained until · separation or 

, retirement. At separation or retirement, data subject is presented with 
field and command record copies of his or her reports. The Head­
quarters Air Force (HAF) copy is a permanent record that is for­
warded to the National Personnel Records Center, St. Louis, MO 
63132-2001. In the event the member has a Reserve commitment, the 
HAF copy is sent to the Air Reserve Personnel Center, Denver, CO 
80280-5000. . . 

The following exceptions apply: 
Officers ·Field Record: Remove and give to individual when pro­

moted to Colonel, when separated or retired,· or destroy when 
voided by action of the Officer.·Personnel Records Review Board. 
When voided by action of the Air Force. Board for Correction of 
Military Records, forward all copies of reports to Headquarters 
United States Air Force (HQ USAF) when directed. 

Command Record: The comm;md custodian will destroy the re­
·ports when voided by action· _of Officer Personnel Records Review 

Board. When voided by action of the Air Force Board for. Correc­
tion of Military Records, forward all copies of report to HQ USAF 
when directed. 

HAF Record: R_emove reports voided by . action of the Officer 
Personnel Records· Review Board from the 'selection folder and file 
in the board recorder's office until destruction. Remove reports 
voided by action of the Air Force Board for Correction· of Military 
Records from selection folder and submit to Board's Secretariat with 

. ·duplicate anq triplicat~ copies for custody and disposition. Promotion 
. Recommef!dation Repor~s are temporary .docum~nts maintained only 

at HQ Air Force level and are destroyed after their purpose has been 
served. · 

Active Duty Enlisted: Grades E-3 through E:-6: On separation or 
retirement, Enlisted Performance Reports (Ei>Rs) are forwarded to 
the National Personnel Records Center, St. Louis, MO unless data 
subject _holds a reserve obligation, in which case they are forwarded 
to Air Reserve Personnel Center. Grades E-7 through E-9: On 
separation or retirement, original copies, those . retained in Senior 
NCO selection folders and those in field record closing before Janu­
ary 1, 1967, are forwarded to the National Personnel Records Center, 
or to Air Reserve Personnel Center if data subject holds a reserve 
obligation. Duplicate copies closing January 1, 1967 or later (field 
record) are returned to the member at separation or retirement. 

Non-Active ·Duty Reserve Enliste'd: Air Force Reserve Forces 
Noncommissioned Officers Performance Report; upon separation, re­
tirement or assignment to a non-participating reserve status, they are 
forwarded to· Air Reserve Personnel Center for file in the master 
personnel record and disposal of as a part of that record. Records are 
destroyed by tearing into pieces, shredding, pulping, macerating or 
burning. 

System manager(s) and address: 
Deputy Chief of Staff/Personnel, Headquarters United States Air 

Force, Washington, DC 20330-5060; Chief of Air Force Reserve, 
Headquarters United States Air Force, Washington, DC 20330-1000, 
and Director, Air National Guard, Washington, DC 20310-2500. 
. Notification procedures: 

Indivjduals seeking to determine whether information about them­
selves is contained in this system s·hould. address written inquiries to 
the Deputy Chief of Staff/Personnel·, Headquarters Unitt:!d States Air 
Force, Washington, DC 20330-5060; or to the Chief of Air Force 
Reserve, Headquarters United States Air Force,. Washington,· DC 
20330-1000; or to the Director, Air National Guard, Washington, 
DC 20310-2500; or directly to agency. officials at the respective 
system location. Official mailing addresses are published as an· appen-

. dix to the Air Force's compilation of record systems notice. 
Record access procedures: 
Individuals seeking to access records about themselves contained in 

this system should address written inquiries to the Deputy Chief of 
.Staff/Personnel, Headquarters United States Air Forfe, Washington, 
DC 20330-5060; or to the Chief of Air Force Reserve, Headquarters 
United States Air Force, Washington, DC 20330-1000; or to the 
Director, Air National Guard, Washington, DC 20310-2500; 'or di­
rectly to agency officials at the respective system location. Official 
mailing addresses are published as an appendix to the Air Force's 
compilation of record systems notices. 

Contesting record procedures: 
The Department of the Air Force rules for accessing records, and 

for contesting and appealing initial agency determinations by the 
individual concerned are published in Air Force Regulation 12-35, 
Air Force Privacy Act Program; ~2 CFR part 806b; or may be 
obtained from the system manager. 

Record source categories: 
The basis of the ratings is observed on-the-job performance or by 

the education/training progression of the individual. Further, effec­
. tiveness ·reports may have as an additional source of information 
Letters of Evaluation. 

Exemptions claimed for the system: 
Portions o(this system may be exempt under the provisions of 5 

U.S.C. 552a(k)(7), as applicable, but only to the extent that disclosure 
would reveal the identify of a confidential source. 

An exemption rule f<.>r this record system ~as been promulgated in 
accordance with the requirements of 5 U.s:c. 553(b) (1), (2), and (3), 
(c) and (e). and published in 32 CFR part 806b. For additional 
information contact the system manager. 

F035 AF MP B 
System name: 

Geographically Separated Unit Copy Officer Effectiveness/ Airman 
Performance Report. · 
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System location: 
Headquarters of major subordinate commands and numbered Air 

Forces. 
Categories of individuals covered by the system: 
Officers (Lt Colonel and below) and Airmen. 
Categories of records in the system: 
Officer Effectiveness Report; Education/Training Report; Airman 

Performance Report; Technical Sergeant (TSgt), Staff Sergeant 
(SSgt), and Sergeant (Sgt) Performance Report; and Chief Master 
Sergeant (CMSgt), Senior Master Sergeant (SMSgt), and Master Ser­
geant (MSgt) Performance Report. 

Aut~ority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by; implemented by AFr 36-10, Officer Evaluations, and 
Air Force Regulation 39-62, Active Duty Noncommissioned Officer 
and Airman Performance Reports. · 

Purpose(s): 
Used as a record of individual's past job performance. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by authorized personnel who are properly 

scre.ened and cleared for need-to-know. Records are stored in locked 
cabinets or rooms. 

Retention and disposal: 
Retained in offi.ce flies until reassignment· or separation, then de­

stroyed by tearing into pieces, shredding, pulping, macer~ting, or 
burning. · 

System manager(s) and address: 
At Headquarters of Major Subordinate Commands and numbered 

Air Force official. mailing addresses are in the Department of De­
fense Directory in the appendix to the Air Force systems notices. 

Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual cari obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures:. 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. · 

Record source categories: 
Officer and airman evaluation report data. 
Exemptions claimed for the system: 
None. 

FOJS AF MP c" 
System name: 

Military Personnel Records System. 
System location: 
Headquarters, United States Air Force, Washington, DC 20330-

5060; Air Force Military Personnel Center, Randolph AFT, TX 
78150-6001; Air Reserve Personnel Center, Denver, CO 802980-
5000; National Personnel Records Center, Military Personnel 
Records, 9700 Page Boulevard, St. Louis, MO 63132-2001. 

Headquarters of major commands and. separate cooperating agen­
cies; consolidated base personnel offices; State Adjutant General 
Office of each respective state, District of Columbia and Common­
. wealth of Puerto Rico, and at Air Force Reserve and Air National 
Guard units. Official mailing addresses are· published as an appendix 
to the Air Force's compilation of record system notices. 

Categories of individuals covered by the system: 
Air Force active duty military, Air Force Reserve and Air Nation­

al Guard personnel. 
Categories of records in the system: 

Officer Correspondence and Miscellaneous Document Group 
(C&M) at Air Force Military Personnel Center (AFMPC) and Head­
quarters, United States Air Force (HQ USAF); Selection Record 
Group at HQ USAF, Assistant for General Officer Matters; Retired 
Air Force General Officers Master Personnel Record Group 
(MPeRGp) at AFMPC; active duty colonels at HQ USAF, Assistant 
for Senior Officer Management; C&M at AFMPC Air Force active 
duty officer personnel; MPeRGp at AFMPC Officer Command Se­
lection Record Group (OCSR) at the respective major command or 
separate operating agency; Field Record Group (FRGp) at the re­
spective Air Force base of assignment/servicing Consolidated Base 
Personnel Office (CBPO); Air Force active duty enlisted personnel 
MPeRGp at AFMPC and FRGp at respective servicing CBPO; 
Senior Noncommissioned' Officer Selection Folder at the respective 
servicing CBPO; personnel in Temporary Disability Retired List 
status, Missing in Action (MIA), Prisoner of War (POW), Dropped 
From Rolls MPeRGp at AFMPC; Reserve Officers MPeRGp at Air. 
Reserve Personnel Center (ARPC); OCSR at the respective Air 
Force major command when applicable, FRGp at the respective unit 
of assignment or servicing CBPO or Consolidated Reserve Personnel 
Office (CRPO); Reserve airmen MPeRGp at ARPC and FRGp at 
the respective unit of assignment or servicing CBPO/CRPO;' Air 
National Guard (ANGUS) officers MPeRGp at ARPC, OCSR at the 
respective State Adjutant General Office, and FRGp at the respec­
tive unit of assignment; ANGUS airmen MPeRGp at the respective 
State Adjutant General Office and FRGp at the respective unit of 
assignment; Retired and discharged Air Force military personnel 
MPeRGp at National Personnel Records Center and Air Force 
Academy cadets MPeRGp ·at unit of assignment CBPO. System 
contains substantiating documentation such as forms, certificates, ad­
ministrative orders and correspondence pertaining to appointment as 
a commissioned officer, warrant officer, Regular AF, AF Reserve or 
ANGUS, enlistment/reenlistment/extension of enlistment, assign­
ment, Permanent Change of Station, Temporary Duty (TDY), pro­
motion and demotion; identification card requests; casualty; duty 

. status changes-Absent Without Leave/MIA/POW /Missing/Desert­
er; military test administration/results; service dates; separation; dis­
charge/ retirement; security; training; Professional Military Educa­
tion (PME); On-The-Job Training; Technical, General Military 
Training; commissioning; driver; academic education; performance/ 
effectiveness reports; records corrections; formal/informal medical or 
dental treatment/examination; flying/rated status administration; ex­
tended active duty; emergency data; line of duty determinations; 
human/personnel reliability; career counseling; records transmittal; 
AF reserve administration;· Air National Guard administration; board 
proceedings; personnel history statements; Veterans Administration 
compensations; disciplinary actions; record extracts; locator informa­
tion; personal clothing/equipment items; passport; classification; 
grade data; Career Reserve applications/cancellations; traffic safety; 
Unit Military Training; travel voucher for TDY to Republic of 
Vietnam; dependent data; professional achievements; Geneva Con­
vention card; Federal insurance; travel and duty restrictions; Consci­
entious Objector status; decorations and awards; badges; Favorable 
Communications (colonels only); Inter-Service transfers; pay and al­
lowances; combat duty; leave; photographs, and Personnel Data 
System products. 

Authority for maintenance of the system: 
10 U.S.C. 8013, Secretary of the Air Force: Powers and duties; 

delegation by; as implemented by Air· Force Regulation 35-44, Mili­
tary Personnel Records System, and Executive Order 9397. 

Purpose(s): 
Military personnel records are used at all levels of Air Force 

personnel management within the agency for actions/processes relat­
ed to procurement, education and training, classification, assignment, 
career development, evaluation, promotion, compensation, sustenta­
tion, separation and retirement. 

Routine uses of records maintained in the system, including catego­
ries of users and the purpose of such uses: 

Records may be disclosed to the Veterans Administration for re­
search, processing and adjudication of claims, and providing medical 
care. 

To dependents and survivors for determination of eligibility for 
identification card privileges. 

'To the Civilian Health and Medical Program of the Uniformed 
Services (CHAMPUS) for determination of eligiblility and benefits. 

To local Immigration/Naturalization Office for accountability and 
audit purposes. 

To State 'Unemployment Compensation offices for vertification of 
military service related information for unemployment compensation 

) 
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claims; Respective local state government offices for vertification of 
Vietnam "State Bonus" eligibility. 

To the Office of Personnel Management for verification of military 
service for benefits, leave, or Reduction in Force purposes, and to 
establish Civil Service employee tenure and leave accrual rate. · 

To the Social Security Adminstration to substantiate applicant's 
credit for social security compensation; Local state office for vertifi­
cation of military service relative to the Soldiers and Sailors Civil 
Relief Act. Information as to name, rank, Social Security Number, 
salary, present and. past duty assignment, future assignments that have 
been finalized, and office phone number may be provided to military 
financial institutions who provide services to DoD personnel. For 
personnel separated, discharged or retired from the Air Force, infor­
mation as to last known address may be provided to the military 
financial institutions upon certification by a financial institution offi­
cer that the facility has a dishonored check or defaulted loan. 

To the Selective Service Agencies for computation of service 
obligation. 

To the American National Red Cross for emergency assistance to 
miltary members, dependents, relatives or other persons if conditions 
are compelling. 

To the Department of Labor for claims of civilian employees 
formerly in military service, verification of service-related informa­
tion for unemployment compensation claims, investigations of possi­
ble violations of labor laws and for pre-employment investigations. 

To the National Research Council for medical research purposes. 
To the U.S. Soldiers' and Airman's Home to determine eligibility. 
The Department of the Air Force "Blanket Routine Uses" pub-

lished at the beginning of the agency's compilation of record system 
notices also apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing· of records in the system: 

Storage: . 
Maintained in visible file folders/binders, cabinets and on computer 

and computer output products. 
Retrievability: 
Information in the system is retrieved by last name, first name, 

middle initial and Social Security Number. 
Records stored at National Personnel Records Center are retrieved 

by registry number, last name, first name, middle initial and Social 
Security Number. 

Safeguards: 
'Records are accessed by person(s) responsible for servicing the 

records system in performance of their official duties and by author­
ized personnel who are properly screened and cleared for need-to­
know. Records stored in locked room, cabinets, and in computer 
storage devices protected by computer system software. 

Retention and disposal: 
Those documents designated as temporary in the prescribing direc­

tive remain in the records . until their obsolescence (superseded, 
member terminates status, or retires) when they are removed and 
provided to the in<;fividual data subject. 

Those documents designated as permanent remain in the military 
personnel records system permanently and are retired with the 
master personnel record group. 

System manager(s) and address: 
Assistant Deputy Chief of Staff/Manpower and Personnel, ·Ran­

dolph AFB, TX 78150-6001. 
Notification procedure: 
Individuals seeking to determine whether information about them­

selves is contained in this system should address written inquiries to 
the Assistant Deputy Chief of Staff/Manpower and Personnel, Ran­
dolph AFB, TX 78150-6001. 

Individuals may also appear in person at the responsible official's 
office or the respective repository for records for personnel in a 
particular category during normal duty hours any day except Satur­
day, Sunday or national and local holidays. The Saturday and 
Sunday exception does not apply to ·Reserve and National Guard 
units during periods of training. The system manager has the right to 
waive these requirements for personnel located in areas designated as 
Hostile Fire Pay areas. Official mailing addresses are published as an 
appendix to the Air Force's compilation of record system notices. 

Record access procedures: 
Individuals seeking to access records about themselves contained in 

this system should address written requests to the Assistant Deputy 
Chief of Staff/Manpower and Personnel, Randolph AFB, TX 78150-
6001. ' 

Individuals may also appear in person at the responsible official's 
office or the respective repository for records for personnel in a 

particular category during normal duty hours any day except Satur­
day, Sunday or national and local holidays. The Saturday and 
Sunday exception does not apply to Reserve. and National Guard 
units during periods of training. The system manager has the right to 
waive these requirements for personnel located in areas designated as 
Hostile Fire Pay areas. Official mailing addresses are published as an 
appendix to the Air Force's compilation of record system notices. 

Contesting record procedures: 
The Air Force rules for access to records and for contesting and 

appealing initial agency determinations by the individual concerned 
are published in Air Force Regulation 12-35; 32 CFR part 806b; or 
may be obtained from the system manager. 

Record source categories: 
Information is obtained from the subject of the file, supervisors, 

correspondence generated within the agency in the conduct of offi­
cial business, educational institutions, and civil authorities. 

Exemption claimed for the system: 
None. 

F035 AFMP D 
System name: 

Officer Effectiveness Report/ Airman Performance Report Appeal 
Case Files. · 

System location: 
Air Force Military Personnel Center (AFMPC), Randolph AFB, 

TX 78150. Air Reserve Personnel Center (ARPC), Denver, CO 
80280-5000. At Consolidated Base Personnel Offices/Consolidated 
Reserve Personnel Offices (CBPOs/CRPOs). Official mailing ad­
dresses are in the Department of Defense directory in the appendix 
to the Air Force's systems notices. · 

Categories of individuals covered by the system: 
Present and former officers and airmen of the regular Air Force, 

the Air Force Reserve and the Air National Guard who appeal for 
correction of records. 

Categories of records in the system: 
Copy of individual application, supporting documents, indorse­

ments by the CBPO/CRPO, correspondence reflecting the board's 
decision on the case, and other official records. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by; implemented by Air Force Regulation 31-11, Correc­
tion of Officer and Airman Evaluation Reports. 

Purpose(s): 
To answer individual inquiries concerning a particular appeal and, 

at the AFMPC/ ARPC ·level, as a basis for consideration in prepa.ra­
tion of Air Staff advisory opinions on OER/ APR appeals. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in visible file binders/cabinets. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system and 

records are accessed by person(s) responsible for servicing the record 
system in performance of their official duties who are properly 
screened and cleared for need-to-know. Records are stored in locked 
cabinets or rooms. 

Retention and disposal: . 
At AFMPC/ ARPC, case files are maintained for three calendar 

years from date of last action as indicated in the file, then destroyed. 
At CBPOS/CRPOS, files are maintained for two calendar years from · 
date .of last action as indicated in the file, then destroyed. 

System manager(s) and address: 
Assistant Deputy Chief of Staff/Personnel for Military Personnel, 

Randolph AFB, TX 78150-6001. Commander, Air Reserve Personnel 
Center, Denver, CO 80280-~000. 

Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager or to the CBPO/CRPO which processed the appeal. 
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Record access ·pr~cedures: . . . . . 
: Iridjvidual can obtain assistance in. gaining access from the System 

Manager or· any· holder o_f a copy of the individual-appeal. .·. · · · 
Contesting record procedures: · · · · ·' . · · 

The. Air. ~~rce:s rules_.for a~cess to records. and for cont~sting ~nd 
app~ahng tmttal determmations by the .individual concerned may be. 
obtatned from the System Manager or the CI;lPO/CRPO. . . . · · 

-Re«:o.~d.source categori~s: . ,... . . 
Mem~er's applic~tion, indorse~e.nts by· CBPO/CRPO, · official 

reco~ds and documents from ·other. sources, and correspondence re­
flec~tng the ~~peal boar_d's decision. Also, when applicable; Air Staff 
advtsory opt mons furmshed the Board for Correction . of Military 
Records (BCMR) under the provisions of Air Force Regulation 31-3. 
·Exemptio~s claimed ,for the system: ,_, . . 
None. 

FOJS AF MP E 
System name: 

United States Air Force (USAF) Airman Retraining· Program. 
System location: 
Headquarters United States 'Air: Forc·e; Air Force Manpower and 

Pe~sonnel Center (AFMPC), major command headquarters, and' con­
solidated base personnel offices. Official mailing addresses are in the 
Departrpent of Defense directory in the.appendix to the Air Force's 
sy~tem~ .notices. · :. · ; · 
: Categories of individu~ls covered by .the .syst~~:- .· 
. Ai~ _Force active •duty~ enlisted personnel who apply for or are in· 

retratmng programs. · .- · · · · · 

Categories of records in the system: 
. R~:!quest for Retraining/Late~al · Tn~ining 730'1: This m'echanized 

~eport contains ·a broad ~pectrum 'of ret_ta~tiing data to track retrain­
mg movement between spechilties; it also·: identifies individuals and 
M.ajor. Co~man~s (MAJCqMs) involved; this data can provide de­
tatled tdenttficatton of retratnees,. type of training, type of specialties 
and oth~r desired data on: !etraining movt;ment. 

· Authority for maintenance of the system:· 
10 USC C~apter 901, Training Genefally; impleme~ted· by Air· 

Force RegulatiOn 39-4, Airman Retraining·Program. · _ ·,. 
Purpose(s): · ·· · r: • ·! 
Used by military personnel ·offici~is at. base, major ~ommanCi, and 

J:Ieadquarters AFMPC to· evaluate decisions on retraining applica-
ttons. ·"· ·. 
. Routine_ ·uses •of records maintained' in· the system, including catego-

ries of users and the purposes of such uses: · · ~ · . ' 
None. 

. Poli.ch~s and p~acti.c~s for: ·storing, retrie\'~ng, accessi.ng, .~et;tining, · a~d 
dtsposmg of records m the system: · · · ·· · ·· · · · · · · · 

Storage: '· ' 
Maintained in visi~ie file binders/c~bin~t-~.' . 
Retrievability: 
Filed by name. 
Safeguards: 

.; 

Records are a~cessed by ~u~todian of the record system ,and . by 
person(s) responstble for servtctng the record system in performance 
of their official duties who are properly screened and deared for 
need-to-know. Records are accessed by commanders of medical cen­
ters and hospitals. ' .. 

Retention and disposal: · 
. Retained :until training programs are ~o~pleted 'or individual leave 

the Air Force. ' · · 
' '.· .. 1 

System manager(s) and address: 
Assistant ·Deputy Chief· of Staff, .. Manpower and Personnel for 

Military Personnel, Randolph Air Force Base, TX 781 SO: · 
Notification p~ocedure: . · · · ' ' 
Requests from individuals shoulo be addressed to the System Ma:n~ 

ager. Individuals may contact agency officials ·at the applicable 
_records Iocati9n in order to exercise their -rights under the Act. 

·Record access procedures: . . . 
Individual can obtain assistance in gaining access from th~ System 

Manager. Individuals may contact agency officials at the applicable 
records location in· order .to exercisen their rights under. the Act. 

Contesting record procedures:: · . 

The Air Force's rules .for access to records and for contesting and 
appe_aling initial determinations by the individual concerned may be 
obtamed· fr.om the. System Manager. · · · · 

· Record source categories: 
lndividu~l~;~applicati~n·rand 'official pers'onnel.records~. 

· :Exemption~ Claimed ror the system:: . , " . · · · • · · 
·None.·· 

FO~S AF MP F 
System name: . . 

. Request f9r- Selective iReenli~tment Bon~s-.(SRB) a~rl/or Advance~ 
Payment of SRB'. :. , ·. , ( . . · · · ... 

System locati~n: , , . . . . 
Consolidated base--personnel offices at Air Fa'rce installations. Offi­

cial. mailing addresses are in the appendix to the Air Force's systems 
notices. ' .- · 

Categori.es of individuals coveted by th~ ;syste.h(; 
Enliste'd members wh~ are receiving Selective Ree~listment ,Bon~s: 

payments and/or r:equest. advance _payment of one or more reinjtining­
mstallments. . , . . · · . : 

Categories of records in the system: · 
,Requests for Selective Reenlistment Bonus (SRB) and/or" Advance· 

Payment ·of SRB. · . · · · · ; 
.:J\u,thority' for maint'enance of the, systeQI: • ~'I • ; , • , .- I • 

·37 USC 308, Special' pay: Reenlistment bonus;. implemented by Air·. 
Force Regulation 3S-16, Volume I, USAF:Reenlistrnent, Retention, 
and NCO Status Program. 

Purpose(s): 
U.sed by im!llediate commander, major command headquarters Re­

tenttOn:/Reenhstment office, United States ·Air Force Deputy .. Chief of 
Staff/Personnel, Reenlistments Branch, ·Randolph :Air Force Base, · 
TX 781 SO to manage advance payment of Selective Reenlistment 
Bonus monies dl\~ in subsequent fiscal year~:: , . , · · 

Routine uses of records maintained in the system, htclud~ngi catego-
ries of users and the purposes ·or such uses: · · . ·. . 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. . : . · · ·. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system:. '· ·,·· · · '· : ·. . ; ·. 

·Storage: ' ·.: · 
Maintained i~ ~isible file binders/cabinets.· 

. Retrievability; r, . . , · • ' : 

Filed by name. 
Safeguards: . . · · ... 
Records ~re ~a~cessed by, ~u~todian ;of the record syste~ ·and by 

person(s) responstble for servtctng the record system in performance 
<?f their official duties who are properly: screened· and· cleared for 
need-to-know. Records are stored in locked cabinets or rooms,- ·' 

Retention and disposal; 
Retained for two years after end of year .in which the case was 

cl()sed, then destroyed by tearing, into. pieces, sh~edding, ·pulping, 
macerating, or burning. · · · · · · · · . · 

System manager(s) and address: . 
A~sistant Deputy Chief of Staff, Manpower · a~d Personnel for 

Military Personnel, Randolph Air Force Base, TX 781 so: 
.Notifi~ation proce~ure: . !·. :. , · · . • 

Indi~idual may contact agency officials at: the· respective ·s~rvicing 
Consohdated Base Personnel Office to exercise his rights ·under the 
Act. ·: ·· · · : 

R.ecorCI access procedures: . · • : -~ · · · ;... .. 
j· • • . .. . • . .. 

In~ividual may c9ntact agen<;:y officials at the respective' servicing 
Consolidated Base P~rsonnel Office· to· e~e·rcis~. his rights u~def. ~he 
Act_.·,. , · . , . ·. · . ·· : ... ' :·~: · · · · 
· Contesting record procedures:. , . · 

The Air Force's rules for access to records and rfor contesting and 
appealing initial determinations by the individual.concerned may be 
obtajned from the System Man~ger. . , .. . . : . ·: . 

Record source categories: . '·. . : .. · · · · 
Member's application: • -
Ex_emptio_ns_daimed for; the systt;ll!i; 
None.. .L. · 

) 
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F035 AF MP G 
System name: 

Selective Reenlistment Conside~ation. 
System location: 
Air Force Manpower and Personnel Center, Randolph Air Force 

Base, TX 78150 and consolidated base personnel offices at Air Force 
installations. Official mailing addresses are in the appendix to the Air 
Force's systems notices. · · 

Categories of individuals covered by the system: · 
In_itial enlistees within 15 months of original expiration term of 

· service; second term career Airmen within 13 months of ETS. 
Categories o( records in the system: 
Documentation of selective reenlistment consideration process. 
Authority for maintenance of the system: 
10 USC Chapter 833, Enlistments. 
Purpose(s): 
Used by member's immediate supervisor, member's immediate 

·commander, unit career advisor, base career advisor to determine 
member's reenlistment eligibility. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · · . 

Storage: 
Maintained in visible file binders/cabinets. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Recor.ds are stored in locked cabinets or rooms. 

Retention and disposal: 
Filed temporarily in member's Uriit Personnel Records prior to 

reenlistment; permanently filed in Master Personnel Records at time 
of reenlistment, separation, discharge or retirement. 

System manager(s) and address: 
Assistant Deputy Chief of Staff, Manpower and Personnel for 

Military Personnel, Randolph Air Force Base, Texas 78150. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager or agericy officials at the servicing Consolidated Base Personnel 
Office (CBPO). . · 

Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager or at the servicing CBPO. 
Contesting record procedures: . . . 
T~e Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Entries are made by the supervis~r and commander, and acknowl­

edged by the member. 
Exemptions claimed for th~ system; 
None. 

F035 AF MPH 
System name: 

Air Force Enlistment/Commissioning Records System. 
System location: 
At recruiting offices and Military Entrance Processing Stations 

(MEPS), Liaison Noncommissioned Officer (NCO) offices in all 
states. 

Categories of individuals covered by the system: 
Applicants for enlistment or commissioning programs. 
Categories of records in the system: · 
Individual's application, personal interview recon;l (PIR) and sup­

porting documents containing name,· Social Security Number, finger 
prints, historical background, education, medical history, physical 
status, employment, religious· preferences (optional), marital and de-

pendency status, linguistic abilities, aptitude test results, parental con­
sent for minors. 

Authority for maintenance of the system: 
10 USC Chapter 31, Enlistments; implemented by Air Force Regu­

lation 33-3, Enlistment in the United States Air Force. 
Purpose(s): 
Information is collected by recruiters to determine en!istment/ 

commissioning eligibility, and process qualified applicants. Personnel 
managers use as hard copy documentation of data entered in Person­
nel Data Systems (PDS). Personnel managers also use certain docu­
ments to determine classification and assignment actions after enlist­
ment. All documents are source documents in determining benefits/ 
entitlements. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage:· 
Maintained in visible file binders/cabinets. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need- o-kno Records are stored in l<?cked cabinets or rooms. · 

Retention and disposal: 
Files of applicants not enlisted are retained in the lo~al recruiting 

office and destroyed after two years. Records of enlistees that are not 
forwarded to Master and Unit Personnel Records files are destroyed 
after two years, by tearing into pieces, burning, shredding, macerat­
ing or pulping. 

System manager(s) and a~dress: 
Assistant Deputy Chief of Staff/Personnel for Military Personnel, 

Randplph AFB, TX 78150-6001. 
Notification procedure: 
Individuals may contact agency officials at respective recruiting 

office locations. 
Record access procedures: 
Same procedure as notification above. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and­

appealing initial determinations by the individual concerned may be 
obtained· from the System Manager. · 

Record source categories: 
Individual provides through written. app~ication or personal inter­

v.iew. 
Exemptions claimed for the system: 
None. 

F035 AF MP I 
System name: . 

Incoming Clearance Record. 
System location: 
Consolidated base personnel offices at Air Force installations. Offi­

cial mailing addresses are in the appendix to the Air Force's systems 
notices. 

Categories of individuals covered by the system: 
Record is established for each active duty Air Force member 

projected for arrival at.a new duty location. 
·Categories of records· in the system: 
Records contains computer print-out, orders, documents rt?ceived 

by the processing tmit prior to members arrival. 
Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by;. implemented by Air Force Regulation 35-17, Prepara­
tion of Personnel Selected for Relocation ~ Base· Level Procedures. 

Purpose(s): 
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!o provide a central location for retaining documents received 
pnor to a members physical arrival at joining installation of assign­
ment. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: . 

Storage: 
Maintained in visible file bi!lders/cabinets. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 

. need-to-know. Records are stored in locked cabinets or rooms. 
Retention and disposal: 
Record system is retained until arrival of the member, in-process­

ing has been completed, all documents/components are accounted 
for. The record is then destroyed by tearing into small bits, pulping, 
shredding, burning, or macerating. 

System manager(s) and address: 
Assistant Deputy Chief of Staff, Manpower and Personnel for 

Military Personnel, Randolph Air Force Base, TX 78150. 
Notification procedure: 
Requests from individuals should. be addressed to the System Man­

ager or directly to agency official at each duty 'location. 
Record access procedures: 
Individual can obtain assistance ·in gaining access from the System 

Manager from agency official at each respective location. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

·Record source categories: 
Special Orders and information extracted from Personnel Data 

System (automated record system). 
Exemptions claimed for the system: 
None. 

F035 AF MP J 
System name: 

Absentee and Deserter Information Files. 
System loc~tion: . 
Absentee and deserter documents are maintained in the Unit Per­

sonnel Record Group at consolidated base personnel offices. Deserter 
information files are maintained at major commands of the parent 
unit of assignement. Official mailing addresses for consolidated base 
personnel offices and major commands are in the Department of 
Defense directory in the appendix to the Air Force's systems notices. 
Case files are maintained at the Air Force Military Personnel Center, 
Randolph AFB, TX 78150-6001. Permanently retained documents are 
located at the National Personnel Records Center, Military Personnel 
Branch, 9700 Page Boulevard, St. Louis, MO 63132 and the Air 
Reserve Personnel Center, Denver, CO 80280. 

Categories of individuals covered by the system: 
. All active duty and inactive duty Air Force personnel who are or 

have been reported absent without ·leav,e or who have been adminis­
tratively classified as a deserter. 

Categories of records in the system: 
Duty status change forms; Absentee Wanted by the Armed Forces 

forms; copy of unit commander's initial and follow-on Report of 
Inquiry. Includes information concerning circumstances surrounding 
the unauthorized absence and attempts to locate the individual; copy 
of notification letter to next of kin stating that member is considered 
in an administrative status of an unauthorized absentee or deserter; 
Federal Bureau of Investigation (FBI) and Office of Special Investi­
gations (OSI) reports or extracts therefrom are included in some case 
files; correspondence administratively classifying the individual as a 
deserter, if appropriate; Report of Return of Absentee Wanted by the 
Armed Forces forms. 

Authority for maintenance of the system: 

10 USC Chapter 47,. Uniform Code of Military Justice, Sections 
885, Desertion, 886, Absence without leave and 887, Missing move-'­
ment; implemented by Air Force Regulation 35-73, Desertion and 
Unauthorized Absence. · J· · · 

. Purpose(s): 
Provides documentation and reference source for the administra­

tion of individuals administratively classified as deserters. Used as 
basis for preparing statistical reports required by DOD, managers of 
unauthorized absentee programs, e.g., Major Commanders. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. Changes in 
individual's status are reported to military, federal and civil law 
enforcement agencies to facilitate apprehension. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in visible file binders/cabinets. 
Retrievability: 
Filed alphabetically by last name. 
Safeguards: 
Records are accesse9 by the custodian of the, record system, and 

by persons responsible for servicing the records systt:m in the per­
formance of their official duties who are properly screened and 
cleared for need-to-know. Records are stored in file cabinets in 
buildings that are either locked or have controlled access entry 
requirements. 

Retention and disposal: 
Documents originated at base level are maintained in the Military 

Personnel Records System. Major command· files are maintained as 
temporary general correspondence files and destroyed by shredding 
one year after the calendar year in which the . member returned to 
military control. Case .files maintained at the Air Force Military 
Personnel Center (AFMPC/MPCAKP) are destroyed six months 
lifter the member is returned to military control; however, If addi­
tional accountable disclosures are made during that· six month period 
the files are transferred to the Military Personnel Records System 
and· retained permanently. 

System manager(s) and address: 
Assistant Deputy Chief of Staff/Personnel for Military Personnel, 

Randolph AFB, TX 78150-600 I. 

Notification procedure: 
During the period of unauthori;zed absence, no procedures exist for 

notifying individuals that a Deserter file is maintained on them unless 
address provided by requester. Subsequent to the member's return to 
military control individuals can contact the System· Manager or visit 
the locations identified above. Requests from individuals should be 
addressed to the System Manager. 

Record access procedures: 
Contact the System Manager or visit the locations identified above. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations. by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Unit Commanders, Consolidated Base Personnel Office representa­

tives, military and civilian law enforcement officials, and anyone who 
may report information concerning an absentee wanted by the 
Armed Forces. 

Exemptions claimed for the system: 
None. 

F035 AF MP K 
Systein ·name: 

Relocation Preparation Project Folders. 
System location: 
At Consolidated Base Personnel Offices (CBPOs) only. Official 

mailing addresses are in, the Department of Defense directory in the 
appendix to the Air Force's systems notices. 

Categories of.individuals covered by the system: 
Maintained on all active duty Air. Force duty Air Force personnel 

selected for relocation as th~ result of retirement, separation, release 
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from extended active duty, Permanent Change of Station (PCS), or 
Temporary Duty (TOY). · 

Categories of records in the system: 
Relocation records may consist of checklist, orders and amend­

me~ts, letter~ from agencies outside the CBPO regarding the mem­
ber s relocation, record of emergency data, Records Transmittal/ 
Requ_es_t, se~vicemen's request for compensation from the Veterans 
Admm1strat1on, PCS or TOY Levy Notification Letter/Brief, dupli­
cates of corre~pondence directing/authorizing the relocation, Assign­
me~t Instruction Worksheet, Basic Assignment Eligibility Checklist, 
Ass1gnment Preference Statement, Medical/Dental Clearance for As­
signment to short-tour area, Medical and Educational Clearance for 
Dependent Oversea Travel, Oversea Tour Election Statement Can­
cellation/Diversion of Assignment or change of reporting month and 
com~onents of the Fi~ld Records Group for .consolidation and for­
wardmg to new location. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by, and 8032, General duties; implemented by Air Force 
Regulation· 35-17, Preparation of Personnel Selected for Relocation -
Base Level Procedures. 

Purpose(s): 
~ach type. of re~ocation of Air Force personnel requires specific 

actions descnbed e1ther on a checklist or by sending a form letter to 
the applicable base activity having a responsibility for insuring ac­
complishment of the action. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: . 

None. 
Policies and practices for storing, retrieving; accessing, retaining; and 

disposing of records in the system: · 
Storage: 
Maintained in visible file binders/cabinets. 
Retrievability: 
Filed _by name within departure month. 
Safeguards: 
Records are accessed by authorized personnel in. performance of 

their official duties who are properly screened and cleared for need­
to-know. Records are stored in locked cabinets/or rooms. 

Retention and disposal: 
Records are maintained for a period of six months after departure . 

of the member, then rerrioved and destroyed by tearing into small 
bits, macerating, burning, shredding, or pulping. 

System manager(s) and address: 
. Assistant Deputy Chief of Staff/Manpower and Personnel for Mili­

tary Personnel, Randolph Air Force Base, TX 78150. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager or directly to agency officials at each respective location. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager and individuals may deal directly with agency officials at 
each respective location.. · 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

app~aling initial determinations by the individual. concerned may be 
obtamed from the System Manager. 

Record source categories: 
Computer print-outs,. information obtained from the unit personnel 

records, from the unit commander, the supervisor and from the 
member. 

Exemptions claimed for the system: 
None. 

F035 AF MP L 
System name: 

Unfavorable Information Files '(UIF). 
System location: 
Complete UIFs are maintained in Consolidated Base Personnel 

Offices (CBPO), and in Orderly Rooms with Personnel Concept 
Three (PC III) capability. UIF summary sheets, a part of the UIF, · 
are also maintained at Individual's unit of assignment (commander's 

. copy); geographically separated units not co-located with a servicing 
CBPO; major commands of assignment for officers only, and at 
Headquarters Air Force Military Personnel Center (DPMOC), Ran-

dolph Air Force Base, TX 78150-6001, for colonels and colonel 
selectees. Official mailing addresses are published as an appendix to 
the Air Force compilation of record system notices . 

. Categories of individuals covered by the system: 
Active duty military personnel. who are the subject of an UIF. · 
Categories of records in the system: 
Derogatory correspondence determined as mandatory for file or as 

appropriate for file by an individual's commander. Examples include 
written admonitions or reprimands; court-martial orders; letters of 
indebt~dness, or control roster corr~spondence. · 

Author~ty for maintenance of the system: 
10 U.S.C. 8013, Secretary of the Air Force: Powers and duties; 

delegation by; as implemented by Air Force Regulation 35-32, The 
Air Force Unfavorable Information File Program. 

Purpose(s): 
Reviewed by commanders and personnel officials· to assure appro­

priate assignment, promotion and reenlistment considerations prior to 
effecting such actions. UIFs also provide information necessary to 
support administrative separation when furthe·r rehabilitation efforts 
would not be considered effective. 

Routine uses of records maintained in the system, including catego­
ries of users and the purpose of such uses: 

The Department of the Air Force "Blanket Routine Uses" pub- · 
lished at the beginning of the agency's compilation of record system 
notices apply to this system. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in visible file binders/cabinets and in computers and on 

computer output products. · 
Retrievability: · 
Retrieved by name. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing che record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in locked cabinets or rooms. Com­
puter records are protected by computer software. 

Retention and disposal: 
UIFs are· maintained for one year from the date of the most recent 

correspondence, except when the file contains documentation per­
taining to Articles 15, Court-Martial or certain civil court convic­
tions, in which case the retention period is two years from the date 
of that correspondence. Files are automatically destroyed upon sepa­
ration or retirement, and on an individual basis when the individual's 
commander so determines. Destroy by tearing into pieces, shredding, 
pulping, macerating, or burning. Computer records are destroyed by 
degaussing or overwriting. 

System manager(s) and address: 
Assistant Deputy Chief of Staff/Personnel, Randolph AFB, TX 

78150-6001. 
. Notification procedure: 
Personnel for whom optional UIFs exist are routinely notified of 

the existence of a file. In all cases personnel have had the opportuni­
. ty or are authorized to rebut the correspondence in the file. 

Individuals seeking to determine whether this system of· records 
contains information about themselves should.address inquiries to the 
Assistant Deputy Chief of Staff/Personnel, Randolph AFB, TX 
78150-6001, servicing CBPO, or to the Orderly Room at bases with 
PC III capability. Official mailing addresses are published as an 
appendix to the Air Force's compilation of record system notices. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system should address written inquiries to the Assistant Deputy 
Chief of Staff/Personnel, Randolph AFB, TX 78150-6001, the servic­
ing CBPO, or to the Orderly Room at bases with PC III capability. 
Official mailing addresses are published as an appendix to the Air 
Force's compilation of record system notice~. 

Contesting record procedures: 
The Air Force rules for access to records and for contesting and 

appealing initial agency determinations by the individual concerned 
are publishe~ in Air Force Regulation 12-35; 32 CFR part 806b; or 
may be obtamed from the System Manager. 

Record source categories: 
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Supervisory reports or censures and documented records" of po·or 
performance·or conduct. ·_, · 

Exemptions claimed for the system: , , · • , · · 
None. 

F03S AF MP M'' · 
System name: " · 

Officer ·Promotion and· Appointment. · · · 
~ystem ·location: ~ · · 
Al~ Force Military .Pers~nnel Cente~: Randolph ·AiP Fo~~e. Base: 

TX 7~150-6001 _and head_quarte~~ ~f. major com·mands ·amJ 'separate 
operatmg agenc1es. Offic1al mallmg- addresses are published as an 
appendix· to the· Air Force's com'pilation of record system notices. 

Categories ·of ir~dividmlls covered by the· system: : · . 
Air Force officers selectedfn~nselected· for active .dhty promotio'n 

or appointment; officers projected as eligible for promotion· or ap-
pointment consider::1tion. . · · :· . 
-categories of.records in the system:'· . 

Records may' corisisf.of (I) Officer Selection 'Brief File. This· fiie 
·contains informi:ttion extracted 'from the' mechanized USAF Master 
Personnel File to include basic personnel,' flying, an1d education data 
for each officer' to be c;:onsidered by a selection board for. promotion 
or Regular Air Force appointment. The preselection brief is provided 
to eac,h eligible officer in advance of presentation, to . the selection 
bolfr'd. An upd~ted .~electic;)n, brief is produced for actual. board use. 
Copies of selection briefs are retained on. !llicrofilm:, ~ddition~lly, a 
record copy of documentation. accepted f01: manual posting of up­
dates/corrections to the officer selection brief processed for board 
consideration is retained. · · · 

(2) Officer Promotions and Appointments Administrative Files. At 
the Air For~e Military-Personnel Center (AFMPC), this .file includes 
copies of staff advisories provided to Sec;retary .6( the Air For<;e 
Board for Correction of Military Records containing promotion and 
appointment related information in response to specific points in an 
application, and background information and proposed responses to 
Congressional and high-level inquiries in the officer promotions and 
appointments area. A~ all le:vels, the file will include information and 
_background relati\le:.to, aqy propriety :of. promotion or appointment 
-~ction (not qualifi¢d recommendation, . remov'al . action, dehiyif1g 
action, .etc.) pro~essecl,, and listings of ofRcers ·eligible for pr<;imotion 
or appointment consideration. ' · · · ,. · . . 

(3) Regular Officer History Card File. This 'me contains ·a history 
card on each Regular Air Force Officer who was on active duty, 
Temporary Disability Retired List or missing in action as.of January 
1973. It contains ··name, Social Secur.ity. Number, Promotion .List 

·Service 'Date (10 U.S.C. 8287), Adjusted Promotion List Service 
.Date. (PLSD) (10 U:S.C. 8303 or any other provision if applicable), 
·source of commission, date of Regular Air Force acceptance, .date of 
birth, promotion, category (Line, Medical Corps, etc.) (10 U.s~c. 
8296), base· retirement date (.to U.S.C. 8927), permanent grade histo­
ry, temporary grade history_ to include date's of rank, effective dates 
and special orders announcing the promotion. Total Active Federal 
Commissioned Service Date, date officer was placed on or recalled 
from the Temporary Disability Retire~ List (if ,applicable). Regular 

"Air Force Lineal Position Number, Presidential nomination .date, 
Total Active Federal Service as of date of Presidential nomh1atidn, 
any commissioned service held prior to Regular Air Force .appoint-

. ment (if appljcable), .former. service number if member of other ,than 
the Air Fore~. Public ·Law under whjch officer was appointed in the 
Air Force, remarJ<s _on corre<;:tiop to.· records from the. Secretary .of 
the Air; ·Fon:;e Board for:t.he ·Correction of Military Records, any 
adjustme.nts to officer's:·record and reasons therefor.. . . · 

(4) Air ~:'ore~ ~onfirme~ Nomination Lists. This file includes all 
, .Sen at~ confirmation nomination .. lists for officer .appointments and 
promoti,ons through the gr@.de of colonel. This file contains the Qnty 
,existing official signeq document re.flecting Sena.t~~confirmation. , .. , 

(5) Regular Air Force Officer Promotion List. The Regul~r Offi­
cer Promotion, List (Lineal List) is a historical computer-generated 
product ·.maint~ined at AFMPC ·displaying 'the names· of· alr··active 

·duty R~gUlar Air F'orce in ·lineal 9roer (descending) by· promotion 
category by permanent gtade. · · ' ' · ' · · :.: 
. · (6) Regular Air Force Appointment Management F.ile.' This file 
includes· individual locator. cards reflecting a. Regular· officer- select­
ee's progress from selection by ·a board of officers to either accept­
ance or declination; Regular Air Force declination statements;· .and 
~egul<;lf Appoit;~t Bo~rd work rosters:,." 

·Authority for maintenance of the system: , .. 
to U.S.G 35 and 837; Appointments as Reserve Officers; 'to U.S.C. 

835, Appointment in the· Regular Air: Force;'· and 10 ·u.S.C. · 839, 
Temporary Appointments .. 37 U.S.C. 3, Bask, P!iY and Allowances of 

the. Unif.ormed Servi~es. to U.S.C. · :79, .Correction of >_Military 
Records; Section 628, Public Law 96-513, The il).efense Offieer Pe~.:­
sonnel Management Act, December 12, ·1980; as implemented by Air 
Force Regulation 36::-89, }>romotion .of Active. Quty_ List Officers, 
and Exec'utive Order 9397. · · · .' · · · 

Purpose(~):' . . . . . . . ~ 

· The 'Air Force operates basically a: central selection process. for 
active duty promotion' of officers·.·to grades 03-06, and all ·Regular 
Air· Fo~ce appbin_tlt!ents. Selection briefs a:re retairted as a· historical 
re¢ord of data ·presented to an officer selection board and, as such 
are used to validate conipJ·eteness, accuracy, or omission of. data 
reviewed by boards: Administrative files are used for• research, prece-
pence, arid reference purposes. · · • · ' . · 1 ' • 

:.·· Promotion/appointm·ent ·propriety files a~e used to monitor' com­
pleteness, ~legality,-land processing timeliness· of the actions/ General­
ly, this records system contains information rie'cessary to manage' a 
diverse promotion .and appointment. program in a centralized envi­
ronment. ·;Board results to include names of selectees and statistical 
~malysis.of those. results are. mad.e a maher of publ.ic record after 
appropriate approval of board proceedings.;-,Resul.ts of the board. are 
updated to the individual subject record in the Personnel Data 
System (PDS) after public release of the board proceedings. . . 
.. Benchmark t:ecords are, five, records of offic.ers from'the lowest 
s~ore category select.e<;l by each board an(l' _five r~corps of officers 
ft:om -~he J:tighestc scor~· category n_ot sel~cted bY., ea<::h board .~ap~ureq 
on m1crofilm. For boards held pnor to October 2.9, ,19?5, the b~nch­
mark reco.rds will consist of only the record for five officers from the 
lowest score category selected by the. board. BenclimaFk reco~_ds are 
used as directed by the Assistant Secretary to the DCS/Persoimel for 
Special Review Board considerations and for Special Selection 
.Board~.. • 

Routine uses of records maintained in the ·system, including· catego­
ries of users and the purposes of such uses: 

The names and Social Secut:ity Numbers· of officers .. sel~cted by 
central selection board for an active duty promotion, to·.grades above 
Captain, and Regular Air F.orce ApP.ointm~nt as well as off)cers to 
receive appointments in the Air For·ce requiring confirm~tion of s~;~ch 
appointments by the Senate of the United States, are provided to ·the 
Office of-the President .of the United States for nomination and to the 
United. States Senate for :confirmation.: This information will be pub-
lished in the Congressional Record.· , · i 

The Department of the Air Force "Blanket . Routine. Uses" pub­
lished. at the beginning pf th~ agency's .. COrflpilatio·n apply· to this 
system. · . ·. · · · 

1 
• . · • 

, . Policies and practice~ .for storing, retrievi~g. -acc~ssin~, ~-et~liphig, ~nd 
disposing of records in the system: . . , 

. ~ Storage:1 . , r' , , . . . . 
Maintained in visible. file binders/cabinets~ card files, on computer 

and computer output products. · 
. ; . , -Retrievability: 

Retrieved by name qr Social Security Number: 
Safeguards: 
Recoros are accessed by authorized' personnel in pefformance of 

their ·official duties who are properly screened and cleared ·for need-
to-know. Records are stored in locked cabinets or rooms. · 

Retention and disposal: 
Retained· in office .files until. superseded, obsolete,· pr no longer 

needed 'for reference, or on inaCtivation; ·then destroyed by tearing 
into pieces, shredding, pulping, ·macerating, 'or burning. Comput'er 
records will be destroyed by degaussing or overwriting. · 

System manager(s) and address: .· ·• ·.', 
A:ssista~t Deputy Chief of Staff/Manpower and'· Personne'r,· Ran-

dolph Air Force Base, TX 78150-6001. · ' 
Notification procedure: . 
Individuals seeking to determine whether information about them­

selves is contained in this system should address written inquiries to 
the Assistant Deputy Chief of Staff/Manpower and Personnel, Ran­
dolph Air Force Base, TX 78150-~()(H,or directly,to agen~y officials 
at the respective system location. Official mailing addresses are pub­
lished as an appendix to the Air Force's compilation 'of record system 

· notices. -~ · · . · · 
Re~ord access procedures: . , · · ~ .' 

, Individuals seeking to access records'aboitt the~selves contained. in 
this .. system should, address writteri inquiries· to the: Assist~nf Deputy 

. Chief of Staff/Manpower and .Perscinnel,':R~nqolpli Air·J:orce Base, 
,TX 78J50-=6001 or djrectly_ ,to agency .officials a! -t~e ·r~~pective 
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system location. Official mailing addresses are published as an appen­
dix to the Air Force's compilation of record system notices. 

Contesting record procedures: 
The Department of the Air Force rules for accessing record~ and 

for contesting and appealing initial agency determinations by the 
individual concerned are published in Air Force Regulation 12-35; 
32 CFR part 806b; or may be obtained from the system Manager. 

Record source categories: · · 
All data contained on the Officer Selection and Preselection Briefs 

and various selection board computer products is directly extracted 
from the Headquarters Air Force Master Personnel File. Selection 
brief documentation backup files in the form of official correspond­
ence! letters; o~ messages, properly authenticated by an appropriate 
personnel offictal, are generated, normally· at the officer's ·request 
from the servicing Consolidated Base Personnel office. Information is 
obtained from HQ USAF and major command officer selection fold­
ers from special orders, oath of office signed by data subject, mt:;mo­
randums from the Secretary of the Air Force Board for Correction 
of Military .Records, selection board reports. Data is obtained from 
'appointment applications from data subject and from the Master 
Record Group of the applicable Service. Department as concerns 
data. subject. · · 

Exemptions claimed for the system: 
None. 

F035 AF MP N 
System name: 

Individual Weight Management and Physical Fitness File. 
System location: 
Air Force unit of. assignment' or attachment and servicing medical 

facility. Official mailing addresses are published as an appendix to the 
agency's compilation of record system notices. 

Categories of individuals covered by the system: 
Air Force active duty military personnel; Air National Guard 

·(ANG) and Air Force Reserve personnel who are enrolled in the 
Weight Management and/or Fitness Programs. 

Categories of records in the system: 
File contains individuals weight management/physical fitness 

record; letters informing individual of overweight/unfit status, 
changes in weight/fitness status, scheduling medical evl!-luation, docu­
menting medical progress, copies of administrative actions taken· and 
other pertinent documentation. 

Authority for maintenance of the system: 
10' U.S.C. 8013, Secretary of the Air Force; Powers and duties, 

delegation by; as implemented by Air Force Regulation 35-11, Air 
Force Weight Control and Physical Fitness Program; and Executive 
Order 9397. . · . · 

Purpose(s): 
To document individuals' progress in the Weight Management/ 

Physical Fitness Programs. The· file keeps individuals informed of 
weight loss and fitness goals in attaining maximum allowable weight, 
provides history of weight loss, fitness and counselling, and provides 
an input for medical determinations. . 

Routine uses of records maintained in the system, inch~ding catego· 
ries of users and the purposes of such uses: 

None. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
Maintained in file folders and on computer and computer output 

products. 
Retrievability: 

. Filed by name, Social Security Number and grade. 
Safeguards: 
Records are accessed by custodian of the records system and by 

person(s) responsible for servicing the records system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are controlled by personnel screening. 

Retention and disposal: 
When a person achieves the prescribed weight standards or. desired 

fitness level, file is retained for . one year from· removal from the 
Weight Management/Fitness Program and d~stroyed by unit; or de­
stroyed upon retirement or. separation by unit, whichever is earlier; 
or upon successful completion of .probation and· rehabilitation under 
Air Force Regulation 39-10. 

System manager(s) and address: 

Deputy Chief of Staff/Manpower and Personnel, Headquarters 
United States.Air Force,, Washingto~, DC 20330-506<?. 

Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information on thein should address inquiries to the Deputy 
Chief of Staff/Manpower and Personnel, Headquarters United States 
Air force; WasliJngton, DC 20330-5060 or to the Commander at the 
unit of assignment· or attachment. _Official mailing addresses ate pub­
lished as· an appefldix to the agen<:y's compilation or record system 
notices. · ·· · ' · · · 

Include full name, grade, and Social Security Number: Personal 
visists require proof of identity with an Armed Forces Identification 
Card. · 

Record access procedures: 
Individuals' seeking access to records about themselves contained in 

this system should address requests to the Deputy Chief of Staff/ 
Manpower and Personnel, Headquarters ·United States Air Force, 
Washington; DC 20330-5060 or to the' Commander· at the unit of 
assignment or attachment. Official mailing addresses are published as 
an appendix to the agency's compilation of record .system notices. 

Include full name, grade, and Social Security N'!Jmber. Personal 
visits require proof of identity with an Armed F<~>rces Identifica~ion 
Card. · 

Contesting record procedures: 
. The Air Force rules for access to records and for contesting .and 

appealin'g initial agency _determinations by tht: .individual'concerned 
are published in Air Force Regulation 12-35; 32 CFR part 806b; or 
may be obtained from the system manager. · 

Record source categories: · · 
Individuals to whom the record pertain,s. 
Exemptions claimed for the system: 
None. 

FOJS AF MP 0 
System name: 

Unit Assigned Personnel Information. 
System location: 
Headquarters United States Air Force and major command head­

quarters .. Headquarters ·or major commands and at all levels down to · 
and including Air Force installations and Air Force units .. Headquar­
ters United States Space Command (HQ USSPACECQM). 

Categories of individuals covered by the system: 
Active duty military personnel, and Air Force Reserve and Air 

National Guard personnel. Air Force civilian employees may be 
included when records are created which are identical to those on 
military members. Army, Navy, Air Force and Marine Corps Active 
duty military and civilian personnel assigned·to HQ USSPACECOM. 

Categories of records in the system: , 
file copies of separation actions, newcomers briefing letters, line of 

duty determinations, assignment actions, retirement actions, in and 
out processing checklists, promotion orders, credit union authoriza- . 
tion, disciplinary actions, favorable/unfavorable communications, 
record of ·counselings, · appointment notification letters, duty status 

· changes, applications for off duty employment, applications and allo­
cations for school training, professional military and civilian educa­
tion data, private. weapons storage records, locator. information in­
cluding names of dependents, home address, phone number, training 
and experience data, special. recognition nominations, other personnel 
qocuments, and recor~s of training: · · 

Authority for maintenance ot the system: 
10 USC 8012, Secretary of the Air Force: Powers an9 duties; 

delegation by; as implemented by Air Force Manual 30-3, Mecha­
nized Personnel Procedures, and Air Force Manual .30-130, Base 
Level Military Personnel System. · 

Purpose(s): 
Provid.es' info~mati<:)n to un~t commanders/supervisors for required 

actions related to personnel administration and counseling, promo­
tion,, training, separation, retirement, reenlistment, medical examina­
tion, testing, assignment, sponsor program, duty rosters, and off duty 
activities. · · · · . . · ' · 

Routine uses of records maintained in the systen;t, in.cluding catego· 
ries of users and the purposes of such uses: 

Records from this system of records may .be .disclosed for any ·of 
the blanket routine uses published by the Air Force. 

Policies and. practices for storing, retrieving, accessing~ retaining, and 
disposing of records in the system: 
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Storage: 
Maintained in file folders, note books/binders, and card files. 
Retrievability: 
Filed by name and Social Security Number (SSN). 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in· performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in locked cabinets or rooms. 

Retention and disposal: 
Retained in ·office files until reassignment or separation; most 

records are transient in nature and are maintained only as long as 
r~quired to f~lfil~ ~heir management purpose or until superseded, then 
~1ven to th~ md1v1dual or destroyed by shredding, pulping, macerat­
mg or burmng. 

. System manager(s) and ~tddress: 
Deputy Chief of Staff/Ma.npower and Personnel, Headquarters 

, United States Air Force, Washington, DC 20330. 
Notification procedure: 
Inquiries froin individuals should be addressed to the respective 

unit commander or supervisor who maintains the records in order to 
exercise their rights under the Act. 

Record access procedures: 
Requests from individuals should be addressed to the respective 

unit commander or supervisor who maintains the records in order to 
exercise their rights under the Act. Mailing addresses are contained 
in the Department of Defense Dir(lctory in the appendix to the Air 
Force's Systems Notices. 

Contesting record procedures: 
The rules for access to records and for contesting and appealing 

initial determinations by the individual concerned may be obtained 
from the System Managers. · 

Record source categories: 
Information obtained from the individual concerned, financial insti­

tutions, educational institution employees, medical institutions, police 
and investigating officers, bureau of motor vehicles, witnesses, re­
ports prepared on behalf of the agency, standard Air Force forms, 
personnel management actions, extracts from the Personnel Data 
System (PDS) and records of personal actions submitted to or origi­
nated within the organization. 

Exemptions claimed for the system: 
None. 

F03S AF MP P 
System name: 

General Officer Personnel Data System. 
System location: 
Headquarters, United States Air Force, Washington, DC 20330-

5060, and Headquarters, Air Force Military Personnel Center, Ran­
dolph Air Force Base, TX 78150-6001. 

Categories of individuals covered by the system: 
Retired, Active Duty, and Active Status Reserve of the Air Force 

General Officers. 
Categories of records in 'the system: 
Promotion· board data; .. Career Brier• data/cards; officer military 

record; photographs; biographies; retirement letters; dependent data; 
education data; promotion orders; assignment orqers; demotion data; 
frocking letters; case studies; language data; effectiveness reports, and 
promotion recommendations. 

Authority for maintenance of the system: 
10 U.S.C. 805, The Air Staff, and Air Force Regulation 36-9, 

General Officer Promotions and Evaluations. 
Purpose(s): 
To record active duty service and performance data about general 

officers. for use in personnel management decisions and officer effec­
tiveness, to include assignments, promotions and retirements. 

To provide source data for preparing or compiling personnel man­
agement' data to include career profiles, seniority and retirement lists, 
memorandums for record . concerning actions taken on general offi­
cers and statistical analyse~. 

Routine uses of records maintained in the system, including catego­
ries of users and the purpose of such uses: 

The "Blanket Routine Uses" published at .the beginning of the 
Department of the Air Force's compilation of record system notices 
apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system:· · 

Storage: 
Maintained in visible file binders/cabinets/card files, on microfilm,. 

in computers and on computer output products. 
Retrievability: 
Records are retrieved by last name and/or grade. 

· Safeguards: 
Access to these records is given only to the Chief of Staff, Deputy 

chief of Staff/Personnel, Assis.tant for General Officer Matters, Chief 
of Air Force Reserve, Chief National Guard, and other persons 
responsible for servicing or reviewing the record system in perform­
ance of their official duties, who are properly screened. and cleared 

' for need-to-know. 
Retention and disposal: 
Retired General Officer records are maintained indefinitely; retired 

Lieutenant General, Major General, and Brigadier General Officer 
records are retained for 3 years, then reviewed to determine if there 
are any materials of historical value which warrant indefinite reten­
tion. If not, records are destroyed by· tearing into pieces, shredding, 
pulping or macerating. Computer records are destroyed by degauss­
ing or overwriting. 

System manager(s) and address: 
Deputy Chief of Staff/Personnel, Headquarters, United States Air 

Force, Washington, DC 20330-5060. 
Notification procedures: 
Individuals seeking to determine whether this system of records 

contains information on them should address written inquiries to the 
Deputy Chief of Staff/Personnel, Headquarters, United States Air 
Force, Washington, DC 20330-5060. For verification purposes, the 
individual should provide fuJI name, Social Security Number, and 
active duty grade. 

Individuals may also visit the Office of the Assistant for General 
Officer Matters, room 4E212, The Pentagon, Washington, DC, to 
obtain information. A requester should present a military identifica­
tion card when appearing in person for information 

Record access procedures: 
Individuals seeking to access records about themselves contained in 

this system should address wtitten requests to the Deputy Chief of 
Staff/Personnel, Headquarters, United States Air Force, Washington, 
DC 20330-5060. 

Individuals may also visit the Office of the Assistant for General 
Officer Matters, room 4E212, The Pentagon, Washington, DC; to 
obtain information. A requester should present a military identifica­
tion card when appearing in person for information. 

Contesting record procedures: 
The Air Force rules for access to records and for contesting and 

appealing initial agencY. determinations by the individual concerned 
are published in Air Force Regulation 12-35; 32 CFR part 806b; or 
may be obtained from the system manager. 

Record source categories: 
Personnel data base; member, and Inspector General's investiga­

tions. 
Exemptions claimed for 'the system: 
Portions of this system of records may be exempt pursuant to 5 

U.S.C. 552a(k)(7), but only to the extent that disclosure would reveal 
the identity of a confidential source. 

An exemption rule for this record system has been promulgated in 
accordance with the requirements of 5 U.S.C. 553 (b) (1), (2), and 
(3), (c) and (e) and published in 32 CFR part 806b. For additional 
information contact the system manager. 

F035 AFMPR 
System name: 

Application for Appointment and Extended Active Duty Files. 
System location: 
Headquarters United States Air Force, Washington, DC 20330-

5120; Air Force Military Personnel Center, Randolph AFB, TX 
78150-6001; Air Reserve Personnel. Center, Denver, CO 80280-5000; 
Headquarters Air Force R~erve Robins AFB, GA 31098-6001; 
United States Air Force Recruiting Service, Randolph AFB, TX 
78150-5421; Air National Guard Support Center, Andrews AFB, 
Washington, DC 20331-6608. 

Categories of individuals covered by the system: 
( 1) All applicants for appointment/reappointment as Reserves of 

the Air Force (ResAF) to United States Air Force Reserve 
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(USAFR) or Air National Guard of the United States (ANGUS) 
affiliation; (2) all applicants for appointment/reappointment as ResAF 
to serve on extended active duty (EAD)-as medical service officers, 
chaplains, and judge advocates; (3) all USAFR and ANGUS mem­
bers who apply for voluntary entry on EAD; (4) all commissioned 
offic.ers of other uniformed services on EAD who apply for inter­
s~rvtce transfer to serve on EAD with the USAF; (5) all commis­
SIOned officers and enlisted members of the USAF Reserve compo­
nents, not on EAD, who apply for interservice transfer between 
Reserve components of the USAF. 

Categories of records in the system: 
Individual's application and supporting documents as applicable. 
Authority for maintenance of the system: 
10 U.S.C. Chapter 837, Appointment as Reserve Officers; Chapter 

839, Temporary Appointments implemented by Air Force Regulation 
36-15, Appointment in Commissioned Grades and Designation and 
Assignment in Professional Categories-Reserve of the Air Force 
and United States Air Force (Temporary). 10 U.S.C. 716, Commis­
sioned officers transfer among the armed forces, the National Ocean­
ic and Atmospheric Administration, and the Public Health Service, 
implemented by AFR 35-39, Interservice and Intraservice Transfer 
of Uniformed Service Members. 10 U.S.C. 672(d), Reserve compo­
nents generally; 689, Reserve officers; grade in which ordered to 
active duty; 50 U.S.C. App 454, Selective Servi~e Act, Persons liable 
for training and service; App 456, Deferments and exemptions from 
training and service; implemented by AFR 45-26, Voluntary Entry 
on Extended Active Duty of Commissioned Officers of the Air 
Reserve Forces. 

Purpose(s): 
Used to select, appoint or designate persons for the USAFR or 

ANGUS, for interservice/intraservice transfer, Ready Reserve as~ 
signment, or EAD. 

Routine uses of records maintdined in the system, including catego-
ries of users and the purposes of such uses: . 

Records from this system of 'records may be disclosed for any of 
the blanket routine uses published by the Air Force. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in visible file binders/cabinets. 
Retrievability: 
Filed by name. , 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in locked cabinets or rooms. 

Retention and disposal: . 
If selected for appointment/reappointment, extended active duty, 

USAFR or ANGUS affiliation, or interservice/intraservice transfer, 
records become the Master Personnel Record Group (MPerRGp) 
and are forwarded to the appropriate MPerRGp custodian. An ab­
breviated reference file of selected documents is maintained by the 
applicable utilization and assignment branch. If not selected, docu­
ments are retained for one. year by the selection or appointment 
authority. 

System manager(s) and address: 
Assistant Deputy Chief of Staff/Personnel, Randolph Air Force 

Base, TX 78150-600 I. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System · 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: , 
Member's application, letters of recommendation, results of Nation- · 

al Agency Check and Military Personnel Records. 
Exemptions claimed for the system: 
Parts of this system may be exempt under 5 U.S.C. 552a(k)(5). For 

additional information see exemption rule in AFR 12-35 (32 CFR 
part 806b). 

F035 AFA A 
System name: 

Cadet Personnel Management System. 
System location: 
United States Air Force Academy (USAF Academy), CO 80840-

5000. 

Categories of individuals covered by the system: 
The Air Force Academy cadets. 
Categories of records in the system: 
Cadet Personnel Record (CPR) consisting of temporary and per­

manent forms and documents including the CPR-I which contains 
Oath of Allegiance; Cadet Acceptance Record; Statement of Con­
sent; separation referral; appointment orders; disciplinary/punishment 
order; Commandant's Disciplinary Boards; disenrollment correspond­
ence for reentry cadets; Declaration of Religious Denomination; 
Record of Emergency Data; Statement of Personal History; Certifi­
cates of Completion/Training; Serviceman's Life Insurance Election; 
citation/orders for decorations/awards; Language Proficiency Test;· 
Statement of Travel; Ethnic/Race Identification; Disclosure of 
Cadet/Cadet Candidate Information; Cadet Outgoing. Clearance; Sep­
aration Referral Checklist; Data for Parachutist Rating; Certificate of 
Release or Discharge; Application for ID Card; Line of Duty Deter­
mination; Individual Jump Records; USAF Drug Abuse Training 
Certificate; Squadron Change Order; Active Duty Service Commit­
ment Acknowledgment Letter; Faculty Board Elimination from 
Flying Status; Title 10 U.S.C. Letter, World Service Life Insurance 
Election; small arms marksmanship training, and the CPR-2 which 
contains the Cadet Performance Report; Basic Cadet Evaluation 
Report; Cadet Conduct Summary; Cadet Interview/Evaluation; 
Cadet Personal Information; Evaluation of Cadet; Cadet Rating 
Form; Academic Probat.ion Notification; Cadet Personal Data Sum­
mary Sheet; Individual Military Rating Summary; Conduct/ Aptitude 
Probation Letters; Commandant's Disciplinary Boards (copies); 
Academy Board/ Academic Review Committee actions (copies); Min­
utes of Eligibility Committee actions; Military Review Committee/ 
Athletic Review Committee action; Upperclass Performance Summa­
ry; Professional Military Training Summary; Liaison Officer Candi~ 
date Devaluation; Evidence and statements gathered by the Honor 
Committee and a summary of the Honor Board proceedings; Summer 
Training Evaluatiqn and Completion Record; current summer assign­
ments and training preferences. Board Case File consists of proceed­
ings, inquiries, and investigations; Counseling Record; Motor vehicle 
information, such as amount of loan, monthly payments, current 
financial data, insurance coverage, and record of accidents/citations. 

Authority for maintenance of the system: 
10 U.S.C. 9331, Establishment; Superintendent; faculty; 
10 U.S.C. 9349, Cadets: Organization; service; instruction, and Ex­

ecutive Order 9397. 
Purpose(s): 
Used to evaluate and document cadet activity at the United States 

Air Force Academy. 
Case files are used by Cadet Honor representatives to investigate 

possible violations of the Honor Code and ·as evidence at cadet 
Honor Hearings. The case summaries are used for statistical record 
keeping and training in each squadron of Honor Committee activities. 

Used to maintain a record of summer training accomplishments 
and assign cadets to summer training program to insure each cadet 
meets this graduation requirement. 

Case files are used in board (disenrollment) actions initiated against 
cadets; by USAF Academy Superintendent in making a decision to 
refer cadets to board of officers, and by the Office of the Secretary 
of the Air Force in making final decisions on disenrollment action. 

Counseling record is used by counselors to maintain record of 
confidential transactions during counselling sessions. Used to record 
pertinent information about a cadet's motor vehicle and a summary 
of past driving record. 

Provides authorities with . immediate information concerning a 
cadet's motor vehicle for counseling and determining the cadet's 
financial ability to incur and repay a debt. 

Routine uses of records maintained· in the system, including catego­
ries of users and the purpose of such uses: 

The "Blanket Routine Uses" published at the beginning of the Air 
Force's compilation of systems of records notices apply to this 
system. 

Policies and practices for storing, retrieving, ·accessing, retaining, and 
disposing of records in the system: 

Storage: 
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Maintained in paper files, in computers and on computer output 
products, cards and microform. 

Retrievability: ~. 

Retrieved by name and Social Security Number. 
Safeguards: .. 
Records are accessed .by person(s) respo~sible for se~'vicing. th~ 

record system in performance of their official duties and by author­
ized personnel who are properly screened and cleared for need~to­
know. Records are stored in locked rooms and· cabinets. ·Those in 
computer storage devices are protected by computer syst~m soft­
ware. 

. Ret~n~ion. and disposal: . . , 
··Permanent records are transferred to the Master Cadet Personnel 

Record which is retained permanently at the USAF Academy or 
placed in the officer's record. Any personal documents are returned 
to the~ indi:viduat Temporary records are destroyed 90 days after 
graduation or disenrollment: Investigation files are destroyed after I 
Y,e.ar on first class ca,dets and after 6 months on second, . third and· 
fourth cl.ass cadets .. Case files of Honor Hearings are destroyed .aft.er. 
5 ye~rs ·on guilty cases aqd after I year on not guilty and discretion 
cases. ~ummer training records are destroyed after 6 years on gr~d­
uated cadets and after· 4 years on. disenrolJed cadets,. Case files on 
disenrolled cadets are transferred -to the Maste'r Cadet Personnel 
Recor:d whi~h is retained pe.rmanently at the USA~ Academy. Case 
files on retamed cadets are destroyeq 3 months after cadet graduates. 
Counseling record is destroyed one year. after graduation. Motor. 
v~hicle information is destroyed when superseded, no longer needed, 
or upon graduation, whichever is sooner. Records are destroyed by 
tearing into pieces, shreddi~g, pulping, macerating, or burning. Com-. 
puter records ,are destroyed by 'degaussing. or overwriting. ·· 

System. manager(s) and address: · 
· Commandant of. Cadets, Deputy· :chief of Staff/Personnel, and 

Dean of Faculty, United States Air Force Academy, CO 80840-5000. 
Notification procedure: 
Indivi~uals seekirg .to. determine whether .this system of records. 

contains. information on. themselves s~ould. address written . inquirjes. 
to the Commandant of Cadets, Deputy Chief of Staff/Personnel, and 
Dean of Faculty,, United States .Air F:orce Academy, CO 80840-5()()(). 

Record access. procedures: . .. . . . . 
. Iridividuais seeking to access records. abo~t themselves contained ih 

this system should address written requests to the. Commandant of 
Cadets; Deputy. Chief of Staff/Personnel, and Dean of Faculty; 
United States Air Force Academy, CO 80840-5000. ' 

Contesting record procedures: 
The Air Force rules for access·to records and for contesting ·and 

appealing initi~l agency determinations by the individual concerned 
ar~ published ~in Air Force Regulation 12.,.35; ,32 CFR part ·S06b; or 
may be obtained from the syRtem manager. 

Record source categorie::-;; 
Inform~~ion obtained from the individual,, cqunselors,. educatio~al 

institutions, academy authorities, cadets, automated system interfaces, 
source doc:uments (such as reports), and from instru~tors. · ,.; . . · · 

Exemptions claimed for the system: 
Portions of this' syste111 inay be ·exen:tpt pursuant to 5 U:S.C. 

552a(k)(7), but orily to' the extent that the oiscl6sure would reveaLthe 
identity of a confidential source; · 

An exemption rule for':this record system has be~n promulgated· in 
accordance with the requirements of 5 U.S.C. 553(b)· (1), (2); and:(3), 
(c) and· (e) ari<f.'published in 32 CFR part 806b. For additional 
information contact the system ·manager. · 

. ' • " ' F03~ :AF A B ' 
Syst.em name! 

Master Cadet Personnel ·Record (Acti'Ve/Historical). 
· System location; ,. · ·.1 · .;h:. ' 

, U!1ited S~ates ,Air Force Academy (USAF A~ademy), CO 80840-
5000.' . . . . ., . . .. ' ' ;.; .. :. \ ' i . • '.' . ' • ; 

Categories of individuals cQvered by t'-e sys.em: ~._ · 
, ;;rPt,:~~~nt .and former USAF Academy cadets. 

·Categories of records in the system: . · 
· ( 1) Active: Records .used in, the candidate selection process for. the 

USAF Academy include high school records; admission test scores; 
candidate fitness test; medical qualification status; personnel data 
r~cords; letter of t:ecommend~tiqn .and evaluation; personal data to 
include home ·address; telephone number; Social' ~e'curity Number; 
population or ethnic group selections; height; weight; t citizenship; 
statements of reasons for attending the Academy and preparatory 

school ·and colleg~ ·.records, if applicable; 'service academy 'pre'candi­
date questionnaire; . invitation: to tr:avel; ·Jetter; ·transfer /validation 
credit information;-·~ Academy Board: action; computer generated 
products containihg academic grade information; parental addresSes 
by state roster and verification of independent 'studies; computer 
listings of minority studen'ts by population· or ethnic group; listings of 
international cadets; special order assigning ··cadefs to the 'Cadet 
Wing; Cadet wing, squadron, and class alpha rosters, and matricula-
tion rosters: ' . . '. :-. . ~ .. 

(2) Historical: Selected special orders' (appoinfmeni; ·assignment, 
awards, separation, etc.); letters and records of·resighation/separaiion 
actions, details of Honor viplation ~(if applicable); selected letters to 
or from parents; Permanent Recqrd Card; decisions of,committees, 
boards, and investigations (if ap'plicable); high school and, college 
tr~nscripts; Coll(!ge Entran¢e Examipation Board ,test scores;· _person­
n~l,. data r:ecprds, and .biographical data; computer· generated 'p'roducts 
reflecting academic grade information; grad~ and quality point ave~­
ages; ~ours~ ·grade distributions; overall military and academi~ orders 
of merit;. $elected. dependents on. merit lists; military parents; cadets 
who$e fathers are general officers; graduation data; majors awarded; 
typ~S Of degrees conferred, and dOfUments pertaining to awards,. 
acap~inic and military_ h0nors. 

~.Authority for maintenance of the system: 
10 U.S.C. 9331, 'Establishment;. superintendent; 'faculty, and Execu-

tive Ori:ler 9397. · · · 
.• ·v'• . :. . 

Purpo,se(s): 
(1) Active: These records form the nucleus of the Master Cadet 

Personnel Record for candidates· selected to attend the Academy. 
These. rc;cords ~.re used to record ,the academic, athletic and military 
training histori_es of cadets who attend the Aca9emy1 They provide a 
means of checking the performance' of each cadet; recording all 
grades for <:;Qmpleted courses, computing grade point averages, iden­
tifying 'defic'iencies, and insuring all requirements for graduation are 
met. Grade. information is ~useo by. cadets, Academy instructors, 
counselors, and~ advisors in selecting majors, determining academic 
requirements for specific majors, and scheduling courses. Computer 
listings are .also used by faculty and staff members to readily identify 
cadets by squadron, class, and population or ethriic group., Academic 
Review Committees and the Academy Board use these records to 
evaluate cadet performance and .to petermine eligibility for cortinu-
ance at the Academy. · · · · 

(2) Historical: These records form a complete history of each cadet 
who attended the Academy. They record academic, athletic, and 
military performance of each cadet and to coordinate statistics relat­
ing to -cadet strength an<:l attrition. Files ,are• reviewed by organiza­
tions within the Department of Def!=(n~e. to 9etermine . qualifications 
for assig11ments; ·by Air Force Reserve Off1cer Training Corps 
(AFROTC), recruiting and medical .servl~es units to determine quali­
fications and eligibility for training programs and. for military service, 
and by the Air Force Military Personnel Cente·r (AFMPC) to con-
firm'·or·recreaie a ~il.it~~y_service reco'rl:t. · · . · · · 

Routh~~· uses of records anaiptained in th~ system, including catego-
r.ies of·users and the purpose of ~uch uses: " 
.. Files are disclosed to . the Federal ·Bu'reau · of Investigation for 
conducting background investigations for security clearances, and to 
the-Veterans Administration for determining-eligibility for benefits~ 

Academic and personnel information is released to nominating 
officials, and to the Western Athletic Conference (WAC) officials on 
cadet~ pa,rticip;1ting ~n WAC-sponsored intercollegi~te athletics. 

The .. Blanket Routine Uses" published at the beginning ·of the Air 
Force's compilation of systems of records .notices apply to this 
system. . . . · 

Policies' ~~d, p~a~tices for stori~g; ~et~ievi.rig, accessing, ~ei:aining;· a.nd 
disposing of records in the system: · ' 

Storage: 
· M~i~tained in file folders, in computers, on ·comp~ter o~tput prod-

ucts, and on microfilm. . , 
Retrievabi~ity: . . ~ 

Retrieved by narrie•and Social· Security Number: 
Safeguards: · : ' 
Records are accessed by custodian o( the· r~cord system, by 

person(s) responsible for servicing the record· systein in performance 
of their official duties,· who are properly ·screened' and cleared' for 
need-to-know. Records are stored ·in ·.locked file containers, cabinets, 
vaults·or rqoms, and in ac;>mputerized data storage devices controlled 
by computer system software. 

Retention and disposal: 

J 
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. Temporary documents are destroyed 90 days after disenrollment or 
graduation. Permanent documents are microfilmed one year after 
graduation. The microfilm is retained permanently in the office of the 
Registrar. Paper copy. is destroyed after 6 years. Records are de­
stroyed by tearing into pieces, shredding, pulping, 'macerating, or 
burning. Computer records are destroyed by degaussing or overwrit­
ing. 

System. manager(s) and address: 
Registrar, United States Air Force Academy, CO 80840-5000. 
Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written. inquir­
ies to the Registrar, United States Air Force Academy, CO 80840-
5000. . 

Record access procedures: 
Individuals seeking to access records about themselves contained in 

this system should address written requests to die Registrar; United 
States Air Force Academy, CO 80840-5000. · 

Cqntesting record procedures: 
The Air Force rules for access to re~ords and for contesting and 

appealing initial agency determinations by the individual concerned 
are published in Air Force Regulation 12-35; 32 CFR part 806b; or 
may be obtained from the system manager. 

Record source categories: 
Information is obtained from forms the individual fills out during 

the admissions process; other educational _institutions; College En­
trance Examination Board and American College Testing scores; Air 
Force medical examination; individual.and personnel records; grades; 
tests; examinations given at the Academy; high school and college 
transcripts, and from actions taken by the Academy Board. 

Exemptions claimed for the system: 
Portions of this system may be exempt pursuant to· 5 U.S.C. 

552a(k)(7), but only to the extent that the disclosure would reveal the 
identity of a confidential source. 

An exemption rule for this record system has been promulgated ·in 
accordance with the requirements of 5 U.S.C. 553(b) (1), (2), and (3), 
(c). and (e) and published in 32 CFR part 806b. For additional 
information contact the system manager. 

F03S AFA C 
System name: 

Prospective Instructor Files. 
System location: 
United States Air Force Academy (USAF Academy), CO 80840-

5000. . 

Categories of individuals covered by the system: 
Military personnel applying for instructor duty at the Air Force 

Academy. · ' 
Categories of records in the system: 
Copy of Application for Instructor Duty; college transcripts; past 

Officer Effectiveness Reports; Officer Uniform Assignment Brief 
which may contain prior assignment information, aeronautical rating 
information, general personnel data including security clearance, date 
of birth, marital status, and promotion dates; correspondence between 
individual and department; evaluations on individual's suitabil!ty, and 
record of personal interview. 

Authority for maintenance of the system: 
10 USC. 9331, Establishment; superintendent; faculty.· 
Purpose(s): 
Used to. determine qualification, availability and location of poten­

tial instructors. 
Routine · uses Of records maintained in the system, including catego­

ries of users and the purpose of such uses: 
The "Blanket Routine .Uses" published at the beginning of the Air 

Force's compilati9n of systems, of records notices apply to this 
system. , · 

Policies and practices for storing, retrieving, accessing, retaining, and 
dis~~sing of records in the system: · ' 

Storage: 
Maintained in file folders, in computers and on computer output 

products. 
Retrievability: 
Retrieved by name. 
·Safeguards: 

Records are accessed by person(s) responsible for serv1cmg the 
record system in performance of their official duties and by author­
ized personnel who are properly screened and cleared for need-to­
know. Records are stored in locked rooms and cabinets. Those in· 
computer storage devices are protected· by computer system soft­
ware. 

Retention and disposal:· 
Retained in office files until superseded, .obsolete, or. no longer 

needed for reference. ·Records are destroyed by tearing into pieces, 
. shredding, pulping, macerating, or burning. Computer records are 
d~stroyed by degaussing or overwriting. · 

System manager(s) and address: 
Deputy Chief of Staff/Personnel, United States· Air Force Acade-· 

my, CO 80840-5000. 
Notification procedure: . 
Individuals seeking to determine whether th.is system of, records 

contains information on themselves should address written inquirieS 
to .the Deputy Chief of Staff/Personnel, United States Air Force 
Academy, CO 80840-5000. 

Record access procedures: 
. Individuals seeking to access records about themselves contained in 

this system should address written requests to the Deputy Chief of 
Staff/Personnel, United States Air Force Academy, CO 80840...,.5000. 

Contesting record procedures: . 
The Air Force rules for access to records and for contesting and 

appealing initial agency determinations by the individual . concerned 
are published in Air Force Regulation 12-35; 32 CFR part 806b; or 
may be obtained from the system manager: · · 

Record source categories: , 
Information obtained .from the individual, previous employers,- edu­

cational institutions and source documents such as reports. · 
Exemptions claimed for the system: 
None. 

F035 AFAA A 
System name: 

Air Force Audit Agency Office File. 
System location: 
Command Section, AFAA/ AG, Norton AFB CA 92409; Director­

ate of Operations, AF A A/DO, Norton AFB CA 92409; Directorate 
of Forces and Support, AF AA/FS, Norton AFB CA 92409; Direc­
torate of Field Activities,. AF AA/FD, Norton AFB CA 92409; Di­
rectorate of Acquisitions and Logistics, AFAA/QL, Wright-Patter­
son AFB OH 45433; Directorate of Resource Management, AF AA/ 
RM; Norton AFB CA 92409; Assistant Auditor General, AF AA/ AF 
(Pentagon), Washington DC 20330; Central Audit Region, AFAA/ 
FDC, Offutt AFB NE 68113; Southern Audit Region, AF AA/FDS, 
Langley AFB VA .23665; European Audit Region, AFAA/FDU, 
APO NY 09012; Pacific Audit Region, Hickam AFB HI 96853; 
Western Audit Region, AFAA/FDW, McClellan A:.FB, CA 95652; 
Acquisition Audit Region/QLQ, Andrews, AFB DC '20331; AFAA 
Area Audit Office, Barksdale AFB LA 71110; AFAA Area Audit 
Office,. Bergstrom AFB TX 78743; AFAA Area Audit Office, 
Cannon AFB NM 88101; AFAA Area Audit Office, Carswell'AFB 
TX 76127; AFAA Area Audit Office, P.O. Box 547, Dyess AFB TX. 
79607; AFAA Area Audit Office, Ellsworth AFB SD 57706; AFAA 
Area Audit Office, Grand Forks AFB ND 58205; AF AA Area Audit 
Office, Holloman AFB NM 88330; AF AA Area Audit Office, Little 
Rock AFB Jacksonville AR 72076; AF AA Area Audit Office, Minot 
AFB ND 58701; AFAA Area Audit Office, Offutt AFB NE' 68113; 
AFAA Area Audit Office, McConnell AF.B KS; AF AA Area. Audit 
Office, Sheppard AFB TX 76311; AF AA Area Audit Office, Bldg 
1522, Stop 166, Andrews AFB DC 20331; AFAA Area Audit Office, 
Chanute AFB JL 61868; AFAA Area Audit Office, C\larleston AFB 
SC 29404; AFAA Area Audit Office, Dover AFB DE 19901; AFAA 
Area Audit Office, Griffiss AFB. NY 13441; AFAA Area Audit 
Office, Grissom AFB IN 46971; AFAA Area Audit Office, Home­
stead AFB FL 33039; AF AA Area Audit Office,· Bldg 4330, Keesler 
AFB MS 39534; AF AA Area Audit Office, K I Sawyer AFB MI 
49843; AFAA Area Audit Office, Langley AFB VA-.23665; AFAA 
Area Audit Office/LA, MacDill AFB FL 33608; AFAA Area Audit 
Office, McGuire AFB NJ 08641; AF AA Area Audit Office, Pease 
AFB NH 03801; AFAA Area Audit Office, Plattsburgh AFB NY 
12903; AFAA Area Audit Office, Scott AFB IL 62225; AFAA Area 
Audit Office, Seymour Johnson AFB NC 27531; AFAA Area Audit 
Office, Shaw AFB SC 29152; AFAA ·Area Audit Office, Tyndall 
AFB FL 32403; AF AA Area Audit Office, APO San Francisco 
96334; AF AA Area Audit Office, Beale AFB CA 9590~; .AF AA 
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Area ,Audit Office, Castle AFB CA 95342; AF AA Area ·Audit 
Office, APO San Francisco 96274; AFAA Area Audit Office, Davis~ 
Monthan AFB AZ 85707; AFAA Area Audit Office, PO Box 878, 
Elmendorf AFB AK 99506; AFAA Area. Audit ·Office, PO Box 
1313, Fairchild AEB WA 99011; AFAA Area Audit Office/LA, 
George AFB CA 923 2 AF AA Area Audit Office, Hickam AFB HI 
96853; AFAA Area Audit Office, APO San Francisco 96239; AFAA 
Area Audit Office, APO San Francisco 96264; AF AA Area Audit 
Office, Luke AFB AZ '85309; AF AA Area Audit Office, Bldg 510, 
Mather AFB CA 9565~; AFAA Area Audit Office, McChord AFB 
W A 98438; AF AA Area Audit Office, Mountain Home ID 83648; . 
AFAA Area Audit Office, Nellis AFB NV 89191; AFAA Area 
Audit Office, APO San Francisco 96570; AFAA Area Audit Office/ 
34AG, Norton AFB, CA 92409; AFAA Area Audit Office, Travis 
AFB CA 94535; AFAA Area Audit Office, Peterson AFB CO 
80914; AFAA Area Audit Office, Vandenberg AFB CA 93437; 
AF AA Area Audit Office, APO San Francisco 96328; AF AA Area 
Audit Office, APO New York 09238; AF AA Area Audit Office, 
APO New York 09755; AFAA Area Audit Office, APO New York 
09283; AFAA Area Audit Office, APO New York 09132; AFAA 
Area Audit Office, APO New York 09109;' AFAA Area Audit 
Office, APO New York 09179; AFAA Area Audit Office, APO New 
York 09012; AFAA Area Audit Office, APO New York '09057; 
AFAA Area Audit Office, APO New York 09194; AFAA Area 
Audit Office, Stop 226; Edwards ·AFB CA 93523; AFAA Area 
Audit Office, PO Box 1625, Eglin AFB FL 32542;. AFAA Area 
Audit Office, Kirtland AFB NM 87117; AFAA Area Audit Office/ 
ESD, Bldg 1716N, Stop 43, Hanscom AFB MA 01731; AFAA Area 
Audit Office, PO Box 92960, Wor1dway Postal Center, Los Angeles 
CA 90009; AF AA Area Audit Office, Patrick AFB FL 32925; 
AFAA Area Audit Office, Hill AFB UT 84406; AFAA Area Audit' 
Office, Kelly AFB TX 78241; AFAA Area Audit Office/LVA.S, 
McClellan AFB CA .95652; AFAA Area. Audit Office/AUDGN, 
Robins AFB GA 31098; AFAA Area Audit Office, Tinker AFB OK 
73145; AFAA Area Audit Office/REP, Wright~Patterson AFB OH 
45433; AFAA Area Audit Office, Gunter AFS AL 36ll4; AFAA 
Area Audit Office, Denver CO 80279; AF AA Area Audit Office, 
Randolph AFB TX 78148; AFAA Area Audit Office, Wurtsmith 
AFB, Ml 48753; AFAA Area Audit Office, APO New York 09150. 

Categories of individuals covered by the system: 
Air Force Audit Agency active duty and reserve officer, enlisted, 

and civilian personnel. 
Categories of records in the system: . 
Installation Fact Sheet, Air Force Audit Agency Leave Schedule, 

Memorandums of Discussions with Installation Officials, Personnel 
Data Sheet, Personnel Interview Sheet (Parts I and II), Memoran­
dums to Region Chief concerning supervisory visits, Region/Division 
Audit Report Review Sheets, Designation of Position and Position 
Titles, Air Force Audit Agency Personnel Roster for. Office Con­
cerned, · Recommendations for .Future Assignment of Personnel, 
Memorandums for the Record, Supervisory Surveys, Correspond­
ence Relating to Performance of Assigned Personnel, Welcome Let-· 
ters for Assigned Personnel, Pertinent Staff Meeting Memorandums, 
Pertinent Staff Training Memorandums, Workload Data, Report 
Evaluations By Auditor, AFAA Office Productivity Data, Supervi­
sory Auditor Assignments, Reports of Significant Activity, HQ 
AF AA SRA/ Audit Review Sheets, Memorandums of Personnel Dis­
cussions, Trip Reports, and Individual Resource Expenditure Work-
sheets. · 

. Authority for maintenance ofthe system: 
10 USC 8032(b)(l), General duties. 
Purpose(s):_ ··· ;. 
Used by audit. office chiefs, supervisory auditors, and Region/ 

Directorate Chiefs to collect .data to evaluate office and individual 
performance · and to become cognizant of office responsibilities and 
general geographical factors. · 

.Routine uses of records maintained in the· system, including catego· 
ries of users and the purposes of such uses: 
. Records from this system of records may be disclosed for any of 
the blanket routine uses published by the· Air Force." . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained· iri .file folders. 
Retrievability: . 
Retrieved by manual· search of the records maintained by .each 

o(fice using name, audit project or· by category. 
Safeguards: · 

. Records are accessed by custodian of the record system and by 
person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are controlled by personnel screening. 

Retention and disposal: 
·Retained in office files until superseded, obsolete, no longer nee&d 

for reference,. or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. 

System manager(s)·and address: 
The Auditor General, Air Force Audit Agency, Norton AFB, CA 

92409. 
Notification procedure: . 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. · · 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
o'9tained from the System Manager: 

Record source categories: 
Information obtained from previous employers; financial, educa­

tional, and medical institutions; trade associations; automated system 
interfaces;. police and investigating officers; the public media; state or 
local governments; , international organizations; corporations; wit­
nesses, and source documents. 

Exemptions ch~imed for the system: 
None. 

F035 AFAA B 
System name: 

Air Force Audit Agency Office Personnc::I File. 
System .location: 
Command Section, AFAA/ AG, Norton AFB CA 92409; Oirector­

ate of Operations, AF AA/DO, Norton AFB CA 92409; Directorate 
of Forces and Support; AF AA/FS, Norton AFB CA 92409; Direc­
torate of Field Activities, AF AA/FD, Norton AFB CA 92409; Di­
rectorate of Acquisition and Logistics, AFAA/QL, Wright-Patterson 
AFB OH45433. Directorate of Personnel, AFAA/DP, Norton AFB 
CA 92409; Assistant Auditor General, AFAA/AI (Pentagon), Wash­
ington DC 20330;· Central Audit Region, AFAA/FDC, Offutt AFB 
NE 68113; Southern Audit Region, AF AA/FDS, Langley AFB VA 
23665; European Audit Region, AFAA/FDU, APO NY 09012; Pa­
cific Audit Region, Hickam AFB HI 96853; Western Audit Region, 
AFAA/FDW, McClellan AFB CA 95652; AF Audit Agency, Ac­
quisition Audit Region/QLQ, Andrews ;AFB DC 20331; AFAA 
Area Audit Office, Barksdale AFB LA 71110; AFAA Area Audit 
Office, Bergstrom AFB TX 78743; AFAA Area Audit Office, 
Cannon AFB NM 88101; AFAA Area Audit Office, Carswell AFB 
TX·76127; AFAA Area Audit Office, PO Box 547, Dyess AFB TX 
79607; AFAA Area Audit Office, Ellsworth AFB SD 57706; AFAA 
Area Audit Office, Grand Forks AFB ND 58205; AFAA Area Audit 
Office, Holloman AFB NM 88330; AF AA Area Audit Office, Little 
Rock AFB Jacksonville AR 72076; AF AA Area Audit Office, Minot 
AFB ND 58701; AFAA Area Audit Office, Offutt AFB NE 68113; 
AF AA Area Audit Office, McConnell AFB KS; AF AA Area Audit 
Office, Sheppard AFB TX 76311; AF AA Area Audit Office, Bldg 
1522, Stop 166, Andrews AFB DC 20331; AFAA Area Audit Office, 
Chanute AFB IL 61868; AF AA Area Audit Office, Charleston AFB 
SC 29404; AFAA Area Audit Office, Dover AFB DE 19901; AFAA 
Area Audit Office, Griffiss AFB NY 13441; AFAA Area Audit 
Office, Grissom AFB IN 46971; AFAA Area Audit Office, Home­
stead AFB FL 33039; AF AA Area Audit Office, Bldg 4330, Keesler 
AFB MS 39534; AF AA Area Audit Office, K I Sawyer AFB Ml 
49843; AFAA ,Area Audit Office, Langley AFB VA 23665; AFAA 
Area Audit Office, MacDill AFB FL 33608; AF AA Area Audit . 
Office, McGuire AFB NJ 08641; AFAA Area Audit Office, Pease 
AFB NH 03801; AFAA Area Audit Office, Plattsburgh AFB NY 
12903; AF AA Area Audit Office, Scott AFB IL 62225; AF AA Area 
Audit Office, Seymour Johnson AFB NC 27531; AF AA Area Audit 
Office, Shaw AFB SC 29152; AFAA Area Audit Office, Tyndall 
AFB FL 32403; AF AA Area Audit · Office, APO San Francisco 
96334; AF AA Area Audit Office, Beale AFB CA 95903; . AF AA 
Area Audit Office, Castle AFB CA 95342; AF AA Area Audit 
Office, APO San Francisco 96274; AF AA Area Audit Office, Davis· 
Monthan AFB AZ 85707; AFAA Area Audit Office, PO Box 878, 
Elmendorf AFB AK 99506; AF AA Area Audit Office, PO Box 
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1313: Fairchild AFB WA 99011; AFAA Area Audit Office, George 
AFB CA 92392; AF AA Area Audit Office, Hickam AFB HI 96853; 
AFAA Area Audit Office, APO San Francisco 96239; AF AA Area 
Audit 0ffice, APO San Francisco 96264; AFAA Area Audit Office, 
Luke AFB AZ 85309; AFAA Area.Audit Office, Bldg 510, Mather 
AFB CA 95655; AFAA Area Audit Office, McChord AFB WA 
98438; AFAA Area Audit Office, Mountain Home ID 83648; AFAA 
Area Audit Office, Nellis AFB NV 89191; AFAA Area Audit 
Office, APO San Francisco 96570; AFAA Area Audit Office/34AG, 
Norton AFB, CA 92409; AFAA Area Audit Office, Travis AFB CA 
.94535; AFAA Area Audit Office; Peterson AFB CO 80914; AFAA 
Area Audit Office, Vandenberg AFB CA 93437; AFAA Area Audit 
Office, APO San Francisco 96328; AFAA Area Audit Office, APO 
New York 09238; AFAA Area Audit Office, APO New York 09755; 
AFAA Area Audit Office, APO New York 09283; AFAA Area 
Audit Office, APO New York 09132; AFAA Area Audit Office, 
APO New York 09109; AFAA·Area Audit Office, APO New York 
09179; AFAA Area Audit Office, APO New York 09012; AFAA 
Area Audit Office, APO New York 09057; AFAA Area Audit 
Office, APO New York 09194; AFAA Area Audit Office, Stop 226, 
Edwards AFB CA 93523; AFAA Area Audit Office, PO Box 1625, 
Eg1in AFB FL 32542; AF AA Area Audit Office, Kirtland AFB NM 
87117; AFAA Area Audit Office/ESD, Bldg 1716N, Stop 43, Hans­
com AFB MA 01731; AFAA Area Audit Office, PO Box 92960, 
Worldway ·Postal Center, Los Angeles CA 90009; AFAA Area 
Audit Office, Patrick AFB FL 32925; AF AA Area Audit Office, Hill 
AFB UT 84406; AFAA Area Audit Office, Kelly AFB TX 78241; 
AFAA Area Audit Office/LV AS, McClellan AFB CA 95652; 
AFAA Area Audit Office/AUDGN, Robins AFB GA ,31098; 
AFAA Area Audit Office, Tinker AFB OK 73145; AFAA Area 
Audit Office/REP, Wright-Patterson AFB OH 45433; AF AA Area 
Audit Offi,ce, Gunter AFS AL 36114; AFAA Area Audit Office, 
Denver CO 80279; AF AA Area Audit Office, Randolph AFB TX 
78148; AFAA Area Audit Office, Wurtsmith AFB Ml 48753; AFAA 
Audit Office, APO New York 09150. 

Categories of individuals covered by the system: 
Air Force Audit Agency active duty and reserve officer and enlist­

ed personnel, and civilian employees. 
Categories of records in the system: 
Supervisor's Record of Employee; Record of Emergency Data; 

Notification of Personnel Action; Request for Personnel Action; Su­
pervisory Evaluation of Employee Potential for First-Level Supervi­
sory Positions; Supervisory Appraisal of Employee Current Perform~ 
ance-Auditor; Supervisory Appraisal of Employee Current Perform­
ance-Supervisory (General Schedule and Wage); Special Orders; 
Awards and Decorations information; Career Development data; 
AFR 30-30, Certifications; Appointment of Additional Duties; Appli­
cation, Request for Investigation, Clearance, Unescorted Entry, 
Access Authorization Certificate; Letters of Recognition, Achieve­
ment, Congratulations or Commendation; Notification of Permanent 
Change of Station (PCS) Assignment; Quality Evaluation of First­
Time Office Chiefs; Requests for Transfer, Separation, and Retire­
ments; Officer Career Objective Statements; Airman Assignment 
Preference Statement; Recommendation for Incentive Award; Super­
visory Appraisal of Employee Current Performance-Middle and 
High Level Managerial and Executive; Qualifications Profile; Certifi­
cation of Eligibility and Record of Personnel Security Clearance; 
Civilian Development Record; Data relating to Temporary Duty 
(TDY)/PCS trips; Evaluation Review/Critique Sheet; Orientation 
Checklist; Admission and Disposition Slip; Flying Attachment Data; 
Locator Cards; Supervisory Appraisal of Employee Current Per­
formance - Clerical. 

Authority for maintenance of the system: 
10 USC 8032(b)(l), General duties. 
Purpose(s): 
Used by area office chiefs, supervisory auditors, clerical personnel, 

and region/division chiefs to collect data for informational, support, 
and evaluation purposes. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders. 
Retrievability: · 
Filed by name and Social Security Number (SSN). 
Safeguards: 

Records are accessed by custodian of the record system and by 
· person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in locked cabinets or rooms. 

Retention and disposal: 
Retained in ·office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. 

System manager(s) and address: 
The Auditor General, Air Force Audit Agency, Norton AFB,.CA 

92409. 
Notification procedure: 
Requ~sts from individuals should be addressed to the System Man-

ager. · 
Record access procedures: 

· Individual can obtain assistance in gaining access from the System 
Manag~r. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may· be 
obtained from the System Manager. 

Record source categories: 
Information obtained from previous employers; financial insti~u­

tions, educational institutions, and medical institutions; trade associa­
tions; automated system interfaces; police and investigating officers; 
the public media, bureau of motor vehicles; state or local govern­
ment; international organizations; corporations; witnesses; and source 
documents. 

Exemptions claimed for the system: 
None. 

F035 AFAA C 
System name: 

Informal Airmen/Reserve Information Record. 
System location: 

· HQ Air Force Audit Agency (AF AA), AF AA/CC, Norton Air 
Force Base, CA 92409. 
. Categories of individuals covered by the system: 
Air Force Audit Agency active duty and inactive reserve enlisted 

personnel. · 
Categories of records in the system: 
Record of Emergency Data,. Airman/Officer performance/effec­

tiveness reports, Personnel Assignment Actions, Reassignment 
Orders, Assignment Preference Statement, Promotion Orders, 
Awards/Decorations - Orders and Citations, Enlistment ·Contract, 
Reserve Personnel Data Sheet, Applications for Active Duty Tours 
and Assignment Orders, Application for Reserve Assignment, Ready 
Reserve Service Agreement, Transitory correspondence pertaining to 
career management during individual's assignment to AFAA, 

Authority for maintenance of the system: 
10 USC 8032(b)(l), General duties. 
Purpose(s): 
Used to staff applications for reserve active duty tours, determine 

performance qualifications. Source documents to support entries in 
Personnel Data System. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, .retaining, and 
disposing of records. in the system: · 

Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system ahd by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 

. need-to-know. Records are stored in locked cabinets or rooms. 
Retention and disposal: 
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.. Retained in office files until reassignment,:or :separation:. thent de­
stro>:ed·;:by. tearing into~ pieces, .sl!n!dding; pulping; macerating, .. or 
·burmng:· b: _ .· ,.J 1 • ,. , · · 

System manager(s) and address:'' 1
• • • ·t· '.· '· ' ·., . ; 

The Auditor General, Air Force Audit Agency,;·(AFAA/AG), 
N<mon Air F\orce Base, G~~.92409. . .. 

Notification procedure: 'b , -~· 

Requests from individuals should· be addressed to the System Man-
age~ · · 

~.·Record access pr~edures:. ·. :'~· · ' ·, ·: 
Individual can obtain assistance in gaining access from the S'ystem 

Manager and the Director of Resource Management (AF AA/RM), 
Nqrton Air:F~~ce f3ase,:CA,92409;.:.·; . . . ., .. , .. 

Contesting record procedures: 
The Air Force's rules for access to rec.ords and·for:<;:ontesting:and 

.appe_aling _in!tial· determinati!)nS by the ,indivi~uaL.concerned may_ be 
obtamed from the System Manager. .., : 

Record source categories: , . . . .. . . ,. . 
. Information obtained from. source doc~ments,' from the indi~ldual, 

·and from the Consolidated Base;Persomiel'Office (CBPO). ·" · · 
~~. • ' ' : • ' 1 ~ • ; • ' t.."· .. '. '~· ! ' ' ' ~ ~. 

Exemptions claimed for the system:.,;·"·'. ~ ... ',. . · 
None. 

.-.;. · F035 AFCC A' : 
System name: . 

: r; .iScope ,Le~.d~r Progra'tP. 
/.: System)~a~ion: · · ; ·J ' • 

At Headquarters Air Force Communications Command· (AFCC/ 
. DPRO), Scott AFB, IL 62225-6001. , 

Categories of individuals covered by the system: 
Air Force active duty military personnel, officer grade, assigned to 

Air Force Communications Command (AFCC). 
Categories of records in the system: ,.._ ;.·J · · '."! ._. 

Personnel selected· as potential candidates for 'tough job' ·ano 'com-
mander positions. · • : 

.,·'Authority .for maintenance of tlie system:!\ . · . J· 

10 USC 8012, Secretary of the Air Fore~: Powers and 'duti~s; 
delegation by; and Air. Force Communications Command· Regulation 
:5QO-l~- . . . ' 

Purpose(s): . r 
Used to monitor the assignment and i ,replacement of unit Com­

manders in Air Force. Communications Command (AFCC). 
·· · ~~ R~~ti-ne ~se~ ·~f records. ~aintaine·cl'tn:..ihe ~ystem;: incl~ding catego­
ries of users~and: the purposes of such uses:.~·.· 

None~- · _.,..,,~.. .- ··tu " . 

.. )>~Jicies ;pnd :practices for .. storing, r~t~it;vi~g;' a~cesslng, retaining, and 
·· di~posing of records in .the system: ' ·' · ' · 

storag~:. '· · ...•. · : · · · .ir ,i • ,.)· •..•• 

Maintained on computer and computer output products. 
Retrievability: . ~ ·. . . · . J . • • • , 

Retrievability based on prese~ce of commander identitic~ti~n .code. 
~?mpu.teriz~d. , .. 

~~: ~~afeguards: ... : , .t , . . .. 

Records are accessed by person~s) responsible for-. ~rvicJng the 
record system in perforrpanc;e of their .. official ,duties. Records are 
stored· in 'locked cabinets· or rodms and computer· system. requiring 
user cod~sand,passwqrds for access. · '.• 1 

• · • ·. • · 

· Reteittio~atiddispo~,al: .. : ··:,.t:.-~·· .. · .-.. ..:·: .,· :.·.--.:::~ .· 
- . R~!~ine~ .in offic;e fil~~ un!il s~per~~(jed, obs9l~te, !'0. kmge~.:n~e_ded 
·for reference, ··or-on macttvatton; then destroyeq by .tearmg mto 

pieces, shredding, macerating, burning or degaussing. Also destroyed 
by degaussing. 

System manager(s) and address: 
Director of Assignments, Deputy Chief of Staff Personnel;· Head-

quarters, AFCC, Scott AFB, IL 62225-6001. ... r _. 1 ,. 1 

Notification procedure: 
\ . Requests .from -individuals shpuld. be,addr~s:;ed .to the System Man­
. ager imd'lnclude full name, rank andSociai'Security Number. I . 

Record,acces~:procedur~s:.- ~ :: · .. . . ··· 1 .. • • • • ' 

Record'access: can be obtained only= through 'the System Manager. 
Contesting record procedures: 

·:- · The.· Air. Force's rules for contesting contents and appealing initial 
determinations by· the 'individual concerned are in 'A,ir Force Regula-
-tion·12-35. · ·1· · , ,, ·, •. {' 

Re~ord source categories: i •. . . . , . 

Inf~rmatio~· obtained from auto'niated. syst~m interfac~s. 
, < ~ I • ' , 'I .,.' I ' ' , ' \ l ~ • 

'. Exemptions claimed for·the system: 
·None.··· ' ·' 

.. F()35 AFCC B · · .'· 
System riam~f 
1· Management tontr~l 'sy,stem ,(MCS).· 

. Syst~ni loc~ti~n: . ' ' · · · · 'J .. :·r ·. '·. t 

. ~-, ~ ....... ·f . 

Communications<: Group,· Directorate · of Management Support 
(7C0/XMI), Pentagon·, Washington, DC 20330-6345. Command and 
Control Systems- Office, ·chief· of Administration · (CCSO/DA), 
Tinker AFB, OK 73145. • . · • ·" · · · · : ' ._. • -~ 1 · 
.· . . . .. . . . ... : . , r . 

Categ~rh~~ of indivi~uals covered· by _the syste~: · · · . · r . . . , . 
:- ~ir-For~e aptiv~.'ctuty, militaJ;y personn~I a11d civilian employees. 
· . Categories :of records in: the system: 
... Locator type files. ind~dini~ 'the indi~1dual's name, home ·aadress, 
h<;>me phon~. etc~·'.aild records r~lating to t~e· offise th~ individual is 
assig~ed" tp,.· their authorized and .assigned. grad~; ·duty title, duty 
AFSt, posit.ion number, date they were a~signed to this organizatio.n, 
d~te they will _depart. control t6~r c,ode, ass.ignment availability date, 
overseas tour. start date, short tour return date;' who their .supervisor 
is, dat~ sup~r\tision .beg~n. ~ype or'perfornianc'e report, date,of l~t 
~eport' and oate ofnext report'. Alsq contaiQ.s training ·itJ.formatio·n for 
military and ci~iHan personnel ~s~igned to ·1st ISQ ~n(;l CCSO con­
sisting of course _completions by date and educationa!Jevel, his imme-
diat~ supervisor's" duty phon~. . · · · · · 

Authority for maintenance of the system: . 
10 USC 8012, Secretary .of the· Air Force: Powers. ·and duties; 

delega,tion by .. , , , ... 
Purpose(s): .. ··;, · -.1';, : 

The MCS system was established as a inanagement.tool' to provide 
, commanders and qffice. managers with· inforJI!atiort ·concerning their 
overall manpower picture t<;> aid them in s<;:hedu.ling .workload re­
quirements. in support of .their organi?:ation's'Ja§sigm;d mission ... .This 
systein also acts as a Central Locator. File and also.··allows a:.variety 
of manpower .reports to:be produce~L .· 

'Routine uses of· records maintained: in the· system,. including icatego-
ries· of users arid the purposes of such' uses: ' . . .. . .~ ) . . 
· Records from' .this ·~ystem.' of :records m~y ·be. ~isclos'ed ·for any .of 
t,he. bla~ket roqtine. uses publishyd by the Air Force. Locator infoi-­
mafion' is· p_rovided for official busine~s or with. ind~vidual consent. 

. Policies .afud .practices for storing; retr.ieving; ~accesling,' .retaining, and 
disposing of records ·in the system: : -~ · 

Storage: '· ··~ ' . '" ,. .' .. •. 
· .... Maintained on comput~t. and comput~r o~tput'ptoducts. 
· ~"Retrievability: · : · . . . . ' · 'i: _ ,'. · ... 

~iled by Social Security Number•(SSN). '· '' · · : · 
Safegti~rd's: · · · · ·' · · · · ·· · " ·'· 1 · 

. R~cords • .at:e accessed by· p·e~son(s) responsible for servi~ing the 
record system · ip. ,performa11ce pf theit: · officia,.l duties._ Reco~ds. are 
controlled by computer system software: · 

Retention .and disposal: 
Retained in office files until reassignment or sep_aration; .then de­

stroyed by tearing into pieces, shredding, pulping, maceratipg; or 
_1burning:.-. . . . 

System manager(s). and address: ~i~ · . : 

MCS Administrator, Directorate of Management ·Support, 7CG, 
·Pentagon, ~washington, DC, 20330-6345. Chjef Qf Administra,.tion, 
Command and Control Systems Office,, Tjnker. AFB,,. OK .7Jl45. 

Notification ·procedure: • i 

R~quests from individ-uals should· be· addressed to.,the·system Man­
·ager. · : .... 

Record access procedures: ,. · · · 
Individual can obtain assistance in gaining access from the System 

Manager. ,_; ;·. • ·· 

Contesting record procedures: 
The Air Force;s· rules for access 'to records and for·.confestiiig and 

appealing initial determinations by the individual concerned may be 
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obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: . 
Information obtained from individual or personnel records. 
Exemptions claimed for the system: · 
None. 

F035 AFIS A 
System name: 

Intelligence Reserve Information System (IRIS). 
System location: . · 
Directorate, Intelligence Reserve Forces, Air Force Intelligence 

Service (HQ AFIS/RE), Ft. Belvoir, VA 22060. 
Categories of individuals covered by the system: 
Air Force Reserve personnel assigned or attached to the Di~ector­

ate, Intelligence Reserve Forces (AFIS/RE); transferred or retired 
reservists from AFIS/RE; or reservists who have applied for assign-
ment to AFIS. · 

Categories of records in the system: 
Biographic information (personal and military), language informa­

tion, education information, reserve tour duty information, home 
information, employment information, security information, personnel 
security access records, experience information (intelligence and ci­
vilian foreign area knowledge), scientific and technical jnforil\ation, 
specialty information, weight control information, Air Force attache 
information, locator information, Officer Effectiveness · Report 
(OER), and Reserve Noncommissioned Officer Performance Report 
(APR(R)) information, training information, professional military 
education information, specialty course information, military decora­
tions, unit awards, special trophies and awards, outstanding mobiliza­
tion augmentee of the year information, special trophies and awards 
information, deserving airman commissioning program information, 
quality force retention board information, officer and enlisted promo­
tion information, statutory tour information, mobilization information. 

Authority for maintenance of the system: 
10 USC 275, Personnel Records~ 
Purpose(s): 
To manage the career (training, promotions, command. assign­

ments, and mobilization) of reservists assigned to AFIS/RE during 
peacetime. The users of this system include most USAF MAJCOMs/ 
SOAs and vari?us intelligence agencies. The IRI~ enables this direc­
torate to effictently manage the reserve resources for the MAJ­
COMs/SOAs to insure the individual reservist is fully qualified for 
both his peacetime and wartime duties. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: , . 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: . 
Maintained in file folders. Maintain~d on computer paper printouts. 
Retrievability: 
Filed by name or Social Security Number (SSN). 
Safeguards: 
Records are accessed by authorized personnel who are properly 

screened and cleared for need-to-know. Records are stored in securi­
ty file containers/cabinets. 

Retention and disposal: 
Retained in office flies until reassignment or separation, then de­

stroyed by tearing into pieces, shredding, pulping, macerating, or 
burning. 

System manager(s) and address: 
Director Intelligence Reserve Fortes· (HQ AFIS/RE), Air Force 

Intelligence Service (AFIS), Ft Belvoir, VA 22060. 
Notification procedure: 
Requests from individuals should be. addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: -
The Air. Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Individual, Air Reserve Personnel Center. 
Exemptions claimed for the system: 
None. 

F035 AFOSI B 
System .name: 

Career Development Folder. 
. System location: . 

Air Force Office of Special Investigations, Bolling Air Force Base, 
DC 20332. . 

Categories of individuals covered by the system:. 
All ·~fficers on active duty and all reservists assigned to the Air 

Force Office of Special· Investigations (AFOSI). Also includes those 
AFOSI officer special agents assigned to any Department of Defense 
(DOD) activity or DOD sponsored program. 

Categories of records in the system: 
. Record~ concerning officers .()n active duty include records of 
counseling, Officer Career Objective Statements, career development 
patterns, military special orders, pertinent certit}cates of .courses at­
tended. Records concerning reservists include biographi~al informa­
tion (personal and· military), employment information, unique or spe­
cial skills, and applicable career correspondence. 

Authority for maintenance of the system: 
10 USC 275, Personnel· Records, and Air Force ·Regulation'23~18, 

Air·Force Office of Special Investigations.· 
Purpose(s): . 
To monitor and develop· career progression. Used by career moni­

tors to ascertain individual career objectives, to recommend job and 
school assignments, and to counsel personnel. Used by the Com­
mander, supervisors, and personnel specialists in the assignment selec,;­
tion process based on individual eJigibility, desires, and special quali­
fications. User determines if reservist is qualified to perform special 
reserve tour. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing,· retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders and on computer and computer output 

products. 
Retrievability: 
Filed by name. Filed by Social· Security Number (SSN). 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record ·system in performance 
of their official duties who are· properly screened and cleared for 
need-to-know. Records are stored ·in security file containers/cabinets 
and in locked rooms. Records are controlled by personnel screening. 

Retention and. disposal: 
Retained in office files until reassignment outside of AFOSI or 

separation/retirement; records are destroyed within 90 days after 
such actions by tearing into pieces; shredding, pulping, macerating, 
burning or erasing magnetic disk. · 

System manager(s) and address: 
Director, Plans, Programs and Resources (XP), HQ Air Force 

Office of Special Investigations, Bolling Air Force Base, DC 2Q332. 
Notification procedure: 
Requests from individuals should be addressed to Chief, Informa­

tion Release Division (XPU), HQ Air Force Office of Sp~c!al .Inves­
tigations, Bolling Air Force Base, DC 20332. 

Record access procedu
1
res: 

Requests from individuals should be addressed to Chief, Freedom 
of Information/Privacy Acts Release. Branch · (DAOF), HQ Air 
Force Office of Special Investigations, Bolling Air Force Base, DC 
20332. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
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Data is extracted from individual training and military/civilian 
personnel records and voluntary data submissions by individual. 

Exemptions claimed for the system: · · 
None. 

F035 AFOSI C 
System name: 

Informational Personnel Records. 
System location: 
Air Force Office of Special Inves~igations, Washington, DC 20314. 
Categories of individuals covered by the system: 
All fraud, criminal, polygraph, technical services, and counterintel­

ligence trained Air Force Office of Special Investigations (AFOSI) 
and USAF Defense Investigative Service (DIS) special agents. 

Categories of records in the system:· 
Records for each special agent listing investigative schools attend­

ed and experience level attained, polygraph examiner training and 
performance records, records indicating personnel who have volun­
teered for the Counterintelligence Program and special. agents in the 
program, and technical services training records. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and . duties; 

delegation by. 
Purpose(s): 
Used by the Director of Fraud Investigations to program person­

nel for advanced fraud training and to identify personnel for assign­
ment as fraud specialists, us'ed by the Director of Criminal Investiga­
tions to evaluate polygraph examiner performance and to select poly­
graph examiners. Also used to determine polygraph examiner qualifi­
cation for retention or termination as a certified Department of 
Defense polygraph examiner, used by the Director of Special Oper­
ations to program personnel for counterintelligence training and to 
identify volunteers for training in that area, and used by the Director 
of Technical Services to program personnel for advanced technical 
training and to identify personnel for assignment as technical services 
specialists. 

Routine uses of records maintained in the system; including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air For.ce. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders and in card files. 
Retrievability: 
Filed by name and Social Security Number (SSN). 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties. Records are stored in security file containers/ 
cabinets, safes and in locked cabinets or rooms. 

Retention and disposal: . 
Retained in office files until reassignment or separation, then de­

stroyed by tearing into pieces, shredding, pulping, macerating, or 
burning. 

System manager(s) and address: 
Commander, Air Force Office of Special Investigations, Washing­

ton~ DC 20314 
Notification procedure: 

· Requests from individuals should be addressed to the System Man­
ager. 

Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. Mailing addresses are in the Department of Defense direc-
tory in the append_ix to the Air Force's systems notices. · 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: . 
Data is extracted from individual training and military/ civilian 

personnel records. 
Exemptions claimed for the system: 

None. 

F035 AFOSI D 
System name: 

Internal Personnel Data System. 
System location: 
HQ Air Force Office of Special Investigations (AFOSI), Bolling 

Air Force Base, DC 20332. 
Categories of individuals covered by the system: 
All personnel assigned to· the Air Force Office of Special Investi­

gations (AFOSI) and all Air Force military personnel assigned to the 
Defense Investigative Service (DIS). 

Categories of records in the system: 
Records reflecting unit authorized positions and unit assigned per­

sonnel 
Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by, and Air Force Regulation 23-18, Air Force Office of 
Special liwestigations. 

Purpose(s): 
to manage AFOSI and DIS personnel resources. Used by person­

nel specialists in all assignment and manning actions. Used to monitor 
special agent experience level at each ·operating installation. Used to 
publish strength accounting reports. Used by the Director of Fraud 
Investigations to manage fraud coded positions and personnel as­
signed to fraud operations. Also used to program personnel for ad­
vanced fraud training. Used by the Director of Criminal Investiga­
tions to manage criminal coded positions· and to identify personnel 
for assignment as criminal specialists. Also used to program person­
nel for advanced criminal training. Used by the Director of Special 
Operations to manage counterintelligence and counterespionage posi­
tions and to identify personnel for assignment as specialists in these 
areas. Also used to program personnel for advanced training in these 
area.S. Used by Budget and Accounting Specialists for tracking antici­
pated personnel travel funds associated with permanent change of 
station moves. Used by the Commander for locator purposes. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retain~ng, and 
di~posing of records .in the system: 

Storage: 
Maintained· on computer and on computer paper printouts. 
Retrievability: 
Filed by name, Social Security Number (SSN) or Military Service 

Number. 
Safeguards: 
Records are accessed by custodian of the record system and 

Records are accessed by person(s) responsible for servicing the 
record system in performance· of their official duties who are proper­
ly screened and cleared for need-to-know. Records are stored in 
security file containers/cabinets. 

Retention and disposal: 
Retained in office files until reassignment or separation, then de­

stroyed by tearing, into pieces, shredding, pulping, macerating, or 
burning. 

System manager(s) and address: 
Director, Plans, Programs and Resources (XP), HQ Air Force 

Office of Special Investigations, Bolling Air Force Base, DC 20332. 
Notification procedure: 
Requests from individuals should be addressed to Chief, Informa­

tion Release Division (XPU), HQ Air Force Office of Special Inves­
tigations, Bolling, DC 20332. 

Record access procedures: 
Requests from individuals should be addressed to Chief, Freedom 

of Information/Privacy Acts Release Branch (DADF), HQ Air 
Force Office of Special Investigations, Bolling Air Force Base, DC 
20332. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained .from the, System Manager. 

Record source categories: 
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Data is extracted from individ.ual military/civilian personnel 
records. 

Exemptions claimed for the system: 
None. 

F035 AFRES A 
System name: 

Personnel Interview Record. 
System lf?Cation: 
Reserve units located on or serviced by· Andrews AFB DC 20331; 

Barksdale ·AFB LA 71110; Bergstrom AFB TX 78743; Carswell 
AFB TX 76217; Charleston AFB SC 29404; Dobbins AFB GA 
30069; Dover AFB DE 19902; Eglin AF Aux Fld 3 FL 32542; Gen 
Billy Mitchell Fld WI 53207; Greater Pittsburgh lAP PA 15231; 
Grissom AFB IN 46971; Hill AFB UT 84056; Homestead AFB FL 
33039; Keesler AFB MS 39534; Kelly AFB TX 78241; March AFB 
CA 92508; Mather AFB CA 95655; Maxwell AFU AL 36112; 
McChord AFB W A 98438; McGuire AFB NJ 08641; Minneapolis-St 
Paul lAP MN 55450; Naval Air Station, New Orleans LA 70146; 
Niagara Falls lAP NY 14304; Norton AFB CA 92409; O'Hare Air 
Reserve Forces Facility IL 60666; Petterson AFB CO 80914; Rich­
ards-Gebaur AFB MO 64030; Rickenbacker ANG Base OH 43217; 
Scott AFB IL 62225; Selfridge ANG Base MI 48045; Tinker AFB 
OK 73145; Travis AFB CA 94535; Westover AFB MA 01022; 
~illow Grove Air Reserve Facility PA 19090; Wright-Patterson 
AFB OH 45433; andYoungstown Municipal Aprt OH 44473. 

Categories of individuals covered by the system: 
All USAF Reserve· non prior service and prior service applicants. 
Categories of records in the system: 
Data on military arid civilian history for interviewing and tenta­

tively qualifying a prospect. 
Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
Used for interviewing. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air .Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in case files. 
Retrievability: 
Filed by name and Social Security Number (SSN). 
Safeguards: 
Records are accessed by custodian of the record system. 
Retention· and disposal: 
Retained in office files for 1 year after cutoff for permanently 

disqualified applicant, o.r 1 year after separation. 
System manager(s) and address: 
HQ AFRES/RS, Robins AFB, GA 31098 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting recor~ procedures: 
The Air Force's rules for access to records and for contesting .and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Individual. 
Exemptions claimed for the system: 
None. 

F035 AFRES B 
System name: . 

Recruiters Automated Management System (RAMS). 
System location: 

All Reserve Recruiting locations, AF Reserve numbered Air 
Forces and HQ Air Force Reserve, Robins AFB, GA 31098 

Categories of individuals covered by the system: 
Current or former officers and enlisted personnel from all branches· 

of the services making application for assignment to the Air Forc:e 
Reserve; nonprior service personnel making application fc;>~ the A1r 
Force Reserve;. and Air Force personnel on Reserve recrUJtmg duty. 

Categories of records in the system: 
Records for high school seniors who are ASV AB tested and meet 

the basic Air Force Reserve enlistment criteria showing name, mail­
ing address, test scores, and location of high school. Enlistment 
processing records for prior service Air Force and other military 
services, and nonprior service personnel, showing name, SSN, mail­
ing address, ZIP Code, educational level, processing date, lead 
source code, and other personal data such as date of birth, sex, phon~ 
number, number of years of prior service, MOS or AFSC held; duty 
AFSC, and date of enlistment. Resumes and other data elements to 
record name, date of birth, service dates, assignment status, grade, 
salary, promotion and step increase dates, occupational series,. AFSC, 
skill level, position title, educational level, professional/scientific 
status, special training awards, publications, handicap, n:tinority and 
sex codes. 

Authority for maintenance of the ~ystem: 
10 _USC 8012, Secretary of the Air Force:· Powers ·and. duties; 

delegation by, and 10 USC 503, Enlistments: Recruiting campaigns~ 
Purpose(s): 
Provides data concerning the professional qualifications for s~lec­

tion and utilization of personnel, for position management and to 
perform certain scientific and technical research efforts in program 
support. To furnish leads to field recruiters from various advertising 
campaigns and other sources. To track leads to ensure follow-up by 
recruiters. To provide recruiters with management tools to follow-up 
on recruiting programs. To determine which sources of leads 
produce the greatest· number of accessions. To provide a system by 
which resources areas may be mechanized and managed more effi­
ciently used to prepare statistical COJ'!lpilations to ensure quality 
review of recruiting workflow /products. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: . 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Records are stored on computer and computer output products, 

and in paper form. 
J{etrievability: 
Filed by name or SSN. 
Safeguards: 
Records are accessed through computer run scheduling arrange­

ments by persons responsible for servicing the system in performance 
of their official duties. Computer paper printouts are distributed only 
to authorized users. Records are physically safeguarded by controlled 
access to the computer facility; secured buildings, and locked rooms. 

Retention and disposal·: · 
Enlistment processing records are retained until no longer needed 

for recruiting purposes; recruiter records. are retained for one year 
after individual is removed from recruiter production status. These 
retentions are built into the computer system program with automatic 
software controlled deletions from the machine-readable record: Re­
cruiter information is retained in computer file or offic·e file until 
reassignment or separation when it is destroyed. 

System manager(s) and address: 
HQ AFRES/RS, Robins AFB, GA 31098. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. Requests must contain full name and current mailing address. 
Record access procedure.s: . 
Individual can obtain assistance in gaining access from the System 

. Manager. 
Contesting record proced~res: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation. 12-35. · 
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. Record source .categories: · 1 _. _ , · 

Information- ,js · obtained from military and civilia-n 
records, and managers and supervisors of-individuals. 
· , Ex~m.pti9ns claimed Jor __ theJ_~yst~m: 

·.: None· .. :·. .j ~: j • ~ ·::t", ~ :1: 

) .... 

personnel 

_:System ~n~m~: · -·- ~ 
Per~gnne! M,anagement, lr"~form~tion_:~Systept f~~_-AFSC Com1nand-

·ers.' 4"- ' •' 'j' :.JJ. :_ ' • .•• ' 4 ' • e~' .. • I 

. ,.'Syste'm l~atic;m:. ·• .. ~· .c . .... . · •• . ; , • ''.• 

AFSC Headqua-~ter:S';. Divisions, Centers,· ~nd ·Laboratories. 
Categories of individuals· covered· by'the system: 

· .. Air Force of~cer, enlfs_ted, and civilian ·per~onnel assigned to or 
scheduleq' for assignment to various· AFSC organizations. · : 
. Categories of re~ords il1 the systemi .· . 

1
·.. · ;r 

~ R.es.um~s.-i.nd.other:~-~~ta elements ;to record name, date· of. birth, 
1 ~ervice ,gates, assignine!lt :status, grade,_-salary, promotion-·~nd step 
mcrea~e .. date~. oc.cupational series, AFSC, skill level, positiqn title, 
~ducat19nal level, professional/scientific. status, special training, 
awards, publications, handicap, minority and sex· codes. 

Authority for maintenance. of the syste~n: 
: )0 US~ 8012, Sec;:retary of· the Air Force:. ~ower~ and duties; 
delegation. by.. ,; . . . 
· · Purpose(s): -

. rrovides data conc~rniQg ·the professional qualifications for selec­
tion,.and ut\li:iation of assigned person!lel,' for position .'management, 
flfl_d. -~? perfor!l! certain sCientific and tt:7hnical research efforts. in 
pr.pgram support. . . . . . . 
'\:~! ~outin~. ps~~ of· records main,~ined in. the system, including: categ~: 
~ies of u~ef~ and- ~he -purposes of such uses: . : ·: . . . , . 
·· ·Used .to .prepare . nominations for honors and ·as·· awards, and as 
background for evaluating requests for. admission· :to :professional socir 
eties ~r;professional training. · .·. ·, · · . · 

Policies ·and· practices for storing; retrieving, ac'cessJng, retaining, and 
disposing of records in the system! - : .... · : · . · · · r· 

Storage: .,' .. ·. ·'. \! · '·· 

Maintained on computer~ and comPuter outputl.products atld in 
binders or file cabinets. ' . -: ' ., . . 

Retrievability: . . · , · · · . ' · 
Normany: data IS retrieved by use of nori~p,ei"Sonai iitformation, 

s~ch as organizational unit, occupationa:J series, grade·; o·r othe'r wor"-­
force characteristics, but may be retrieved by name, SSN, or. position 
lll~rnber:_. ... '·. 

Safeguards: , : 
(1) Records are accessed by the records custodian or by•.other 

persons responsible for servicing the records·. system in performance 
of their official duties. (2) Records are controlled by ·personnel 
screening and bY, computer system software. (3) Records are main-
tained in locked cabinet or;other' secured containers. - · · · 

:; ·"Retention· and dispO'sal: . ., 
; ReVai~~a. ln. ~omputer. file. of secur~d ofti'ce file ~ntil, re~s'signment 

or .s~paration, then· qestroyed~by te(!.ril'!g intq pieces, shredding, pulp­
ing; macerating or Burning. Upon reassignn:ten~ or.'separation, infor­
mation in the computer file relating to the individual is deleted from 
the data· base. · · 

• ~system man:Sge,r(~) arid address:• I ' 

.. ,· :.co,l]:n;;ande}~. · 'l::xec~t\ve, Officers, Product M<magers of vari9us 
~~FS.C su!,ordinate organizations. . 
• · :_ · '1"\lotific~t!~n procedure: . . 1 • 

Requests from individuals:should: be addressed to the specifie··man­
ager/Record Custodian at subordinate AFSC org~nizations. 

Record access procedures: ~ ' . ' 
· Individual can obtain assist~nce i~· g~ining access from' the System 

-~anag~r. ,-:: ·:r·; .. _. .•... , _. ~· · 
Contesting record :proced~re~: . , . . _ 
The Air Force's rules for access to recq.rds and (or conte~ting and 

appealing initial determinations by the. inaividual 'concern~d may be 
··obtained from'.the System'Man:ager~ .. · · · · ~. · ·· 

Record source categories: . 
Information will be .obtained from miiiia.ry and ·Ji~ilhin personnel 

r:ecords, ·trianagers ~nd 'superv'isors of iridi''iiiduals on a voluntary basis. 
ExempJlons claimed f~r the sy'stem: . . • , · · · · · · · · · 

·'None.· · . ' .. , 

· F035 ARPC A-. 11 
System name: 

Administrative Discharge for Cause on ·R.eserve Personnel. 
System location: 'J•.: 

Air Reserve Personnel Center,· Deriver, CO 80280, (all Reserve 
personnel other than unit assigned); Headquarters Air For~e R~serve, 
Robins Air Force Base, GA 31098, (AFRES !Jnit assigned Reserve 
personnel). .. "· ·.' ·' · ·· · 

Categories of individuals covered by tbe system: 
Air Force ~ese~ve ~~·rsonnel. ~- , · 

1 
• 

Categories of records;in the._system: 
Board proceedings, board waiver, 'recommendations; . and other 

records which result in· discharge. · . · · · t · •. : • • 

Authority for maintenance· 9f the sy~tem: . : . 
-10 USC 1162, Reserves:· Discharge; 1163, Reserve cori{pone~'t~; 

limitation on ~paratio!l"as implemented by Air Force Regulatiort); 
Vol .III, Separatipn Procedures for USAfR Members; AF:R 35-24, 
Disposition of Conscie~tious Opjectors; and, ARPCR 45-19, Di~-
cha~ge for Inability t~ Lpcate., · J: 

Purpose(s): ' •· · . !;· 
To effect tile ·ad'ministrative separation of officer members of the 

United States Air Force Reserve (USAFR) from 'their appointment 
as reserve Officers and to effect the administrative separation.' of 
enlisted · metilbers of· the · USAFR from tlieir enlistment as resenfe 
members. ·, ' . 
• Routine uses of records maintained· in·~ the system,. inCluding catego­

ries of users and the purposes of ~uch uses::r 
, Records fr,om. this system of re.cords may be~ disclosed for any of 

the blanket routine uses published by the /}!rJ:orce. . ~~ : . 
Policies and practices for storing, retrieving, accessing,.retaining, and 

di_sposing Qf recor~s i~ t~~ system: · - · · 
·storage:· · · " · . , ;1 

Maintained in file folders. 
Retrievability: 

-,Filed by name and by Social Security Number (SSN). 
Safeguards: 

'• Records ·are ·accessed· 'by person(s) responsible ·-for· servicing. the 
record system in performance of their ·official duties. Records at 
~RPC ar<:: stored in ·lockabl<:: metal file cabinets, ~Records at:(! protect­
ed by guards. 

Retention and disposal: 
Retained in office files for I year after annual· cut-off,• then: de­

stroyed by tearing into pieces, shredding, pulping, macerating; or 
burning. HQ AFRES forw~r~s copies_ of; actior,ts resulti!lg, i.n dis­
charge to the Air Reserve Personnel Center, Denver, CO 80280 for 
inclusion in the individual's Master Personnel Record Group.' Indi­
vidual's military personnel record is then forwarded to _the National 
Personnel Record Center, 9700 Page Blvd, St Louis, MO 63132, ,for 
permanent storage. · ., 
Sy~tem m"anager(s) and add~ess: . . T - ·, , :+ rp 

Commander, Air Reserve Personnel Center. (ARPC),. De~.ver, ·CO 
80280; Vice Commander, ,Headquarters· Air Force Reserv.e; Ro!}ins 
Air Force Base, GA 31098. · · -· •· · 

Notification P.rocedure: . , 
,·Requests from iJdivlduals should be addre~sed to'the.'Docuinenta­

tion Management Officer, ARPC/DAD, Denver, CO 80280, (non­
unit assigned personnel), or the Chief, Person-riel· Actions Division, 
HQ.·AFRES/DPAA,.- Robins Air Force•.Base, ·GA 31098, (AERES 
unit assigned personnel). Written requests for information shoula 
contain full name, SSN, current mailing address,. and .if known,_ ~the 
case_ (control) number on correspondence received from f\.RP~ or 

_'I:IQ ·--AF~ES: Records may be, revi~wed in the Records Review 
.Rqqm, Ai'r. Reserve· Personnel Center, B.u.ild}ng:-.444, ~owry: A~r 
Force Base, CO between 8 a.m. and 3 p.m.; or Headquarters A1r 
Force Reserve, DPAA, Bldg 210, Robins .Air Force Bas~, GA, 8 
a.m. and 4:45 p.m., on normal workdays. Visitors wishing 'to·· see their 
records should provide a current Reserve identification· card. and/or 
drivers license and some verbal information thfl,t covld . .verify, ,the 
persons identification. · ,. · ·- .. 

Record access procedures: 
Individuals may obtain assistance in· gaining access from the Docu­

mentation Management Officer, ARPC/DAD, Denver, CO 80280; 
telephone (303) 370-4667 (Toll 'Free· 1 -800-525"0102 Ext 206). (Non­
Unit Personnel), or the Chief, Personnel Actions J?ivisi,on1 (~FRES/ 



DEFENSE DEPARTMENT 277 

DPAA), Bldg 210, HQ AFRES, Robins Air Force Base, GA 31098; 
telephone (912) 926-3107 (Unit Assigned Personnel). 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. · · 

Record source categories: 
Information obtained from medical institutions, police ~nd. investi-

gating officers and fro111 witnesses. . 
Exemptions claimed for the system: 
None. 

F035 ARPC B 
System name: 

Informational Personnel Management Records. 
System location: 
Air Reserve Personnel Center, Denver, CO ·80280; Headquarters 

United States Air Force, Washington, DC 20330; United States Air 
Force Academy, CO 80440; major commands•and major subordinate 
commands. Official mailing addresses are in the Department of De­
fense directory in the Air Force's systems notice. 

Categories of individuals covered by the system: 
Air Force Reserve and Air National Guard personnel. Civilian/ 

active military applicants to the Air Force Reserve. Retired and 
former Air Force military personnel. 

Categories of records in the system: 
Officer and airman assignment files which includes correspond- · 

ence, memos, completed forms, messages, and vacancy authorization 
data for assignment approvals, disapprovals, waivers, manning assist­
ance, discharges, screening data, orders, evaluation reports, docu-. 
·ments changing training category, persannel data, photographs, chap­
lain ecclesiastical endorsement, record of security clearance; miscella- · 
neous correspondence to and from individual; documents pertaining 
to individual that are not authorized for inclusion in other military 
personnel record systems; case file of reserve personnel placed on 
active duty containing copies of special and reserve orders, corre­
spondence, documents complete with information used for travel 
overseas; assignment instructions; list of actions taken by technician; 
board actions on involuntary airmen; certified receipts acknowledge­
ment of receipt of special orders card. 

Authority for maintenance of the system: 
10 USC 274, Retired Reserve; 275, Reserve personnel; 672, Re­

serve components generally; 673, Ready Reserve and Executive 
Order 11366, 4 August 1967; 10 USC Chapter 103, _Senior. Reserve 
Officer Training Corps; 10 USC 262, Purpose; and 2001, Reserve 
components; 8012, Secretary of the Air Force: Powers and duties; 
delegation by; 8067, Designation: Officers to perform certain profes­
sional functions as implemented by Air Force Regulation (AFR) 35-
41, Vol I, Assignments Within the Reserve Components; AFR 35Al, 
Vol II, Reserve Training; and AFR 35-44, Military Personnel 
Records System. 

Purpose(s): 
Used to determine eligibility /suitability for assignment/reassign­

ment with the Air Force Reserve; determine eligibility for retired 
related action, to make determinations on discharges or mobilization, 
deferments, fulfillment of statutory requirements, voluntary -and. in­
voluntary order to extended active duty (EAD) and temporary r:e­
lease, status of active duty tour, position occupied; training reports. 
These include but are not limited to members participating in the 
Chaplain, Judge Advocate, Surgeon General Program. Records 
maintained as a historical file. Answers to correspondence/h!Iephone 
inquiries; updating and/or changing information in computer and/or 
individual reservist record. Used as a reference file to answer inquir­
ies from Reservist being called to active duty, to send gaining active 
units additional copies as requested, used as substantiating documents 
, to show action was taken in accordance to prescribing directives. 
Information on personnel in the Chaplain, Judge Advocate, Surgeon 
General and other officer management programs is used by personnel 
responsible for program in order to assist Reservists in their careers. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

PolicJes and practices for storing, retrieving, accessing, retaining, and 
disposing of records _in the system: 

Storage: 

Maintained in file folders/card files/note books/binders and in 
visible file binders/cabinets. 

Retrievability: 
Filed by name, by Social Security Number (SSN), arid ascending 

AFSC order, rank and name. · · 
Safeguards: 
Records are accessed by the custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are protected by guards. 

Retention and disposal: 
Retain in office files until inactivation, reassignment or separation, 

no longer needed for reference .or one year after annual cut-off. Then 
destroy by tearing into pieces, shredding, pulping, or macerating. 

System manager(s) and address: 
Commander Air Reserve Personnel Center (ARPC) is responsible 

for records at ARPC in Denver, CO. Individuals included in above 
records systems should deal directly with agency official of respec­
tive location to exercise their rights under the act. 

Notification procedure: 
. Request from individual should be addressed to the Documentation 

Management Officer, ARPC/DAD, Denver, CO 80280. Written re­
quests for information should include full name ·of individual, Social 
.Security Number (SSN), current address and the case (control) 
number shown on correspondence received from Center. Re(;:ords 
may be reviewed in the Records Review Room, ARPC, Denver, CO 
80280, between 8 a.m. and 3 p.m., on normal workdays. For personal 
visits, the individual should provide current Reserve ID card and/or 
drivers license and give some verbal information that could verify 
his/her. identity from the records. 

Record access procedures: 
Individual can obtain assistance in gaining access from the Docu~ 

mentation Management Officer, ARPC/DAD, Denver, CO 80280, 
telephone (303) 3704667. (Toll Free 1-800-525-0102 Ext 206) 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from ~he System Manager. 

Record source categories: 
Information supplied by individual as relates to but not limited to 

requesting assignment, application for retirement, military ·orders, 
personnel data, master personnel rec;ord, correspondence, statement 
of military service from other military components; annual survey 
and advance personnel data system, correspondence from serving 
Consolidated Base Personnel Office/Consolidated Reserve Personnel 
Office and Major Command units. Instructions from Air Force Mili­
tary Personnel Center, Randolph Air Force Base, ·San Antonio TX 
78150, instructions and board actions from Air Force Reserve 
(AFRES), DPAA, Robins Air Force Base, Warner Robins GA 
31093 and Air Force Training Corps/SDAA, Maxwell Air Force 
Base, Montgomery AL 36112 and the National Guard Bureau, Wash­
ington, DC 20310, and other Air Command, instructions from Head­
quarters/JAEC, Washington DC 20314. Information from source 
documents prepared on behalf of the Air Force Advance Personnel 
Data System. 

Exemptions claimed for the system: 
None. 

F035 ARPC C 
System name: 

. Correction of Military Records of Officers and Airmen. · 
System location: 
Air Reserve Personnel Center, Denver, CO 80280. 
Categories of individuals covered by the system: 
Air Force Reserve personnel and Air National Guard personnel. 
Categories of records i~ the system: 
Case files containing letters from. individual reservist requesting 

correction of military record, related documents and replies to re-
servist. · 

Authority for maintenance of the system: 
10 USC 275, Personnel records as implemented by Air Force 

Regulation (AFR) 31-3, Air Force Board for Correction of Military 
Records and Air Reserve Personnel Center Regulation 45-4, Correc­
tion of Military Records. 

Purpose(s): 
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Used by Office Managers and Section supervisors 'and technicians 
to process correction of reserve records when requested. Base files 
are sent to Manpower and Personnel Center for final action. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · . 

Records from this system of records may be disclosed ,for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: . 

Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name and Social Security Number (SSN). 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are protected by guards and controlled by 
personnel screening. 

Retention and disposal: 
Destr?yed ·after 3. years by tearing into pieces, shredding, pulping, 

maceratmg, or burnmg. · · 
System manager(s) and address: · · 
Commander Air Reserve Personnel Center (ARPC), Denver, CO 

80280. ' 
Notification· procedure: 
Requests from individuals should be addressed to the Documenta­

tion Management Officer, ARPC/DAD, Denver, Colorado 80280. 
Written requests for information should contain full narrie, SSN, 
current mailing address and, if known, the case (control) number on 
correspondence received from ARPC. Records may be reviewed in 
the Records Re'\'iew Room, Air Reserve Personnel Center, Denver, 
Colorado between 8 a.m. and 3 p.m. 'on normal workdays. Visitors 
wishing to see their records should provide a current Reserve identi­
fication card and/or drivers Jicense and some verbal information that 

·could verify the person's SSN. 
Record access procedures: 
Individuals can obtain assistance in gaining access from the Docu­

mentation Management Officer, ARPC/DAD, Denver, Colorado 
80280; telephone (303) 370-4667. (Toll Free 1-800-525-0102 Ext 206) 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned.· may be 
obtained from the System Manager. 

Record source categories: 
From personnel records, 
Exemptions claimed for the system: 
None.· 

F035 ARPC D 
· System name: 

Data Change/Suspense Notification. 
System location: 
Air Reserve Personnel Center, Denver, CO 80280. 
Categories of individuais covered by the system: 
Air Force Reserve personnel. 
Categories of records in the system: 
Correspondence and forms used to record discrepancies or 

changes. 
Authority for maintenance of the system: 
10 USC 275, Personnel records as implemented by Air Force 

Regulation (APR) 35-41, Vol I, Assignments Within the Reserve 
Components and Air Reserve Center Regulation 45-7, Annual 
Survey. 

Purpose(s): 
To resolve discrepancies detected during annual records review. 
Routine uses of records maintained in the system, including catego-

ries of users and the purposes of such uses: 
None. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in fiJe folders. 

Retrievability: 
Filed by name or Social Security Number (SSN). 
Safeguards: 
Records are accessed by person(s) responsible for servtcmg the 

record system in performance of their official duties~ Records ·are 
protected by guards. 

Retention and disposal: 
Retained in office files for 1 ·year after annual cut-off, then de­

stroyed by tearing into pieces, shredding·, pulping, macerating, or 
burning. 

System manager(s) and address: 1 
Commander Air Reserve Personnel Center (ARPC), Denver, CO 

80280. . 
Notification procedure: 
Requests from individuals should be addressed to the, Docum~nt~ 

tion Management Officer, ARPC/DAD, Denver, CO 80280. Written 
requests for information should contain full name, SSN, current m~Jl:__ 
ing address and, if known, the case (control) number on correspond­
ence received from ARPC. Records may be reviewed in the Records 
Review Room, Air Reserve Personnel Center, Denver, CO· between 
8 a.m. and 3 p.m. on normal workdays. Visitors wishing to see their 
records should provide a current Reserve identification card and/or 
drivers license and some verbal information that could verify the 
person's identification. · · 
· Record access procedures: 

Individuals can obtain assistance in gaining access from the .Docu­
mentation Management Officer, ARPC/DAD, Denver, CO 80280; 
telephone (303) 370-4667. (Toll Free 1-800-525-0102 Ext 206) 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: ' , . 
Information from source documents prepared on behalf of the Air 

Force Advance Personnel Data System or supplied by Reservist. 
Exemptions claimed for t~e system: 
None. 

System name: 
Flying Status Actions. 
System location: 

F035 ARPCK 

Air Reserve Personnel Center, Denver, CO 80280. 
Categories of individuals covered by the system: 
Air Force Reserve and Air National Guard person~el. 
Categories of records in the system: 
Correspondence and related documents pertaining to request for 

suspension, nonrated officer utilization, aeronautical rating data docu­
ments that pertain to aeronautical ratings or suspensions and request 
for update of the uniform officer record and applications for other 
flying status/actions. · 

Authority for maintenance of the system: 
10 USC 275, Personnel records as implemented by Air Force 

Regulation (APR) 35-13, Aviation Service, Aeronautical Ratings and 
Badges and Air Reserve Personnel Center Regulation 45-15, Dis­
qualification of Rated Reserve Officers from Aviation Service. 

Purpose(s): 
To track each action taken until computer action is complete; 

reservist is informed· and file c;opy is in master personnel record. 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of such uses: 
None. 
Policies and practices for storing, retrieving, accessing, retsining, and 

disposing of records in the system: 
Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name or Social Security Number (SSN). 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties. Records are protected by guards. 

/ 
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Retention and disposal: 
Retained in office files for one year after annual cut-off, then 

destroyed by tearing into pieces, shredding, pulping, macerating, or 
burning. 

System manager(s) and address: 
Commander Air Reserve Personnel Center (ARPC), Denver, CO 

80280. 
Notification procedure: 
Requests from individuals should be addressed to the Documenta­

tion Management Officer, ARPC/DAD, Denver, CO 80280. Written 
requests for information should contain full name, SSN, current mail­
ing address and, if known, the case (control) number. on correspond­
ence received. Records may be re;viewed in the Records Review 
Room, Air Reserve Personnel Center, Denver, CO between 8 a.m. 
and 3 p.m. on normal workdays. Visitors wishing to see their records 
should provide a current Reserve identification card and/or drivers 
license and some verbal information that could verify the person's 
identification. 

Record access procedures: 
Individuals can obtain assistance in gaining access from the Docu­

. mentation Management Officer, ARPC/DAD, Denver, CO 80280; 
telephone (303) 370~4667. (Toll Free 1-800-525-0102 Ext 206) 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. · 

Record source categories: 
Information from source documents prepared on behalf of the Air 

Force advanced personnel data system or supplied by reservist. 
Exemptions claimed for the system: 
None. 

System name: 
Biographical File. 
System location: 

F035 ARPC F 

At Air Reserve Personnel Center, Denver, CO 80280, Ecclesiasti-
cal endorsing agencies if appropriate. · 

Categories of individuals covered by the system: 
Air Force Reserve personnel assigned to but not limited to the 

Chaplain (HC) and Surgeon (SG) programs. 
. Categories of reeords in the system: 

Biographies provided by members, correspondence, orders and/or 
forms containing information as to individual name, rank, Social 
Security Number (SSN), service dates, date of birth, unit assign­
ments, civilian employmen~. military and civilian education, military 
and· civilian experience, program specialties, hobbies, and names of 
family members; religion of chaplains, professional expertise and ap­
pointments, membership in professional societies, civic activities and 
state of licensure. 

Authority for maintenance of the system: 
10 USC 262, Purpose; ·80~7, Designation: Officers to perform cer­

tain professional functions as implemented by Air Force Regulation 
(AFR) 35-41, Vol I, Assignments Within the Reserve Component 
AFR 35-41, Vol II, Reserve Training; Air Reserve Personnei.Center 
Regulation (ARPCR) 45·10, Personnel Administration for Members 
of the Chaplain Candidate Program. 

Purpose(s): 
To select chaplains, legal, medical field reserve officer personnel 

for special dudes according to specific expertise required. Chaplain 
records are used by Chaplains Office personnel, medical reservist 
records are used to provide the ARPC/SG, Surgeon General, Major 
Command surgeons, USAF /RE, and Reserve Regions an in-depth 
personal history of Reservist Medical Officer .. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be .disclosed for any of 
the blanket routine uses published by the Air Force. . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 
. Storage: 

Maintained in file folders and in note books/binders. 
Retrievability: 
File alphabetically by name or by SSN. 
Safeguards: 

Records are accessed by custodian of the record system and by 
person(s) responsible for servicing the record system in performance 
of their official duties, and by commanders of medical centers and 
hospitals. Records are protected by guards.. · 

Retention and dispo.sal: · 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces, shredding, puJping, or macerating. 

System manager(s) and address: 
Commander Air Reserve Personnel Center (ARPC), Denver, CO 

80280. 
Notification procedure: 
Request from individual should be addressed to Documentation 

Management Officer ARPC/DAD, Denver, CO 80280. Written re­
quest for information should contain full name of individual, SSN, 
current a.ddress and the case (control) number shown on correspond­
ence received from Center. Records may be reviewed in Records 
Review Room ARPC, Denver, CO 80280, between 8 a.m. and 3 p.m. 
on normal workdays. For personal visits, the individual should pro­
vide current Reserve ID Card and/or drivers license and give some 
verbal . information that could verify his/her military personnel 
record, his/her religion if in the Chaplain program. 

Record ac~ess procedures: 
Individual can obtain assistance in gaining access from the Docu­

mentation Management Officer, A~PC/DAD, Denver, CO 80280, 
telephone (303) 370-4667. (Toll Free 1-800-525-0102 Ext 206) 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Provided by individual Reservist. 
Exemptions claimed for the system: 
None. 

System name: 
Officer Promotions. 
System location: 

F035 ARPC G 

Air Reserve Personnel Center, .Denver, CO 80280; Washington 
National Records. Center, Washingtqn; DC 20409. 

. Categories of individuals covered by the system: 
Air Force· active duty officer personnel. Air Force Reserve and 

Air National Guard personnel. 
Categories of records in the system: 
Procet;dings, findings and related documents such as rosters, board 

membership and board support and orders announcing promotion. 
Authority for maintenance of the system: 
10 USC 8362, Commissioned officers: Selection boards; 8366, Com­

missioned officers: Promotion to captain, major, or lieutenant colo­
nel; 8367, Commissioned officers: Promotion to captain, major, or 
lieutenant colonel; selection board procedures; 8371, Commissioned 
officers: Air Force Reserve; promotion to colonel as implemented by 
Air Force Regulation (AFR) 36-11, Permanent Promotion of Regular 
and Reserve Officers. 

Purpose(s): 
Used by promotion division personnel hi preparation for promotion 

boards and by the actual promotion board when convened. 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in file folders and in note books/binders. 
Retrievability: 
Filed by name or Social Security Number (SSN). 
Safeguards: 
Records are accessed by custodian of the record system, and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened ·and cleared for 
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need-to-know. Records are store~.'in locked cabinets or rooms;·pro-
tected by guards? and controlled by personnel ·screening. • · · 

Retention and· disposal: : .. 
1 

• • . . • 
1 

• 

Retained in office files for 2 years after annual cut-off, 'then r~tired. 
to Washington National Records Center, Washington, DC 20409, for 
permanent retention. ·· ' · · · · ~ . . '" · . 
··System manager(s) and address: ., · ' : · · . 

Cofnmander Air Reserve Personnel·center (ARPC). i-t l. 

Notification procedure: · 
Requests from individual shouid be addressed· t~ ··Documentation" 

Management Officer, ARPC/DAD, Denver, CO 80280. Written'ie-· 
quest for information should contain full name of individual; SSN 
(Social Security Number). Current address and the case (control) 
number shown . on correspondepce receiyed ·. from center. Records.·, 
may be reviewed in .records review room.ARPC, Denver, CO 50280,. 
between 8 a.m. and.3 p.m. on.normal workdays. For personal visits,' 
the individual should provide current reserve,i.d, card and/or drivers 
license and give some . verbal· information that .could verify his/her· 
record.. ·· · 

Record access procedures: · ; · . 
Individual can obtain assista~ce In gaining access fr~m D~~umenta­

tion Management Officer, ARPC/DA:D, Denver, CO 80280, tele­
phone area code (303) 370-4667. (ToJl Free 1-800-525-0102 Ext 206) 

·Contesting :record procedures: 
Tlie. Air ·Force's. rules for· access to records and 'for contesting :and 

appealing initial determinations by the 'individual concerned may· be 
obtained from the System Manager. 

Record. source categories: 
· Information obtained from sou~ce docu~ents such as reports. 

Exemptions claimed for the system: · . 1 

None. 

F035 ARPC I 
System name: 

Requests for Discharge from the Air Force Reserve. 
System location: . ·~· · 
Headquarters Air Force Reserve, Robins Air Force Base, GA · 

31098. 
Categories of individuals covered by the system: 
Ai_r Force Reserve personneL . ' 
Categories of records in the system:· 
Applications and other. documents related to diScharge or· separa­

tion by; r:eason of. dependency or hardship or for the ~onvenit:tnce of 
the government. · · 

Authority for maintenance of the sy~tem: · 
10 US~ 1074, Persomtel records. 
Purpose(s): · · .. j 

To track each action taken until computer action is. complete, 
res~rvist is· informed and file copy is in . Master. Personnel· Record. 

Routine . uses of records maintained in the system, including cat ego· 
ries of users and the purposes. of such uses: ·· ·' 

None. 
. Poli.ci,es and practi~~s for storing, retr(eving, accessing, retaining,. and' 

dtsposmg of records m· the system: · ' 
Storage: 
Maintained in file folders. 1 .• 

Retriev~bility: · · • . . 
Filed by name.and Social_.~ecurit:y, ~umber,(SSN). 
Safeguards: 
Records are accessed by person(s) responsible for servicing the 

record system in :performance of their official duties. Records· are 
protecte<;l by guards and stored in locked cabinets or rooms. 

Retention and disposal: . · 
Retained in office files for one year after annual cut-off, then 

destroyed by tearing i.nto pieces, shredd\ng, ,pulping, macerating, or 
burning. HQ AFRES forwards copies of actions resulting in dis­
charge to the Air Reserve Personnel Center, Denver, CO· 80280 for 
inclusion in the individt,.al's Master Personnel Recqrd Group. 

System manager(s) and address: 
Vic;e Commander, Headquar;ters Air Force Reserve, .Robins Air 

For~e Base,;OA 31098. 
·'Notification procedure:. 

Requests from individuals should be addressed to the Chief, Per­
sonnel ·Actions Division, HQ~ AFRES/DPAA, Robins· Air: Force 
Base, GA 31098 (AFRES unit ~ssigned ,personnel). Writ~en requests 
for information should contain full name, SSN, current mailing ad­
dress and, if known, the case (control) n~mber on correspondence 
received from ARPC or. HQ AFRE~. Records may. be revievved in 
Headquarters Air Force Reserve, DPAA, · Building 210, ·Robin's Air 
Force Base, GA between 8 a.m. and 4:45 p.m. on normal workdays. 
Visitors wishing to see their records should provide a current Re­
serve ·identification card· and/or. drivers ,license. and some verbal in­
formation that could verify 'the person's identification. 

Record access procedures: ·; · · . 
I~dividtials .cim obtaih .'assistilnce. in 'gai~i.ng access from· AFRES/ 

DPAA, Bldg 210, HQ AFRES, ~obins A:ir Force, Base,_ GA 31098, 
telephone (912) 926-3~07. , · ·· · · · · ·· · ·· ··' 

Contesting recor{t procedures: . . · 
The Air Force's rules for access to records and for. contesting and 

appealing initial determination by the individual concerned may be. 
obtained from the System Manager and are. published in Air· For~e 
Regulation 12-3.5. · 

Record source .cat~gories: . ~~· • 
Information .. from source documents prepared ··an behalf of the· 

Personnel Data System or supplied by reseryist. 
Exemptions claimed~for the system: 

. None. ··' 
F035 ATC A 

· System name: . 
Officer Traini~g Sc~ool Resource ~anageJllent' s~.~t~~; Schbot' 

Staff. 
System location: 
Officer Training School _(QTS), Lackland Air Force Base, TX 

78236. 
Categories of individuals covered by the system: 
Personnel assigned to the school staff .. 
Categories of records in the system: 

·'Permanent party records contain· ·name, SSN, date ·of birth, sex, 
marital status, number of dependents; local address and phohe; duty 
section and phone, date· assigned ·to "OTS, date assigned ~urrent 
position, other positions held- ~t OTS and. the __ dates, date avaj\able for 
reassignment, extension indicator;, _cpllege degrees, colleges attended, 
graduation dates, majors, currently enrolled indicator; instructor 
evaluations; AFSC data, pending assignment indicator, date due to 
departi ·flight commander history showing number of flights and class 
numbers·;: . . : · 

Authority for maintenance of the system: 
10 usc' Chapter 90~: Schools. 'and Camps a~ 'implement'ed by Air 

Force Regulation 53-27, Officer Training School USAF (OTS) and 
Air.Training Command Regulati9n 53~3, Administration of the Offi­
cer Training School Program. 

Purpose(s): . , · . 
Used by the OTS Commander and . staff to monitor .. inst~uctor 

performance, identify trer:tds, isolate .. problems, and improve t~e quak 
ity of instruction and training;. ., . . . , 

Routine uses of records maint(lined in the system, including catego-
ries of.users and the. purposes of.such uses: None. 

Policies and practices for storing, retrieving; accessiilg, retain'ing,' ·and 
disposing of records in the system: 

:Storage: 
. '~ecor~s are stored oil ~agnetic tape, disk units, 'and. computer 
pnntouts. . ......... ' 

Retrievabilfty: ' 
Data o~ an individual .is retrieved by use of the SSN. . 

. Data ~ay only be retrieved by use. of a user code for access to the 
terminal and a password for access to .a specific record. Printed 
output is only distributed to· authorized users. M.ain computer and 
locked history files contafner are in a room ·that has· controlled· access 
and is locked whelr'u'noccupied. Terminal keyboards have a security 
mechanism to preclude unauthorized use. ·. · · 

Retention and disposal: ,, 
Permanent party individual records are destroyed upon reassign-

ment. · ··· · ·· 
System manager(s) and address: 
Registrar, Officer Training School, Lackland Air·:Force Base, TX 

78236. 

I 

j 
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Notification procedure: 
·Request for information should be addressed to the System Manag-

er, and must contain name and address. 
Record access procedures: 

·Same as procedures for notification. 
Contesting record procedures: 
The Air Force's rules for access .to. records ~nd for contesting and 

appealing initial determinations, by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information obtained from the individual, personnel specialists and 

members of the registrar's office. 
Exemptions claimed for the system: 
None. 

F035 ATC B 
System name: 

Air Force Junior ROTC (AFJROTC) Applicant/Instructor 
System. 

System location: 
AFROTC/OTJI, Maxwell Air Force Base, AL 36112. 
Categories of individuals covered by the system: 
AFJROTC instructor applicants and instructors. 
Categories of records in the. system: 
Application for AFJROTC instructor duty, processing checklist, 

applicant evaluation forms, interview. record, last 10 Airman Per­
formance Reports or Officer Effectiveness Reports or summary of 
last 10 reports which includes period .of supervision and overall 
evaluation, letter requesting Defense Central Index of Investigation 
(DCII) name. check, photograph, Report of Separation from Active 
Duty, Retirement Order (if applicable), Commander's recommenda-: 
tion (for noncommissioned officers on active duty only), miscellane­
ous correspondence such as resume and letter of recommendation, 1 

copy of AF retirement physical and Physical Evaluation Board Find­
ings if applicant is t:etired with 30 per9ent or more disability awarded 
by VA, letter requesting medical eval!Jation of AFJROTC instructor 
applicants for personnel retired with 30 percent or more disability, 
letter verifying dependents, instructor P.reference card, instructor 
intent letter, contract data cards, termination letters,. certification 
certificates, AFROTC Form 0-217, Change in AFJROTC Instructor 
Status, AFROTC Form' 0-214, AFJROTC Instructor Contract Card, 
AFROTC Form 98 or 0-218, Air Force Junior ROTC Instructor 
Evaluation Report, letters pertaining to appeals of ratings and/or 

. comments on AFROTC Form 98 or 0-218 and instructor termination 
questionnaire. 

Authority for maintenance of the system: 
to· USC 102, Junior ·Reserve Officers' Training Corps; and Air 

Force Regulation 45-39, Air Force Junior Reserve Officers' Training 
Corps. 

Purpose(s): 
Used to evaluate applicant qualifications for employment as AFJ­

ROTC instructors. Also used to determine if instructor is meeting 
Air Force standards. 

Routine uses of records maintained hi . the system, including catego· 
ries of users and the purposes of such uses: 

Records from this· system of records may be disclosed for· any of 
the' blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders, and on computer· magnetic tape and 

computer printouts. 
Retrievability: 
Filed by name and Social Security Nuf!1ber (SSN). 
Safeguards: 

· Records are accessed by person(s) responsible for servtcmg the 
record system in performance of their official duties. Records are 
stored in locked cabinets or rooms. 

Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, then -destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. 

System manager(s) and address: 
AFROTC/OTJI, Maxwell Air Force Base, AL 36112. 
Notification procedure: 

321-135 0-92-10 

Requests from individuals should be addressed to the System Man~ 
ager. Individuals who write must furnish ·name, grade, SSN, unit of 
assignment and address. Visitors must show armed forces identifica­
tion card and some additional source of positive identification 

Re~ord access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. · · 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

·appealing initial determinations by the individual concerned may be 
obtained from the System Manager. · 

Record source categories: 
Information obtained from previous employers, financial institu­

tions, educational institutions, police and investigating officers, the 
bureau of motor vehicles, a state or local government, witnesses and 
from source documents (such as reports) prepared on behalf of the 
Air Force by boards, committees, panels, auditors, and so forth. 

Exemptions claimed for the system: 
None. 

F035 ATC C 
System name: 

Air Force Reserve Officer Training Corps Qualifying Test· Scoring 
System. · 

System location: 
AFROTC/RRUR, Maxwell Air Force Base, AL 36112,. and por­

tion pertaining to each AFROTC detachment located at the respec­
tive detachment. Official mailing addresses of the detachments are in 
the Department of Defense Directory in the appendix to the Air 
Force's system notice. 

Categories of individuals covered by the system: 
Air Force applicants testing at Air Force detachments. 
Categories of records in the system: 
Name, detachment, date of test, test scores, Social Security 

number, air science year, number of test administrations, institution 
category, race, sex, marital status, ed1.1cation level, .and program ap-
plying for. · 

Authority for maintenance of the system: 
10 USC Chapter 103, Senior· Reserve Officers' Training Corps; 

Military Selective Service Act of 1967, Section 6, (50 USC 456); 10 
USC 8012, Secretary of the Air Force: Powers and duties; delegation 
by; and Air Force Regulation 45-48, · Air Force Reserve Officers' 
Training Corps (AFROTC). 

Purpose(s): 
Scores are ·used against criteria 'for eiltran<,'e into AFROTC, and as 

a measure of quality. Scores are entered in cadet records. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in file folders, visible file binders/cabinets, and comput­

er magneti~ tapes and computer paper printouts. 
Retrievability: · 
Filed by name, Social Security Number (SSN), location of test 

administration and date of testing. 
Safeguards: 
Records are accessed by person(s) responsible for servtcmg the 

record system in performance of their official duties. Records are 
controlled by computer system software. Buildings are secured after 
duty hours. · · 

Retention and disposal: 
-AFROTC/RRUR will maintain records of scores attained on tests 

administered at AFROTC detachments for a period of six years. 
Records are destroyed by tearing into pieces, maceration, burning or 
degaussing. Air Force Human Resources Laboratory, Brooks Air 
Force Base, TX 78235 is official repository for permanent record of 
all AFOQT scores. 

System manager(s) and address: 
Chief, Resource Systems and AFOQT Branch, AFROTC/RRUR, 

Maxwell Air Force Base, AL 36112. · 
Notification procedure: 
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Requests from individuals should be addressed to the System Man­
ager. Requests should include full name, SSN, location of test admin­
istration, and date of testing. 

Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial .determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories£ 
Individual's knowledge of subject being tested. 
Exemptions claimed for the system: 
None.· 

F03S ATC D 
System name: 

Basic Trainee Interview Record. 
System location: . 
United States Air Force Recruiting Service Liaison Office (RSL), 

Lackland Air Force Base, TX 78236. 
Categ~ries of individuals covered by the system: 
United States Air Force Basic Trainees who register complaints 

concerning their enlistment in the United States Air Force. 
Categories of records in the system: 
Records resulting from personal interviews with basic trainees who 

file complaints about their enlistment, including, but not limited to, 
investigations on each complaint, conclusions and recommendations. 

Authority for maintenance of the system: 
10 USC 503, Enlistments: Recruiting campaigns; and Air Training 

Command Regulation 33-2, Recruiting Procedures for the United 
States Air Force (Recruiting Service). 

Purpose(s): 
Provides· a written record of interviews with basic trainees who 

register complaints about the enlistment procedure. The data is used 
by the Recruiting Service Liaison Office to investigate the com­
plaints and keep the Commander, United States Air Force Recruiting 
Service advised of the nature of complaints being received. It is also 
used as the basis for making procedural changes in the United States 
Air Force Recruiting Service when a trend develops in a specific 
area. . . 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system ot records may be disclosed .for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
· disposing of records in the system: 

Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name or Social Security Number. 
Safeguards: 
Records are accessed by person(s) responsible for servicing the 

record system in the performance of their official duties and by those 
who are properly screened and cleared for need-to-know. 'As a physi­
cal safeguard these records are stored in a secured building and 
locked office. 

Retention and disposal: 
Records are cut off at the end of each calendar year, held for one 

additional year, then destroyed by shredding. · 
System manager(s) and address: 
Superintendent, United States Air Force Recruiting Service Liai-

son Office, Lackland Air Force Base, TX 78236. · 
Notification procedure: 
Individuals may contact the Superintendent, United States Air 

Force Recruiting Service Liaison Office, Lackland Air Force Base, 
TX 78236. Requests must contain full name, ~nd current . mailing 
address. 

Record access procedures: 
Same as procedures for notification. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Records contain specific complaints/al1egations made by the indi­

vidual and responses to the complaints/allegations by appropriate Air 
Force Recruiting Service personnel. 

Exemptions claimed for the system: 
None. 

F03S ATC F 
System name: 

Lead Management System (LMS). 
System location: 
Air Force Opportunity Center (AFOC) (Duties of this Cc::nter are 

performed by a civilian contract?r who is engaged by the _Atr Force 
to provide lead fulfillment servtces to Headquarters, Umted States 
Air Force Recruiting Service, Randolph Air Force Base, TX 78150. 
Location depends on the contractor.) 

Categories of individuals covered by the system: 
Respondents to United States Air Force Recruiting Service adver­

tisements and referrals made by active duty military personnel, re­
tired military personnel and Air Force civilian employees. 

Categories of records· in the system: 
Respondent's inquiry record containi~~ name,. SSN, add~~ss, date 

of birth, sex, telephone number, advertistng mediUm, recrUtttng pro­
gram in which interes.ted, and s~urce of referral, including .n~me and 
Air Force base assigned. Recruiter contact records contammg suc­
cess of contract efforts, reason for ·not contacting, how contact was 
made, confirmation of educational level, qualification of individual 
and status of individual. 

Authority for maintenance of the system: 
10 USC 503, Enlistments: Recruiting campaigns; and Air Training 

Command Regulation 33-2, Recruiting Procedures for the United 
States Air Force (Recruiting Service). 

Purpose(s): 
The contractor fulfills requests' from respondents for information 

about the Air Force and notifies appropriate recruiting activities of 
respondent's interest. Contractor develops statistical summaries 
which are used by USAF Recruiting Service to evaluate the effec­
tiveness of the advertising and referral programs. . 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

None. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained on computer and computer products. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian and by persons responsible for 

servicing the system. 
Retention and disposal: 
Retained by contractor at · the AFOC for two years, th~n de­

stroyed. HQ USAF Recruiting Service cC!mputer p~~er prt~t?':lts 
retained for 60 days, then destroyed .. Subordmate rec_rUttt~g acttvttles 
files retained for one year after fimd follow up actton .ts complete, 
then destroyed. · 

System manager(s) and address: 
Director, Advertising, USAF Recruiting Service, Randolph Air 

Force Base, TX 78150. 
Notification procedure: 
Requests from individuals should be addressed to the System ~an-

ager. · 
Record access procedures: 
Individuals can obtain assistance in gaining access from the System 

Manager.· 
Contesting record procedures: 
The Air Force's rules for access to records arid for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System. Manager. 

Record source categories: 
Individual respondent and automated system interfaces. 
Exemptions claimed for the system: 
None. 
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F035 ATC G 
System name: 

Recruiting Activities Management Support System (RAMSS). 
System location: 
HQ United States Air Force Recruiting Service, Operations Direc­

torate (RSO), Randolp~ Air Force Base, TX 78150. 
Categories of individuals covered by the system: 
Air Force enlisted personnel entering active duty. Individuals 

tested and processed for Air Force enlistment. Potential Air Force 
enlistees qualified through the Armed Services Vocational Aptitude 
Battery (ASV AB) high school testing program. Other military serv­
ices Delayed Enlistment Program (DEP) and active duty enlistees. 
Applicants for Air Force officer commissioning programs. Air Force 
enlisted personnel on recruiting duty. 

Categories of records in the system: 
Air Force enlistment processing records showing name, SSN, 

scores on all qualification tests, physical job qualifications, job prefer­
ences, jobs offered, jobs accepted, other personal data relevant to 
jobs offered, recruiting and processing locations, education data, and 
dates of processing. Airman trainee history records containing name, 
SSN, and other personnel data for assignment from basic military 
training, revised job preferences, security clearance investigations, 
dependent data, education, test scores, grade and promotions, bio­
graphical history, physical information, drug abuse history, enlist­
ment personal and guaranteed training enlistee program data, separa­
tion ·data, classification data, service dates, technical school elimina­
tions, separations, honor graduates, and Article 15/ courts-martial 
records for high school seniors who are ASV AB tested and meet the 
basic Air Force enlistment criteria showing name, mailing address, 
test scores, and high school where tested. Enlistment processing 
records for other military services showing SSN, name, state and 
county of residence, test scores, educational level, physical profile, 
processing date and location, prior service, and other personal data 
such as age, sex, race, marital status, and number of. dependents. 
Officer applicant records showing SSN, name, ·and other educational 
and personal data necessary for the processing of candidates for 
commissioning as as Air Force Officer. Air Force enlisted recruiter 
individual records showing such items as SSN, name, recruiting 
office assigned, and date assigned to Recruiting Service. 

Authority. for maintenance of the system: 
10 USC 503, Enlistments: Recruiting Campaigns and Air Training 

Command Regulation 33-2, Recruiting Procedures for the United 
States Air Force (Recruiting Service) 

Purpose(s):· 
To· furnish leads to the field recruiters derived from the high 

school ASV AB testing program, evaluate Air Force recruiters on 
effectiveness of screening out potential under/overweight applicants, 
evaluate recruiter's and job counselor's activity and efficiency levels, 
analyze preenlistment job cancellations for common reasons, analyze 
post-enlistment training pipeline attritions for common reasons, evalu­
ate Air Force job reservation pool and past enlistments for effect of 
potential changes in enlistment policies in areas such as mental quali­
fications and physical qualifications, eva) uate interservice recruiting 
performance, screen other service enlistees from Air Force advertis­
ing lead files, determine pass/fail rates for mental and physical test­
ing, track training performance of Air Force enlistees, study the 
correlation of job held with performance on the job, study correla­
tion of quality indicators with post-enlistment performance, feedback 
to field recruiters of individ.ual records on. all training attritions, and 
analyze advertising responses. Used· by the personnel record mainte­
nance activity to cross-check file completeness and accuracy. Indi­
vidual records are aggregated into various statistical" analyses for all 
levels to ascertain recruiting and seasonal procurement trends, to 
predict future potential developments, and to assist in the develop­
ment of procurement, classification, and assignment policies for . Air 
Force military personnel. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Records are stored on computer magnetic tapes, comp!Jter magnet-

ic disks and computer paper printouts. 
Retrievability: 
Filed by name, SSN, or non-personal identifier. 
Safeguards: 

Records are accessed through computer run ~cheduling arrange­
ments by persons responsitile for servicing the system in performance 
of their official duties. Computer paper printouts are distributed only 
to authorized users. Records are physically safeguarded by controlled 
access to the computer facility, secured buildings and locked rooms. 

Retention arid disposal: 
Enlistment processing records and recruiter records are retained 

until no longer · needed ·for recruiting purposes; potential enlistee 
records and hig~ school test recqrds are retained for two years; 
advertising lead records are retained for one year; interservice re­
cruiting records are retained for six months. These retentions are 
bui.lt into the corpputer system program with automatic software 
controlled deletions from the machine-readable record. · 

System manager(s) and address: 
Chief; Management and Analysis Division, Directorate of Recruit­

ing Operations, HQ United States Air Force Recruiting Service, 
Randolph Air Force Base, TX 78150. 

Notification procedure: 
Requests from individuals should be addressed to the System Man~ 

ager: Request must contain full name, and current mailing address. 
Record access procedures: 
Same as procedures for notification. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
The source of all records in the system are from automated system 

interfaces. · 
Exemptions claimed for the system: 
None. 

F035 ATC H 
System name: 

Recruiting Research and .Analysis System. 
System location: 
HQ United States Air Force Recruiting Service, Randolph . Ai~ 

Force Base, TX 78150. 
· Categories of individuals covered by the system: 
Air Force enlisted personnel entering active duty. Individuals 

tested and processed for Air Force enlistment. Potential Air Force 
enlistees qualified through the Armed Services Vocational Aptitude 
Battery (ASV AB) high school testing program. Applicants for the 
Officer Training School. Air Force active· duty officer arid enlisted. 
personnel. Air Force civilian personnel assigned to Recruiting Serv-
ice. · · · 

Categories of records in the system: 
Survey analysis records containing such items as SSN, biographical 

and opinion ·survey· data, supervisor's ratings, achievement, aptitude, 
reading, vocational interest and adjustment and temperament invento­
ry scores, Air Force tech training class score, statistics and trend 
analysis. 

Authority for maintenance of the system: 
10 USC 503, Enlistments:· Recruiting campaigns, and Air Training 

Command Regulation 33-2, Recruiting Procedures for the United 
States Air Force ·(Recruiting Service). 

Purpose(s): 
Research statistical reference file used . by HQ United States Air 

Force Recruiting ·Service. Specific uses are to: (I) Evaluate the 
quality of Air Force military personnel procured by Air For.ce Re­
cruiting Service, (2) develop a more objective screening. process for 
entry into recruiting duty, and (3) develop opinion-based recommen­
dations for recruiting effort improvements. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and· practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
R,ecords are stored in file folders, computer products, and written 

reports. 
Retrievability: 
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!~formation is retrieved by Social Security Number (SSN), study 
control 'number or name to build statistical-files. 

Safeguards: 
. File folders stored in file with lock. Computer records are phys­
ically safeguarded by controlled access· to the computer facility, and/ 
or stored in file with lock. Records are accessed through computer 
run scheduling arrangements by persons resp<;>nsible for servicing the 
record system in performance of their official duties. Computer paper 
printouts and repor~s are distributed only to authorized users. · !.' 

Retention and disposal.: 
Records are retained until superseded, obsolete, no longer' needed 

for reference, or on . inactivation. They will then be destroyed. by 
tearing into pieces, shredding,. pulping, macerating, or degaussing. 

System manager(s) and address: 
·Director of Marketing and Analysis, HQ United States Air Force 

Recruiting Service, Randolph Air Force Base, TX 78150. 
Notification procedure: 
Requests from individuals should be addressed to the System ·Man­

ager. S9cial Security Number and full name ~re required to deter­
mine if the system contains· a record relative to any specific individ­
ual. Valid proof of identity is required. 

Record access procedures: 
Individual can obtain assistance in gaining acce~s from th~ System 

Manager. 
· Contesting record procedures: 
· The Air Force's rules for access to records and for contesting and·. 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. · · 

Record source categories: · 
Information obtained from individuals, supervisors, from Air Force 

Technical Training Centers and from the Recruiting Activities Man­
agement Support System (RAMSS). 

Exemptions claimed for the system: 
None. 

F035 ATC I 
System name: 

Status of,Ineffective Recruiter. 
System location: 
Headquarters Air Training Command (A TC) Deputy Chief of 

Staff for Personnel (DCS/P), Randolph Air Force Base, TX 78150-
5001 and Headquarters ·United States Air. Fo~ce Recruiting Service 
(US.AFRS), Randolph Air Force Base, TX 78150-5421. . 

Categories of individuals covered by the system:,. 
Act.ive duty ATC enlisted arid officer recruiter personnel relieved 

from duty. 
Categories of records in the system: 
Individual military record containing active case data. 

· Authority for maintenance of the system: 
10 U.S.C. 503, En-listments: Recruiting Campaign·s, and Air Train­

ing Command Regulation 33-2, "Recruiting Procedures for the 
United States Air Force." · 

Purpose(s): 
DCS/P and USAFRS use data 'to monitor relief actions. 
Routine uses of records maintained in the system, includi~g catego­

ries of users and the purposes of such uses: 
None.' 

. Policies and practices for storing, retrieving, accessing, ret~ining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by person(s) responsible for servicing the 

record system in performance of their official· duties. Stored in 
locked building. 

Retention and disposal: 
Retained in office files for one year after annual cutoff, then 

destroyed. 
System manager(s) and address: 
Deputy Chief of Staff for Personnel, Randolph Air Force Base, 

TX 78150-5001. 

Notification procedure: 
Individuals seeking to determine whether this system_ of r~cor~s. 

contains information about themselves should address wntten mqmr­
ies to 'the Deputy Chief of Staff for Personnel, Randolph Air Force 
Base, TX 78150-5001. . • . 

Record access procedures:. . . . . 
Individuals seeking access to record~ about themselves contained in 

this system of records should address written inquiries to the Deputy 
Chief of Staff for Personnel, Randolph Air Force Base, TX 78150-
5001.. . 

Contesting recc;trd procedures: 
The Air Force's rules for accessing records and contesting con­

tents and appealing initial. determinations by the. individual concerned 
are published in Air Force Regulation 12-35, ~2 CFR part 806b, or 
may be obtained from the system manager. 

Record source categories: 
inform~tion is obtained from SOUrce documents, such &S reports. 
Exemptions claimed· for the system: 
None. · 

F035 HC A 
System name: · 

Chaplain Informati9n Sheet. 
System location: _ . 
·Office Chief of Chaplains, Headquarters United States· Air Force, 

Washington, DC 20330 .. · · 
Categories of individuals covered by the system: 

·.Air Force active duty Chaplains.. · · 
Categories of records·in the system: 
Names, addresses~ phone numbers of Chaplain and two m!xt of kin; 

permanent home address of record; name and mailing· address of 
denominational endorsing agency: _ _ 

Authority for maintenance f)f the system: · 
10 USC 8032, General duties, and 8067(g), Designation: Officers to 

perform certain professional functions (~haplains). · 
Purpos~(s): · 
Used by the Chief of Chaplains as single ·manager in maintaining 

pastoral contact :with Chaplains. · 
Routine uses of records maintained in the system, including catego-. 

ries of users and the purposes of such uses: · ·· ·, · 
Records from this system of records may be disclosed for any 'of 

the blanket routine uses published by the Air Force. · 
. Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · · 
Storage: 
Maintained i~ note books/binders. 

' • I,, 

Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by person(s) responsible for servicing the 

record system in performance of their official. duties and stored in 
locked cabinets or rooms. . 1 

· Retention and disposal: 
Retained in office files until superseded, ob'solete,; rio longer needed 

for reference, or on inactivation, then· ·destroyed by te~ring into 
pieces, shredding, pulping; m'acerating, Qr burning. . 

System manager(s) imd address: · · · · . ' , 
Chief of Chaplains,. Headquarters Unite~ States Air Force, Wash­

ington, DC 20330. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance iri gain'ing access from the System 

Manager. · · 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the indi~idual .con~erned may be 
obtained from the System Manager and pubhshed m Atr Force Regu-
lation 12-35. · 

Record source categories: 
Individual Chaplain. 
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Exemp*ions claimed for· the system: 
None. 

F03S HC B 
System name: 

Chaplain Personnel Record. 
System location: 

· Office of the Chief of Chaplains, Headquarters United States Air 
Force, Washington, DC 20330. 

Categories of individuals covered by the system: 
Air Force active duty and retired, and Air Force Reserve Chap­

lains. 
Categories of records in the system: 
Chronological record of permanent change of station, promotion 

dates of rank, service schools· attended, permanent address, martial 
status, number of dependents, name, grade, SSN/service number, Air 
Force Specialty Code, . religious denomination, date of birth, release 
date. 

Authority for maintenance of the system: 
10 USC 8032, General duties, and 8067(g), Designation: Officers to 

perform certain professional functions (Chaplains). 
Purpose(s): 
To manage the Active Duty Chaplain force, to locate Marriage 

and Baptism Records through former Active Duty· assignment 
records in cases of separated Chaplains when requested by former 
Parishoners. 

Routine uses of records maintained in the system, including catego· 
ries. of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

PoJicies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in card files. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by person(s) responsible for servicing the 

record system in performance. of their official duties and stored in 
locked cabinets or rooms. 

Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces,. shredding, pulping, macerating, or burning. · 

System manager(s) and address: 
· Chief of Chaplains, Headquarters United States Air Force, Wash-

ington, DC 20330. · 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. . 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may .be 
obtained from the System Manager and published in Air Force Regu­
lation 12-35. 

. Record source categories: 
Information obtained from automated system interfaces, from As­

signment Action Documents and from individual member 
Exemptions claimed for the system: 
None. 

F03S HC C 
System name: 

Chaplain Personnel Action Folder. 
System location: 
Headquarters United States Air Force, Washington, DC 20330. 
Categories of individuals covered by the system: 
Active Duty Chaplains. 
Categories· of records in the system: 

. This is a grouping of information for each United States Air Force 
(USAF) chaplain. Items of information in these folders included the 
following: Current official photograph, current career brief, summary 
of education, Officer Career Objective Statement, Chaplain Services 
Personnel Evaluation, copy 6f chaplain's Ecclesiastical Endorsement, 
copy bf Appointment orders, copy of initial Extended Active Duty 
Orders, Application for Extended Active Duty with the United 
States Air Force USAF, Application for Appointment as Reserve of 
the Air Force, student information sheets prepared while attending 
USAF Chaplain School Courses, copies of assignment action docu­
ments, correspondence between the chaplains and Headquarters 
USAF /Chief of Chaplains and requests for special personnel actions 
and dispositions curtailments, etc. 

Authority for maintenance of the system:" 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by and 8067(g), Designation: Officers to perform certain 
professional functions (Chaplains). 

Purpose(s): 
The documents maintained in these folders are utilized by the 

Resource Manager in Headquarters United States Air Force/Chief of 
Chaplains, Personnel Division for assignment selection of chaplains. 
Because of the necessity to insure an equitable denominational spread 
of chaplains on an installation and to insure the proper placement of 
specially qualified chaplains, it is necessary to maintain current infor­
mation on each chaplain. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 
· Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. Records may be 
disclosed to endorsing agents concerning the qualifications of their 
chaplains for continued duty as representatives of their denomina­
tions. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in visible file binders/cabinets. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system; and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in locked cabinets or rooms. 

Retention and disposal: 
~etained for 2 years after separation then destroyed by macerating 

or burning. · 
System manager(s) and address: 
Chief of Chaplains, Headquarters United States Air Force. 
Notification procedure: 
Requests . from individuals should be addressed to the Systems 

Manager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the Systems 

Manager. 
Contesting record procedures: . 
The Air Force's rules for access to records and for contesting and 

appealing initial. determinations by the individual concerned may be 
obtained from the Systems Manager. 

Record source categories: 
Member's personnel action requests/preferences and information 

retrieved from the Advanced Personnel Data System (ADPS). 
Exemptions claimed for the system: 
None. 

F035 MP A 
System name: 

Files on General Officers and Colonels Assigned to General Offi-
cer Position. · · 

System location: Headquarters, United States Air Force, Washing-
ton, DC 20330. , 

Categories of individuals covered by the system: 
Reserve General Officers. 
Categories of records in the system: 
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,File contains resum<? of civilian and military experience,. corre­
sp_ondence .and orders, rec~rds Reserve participation, and listings 
With personnel data. Data mcludes: Name, grade, Social Security 
Numbe:;r (SSN), d~te of birt~. current address, telephone numbers, 
educat1~:m, professional. military education, and civilian occupation. 
~n ass1~nment foldt;r 1s also used for initial review for a GO posi­
tion. Thts file cont~ms a copy of t.he Air Force (A F) Form II, last 
five:;, Office~ Effectiveness Reports (OERs). When reviewed by the 
Ch~~f of Atr Force Reserve, a record of the personal interview and; 
asstgnment recommendations ate included with the file. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
These documents are maintained for 'initial assignments, reassign­

ment and part.icipation of officers assigned to Reserve GO positions, 
and to determme qualifications for initial and continued assignment to 
Reserve GO positions. 

Routine uses 'of records· maintained in the system, including catego-
ries of users and the purposes of such uses: None. . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the syste~: 
·Storage: 

Maintained in visible file binders/cabinets. 
Retrievability: · 
Filed by name. 
Safeguards: 
Records are accessed by custodian ·of the record system ' and 

person(s) responsible for servicing .the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in locked cabinets or rooms .. 

Retention. and disposal: . 
Files are maintained until no longer required for actions relating to 

the Reserve GO program and are then destroyed by tearing to 
pieces, shredding, pulping, macerating or burning. · 

System manager(s) and address: 
Deputy Chief of Staff/Manpower and Personnel, Headquarters 

United States Air Force. 
Notification procedure: 
See exemption. 
Record access proced~res: 
See exemption. 
Contesting record procedures: 
The Air Force access to records and for contesting and appealing 

initiaJ determinations by the individual concerned· may be obtained 
from the System Manager and are published in Air Force Regulation 
12-35. . . . . 

Record source categories: 
Air· Force forms, military personnel records, and correspondence 

generated or received in Personnel Division, Air Force Reserve, 
Headquarters United States Air Force (HQ USAF/REP). 

Exemptions claimed for the system: 
Parts of this system may be exempt under 5 USC 552a(k)(7). For 

additional information, contact the System Manager. 

System name: 
Statutory Tour Program. 
System location: 

F035 MP B 

Headquarte'rs United States Air Force, Washington, DC 20330. Air 
Force Manpower and Personnel Center, Randolph Air Force Base, 
TX 78150. 

Categories of individuals covered by the system: 
Reserve Component Officers (United States Air Force Reserve/ 

Air National Guard United States) on Extended Active Duty. 
Categories of records in the system: 
Approval/Disapproval on original correspondence relating to the. 

application (Air Force Form 125), Department of the Air Force· 
Orders, Comments Director ANG, Chief of Air Force Reserve (AF/ 
RE) and Assistant Secretary of the Air Force for Manpower and 
Reserve Affairs, Deputy for Reserve Affairs SAF/MRR. 

Authority for maintenance of the system: 
10 USC Chapter 11, Reserve Components; Chapter 8Q5, The Air 

Staff; Chapter 841, A~tive Duty; 32 USC Chapter 7, ServiCe,'Supply 

and Procurement, Section 708 - Regulatory Authority; implemented 
by Air Force Regulation 45-22, Reserve Component Representation. 

Purpose(s): 
Documentary support of tour applications; approval/disapproval; 

initiation, termination and extension of statutory tours; used as histor­
ical reference not to exceed 2 years after tour termination; used by 
Air Force Manpower and Personnel Center/ Air Reserve Forces 
Advisor (CG/CR); used for AFMPC/CG/CR as record of approv­
al/disapproval, authority to issue Department of the Air Force Spe­
cial Orders (DAFSOs); by AFIRE, Director Air National Guard, 
National Guard Bureau ~GB/CF and SAF/M~R as record of ap­
proval/disapproval. 

Routine uses of records maintained in the system, including catego-
ries of users aQd the purposes of such uses: . 
· Records from this. system of records may be disclosed for any of 

the blanket routine uses published by the Air For~~-
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
Maintained in visible file binders/ cabinets. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are. accessed by custodian of the record system and. by 

person(s) responsible for servicing the record system in. performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in locked cabinets or rooms .. Con~ 
trolled entry building. 

Retention and disposal: 
.Retained two years after completion of tour. Retained for two 

years after end of year in which the case was closed, then destroyed 
by tearing into pieces, shredding, pulping, macerating,· or burning. 

System manager(s) and address: . 
Chief of Air Force Reserve, Hea-dquarters United States Air Force 

for USAFR component and Director ANG for ANGUS component. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: . 
Individual can obtain assistance in gaining access froin the System 

Manager. · 
Contesting record proeedures: . · 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individul}l ·concerned may be 
obtained from the System Manager. · · 

Record source categories: 
Member's application and correspondence ,generated in transmis­

sion and consideration of the application. 
Exemptions claimed for the system: 
None. 

F035,MPC B 
System name: 

Civilian/Military Service Review Board. 
System location: 

' Air F~rce Military Personnel Center; Randolph Air Force Base, 
TX 78150-6001. . 

Categories of individuals covered by the system: 
Members of. the Women's Air Force Service Pilots (a group of 

Federal Civilian employees attached to the United States Army Air 
Force during World War II), or any person in any other similarly 
situated group the members of which rendered service to the Armed 
Forces of the United States in a capacity considered civilian employ­
ment or contractual service (or their survivors) as recognized under 
provisions of Pub. L. 95-202. 

Categories of records in the system: 
Case Files containing individual's name and Social Security 

Number, date of application and summary of the case through final 
decision by the Service Review Board. · 

Authority for maintenance of the system: 
Pub. L. 95-202, Women's Air Forces Service Pilots;.as implement­

ed by Air Force Regulation 30-45, Determination of Active Military 
Service and Discharge for Civilian or· Contractuat·Personnel. 
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Purpose(s): 
Case files are used by Service Review Board personnel to manage 

the collection of information requested by the applicant, to monitor 
the processing of each case through completion, and to respond to 
inquiries concerning the case. · 

Routine uses of records maintained in the system, including catego· 
ries of users and the. purposes of such uses: 

Records from this system of records may be disclosed (or any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Maintained in visible file binders/ cabinets. 
Retrievability: 
FiJed by name. 
Safeguards: 
.Records are accessed by person(s) responsible for servacmg the 

record system in performance of their official duties who are proper­
ly screened and cleared for need-to-know. Stored in secure building. 

Retention and disposal: 
Retained indefinitely. 
System manager(s) and address: 
Assistant Deputy Chief of Staff/Personnel for Military Personnel, 

Randolph Air Force Base, TX 78150-6001. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining. access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System .. Manager. 

Record source categories: 
Members' applications, supporting documents and certificates. 
Exemptions claimed for the system: 
None. 

F035MPCC 
System name: 

Chaplain Applicant Processing Folder. 
System location: 
Air Force Manpower and Personnel Center, Randolph Air Force 

Base, TX 78150. 
Categories of individuals covered by the system: 
Chaplaincy applicants and Reserve Chaplains applying for active 

duty. 
Categories of records in the system: 
Forms used by the Air Force Manpower and Personnel Center 

(AFMPC) Command Chaplains Office in processing chaplains to 
active duty including: Application for Appointment as Reserve of the 
Air Force; Application for Extended Active Duty with the United 
States Air Force; United States Air Force (USAF) Drug Abuse 
Certificate; Statement of Personal History; National Agency Check · 
Request; Report of Medical· Examination; Report of Medical History; 
Fingerprint Card; Checklist for Chaplain Appointment; Ecclesiastical 
Endorsement; Certificate of Continuance of Ecclesiastical Endorse­
ment; Certificate of Seminary Graduation and Ordination; Official 
Transcripts of College Education; Personal correspondence between 
resource manager and applicant regarding status of his application. 

Authority for maintenance of the system: 
10 USC 8067, Designation: Officers to perform certain professional 

functions, and 8293, Commissiof!ed officers; chaplains: Original ap­
pointment; examination; as implemented by Air .Force Regulation 36-
15, Appointment in Commissioned Grades and Designation and As­
signment in Professional categories - Reserve of the Air Force and 
United States Air Force (Temporary). 

Purpose(s):. 
The documents maintained in these tran.sitory folders are used by 

the ·resource manager in processing chaplain applicants to active 
duty. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in visible file binders/cabinets. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are· accessed by custodian of the record system. Records 

are accessed by person(s) responsible for servicing the record system 
in performance of their official duties. Records are accessed. by 
autho.rized personnel who are properly screened and cleared for 
need-to-know. Records are stored in locked cabinets or rooms. 

Retention and disposal: 
.Once applicant is accessed, forms are entered i~to the Ma~ter 

Personnel Records Group. If applicant does not quahfy for appomt­
ment, file is destroyed after one year. . 

System manager(s) and address: 
Assistant Deputy Chief of Staff/Manpower and Personnel for Mili­

tary Personnel, Randolph Air Force Base, TX 78150. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access proced~res: 
Individu~l can obtain assistance in gaining access from the Systeqt 

Manager. 
Contesting record procedures: . 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source· categories: 
Individual's application. 
Exemptions claimed for the system: 
None. 

F035 MPC D 
System name: 

Correction of Military Record Card. 
System location: 
Air Force Manpower and· P~rsonnel Center, Randolph Air· Force 

Base, TX 78150. · 
Categories of individuals covered by the system: 
Active and retired or discharged officers and airmen. Next of kin 

of deceased officers and airmen. 
Categories of records in the system: 
Summary of application for correction of records request followed 

through to its final decision by the appropriate correction board. 
Authority for maintenanee of the system: 
10 USC Chapter 79 - Correction of Military Records; as imple­

mented by Air Force Regulation 31-3, Air Force 'Board for the 
Correction of Military Records. 

Purpose(s): 
To monitor application by member and cocase by the appropriate 

correction board. 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained on computer magnetic tapes, disks, or computer paper 

printouts, or microfiche. 
Retrievability: 
Filed by Social Security Number or Air Force Service Number. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly, screened and cleared for 
need-to-know. Records are stored in locked cabinets or rooms and 
computer system software. 
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Retention~ and disposal: . . 
Maintained in comp1:1ter systein for two years after case completion 

then tr~nsferred to microfi,che and maintained until no longer needed. 
The mtcrofiche are then destroyed by pulping, macerating, burning, 
or tearing into pieces. · 

System manager(s) and address: 
Assistant .Deputy Chief of Staff/Manpower and Personnel for Mili­

tary Personnel, Randolph Air Force Base, TX 78150. 
Notification procedure: 
Requests from indiviquals should be addressed to the System Man­

ag~r. 

Record access procedures: 
Individual can obtain assistance in gaining access 'from the System 

Manager. · · · ' 
Contesting record procedures: 
The Air Force's niles for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager: · · 

Record source categories: · · 
Member's application, Master 'Personnel Records: 
Exemptions claimed for the system: 
None. 

F035 MPC E 
System name: 

Disability f.Non-disab,ility Retirements Records. 
System loc'ation: · · · 

Air Force Military Personnel Center, Randolph Air Force Base, 
TX 78150-6001. . 

Categories of individuals covered- by ·the system: 
Copies of medical histories,. Secretarial determinations, retirement 

forms, routine correspondence files, case files, microcomputer case 
files, disability retain folders, and Temporary Disability Retirement 
List (TDRL) data files. 

Categories of records in the system: 
Copies of medical histories, Secretarial determinations, retirement 

forms, routine correspondence files, case files, disability retain fold­
ers, TDRL punch card data files. 

Authority for maintenance of the system: 
10 U.S.C. Chapter 36, Mandatory Retirement of Officers; Chapter 

59, Sc:;paration; Chapter 61, Retirement or Separation for Physical 
Disability; Chapter 63, Retirement for Age; Chapter 867, Retirement 
for Length of Service; as implemented by Air Force Regulation 35:.. 
4, Physical Evaluation for Retention, Retirement and Separation, ·and 
35-7, Service Retirements; and E.O. 9397. 

Purpose(s): 
To provide information on retirement cases and to allow appropri­

ate case processing. 
Routine uses of records maintained fn the system, including catego­

ries of users and the purposes of such uses: 
.The "Blanket Routine ·uses" that appear at the beginning of. the 

Air Force'.s ·compilation of systems of. records apply to this system.; 
. Policies and practices for storing, retrieving,. accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in ~isible file binders/cabinets and in microcomputers. 
Retrievability:. 
Retrieved by name or Social Security Number (SSN). 
Safeguards: . 
Records are accessed by custodian· of the record system and by 

. person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Stored in secure building. Computer records are con­
trolled by computer system manager. 
· Retention and disposal: 

Correspondence files are retained for one year after end of calen­
dar year case was closed or inqujry, responded to; disability retain 
files are retained for 90 days after case is finalized; microcomputer 
case files are maintained in a retired file indefinitely; case files are 
retired· to Master Personnel Records .Group when service and/or 
disability retirement action has been completed;· TDRL correspond­
ence files are destroyed when member is entered into the Headquar­
ters Air Force (HAF) computer system .. 

System manager(s) and address: 

Assistant Deputy Chief of Staff for Military Perspnnel, Randolph 
Air Force Base, TX 78150-(?001. · •:· · · · 

Notification procedure: · . · 
Individuals seeking to determine whether this system of records 

contains information about themselv~s should address written iqquir­
ies to the Assistant Deputy Chief, of Staff for Military Personnel, 
Randolph Air F.orc~ Base, TX 78150-6001. 

Record access procedures! · · · 
Individuals seeking access to record~ about themselves contained in 

this system· should address written inquiries to the Assistant Deputy 
Chief of Staff for Military Personnel, Randolph Air Force Base, TX 
78150-6001. 

Contesting record procedures: · 
The Air Force's rules for accessing records and contesting con­

tents and appealing initial determinations by the individual concerned 
are published in Air Force Regulation 12-35, 32 CFR part '806b, or 
may be ob,tained from the system manager. · 

Record source categories: . 
Correspondence arid forms generated 'in Retirements Division (HQ 

AFMPC/MPCAR), military hospitals, HQ USAF Surgeon General 
(HQ USAF/SG), HQ AFMPC Surgeon (SG) Consolidated Base 
Personnel Offices and Major Air Commands, by the. members them-
selves, and by the .general public or retirement-related matters. · · 

Exemptions claimed for the sy~tem: 
None. 

F035 MPC F 
System name: 

Health Education Records. 
System location: 1'. 

Air ·Force Manpower and Personnel Center, Randolph Air Force 
Base, TX 78150. · 

Categories of individuals covered tiy the system: 
All airmen and officers of the Unit~d- States Air Force (USAF) 

Medical Service who have applied for training and are in training 
and applied for training to Air Force Manpower and Personnel 
Center/Medical Education Division (AFMPC/SGE). 

Categories of records in the system: 
Allied Health Selection Board Folders - Application for Officer 

School Training; Educational Transcripts; Chronological listings of 
work experience; Letters of recommendation; Specific test results: 
Scholastic Aptitude Test (SAT); Physician Extender Profile Ex~m 
(PEPE); Manual dexterity test;· ·Grade point averages;· Microfische: 
Officer Effectiveness Reports (OERs); Photo; Air Force Military 
Personnel Center (AFMPC) Rating . Asses~ment Sheet for Physician 
Assistant Applicant; Consolidated Base Personnel Office (C~PO) let­
ters: Prerequisite verifications; Counselings on Reenlistment limita­
tions; Reenlistment/extension eligibility; Status of Unfavorable Infor­
mation File·. (UIF) folder; Records Review Listing; Verification of 
Airman Qualifying Examination (AQE), Total Active Federal Mili­
tary Service Date (T AFMSD), Date Eligible for Return from Over­
seas {DEROS), Projected assignment; Airman Performance Reports; 
Applicant Statements: Why training dc;:sired; Intent t<;> ext~nd/reen­
list; ·Flying Class III Physical; General Information including Ex­
tended Active Duty Date; Date of Rank; Passovers; Command; Base 
of assignment; Arrived on station; Mari'tal status; Undergraduate 
Education Selection Folders - Application; Medical College. Admis­
sion Test .(MCAT) scores; Letter of acceptance from an approved 
school; Dean's letter of recommendation; Transcript; Physical .Exami­
nation reports; Air Force Institute of Technology (AFIT) Selection 
Folders - Officer career brief; Lette.r of recommendation; Transcripts; 
Graduate Records Examination (GRE) and Admission Test for 
Graduate Study in Business (A TGSB) scores; Application for AFIT 
train'ing; Physician Deferment Folder· DPM Form 116 (Medical 
Corps (MC) Appointment Checklist); Field Personnel Record (Dupli­
cate Copy); Application for Appointment in Reserves; Personnel 
Security Clearance;· (Armed Forces Security Questionnaire);· DD 
Form 398 'Personnel History Statement; Statement of Understanding 
for Appointment; Photograph;.'Reqtiest for delay for ·residency train­
ing; Record of computer input; General correspondence with physi-

. cian/student; hospital agreement form; Transcripts (Pre-med and med 
school); Air Force Health Performance Scholarship .. Program 
(AFHPSP) Service Obligation Agreement; Notification of selection 
for AFHPSP; Air Reserve Personnel Cep.ter (ARPC) orders (4~-day 
active duty tour); Air Force Manpower and Personnel Center 
(AFMPC) Form 155 (Application for deferment for graduate medical 
education); Selection/ Non-selection 'for deferment letter; Certificate 
of medical school completion; Physical examination; Tendering of 

.-
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resignation; Medical disqualification correspondence; Graduate Medi­
cal Education Records - Application .for sponsored training; AFMPC 
Form 131; Photograph; Transcripts; Letter of recommendation/ eval­
uation; Career motivation essay; Select/Non-select letters (accept­
ance/declination); Assignment letter · to Major Command 
(MAJCOM); Training reports; Memos for record; General corre­
spondence with applicant/trainee; Faculty board rproceedings; Resi­
dency completion letter; Letters of resignation. 

Authority for maintenance of the system: 
I 0 USC Chapter I 05 - Armed Forces Health Professions Scholar- · 

ship and 9301, Members of Air F9rce: Detail as students, observers, 
and investigators at educatio'ilal institutions, industrial plants, and 
hospitals. · 

Purpose(s): . 
Used by the Medical Education Division, and Medical· Education 

Selection Boards in selecting individuals of the medical service to 
· attend undergraduate and graduate educational programs and techni­

cal training. Such programs include undergraduate and graduate 
nurse education·, medical school, residencies and fellowships for ·phy­
sicians, and graduate education for Medical Service Corps (MSCs), 
BioMedical Service Corps (BSCs), residencies for dental officers, and 
Physician Assistant program for airmen. Another use of the system is 
to monitor the individuals progress in an educational progra·m after 
selection until completion of their program. 

Routine uses of records maintained in the system,· inCluding catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · · · 

Storage: 
Maintained in visible file binders/cabinets. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system ·and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly' screened and cleared for 
need-to-know. Records are stored in locked .cabinets· or rooms. 

Retention and disposal£ 
Allied Health Selection Board Folders and Undergraduate Educa­

tion Selection Folders: Retained until selection board process is com­
pleted; Air Force· Institute of Technology (AFIT) Selection Folders: 
Information in folders is maintained for one year. Exception: Tran­
scripts are used for period of two weeks then returned to AFIT. 
Physician Deferment Folders: Retained until the individual is called 
to active duty 9r separated from the Air Force (AF) Reserve. Grad­
uate Medical Education Records: Retained until individual separates 
or retires from the Air Force. · 

System manager(s) and address: 
Assistant Deputy Chief of Staff Personnel for Military Personnel, 

Randolph Air Force Base, TX. 
Notification procedure: 
Requests from individuals should be addressed to the System Man~ 

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. · 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Member's application, Supervisor's evilluation, master personnel 

records (board use only), Career Brief (board use only), transcripts, 
test scores, Deans' letters of recommef!dation, Standard Form (SF) 
88 and SF 93. 

Exemptions claimed for the system: 
None. 

F035 MPC G 
System name: 

Medical Officer Personnel Utilization Records: 
System location: 
Air Force Manpower and Personnel Center, Randolph Air Force 

Base, TX 78150. 

Categories of individuals covered by. the system: 
All Air Force active duty medical service officers. 
Categories of records in the system: 
Pers.onnel Utilization records containing: Career briefs; Print-outs; 

Letters from individuals; Letters from Utilization Branch to individ­
uals Letters concerning medical service education and training; C?~Y 
of application for Indefinite Reserve Status; Copy of request to JOin 
spouse; Copy of Specified Period of Time Contract (SPTC) requests; 
Copy Air Force Manpower and Personnel Center (AFMPC) Form 
8, Assignment/ Actions Worksheet; Air Force Manpower and Per­
sonnel Center (AFMPC) Fo~m 138, Officer Reassignment; Memoran­
dum of Official Contact; Officer Career Objective Statement; Person~ 
nel Action Request; Application for Appointment in the AF ~e~erv~; 
Recall to Active Duty; Supplement to Application for Commtsston m 
the United States Air Force (US) Medical Services; Assignment 
Notification of Medical Service Officer; Constructive Credit Compu­
tation; Personal Interview- USAF Nurse Application; Air Force In­
stitute of Technology (AFIT) Education Plan; Messages;.Departme.nt 
of Defense Notification of change in service members offictal 
records·· Master Personnel Record Fiche; Training/Specialty Board 
Certific~tion Records; Continuation Pay Contracts; Specialty Badge 
Award; Personnel Data Systems (PDS) transactions; Record of 
Office of Special Investigations (OSI) background checks; Resumes/ 
special applications. · · 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force:· Powers and duties; 

delegation by; as implemented by Air Force Reg.ulation 36-1, Offi.cer 
Classification; Air Force Regulation. 36-4, Spectal Pay for MedtcaL 
Corps Officers; Air Force Regulation 36-5, Appointment of 9ffic~rs 
in t)Je Regular Air Force; Air Force Regulation ~6-8, Contmuatton 
Pay for Dental Corps Officers;. A~r Force Regulatt?n 36-20,. Offi~er 
Assignments; Air Force Regulatton 36-21, Selecttve <;ontmuatt<;m 
Program; Air Force Regulation 36-51, Active Duty S~rvtce C~mmtt­
ments (PA); and Air Force Regulation 36-94, Spectfied Penod of 
Time Contracts (SPTC) (PA). 

Purpose(s): 
Verify current assignment; verify history of application for: Tour 

extension, tour curtailment, Specified Period of Time Contract, In­
definite Reserv~ Status, duty Air Force specialty code change, spe. 
cial duty application, formal school application, change of assignm~nt 
reporting dates, join spouse application; Use AF Form 24 for obtam-

. ing date of birth and place of birth .when processing assignment to 
academy or other highly sensitive area of assignment; to hold mes­
sages pertaining to assignment; to hold action notices and career 
briefs as a result of input from original office and any other office 
pertaining to an individual. This also includes career briefs and action 
notices from automatic actions (i.e., available assignment); pay com­
putation; grade computation;. to provide background information to 
answer correspondence. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any. of 
the blanket routine uses published by the Air Force. . 

Policies and practices for storing, retrievi~g, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Maintained in visible file binders/cabinets. etc. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in locked cabinets or rooms. 

Retention and disposal: 
Retained in office files for six months after the individual termi­

nates military service, then destroyed by tearing into pieces, shred­
ding, pulping, macerating, or burning. 

System manager(s) and address: 
Assistant Deputy Chief of Staff/Manpower and Personnel for Mili­

tary Personnel, Randolph Air Force Base, TX 78150. 

Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
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Individual can obtain assistance in gaining access from the System 
Manager. · . 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. -

.Record source categories: . 
. ~p_Piications for appointment, l~tters written by individual or on 
t~dtvtduals by others. Computer print-outs, forms completed by indi­
vtduals, Personnel Data Systems (PDS) transactions, other informa­
tion pertinent to assignments or career development of the officer. 

Exemptions claimed for the system: 
None. 

FOJS MPC H 
System name: 

Medical Opinions on Board :for Correction of Military Records 
Cases (BCMR) .. 

System location: 
AFMPC/SG, Randolph Air Force Base, TX 78150: 
Categories of individuals covered by the system: 
Files are maintained on individuals making application to the Air 

Force Board for Correction of Military Records on which a medical 
opinion has been rendered. · 

Categories of records in the system: 
Contains a copy of the medical advisory opinion rendered on Air 

Force Board for Correction of Military Records. 
Authority for- maintenance of t~e system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by and Chapter 79 - Correction of Military Records; as 
implemented by Air Force Regulation 31-3, Air Force Board for 
Correction of Military Records. 

Purpose(s): 
A historical reference, by name, to previous action taken regarding 

a specific BCMR application. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
Maintained in file folders in unlocked filing cabinets. 

· Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by person(s) responsible for servicing the 

record system in performance of their official duties. 
Retention and disposal: 
Retained in office files for one year or until_ no longer needed for 

reference, then destroyed by tearing into pieces, shredding, pulping, 
macerating, or burning. 

System manager(s) and address: 
AFMPC Surgeon, Randolph Air Force Base, TX 70148. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information obtained from medical institutions. 
Exemptions claimed for the system: 
None. 

System name: : 
Office File. 
System location: 

FOJS MPC I 

Headquarters, Air Force Military Personnel Center, Assistant for 
Colonels' Assignments (HQ AFMPC/MPCO), Randolph Air Force 
Base, TX 78150-6001. 

Categories of individuals covered by the system: 
All active duty colonels (grade 06) and former active duty colonels 

(grade 06), who have retired, and who have been retired for 90 days 
or less. · 

Categories of records in the system: . 
Official photograph; Air Force Form, 620, Colonel Resume; copies 

of correspondence generated by HQ AFMPC/MPCO pertaining to 
the subject of the file; correspondence received by HQ AFMPC/ 
MPCO pertaining to the subject of the file; memoranda of assign­
ment, and related personnel actions contemplated/completed on the 
subject of the file. 

Authority for maintenance 'of the system: 
10 U.S.C. 8013, Secretary of the Air Force; powers and duties; 

delegation by; as implemented by Air Force Regulation 36-10, Offi~ 
cer Evaluations. 

Purpose(s): 
Assignment considerations. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
The Department of the Air Force "Blanket Routine Uses" pub­

lished at the beginning of the agency's compilation of record system 
notices apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in visible file binders/cabinets and rotary file bins 

(lectriever ). 
Retrievability: 
Retrieved by name. 
Safeguards: 
Records are accessed by 'custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in locked cabinets or rooms. 

Retention and disposal: 
Retain until first anniversary of effective date of retirement/separa­

tion from the USAF of the subject of the file, at which point the 
office file is destroyed by shredding. · · 

System manager(s) and address: 
. Assistant Deputy Chief of Staff/ Assistant for Colonels' Assign­

ments, Randolph AFB, TX 78150-6001. 
Notification procedure: 
Individuals seeking to determine whether information about them­

selves is contained in this system should address written inquiries to 
the Assistant Deputy Chief of Staff/ Assistant for <:;9lonels' Assign­
ments, Randolph AFB, TX 78150-6001. 

Record access procedures: 
Individuals seeking to access records about themselves contained in 

this system should address. written inquiries to the Assistant Deputy 
Chief of Staff/ Assistant for Colonels' Assignments, Randolph AFB, 
TX 7 8150-600 l. 

Contesting record procedures: 
The Air Force rules for access to re~ords and for contesting and 

appealing initial agency determinations by the individual concerned 
are published in Air Force Regulation 12-35; 32 CFR part 806b; or 
may be obtained from the System Manager. 

Record source categories: 
Subject of the file; AFMPC/MPCO personnel; other Air Force 

and outside agency originators of correspondence relating to subject 
of the file, and any additional information which has/could have 
bearing on assignability of the subject. 

Exemptions claimed for the system: 
None. 

FOJS MPC J 
System name: 

Airmen Utilization Records System. 
System location: 
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Headquarters United States Air Force, Washington, DC 20330. Air 
Force Manpower and Personnel Center, Randolph Air Force Base, 
TX 78150. 

Categories of individuals covered by the system: 
Enlisted personnel on active duty who request reassignmen't or 

deferment from assignment under the Children Have A Potential 
(CHAP) humanitarian programs; or are nominated or volunteer for 
special assignment; or request information or action through high 
level channels; or are restricted, along with their dependents, from 
assignment to certain oversea areas; or are subject to special assign­
ment procedures, such as: Reassignment of airmen with known defi­
ciencies; reassignment of threatened airmen;· disposition of airmen 
involved in disciplinary /legal problems en route to permanent change 
of station (PCS) assignment; or reassignment for trial; Curtailment of 
Oversea Tour for Cause or are permanently decertified from the 
Personnel Reliability Program and Master, Senior Master .and ·chief 
Master Sergeants on active duty in the Air Force who are consid­
ered/selected for an assignment. Enlisted club stewards on active 
duty in the Air Force. 

Categories of records in the system: . 
Documentation of oral and written dialogue with airmen regarding 

assignment actions; notification to airman of· assignment; . oral and 
written dialogue with commanders regarding assignment actions; pro­
jected assignment actions; oral and written dialogue with Air Force 
multi-level functional managers regarding assignment actions; medi­
cal, legal and financial factors related to humanitarian assignment 
actions; personal assignment preferences, assignment limitations; final 
and executed assignment actions; high level interest and official Air 
Force responses; legal and investigative information regarding assign­
ment restrictions; reassignment of airmen with k~own deficiencies, or 
involved in disciplinary or legal problems, or for cause, or for per­
sonal .safety, or for convenience of litigation actions; permanent de­
certification from the Personnel Reliability Program and extracts 
from the Personnel Data System (PDS); Airman Career Briefs; 
Airman Performance Reports and Education Data; senior NCO 
Academy selection files. · 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by; Air Force,Regulation 35-99, Personnel Reliability Pro­
gram; and Air Force Regulation 39-11, Airman Assignments. 

Purpose(s): 
Used to provide senior noncommissioned officers· (NCOs) with 

personalized assignment service and to provide tracking and back­
ground data with which to reply to queries from the NCOs. Informa­
tion is used by the PALACE Nonappropriated Fund resource man­
ager to develop the career and broaden the experience of club stew­
ards and to staff club steward assignment actions. Also used to staff 
assignments on those airmen who have applied for humanitarian -
Children Have A Potential (CHAP) assignments; Used to track-select 
airmen for special assignments, to document responses to high-level 
inquiries and to provide the rationale for approving or disapproving 
a request for assignment. Used to document special assignment ac­
tions to certain oversea areas and in those actions involving discipli­
nary or legal problems, threatened airmen, airmen with known defi­
ciencies, curtailment for cause and when reassignment is required for 
trial purposes. To monitor assignment restrictions on airmen decerti­
fied from Personnel Reliability Program duties. 

· Routine ·uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may. be disclosed for any of 
the blanket routine uses published by the Air Force. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in visible file binders/cabinets. 
Retrievability: 
Filed by name. 
Safeguards:' 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in locked cabinets or rooms, pro­
tected by guards and controlled by personnel screening and by visi­
tor registers. 

Retention and disposal: 
Destroyed at the end of the calendar year or 18 months after final 

action on requests for humanitarian assignment, by tearing into 
pieces, shredding, pulping, macerating, or burning. 

System manager(s) and address: . 
Assistant Deputy Chief of Staff/Manpower and Personnel for Mili­

tary Personnel, Randolph Air Force Base, TX 78150. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager .. 
Record access procedures: 
Access Individual can obtain assistance in gaining access from the 

System Manager. Mailing addresses are in the Department of De­
fense directory in the appendix to the Air Force's syste.f!ls. notices. 

Contesting record procedures: 
The Air Force's rules for· access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. · 

Record source categories: 
Information generated by the Air Force office of primary responsi~ 

bility; from PDS by inquiry or action. notice; law enforcement agen-
cies; investigative agencies; or Air Staff inputs. · 

Exemptions claimed for the system: 
None. 

F03SMPCK 
System name: 

Airman Promotion Historical Records. 
System location: 
Air Force Manpower and Personnel Center, Randolph Air Force 

Base, TX 78150. 
Categories of individuals covered by the system: 
Active duty airmen in grades E-4 through E-8 at time of promo­

tion consideration. 
Categories of records in the system: 
Microfiche files reflecting individual historical promotion data (up 

to.l,200 characters) for a specific cycle which is no longer maintained 
within the automated personnel da'a system. Contains member identi­
fication, promotion eligibility status, select/nonselect status, and criti­
cal personnel data. Microfiche fi1es for members in grades E-4 
through E-6 contain relative standing and weighted factor scores~ 
Contains worksheets used to manually compute individual promotion 
status (select/nonselect) for the Weighted Airman Promotion System 
for those members not considered during the computerized selection 
process; master listings for each specified promotion cycle reflecting· 
all members in the applicable grade and their specific status: Select, 
nonselect, nonweighable, or ineligible; and listing of promotion se­
quence numbers assigned to all selectees for a specific cycle. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by; as implemented by Air Force Manual 30-130; Base­
Level Military Personnel System, and Air Force Manual 39-29, Pro­
motion of Airmen. 

Purpose(s): 
Used by Air Force Manpower Personnel Center/Airman Promo­

tion Division (AFMPC/MPCA W) as the master record of promotion 
status for a specified cycle. Used to respond to inquiries (including 
congressional inquiries), for Air Staff advisories to. the Air Force 
Board for Correction of Military ·Records, to manage the Airman 
Promotion Program, to recreate promotion status,. and to provide 
statistical data for official use. Used to provide supplemental promo­
tion consideration and to research and/or correct promotion status 
for a previous ~ycle .. 

Rc,lutine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and · 
disposing of records in the system: 

Storage: 
Maintained in visible file binders/cabinets, on computer paper 

printouts.and on microfiche. 
Retrievability: 
Filed by name or Social Security Number (SSN). Accessed manu­

ally by cycle. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 



292 PRIVACY ACT SYSTEMS 

of their official duties who are properly screened imd cleared for 
need-to-know. Records are stored in locked .cabinets or secured. 
building. 

Retention and disposal: 
Ma!ntained for 10 years, computed from the date of the original 

selection process. Manual computation worksheets are maintained for 
one year and then select/nonselect data are listed on a roster which 
is maintained for an addi~ional nine years. After the specified reten­
tion period, the records are destroyed by tearing into pieces, shred­
ding,· pulping, macerating, or burning. 

System manager(s) and address: 
Assistant Deputy Chief of Staff, Manpower and Personnel for 

Military Personnel,' Rimdolph Air Force Base, TX 78148. 
Notification procedure: · . , 
Requests from individu~ls should be addressed to the. System Man- · 

ager. The requ{!st should specify the applicable promotion cycle(s). 
· Record access proced.ures: · . . 
· Individual can obtain ass.istance in gaining access from the Syste~ 

Manager. · 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations. by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Data purged from the active interim eligible file (promotion file) 

which is a subsystem of the Personnel Data System. 
Exemptions claimed for the system: · 
None. 

F035 MPC L 
System name: 

Historical Airman Promotion Master Test File (MTF). 
System location: 
Air Force Manpower and ·Personnel Center, Randolph Air Force 

Base, TX 78150. 
Categories ~f individuals covered by the system: 
Active duty airmen in grades E-4 through E-8. Air Force Reserve· 

and Air National Guard airmen in grade E-7. · 
Categm:ies of records in the system: 
Con-tains historical Specialty Knowledge Test (SKT); Promotion 

Fitness Examination (PFE) and United States Air Force Supervisory 
Examination (USAFSE) data which is no longer maintained within 
the personnel data systems. Includes member identification, test iden­
tification, date tested, score and item responses. 

Authority for maintenance of the system:. 
10 USC 8012;: Secretary of the Air Force: Powers and duties; 

delegation by;. as implemented by Air Force Regulation 35-8, Air 
Force Military Personnel Testing System. · 

Purpose(s): 
Used by Air Force Manpower and Personnel Center/ Airman Pro­

motion D.ivision (AFMPC/MPCA W) to. research and/or correct 
promotion statu_s for previous cycles. Data used to resolve inquiries, 
provide supplemental consideration, prepare Air Staff advisories to 
the Air Force Board for Correction of Military Records, and manage 
the Airman Promotion Program. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this systern of records may be disclosed for any of 
the blanket routine uses published by the Air Force. · 
. Policies and practices for storing, retrieving, accessing~ retaining, and 

disposing of records in the system: • 
Storage: 

·Maintained in visible file binders/cabinets and on microfiche. 
Retrievability: . 
Filed by name or Social Security Number (SSN).' · 
Safeguards: 
Records aie stored in vaults. 
Retention and disposal: .. 
Maintained for 10 years computed from the date of the original 

selec'tion process, then destroyed· by tearing into pieces, shredding, 
pulping, macerating or burning. 

System manager(s) and address: 
Assistant Deputy Chief of Staff/Manpower and Personnel for Mili:-

tary Personnel, Randolph Air Force Base, TX 78150. · 

Notification procedure: . 
·Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 

· Individual can obtain assistance in gaining access from the System 
Manager. · · 

Contesting. record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individuill concerned may be 
obtained from the System Manager. ' · 

Record source categories: 
See Exem-ption. 
Exemptions claimed for the system: 
Parts of this system may be exempt under '5 USC S52a (k) (6). For 

additional information, contact the System Manager. 

System name: 
Assignment Action_ File ... 
System location: 

F035 MPC N 

Air Force Manpower and Personnd Center, Randolph Air Force 
Base, TX 78150. 

Categories of individuals covered by the system: 
Active Duty. Chaplains. 
Categories of records in the system: 
Forms used by the Air Forte Manpower arid Personnel Center 

(AFMPC) Chaplain's Office for accession. and assignments of chap­
lains ori active duty and other chaplain personnel actions. They also 
contain information and actions pertaining to individuals in the areas 
of duty Air Force Specialty Code (AFSC) c_hange requests, tour 
length change requests, humanitarian reassignments and copies of 
messages directing such actions. · 

Authority for maintenance of the systein: _ . . . 
10 usc 8012, Secretary of the Air Force: Powers and duties; 

delegation by a'nd 8067, Designation: Officers to perfon:n. certain 
professional functions. Section 8012 and Chapter 805, Tqe A,ir Staff, 
Section 8032; as implemented by Air Force Regulation 36-20, Officer 
Assignments. · 

Purpose(s): 
. Records-are 'used to answer requests for assignment changes, tour 

length changes, duty AFSC requests, special assignment consider­
ation. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed. for any of 
the blanket routine uses publi'shed by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in -visible file binde·rs/cabinets. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system and ·.by 

persons responsible for servicing _tl)e record system in performance of 
their official duties who are properly screened and cleared for need­
to-know. Records are stored in locked cabinets or rooms. 

Retention and disposal: . . 
Retained in office files ~~til superseded, ~bsolete, no longer needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. ' 

System manager(s) and address: 
Assistant Deputy Chief of Staff/Manpower and Personnel for Mili­

tary Personnel, Randolph Air Force Base, T~ _78150. . , 
_ .Notification procedure:_ 

·Requests from individuals should be addressed to the System Man­
ager. 

Record access procedures: 
· Individual can obtain assistance in gaining access irom the System 
Manager. - · 

Contesting record procedures: 
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The Air Force's rules for access to records and for contesting and 
appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: · 
. Member's application and information retrieved .from the Personnel 

Data System (PDS). 
Exemptions claimed for the system: 
None. 

System. name: 
Recorder's Roster. 
System location: 

F035 MPC P 

Air Force Manpower and Personnel Center, Randolph Air Force 
Base, TX 78150 .. Washington National Records Center, Washington, 
DC 20409. . 

Categories of individuals covered by the system: 
Records are maintained on all Air Force officers who are eligible 

for competitive consideration and officers considered for Regular Air 
Force appointment and Officers considered for involuntary separa­
tion, CMSs considered for HYT and any other special board directed 
by the Secretary of the Air Force or the Chief of Staff. 

Categories of records in the system: 
Listing containing record number, name, Social Security Number, 

date of roster, program control number, component,' competitive 
category, select/non-select status, FOR OFFICIAL USE ONLY 
statement and name and year of board. A· numerical/chronological 
listing of all changes to competitive file data base after initial build. 
Listing of special follow items/OPR letters. 

Authority for maintenance of the system: 
10 USC 531, Original appointment~ and 611, Convening of selec­

tion boards; as implemented by Air Force Regulation 36-89, Promo­
tion of Active Duty List Officers. 

Purpose(s): 
These records are used to determine whether individuals were 

considered by the convening board. . 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for any of 

the. blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
Maintained in visible file binders/cabinets. 
Retrievability: 
Records are accessed by · identification of board of consideration 

and then by inverted Social Security Number of subject by competi­
tive category. 

Safeguards: 
Records are accessed by authorized personnel who are properly 

screened and cleared for need-to-know. Records are stored in locked 
cabinets or rooms. 

Retention and disposal: 
The records are retained in the Selection Board Secretariat for five 

calendar years and then retired to the National Archives, Washing­
ton, DC. 

System manager(s) and address: 
Assistant Deputy Chief of Staff, Persoimel for Military Personnel, 

Randolph Air Force Base, TX 78148. 
Notification procedure: 
Requests from individuals should be addressed to the System Man-

ager. · 

Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. Request must include name, grade, ·Social Security 
Number, board identification, competitive category, and zone of con-
sideration as applicable. · 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the.System Manager. 

Record source categories: 

The information in these records is· extracted from the Selection 
Board Support File, .and from data compiled from individual board 
member inputs. · 

Exemptions claiined for the system: 
None; · · 

F03S MPC Q 
System nain.e: 

Officer Utilization Records System. 
System location.: 
Headquarters United States Air Force, Washington, DC 20330. Air 

Force Manpower and Personnel Center, Randolph Air Fore~ Base, 
TX 78150. National Personnel Records Center, Military Personnel 
Records, 9700 Page Boulevard, St. Louis, MO 63132. 

Categories of individuals covered by the systein: 
Officer personnel on active duty who are eliminated from flying or 

technical training; or apply for separation or retirement prior to 
completion of their active duty service commitment (ADSC); or 
apply for .accelerated entry on extended active duty (EAD); or are 
available for active duty; or are identified for special career monitor­
ing; or are selected or volunteer for Air Staff training .(ASTRA); or 
are selected for below the zone promotion to major and lieutenant 
colonel; or are former ASTRA officers below the grade of major and 
selectees, designees and attendees of Intermediate Service Schools 
(ISS) and Senior Service Schools (SSS); ·or are volunteers or are 
selected for the Air Force Institute of Technology (AFIT) or are 
designees, attendees and graduates of Squadron: Officers School 
(SOS), Academic Instructor Courses (AIC), ISS and SSS; or request 
reassignment or deferment from assignment under the Children Have 
A Potential (CHAP) Humanitarian Programs; or request information 
or action through Congressional sources; or apply or are being con­
sidered for Air Staff extensions; or possess or are candidates for PHD 
degrees; or are the subject of a request to change their Duty Air 
Force Specialty Code (DAFSC); or apply for early release; or have 
attended AFIT education programs; or are AFIT graduates· and 
request or are identified for a directed duty assignment; or are attend­
ing or are recent graduates of Professional Military Education (PME) 
institutions; or apply for ·special ~uty per Chapter 8, Air Force 
Regulation 36-20; or apply for undergraduate pilot (UPT) or ·naviga­
tor training (UNT);or apply for or are attending test pilot school; or 
apply for Officer School Training; or are former prisoners of war 
(POW). as a result of the Southeast Asia (SEA) conflict; or file 
reclamas regarding flying time computations in support of the avia­
tion Career Incentive Act; or visit or write the Air Force Manpower 
and Personnel Center (AFMPC)/Directorate of Personnel Resources 
and Distribution, Officer Career Management Division for career 
counselling; or are selecfed for assignment or reassignment; or are 
nominated for assignment or are currently assigned to agencies out­
side the Air Force; or are permanently disqual.ified from the Human/ 
Personnel Reliability Programs (HRP /PRP); or are identified for 
special monitoring due to unique or special qualifications; or apply or 
are identified for levy exempt status; or Res~rve officer personnel not 
on EAD who: Apply for accelerated entry . on active duty; or Re­
serve officers ·and Air Force ·Reserve Officers Training Corps who 
apply for reserve duty in lieu of extended active duty (EAD); on 
assignment who received late assignment notification. 

Categories of records in the system: 
Documentation of: Actions related to entry, including accelerated; 

on active duty, special career monitoring; actions related Air Staff 
Training (ASTRA) selectees or volunteers; special· assignments for 
individuals ·who demonstrate well above average performances; ac- . 
tions of the AFIT Selection Board and disposition of AFIT applica­
tions: Elimination actions accomplished by training activities; Reclas­
sification actions following elimination from training; disposition of 
applications with justification for levy exempt status; Command com­
ments regarding specific assignment actions; Recommendations re­
garding retirement or separation· prior to ADSC; Disposition of ap­
plications for reserve duty in lieu of EAD; Individual career objec­
tives, assignment preferences, limitations; Promotion board reports 
for niajor, lieutenant colonels and colonels; Medical, legal and finan­
cial factors related to humanitarian assignment ·actions; Oral and 
written dialogue with officers regarding assignment actions; High 
level interest and official Air Force responses; Disposition of applica­
tions for Air Staff tour .extensions with summary of findings; Award 
of PHD or pursuit of PHD degree; Request for, staffing of, and 
disposition of QAFSC changes; Staffing, Early. Release Board action 
summaries and disposition of early release requests; Assignments of 
personnel who have attained advanced AFIT degrees; Directed duty 
assignments (DDA) considered because of AFIT education; Assign­
ment considerations of PME students and graduates; Staffing and 
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. other actions related to consideration of requests for special duty or 
UPT or UNT or Test Pilqt. School or Officer School Training; 
Assignment actions pertinent for former POW of the ~EA conflict; 
Response to reclamas regarding flying time computations; Assign­
ment and career development counselling actions; Assignment to 
Department of Defense and Joint Chiefs of Staff activities; Disqualifi­
cation from HRP or PRP; Special monitoring actions of individuals 
with unique or special qualifications; and the following forms and 
documents: Air Force (AF) Form 112, Officer Counselling Data 
Card; AF Form II, Officers Military .Record; AF Form 215, Appli­
cation for Officer Training; AF Form 2095, Assignment - Personnel 
Action; AFMPC Form 93, Assignment for AFIT Graduate; PDS 
extract related to flying or technical training, education, experience 
and other assignment factors; Assignment action cards; Assignment 
work sheets; Career Briefs; Officer Career Objective Statements; 
Tracking Log; Record of Assignment Action Number (AAN); As­
signment Orders; Precision Measurement Equipment (PME) and spe­
cial category summary forms; Background checks; Officer Palace 
Manning Report; Short Tour. Return Date Roster; Eligible for Over­
seas Roster; Officer Effectiveness Report; PDS Action Notices Re­
garding Assignment Factors/Considerations on assignment who re­
ceived late assignll!ent notification. 

. Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and dutie-s; 

delegation by; as implemented by AFR 36:20, Officer Assignments. 
Purpose(s): 
To make a determination regarding the retention and/or reclassifi­

cation of those officers eliminated from flying or .technical training. 
To make a determination on requests for levy exempt status for 
officers who have been selected to perform duty on special projects 
aryd the individual or major command· (MAJCOM) request that the 
individual be deferred from assignmep.t selection. To make a determi­
nation. regarding applications for accelerated active duty and on 
applications for duty with the Air Force Reserves in lieu of extended · 
active duty (EAD). The basis on which to make a recommendation 
to the Air Force Manpower and Personnel Center (AFMPC), Direc­
torate of Personnel_ Program Actions (DPMA) ·regarding waiver of 
Active Duty Service Commitment (ADSC) for those officers who 
have applied for separation or retirement. To monitor and staff the 
initial assignment for officer accessions. To track those officers iden­
tified for special career monitoring. To confirm that Air Staff Train­
ing (ASTRA) volunteer status has been updated in the Personnel 
Data System (PDS), also used by Resource Managers· to -staff ext~n­
sions of tour, curtailment of tour, Duty Air Force Specialty Code 
(DAFSC) changes and follow-on ·assignments. Used by career and 
Resource Managers to insure that officers who have demonstrated 
aboye average performance are considered for challenging and re­
sponsible positions. Used by AFIT Selection Board to answer inquir­
ies. concerning the status of an application; to monitor officers cur­
rently in AFIT; and to work extensions or program changes. Used to 
nominate and monitor officers for attendance at Intermediate and or 
Senior Service Schools. Data is also used to track graduates of the 
Squadron Officer School (SOS) and Academic Instructor Courses 
(AIC). To staff' assignments on those individuals who have applied 
for humanitarian - CHAP assignme~ts. To fully document the re­
sponse to an inquiry and toprovide the rationale for approval or 
disapproval of a requested assignment: To staff and make a determi­
nation regarding tour extensions. To monitor holders of doctorate 
degrees and candidates thereof to insure proper utilization of those 
officers holding doctorate degrees. To staff DAFSC change requests 
and to make a determination regarding retraining. To make a deter­
mination by the. Early Release Board regarding an officer's request 
for early release. To monitor and or assign those officers possessing 
advanced AFIT degrees; action is essential for proper utiliz~~ion of 
advanced degree holders. To make a determination regarding a Di­
rected Duty Assignment (DDA) change on those officers who in­
curred the DDA as a result of AFIT education. To monitor and staff 
assignments for Professional Military Education (PME) attendees and 
or graduates. To monitor and .select officers for special duties. To 
monitor officers who have applied for undergraduate pilot and-or 
navigator training; used along with the master military personnel 
record in the selection process. To monitor officers who have ap­
plied for and-or are currently attending Test Pilot School. To moni­
tor officers who have applied for Officer .School Training. T<;> moni­
tor the utilization of former prisoners of war .of the Southeast Asia 
conflict. Used as backup reference for A vi at ion Career Incentive Act 
reclamas. To staff assignments and related actions. Used in the coun­
selling of officers and as background reference documentation for 
visits of officers to the Air Force Manpower and Personnel Center 
(AFMPC) and for the response to correspondence between the offi­
cer and the AFMPC Resource Manager. Data are used in the assign­
ment selection process to insure fair and equitable assignment selec-

tion. Additionally, the information and-or computer products are 
used to determine unique or specific qualifications for particular 
assignment. Used by resource teams to nominate officers for assign­
ment to Department of Defense and Joint Chiefs of Staff activities 
outside the Air Force including release of military personnel records 
and data to those agencies. To monitor those officers disqualified 
from Human and-or Personnel Reliability Programs (HRP-PRP) 
duties. It is also used to insure these individuals are not placed in 
HRP~PRP positions. Officer assignment block records are. used by 
the interested office to tract individual assignment actions. The 
blocks are also used in identifying individuals with unique or special 
qualifications. Used to determine if officers are receiving minimum 
assignment notification in accordance with established policy. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: . 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. · · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage! 
Maintained in visible file binders/cabinets. · 
Retrievability: 
Filed by name. name.­
Safeguards: 
Records are accessed by custodian of· the record system and by 

persons responsible for servicing the record system in performance of 
their official duties who are properly screened' and cleared for need-
to-know. Records are stored in locked cabinets or rooms. · 

Retention and disposal: 
Documentation· records are destroyed after 12 months; or retained 

until officer leaves ASTRA program; or destroyed when superseded; 
or destroyed upon individual's completion of AFIT program or upon 
nonselection to AFIT whichever occurs first; or destroyed when 
officer is separated or retires; or destroyed 18 months after approval 
of CHAP request or 12 months after disapproval; or destroyed when 
officer completes Air Staff tour extension or after 12 mo.nths which­
ever is longer; or destroyed after completion of DDA; or destroyed 
12 months after graduation from PME or Officer School Training; or 
destroyed when application for special duty is withdrawn; ·or de­
stroyed after completion of UPT /UNT or when eligibility for train­
ing expires; or destroyed 3 months after graduation from Test Pilot 
School; or POW records will be retired to a permanent storage 
facility on January I, 1977; or destroyed when Departmental or Joint 
activity tour is completed; or retained permanently if related to 
HRP /PRP disqualification but not after separation. Methods of de­
struction are burning, pulping, shredding, macerating, or tearing into 
small bits. 

System manager(s) and address: 
Assistant Deputy Chief of Staff/Manpower and Personnel for Mili­

tary Personnel, ·Randolph Air Force Base, .TX 78150. 
Notification procedure: 
Requests from individuals should be addressed to the System Man-

ager. · 
Record access procedures: · 
Individual can obtain assistance in gaining access from the System 

Manager. Mailing addresses are in the Department of Defense direc­
tory in the appendix to the Air Force's systems notices. 

. Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
PDS inquiries or action notices; Information generated by the Air 

Force multi-level offices of primary responsibility; Extracts or copies 
of military personnel records; Air Staff inputs. · 

Exemptions claimed for the system: 
None.· 

FOJS MPC R 
System name: 

Air Force Personnel Test 851, Test Answer Sheets. 
System location: 
Air Force· Military Personnel Center, Randolph AFB, TX 78150-

6001. 
Categories of individuals covered by the system: 
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Active duty airmen in grades E-4 through E-8. Air Force Reserve 
and Air National Guard airmen in grade E-7. 

Categories of recordS in the system: 
Item responses (answers) for Specialty Knowledge Tests (SKT), 

Promotion Fitness Examinations (PFE) and United States Air Force 
Supervisory Examinations (USAFSE). 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by; as implemented by Air Force Regulation 35-8, Air 
Force Military Personnel Testing System, Chapters 14, 15, and 16. 

Purpose(s): 
Used by Air Force Military Personnel Center/ Airman Promotion 

Branch (AFMPC/DPMAJW) to score tests. The percent correct 
score on the SKT, PFE, and USAFSE, are weighted factors in the 
the Weighted Airman Promotion System (W APS) to advance airmen 
(E-4 to E-8) to the next higher enlisted grade. The percentile score 
on the 9-level upgrade exam is used as an eligibility criterion for 
promotion to grade E-8 and award of the superintendent (9) Air 
Force Specialty Code (AFSC) skill level, for ANG and AFRES. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed fo,r any of 
the blanket routine uses _published by the Air Force. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: -

Storage: 
Maintained in visible file binders/cabinets. 
Retrievability: 
Filed by Electronic Scanner Index Number (cross-referenced to 

Social Security Number (SSN)). • 
Safeguards: 
Records are accessed by person(s) responsible for servtcmg the 

record system in performance of their official duties. Records are 
stored in vaults. 

Retention and disposal: 
Maintained for 12 months following completion of promotion 

cycle for which member was tested, then destroyed by burning or 
shredding. 

System manager(s) and address: 
Assistant Deputy Chief of Staff/Manpower and Personnel for Mili-

tary Personnel, Randolph AFB TX. 
Notification procedure: 
See Exemption. 
Record access procedures: 
See Exemption. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
See Exemption. 
Exemptions claimed for the system: 
Parts of this system may be exempt under 5 USC 552a·(k)(6). For 

additional information, contact the System Manager. 

F03S MPC S 
System name: 

Aviation Service Branch File. 
System location: 
Air Force Manpower and Personnel Center, Randolph Air Force 

Base, TX 78150. 
Categories of individuals covered -by the system: -
Active and Inactive Officers and Airmen concerning any qualifica­

tion/disqualification for aviation service action and determination of 
eligibility for aero badges. · 

Categories of records in the system: 
Air Force members: Rated officers removed from or returned to 

flying status, Officers granted United States Air Force (USAF) aero­
nautical rating as a result of aeronautical rating boards; Nonrated 
members, officer and. enlisted, who request action or consideration 
for flying status. 

Authority for maintenance of the system: 

10 USC 8691; ·as- implemented by Air Force Regulation 35-5, 
Parachutists, Air Force Regulation 35-13, Aviation Service, Aeronau­
tical Ratings, and Badges, and 35-42, Missile Badge. 

Purpose(s): _ 
Response to inquiry by an individual or an intermediary; such ~s 

legal counsel through judicial action or the Secretary of the Atr 
· Force Board for Correction of Military Records (SAF /BCMR), 
Member of Congress, a high ranking official such as_ the Secretary of 
the Air Force, Chief of Staff, United States Air Force, Air Force 
Deputy Chief of Staff/Manpower and Personnel, Air Force Assistant 
Deputy Chief of Staff/Manpower and Personnel for Military Person­
nel; wherein a rated officer is returned to or removed from flying 
status, the record is reviewed within Officer Career Management 
Division, Air Force Manpower and Per~onnel Center for assignment 
determination action. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by t:1e Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Mai~tained in visible file binders/cabinets. 
Retrievability: 
Filed by name. Each card lists the nature of the action and in­

cludes a cross reference showing the subject file containing the 
record of correspondence. The card file is a 'finder' index 1,1sed to 
facilitate/expedite location of records pertaining to an individual and 
as source of statistical data. -

-Safeguards: 
Records are accessed by custodian of the record system and by 

persons responsible for servicing the record system in performance of 
their official duties who are properly screened and cleared for need-
to'-know. Records are stored in cabinets. · 

Retention and disposal: 
Retained in office files until no longer needed, then destroyed by 

tearing into pieces, shredding, pulping, macerating, or burning.-
System manager(s) and address: 
Assistant Deputy Chief of. Staff/Manpower and Personnel for Mili­

tary Personnel, Randolph Air Force Base, T~ 78150. 
Notification procedure: 
Requests from individuals should be addressed to. the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access fr<?m the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Correspondence generated at base level, Major Air Command or 

Air Staff Level. 
Exemptions claimed for the system: 
None. 

F03S MPCU 
System name: 

Separation Case Files (Officer and Airman). 
System location: 
Air Force Military Personnel Center, Randolph AFB, TX 78150-

6001. National Personnel Records Center, Military Personnel 
Records, 9700 Page Boulevard, St. Louis, MO 63132-5000. Air Re­
serve Personnel Center, Denver, CO 80280-5000. Duplicate copies 
may be retained temporarily at each level requiring review or action 
on the case. 

Categories of individuals covered by the system: 
Officers and airmen who have requested voluntary separation, who 

have been recommended or identified for involuntary separation 
under 10 USC 617(b) (including Reserve officers as a matter of Air 
Force Policy). Individuals who, under Pub.L. 95-202, Sec 401, have 
requested review of service performed with the Army Air Force or 
U.S. Air Force to determine if such service was equivalent to 'active 
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duty' for purposes of laws administered by the Veteran's Administra-
tion. '· .. , · ... ' · · · 

Categories· of1 reco~ds in the system': . 
Member's applicati~n. letter fro~ command~r initi~ting separation 

action with. ~ndorsements, supporting documents, and record. of final 
aCtion· taken. If 'congressional inq.uiry involved, request for· informa­
tio~ and reply· provided 'is also filed by those offices involved: 
· Authori~y for m~intenance of.the' system: · 

. 10 USC Cha'pter 59; Separations, io. USC' Chapter 36,. Promotion, 
Separ'i!._tion a!'ld· 'Involun.tary Retirement. of Officer on the· Active­
Duty List, Chapte.r 60, Separation of Regular Officers for .Substand­
ard Perform·ance of Duty or for Certain Other Reasons, and 38 USC, 
Veteran's Benefits;· as 'implemented. by Air Force' Regulation 36:2, 
Adry-tinistrative Discha~ge· Procedures (For. Sub-st~ndard ·Perform­
ance of Duty, Misconduct, Moral or Professional Dereliction, or in 
the Interest of National Se_curity); 36-12, Administrative s'eimration 
of Commissioned Officers; and 39-10, :Administrative Separation of 
Airmen. · 

Purpose(s): · 
The original docume~t is retained as a permanent record ~f'a~tion 

taken .. The duplicate copies are·. retained to provide a temporary 
record of actions being taken for responding to inquiries concerning 
the status of a particular case. Occasionally, a case file is retained as a 
precedence file for later reference in revising separation directives. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records"from this system of records may be disclosed for ~ny of 
the· blanket routine uses published· by the Air Force. Individual case' 
files may also be released to a ··governmental body or agency· or. 
health care· professional society or 'Organization if· such record is 
needed to perform licensing or professional standards monitoring 
related to credentialed health care practitioners or licensed,. noncre­
dentialed health care personnel who are or were formerly members 
of the Armed Forces. Cas~ files ·may also be released to medical 
institutions or organizations w~er~in .such member has applied for or 
been granted authority· or employi11e~t to provjde health care serv­
ices if such record is needed to assess the professional qualifications 
of such member. 

Policies and praCtices for storing, retrieving, accessing, retaining, and 
disposing of records in· the system: 

Storage: 
Maintained·in visible file binders/cabinets. 
Retrievability: 
Filed by name. At National Personnel Records Center. Cases and 

correspondence are fil~d · with Master .Personnel R.e.cords. Transitory 
copies are filed alphabetically by general subject categories, i.e., 
involuntary officer separations, involuntary _airman separatio.ns, etc. 

_ Safeguards: 
Records are accessed by custodian of the record system and .by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
rieed-to-know; Records are stored in locked cabinets or rooms. File 
cabinets and power files are secured ·during non-duty hours. 

Retention and disposal: 
Master copies are retained permanently. Temporary files ·ate dis­

posed of within three· years ·after final action is .taken. Files are 
disposed of by shredding. 

System manager(s) and address: 
Assistant Deputy Chief of Staff/Personnel for Military Per~onnel, 

·Randolph AFB TX 78150-6001. 
Notification procedure: 
Requests from individuals should be addressed to the System Man-

ager. · 
Record access procedures: 
Individual can obtain assistance in gaining .access from- the System 

Manag~r. 

Contesting record procedures: 
The Air Force's rules ·ror acc~~s to records and for contesting and 

appealing initial determinations· by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. · 
, Record source categories: 

Member's application, correspondence frorr1 unit commander's initi-
ating separation action. · · · 
: Exemptions .claimed for the system: . 
. ~one. · 

F035 RE,A 
System name: 

Personnel Files on Statutory Tour Officers. 
, System location: 

. · Personnel Division, Office of Air Force Reserve· (AF /REP), HQ 
USAF, Washington, DC 20330. Air Force Military Personnel Center 
(DPMYR), Randolph AFB, TX 78148 (USAFR-and AN_G Person­
nel). 

.'Categorie~ ,of individuals cov~red~ by the system: 
·United States Air Force Reserve Officers applying for-or selected 

for assignment as statutory tour officer. 
Categories of r:ecords in the systen,: 

· Application .for extended active duty. with United States Air Force, 
military career brief, resume of prior military and civililm experience, 
officer.effectiveness report overall rating, correspondence and special 
orders relative to the tour. · · · · 

Authority for maintenan~e of the system: · 
10 USC .265; Policies and , regul~tion!\: PartiCipation o( reserve 

officers in preparation and adm_inistration. . 
'·.' l .. 

Purpose(s): 
Documentary, support of tour applications; approval!di~approval; 

initiation, termination and extension. of statutory tours; historical ref­
erence not to exceed two years after tour termination; used ·by Air 
Force Manpower ·and Personnel Center/ Assistant for Personnel 
Plans, Programs and Analysis, Reserve Forces Division (AFMPC/ 
DPMYR); used for AFMPC/DPMYR as record of approval/disap­
proval, authority to issue Department of the Air Force Special 
Orders (DAFSOs); by Office of the Air Force Reserve (AFIRE), 
Director Air National Guard, National Guard Bureau (NGB/CF) 
and; SAF /MRR as record of'approval! disapproval. . · 

Routine uses of records maintained in' the system, including catego­
ries of users and the purposes of such uses: 

Records from this syste·m of records ma'y ·be disclosed fm any of 
the blankenoutine uses published by the Air·Force. · . · · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · · ,:. · · · · 

·storage: 
Maintained 'i~ file 'folders.'· 
Retrievability: 
Filed by. name. 
Safeguards: , . 
Records are accessed by authorized personnel who are properly 

screened and cleared for need-to-know and stored . in secu~ity file 
containers/cabinets. 

Retention and disposal: 
Retained in office files until reassignment Qr separation';· then de­

stroyed by tearing into pieces, shredding, pulping; macerating, or 
burning. . .. 1 • •. ., 

System manager(s) ·and address: 
Chief of Air Force Reserve, Headquarters United States Air 

Force, Washington, DC 20330. 
Notification procedure: 
Requests from individuals should be addressed to'the System Man­

ager. ,Include full name and· Social Security Number. Individuals may 
visit the Personnel Division, Office of Air Force Rese.rve, Pent~gon, 
Washington, DC 20330. Military identification card or driver's li­
cense required for identification. 

Record access procedures: 
Individual can obtain assistance in gaining' access from tlie' System 

Manager. Mailing addresses are in the Department of Defense direc­
tory in .the appe_ndix to the Air .Force's. syst.ems notices. 

Contesting record procedures: 
The Air Force's rules for access to ·records :and for contesting and 

appeaJing il}itial determinations by t~e individual.conce.rned_may be 
·obtain~·d. from the. System Manager and are pubhshed m. Atr Force 
-Regulation 12-35. · · ' · · · 

Record source categories: . 
Information obtained from sourc~ ~ocum~nts such as reports. 

. Exemptions claimed for the system: 
None. 

F035 REB 
System name: 
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Files on Reserve General Officers; Colonels Assigned . to Gen~ral 
Officer Positions. · · · · 

System location: 
Headquarters United States Air Force, Washington, PC 20330 and 

Personne1 Division Office of Air Force Reserve. 
Categories of individuals covered by the system: 
United States Air Force Reserve General Officers and Colonels 

assigned to General Officer positions. 
Categories of records in the system: 
Resume of prior military and civilian experience, correspondence 

and Special Orders, Record of Reserve participation, personnel data 
]istings, last five officer effectiveness reports, record of personal 
interview and assignment recommendati<;m made by Chief, Air Force 
Reserve. 

Authority for maintenance of the system: 
to USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
To determine qualifications for initi~l/continued assignment .to 

General Officer positions. 
Routine uses of records maintained in the sy~tem, 'including catego· 

ries of users and the purposes of such uses: · 
Records from this 'system of records may be disclosed for any of 

the blanket routine uses published by the Ai'r For<;:e. . 
Policies and practices for sto~ing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by authorized personnel who are properly 

screened and cleared for need·to·know. Records are stored in securi­
ty file containers/cabinets. 

Retention and disposal: 
Retained in office files until reassignment or separation, then de­

stroyed by tearing .into pieces, shredding, pulping, macerating, or 
burning. 

System manager(s) and address: 
Chief of Air Force Reserve, Headquarter~ United States 'Air­

Force, Washington, DC 20330. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. Full name and Social Security Number must be provided. 
Individuals may visit the Personnel Di~ision Office of Air Force 
Reserve, Pentagon, Washington, DC 20330. 

Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. Mailing addresses are in the Department of Defense direc­
tory in the appendix to the Air Force's systems notices. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual. concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Information obtained from source documents such as reports from 

individual officers, and from personnel records. 
Exemptions claimed for the system: 
None. 

F03S SAC B 
System name: 

Officer Involuntary Administrative Separation File. 
System location: 
Headquarters Strategic Air Command (SAC), Deputy Chief of 

Staff, Personnel, Quality Control Branc;h (DAPP)), Offutt AFB, NE 
68113~5001. . . . 

Categories of individuals covered by the system: 
Present Air Force active duty officers. assigned to the Strategic Air 

Command who have Air Force Regulation (AFR) 36-2 action pend­
ing or are resigning in lieu of court•martial. 

Categories of records in the system: 

SAC officers involuntary administrative separation disch~rge case 
fi.le. 

Authority for maintenance of the system: 
to USC Chapter 859, Separation from Regular Air. Force for 

Substandard Performance of Duty; and Chapter 860, Separation from 
Regular Air Force for Moral or Professional p~r.elic!ion o~ in the 
Interest of National Security; AFR 36-2, Admm1strat1ve D1scharge 
Procedures (For Substandard Performance of Duty, Miscon~uct, 
Moral or Professional Dereliction or in the Interest of Nat1onal 
Security) and AFR 36-12, Administrative Separation of Commis­
sioned Officers. 

Purpose(s): 
The. users are Strategic Air Command commander ·and h~s s~aff 

who exercise decision authority in the processing and determmation 
of the officer involuntary separation actions. HQ SAC personnel use 
these files to process administrative discharge ~ases .of. officers. as­
signed to Strategic Air Command. 

Routine uses of records maintained in . the system, including catego· 
ries of users and the purposes of such ,uses: 

Records from this system of rec.ords may ba yiof the or any of the 
blanket routine uses published by the Air force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Manual; maintained in paper files. 
Retrievabili ty: 
Filed by name and type of pending discharge action. 
Safeguards: 
Records are accessed by custodian of the record system and ·by· 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly. identified and .cleared for 
need-to-know. Records· are stored in locked cabinets in. a locked 
room. 

Retention and disposal: 
Records are retained in the office files for 90 days after the effec­

tive date of the officer's discharge, or if the officer is· not disc_harged, 
for one year after the cut-off date. 

··system manager(s) and address: 
Chief, Quality Force Management Divisiqn, DCS/Personnel, HQ 

SAC/DPAA, Offutt AFB, NE 68113-5001. 
Notification procedure: 
Request from individuals for records should be ~ddressed to the 

Chief, Quality Force Management Division, ,DCS/Personnel,_ HQ 
SAC/DPAA, Offutt AFB, NE 68113-5001. Specific information re­
quired ·to determine if there are records of the individual in the 
system must include ·the member's ·full name, military status, an~ 
grade, SSN, or service number. Visiting personnel must show posi­
tive proof of identity by providing a military ID card, a valid state 
driver's license, and t~o nationally recognized means of i~entifica­
tion. 

Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. The mailing address is in the Department of Defense Di-
rectory in the appendix to the Air Force systems notice. · 

Contesting record procedures: . 
The Air Force· rules for contesting contents and for appealing 

initial determination are found in the Air Force Regulation 12-35. 
Record source categories: 
Information obtained from automated systems interfaces: Source 

documents (such as reports) prepared on behalf of the Air Force by 
boards, committees, and individuals; the member's commanders' 
Chief, Quality Force Management; consolidated Base Personnel 
Offi~e; and the SAC Staff Judge' Advocate office. 

Exemptions claimed for the system: · 
None. 

FOJS SAC C 
System name: 

Public Affairs Personnel Background Record. 
System location: 
Public Affairs (PA) offices at Headquarters Strategic Air Com­

mand (SAC/PA), Headquarters 8th Air. Force (HQ 8 AF/PA), 
Headquarters 15th Air Force (HQ 15 AF/PA), and SAC bases'(PA). 
Official mailin~ addre~ses are in the Air Force Address Directory. 
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Categories of individuals covered by the system: 
Public Affairs and administrative personnel currently assigned to 

Public Affairs offices at SAC bases. · 
Categories of records in the system: 
~arne, ran~, SSN, photograph, dates of rank, date of separation, 

ass1gnment hlsH>ry, and military and civilian schooling degrees. · 
Authority for maintenance of the system: 
10. USC 8012, Secretary of the Air Force: Powers and duties· 

del~g~tion by and Air Force Regulation (AFR) 190-1, Public Affair~ 
Pohc1es and Procedures, SAC Supplement. 

Purpose(s): 
. Used by Public Affairs functional managers as a locator and to 

determine degree, scope and level of experience of Public Affairs 
personnel for assignment purposes. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. ·· 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: . 

Storage: 
Manual; maintained in paper files. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by authorized personnel who are properly 

screened and cleared for: need-to-know. Records are stored in file 
cabinets in locked offices. 

Retention and disposal: 
Retained in office files until reassignment or separation, then de­

stroyed by tearing into pieces, shredding, pulping, macerating, or 
burning. 

System manager(s) and address: 
Director of Public Affairs at all SAC bases. 
Notification procedure:· 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. Official mailing addresses are listed in the appendix to the 
Air Force Systems Notices. 

Contesting record procedures: 
The Air For~e's rules for access to records and for contesting and 

appealing htitial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Basic information and changes are received directly from 'the indi­

vidual. 
Exemptions claimed for the system: 
None. 

F035 SAFCB A 
System name: 

Military Records Processed by the Air Force Correction Board. 
System location: 
Office of the Secretary of the Air Force, Washington, DC 20330; 

Washington National Records Center, Suitland, MD. 
Categories of individuals covered by the system: 
All members or former members of the Air Force; Army Air. 

Forces, Air Corps, United States Army; Air Service, United States 
Navy; and Aviation Section, Signal Corps, United States Army, who 

. have applied to the Air Force Board for the Correction of Military 
Records (SAFCB) 

Categories of records in the system: 
Case folders consist of applications to SAFCB, with supporting 

evidence, staff advisory opinions and final determinations. 
Authority for maintenance ofthe system: 
10 USC Chapter 79 - Correction of Military Records: 
Purpose(s): 
Case folders are permanent records ·of ~U applications and are 

subjected to review only by an appliCant and/or his designated repre­
sentative, the SAFCB and the Secretary of the Air Force. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

None. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records .in the system: 
Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. · 
Safeguards: 
Records are accessed by custodian of the recQrd system and by 

person(s) responsible for servicing the record system in performance 
of their official duties. Records are accessed by authorized personnel 
who are properly screened· and cleared 'for need-to-know. 

Retention and disposal: 
Case folders are maintained within SAFCB semi-annually. 
System manager(s) and address: 
Executive Secretary, SAFCB, ·Headquarters United States Air 

Force, Washington, DC 20330 .. 
Notification procedure: 
Requests from individuals should qe addressed to the System Man­

ager. Request for review must provide applicant's full name, service 
number, and SAFCB docket number (if known). Reviews are he!d in 
Suite 201, 1745 Jefferson Davis Hwy, Arlington, VA., between the 
hours of 0900 to 1600. An applicant must present a personal identifi­
cation document. A designated representative must present a letter of 
authorization from the applicant. 

Record access procedures: 
Request for access may be obtained by letter addressed to the 

Executive Secretary, SAFCB, Headquarters United States Air Force, 
~ashington, DC 20330. 

Contesting record procedures:. 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Information is obtained from applicants, Air .For~e offices and/or 

other Government a~encies .. 
Exemptions claimed for the system: 
None. 

F035 SAFPA A 
System name: 

Mobilization Augmentee Training Folders. 
System location: 
Office for Plans and Resources, Secretary of the Air ·Force Office 

of Public Affairs (SAF/PAX), Room 5C941, The Pentagon, Wash­
ington, DC 20330; Washington National Records Center, Washing­
ton, DC 20409. 

Categories of individuals covered by the system: 
Members of the Air Force Reserve assig~ed to Mobilization Aug­

mentation (MA) positions .within the Secretary of the Air Force 
Office of Public Affairs. 

Categories of records in the system: 
Applications for mobilization augmentee status, training, or assign­

ment; orders to training . or active duty; training completion certifi­
cates; pertinent correspondence. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. · 
Purpose(s): 
Serves as a training record for, 'Participation and Assignment 

Within the Reserve Components;' used by supervisory personnel to 
determine eligibility for promotion or reassignment. 

Routine uses· of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

R,ecords from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
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. Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in safes. 

Retention and disposal: 
Retained in office files for two years after the individual completes 

or discontinues a training course, then retired to Washington Nation­
al Records Center, Washington DC 20409, and, after 28 additional 
years, they are then destroyed by tearing into pieces, shredding, 
pulping, macerating, or burning. 
· System milnager(s) and address: 

Director of Public Affairs, Office of the Secretary of the Air 
Force (SAF/PA), Washington, DC 20330 

Notification pr()Cedure: 
Requests from individuals should be addressed to the A Assistant 

for ·Reserve Affairs, Secretary of the Air Force Office of Public 
Affairs (SAF/PAX), Room 5C941, The Pentagon, Washington, DC 
20330, telephone (202) 697-6702. Individuals inquiring by mail should 
furnish their name and service number. Individuals making personal 
visits to the Office for- Plans and Resources should have in their 
possession a valid identification card (DD Form 2AF(RES). 

Record access procedures: 
Individuals can obtain assistance in gaining access by contacting 

the Reserve Forces Liaison Officer, Office for Resources and 
Projects, Secretary of the Air Force Office of Public Affairs (SAF/ 
PAX) Washington; DC 20330. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may. be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Information obtained from source documents such as reports. 
Exemptions claimed for the system: . 
None. 

F035 SAFPC A 
System· name: 

Air Force Discharge Review Board Retain Files. 
System location: 
Office of the Secretary of the Air Force, Washington, DC 20330. 
Categories of individuals covered by the system: 
Former Air Force Personnel who submit applications for review 

of discharge/separation/ dismissal. 
Categories of records in the system: 
Copies of correspondence ··between. applicant and Discharge 

Review Board; duplicates of summary of board proceedings and 
summary of applicant's military record; and miscellaneous control 
records. 

.Authority for maintenance of the system: 
10 USC 1553, Review of discharge or dismissal. 
Purpose(s): 
Used by the Air Force Djscharge Review Board as a temporary 

reference file. 
Routine uses of records maintained in the system, including catego­

ries of ust:rs and the purposes of such uses: 
Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name, Soqial Security Number (SSN) or Military Service 

Number. 
Safeguards: 
Records are ac.cessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
o.f their official duties who are properly screened. and cleared for 
need-to-kriow. Records are stored in safes. · 

Retention and disposal: 
Retained in 'offic~ files for one year from date of hearing and then 

destroyed by burning or shredding. 
System manager(s) and address: · 
Director, Secretary ofthe Air Force Personnel Council, Washing­

ton, DC 20330 .. 
Notification ~rocedure: 
Requests from individuals should be addressed to the System Man­

ager. Written requests should contain the full name; service number 
and Social Security Number of the requester. Personal visits may be 
made to room 200, 1745 Jefferson Davis Hwy, Arlington, VA. Visi­
tors must supply full name, service number, Social Security Number 
and some form of identi,ficatiori such as driver's license. 

Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. · 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Individual'~ military personnel record. 
Exemptions claimed for the system: 
None. 

F035 SAFPC B 
System name: 

Air Force Discharge Review Board Original Case Files. 
System location: · 
National Personnel Records Center, Military Personnel Records, 

9700 Page Boulevard, St. Louis, MO 63132. 
Categories of individuals covered by the system: 
Former Air Force Personnel who submit applications for review 

of discharge/ separation/dismissal. · 
Categories of records in the system: 
Original copy of summary of board proceedings, individual's appli­

cation form, order appointing Discharge Review Board ~members, 
summary of applicant's military personnel record, correspondence 
between applicant and Discharge Review Board and magnetic re-
cording of hearing (if required). · 

Authority for maintenance of the system: 
10 USC 1553, Review of discharge or dismissal. 
Purpose(s): 
Documents are created and placed in the applicant's military per­

sonnel file as a permanent record of the Board's action in the per­
formance of its statutory function. Files are used by the Air Force 
Manpower and Personnel Center to create new discharge documents 
if required and to notify the applicant of the outcome of his or her 
case. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: . 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders and recording. 
Retrievability: 
Filed by name, Social Security Number (SSN) or Military Service 

Number. · · 
Safeguards: 
Records are access~d by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in locked ·cabinets or rooms and 
controlled by personnel screening. 

Retention and disposal: 
Retained permanently at the National Personnel Records Center 

(Military Personnel Records), 9700 Page Blvd., St Louis, MO 63132. 
System manager(s) and address: 
Director, Secretary of the Air Force Personnel Council •. Washing­

ton, DC 20030. 
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Notification procedure~ 
Reques.ts from individuals should be addressed ·to the System·Man­

ager. Wntten requests should contain the full name service number 
and Social Security Number of the requester. Personal visits may be 
made to .room 200,-1745 Jefferson Davis Hwy, Arlington, VA. Visi­
tors must supply full name, service number, Social Security Number 
and some form of identification such as driver's license, credit cards, 
etc. 

Record access procedures: 
Individual can obtain assistance in g~ining access ·from the System 

Manager .. ·. , . .· .. · · , . · , .. 
Contesting record procedures: 
The Air Force's. niles for access to .records and for contesting' and 

appt:aling initial determinations by the individual concerned may be 
ob.tamed from the System Manager and. are published in Air Force 
Regulation 12-35. · 

Record source categories: 
Individual's military personnel record. 
Exemptions claimed for the ,system: 
None. · 

F035 SAFPC C 
System name: 

Air Force Discharge Review Board Voting Cards.-. 
System ,location: 
Office of the Secretary of the Air Force, Washington; DC 20330. 
Categories of individuals covered· by. the system: 
Former Air Force Personnel who submit applications. for review 

of discharge/separation/dismissal. . 
Categories of records in the system: 
Voting cards. : · 
Authority for maintenance of the system: 
10 USC 15.53, Review of Discharge or.Dismissal. 
Purpose(s): 
Used by the Air Force Discharge Review Board to record votes 

of board members on individual cases. : . 
-·Routine uses of records maintained in the . system, including catego• 

ries of users and the .purposes of such uses: · · . 
Records from- this system of records may be. disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in card filf:s. 
Retrievability: · 

·. Filed'by name,.So~ial·security.Number (SSN) or Mili~~ny Service 
Number.· · · · . · . 

Safeguards: 
. Records are· ac:cessed · by custodian of the r:ecord system and, by 

person(s) responsible for servicing the record system in performance 
of their ~fficial duties who are properly screened anc;l cleared for 
need-to-know. Records are stored in locked cabinets. or rooms. . 

Retention .and disposal: 
Retained in office files for one year ,from date of hearing and then 

destroyed by burning or shredding. . 
System manager(s) and address: 
Director, Secretary of the Air F~rce Personnel Council, Wash~ng-

ton, DC 20330. · · 
.. • j . • 

Notification procedure:· .. 
Requests from individuals should be addressed to the System Man­

ager. Wri!ten requests should cqntain the full name and Military 
Servic_e Number or Social Security Number ofthe requester. Person­
al visits may be_ made to room 200, 1745 Jefferson Davis ·Hwy, 
Arlington, VA: Personal visitors must supply full name and Military 
Service Number or Social Security Number and some form of identi­
fication such as driver's license, credit cards, etc. 

Record access procedures: 
Individual can obtain assistance in gaining acce.ss from the ~ysfem 

Manager. · · ' · 
Contes.ting record procedures: . 
The Air Force's rules for ~ccess to records a~d for contesting and 

appealing initial determinations by the individual concerned ·may be 

., . 
obtained from the System Manager and are published in Air' Force 
Regulation 12-35. : 

Record source categories: 
Individual's. military personnel record. 
Exemptions claimed for the' system: · . 
None. · 

.L'. 

F035 SAFPC D 
System name: 

Air Force Discharge Revie\\''Board Case Control/Locator Cards. 
System location: · 
Air ·Force Manpower anq, Personnel Center, ·Randolph Air Force 

Base, TX 78150. 
Categories of individuals covered by the system: · 

. Former Air Force personnel who submit applications· for review of 
discharge/separation/ dismissal. 

Categories of records in the system: 
Case control/locator cards: 
Authority for maintenance of the system: 
10 US~ 15'53; Review ~f di~harge or dismis~al..' · 
Purpose(s): 
Used by pe_rson.nel at the Air· Force Manpower and Personnel 

Center who are responsible for serviCing the Air Force Discharge 
Review Board to keep track of cases and to record the daily activity 
r.e~~ting. to each case: 

·Routine uses: of records maintained in the system,·. including catego­
ries'-of users and the purposes of such uses: 

Records from this system of records' may be disclosed for any of 
the blanket routine uses published by the Air Force. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of. records in ·the system: 

Storage: 
Maintained in card files. 
Retrievability: 
Filed by name, S~~ial Security Number (SSN) or Military Service 

Number. · 
Safeguards: 
Records are accessed by custodian· of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are controlled by personnel screening. 

Retention and disposal: 
Retained permanently. at the Air .Force Manpower and. ,Personnel 

Center. 
System manager(s)·and address: 
Director, Secretary of the Air .. Force Personnel Council, Washing-

ton, DC 20330. , . , , _1• 

Notification procedure: · • " 
Written requests should be addressed to: AFMPC/.DPMDRAl, 

Randolph Air Force Base, TX 78150. Such requests should contain 
individual's full name and Military Service Number or Social Sec~ri­
ty Number. Personal visits may be made to the Air Fotce Manpower 
and Personnel Center, Systems Management Division, Randolph Air 
Force Base, TX. Visitors must supply their full name and Military 
Service Number or Social Security Number and provide ~orne form 
of identification such as driver's license or credit card. · 

·Record access· procedures: 
Individual can obtain access from the System Ma.nager. 

'• ,.~' : . I I ' ' ! ' 

Contestmg record P,rocedures:. . . . , . 
· . The Air Forcc;;'s rules for access to. re~ords and for contesting and 

appealing initial determinations by tpe_individuill concerned may be 
obtained from the System Manager and are published in Air Fqrce 
Regulation 12-35. 

Record source categories: 
Individual's applic~tion form and military personnel record. 
Exemptions claimed for the ~ystem: · · · · · 
None. 

F035.SG A 
'System nam~: . . 
· Application· for Aeronautic~ Rating (Senior aQd. Chief 'Flight Siir-
geon). · · · · · · 
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System location: 
The Aerospace Medical Consultants Division, Air Force Medical 

Service Center (AFMSC/SGPA), Brooks AFB, TX 78235. 
Categories .of individuals covered by the system: . 
Air Force 'Flight Surgeons applying for Senior/Chief Flight Sur-

geon Rating. · 
Categories of records in the system: Individual application, summa­

ry of contributions to the Aerospace Medicine Program, date of 
previous ratings, number of flying hours, and written professional 
examination (multiple choice type) .jf applicant is not a graduate of· 
the Residency in Aerospace Medicine. 

Authority for. maintenance of the system: 
10 ·USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by and 8067(f), Designation: Officers to perfor:m certain 
professional functions. · · 

Purpose(s): · 
Used by Chief, Flight Medicine, Aerospace Consultant . Division 

and Chief, Aerospace Medicine Division, Office of the Surgeon Gen­
eral to determine. professional qualification for award of Senior/Chief 
Flight Surgeon rating. Used to transmit application data by the 
individual and AFMSC/SGPA through appropriate command chan­
nels; evaluate and make appropriate recommendations concerning 
award of the advanced ratings; and as authority for publication of 
Aeronautical Orders by appropriate orders issuing authority. · 

Routine uses of records maintained· in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed ·for any of 
the blanket routine uses published by the Air Force. 

Policies and practice's for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders a~d in visible file binders/cabinet~. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system and are 

stored in locke~. rooms. 
Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, then. destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. 

System manager(s) and address: 
Chief, Flight Medicine, HQ AFMSC/SGPA, Brooks AFB, TX 

78235. . ' 
Notification· procedure: 
Requests from individuals should be addressed to the System Man­

ager. Required information is full name, rank and Social Security 
Number (SSN). Requester may visit Aerospace Medical Consultants 
Division, Office of the Surgeon General, Headquarters Air Force 
Medical Service Center, Brooks AFB, TX 78235. Proof of identity' is 
by military ID card and personal recognition due to small number of 
officers involved. 

Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 

. The Air· Force's rules for access to records and for' contesting and 
appealing initial determinations· by the individual concerned may be 
obtained from the System Manager. · · 

Record source categories: 
Information obtained from medical institutions and from source 

documents. 
E~emptions claimed for the.system: 
None. 

F035 SG B 
System name: 

Medical Service Corps Personnel Files. 
System location: 
HQ USAF/SGA, Washington, DC 20332. 
Categories of individuals covered by the sy~tem: 
All active duty and retired or separated medical service c;:~rps 

officers. 
Categories of records in the system: 

File contains personnel correspondence to and from individual 
medical ·service corps officers and forms relating to assignment, 'ex­
tension, Air Force Specialty Code, and other selected documents. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by; and 8067(d), Designation: Officers to perform certain 
professional functions. · 

Purpose(s): 
Information is used· solely for the purpose of ·recommending indi­

vidual for assignment, extension, statistical data, promotion or ad• 
vanced training. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Recot"ds from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
'disposing. of records in the system: 

Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are stored in locked cabinets or rooms. 
Retention and disposal: . 
Records are retained in active file as long as officer is on· active 

duty, in inactive file one year from date of retirement, resignation, or 
separation, and are then destroyed by tearing· into pieces, shredding, 
pulping, macerating or burning. 

System manager(s) and address: 
The Surgeon General, Headquarters United· States Air Force, 

Washington, DC 20332. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: · 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records andfor contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manag~r. · · 

Record source .categories: 
Information obtained from educational institutions, from Senior 

Medical Service Corps officers, and from the Air Force Manpower 
and Personnel Center. 

Exemptions claimed for the system: . 
None. 

System name: 
Veterinary Personnel Files. 
System location: 

F035 SG c 

HQ AFMSC/SGPA and USAFSAM/US, Brooks Air Force Base, 
TX 78232: . 

Categories of individuals covered by the system: 
All active duty and retired. or s~parated veterinary officers. 
Categories of records in the system:· . 
File contains personal correspondence to and from ·individual vet-

erinary officer and forms relating to assignm~nt, extension, A.i.r Force 
Specialty Code, promotion, and other selectedd9cuments. ·. 

Authority for maintenance of the system: 
. 10 USC 8012, Secretary of the Air Force: Powet"s and duties; 

delegation by; and 8067(k) Designation: Officers to perform certain 
professional functions. 

Purpose(s): 
Informatipn is used solely for the purpose of recommending indi-

vidual for assignment, extension or advanced training. . 
Routine ~ses of rec~rds maintained in the system, including catego­

ries of users and the· purposes of such uses: 
Records from this system of records may b~ disclosed for. any of 

the blanket routine uses published by the Air Force; 
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Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · · . 

Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by authorized personnel who are properly 

screened and cleared for need-to-know. Records are stored in locked 
cabinets or rooms. 

Retention and disposal: 
Retained in active file. as long as officer is on active duty and in 

inactive file one year from date of ·retirement, resignation, or separa­
tion. Then they are destroyed by tearing into pieces,. shredding, 
pulping, macerating. or burning. 

System manager(s) and address: 
The Surgeon General, Headquarters United States Air Force, 

Washington, DC 20330. 
Notification procedure: , 
Requests from individuals should be addressed to the System Man-

ager. · 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. · · · · · 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information obtained from educational institutions, from Com­

mand, Air Force Veterinarians and Air Force Manpower and Per­
sonnel Center Records. 

Exemptions claimed for the system: 
None~ 

F035 TAC A 
System name: 

Informational Personnel Records (P A Personnel Background). 
System location: 
Office of Public Affairs, HQ Tactic.~] Air Command (PA), Langley 

Air F.orce Base, VA 23665-5001. · 
Categories of individuals covered by the system: 
All personnel, Military and Civilian, assigned to the Public Affairs 

function within Tactical Air Com.mand (T A C). 
Categories of records in the system: · 
Background record name, date of rank, date assigned, date of 

separation, Air Force specialty codes, photo, education, training, 
home address, telephone no., and assignments. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by, and Air Force Regulation 190-l, Public Affairs Polj-: 
cies and Procedures, TAC Sup l. 

Purpose(s): 
Used by Office of Public Affairs, Headquarters, Tactical Air Com­

mand to identify personnel for deployment in exercises, contingen­
cies, and for intra-command reassignment. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained· in file folders, card files, on computer· paper printouts 

and on aperture cards. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by person(s) responsible for servtcmg the 

record system in performance of their official duties. Records are 
stored in locked cabinets or rooins. 

Retention and disposal: 

Retained in office files until reassignment or separation, then de­
stroyed by tearing into pieces, shredding, pulping, macerating, o·.· 
burning. 

System manager(s) and address: 
Director of Public Affairs, HQ TAC/PA, Langley_Air Force Base, 

VA 23665-5001. 
Notification procedure: . . 
Requests from individuals should be addressed to the System Man­

ager. Request must contain name and organization of assignment. ID 
-card or drivers license required for. identification. 

Record access procedures: 
Individual can obtain assistance in gaining access from the' System 

Manager. · 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the· System· Manager. 

Record source categories: 
From gaining/lo~i~g Major Command, Personnel Files, AFMPC 

Office of Public Affairs person~el. 
Exemptions claimed for the system: 
None. 

System name: 
Civilian Personnel Files. 
System location: 

F040 AA A 

Office of the Secretary of the Air Force, Washington, OC 20330. 
Categories of individuals covered by the system: 
Current and former civilians, statutories, consultants; and Summer 

Hires employed in the Office of the Secretary of the Air Force only. 
Categories of records in the system: 
Employment applications and records; award recommendations; 

position descriptions, training; Process sheets. 
Authority for maintenance of the system: 
10 USC 8012, Secretary· of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
To provide information and services to employees and offices 

within the Office of the Secretary of the Air Force 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for any of 

the blanket routine uses publ~shed by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in file folders, note books/binders and card files. 
Retiievability: 
Filed by name. 
Safeguards: 
Records are accessed by person(s) responsible for servicing the 

record system in performance of their official duties. Records are 
stored in locked cabinets or rooms. Access controlled by Assistant 
Manager and to Restricted au,thorized personnel. 

Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for refer.ence, or on inactivation; then destroyed by. tearing into. 
pieces', shredding, pulping, macerating, or burning. · · 

System manager(s) and address: 
Administrative Assistant to The Secretary of the Air Force. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record· access procedures: 
Individual can obtain assistance in gaining access from the ~ystem 

Manager. · 
Contesting record procedures: 
The Air Force's rules for access .to records and for c~ntesting and 

appealing initial determinations by th<? individual concerned may be 
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obtained from the System Manager and are published in Air Force 
Regulation 12-35. . 

Record source categories: 
Information from Air Force Civilian Personnel Offices and from 

financial institutions. 
Exemptions claimed for the system: 
None. 

F040 AF DP A 
System name: 

Civilian Employee Drug Testing Records. 
System location: 
Air . Force central civilian personnel offices; military medical lab­

o.ratones; ~ppro':'~d contract and/or Air Force drug testing laborato­
nes. Offictal mathng addresses are listed in the appendix to the Air 
Force's compilation of systems of records. · 

Categories of individuals covered by the system: 
~i~ Force civilian employees and applicants for Air. Force civilian 

postttons. 
Categories of records in the system: 

. Records relatin~ .t? selection, notification, and testing for the use of 
tllegal drugs by ctvthan employees and selected applicants for civilian 
positi?ns, to include: Self identification records; requests for testing 
sub.mttted by· employees, supervisors, and commanders; testing notifi­
cation; documentary evidence in support of testing decision; chain of 
custody reco_rds regarding testing sa~ples; reports of testing results; 
records rel~tmg to the ~ype and quahty of testing performed; docu­
mentary evtdence subm1tted by employee or applicant in rebuttal of 
test results; reports of medical findings regarding iest results; discipli­
nar.y/adverse action records to include notification of proposed 
actton and documentary evidence submitted in support thereof, em­
ployee's response and documentary evidence submitted in support 
thereof, and management's action; referrals to counseling/rehabilita­
tion services; and records regarding employee's consent for release of 
information concerning counseling/rehabilitation progress. · 

Authority for maintenance of the system: 
5 U.S.C. 7301; Pub. L. J00-71; Executive Orders 1Z564, "Drug­

Free Federal Workplace" and 9397; an~ 10 U.S.C. 8013, Secretary of 
the Air Force: Powers and Duties, delegation by; . arid DoD Direc­
tive 10.10.9, "DoD Civilian Employee Drug Abuse Testing Pro­
gram". 

Purpose(s): 
Provides the record system necessary to manage the Air Force 

civilian employee and applicant drug abuse testing program. This . 
system tracks the identification, notification, and testing for drug 
abuse of civilian employees and applicants for selected civilian posi­
tions. The system also tracks follow up corrective actions. 

The records are also used by the employee's Medical· Review 
Official; the administrator of any Employee Assistance Program in 
which the employee is receiving counseling or treatment or is other­
wise participating; and supervisory or management officials within 
the employee's agency having authority to take adverse personnel 
action against such employee. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

In order to comply with provisions of 5 U.S.C. 7301, the Depart­
ment of the Air Force's "Blanket Routine Uses" do not apply to this 
system of records. 

To a court of competent jurisdiction where required by the United 
States Government to defend against any challenge against any ad­
verse personnel ;lction is a compatible routine use required by statute. 

Policies and practices for storing, retrieving, aceessing, retaining, and 
disposing of records in the system: 

Storage: 
System is maintained on paper records kept in file folders'and/or 

on computer tapes and discs. · 
Retrievahility: 
Records are retrieved by employee name, Social Security Number, 

date of birth, specimen identification number or any combination of 
these. 

Safeguards: 
Records are accessed by custodian of the records system and by 

person(s) responsible for servicing the records system in performance 
of their official duties who are properly screened. Except when 
under direct physical control by authorized individuals, records will 
be stored in security file containers/cabinets or safes and controJied 
by personnel screening. Computer terminals are located in supervised 

areas with terminal access controlled by password or other user code 
systems. 

Retention and disposal: 
Local· retention varies .from 3 months to 5 years; or one year after 

individual has reassigned, separated, retired, or has died. After that 
time, records are destroyed by tearing, shredding, pulping, macerat-
ing or burning. · 

System manager(s) and address: · 
Headquarters United States Air Force, Directorate of Civilian Per­

sonnel, Benefits and Entitlements Division (HQ USAF/DPCE), 
Washington, DC 20330:-5060, or comparable official of the Civilian 
Personnel Office serving the Air Force activity/installation. Official 
mailing addresses are published as an appendix· to the Air Force's 
compilation of systems of records. 

Notification procedure: 
Individuals seeking to determine whether this system contains in-. 

formation about themselves should address written inquiries to or 
may appear. in person at their servicing Central Civilian Personnel 
Office of the appropriate Air Force activity /installation or to the 
Headquarters United States Air Force, Directorate of Civilian Per­
sonnel, Benefits ·and Entitlements Division (HQ USAF/DPCE), 

·Washington, DC 20330-5060. Official mailing addresses are published 
as an appendix to the Air Force's compilation of systems of records. 

Written requests should contain the full name and signature of .the 
requester and the approximate period of time, by date, during which 
the case record was developed .. Requests in person must be made 
during normal working hours Monday through Friday, excluding 
national and/or local holidays. 

Record access procedures: 
Individuals seeking access to ~ecords about themselves contained in 

this system of records should address written inquiries to or appear in 
person to the servicing Central Civilian Personnel Office of the 
appropriate Air Force activity/installation or to the Headquarters 
United States Air Force, Directorate of Civilian Personnel, Benefits 
and Entitlements Division (HQ USAF/DPCE), Washington, DC 
20330-5060. Proof of identification will be required prior to disclo-
sure. ·' 

Contesting record procedures: 
The Department of the Air Force rules for accessing records and 

for contesting contents and appealing initial determinations by the 
individual. concerned are published in Air Force Regulation 12-35; 
32 CFR part 806b; or may be obtained from the system manager. 

Record source categories: 
Records in this system are obtained from (a) the individual to 

whom the record pertains; (b) Air Force employees involved in the 
selection and notification, and collection of individuals to be tested; 
(c) laboratories that test urine specimens for the presence of illegal 
drugs; and (d) supervisors and managers and other Air Force offi­
cials.· 

· Exemptions claimed for the system: 
None. 

F040 AFMP H. 
System name: 

Employee Assistance Program Case Record Systems. 
System location: 

· Consolidated civilian personnel offices. Official mailing addresses 
are in the· Department of Defense directory in the appendix to the. 
Air Force's systems notices. Copies are maintained by supervisors 
and other Air Force installation offices. 

Categorie~ of individuals covered by the system: 
All civilian employees in appropriated and non-~ppropriated fund 

activities who are referred by management for, or voluntarily re­
quest, counselling assistance. 

Categories of records in the system: 
Case records on employees which are. maintained t;y counselors, 

supervisors, civilian personnel offices and Social Action offices and 
consist of information on condition, current status, and progress of 
employees or dependents who have alcohol, drug, emotional, or 
other job performance. problems. 

Authority for maintenance of the system: . 
Drug Abuse Office and Treatment Act of 1972, as amended by 

Pub. L. 93-282 (21 USC 1175); Comprehensive Alcohol Abuse and 
Alcoholism Prevention, Treatment, and Rehabilitation Act of 1970, 
as amended' by Pub. L. 93-282 (42 USC 4582); Subchapter A of 



304 PRIV A,CY ACT SYSTEMS 

Chapt~r I, Title ~2, Code of Fede~al Regulations; 5 USC Chapter ~B. 
Performance Ratmg. · . · . · · . · . · 

Purpose(s): . . 

Us~d by _the counselor in the execution ~of his/her counselling 
function ~~ tt applies to the individual employee. With specific writ­
ten authonty of the employee, selected information may be 'provided 
to and · used by other ··counselors or medical personnel, research 
personnel, employers, representatives such as legal counsel, and to· 
other agencies or individ~als w~en . <;li~closure. is. to the }!mployee's 
benefit, such as for processmg re~trement applications. · . 

Routine uses of records mai.~tained in the system, including catego-
ries of users and the purposes of such uses:. · · .. · : · , . · 

Records from. thi.s system ~t;-records may ,:be dis~l~s~d fo.r any of 
t~e, bl~nk.et ~outt":e uses pubhshed. by the .Air Force subject .to .t.ne 
hmttatlons cued m the statutes hst~.d .. above . under 'authority for 
maintenance of the system'. · . . 

PQiicies and pr~ctices for storing, retrieving, acc~sstng, retaining, and 
disposing of records in the system: · . ; · .. 

l • t •• \ ••• , • 

Storage: . · 
Maintained in file folqers .. ' 

' Retrievability: 
')med by name. • · 
.Safeguards: 
Records .ar.e accessed by authorized personnel who. are properly 

screened 'and cleared for need-tmknow. Records: are stored in. locked 
cabinets· .or rooms. ·.:: · 

Retention. and disposal: 
Records are purged of identifying information ~ithi~· ·five years 

after termination of counselling or destroyed. when they 'are no 
longer useful. Destroyed· by tearing. into pieces, shreddi"'g, pulping, 
macerating, or burning. . , · 

System· manager(s) and addr~ss: 
Deputy Chie( <?f Staff/Manpower ~nd Per~onnel~ Headqu·arters 

United States Air f:orce or comparable official of the 'Civilian· Per-
sonnel Office servicing the Air Foret: ~ct~vity/instilllation. · 

Notification procedure: · .. · · 
Request by correspondence should be addressed to servicing civil­

ian personnel office or to ~he appropriate Employee Assistance Pro­
gram administrator at'· the activity. The letter 'should contain the full 
":ame and. ~ignatu_re_' of t~e 'reque~ter af!d the approximate ·period of 
ttme, by_ date, dunng whtch the Cl!Se record was developed. 

Record access procedur~s: · · · 
Requests from individuals should be addressed to· the same ·address 

as above. Mailing addresses are in the Department of Defense direc-
tory in the appendix:: to th~ Air Force's systems noti~es. ~ • • 
; Contesting recoril prOcedures: . . , . . . 

:rhe Air Force;s r.uies for ac~ess to re~ords anlfor contesting and 
appealing initial determinations by' the individual concerned may be 
obtained from the System Manager. and are published in Air Force 
Regulation 12-35. . · · · 

Record source categories: 
Counselors, other officials, individuals or practitioners, and other 

agencies both in and outside of Government. 
Exemptions claimed for the system: 
None. 

F040 AF NAFI A· 
System ·name: . 

·Non-Appropriated Fund (NAF) Civilian Personnel Records . .'· 
System location: , . ~ ·J 

Cixtli~n pe,rsonne.l offices: Offici~) _mailing. addresses: ~re ·in the 
Department of Defense directory in the appendix to. the·Air Force's 
systems notices. : AFMPC/DPMS,' Randfillph. Air: Force. Base, TX. 

Categories of individuals covered by the system: · · 
Air _Fore~. civilian employees paid from nonappropriated funds. 
Catego'ries.of 'records in the system: . 

·, Life cycle ·personne.i actions and related documents related to em­
ployment and pay of NAF er:nployees including documents related to 
employees benefits. 

Authority for maintenance of the system: 
lO USC .. 8012, Secretary pf the .Air Force: Powers and duties; 

delegation by.· · 
Purpose(s): · 

To document and record personnel action on indivjdual employees 
and· to determine pay and other benefit entitlements: . 

Routine uses of records maintained in the system, i~·clu,ding catego-
ries of users and the purposes of such uses: · · · · 

Records from this system or·records may be disdose'q ·for an'y of 
the blanket routine uses published by the Air Force: · .. 

Policies and practices for storing, ·retrieving, accessing, retaining, ·and 
disposing of records in the system: · 

Storage: 
Maintained in visible file binders/cabinets. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by ·authorized personnel who 'are properly 

screened and. cleared for need-to-know. 
Retention and disposal: · . 
Retired to National P~rs~:mriel. Records Center upon ·separation. ~f 

individual from employment • · · · . 
System manager(s) and address: , 
Deputy Chief. of St;1ff/Manpow~r and ~ersonneJ, Hea~quarters 

United _States Air Fprct:: · 
.·Notification procedure: 
. Contact the servicing· civilian personnel office. -Identifyirig}inforina-

tibn is required to satisfy custl)dian of record.: · 
Record access praceduresi 

.. C~ntact t~e serv_idng civilia~ person~el,. office maintaining record.' 
Ma.iling add.~esses are in. the Department of Defense directory in th~ 
appendix to the Air Force's sy~tems notices. 

Contesting record procedures: 
·:· T_he Air' Fo,rce's rules· for access to ·r~cords and for contesti~g a.nd' 
appealing initial-determinations by the individual concerned may be 
obtained from 'the System Manager and are published in Air Force 
Regulation 12-35. · 

Record source categories: 
information obtained . from previous er.nployers, financial institu­

tions; 'educational institutions,· police. and. inyestigating officers, per­
sonnel documents requesting. and . appointing and paying' -individual, 
and from documents related to designation of benefits and benefici­
aries. 

Exemptions clai~ed for the system: 
None. 

. F040 AFAA A 
System name: 

Merit Promo!ion File, . 
. System location: · · i ·r 

HQ Air Force Audit Agency, Norton Air Force Base'/CA 92409. 
Categories of individuals co.vered by the system/ · . 
Air Force Audit Agency civilian employees 
Categories of records in the system: 
Correspondence and records incidental' to the application and qual­

ification for promotion and duty assignments. Records include, but 
are not limited to, Supervisory Appraisals, Training~. Infor-mation; 
Qualifications Profile Records, Personal Qualification Statements, 
Records of Placement· Applications and Disposition, Assignment and· 
Reassignment Records (Orders, Mobility Certificates, Shipments of 
Household Goods, Overseas Assignments), Position Descriptions, and 
Records of Personnel Actions. · 

Authority for maintenance of the system: 
5 USC, Chapter 33, Subchapter I - Examination, Certification, and 

Appointment. : · 
Purpose(s): 
Used by the Command Section, AFAA, and the Directonite' of 

Resources Management Staff to determine eligibility and relative 
competitive standing for promotion or other 'placement. Provides 
personnel data for management purposes, including location, changes 
of station, mobility, pay information, previous assignments, education 
and self-development, supervisory performance appraisals, results of 
competition for promotion or oth~r placement· action, descriptions of 
duties, and recognitions achieved.. . ·.· · · 

Routine uses of rec~rds maintained in the system, .. including catego­
ries of users .and the purposes of such uses: · 

'' 
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Records from this system of recbrds may be disclosed for any of 
the blanket routine uses published by the Air Force: · 

Policies and practices for storing, retrieving, accessing, retaining, and 
dispOsing of records in the system: -

Storage: · 
Maintain~d in file folders. 

. Retrievability: · 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their.official duties. · 

Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. 

System manager(s) and address: 
The Auditor General, Air Force Audit Agency (AFAA/AG), 

Norton Air Force Base, CA 92409. 
Notification procedure: 
Requests ·fro~ individuals should. be addressed to the System .Maf!­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager and tl:te Director of Resource Management, HQ Air Force 
~ Audit Agency (AF AA/RM), Norton Air For:ce Base, CA 92409. 

Contesting record procedures: · 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manag·er. 

Record source categories: 
Information obtained from previous employers; financial, educa­

tional, and medical institutions; trade associations, automated system 
interfaces; police and investigating officers; state or local govern­
ments; international organizations; corporations; witnesses; source 
documents; and individual input and documents generated internally. 
within the AF AA. 

Exemptions claimed for the system: 
None. 

F040AFLCA 
System name: 

Air Force Logistics Command (AFLC) Senior Civilian Informa­
tion File. 

System location: 
Directorate of Civilian Personnel, Head~uarters AFLC, Wright­

Patterson Air Force Base, OH. 
Categories of individuals covered by the system: 
AFLC personnel grade GS~l6 and Senior Executive Service mem-

bers. · 
Categories of records in the system: 
Picture, biography, grade, series, organization, location, primary 

specification number (PSN), approval date, SCD, date of birth, date 
assigned, veterans status, education level, name, title. 

Authority for maintenance of the syst~m: 
10 USC 8012, Secretary of the . Air Force: Powers and duties; 

delegation by, and AFLC Supplement 1 to Air Force Regulation 40-
300, Filling Positions. 

Purpose(s): 
Preclude gathering each time needed, justify retention of PSN, 

provide biographical information as needed. 
Routine uses· of records maintained in the system, including catego-

ries of users and the purposes of such uses: . 
Records from this system of records may be disclos~d for any of 

the blanket routine uses· published by the Air Force. 
Policies and practices .for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
File binder. 
Retrievability: 
Name,_ g~~de, organization. 
SafeguardS: · 
File cabinet. 

Retention and diSposal: 
One year after incumbent leaves position. Records are th~n de­

stroyed by tearing into pieces, shredding, macerating, pulpmg or 
burning; · 

System manager(s) and address: 
Director of Civilian Personnel, Headquarters, 'AFLC Wright-Pat­

terson Air Force Base, OH 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. · 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from 'the System Manager. · 

Record source categories: 
HQ .AFLC Office of Information, Civilian Personnel Statiscal Ac-

counting System. . .. 
Exemptions claimed for ·the system: 
None. 

. F04o AFRES A 
System name: 

Air Reserve Technician (ART) Officer Selection Folders. 
System location: 
l;leadquarters Air Force Res~rve/DPC. Robins Air Force Base, 

GA 31098: 
Categori.es of individuals covered by the system: 
.All civilian employees who apply ·and are eligible J~r promotion .to 

ART officer positions. · 
Categories of records in· the system: 
Qualification statement, training and testing record, appraisal and 

ranking records. 
Authority for maintenance of the system: 
10 ·usc 8012, Secretary ·of th~ Air Force: -Powers and d:oties; 

delegation by. 
Purpose(s): 
To evaluate and rank individuals for merit promotion to ART 

officer level positions. 
Routine uses of records maintained in the system, including catego-

ries of users and the purposes of such u5es: . · · - ., · · 
Records from this system of records may, be disclosed for any of 

the blanket routine uses published by the Air Force. 
· Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: . 
Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by authorized personnel who are properly 

screened and cleared for need-to-know. Records are stored in securi­
ty file ·containers/cabinets .. 

Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or ·on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. ' 

System manager(s) and address: 
Deputy Chief of Staff/Personnel, Headquarters Air Force Reserve. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 

_ Individual c~m obtain assistance in gaiQing access from the System 
Manager. · 

·Contesting record procedures: . . . 
The Air Force's rules for access to records and for contesting and 

appealing 'initial determinations by the individual concerned may be 
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obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Information obtained from official personnel folders, supervisory 

appraisals, tests, evaluations. 
Exemptions claimed for the system: 
None. . 

F040 ASG A 
System name: 

. Civilian Pay-Personnel-Manpower (Paperman). 
System location: 
1947th Administrative Support Group (HQ 1947 ASG/DPD), 

Washington, DC 20330. 
Categories of individuals covered by the system: 
Pending, current, and former Air Force appropriated fund civilian 

employees assigned to· ~Q USAF civilian ·certain personnel of Air 
Force intelligence service, Air Force Communicatio·ns Command, 
National Guard Bureau, US Air Force Manpower and Personnel 
Center and Air Force Data Services Center in the Washington, DC 
area. · 

Categories of records in the system: 
Employment information including position authorization position, 

personnel date, suspense information, position control information, 
projected information and historical information; 

Authority for maintenance of the system: 
5 USC Chapter 33, Examination, Selection and Placement. 
Purpose(s): 
To provide system support to HQ US Air Force and other serv­

iced activities in that part of Office of Personnel Management and 
Air Force requirements to maintain a personnel management and 
records keeping system· that pertains to evaluation, authorization and 
position control, position management, staffing skills inventory, 
career management, training, retirement, Employee Services, rights 
and benefits and the suspensing and processing of personnel actions; 
to provide individual records and reports to HQ, US Air Force and 
the Civil Service Commission; to provide information required by the 
Office of Personnel Management for the transfer between USAF and 
other federal activities; to provide reports of military reserve status 
to other Armed Services for contingency planning; and to provide 
information to employee unions as prescribed by negotiated contract. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: : 
Maintained on computer and computer output products: 
Retrievability: 
Normally data are retrieved by use of nonpersonal information 

such as organizational unit, type of employment, occupation, func­
tional area or other workforce characteristics, or name, Social Secu­
rity Number. 

Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are protected by guards, and controlled by 
personnel screening and computer system software. 

Retention and disposal: 
Coding Forms, punch cards, on-:line terminal message sheets and 

system quality control products are destroyed after use by tearing 
into pieces, shredding, pulping, macerating or burning; master per­
sonnel· records for pending employees are transferred to the active 
file upon appointment of the employee; master personnel records for · 
active employees are transferred to the separated employee history 
file where they are retained for two years subsequent to separation 
and then destroyed by degaussing.· Computer· printouts are retained 
until they are microfilmed, then destroyed by tearing into pieces, 
shredding, pulping, macerating or burning.· Microforms are retained 
until superseded, obsolete, . no longer needed for reference, or on 
inactivation, then destroyed by tearing into pieces, shredding, macer­
ating, burning or chemical dissolution of the images. The Notification 
of Personnel. Action, Stapdard Form 50 is disposed of as directed by 
the Office of Personnel Management. Work files and records, su~h as 

the employee career brief, position survey worksheet, reten.tion regis­
ter, alphabetical and Social Security number locator files, and person­
nel and position control register are destroyed after use by tearing 
into pieces, shredding, pulping, macerating, or burning. Worksheets 
pertaining to qualifications and retention registers are disposed of as 
directed by the OPM. Transitory files such as the pending file and 
recovery files are destroyed after use by degaussing. Files and 
records retrieved through general retrieval systems are. destroyed 
after use by tearing into pieces, shredding, pulping, macerating or 
burning. 

System manager(s) and address: 
Civilian Personnel Officer, 1947th ASG/DPC, Washington,· DC 

20330. . 

Notification procedure: 
Requests from individuals should b,e addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Mariager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by 'the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Information received from the employee and the Office of Person-

n(!l Management's Official Personnel Folder. 1 

· Exemptions claimed for the system: 
None. 

F045 AFRES A 
System name: 

Reserve Medical Service Corps Officer Appointments. 
System location: 
Headquarters Air Force Reserve (AFRES), Robins Air Force 

Base, GA 31098. 
Categories of individuals covered by the system: 
Air Force Reserve medical service officer applicants. 
Categories of records in the system: 
Status and actions taken during the processing of applications for 

appointment. 
Authority for maintenance of the system: 
10 USC 591, Reserve components: Qualifications; 2104, Advanced 

Training; eligibility for; 2107 Financial Assistance Program for··Spe­
cially Selected Members; 8067, Designation: Officers to perform cer­
tain professional functions; and 9411, Establishment: Purpose. 

Purpos~(s): 

Provides a ready reference and status of all applications and the 
actions accomplished during the processing of each. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by th~ Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
· disposing of records in the system: 

Storage: 
Maintained in card files/folders. 
Retrievability: 
Filed.by name. 

Safeguar«Js: . 
Records are accessed by commanders of medical centers and hos· 

pitals and by person(s) responsible for servicing the record system in 
performance of their ·official duties. Records are stored in locked 
cabinets or rooms. 

Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. 

System manager(s) and address: 
Command Surgeon, HQ AFRES, Robins AFB, GA 31098. 
Notification Pt:ocedure: 
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Requests from individuals should be addres8ed to the Systems 
Manager. 

Record access procedures: 
Individual can obtain assistance in gaining access from. the Systems 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the Systems Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Information obtained from source documents such as reports. 
Exemptions claimed for the system: 
None. 

F045 ARPC A 
System name: 

Air Force Reserve Application. 
System location: 
Air Reserve Personnel Center, Denver, CO 80280. 
Categories of individuals covered by the system: 
Air Force active duty personnel, civilian employees and former 

employees, Air Force Reserve and Air National Guard personnel, 
dependents of military personnel. 

Categori~ of records in the system: 
Copies of application for appointment as reserve of the Air Force 

and comparable forms, correspondence, and related papers. 
Authority for maintenance of the system: 
10 USC 275 Personnel Records, 672 Reserve Components General, 

8358 Commissioned Officers original· appointment; service credit, 
8359 Commission Officers original appointment; determination of 

·grade as· implemented. by Air . Force Regulation (AFR) 36-15, Ap-
pointment In Commissioned Grades and Designation and. Assignment 
in Professional Categories - Reserve of the Air Force and USAF 
(Temporary). 

Purpose(s): 
To determine if individual qualifies for appointment or commis- · 

sioning in the Reserve of the Air Force on voluntary entry on EAD 
and justification, if any,- for an Air Force Specialty Code (AFSC). 
Medical applications are forwarded for approval to AFMPC/SG, 
.Randolph Air Force Base •. TX 78150. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and · 
disposing of records in the system: 

Storage: 
Maintained in card files and file folders. 
Retrievability: 
Filed by Social Security Number (SSN), by name, or case control 

number. 
Safeguards: 

· Records are accessed by custodian of the record system and by 
· person(s) responsible for servicing the record system in performance 

of their official duties who are prgperly screened and cleared for 
need-to-know. Records are protected by guards. 

Retention and disposal: 
. Destroy one year after. approval or one year after individual de­

clines appointment. Applications for EAD are destroyed after one 
year or when superseded, obsolete and no longer needed for refer­
ence or inactivation whichever is sooner. Documents destroyed by 
tearing, shredding, macerating, or pulping. 

System manager(s) and address: 
Commander Air Reserve Personnel Denver, CO 80280. 
Notification procedure: 
Request from individual should be addressed to the Documentation 

Management Officer ARPC/DAD, Denver, CO 80280. Written re­
quest for information should contain full name of individual, Social 
Security Number (SSN), current address and the case control 
number shown on any correspondence received from center. Records 
may be reviewed in records review room ARPC, Denver, CO 80280, 
between 8 a.m. and 3 p.m. on normal workdays. For personal visits, 
the individual should provide current Reserve ID Card and/or driv-

ers license and give some verbal information that could verify his/ 
her identification, such as is on an application for a reserve appoint-
ment or EAD. · · 

Record access procedures: 
Individual can obtain assistance in gaining access from Documenta­

tion Management Officer, ARPC/DAD, Denver, CO 80280, tele­
phone (303) 370-4667. (Toll Free 1-800-525-0102 Ext 206) 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: · 
Information from individual applying for appointment in the re­

serve, applications for extended active duty, and statement of military 
who served in the Navy or Marine Corps. 

Exemptions claimed for the system: 
None. 

F045 ARPC 8 
System name: 

Inactive Duty Training, Extension Course Institute (ECI) Training. 
System location: 
Air Reserve Personnel Center (ARPC), Denver CO 80280-5000. 
Categories of individuals covered by the system: 
Air Force Reserve and National Guard personnel. 
Categories of records in the syst.em: 

· Authorization for inactive training, authorization for individual 
inactive duty training (for nonpay status only; for pay status authori­
zation). Certificate of completion issued on completion of volume of 
a course. Point credit source document maintained on active Air 
Force Reserve member. 

Authority for maintenance of the system: 
10 U.S.C. 1331, Age and service requirements; l332, Computation 

of years of service in determining entitlement to retired pay; and 
1333, Computation of years of service in computing retired pay as 
implemented by Air Force Regulation (AFR) 35-41, Vol II, Reserve 
Training; and Executive Order 9397. 

Purpose(s): 
To record completion of each volume of a correspondence course 

by a Reservist and show training perform.ed for either paid or non­
paid status. Record is used by military personnel clerks ·to audit a 
Reservist point credit account and as a cross check to ensure accura­
cy of the Reservist's yearly point credit account as it pertains to his 
pay account. · · . 

Routine uses of records maintained in the system, including catego­
ries of users and tbe purposes of sucb uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in visible file binders/cabinets. 
Retrievability: 
Filed by name and Social Security Number (SSN). 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) ·responsible for servicing the record system in performance 
of their official duties who are properly screened and Cleared for 

·need-to-know. Records are protected by guards. 
Retention and disposal: 
inactive duty training documents (originals) are destroyed after 5 

years. ECI certificates (duplicates) issued on completion of a course 
are filed in the field personnel record until it is outdated, then it is 
destroyed by tearing into pieces, macerating, shredding, pulping, or 
burning. 

System manager(s) and address: 
Commander, ARPC, Denver CO 80280-5000. 
Notification procedure: 
Requests from individuals should be addressed to the Records 

Manager, ARPC/DAD, Denver CO 80280-5000. Written requests 
for information should contain full name, SSN, current mailing ad­
dress and, if known, the case (control) number on correspondence 
received from ARPC. Records may be reviewed in the Records 
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Review Room, ARPC, Denver CO 80280-5000 between 8 a.m. and 3 
p.m. on normal workd~ys. Visitors wishing .:to see· their. records 
should provide a current Reserve identification card and/or. drivers 
license and some verbal information that could verify the person's 
identification. · · 

Record access ~procedur~: 
Individuals can obtain assistance in gaining . access from the 

Records Manager, ARPC/DAD, Denver CO 80280-5000, telephone 
(303) 370-4667. 

Contesting record procedures: 
The Air Force's· rules for access·to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12,...35 (32 CFR part 806b). . . 

Record source categories,: · 
Information from individual Reservist, Air National Guard and Air 

Force Reserve unit. 
Exemptions claimed for the system: 
None. 

System na~e: 
Cadet Records. 
System location: 

F045 ATC C 

AFROTC/RRF, Maxwell Air Force Base, A.L 36112 and 
AFROTC detachments. Official mailing addresses of the detachments 
are in the Department of Defense directory in the appendix to the 
Air Force's system notices. 
· Categories of individ~als covered by the system: 

AFROTC cadets applying for, .or enrolled or previously ·enrolled 
within the past three years in the professional officers course or the 
general military course, if the latter participation was in a scholarship· 
status. 

Categories of records in tbe system: 
· Applications for enrollment in the· Air Force Reserve Officers' 

Training Corps (AFROTC) courses, applications for the AFROTC 
scholarship program, substantiation documents of qualification for the 
courses or programs, .. acceptances of applications, awards of scholar­
ships, documents attesting to medical, academic, moral aqd civic 
qualifications, documents recording progress in flying instruction, 
Euro-NA TO Joint Jet PNATO Joint Jet Pilot Training (ENJJPT) 
application· data, academic curriculum and leadership training,. coun­
seling summaries, records of disenrollment from other officer candi­
date training; ·records of separation or discharge from officer candi­
date training; records of separation or discharge of prior servicemen; 
financial record data, certification of degree requirements; Reg'ular 
appointment nomination data, documents tendering and· accepting 
commissions, ·documents verifying national agertCY checks or back­
ground investigations, documents.required or proffered during inves­
tigations_ for disenrollment, legal opinions, .letters of recommenda­
tions, corroboratiqn by civil authorities, awards, citations; and allied 
papers. Field training administration records consist of student assign­
ment/orders, in-processing checklist,_ counseling record~, .drill ~v.alua~ 
tion, weekly quarters inspection, discrepancy reports, student per­
formance reports. Flight instruction program records consist of stu­
dent eligibility, grade sheets and performance records, training certif­
icates, waiver and elimination actions. 

Authority for maintenance of ·the system: 
Title 10 USC Chapter 33, Appointment in Regular .Component, 

and Chapter 103 - Senior Reserve Officers' Training Corps; and Air 
Force Regulation 45-48, Air Force Reserve Officers' Training Corps 
(AFROTC). · 

Purpose(s): 
Used for recruiting and qualifying a ca~didate for acceptance as an 

AFROTC caqet, continuing the cadet in the program and awarding 
an Air Force commission. . 

Routine' uses o' records maintained in the system,' .i~cluding .ca:tego-
.-ies of users and the purposes of such uses: · 

Records from this system of records rri~y be disclosed for any of 
the blanket routine uses published by the Air Force. . . 

Policies and practices for storing, retrieving, acces~ing, retaining, and 
disposing of records in the system: · . ' 

Storage: . 
;, ·The life cycle of the records begi11s with the ·applica~ion an<\. 
testing 'c:>f the candidate. Documents establishing qualification ,-and 
satisfaction of criteria along with contracts and 'allied . docum,ents 
establ~sh the ca9et record. Pr9gfe~s documents, counseling shee~s and 

performance records are maintained until graduation and commis­
sioning. Finally, the records are destroyed one year after commis­
sioning. An exception to the one year retention is the r~cord· of a 
disenrollee, one who does not complete the program nor receive a 
commission. Under these circumstances, the cadet record is main­
tained for three years. Further disposal of records is by burning, 
pulping or tearing into pieces. 

Retrievability: 
Records are retrieved by itame, Social Security Number and de­

tachment number as paper records iri file folders. 
Safeguards: · 
Storage in file cabinets that are accessible. to. the detachment staff 

and the individual concerned. AFROTC employs ·a locked rotary 
diebold power file and file cabinets accessible to the staff: . 

Retention and disposal: 
Records are destroyed by· standard means one year after a cadet is 

commissioned. Disenrolled cadets: Records are retained for three 
years and then destroyed by tearing into pieces, !~lacerating •. oi b.urn- · 
ing. · · ·· ·'-

System manager(s) and address: . 
Director of senior program, Air Force Reserve Officer Traini.ng 

Corps, Maxwell Air Force Base, AL 36112; and detachment Com­
mander of th~ appropriate AFROTC detachment. 

Notification procedure: ·· 
Requests from individuals should be ·addressed 'to th~ d~tachment 

Commanders of their particular AFROTC ' detachment indicating 
their name and Social S.ecurity Number. However, if their request 
for· information. involves an investigation for disenrollment, the ad­
dressee is AFROTC/RRF, Maxwell Air Force Base, AL 36ll2, both 
addresses may be visited .bY the requester. · 

· Record .access procedures: .. 
Requests from i.ndividuals should be addressed to the detachment 

Commanders · of their particular AFROTC detacbment, indicating 
their name and Social Security Number .. However, if their request 
for information involves a!). investigation for disenrollment, the ad­
dressee is AFROTC/RRF, Maxwell Air Force Base, AL 36ll2, both. 
addresses may be visited by the requester. 

Contesting record procedures: . 
·The. Air Force's rules for access to reqords and·.for contesting and 

appealing initial d~terminations by_ the individual concerned may be 
obtained from the System Manager .. 

Record source categories: 
Sources of records'1in the system are educational institutions, sec~ 

ondary and higher learning; government agencies; civilian authorities; 
financial institutions; preYious employers; individual. .recommenda­
tions, interviewing offic~rs;. and 'civilian medical authorities. 

Exemptions claimed.;for the system: 
Parts of this system may be exempt under 5 USC 552a(k)(5): For~ 

additional information, contact the System Manager. · 

F045 ATC E : 
System name: 

·Four-Year Reserve Qfficer1 Training Corps (AFROTC) Scholar­
ship Program Files. 

System location: 
Central records .maintained at Four-Year AFROTC Scholarship 

Branch (RRUF), Maxwell Air· Force Base, AL · 36112; computer 
printout summary data sent to AFROTC and Air· Force Junior· 
Reserve Officer Training Corps (AFJROTC) detachments; 
AFROTC area admission counselors located at selected AFROTC 
detachment, and congressmen at their request. Addresses are main­
tained by, tl)e AFROTC. COmmandant, Maxwell Air Force Base, AL 
36112.. . ' . . 

Categories of indi¥idu~ls covered by the system: · . 
High school students or. graduates who apply for the four-year 

scholarship . 
Categories of recQrds in ~be system: 
AFROTC administrative unit; applicant's. @,ddress; AFROTC de­

tachment located at the educational institution to be. attended by the 
applicant; AFROTC detachment which the applicant. desires to 
attend; AFJROTC unit ~ttended by applicant; college entrance exam­
in;ttioh board scores; applicant's' class . standing and size· of class; 
applicant disqualification causes;. personal interview .actions and asso­
ciated waivers as required; applicant. medical status; applicant's full 
name· AFROTC program qualification; applicant medical remedial 
requi~einents; applicant scholarship st_atus; applicant Social Security 
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Number (SSN); applicant test qualification; civil air patrol wing at­
tended; applicant's high school and address; applicant high school 
decile placement; applicant grade point avefage; applicant telephone 
number; applicant date of birth; applicant statement of understanding 
and intent; medical testing facility; AFROTC area admission counsel­
or's areas of responsibilities; applicant scholarship choices; AFROTC 
four-year central scholarship selection board results; applicant's des­
ignated scholarship; civil involvement information and associated 
waivers as required; name of educational institution to be attended by 
applicant; applicant's high school principal evaluation; AFJROTC 
instructor evaluation of a cadet; high school transcripts; application 
forms. 

Authority for maintenance of the system: 
10 USC 2107, Financial assistance program for specially selected 

members; and Air Force Regulation 45-48, Air Force ROTC. 
Purpose(s): · 

· Used by AFROTC scholarship program office, AFROTC detach­
ments, and AFROTC area admission counselors for processing and 
awarding of AFROTC 4-year scholarships; counseling applicants 
concerning application difficulties and problems; and the recruiting of 
applicants into the AFROTC program. 

Routine uses of recor~ maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for. any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · · 

Storage: 
Maintained in tile folders, visible tile binders/cabinets, and on 

computer and computer output poducts. 
. Retrievability: 
Filed by name and SSN. 
Safeguards: 
Records are accessed by custodia~ of the record system arid by 

person(s) responsible for servicing the record syst~m· in performance 
of their offic~al duties who are . properly screened and cleared for 
need-to-know. Records are stored in locked cabinets or rooms and 
controlled by computer system software. 

Retention and disposal: 
Retained in office tiles until superseded, obsolete, no longer needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. 

System manager(s) and address: 
Chief; Four-Year Scholarship Branch; Maxwell Air Force Base, 

AL 36112. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. Chief, Four-Year Scholarship Branch, Maxwell Air Force Base, 
AL. Requests should include the full name, military-applicant status, 
and SSN or military service number. Individuals may visit the 
AFROTC scholarship Programs Office, Maxwell Air Force Base, 
AL 36112. Individuals must provide their. full name, military appli-
cant status, and SSN or service m1mber. · 

Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. Mailing addresses are in the Department of Defense direc-
tory in the appendix to the Air Force's systems notices. · 

Contesting record procedures: 
The Air Force's rules for. access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. · ' 

Record source categories: 
Information obtained from educational . institutions, automated 

system interfaces, police and investigating officers and from source 
documents such as reports. 

Exemptions claimed for the system: 
None. 

F045 MPC A 
System name: 

Educational Delay Board Findings. 
System location: · 
Air Force Military Personnel Center, Randolph Air Force Base, 

TX 78150-6001. 
Categories of individuals covered by the· syste~: 

Air Force Res~rve . Officers' Training Corps (AFROTC) Cadets 
and/or AFROTC graduates (officers) .. 

Categories of records in the system: 
Applications for delay ip entering extended active. duty status to 

pursue advanced degrees. 
Authority for maintenance of the system: 
10 USC 2108, Advanced standing; interruption of training; delay in 

starting obligated service; release from program, and 50 Appendix 
456, Deferments and exemptions from training and service, as imple­
mented by Air Force Regulation 33-3, Enlistment in the United 
States Air Force. 

Purpose(s): 
Used to inform applicants of results of Board action on their 

request for delay. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for any of 

the·blanket'routine uses published by the Air Force. 
·Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
·Storage: 

Maintained in visible file binders/cabinets. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record· system .and by 

persons responsible for servicing the record system in perfo~mance of 
their' official duties who are properly screened and cleared for need­
to-know. Records are stored 'in locked cabinets or rooms . 

'Retention and disposal: 
Disapproved applications are destroyed after .6 months; approved 

applications are destroyed on completion of delay; 
System manager(s) and address: 
Assistan~ Deputy Chief of Staff/Personnel for Military Personnel, 

Randolph Air Force Base, TX 78150-6001. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining acces~ from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. · 

Re.;ord source categories: 
. Member's application. 
Exemptions claimed for the system: 
None. 

· FOSO AF A 
System name: 

Student Record. 
· System location: 

Professionill Military Education Centers, NCO Academies and 
schools at Air Force Major Commands and bases. 

Categories of individuals covered by the system: 
Military personnel assigned to· the ce(lters or schools as students. 
Categories of records in the system: 
Student records including academic standing, evaluations, training 

and testing results, counseling, locator information. 
Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by as imple~ented by Air Force Regulation (AFR) 50-39, 
Noncommissioned Officer Professional Military Education and Civil-
ian Initial Supervisory Training. · 

Purpose(s): 
· Used as a record of attenclance and training, class standing, com­
pletion or elimination, as locator, and as a source of statistical infor-
mation. · 

Records from this.system of records tl)ay be disclosed for any of 
the blanket rou.tine uses. publ~shed by th~ Ai.r Force. 
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Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Maintained in paper files,. and. on computer and computer output 

products. 
Retrievability: 
Filed by name. 
Safeguards: 
Records· are stored in security file containers/cabinets or rooms. 

Record~ are acce~sed by the custodian of the system or persons 
responstble for mamtenance of the records in course of their official 
duties. 

Retention and disposal: 
Retained for 10 years. 
System manager(s) and address: 
Superintendent for PME at each .Major Command, commandant at 

each academy· or leadership school. or director of personnel at .each· 
base where a school is located. Addresses are in the address directo­
ry which follows the systems notices. 

Notification procedure: 
Requests from individuals should be addressed to the system man-

ager. · · 
Record access procedures: 
Individuals can obtain assistance in gaining access from th~ System 

Manager. · 
Contesting record procedures: 

. .l_'he Air F<?rce:s rules for a~c<:ss. and for contesting and appealing 
mtttal determmattons by the mdtvtdual concerned may be obtained 
from the System Manager and are published in Air'Force Regulation 
12-35. . . 

Record source categories: 
Information obtained from students and staff. 
Exemptions claimed .for the system: 
None. 

FOSO AFMPA 
System name: 

Education Services Program Records (Individual). 
System location: 
Base Level Education Services Centers. 
Categories of individuals covered by the system: 
All officers and airmen who participate in the Education Services 

Program. 
Categories of records in the system: 
Pertinent education data maintained in an educational file folder 

may be Air Force (AF) Form 118, Notice of Student Withdrawal/ 
Noncompletion (copy) (cy); AF Form 186, Individual Record~Edu­
cation Services Program (cy); AF Form 204, Permissive Temporary 
Duty (TDY) Request - Operation Bootstrap (cy); AF Form 1033, 
Academic Education Data (cy); AF Form 1227, Authority for Tui­
tion Assistance - Education Services Program (cy); DD Form 114, 
Military Pay Order (cy) or Department of Defense (DD) Form 1131, 
Cash Collection for Voucher (cy); DD Form 295, Application for 
the Evaluation of Educational Experiences During Military Service 
(cy); Veterans Administration (VA) Form 22-8821, Application for 
Educational Assistance (cy); VA Form 22-1990p, Serviceperson's 

. Application for Educational Benefits (cy); Academic evaluations 
and/or transcripts from schools; and Educational test results from 
testing agencies .. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by; as implemented by Air Force Regulation 213-1, Oper­
ation and Administration of the Air Force Education Services Pro­
gram. 

Purpose(s): 
Coi.mselirig/ Advisement Guide and Educational Registration 

Record used by Education Services Center staff personnel, Pr.omo­
tion and/or classification boards, and other authorized personnel such 

. as military service schools, civilian schools, and supervisors of mili­
tary personneL The principle purpose is to provide a record of 
educational endeavors and progress of Air Force personnel· partici­
pating in Education Services programs. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

~ecords from this system of records may be disclosed for any of · 
the blanket routine uses published by the Air Force. Recor:ds may, be 
disclosed to civilian schools. · · 

Policies and practices for storing, refrieving, accessing, retaining, and 
disposing of records in th~ syste~: 

Storage: 
Maintained in visible file folders/cabinets. 
Retrievability: 
Filed by na~e. 
Safeguards: 

'' 

Records are accessed by custodian of the record system and by 
persons responsible for servicing the record system in performance of 
their official duties who are properly screened and cleared for need­
to-know. Records are stored in locked cabinets or rooms. 

Refention and disposal: 
Given to individual whe~ released from EAD, discharged, or 

retired. Servicing CBPO will destroy in case of death by tearing into 
piec~s, shredding, pulping, macerating, or'burning. • 

System manager(s) and address: · 
Deputy Chief of Staff/Manpower and · Personnel, Headquarters, 

United States Air Force, Washington, DC 20330. 
Notification procedure: 
Individuals may contact agency officials at the respective installa­

tion education center in order to exercise their rights under the Act. 
Record access procedures: 
Individuals may contact agency officials at the respective installa­

tion education center in' order to exercise ~heir rights under the Act. 
Contesting record procedures: . 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Data gathered from the individual, data gathered from other per­

sonnel records, transcripts and/or evaluations from schools and. test 
results from testing agencies. 

Exemptions claimed for the system: 
None. 

System name: 
Nursing Skill Inventory. 
·System location: · 

FOSO AFSG A 

Nursing office SGHN Air Force hospitals, medical centers and 
clinics. 

Categories· of individuals covered by the system: 
All riursirig personnel on base. 
Categories of records in the system: 
List of skill proficiency each individual nurse has attained. 
Authority for maintenance of ~he system: 
10 USC 8012, Secretary of .the Air Force: Powers and duties; 

delegation by; and 8067(e), Designation: Officers to perform certain 
professional functions. · 

Purpose(s): 
Furnishes on-the-job training instructor skill level progress of each 

nurse . 
Routine uses o( records maintained ·i~ .the system, including catego-

ries of users and the purposes of such uses: · 
Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
Maintained in file folders. 
Retrievahility: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system. 
Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. 
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System manager(s) and address: 
The Surgeon General, Headquarters United States Air Force. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. · 

Record source categories: 
Information obtained from source documents. 
Exemptions claimed for the system: 
None. 

FOSO AF SPA 
System name: 

Unit Training Program. 
System location: . 
Air Force Security Police units at all Air Force installations and 

Air National Guard activities. Air Force Reserve units. Official mail­
ing addresses are in the appendix to the Air Force's systems notices. 

Categories of individuals covered by the system: . 
All military and civilian Security Police personnel. 
Categories of. records in the system: .. 
Name, grade, and dates of training. 
Authority for maintenance of the system: 
to USC 8012, Secretary of the Air Force: Power and duties; 

delegation by. 
Purpose(s): 
To document required training. 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the ·record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. 

Retention .and disposal: 
Retained in office files until reassignment or separation, then de­

stroyed by tearing into pieces, shredding, pulping, macerating, or 
burning. 

System manager(s) and address: 
Air Force Office of Security Police, Kirtland Air Force Base, NM 

87117. 
Notification procedure: 
Contact Base System Manager. 
Record access procedures: 
Contact Base System Manager.· 
Contesting record procedures: 
The Air Force's rules for access td records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Completion of training subjects. 
Exemptions claimed for the system: · 
None.· 

FOSO AFA A 
System name: 

Military Performance Average. 
System location: 

United States Air Force Academy, USAF Academy, CO 80840. 
Categories of individuals covered by the system: 
Air Force Academy cadets. 
Categories of records in the system: 
Rating forms used to compute Military Performance Average 

(MPA). 
Authority for maintenance of the system: 
to USC Chapter 903, United States Air Force Academy. 
Purpose(s): 
Used to determine the semester and cumulative MPA for USAFA 

Cadets as an input to the overall performance average. Identifies 
cadets for the Commandant's List and deficient cadets to be placed 
on aptitude· probation, and consideration for disenrollment from the 
USAF Academy. 

Routine uses of records maintained in the system, inCluding catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. Military per­
formance information is released to the nominating official upon 
request in order to evaluate nominating procedures. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in paper form, on computer and computer output prod-

ucts. 
Retrievability: 
Filed by name, Cadet Number, and Social Security Number. 
Safeguards: 
Records are accessed by person(s) responsible for servicing the 

record system in performance of their official duties who are proper­
ly screened and cleared for need-to-know. Records are stored i~ 
locked cabinets or rooms and on computer storage devices protected 
by computer system software. 

Retention and disposal: 
All MPA forms prepared by coaches, Officers in .Charge (OICs), 

academic instructors and Air Officers Commanding (AOCs) are de­
stroyed one year after close of rating cycle. MPA forms pr~pared by 
cadets are transferred to the Cadet Personnel Record where they are 
destroyed 90 days after graduation. 

System manager(s) and address: 
Commandant of Cadets, USAF Academy, CO 80840. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Requests from individuals should be addressed to the System Man­

ager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and· 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Information is obtained from coaches, OICs of cadet intercollegiate 

and extracurricular clubs and teams, academic instructors, AOCs, and 
the cadet chain of command. 

Exemptions claimed for the system: 
None. 

FOSO AFA B 
System name: 

Instructor Academic Records. 
System location: 
United States Air Force Academy, CO 80840. 
Categories of individuals covered by the system: 
AF Academy cadets and graduates .. 
Categories of records in the system: 
(1) Cadet information card. (2) Listings of all cadet academic 

schedules including final examination schedules; rosters of cadets, by 
course, taking final examinations; extra instruction or hospital instruc­
tion schedules; rosters of cadets requesting permission to enroll in 
independent study, or authorized to drop or add course; listings of 
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course rosters prepared for current semeste~ showing 'individual's 
enrollment by course section; reports of reasons for cadet absences or 
!ateness for academic causes; listings of cadets improperly. registered 
m ~lasses. (3) Themes, research papers, graded recjtations, grade 
revtews, other graded work, laboratory reports, case studies, final 
and midterm examinations, turnout examinations, validation examina­
tions, and graded reviews of courses in which no final examination is 
given. (4) Copies of academje- schedules and grades; r,equests ·for 
academic waivers, documentation of academic difficulty, plans outlin­
ing courses that must be taken· in order to graduate. (5) 'Graduate 
record examination scores, orders of merit scores, cumulative 'GPA 
scores, and pane~ commentaries. (6) Various cadet grade reports, 
cards and sheets used in ·auditing and distributing academic grades. 

Authority for maintenance of-the system: · 
·· 10 USC Chapter 90J, ·united States Air Force Acad~my. · 

Purpose(s): · . · -
· (l) ·lndiv.idual c~rds o~· cadets listing name,. date ofbi~~h, SSN, 
admission examination scores, course. grades and instructor evalua­
'tions concerning aptitude, attitude, and performanc;e . are' usect by 
instructor to evaluate potential cadets for commissioneq service ancl 
to evaluate potential cadets as future_ instructors: (2) Provides both 
cadets and instructors the Schedules of classes and classrooms and an 
explanation for any deviation from these schedules and is used by the 
cadets and instructors to provide locator and scheduling information 
and to provide course offering information, to change current and 
future semester course enrollments, to reschedule cadets and establish 
ciiteria for resectio'ning cadets in their courses during the atademic 
year. (3) Used in assigning grade scores to monitor progress of cadets 
throughout the academic year and to determine grades.: (4) Used for 
counseling . cadets on academic performance by: the counselors and 
advisors. Assists the cadet in planning an academic program that will 
satisfy graduation requirements. (5) Used in the applications of gradu­
ates_ competing for the ,vario~s Tell?wships .~nd other post-~r~~u11:te 
scholarshtps by Graduate Scholarshtp Commtttee: (6) Used fn audtt­
ing and· distributing academic grades and are compiled to determine a 
letter grade for each student in each course. · 

Routine uses of records maintained in the system, including catego_. 
ries of users and the purposes of such uses: · ·· · 

Records from this system of records may be 'disclos~d for any of 
the blanket routine ·uses published by the Air Fore!=!. · 

Policies and practi~es' for storing, retrievi~g; accessing,' r_etaining, and 
disposing of records in the system: · · · · 

Storage: 
Stored.in card files, on computer magnetic tapes and'printouts, and 

in file folders/notebooks/binders/visible files. 
Retrievability: 
By riame or Social Security Number of cadet. 
Safeguards: 
Records are accessed by authorized person( s) responsible for: se~v­

icing the record ' system ·. in performance of their • official duties. 
Records are stored in locked safes, file containers, cabinets or rooms~ 
and on computer storage devices protected . by computer · system 
software. 

_Retention and disposal: . . 
(I) Destroy after: purpose has been served or 10 years after gradmi­

tion, whichever is sooner. (2) Destroy at end of academic year or 
upon completed action, whichever is sooner. (3) Destroy 3 months 
after end of the semester in which administered or at the discretion 
of the' course director, return to the cadet for retention as reference 
and study 'materials. (4) Same as (2) above. (5) Destroy when no. 
longer needed. (6) Destroy when superseded or when purpose has 
been served, whichever is sooner. · · 

System manager(s) and address: 
Dean of Faculty, Director of Athletics, and Commandant of 

Cadets, United States Air Force Academy, CO 80840. 
Notification procedure: , 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. · 
Contesting record procedures: 
The Air Force's rules for access· to records and for contesting' ~nd 

appealing initial· determinations by the individual concerned· may_ be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. · 
· Record source· categories: 

. . r·:·•·. . l. . • 

Information obtained from source documents such as reports pre­
pared on behalf of the AF by boards, committees, panels, auditors, 
and educational institutions, individual, instructors; automated system 
interfaces from ·cours~- reqttisites .. 

Exemptions claimed for the system: 
None. 

FOSO AFA c 
System name: '·• 

· Academy Athlt:ti.c Records. 
: . System location: ·; · 

United States Air Force Academy; CO 80840. 
Categories of individuals covered by tbe system: · . 
Air Force Academy applicants, ~ominee~ a~d cadets; ·members of 

coaches intercollegiate booster dubs; users··of Academy athletic fa­
cilities. 

Categories of records in the system: 
(I) Applicants/Nominees: High school transcript, athletic.question~ 

naire, correspondence, test scores. (2) Cadets: (a) Athletic perform­
ance tests, (b) Counseling record, (c) Intramural record, (d) Physical 
education record, (e) Physical fitness test, (f) Sports publicity infor­
mation. (3). Physical fitness and endurance research. (4) Reservation 
forms ·and mailing lists. · . · · · . . ' 

Authority' for maintenance of the system: . 
10 USC Chapter 903, Unite<!.' States ~ir ForceAcademy. 
Purpose(s): . . · . . . 
(I) Verify and evaluate athl~tiC an.d academic bac~ground for 

possible appointment to the Air 'Force Academy. (2)' Monitor cadet 
participation and progress iri physical education/intercollegiate/intra­
mural programs; (3)·Establish' standards .. and improve athletic pro­
grams. (4) Contact booster club members and individuals .who re­
serve Academy athletic facilities by mail and telephone. 

Routine uses of records maintained in the system, including. catego· 
ries of users and the purposes of such uses: 

Record from this system of records m~y be. used for news releases 
and may be disc;losed for any of the .blanket routine uses publishe9 by 
the Air Force: · · · · · . · : , . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of recordS in the system: 

Storage: 
Maintained in file folders, card files, computer .and computer 

output products, and microfiche. 
Retrievability: 
By name and/or Social Security Number (SSN). 
Safeguards: 
Records are· accessed by. custodian of the record system and ~Y 

person(s) responsible for servicing the record system in performance 
of their official duties. Records are stored in security file containers/ 
cabinets, locked rooms and on computer storage devices protected 
by computer system so,ftware. 
; Retention and disposal: · · 

(1) Destroy one year after graduation or one year after cadet 
would have graduated. (2) (a) Destroy 30 ·days after end of academic 
year. (b) Destroy upon graduation. (c) Destroy after J year. (d) 
Destroy when no longer needed. (e) Destroy after four academic 
years. (f) Destroy when no longer needed .. (3) Destroy when no 
longer needed. (4) Destroy when no longer needed .. 

System manager(s) and address: 
Director of Athletics, USAF Academy, CO 8084o. 
Notification procedure: 
Reque~ts. from individuals should be. !iddressed ·to· the System Man-

ager. . · · , _, · 
Individual can· obtain assistance in gaining· ,access-from the .System 

Manager. · · '· 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and published in Air Force Regu­
lation 12-35. 

Record source categories: 
Individual applicant, nominee or cadet; coaches, instructors and 

squadron athletic officers; educational institutions; the media; offj.cers 
in charge of individual sports; Registrar's Office, and Curriculum and 
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Scheduling Office; Stone Human Performance Laboratory; DOD 
agencies; individuals. 

Exemptions claimed for the system: 
None. 

FOSO AFAA·A 
System name: 

Air Force Audit Agency Office Training File. 
System location: 
Command Section, AF AA/ AG, Norton AFB CA 92409; Director~ 

ate of Operations, AF AA/DO, Norton AFB CA 92409; Directorate 
of Forces and Support, AF AA/FS, Norton AFB CA 92409; Direc­
torate of Field Activities, AF AA/FD, Norton AFB CA 92409; Di­
rectorate of Acquisition and Logistics, AF AA/QL, Wright-Patterson 
AFB OH 45433; Directorate of Resource Management, AF AA/RM, 
Norton AFB CA 92409; Assistant Auditor General, AF AA/ AI (Pen­
tagon), Washington DC 20330; Central Audit Region, AFAA/FDC, 
Offutt AFB NE 68113; Southern Audit Region, AFAA/FDS, Lang­
ley AFB VA 23665; European Audit Region, AFAA/FDU, APO 
NY 09012; Pacific Audit Region, Hickam AFB HI 96853; AFAA/. 
FDW, McClellan AFB, CA 95652; Acquisition Audit Region/QLQ, 
Andrews AFB DC 20331; AF AA Area Audit Office, Barksdale AFB 
LA 71110; AFAA Area Audit Office, Bergstrom AFB TX 78743; 
AFAA Area Audit Office, Cannon AFB NM 88101; AFAA Area 
Audit Office, Carswell AFB TX 76127; AFAA Area Audit Office, 
P.O. Box 547, Dyess AFB TX 79607; AFAA Area Audit Office, 
Ellsworth AFB SD 57706; AF AA Area Audit Office, Grand Forks 
AFB ND 58205; AF AA Area Audit Office, . Holloman AFB NM 
88330; AF AA Area Audit Office, Little Rock AFB Jacksonville AR 
72076; AFAA Area Audit Office, Minot AFB ND 58701; AFAA · 
Area Audit Office, Offutt AFB NE 68113; AFAA Area Audit 
Office, McConnell AFB KS; AFAA Area Audit Office, Sheppard 
AFB TX 76311; AFAA Area Audit Office, Bldg 1522, Stop 166, 
Andrews AFB DC 20331; AFAA Area Audit Office, Chanute AFB 
IL 61868; .AF AA Area Audit Office, Charleston AFB SC 29404; 
AFAA Area Audit Office, Dover AFB DE 19901; AFAA Area 
Audit Office, Griffiss AFB NY 13441; AFAA Area 'Audit Office, 
Grissom AFB IN 46971; AF AA Area Audit Office, Homestead AFB 
FL 33039; AF AA Area Audit Office, Bldg 4330, Keesler AFB MS· 
39534; AFAA Area Audit Office, K I Sawyer AFB MI 49843; 
AFAA Area Audit Office, Langley AFB VA 23665; AFAA Area 
Audit Office/LA, MacDiH AFB FL 33608; AF AA Area Audit 
Office, McGuire AFB NJ 08641; AFAA Area Audit Office, Pease 
AFB NH 03801; AFAA. Area Audit Office, Plattsburgh AFB NY 
12903; AFAA Area Audit Office, Scott AFB IL 62225; AFAA Area 
Audit Office, Seymour Johnson AFB NC 27531; AFAA Area Audit 
Office, Shaw AFB SC 29152; AFAA Area Audit Office, Tyndall 
AFB FL 32403; AF AA Area Audit Office, APO San Francisco· 
96334; AF AA Area Audit Office, Beale AFB CA 95903; AF AA 
Area Audit Office, Castle AFB CA 95342; AF AA Area Audit 
Office, APO San Francisco 96274; AFAA Area Aud.it Office, Davis-· 
Monthan AFB AZ 85707; AFAA Area Audit Office, Jl.O. Box 878, 
Elmendorf AFB AK 99506; AF AA Area Audit Office, P.O. Box 
1313, Fairchild AFB WA 99011; AFAA Area Audit Office/LA, 
George AFB CA 92392; AFAA Area Audit Office, Hickam AFB HI 
96853; AFAA Area Audit Office, APO San Francisco 96239; AFAA 
Area Audit Office, APO San Francisco 96264; AF AA Area Audit 
Office, Luke. AFB AZ 85309; AF AA Area Audit Office, Mather 
AFB CA. 95655; AF AA Area Audit Office, McChord AFB W A 
98438; AFAA Area Audit Office, Mountain Home ID 83648; AFAA 
Area Audit Office, Nellis AFB NV 89191; AFAA Area Audit 
Office, APO San Francisco 96570; AFAA Area Audit Office/34AG, 
Norton AFB, CA 92409; AFAA Area Audit Office, Travis AFB CA 
94535; AFAA Area Audit Office, Peterson AFB CO 80914; AFAA 
Area Audit Office, Vandenberg AFB CA 93437; AFAA Area Audit 
Office, APO San Francisco 96328; AFAA Area Audit Office, APO 
New York 09238; OFfice, APO New York 09755; AFAA Area 
Audit Office, APO New York 09283; AFAA Area Audit Office, 
APO New York 09132; AF AA Area Audit Office, APO New York . 
09109; AFAA Area Audit Office, APO New York 09179; AFAA 
Area Audit Office, APO New York 09012; AFAA Area Audit 
Office, APO New York 09057; AFAA Area Audit Office, APO New 
York 09194; AFAA Area Audit Office, Stop 226, Edwards AF~ CA 
93523; AFAA Area Audit Office, PO Box 1625, Eglin AFB FL 
32542; AFAA Area Audit Office, Kirtland AFB NM 87117; AFAA 
Area Audit Office/ESD, Bldg 1716N, Stop 43, HanscolJl AFB MA 
01731; AFAA Area Audit Office, PO Box 92960, Worldway Postal 
Center, Los Angeles CA 90009; AF AA Area Audit Office, Patrick 
AFB FL 32925; AF AA Area Audit Office, Hill AFB- UT 84406; 
AFAA Area Audit Office, Kelly AFB TX 78241; AFAA Area 
Audit Office/L VAS, McClellan AFB CA 95652; AFAA Area Audit 
Office/AUDGN, Robins AFB GA 31098; AFAA Area Audit Office, 
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Tinker AFB OK 73145; AFAA Area Audit Office/REP, Wright­
Patterson AFB OH 45433; AF AA Area Audit Office, Gunter AFS 
AL 36114· AFAA Area Audit Office, Denver CO 80279; AFAA 
Area Audit Office, Randolph AFB TX 78148; AFAA Area Audit 
Office, Wurtsmith AFB MI 48753; AFAA Area Audit Office, APO 
New York 09150. 

Categories of individuals covered by the system: 
Air Force Audit Agency active duty and reserve officer and enlist­

. ed personnel, and civilian employees. 
Categories of records in the system: 
Training Control ·R~cord, Training Achievement Report, Certifi­

cate of Training, Record of Training or Certification of Equivalency, 
College Transcripts, General ·Military Training Record, Trai~iitg 
Completion Notices, Training Progress Reports, Course Evaluation, 
Requests for Training/Tuition Assistance, Roster of Interns, Summa­
ry of Region/Division Training Requirements, Memorandums of 
Training Approvals, Roster of Personne.I Scheduled for Training. 

Authority for maintenance of the system: 
10 USC 8032(b)(l), General duties. 
Purpose(s): 
Used by Air Force Audit Agency headquarters personnel, Area 

Audit Office Chiefs, supervisory auditors, training officers, and 
region/division chiefs to schedule training and evaluate training 
progress and results. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. . 

Policies and practices for 'storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders~ 
Retrievability: 
Filed by name .and Social Security Number (SSN). 

· Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of .their official duties who are properly screened and cleared for 
need-to-know. Records are ·stored in locked cabinets or rooms. 

Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. 

System manager(s) and address: 
The Auditor General, Air Force Audit Agency, Norton AFB~ CA 

94409. . 
Notification procedure: 
Requests from individuals should be. addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. · · 

Record source categories: 
Information obtained from educational institutions and from auto-

mated system interfaces. · · 
Exemptions claimed for the system: 
None. 

FOSO AFAA B 
System name: 

Employee Training and Career Development File. 
System location: 
AFAA/DPA, Norton Air Force Base, CA 92409. 
Categories of individuals covered by the system: 
Air Force Audit Agency military and civilian employees. 
Categories of records in the system: 
Records include but are not limited .to: Correspondence and appli~ 

cation documents requesting, approving, disapproving, recommend-
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i~g and .c<;>ordinating the assignment of personnel to: Long-term, full­
time trammg. programs; short-term government and ·non-government 
schools, semmars, short courses and symposiums; certified public 
accounting review courses; certified internal auditor review courses; 
non-government job-related, off-duty training, and the grades, com­
pletion certificate, and budget information related thereto. Includes 
information on prior academic achievements. 

Authority for maintenance of the system: 
10 USC 8032(b)(l), General duties. 
Purpose(s): 
Provides basis for det~rmining those selected for training pro­

grams; record of individuals who applied for the programs; progress 
reports of those in the programs; and history of the training received 
by employees. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may b~ disclosed for any of 
the blanket routine uses published by the Air Force. Information is 
given to the Office of Personnel Management through the Air Force 
Civilian Personnel Management Information System, and, in the case 
of CPA candidates, to state boards of accountancy. . 

Policies and· practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: . · 

Storage: 
Maintained in file folders, and on computer and computer output 

products. 
Retl;'ievability: 
Filed by name, course name or course number. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in locked·cabinets or rooms. 

Retention and 'disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. 

System manager(s) and address: · 
The Auditor General, Air Force ~udit Agency (AF AA/ AG), 

Norton Air Force Base, CA 92409. · 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: . 
Individual can obtain assistance in gaining access from the System 

Manager and the Director of Resource ·Management (AF AA/RM), 
Norton Air Force Base, CA 92'409. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information obtained from individual, source of training, school, 

and automated system interface. 
Exemptions claimed for the system: 
None. 

F050 AFCC A 
System name: 

USAF Air Traffic Control (A TC) Certification and Withdrawal 
Documentation. 

System location: 
Headquarters of major commands and at all levels down to and 

including Air Force installations. 
Categories of individuals covered by the system: 
Air Force active duty. military personnel, and Air Force Reserve 

and Air National Guard personnel assigned A TC duties. 
Categories of records in the system: 
Records on individuals· by name and Social Security Number 

(SSN), Air Traffic Control Certificate Numbers (A TCS) military 
status (active duty, reserve, or air guard), requested action (issue, 
reissue, or cancellation of certificate), and justification. Contains doc­
umentation compiled by requesting unit to justify withdrawal of the 
A TCS. Includes evaluation by medical authorities; Staff Judge Advo-

cate (legal); Office of Special Investigation results; serious incident 
reports; and statements by supervisory personnel; CO"Workers and the 
individual. Contains copies of officer effectiveness/airman perform­
ance (OER/ APR) reports and unfavorable information files. Includes 
headquarters staff evaluation and all files maintained by the system 
user. Computer reports pertaining to Withdrawal of A TCS, Certifi­
cates, master roster of A TCS certificate members and Air Traffic 
Control experience level report. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by, as implemented by Air Force Communications Com­
mand Regulation (AFCCR) 60-5, Flying, Air Traffic Control. 

Purpose(s): 
Documentation· used to evaluate request for withdrawal of A TCS 

certification. Permits immediate access to name, SSN, certificate 
number, date of issuance, and category of service. A master alphanu­
meric roster is maintained at Headquarters AFCC/DOOF and the 
units maintain certificate information in the individual's on-the-job 
training record. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders note books/binders and. on .computer 

paper printouts and microfiche. 
Retrievability: 
Filed by name or Social Security Number. 
Safeguards: 
Records ·are .accessed by custodian of the record system and by 

person(s) responsible for serviCing tne record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in locked cabinets or rooms. 
Records are controlled by computer system software. · 

·'Retention and disposal: 
Individual withdraw~l microfiche· case files are kept for 6 years 

after end of the year in which case closed. Official withdrawal book, 
long, and to by name and SSN will be kept for 20 years. Other 
computer reports are ~uperseded monthly. Files are destroyed by· 
tearing into pieces, shredding, pulping, macerating of burning. 

Retained for orie year aft~r end of year in which the case was 
closed, transferred to a staging area for one additional year, then 
destroyed by tearing into pieces, shredding, pulping, macerating, or 
burning. 

System manager(s) and address: 
Air Traffic ServiCes Division (DOOF), HQ AFCC, Scott AFB, IL 

62225-6001. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. Mailing addresses are in the Department of Defense direc­
tory in the appendix to the Air Force's' systems notices. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

·Record source categories: 
. I.nformation obtained from source documents such as reports, and 

from. medical institutions, trade associations, police and investigating 
. officers, state and local governments, and witnesses. 

Exemptions claimed for the system: 
None. 

FOSO AFCC C 
System name: 

Individual· Academic Training Record. 
System location: 
AFCC System Evaluation School, 1815 Operational Test and 

Evaluation Squadron (AFCC), Wright-Paterson AFB, OH 45433-
6346; AFCC Radar Evaluation School, 1954 RADES, Hill AFB, UT 
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84056-6348; AFCC Engineer Installation ·Academy, Engineering In­
stallation Division, Tinker AFB, OK 73145-6343; Engineering Instal­
lation organizations. 

Categories of individuals covered by the system: 
Active duty military, Air Force Reserve, Air National Guard, 

Army National Guard, and Department of Defense civilian person­
nel, and others who apply for this training. 

Categories of recor~ in the system: 
Personnel index; absentee report; class pre-graduation/graduation 

roster; attendance record; student questionnaires, individual academic 
standing; record of individual training. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
To record emergency data and course completion information, and 

to report student absences to the school commandant. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in file folder and card files, and on computer and 

computer output products. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodia11 of the records system and by 

person(s) responsible for servicing the records system in performance 
of official duties. Stored in file cabinet. Automated records are con­
trolled by computer system software. 

Retention and disposal: 
Retained for ten years after individual completes or discontinues 

training course. Records of individual training at EI organizations are 
retained until individual no longer performs EI duties, then are de­
stroyed. 

System manager(s) and address: 
Commandant, AFCC Systems Evaluation School, 1815 Operation­

al Test and Evaluation Squadron, Wright-Patterson AFB, OH 45433-
6346; Commandant AFCC Radar Evaluation School, 1954 RADES, 
Hill AFB, UT 84056; Commandant, AFCC EI Academy, Engineer­
ing Installation Division, Tinker AFB, OK 73145-6343. 

Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air" Force 
Regulation 12-35. 

Record source categories: 
Information from individuals and instructors. 
Exemptions claimed for the system: 
None. 

System name: 
Student, Record. 
System location: 

FOSO AFCC D 

· AFCC NCO Professional Military Education Center, lnterservice 
Radio Frequency Management School, and AFCC Wideband Main­
tenance 5-Level Academy, 1872 School Squadron, Air Force Com­
munications Command (AFCC), Keesler Air Force Base, MS 39534. 

Categories of individuals covered by the system: 
Active Duty Air Force enlisted personnel and Air National Guard 

personnel assigned to AFCC, TAC, USAFE, and PACAF; active 
duty officers and enlisted personnel of the US Army, Navy, Marine 
Corps, Coast Guard and DOD civilian personnel. 

Categories of records in the system: 

Student record including individual's ·academic standing; student 
evaluation; reading laboratory progress record; record of individual 
counseling; .student roster; volume review exercise (VRE) and end of 
course test (EOCT) results. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by; and Air Force Regulation 50-39/ AFCC Supplement 1. 
Purpose(s): · · 
Record of·student's attendance at AFCC Academy or NCO Lead­

ership School; Interserv'ice Radio Frequency Management School; 
and AFCC Wideband Maintenance. 5-Level Academy. Used to 
record vital information on each student including examination 
grades, class standing, and completion of or elimination from course. 
Serves as locator card. Used to provide data for statistical reports 
submitted to higher headquarters. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained .in files folders. 
Retrievability: 
Filed by student name. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. ·Records are stored in locked cabinets or rooms. 

Retention and disposal: 
After the end of the year in which the individual completes or 

discontinues· a training course, the record is transferred to a staging 
area for nine additional years, then destroyed by tearing into pieces, 
shredding, pulping, macerating or burning. 

·System manager(s) and address: 
Superintendent, Academic Services, AFCC NCO Professional 

Military Education Center; Director of Education, Interservice 
Radio Frequency Management School; and Superintendent, AFCC 
Wideband Maintenance 5-Level Academy; 1872 SCHS, Keesler Air 
Force Base, MS 39534. 

Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. · 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information obtained from educational institutions arid Chief Train­

ing and Education Division Directorate of Personnel Programs, 
Deputy Chief of Staff for Personnel, Headquarters AFCC. 

Exemptions claimed for the system: 
None. 

FOSO AFOSI A 
System name: 

Air Force Special Investigations Academy Individual Academic 
Records. 

System location: 
. HQ Air Force Office of Special Investigations (AFOSI), Bolling 
Air Force Base, DC 20332-6001. 

Categories of individuals covered by the system: 
USAF, US Coast Guard enlisted, Defense Investigative Service 

and foreign national students. 
Categories of records in the system: 
Records of individual training and education of each student indi­

cating final grade or rating of proficiency obtained in each subject 
and/or the reason for noncompletion of the course of study. 

Authority for maintenance of the system: 
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10 US<;: 8012, Secretary of the Air Force:· .Powers and duties; 
delegation by, and A.ir Force Regulation 23-18, Air Force Office of 
Special Investigations:,· ' · 

Purpose(s): 
Verification of attendance and c'ompletion or noncompletion of 

training; ~evelop historical data for analysis by personnel responsible 
for maintaining effectiveness of and developing training; and maintain 
a data base Tor long term studies involving graduate performance, 
career patterns, and possible selection for faculty duty. 

Routine uses of records maintained in the system, including catego· 
r~es of users and .the purposes of such uses: · . . 

Records frcim this .system of records. may be disclosed for any of 
the blanket routine uses published by the Air Force. 
. Policies and. pr:actices for sto~ing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in paper form, and on computer and computer output 

products. 
Retrievability: 
·Filed by name; 
Safeguards: 
Records are accessed by custodian of the record system· and by 

person(s). responsible for servicing the record system. in. performance 
of their official duties who are properly screened aQd cleared for 
need-to-know. Records are stored in security fiJe containers/cabinets 
and in locked cabinets or rooms. 

Retention and disposal: . 
. Automated ·records·are maintained until no longer needed. Inciivid­

·ual student fiJe folders are held for 25 years after course is complet-
ed. ·· '1 . · · ·· 

I • • .· 

System manager(s) and address: 
Chief, Information Release Division, Directorate of Administra­

tion, HQ' Air Force Office of Special lnve~tigations, Bolling Air 
Force Base, DC 20332~6001. 

Notification procedure:· 
Requests from individuai~ should be addressed to the System Man-
~~ . 

Record access procedures: 
Requests from individuals sho~ld be addressed to the Syste~ Man­

ager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing .initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation (AFR) 12-35. 

Record source categories: . 
Data is obtained from student exercises, testing and performance. 
Exemptions claimed for the system: 
None. 

· FOSO AFRES A -
System name: 

Undergraduate Pilot and Navigator Training. 
Syste~ location:·· · 
Headquarters .. Air Force R~serve (AFRES), Robins Air Force 

Base, GA 31098. ' 
Categories of individuals covered by the 'system: 
Personnel selected for Officer Training School, undergraduate 

pilot training, initial navigator training. 
Categories of records in the system: 
Data contained in st_andard AF military personnel fiJe. 
Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powet:s and duties; 

. delegation by. 
Purpose(s): 
To provide class number, reporting date, class starting date; grad­

uation date and unit of assignment upon . completion of training. 
Routine uses of records maintained in . the system, including catego· 

ries of users and the purposes of such uses: 
Records fro.m this system of records may be. disclosed for any of 

the blanket routine uses published by the Air Forc.e. 
Policies arid practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 

Storage: 
Maintained in card fiJes. 
Retrievability: 
Filed by name. 
Safeguards: . 
Records are accessed by person(s) responsible for servicing the 

record system in performance of their official duties. 
Retention and disposal: 
Retained _in office fiJes until superseded, .obsolete, no longer needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. 

System manager(s) and address: 
Deputy Chief of Staff Personnel, HQ AFRES, Robins AFB, GA 

31098. 
NotificatioiJ, procec:ture: 
Requests from individuals should. be addressed to the System Man-

ager .. , ... 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 

. The Air Force's rules for access to records and for contesting and 
appealing initial determinations by the individual concerned may .be 
obtained from the System Manager and are published in Air For~e 
Regulation 12-35. 
. Record. source categories: 

Information obtained from source documents such as reports . 
Exemptions claimed for the system: 
None. 

FOS.O AFSC A 
System ·name: 

Systems Acquisition Schooi~ Student Records. · 
System location: / 
Air Force Systems ·Command (AFSC), Systems Acquisition 

School,: 6575th School Squadron, Brooks AFB,. TX 78235-5000. 
· Categories of individuals covered by.the system: 

Active duty military personnel, DOD civilian .employees, contrac·c 
tor personnel, Air National Guard and Air Force and Army Reserve 
personnel. 

Ca~egories ·of records in the system: 
.. Student tJcord. ihcludes personnel locator info~mation, individual 
academic standings, subjects studied, hours, final grades, graduation 
data and related training data. 

Authority for maintenance of the system: .. 
10 USC 801'2, Secretary· of the Air Force: Powers and ·duties; 

delegation by, as implemented by Air Force Regulation (AFR) 50-5, 
USAF Formal Schools (Policy, Responsibilities, General· Procedures, 
and Course Announcements). 

Purpose(s): 
Recprd individual attendance, grades and locator information. 
Routine uses of records maintained in the system~ including catego· 

ries of users and the purposes of such uses: ' . . . 
Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in paper form, on _computer and computer output prod-

ucts, and microfilm. · 
Retrievability: 
Filed by name and Social Security Number. 
Safeguards: 
Records are accessed by the custodian of the record ·system and by 

persons responsible for servicing the records in performan~e of their 
official duties. Records are stored· ··in locked cabinets· and rooms. 

. Retention and disposal: . . . 
All records are retained for fiJe years, then retired .to ·the Wash­

ington National Records Center for an additional 25 years. 
System manager(s) and address: 
Commander, 6575th School Squadron, Bro.oks AFB, TX 78235-

5000. 
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Notification. procedure: 
Contact the system manager. Name, SSN or course number are 

required to identify files. 
Record access procedures: 
Individuals can obtain assistance in gaining acce;ss from the system 

manager. · 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. · 

Record source categories: 
Data is obtained from the individual, existing personnel records, 

testing and performance at the school. 
Exemptions claimed for the system: 
None. 

FOSO AFSPACECOM A 
System name: 

Space Command Operations Training. 
System location: . 
Director of Operations at all units within Air Force Space Com­

mand; Deputy Commander for Operations at lst Space Wing and 
2nd Space Wing; Chief Course Development and Training Support 
at 1013th Combat Crew Training Squadron; Deputy Chief of Staff 
for Operations at Space Command Headquarters. Official mailing 
addresses are in the Air Force· directory which follows these systems 
notices and in Air Force P.amphlet. 

Categories of individuals covered by the system: 
Air Force Space Command military personnel currently assigned 

to operational duties with Space, Warning and Surveillance Systems 
equipment. · 

Categories of records in the system: 
Records related to qualifications, training/evaluation accomplish­

ment, staff/crew alphanumeric identifier, type training/evaluation, 
scores, name, grade, unit assigned, and dates of training or evalua-
tion. · 

Authority for maintenance of the system: 
10 USC 8012, Secretary· of the Air Force: Powers and duties; 

delegation by, and Air Force Space Command Regulations 50-11, 
Command Operations Training Policy Requirements and Guidance. 

Purpose(s): 
To develop a record source of operations personnel qualifications, 

capabilities and historical data at unit level to determine individual 
overall job qualifications; and to develop historical data for analysis 
by unit and Air Fo-rce Space Command Headquarters personnel 
responsible for maintaining the space operational systems training 
program. The files will provide a source of data to help insure 
weapon system currency and adequacy of future training require­
ments. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders. 
Retrievability: 
Retrieved by name. 
Safeguards: 
Records are accessed by custodian of unit files and by personnel· 

responsible for servicing the record system in performance of official 
duties. File folders are stored in locked rooms or drawers. 

Retention and disposal: 
Manual files are forwarded to gaining unit upon permanent change 

of station orders to another Space Command unit. If individual trans­
fers to another. USAF Major Command (MAJCOM), the file is 
returned to the individual. · 

System manager(s) and address: 
Deputy Chief of Staff for Operations, Director Training and 

Standardization Evaluation, Headquarters Air Force Space Com­
mand, and Director of Operations at Air Force Space Command 
units with a space, warning or surveillance mission. Official mailing 

addresses are in the Air Force address directory which follows these 
systems notices. 

Notification procedure: 
Contact the System Manager. Requests to determine existenc.e ~f 

record should include full name, grade and approximate dates mdt­
vidual was assigned to Space Command space, warning and surveil­
lance duties after September 1, 1983. 

Record access procedures: 
Access is controlled by the System Manager. 
Contesting record procedures: 
The Air Force rules for access to records and for contesting and 

appealing initial determination by the individual concerned may be 
obtained from the System Manager, and are published in Air Force 
Regulation (AFR) 12-35. 

Record source categories: 
Information will be obtained from the individual and from instruc­

tors or Standardization Evaluators. 
Exemptions claimed for the system: 
None. 

FOSO ARPC A 
System name: 

Professional Military Education (PME). 
System location: 
Air Reserve Personnel Center, Denver, CO 80280. 
Categories of individuals covered by the system: 
Air Force Reserve personnel. 
Categories of records in the system: 
Records concerning school (PME) quotas, school selection boards 

results selecting a reservist to attend a PME course. 
Authority for maintenance of the system: 
10 USC 262, Purpose as implemented by Air Force Manual (AFM) 

50-5, USAF Formal Schools Catalog, Vol I (Policy, Responsibilities 
and General Procedures), Vol II (Course Announcements); Air 
Force Regulation (AFR) 35-41, Vol II, Reserve Training; and AFR 
53-8, USAF Officer Professional Military Education System. 

Purpose(s): 
Used to monitor, manage and comply with the requirements to 

fulfill the quotas allocated to reservist by the office of primary 
responsibility at ARPC. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

Records from this sysiem of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders/note books/binders. 
Retrievability: 
Filed by name ·or Social Security ·Number (SSN). 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are protected by guards and controlled by 
personnel screening. 

Retention and disposal: 
Retained in office files for one year after annual cut-off, then 

destroyed by tearing into pieces, shredding, pulping, macerating, or 
burning. 

System manager(s) and address: 
Commander Air Reserve Personnel Center (ARPC), Denver, CO 

80280. 
Notification procedure: 
Requests from individuals should be addressed to the Documenta­

tion Management Officer, ARPC/DAD, Denver, CO 80280. Written 
requests for information should contain full name, SSN, current mail­
ing address and, if known, the case (control) number on correspond­
ence received from ARPC. Records may be reviewed in the Records 
Review Room, Air Reserve Personnel Center, Denver, CO between 
8 a.m. and 3 p.m. on normal workdays. Visitors _wishing to see their 
records should provide a current Reserve identification card and/or 
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drivers .license and some verbal information that could verify the 
person's identification. 

Record access procedures: 
Individuals can obtain assistance in gaining access from the Docu• 

ment~tion Management Officer, ARPC/DAD, Denver, CO 80280; 
telephone (303) 370-4667. (Toll Free 1-800-525-0102 Ext 206) 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categorie~: 
. Information from master personnel record •an~ -individuals applica-

tion. ' 
Exemptions claimed for the system: 
None. 

FOSO ATC A 
System name: 

Officer Training School Resource Management System Officer 
Trainees. 

System location: 
Officer Training School (OTS), Lackland AFB, TX 78236. 
Categories of individuals covered by the system: 
Officer Trainees (OTs) while attending OTS. 
Categories of records in the system: 
Officer Trainee record showing ... name, .SSN; demographic data 

such as date of birth, race, sex, mari~al status, ethnic group; educa­
tional data such as college degree, major institution, and year aw.c:trd­
ed; OTS selection data such as recruiting detachment> and AFOQT 
scores; performance data such as test scores, measurement evaluation, 
merits and demerits earned, absences from· class, involvement in re­
medial programs; health data to include height, weight aerobic pro­
gram requirements and performance; injuries that require waivers to 
training or delay of commissioning; student disposition indicators 
showing in-training, eliminated, recy~led, heldover or graduated. 

Authority for maintenance of the system: 
10 USC Chapter 907 - Schools and Camps as implemented by Air 

Force Regulation 53-27, Officer Training School USAF (OTS) and 
Air Training Command Regulation 53-3, Administration of the Offi-
cer Training School Program. . · . . 

Purpose(s): · ~ . ' 
To track attrition to the OTS program by cause ·and t.yp~ compar­

ing that against demographic and performance data of the individual, 
and to monitor the progress of an individual toward completion of 
the program. Records may be grouped by class, squadron, night, a 
demographic or performance factor in the accomplishment of evalua­
tions of the program or the individual in relation to cohorts. Studies, 
analyses, and evaluations that use these records are intended to im­
prove the quality of the training program, and develop a more 
accurate profile of those individuals whq can be expected to accom-
plish the OTS program. · 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · · 

Records from this system of records may be disclosed for any of 
the blanket routine published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Records are stored on magnetic tape, disk units, and. computer 

printouts. 
· Retrievability: 

Data on an individual is retrieved by use ~f 'the SSN. 
Safeguards: · 
Data may only be retrieved by use of a user code for access tp the 

terminal and a password for access to a specific record. Printed 
output is only distributed to authorized users. Main computer and 
locked history files container are in a room that has controlled access 
and is locked when unoccupied. Terminal keyboards have a security 
mechanism to preclude unauthorized use. 

Retention and disposal: 
Officer trainee records are kept in a history file for two ·years. 
System manager(s) and address: · 
Registrar, Officer Training School, Lackland AFB, TX 78236. 
Notification procedure: 

Request for information should be addressed to the System Manag-
er, and must contain name and address. 

Record access procedures: 
Same as procedures for notification. 
Contesting record procedures: 
The Air Force's rules for access to records and· for contesting and 

appealing initial determinations, by the individual concerned may be 
'obtained from the System Manager. 

Record source categories: , . 
Information obtained from the iridividual, night commanders, OTS 

instructors, personnel specialists and members of the registrar's office . 
Exemptions claimed for the system: 
None.· 

FOSO ATC B 
System name: 

Community College of the Air Force Student Record System. 
System location: 
The system is centrally administered by the Community College of 

the Air Force (A TC/ED), Maxwell AFB, AL 36112. Computer 
processing for the system is performed by the Systems Development 
Branch, Maxwell A.FB, AL. · 

Categories. of individuals covered by the system: 
The system may have a record for any person who since January 

1, 1968 has completed a formal course of instruction conducted by 
one of the Air ·Force schools identified in the current Community 
College of the Air Force General Catalog. Such courses do not 
include pre-commissioning courses and courses conducted ex~lusively 
for officers or . their civilian counterparts. The system includes 
records reflecting. Air Force courses completed. before 1968 and 
other educational accomplishments for persons who as enlisted mem­
bers of the Air Force registered in programs of study leading to 
credentials awarded by the college. Both here and where appropriate 
below, the general term Air Force includes the regular Air Force, 
the Air Force Reserve, and the Air National Guard. 

Categories of records in the system: 
Individual academic records and, where necessary to serve airmen 

registered in study programs leading to ·Credentials awarded by the 
college, a variety of source or substantiating records such as copies 
of registration applications and document control records derived 
from such applications; civilian college transcripts, college. level ex­
amination program score reports; copies of educational records origi­
nated ,by other Air Force and non-Air F.orce agencies external to the 
college (such .as the Federal Aviation 'Agency, the United States 
Armed Forces Institute, and the Defense Activity for Non-traditional 
Education Support), copies· of a variety of Air Force personnel 
records '(such as documents derived from master records maintained 
by the Air 'Force Manpower and Personnel Center and microfiche 
records of locator data); and records of credentials awarded to grad­
uates. The college also maintains copies and related records of com­
munications from, to, or regarding persons interested in the college, 
its educational programs, its stud.ent record system, and related mat­
ters. Copies of and statistical records derived from individual re­
sponses to surveys, questionnaires, and similar instruments authorized 
by HQ USAF may also be ·maintained as needed for managerial 
evaluation and planning by officers of the colle$e· 

Authority for maintenance of the system: 
10 USC 9315, Community College of the Air Force: Associate 

degree; and Air Force Regulation 53-29, Community College of the 
Air Force Mission. ' 

Purpose(s): 
Records originated in the system document, in terms of credit 

awarded or accepted in transfer by the college, individual education­
al accomplishments which satisfy curricular requirements of study 
programs leading to an Associate in Applied Science degree offered 
by the college. Transcripts of records in the colJege are, at the 
written request of persons concerned, furnished to any recipient(s) 
designated in such requests. Such recipients typically include Air 
Force Education Services Centers, other offices where Air Force 
personnel are stationed, educational institutions, and potential or cur­
rent employers. CCAF transcripts and copies of other records origi­
nated in the college are also used tosupport educational and occupa­
tional counselling, planning, and development; admission to· other 
colleges; and related individual affairs. Disclosures of information 
recorded in the system may be made to employees. of civilian con­
tractors engaged by the Air Force .to ·provide services which directly 
or indirectly support the record system. 

' J 
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Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Permanent student computer records are maintained on and as 

necessary reproduced from magnetic media. Paper records are main­
tained in file folders, card files, and special binders/cabinets designed 
for computer listings. 

Retrievability: 
Computer records are retrievable by a combination of Social Secu­

rity Number (SSN) and certain letters. of last name. Paper records are 
retrievable by either SSN or name. 

Safeguards: 
Records maintained in the college are normally disclosed only 

upon written request from the subject of the records or upon written 
request from an Air Force officer or employee responsible to provide 
educational or related services to Air Force personnel. Disclosures to 
non-Air Force agencies not requested by the subject of the records 

. require approval of an officer of the college. Except for disclosu·res 
within the college as may be necessary. to its operations, requests by 
telephone and other unwritten means will not be honored unless in 
the judgment of a responsible member of the college staff the re­
quester is a member or employee of the Air .Force acting on behalf 
of, or is, the person whose record is requested. Special care is 
exercised to ensure complete identification of the requester, the 
person whose record is to be disclosed, and intended use. Other 
systematic safeguards to ensure integrity of records include secure 
storage of successive generations of computer master files, existence 
and long-term retention in other Air Force facilities of records 
needed to rebuild the entire system in the event of catastrophe, and 
traditional measures to ensure the security of Air Force facilities. All 
records in the system are attended by responsible Air Force person­
nel during duty hours and stored in locked facilities under constant 
or periodic surveillance by Air Force security police during non-duty 
hours. 

Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for reference. Specific rules for retention of permanent microfiche 
· have not yet been determined. It is anticipated that such records may 
need to be retained for not less than 30 and not more than 50 years 
beyond the latest entries on each such record. Active master file 
records on the computer are by their nature evolutionary and wilJ be 
maintained permanently. Paper records maintained to serve students 
registered in study programs are retained so long as a registrant 
remains .active in his or her program. Such records are destroyed I 
year after a registrant completes his or her study program. Other · 
records are typically retained only so long as they may serve a useful · 
purpose, which is typically between 30 and 90 days. No rule has yet 
been defined for retaining records which verify awards of credentials 
by the college, but it is expected that such records will need to be 
archival. 

System manager(s) and address: 
Senior official responsible for policies and procedures which 

govern the system: Deputy Chief of Staff/Manpower and Personnel, 
Headquarters United States Air Force. System Manager: President, 
Community College of the Air Force (CCAF/CC) Maxwell AFB, 
AL 36112. 

Notification procedure: 
Persons who have not registered in the college should address 

inquiries regarding records maintained by the college to Chief, Stu­
dent Records Branch (CCAF/RRR), Maxwell AFB, AL 36112. Per­
sons who have registered . in the college may address inquiries as 
above or to Chief, Academic Programs Division (CCAF/ A Y), also 
at Maxwell AFB. Such inquiries will need to include the full name 
(and former names if appropriate), SSN, and birthdate of the inquirer, 
and should include a full return address (including ZIP Code). Visits 
to the college are welcomed, and visitors seeking information about 
personal records should first visit the Office of the Regi!;trar. 

Record access prOcedures: 
Individual can obtain assistance in gaining access from the System 

Manager and from addresses listed above. 
Contesting record procedures: 
The Air Force's rules for access to records. and for contesting and 

appealing initial determinations by. the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information obtained from educational institutions, automated 

system interfaces. and from source documents submitted to the col-' 
lege by or at the request of individuals concerned, or by other Air 
Force agencies acting on behalf ~f individuals concerned. 

Exemptions claimed for. the system: 
None. 

FOSO ATC D 
System name: 

Individual Academjc Records - Survival Training Students. 
System location: 
Fairchild Air Force Base, WA 9901 l. 
Categories of individuals covered by the system: 
Officer and enlisted aircrew members. 
Categories of records in the system: 
Survival training students performance. 
Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by; and Air Force Regulation 50-3, · Survival Training . 
Purpose(s): 
Document and evaluate students performance. 
Routine uses of records maintained in the system, including catego-

ries of users and the purposes of such uses: , 
Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are ~tared in locked cabinets or rooms. 
Retention and disposal: 
Retained in office files for two years after annual cut-off then 

forwarded to the Washington National Records Center, where 
records will be held an additional 28 years, then destroyed by tearing 
into pieces, shredding, pulping, macerating, or burning. 

System manager(s) and address: 
Deputy Chief of Staff Operations, Headquar-ters Air Training 

Command, Randolph Air Force Base, TX 78150. 
Notification procedure: 
Requests from individuals should be addressed to the the 3636 

CCTW /DOOS, Fairchild Air Force Base, WA 99011. Requests 
should include name, rank, Social Security Number, course(s) attend­
ed and graduation date, if known. 

Record access procedures: 
Individual can obtain assistance in gammg access by contacting 

3636 CCTW/DAD, Fairchild Air Force Base, WA 99011 or by 
contacting the System Manager. 
· Contesting record procedures: 

The Air Force's rules for access to records and for contesting and 
appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Survival training supervisors and staff officials. 
Exemptions claimed for the system: 
None. 

FOSO ATC E 
System name: 

Maintenance Management Automated Training System (MMA TS). 
System location: 
At all Air Training Command bases that utilize MMA TS. Official 

mailing addresses are in the Department of Defense directory in the 
appendix to the Air Force's systems notices. 

Categories of individuals covered by the system: 
Individuals assigned to organizations involved in the maintenance 

of aircraft, trainers, and associated equipment. 
Categories of records in the system: 
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Maintenance training records. 
Authority for maintenance of the system: 
lO USC 8012, $ecretary of the Air Force: ·Pbwers and duties; 

delegation by; and Air . Training Comma11d Ma'nual 66-420, Mainte­
nance Management Automated Training System (MMA TS). 

Purpose(s): 
Used to establish and maintain data pertaining to a specific individ­

ual assigned to a· maintenance organization; used by work center 
supervisors, maintenance training and administrative personnel, and .. 
other members of the. Deputy Commander for Maintenance or Chief 
of Maintenance staff to maintain basic data relating· to an individual; 
and to monitor the overall training status of an organization. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such us~s: . . 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: ' · ' · · 

Storage: 
Maintained qn computer magnetic tapes. 
Retrievability: ' · ' · 
Filed by name and by Social Security Number (SSN). 
Safeguards: 
Records are ·accessed by person(s) responsible for servicing the 

record system in performance of their official duties and controlled 
by ·computer system software. 

Retention and disposal: 
Maintained until purpose has been served or for 1· month whichev­

er is sooner. It is then destroyed by tearing into pieces, pulping, ,. 
burning, shredding, or macerating. 

System manager(s) and address: 
Noncommissioned officer or civilian in charge of the training man­

agement section at each unit utilizing MMA TS. 
Notification procedure: 
Requests from individuals should be addressed to the System Man-

ager. ' 
Record access procedures: 

· Individual can obtain assistance ·in 'gaini,ng access from the System 
Manager. Mailing ad~resses are in the .Department of Defense direc­
tory in the appendix to the Air Force's' systems notices. 

Contesting record procedures: . · 
The Air Force's rules for access to records. and. for contesting and 

appealing initial determinations by the individual. concerned may be 
obtained from the System Manager. 

Record source categories: . 
Informatiqn obtained from i~diviqual 'training sour·ce do'cuments. 

· Ex~mptions .claimed for the system: · 
None. 

FOSO ATC I 
System nall'!e: 

Defense English Language Management .Information · System 
(DELMIS). ., ' .. 

System location: 
Defense Language Institute Engli~h Language· Center, Lackland 

AFB; TX 78236. 
Categories of individuals covered by ·the system: 
Active duty military personnel assigned to the program. 
Categories of records in the system: . 
Name and SSN; demographic data· such as date of birth, sex, 

marital status, ethnic group; educational data; performance data such 
as test scores, measurement data, individual training progress and 
proficiency; class schedule; locator; and academic status. 

Authority for maintenance of the system: 
'to usc 8ol2, Secretary of the Air Force: Powers' and 'duties; 

delegation by; as implemented by a specific governing ~directive. 
Purpose(s): ' ! 
To· tra~k ·attrition of the program by .cause and type·, and to 

compare that against demographic and performance data of the indi­
vidual, and to monitor the progress of each individual toward com-
pletion of the program. · 

Routine uses of records maintained in the system, inCluding· catego-
ries of users and the purposes of such uses: · 

Record from this .system of rec;ords may be disclosed ~or any of 
the blanket routine uses published by the Air Force. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in' the system: · ' · 

Storage: 
Records are stored in computer and computer 'output products. 
Retrievability: 
By name or,Social Security Number. 
Safeguards: 
Access to the computer system requires user code and· password.' 
Retention and disposal: 
Output products ~re retained until no longer needed; computerized 

records will be retained for ten years after individual completes or 
discontinues training. · 

System manager(s) and address: 
Training Ope~ations Branch (LEA.X) •. Defense ·Language Institute 

English Language Center, Lackland AFB, TX 79236. 
Notification proc~dure: . ' · , : r · . . . 
Requests· from individuals should· be sent to: .the System Manager. 
Record access procedures:· 
I~dividualscan obtain assistan~e in gaini'ng acce~s from the System. 

~anager. 

Cont~sting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing. initial determinations ·by the individual concerned may be 
obtained from the System Manager and are published in Air Force. 
Regulation (AFR) .12-35. 

Record source categories: _ 
InformatioQ obtained from the individual, source documents, com-·' 

manders. · . ·.· . · ' ·. :) . · 

. Exemptions clai~ed for. the .. syste,n: 
None. 

FOSO ATC J 
System name: , 

Branch~ Level Training Management System ~BL TM~). 
System location: .. 
All Technical Training Centers' of Air Training Command (A I:C). 

Official mailing addresses are in the· Air Force Address Directory, 
AFP 12-36, Attachment 3. 

Categories .of individual~ covered by tl)e system: . 
Active duty military person riel, U~S. gover!lment: civili;m employ­

e~s,,_Air Force Reserve and Air Natiof!al Guard personnel, foreign 
nationals,. and retired· or separated Air Force personnel who are 
attending or have attended a resident training course conducted. at 
one of the Technical Training Centers .within the past two Ytrars. 

.Categories of·records in the system: · 
Records ·of individual training and education. (1) The ATC Stu­

dent Records of Training consists of background and test scores. (2) 
The Graduate Evaluation Master File contains units o( assignment or 
gradl!ates.and individual and supervisory responses to. training ~ffec-
tiveness questionnaires. . · 

Authority for maintenance of the system: 
10 U.S.C.'· 8012, Secretary. of the Air Force: Powers ana duties; 

delegation by. (1) Air Training Command Regulation (ATCR) 52-3, 
Student Measurement; A TCR 52-26, Student Scheduling and Admin­
istration; .and A TCR 35~301,., Student Flow ~anagement. (2) Air 
Force Regulation (AFR) 50-38, Field Evaluati0n of Education and 
Training Programs. 

Purpose(s): ' , . · 
(1)· To record individual attendance, achievement, and training 

progress. ProYides .the data base .for producing summary reports for 
managing· the flow of students through training and the evaluation.:of 
training adequacy. Information extracted from. these records is pro.­
vided to ·the ·Personnel Data System (PDS)' for reporting course 
completion and changes to. assignment· availability date, and to the 
Community College of the Air Force (CCAF) for. student's educa­
tion records.• (:2) To perform required evaluation of the technical 
training received by graduates. . ·~ 

Routine uses of records maintained in the· system, including catego­
ries of. users and,the purposes.of such uses: 

Records from this .~ystem of 'record~ ~ay be ·disclosed for any of 
the blanket routine uses published by. the Air Force. 
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Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Stored on 'computer and computer output products. 
Retrievability: 
Retrieved by 'name or Social Security Number (SSN). 
Safeguards: 
Records are acc.essed by authorized personnel who are properly 

screened and cleared for need-to-know and by those responsible for 
servicing the record system in the performance of their official 
duties. Computer records and equipment are kept in lockable offices 
and access to the computer records is controlled by computer soft­
ware which includes userids and passwords. 

Retention and disposal: 
(1) Student Records of Training are destroyed two years after 

information is entered into the Pipeline Management System which is 
part of PDS. (2) Graduate Evaluation Master File records are de­
stroyed when superseded, obsolete, or no longer needed, whichever 
is sooner. · 

System · manager(s) and address: 
Deputy Chief of Staff for Technical Training, Standards and 

Policy Directorate, Headquarters Air Training Command, Randolph 
AFB, TX 78150. (1) The System Manager for a base is the Technical 
Training Wing, Operations Division, Registrar Branch. (2) The 
System Manager for a base is the Technical Training Wing, Training 
Evaluation Division. 

Notification procedure: 
Requests from individuals should be sent to the System Manager. 
Record access procedures: 
Individuals can obtain assistance in gaining access from the local 

base System Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Information is obtained from the Personnel Data System for Train­

ing (POST), personnel records, training records, or the individual. 
(l) Tests and instructor observations. (2) Responses to training effec­
tiveness questionnaires. 

Exemptions claimed for the system: 
None. 

FOSO AUF 
System name: 

Air University Academic Records. 
System location: 
Air University, Maxwell Air Force Base, AL 36112. Subsystems 

are located and maintained at the Air Force Institute of Technology/ 
RR, Wright-Patterson Air Force Base, OH 45433; Extension Course 
Institute/EDOR, Gunter Air Force Station, AL 36118. 

Categories of individuals covered by the system: 
Graduates; students currently or previously enrolled in AFIT, AU 

PME schools or ECI. · 
Categories of records in the system: 
Education records which include .t.ranscripts; test scores; comple­

tion/noncompletion status; training reports; rating of distinguished, 
outstanding or excellent graduate as appropriate; and other docu­
ments associated ~ith academic records. 

Authority for maintenance of the system: 
10 U.S.C. 8013, Secretary of the Air Force: Powers and duties; 

delegation by; Air Force Regulation 50-12, Extension Course Pro­
gram; Air Force Regulation 53-8, . USAF Officer Professional Mili­
tary Education System; and Executive Order 9397. 

Purpose(s): 
Individuals seeking academic or certification credit for courses 

co~pleted may request applicable Registrar to send a record of 
courses completed to school or activity desired. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders at Air Force Institute of Technology, 

and in microform and on computer at Extension Course I"stitute. 
Retrievability: 
Filed by name and Social Security Number (SSN). 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in vaults and locked cabinets or 
rooms and are controlled by personnel screening. 

Retention and disposal: 
Retained for 30 years or until no longer required at ECI; master 

transcripts of resident schools are kept 50 years at AFIT. 
System manager(s) and address: 
Registrar, Air Force Institute of Technology, Wright-Patterson 

Air Force Base, OH 45433; Air University Registrar, Extension 
Course Institute, Gunter Air Force Station, AL 36118. 

Notification procedure: 
Requests from inqividuals should be addressed to the System Man­

ager. Include full name, SSN and class designation. Iitdividuals may 
visit Office of the Registrar. Identification is required. 

Record access procedures: 
Individual can obtain assistance in gaining access from the· System 

Manager. Mailing addresses are in the Department of Defense direc­
tory in the appendix to the Air Force's systems notices. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35 (32 CFR part 806b). · · 

Record source categories: 
information obtained from educational institutions, source docu­

ments such as reports, testing agencies, student, and on-the-job train­
ing officials. 

Exemptions claimed for the system: 
None. 

System name: 
Student Record Folder. 
System location: 

FOSO AUG 

Air University, Maxwell Air Force Base, AL 36112 and at each 
Air University Professional Military School/Course at Maxwell Air 
Force Base, and Gunter Air Force Base, AL 36118. 

Categories of individuals covered by the system: 
Military and civilian students: 
Categories of records in the system: 
Individual student folder containing test results, speech and writing 

critiques, interview/counseling record, faculty rating,. and other doc­
uments pertaining to student administration. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by; and Air Force Regulation 53-8, USAF Officer Profes­
sional Military Education System. 

Purpose(s): 
Used by faculty and staff of applicable school/course to evaluate 

and record performance/progress of student, and to determine suit-. 
ability for future faculty position. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: · 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders. 
Retrievability: 
Filed by·name. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
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of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in locked cabinets or rooms. 

Retention and disposal: 
Retained in office files until grad~ation or elimination from train­

ing, then destroyed by tearing into pieces, shredding, pulping, macer­
ating, or burning. 

System manager(s) and address: 
Director of Curriculums. Submanagers: Director of Administration 

(DA) at each school/course. . 
Notification procedure: 
Requests should be addressed to the. Director of Administration at 

the applicable school. Provide name, SSN. May visit the office of the 
Director of Administration and present acceptable identification. 

Record access procedures: 
Individual can qbtain assistance in gaining access from appropriate 

Director of Administration. Mailing addresses are in the Department 
of Defense directory in the appendix to the. Air Force's. systems 
notices. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

,appealing initial determinations by the individual concerned may. be 
obtained from the System Manager. 

Record source categories: 
Individual student, instructor and source docume!lts such as· re-

ports. · 
Exemptions claimed for the system: 
None. 

System name:· 
Student Questionnaire. 
System location: 

FOSO AU J 

Air Universi~y, Maxwell Air Force Base, AL 36112. Subsystems 
are lo,cate'd at the Air War College (A WC), Air Command and Staff 
College (ACSC), Squadron Officers School (SOS), Maxwell Air 
Force Base, AL 36112. 

Categories of individuals covered 'by the system: 
All students attending A WC, ACSC, and SOS. 
Categories of records in the ·system: 
Questionnaire including military data such as name, SSN, grade, 

age, flying data, education data, personal data and locator . data. 
Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force:· Powers and duties; 

delegation by; and Air Force Regulation 53-8, USAF Offi~er Profes­
sional Military Education System. 

Purpose(s): 
Primary use is to gather statistical data for analysis by management 

analysis personnel, subsequent P,Ublication of data in AU quarterly 
program summary. Used by applicable PME school for locator and 
other administrative purposes. 

Routine uses of reco~ds maintained in the system, including catego­
. ries of users and the purposes of such uses: 

Records from this system of records may be disclosed ·for any of 
the blanket routine uses publis~ed by the Air Forcj;!. . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: . 
Maintained in fiie folders. 
Retrievability: 
Class desiginator and filed by, name. 
Safeguards: 
Records ·are accessed by custodian of the record system and by 

person(s) responsible 'for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in locked cabinets or rooms. 

Retention and disposal: 
Retained in office files until graduation or elimination from train­

ing, then destroyed by tearing into pieces, shredding, pulping, macer­
ating, or burning. 

System manager(s) and address: 
Director of Management Analysis at HQ USAF Submanager at 

each applicable·school, AWC, ACSC, and SOS: 
Notification procedure: 

Requests ·should be addressed to the Director of Administration at 
the applicable school. Provide name, SSN and class. Individuals may 
visit the office of the Director of Administration at the applicable 
school. 

Record access procedures: 
Individual can obtain assistance in gaining acces!> from the System 

Manager. Mailing addresses are in the Department of Defense direc­
tory in the appendix to the Air Forc:e's systems notices. 

Contesting record procedures: , 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual· concerned may be 
obtained from the System Manager. 

Record source categories: 
Individual student. 
Exemptions claimed}or the system: 
None. 

· ·FOSO AUK 
System name: 

Institutional Research Analysis System. 
System location: 

· Headquarters Air University, ~urriculum and Research Director­
ate (HQ AU/XPZ), Maxwell AFB, AL 36112-5001. 

Categories of individuals covered by the system: 
All students attending any of the following Air University (AU) 

schools in residence, Air War College; Air Command and Staff 
College; Squadron Officer School; the USAF Senior Noncon:tmis­
sioned Officer Academy; Ira C. Eaker Center for Professional Devel­
opment; Center for Aerospace Doctrine, Research and Education, 
and all faculty and staff of these schools. · 

Categories of records in the system: 
Education and assignment history, information on school curricu­

lum, facilities, and budgets by organization within AU and manpower 
data for AU organizations. . 

Selected demographic data ori students, faculty, and staff assigned 
to AU to include evaluation data, personnel data and school curricu-
la data. ~ 

Data on AU facilities, selected budget information and historical 
data regarding the operations of AU schools. 

Authority for· maintenance of the system: 
10 U.S.C. 8013, Secretary of the Air Force: Powers and Duties; 

delegation by; as implemented by DOD Instruction 1430.5; AFR 53-
8, USAF Officer Professional Military Education System; and Execu­
tive Or~er 9397. 

Purpose(s): 
The system will be used to generate ~tatistical. summari~s of unclas­

sified data for use by action officers as part of their normal duties, . 
and to enable programming of simple applications for use by other 
AU organizations and headquart~rs personnel. 

Additional capabilities of the system will consist of word process­
ing and statistical .analyses necessary for producing summaries and 
reports as needed by the Air University Commander and Air Force 
senior leadership . 

The system will be used to support the mission of Air. University. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
The Department of the Air Force "Blan!<et Routine Uses" pub­

lished at the beginning of the agency's compilation apply to. this 
record system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
. Records are maintained on computer . in ·an automated medium. 

Retrievability:· 
Records may be retrieved by any of the following, Social Security 

Number, name, date. of birth, specialty or occupation code, rank/ 
grade, aeronautical rating, branch of service, service status, educa­
tional level, advanced degrees, professional military education school 
attended, status (student/faculty/staff), or academic rank (if faculty). 

Safeguards: 
The room containing the IRAS computer system and all storage 

media has two lockable entrances which. will be secured after duty 
hours. A checklist of authorized users will ·be placed by each en­
trance. Individual user codes/passwords will 'be required for access 
onto the system. Backup copies of all disks will be labeled and placed 
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. in a designated location in the room. Tapes and disks will be securely 
stored when not in use. 

The system manager will assign passwords to all users. HQ AU/ 
XPZ will maintain security logs, run logs, and incident reports used 
to provide audit trails for the system. 

Retention and disposal: 
Records are maintained for a period of 10 years and then de~ 

stroyed. Principal means of destruction of data on magnetic media 
will be degaussing or overwriting~ 

System manager(s) and address: 
HQ AU, Chief of Computer Applications or the HQ AU Curricu­

lum Coordinator, Austin Hall, Maxwell AFB, AL 36112-5001. 
Notification procedure: 
Individuals seeking to determine if records about themselves are 

contained in this system should address written inquiries to HQ AU, 
Chief of Computer Applications, or the HQ AU, Curriculum Coordi-. 
nator, Austin Hall, Maxwell AFB, AL 36112-5001. 

The request should contain the full name, current address, phone· 
number, current military/civilian (DoD) status, date(s) of attendance 
at Air University, Social Security Number, and proof of identity with 
an Armed Forces identification card or ~river's license. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system should address written inquiries to HQ AU Chief of 
Computer Applications or the HQ AU Curriculum Coordinator, HQ 
AU/XPZ, Austin Hall, Maxwell AFB, AL 36112-5001. . 

The request ·should contain the full name, current address, phone 
number, current military/civilian (DoD) status, date(s) of attendance 
at Air University, Social Security Number, and proof of identity. 

Contesting record procedures: 
The Air Force rules for accessing records and for contesting and 

appealing initial· agency determina~ions by the individual concerned 
are contained in Air Force Regulation 12-35; 32 CFR part 806b; or 
may be obtained from the system managers. 

Record source categories: 
Information in the .system will be provided by the individual con­

cerned; by each Air University organization; and from local organi­
zational data bases: · 

Exemptions claimed for the system: 
None. 

FOSO ESC A 
System ·name: 

208XX Voice Processor Student History. 
System location: 
Director of Assignments (DPR), ·Headquarters Electronic Security 

Command (ESC), San Antonio, TX 78243. 
Categories of individuals covered by the system: 
208XX Language students and assigned personnel in training/per-

forming language duties. 
Categories of records in the system: 
Computer records. 
Authority for maintenance of the system: 
10 ·USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by as implemented by Air · Force Manual (AFM) 50-5, 
USAF Formal Schools Catalog, Volume I, ·Chapter 3, and AFM 30-
3, Mechanized Personnel Procedures. 

Purpose(s): 
Used in computation of Air Force Trained Personnel Requirement 

(TRP) Report for HQ ESC; tracking qualified linguists and· their 
formal language training. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained on computer magnetic disk storage. 
Retrievability: 
Filed by Social Security Number (SSN). 
Safeguards: 
Records are accessed by person(s) responsible for servtcmg the 

record system in performance of their official duties. Records are 
controlled by computer system software.· 

Retention and disposal: 
Retained by computer disk storage until superseded, obsolete, no 

· longer needed for reference, or on ina9tivation, then destroyed by 
removing from disk storage. 

System manager(s) and address: 
Director of Assignments (DPR), Headquarters Electronic Security 

Command (ESC), San Antonio, TX 78243. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: · · 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Personnel data system. 
Exemptions claimed for the system: 
None. 

System name: 
·Training Progress. 
System location: 

FOSO ESC B 

Electronic Security Command (ESC) NCO PME Center, Goodfel­
low Air Force Base, TX 76908. 

Categories of individuals covered by the system: 
Air Force active duty enlisted personnel assigned to the ESC 

NCO PME Center. 
Categories of records in the system: 
In-processing forms. 
Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by as implemented by Air Force Regulation (AFR) 50-39, 
Noncommissioned Officer Professional Military Education and Civil­
ian Initial Supervisory Training. 

Purpose(s): 
Used by military training instructors to evaluate student progress. 
Routine uses of records maintained in the system, including catego-

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. Records are 
used to verify past experience. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage:· 
Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the· record system and stored . 

in locked cabinets or rooms. 
Retention and disposal: 
Destroy 10 years after student completes training by tearing into' 

pieces, shredding, pulping, macerating or burning. 
System manager(s) and address: 
ESC NCO PME Center, Goodfellow Air Force Base, TX 76908. 
Notification procedure: . 
Requests from individuals should be addressed to the System Man-

ager. · 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. ' · 
Contesting record procedures: 
The Air Force's rules for access to records and 'for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information obtained from educational institutions. 
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Exemptions claimed for the system: 
None. · 

FOSOMACA 
System name: 

Training Instructors (Academic Insttuctor Improvement/Evalua­
tion). 

System location: 
Chief, Academic Training Branch, 1550th. Technical Training 

Squadron, Kirtland Air Force Base, NM 87117. 
Categories of individuals covered by the system: 

. Academic instructors. . 
Categories of records in the system: 
Forms for evaluating instructor performance. in the classroom. 

· Authority for maintenance of the system: 
10. USC 8012, Secretary of the Air 'Force: Powers and duties;• 

delegation by. 
Purpose(s): 
Basic for instructor improvement. 
Routine uses of records maintained iri' the system, including catego­

ries of users and the purposes of such uses: 
Records from this system of .records may be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, ret~i'ning, and 

disposing of records in the system: · 
Storage: _ 
'Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system. Records 

are stored in locked cabinets or rooms. · 
Retention and disposal: 
Retained in office files until reassigfimen( or separation; then de­

stroyed by tearing into pieces, shredding,' pulping, macerating, or 
bun'ling. · ' · · 1 • • 

System manager(~) and address: ' . · 
Chief Academic Training Branch, 1550th ·.Technical Trai~ing 

Squa:dron, Kirtland Air Force Base, NM 87117 
Notification procedure: · 
Requests from individuals should be addres;~d to. the',System Man-. 

ager. · · · · · 

Recor~ access procedures: 
Individual can obtain assistance in gaini·n·g access from the System 

Manager. 
Contesting record procedures! 
The Air Force's rules for access to records and for contesting a'nd 

appealing initial determinations by the indiyiqual concerned may be 
obtained from the System Manager. · · · 

Record source categories: 
Supervisors. 
Exemptio1_1s claimed for .the system: 
None.' · .. 

F050MACB 
System name:. 

Training Progress (Perman·ent Student Record). 
System location: 
1380th School Squadron (MAC Noncommissioned Officer Acade­

my-West), Norton Air Force Base, CA 92409 and 1381st School 
Squadron (MAc;: Noncommissioned Officer Academy-East), 
McGuire Air Fo'rce Base, NJ 08641. 

Categories of individuals covered by the system: 
Enlisted personnel. who .are graduates of the Academy. 

· Cat~gories of reco~ds ·in tbe system: 
Name, grade, Social Security Number, duty titl~, security clear­

ance,. marital status, organization assigned, education level,, photo­
graph, date of birth, Airman Qualification Examination, evaluation of 

· academic progress. · · 
Authority for maintenance of the system: 
10 USC 8012, Secretary ,of the Air Force: Powers and duties; 

delegation by. · ' 

Purpose(s): 
To record student achievement. 
Routine uses of records maintain~d ,in the system, including ,.catego-

ries of users and the purposes of such uses: · 
Records from this system of records may .be disclosed for any of 

the blank_et routine uses published~ by th~ Air force. 
Policies·and practices for:storing, retrieving, accessing, retaining,,and 

disposing of records in the system: 
Storage: 
Maintained in card files . 
Retrievability: 
Filed ~y name. _, ·. 
Safeguards: , 
Records are accessed by authorized personnel :who are .properly 

screened and cleared for need-to~know. Records are ·stored in file 
cabinets. 

Retention and ·disposaJ: 
Destroy ten years after individu~l· completes- or discontinues a 

training course by tearing into pieces,· shredding, pulping, macerating 
or burning. · · · 

System manager(s) and addr:~s~: . . ,, . . 
1380th School Squadron (MAC Noncommissioned Officer Acade­

my-West), Norton Air Force Base, CA 92409,,and: 138lst Schoof 
Squadron {MAC ~oncommissioned Qfficer : Academy-East), 
McGuire Air Force Base, NJ 08641. 

Notification procedure: 
Requests from individuals should be addressed to the System Man-

ager. ,. 
Record accesS procedures: 
Individual can obtain, assistanci:'i in gaining access from the System 

Manager. · · · ' . · 

Contesting record procedures: 
The Air Force's rules for access to records and for' contesting· and 

appealing initial determinations by 'the individual concerned may be 
obtained from the System M~nager. · 

Record source categories: 
From Consolidated Base Personnel Offices and from evaluation of 

student progress. 
Exemptions claimed for the system: 
None. 

F050 MAC C 
System r name: '._ , 

Training Systems Research and Development Materials. 
System location: 
1550th Aircrew Training and Test Wing, Deputy Commander for 

Operations, 1550th Technical Training Squadron, Kirtland Air Force 
Base, NM 87117. 

Categories of individuals c~vered by the system: 
Students who have completed training. 
Categories of ·records in the system: t 

Training and effectiveness quesiionnairc:;s for supervisors and grad­
uates, flying instructor and academic instructor improvement and 
evaluation, evaluation coordination sheet. 
· Authority for maintenance of the system: 

10 USC S012, Secretary of the Air Force: Powers and duties; 
deleg~tion by. . 

Purpose(s): 
. To evaluate and analy~~ training effecth:eness. 

Routine uses of records mabitained in. the system, including catego­
ries of users and ~he. purposes of such. uses: 

Records from this system of records may· be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, r:e~rieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name, rank, Social Security Number and -class number. 
Safeguards: 
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'Records are accessed by custodian of the record system. Records 
are accessed by person(s) responsible for servicing the record system 
in performance of duties. Records are accessed by authorized person­
nel who are properly screened and cleared for need-to-know. 
Records are stored in locked cabinets or rooms. 

Retention and disposal: . 
Retained in office files until superseded, obsolete, no longer needed 

for reference, ·or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. 

System manager(s) and address: 
Chief, Evaluation and Analysis, 1 SSOth Aircrew Training and Test 

Wing, Kirtland Air Force Base, NM 87117. 
Notification procedure: 
Requests from individuals should be. addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information from assigned personnel. 
Exemptions claimed for the system: 
None. 

FOSO SAC A 
System name: 

ADP Training Management System. 
System location: 
Headquarters Strategic Air Command, Deputy Chief of Staff, In-

formation Systems (HQ SAC/SI), Offutt AFB, NE 68ll3-S001. 
Categories of individuals covered by the system: 
Military and civilian personnel currently assigned to HQ SAC/SI. 
Categories of records in the system: 
Training Summary Files: Records are maintained for each student 

listing ·training courses completed and scheduled. Computer Based 
· Training .(CBT) Management: For students enrolled in Computer 

Assisted Instructions (CAl) courses, maintains record of student 
progress and responses to lesson material. 

Authority for maintenance of the system; 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
Used to validate prerequisites for projected training, track student 

progress in CAl courses, monitor enrollment processing actions, and 
generate statistical information on training trends within HQ SAC/ 
Sl. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

·Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: . 
Maintained in file folders, and on computer and computer output 

products. 
Retrievability: 
By name, course, date, or organization. 
Safeguards: 
Records are accessed by personnel responsible for s~rvtcmg the 

record system in performance of official duties. Students have access 
only to their own file by grant of specific 'permissions.' Hard copies 
of records are stored in locked rooms and cabinets. 

Retentio~ and disposal: 
Retained until reassigned from HQ SAC/SI, then computer files 

are erased or overwritten and hard copies are d~stroyed by tearing 
into pieces, shredding, pulping, macerating, or burning. 

System manager(s) and address: 
Deputy Chief of Staff, Information Systems, Training Division, 

Headquarters Strategic Air Command (HQ SAC/SIRT); Offutt 
AFB, NE 68113-5001. 

Notification procedure: 
Deputy Chief of Staff, .Information Systems (HQ SAC/SIRT), 

Offutt AFB, NE 68113-SOOl. Requests to determine existence of 
record should include full name; grade and whether currently as­
signed to HQ SAC/SI. 

Record access procedures: 
Access to all records is controlled by HQ SAC/SIRT, Offutt 

AFB, NE 681 J.3-S001. 
Contesting record procedures: 
The Air Force rules for access to records and for contesting and 

appealing initial determination by the individuals concerned may be 
obtained from the System Manager. · · 

Record source categories: 
Information ~btained from individual and graduation 'certificates: 
Exemptions claimed for the system: 
None. 

FOSO SAC B 
System name: 

Instructional Systems Development (lSD) Evaluation. 
System location: 
93 Bombardment Wing (93 BMW) Instructional Systems Develop­

ment Division (DOS), Castle Air Force Base, CA 9S342. 
Categories of individuals covered by the system: 
Strategic Air Command (SAC) aircrew members (B-S2 G/H pilots, 

copilots, navigators, radar navigators, electronic warfare officers, 
aerial defense gunners; KC-13S pilots, copilots, navigators, inflight 
refueling operators) who are attending, or have attended, a course of 
instruction conducted by the 93 BMW, Castle Air Force Base, CA 
after June I, 1981. 

Categories of records in the system: 
Computerized information file compiled from questionnaires about 

training accomplished' while attending a course of instruction, the 
respondee's base of assignment and subjective assessment of the train­
ing conducted. 

Authority for maintenance of the system: 
10 USC 8012,' Secretary of the Air Force; powers and duties; 

delegation by; Air Force. Regulation (AFR) S0-8, Instructional Sys­
tems Development; and AFR S0-38, Field Evaluation of Formal 
School Graduates. 

Purpose(s): 
Used to tabulate and compare dahi; and to identify strengths and 

weaknesses of . the training programs. Will also be used to score 
trainee within-course test performances. Identification of specific re­
spondees in the records will only be used by the custodian to evalu­
ate and assess quality of Air Force Training Programs. 
. Routine uses of records maintained in th.e system, including catego:.. 

ries of users and the purposes of such uses: 
None. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing ofrecords in the system: · 
Storage: 
Maintained in file folders, and on computer and computer prod­

ucts. 
Retrievability: 
Retrieved by Social Security Number (SSN). Information may also 

be retrieved by groupings of data from such elements as type air­
frame, course attended, crew position, or base of assignment. 

Safeguards: 
Records are accessed by custodian of the record system and per­

sonnel responsible for servicing the record system .in. performance of 
their official duties. Records are stored on diskettes kept in a locked 
room whenever office is not manned. Original questionnaire re­
sponses will be maintained in a locked container when the office is 
not man.ned. 

Retention and disposal: 
Paper records are destroyed by tearing into pieces, shredding, 

burning, macerating, or pulp,ing, and diskettes will be destroyed by 
degaussing, when superseded or when the individual is reassigned 
from SAC. 

· System manager(s) and address: 
Education Specialist or lSD System Manager; 93 BMW /DOS Sci­

entific Advisory Branch (DOSS), Castle Air Force Base, CA 9S342. 
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Notification procedure: 
Education· Specialist or lSD System Manager, 93 BMW /DOSS, 

Castle Air Force Base, CA 9S342. Requests to·determine existence of 
record_ ~~o~ld include full name, and grade, SSN and approxima~e 
dates mdivJdual attended a course of instruction conducted by 93 
BMW, Castle Air Force Base, CA subsequent to June I, 1981. 

Record access procedures: 
Access to all records is controlled by 93 BMW /DOSS, Castle Air 

Force Base, CA 9S342. 
Contesting record procedure.s: 
The Air Fo-rce's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information is obtained from questionnaires c9mpleted by 93 

BMW students, graduates or SAC Squadron Training Flight Instruc­
tors, and current combat crew training instructors. 

Exemptions claimed for the system: 
None. 

FOSO SAC C 
System name: 

SAC Operations Personnel Training Management System. 
System location: 
At Air Force (AF) installations, Deputy Commander for Missile 

Operations within the Strategic Air Command (SAC) and Deputy 
Chief of Staff, Director of Missile Operations at SAC Headquarters. 

Categories of individuals covered by the system: 
Strategic Air Command military person~el currently assigned to 

missile operations. · 
Categories of records in the system: 
The system contains computerized data aqd manual files related to 

training/evaluation accomplishment, crew number, type training/ 
evaluation, discrepancies noted, evaluation scores, name, grade, date 
of birth, unit assigned, date of separation, date arrived station. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by; ,Strategic Air Command Intercontinental Ballistic Mis­
sile Training; and Strategic Air Command Regulation SS-66, Volume 
II, Intercontinental Ballistic Missile Combat Crew Standardization 
and Evalatuion. · 

Purpose(s): 
To develop a record source of operations personnel, at unit level, 

in order to determine overall job qualifications, capabilities, and his­
torical data for analysis by unit and Major Air Command personnel 
responsible for maintaining a training program and to document and 
certify/dec~rtify an individual's qualification. The files will provide a 
source of data to help insure weapon system currency and future 
. training requirements. 

Routine uses of records maintained in the system, including catego­
ries of users· and the purposes of such uses: 

Records from this system of records may be disclosed 'for any of 
the blanket routine uses published by the Air Force. 

Policie·s and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders, and on computer and computer output 

products. 
Retrievability: 
Retrieved by name or unique system identification number. 
Safeguards: 
Records are accessed by custodian of unit files and by personnel 

responsible for servicing the record system in performance of official 
duties. The computer file is maintained on computer disc/tape by 
computer operations personnel. This computer file is kept in locked 
rooms or drawers. 

Retention and disposal: 
Computerized and manual files are destroyed when superseded, or 

on reassignment from missile operations duties or separation of the 
individual. Destruction of manual files is accomplished by burning, 
shredding, tearing, pulping or macerating. Computer tapes are de­
stroyed by overwriting within 30 days after member is reassigned, 
transferred or separated. 

System· manager(s) and address: 

Deputy Chief of Staff, Director of Missile Operations, Deputy 
Chief of Staff/Operations, HQ Strategic Air Command, Offutt Air 
Force Base, NE 68113 and at Strategic Air Command missile bases, 
the Deputy Commander for Operations. 

Notification. procedure: 
Information as to whether the record system contains information 

on an individual may· be obtained from Director of Missile Oper­
ations, Strategic Air Command, Offutt Air Force Base, NE 68113. 
Requester should be able to provide sufficient proof of identity such 
as name, Social Security Number, duty station, place of employment, 
or other information verifiable in the record itself. 

Record ~ccess procedures: Ac.:cess to record is coritrolle.d and must 
be authorized by Director of Missile Operations, Deputy Chief of 
Staff/Operations, HQ SAC, or at organizational level by the Deputy 
Commander for: Operations. Requests from individuals should be 
addressed to the Missile Wing Deputy Commander for Operations or 
his representative. 

Contesting record· procedures: 
The Air Force rules for access to records and for contesting and 

appealing initial determination by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information obtained from source documents such as reports and 

individual's performance during training/evaluation. 
Exemptions claimed for the system: 
None. · 

FOSO SAFPA A 
System name: 

Graduates of Air Force Short Course in Communication (Oklaho-
ma University). · 

System location: 
Academic Detachment, Secretary of the. Air Force Office of 

Public Affairs (SAF/PAOL), 780 Van Vleet Oval, Room 334, 
Norman, OK 73069. 

Categories of individuals covered by the system: 
Individuals who are scheduled to attend, are attending; or have 

attended the Air Force Short Course in Communication at the Uni­
versity of Oklahoma. 

Categories of records in the system: 
Name, current active duty grade, and Social Security Number; 

class dates, copies of orders; copy of application to the University of 
Oklahoma; copies of transcripts from prior education; copies of final 
grades in the Short Course in Communication. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
Provides the Academic Detachment Liaison Non-Commissioned 

Officer in Charge and the Chief, Office for Plans and Resources, 
Secretary of the Air Force Office of Public Affairs (SAF/PAX) with 
historical background on the conduct of the course; serves as a ready 
reference for students to verify or resolve questions concerning their 
attendance at the Short Course. 

Routine uses of records maintained in the system, including catego.r 
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining~ and 
disposing of records in the system: 

Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. _ 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties. _Records are s'tored in safes. 

Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, tJ-Ien destroyed by tearing into 
pieces, shredding, pulping, macerating,_ or burning. 

System manager(s) and address: 
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Director of Public Affairs, Office of the Secretary of the Air 
Force (SAF/PA). 

Notification procedure: 
Requests from individuals should be addressed to the Academic 

Detachment Liaison Non-Commissioned Officer (SAF/PAOL), 780 
Van Vleet Oval, Room 334, University of Oklahoma, Norman, OK 
73069. Telephone: (405) 325-1804. 

Record access procedures: 
Individuals can obtain assistance from the Academic Detachment 

Liaison Non-Commissioned Officer or the Chief, Office for Plans and 
Resources, Secretary of the A_ir Force Office of Public Affairs 
(SAF/PAX), Washington, DC 20330. 

Contesting record procedures: . 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12"-35. 

Record source categories: 
Information obtained from educational institutions, especially the 

Office of Admissions and Records, University of Oklahoma; Informa­
tion obtained from source documents such as reports. 

Exemptions claimed for the system: 
None. 

FOSO SAFPA B 
System name: 

Information Officer Short Course Eligibility File. 
System location: 
Academic Detachment, Secretary of the Air · Force Office of 

Public Affairs (SAF/PAOL), 780 Van Vleet Oval, Room 334, 
Norman, OK 73069. 

Categories of individuals covered by. the system: 
Active duty Air Force Public Affairs Officers in the grades of 2nd 

Lieutenant through Colonel. 
Categories of records in the system: 
Brief service history (including current grade and duty location), 

educational background, and information on previous attendance at 
the Air Force Short Co.urse in Communication. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
Used by the Public Affairs Career Management Staff Officer, Air 

Force Manpower and Personnel Center (AFMPC/DPMROS4D), 
Randolph Air Force Base, TX 781 SO, and by the Chief, Office for 
Plans and Resources, Secretary of the Air Force Office of Public 
Affairs (SAF/PAX), Washington, DC 20330, to determine eligibility 
of Public Affairs Officers to attend future classes in the Air Force 
Short Course in Communication. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disClosed for any Qf 
the blanket routine. uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in card files. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties. Records are stored in locked cabinets or 
rooms. 

Retention and disposal: 
Retained in office files until reassignment or separation, then de­

stroyed by tearing into pieces, shredding, pulping, macerating, or 
burning. 

System manager(s) and address: 
Director of Public Affairs, Office of the Secretary of the Air 

Force (SAF/PA). 
Notification procedure: 
Requests from individuals should be addressed to the Academic 

Detachment Liaison Non-Commissioned Officer (SAF/PAOL), 780 

Van Vleet Ovar, Room 334, University of OK, Norman, OK 73069. 
Telephone: (405) 325-1804. · 

Record access procedures: 
Individuals can obtain assistance from the Academic Detachment 

Liaison Non-Commissioned Officer or from the Chief, Office for 
Plans and Resources Projects, Secretary of the Air Force Office of 
Public Affairs, addresses as given. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned ·may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Data extracted from surveys of all Public Affairs Officers provided 

by major commands and separate operating agencies on all assigned 
.Public Affairs Officers. Updated annually. 

· Exemptions claimed for the system: 
None. 

System name: 
Student Record File. 
System location: 

FOSO TAC A 

Tactical Air Command (T AC) Noncommissioned Officer (NCO) 
Academy West, Bergstrom Air Force Base, TX 78743-5000, and 
Detachment I, 4500 School Squadron, T AC NCO Academy East, 
Tyndall AFB, FL 32403-5000. 

Categories of individuals covered by the system: 
All active duty enlisted military personnel assigned to the Acade-

my. 
Categories of records in the system: 
Individual student evaluation record. 

. Authority for maintenance of the system: 
10 U.S.C. 8013, Secretary of the Air Force; Powers and Duties, 

delegation by. 
Purpose(s): 
Used to monitor the academic progress of academy students and as 

a history file. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
The Department of the Air Force "Blanket Routine Uses" pub­

lished at the beginning of the agency's compilation apply to this 
system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
~isposing of records in the system: 

Storage: 
Maintained in card files and on .computer and computer output 

products. 
Retrievability: 
Filed by class and by name. 
Safeguards: 
Records are stored in security file containers/cabinets. 
Retention and disposal: · 
Records are retained for 10 years after individual completes or 

discontinues a training course, then destroyed by tearing into pieces, 
shredding, macerating, or burning. Computer records will be de­
stroyed by degaussing ~r overwriting. 

System manager(s) and address: 
Director of Education, TAC NCO Academy West, Bergstrom 

AFB TX 78743-5000 and Director of Education, T A<;: NCO Acade­
my East, Tyndall AFB, FL 32403-5000. 

Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information on them should address inquiries to the Director 
of Education, TAC NCO Academy West, Bergstrom AFB TX 
78743-500 and/or Director of Education, TAC NCO Academy East, 
Tyndall AFB, FL 32403-5000. . 

Record access procedures: 
Individuals ·seeking access to records about themselves contained in 

this system should address requests to the Director of Education, 
TAC NCO Academy West, Bergstrom AFB TX 78743-500 and/or 
Director of Education, TAC NCO Academy East, Tyndall AFB, FL 
32403-5000. 
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, .Contesting record procedures: . , 
The Air Force rules for access to records and for contesting and 

appealing initial agency determinations by the· indiviqual concerned 
are published in Air Force Regulation 12-35; 32 CFR part 806b; or 
may be obtained, from the system manager. 

Record source categories: . ·· 
Information for this system is obtained form· automated system 

interfaces and from student performance evaluations ... 
Exemptions claimed for the system: 
None. 

FOSO USAFE A 
System name: 

Student Identification/Locator Card. 
System location: 
7027th School Squadron, APO NY 09021; 7028th School Squad­

ron, APO NY 09238; 3d AF NCO Leadership School, APO NY 
09238; 16th AF NCO Leadership School, APO NY 09286; and 17th 
AF NCO Leadership Schoo!, APO NY 09633. 

Categories of individuals covered by the system: 
All students attending United States Air Force in Europe 

(USAFE) NCO academies and leadership schools. 
Categories of records in the system: 
Questionnaire including military data such as ·name, ·SSN, grade, 

age, race, education data, personal data, locator data, and evaluation 
data. 

Authority for maintenance of the system: · 
. 10 U.S.C. 8012, Secretary of the Air Force: Powers and"buties; 

delegation' as implemented by Air Force· Regulation (AFR) 50-39, 
Noncommissioned Officer Professional Military Education, USAFE 
Supplement 1. 

Purpose(s): 
Used for student identification, locator purposes, and to evaluate 

student academic progress. . 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Records from this. system of records may be disclosed for any of 

the blanket routine ·uses publislied by ·the- Air Force. Records are 
used to verify past attendance and (inal academic standing/awards. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · · 

. Storage: . ·. . · . · . · 

Maintained in file folders. 
Retrievabili~y: 

Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system and stored 

in locked cabinets or rooms. 
Retention and disposal: 
Destroy 10 years after student completes training· by tearing into 

pieces, shredding, pulping, macerating, or burning. 
System manager(s) and address: 
Commandants at 7027th School Squadron, Kapaun AS, GE; 

7028th School Squadron, RAF Upwood, UK; 3d AF. NCO Leader­
ship School, RAF Upwood, UK; 16th AF NCO Leadership School, 
Zaragoza AB, SP; and 17th AF NCO Leadership School, Lindsey 
AS,GE. 

Notification procedure: . 
Requests from individuals should be addressed t<_>, the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager .. · 
Contesting record procedures: 
The Air Force's rules·for access to records and for contesting .and 

appealing initial determinations by the individual concerneq may be 
'obtained from the System Manager and are published in Air Force 
Regulation 12-35 (32 CFR part 806b). 

Record source categories: 
Individual student. 
Exempti~ns claimed for the system: 
None. 

F:OSl AF A· 
System name: 

Flying Training Records. 
System location: - . . . 
(1) Officer Training School USAF, Lackland Air F:o~ce Base •. TX 

78236. (2) 557th Flying Training Squadron, USAF Academy, CO 
80840-5576. . 

Categories of individuals covered by the system: 
All ·students e~tered in T41 training at: (1) Lackland Air ~9rce 

Base. (2) USAF Academy.· · 
Categories of records in the syst_eril: 
(1) Flying training grades continuity summary analysis. (2) Com­

plete record of training including class number, flying and academic 
course completed, flying hours, whether gradu11ted or eliminated .and 
date, reason for elimination. Faculty Board proceedings, sfudent 'per­
formance in. each category of training, including grades, evilluati9ns 
and performance documentation, background information including 
name, grade and Social Security Number. · 
' Authority for mainteriance of the· sy~tem: .. 

(1) 10 USC' 8012, Secretary ofthe Air Force: Powers and duties; 
delegation by; and Air Training Gommand Regulation 53~3,· Ad~inis­
tration of the Officer Training School (OTS) Program. (2) 10 USC 
Chapter 903, United States Air Force Academy. 

Purpose(s): 
(1) Determine flying training potential. (2) Document and reco'rd 

performance, and manage· training. 
Routine uses of records maintained in the system, including catego-

ries of users and the purposes of such uses: . 
Records fro·m this. system of records may ·be disclos~d 'for. flny of 

the blanket routine uses published by the Air Force.· 
Policies and practices for storing, retrieving, .accessing, retaining, and 

disposing of records in the system: 
Storage: · · · 
(1) Maintained in file folders and wall charts. (2) Maintained in file 

folders, and on compute~ an9 computer output products. 
Retrievability: · · : · · . . 

(1) Filed by name or SoCial Security Number (SSN). (2) Filed by 
name. 

Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of thei.r official duties who are properly screened and cleared for 
need-to.-know. Records are stored in security file containers/cabinets. 

Retention and disposal: 
(1) Retained in office files until superseded, ·obsolete, no longer 

needed. (2) Student grade books are destroyed 18 months after class 
graduates (June). Faculty Board records are destroyed one year after 
closeout. · 

System manager(s) and address: 
(1) Deputy for Flight Operations Officer Training ·school. (2) 557 

·.FTS/CC, USAF Academy, Colorado Springs, CO 80840-5576. 
Notification procedure: 
Requests· from individuals should be· a(jdressed to the System Man-

ager. -
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. · 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations: by, the individual concerned may be 
obtained from the System Manager and are published in Air. Force 
Regulation 12-35: · 

Record source categories: 
(1) Internally generated. (2) Information from source documents 

·such as grade sheets, written examinations, and flight examinations; 
·from reports by instructors and from the individual. . 

Exemptions claimed for the system: 
None. 

FOSl AF B 
System name: 

Flying T~aining Records - ~onstudent. 

System location: 
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(1) Columbus Air Force Base, MS 39701; Lackland Air Force 
Base, TX 78236; Laughlin Air Force Base, TX 78840; Mather Air 
Force Base, CA 95655; Randolph Air Force Base, TX 78150; Reese 
Air Force Base, TX 79489; Sheppard Air Force Base, TX 79720; and 
Williams Air Force Base, AZ 85244. (2) USAF Academy (USAF A), 
50th Airmanship Training Squadron (50ATS), Colorado Springs, CO 
80840-5566 and Peterson AFB, CO 80914-5000. (3) Headquarters Air 
Force Systems Command (AFSC), and AFSC Divisions, Centers, 
Laboratories and Bases. Official mailing addresses are in the Depart­
ment of Defense Directory in the appendix to the Air Force's sys­
tems notices. 

Categories of individuals covered by the system: 
( 1) Aircrew personnel of Air Training Command (A TC), academic 

instructors in flying training courses and Trainer Instructors. (2) 
Aircrew personnel, academic and staff instructors attached to the 
Deputy Commandant for Operations in support of Airnianship and 
50ATS flying programs. (3) Students entered into AFSC flight train­
ing program. 

Categories of records in the system: 
(1, 2 and 3) Record and document aircrew training, evaluations, 

performance, and accomplishments. (1) Taped radio transmissions. 
. Authority for maintenance of the system: 

(1) 10 USC 801.2, Secretary of the Air Force: Powers and duties; 
delegation by; and Air Training Command Regulation 51-27, Instruc­
tor Qualification and Training. (2) 10 USC Chapter 903, United 
States Air Force Academy. (3) Air Force Systems Command Manual 
(AFSCM) 51-1. 

Purpose(s): 
(1) Document the training, performance, and qualifications of air­

crew and synthetic trainer personnel. Taped radio communications 
are used to investigate aircraft accidents. (2 and 3) Document air­
crew training, evaluations, and performance. 

Routine uses of records maintained in the system, including catego­
ries of users and tbe purposes of such uses: 

Records from this system of records may be disclosed· for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for· storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
(1 and 2) Maintained in file folders, and on computer and computer 

output products. (1) Maintained on magnetic tape. (3) Maintained in 
file folders, in microform, and on computer and computer output 
products. 

Retrievability: 
Filed by name or Social Security Number. 
Safeguards: 
Access is by custodian of the record system and by persons re­

sponsible for servicing the record system in performance of their 
official duties who are properly screened. 

Retention and disposal: 
(1 and 2) Aircrew evaluation documents, training and qualification 

records are maintained for the duration of the individual's assignment 
in ATC or at USAFA. Out-of-date material is returned to the indi­
vidual. Initial training records are maintained for one year following 
completion of training. ( 1) Radio tapes are retained for one week 
unless circumstances dictate otherwise. (3) Records are destroyed 1 
year after completion of training or on discontinuance of activity, 
whichever is sooner. 

System manager(s) and address: 
· (1) Deputy Chief of ·Staff Operations, Air Training Command, 
Randolph Air Force Base, TX 78150. (2) Deputy Commandant for 
Operations, ·usAF Academy, Colorado Springs, CO 80840-5434; 50 
ATS/CC, USAF Academy, Colorado Springs, CO 80840-5566; and 
NCOIC Operations System Management, Peterson AFB, CO 80914-
5000. (3) Det24, HQ AFSC/OSE, Eglin AFB, FL 32542-5000 

Notification procedure: · 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Information from source documents prepared by persoimel admin­

istering training or evaluating performance; voice radio communica­
tions. Information is obtained from the individual, from instructor 
supervisors, and personnel involved in the evaluation and analysis of 
training effectiveness. 

Exemptions claimed for the system: 
None. 

FOSl AF C 
System name: 

Flying Training Records - Student. 
System location: 
(1) Headquarters Air Training Command (A TC), Randolph AFB, 

TX; Washington National Recor~s Center, Washington, DC 20409; 
A TC Pilot and Navigator Training Wings; Official mailing addresses 
are in Department of Defense directory in the appendix to the USAF 
systems notices. (2) 94th Airmanship Training Squadron (94 A TS), 
USAF Academy (USAF A), Colorado Springs, CO 80840-8876. (3) 
50th Airmanship Training Squadroo (50 A TS), USAF Academy 
(USAFA), Colorado Springs, CO 80840-5~66. · 

Categories of individuals covered by the system: 
(l)Students entered into Undergraduate Pilot and Navigator train­

ing. (2) Students entered into Airmanship flying training courses. at 
the USAFA. (3) Students entered in Aviation Science Courses at 
USAF A who fly the· T-43A as part of these courses. 

Categories of records in the system: 
(1, 2 and 3) Complete record of training including class number, 

flying and completed, flying hours, whether graduated or eliminated 
and date, reasons for elimination, Faculty Board Proceedings, stu­
dent's performance in each category of training, including grades, 
evaluations and performance documentation; background information 
including name, grade, Social Security Number (SSN). (1) Source of 
commission, college, subject matter, etc; past training unit of assign­
ment; class standing prior to Dec. 31, ·1974; progress records on 
minority students academic course completed. (3) Complete record 
of evaluations including section number, student name, grades on 
each phase of flight evaluations and overall flight evaluation grades. 

Authority for maintenance of the system: . 
(1) 10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by; Air Training Command Regulation 51-4, A TC Course 
Training Standards; . and Air Training Command Regulation 51-8, 
Flying Training Student Accounting. (2 and 3) 10 USC 'Chapter 903, 
United States Air Force Academy. · 

Purpose(s): 
(1, 2 and 3) Document and record student performance, analyze 

student performance in following training in order to evaluate train­
ing and revise course content. (1) Provide background information; 
report to Air National Guard/ Air Force Reserve and other Air 
Force training units on qualifications of graduates; used to monitor 
student .performance by source of entry, education level, and minori­
ty status; record and document Faculty Board proceedings. (3) Used 
to monitor student performance and as a record in . the event of 
Faculty Board proceedings. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · · 

Storage: 
Maintained in file folders, note books/binders, card files and on 

computer and computer products. 
Retrievability: (1 and 2) Filed by name or SSN. SSN. (3) Filed by 

name. 
Safeguards: . 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in locked cabinets or rOOJ1.1S. 

Retention and disposal: 
( 1) Student grade books are destroyed three months after comple­

tion of training; Summary Training Records are retained ·in office 
files for two years, then retired to Washington National Records 
Center, Washington, DC, for eight years; other records are retained 
in office files until superseded, obsolete, no longer needed for refer-



330 PRIVACY ACT SYSTEMS 

ence or on inactivation. Faculty Board Records are retained for one 
year. (2) Student cadet records are destroyed after graduation. (3) 
Student grade books are retained for 1 year after course completion. 

System manager(s) and address: 
(1) Deputy Chief of Staff Operations, Air Training Command, 

Randolph Air Force Base, TX 78150. (2) 94 A TS/CC, USAF Acad­
emy, Colorado Springs, CO 80840-8876. (3) 50 ATS/CC, USAF 
Academy, Colorado Springs, CO 80840-5566. 

Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 

· The Air Force's rules for access· to records and ·for contesting aqd 
appealing initial determinations by the individual concerned may' be 
obtained from the System Manager and are published in Air Force 
Regulatio'n 12-35. 

Record source categories: 
(1 and 2) Information comes from source documents such as grade 

sheets, written examinations, and flight examinations; from reports by 
instructors and students, and from the individual, automated system 
interfaces. (3) Information comes from source documents such as 
Flight Mission grade sheets, from reports by instructors and from 
individuals. 

Exemptions claimed for the system: 
None. 

FOSl MAC A 
System name: 

Air Crew Instruction Records. 
System location: 
1550th Aircrew Training and Test Wing,· Kirtland Air Force Base, 

NM 87117; 34th Technical Training Squadron, Student Administra­
tion Branch (TTB), Little· Rock Air Force Base, AR 72076. 

Categories of individuals cov'ered by the system: 
Students and instructors undergoing training; students. who com­

pleted academic training. 
Categories of records in the System: · 
Academic completion records, flying training records, training aids 

usage records and simulator student training records. 
Authority for maintenance of the system: 
10 USC 8012, Secrerary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
To report student performance and completion of academic train­

ing. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Records from this system of records may· be disclosed for any of 

the blanket routine uses published by the Air Force. · 
·Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in file' folders. 
Retrievability: . 
Filed by name and date of completio~ of training. 
Safeguards: · 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in locked cabinets or rooms. 

Retention and disposal: 
Training summaries are de~troyed after one year. Training aids 

activity case files are destroyed when purpose has been served or 
after three years, whichever is sooner. Training system research and 
development material is destroyed when superseded, obsolete, or no 
longer needed, whichever is sooner. Training aids usage documents 
are· destroyed· three months after completion of training phase, pro­
vided required flying time is posted on individual flight records. 
Destruction is by tearing into pieces, shredding, pulping, macerating, 
or burning. 

System manager(s) and address: 

Deputy Commander for Operations, 1550th Aircrew Training and 
Test Wing, Kirtland Air Force Base, NM 87117; School Register, 
34th Technical Training Squadron, Little Rock Air Force Base, AR 

'72076. . ' . 

Notification procedure: 
Requests from individuals should be directed· to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 

·The. Air Force's rules for access to records and for contesting and 
appealing initial determinations by the individual concerned may be 
obtained from the System Manager. · 

Record source categories: · 
Information obtained from the individuals, from instructors, in­

structor supervisors, and personnel involved in the evaluation and 
analysis of training effectiveness, and from special orders and mes­
sages. 

Exemptions claimed for the system: 
None. 

FOS3 AFA A 
System name: 

Educational Research Data Base. 
System location: 
United States Air Force Academy. (USAF Academy), CO 80840-

SO(X). 

Categories of individuals covered by tlie system: 
Current and former USAF Academy cadets. 
Categories of records in the system: 
High school, college and USAF career information, ·including mili­

tary performance, ,academic performaqce,. certain medical, discipli­
nary and p~rsonal facts, and test data from interest/personality pro­
files. 

Authority for maintenance of the system: 
to U.S.C. 9331, Establishment; Superintendent; faculty; and Execu-

tive Order 9397. · 
Purpose(s): · 
Used by USAF Academy faculty and staff in conducting studies 

and analysis relating to retention, graduate professional performance, 
and career patterns. 

Routine uses cf records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

In(ormati9n may be fur,nished to congressionai nominating source 
for the purpose of enhancing the nomination selection process. 

The "Blanket Routine Uses" published at the beginning of the Air 
Force's compilation of record systems notices apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing 9f records in the system: 

Storage: 
Maintained in computers and on computer output products. 
Retrievability: 
Retrieved by Social Security Number. 
Safeguards: 
Records are accessed b.y· person(s) responsible for serv1cmg the 

record sys~em in performance of their offichil duties and· by author­
ized personnel who are properly screened and cleared for need-to­
know. Records are stored in locked rooms and cabinets. Those in 
computer storage devices are protected by computer system soft­
ware. 

Retention and disposal: 
Records are retained until superseded, obsolete, no longer needed 

for reference, or upori inactivation. Records are destroyed by tearing 
into pieces, shredding, pulping, macerating or burning. Computer 
records are destroyed by overwriting or degaussing. 

System manager(s) and address: 
Deputy Chief of Staff/Plans and Programs (XPPG), USAF Acad­

emy, CO 80840-5651. 
Notification procedures: 
Indi'viduals seeking to determine whether this system of records 

contains information on themselves should address written inquiries 
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to the Deputy Chief of Staff/Plans and Programs (XPPG), USAF 
Academy, CO 80840-5651. 

Record access procedures: 
Individuals seeking to access records about themselves contained .in 

this system should address written requests to the Deputy Chief of 
Staff/Plans and Programs (XPPG), USAF Academy, CO 80840-
5651. 

Contesting record procedures: 
The Air Force rules for access to records and for contesting arid 

appealing initial agency determinations by the individual concerned 
are published in Air Force Regulation 12-35, Air Force Privacy Act 
Program; 32 CFR part 806b; or may be obtained from the system 
manager. 

~ecord source categories: 
Information obtained from educational institutions, medical institu­

tions, automated system interfaces, Association of Graduates, and 
source documents (such as reports). 

Ex~mptions claimed for the system: 
None. 

F053 AFA B 
System name: 

Preparatory School Records. 
System location: 
United States Air Force Academy (USAF Academy), CO 80840-

5000. . 

Categories of individuals covered by the system: 
Preparatory school students. 
Categories of records in the system: 
This system contains Social Security Number, admissions data in­

cluding college board test scores and uniform size, academic per­
formance, counseling, disenrollment, and physical fitness information. 

Authority for maintaining the system: 
10 U.S.C. 8013, Secretary of the Air Force: Powers and duties; 

delegation by, and Executive Order 9397. 
Purpose(s): . 
Data is used to measure student perfor'mance, progress and poten­

tial, for counseling purposes and for possible disciplinary or disenroll­
ment action. Information contained on the record card consisting of 
grade, performance, and pe~sonal information pertaining to the stu­
dent is used to provide transcripts when requested, and used by 
Preparatory School administrative personnel for management pur­
poses such as emergency data, i.e., blood type, etc. Physical fitness 
test scores are furnished to the Registrar's Office for use in verifica­
tion when considering student for nomination to the USAF Acade­
my. Disenrollment data is used for compiling attrition statistics and 
for research in predicting students' success at USAF Academy as a 
result of their Preparatory School experience. 

Routine uses of records maintained in the system, includbig catego­
ries of users and the purpose of such uses: 

The "Blanket Routine Uses" published at the beginning of the Air . 
Force's compilation of record systems notices apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in paper form, in computers and· on computer output 

products. 
Retrievability: 
Retrieved by name, year of enrollment and Social Security 

Number. 
Safeguards: 
Records are accessed by person(s) responsible for servtcmg the 

record system in performance of their official duties and by author­
ized personnel who are properly screened and cleared for need-to­
know. Records are stored in locked rooms and cabinets. Those in 
computer storage devices are protected by computer system soft~ 
ware; 

Retention and disposal: 
Forms and other records for administration of the Preparatory 

School such as Student Enrollment Questionnaires, Military Training 
Worksheets, Instructor's Comments, Instructor Grade Sheets, Physi­
cal Fitness Program, Report of Offense, Medical Status Reports, 
Flight Evaluations, Sign In/Out Registers are destroyed at the end of 
the academic year or when purpose has been served, whichever is 
sooner. Correspondence and forms in the student folder documenting 

academic history and related actlvtttes are destroyed I year after 
graduation or when student would have graduated. The student 
Records Card is retained at the USAF Academy for 30 years and 
then destroyed. Disenrollment data is retained until no longer needed 
for reference. Beginning with academic year 85-86, the student 
folder. will be retained at the Academy 30 years then destroyed. 
Records are destroyed by tearing into pieces, shredding, pulping, 
macerating or burning. Computer records are destroyed by erasing, 
deleting or overwriting. 

System manager(s) and address: 
Commander, Preparatory School, USAF Academy, CO 80840-

5000. . 

Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information on themselves should address written inquiries 
to the Commander, Preparatory School, USAF Academy, CO 
80840-5000. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system should address written requests to the Commander, P.re­
paratory School, USAF Academy, CO 80840-5000. 

Contesting record procedures: 
The Department of the Air Force rules for access to records and 

for contesting and appealing initial agency determinations by the 
individual. concerned are published in Air Force Regulation 12-35, 
Air Force Privacy Act Program; 32 CFR part 806b; or may· be 
obtained from the system manager. · 

· Record source categories: 
Information from the academic and military departments within 

Preparatory School, based on performance of students, Preparatory 
School Commander, from tests administered to students, from stu­
dent. 

Exemptions claimed .for the system; 
None. · 

System name: 
Admissions Records. 
System location: 

F053 AFA C 

United States Air Force Academy (USAF Academy), CO 80840-
5000. . . 

Categories of individuals covered by the system: 
Air Force Academy applicants, nominees, appointees, cadets, arid 

.Air Force Reserve officers not on active duty. 
Categories of records in the system: 
Data used in the candidate selection process for the USAF Acade­

my: High school records; admissions test scores; physical aptitude 
examination scores; high school extra curricular activities; medical 
qualification status; personal data records; letters of recommendation; 
address; phone number; Social Security Number; race; height; 
weight; citizenship; statement of reasons for attending Academy; 
nomination; preparatory school or college record, if applicable; serv­
ice academies precandidate questionnair~s; computerized report by 
congressional districts; pertinent information on assigned Liaison Of­
ficers, reports of individual Liaison Officer activity; and general 
correspondence. USAF Academy Preparatory School computer list­
ings; selection data on new classes; medical qualification at entry; 
cadet high school rank and class size; fourth class squadron assign­
ments; special rosters with all scores (acceptees, declinations, minori­
ties, recruited athletes, and preparatory school); rosters from bio­
graphical data sheets (Protestant, Catholic, Jewish, and other reli­
gions); military parents; USAF Academy Preparatory School gradu­
ates; other .preparatory school graduates; Civil Air Patrol; former 
ROTC members; Boy Scouts; Girl Scouts; Camp Fire Girls; cadets 
whose fathers are general officers; former Boys State, Girls State, 
Boys Nation delegates, cadets with private pilot licenses; admissions 
computer listings (all candidates, qualified candidates, selectees, ath­
letes, minorities, ex-cadets, state status reports and related data). 
Candidate Evaluation Records; Liaison Officer Evaluations; letters of 
evaluation from high school or colleges, and drug abuse certificates. 

Authority for maintenance of the system: 
10 U.S.C. 9331, Establishment; Superintenclent; faculty, and Execu­

tive Order 9397. 
Purpose(s): 
Used by Admissions Office, selection panels, Academy Board, 

Athletic Department and Preparatory School personnel for selection 
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ofcadets tp atten_d the Preparatory School and the USAF Academy; 
to evaluate can~adates for recommendation . for civili~n preparatory 
school scholarshaps, and to form the nucleus· 0f the cadet record for 
candidates selected to attend the Academy. Used by Admissions 
Office to prepare evaluations of candidate's potential for submission 
to members of Congress and to schedule for medical examinations.· 
Used to monitor training of Liaison Officers.· Used to advise persons 
interested in the Academy of the name, address, and telephone 
~umber of their nearest Liaison Officer. To advise persons interested 
tn. the Ac~d~my of the name, address,.and telephone number of.their 
nearest Ltatson Officer. Used to .. evaluate selection ·procedures of 
USAF Academy cadets, to assure that criteria for entering cadets ·are 
met and to procure various biographical information on incoming 
cadets for press releases. Used by Air Force Reserve Officer Train­
i'!g Corps (AFROTC) for p0ssible AFROTC scholarship participa-
tion.'· . ·. . . . . . . 

Routine uses of records maintained in the system, including ·catego-
ries of users and the purpose of such uses: · 

Information may be disclosed to members of Congress in connec­
tion with nominations and appointments. Names, addresses and tele­
phone numbers of Liaison Officers may be disclosed to individuals 
interested iri the Academy. · . ·. . . 

Biographical information on incoming cadets may be used for press 
releases. · · 

. The .'~Blanket Routine Uses" published at the beginning of the Air 
Force's· compilation of record ·systems notices apply to • this system. 

Policies and practices for storing, retrieving, assessing, retaining, and 
disposing of records in the system: . . . 

Storage: ' 
Maintained in file folders, notebooks/binders, in computers, on 

computer o~tput products, and on microform. 
. Retrievability: -
Retrieved by name and/or Social· Security Number. 
Safeguards: 
Records are accessed by person(s) responsible for servicing the 

record system in performance of their official duties and by a~thor­
ized personnel who are properly screened and cleared for need-to­
know. Records are stored in locked rooms and cabinets. Those in 
computer storage devices are protected by computer system soft­
ware. 

Retention and disposal: 
Records on candidates· who are appointed are .. forwarded to the 

Registrar to be included in the Master Cadet Personnel Records. 
Records on candidates who. are not appointed are destroyed after 

one year. Liaison Of:ficers' records are destroyed upon separation or 
reassignment. Preparatory . school records are destroyed wh.en no 
longer needed. Records are destroyed by tearing into pieces, shred­
ding, pulping, macerating or burning. Computer records ·are de-
stroyed by overwriting or degaussing. · 

System manager(s) and .address: 
Director of Admissions, Research and T~chnical Support :pivision 

(RRE); USAF Academy, CO 80840-5651. . 
Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information on themselves should address written inquiries 
to the Director of Admissions, Research and Technical Support 
Division (RRE), USAF Academy, CO 80840-565 L 

Record access procedures: 
Individuals seeki~g ~ccess to records about themselves containeq in 

this system .should address written requests t9 the Director of Admis­
sions, Research and Technical Support . Division • (RRE), USAF 
Academy, CO 80840-5651. 

Contesting record procedures: 
The Air. Force rules for access to records and for contesting and 

appealing:initial agency determinations by the individual concerned 
are-published in Air Force Regulation 12-35, Air Force Privacy Act 
Program; 32 ·-CFR part 806b; or may be obtained from the system 
manager. · 

Record source categories: 
Educational institutions; automated system interfaces; the individ­

ual; College Entrance Examination Board; American College Testing 
scores; Air Force Medical examinations records; letters of recom­
mendation, and personnel records; 

Exemptions claimed for the system: 
Portions of this system may be exempt under the provisions of 5 

U.S.C. 552(k)(7), as appli~able, but only to the extent that disclosure 
would reveal a confidential source. 

· An· exemption rule for this record system ha~ been promulgated in 
accordance with 5 U.S.C. 553(b)(l), (2) and (3) and (e) and published 
in 32 CFR part 806b. For additional information, contact. the system 
manager. 

F053 MP A 
System name: 

Air Force Academy Appointment and Separation Records. 
System location: 
Headquarters United States Air Forc.e, Washington, DC 20330. 

··categories of individuals covered by the system: 
Nominees for Air Force Academy appointment and cadets in tr~in­

ing at the Air Force Academy for each Member of Congress, the 
Vice President, Governors of Territories, and all other nominating 
sources. 

Categories of ~ecords in the' system:· . 
DD Form 1870 - 'Nomination for Appointment to the United 

States Air Force Academy, Military Academy, ·Naval 'Academy' 
containing nominee's name, address, date of birth, Social Security 
number, telephone number, temporary address (if any), type of nomi­
nation (principal or competitive), numbered vacancy, and date sub­
mitted, name and signature of Member of Congress or other author­
ized nominating source submitting the nomination; AFHQ Form 0-
339- 'Air Force Ac;tdemy Nominee Record' containing the names of 
the nominees of each Member of Congress, the Vice President, and 
other authorized nominating sources. (Each Member may nominate a 
total of ten for each vacancy available.) The. card also indicates 
whether a nominee withdraws from consideration for Academy ap­
pointment or is medically disqualified and' the nominating system 
used by the nominating authority; 'Chargeable and Nonchargeable 
Air Force Academy Appointment Record' listing the names of the 
cadets entering each year for each Member of Congress and other 
nomi~ating sources showing charged or not charged to tneir quota (5 
allowed· at any one time) 10 USC 9342, y~ar of scheduled gradua~ 
tion or separation date and reason, and reapportionment actions; each 
year after the class enters, a 'Congressional Report of Candidate 
Status U.S. Air Force Academy' is sent to each Member of Congress 
advising status of each nominee, charged, non-charged, appointed 
through other sources, qualified-no vacancy and those nominees in 
complete or disqu~lifieo ·- 'Report of Separation from the United 
States Air Force Academy' showing naf11e,.cadet number, scheduled 
graduation date, reason for separation, name of congressional sponsor 
and whether the separation ad ion provides: an additional vacancy for 
the Congressional sponsor; 'Report of U~ited States Air Force Acad­
emy' containing spaces to insert names of cadets in training who are 
charged to the quota of a Member of Congress. · . 

Authority for maintenance of the system: 
·10 USC Chapter 903, United States Air Fqrce· Academy; and 

Senate Resolution 154. 
~urpose(s): 

When a cadet separates from the Academy, the Cadet Branch 
Personnel uses the system to determine who nominated the cadet· so 
that notification of the separation can be made to the Congressional 
sponsor. Also used in 'making reply to any Member of Congress who 
requests information_ concerning who nominated a cadet for Acade­
my entrance (10 USC 9342(h)). A form is maintained annually. on 
each Member of Congre!?S, the Vice President, and other authorized 
nominating sources. Upon receipt of nominations from Members of 
Congress, only the name of the nominee is entered on the Form and 

· the nominating system used by the member. The form is used to 
show withdrawal of a nominee or medical disqualification in order to 
determine the number of active candidates at any given time (10 
allowed per vacancy (10 USC 9342)). Cadet Branch uses the system 
to answer inquiries from nominating sources. AFHQ Form 0-851 
(card) is maintained on each Member of Congress, the Vice Presi­
dent,- ·and other authorized'" nominating sources. ·Upon entrance of 
each, new class to the. Air Force Academy, the names of the cadets 
entering for each Member of Congress, etc. is posted to the individ­
mil Congressional :sponsor's card: This record card is used by Cadet 
Branch to determine· the number of vacancies available 'to all author­
ized nominating sources so that notification of vacancy information 
can be furnished to Members of Congress annually.· Upon separation 
of an Academy cadet, the name is crossed out and a ·notation made 
of the date of graduation/separation and reason for separation. An­
other form is used .as an.attachment to a letter of notification to the 
Congressional sponsor when a <;adet is separated. Upon special re­
quest from Memper of.Congress, another form is used to provide !he 
names of charge cadets (principals) to their authorized quota and the 
year of scheduled graduation. Also used to notify ne~ Members of 
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Congress of the chargeable cadets upon entering Congress. Cadet 
Separation Case Files • A cadet separation .case file is maintained on 
every cadet separated for the period of time his class is in training 
and for one year after class graduates from the Air Force Academy. 
The case files are maintained since this office is the responsible staff 
office for implementing the Secretary of the Air Force instrument of 
separation/discharge action. The case files are further used to reply 
to Congressional inquiries concerning separation actions. The data 
contained .in the separation case file are: Copy of cadet's resignation/ 
separation action; copy of Academy Superintendent's letter to Secre­
tary of the Air Force containing recommendation on type of separa­
tion action; copy of Secretary of the Air Force Memorandum direct­
ing type of separation; copy of 'Report of Separation from United 
States Air Force Academy'; copy AF /MPPA notification letter io 
Congressional sponsor concerning separation; copy of AF/MPPA 
notification letter to United States Air Force Academy Commandant 
of Cadets effecting the decision of the Secretary of the Air Force; 
copy of, 'Disenrollment From Officer Candidate-Type Training.' 
(Prepared by Commandant, Air Force Academy); copy of, 'Certifi­
cate of Release or Discharge From Active Duty.' (Prepared by 
Commandant, Air Force Academy); copy of Special Orders effecting 
separation/discharge action. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. Information in 
the record/records system is provided Members of Congress, the 
Vice President, DC Delegate to the U.S. Congress, Governors of 
Territories and countries sponsoring foreign cadets and the Philip­
pines on candidate nominations, cadet vacancies, appointments, and 
separations. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: · 
Maintained in visible file binders/cabinets. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in locked cabinets or rooms. 

Retention and disposal: 
Upon entry of the class each year, forms are destroyed on unsuc­

cessful candidates by tearing into pieces, shredding, pulping, macerat­
ing, or burning. The forms on appointed cadets are maintained per­
manently. Records on separated or discharged cadets are maintained 
for one year after class graduates. 

System manager(s) and address: 
Deputy Chief of Staff/Manpower and Personnel, Headqu~rters 

United Stat.es Air Force. 
Notification procedure: 
Requests· from individuals should be addressed to the System Man-

ager. · 
Record access procedures: 
Individual can obtain assistance in ·gaining access from. the System 

Manager. 
Contesting record procedures: 
The Air Force's·rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are pub1ished in Air Force 
Regulation 12-35. 

Record source categories: 
Members of Congress, the Vice President and other nominating 

sources. 
Exemptions claimed for the system: 
None. · 

F060 AF A 
System name: 

Air Force Operations Resource Management Systems (AFORMS). 
System location: . 
Headquarters United States Air Force and major command head­

quarters, Air Force Inspection and Safety Center, Norton Air Force 
Base, CA 92409. Host, tenant and squadron Operations System Man­
agement offices at Air Force installations. Official mailing address are 
contained in the Air Force Address Directory. 

Categories of individuals covered by the system: 
Air Force active duty miljtary personnel, Air Force civilian em­

ployees, Air Force Reserve ·and Air National Guard personnel, 
Army, Navy and Marine Corps active duty military personnel and 
those foreign military personnel who are assigned to aviation duties 
by competent authority an<;l attached to the USAF for flying support 
or who have been· suspended from flying duties for a period of not 
more than 5 years. 

·Categories of records in the system: 
· The base-level AFORMS data base contains a master file of flying 

records for each individual in categories listed above, a month-to­
date tranSaction file and a twelve month history file. A centralized 
file of selected information from each individual's master record is 
also maintained at HQ USAF, and flying history information is 
maintained at Norton Air Force Base, CA. In addition to automated 
data files, this system uses manual files for maint;lining historical data 
and important source docu·ments. An Ind,ividual Flight Record 
Folder (FFR) is established for each category of fliers listed above 
and is the prime repository for a corripute.r listing which itemizes· 
each individual's flight accomplishments as well as various source 
documents which serve to validate information entered into the com­
puter data· base for the system. Each Host Operations System Man­
agement office maintains a file of Aeronautical Orders and Military 
Pay Orders to provide source documentation of flying pay actions 
initiated by the flight manager. Information which is maintained in 
the automated files is derived directly from the AFORMS master file 
or· from suQsequent processing of information entered into the master 
file. Categories of information maintained in the master file are: 
IDENTIFICATION DATA • provides individual identifiers and 
other information directly related 'to each individual in the file. 
DUTY ASSIGNMENT DATA • Includes information such as the 
major command of assignment for the individual, the Air Force 
Specialty Code indicating professional duties, the unit, the responsi­
ble Operations System Manager, base of assignmen~, etc. AIRCREW 
TRAINING AND QUALIFICATION DATA - includes informa­
tion such as flight and ground professional flying training . accom· 
plishments, aircrew qualification status, physical status for flight 
duties, types of aircraft assigned, etc. UTILIZATION MANAGE· 
MENT DATA - Includes flying experience information, professional· 
qualifications, aviation ~uties assigned, etc. FLYING PAY ENTI· 
TLEMENT DATA - Includes information needed to administer the 
payment of flying incentive pay for each i,ndividual. LOCAL USE 
DATA - contains information used by major or local command to 
supplement general system information as needed to meet unique unit 
requirements within the categories of information listed herein. 
SYSTEM CONTROL DATA - Contains computer data used to 
automatically control internal system functions. 

Authority for maintenance of the system: 
37 USC 30la, Incentive pay: Pub. L. 92-204 (Appropriations Act 

for 1973), Section 715; Pub. L. 93-570 (Appropriations Act for 1974); 
Pub. L. 93-294 (Aviation Career Incentive Act of 1974; DOD Direc· 
tive 7730.57 (Aviation Career Incentive Act and Required Annual 
Report); Air Force Regulation 60·1, Flight Management; and Air 
Force Regulation 60-190, Air Force Operations Resource Manage-
ment System (AFORMS). . 

Purpose(s): 
The AFORMS provides information and automated data process­

ing capabilities used to manage and administer Air Force operations 
such as aircrew training and evaluation, flight scheduling functions, 
flying safety and related functions needed to attain and maintain 
combat or mission readiness. All information is entered into the 
system at the airbase level. This information is the~ processed for use 
by flying resource managers at all levels through periodic computer 
product reports or automated systems interfaces. The specific uses of 
information and user categories for this system are: BASE LEVEL · 
ACTIVITIES - (I) to establish each member's flying pay entitlement 
status and to monitor continuing entitlement in accordance with 
existing directions; (2) to record each individual's flying activities, 
both hours and specific events, and provide indications of successful 
attainment of standards or deficiencies; (3) to establish each individ­
ual's Aviation Service code for use in indicating type of flying 
activity or reason for inactive status if applicable; (4) to determine 
each rated member's eligibility to perform operational flying in ac­
cordance with existing USAF directives; (5) to provide an indication 
of each rated member's total operational flying time in terms of total 
aviation career duties as required by the Aviation Career Incentive 
Act of 1974; (6) to establish •suspense lists• for use in scheduling 
flying personnel for flights, schools, tests and similar events directly 
related to their duties as professional airmen; (7) to provide. each 
applicable individual and manager with all aviation career profile 
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information needed to .monitor flying career development, profession­
al qualifications and training. deficiencies; (8) t~ provide information 
requested by Operations, or other base functions, 'which relates to the 
flying duties and· accomplishments of all personnel in the file; (9) to 
provide statistical data for management analysis and review of all 
aspects of each base's flying programs, inCluding flying safety data 
involving 'A·FORMS flying hou'r/individual information stored ·in' the 
Norton Air Force Base, flying safety data bank maintained by the 
USAF Inspection and Safety Center. OTHER BASE USERS: CON­
SOLIDATED BASE PERSONNEL OFFICE - uses information 
proviped by this system, through. an automated data interface, to 
report· the. flying status of a)l individuals in the files; provides flying 
career. background information used for assignment actions. AC-. 
COUNTING AND FINANCE OFFI¢E - uses _Military Pay Orders, 
prepared by flight managem.ent offices; to start ·and stop flying incen­
tive pay in_ accprdance with each individual's flying status and eligi­
bili~y as .reflected by the information in the system; uses the files to. 
perform payment audits to identify i~dividuals being paid improperly. 
BASE SUPPLY - uses flying status information to determine which 
individ_uals are qualified to draw all authorized flying equipment. 
BASE MEDICAL FACILITY.- uses system data to d~termine pro­
jected workloads associated with scheduled flight physical examina­
tions. MAJOR. COMMANDS -,use. all system dat~ to measure the 
effectiveness of subordinate unit training programs and to check 
command-wide flying effectiveness. AIR FORCE MANPOWER 
AND PERSONNEL CENTER - uses AFORMS information .to 
establish assignment objectives and career development programs for 
USAF military personnel in the system. USAF INSPECTION AND 
SAFETY CENTER - Uses flying hour data for each individual to 
establish historical files fQr recpnstruction of lost or damaged records 
apd to augment the Flying Safet·y st~tistical data barik. HQ USAF.- . 
uses various identification and flying data to establish statistical data 
needed to verify the effectiveness of standard procedures, determint; 
the need for policy modification, provide a timely and accurate' 
census of va.rious types-of flyers and provide a centralized point for 
collection and collation of data used by all levels of management. Air 
Force Accounting and Finance Center - uses AFORMS information 
to validate all flying payments in the JUMPS system. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records ·from this system of records may be disclosed for any of 
the pla:nket routine uses published by' the Air Force. 

Policies and practices for storing, retrieving, accessing, retainin·g, and 
disposing of records in th(-i_~ystem: · 

Storage: · 
Maintained in file folders, on computer magnetic tapes and on· 

magnetic disks. 
· Retrievability: 
Filed:by name and Sociarsecurity Num.ber (SSN). 
Safeguards: · · ·. 

Records are accessed by custodian of the record system, by 
person(s) responsible for servicing the record system in pet;formance 
of their official duties and individuals in files. Access is ~pecificaHy 
controlled by the Host Operations System Management offi<;:e. 
Records are stored in locked cabinets or rooms. Computer terminals 
are locked when not in use or kept under surveillance. · 

Retention and disposal: · 
Magnetic tape and hardcopy records are maintained in files for five 

years following removal of an individual from flying status. The 
magnetic tape records are then destroyed by degaussing or overwrit­
ing and the hardcopy files. turned over to the individual. Personnel 
leaving military service are provided their hardcopy files and all disk 
and tape records are routindy erased except for historical records 
files maintained by AFISC For deceased personnel, disk 1:1nd tape 
records are routinely· erased and hardcopy folder~ are provided to 
the survivors as part of the individual's personal effects. 

System manager(s) and address: 
Deputy Chief of Staff/Plans arid Operations, Headquarters United 

States Air Force, Washin~ton, DC. 
.. Notification procedure: · 

Requests from individuals should be addressed to the Operations 
System Manager. Include· name and SSN. Make base level inquiries 
to base flight manager. 

Record access procedures: 
Individual can obtain assistance in gaining access from the Oper­

ations System Manager. 
Contesting record procedures: 

The. Air Force's rules for access to records and .for contesting and 
appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: . 
Information obtained from individuals, aircrew managers, automat­

ed system· interfaces and from source pocuments such as reports. 
Ex.erriptio.-.s claimed for the system: 

·None. ' 

F060 AF B 
System n.ame: , 

Contractor Flight Operations. 
System location: 
All Army, Navy, Air Force and ·Defense Logistics Agency activi­

ties who approve contractor aircraft flight and ground operations 
prqcedures or utilize contractor personnel who ope,rate· aircraft for 
the· government. ' 

Categories of individuals covered. by the syste~: 
All contractor personnel who operate aircraft for the Army, Navy, 

Air Force, or Defense Logistic Agency for which the ·government 
assumes some risk of loss or damage. It covers both fJight crewmem­
ber and noncrewmember personnel designated by a contractor to 
conduct flights, perform functions while the Aircraft is in flight, or 
perform ~,;round operations in support of such flights. 

Categories of records in the system: 
Name; SSN; home address and telephone nu.mber; DOB security 

clearance data; education; military service data; flight qualification, 
proficiency, training, and experience records; standardization and 
evaluation data; safety and mishap records; medical and physiological 
data; and, similar data. 

Authority for maintenance of the system: 
10 U.S.C. 8013, 44 U.S.C. 3101, and joint regulation AFR 55-22/ 

AR 95-20/NA V AIRINST 3710. I C/DLAR 8210.1 and Executive 
Order 9397. 

Purpose(s): 
Used to monitor and manage individual contractor flight and 

ground personnel records. 
Routine uses of records maintained lri the system, including catego­

ries of users and the purposes of such uses: 
Records from this system may· be .used for any of the blanket 

routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in file folders, notebooks, computers .and· computer 

output products. 
Retrievability: 
Filed by name or SSN. 
Safeguards: 
Records are accessed by custodian of the records or by persons 

responsible for servicing the record system in performance of their 
actual duties who are properly screened and cleared for need to 
know. Records are stored in locked cabinets, and rooms are con­
trolled· by. personnel screening and computer software. 

Retention and disposal: 
Records are maintained in the system until contract termination, at 

which time they will be destroyed if no longer needed. 
System manager(s) and address: 
Air Fo'rce: HQ AFSC/TEO, Andrews AFB DC 20334-5000. 

Army: DALO-AV, Washington, DC 20330-0505. Navy: NAVAIR­
SYSCOM (Air 119), Washington, DC 20361. DLA: HQ DLA­
DQSO-S, 805 Walker Street, Marietta GA 30060-2789. 

Notification procedure: 
Request from individuals should be addressed to the system man­

ager or the system location where the flight certification is recorded. 
Individuals will be asked to provide name, social security number, or 
both, to facilitate access. 

Record access proced!Jre~: 
·written requests should be notarized and addressed to the system 

manager or to the system location where the flight ce~ ;ification is 
recorded. For personal visits, the.individual may be asked'to show a 
valid identification card, a driver's license, or some similar proof of 
identity. . 

Contesting record pro~edure~: 
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The rules for access to records· and· for contesting and appealing 
initial determinations by the individual concerned may be obtained 
from the system manager and are published in Air Force Regulation 
12-35 (32 CFR part 806b). 

Record source categories: 
Information is provided by the individual or from training, evalua­

tion, and examination records. 
Exemptions claimed for the system: 
None. 

F060 ANG A 
System name: 

Progress Report, Undergraduate Pilot Training. 
System location: 
Office of Director, Air National Guard, Washington, DC 20330. 
Categories of individuals covered by the system: 
Air National Guard Undergraduate Pilot Trainees. 
Categories of records in the system: 
Evaluation of pilot training progress. 
Authority for maintenance of the system: 
10 USC 275, Personnel records. 
Purpose(s): 
Used at National Guard Bureau level to determine individual capa­

bility to perform safely in home unit weapons systems. 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. . 
Safeguards: 
Records are stored in safes. 
Retention and disposal: 
Retained in office files until graduation or elimination Jrom train­

ing, then destroyed by tearing iptq pieces, shredding, pulping, macer­
ating, or burning. 

System manager(s) and address: 
Director of Air National Guard, Headquarters· United States Air 

Force, Washington, DC 20330. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. · 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published. in Air Force 
Regulation 12-35. 

Record source categories: 
Information obtained from UPT Flying Training DCO. 
Exemptions claimed for the system: 
None. 

F066 AF A 
System name: 

Maintenance Management Information and Control System 
(MMICS). 

System location: 
At all Air Force .bases that utilize MMICS. Official mailing ad­

dresses are in the Department of Defense. directory in the appendix 
to the Air Force's systems notices. 

Categories of individuals covered by the system: 
Individuals assigned to organizations involved in the maintenance 

of aircraft missiles, communications electronics and associated equip­
ment. 

Categories of records in the system: 

Maintenance personnel records and on-the-job training. 
Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Po)Vers and duties; 

delegation by and Air Force' Regulation 66-1, Maintenance Manage­
ment Policy ·and 66-5, Production Oriented Maintenance Organiza­
tion. 

Purpose(s): 
Used to establish and maintain data and on-the-job training records 

pertaining to a specific individual assigned to a maintenance organiza­
tion. Used by work center supervisors maintenance training and 
administrative personnel and other members of the chief of mainte­
nance staff to maintain basic data relating to an individual and to 
monitor the overall manning status of an organization. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

·Storage: 
Maintained on disks or tapes. 
Retrievability: 
Filed by name or Social Security Number. 
Safeguards: 
Records are accessed by person(s) responsible for servtcmg the 

record system in· performance· of their official duties. R.ecords are 
controlled by computer system software. 

Retention and disposal: . 
· Maintainc;!d until purpose· has been served or for 1 month whichev­
er is sooner then destroyed. by tearing into pieces, pulping, burning, 
shredding, or macerating. 

System manager(s) and address: 
Non-commissioned officer in charge of the maintenance documen­

tation or files maintenance section at each unit utilizing MMICS. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access pro«:edures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

·Record source categories: 
Information obtained from automated system interfaces and source 

documents such as reports. 
Exemptions claimed for the system: 
None. 

F066 SAC A 
System name: 

ICBM Maintenance Standardization and Evaluation Program. 
System location: 
Headquarters Strategic Air Command (SAC), Headquarters Eighth 

and Fifteenth Air Force; all SAC missile wings/divisions; 3901 Stra­
tegic Missile Evaluation Squadron. Official mailing addresses are in 
the Department of Defense directory in the Appendix ·to the Air 
Force's systems notice. . 

Categories of individuals covered by the system: 
Intercontinental Ballistics Missile (ICBM) maintenance personnel 

assigned to Missile. Maintenance, Munitions, and Communications on 
SAC bases who have been designated by local maintenance managers 
as being in the evaluation program. 

Categories of records in the system: 
Evaluation records on technical proficiency, including manual 

summaries of task performance. Administrative records of Evaluation. 
Review Panels, including comments on substandard task perform­
ance, required corrective action or training, and follow-up actions. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by and Strategic Air Command Regulation 66-12, Volume 
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V, Quality Control and the Maintenance Standardization and Evalua-
tion Program. · ' · · · · · . · · 

Purpose(s): 
. To' record indiyiduals maintenance task ~performance res~lts. This 

. information is used· by SAC to determine, nite, and eval'uate jndivid­
ual maintenance ·performance ·as it contribute!i to the unit mainte-
nance effort. · 

Routine uses of records maintained in the system, includfng cat~go-
ries of users and the purposes of such uses: · ·. . 

None. 
· Poiicies a:nd p~actice~ for storing,~ retrieving/accessin~ retainirig, and 
disposing of records in tlte system: · •. . . 

Storage:· · . . 

Maintained in paper files. 
Retrievahility: · " 
Retrieved by name, te~m number, team type, date. 
Safeguards: .: 
Records are accessed by person(s) in performance of official. duties. 

Records are stored in locked rooms or cabinets. 
Retention and disposal: 
Retained on file until superseded, obsolete;;or·no,Ionger needed for 

reference. Destroyed when individual permanently leaves duties as­
signed in evaluation program. Current records may be forwarded to 
gaining unit if assigned to another SAC unit. Destroyed by tearing 
into pieces, shredding, pulping, burning or macerating. 
. System manager(s) ·and address: 

Director -of Missile Maintenance, Headquarters Strategic Air Com­
mand, Offutt Air Force Base, Nebraska 68113. Functional Area Man­
agers in addition to Director of Missile Maintenance are: Director of 
Munitions and Director. of Communications-Electronics: Field eval­
uation and statistical analY,sis of evaluation results are performed by 
3901 Strategic Missile Evaluation Squadron, Vandenberg Air Force 
Base, California 93437. System Managers at installation level are: 
Chief of Maintenance in Missile Maintenance, Communications,· and 
Munitions· Squadrons. on SAC bases. 

Notification procedure: ·~ · 
Requests for individuals should be addressed to the system manag­

er. of unit to which assigned. ~Request information -by name, grade, 
and unit of .assignment. 

Record access procedures: 
Individual can obtain access from the System Manager of qnit to 

which assigned: · · · .. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing· initial dete'rminations by the individual· concerned may be 
obtained from the System Manager. · 

Record source categories: . 
Information obtained .from source docum'ents (such. as forms an~ 

repo'rts) prepared by or on behalf of the ·Air. Force by boards, 
committees, panels, auditors, instructors,_ inspectors, evaluators, and 
so forth. · · 

Exemptions claimed for the system: 
None. 

F067 AF A 
System name: 

Government Furnishings Issue Record. 
System,location: . , 

. Housing Supply Offices. at all Air· Force instalhition whicli issue 
furnishings. Official· mailing addresses are in · the Department of De­
fense. directory in the. appendix to the Air Force's systems notices. 

Categories of individuals covered by the system: 
Active duty military and DOD civilians to whom government 

furnishings .are issued. . . 
Categories of records in the system: ··, 
PCS orders, rental agreement, receipt for fut:nishings. 
Authority for maintenance of the system: 
10 U.S.C. 9832, Property acc~untability: Regulations. 
Purpose(s): · ; · 
To maintain authority for issue ~nd-accourital::lility of Government 

furnishings. , 
Routine uses of records maintained in the system, including catego­

. ries of users and the purposes of such uses: 
None. ' 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of re~ords hi the system: · · · · · · · 
.. Storage: · 

Paper records stored in vertical file folders, and computer and 
computer output products. 

.Retrievability: 
Filed by name in manual file systems. Filed by SSN in computer 

storage. • ; 
Safeguards: 
Stored in file cabinets in locked ~rooms. Records are accessed by 

custodian of the record system and by persons responsible for servic­
ing the record system in performance of their official duties. 

Retention and disposal: · · . . 
Retained in file untiL furnishings are returned, and .then. destroyed 

or returned to the i11dividual. · · 
System manager(s) ·and address: 
Deputy Chief of Stiff/Logistics, headquarters''()f each. major com­

mand which issues furnishing or Chief of Housing Supply Office at 
issuing base. · 

Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the .System 

Manage~.· 

Contesting record procedures:· 
The Air Force's rules for access ·to records and for contesting and 

appealing initial determination may be obtained from the System 
.Manager and are published in Air Force Regulation 12-35. 

Record source categories: 
Information obtained from individual. 
Exemptions claimed for the system: 
None. 

F067 AF B 
System name: 

Base Service Store/Tool Issue Center Access. 
System location: 

· Retail 'Sales SeCtion at Air Force installations. · Q(Ycial mailing 
addresses are published as an appendix to the agency's compilation of 
record system notices. · · 

. Categories of individuals covered by the system: 
· Active duty and ·i~serve military and civilian personnel~ , 

Categories of records in the system: .. 
Identification data on individuals authorized access to pur~hase 

Base Service Store/Tool Issue it~ms." · ' 
Authority for maintenance of the system: 
10 U.S.C,. 9832; Pr()perty Accou~t~b~lity Regulati()nst and Execu­

tive Order 9397. 
Purpose(s): . . 
Contrql access· to Base Supply's Base Service Store. and Tool Issue 

Center l]nits at each Air Force installation. 
Routine uses <of records maintained in .the system,· including catego­

ries of users and the purposes of such uses: 
The Department of the Air Force "Blanket Routine Uses" pub­

lished at the beginning of the agency's compilation apply to this 
system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintain on computer and computer output products, and in paper 

form. · '· 
Retrievability: 
Access is by Social Security Number for military members. Access 

is by SoCial Security Number or Civilian identification card number 
for civilian employees and foreign nationa]s'. · .- · . , 

Safeguards: ' 
Access to the records is ~controlled by .computer syste~ software 

and is limited to indivi~ua~s responsible for servicing· the system. 
Retention and disposal: . 
Retained until superseded or cancelled by individual's. commander. 
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System manager(s) and address:: 
Deputy· Chief. of StaffiLogistics and Engineering, Headquarters 

United States Air Force, Washington, DC 20330-5130. 
Notification procedure: 
Individuals seeking to determine whether· this system of records 

contains information about themselves should address inquiries to the 
Deputy Chief of Staff/Logistics and Engineering, Headquarters 
United States Air Force, Washington, DC 20330-5130. 

Record access procedures: · 
Individuals seeking access to records about themselves contained in 

this system should address requests to the Deputy Chief of Staff/ 
Logistics and Engineering, Headquarters United States Air Force .• 
Washington, DC 20330-5130. · 

Contesting record procedures: · 
The Air Force rules for accessing records and for contesting and 

appealing initial agency determinations are published in Air Force 
Regulation 12-35; 32 CFR part 806b; or may be obtaine.d from the 
system manager. 

Record source categories: 
Information obtained from the individual or from the individual's 

commander. 
Exemptions claimed for the system: 
None. . 

F067 AF LEA 
System name: 

Personal Clothing and Equipment Record. 
System location: 
Individual Equipment Units at Air Force installations. Official 

mailing addresses are published as an appendix to the agency's .·com~ 
pilation of record system notices. · 

Categories of individuals covered by "the system: 
Active duty and reserve military and civilian personnel. 
Categories of records in the system: 
Expendable and non-expendable individual personal clothing and 

equipment records. 
Authm;ity for maintenance of the system: 
10 U.S.C. 9832; Property Accountability Regulations; and Execu­

tive Order 9397. 
Purpose(s): . 
Accounting for authorized clothing and equipment issued to mem­

bers and employees. Periodically reviewed by supply personnel and 
certified by the individual. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Department of the Air Force "Blanket Routine Uses" pub­
lished at the beginning of the agency's compilation apply to this 
system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Recorded electronically in a microcomputer. Maintained as .Paper 

records and stored in vertical file folders. · 
Retrievability: 
Access is by Social Security Number for military member~. Access 

is by Social Security Number or civilian identification card number 
for civilian employees and foreign nationals. Filed by last name, first 
initial, and last four digits of Social Security Number. 

Safeguards: 
Access to the microcomputer records for the purpose of making 

adds, changes, or deletions will,.be controlled using passwords as­
signed to individuals assigned to the Individual Equipment Unit. 
Paper records will be stored in file cabinets in locked rooms. Records 
are accessed by person(s) responsible for servicing the records system 
in performance of their official duties. 

Retention and disposal: 
Microcomputer records will be programmatically deleted 180 days 

after an individual has returned accountable items to the Individual 
Equipment unit. Paper records will be retained in office files until 
superseded, obsolete, no longer needed for reference, or on inactiva­
tion, then destrqyed by tearing into pieces, shredding, pulping, mac­
erating, or burning. 

When the individual is discharged, the· signed copy of the record is 
forwarded to the Consolidated Base Personnel Office for disposition. 
The originals are retained by the Individual Equipment Unit and 

destroyed after the turn-in of all equipment ·'by the individual. 
Records are. then destroyed by tearing into pieces, shredding, macer-
ating, pulpin~ or burning. · · 

System manager(s) and address: 
Deputy Chief of Staff/Logistics and Engineering, Headquarters 

United States Air Force, Washington, DC 20330-5130. 
Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address inquiries to th~ 
Deputy Chief of Staff/Logistics and Engineering, Headquarter~ 
United States Air Force, Washington, DC 20330.:..5130. 

Record access procedures: 
Individuals seeking access to records about themselv.es contained in 

this system should address requests to· the Deputy Chief of .Staff/ · 
Logistics and Engineering, Headquarters United States Air Force; 
Washington, DC 20330-5130. 

Contesting record procedures: 
The Air Force rules for accessing records and for contesting and 

appealing initial agency determinations are published in Air Force 
Regulation 12-35; 32 CFR part 806b; or may be obtained from the 
system manager. 

Record source categories: · 
Information obtained from ~he individual. 
Exemptions claimed for the system: 
None. 

F067 AFSC A 
System name: 

Equipment Maintenance Man11gement Program (EMMP) .. 
System location: 
Aeronautical Systems Division, Computer Center, Wright-Patter-. 

son Air Force Base, OH. · 
Categories of individuals covered by the system: 
Military and civilian. personnel in Aeronautical 'Systems Division, 

Air Force Avionics Laboratory, Air Force Flight Dynamics Labora­
tory, Air Force Aero Propulsion Laboratory, Air Force Materials 
Laboratory, Air Force Human Resources Laboratory and Aerospace 
Medical Research Laboratory at Wright-Patterson Air Force Base, 
having custody of high value precision measurement equipment .. 

Categories of records in the sr,stem: 
Equipment maintenance management data on equipment signed out 

to individuals by equipment item number, model number, date 
checked out, office symbol, calibration due date, user Social Secu~ity 
Number and name. · 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by.· 
Purpose(s): · 
Maintain maintenance and management control of high . value 

equipment including issuance, security and storage, and recalibration. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Norie. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained on computer and computer output. products .. 
Retrievability: 
Records may be retrieved by custodian name and Social Security 

Number or by equipment ID number and manufacturer. 
Safeguards: 
Computer records are · maintained under systems software with 

password control. Printouts are kept in locked cabinets and desks. 
Offices and buildings are locked after duty hours. 

Retention and disposal: 
Printouts are kept up to a two weeks maximum and then destroyed 

by tearing into pieces. · 
System manager(s) and address: 
Air Force Wright Aeronautical Laboratory, Logistics Office, As­

sistant for Operations, Wright-Patterson Air Force Base, OH 45433. 
Notification procedure: 
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Requests from individuals should be addressed to the system man­
ager. Requesting individ~als will be required to supply full name and 
office symbol or name of immediate supervisor for telephone re­
quests; full name, driver's license or base ID card for personal visits. 

Record access procedu_res: . · 
· Individual can obtain assistance in gaining access from the System 

Manager, telephone area·~ode (513) 255-4522. 
Contesting record procedures: 
The. Air. ~~rce's rule~ fo~ access to r~con,Js and for contesting and 

app~ahng mtttal determmattons by the mdividual concerned may be 
obtamed from the System Manager. · 

Record source categories: 
Individuals and automated systems interface. 
Exemptions claimed for the system: 
None. 

F070 AF AFO A 
System name: 

Accounts Payable Records. 
· Syste~ location: 
At Accounting and Finance Offices at Air Force bases, .Air Na" 

tiona) Guard activities, Air Force Reserve units, and Air Force 
components listed in the Department of Defense Directory in the 
appendix to the Air Force systems notices; some records are stored 
at the Denver Federal Archives and Record Center, Bldg 48, 
Denver Federal Center, Denver, CO 80225. 

Categories of individuals covered by the system: 
Individuals who have monies owing to' them by the Air Force or 

who have performed an official function resulting in a valid debt 
payable by the Air Force to a third .party. Such individuals include 
contractors, military and civilian personnel and their dependents, 
assignees, · trustees, guardians, survivors, claimants having tort or 
compensation claims against the Air Force for personal injuries or . 
property damage. 

Categories of .records in the system:· 
Include, but are riot limited to, contracts; purchase orders; tempo­

rary duty and per~anent change of station' orders; transportation 
requests; governm~nt bills of lading; tort claims; compensation 
cl<!-ims; correspondence with creditor~; dependents of military person-
nel and,civilian employees. · 

Authority for maintenance of the. system! 
31 USC 66c, Receipts, retention. and disbursement of public funds; 

82e, Travel and transportation allowances: Dependents: Baggage and 
household effects; 492, Disbursing officers; 37 USC 404, Travel a~d 
transportation allowances: General; 406, Disbursing officers. · 

Purpose(s): 
Records are used. to support payments to creditors who may in­

clude military personnel and civilian employees, their dependents, 
survivors, guardians and trustees, contractors, vendors, claimants· in 
tort and compensation claims and assignees. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of-records may be disclosed for any of 
the blanket routine uses published by the Air F:orce. When author­
ized, records may be disclosed to creditors, dependents, claimants, 
Internal Revenue Service (for tax purposes, including assessments, 
levy action, employer/employee Social Security taxes), Social Securi­
ty Administration and Veterans Administration (for verification of 
claims and eligibility for benefits administered by such agencies), and 
state and local authorities (for matters pertaining to taxation, welfare, 
and criminal and civil litigation within the jurisdiction of such au­
thorities). 

Policies and practices for ~toring, retrieving, a~cessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained)n file folders, visible file binders/cabin~ts, card files, 

computer and computer output products, magnetic cards, and micro-
furm. · 

Retrievability: 
· Filed by name or Social Security Number (SSN). 

Safeguards: 
Records are accessed by person(s) responsible for servtcmg the 

record system in performance of their official duties who are proper­
ly screened and cleared for need-to-know. Records are stored in 
security file containers/cabinets, locked cabinets or rooms, protected 

by guards and controlled by personnel screening and by visitor 
registers. 

Retention and disposal: 
Retention periods of various types of documents vary from one 

month to permanent. Some r~cords are destroyed by the B!ise Ac­
counting and Finance Offices at base level by te.aring, shredding, 
pulping, macerating, or . burning; others are retired to the Denver 
Federal ·Archives and Record Center and destroyed ·after varying 
retention periods by sale to salvage paper companies ,for shredding. 

System m~nager(s) and address: . . 
Director Accounting and Finance United States Air Force 

(USAF). Accounting and Finance Officers at Air Force installations. 
Notification procedure: 
Information as to whether the record· system contains information 

on an individual may be obtained from AFAFC/DAD, Denver, CO 
80279, telephone (303) 370-7553. Information pertaining to geographi­
cally dispersed elements of the record system may be obtained from 
managers at the applicable Air Force component listed in the De­
partment of Defense Directory in the appendix to the Air Force 
systems notices. The •requester. should be able to provide sufficient 
proof of identity, such as name, Social Security Number, service· 
number, military status, duty station or place of employment, or 
other information verifiable frqm the record itself. · 

Record access procedures: 
Requests from individuals should be addressed to AF AFC/DAD, 

Denver, CO 80279, telephone (303) 370-7553. Information pertaining 
to geographically dispersed elements· of the record system may be 
obtained from documentation managers at the applicable Air Force 
component listed in the Department of Defense Directory in the 
appendix to the Air Force systems notice~. The requester. should be 
able to provide sufficient proof of identity, such as name, Social 
Security Number, service number, military status, duty station or 
place of employment, or other information verifiable from the record 
itself. · · · · · 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned rriay be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. · 

Record source categories: 
Sources include, but are not limited to,. information obtained from 

automated system interfaces, corporations and from source docu­
ments such as reports, contractors, vendors, claimants; trustees, as­
signees, Air Force and other Department of Defense components, · 
carriers, General Accounting Office, Comptroller General, and .Vet­
erans Administration. 

Exemptions claimed for the system: 
None. 

,~F075 AA A 
System name: 

Office, Secretary of Air Force T~avel Files. 
System location: 
Office of the Secretary of the Air Force, Wa~hington, DC 20330. 
Categories of individuals covered by the system: . 
Military, civilian, statutory, Congressional.and others sponsored by 

Secretaries of Air Force and/or Defense... · 
Categories of records in the system: 
Travel orders and transportation authorizations, paying· agent 

orders, passport information, and travel vouchers. 
Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers· and duties; 

delegation by. 
Purpose(s): 
To provide reference in response to individual and/or offices re­

quests for actual purposes of travel, costs and records used for future 
planning. Copies of orders on file in Director of Administration, 
Headquarters U. S. Air Force, Washington, DC 20330, for record of 
authentication. Copies of paying agent orders on file Director of 
Administration, Headquarters U.S. Air Force Washington, DC 20330 
for record of payments. Travel on file at US Air Force Accounting 
and Finance Center, Denver, CO record of Air Force expenses. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 
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Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage:. 
Maintained in file folders/note books/binders/card files. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by person(s) responsible for serv1cmg the 

rec;ord system in perform~nce of their official duties. Records are 
stored in locked cabinets or rooms. Access controlled by assistant 
manager and restricted to. authorized personnel. 

Retention and disposal: · 
Records on currently assigned personnel are retained in office files 

until superseded, obsolete, no longer needed for reference, or on 
inactivation, then destroyed. Transportation authorization and Invita­
tional orders are retained in office files for one year after annual cut-. 
off then destroyed. Paying agent orders are retained in office files for 
two years after annual cut-off, then destroyed. Records contained in 
this system are destroyed by tearing into pieces, shredding, pulping, 
macerating, or burning. . 

System manager(s) and address: 
Administrative Assistant to the Secretary of the Air Force, the 

Pentagon, Washington, DC 20330. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Air Force channels from agencies and individuals requesting Air 

Force travel. 
Exemptions claimed for the system: 
None. 

F075 AF DP A 
Syst~m name: 

Application for Early Return of Dependents. 
System location: 
All overseas host base Central Base Personnel Office (CBPO) 

outbound assignments sections (DPMU). Official mailing addresses 
are published as an appendix to the Air· Force's compilation of 
systems of records. 

Categories of individuals covered by the system: 
Command sponsored dependents of military personnel assigned 

overseas. 
Categories of records in the system: 
Members name, grade, Social Security Number, initial date of 

sponsor entry into overseas theater, date of separation, date of rota­
tion (DEROS); names, relationships, sexes, dates of birth, passport, 
numbers, and addresses of dependents. 

Authority for maintenance of the system: 
37 U.S.C. 401, Chapter 7 and E.O. 9397. 
Purpose(s): 
Used by the Unit Commander, CBPO personnel, and the approval 

authority to approve/disapprove requests for early return of depend­
ents. Under the provisions of Air ·Force Regulation 75-8, Vol II, 
member or spouse may request early return of dependents to their 
country of origin if desired; prior to the time PCS orders are re­
quired. If member declines to initiate request for early return of 
dependents, the spouse may request early return for self but not for 
minor children. Documentation must be provided by the applicant to 
substantiate the· existence of a situation which required dependents to. 
be returned (Joint Federal Travel Regulation (JFTR) U5240, Dl-De, 
Items a-h). · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" that appear at the beginning of the 
Air Force's compilation of systems of records apply to this system. 

'Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maint~ined in file folders. 
Retrievability: 
Retrieved alphabetically by name. 
Safeguards: 
Records are stored in locked cabinets, rooms, or buildings. 

Records are accessed by the custodian and personnel responsible for 
servicing the record system in performance of their official duties. 
Access is controlled by the system manager and restricted to author-
ized personnel. · 

Retention and disposal: 
Early return of dependents case fi!es are retained in office files for 

one year after the annual cutoff, then destroyed. These records are 
destroyed by one of the following means:· Tearing into pieces, shred­
ding, pulping or burning. 

System manager(s) and address: 
Chief, Personnel Utilization (DPMU), host base CBPO. Official 

mailing addresses are published as an appendix to the Air Force's 
compilation of systems of records. 

Notification procedure: · 
Individuals ·seeking to determine whether this system of records 

contains information about themselves shpuld address written inqui'r­
ies to the Chief, Personnel Utilization (DPMU), host base CBPO. 
Official mailing addresses are published as an appendix . to the Air 
Force's compilation of systems of records. Full name and SSN of 
sponso~ are required for inquiries. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries to the Chief, 
Personnel Utilization (DPMU), host base CBPO. Official mailing 
addresses are published as an appendix to the Air Force's compilation 
of systems of records. · 

Contesting record procedures: 
The Department of the Air Force rules for access to records and 

for contesting and appealing initial determinations by the individual 
concerned are published in Air Force Regulation 12-35; 32 CFR part 
806b; or may be obtained from the system manager. 

Record source categories: 
Information obtained from individuals requesting early return of 

dependents, personnel, legal, chaplain, or other agencies providing 
pertinent information for the case file. 

Exemptions claimed for the system: 
None. 

F075 AF LEA 
Systeni name: 

Household Goods Nontemporary Storage Syste~ (NPTEMPS). 
System location: 
At all Air Force bases having personal property re~ponsibility. 

Official mailing addresses are contained in the Air Fore~ Address 
Directory. 

Categories of individuals covered by the system: 
Active duty and retired military personnel or their dependents, and 

civilian employees. 
Categories of records in the system: 
Applications for storage, travel orders, substantiating documents. 
Authority for maintenance of the system: 
10 USC 133, Secretary of Defense: Powers and duties; delegation 

by. 
Purpose(s): 
Used by' base level traffic management offices (AFO) and local 

commercial contractors in managing, controlling and payment of 
contractors for services rendered for storage services. Information 
used by TMO to maintain, identify lots, determine excess cost and 
perform payment actions for storage accounts. AFO will use infor­
mation to process invoices for payment. Contractors will use data to 
verify and certify invoices for payment for services rendered against 
individual storage lots. · 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · · 
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Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. , 

Policies and practices for sto~ing,' retrieving, accessing, retaining, and 
disposing· of records in the system: · · · · . · 

Storage: 
Maintained in file folders, card files, or compute~ and computer 

output products. 
Retrievability: . 
Filed by name and/or Social Security Number (SSN). 
Safeguards: 
Records are accessed' by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties, who are pr<~perly screened and cleared for 
need-to-know. Records· are stored in locked cabinets or rooms and 
controlled by personnel screening. 

Retention and disposal: 
Files are retained for 6 months to ) years,· depending on type, and 

destroyed by tearing, shredding, pulping, macerating or burning. 
' System manager(s) and add~ess: . . 

Deputy Chief of Staff, Logistics and Engineering, Headquarters 
United States Air Force, Washington, DC 20330. 

Notification procedure: · . . 
. Individual requests should be a<;ldressed to the System Manager. 

Base traffic management offices have individual record. Visitors must 
provide name, grade, SSN and identification 'card. 

Record access procedures: ·· · - . · > • • 

· Mailing -addresses are i~ ·the Depart~ent. of Defense dir~ctory in 
the appendix· to. the Air Force's systems notices .. 

Contesting record procedures: 
The Air Force's rules for access to records and f~r contesting and 

appealing initial determinations by the individual concerned may. be 
obtained from the System Manager. and are published in Air Force 
Regulation 12-35. 

; Record source categories: 
Information from individuals, applications for storage. of household 

goods, travel orders, and substantiating documents. : · 
Exemptions claimed for the system: 
Ncihe. · · 

F075 AF LE.B 
System name: .-

Personal Property Movement Records. 
System location: 
Traffic Management -Office or Air Force controlled Joint Personal 

Property Shipping Offices at Air Force Activities. Official mailing 
addresses are in the Department of Defense directory in. the appendix 
to the Air Force's systems notices. 

Categories of individuals covered by the system: 
Persons who shipped personal property through an Air Force 

controlled activity. 
Categories of records in the system':' 
Application, orders, inventory, Government Bill of Lading, ship­

ping documents, Certificates of Approval or Disapproval, Power of 
Attorney;· carrier and/or contractor documentation, Inspection 
Report, and Counseling Checklist. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 

: Traffic . Management Officer uses these ·record to determine ship­
ment eligibility and lawful ~ntitlements, and as a basis for expenditure 
of public funds and contra~ts with commercial carriers. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

. ReGords from this system of records may be disclosed for any of 
.the blanket routine~l\ses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
·disposing of records in the system: 

·storage: 
· Maintain'ed in file folders. 
Retrievability: 
Filed by name. 
Safeguards: 

Records are stored in locked cabinets or rooms a·nd are . accessed 
by person(s) responsible for servicing the recor!i system in perform­
ance of their official duties. 

Retention and disposal: 
Retained in office files for three years after annual cutoff; trans­

ferred to Regional Fed~ral Records Center for indefinite retention. 
System manager(s) and address: 
Deputy Chief of Staff, Logistics and Engineering, Headquarters 

United States Air Force, Washington, DC 20330. 
Notification procedure: 
Request from individual should be atldressed t() the System Manag­

er. Include individual's name, service, Social Security Number; ·type 
of shipment, origin, destination, and . the date of application. Any 
means of positive identification -is acceptable., 

Record access procedures: 
Mailing addresses are in the Department of Defense directory in 

the appendix to the Air Force's systems notices. 
Contesting record procedures: · 
The Air Force's rules for access to records and for contesting and 

appealing initial· determinations by the individual concerned may be 
obtained from the System Manager ,and ar:e published in Air Force 
Regulation 12-35. 

Record source categories: 
Government Inspector's Quality Control Report. Information also 

obtained from the individual. 
Exemptions claimed for the system: 
None. 

F075 USAFE A 
System name: 

Customs Control Records. 
System location: 
Customs Control Office of the Transportation B~anch, 7206 Air 

.Base 'Group/LGTTG, APO NY 09223. Selected sub-elements are at 
the Investigation Section of the Security Police Division, 7206 ABG/ 
SPI, APO NY 09223,-and the Judge Advocate Office, 7206 ABG/ 
JA, APO NY 09223. 

Categories of individuals covered by the system: 
Personnel assigned to duty in Greece qualifying for tax-free privi­

leges under Article I of the North Atlantic Treaty Organization 
Status of Forces Agreement. 

Categories of records in the system: 
Certificates of understanding ~nd accountability; purchase records; 

importation documents; vehicle registration and duty-free customs 
certificates; customs control card. roster; Greek customs tax receipts; 
copies of military orders; certifica'tes of dependency; currency con­
version records; military and Greek police reports concerning theft, 
loss or destruction of personal property; records of imports· and 
exports via postal systems; personal property inventories for incom­
ing and outgoing shipments. of household goods; and .. reports of 
investigation concerning possible or actual customs violations. 

Authority for maintenance of the .system: 
North Atlantic Treaty Organization Status of Forces Agreement 

and 10 USC 8012, Secretary of the Air Force: Powers and duties; 
delegation by. 
. Purpose(s): 

This system of records is used -t~· control the tax-free acquisition of 
personal property by U.S. Forces entered into Greece in tax and 
duty exempt status under the provisions· of the, NATO Status of 
Forces Agreement. This agreement,• and others which supplement it, 
require the U.S. to limit the tax-free import arid use of items required 
by the U.S. Forces to on.ly those members with bona fide· entitle­
ments and to assist the Greek government in collecting evidence and 
securing payment of any applicable taxes. Users of the inf0rmation in 
the customs control system include U.S. Air Force, Navy, Army, 
and State Department transportation and customs activities who. 
compile and maintain. the records; military security, investigative, and 
law enforcement activities who screen records to collect evidence 
where possible wrongdoing is indicated; military justice officials who 
review evidence and advise commanders on possible legal actions; 
and Air Force Accounting and Finance Offices to control legal 
conversion of U.S. and host nation currency and to' report excess 
profit from legal sales of property to Internal Revenue Service where 
appropriate. The system is used to document property imported ~ax­
free ,into Greece and any purchases made by individuals in the 
military tax-free sales outlets. The information is used to prove com-. 
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pliance by the U.S. Forces with U.S. treaty obligations and io identi­
fy and correct black-marketeering or other unauthorized activities 
which evade Greek customs. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Information from this system of records may be disclosed for any 
of the blanket rotuine uses published by the Air Force. Information 
may be disclosed to Greek authorities as required by treaty. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Stored in file folders. 
Retrievability: 
Files are maintained in numerical sequence using a locally estab­

lished individual customs control number given upon application to 
each member entitled to tax-free privileges in Greece. The customs 
control number is cross-referenced to the member's name, Social 
Security Number, permanent reassignment date, and employer. -De­
pendents of entitled members are listed under their sponsor's customs 
control number and record file. An electronic data processing card 
file is used in the U.S. Air Force Customs Control Office to correlate 
customs control number, name, unit of assignment, and expiration 
date of privileges. 

Safeguards: 
Records are safeguarded in locked file cabinets, locked rooms, and 

locked buildings. Records may be reviewed only by the person to 
whom they apply or competent investigative authority based on a 
verified need to know. 

Retention and disposal: 
Records are maintained in active use until the members clear their 

accounts in preparation for departure from Greece. The records are 
then removed to an inactive file within the U.S. Air Force Customs 
Control Office for· one additional year and then transferred to ·a 
records staging area for two more years. Three years after closeout, 
files are destroyed by shredding, burning, pulping, or macerating. 

System manager(s) and address: 
Chief of Transportation, 7206 Air Base Group, APO, NY 09223. 
Notification procedure: 
Individuals may request information from the Systems Manager 

concerning their personal customs account at any time. Requesters 
must apply either personally or in writing providing their full name 
(and name of sponsor if in dependent status when the record was 
created), unit of assignment whil¢ in Greece, and period of stay in 
Greece. Requesters may visit the Customs Control Office of the 
Chief of Transportation, 7206 Air Base. Group, Hellenikon Air Base, 
Greece, to review their personal customs records or seek informa­
tion. Requesters must ·present identification cards issued by U.S. 

. Forces in Greece to gain access to their personal records. 
Record access procedures: 
Access to per~bnal records or data concerning an individual cov­

ered under the system can be obtained only from· the Systems Man­
ager or the customs liaison clerks in the Customs Control Section of 
the Office of Chief of Transportation, 7206 ABG/LGT, APO NY 
09223. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the Systems Manager and are published in Air Force 
Regulation 12-35. · 

Record source categories: 
Individually prepared applications for duty-free entry of private 

property and automobiles; individually prepared applications for cus­
toms control cards; certificates of understanding and liability; bills of 
sale; Army and Air Force Exchange Service purchase records; Air 
Force Commissary Service purchase records; Air Force Accounting 
and Finance Office records of individual currency conversions; US 
Postal Service parcel receipt records; international mail parcel re­
ceipt information; USAF Security Police investigation reports con­
cerning loss, theft, damage or property or alleged unauthorized dis­
position (black-marketeering); Defense Logistic Agency Property 
Disposal Office turn-in records; household goods carriers' inventories 
of personal property imported and. re-exported to and from Greece 
by each member subject to the system; employer's certification of 
eligibility to tax-free privileges; official assignment orders; letters of 
eligibility from non-appropriated fund employers and USAF Pro­
curement Office for eligible contractor personal, determinations of 
eligibility rendered by the Staff Judge Advocate's office. 

Exemptions claimed for the system: 
None. 

F076 MAC A 
System name: . 

Passenger Reservation and Movement System. 
System location: 
Headquarters Military Airlift Command (MAC), Scott AFB, Illi­

nois; Aerial Ports of Embarkation and Debarkation, military airfields 
or installations (all Services), certificated air carriers at civil (com­
mercial) airports, and any activity or agency responsible for initiating 
or receiving a request for the movement of personnel and their 
baggage; manifesting, tracing and billing actions; and statistical data 
collection. Official mailing addresses are in the Department of De­
fense directory or the current United States Government manual. 
Commercial air carrier addresses· are listed in the Official Airlines 
Guide. 

Categories of individuals covered by the system: 
Military, civilian, statutory, congressional and others sponsored by 

the Secretary of Defense or Military Service Secretaries. The Execu­
tive Office, Executive departments, independent agencies, Legislative 
Branch and the Judicial. Branch. 

Categories of records in the system: 
Travel order, transportation authorizations, and passenger mime 

records. Categories of information in the passenger name record 
include but are not limited to: Name, grade, seats required; reserva­
tion identification code (RIC) which is assigned by a requesting 
activity or individual passengers and is the social security number or 
other unique identifier; origin, destination, requested travel dates, 
routing indicator (identifies the activity/installation requesting· the 
reservation), cancellation and type standby codes (identifies the 
reason the passenger did not depart as scheduled); flight number, 
departure date and reporting ;time, and other administrative codings 
as determined by a Service activity or MAC to facilitate the comple­
tion of travel to include baggage tracer and billing actions. The 
passenger name record is a complete listing of all transportation 
related administrative actions related to individual passengers. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
Passenger name records are used to prepare aircraft manifests for 

passenger identification processing and movement on military air­
craft, commercial contract· (charter) aircraft, and on seats reserved 
(blocked) on regularly scheduled commercial aircraft at military and 
civilian airports. Records in this system are also used to: (a) Develop 
.billing data to the user Military Services or other organizations; (b) 
determine passenger movement trends; (c) forecast future travel re­
quirements; and (d) identify, research, and resolve transportation 
related problems. In addition, records may also be used as the basis 
of disciplinary action initiated by the requesting activity; and the 
conduct of official investigations. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. Records from 
the system are routinely disclosed to other Federal agencies and 
offices provid~d transportation, and to civilian airlines and airports 
for transportation services. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders, notebooks/ binders, card files, computer 

paper printouts, computer magnetic tapes, disks, microfiche or rolled 
microfilm. 

Retrievability: 
Records on this system may be retrieved by any of the following 

means: By name - RIC (SSN) channel, flight number, movement 
channel, type transaction, type travel, special passenger category, 
type standby code, passenger cancellation reason code. 

Safeguards: 
Records are stored in locked cabinets, rooms or buildings. Records 

are accessed by the custodian and person(s) responsible for servicing 
the record system in performance of their official duties. Access 
controlled by the manager and restricted to authorized personnel and 
executive software sign-on procedures control access to the computer 
data base. 
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Retention and disposal: 
Transportation authorizations and orders are retained in office· files 

for two years after the annual cut-off, then destroyed. Other records 
in the system are retained in office files until superseded, obsolete, no 
longer needed for reference, or on inactivation, then destroyed. 
These records are destroyed by one of the following means: By 
tearing into pieces, shredding, pulping, macerating, burning, or de­
gaussing in the case of magnetic computer -media. 

Sr.stem mt~nager(s) and address: , . · · 
· Director of Terminal Operations, Deputy. Chief of. Staff, Air 

Transportation, Headquarters Military Airlift·Command, Scott AFB, 
Illinois 62225. 

Notification procedure: 
Requests from individuals· should be addressed to the System Man­

a,ger. Full name, reservation identification code, and movement chan:. 
nel are required for inquiries. . . . 

Record access procedures: . 
Individuals can obtain assistance in gaining access from the System 

Manager. Mailing addresses are in the Department of Defense dire~~ 
tory in the appendix to the Air Force's systems notice. 

contesting record procedures: 
The Air Force's rules for access to record~ and for contesting and 

appealing initial determinations by' the individual concerned may be 
obtained from the, System Manager. · 

Record source categories: 
. Information obtained from military transporta.tion and personnel 

activities, · individuals requesting air travel or from other agencies 
designated to arrange air passenger reservations. 

Exemptions claimed for the system: 
·.None. 

FQ77 AF LEA 
System name: 

Motor Vehicle Operators' Records. 
System location: 
Air Force Base Drivers Training and. Qualification Section,· Air 

Force Reserve units and Air National Guard activities. Official mail­
ing addresses are in the Department of Defense directory in 'the 
appendix to the Air Force's systems notices. 

Categories of individuals covered by the system: 
All military and civilian personnel issued a United States Govern­

ment Motor Vehicle Operator's Identification Card. 
Categories of records in the system: 

. Application, test results, medical evaluation, accident history, traf­
fic citations and driver awards. 

Authority for maintenance of the system: 
10· USC 133, Secretary of Defense; appointment; powers and 

duties; delegation by. 
Purpose(s): 
Determination of operator eligibility by Vehicle Operati~ns Offi­

cer. Used as basis for issue of a Government motor vehicle operator's 
identification card. Releasable to Safety and Law Enforcement au­
thorities for investigation and posSible criminal prosecution or Civil 
court action. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by .the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders, and on computer· and computer output 

products. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are stored in locked cabinets or rooms and accessed by 

person(s) responsible for servicing the record system in performance 
of their official duties. · 

Retention and disposal: . , . 
Retained in office files until discharge, separation, or reassignment 

of the individual, then returned to servicing .consolidated base per­
sonnel office for destruction. 

System manager(s) and address: 

Deputy Chief of Staff, Logistics and Engineering, Headquarters 
United StatesAir Force, Washington, DC 20330. 

Notification procedure: 
Request should be addressed to the System Manager. 
Record access procedures: 
Mailing addresses are in the Department of Defense directory in 

the appendix. to the Air Force's systems notices. 
Contesting recor.d procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information obtained from medical institutions, police and investi­

gating officers, motor vehicles bureaus, state or local governments, 
witnesses, Department of Transportation. 

Exemptions claimed for the system: 
None. 

F080 AFAA 
System name: 

Minnesota Multiphase Personality Inventory. 
System location: 
United States Air Force Academy, USAF Academy Colorado 

Springs, CO 80840. 
· Categor~es of individuals 'covered· by the system: 

Air Force Academy and Preparatory School cadets. 
Categories of records in the system: 
Personality tests results, group data analyses. 
Authority for maintenance of the system: 
10 USC Chapter 903, United States Air Force Academy. 
Purpose(s): 
Used in research analyses concerning relationships, personality and 

performance to evaluate personality variables on cadet performance. 
Routine uses of records maintained in the system, including catego-

ries of users and the purposes of such uses: ' 
Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

di~posing of records in the system: . · · · 
Storage: · 
Maintained on computer and computer output products . 
Retrievability: 
Cadet Number. ; 
Safeguards: 
Records are accessed by person(s) responsible for servicing the 

record system in performance of their official duties. Records are 
stored in locked cat;>inets or rooms. 

Retention and disposal: 
Retained in ·office files until superseded, obsolete, no longer needed 

for reference. · 
System manager(s) and address: 
Dean of Faculty, United States Air Force Academy, CO 80840. 
Notification procedure: 
Requests from individuals should be addressed to the ·system Man­

ager. 
Record access procedures: 
The individ~al can obtain gaining access from the System Manag­

er. 
Contesting· record procedures: 
The Air Force's rules for access to records and for· contesting and 

appealing initial determinations by the individual .conce_rned. may be 
obtained from the System Manager and are pubhshed m A1r Force 
Regulation 12-35. 

Record source categories: 
Individual. 
Exemptions claimed for the system: 
None. 

, F080 AFSC A 
System name: 

Aeromedical Research Data. 
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System location: 
·Aerospace Medical Division (AMD), Brooks Air Force Base, TX 

78235. 
Categories of individuals covered by the system: 
Personnel receiving medical evaluation from Department of De­

fense medical facilities. Participants in epidemiologic studies spon­
sored by· agencies of the Department of Defense, Federal Aviation 
Administration, Veterans Administration, The National Institutes of 
Health, National Research Council, and Occupational Safety and 
Health Administration. 

Categories of records in the system: 
Medical evaluations, demographic arid mortality data. 
Authority for maintenance of the system: 
10 USC Chapter 55, Medical and Dental Care. 
Purpose(s): 
Data is used for aeromedical research, fitness for duty determina­

tion and medical care. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. Individually 
identifiable records are used by medical authorities and consultants of 
the Department of Defense and Federal Aviation Administration to 
determine that individual's fitness for duty. Data on foreign personnel 
are used by the corresponding authority in that individual's country 
to determine their fitness for duty. An individual's record is used by 
medical personnel to deliver medical care to that patient. Aeromedi­
cal research data are used by scientists working with agencies of the 
Department of Defense, Federal Aviation Administration, Veterans 
Administration, The National Institutes of Health, National Research 
Council, and Occupational Safety and Health Administration to de­
termine medical criteria for duty and to develop methods to prevent 
disease and disability. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
dispo~ing of records in the system: 

Storage: 
Maintained in microfilm jackets and microfilm rolls, in paper files, 

and on computer. 
Retrievability: 
Filed by name, or Social Security Number (SSN). 
Safeguards: · 
Computerized patient records retrievable from remote terminals 

are protected from unauthorized access or alteration by a data man­
agement system which requires a password for access to an author­
ized subset of data. When appropriate for research purposes, the data 
base management system permits scientists to examine patient records 
without revealing the unique patient identifiers. All of the data is 
accessed only by the custodian of the record system, and released 
only to medical personnel and scientists who are properly screened 
for need to know. 

Retention and disposal: 
Destroy paper and microfilm files when no longer needed or after 

25 years by tearing, shredding, pulping, mascerating or magnetically 
stored data is destroyed by erasure. 

System manager(s) and address: 
Commander Aerospace Medic~] Division, Brooks Air Force Base, 

TX 78235. · 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining. access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
· Information from military personnel records. 
Exemptions claimed for the system: 
None. 

F090 AF A 
System ·name: 

Visiting Officer Quarters-Transient Airman Quarters Reservation. 

System location: 
All Air Force installations with Visiting Officer and/or Transient 

Airman Quarters. Official mailing addresses are published as an. ap­
pendix to the Air Force's compilation of record system notices.· 

Categories of individuals covered by the system: 
Personnel registering to obtain a room for the duration of visit. 
Categories of records in the system: 
Registration of transfent personnel into quarters. 
Authority for maintenance of the system: 
10 U.S.C. 8013 and Executive Order 9397. 
Purpose(s): 
To register occupants of base transient quarters and charge for 

billeting. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
The Department of the Air Force "Blanket Routine Uses" pub­

lished at the beginning of the agency's compilation of record system 
·notices apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and · 
disposing of records in the system: 

Storage: 
Maintained in visible file binders/cabinets and on , computer and 

compter output products. 
Retrievability: 
Retrieved by name and Social Security Number. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties. Records are stored in locked cabinets or 
~ooms. 

Retention and disposal: 
Retained in office files for three months after monthly cutoff, then 

destroyed by tearing into pieces, shredding, pulping, macerating, or 
burning. 

System manager(s) and address: 
Deputy Chief of Staff, Logistics and Engineering, Headquarters, 

United States Air Force, Washington, DC 20330-5130. 
Notification procedure: 
Individuals seeking to determine whether information about them­

selves is contained in this record system should address written 
inquiries to the Deputy Chief of Staff, Logistics and Engineering, 
Headquarters, United States Air Force, Washington, DC. 20330-5130. 

Full name and Social Security Number are required for inquiries. 
Record access procedures: 
Individuals seeking to access records about themselves contained in 

this record system should address written requests to the Deputy 
Chief of Staff, Logistics and Engineering, Headquarters, United 
States Air· Force, Washington, DC 20330-5130. · 

Full name and Social Security Number are required for access. 
Contesting record procedures: 
The Department of the Air Force rules for accessing records and 

for contesting and appealing initial agency determinations by the 
individual concerned are published in Air Force Regulation 12-35; 
32 CFR part 806b; or may be obtained from the system manager: 

Record source categories: · 
From individual registering. 
Exemptions claimed for the system: 
None. 

. F090 AF B 
System name: 

Unaccompanied Personnel Quarters Assignment/Termination. 
System location: 
All Air Force Command bases. Located in the Base Billeting 

Operations Office and in the respective Squadron Orderly Room. 
Official mailing addresses are in the Department of Defense directory 
in the appendix to the Air Force's systems notices. 

Categories .of individuals covered by the system: 
Unaccompanied military personnel who: (1) Apply for or who are 

entitled to occupy unaccompanied quarters, (2) accept or decline 
unaccompanied on-base quarters, (3) reside off-base at their own 
expense, (4) accept inadequate quarters, and/or (5) are identified as 
authorized to reside off-base with prescribed quarters allowance. 
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Categories of records in the system: 
Records related to application, assignment, acceptance, declination, 

or termination of unaccompanied quarters; authorization for unac-. 
companied personnel to reside off-base at their own expense; volun- . 
tary acceptance of inadequate q4arters; and/or authorization to reside 
off-base with prescribed quarters allowance. · 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Power and duties; 

delegation by. · 
Purpose(s): 
To effectively manage unaccompanied personnel quarters; establish 

and maintain a record of application for unaccompanied personnel 
quarters assigqment; terminate assignment to unaccompanied quar­
ters; and grant authorization to reside off-base with or without speci­
fied quarters. allowance. 

Routine uses of records maintained in the system, including catego-
ries of users, and the purposes of such uses: ·· · 

None. ·· 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders. 
Retrievability: 
Retrieved by name. 
Safeguards: 
Records are accessed by custodian of unit files and by personnel 

responsible for servicing the record system in performance of official 
duties. File folders are stored in locked rooms and drawers. 

Retention and disposal: 
Records are destroyed by tearing into pieces, shredding, burning, . 

macerating, or pulping when superseded or when individual ·is reas­
signed. 

System manager(s) a~d address: 
Base Billeting Manager and Commanders of Squadrons on AF 

bases. · 
Notification procedure: 
Individuals inay contact the Base Billeting Manager or Command­

ers of Squadrons on AF bases. Requests to determine existence of 
record should include full name and grade and approximate :dates 
individual was assigned to or serviced by the Billeting Operation 
function on AF bases, subsequent to July l, 1981. · · 

. Record 11ccess procedures:· 
Access.is confrolled by Base Billeting Manager at ·base level or by 

Squadron Commanders at· squadron 'level. 
Contesting record procedures: 
The Air ·Force's rules for access to records and for contesting ·and 

appealing initial determinations by the individual concerned may .be 
obtained· from the .System Manager and are published in· Air Force 
Regulation 12-35. 

Record source categories: 
Information is obtained from individual. · 
Exemptions 'claimed for the system: 
None. 

FlOO AFCC :A 
System name: 

Military Affiliate Radio System (MARS) Member Records. 
System location: 
At Headquarters Air Force Communications Command (AFCC). 

Subordinate headquarters, and Air Force installations. Official mail­
ing addresses are in the Department of Defense Directory in the 
appendix to the Air Force systems notice. At MARS member sta­
tions. 

Categories of individuals covered by the system: 
Amateur Radio Operators licensed by United States Air Force 

(USAF) .MARS. 
Categories-of records in the system: 
MARS Personnel Action Notification and Registration; MARS 

Station Questionnaire; Application for Membership in Military Affili­
at~ Radio System. Information includes individuals name, MARS call 
sign, amateur call sign, mailing address, Federal Communic~tions 
Commission (FCC) license class; MARS assignment, communications 
capability, .MARS position, military status, and telephone number. 

Authority for maintenance oftbe system: 

10 USC 8012, Secretary of Air Force, powers and duties; delega­
tion by; as implemente.d by Air Force.Regulation (AFR) 700-17, 
Military Affiliate Radio System. 

Purpose(s): 
To identify MARS members, to describe and up<;late information 

conc~rning members; station capa~ility, MARS assignment and posi­
tion status, to assign call signs and designators, to spec;ify operational 
parameters .. and constraints, mailing address, amateur license; · tele­
phone number, an<;l responsibilities. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses:: . 

Records from this. system of records may be disclosed for any of 
the blanket routine uses published ,by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained' in file folders and computer diskettes. 
Retrievability: 

·Filed by name, by call sign or designator and geographic location. 
·Safeguards: 
By' authorized personnel in the course of their duties who are 

properly screened and cleared for need-to-know. Stored in file cabi~. 
nets. · · 

Retention and disposal: . . ! 

At HQ AFCC, retained until termination of membership. or alter­
ation of information and then destroyed by tearing to pieces, shred­
ding, pulping, macerating or burning. At· MARS stations; retained in 
office files until reassignment or termination of ·membership and then 
destroyed by tearing to pieces, shredding, pulping,·· macerating, or 
burning. ' 

. System marlager(s) and address: 
Deputy Chief of Staff for Operations (DOOC), HQ AFCC, Scott 

AFB, IL 62225-6001 and Director of Operations at all other levels. 
Notification procedure: 
. Requests from individuals should be addressed to the Systems 

Manager.· 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager.. ' · 
Contesting record procedures: . 
The Air Force's rules for access to records ·and for contesting and 

appealing initial determinations by the individual .concerned may be· 
obtained. from the System Manager. · 

Record source categories: ,; .. 
I~d.ividual members and MARS officials. 

· Exemptions claimed for the system: 
None. 

FllO AF JA A 
System name: 

JA A Legal Assistance Administration. 
System location: 
Headquarters United States Air Force, Washington·, DC 20330. 

Headquarters ·of major commands and. at all levels down to· and 
including Air Force installations. 

Categories of individuals covered by the system: 
Active 'duty and retired military personnel, and their· dependents. 
Categories of records in the system: 
Personal letters and documents furnished· by· person seeking advice 

ahd legal assistance record. 
Authority for maintenance of the system: 
10 USC 807_2, Judge Ad~o~ate Ge.neral: ~ppointme.nt and duties. 
Purpose(s): , . 
Records kept to render p~oper advi~e,ofo,r continuing assistance. 

Used _by attorney and client with attorney-client relationship to assist 
in personal legal problems. · 

Routine uses of records maintained i~ the system, including catego­
ries of users and the purposes of such uses: 

None. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
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Maintained in fiJe folders and card fiJes. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by person(s) responsible for servicing the 

record system in performance of their official duties. Records are 
stored in locked cabinets or rooms. 

Retention and disposal: 
Retained in office fiJes until superseded, obsolete, no longer needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. 

System manager(s) and address: 
All Legal Assistance Officers. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. ' 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information furnished by client. 
Exemptions claimed for the system: 
None. 

FllO AF JAB 
System name: 

Litigation Records (Except Patents). 
System location: 
At Headquarters United States Air Force, Washington, DC 20330. 

At Headquarters of Major Commands and all levels down tq and 
including Air Force installations worldwide. Official mailing address­
es are in the Department of Defense directory in the appendix to the 
Air Force's systems notice. 

Categories of individuals covered by the system: 
All individuals who have brought suit against, or been involved in 

litigation with, the United States or its officers or employees con­
cerning matters related to the Department of the Air Force; or 
persons against whom litigation has been filed under 28 USC 134b, 
31 usc 71,951-3,42 usc 2651-3,46 usc 741-52,4781-90. 

Categories of records in the system: 
Pleadings, motions, interrogatories, orders, letters, messages, forms, 

reports, surveys, contracts, bids, photographs, legal opinions, an­
swers, complaints, memoranda; personnel, finance, medical, business 
records; audits, summons, English translations of foreign documents, 
other evidentiary material, court orders and rulings; other documents 
including but not limited to: Environmental Impact Statements, con­
tract determinations, witness statements, law enforcement agency in­
vestigative. reports, administrative reports, engineering and technical 
reports and surveys; some records may be security classified. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
Used by USAF personnel tasked with supervisory and reporting 

responsibilities in connection with civil litigation; to enable the 
United States and its officers, employees, members, and parties to the 
litigation upon which suits at law can be prosecuted or defended in 
civil domestia or foreign litigation. Used to obtain from the Surgeon 
General and the military and civilian medical consultants thereto 
medical opinions upon which litigation decisions can be made by The 
Judge Advocate General and the Department of Justice. Used by the 
Air Force Audit Agency in conducting audits; used by the Board for 
the Correct of Military Records; used by the Air Force Accounting 
and Finance Center. and its officers and emplqyees for the adjudica­
tion of claims; when the Department of Defense or a military depart­
ment is involved, civil litigation fiJes are provided to any agency of 
the Department of Defense having a need for such fiJes; . provide 
litigation fiJes to the legal staffs of the armed forces for the purpose 
of training of legal, paralegal and administrat~ve personnel. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · · 

321-135 0-92--12 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. Used to provide 
information to the Court of Claims on legislative referral of private 
relief bills. Used to provide information upon which a reply to 
Congressional inquiries can be made; used by the Veterans Adminis­
tration and its officer~ and. employees to adjudicate claims. Used by 
Department of Justice and its officers and employees in the actual 
litigation of cases involving matters concerning the Department of 
the Air Force and in some instances the Department· of Defense. 

Policies and practices for storing, retrieving, accessing, retainjng, and 
disposing of records in the system: 

Storage: 
Maintained in file folders. 
Retrievability: 
·Filed by name of litigant and year of litigation. 
Safeguards: 
Records are accessed by authorized personnel iQ the course of 

their duties. Records are stored in locked containers or rooms and 
controlled by personnel screening. 

Retention and disposal: 
Files at the office of the Judge Advocate General, HQ USAF, are 

retired permanently at Washington National Records Center, Wash­
ington, DC 20409, other levels destroy after two years upon comple­
tion of agency action; destroy after two years if files under 42 USC 
2651-3. Destroy by tearing into pieces, shredding, macerating, pulp­
ing, or burning. Other records are retained in office files for two 
years after annual cut-off, then retired to Washington National 
Records Center, Washington, DC 20409, for ·permanent retention. 

: System manager(s) and address: 
The Judge Advocate General, Headquarters United States Air 

·Force, Washington, DC 20330. Subsystems Managers are the Staff 
Judge Advocate at concerned subordinate command or installation 
for foreign civil litigation records. 

Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager or Subsystems Managers as appropriate. 
Record access procedures: 
Indi.;.,idual can obtain assistance in gaining access from the System 

Manager or Subsystems Managers as appropriate. 
Contesting record procedures: 
The Air Force's rules fo.r access to recorCis and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Court records, correspondence initiated by parties to litigation, 

reports prepared by or on behalf of the Air Force, reports of Feder­
al, state,· local or foreign government agencies and informati.on o.b-
tained from the individual. · 

Exemptions claimed for the system: 
None. 

FUO AFAFC H 
System name: 

Legal Administration Records of the Staff Judge Advocate. 
System location: 
Air Force Accounting and Finance Center, Denver, CO 80279. 
Categories of individuals covered by the system: 
Air Force active duty and retired military personnel, present and 

former Air Force civilian employees, Air Force Reserve and Air 
National Guard personnel, dependents of military personnel, Air 
Force Academy Cadets and former active·duty personnel. 

Categories of records in the system: · 
Legal opinions and supporting documents including, but not limit­

ed to, reports of survey on loss or damage of Air Force equipment; 
garnishment of wages of Air Force military and civilian personnel 
for child support and alimony; division of military members' retired 
pay due to child support or community property obligations of such 
retired members; inquiries by Congressmen on behalf of constituents 
who are military members or their dependents, or others; and corre­
spondence relating to the above subjects with other Air . Force and 
Department of Defense components, United States attorneys, ·attor­
neys, Air Force officers and members (and dependents thereof), 
former spouses of Air Force officers and members, and federal, state 
and local agencies, including, but not limited to, the Federal Bureau 
of Investigation (FBI), Internal Revenue Service, Social Security 
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Administration, and state .and local welfare agencies state and local 
welfare or child support agencies seeking wag~ and location data 
regarding Air Force military and civilian personnel should contact 
HQ AFAFC/DADI, Denver, CO 80279. 

Authority for maintenance of the system: 
10 USC 2775, Disposition of unclaim~d property; 9832, Property 

accountability: Regulations; 9835, Report' of survey; and 37 USC 
1007(e), Deductions from pay; ·10 USC 1408, Division of retired pay; 
42 USC 659, 661-62, and 15 USC 1673, (Garnishment of wages for 
child support and alimony); 10 USC 8012i Secretary of the Air 
Force: Powers and duties; delegation-by. 

Purpose(s): 
Used to review and make recommendations in cases including but 

not limited to cases involving division of retired pay, reports of 
survey, garnishment of pay, and Congressional inquiries on behalf of 
constituents. · 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of spch uses: . · : 

Records from this system of records may be di~iosed for any of 
the blanket routine uses published by the Air Force. Records from 
this syster:n of records may be disclosed to any of th~ following non­
DOD agencies· and individuals: Individual Air Force members and 
and their ·dependents, former spouses of Air Force members and their 
attorneys, Uriited States Attorneys; Internal Revenue Service, Social 
Security Administration, and state and local agencies. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders, visible file binders/cabinets and in card 

files. 
Retrievability: 
FiJed by name. 
Safeguards: 
Records are accessed by person(s) responsible for servicing the 

record system in performance of their official duties who are proper­
ly screened and cleared for need-to-know. Records. are stored in 
security file containers/cabinets, protected by guards, and controlled 
by personnel screening and visitor registers. · 

Retention and disposal: 
Records are maintained at office of Staff. Judge Advocate, Air 

Force Accounting, and Finance Center (AFAFC/JA) for two years, 
or whenever their purpose has been served, whichever is later, ·and 
then destroyed by tearing or shredding. 'Significant cases involving 
legal opinions establishing precedent are periodically transferred to 
subject files after two years and retained indefinitely. 

System manager(s) and address: 
The Staff Judge Advocate, United States Air Force; Staff Judge 

Advocate, Air Force Accounting and Finance Center. 
Notification procedure: 
Information as to whether the record system contains information 

on an individual may be obtained from AFAFC/DADI, Denver; CO 
80279, telephone (303) 370-7553. The requester should be able to 
provide sufficient proof of identity, such as name, Social Security 
Number, military status, duty station or place of employment, or 
other information verifiable in the record itself. 

Record access procedures: 
Requests from individuals should be addressed to AFAFC/DADI, 

Denver, CO 80279 telephone (303) 370-7553. The requester should be 
able to. provide sufficient proof of identity, such as name, Social 
Security Number, military status or place of employment, or other 
information verifiable in the record itself. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35.. · 

Record source cat~gories: 
Information obtained from previous employers, financial institu­

tions, educational institutions, police and investigating officers, state 
or local governments, witnesses, source documents such as reports. 
Information from other DOD components; information from other 
federal agencies, including, but not limited to, the FBI, Internal 
Revenue ServiCe, Social Security Administration, Veterans Adminis­
tration; applications by and correspondence with active duty, reserve 
and retired Air Force personnel and their dependents, former 
spouses, and guardians, applications by and correspondence with Air 

Force current and former civilian employees, their dependents, 
spouses, and guardians; correspondence with attorneys, records of 
courts-martial, interfaces with other record systems maintained at 
AFAFC, and correspondence with United States Attorneys .. 

Exemptions claimed for the system: 
None. 

FllO AFRES A 
System name: 

Reserve Jud'ge Advocate Training Report. 
System location: 
Headquarters, Air Force Reserve (AFRES), Robins Air Force 

Base, GA 31098. 
Categories of individuals covered by the system: 
Air Force Reserve Judge Advocates (JAGs). 
Categories of records in the system: · 
Information pertaining to individual training. 
Authority for maintenance 9f the system: 
10 ·USC 8012, Secretary of the Air Force: Power and duties; 

delegation by. 
Purpose(s): 
To provide Air Force Reserve Staff Judge Advocate Training Fik 

on all Reserve JAGs. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for any of 

the blanket routine uses published'by the Air Force. . 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: . 
Records :;tre accessed by cus~qd.ian of the record system. 
Retention and disposal: 
Retained in office files until. reassignment or separation, then de­

stroyed by tear.ing into pieces, shreqding, pulping, macerating, or 
burning. . · 

System manager(s) and address: . 
Staff Judge Advocate, Air Force Reserve, Robins Air Force Base, 

GA 31098. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

M~nager. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. · 

Record source categories: 
Information obtained from educational institutions, from State Bar 

Association and from individual. 
Exemptions claimed for the system: 
None. 

FllO JA A . t 

System name: . 
Freedom of Information Act Appeals. 
System location: . · 
Office of The Judge 'Advocat~ .. General, Generai Litigation Divi­

sion; Headquarters United States Air Force (HQ USAF/JACL), 
Washington, DC 20330: · 

Categories of individuals covered by the system: 
All those who have appealed to the Secretary of the Air Force 

from denials of Freedom of Information Act, 5 USC 552, requests for 
information or records· and those to· whom the requested information 
or records apply. 

Categories of records in the system: 

,...) 
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Letters, memoranda, legal opinions, reports, messages, forms, mis-
cellaneous documents. 

Authority for maintenance of the system: 
5 USC 552, Freed~m of Information Act. 
Purpose(s): · 

· Information is collected to evaluate appeals to the Secretary of the 
Air Force from denials of requests for records or information sought 
pursuant to the Freedom of Information Act; used. by General Litiga­
tion Division members in preparing legal opinions and recommenda- · 
tions for the Secretary of the Air Force concerning the determina­
tion of appeals brought under the Freedom of Information Act; used 
by the Air Force A!Jdit Agency to conduct audits; used by Air 
Force agencies to provide guidelines and precedents. . · 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. Records from 
this system of records may be disclosed to the Department of Justice 
for litigation. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: 
Retired records are accessed through the General Litigation Divi­

sion by custodian of the record system and by person(s) responsible 
for servicing the record system in performance of their official duties 
who are properly screened and cleared for need-to-know. Records 
are controlled by personnel screening. 

Retention and disposal: 
Retained in office files for two years, then transferred to the 

General Services Administration where they will be destroyed after 
three additional years by tearing into pieces, shredding, pulping, 
macerating, or burning. 

System manager(s) and address: 
The Judge Advocate General, Headquarters United States Air 

Force. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. Requesters· must submit the 'follo~ing information: Name, 
Grade (if applicable); requester may visit the Office. of The· Judge 
Advocate Gener:al, General Litigation Division, Room 5E425, The 
Pentagon, Washington, DC. Requester must present valid identifica-
tion card or driver's license. · · 

Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. Mailing addresses are in the Department of Defense direc­
tory in the appendix to the Air Force's systems notice. 

Contesting record procedures: 
The Air Force's rules for access to· records and for contesting and 

appealing initial determinations by the individual· concerned may be 
obtained from the System Manager. 

Record source categories: 
· Information obtained from police and investigating officers, medi­

cal institutions, international organizations, witnesses, and from 
source documents (such as reports) prepared on behalf of the Air 

. Force by boards, committees, panels, auditors, and so forth. 
Exemptions claimed for the system: 
None. 

FllO JAB 
System name: 

Invention, Patent Application, Application Security, and Patent 
Files. 

System location: 
At Headquarters United States Air Force, AF/JACP, Washington, 

DC 20324. At HQ USAF/JACPD Wright-Patterson Air Force Base, 
OH 45433; at HQ USAF/JACPB, 424 Trapelo Road, Waltham, MA 
02154. 

Categories of individuals covered by the system: 
All military and civilian government inventors who have submitted 

an invention to the Air Force Patent Processing for or for a determi­
nation of government rights; all applicants for U.S. Patents; all Air 

Force contractor inventors; all non-government inventors who have 
submitted an invention to the Air Force for an evaluation toward 
patent processing at Air Force expense. · 

Categories of reco~ds in the system: 
Correspondence, invention disclosures, search reports, drawings, 

technical literature, patents, technical reports, photographs, patent 
applications, patented files and the papers relating thereto including 
licenses, assignments, declarations, power of attorneys, amendments, 
patent office actions, notices of appeal, appeal briefs, examiner's an­
swers, declaration of interferences, interference motions, among 
others; determination of rights, forms, secrecy orders, notices of 
recision, memorandums, legal opinions; security reviews, petitions to 
modify secrecy orders, petitions for foreign filing, petitions for re­
scinding secrecy orders, modifications of secrecy orders, foreign 
patent applications and related papers, permits, forms, rescindi':lg 
orders. 

Authority for maintenance of the system: 
35 USC 181-185, Secrecy of Certain Inventions and Filing Appli­

cations in Foreign Countries; Pub.L. 96-517, December 12, 1980; 
Executive Orders 10096 and 10930; 5 USC 4502, General provisions; 
10 USC 1124, Cash awards for suggestions, inventions, or scientific 
achievements; Department of Defense Directive 5535.2, October 16, 
1980; Mutual Security Act of 1954; NATO Intellectual Property 
Group Agreement, February 1980; .12 UST 43; TIAS 4672; 394 
UNTS 3. 

Purpose(s): 
Used to support the. filing and prosecution by the Air Force of 

Patent Applications on inventions disclosed by military and civilian 
personnel as well as subject inventions reported by contractors under 
Air Force research and development contracts for obtaining govern­
ment patent protection; to permit the determination of the govern­
ment rights and employee rights in employee inventions; to docu­
ment and record the patent rights of the government obtained as a 
result of the Air Force contracting and patent prosecution effort; to 
enable the Air Force to administer Patent Secrecy Act; used by by 
the Air Force to evaluate inventions and patent inventions most 
importance mission; by the Air Force to recommend government 
employee invention and patent awards to their local incentive award 
boards; by the Air Force to document and record government patent 
rights. 

Routi"e uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. Records from 
this system may be disclosed to the Commissioner of Patents and 
Trademarks for use in the determination of government and employ­
ee rights in employee inventions and for use in the administration of 
the Patent Secrecy Act; may be disclosed to the Armed Service 
Patent Advisory Board for use in the administration of the Patent 
Secrecy Act. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folder~. 
Retrievability: 
Retrievable by name of inventor, title of invention, invention 

number, serial number of U.S. patent application. 
Safeguards: 
Records are accessed by custodian· of the re<;:ord system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in security file containers/cabinets 
and safes,. and controlled by personnel screening. 

Retention and disposal: 
. Invention disclosures retained in office files for five years after 

evaluation completed, then retired to Washington National_ Records 
Center, Wash\ngton, DC 20409, for retention up to 15 years thereaf­
ter, then destroyed by tearing into pieces, shredding, pulping, macer­
ating, ·or burning. Patent application and patented files retained in 
office files for three years after cases abandoned or after issued into a 
patent, then retired to Washington National Recqrds Center, Wash­
ington, DC 20409, for retention up to 17 years thereafter, then 
destroyed by tearing into pieces, shredding, pulping, macerating, or 
burning. Licenses and assignments retained in office files (or 20 years 
after executed, then destroyed by tearing into ·pieces, shredding, · 
pulping, macerating, or burning. Security records on patent applica­
tions are retained in office files for three years after secrecy orders 
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rescin~ed, then retired,. to .)Vashington Natipnal Records Center, 
Washingtor. DC 20409, for retention up to. 9 years, then destroyed 
by tearing into pieces, shredding, pulp_ing, macerating, or burning. 

System manager(s) and address: 
The Judge Advocate General, .. Headquarters United Stat~s Air 

Force. · 
~ Notifica~i~n· procedure: ~-' 
Chief Pat~nts·:_Division, Office- of The Judge· Advocate General, 

JACP; individual :requesting information from records should supply 
full. name, title of invention, Air Force invention number, if known, 
and serial number of. U.S. Patent Application; requesting individual 
may_ visit Patents Division; Office of The Judge Advocate General~· 
1900 Half Street, SW, Washington, DC 20324 to obtain information 
about this records system; upon, visit individual must present verifica­
tion of. identity .as inventor of the invention, or invention covered by 
the patent application, about which information is requested, includ-
ing full name, driver's license or o.ther photo identity card. . 

Record access procedures: · · .. 
· Individual can 'obtain ~as~ista~ce in gaining acc;:ess from Chief, Pat­
ents Division, Office of The. Judge Advocate General, JACP, Wash­
ington, PC 20324. · · 

Contesting recor.d procedures: 
The Air' Force's rules for access to records and for contesting and 

appealing initial determinations by :the individual concerned may be 
obtained from the System Manager. · · 

Record source categories: 
Information from• inventors; -Air Force and government technical 

personnel; other ·government departments and agencies; Air Force 
contractors· U.S. Patent and Trademark Office; the work product of 
Air Force 'Patents Division, JACP, JACPD, JACPB; security re­
views_ conducted by Department of Air Force personnel havin~ 
military classification authority; ·owners of patent applications; for­
eign governments; Armed Services Patent Adviso~y Board; and Air 
Force Foreign Intelligence Personnel.· 

Exemptions claimed for the system: 
None. 

FllO JA c 
System name: 

Judge Advocate Personnel Records. 
System location:. . 
At the Office of The Judge Advocate Gene~al; Headquarters 

United States Air Force, Washington, DC 20330-5000. A limited 
amount of records in this-system ·are maintained in the Office of the 
Staff Judge Advoc·ate of each major command. Official mailing ad­
dresses are published as an appendix to the Air Force's compilation 
of record systems notices~. · · 

Categories of individuals covered by the system: 
All Air Force active duty judge advocates; Air Force Re~erve 

mobilization augmenters attached to Headquarters USAF, Office of 
Th~ Judge Advocate General; Air Force civilian _attorneys e~ployed 
in classification series GS-905 and GS-1222; acttve duty Atr Force 
applicants for Funded Legal Education Program and E_xcess Leave 
Program, and civilian/military applicants for direct appomtment pro­
gram and other accession programs. 

Categories of records in the system: 
Educational background;' certificate of admission to the ba_r~ career 

management questionnaire; career objective s~atement; a'?tt~e. duty 
and reassignment orders; correspondence relatm~ to ~he mdtvtdl;lal; 
Military Personnel Center computer data; classtficatton/on-the-Job 
training actions; Judge Advocate ~~n~ral Reserve Personnel Ques­
tionnaire; Headquarters USAF (lcttv.e duty and attac~f!lent ~r~~rs; 
training reports; authorizations. for . inactive duty trammg; ctv_tiian 
personal qualifications s~atement; notification of ~erso1,1nel .. actions; 
statement of good standmg' before the bar; transcnpt of law school 
record· statement of availability for Air Force 'civilian attorney va­
cancie~; . actibns by Ad Hoc Selection Committee and ~ir F?rce 
Civilian Attorney Qualifying Committee; Judge Ad':'o~ate mtervt~w; · 
letter of acceptance from an American Bar· Assoctatton accr~dtted 
law school; application and agreement; LSDAS report; transcnpt of 
all undergraduate and graduate education, and letters of recomrr:ten­
dation. 

Authority for maintenance of the system: 
.5 ·u.s.c.' 3301, Civil service; generally; 10 U.S.~. 261, Reserve 

Components naine~; 806, Judge advocate~ _and legal officers; 2004, 
Detail of commissioned officers of the mtiitary departments ~s stu­
dents at law· schools; 8072, Judge Advocate General: Appointment 
and duties; 62 Stat. .1014, and Executive Order 10577. 

Purpose(s): 
Records are used by the. Judge Advocate General, Deputy _J ~~ge 

Advocate General, Executive, Professional· Development Dtvts!on 
personnel and major comfl!and staff -j~dg~ a~vocates in ~v.aluatmg 
and selecting judge advocates for spectfic assignments, trammg, and 
advanced education; mobilization augme1_1ter records are also u~e~ _by 
the Reserve Advisor to the Judge Advocate General, Dtvtston 
Chiefs, Office of The Judge Advodate General iri mo_nitoring and 

. evaluating reservists training assignments and in prepann~ perform­
ance evaluations· ·civilian records are used by the_Executtve .Secre­
tary and memb~rs 'of. Ad Hoc and A_ir ..f:orte 'Ci_vi_Ii_an Attqrney 
Qualifying Committees_'in evaluatin~ _and, selecttl_lg ctvtiian attor~eys 
for appointment to Atr force posttlon vacanctes and promotions; 
Funded Legal Education and Excess Leave Program records are 
used by the Judge Advocate General, Deputy ~udge Advocate Ge':l­
eral, Career Management personnel, and· selection. board m~mbers m 
monitoring, evaluating and selecting the best qualified applicants for 
the programs. · · 

Routine uses of records maintained in the system, including catego-
ries of users and the purpose of such uses: · 

The "Blanket Routine Uses" published -at the beginning of the Air 
Force's compilation of record system notices apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Maintained in file folders, card files, in computers aOld on computer 

output products. 
.. Retrievability: 
Retrieved by name. 
Safeguards: . 
Records·· are accessed by person(s) responsible for servicing ·the 

record system in performance of their official duties anq by author­
ized personnel who are properly screened and cleared for need-to­
know. Records are stored in locked rooms and cabinets. 

Those in computer storage devices· are protected by computer 
sY._stem software. ·- . ' 

Retention and disposal: 
. Judge Advocate Officer Personnel records and F~nde~ LegaiEdu­
cation and Excess Leave Program records are retamed m office files 
for three years after the individual terminates military service, or 
until no longer needed for reference, then destroyed. Computer 
records are destroyed when the. indiv.idual terminates military serv­
ice. Other records:. Retained in office files until superseded, obsolete, 
no longer needed for reference; or on. inactiv3:tion. Recor~s are 
destroyed by tearing into pieces, shreddmg, pulpm~, macerat_mg or 
burning. Computer. records .are destroyed by erasmg, deletmg or 
overwriting. · ' 

System manager(s) and address: 
The Judge Advocate General, Headquarters . United States Air 

Force, Washington, J?C 20330-5000. 
Notification procedure: . . . 
Individuals seeking to determine whether this syste~ of. rec?~ds 

contains information on themselves should address wntten mqumes 
to the Judge Advocate 'General, Headquarters United States Air 
Force, Washington, DC 20330-5000. . 

Full name and SSN should be furnished. 
Record access procedures: . 
Individuals seeking ·~ccess to records about themselves contained in 

this system should address written r_equests to the Judg~ Advocate 
General, Headquarte.rs United States Air Force, Washmgt?n, DC 
20330-5000. 

Visits may be made to HQ USAF/JAX, Pentagon, Washing~on, 
DC 20330-5000. Valid identification card, driver's license or eqmva­
lent must be presented. 

Contesting record procedures: 
The Department of the Air Force rules for access. to _records and 

for contesting and appealing initial agency determmatto~s by the 
individual concerned are published in Air Force Regulation 12-35, 
Air Force Privacy Act Program; 32 CFR part 80~b; or may be 
obtained from the· system manager. · 

Record source categories: . 
Information obtained from previous employers, educational institu­

tions, automated system interfaces, state or local governments, source 
documents, and from Air Reserve Personnel Center. _ 

Exemptions claimed for the system: 
None. 
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FUO JA D 
System name: 

Patent Infringement and Litigation Records. 
System location: 
Headquarters United States Air Force, AF/JACPI, Washington, 

DC 20324; Office of. The Judge Advocate Gener!il Patents -Division 
JACP, Washington, DC 20324; AF/JACPI, Wright-Patterson Air 
Force Base, Dayton, OH 45433. 

Categories of individuals covered by the. system: 
All claimants or petitioners who have alleged unlicensed use of 

tQeir.patents by the Air Force or who have brought suit against the 
United States concerning patent, trademark or copyright matters 
related to the Department of the Air Force. 

Categories of records in the system: · 
Letters; messages; forms; reports; contracts; bids; photographs; 

le I opinions; petitions; answers; discovery documents; memoranda; 
· gement studies; validity studies; procurement information; li­
cense agreements; other docut:nents including but not limited to: 
Contract determinations, witness statements, and engineering and 
technical reports. Some records are under military classification. 

Authority for maintenance of the system: 
10 USC 2386, ts, patents, designs; 22 USC 2356, Foreign 

Assistance, acquisition; USC 1498, Patent and copyright cases; 35 
USC 183, Right to compensation. · 

Purpose(s): 
PurpoSe of the. collection of information is to enable the United 

States· and its officers and employees to investigate claims and/or 
defend the legal interests of the United States because of claims for 
compensation and litigation involving patent, trademark and. copy-
right matters. . ; 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

Records from this system of records may be disClosed for any of 
the blanket routine uses published by the Air Force. Used by other 
government departments and agencies to resolve claims for compen­
sation involving patent, trade mark or copyright matters. Used by the 
Department of Justice and its officers arid employees· in the litigation 
of cases involving patent or copyright matters concerning the De­
partment of the Air Force and in some instances the Department of 
Defense. · ~ 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders. 
Retrievability: 
Retrievable by name of claimant or litigant. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in security file. containers/cabi­
nets/ safes and controlled by personnel screening. 

Retention and disposal: 
Retained in office files for three years after end of year· in which 

the case was closed, then retired to Washington National Records 
Center, Washington, DC 20409, for retention up to twelve years 
thereafter, then destroyed by tearing into pieces, shredding, pulping, 
macerating, or burning. "' 

System manager(s) and address: 
The Judge Advocate General, Headquarters United .States Air 

Force. 
Notification procedure: 
Requests from individuals should be addressed to the System Man-

ager. · 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. · 
Contesting record procedares: 
The Air Force's rules for access records and for contesting and 

appealing initial determinations by individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information received from the individual, contractors, other gov­

ernment agencies, individual corporations (non-contractors) and from 
source documents. 

Exemptions claimed for the system: 
None. 

FUO JA E 
System name: · 

. Air Force Reserve Judge Adyocate Personal Data 
System location: 
Headquarters United States Air Force, Office of the Judge Advo­

cate General, Washington, DC 20330; at the office of the staff judge 
advocate at major commands and subordinate units, down to and 
including Air Force installations. · 

Categories of individuals covered by the. system: 
Air'Force Reserve JU:dge Advocates (JAGs). 

· Categories of· records· in the system: 
Personal and professional background information pertaining to 

individual JAGs. 
Authority for maintenance of the system: 
10 USC 8013, Secretary of the Air Force. 
Purpose(s): 
To verify completion dates and personal and professional 

data used to the JAG's Officer Effectiveness Report. · 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of stich uses: · 
Records from this system of records may be disclosed for any: (Jf 

the blanket routine uses published by the Air Force. . 
Policies and practices for storing, retrieving, accessing, retftining, and 

disposing of records in the system: 
Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by the custodian of the record. system an~ by 

persons responsible for servicing the record system in performance of 
their official duties. · · 

· Retention and disposal: 
Retained in office files until reassignment or separation; then de­

stroyed by tearing into pieces, shredding, pulping, macerating, or 
burning. 

System manager(s) and address: 
The Judge Advocate General, Headquarters· :United States Air 

Force, Washington, DC 20330-5120. . . 
. Notification procedure: 

Request from individuals should be addressed to the system man­
ager. 

Record access procedures: 
Individuals can obtain assistance in gaining access fro.m the s·ystem 

Manager. 
Contesting record procedures: 
The Air Force rules for access to records and for contesting· and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are located in Air Force 
Regulation 12-35 (32 CFR part 806b). 

Record source categories: 
· Information supplied by the individual. 

Exemptions claimed for the system: · 
None. 

FltO USAFEA 
System name: 

Civil Process Case Files. 
System location: . . 
Office of .tile Staff Judge Advocate Generai!JAS, Headquarters, 

United States Air Forces in Europe, APO New York 09094-5001. 
Categories of individuals covered by the system: 
Military members and employees and their dependents 

upon whom service is made documents issued by German courts, 
customs and taxing agencies, and other administrative agencies. 

Categories of records in the system: 
Documents from German authorities regW.ding payment orders, 

execution orders, demands for payment of indebtedness, notifications 
to establish civil liability, customs and tax demands, assessing fines 
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and penalties, demands for court costs or for costs for administrative 
proceedings summons and subpoenas, paternity notices, complaints, 
judgments, briefs, final and interlocutory orders, orders of confisca­
tion, notices, and other judicial or administrative writs; correspond­
ence between United States (US) Government authorities and the 
Federal Republic of Germany; identifying data on individuals con­
cerned; and similar relevant documents and reports. 

Authority for maintenance of the system: . 
10 U .S.C~ 8013, .. Secretary- of . the Air Force; powers and 'duties,. 

dele~ation by; Agreement to Supp\~ment the Agreement between the 
Parttes to the North Atlantic Treaty regarding the Status of their 
Forces with respect to Foreign Forces stationed in the Federal Re­
public of Germany (NATO SOFA Supplementary Agreement); 1 
United States Treaty 531; Treaties and Other International Acts 
Series 5351, and 48 United Nations Treaties Series 262, Article 32· 
and Executive Order 9397. ' 

Purpose(s): 
To ensure that military members ana civilian employees' obliga­

tions under the NATO SOF:A Supplementary Agreement are hon­
ored and the rights of these personnel are protected by making legal 
assistance available. . 

Ro.uti~e uses of records maintain~d in the srstem, in~ludi~g cate~o­
ries of. users and the purposes of such uses: 

The Department of the Air Force "Blanket Routine Uses" pub­
lished at the peginning of the agency's compilation apply to this 
system. · · 

Information may b-e· disclosed to authorities of the Federal Repub­
lic of Germany, which· may be further disclosed to claimants, credi­
tors or their attorneys. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records and cards in steel filing cabinets. 
Retrievability: 
By individual's surname. 

-· Safeguards: 
All information is maintained in areas accessible only to designated 

individuals having official need therefor in the performance of their 
duties. Records are housed in buildings protected by military police 
or. security guards. : . 

Retention and disposal: 
Paper records are destroyed 2 years after completion of case; card 

files are retained indefinitely. 
System manager(s) and address: 
Office of the Staff Judge Advocate General/JAS, Headquarters, 

United States Air Forces in Europe, APO New York 09094-5001. 
Notification procedure: 
Individuals seeking to determine whether this record ·system co.n­

tains information ·on themselves may write to or visit the Office of 
the Staff Judge Advocate General/JAS, Headquarters, United States 
Air Forces in Europe, APO New York 09094-5001. 

Individuals should furnish their full name, rank/grade, Social Secu­
rity Number, sufficient details to permit locating the records, and 
signature. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system may write to or visit the Office1 of the Staff Judge 
Advocate General/lAS, Headquarters, United States Air Forces in 
Europe, APO New York 09094-5001. -' . 

Individuals should furnish their full name, rank/grade, Social Secu­
rity Number, sufficient details to permit locating the records, and 
signature. · 

Contesting record procedures: 
. . The Air Force rules for accessing records and for contesting and 

appealing initial agency determination~ by the individ~al concerned 
are puplished in'Air·'Force Regulation 12-35; 32 CFR part 806b; or 
may be obtained from the system manager. 

Record source categories: 
· The individual to whom the record 'pertains, German authorities 

and Air Force records and reports. 
Exemptions claimed for the syst~m: 
None. 

. Fill AF JA A 
System name: 

Automated Military Justice Analysis and Management System 
(AMJAMS). 

System location: 
Headquarters, of ·the United -States Air Force, major commands 

and major subordinate commands. 
Categories of individuals covered by the system: 
All persons subject to the ·Uniform Code of Military Justice 

(UCMJ) (10 USC 802) who receive Article 15 'punishment or against 
whom court-martial charges are preferred. 
' Categories of records in the system: 

ArtiCle 15 records included personnel background information, 
nature of offens·es involved, punishment imposed and results of ap­
peals filed and subsequent actions 'taken affecting the· punishment. 
Court-martial records include personnel background information, of­
fenses charged, pretrial proceedings, results of• trial or other disposi­
tion of case, sentence, action of convening authority and results of 
appellate review. · 

Authority for maintenance of the system: 
H) USC 8072, Judge Advocate General: Appointment; Duti~s; and 

Articles 6(a), Judge Advocates and.- Legal Officers, and 67(g), 
Review by the Court of Miltiary Appeals; Uniform Code of Military 
Justice, 10 USC 806(a), 867(g). 

Purpose(s): " · _ . _ 
Records are maintained in order to p~eserve an accurate statistical 

accounting of courts-martial and Article 15 actiyities for use in assist­
ing The Judge Advocate General and Field Staff Judge Advocates in 
the management and administration -of military justice, and for con­
ducting statistical studies which measure disciplinary rates and trends 
and evaluate military justice· involvement as· it affects the quality of 
the force and the ability of the Air_ Force to carry out its mission. 

Routine uses of records maintained in the system, including ·catego- · 
ries of users and the purposes of such uses: 

Records from thi~· system of records may be disclosed for any of 
the blanket routine uses published by the Air Force .. 

Policies and practices for storing, retr:ieving,. accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Maintained on •computer magnetic tapes and on computer paper 

printouts. 
Retrievability: 
Filed by name and Social Security Number''(SSN). 
Safeguards: 
Records are accessed by custodian of the r~cord system and by 

person(s) responsible for servicing the record system ·in performance 
of their official duties who are properly screened and cleared· for 
need-to-know. Records are stored in vaults or locked cabinets or 
rooms and controlled by personnel _screening. . . · 

Retention and disposal: 
Record~ ·are retained in active· office files at HQ USAF and major . 

air command levels for three years. Records at major air·-commands 
are then purged and destroyed by- degaussing and those at HQ USAF 
are retired as permanent history at HQ Command/ ACD, Bolling 
AFB, Washington, DC 20332. 

System manager(s) and address: 
The Judge Advocate General, Headquarters United States Air 

Force. Major Command Staff Judge Advocates. 
Notification procedure: 
Requests from individuals should be addressed to the' Systein Man­

ager. Information required will be full name SSN unit of assignment 
and date of trial or imposition of Article 15 punishment. Requester 
may visit the Military Justice Division, Office of The Judge Advo­
cate General; 1900 Half St., SW, Washington, DC 20324, and must 
present \ralid identification card· or driver's license. 

Record access procedures: 
Individual can obtain assistance· in gaining access from the System 

Manager. Mailing addresses are in the Department of Defense direc­
tory in the appendix to the Air Force's systems notice. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: ri 
Information obtained from automated system interfaces, and from 

records of trial by court-martial and Article 15 punishment actions. 
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Exemptions claimed for the system: · 
None. 

FlU AF JAB 
System name: 

Court-Martial and Article 15 Records. 
Systein location: 
At Headquarters United States Air Force, Washington, DC 20330. 

At Air Force Military Personnel Center, Randolph Air Force Base, 
TX 78148. At National Personnel Records Center, Military Personnel 
Records, 9700 Page Boulevard, St. Louis, MO 63132. At Washington 
National Records Center, Washington DC 20409. At headquarters of 
the United States Air Force, major commands and major subordinate 
commands. · Official. mailing addresses are in the Department of De­
fense directory in the appendix to the Air Force's systems. notice. At 
headquarters of major commands and at all levels down to and 
including Air Force installations. Official mailing addresses are in the 
Department of Defense directory in the appendix to the Air Force's 
systems notice. 

Categories of individuals covered by the system: 
All persons subject to the Uniform Code of Military Justice. 

(UCMJ) (10 USC 802) who are tried by court-martial or upon whom 
Article 15 punishment is imposed.· 

Categories. of records in the system: 
Records of trial by court-martial and records of Article .15 punish­

ment. 
Authority for maintenance of the system: 
10 USC 815(g), Commanding officer's non-judicial punishment; 

854, Record of Trial; 865, Disposition of records after review by the 
convening authority. 

Purpose(s): 
Records of trial by court-martial are used for review by the appel­

late and other authorities. Portions of the record in every case a·re 
used in evaluating the individual's overall performance and inclusion 
in their military master personnel record; if conviction results, · a 
record thereof can be introduced at a subsequent court-martial tt:ial 
involving the same individual; also used as source documents for 
collection of statistical information. Article 15 records are used for 
review of legal sufficiency and ac~ion on appeals or applications for 
correction of military records filed before appropriate Air Force. 
authorities; used to formulate responses to inquiries concerning indi­
vidual cases made by the Congress, the President, the Department of 
Defense, the individual involved or other persons or agencies with a 
legitimate interest ·in the Article 15 action; used by Air Force person­
nel authorities in evaluating the individual's overall performance and 
inclusion in the individual's military master personnel record; ·may be 
used for introduction at a subsequent court-martial trial involving the 
same individual; used as source documents for collection of statistical 
information by The Judge Advocate General. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: ' 

Records of trial by courts-martial are used for review at all levels 
within DOD, military appellate courts, corrections and probation 
authorities, and the President. Records from this system of records 
may be disclosed for any of the blanket routine uses published by the 
Air Force. Individual records may be transferred to other compo­
nents within the Department of Defense, the Department of Justice, 
the Veterans Administration, or state and federal courts for determi­
nation of rights and entitlements of individuals concerned or the 
government. The records ·m.ay also be released to a governmental 
board or agency or health care professional society or organization if 
such record or document is needed to perform licensing or profes­
sional standards monitoring related to credentialed health care practi­
tioners or licensed non-credentialed health care personnel who are or 
were members of the United States Air Force, and to medical institu­
tions or organizations wherein such member has applied for or been 
granted authority or employment to provide health care services if 
such record or document is needed to assess the professional qualifi..: 
cations of such member. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name, Social Security Number (SSN), Military Service 

Number, or by other identification number or system identifier. 
Safeguards: 

Records are accessed by custodian of the record system and 
person(s) who are properly screened and cleared for need-to-know. 
Records are stored in vaults and locked cabinets or rooms. Records 
are protected by guards, and controlled by personnel screening and 
by visitor registers. ' 

Retention ·and disposal: 
Court-martial records are retained in office files for two years 

following date of final action and then retired as permanent. All 
general and special court-martial records are retired to the Washing­
ton National Records Center, Washington, DC 20409. Article 15 
records are retained in office files . for one year or until no longer 
needed, whichever is sooner, and. then retired as permanent. Summa­
ry courts-martial and Article 15 records are forwarded to the Air 
Force Military Personnel Center, Randolph AFB, TX 78148 and 
filed in the individual's mast~r personnel .record. 

System manager(s) and address: 
The Judge Advocate General, Headquarters United States Air 

Force. Staff Judge Advocate at all levels of command and the Mili­
tary Personnel Records Division, Directorate of Personnel Data Sys­
tems, Air Force Military Personnel Center (AFMPC/DPMDR) 
· Notification procedure: 

Requests from individuals should be addreSsed to the System Man­
ager. 

Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. Mailing addresses are in the Department of Defense direc­
tory in the appendix to the Air Force's systems notic·e. Information 
required will be full name, SSN, service number if different than 
SSN, unit of assignment, date of trial and type of court, if known, or 
date punishment imposed in the case of Article 15 action. Requester 
may visit the Office of The Judge Advocate General, Forrestal Bldg, 
Washington, DC and must present valid identification card or driv-
er's license. ! · · 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the indiyidua1 concerned may be 
obtained from the System Manager. 

Record source categories: 
Information from almost any source can be included if it is rele­

vant and material to the Article 15 or court-martial proceedings. 
Exemptions claimed for the system: 
None. 

F112 AF JA A 
112 AF JA A-Air Force Claims Information Management 

System (AFCIMS) 
System location: 
Headquarters United States Air Force (HQ USAF), Washington, 

DC 20330-5120; 2nd Computer Services Center (2CSS), 8961 Tesoro 
Drive, Suite 201, San Antonio, TX 78217-6297; headquarters of 
major commands and at all levels down to and including Air Force 
installations. Official mailing addresses are published as an appendix 
to the agency's compilation of record system notices. 

Categories of individuals covered by the system: 
All military and civilian personnel filing administrative claims 

against the Air Force or against whom the Air Force has filed an 
administrative claim. 

Categories of records in the .system: 
. Individual claim record and Claims Administration Management 
Program (CAMP) records. 

Authority for maintenance of the system: 
10 U.S.C. 8013, Secretary of the Air Force: Pow~rs and Duties; 

delegation by, and Executive Order 9397. 
Purpose(s): 
Used by the Judge Advocate Gen.era1 (JAG) and claims processing 

JAG offices within the Air Force for claims adjudication and proc­
essing, b4dgeting, management of claims processing to ensure world­
wide consi~tency, and establishment. of manpower authorization 
based on claims workload. 

Routine uses of records maintained in the system,· including catego­
ries of users and the purposes of such uses: 

The Department of the Air Force "Blanket Ro~tine Uses" pub­
lished at the beginning of 'the agency's compilation of record system 
notices apply to this record system. 
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Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: . · 
· Storage: 

Maintained ·iri: file folders; on computer and computer output prod-
ucts, and mircrofilm. . ·· · · 

Retrievability: 
By name, claim number, or Social Security Number. 
Safeguards: 
Records are accessed by custodian of the record system arid by 

person(s) responsible for servicing' the record system in performance 
of their official duties. Records are stored in security file containers/ 
cabinets and in vaults, and on computers with passwords required to 
access the system, o(in physically securable areas in offices. · 
: Retention and dispoSal: 

At HQ USAF and within ·mainframe located at icss, retained for 
10 years then destroyed by tearing into pieces, shredding, pulping, 
macerating, burning, or erasure from computer data system. . 

At other than HQ USAF and 2CSS, retained in office files for five 
years, then destroyed by tearing into pieces, shreeding, pulping, mac­
erating, burning or erasure from computer data system. 

System manager(s) and address: 
'The Judge advocate General; HQ USAF, Building 5683, Bolling 

AFB, DC 20332-6128. 
Notification procedure: 
Individuals seking to determine if information about themselves is 

contained in this system should address writteJJ inquiries to the Judge 
Advocate Genera}, HQ USAF, Building 5683, Bolling AFB, DC 
20332-6128. . . . 

Requests should include full name, current military. or civ.ilian 
(DoD) status, Social Security· Number and proof of identity with an 
Armed Forces identifi~ation card or drivers license. 

· Record access procedures: 
Individuals seeking access to information about themselves con­

tained in this system should address written inquiries to the Judge 
Advocate General, HQ USAF, .. Building 5683,. Bolling AFB, DC 
20332-6128. . . . 

Requests should include full name; current .. military or civilian 
(DoD) status, Social Security Number and proof of identity with an 
Armed Forces identification card or drivers license: · · · · 

Contesting record procedures: 
The Air Force rules for accessing records and for contesting and 

appealing initial agency determinations are published in Air Force 
Regulation 12-35; 32 CFR part 860b; or may be obtained from the 
system manager. 

Record source categories: 
Information from claimants and government agencies. involved. 
Exemptions claimed for the 'system: 
None. 

System ·name:. 
Claims Records. 
System location:· 

F112 AF JAB· 

lfeadquarters United States Air Force, Washington, DC 20330. 
Headquarters of major commands and at. all levels down to and 
including Air Force installations. 

Categories of individuals covered by· the system: · 
All military personnel and civilians filing administrative claims 

against the Air Force or. against whom the Air Force has filed an 
administrative claim. . · · 

Categories of records in the system: 
Individual claim record. 
Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
To provide a legal basis for ad,t:rlinistrative payment, collection, or 

non-collection of claims for and against the government, by Judge 
Advocates· and the Secretary of the Air Force; and when r~quire'd, 
with the concurrence of the Justice Department; to provide evidence 
upon which suits at law can be defended or prosecuted by'.the Justice 
Department; to provide information upon which to re,ly to Congress 
or Congressional inquiries or to make reports to the General Ac­
counting Offi~e and Congress o~ legislative payment of claims; to 
effect management and collection of claims arising out of movement 

of household goods and effects, records are provi.ded . Air Force 
transportation officers, Air Force Finance officers, the General Ac­
counting Office, the Interstate Commerce Commission and the indi­
vidual carrier, warehouseman, or packer involved; to obtain medical 
opinions from the Office of The Surgeon General, USAF, upon 
which claims and litigation decisions can be made ~y Judge Advo­
cates and the Justice Department;. on request medical records are 
furnished to military personnel, dependants, retired personnel, or 
o.ther individ.uals whose records· are included in the claim file; Fi­
nance officers. are also provided pertinent portions of any ·claim file 
forwarded for. payment; a copy of the adjudicated claim is furnished 
upon request by· the claimant for the purpose. of submitting a tax 
re.turn for a casualty loss or in· support of a private relief bill; to 
provide evidence before the Court of Claims on legislative referral of 
private bill claims; when the Department of Defense is involved, 
qlaim files are provided to any agency of that department inYolved; 
claim files ·are submitted. to foreign goyernments for adjudication 
under applicable status of forces agreements; documentary evidence 
may be furnished to foreign courts in connection with litigation 
involving the United States or its personnel; referral of claim files 
may be made to the Armed Forces In~titute of Pathology or the 
Office of Special Investigations wnen appropriate; when req'uired 
claim files may be referred to the Departmen.t of Labor with regard 
to employment and duty status; and to ·provide claim files to the legal 
staffs of the Armed Forces for the purpose. of training' of legal, 
paralegal and administrative personnel. " -. · 

Routine uses of records maintained in the system, inCluding catego· 
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for ariy ·Of 
the ~lanket routine uses publish.ed by the Air·· Force: Records from 
this sy,stem of records may· be. disclosed to any of the non-DOD 
agencies listed above. 

Policies and practices for storing, retrieving, accessing, retaining, and 
d~~posing of records in the sy,stem: 

StQrage: 
Maintained in file folders. 
Retrievability: 
filed ~y name: 
Safeguards: 
Records are accessed by. custodian '·or the record system and by 

person(s) responsible for servicing the· record system in performance 
of their official duties. Records are stored in security file containers/ 
cabinets. · · · · 

Retention and disposal: 
Retained in office fil~s for three months after monthly cut-off, then 

destroyed by tearing into pieces, .shredding,. pulping, macerating, or 
burning. Retained in office files for one year after annual cut-off, 
then destroyed by tearing into pieces, shredding, pulping, macerating, 
or burning. Held one or two years depending upon claim then de­
stroyed after four additional years at staging area; after agency action 
completed others are held one, three or f1ve years then destroyed by 
tearing into pieces, shredding, pulping, macerating or burning. 

System manager(s) and address: . . , 
. The Ju~ge Advocate Generai, Headquarters United States A~r 

Force. 
Notification procedure: . 

· HQ USAF/JACC, 1900 Half Street, SW, Washington, DC 20324. 
Requests from individuals should be addressed to _the System Manag­
er. Full name,- date of incident, date of claim, type of claim, claim 
number, location of incident;· HQ USAF/JACC, 1900 Half Street, 
SW, Washington, DC 20324; drivers license, military ID, birth certif­
icate or equiva,Jent must be presented for personal visit. · ... 

Record access procedures: . . . 
Individual can obtain assistance in gaining access from the Syste~ 

Manager. HQ USAF/JACC, 1900 Half Street, SW, Washington, DC 
20324. . 

Contesting record procedures: 
The Air Force's rules for access to records arid for contesting and 

appealing initial determinations by the individual concerned· may be 
obtained from the System Manager. · 

Record source categories: 
Information obtained from medical institutions, police and investi­

gating officers, the public media, bureaus of motor vehicles, state or 
local governments, witnesses, and source documents. 

Exemptions claimed for the system: 
None. 
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F120 AF IG A 
System name: 

.Inspector General Records - Freedom of Information Act. 
System location: 
Office of the Inspectors General and Base Inspectors. 
Categories of individuals covered by the system: 
All those who ·have requested information from the Inspectors 

General or Base Inspectors under the Freedom of Information Act 
on matters related to the Department of the Air Force. 

Categories of records in the system: 
Reports, forms, letters, messages, witness statements and miscella­

neous documents. Some records are classified. 
Authority for maintenance of the system: 
5 USC 552, ·Public information; agency rules, opinions, orders, 

records, and proceedings. 
Purpose(s): 
Information is collected to insure just, thorough, and timely resolu­

tion and response to complaints or queries, and a means of improving 
morale, welfare, and efficiency of organizations, units, and personnel 
by providing an outlet for redress. Used by the Inspectors General 
and Base Inspector in the resolution of complaints and response to 
queries involving the Department of the Air Force and in some 
instances the Department of Defense. Used by the correction board 
for the correction of records. Used by commanders and their staffs to 
resolve issues, take action and provide information where applicable. 
Used by ~he General Accounting Office and its officers and employ­
ees to conduct audits and other statutory functions. Used by those 
who request information releasable as a summary, statement of facts, 
or reply to query considered not exempt. In these cases, requester 
should apply to office where complaint was filed. 

Routine uses of records maintained in the system, inc1uding catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. Records from 
this system of records may be disclosed to any of the non-DOD 
agencies listed above. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: . 
Maintained in file folders. 
Retri~vability: 

Filed by name and Social Security Number (SSN) and year and 
office where complaint was filed. 

Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in safes and locked cabinets or 
rooms and are controlled by personnel screening. 

Retention and disposal: 
Retained in files for five years then destroyed by tearing into 

pieces, shredding, pulping, maceni.ting, or burning. 
System manager(s) and address: 
The Inspector General, Headquarters United States Air Force, 

Washington, DC 20330. 
Notification procedure: 
Requ~st from individuals should be addressed to the office where 

the complaint or query was' filed or to the Base Inspector. 
Record access procedures: 
Individual can obtain access from the System Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation t 2-35. · 

Record source categories: 
Records are obtained from the individual requester, witnesses, 

complainants, Department of the Air Force organizations, and agen­
cies of Federal, state, or local governments, as applicable or appro-
priate, f?r processing the case. · 

Exemptions claimed for the system: 
None. 

F120 AF IG B 
System name: 

Inspector General Records. 
System locati~n: 
Office of the Inspectors General,· Headquarters United States Air 

Force, Washington, DC 20330. Official mailing addresses are con­
tained in the Department of Defense directory in the appendix to the 
Air Force syst~ms notices. 

Categories of individuals covered by the system: 
All those who have registered a complaint or query with the 

Inspector General or Base Inspector on matters related to the De­
partment of the Air Force. 

. Categories of records in the system: 
Forms, letters, messages, reports, surveys, photographs, medical, 

finance, personnel, administrative and te~hnical reports, and witness 
statements. ' 

Authority for maintenance of the system: 
10 USC 8012, Secretary .of the Air Force: Powers and duties; 

delegation by. . 
Purpose(s): 
Used to insure just, thorough, and timely resolution and response 

to complaints or queries, and a means of improving morale, welfare, 
and efficiency of organizations, units, and personnel by providing an 
outlet for redress. Used by the Inspectors General and Base Inspec­
tors in the resolution of complaints and responding to queries involv­
ing matters concerning the Department of the Air Force and in some 
instances the Department of Defense. 
· Routine uses of records ·maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name, Social Security Number (SSN) and year and office 

where complaint was filed. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in safes and in locked cabinets or 
rooms, controlled by personnel screening. 

Retention and disposal: 
Retained in office files for two. years after annual cut-off, then 

destroyed by tearing into pieces, shredding, pulping, macerating, or 
burning. 

System manager(s) and address: 
The Inspector General, Headquarters United States Air Force, 

Washington, DC 20330. 
Notification procedure: 
See Exemption. 
Record access procedures: 
See Exemption. 
Contesting record procedures: 
The Air Force's· rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and published in Air Force Regu­
lation 12-35. 

Record source categories: 
~ee Exemption. 
Exemptions claimed for the system: 
Parts of this system may be exempt under 5 USC 552a(k)(2). For 

additional information, contact the System Manager. 

F123 AFISC A 
System name: 

United States Air Force (USAF) Inspection Scheduling System. 
System location: 
Air Force Inspection and Safety Center, Norton Air Force Base, 

CA 92409. 
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Categories of individuals covered by the system: 
USAF Inspection and Safety Center (AFISC) personnel/augmen­

tors. 
Categories of records in the system: 
Name, ra_nk,, SSN, security clearance, specialty code~· 'duty and 

travel restrictions, inspection dates/types/locations, d!ite of birth, 
office symbol, rotation date, title, address. 

Authority for maintenance-of the system: 
10 USC 8012, Secretary of the Air Force; powers and duties; 

delegation by_. 
Purpose(s): 
Used to ~onitor and schedule AFISC insp~ction team~ and efforts; 

publish official travel orders for safety and inspection personne\, and 
count AFISC mandays. This is trusted agent information; access is 
extremely limited and controlled when inspections are no-notice 
type. Portions are used to publish periodic ·rosters of all personnel 
assigned to AFISC. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed·for any of' 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving; accessing, retaining, and 
disposing of records in the system: · .. 

Storage: 
Maintained on .computer and com~niter output product~, and on 

microfiche. 
Retrievability: · 
Filed by name or by Social Security Number (SSN). 
Safeguards: . · , 

Records are. accessed by custodian of the record system and by 
person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared .for 
need-to-know. Records are stored in safes, locked cabinets or rooms, 
and controlled by personnel screening and controlled by computer 
system software. 

Retention and disposal: 
Retained for three years and then destroyed by tearing into pieces 

or erasing tapes/discs. 
System manager(s) and address: 
Office of Scheduling, Air Force Inspection and Safety· Center, 

Norton AFB, CA 92409. 
Notification procedure: 
Requests from individuals'should: be addressed to the System Man-

ager. · 
Record access procedures: 

. Indi~idu~l can obtai!"! assistance in gaining access from the System 
Manager.· . . . . 

Cont~sti~g record procedures: · · 
The Air Force's rules for access to records and for contesting and 

appealing initial det~rminations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information obtained from source documents such as reports. 
Exemptions claimed for the system: 
None. 

F124 AF A 
System name: 

Counterintellig~nce Ope~ations and 9ollection Records: 
System location: 
HQ Air Force Office of Special Investigations (AFOSI), Balling­

Air Force Base, DC 20332~ Headquarters of major commands and at 
all levels down to and including Air Force installations. Air Force 
Office of Special Investigations (AFOSI) field uriits. Washington 
National Records Center, Washington~ DC 20409. Mailing addresses 
are in the Department of Defense directory which follows the Air 
Force's systems notices. · 

Categories of individuals covered by the system: 
Active duty, retired or former military personnel. Current, re~ired 

and former Air Force civilian employees. Applicants for enlistment 
or appointment. Air Force Academy Cadets, applicants and nomi­
nees. Dependents of military personnel. Current and former Armed 
Forces Exchange employees, union or association personnel, civilian 
contracting officers and their representatives, employees of the Peace 

Corp, State Department and the· American Red Cro~s and other 
Department of Defense employees and contractors. Foreign Nation-
als residing in ~he US and abroad. · 

Categories of records i'n the system: 
Reports of investigation, collection reports, statements of individ­

uals, affidavits,· correspondence, and other documentation pertaining 
to investigative effort spent in identifying and countering foreign 
intelligence and terrorist threat to -the United States and the US 
military.· This includes activities and suspected activities intended to 
convince US military and others to illegally engage in such activities. 
Also includes indicators ·of foreign military and political actions di­
rected against the United Sta~es, its ins,tallations, p~rsonnel, and allies. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by, and Air Force Regulation 23~ 18, .Air Force Office of 
Special Investigations. · 

Purpose(s): 
Compiled for use . in determining . the hostile threat against, the 

United States, its allies, their military and government. Used by 
USAF, other military commanders, :and other responsible authorities 
in taking actions to counter these threats: Used by USAF Command­
ers to· initiate other ·investigative, judicial, qr administrative actions 
when appropriate. Used by HQ USAF activities in promotion, reas­
signment, and similar personnel actions. Provided to the USAF 
Board for the Correction of Military Records for use in correcting 
indivi~ual. military records. 

Routine uses of records maintained· in the system, including catego-
ries of users and the purposes of'such uses: . 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. Used representa-· 
tives of the US Departmenf of State, the Central Intelligence Agency 
(CIA), the staff of the National Security Council, and the Executive 
Branch. Used by civilian authorities in assessing the threat against the 
l)'S, its installations, and personnel as well as its allies. Furnished to 
the CIA, FBI, anq qther intelligence/counterintelligence agencies for 
use in matters pertaining to hostile intelligence and terrorist activities 
directed against the US or its allies, their installations, or personnel. 
Used in immigration and .naturalization inquiries conducted by the 
US Immigration and Naturalization Service. Use.d by appropriate 
Medical and Forensic Laboratory personnel to assist in making labo­
ratory tests and medical examinations in support of the investigative, 
judicial, and administrative process .. Furnished to Defense and Trial 
Counsels for use in judicial and administrative actions. Provided to 
the US Secret Service . for use in conjunction with protecting the 
President, Vice President, and other high ranking officials. Used in 
conjunction with Joint Counterintelligence Operations conducted by 
AFOSI and other intelligence/counterintelligence services. Informa­
tion concerning hijacking or. suspected hijacking of aircraft is fur­
nished to the Federal Aviation Ag~ncy. 

Policies and practices for. storing, retrieving, accessing, retaining, and 
disposing of records in the system: · · 

Storage: 
Maintained in file folders and card files, and on mic'rofilm aperture 

cards. · · 

Retrievability: 
Filed by naine, Social Security Number (SSN) or Military Service 

Number. 
Safeguards: 
Records are accessed by custodian of the record system an'd ·by 

person(s) responsible for servicing the record syst~m in perfor'!lance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in security file containers'/c'abinets, 
safes, vaults and in locked cabinets or rooms. Records are protected 
by sec~rity alarm systems. 

Retention and disposal: 
. At AFOSI field units, counterintelligence (CI) and counterespio­

nage operations reports are retained for one year after AFOSI is 
notified of command actions; collection reports are oestroyed after 
one year. At HQ AFOSI, files pertaining to CI or cqu~terespionage 
investigations are retained permaJlently. Files pertaining to defectors 
or ~efugees are retained for 25 years. Files pertaining to CI briefings 
are retained for 15 years. Record paper copies of CI collection 
reports are placed on microfilm aperature cards and the paper copy 
destroyed when aperature cards are determined adequate .. substitute. 
Microfilm aperature cards are destroyed after six years, or 25 years if 
they pertain to counterintelligence activities. CI investigations con-
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ducted for other agencies are retained for one year. Destruction is by 
pulping, macerating, or burning. .· 

System manager(s) and address: 
Director, Plans, Programs and Resources (XP), HQ Air Force 

Office of Special Investigations, Bolling AFB; DC 20332. 
Notification procedure: 
Requests from individuals should be addressed to. Chief, Informa­

tion Release Division (XPU), HQ Air Force Office of Special Inves­
tigation, Bolling Air Force Base, DC 20332. 

Record access procedures: 
. '-

Requests from individuals should be addressed to Chief, Freedom 
of Information/Privacy Acts Release Branch (DADF), HQ Air 
Force Office of Special Investigations, Bolling Air Force Base, DC 
20332. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
See Exemption. 
Exemptions claimed for the system: 
Parts of this system may be exempt under 5 USC 552a 0)(2). For 

additional information, contact the System Manager. 

. F124 AF B 
System name: 

Security. and Reiated Investigative Records. 
System location: 
HQ Air Force Office of Special Investigations (AFOSI), Bolling 

Air Force Base, DC 20332; Headquarters of major commands and at 
all levels down to and including Air Force installations; ·and. at Air 
Force Office of Special Investigations (AFOSI) field units. Washing­
ton National Records Ct::nter, Washington, DC 20409. Official mail­
ing addresses are in the Department of Defense directory in the 
appendix to the Air Force's systems notices. 

Categories of individuals covered by the system: 
Active duty, retired or former military personnel. Current,. retired 

and former Air Force civilian employees. Applicants· for enlistment 
or appointment. Air Force Academy Cadets, applicants and nomi­
nees. Dependents of military personnel. Current and former Armed 
Forces Exchange employees, union or association personnel, civilian 
contracting· officers and their representatives, employees of the Peace 
Corps, State Department and the American Red Cross and other 
Department of Defense employees and contractors. Foreign Nation­
als residing in the US and abroad. · 

Categories of records in the system: 
Reports of investigation, statements of individuals affidavits, corre­

spondence, and other documentation pertaining to granting,. continu­
ing, or denying individual access to classified information or to US 
military installations. · 

Authority for maintenance of the system: 
Executive· Order 10450, Security Requirements for Government 

Employment, and 10 USC 8012, Secretary of the Air Force: Powers 
and duties; delegation by, and Air Force Regulation 23-18, Air Force 
Office of Special In":estigations. 

Purpose(s): 
Compiled for the use of military security access granting authori­

ties to grant, deny, or continue individual access to classified materi­
al. Also compiled for military commanders to use in granting access 
to military installations and to use in granting or denying enlistment, 
;1ppointment, or employment. Since October 1972 and the establish­
ment. of the Defense In_vestigative ·Service (DIS), AFOSI has not 
conducted routine background investigations except in certain over­
seas areas in support of DIS. AFOSI conducts special security inves­
tigations on personnel requiring regular access to US military instal­
lations, on the prospective alien spouses of military personnel over­
seas and on USAF military and civilian employees as a result of 
compl11inis or referrals from other agencies. While these complaints 
may be short of actual criminality,.they are of security interest to the 
USAF and they raise questions as to the suitability and risks of 
permitting continued access to classified material. . Furnished to 
USAF and other military commanders for use in granting, denying, 

. or continuing access to classified material. Also used by commanders 
in relateq administrative and judicial actions. Provided to the USAF 
Board for the Correction of Military Records for use in correcting 
military records. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: , 

Records from this system of records may be disclosed for any of 
the blanket routine uses published· by· the Air Force. Furnished to 
Office of Personnel ·Management, Federal Bureau of Investigation 
(FBI), Central Intelligence Agency (CIA), and other federal agencies 
for inclusion in background· investigations for use in granting access 
to classified material and determining suitability for employment. 
Used in immigration and naturalization inquiries conducted by the 
US Immigration and Naturalization Service. Furnished to the US 
Secret Service in conjunction with the protection of the President 
and Vice President, and other high ranking officials. Provided to the 
Veterans Administration for verification and settlement of individual 
claims. Furnished to the CIA, FBI, and other US intelligence/coun­
terintelligence agencies· in matters pertaining to host intelligence and 
terrorist activities directed against the US, its installations, or person: 
net. Used in conjunction with joint law enforcement· investigations 
conducted by AFOSI and foreign law enforcement agencies. Investi­
gations regarding aliens overseas are furnished to the US Department 
of State and US embassies and consulates for use in immigration and 
employment actions. Furnished to defense and trial counsels for use 
in judicial and administrative actions. 

Policies and practices for storing; retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders and card files . 
Retrievability: 
Filed by name or Social Security Number (SSN). 
Safeguards: 
Records are accessed by custodian of the record system· and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in security file containers/cabinets, 
safes· and vaults. Records are controlled by personnel screening and 
protected by Security Alarms Systems. 

Retention and disposal: 
At AFOSI field units, all files are retained for 90 days. At HQ 

AFOSI files pertaining to security violations are retained permanent­
ly. Files containing Personnel Security Investigations conducted for 
DIS and other Federal agencies are retained for 90 days. Protective 
Service (PS) investigations .including PS data provided to other agen­
cies are retained for five years or when no longer needed, whichever 
occurs first. Files pertail;ting to terrorist activities are retained for 1 5 
years. Premarital investigations which are unfavorable and the mar~ 
riage takes place are retained for five years; premarital investigations 
which are unfavorable and the marriage does not take place are 
retained one year. All other premarital in~estigations are retained for 
one year. Destruction is by pulpi~g, macerating, or burning. 

System manager(s) and address: 
Director, Plans, Programs and Resources (XP), HQ Air Force 

Office of Special Investigations, Bolling Air Force Base, DC 20332. 
. Notification procedure: 

Requests from individuals should be addressed to Chief, .I~forma­
tion Release Division (XPU), HQ Air Force Office of Special Inves­
tigations, Bolling Air Force Base, DC 20332. 

Record access procedures: 
Requests from individuals should be addressed to Chief, Freedom 

of Information/Privacy Acts. Release Branch (DADF), HQ Air 
Force Office of Special Investigations, Bolling Air Force Base, DC 
20332. 

Conte~ting record procedures: 
.The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from th('! System Manager. 

Record source categories: 
See Exemption. 
Exemptions claimed for' the system: 
Parts of this system may be exempt under 5 USC SS2a (k)(S). For 

additional. information, contact the System Manager. · 

System name: 
Criminal Records, 
System location: 

F124 AF C 

. HQ Air Force Office of Special lnvestigatio.ns (AFOSI), Bolling 
Air Force Base, DC 20332. Headquarters of major commands and at 
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all levels down to and including Air Force installations. Air Force 
Office of Special Investigations (AFOSI) districts. AFOSI detach­
ments. Washington National Records Center, Washington, DC 20409. 

Categories of individuals covered by the system: · 
Active duty, retired or foriner military personnel. Current, retired 

and former Air ·Force civilian employees. Applicants for enlistment 
or appointment. Air Force Academy Cadets, applicants and ·nomi­
nees. Dependents of military personneL Current and former Aimed 
Forces Exchange employees, union or association personnel,. an con­
tracting officers and their represent their representatives, employees 
of the Peace Corp, State Department and the American Red Cross. 
Foreign Nationals residing in the US and abroad. Other Department 
of Defense employees and contractors, both current and former. 

Categories of rec()rds in the system: 
Reports of investigation, statements of individu~ls, correspondence, 

and other info~mational material pertaining to specific investigations 
of alleged violations of laws, regulations or directives. 

Authority for maintenance of the system: 
10 USC. Chapter 47, Uniform Code of Military Justice and 8012, 

Secretary of the Air Force: Powers and duties; delegation by, and 
Air Force Regulation 23-18, Air Force Office of Special Investiga­
tions. 

Purpose(s): 
Compiled for use by USAF and other military commanders and 

the US Department of Justice in taking judicial and administrative 
actions involving suspected criminal activity concerning DOD per­
sonnel, property, and procurement/disposal activities. Used by 
USAF and other military commanders to determine if legal ·or ad­
ministrative action is warranted. Used by HQ USAF activities in 
promotion, reassignment, and similar personnel actions for Air Force 
personnel only. · · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. Used in con­
junction with joint law enforcement investigations conducted by 
AFO.SI and foreign law enforcement agencies. Provided to the Cen­
tral Intelligence Agency (CIA), the Federal Bureau of Investigation 
(FBI), and other counterintelligence/intelligence agencies in matters 
pertaining to hostile intelligence and · terrorist activities directed 
against the US, it~ installations, or personnel. Used in immigration 
and naturalization inquiries conducted by the US Immigration and 
Naturalization Service. Furnished to·appropriate medical and forensic 
laboratory personnel to assist in t;naking laboratory tests and medical 
examinations conducted in support of the investigative judicial, and 
administrative process. Furnished to defense and trial counsels for 
·use in judicial and admipistrative actions. Provided to the US Secret 
Service in conjunction with the protection of the President, Vice 
President, and other designated high ranking officials. Provided to 
the Veterans Administration for verificatien and. settlement of indi­
vidual claims; Criminal information affecting US diplomatic relations 
with foreign . nations is provided to· the Department of State and US 
embassies overseas. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Maintained in file folders. 
RetrievabiHty: .. 
Filed by riame, Social Sec.urity Number (SSN) or Military. Service 

Number. ' · 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly, screened and cleared for 
need-to-know. Records are stored in security file containers/cabinets, 
safes, vaults and locked cabinets or rooms. Records are controlled by 
personnel screening and protected by security alarm system. 

Retention and disposal: ' 
. Record copy at HQ AFOSI' is retained for 15 years and for 90 
days at AFOSI field units.' Destruction is by pulping, macerating, or 
burning. 

System manager(s) and address: 
Director, Plans, Programs and Resources (XP), HQ Air Force 

Office of Special Investigations, Bolling Air Force Base, DC 20332. 
Notification procedure: 
See Exemption. 
Record access. procedures: 

Requests from individuals should . be addressed to· Chief, Freedom 
of Information/Privacy Acts Release Branch (DADF),. · HQ Air 
Force Office of Special Investigations, Bolling Air Force Base, DC 
20332. . 

Contesting record procedures: . . 
The Air Force's rules for access to records and for contesting and 

appealing initial determina~ions by the indi\;'idual concerned may be 
obtained from the System Manager. 

Record source categories: 
See Exemption. 
Exemptions claimed for the system: 
Parts of this system may be exempt under 5 USC 552a(j)(2). For 

additional information, contact the System Manager. 

F124 AF D 
System riame: 
· · Investigative Support Records. 

System location: 
Air Force Office of Special Investigations (AFOSI), Bolling Air 

Force Base, DC 20332. Headquarters of major commands and at all 
levels down to and including Air Force installations. Air Force 
Office of Special Investigations (AFOSI) Field Units. Washington 
National Records Center, Washington, DC 20409. 

Categories of individuals covered by the system: 
Active duty, retired or former military personnel. Current, retired 

and former Air Force civilian employees. Applicants for enlistment 
or appointment. Air Force Academy Cadets, applicants and nomi­
nees. Dependents of military person'nel. Current and former Armed 
Forces Exchange employees, union or association personnel, civilian 
contracting officers· and their representatives, employees of the Peace 
Corps, State Department· and the American Red Cross and Depart­
ment of Defense employees and contractors. Foreign Nationals resid­
ing in the US and abroad. 
· Categories of records in the system: 

Reports of investigation, . collection reports, statements of individ~ 
uals, affidavits, correspondence, and. other documentation pertaining 
to criminal collection activities investigative surveys, technical, foren­
sic, and other investigative· support. to criminal and counterintelli­
gence investigations to include source control documentation and 
district indices. · · 

Authority for maintenance of the system: 
10 USC Chapter 47, Uniform Code of Military -'ustice and S012, 

Secretary of the Air Force: Powers and duties; delegation by,· and 
Air Force Regulation 23-18, Air Force Office of Special Investiga-
tions. · ' ' 

Purpose(s): 
Compiled for use by. AFOSI anq other military, commanders in 

directing and supporting. their criminal . investigative, law enforce­
ment, counterintelligence, and distinguished visitor protection pro­
grams. Used to assist in managing the AFOSI criminal and co.unterin­
telligence investigative program at the various USAF and US mili­
tary installations worldwide. Furnished to USAF and other military 
commanders to assist in identifying areas of possible criminality and 
to assist in developing. and managing the installation law enforcement 
program. Used to assist in managing the AFOSI source program. 
Used by USAF and other military commanders in managing installa­
tion crime prevention programs. Used by AFOSI to determine if, in 
fact, possible crimi~al activity requiring further specialized investiga­
t~on is occurring in a specific area. Used as a basis for USAF and 
other authorized individuals to request AFOSI in'vestigaticins. Used 
by USAF and other military commanders as well as Department of 
Justice officials to determine if judicial or administrative action is 
warranted. Used in' joint investigations by AFOSI and foreign law 
enforcement· agenCies. Used to develop and manage the AFOSI Dis­
tinguished Visitor Protection Program. Used to 9evelop and manage 
the AFOSI Investigative Survey Program for both appropriated and 
non-appropriated fund activities. Used to record technical investiga­
tive support provided to other investigative ac~ivities .. Used to report 
forensic and polygraph support to other investigative· activities. Used 
by HQ USAF activities in prom0tion, reassignment, and similar per­
sonnel actions for Air Force personnel only. 

Routine. uses of records maintained in the system, including catego-
. ries. of users and the purposes of such uses: · · · 

Records from this system of records may be disclosed for any of 
the blanket routine ·uses published by the Air Force. Used in immi­
gration and naturalization investigations ·conducted by the US Immi­
gration and Naturalization Service. Furnished to medical and.forensic 
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laboratory. personnel to liSSist in making laboratory tests and medical 
examinations in support of the investigative, Judicial, and administra­
tive process. Provided to the Central Intelligence Agency (CIA), 
FBI, and other counterintelligence/intelligence agencies in matters 

. pertaining to hostile intelligence activities and terrorism directed 
against the us, its installations, personnel, and allies. Provided to the 
Veterans Administration for verification and settlement of individual 
claims. Criminal information affecting US diplomatic relations with 
foreign nations is provided to the Department of State and US 
embassies overseas. Furnished to the US Secret Service in conjunc­
tion with protection of the President, Vice President, and other high 
ranking officials. . , 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders, video and audio tape. 
Retrievability: . 
Filed by name, Social Security Number (SSN), or Military ·service 

Number. 
Safeguards: 
Records are accessed by custodian of the record system and by 

persons responsible for servicing the record· system in performance of 
their official duties who are properly screened and cleared for need­
to-know. Records are stored in security file containers/cabinets, safes 
and vaults. Records are protected by security alarm system and 
controlled by personnel screening. 

Retention and disposal: 
Record paper copies at HQ AFOSI are retained under the same 

criteria assigned to the substantiye case supported (criminal - 15 
years; counterintelligence - permanent). At AFOSI field units, docu­
mentation is destroyed after 90 days for criminal or one year for 
counterintelligence cases, after command action is reported to HQ 
AFOSI or when no longer needed, whichever is sooner. Source 
control documentation at HQ AFOSI is destroyed after 15 years. At 
AFOSI field units, source documentation is destroyed one year after 
tennination of source use. Copies furnished USAF Commanders are 
destroyed when all actions are completed and reported to AFOSI or 
when no longer needed. At HQ AFOSI, copies of reciprocal investi­
gations conducted on request of a local, state or federal investigative 
agency in the US, or host country investigative agencies overseas, 
are destroyed after one year. Copies retained by AFOSI field units 
are destroyed after 90 days. ·· 

System manager(s) and address: 
Director, Plans, Programs and Resourc~s (XP), HQ Air Force 

Office of Special Investigations, Washington, DC 20332. 
Notification procedure: 
Requests from individuals should be addressed to Chief, Informa­

tion Release Division (XPU), HQ Air Force Office of Special Inves­
tigations, Bolling Air Force Base, DC 20332. 

Record access procedures: 
Requests from individuals should be addressed to Chief, Freedom 

of Information/Privacy Acts Release Branch (DADF), HQ Air 
Force Office of Special Investigations, Bolling Air Force Base, DC 
20332. . 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
See Exe01ption. 
Exemptions claimetJ for the system: 
Parts of this system may be exempt under 5 USC 552a(j)(2). For 

additional information, contact the System Manager. 

System name: 
Badge and Credentials. 
System location: 

Fll4 AFOSI A 

HQ Air Force Office of Special Investigations (AFOSI), Bolling 
Air Force Base, DC 20332 and at Air Force Office of Special 

. Investigations (AFOSI) District Offices. Mailing addresses are in the 
Department of Defense directory in the appendix to the Air Force's 
systems notices. ' 

Categories of individuals covered by the system: 
All accredited AFOSI special agents. 
Categories of records in the system: 

Letters of authorization to issue badge and .credentials, badge and 
credential receipts, badge listings, badge and credential inspection 
reports, punch card used to prepare badge listings and badge and 
credential number assigned to each AFOSI Special Agent . 

Authority for maintenance of the system: 
18 USC 499, Military naval or official passes; 506, Seals of depart­

ments or agencies; 701, Official badges, identification cards, other 
insignia, and Air Force Regulation 23-18, Air Force Office of Special 
Investigations. 

Purpose(s): 
To issue and control the badge and credential assigned each 

AFOSI special agent. Used only by AFOSI t~ identify specifiqally to 
which special agent each badge and credentials is assigned, to pro­
vide for orderly five year update of credentials and to insure turn in 
of badge and credentials whenever accreditation is terminated. 

Routine uses of records maintained it:~ the system, including catego­
ries of users and the purposes of such uses: 

None. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in file folders· and card files. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system ana by 

person(s) responsible for servicing the record system in perf9rmance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in security file containers/cabinets 
and in locked cabinets or rooms. · 

Retention and disposal: . 
Receipts are maintained at· district level only during assignment of 

accredited special agent. When badge and credentials are turned in, 
records are then destroyed. At HQ AFOSI the receipts are retained 
for the entire period badge and credentials are issued to a specific 
special agent and destroyed when badge,and credentials are returned 
to that unit. Badge listings and punch cards are destroyed when 
superseded. 

System manager(s) and address: 
Director, Plans, Programs and Resources (XP), HQ Air Force 

Office of Special Investigations, Bolling Air. Force Base, DC 20332. 
Notification procedure: 
Requests from individuals should be addressed to Chief, Informa­

tion Release Division (XPU), HQ Air Force Office of Special Inves­
.tigations, Bolling Air Force Base, DC 20332. 

Record access procedures: · 
Requests from individuals should be addressed to Chief, Freedom 

of Information/Privacy Acts Release Branch (DADF), HQ Air 
Force Office of Special Investigations, Bolling Air Force Base, DC 
20332. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual· concerned may be 
obtained from the System Manager. 

Record source categories: 
Information. is obtained from personnel records and issued badge. 
Exemptions claimed for the system: 
None. 

F124 AFOSI B 
System name: 

Investigative Applicant Processing Records. 
System location: 
HQ Air Force Office of Special Investigations (AFOSI), Bolling 

Air Force Base, DC 20332 and Air Force Office of Special Investi· 
gations (AFOSI) District Offices, Detachment Offices, and Resident 
Agencies. Mailing addresses are in the Department of Defense direc­
tory in the appendix to the Air Forces systems notices. 

Categories of individuals covered by the system: 
All AFOSI personnel, allocations and applicants for AFOSI ~uty 
Categories of records in the system: 
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Application documentation, School and College Ability Test re­
sults; results ·of the AFOSI applicant inquiry, and 'the personnel 
security investigation concerning the individual. 

Authority for maintenance of the system: 
lO USC 8012, Secretary of the Air Force: Powers and duties· 

delegation by, and Air Force Regulation 23-18, Air Force Office of 
Special Investigations. 

Purpose(s): 
Compiled to assist in the selection and retention of AFOSI person­

nel. Used by the AFOSI Applicant Review Board and the Director 
of Personnel Management to select AFOSI investigative trainees and 
support personnel. .Used by the Commander, AFOSI to reassign or 
retain AFOSI personnel. 
. Routine uses of ;ecords maintained in the system, including catego-

nes of users and the purposes of such uses: · 
Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. , . 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: · 
Maintained in file folders. 
Retrievability: 
Filed by name, Social Security Number (SSN), o; Military 'Service 

Number. . · 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their. official duties who are. properly screened and .cleared for 
need-to-know. Records are stored in locked cabinets or rooms and 
are protected by security alarm systems. 

Retention and disposal: 
Retained in office files until reassignment or separation, then de­

stroyed by tearing into pieces, shredding, pulping, macerating, or 
burning. Files on nonselected' personnel are destroyed six months 
after selection process is terminated. Destruction is by pulping, mac­
erating, or burning. Files at AFOSI .field units are destroyed 90 days 
after completed action is forwarded·to HQ AFOSI. Destruction is by· 
pulping, macerating or burning. · 

System manager(s) and address: 
Director, Plans, Programs and Resources (XP), HQ Air Force 

Office of Speciail Investigations, Bolling Air Force Base, DC 20332. 
Notification procedure: 
Requests from individuals should be addressed to Chief, Informa~ 

tion Release Division (XPU), HQ Air Force Office of Special Inves­
tigation, Bolling Air Force Base, DC 20332. 

Record acc~ss procedures: 
Requests from individuals should be addressed to Chief, Freedom . 

of Information/Privacy Acts Release Branch (DADF), HQ Air 
Force Office of Special Investigations, Bolling Air Force Base, DC 
20332. Mailing addresses are in the Department of Defense directory 
in the appendix to the Air Force's systems notices. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. · 

Record source categories: .. 
Information obtained from previous employers, financial institu­

tions, educational institutions, medical institutions, police and investi­
gating officers, the bureau of motor vehicles, a state or local govern-· 
ment, an international organization, a corporation, ., witnesses, or 
source documents (such as reports) prepared on behalf of the· Air 
Force by boards, committees, panels, auditors, and so forth. Data· is 
e,xtracted from individual military or civilian personnel records. 

Exemptions claimed for the system: 
Parts of this system may be exempt under 5 US~ .S52a (k)(S). For 

additional information, contact the System Manager. 

F125 AF A 
System name:, 

Correction and Rehabilitation Records. 
System location: 
Chief of Security Police at local installation where individual is 

.assigned; 3320th Correction and Rehabilitation Squadron, Lowry 
AFB, Denver, CO 80230-5000 and subunits; and the Air Force 
Clefuency · and Parole Board, Office of the Secretary of the Air 
Force Personnel Council, Pentagon, Washington, DC 20330-1000. 

Records may ·atso be at Headquarters, United States Air FQrce; 
National Personnel'·Records Center, Civilian Personnel Records, Ill 
Winnebago Street, St. Louis, MO 63118-2001; or National Personnel 
Records Center, Military Personnel Records, 9700 Page Boulevard, 
St. Louis, MO 63132-2001. 

Categorie~ of indiv.iduals covered. by the system: 
In.dividuals placed i~ confinement at an installation or federal · 

prison as the result of military criminal conviction and individuals 
placed in confinement or- rehabilitation and assigned to the 3320th 
Correction and Rehabili~ation Squadrpn, or any detachment of oper­
ating location. 

Categories of reco~:ds in the system: 
Prisoner personnel records consisting of confinement orders, re­

lease orders, personal history records, medical examiners report, re­
quest and receipt for health and comfort supplies, recommendations 
for disciplinary action, inspection records, prisoner classification sum­
maries and records per:taining to any clemency/parole actions. 

Corrections officers records including personal · deposit fund 
records and related documents, disciplinary books, correction facility 
blotters and visitor registers; requests for interview and evaluation 
reports; prisoner records consisting of daily strength recqrds and 
reports of escaped and returned from escaped. prisoners. 

Psychological or rehabilitation test records. 
Clemency and Parole Bo.ard decisional documents and related 

records reflecting the action of the Board, the Board's recommenda­
tions to the Secretary and the rationale for actions taken or proposed. 

Authority for maintenance of the system: 
lO U.S.C. 8013, Secretary of the Air Force: Power:s and Duties; 

delegation by, as implemented by Air Force Regulation 125-18, 
Operation and Administration of Air Force. Confinement and Correc­
tion Programs and Facilities, and Executive Order 9397. 

Purpose(s): 
To maintain a life file on the ind.ividual as a prisoner on an Air 

Force installation, or as an Air Force prisoner serving a sentence in a 
federal prison. The records are used to establish background for 
either disciplinary or good conduct action as well as general adminis­
tration uses of the records concerning health and welfare .of the 
individual, as well as clemency and parole actions. Historical records 
in microfilm are used as a research data base. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · · 

Records may be disclosed to Federal, state and local law enforce­
ment and investigation agencies for investigation and possible crimi­
nal prosecution, civil court actions or regulatory orders, confine­
ment/correctional agencies for use in the administration of correction 
programs, including custody classification, employment, training and 
educational assignments, treatment programs, clemency, restoration 
to duty or par:ole actions, vertification of offender's criminal records, 
employment records, and soe<ial histories. 

The Department of the Air Force "Blanket Routine Uses" pub­
lished at the beginning of the agency's compilation of record systems 
apply to this system. · 

Policies and practices for storing, retrieving, accessing, retaining. and 
disposing of records in the system: 

Storage: 
Maintained in file folders, in notebooks/binders, in card files, on 

computer an<;t computer output products, in microfilm, and as photo­
graphs. 

Retrievability: 
Retrieved by any or a combination of name, Social Security 

Number (SSN), fingerprint classification, unique 3320th CRS Arrival 
Number, or by date of board hearing. · 
· Safeguards: . · , 

Records are accessed . by custodian of the record system and by 
person(s) responsible for servicing the record system in performance 
of their official duties. Records are stored in· locked cabinets or 
rooms and controlled by visitor registers. 

Retention and disposal: 
Depending on the type of record within the system, it is either 

destroyed after release of the prisoner, maintained for one year after 
the release of the individual, or retained in the files at the facility in 
which ·the individual was confined· for two years, after which time 
the record is either destroyed or transferred to a staging area for two 
additional years, then retired to the Washington National Records 
Center, Washington, DC 20409-2001 fqr permanent retention. 

Records pertaining to clemency/parole actions are retained for five 
years after final action. · 
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After final disposition of prisoner or rehabilitee, the records are 
purged of extraneous material and microfiched. One copy is main­
tained by 3320th CRS, Program Development and Evaluation 
Branch for 20 years. The original is retired to the National Personnel 
Records Center, Military Personnel Records. The original hard copy 
is kept at the Program Development and Evaluation Branch for one 
year and destroyed. Duplicate copies of some documents are main­
tained at L TTC/JA for one year for individuals separated and for 
two years of people who ar~ retained by the Air Force. Air Force 
Clemency and Parole Boarti records are retained until prisoner's 
maximum release date. · 

System manager(s) and address: 
Installation Chief of Security Police; Commander, 3320th Correc­

tion and Rehabilitation Squadron, Lowry AFB, Denver, CO 80230-
5000; and the Executive Secretary, Air Force Clemency and Parole 
Board, Office of the Secretary of the Air Force Personnel Council, 
Pentagon, Washington, DC 20330-1000. Official mailing addresses 
are published as an appendix to the Air Force's compilation of 
record system notices. 

Notification procedure: . 
Individuals seeking to determine whether information about them­

selves is contained in this system should address written inquiries to 
the Installation Chief of Security Police; or the Commander, 3320th 
Correction and Rehabilitation Squadron, Lowry AFB, Denver, CO 
80230-5000; or to the Executive Secretary, Air Force Clemency and 
Parole Board, Office of the Secretary of the Air Force Personnel 
Council, Pentagon, Washington, DC 20330-1000 .. Official mailing 
addresses are published as an appendix to the Air Force's compilation 
of record system notices. . 

Record access procedures: 
Individuals seeking to access records about themselves contained in 

this system should address written inquiries to the Installation Chief 
of Security Police; or the Commander, 3320th Correction and Reha­
bilitation Squadron, Lowry AFB, Denver, CO 80230-5000; or to the 
Executive Secretary, Air Force Clemency and Parole Board, Office 
of the Secretary of the Air Force Personnel Council, Pentagon, 
Washington, DC 20330-1000. Official mailing addresses are published 
as an appendix to the Air Force's compilation of record system 
notices. 

Contesting record procedures: 
The Department of the Air Force rules for accessing records, and 

for contesting and appealing initial agency determinations by the 
individual concerned are published in Air Force Regulation 12-35; 
32 CFR part 806b; or may be obtained from the system manager. 

Record source categories: · 
Financial and medical institutions, police and investigative officers, 

state or local government, witnesses or source documents. 
Installation . level confinement facilities, courts-martial, . and court­

martial reviews, and submissions received directly from,.or in behalf 
of the prisoner. 

Exemptions claimed for the system: 
All portions of this system which fall with 5 U.S.C. 552aG)(2) 'are 

exempt from the following provisions of 5 U.S.C. section 552a: Sec­
tions (c)(3) and (c)(4); (d)(l) through (d)(5); (e)(2) and (e)(3); 
(e)(4)(G) and (e)(4)(H), (e)(5); (f)(l) through (f)(5); (g)(l) thr:ough 
(g)(5); and (h) of the Act. 

An exemption rule for this record system has been promulgated in 
accordance with the requirements of 5 U.S.C. 553(b) (1), (2), and (3), 
(c) and (e) and published in 32 CFR part 806b. For additional 
information contact the system manager. 

F125 AFSP A 
System name: 

Air Force Policy Statement - Firear~s Safety and Use of Force. 
System location: 

. Kept by Commanders at each Air Force or military installation 
where Air Force personnel (including civilians) are or may be armed 
in performance of their duties. Some portions of this system may be 
kept in individual training records, employment records, firearm issue 
points, or by the individuals authorized to bear arms. Official mailing 
addresses are in the Department of Defense Directory in the appen­
dix to the Air Forces' system notice. 

Categories of individuals covered by the system: 
All Air Force active duty military personnel. Air Force civilian 

employees. Air Force Reserve personnel. Air National Guard per­
sonnel. Who are authorized to bear firearms in performance of duties 
and personnel who store firearms in Air Force armories. 

Categories of records in the system: 

Documentation of authority for Air Force military personnel, civil­
ian employees, contract security police and foreign nationals to bear 
firearms on an Air Force installation and contains personal identifica­
tion data and documentation of authorization to bear firearms. Also 
includes a record of understanding and certification· of same by 
individual regarding the constraints on the application of deadly 
force and the weapons safety requirements that must be adhered to 
by all personnel who bear firearms in the performance of duties. 

Authority for maintenance of the system: . 
10 USC 8012, Secretary of the Air Force: Powers. and duties; 

delegation by. 
Purpose(s): 
Purpose is to provide certification of an individual's understanding 

of the constraints regarding the application of deadly force and the 
weapons safety requirements that must be adhered to by anyone who 
bears firearms in the performance of duties. Used by commanders as 
evidence that the individual has certified his k~owledge of constraint 
on the application of deadly force and necessary firearms safety 
requirements. Purpose of the sy~tem is to identify civilian employees 
who can legally bear firearms on Air Force installations. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders. Posted on bulletin boards to be seen by 

personnel issuing firearms. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by person(s) responsible for servicing the 

record system in performance of their official duties. Records are 
stored in locked cabinets or rooms. 

Retention and disposal: 
May be retained in office files for two years after annual cutoff, 

then destroyed by tearing into pieces, shredding, pulping, macerating, 
or burning. 

System manager(s) and address: 
Air Force Office of Security Police. At decentralized locations, 

commanders of the appropriate installation. 
Notification procedure: 
Requests from Individuals should be addressed to the System Man­

ager. Civilian Personnel Manager at any Air Force installation. When 
requesting information, the requester should include full name, and 
some proof of identity such as date of birth. During a visit, idet:~tity 
must be proven by means of a valid drivers license or identification 
card. 

Record access procedures: 
· Individual can obtain assistance in gaining access from the System 

Manager. Mailing addresses are in the· Department of Defense direc­
tory in the appendix to the Air Force's systems notices. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information obtained from source . documents such as reports or 

from military and civilian Personnel Records. 
Exemptions claimed for the system: 
None. 

F125 AF SP B 
System name: 

Complaint/Incident Reports. 
System location: 
Kept by the Chief of Security Police at the installation where an 

individual becomes involved in an incident or complaint, and by the 
Chief of Security Police at the installation where an individual is 
assigned if the incident occurs at a different location. Information 
copies of a report are kept at the individual's organization and other 
organizations which have an interest in a particular incident. Official 
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mailing addresses are in the Department of Defense Directory in the 
appendix to the Air Force's' systems notices. . . 

Categories of· individuals. covered by the system: 
'· Persons who become in~olved. in complaints or incidents on Air 
Force ihstallat.ions or Air Force aCtive duty personnel who become 
involve<:f in in'cide.nts regardless of the location. 

Categories of records in the system: 
Includes th~ incident or co~plaint report, statements by the subject 

or witness, information on seized or acquired property, if applicable, 
copies of forms referring ·cases to other agencies for final disposition, 
and other forms or reports required to complete basic report. Also 
includes an individual incident reference record. 

Authority for. maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers· and duties; 

delegatio11· by. 
Purpose(s): 
Used to reco~d information on·. individual involvement in inc'idenis 

or ·crimin!l-1 activity. Reports are used to provide inforin~tion to the 
appropriate individual within an organization who insures corrective 
action is taken. ' · 

Routine uses of records main.tained in the system, including catego-
ries of users and the purposes of such uses: · · · · 
· Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air· Force. · 
PoliCies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · · · 
Storage: 
Maintained in file folders and card files. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by person(s) responsible for servicing the 

record system in performance of their official duties. Records are 
accessed by authorized' personnel who are properly screened and 
cleared for need-to-know. Records are stored in security file contain­
ers/ cabinets. Records are stored in locked cabinets or rooms. 

Reten~ion and disposal: . 
Individual incident records are retained in the office ·of the Chief 

of Security Police and destroyed three years a'fter close of year in 
which last entry was made. Destroyed by tearing into pieces. Inci­
dent and complaint reports and parts thereto are retained in office 
files for. one year after annual cutoff, .transferred to a staging area for 
two years, and then destroyed by tearing into pieces, shredding, 
pulping, macerating, or burning. Information. copies at interested 
agencies are destroyed one year after annual cutoff by tearing into 
pieces. ··.. ; . . · 

· . System manager(s) a~d address: 
Air Force Office of Security Police, Kirtland Air Force Base, NM 

87117. Installation Chief of Security Police. 
Notification procedure: 
The appropriate installation Chief of Security Police ·should be 

contacted for information. When requesting information in writing, 
individual should include full name, Social Security Number, military 
status, home address, and the letter must. be notarized. For a personal 
visit, individual must have a· military ID, if applicable, a valid drivers 
license, or other appropriate proof of identity. · 

Record acces~ procedures: 
Individual can obtain assistance in gaining. acc~ss· from the. System 

Manager. Mailing addresses are in the Department of Defense direc­
tory in the appendix to the Air Force's systems notices. Contact -'the 
Chief of Security Police at the appropriate installation. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting'·and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information obtained from police and investigation officers, · wii~ 

nesses and from persons registering complaints or who become vic­
tims of a crime. 

Exemptions -claimed for the sy~tem: 
None. 

. F125 AF SP D 
System name: 

Field Interview :Card. 

System location: 
Air Force installations. 
Categories of individuals c~vered by the system: 
Active duty military personnel and civilian employees, Air Force 

Reserve personnel, dependents of military personnel, and civilians 
not affiliated with DOD. · 

Categories of records in the system:·_ ~ 

Field interview card which contains name, address, telephone 
number,- physical description, age, date of birth, description of cloth~ 
ing worn, if an automobile is involved, the make, year, decal number 
license and style and color. 

Authority for maintenance of the srstem: 
10 USC 8012, Secretary of the Air' Force: Powers and duties; 

delegation by. · 
Purpose(s): 

· Purpose of system is to·. obtain and record information on the 
. presence of individuals in a given location at specific time and date. 
Information is used by the Chief of Security Police and Security 
Police investigators at base level as an investigative t_oc;:>l .,in the 
identification of crime suspects and witnesses. . . 

Routine uses of records maintained in the system, ·including catego-
ries of users and the purposes of such uses: · 

Records from this system of records may be disclos~d for any of 
the· blanket routine uses published by the Air Force. 

Policies. and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by. custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who .are properly- screened and cleared for 
need-to-know. Records are stored in security file containers/cabinets, 
and locked cabinets or rooms and are controlled by p~rsonnel screen-
ing. · 

Retention and disposal: 
Retained in office files for three months after mon~hly cut-off, then 

destroyed by tearing into pieces, shredding, pulping, macerating, or 
burning. 

System ~anager(s) and address: 
Air Fo~ce Office of Security Police, Kirtland Air Force Base, NM 

87117 and-Chief of Security Police. at base concerned. 
Notification procedure: 
Requests should be addressed to Chief of Security Police at base 

con.cerned required information from individual will be name and 
address. Requester may ·visit the office of the Chief. of Security 
Police at base concerned and must provide a current military identifi-
cation card, or civilian identification card or driver's license. ,._. 

Re'cord access procedures: 
Individuals can be notified by contacting the Chief. of Security 

Police at the base concerned. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the. individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Source of information is· individual interviewed, witnesses and 

interviewing security policemen. 
Exemptions chiimed . .for the system: 
None. ' . · 

F125 AF SP E 
System name: . 

Security Police Automated System (SPAS). 
System location: 
Active Duty Security Police Activities, Air Force Reserve Securi-· 

ty Police Units and Air National. Guard. Security Police Activities . 
Official· mailing addresses are published as an appendix to the Air 
Force's compilation of record systems notices. 

Categories of individuals covered by the system: 
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All military and civilian security police personnel. All military and 
civilian personnel who register privately owned vehicles or weapons 
on Air Force installations. All military and civilian personnel who 
are issued restricted or controlled area passes by a security police 
activity. All military and civilian personnel who possess an individual 
incident reference and/or drivers record .. All military and civilian 
personnel who possess an Air Force security clearance. All military 
and civilian personnel who: are issued traffic citations, are involved 
in criminal acts or incidents wl,ich generate an accident report or are 
involved in motor vehicle accidents on Air Force installations. All 
military and civilian personnel who are prohibited from· entering an 
Air Force installation. All military and civilian personnel wo are 
visitors to Air Force installations. All military and civilian personnel 
who are granted unescorted or escorted entry into Air Force restrict-

. ed and controlled areas. 
Categories of records in the system: 
Files contain: (1) Security police and security police augmenter 

identification data such as name, grade, social security number, ad­
dress and phone number; (2) security police and security police 
augmenter qualification data such as security clearance, Personnel 
Reliability Program status, weapon qualifications, quality control cer­
tification and training data; (3) security clearance data on all military 
and civilian personnel who possess an Air Force security clearance; 
(4) records used to request identification or entry credentials, infor­
mation reports on · the loss, theft or destruction of said credentials, 
certain types of entry authority listings and various accountability 
records; (5) individual records which reflect historical involvement in 
incidents which require a police report on all military and civilian 
personnel; (6) records that reflect traffic penalty point accumulation 
as a result of driving infractions on all military and civilian personnel; 
(7) records used to register privately owned vehicles and weapons 
for all military and civilian personnel; (8) records used to identify all 
military and civilian personnel who have been prohibited from enter­
ing Air Force installations; (9) includes a chronolpgy. of an investiga­
tion being conducted, data on sources of information, information on 
investigation techniques, and records concerning seized ·property; 
(10) records used to grant visitors temporary access to Air Force 
installations, and (11) records ·used to gran·t military and civilian 
personnel· unescorted or escorted entry to Air 'Force restricted or 
controlled areas. 

Authority or maintenance of the system: 
10 U.S.C. 8013, Secretary of the Air Force: Powers and duties; 

delegation by; and Executive Order 9397. 
Purpose(s): 
Personnel records are used by security police managers to track 

and monitor availability and qualification of personnel assigned or 
attached to security police activities. Vehicle and weapon registration 
records are used by security police personnel to monitor vehicles and 
weapons registered on Air Force installations. Incident and traffic 
records are used by commanders to identify repeat offenders. Securi­
ty clearance records are used by security police and commanders to 
determine eligibility for access to classified information. Identification 
and entry authority records are used by security police personnel for 
issuing identification cards and restricted by controlled area badges 
and for accountability of various controlled forms ·used in the proc­
~ss. Barment records are used by security police installation entry 
controllers to identify personnel who are prohibited from entering 
the installation. Investigation records are ·used by sec~rity police 
investigators to assist in the. investigation of a criminal act or inci­
dent. Visitor control records are used to authorize military and civil~ 
ian personnel temporary access to Air Force installations. Restricted 
and controlled area entry authorization records are used to authorize 
military and civilian personnel to enter Air Force restricted or con-
trolled areas. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purpose· of such uses: · 

The "Blanket Routine Uses" published at the beginning of the 
Department of the Air Force's compilation of record system notices 
apply to this system. . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of recor~ in the system: · · 

Storage:· 
Records in this system are maintained manually (paper files), auto­

mated (in computer, on hard disks, floppy diskettes or tape backups), 
and in combination when deemed necessary. 

Retrievability: 
Records in this system are retrieved from manual storage by name 

and from automated storage by name or Social Security Number. 
Safeguards: · 

Records are accessed by persons responsible for servicing . the 
record system in performance of their official duties. Personnel are 
thor~ughly screened for need-to-know. Records are maintained/ 
stored on computer hard· disks ·(backup copies are ·maintained on 
floppy diskettes or tape media) and/or in secure file containers and in 
locked cabinets or rooms. 

Retention and disposal: 
Files for security .police and security police augmenter personnel 

are destroyed when superseded or upon reassignment or separation 
from the security police activity. Accountability records are de­
stroyed· five years after issue of the last controlled form or the l.ast 
entry on the accountability log. Incident reports are destroyed three 
years after last ·entry or forwarded to gaining installation upon reas­

. signment of· the individual. ·Traffic records are destroyed one year 
after last entry or forwarded to gaining installation upon reassign­
ment of the individual. Motor vehicle accident records are destroyed 
three months after posting or forfeitur:e of collateral. Barred person­
nel records are destroyed three years after removal from the list. 
Investigation reports are retained in· office for one year after annual 
cutoff, transferred to a staging area for .two years and then destroyed. 
Visitor control records are maintained for 90 days after the examina­
tion of the visit period. Restricted or controlled area records are 
destroyed 12 months after the termination of entry authority. 
Records are destroyed by tearing into pieces, shredding, pulping, 
macerating or burning. Computer records are destroyed by erasing, 
deleting, or overwriting. 

System manager(s) and a~dress: 
Air Force Office of Security Police, Kirtland Air Force Base, NM 

87117-6001; Chiefs of Security Police at each security police activity. 
Official mailing addresses are published as an appendix to the Air 
Force's compilation of record system notices. 

Notification procedures: 
Individuals seeking to determine whether this system of records 

contains information on themselves should address written inquiries 
to the system manager at each appropriate security police activity. 
Official mailing addresses are· published as an appendix to the Air 
Force's compilation of record systems notices·. 

When requesting information in writing, the individual must in­
clude full name, social security number, military status, full home · 
address with complete zip codes. . 

If an individual requests information in person, that individual must 
present a military identification card,. if applicable, a valid drivers 
license, or some other form of identification. 

Record access procedure: 
Individuals seeking to access records about themselves contained in 

this system· should address written requests to the system manager at 
the appropriate security police activity. Information relating .to police 
records· will be coordinated through · local Staff Judge Advocate 
offices before release. Official mailing addresses are published as an 
appendix to the Air Force's compilation of record systems notices. 

Contesting record procedures: 
The Air Force rules for access to records and for contesting and 

appealing initial agency determinations by the idividual concerned 
are published in Air Force Regulation 12-35; 32 CFR part 806b; or 
may be obtained from the system manager. 

Record source categories: 
Information on security police and security police augmenter per­

sonnel is extracted from computer printouts, unit personnel records, 
the unit commander, supervisiors, and the individual. Other informa­
tion is extracted from incident exports, traffic tickets, registration 
forms and applications prepared by the individual. 

Exempt~ons claimed for the system: 
Parts of this system of-records may be exempt pursuant to 5 U.S.C. 

552a(j)(2). 
An exemption rule for this record system has been promulgated in 

accordance with the requirements of 5 U.S.C. 553(b)(l), (2), and (3), 
(c) and (e) and published in 32 CFR part 806b. For additional 
information contact the system manager. · 

. F125 AF SP F 
System name: . 

Notification Letters to Persons· Barred From Entry to Air Force 
Installations. 

System location.: 
Chief of Security Police at the installation: where an individual is 

barred entry. Official mailing addresses are in the Department of 
Defense directory in the appendix to the Air Forces' systems notices. 
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. Categories of individuals covered by the system: 
. Persons prohipited from entering US military installations for 

cause. 
Categories of records in the system: 
Copies of the letters to the indi~iduals barring .them from entry to· 

a particular installation. 
Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): - ' 
Record provid~~- a list of personnel who have been barred from 

entry to the ·installation. . , : 
. Routine uses of records . maintained in the system, including catego-

ries of users and . the purposes of such uses: · · 
Records· from. this system of records m'ay pe disclosed for any of 

the blanket routine uses published by the Air Force.' · 
Policies and practices for storing, retrieving; accessing, retaining,' and 

disposing of records in the system: · · · · · · 
S.torage: 
Maintained in file folders, note books/binders and in visible file 

binders/cabinets. · 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by person(s) respbnsible for servtcmg the 

record system. in performance of their official duties who are1 proper­
ly screened and clean!d for need-to-know. Records are stored in 
locked cabinets or rooms and protected by ·guards. 

Retention and disposal: 
Retained for three years after removal from barred list; then de­

stroyed by tearing into pieces, shredding, pulping, macerating_ or 
burning. 

System manager(s) and address: . 
Air Force Office of S~curity Police, Kirtland Air Force Base, NM 

87117. Installation Chief of Security Police. · · · 
Notification procedure: 
Contact the installation Chief of Security Police for information. 

Individual should~ include full name, Social Security 'Number, and 
home address. During a personal visit individual must provide a valid: 
driver's license or other appropriate proof of identity. ·' 

Record access procedures: 
Mailing addresses are .in the Department of Defense directory in 

the appendix to the Air Force's systems notices. Contact the Chief of 
Security Police at the appropriate installation. 

Contesting record procedures: 
The Air Force's rules for access· to record~ and for contesting and 

appealing initial determinations by the individual concerned· may be 
obtained from the System Manager. · 

Record· source categories: 
· ·Information obtained from police and investigating officers.· 
' Exemptions claimed for the system: " 
None. · 

F125.AF SP G 
System name: 

~ickup or Restriction Order. 
System location: 
Chief of Security Police at those')nstaliations where .the order was 

issued. Mailing addresses are in the·Department of Defense directory 
in the appendix to the Air Force's system notice. 
. Categories of individuals covered by the system: 

Any Air Force member whose actions result in the unit command­
er issuil)g a pjckup or restriction order. Some examples of actions 
that warrant an order being issued include AWOL, suspicion of an 
offense, etc. · · 

Categories of records in the system: 
The record provides a complete physical description of the indi­

vidual as wc;;ll as his name, rank, Social Security Number, organiza­
tion and date of birth. It also includes the reason for the order being 
issued. · 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air 'Force: Powers .and duties; 

delegation by. 

Purpose(s): 
The purpose of the record is to document the identity ofa member 

of the Armed Forces whose actions justify the picking. up or restric­
tion of the member by his unit commander. The record is used as a 
notification bulletin' for the- pickup or restriction by Security Police 
until disposition is made by the member's unit commander; 

Routine uses of records· maintained in the system, inciuding catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blank~t routine uses published by the Air Force. Records from 
this system of records may be provided to other law enfo~cement 
agencies to assist in pickup of individuals. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders, note books/binders, visible file binders/ 

cabinets and card files. 
Ret~ievability: 

Filed by name. 
. Safeguards: 

Records are ·accessed by· person(s) responsible for servtcmg the· 
record system in performance of their official· duties. Records are 
stored in locked cabinets or. rooms and protected 'by guards. 

Retention and disposal: 
Record is retained until rriember.' is picked up or until the order is 

cancelled by 'the. issuing authority, at which time all copies are 
destroyed by 'tearing into pieces, shredding, pulping or burning~ 

System manager(s) and address: 
Air Force Office of Security Poli~'e, Kirtland Air Force Base, NM 

87117. The Installation Chief of Security Police · . 
~otiflcation procedure: 
Requests should be addressed to ihe Chief 9f Security Police at the 

installation where the order was issued or to the member's unit 
commander at that installation. Visitors requesting information must 
provide proof of iden~ity (e.g., identific.ation card, or drivers license). 

Record access procedures: 
Mailing addresses are in the Department··of Defense directory in 

the appendix to the Air .Force's systems notices .. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

~ppealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information obtained from police and investigating officers, from 

witnesses and froni source documents such as reports. 
Exemptions claim~d for .the system:. 
None. 

F125 .AF SP H . 
System name: 

Provisional Pass. 
System location: 
Chief of Security Police at. those installati'o.ns wher~ the pass was 

issued to the individual, as well as the unit commander at the mem­
be.rs final destination. Ot:fidal mail_ing address~s are in the Depart~ 
ment of Defense directory in the appendix to the Air. Force's system 
notice. · 

Categories of individuals covered by the system: 
This form is issued to any enlisted men:tber of the Armed Forces 

when delays might result in failure to report to proper station within 
the time limit specified in orders or pass; or when a pass has ,expired 
or the individual does not ,have a pass or leave orders or leave 
orders. 

Categories of records in the system: 
A written pass provided to the member to enable him or her to 

travel legally without any restriction; contains name, rank,. SSN of 
member and unit. 
. Authority for maintenance of the system: 

10 USC 8012, Secretary of the Air Force: Power~ and dutie~; 
delegation by. 

. Purpose(s): . 
Purpose of the record is to document the travel of a member who 

is without a regular pass or orders are not available. Use of the 
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record by Security Police to notify the member's commander that he 
or she is travelling to a specific destination; may be used for follow­
up on individuals travelling without regular passes or leave orders if 
the member does not arrive at the final destination within specified 
time limit. The original copy is given to the individual, the second 
copy is forwarded to the individual's unit commander, and the third 
copy is maintained at the issuing Chief of Security Police's office. 

Routine uses of records maintained in the system, including' catego-
ries of users and the purposes of such uses: . 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders, note books/binders, visible file binders/ 

cabinets and in card files. 
Retrievability: 
Filed by name and SSN. 
Safeguards: 
Records are accessed by person(s) responsible· for servicing the 

record system in performance of their official duties. Records are 
stored in locked cabinets ·or rooms. 

Retention and disposal: 
The original and duplicate copies are retained for 90 days after 

date of issue and then destroyed by tearing into pieces, shredding, 
macerating, pulping, or burning. The member's copy is destroyed 
when the member reports to final destination. 

System manager(s) and address: 
Air Force Office of Security Police, Kirtland Air Force Base, NM 

87117. The Chief of Security at the issuing installation or the. unit 
comma'nder at the member's final destination. 

Notification procedure: 
Individual requests should be addressed to the Chief of Security 

Police at the issuing installation or the unit commander at the mem­
ber's final destination. Visitors making requests must provide proof of 
identity (e.g., identification card, or drivers license). 

Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. Mailing addresses are in the Department of Defense direc­
tory in the appendix to the Air Force's systems notices. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individ'ual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information obtained from police and investigating officers, wit­

nesses and source documents such as reports. · 
Exemptions claimed for the system: 
None. 

F125 AF SP I 
System name: 

Registration Records (Excluding Private Vehicle. Records). 
System location: 
Chief of Security Police at the installation where an individual 

registers personal property. Official mailing addresses are in the De­
partment of Defense Directory in the" appendix to the .Air Forces' 

· system notices. 
Categories of individuals covered by the system: 
Persons who register firearms, pets, certain types of personal prop­

erty, bicycles, etc. 
Categories of records in the system: 
Registration forms for each particular item registered with the 

Security Police activity. 
Authority for maintenance 9f the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
Used ·to record information on make, model, type, kind, etc~, of 

property. Information is used to iden.tify lost or stolefll property and 
to insure proper control of privately owned firearms maintained on 
an Air Force installation. The firearm registration form is also used 
to maintain accountability (logging weapons. in/out) of ·privately o 
owned firearms stored in government firearm storage facilities. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders and card files. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed 'by person(s) responsible for servtcmg the 

record system in performance of their official duties who are proper­
ly screened and cleared for need-to-know. Records are stored in 
security file containers/ cabinets and locked cabinets or rooms. 

Retention. and disposal: 
Records are kept in the Office of the Chief of Security Police for 

one year after departure of.owner and then destroyed by tearing into 
pieces. 

System manager(s) and address: 
Air Force Office of Security Police, Kirtland Air Force Base~ NM 

87117. Installation Chief of Security Police. 
J~~Jotification procedure: 
Contact 'the Installation Chief of Security Police for· information. 

When requesting· information in writing, individual should include 
full name, Social Security Number, military status, and1 home address, 
During a personal visit, individuals will be required to produce 
military ID, if applicable, a valid drivers license, or other appropriate 
proof of identity. 

Record access procedures: 
Individual can obtain assistance in gaining access from the Sys~em 

Manager. Mailing addresses are in the Department 9f Defense direc­
tory in the appendix. to the Air Force's systems notice: .. Contact the 
Chief of Security Police at the appropriate installation. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information obtained from individual. 
Exemptions claimed for the system: 
None. 

F125 AF SP J 
System name: 

Serious Incident Reports. 
System location: 
Chief of Security Police at an in~tallation where a crime or serious 

incident occurred or where. an Air Force member, employee or 
dependents became involved in a crime or serious incident regardless 
of location. · Reports are forwarded through the different levels of 
command to the appropriate Major Command Headquarters. Official 
mailing addresses are in the Department of Defense directory in the 
appendix to the Air Forces' system notices. ,. 

Categories ofindividuals-covered by the system: 
Persons who become involved in crimes or serious incidents on 

Air Force installations or Air Force personnel and dependents who 
become involved in these incidents regardless of the location. 

Categories of records in the system: 
Information on the particular incident, and identification of persons 

involved to inclu<;le information on ·final disposition of the crime or 
incident. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers. and duties; 

delegation by anq Chapter 47 - Uniform Code of Military Justice. 
Purpose(s): 
Used to report crimes or incidents which may evoke command or 

congressional interest or may result in unfavorable publicity to the 
Air·Force. Also used to develop statistics, rates, and trends of certain 
crimes which, occur on Air Force installations. May be used to 
evaluate command discipline rates, personnel qualitY, control, and to 
monitor various drug and alcohol abuse programs. 
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Routine uses- of records maintained in the system, including catego-
ries of users and the purposes of such uses: . 

Records from this system· of. records may be _discloseq for any of 
the blanket routine uses published by the Air Force. · 

Policies and practices for storlng, retrieving, accessing, retaining, and 
disposing of records in the' system: . 

Storage: 
Maintained in file folders and card files. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by person(s) responsible for servicing the 

record system in perform~nce of their official duties 'who are proper­
ly screened and cleared,' for need-to-know. Records are stored· in 
security .file containers/cabinets and in focked cabinets or ·rooms. 

Retention and disposal: · ·· 
Retained in office files for one year after annual cut-off, transferred 

to staging area for two additional, years, then destroyed by tearing 
into pieces, shredding, pulping, macerating or burning. 

System manager(s) and address: 
Air Force Office of Security Police, Kirtland Air Force Base, NM 

87117. Major Command Chief of .Security Police and Installation 
Chief of Security Police. 

Notification procedure: 
Contac~ the appropriate installation or Major Command Chief of 

Security Polic~. When requesting infoqnation in writing, individual 
should in~lude full name,. Social Security Number, military status, 
and pome address. During a personal visit, individual will .be re­
quired to produce military ID, if applicable, a valid driver's license 
ot other appropriate proof of identity. · 

Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. Mailing addresses are in the Department of Defense direc­
tory in the appendix to the Air Force's systems· notices. Contact the 
Chief of Security Police at the appropriate installation or. Major 
Command Headquarters. · 

Contesting record procedures: 
The Air Force's 'rule for: access to records and for contesting and 

appealing initial· determinations by the individual concerned may be 
obtained from the System Manager.· . . ~ 

Record source categories: 
Information obtained from medical institutions. Information ob­

tained from police and investigating officers. Information obtained 
from the public media. Information obtained from a state or local 
government. Information obtained from source documents (such as 
reports) prepared on behalf of the Air Force by boards, committees, 
panels, auditors, and so forth. 

Exemptions claimed for the system: 
None. 

F125 AF SP K 
System name: 

Vehicle Administr~t-ion Records. 
System location: 

·Chief of Security Police ai the installati-on where an . individual 
registers or frequently operates a vehicle. Information copies of some 
portions of this system may be kept at an individual's assigned unit. 
Official mailing addresses are in the Department of Defense Directo­
ry. in the appendix tq the Air Forces' system notice. 

Categories of individuals covered by the system: · . 
Persons who frequently drive or· register vehicles on an Air Force 

installation. ' 
. .- Categories of records in the _system: 
· · Vehicle registration records, driver records, ·letters of suspension 
or revocation as applicable, and forms or letters which are necessary 
in the vehicle administration program for driver improvement. ac­
tions. 
. AuthoritY. for maintenance of the system: . · 1 • 

10 USC 8012, Secretary of the Air Force: Power and duties; 
delegation by. 

Purpose(s): , , 
Us~d to .record an individual's statement of understanding. on finan" 

ciaL r.esponsibilities with regard to. operation of a vehi<;le on an Air 
Force installation. Driver records are maintained to record. informa­
tion about motor vehicle accidents and moving traffic violations that 

are used ·to provide for traffic point assessment; suspension, or revo: 
cation; or other driver improvement actions affecting driving privi­
leges on Air Force installations. . . ' · , 

··Note. In the State of Alaska, the system is also used to ensure· that 
individuals comply with. state law pertaining to the Alaskan Emission 
Inspection Program. . 

Routine uses of records· maint&ined in the System, including ~atego-
ries of users and the purposes of such uses: · 

Records from this system of records may be disClosed for any of 
the blanket routine uses published by the Air Force. Records from 
this system of records may be disclosed' to state or 'local law enforce­
ment agencies or to motor- vehicle bureaus. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: ' 

-Storage: 
Maintained in file folders, card files and on computer and comput-

er output products. · · 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by persons responsible for. · serv1cmg the 

record system in performance of their official duties vyho are. proper­
ly screened and cleared for neeq-to-know. Records. are stored in 
security file containers/cabinets and maintained on. computer and 
computer output products. Manual. records are stored in locked cabi­
m!ts or rooms.~ Automated· records · are controlled by computer 
system software. 

Retention and disposal: 
Private vehicle registration documentation i~ destroyed after depar­

ture of the registrant to a new duty station, upon termination of an 
individual vehicle registration, or at the end of the particular registra­
tion period. Driver records on employees are transferred. to gaining 
instaBations. when an individual· is reassigned. or transferred. These 
are destroyed on permanent separation from active service, ~ermina­
tion of employment, or upon deletion of all entries. Destruction of 
these forms is done by tearing iritp-.pieces, shredding, pulping, macer­
ating, or burning. 

System manager(s) and address: : 
Air .Force Office of Security Police, Kirtland e.,ir Force Base, NM 

87117. 

Notification procedure: 
Contact the· installation Chief. of Security Police for information. 

When requesting information in writing, ·.individual should include 
full name, Social. Security Number, Il'!ilitary status, home address, and 
the letter must be notarized. During a personal visit, individual. will 
be required to produce military ID, if applicable, a valid drivers 
license,· or other appropriate proof of identity. 

Record access procedures: 
Individual can obtain assistance. in gaining access from the System 

Manager. Contact the Chief of Security Police at the appropriate 
instaHation. Mailing addresses are in the Department of Defense 
directory in the appendix to the Air Force's systems notices. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual conce_rned may be 
obtained from _the System Manager. 

Record so~uce categories: 
Information obtained from police and investigating officers and 

from the bureau of motor vehicle~. 
Exemptions claimed -for. the system: 
None . 

Fl25.AF SP L 
System name: 

Traffic Accident and Violation Report_s. 
System location: 
Chief of Security Police at the installation where an individual 

becomes involved in a traffic violation or accident. . Information 
copies of traffic accident reports are kept at the Ground Safety, Staff 
Judg~ Advocate, and Transportation offices (when a government 
vehicle is involved). Official mailing addresses are in the Department 
of Defense Directory in the appendix to the Air Forces' system 
notice. . . · · 

Categories of individuals covered .by· the system:· 
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Persons who become involved in traffic violations or accidents on 
an Air Force installation. 

Categories of records in the system: 
Traffic accident investigation report, statement of witnesses, alco­

hol influence reports, and reports of traffic violations ··to include 
notices or summons. 

Authority for maint,nance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation. by and DODI 1000.19, Mishap Investigation, Reporting 
and Recordkeeping; DODI 6055.4, Department of Defense Traffic 
Safety Program and AFRs 125-3, Security Police Handbook and 125-
14, Motor Vehicle Traffic Supervision. 

Purpose(s): 
Used to record information on traffic accidents and violations. 

Reports are forwarded to the appropriate individu~l within an orga­
nization who insures corrective action is taken, or to US Magistrate 
as applicable. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. Records. from 
this system of records may be disclosed to law enforcement or 
investigatory authorities for investigation and possible criminal pros­
ecution, civil court action, or statistical use. Additionally, accident 
reports may be proviqed to private attorneys, representatives of in­
surance companies and private citizens. 

Policies and practices .for storing, retrieving, accessing, r~taining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders, card files and on computers and comput-

er output products, magnetic media and printouts. · 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by person(s) responsible for servtcmg the 

record system in performance of their official duties who are proper­
ly screened and cleared for need-to-know. Records are stored in 
security file containers/cabinets and maintained on computer and 
computer output products. Manual records are stored in locked cabi­
nets or rooms. Automated records · are controlled by computer 
system software. 

Retention and disposal: 
Retain in the office of record. Destroy after two years by tearing 

into pieces, shredding, pulping, macerating, or burning. DD Form 
1805, Violation Notice, will be destroyed according to instructions of 
the US District Court. 

System manager(s) and address: 
Air Force Office of Security Police, Kirtland Air Force Base, NM 

87117. 
Notification procedure: 
Contact the Installation Chief of Security Police for information. 

When · requesting information in writing; individual should include 
full name, Social Security Number, military status, home address, and 
the letter will be notarized. During a personal visit, individual will be 
required to produce military ID, if applicable, a· valid drivers license, 
or other appropriate proof of identity. 

Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. Contact the Chief of Security. Police at the appropriate 
installation. Mailing addresses are in the Department. of Defense 
directory in the appendix to the Air Force's systems notices. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. · 

Record source categories: 
Information obtain.ed from police and investigating officers and 

from witnesses. 
Exemptions claimed for the system: 
None. 

FilS AFSC A 
System name: 

Badge and Vehicle Control Records. 
System location: 

Headquarters Air Force Systems Corri~and (HQ AFS<;/SIRS and 
HQ AFSC/SP), Andrews AFB; .MD 20334-5000; AFSC bases. . 

Categories of individuals covered by the system: 
AFSC military and civili~n personnel. anq visitors to AFSC head-

quarters and installations. · · 
Categories of records in the system: 
Badge and vehicle control recorcis to if\clude name; home address; 

home telephone; citizenship; graoe or rank; SSN; ·clearance level; · 
company employed by; military address; vehicle state license tag 
data; vehicle make, year, type and color; decal number; revoked 
license status. 

Authority for maintenance of the system: 
10 USC· 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
Badge records are used to record. building/!lrea entry credential 

information; including information on the loss or theft of these cre­
dentials. Motor vehicle records are used to identify. vehicles parked 
in an unsafe manner, enf9rce vehicle flow plan, notify owners in case 
of evacuation and maintain effective security plan. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · .. 

Recprds from this system of r~cords may be disclosed. for ~my of 
. the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in t_he sys_tem: 

Storage: 
Maintained on computers and computer output products, and in 

paper form .. 
Retrievability: 
Records are retrieved by SSN. 
Safeguards: 
Records are accessed by persons responsible for servicing the . 

record system in performance of their official duties who are proper­
ly screened and cleared for need-to-kriow. Records are ·stored in 
locked cabinets, locked rooms, or buildings with controlled entry. 
Computer records are controlled by computer system software. 

Retention and disposal: 
Badge records are destroyed immediately after badge is permanent­

ly surrendered or confiscated. Vehicle records are destroyed immedi­
ately after. termination of registration .. 

System manager(s) and address: 
Hq AFSC/SP, Andrews AFB, MD 20334-5000 for HQ AFSC, or 

Chief of Security Police for AFSC installations. 
Notification procedure: 
Requests from individuals should be addressed to the system man-

ager. 
Record access procedures: 
Individuals may gain access from the system manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the ·individual concerned may be 
obtained from. the System Manager and are .published in Air Force 
Regulation 12-35. · 

Record source categories: 
· Information obtained from individuals and from automated system 

interface. 
Exemptions claimed for the system: 
None. · 

F~25 ATC A 
System name: 

Management Information and Research System (MIRS): 
System location: 
3320th Correction and Rehabilitation Squadron, Lowry Air Force 

Base, CO 80230:_5000. 
Categories of individuals covered by the system: 
Air Force prisoners who serve sentences to confinement or reha­

bilitation at the 3320th Correction Rehabilitation Squadron, including 
any detachments and/or operating l?cations. 

Categories of records in the system: 
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Significant dates, intelligence .quotient and achievement, scores, 
ps_y~holo~i<?~l tests ,sc;ores, military ·history, discipline involvement, 
mthtary JUSttce data, personal identifier data, personal history, con­
finement history, rehabilitation history, performance rating, type of 
discharge, long or short term return to duty performance data. 

Authority for maintenance of the system: 
10 U.S.C. 8013, Secretary of the Air Force; Powers and duties· 

delegation by; and Air Force Regulation 125-'18, Operation of Ai; 
Force Correction and Detention Facilities, and Executive Order 
9397. ~· .. 

Purpose(s): · 
Uses for statistical analysis to support management decision making 

to evaluate the effectiveness of and improve program elements, and 
to provide data for research studies and management reports. 

Routine uses of records maintained in the system, including catego­
ries of users ·and the purpose of such uses: 

The "Blanket Routine Uses". published at the beginning. of the Air 
Force's compliation of record systems notices apply to. this system.· 

Policies and practices for -storing,· retrieving, accessing, retaining, and 
disposing of recordS in the system: · . 

Storage: 
Maintained i·n· computers and on ·computer output products. 
Retrievability: 
Retrieved by Social Security Number ah.d/or 33.20th Correction 

and Rehabilitation Squadron Arrival Number. 
Safeguards: .. 
Records are accessed by person(s) responsible for servicing. the 

~ecord system in performance of their official duties and by author" 
tzed personnel whd are properly screened and cleared for need-to­
know. Records are stored in locked rooms and cabinets. Those in 
computer storage devices are protected by computer system soft­
ware. 

Retention and disposal: . 
Current data base is maintained while .individual is in correction or 

rehabilitation program or appelJate leave. 
Historical data base is retained for '20 years. Records are destroyed 

by tearing into pieces, ·macerating, pulping, shredding, or burning. 
Computer records' are destroye~ _by erasing, deleting or overwriting. 

System manager(s) and address:· · 
Commander, 3320th Correction and ~ehabi~itation · Squadron, 

Lowry Air Force Base, CO 80230-5000.' 
Notification procedure: · · 

·"\,..· 

Individuals seeking to determine wht;ther this sys~em of ·records 
contains information on themselves should address written inquiries 
to the Commander, 3320th Correction and Rehabilitation Squadron, 

· Lowry Air Force Base, CO 80230-5000 .. 
Record access procedures: 
Individuals seeking access to records about themselves contained 'in 

this system should address written requests to the Commander, 
3320th Correction and Rehabilitation Squadron, Lowry Air Force 
Base, CO 80230-5000. · · 

Contesting record procedures: 
The Department of the Air Force rules for access to records and 

for contesting and appealing init.ial agency determinations by the 
individual concerned are published in Air Force Regulation 12~35, 
Air Force Privacy Act Programs; 32 CFR part 806b; or· may be 
obtained from the system manager. 

Record source categories: 
' FBI and 'military records, supervisors, commanders, lawyers; doc­

tors, chaplains, other USAF officials, Americari Red Cross. 
Exemptions claimed for the system: 
Portions of this system of records may be exempt under the provi­

sions of 5 U.S.C. 552aU)(2), as applicable, but only uuring the period 
the individual is confined or ·in rehabilitation at an Air Force or 
Federal correctional facility. 

An exemption rule for this record system has been promulgated in 
accordance with the requirements of 5 U.S.C. 553 (b)(l), (2), and (3), 
(c) and (e) and published in 32 CFR part 806b. 

System name: 
._Safety Education File. 
, System location: 

F127 AFISC A 

. Air Force Inspection and Safety Center, Norton Air Force Base, 
CA 92409. 

. Categories of individuals covered by the system: 
United States Air Force (USAF) personnel who have ·received 

safety training. 
Categories of records in the system: , 
Name, rank, SSN,' command of assignment, address, safety course 

name, cJass number. Individual training records, letters, memoranda, 
messages and other material pertaining to training. 

Authority for maintenance ·of the system: 
· 10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
Used to identify and provide a record of USAF personnel who 

have received formal safety training. 
Routine ··uses of records maintained in the system, including catego­

rie~ of users and the purposes of such uses: 
Records from this system of records may be discl~sed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in file folders and on computer and computer output 

products. 
Retrievabi.lity: . 
Filed by name or Social Security Number (SSN). 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in perfo~mance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are controlled by personnel screening, stored 
in locked cabinets or rooms and controlled by visitor registers. 

Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces •. shredding, pulping, macerating, or burning or by erasing 
computer tapes. · 

System manager(s) and address: 
Director of Aerospace Safety, Air Force Inspection and Safety 

Center, Norton Air Force Base, CA 92409. 
Notificati~n procedure: ·. ' 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining ~ccess from the System· 

Manager. · 
Contesting record procedures: 

'The Air Force's rules for access to records and for contesting and 
appealing initial determinations by the individual concerned may be 
obtained from the System Manager and published in Air Force Regu­
lation 12-35. 

Record source categories: · .. 
Information obtained from educational institutions. 
Exemptions claimed for the system: 
None. · 

F160 AF SG A 
System name: 

USAF Hearing Conservatiok Record System. 
·System location: · 
Air Force ho~pit~is, medical centers and clinics; USAF Occupa­

tional and Environmental Health Laboratory (OEHL), Brooks Air 
Force Base; TX 78235. · 

Categories of individuals covered by 'the system: . 
All Air Force military or civilian employees who are entered in 

the Hearing Conservation Program due to working in noise hazard 
areas. · ·· · 

Categories of records in the system: 
DD Forms 2215 and 2216 which documents name; Social Security 

Number; military grade-or rank, or Civil Service grade; date of birth; 
sex; USA.F specialty or job. code; the organization to which the 
individual is assigned complete with address and duty phone number; 
whether military or civilian; time, day. of week, date of audiometric 
test; hours since last noise exposure; whether hearing·protection was 
used during last noise exposures, whether ear problem. existed at time 
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of test, type of audiometer used, i.e., manual or automatic, date of 
last audiometer calibration, hearing threshold levels for 500, 1000, 
2000, 3000,.4000 and 6000Hz frequencies in ea.;h ear including results 
of current audiometric .examination, his reference or initial examina­
tion and any shift between these two·· examinations in each ear; 
whether or not earplugs were issued at time of audiometric examina­
tion or have been previously issued; type of earplug and siz~ for each 
ear; if noise ear muff issued; if individual wears glasses; any pertinent 
remarks relative to the individual, noise ,exposure, hearing, etc.; and 
the audiometric examiner's name, Air Force Specialty Code, Social 
Security Number, and office symbol. File also contains information 
on AF Form 1621, Evaluation of Individual Noise Exposure, which 
is used to document data and observations relating to an individual's 
exposure to occupational noise and an AF Form 1672, Hearing 
Conservation Diagnostic Center Referral, which contains follow-up 
audiometric examination data similar to that in DD Forms 2215 and 
2216. 

Authority for maintenance of the system: 
29 CFR 1910.95, Occupational Safety and Health Standards, Pub. 

L. 91-596, The Occupational Safety and Health Act; Executive 
Order 12196, the Occupational Safety and Health Program for Fed­
eral Employees, as implemented by Air Force Regulation (AFR) 
161-35, Hazardous Noise Exposure. 

Purpose(s): 
Used by USAF Occupational and Environmental Health Laborato­

ry (OEHL) to provide continuing review of the Air Force Hearing 
Conservation Program by updating damage-"risk criteria, modifying 
monitoring audiometry program procedures, validating personnel dis­
position procedures relating to occupationally induced hearing losses, 
evaluating hearing protective devices and procedures, at the specific 
request of a USAF Medical Facility to provide an historical record 
of the results of an individual's monitoring audiometric test results. 
Also used by USAF School of Aerospace Medicine for Research 
Associated with noise induced hearing losses. Used by base Medical 
Personnel to monitor employees health status for occupational health 
programs, to use in formulating recommendations to supervisors on 
requirements to remove individual from further exposure,· to deter­
mine need for investigation of workplace environment for abnormal 
exposure conditions. Used by supervisors to determine whether em­
ployee ~an continue to work in the exposure situation, to determine 
'relative risk of various work tasks, to improve safety of noise expo­
sure procedures. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. Used by Bureau 
of Employees Compensation for Information relating to individuals' 
claims relating to occupationally induced ht!aring losses. 

Policies and practices for storing, retrieving, accessing, retaining; and 
disposing of records in the system: 

Storage: 
Maintained in file folders and on computer magnetic tapes. 
Retrievability: 
Filed by name, Social Security Number (SSN), date of birth, and 

Air Force Specialty Code/Job Code. 
Safeguards: 
Records are accessed by commanders of medical centers and hos­

pitals, by custodian of the record system, and by person(s) responsi­
ble for servicing the record system in performance .of their official 
duties who are properl'y screened and cleared for need-to-know. 
Records are controlled by computer system software. 

Retention and disposal: . 
At Occupational and Environmental Health Laboratory (OEHL), 

retained in computer until no longer needed; at bases, retained as part 
of medical record for fifty .years after date of' latest document, then 
destroyed .. 

System manager(s) and address: 
· Air Force Medical Service Center, Aerospace Medical Consultants 

Division, Directorate of Professional Services (HQ AFMSC/SG PA, 
Brooks Air Force Base, TX 78235). 

Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from. the System 

Manager. Mailing addresses are in the Department of Defense direc­
tory in the appendix to the Air Force's sy~tems notice. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the Sy~tem Manager. 

Record source categories: ' ' 
Information obtained from medical in'stitutio.ns. 

· Exemptions claimed for the sys~em: 
None. 

F160 AF SG B 
System name: 

Medical Professional Staffing Records .. 
System location: 
At Air Force medical centers, hospitals, and clinics; all health 

facilities where graduate health education programs are conducted; 
reserve NAFs/Surgeon's Office; reserve tactical hospitals/clinics, re­
serve MSES, and reserve AAG medical elements. 

Categories of individuals covered by the system: 
. Practitioners, who are, or have been, members of the USAF Medi­

cal Service or ·civil Service Employees (including civilian consult­
ants who engage in direct patient care) and who are assigned to, 
employed by, or practice in the Air Force. medical facility for the 
purpose of providing health services for eligible beneficiaries; United 
States Air Force Me'dical Service personnel pursuing graduate health 
education programs. · 

Categories of records in the system: 
(I) Credential review files: Contains curriculum vitae, list of ap­

proved privileges, copies of diplomas and cer,ificates, records of · 
continuing health education training, letters of evaluation, summaries 
of special activities or other information·, including malP.ractice 
claims reports, furnished ·or solicited in order to fully evaluate the 
professional qualifications of individuals, and the recor~s of any ac~ 

· tions taken on the individual's credentials.· (2) Health education 
records: Applications for training, training reports, Faculty Board 
reports, photograph or negative; and personnel· documents related to 
training. 

Authority for maintenance of the system: 
10 USC Chapter 55, Medical and Dental Care; 8067(f) Designa-. 

tion: Officers to perform certain professional functions; 8207, Regular 
Air Force: Commissioned officers on active duty; medical specialists, 
as implemented by Air Force Regulation (AFR) 168-13, .Quality 
Assurance in the Air Force Medical Service. 

Purpose(s): 
The information contained in credential review files is used to 

award inpatient and ambulatory clinical privileges to all categories of 
health practitioners. Health education· records are used to permit 
evaluations of individual~ in training, by program directors, in man­
aging the individual in training; by the record maintenance personnel, 
to document c.hanges to the individual's personnel record maintained 
by the servicing Consolidated Base Personnel Office (CBPO). 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. The information 
may also be released to a governmental board or agency or health 
care professional society or organization if such record of document 
is needed to perform licensing or' professional standards monitorjng 
related to health care practitioners who are or were formerly mem­
bers or employee~ of .the Armed· Forces, and to medical institutions 
or organizations wherein such member or employee has· applied for 
or been granted authority or employment to provide health care 
services if such record or document is needed to assess the profes­
sional qualifications of such· member or employee. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of. records in the system: 

Storage: 
Maintained in file folders and visible file.binders/cabinets. 
Retrievability: 
~iled by name. · 
Safeguar~s: 

Records are accessed by q1stodian of the record system, by 
person(s) responsible for servicing the record system in performance 
of their official duties; by commanders of USAF. medical ·centers 
hospitals and clinics (credential review files); by program directors, 
trairi~es and. personnel managers with the ,need to know (health 
education records). 
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Retention and disposal: 
-(I) Credential review files are retained in the office files of the 

medical facility the practitioner is assigned or employed. Following 
separation, resignation, or retirement, the files are retained at the 
location of the last duty assignment for a period of 3 years and. then 
are destroyed. (2) Heal.th education files are retained by the director 
of health education until training is completed,' files are then kept by 
the health facility for 30 years and then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning; if facility is de­
activated, the records are retired to the Washington National 
Records Center, Washington, DC 20409 to be retained until the 30-
year period has expired at which time they will be destroyed. · 

System manager(s) and address: · 
The Surgeon General, Headquarters, United States Air Force; 

Commapders of ·medical ·Cent~rs, hospitals, clinics. For health educa­
tion records, individuals should giv~ full nam~, military status, Social 
Security Number, when they entered training and completed train­
ing, 'and what corps 'within_the -~edical service they are a member. 
Individuals may visit .either the health facility maintaining the records 
or the Office of the· Surgeon, Air. Forc·e Manpower and Personnel 
Center, Randolph Air· Force Base, TX to' learn· if the record ·system 
contains their records. When visiting either of these locations, the 
individual must provide a valid drivers license or equivalent identifi­
cation containing a photograph to establish identity, 

Notification procedure:· · . · · 
·Requests from indi~idmi.Is should be .. addressed t.o th~ System Man-

ager. · · · 
Record access procedures: 
For credential review files, individual may obtain. assistance in 

gaining access from the System Man·ager. For health education 
records, individual may obtain assistance by writing or presenting 
themselves in person to ~the health facility where the records are 
maintained. Official mai'Iing addresses are in the Department of the 
Air Force Directory 'in the ·app~ndix to the Department of the Air 
Force system notices. 

Contesting record pr-9cedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinat~ons by the individl]al concerned may be 
obtained from the System Manager. 
.., . Record source cat.egories: 

·credential review files:. Basic information submitted by the practi­
tioner. Additional information may be solicited from other sources in 
order to permit the credentials committee to best judge the capabili­
ties of the practitioner. Health education records: Previous employer, 
educational institutions, master personnel recor.d, infqrmation provid­
ed by.'the individual concerned:. ' 

Exemptions claimed f~r the system: 
None. 

F160 AF SG C 
System name: 

. Medical Treatment Facility Tumor Registry. 
System location: 

· · Air Force medical centers, hospitals, and clinics. 
. (:ategories of individuals covered by the system: 

All individuals who were diagnosed as having or were treated for 
cancer in an armed forces medical treatment facility. 

Categories' of records in the system: .. ,. . . . . 
·Files co·~t~ln:summaries of treatm~nt provided ~ancer patients, to 

include tumor board evaluations, comprehensive chronological sum• 
maries of care rendered, a locator system, suspense files for required 
follow-up treatment and/or evaluation. 

Authority for maintenance of the system:·~ 
10 USC Chapter 55, Medical and Dental Care. 
Purpose(s): · 
Used by the military departments for clinical and statistical analysis 

of designated medical and· dental cases, their treatment and results. 
The files serve as the repository of clinical information relating to 
individuals evaluated and/or treated in Air Force medical facilities. 
It is used to conduct statistical analysis and to provide clinical infor­
mation to other federal medical services, scientific institutions ;1nd 
qualified members of the medical and dental professions (information 
identifiable by n~rrie is released only with permission 'of the patient). 
Information·. is used by the medical facilities to promote education 
programs and to· develop statistics designed to be used as a basis for 
developing· improved diagnostic and· therapeutic standards. Used by 
the individual physician or scientist to develop and write professional 

papers, and is used by hospital tumor registries to update their case 
records ·as to status and quality of survival of individual patients. 

Routine uses of records maintained in the system, including catego­
ries of users and the ·purposes of such uses: 

Informati~n may b~ pro~ided to other, hospital tumor registries, 
physicians, scientific institutions. . · .. 

Policies and p~actices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage:· 
Maintained in file folders,. card files, on co"!put~r and computer 

paper printou!s, roll microfilm or microfiche. 
. Retrievability:. , 
Filed by name or Social Security Number (SSN). 
Safeguards: · 
Records are accessed by custodian of record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties. Records are stored in locked cabinets or 
rooms and controlled by computer system software. 

Retention and disposal: 
Records located at. medical facilities are retained in the office files 

until inactivation of the tumor board or the facility, then forwarded 
to facility assuming patient responsibility. 

System manager(s) and address: 
. ¢ommanders of firmed forces medical· facilities. 
. Notification procedure: 
Requests from individu'als should be addressed to the System Man­

ager. Requests must include full name, Social Security Number of 
sponsor, accession number. 

Record access procedures: · 
Individual can ~btain assistance in gaining access from the System 

Manager. Mailing addresses are in the Departme~t of Defense direc-
t9ry.in the appendix to the Air Force's systems notices.. . 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individuai··concerned may be 
obtained from the System Manager and are published· in •Air Force 
Regulation 12~35. ·· 

Record source categories: 
Information obtained from medical· institutions and from source 

document~ such as reports. ·' · :1 

Exemptions cl,aimed for the system: 
None. 

F160AF SG D 
System name: 

Drug Abuse Rehabilitation Report System. 
System location: 
Headquarters U~ited States' Air Force and major ~ommand head­

quarters. Official mailing addresses are in the Department of J?efense 
directory in the· appendix to the: Air Force's systems notice. 

Categories of individuals covered by the system: · 
Any active duty military personnel who are confirmed as drug 

abusers as a result of drug abuse urinalysis testing. These individuals 
are not patients as defined in 42 USC 300s-3(6). · 

Categories of records· in the system: · 
·'File contains ·Drug Abuse Re~abilit~tion Reports in· Electrical 

Message Form in which demographic data, urine testirig results and 
abuser disposition are detailed. 

Authority for maintenance 'of the sy·s~em: . . 
Pub. L. 91-513 as applied .to Federal' agencies by. 'Section 2b of 

Executive Order 11599, June 17, 1971, Comprehensive Drug Abuse 
Prevention and Control Act of 1970. · 

Purpose(s): . 
At HQ USAF to . provide 'statistical ·data for required reports .to 

Department of Defense (DOD) and. to the· Special Action Office cin 
Drug Abuse Prevention, White House; to perform epidemiologic and 
statistical studies for use in evaluating the eff~ctiveness of Air Force 
urinalysis testirig programs; to provide information> for answering 
congressional inquiries. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

:Records from this system of·records may be disclosed for any of 
the blanket routine uses published· by the Air Force. 
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Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in· file folders and card files. 
Retrievability: 
Filed by Social Security Number (SSN). 
Safeguards: 
Records are accessed by custodian of the record system and are 

controlled by personnel screening. 
Retention and disposal: 
Retained in office files for fifteen years after annual cut-off, then 

destroyed by tearing into pieces, shredding, pulping, macerating or 
burning. 

System manager(s) and address: 
The Surgeon General, Headquarters United States Air Force, 

Washington DC 20330. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Information obtained from medical institutions. 
Exemptions claimed for the system: 
None. 

F160 AFA A 
System name: 

Cadet Hospital/Clinic Records. 
System location: 
United States Air Force Academy (USAF Academy), CO 80840-

5000. 
Categories of individuals covered by the syst~m: 
USAF Academy Cadets. 
Categories of records in the system: 
Daily roster of cadets hospitalized and report of cadet visits to the 

cadet clinic. 
Authority for maintenance of the system: · 
to U.S.C. 933), Establishment; Superintendent; faculty. 
Purpose(s): 
Information collected to notify concerned individuals of status of 

hospitalized cadets. Used to provide Superintendent, Hospital Com­
mander and staff, Commandant and .staff a daily report of number 
and status of cadets hospitalized; concerned personnel can note 
trends in hospitalization in terms ·of numbers of cadets hospitalized, 
length of stay, and nature of medical problems being treated. Report 
of visits to cadet clinic is used by the Cadet Wing Airmanship 
Division to monitor cadet activity for ground safety programs; Ath­
letics uses it to monitory excusals from physical education and . to 
evaluate injury rates, and the Individual uses it to justify time away 
from classes. · 

Routine uses of records maintained in the system, including catego-
ries of users and the purpose of such uses: · 

The "Blanket Routine Uses" published at the beginning of the Air 
Force's compilation of system of record notices apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in ihe system: · · 

Storage: 
Maintained in file folders. 
Retrievability: 
Retrieved by name. 
Safeguards: 
Records are accessed by person(s) responsible for servtcmg the 

record system in performance of their official duties and by author­
ized personnel who are properly scre.ened and cleared for need-to­
know. Records are stored in locked rooms and cabinets. Clinic copy 
is under the direct control of Noncommissioned Officer in Charge of 

Administrative Services. Distribution is made only to authorized rep­
resentatives of Cadet Wing Airmanship Division and Athletics. 

Retention and. disposal: 
Reco.rds are retained in office files for one year after annual cutoff 

then destroyed, Report of Clinic Visit are retained in office files for 
three months or until purpose has been served, whichever is sooner, 
then destroyed. Records are destroyed by tearing into pieces, shred­
ding; pulping, macerating or burning. 

. System manager(s) and address: 
Commander, USAF Academy Hospital, USAF. Academy, CO 

80840-5000. 
Notification procedures: 
Individuals seeking to determine whether this system of records 

contains information on them should address written inquiries to the 
USAF Academy Hospital/SGR, USAF Academy, Colorado Springs, 
CO 80840-5300, ATTN; Medical Release of Information Clerk, and 
should include full name and date of hospital admission. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system should address written requests to the Commander, 
USAF Academy Hospital, USAF Academy, CO 80840-5000. 

Contesting record procedures: 
The Air Force rules for access to records and for contesting and 

appealing initial agency determinations by the individual concerned 
are published in Air Force Regulation 12-35, Air Force Privacy Act 
Program; 32 CFR part 806b; or may be obtained from the system 
manager. 

Record source categories: 
Information obtained from medical institutions, the individual, phy­

sicians and/or medical technicians. 
Exemption claimed· for the system: 
None. 

F160 ARPC A 
System name: 

Physical Examination Reports ·suspense File. 
System location: 
Air Reserve Personnel Center, Denver, CO 80280. 
Categories of individuals covered by the system: 
Air Force Reserve personnel. 
Categories of records in the system: 
, Incomplete reports of physical examinations, correspondence to 

and from reservists/individuals. 
Authority for maintenance of the system: 
10 USC 275, Personnel Records as implemented by Air Force 

Regulation (AFR) 60-43, Medical Examination and Medical Stand­
ards and Air Reserve Personnel Center Regulation 45-7, Annual 
Survey. 

Purpose(s): 
Information in files is used to provide control of reservists/individ­

ual medical status. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for any· of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retainhig, and 

disposing of records in the system: 
Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name and Social Security Number (SSN). 
Safeguards: 
Records are accessed by custodian of the record system,· by 

person(s) responsible for servicing the record system in performance 
of their official duties and by commanders of medical centers and 
hospitals. Records are protected by guards. 

Retention and disposal: 
Retained in suspense file until completed, then filed in the individ-

ual health record. · · . . . 
System manager(s) and address: 
Commander Air Reserve Personnel Center (ARPC), Denver,. CO 

. 80280. . 
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Notification procedure: 
Requests from individuals should be addressed to the Documenta­

tion Management Officer, ARPC/DAD, Denver; Colorado 80280. 
Written requests for . information should contain full name SSN 
cun-ent mailing address and, if known, the case (control) nu~ber. 0~ 
correspondence r~ceived from ARPC. Records· may be reviewed in 
the Records Rey1ew Room,, Ai.r Reserve Personnel Center, Denver, 
C<;>lo.rado between. 8 a.m. and 3 p.m. on ,normal workdays. Visitors 
w1shmg to see the1r records should provide a current Reserve identi­
fication card and/or drivers license and some verbal information that 
could verify the person's identification. 

Record access procedures: 
Individuals can obtain assistance in gaining access from the Docu­

mentation Management Officer, ARPC/DAD, Denver, Colorado 
80280; telephone (303) 370-4667. (Toll Free 1-800-525-0102 Ext 206) 

Contesting record procedures: 
The. Air Force's rules for access to ·records and for contesting and 

appealing initial determinations by the individual concerned rriay be 
obtained from the System Manager. 

Record source categories: · 
Information from examining facilities, physicians (military_ and ci-

vilian, and summary of physician's evaluation). · 
Exemptions claimed for the system: 
None. 

Fl60 DODMERB A 
Systeni name: 

Department of Defense Medical Examination Review Board Medi-
cal Examination Files. · 
· . System location: 

Department of Defense Medical Examination Review Board 
(DODMERB) US Air Force Academy, CO 80840-6518 and Camp 
Hill, PA. .. 

Categories of individuals covered by the system: 
A11 applicants to the five service academies, the Four Year Re­

serve Officer Training Corps (ROTC) Scholarship Program, Uniform 
Services University of Health Sciences (USUHS), Army, Navy, Air 
Force College Scholarship Program (CSP). 

Categories of records in the system: 
Report of the Medical Examination, Report of Medical History, 

Report of Dental Examination, to include dental x-rays ~n~ any 
associated civilian forms or medical tests that have been accom­
plished; may also contain personal corre~pondence between the 
DODMERB and the applicant, parents/guardian concerning the ap-
plicant's medical history or qualification status. · · 

Authority for maintenance of the· system: 
10 USC 133, Executive department. 
.Purpose(s): . . . 
The mediCal examination in computer form is used to determine 

medical acceptability for one or more of the five military service 
academies or the ROTC, USUHS, CSP for the Air Force, Army and 
Navy ROTC. The computer also produces products to advise each 
program manager of initial status and all update actions on the 
applicant. 

Routine uses of records maintained in the system;· including catego­
ries of users ~nd ·the purposes of such uses: 

Medical consultations concerning may be necessary with parents/ 
legal guardians may be necessary to clarify/explain applicant's medi­
cal status. Examinations may be released to civilian contract ageQts 
of the government and private physiciatfs associated with medically 
certifying applicants for military service. Records from this system.of 
records may be disclosed for any of the blanket routine uses pub­
lished by the Air Force. 

.Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: . 
Stored in computer and electronic digital imaging ·storage system. 
Retrievability: 
Filed by name and Social Security Number (SSN). 
Safeguards: . 
Re'cords are accessed by person(s) ·responsible for servicing the 

record system in performance of their official duties. Computer is in 
a controlled area with restricted access and data is protected by 
computer· system software. 

Retention and disposal: 

A paper copy of medical and dental records will be generated by 
comJ)uter on all appointed candidates and will be forwarded to each 
program the applicant is medically certified for. Computer and opti­
cal disk files for all applicants will .be retained for five years. 

System manager(s) and address: 
Department of Defense Medical Examination Review Board, US 

Air Force Academy, CO 80840-6518. · 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Rec~ml access procedures: 
Indi'vidual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records· and for contesting· and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-.35. 

Record source categories: 
Information obtained from medical institutions. 
Exemptions claimed for the system: 
None. 

Fl60 M.PC A 
System name: 

Medical Assignment Limitation Record System. 
System location: 
HQ AFMPC/SG, Randolph Air Force Base, TX 78150. 
Categories of individuals covered by the system: 
All Air Force members whose cases have been presented to a 

Medical Evaluation Board and were returned to duty by Medica] 
Evaluation Board or Physical Evaluation Board action and have 
been assigned an Assignment limitation Code 'C.' 

Categories of records in the system: 
Medical Evaluation Board, Report of Medical Examination, 

Report of. Medical History, Narrative Summary, Clinical Record 
Consultation Sheet, Electrocardiographic Record, etc. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by and implemented by Air Force Regulation 35-4, Physi­
cal Evaluation for Retention, Retirement and Separation; 36-20, Offi­
cer Assign!"ents, and 39-11, Airmen Assignments. 

.Purpose(s): 
To determine if previous action has been taken by the System 

Manager, and what the previous disposition was .. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Records from this system of records may. be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices ·for storing, retrieving, accessing, retaining, and 

disposing of records in t~e_'system: · 
Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by person(s) responsible for servicing th.e 

record system in performance of their official duties. 
Retention and disposal: 
Retained in office files for two years .or no longer needed for 

reference, then destroyed by tearirig into pieces, shredc.Iing, pulping, 
macerating, or burning. 

System manager(s) and address: 
AFMPC Surgeon, Randolph Air Force Base, TX 78150. 
Notification procedure: 
Requests from individuals should be_ addressed to the System Man-

ager. . t 
Record access procedures: . 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
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. The Air Force's rules for access to records and for contesting a~d 
appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information obtained from medical institutions. 
Exemptions claimed for the system: 
None. 

F160 SG A 
System name: 

A,.ircrew Standards Case File. 
System location: 
HQ AFMSC/SGPA, Brooks Air F:orce Base, TX 78235. 
Categories of individuals covered by the system: 
This record system is maintained on all Air Force members who 

have been considered for medical waiver for flying duty due to 
conditions defined as serious illness or for waiver for flying training. 

Categories of records in the system: · 
The record system contains members' Report of Medical Examina­

tion, Report of Medical History, Narrativ~ Summary, Aeromedical 
Evaluation, Electrocardiogqlphic Record, Clinical Record Consulta­
tion Sheet, and USAF School of Aerospace Medicine Evaluation 
Report (if accomplished). . 

Authority for maintenance of the system: 
10 . USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by, as implemented by Air Force Regulation (AFR) 160-
43, Medical Examination and Medical Standards. · , 

P~rpose(s): 

Used to determine if a previous action has been taken, if a prece­
dent exists for granting a waiver for a specific medical condition, and 
to provide a scientific basis to justify and improve waiver policies. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such U$es: 

Records from' this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Poiicies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in microform and on computer. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system and by 

persons responsible for servicing the record system in. performance of 
their official duties. 

Retention and disposal: 
Retained in office files until superseded, obsofete, no longer needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. 

System manager(s) and address: 
HQ AFMSC/SGPA, Brooks Air Force Base, TX 78235. 
Notification procedure: 
Requests from individuals should be addressed to the System. Man­

ager. 
Record access procedures: 
Indiviqual can obtain assistance in :gaining access from the System 

Manager. 
Contesting record procedures: 

. The Air Force's rules for access to records and for contesting and 
appealing initial determinations by the individual concerned inay be 
obtained from the System Manager. 

Record source categories: 
Information obtained from medical. institutions. 
Exemptions claimed for the system: 
None. 

F161 AF SG A 
System name: 

Air Force Aerospace Physiology Training Programs. 
System location: . 
Chamber Flight Records located at USAF School of Aerospace 

Medicine, Data Sciences Branch (USAFSAM/BRR), Brooks Air 
Force Base, TX 78235. Physiological Training Monthly Report at 

each AF Physiological Training Unit ( PTU), HQ USAFSAM/EDB, 
Brooks Air Force Base, TX 78235; Physiological Training Records 
at AF PTUs; Individual Physiological Training Re.cords for aircrews, 
Individual Physiological Training Records for non-aircrew personn.el 
at consolidated flight record custodians at Air Force ·installations and 
National Personnel Records Center, Military Personnel Records, 
9700 Page Boulevard, St. Louis, MO 63132. ., 

Categories of individuals covered by the system: · 
All Aircrew and non-aircrew personnel required· to fly on Air 

Force aircraft. · 
Categories of records in the system: 
Used for records accounting and research. Contains data on attend­

ance at formal training, type of course received, quality performance, 
training flight profiles, location of training, age, height,. weight and 
sex of trainees. 

Authority for maintenance of the .system: 
10 USC 8012, Secretary of the Air· Force: Powers and duties; 

delegation by, as implemented by Air Force Regulation (AFR) 50-27, 
Air Force Aerospace Physiological Training Program and AFR 160-
40, Administration of the Aerospace Physiological Training Program. 

Purpose(s): 
Authenticate type of training, location and trainees performance 

during course. Flight profiles (altitude chamber) and a~y reactions 
occurring during flight are maintained by each PTU for future. au­
thentication of training. Additional authenticat.ion is provided flight 
managers and scheduling officers an"d copies of flight profiles and 
reaction data are provided USAFSAM for research. A compilation 
of select data is. forwarded to appropriate ~ommand Coor(finator for 
Physiological Training for management purposes, USAFSAM/EDB 
and the Data Sciences ·Division (USAFSAM/BRR) for analysis and 
research, and to the Air.·. Force Medical Service Center, HQ 
AFMSC/SGPA, Brooks Air Force Base, T~xas 78235 for manage­
ment and research. Data for specific reactors . to low pressure are 
handled as medical records with additional distribution to appropriate 
MAJCOM Surgeo11/SGP for information and possible. corrective 
action, to USAFSAM/EDB/VNT for research and analysis, and to 
HQ AFMSC/SGPA for policy/management/statistical/research 
analysis. 

· Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. · · · 

Policies and practices·for storing, retrieving, accessing, retaining;.and 
disposing of. records in the sy~tem: 

Storage: . .· 
Record of training, records of individuals in a given cl~ss, altitude 

flight profiles, combined data of all indiyiduals trained each month, 
and data on technicians providing the. training are maintained in .file' 
folders, and in visible file cabin~ts. 

Retrievability: 
Data relative to reactors to low pressure,. management analysis · 

procedures filed by SSN. Authentication of training filed by name. 
Safeguards: 

·Records are. accessed by commandet:s of medical centers· and hos­
pitals and by custodian of the record system. 

Retention and disposal: 
Chamber F1ight Record at USAFSAM retained·. unti1 entered into 

computer files, until superseded, obsolete, no longer needed for refer­
ence, then destroyed· by tearing into pieces, shredding, pulping, mac­
erating, or burning. Physiological Training Monthly Report (original) 
at HQ Air Force Medical Service Center retained in office files until 
superseded, obsolete, no longer needed for reference, or on inactiva­
tion, then destroyed by tearing into pieces, shredding, pulping, mac­
erating, or burning. Copies at other than HQ AFMSC' retained in 
office files until superseded, obsolete, no longer needed for reference, 
or on inactivation, then destroyed by tearing into pieces, shredding, 
pulping, macerating, or burning. Physiological Training Record after 
6 years; Individual Physiological Training Records for non-flying 
personnel retained as· a part of individual medical record until 
member separates from active or Reserve duty.'·For flying personnel, 
record· is retained in flight records arid turned over to individual after 
discharge, separation, retirement. 

System manager(s) and address: 
Commander, Air Force Medical .Service Center. 
Notification procedure: 
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R~quests from individuals should be addressed to the System Man­
ager. Attention- Chief Aerospace Physiology HQ AFMSC/SGPA, 
Bro~ks Air Force Base, Texas 78235. Students should provide full 
name, military status, approxim,;tte date and last location of training; 
officers and technicians assigned AF Aerospace Physiology Pro­
grams provide full name and location of last training. Requesters may 
visit Air Force Medical . Service Center: Proof of identity is by 
government ID Card for active/retired, driver's license for others. 
. Record access proc~dures: 

lndividuat·can obtain assistance 'in gaining· ~ccess from the 'systffm 
Manager. · 

Contesting record procedures: · 
The· Air Force's rules for access· to· records and for contesting and · 

appealing initial determinations by. the individual concerned may be 
obtained from the System Manager~ · · · 

Record source categories: 
Physiological Training Unit (PTU). 

· Exem~tions claiined for the system: 
'None~· . . r • • . . 

· F161.: AF SG· B 
System name: 

,Compression Chamber: Operation. 
Syste·m loc~tion: . . 

· .:Tr~atrrient ~ecords (original) retained in individual he~lth records 
at Air· Force hospitals, medical centers a'nd clinics as part of health 
record· ··or' National Personnel Records ·center, Civilian Personnel 
Records, H 1 .Winnebago. :Street, St .. Louis,. MO 63118. First copy 
re'tained at USAF School c;>f Aerospace Medicine, Hyperbaric _Medi­
cine Division (USAFSAM/HM),. B~ooks Air Force Base, TX 78235. 
Other copies at Air' Force. Medical ·Service Center, major command 
headquarters, and· individual Physiological Training Unit (PTU) 
having Compression Therapy capability. Compression Chamber Op­
erations'· Record 'is retained at PTUs. having Compression Therapy 
capability; Compression· Chamber Reactor Case Report (original) at 
Air Force hospitals, ·medical centers and clinics as part of health 
record o{ Na'tiorial Personnel Records Center, Civilian Personnel 
Records, Ill Winnebago Street, St.'YLouis, MO· 63118. First copy 
retained at USAFSAM/HM. Other copies Headquarters Air Force 
Medical· Service Genter, major command headquarters, and individ­
uaJ fTUs having Compression Therapy capabilities, Oxygen Sensitiv­
ity Tolerance/Pres_sure ·Test National Personnel Reco~ds Center, at 
Air ·Force hospitals, medical centers and clinics as part of health 
record or Civilian ~Personnel Records, 111. Win_nebago Street, St. 
Louis, MO 631'18. ·· · · 

Categories of individuals covered by the' system: 
Officers/technicians performing treatments (normally medical doc­

tors, aerospace physiologists/physiological training technicians); -pa-. 
tients who· are Active duty· military personnel, ·retired Air~ Force 
military· personnel, dependents of military personnel, dependents _of 
retired military and civilians treated on an emergency basis.'· · 

Categories of records in the system: 
· Treatment. records of- patient and records of personnel conducting 

treatme1_1t. Records of exposure to high pressure profiles are main­
tained for patient and personnel conducting treatment .. Records of 
tr~ining diyes are maintain~d on officers and . technicians performing 
treatment dives as well as their physical· capability /tolerance to per-
form in subsequent treatment dives/procedures. · 

Authority for maintenance of the system: 
10 USC-8012~ Secretary of -the Air Force: Powers .and duties; 

delegation· by;· and Chapter· 55, Medical and· Den.tal Care, as impled 
mented by~ Air·.Force Regulation (AFR) 161-21, Use Of Hyperbaric 
(Compression) Chambers for'Therapy and AFR 161-27, Hyperbaric 
Chamber Operations. · · · · 

Purpose(s): . . . · . .·' · . 
, Provide <m exact record for . a patient . treated l:>Y compres~ion 
therapy and documents reactions of the patient's response to high 
pressure. Protects the: patient by insuring that overexposure to .high 
preSS\Jre does not occur. Records are maintained on persons perform­
ing treat~ents because~ they. are exposed to the same treatment pro~ 
.files as their patients and t_o insure their capability of performing 
treatment and to .determine i.n ~dyance that they are no physiolpgic 
physiologically .susceptible tq:potential hazards of treatment. Catego­
ry of user: Physicians, aerospace physiologists ·and technicians. 
Records are also provided to USAF Compression Therapy Center, 
USAFSAM/HM, Brooks Air Force. Base, TX and the Air Force 
Medical Service Center, HQ AFMSC/SGPA, Brooks Air 'Force 
Base, Texas for research and statistical analysis, and management 

effectiveness. Records maintained on technicians/officers conducting 
procedures are maintained at treatment site to insure overexposure to 
high pressure does not occur and to determine professional adequacy 
to participate in treatment dives. Records involving. officers/techni­
cians performing treatment are provided MAJCOM/SGP, USAF 
School of Aerospace Medicine, Hyperbaric Medicine Center (USf\.F­
SAM/HMDB) and HQ AFMSC/SGPA for statistical analysis, re­
search and management effectiveness considerations. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any· of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Ml!-intained in file folders and visible file binders/cabinets. 
Retrievability: 
Patients records filed chronologically by subject. 
Safeguards: · 
Records are accessed by commanders of .medical centers and. hos-

pitals and by custodian of the record system:· · 
Retention and disposal: 
Treatment Records (original) retained in individual health record 

for fifty years after date. <?f latest document and then destroyed. First 
copy and other cop.es·at USAFSAM, HQ AFMSC and MAJCOMs 
retaiqed in 'office files ·until superseded, obsolete,. no longer needed 
for reference, or on inactivation, then destroyed. Other copies at 
PTUs destroyed after 3 years; Compression Chamber Operation 
Record at PTUs retained in office files until superseded, obsolete, no 
longer needed for reference, or on inactivation, then destroyed. Com­
pression Chamber Reactor Case ·Report (original) retained in individ­
ual health record for fifty years after date 9f latest document,_ then 
destroyed. First copy at USAFSAM and other copies · at HQ 
AFMSC and MAJCOMs ret~ined in office files until supersed.ed, 
obsolete, no longer needed ·for reference, . or on inactivati(?n, then 
destroyed. Copies at PTU retained in office files· until supersed_ed, 
obsolete; no longer needed for reference, or on inactivation, then 
destroyed. Oxygen Sensitivity Tole'rance/Pressure Test retained in 
individual health record for fifty years after date of latest document, 
then destroyed. All records are destroyed by tearing into, pieces, 
shredding, pulping, macerating or burning. 

System manager(s) and address: 
Commander, Air Force Medical Service Center, Brooks Air Force 

.Qase,, Te?'as .. 
Notifi~ation. procedure.: 
Requests from individuals should be addressed to the System Man­

ager. Required information for military/ex-military is full name, 
Social Security number; civiliaf! should provide name, ~ocial Securi­
ty Number, location of treatment, and approximate' date of treatment.. 
Requester may visit Air Force Medical Seryice Center. Proof of 
identity is by government ID'card for active/retired' military, driver's 
license for civilians. 

~. : 
Record access procedures: 
Individual cat:t obtain assistance in gainipg access from the System 

Manager. · · · ,, ' · 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations~· by the' individual concerned may be 
obtained from the System Manager. 

Record source categories: . , 
~hysicians regarding, 9iagnosis/treatme!lt. 
Exemptions ciaimed for _the system: 
None. 

'F161 AF SG C 

System name: 
USAF Master Radiation Exposure Registry. 
System location: 
USAF Occupational and Environmental Health· Laboratory 

(AFSC), Brooks Air Force .Base, TX 78235; Air Force medical 
centers, hospitals and clinics; Air Force operating locations and in­
stallations using sources of ionizing radiation. Official mailing ad-
Messes are contain(;!d in 'the Air Force Address Dir_ectory. · 

Categories of. individuals covered. by th~ system: 
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All personnel currently enrolled in or having been monitored 
under the USAF's Personnel Dosimetry Program or on whom th~ 
Air Force has performed a bioassay for radioactive materials since 
1960. This includes Air Force military and civilian employees; mili­
tary and civilian employees of other Components and the Depart­
ment of Defense; and some employees of other federal agencies and 
civilian contractors. 

Categories of records in the system: 
Personal radiation dosimetry (film badge or thermoluminescent 

dosimeter) results in monthly ·and lifetime cumulative periods and 
results of bioassays for radioactive materials in the body. 

Authority for maintenance of the system: 
Section 20.401(a) and (c), Title 10, Chapter I, Code of F~deral 

Regulations (10 CFR 20.401(a)(c)) as directed by Executive Order 
12196, 29 CFR 1910.96(b)(2)(iii), (n) and (o), implemented by Air 
Force Regulation (AFR) 161-28, Personnel Dosimetry Program and 
the USAF Mast!!r Radiation Exposure Registry. 

Purpose(s): 
USAF Occupational and Environmental Health Laboratory 

(OEHL):- To maintain a cumulative record of occupational exposure 
to ionizing radiation on each radiation worker monitored under the. 
USAF's personnel dosimetry program as required by Public Law; to 
provide a copy of an individual's record to any future employer of 
that individual who makes a proper request for it as provided for by 
law; to provide individuals a copy of their Air Force occupational 
radiation exposure history; to provide information about an individ­
ual's ionizing radiation exposure history to medical personnel respon­
sible for radiation safety and the individual's health care, and the 
individual's supervisor; to provide information· about radiation expo­
sures resulting from radiation accidents or incidents to authorized 
investigators of such events and the Nuclear Regulatory Commission 
(NRC) or Department. of Labor, Occupational Safety and Health 
Administration (DOL/OSHA); for use in epidemiological and statisti­
cal studies to determine the effectiveness of Air Force-wide radiolog­
ical health programs, trends ·in exposure doses, exposure experiences 
of selected occupational groups and similar studies. Medical person­
nel: - To determine the requirements for occupational' physical exami­
nations and assess whether an. individual's medical condition may be 
related to his or her radiation exposure; to use in formulating recom­
m~ndations to supervisors on requirements to remove or limit an 
individual from further work with ionizing radiation sources; to de­
termine the need for investigation of workplace environment~ for 
abnormal radiation exposure conditions; to formulate recommenda­
tions for modifications of facilities, equipment or procedures to limit 
workers' radiation exposures to as low as reasonably achievable; to 
assist in developing worker education programs on local radiation 
hazards. Employees' supervisors: - To determine whether employee 
can continue to work in a given radiation environment; to determine· 
radiation exposures to personnel associated with a given task; to 
implement improvements in facilities, equipment, ·or procedures to 
reduce worker exposures to as low as reasonably achievable; to assist 
in local worker education about occupational radiation hazards. Indi­
viduals: -To be aware of their lifetime radiation exposures and aid in 
making personal judgments about the occupational radiation hazards 
of their environment and in fulfilling their individual responsibilities 
for radiation safety. Investigators of radiation accidents or incidents: -
To assist in determining the possible causes of such an event and 
recommended measures to prevent recurrence; to determine the se­
verity of the event and possible long term consequences to individ­
uals involved in it or future similar events. NRC and DOL/OSHA: -
To use in formulating or enforcement of national polici~s and regula­
tions for protection of workers from ionizing radiation sources in 
their occupational environment. Future employers: - To use as the 
basis for continuing the lifetime cumulative record on indivi~uals as 
required by Public Law and to use for all purposes for whtch the 
current employer uses these records. ·. 

Routine uses of records maintained in the ·system, including catego· 
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing; retaining, and 
disposing of records in the system: 

Storage: 
At USAF OEHL, on computer disks and computer paper print­

outs; at installation level, on computer paper printouts provided by 
USAFOEHL. 

Retrievability: 
Filed by Social Security Number (SSN); retrievable by name or 

·SSN. 

Safeguards: 
Records at USAF OEHL are accessed· by custodian of the record 

system ·and persons responsible for servicing the record system in 
performance of their official duties and are controlled by computer 
system software and personnel screening. Records at. install~tions ~re 
accessed by medical personnel in performance of th.etr offictal duties. 
Records are controlled by personnel screening. 

Retention and disposal: 
Records are permanent at USAF OEHL. Latest cumulative histo­

ry entered in an individual's medi_cal reco:d is ret~ined fo~ the life of 
the medical record. Records retamed by mstallatton medtcal person­
nel and supervisors for one year, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. 

System manager(s) and address: 
Air Force Medical Service Center, Aerospace Medicine Consult­

ants Division, Directorate of Professional Services (HQ AFMSC/ 
SGPA, Brooks Air Force Base, TX 78235). 

Notification procedure: 
Requests from individuals or persons to whom release of records !s 

authorized should be addressed to USAF OEHL/RZD, Brooks Atr 
Force Base, TX 78235. Information required ~or identificati~n ~f an 
individual record is: Full name, SSN am;I·Servace Number(s) tf daffer­
ent from SSN. If the request is from other than the individual to 
whom the records pertain, a signed authorization by the individual to 
release the records to the requester\ is required. 

Record access procedures: \ . . . . . . . . 
The Air Force rules for contesting contents and appealing tmttal 

determinations are in Air Force Regulation. 12-35, and may be ob-
tained from the System Manager. · 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. . 

Record source categories: . 
Information obtained from previous employers; other components 

and· civilian or government agencies responsib_le for condu.cti~g. a 
radiation protection program and personnel dosametry at an mdtvad-
ual's workplace; and medical institutions. ·· 

Exemptions claimed for the system: 
None. 

System name: 
Dental Health Records. 
System location: 

F162 AF SG A 

Air Force hospitals, .medical centers and clinics; other autho'fize? 
medical units serving military personnel and/or dependents; Atr 
Force Military Personnel Center, Randolph Air Force Base, TX 
78148· National Personnel Records Center, Military Personnel 
Reco;ds, 9700 Page Blvd, St Louis, MO 63132, National Personnel 
Records Center, Civilian Personnel Records, 111 Winnebago Street, 
St. Louis, MO 63118. . 

Categories of individuals covered by the system: 
Active duty and retired Air Force military personnel; Air Force 

Academy nominees/applicants; family members of military and re­
tired personnel; foreign Nationals residing in t~~ . United States; 
American Red Cross personnel; other DOD ctvthan employees, 
Peace Corps and State Department personnel; Exchange Officers. 

· Categories of records in the system: 
Chronological record of all care received in military ~ental facili­

ties. This is primarily a record of all treatment receaved o~. an 
outpatient b,asis with supporting documentation such as const~:ltataons, 
dental history, laboratory, and x-ray reports; the record also 1nclud~s 
temporary copies of appointment slips and attendance records unttl 
entered in the record. 

Authority· for maintenance of the system: 
I 0 USC, Chapter 55, Medical and Dental Care. 
Purpose(s): 
Chronological record of patient's dental health .while authorized 

care .in a military dental facility. Used by patient for further dental 
care, other uses such as insurance requests or compensation claims as 
specifically authorized by the patient. Used by dentist for further 
dental care of the patient; research, teaching. Used by other Patient 
Care Providers within the hospital for further mediCal/dental care of 
the patient, research, teaching. Used by Hospital .. and Dental Staff for 
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evaluation of dental staff performance in the dental care rendered; 
dental research; teaching; hospital accreditation; preparation of statis­
tical reports. Used· by Army-Navy-VA-PHS-any other hospital, 
clinic, for further dental care of the patient if he is currently under­
going treatment there. Record is released only upon receipt of the 
patient's signed authorization or a court order. Insurance companies 
require the patients' written consent for release. t]sed for establishing 
insurance benefits or payment of benefits. Used by other Air Force 
Agencies such as Central Tumor Registry which maintains files on 
all patients in whom a malignancy has been diagnosed. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this sys_tem of records may be disclosed for any of 
the blanket routine uses published by the Air Force. Used by other 
Federal and State Agencies such as the Veterans' Administration and 
Department of Labor (workmen's compensation) for adjudication of 
claims; reporting communicable disease or other conditions required 
by law; attorneys and courts for litigation purposes. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the systen;a: · 

Storage: · · 
Maintained in file· folders,: note books/binders, visible file binders/ 

cabinets, card files, on x-ray film, and as photographs. 
Retrievability: ' 
Filed by name, Social Security Nliinber (SSN), or Military Service 

Number. · j 
Safeguards: '1 

• 

Records' are accessed by commanders of medical cen.ters and hos­
pitals, custodian of the record system and by person(s) responsible 
for servicing the record system in performance of their official duties 
who are properly screened and cleared for need-to-know. Records 
are stored in locked cabinets or rooms, protected by guards, and 
controlled by personnel screening. 

Retention and disposal: 
Records for military personnel are retained for fifty years after 

date of last document; for all others, twenty-five years. While on 
active duty, the Health Record of .a US military member is main­
tained at the pental unit at which the person receives treatment. On 
separation/retirement the records are forwarded to National Person­
nel Records Center (NPRC/MPR) or other designated depository; 
such as Air Reserve Personnel Center, if reservist; to appropriate 
state National Guard unit, if National Guard member, to appropriate 
Veterans Administration Regional Office, if VA claim has been filed. 
Records of other personnel may be handcarried or mailed to the next 
military medical facility at which treatment will be received, or the 
records are retained at the treating facility for a minimum of 1 year 
after date of last treatment then retired to NPRC or other designated 
depository, such as l;mt not limited to, Commandant (G-PO) US 
Coast Guard, Washington, DC 20593 for Coast Ouard active duty 
members; Medical Director, American Red Cross, Washington, DC 
20006 for Red Cross Personnel. · 

System manager(s) and· address: 
The Surgeon General, Headquarters United States Air Force. As­

sistant Surgeon General for Dental Services USAF; commanders of 
medical centers, hospitals, clinics, medical aid stations. 

Notification procedure: · 
Requests from individuals· should be addressed to the Systems 

Manager. Complete name, social security number of individual 
through whom eligibility for care is established, ye~r in which treat­
ment was received, location treatment was received, whether treat­
ment was on an inpatient or outpatient basis. Above SYSMAN­
AGERS or in the case of Air Force medical facilites, the Registrar's 
office of the hospital An 'appropriately signed authorization for the 
release of the information is required. Individual's complete name and 
social security number of individual through whom eligibility for 
care is established. · 

Record access procedures: 
Individual can obtain assistancein gaining access from the Systems 

Manager. Mailing addresses are in the Department of Defense direc­
tory in the appendix to the Air Force's systems notice. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual' concerned may be 
obtained from the Systems Manager. 

Record source categories: 
Information obtained from medical ~nstitutions. 
Exemptions claimed for the system: 

---··-------------------------

None. 

System, name: 
Dental Personnel Actions. 
System location: 

F162 SG A 

U.S. Air Force Surgeon General, Office of the Assistant Surgeon 
General for Dental Services, Bolling AFB, Washington, DC 20332. 
(HQ USAF/SGD). 

Categories of individuals covered by the system: 
All individuals who are or have been associated with the Air 

Force Dental Service. 
Categories of· records in the system: 

. General correspondence relating to dental personnel actions; in­
cluding but hot limited to awards and decorations, letters o~ a~pre­
ciation or congratulation, favorable or unfavorable commumcat1ons, 
promotion letters, retirement letters, resignation letters, specialty 
board certificates, chief dentists badge selection board, moonlighting 
program, military assistance program, Air Forces personnel listing~, 
AFSC Prefix· Awards (A&W), Dental Consultant program, Um­
formed Services University of Health Sciences (USUHS), administra-. 
tion of office personnel. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force; powers and duties; 

delegation by and 8067(b), Designation; officers to per~o.rm certain 
professional functions. 

Purpose(s): 
Supporting documentation . for 'Air Staff for establishing policies 

and procedures on professional personnel activities for the Air Force · 
Dental Service. 

Routine uses of records maintained in the· system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · · 

. Storage: 
Maintained in file folders, note books/binders, visible file binders/ 

cabinets, card files and on computer paper printouts. 
Retrievability: 
Filed by name and Social Security'.Nurri6~r (SSN). 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are screened and cleared for need-to­
know. Records are stored in locked cabinets or rooms, protected by 
guards and controlled by personnel screening. 

Retention_ and disposal: 
Records ~re retained in activ~ file for two years or until purpose 

has been served, then destroyed, by tearing into pieces, shredding, 
pulping, macerating or bumin~ 

System manager(s) and address: 
The Surgeon General, Headquarters United States Air Force. ~s~ 

sistant Surgeon General for Dental Services HQ USAF: Official 
mailing addresses' are in the appendix to the Air Force's systems 
notices. 

Notification procedure: 
Requests from individuals· should .be addres~d to_ the System .Man­

ager and should show complete name, Social Security Numbe'r and 
military status of individual requesting information. 

Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. Mailing· addresses .. are in the appendix to the Air Force's 
systems notice .. 

Contesting record procedures:· . 
The Air Force's rules for access to records and for; contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information obt~ined from medical institution's, automated system 

interfaces and source documents (such as reports) prepared on behalf 
of the Air Force by boards, committees, panels, auditors, and so 
forth. 

Exemptions claimed for the system: 
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None. 

F168 AF SG A 
System name: 

Automated Medical/Dental Record System. 
System location: 
At Air Force medicai centers, hospitals and clinics, major com­

mand headquarters and separate operating agency headquarters, Air 
Force Data Service Center, Air Force Medical Service Center, 
USAF School of Aerospace Medicine, and USAF School of Health 
Care Sciences. Official mailirig addresses are in the Department of 
Defense directory in the appendix of the Air Force's Systems notice. 

Categories of individuals. covered by the system: · 
Any individual who is hospitalized in, is dead on arrival at, or has 

received medical or dental care at an Air Force medical treatment 
facility. Individuals who have received medical care at other DOD 
or civilian medical facilities but whose records are maintained at or 
processed by Air Force medical facilities. Any military active duty 
member who is on an excused-from-duty status, on. quarters, on 
subsistence elsewhere, on convalescent leave, meets Medical Evalua­
tion Board {MEB) or a Physical Evaluation Board (PEB) on an 
outpatient basis or who !s hospitalized in a non-federal hospital and 
for whom an Air Force medical facility has assumed administrative 
responsibility. Any individual who has undergone .medical or dental 
examinations at any A.ir Force medical facility (or who has under­
gone medical examinations at other medical facilities and whose 

· records are maintained or processed by the Air Force), e.g., preem­
ployment examinations and food handlers examinations, or who has 
otherwise had medical or dental tests performed at any Air Force 
medical facility. 

Categories of records in the system: 
Files consist of automated records of treatment received and medi­

cal/dental tests performed on· an inpatient/outpatient basis in military 
medical treatment facilities and of military members treated in civil­
ian facilities. These records may include radiographic images and 
reports, electrocardiographic tracings and reports, laboratory test 
results and reports, blood gas analysis reports, occupational . health 
records, dental radiographic reports and records, automated cardiac 
catheterization data and reports, physical examination reports, patient 
administration and scheduling reports, pharmacy prescriptions and 
reports, food service reports, hearing conservation tests, cardiovascu­
lar fitness examinations and reports, reports of medical waivers grant­
ed for. flight duty, and other inpatient· and outpatient data and re­
ports. They may contain information relating to medical/dental ex­
aminations and treatments, innoculations, appointment and scheduling 
information, and other medical and/or dental information~ Subsys­
tems of the Automated Medical/Dental Data System include: Air 
Force Clinical Laboratory Automation System (AFCLAS)/TRILAB 
I; Automated Cardiac Catheterization Laboratory System (ACCLS); 
Computer Assisted Practice of Cardiology (CAPOC) System; 
DATA STAT Pharmacy· System (Formerly PROHECA); Occupa­
tional Health and Safety System; Patient Appointment and Schedul­
ing System (PAS); Tri-Laboratory System (TRILAB); Tri-Pharmacy 
System; Tri-Radiology System (TRIRAD);. Health Evaluatipn and 
Risk Tabulation (HEART). 

Authority for maintenance of the system: 
10 USC Chapter 55, Medical and Dental Care. 
Purpose(s): 
Used as a record of patient's medical/dental health, diagnosis, and 

treatment and disposition while authorized care. Used to help deter­
mine individual's qualification for duty, for security clearances and 
for assignments. Used by an individual or his legal representative for 
further medical care, legal purpos~s. or other uses such as insurance 
requests or compensation claims when specifically authorized by the 
patient. Used by physicians/dentists and other health care providers 
for further care of the patient, research, teaching, and legal. purposes. 
Used by medical treatment facility staff for evaluation of staff per­
formance in the care rendered; for preparation of statistical reports; 
for reporting communicable diseases and other conditions required 
by law to federal and state agencies. Used by Army, Navy, Veterans 
Administration, Public Health Service or civilian hospitals for contin­
ued medical care of the patient. Used by insurance companies, (only 
with the. patient's written consent for release); for arbitrating insur­
ance claims. Used by other Federal agencies such as Veterans Ad­
ministration and Department of Labor (Workmen's Compensation) 
for adjudication of claims; for reporting communicable diseases or 
other conditions required by law. Used to provide input to other 
DOD medical records systems including the Medical Records 
System (FI68 AF SG C), the Dental Health Records System (FI62 
AF SG A) and other DOD agencies (e.g., Arrriy and Navy) when 

such agency is normally by the primary source or repository of 
medical information about the individual. 

Routine uses of records maintained in the system, including c'atego· 
ries of users and the purposes of such uses: 

Records from this system of records· may be d.isclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Data maintained primarily on magnetic tape or disks. May also be 

maintained. in file folders, on computer paper printouts or punched · 
cards, on roll microfilm or microfiche. 

Retr.ievability: 
Filed by Social Security Numbe.r (SSN) of the individual or his/ 

her sponsor in combination with the Family Member Prefix (FMP). 
The FMP describes the relationship of the patient to his sponsor, 
e.g., second oldest dependent child, spouse, self, etc. May also be 
retrieved by the individual's name or by other identification or 
system number such as inpatient register number, laboratory acces­
sion number, or pharmacy prescription number. 

Safeguards: 
Records are accessed by medical records custodians or other 

person(s) responsible for maintaining the record system in perfo~m­
ance of their official duties, by commanders of Air Force med1cal 
treatment facilities or by personnel authorized by the medical records 
custodian(s), i.e., administrative employees, Peer Review and Utiliza­
tion Review: committees, etc. Records are controlled by computer 
system software including the use of pass words or other user identi­
fication. system, and by limiting physical access to the computer and 
computer terminals. Except when under direct physical control ?f 
authorized individuals, records will be stored in locked rooms or m 
locked cabinets. Records are accessed by authorized personnel who 
are properly screened and cleared for a need to know. 

Retention and disposal: 
Computer files are retained for variable lengths of time depending 

upon the type of information involved and the size and mission of the 
m~dical treatment facility. Retention time may vary from one day to 
ten years. Records are disposed of by erasure of the magnetic com­
puter records and destruction of the computer related worksheets on 
paper, film, or other media by tearing, shredding, pulping, burning or 
other destructive methods. Identical medical/dental information may 
be retained for longer periods of time in other medical records 
systems (such as inpatient or outpatient charts), including the Medical 
Records System (Fl68 AF SG C) and Dental Health Records (Fl62 
AF SG A). 

System manager(s) and address: 
Major command and separate operating agency headquarters and 

Air Force Medical Service Center, commanders of USAF medical 
centers, hospitals, and clinics, USAF School of Health Care Sciences, 
Aerospace Medical Division, Brooks AFB, Texas, and the USAF 
School of Aerospace Medicine, Brooks AFB, Texas. Official mailing 
addresses are in the Department of Defense directory in the appendix 
to the Air Force Systems notice. 

Notification procedure: 
Requests from individuals should be directed to the System Man­

ager. Requests should include complete name (including maiden 
name), sponsor's name, Social Security Number or Service Number 
of person through whom eligibility. is established, category of record 
desired, year in which treatment was .provided, whether treatment 
was. ·inpatient or outpatient. If the individual establishes eligibility 
through a sponsor other than self, the request should include the 
relationship to the sponsor, e.g., spouse, second oldest child, parent, 
etc. 

Record access procedures: 
Address requests to the System Manager. Official mailing address­

es are in the Department of Defense Directory in the appendix to the 
Department of Air Force's systems notices. 

Contesting record procedures: · 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: . 
Information is obtained directly from the individual whenever 

·practical and possible, from other individuals when necessary, e.g., 
when the patient is a child or is in coma, from other medical institu­
tions, from automated systems interfaces, from medical records, and., 
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from patient interac_tions with physicians and oth~r health ~a,re pro­
viders. 

Exemptions claimed. fo.r .the system: 
Norie. · 

F168 AF SG B 
System name: 

Family Advocacy Program Record. 
System location: ' 
Headquarters United States Air Force, Office of the Surgeon Gen­

eral, Washington, DC 20330~6118; Headquarters Air Force Office of 
Medical Support, Directorate of Professional· Affairs and Quality 
Assurance, Air Force Family Advocacy Program,-Brooks Air Force 
Base, San Antonio, TX 78235-5000; Major Command Surgeon's 
office, and Air Force Hospitals, medical centers and clinics. Official 
mailing addresses are published as an appendix to the Air Force's 
compilation of systems notices.· · 

Categm:ies of individuals covered by the' system: 
All family members entitled .to care at Air Force medical and 

dental facilities whose exceptional medical or educationai conditions 
or family maltreatment is brought to the attention of appropriate 
authorities and all persons suspected of perpetrating maltreatme.nt. 

Categories of records in the system: . · 
. Medical ~records of family members exceptional medical and/or 

educational needs or. suspected and established c~ses of family mal" 
treatment, investigative reports, correspondence, family adyocacy 
case management team .. minutes and reports, follow-~p and evaluation 
reports, and ~ny othe~ ~J.lpportive data assen:tbled relevant to individ­
ual family advocacy program records .. 

·Authority. for maintenance of the sr.stem: 
10 U.S.C. 8013, Secretary of the' Air Force: Powers and Duties; 

delegation by; ·a~· implemented py Air Force Regul~tion (AFR) 160-· 
38, Air Force Family Advocacy Program, and Executive Order 
9397. . . . " 

Purpose(s): 
Used in· the performance of official duties ~relating to health· and 

medical treatment of members of the uniformed services, civilians, 
and· dependents receiving medical care under Air Force auspices; 
performance of research. and compilation of statistical data. Used by 
other components of the Department of Defense in the performance 
of official· duties· relating to the coordination of family advocacy 
programs, medical care and research concerning family maltreatment 
and neglect and exceptiomil educational or medical conditions:·, 

Routine uses ·of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

The Department of the Air Force "Blanket Routine Uses" pub­
lished at the beginning of the agency's compilation apply to· this 
system. -

Disclosure is authorized to any member of the family in whose 
sponsor's name the file is maintained, in furtherance of treating any 
member .of the family. ' · . 

Used by the Attorney. General.of the United States •or his author­
ized representatives in connection with litigation, or. other· matters 
under the direct jurisdiction of the Department of'Justice. 

To officials and employees of the Veterans Administration in the 
performance .of .their official duties relating to 'th~ adjudication of 
veterans claims and in pro":idi~g medical care ~o members· of the Air 
Force. · . · · · 

To officials' and employe~s of other. d~pa'rtmerits and. agencies o~ 
the ·Executive Branch of government upon request in the perform­
ance of. their offici'al duties relating to review of the official qu~lifica­
tions and medical history of applicants and employees who are cov­
ered by this ·record system and for the conduct of research studies 
and relating to the coordination of family advocacy programs, medi-· 
cal care and research concerning family maltreatment and neglect 
and exceptional educational or medical conditions. 

To .Private organizations· (including educational institutions) ·.and 
individuals for authorized health research in the inter:est _of the Feder­
al government and the public. When not.· consid~red mandatory, 
patient identification data shall be eliminated from records used for 
research studies. · · · ' · 

,To officialS and emplbyees of the National Research Council in 
cooperative· studies of the National History of Disease; of prognosis 
and of epidemiology. Each study in which1 the records of members 
and former members of the Air Force are used must be approved by 
the Surgeon General of the Air Force. , . . . 
· To officials and employees .of local and state governments and 

agencies. in the performance of their official duties pursuant,. to the 
laws an~ regulations governing local control of communicable dis-

eases, preventive medicine and safety programs, child abuse and 
other public health and welfare programs. 

Used by federal, state or local governmental agencies when _appro-: 
priate in the counseling and treatment of individuals or families with 
exceptional medical or educational needs or when involved .in child 
abuse or neglect. . . 

To authorized surveying . bodies for. professional certification and 
accreditations. ' . . . . '. . ·. . . ... 

To the ,individual organization or government agency as~necessary 
when required by Federal statute, Executive .Order, or by treaty. 

Drug/ Alcohol and Family Advocacy information maintained in 
connection with Abuse. Prevention Programs shall be. disclosed only 
in accordance with applicable statutes. · · 

Note: Records of identity, diagnosis, prognosis or treatment· of any 
client/patient, irrespective of whether or when he/she ceases to be a 
client/patient, maintained in connection with the performance of any 
alcohol or drug abuse prevention and treatment function conducted, 
reques.ted, or·· directly or indirectly assisted by any department or 
agency of. the United States, shall, except as provided herein, be 
confidential and be disclosed only for the purposes and under the 
circumstances expressly authorized in 42 U.S.C. 290dd'-3 and 290ee!..: 
3. These· statutes take precedence over the Privacy Act of 1974 in 
regard·· tci accessibility of such records except to the individual to 
whom the record pertains. The 'Department of the Air Force "Bian~ 
ket Routine Uses" do not apply to these records . 

Policies and· practices for storing, retrieving, accessing, retaining, a~d 
disposin~ of record~ in the system: 

Storage: 
~ Records· may be stored in file folders, microfilm, or computerized 

or machine readable media. · 
Retrievability: 
Records are retrieved by the Social Security Number of the spon-

sor or ·guardian. 1
• · · 

Safeguards! . 
Records are· maintained in yarious kinds of ·filing .. equipment .·in 

specified .monitored or controlled access rooms or areas. Records are 
accessible only to authorized. personn~l that are! properly screened 
and trained, and on ,a n~ed-to-~now basis only.' Computer terminals. 
are located in supervised areas with access controlled by password or 
other user code system. 

Retention and disposal: 
Retained in office files for· five years after the end of the year in 

which case was .closed, retired to· National Personnel Record C.enter 
(Civilian), Ill 'Winnebago Street, St Louis, Missouri 6~ 118-2001 for 
an additional· 20 years. 

System manager(s) and address: 
The Surgeon General; Headquarters.Air Force Office of Medical 

Support; Major Command Surgeons; commanders of medical centers, 
hospitals, and clinics. Official mailing addresses are published as an 
appendix to· the Air Force's compilation of systems notices. 

Notification procedure: 
Ino"ividu~ls ·seeking to determine whether this system of records 

contains information about themselves should address inquiries to the 
Family Advocacy Officer at Air Force hospitals, medical centers and 
clinics. · 

Requests should include name, Social Security Number of sponsor, 
and location. of incident. Official mailing addresses are published as 
an appendix to the. Air Force's compilation of systems notices. 

Record.access procedures: 
individuals seeking access to records about themselves contained in 

this system of records should address inquiries to the Patient Affairs 
Officer at Air Force medical treatment facilities. Official mailing 
addresses are published as an appendix to the Air Force's compilation 
of _syst~ms notices. . 
~ Contesting record procedures: 

The Air Force rules for access. to records and for contesting and 
appealing initial agency determin~tions by the individual concerned 
are published in Air F9rce Regulation 12-35; 32 CFR part 806b; or 
may be.obtain~d· from th~ system manager. 

Record source categories:,; 
Individual· to whom the record pertains, reports from physiCians 

and other medical department. personnel; reports and information 
fro~ other sources including educat_ional institutions, medical institu­
tions, law enforcement agencies, .Public and private health and wel­
fare agencies, arid witnesses. 

Exemptions claimed for the. system:-. 
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Parts of this system may be exempt under 5 U.S.C. 552a (k)(2) and 
(k)(5), as applicable. For additional information contact the system 
manager. 

System name: 
Medical Record System. 
Systern location: 

F168 AF SG C 

HQ USAF/SO, medical centers, hospitals and clinics, medical aid 
stations, National Personnel Record Centers, Air National Guard 
activities, and Air Force Reserve units. Official mailing addresses are 
in the Air Force Directory in the appendix to the Air Force systems 
notices. 

Categories of individuals covered by the system: 
Persons treated in an Air Force medical facility and active duty 

members for whom primary care is provided. 
Categories of records in the system: 
Inpatient and outpatient records of care received in Air Force 

medical facilities. Documentation includes, but is not limited to, pa­
tient's medical history, physical examination, treatment received; sup­
porting documentation such as laboratory and x-ray reports, cover 
sheets and summaries of hospitalization, diagnoses, procedures or 
surgery performed; administrative forms which concern medical con­
ditions such as Line of Duty Determinations, physical profiles, Medi­
cal Recommendations for Flying Duty. Secondary files are main­
tained such as patient registers, nominal indices, x-ray and laboratory 
files, indices arid registers. 

Authority for maintenance of the system: 
10 USC Chapter 55, Medical and Dental Care, to USC 8012, 

Secretary ~f the Air Force; powers and duties; delegation by. 
Purpose(s): 
Used to document, plan, and coordinate the health care of patients; 

also aid in preventitive health and communicable disease control 
programs, determine eligibility and suitability for benefits for various 
programs, adjudicate claims, evaluate care rendered, teach, compile 
statistic;:al data and conduct research. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. Records which 
reveal the identity, diagnosis, prognosis or treatment of any individ­
ual for drug or alcohol abuse may only be disclosed in accordance 
with 21 USC 1175 (for drug abuse) and 42 USC 4582 (for alcohol 
abuse). Blanket routine uses do not apply in these case. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in in paper and machine-readable form. 
Retrievability: · · 
By name, Social Security Number (SSN) or by Military Service 

Number. 
Safeguards: 
Records are access~d by commanders of medical centers, hospitals, 

and clinics, by custodian of the record system and by person(s) 
responsible. for servicing the record system in performance of their 
official duties who are properly screened and cleared for need-to­
know. Records are stored in locked cabinets or rooms and controlled 
by personnel screening. 

Retention and disposal: 
While on active duty, the Health Record of a US military member 

is maintained at the medical unit at which the person receives treat­
ment. On separation or retirement, records are forwarded to National 
Personnel Records Center/Military Personnel Records (NPRC/ 
MPR) or other designated depository, such as Commandant, US 
Coast Guard for that agency's personnel, to appropriate Veterans 
Administration Regional Office if VA Claims has been filed. Records 
of outpatient treatment of non-active duty personnel may be handcar­
ried or mailed to the next military medical facility at which treatment 
will be received or the ·records are retained at the treating facility for 
a minimum of 1 year after date of last treatment then retired to 
NPRC or other designated depository, such as, but not limited to, 
Medical Director, American Red Cross, Washington, DC 20006 for 
Red Cross Personnel. At NPRC records for military personnel are 
retained for 50 years after date of last documents; for all others, 25 
years. 

System manager(s) and address: 

321-135 0-92-13 

The Surgeon ·General, Headquarters United States Air Force. 
Chief of Air Force .Reserve, Headquarters United States Air Force. 
Director of Air National Guard, Headquarters United States Air 
Force. Commanders of medical centers, hospitals, clinics, medical aid 
stations; Commander, Air Force Manpower and Personnel Center; 
Addresses are in the Air Force Directory in the appendix to Air 
Force system notices. 

Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. Requester must submit full name, Social Security Number (or 
Military Service Number) through whom eligibility for care is estab­
lished, date (at least year) treatment was provided, name of facility 
providing treatment, whether treatment was as inpatient or outpa­
tient. 

Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. Mailing addresses are in the Air Force Directory in the 
appendix to the Air Force system notices. 

Contesting record procedures: 
The Air Force rules for contesting COJJtents and for appealing 

initial determinations are in Air Force Regulation 12-35. 
Record source categories: 
Physicians and other patient care providers such as nurses, dieti­

tians, physicians assistants. Administrative forms completed by appro­
priate official, military or civilian. 

E~emptions claimed for the system: 
None. 

F168 AF SG D 
System name: 

Medical Service Accounts. 
System location: 
Air Force hospitals, medical centers and clinics. 
Categories. of individuals covered by the system: 
Active duty military personnel, retired military personnel, depend­

ents of active duty, retired and deceased military personnel, and 
civilians treated in emergencies. 

Categories of records in the system: 
Hospital Invoice/Receipt/ Accounts Receivable Records showing 

charges for subsistence and medical service. 
Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by, as implemented by Air Force Regulation (AFR) 168-4, 
Administration of Medical Activities. , 

Purpose(s): 
Used by the Medical Service Account officer as a record of cash 

receipts, as a basic instrument for posting to the cash and sales 
journal and as an account receivable record. Used by Food Service 
Officer as a receipt for cash collected and turned in to the Medical 
Service. Account officer. · 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

Records from this system of records may· be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained 'in file folders at Clinics, Hospitals, and Medical Cen-

ters. 
Retrievability: 
Filed by name and invoiCe receipt number. 
Safeguards: 
Records are accessed by custodian of the ·record system, by 

person(s) responsible for servicing the record system in performance 
of their official duties and Air Force auditors. 

Retention and disposal: 
· Retained in office files for one year after annual cut~off, then 

destroyed by tearing into pieces, shredding, pulping, macerating, or 
burning. 

System manager(s) and address: 
Medical Service Account Officers at all Clinics, Hospitals, Medical 

Centers. 
Notification procedure: 
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Requests from individuals should be addressed to the System Man­
ager. 

Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information obtained from source documents such as records, re-

ports and accounts maintained by medical facilities. · 
Exemptions claimed for the system: 
None. 

Fl68 AF SG E 
System name: 

Nursing Service Records. 
System location: 
Air Force hospitals, medical.centers and clinics. 
Categories of ind~viduals covered by the system: 
Active duty and retired military personnel, Air Force civilian 

employees; Air Force Reserve and National Guard personnel; Air 
Force Academy cadets; dependents of military personnel; Foreign 
Nationals residing in the United States; American Red Cross person­
nel; Peace Corps and State Department personnel; Exchange Offi­
cers, anyone admitted to inpatient status in Air Force Medical Facili­
ties. 

Categories of records in the system: 
File contains 24-hour nursing reports, listings of ward patients and 

registers containing information on operations performed. 
Authority for maintenance of the system: , 
10 USC Chapter 55, Medical and Dental Care; 10 USC 8067(e), 

Designation: Officers to perform certafn professional functions, as 
implemented by Air Force Regulation (AFR) 168-4, Administration 
of Medical Activities. 

Purpose(s): 
Used by Chief Nurse and other management personnel to deter­

mine nursing care work loads and allocate resources. 
Routine uses of records maintained in the system, including catego., 

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in file folders, note books and binders. 
Retrievability: 
Filed by name, dates of admission and discharge from medical 

facility, date of operation. 
Safeguards: 
Records are accessed· by person(s) responsible for servicing the 

record system in performance of their official duties. Records are 
stored in locked cabinets or rooms. 

Retention and disposal: 
Retained in office files for three months after monthly cut-off, then 

destroyed by tearing into pieces, shredding, pulping, macerating, or 
burning. Operation registers destroyed after five years. 

System manager(s) and address: 
The Surgeon General, Headquarters United States Air Force. 

Chief Nurses of Medical Centers and Hospitals. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individuals can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 

From medical records and personal observations of Nursing Serv­
ice Personnel. 

Exemptions claimed for the system: 
None. 

Fl68 AF SG F 
System name: 

Air Force Blood Program. 
System location: 
Air Force hospitals, medical centers and clinics. 
Categories of individuals covered by the system: 
Active duty and retired military personnel, dependents of military 

personnel, government employees. 
Categories of records in the system: 
Emergency blood donor list, donor record cards, and a roster/list 

by blood type and Rh factor. 
Authority for maintenance of the system: 
42 USC 262, Regulation of biological products, as implemented by 

Air Force Regulation (AFR) 160-26, Air Force Blood Program. 
Purpose(s): 
Used by Air Force medical centers, hospitals and clinics to con­

trol, coordinate and process request for blood donors. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in file folders and in card files. 
Retrievability: 
Filed by name. Rosters/lists are filed chronologically. 
Safeguards: 
Records are accessed by person(s) responsible for servicing the 

record system in performance of their official duties, and by com­
manders of medical centers, hospitals and clinics. Records are stored 
in security file containers/cabinets. 

Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. · Donor record 
cards are retained in office files for seven years. 

System manager(s) and address: 
The Surgeon General, Headquarters United States Air Force. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Mailing addresses are in the Department of Defense direCtory in 

the appendix to the Air Force's systems notice. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may .be 
obtained from the System Manager. 

Record source categories: 
Documents prepared by the Air Force. 
Exemptions claimed for the system: . 
None. 

Fl68 TAC A 
System name: 

Physician Retention Program. 
System location: 
Headquarters, Tactical ·Air Command (HQ TAC), Langley Air 

Force Base, VA 23665-5578, and at all TAC medical facilities. Offi­
cial mailing addresses are published as an appendix to the Air Force's 
compilation of record system notices. 

Categories of individuals covered by the system: 
Practitioners who are members of the United States Air Force 

Medical Service or civil service employees and who are assigned to, 
employed by, or practice in any T AC medical facilities. 

Categories of records in the system: 
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Social Security Number, duty title, specialty and Air Force Spe­
cialty Code, information on service commitment, educational back­
ground, personal goals, career goals, and future plans; spouse's name, 
spouse's occupation, children's names and ages. Date entered Air 
Force, past duty assignments, reasons for entering and remaining, and 
future assignment desires. Deterrents to making the Air Force a 
career. 

Authority for maintenance of the system: 
10 U.S.C. 8013, Secretary of the Air Force; powers and duties, 

delegation by; as implemented by Air Force Regulation 168-4, Tacti­
cal Air Command Supplement I, Administration of Medical Activi­
ties, and Executive Order 9397. 

Purpose(s): 
To assist in retaining qualified physicians beyond their initial serv­

ice commitments. 
To identify and reduce or eliminate irritants to each physician. 
Information is solicited to make future career assignments and 

reassess irritants and reasons for dissatisfaction. 
Information is summarized and presented to a retention committee. 
Routine uses of records maintained in· the system, including catego-

ries of users and the purposes of such uses: . 
The Department of the Air Force "Blanket Routine Uses" pub~ 

lished at the beginning of the agency's compilation of record system 
notices apply to this record system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders and visible file binders/cabinets and com-

puter and computer products. 
Retrievability: 
Filed by name, Social Security Number, and location. 
Safeguards: 
Records are accessed by custodian of the record system; by 

person(s) responsible for servicing the record system in performance 
of their official duties; by commanders ofT AC medical facilities, and 
HQ TAC surgeon general personnel with an official need to know. 
Computers and disks will be stored in locked cabinets or locked 

-rooms. 
Retention and disposal: 
Records are .transferred to the gammg T AC medical facility if 

reassigned within T AC. If separated or reassigned outside of T AC, 
records will be retained for one year then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. Electronic data 
will be erased upon separation or reassignment to a non-TAC medi­
cal facility. 

System manager(s) and address: 
Headquarters, Tactical Air Command, Director of Professional 

Services, Langley Air Force Base, VA 23665-5578, ATTN: Physi-
cian Retention Officer. · 

Notification procedure: 
Individuals seeking to determine whether this rec;ord system con­

tains information on themselves should address inquiries to the medi­
cal facility Physician Retention Officer where assigned. Official mail­
ing addresses are published as an appendix to the Air Forces' campi-

. lation of record system notices. 
For records maintained at HQ T AC, contact Headquarters, Tacti­

cal Air Command, Director of Professional Services, Langley Air 
Force Base, VA 23665-5578, ATTN: Physician Retention Officer. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address requests to the medical facility 
Physician Retention Officer where assigned. Official mailing address­
es are published as an appendix to the Air Forces' compilation of· 
record system notices. 

For records maintained at HQ T AC, contact Headquarters, Tacti­
cal Air Command, Director of Professional Services, Langley Air 
Force Base, VA 23665-5578, ATTN: Physician Retention Officer. 
. Contesting record procedures: · 

The Air Force rule for accessing records and for contesting and 
appealing initial agency determinations by the individual concerned 
are published in Air Force Regulation 12-35; 32 CFR part 806b; or 
may be obtained from the system manager. 

Record sour_ce categories: 
Information is obtained from subject of the record. 
Exemptions claimed for the system: 
None. 

F175 AFAA A 
System name: 

Air Force Audit Agency Management Information System -
Report File. 

System location: 
HQ Air Force Audit Agency, The Auditor General (AFAA/ AG), 

Norton Air Force Base, CA 92409. 
· Categories of individuals covered by the system: 
Audit office chiefs issuing audit reports and auditors~in-charge of 

performing audits. 
Categories of records in the system: 
Reports of audit. 
Authority for maintenance of the system: 
10 USC 8012, Secretary of the. Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
Used to evaluate audit coverage by an auditor. Used to develop 

expertise listing by auditor. All other accesses of the file are for 
statistical data and records not pertaining to individuals. The pur­
poses of this file are to provide a research capability on past audit 
findings reported in audit reports and to provide a history of audit 
coverage to support organizational planning and management. The 
above _listed retrievals constitute the only retrievals made using the 
individual's name as the key, all others are keyed on subject or report 
indicative data. All levels of AF AA management use this informa­
tion. 

Routine· uses of records maintained in the system, including catego~ 
ries of users and the purposes' of such uses: 

None. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained on computer and on computer paper printouts, micro­

fiche, and card files. 
Retrievability: 
.Audit report data is retrieved by- individual name. Filed by office, 

by report type, and report number. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in locked cabinets or rooms and 
are controlled by computer system software. 

Retention and disposal: 
Retained in computer files or on magnetic tape for six years. and 

then destroyed by tape reuse or tape. destruction. 
System manager(s) and address: 
AFAA/AG, Norton Air Force Base, CA 92409. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual cim obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Reports of Audit and annotated information. Report notification 

data generated inte~nally within the AF AA. 
Exemptions claimed for the system: 
None. 

System name: 
Accounts Receivable. 
System location: 

F176 AA A 

Office of the Secretary of the Air Force, Washington, DC 20330. 
Categories of individuals covered by the system: 
All Air Force employees authorized to use Air Force Mess 

Numb~r One. · 
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Categories of records in the system: 
Records all charges or purchases by members of Air Force Mess 

Number One. . 
Authority for maintenance ·of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
Used to bill members authorized use of the Mess . 

. Routine uses of .records maintained in the system, including catego-
rtes of users and the purposes of such uses: . 

Records from this system of records may be dis~losed for any of 
the blanket routine uses published by the Air Force. 
. Policies and practices for storing, retrieving, accessing, retai~ing, and 
disposing of records in the system: 

Storage: 
Maintained in note books/binders. 
Retrievability: 
Filed by name. 

. Safeguards: 
Records are accessed t?y person(s) responsible for serviCing the 

record system in. performance of their official duties. Records are 
. stored in locked cabinets or rooms. Access controlled by Manage.r 
and restricted to authorized personnel. 

Retention and disposal: 
Records are retained until Official Audit and then destroyed 

through shredding, ~acerating, burning, pulping, tearing into pieces. 
System manager(s) and address: 
Administrative Assistant to the Secretary of the Air Force, The 

Pentagon, Washington, DC 20330. 
Notification procedure: · 
Requests from individuals should be addressed to the System Man­

ager. 
Record accesS procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. · 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air. Force 
Regulation 12-35. . . 

Record source categories: 
Charges. 
Exemptions claimed for the system: 
None. 

F176 AF HC A 
System name: 

Chaplain Fund Service Contract File. 
System location: . · 
Air Force installations only. Official mailing addresses are in the 

Department of Defense directory in the appendix to the Air Force's 
systems notices. 

Categories of individuals c.overed by the system: 
Contracting officers arid representatives. 
Categories of records in the system: 
Contract between local chaplain fund and an individual for provi­

sion of specified services not available through other funds. 
Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
Record of terms of contracts. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: . 
Maintained in file folders. 
Retrievability: 
Filed by name. 

Safeguards: 
Records are accessed by person(s) responsible for serv1cmg the 

record system in performance of their official duties. Records are 
stored in ·locked cabinets or rooms. 

Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning .. 

System manager(s) and address: 
Chief of Chaplains, Headquarters United States Air Force. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
I~dividual ca1,1 obtain assistance in gaining access from the System 

Manager. · 
.. Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the· individual concerned may be 
obtained from the System Manager a!ld are pubJished in Air Force 
Regulation 12-35 . 

Record source categories: 
·Information obtained from contractor. 
Exemptions claimed for the system: 
None. 

F176 AF MP A 
System name: 

Nonappropriated Fund Instrumentalities (NAFis) Financial 
System. 

System location: 
Air Force Manpower and Personnel Center, Randolph Air Force 

Base, TX 78150, MAJCOM headquarters and SOAs, and Air Force 
NAFis when deemed appropriate and necessary and approved by the 
appropriate commander. System exists within approximately 1,100 
NAFis which include resale and revenue-sharing NAFis, general 
welfare and recreational NAFis, membership association NAFis, 
common support services, and supplemental mission services NAFis. 
Official mailing addresses are in the Department of Defense directory 
in the appendix to the Air Force's systems notices .. 

Categories of individuals covered by the system: 
All personnel, who are members of membership associations or 

authorized patrons of any of the above NAFis, and with whom 
financial transactions are conducted including the extension of credit 
in acc;ordance with Air Force. regulations or those whose personal 
checks .are returned to the NAFI by the banking system and are 
dishonored for such reasons as insufficient funds, closed .accounts, 
invalid signatures, bank errors, etc. In accordance with appropriate 
Air Force regulations concerning NAFI participation, the above 
personnel may include, but are not limited to, active duty and ·retired 
military members and their dependents, members of US reserve com­
ponents and Federally recognized National Guard units, 'Air Force, 
Army, or Naval Academy cadets; military members of foreign gov­
ernments on duty with the DOQ; DOD civilians and their depend­
ents, other Federal Government employees working on the military 
installations and their dependents, employees of Federal Government 
agencies working at the installation, contractor employees, technical 
representatives, and others who are authorized logistic support and 
work at the installation and where membership or usage would be in 
the best interest of the installation, retired Federal Government serv­
ice civilian personnel (civil, foreign service, etc.) who were mem­
bers/participants of a NAFI at time of retirement, commissioned 
members of the American Red Cross, US Public Health Service, and 
the US Environmental Sciences Administration; unremarried spouses 
and children of deceased active duty or ,retired members· of the US 
Armed Forces, and certain other categories .of individuals identified 
by authorized personnel who directly .support Air Force mission 
requirements. Also, all personnel employed by or assigned to the 
NAFI in any manner who are involved in any financial transaction 
involving the NAFI whether internal or external, including but not 
limited to, the receipt or control of cash ?r other property. 

Categories of records in the system: 
Records resulting from· financial transactions with authorized mem­

bers, patrons, vendors, or those otherwise entitled to utilize or deal 
with a .NAFI service. Such records include, but are not limited to, 
subsidiary account ledgers maintained on individual members/author-
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ized patrons who are charged dues and/or extended credit including 
the use of billeting type facilities prior to payment, form(s) on which 
a record of delinquent accounts or dishonored checks and their 
disposition are maintained; and records of package liquor or other 
sales or services. Records necessitated for or by internal/external 
financial record keeping or asset control, including but not limited to 
the receipt and control of cash, custody for tangible property, and 
any actions taken as a result of any irregularity. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties;. 

delegation by; as implemented by Air Force Regulation 176-10, Fi~ 
nancial Operations and Accounting Procedures, and Air Force Regu­
lation 176-378, Standard Accounting Procedures for Nonappropriated 
Funds. 

Purpose(s): 
·To record charges and credits of members and others authorized 

credit. To prepare billing statements or furnish data to an outside 
party to prepare billing statements. To maintain a record of dishon­
ored checks; To assist in collecting all amounts due in accordance 
with established Air Force procedures. To compile a statistical quar­
terly . report on dishonored checks and statistical data on delinquent 
accounts receivable for use with the financial reports. To verify 
eligibility to engage in financial transactions with NAFis, including 
package liquor and other. sales and extension of credit. To form a 
data base within the financial system of the NAFis .. Used by person­
nel responsible for conducting Air Force morale, welfare, and recrea-
tion (MWR) financial transactjons. · 

Routine uses of records maintained in· the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. May be provid­
ed to commercial or nonprofit concerns conducting activities in sup­
port of, similar to, or in furtherance of, the Air Force programs 
involved. May be provided upon request to any other federal, state, 
and local governmental agencies in the pursuit of their official duties. 

Policies and prac;tices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in visable file binders/cabinets, and on computer and 

computer output products. 
Retrievability: 
Filed by name and/or Social Security Number (SSN). 
Safeguards! 
Records are accessed by person(s) responsible for servicing the· 

record system in performance of their official duties who are proper­
ly screened and cleared for need-to-know. Records are stored in 
secured buildings or locked cabinets or rooms. 

Retention and disposal: . 
Subsid.iary accounts receivable are retained throughout the life 

cycle of credit sales and for as long as an individual remains in an 
active member/authorized patron status. Those forms used in connec­
tion with delinquent accounts or dishonored checks are retained until 
no longer needed. 

System manager(s) and address: 
Assistant Deputy Chief of Staff/Manpower and Personnel for Mili­

tary Personnel, Randolph Air Force Base, TX 78150. 
Notification procedure: 
Individuals may contact the appropriate nonappropriated fund fi. 

nancial management branch (NAFFMB) or the appropriate operating 
·manager in order .to exercise their rights under the Act. Official 
mailing addresses are in the Department of Defense directory in the 
appendix to the Air Forces· systems notices. 

Record access procedures: 
Same as procedures for notification. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System M~nager. 

Record source categories: 
Individual members/patrons/users of a service themselves, charge 

slips, payment receipts, checks, and other ·authorized financial fqrms 
and records. 

Exemptions claimed for the system: 
None. 

Fl76 AF MP B 
System name: 

Nonappropriated Fund (AF NAF) Employee Insurance and Bene­
fits System File. 

System loca*ion: 
Air Force. installation nonappropriated fund instrumentalities 

(NAFis) and central civilian personnel offices and the ~ir F~~ce 
Welfare Board, Randolph Air Force Base, TX 78150. Offictal mathng 
addresses are in the Department of Defense directory in the appendix 
to the Air Force's systems notices. 

Categories of individuals covered by the system: 
Regular full-time and part-time AF NAFI employees compose ~F 

NAF Group Life and Health Insurance Progr_am; regular full-Uf!le 
AF NAFl employees compose AF NAFI Rettrement Program; m­
formation on AF NAFI civilian employees who sustain job related 
illnesses or injuries is in. Worker's Compensation Program. 

Categories of records in the system: . 
Group Life and Health Insurance ~rogram. File,, Retirement P~o­

gram File, and Worker's Compensation Clatm Ftle~ al~ of whtch 
consist of but are not limited to the following: Apphcattons and/or 
waivers o'f participation; notices ofchange of ben7ficiary; notices of 
termination of eligibility, disability and death; evtdence of ag~ and 
qualification for benefits; applications for retirement; ele'?tions to ~e­
instate prior participation and survivor annuities; Soctal Secunty 
earnings data; employer certification of covera~e; hos_Pitalization ~nd 
claims forms; reports of accident or occupatiOnal ·tJJness; medtcal 
reports; payment forms; personal historical information as well as any 
pertinent correspondence. 

Authority for maintenance of the system: 
10 USC 8012; 5 USC 8171-8173 for Worker's Compensation Claim 

File; DOD Manual 1401.1-M; Air Force Regulation 40-7, Nonappro­
priated Funds Personnel Management and Administration, and Air 
Force Regulation 34~3, Vol VIII, NAF Insurance Programs (t<,> be 
published as Air Force Regulation 17~-4). 

Purpose(s): 
Provides information for the administration of the programs, to 

determine eligibility and pay benefits due. It is used in statistical and 
actuarial evaluations of the programs. The information is used to 
insure compliance with applicable laws and adjudicate and pay 
claims. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. The information 

1 in the system is used by commercial con~erns in actuarial evalua­
tions, determination of eligibility, determination and payment of 
amount of benefit payments due; arid policy administration. It may be 
used by other Federal, state, and local governmental agen~ies in t~e 
pursuit of their official duties. The Worker's Compensation Clatm 
File provides information as required by law to. the Department of 
Labor for use to assure compliance with statutory requirements. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders, on computer tapes, disks or drums, 

computer output products, and in microform. 
Retrie:vability: 
Filed by name, or Social Security Number (SSN). 
Safeguards: 
Records are accessed by person(s) responsible for servtcmg the 

record system in performance of their official duties. Records are 
controlled by personnel screening. 

Retention and disposal: 
USAF NAF Life and Health Insurance Program and USAF NAR 

Retirement Program: At installation level; retired to National Person­
nel Records Center, St. Louis, MO., upon employees separation, 
death, or retirement. NAF Retirement· Program: At Headquarters 
Air Force level; retained for a minimum of 20 years upon an employ­
ee's withdrawal from the program. USAF NAF Worker's Compensa­
tion Program: At Headquarters Air Force level; retained for 3 years 
after file is closed, then retired to National Personnel Records Center 
for 15 additional years, and then destroyed. For all systems, eventual 
disposal occurs by shredding, pulping, and macerating. 

System manage~s) and address: 
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Chief, Insurance and Debt Management, Air Force Welfare Board, 
Randolph Air Force Base, TX 78150. 

Notification procedut;e: 
Requests should be addressed initially to central civilian personnel 

office at installation of employment of individual making request. If 
requested information is nof available, contact System Manager. Give 
name and So,eial Security Number (and date of accident or injury if 
related to Worker's Compensation· claim). For inquiries in person, 
contact central civilian personnel office at installation of employment 
and/or· Air Force Welfare Board, Randolph Air Force Base, TX, 
78150. Means of verification: Name, Social Security Number, govern­
mental identification· card, vehicle driver's license or other acceptable 
identifying document. · . . 

Record access procedures: 
Mailing addresses are in the Department of Defense directory in 

.the appendix to the Air Force's systems notices. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: · 
Individuals and their survivors and beneficiaries; Department of 

Labor, Social Security Administration and any individual in a posi­
tion to verify relevant information. Information obtained from previ­
ous employers. Information obtained from medical institutions. 

Exemptions claimed for the system: 
None. 

Fl76 AF MP C 
System name: 

Morale, Welfare, and Recreation (MWR) Participation/Member­
ship/Training Records. 

System location: 
Air Force Military Personnel Center, Randolph AFB, TX 78150-

6001; major command headquarters; all levels down to and including 
Air Force installations. . · 

Categories of individuals covered by the system: 
Active duty and retired military members and their dependents; 

members of Reserve components while on inactive duty for training 
and DOD civilians and their dependents; certain other categories for 
individuals identified by authorized personnel who directly support 
Air Force mission requirements. Following additional categories 
apply for specific activities as indicated: Air· Force Aero Clubs; Air 
Force, Army or Naval Academy Cadets; military members of foreign 
governments on duty with the DODi members elected to the US 
Congress or a statutory appointee of the Federal Government; Fed­
eral Government employees working on military installations and 
ponducting various recreation programs. 

Categories of records in the system: 
Volunteer, membership, attendance, training, and participation/ 

competition records and supporting data relative to Air Force MWR 
activities. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and d.uties; 

delegation by. 
Purpose(s): 
Determine membership/participation eligibility; maintain patron at­

tendance; conduct contests; monitor training and currency of mem­
bers; and serve as data base for designing and conducting' various 
recreation programs. Used by personnel responsible for conducting 
Air Force MWR activities. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

May be provided to commercial or non-profit concerns conducting 
activities in support of, similar to, or in furtherance of, the Air Force 
programs involved. · 

Policies and practices for ~toring, retrieving, accessing, retaining, and 
disposing of records in the system: 

·Storage: 
Paper records in fil~ cabinets. 
Retrievability: 
Filed by name and/or Social Security Number (SSN). 
Safeguards: 
Records are maintained in secured buildings. Access is controlled 

by authorized personnel and limited .to those requiring access in the 
performance of their duties. 

Retention and disposal: 
Retained. in office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, then destroyed. by tearing i.nto 
·pieces, shr~dding, pulping, macerating, or burning, or surrender to 
member upon termination, as applicable. 

System m.anager(s) and address: 
Assistant Deputy Chief of Staff/Personnel for Military Personnel, 

Randolph AFB, TX 78150-600 l. 
Notification procedure: 
Request from individual should be addressed to the Chief, Morale, 

Welfare, and Recreation Division at the appropriate Air Force instal­
lation· or the System Manager giving -the individual's full name and 
SSN. 

Record access procedures: 
Request from individuals should be addressed to the Chief, Morale, 

Welfare, and Recreation Division at the appropriate Air Force instal­
lation or the System Manager to exercise their rights under the Act. 
Official mailing addresses are in the Department of Defense directory 
in the appendix to the Air Force's systems notices. 

Contesting record procedures: 
The Air Force's rules for access to records and for contestjng and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 

·Regulation 12-35. 
Record source categories: 
Individual applications for membership/participation in MWR ac- . 

tivities and offices of primary responsibility for MWR activities. 
Exemptions claimed for the system: 
None.· 

Fl76AF MP D 
System name: 

Nonappropriated Funds Standard Payroll System. 
System location: 
Fiscal control offices at Air Force installations, the addresses of 

which are provided in the Department of Defense Directory in the 
appendix to the Air Force systems notices. 

Categories of individuals covered by the system: 
Air Force nonappropriated fund employees. 
Categories of records in the system: 
Time and attendance cards; personal payroll data listings and or 

cards; correspondence; combined payroll checks and employee leave 
and earnings statements; Federal, state, and city tax reports and or 
tapes; individual pay and leave records; personnel action forms cov-
ering pay changes and deductions. . 

Authority for maintenance of the system! 
10 USC 801.2, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
The records are used to compute employees' pay entitlements and 

deductions and issue payroll checks for amounts due; to withhold 
amounts due for Federal, state, and city taxes, to remit withholdings 
to the taxing authorities, and to report earnings and tax collections; 
and upon request of employees, to deduct specified amounts from 
earnings for charity, union dues, and for allotments to financial orga­
nizations. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. State employ­
ment agencies use the information to determine eligibility for unem­
ployment compensation. Financial organizations, employee unions, 
and community fund charitable organizations use the records to 
credit remittances to accounts of members or contributions from 
deduction records provided each organization. Information from this 
system of records may be made available to state and local taxing 
authorities. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders; card files, on computer and computer 

output products. 
Retrievability: 
Filed by name and/or Social.Security Number. 

-· 
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Safeguards:· 
Records are accessed by person(s) responsible for servtcmg the 

record system in performance of their official duties who are proper­
ly screened and cleared for need-to-know. Records are stored in 
security file containers/cabinets and safes, protected by guards, and 
controlled by personnel screening, visitor registers and computer 
system software. 

Retention and disposal: 
Retained in office files for two years after annual cut-off, then 

destoyed by tearing into pieces, shredding, pulping, macerating, or 
burning. Exception: Records pertaining to tax data are retained for 
four years rather than two. 

System manager(s) and address: 
Comptroller of the Air Force, Headquarters United States Air 

Force. Assistant Comptroller for Non Appropriated Funds at Air 
Force installations. 

Notification procedure: 
Information as to whether the· record system contains information 

on an individual may be obtained from documentation managers at 
the applicable Air Force component listed in the Department of 
Defense Directory in the appendix to the Air Force systems notices. 
The local Fiscal Control Officer (FCO) maintains the record system 
at installation level. Requester should be able to provide sufficient 
proof of identity such as name, Social· Security Number, place of 
employment or other information verifiable from the record itself. 

Record access procedures: 
Requests from individuals should be addressed to AF AFC/ 

RMAD, Denver, CO 80279, telephone (303) 825-1161, extension 
6341. Information pertaining to geographically dispersed elements of 
the record system may be obtained from documentation managers at 
the applicable Air Force component listed in the Department of 
Defense Directory in the appendix to the Air Force systems notices. 
The local FCO maintains the record system at installation level. 
Requester should be able to provide sufficient proof of identity such 
as name, Social Security Number, place of employment ·or other 
information verifiable from the record itself. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Information is obtained from source documents ongmating from 

Civilian Personnel Offices at Air Force installations. 
Exemptions claimed for the system: 
None. 

System naine: 
Individual Earning Data. 
System location: 

F176 AFCC A 

Headquarters Air Force Communications Command, DCS/Person­
nel, Directorate of Morale, Welfare and Recreation, Scott AFB, IL 
62225-6001; 18 Isolated Site Lounge Sundry Funds (ISLSFs); Inter­
nal Revenue Service. 

Categories of individuals covered by the system: 
Off-duty active duty military personnel employed by ISLSF. 
Categories of records in. the system: 
Individual pay records and identifies individual by name and SSN. 
Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
To report to the IRS individual earnings on all payments made to 

individuals employed in the operations of an ISLSF. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed fpr any of 

the blanket routine uses published by the Air Force. Information 
from· this system may be made available to federal, state and local 
taxing authorities. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders. 

Retrievability: 
Filed by name. Filed by SSN. 
Safeguards: 
Records are accessed by person(s) responsible for servtcmg the 

record system in performance of their official duties. Records are 
stored in locked cabinets. 

Retention and disposal: 
Retained in HQ AFCC/DPS files for 4 years after wages are paid. 
System manager(s) and address: 
Director of Morale, Welfare and Recreation, Deputy Chief of 

Staff/Personnel, HQ AFCC, Scott AFB, IL 62225-600LComptroller 
of the Air Force, HQ USAF. 

Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures:· 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information obtained from source documents. 
Exemptions claimed for the system: 
None. 

F177 AF AFC A 
System name: 

Accounts Receivable Records Maintained by Accounting· and Fi­
nance. 

System location: 
Headquarters, Air Force Accounting and Finance Center, (HQ 

AFAFC), Denver, CO 80279-5000; Denver Federal Archives and 
Record Center, Building 48, Denver Federal Center, Denver, CO 
80225-5000; Accounting and Finance Offices at Air Force bases, Air 
National Guard activities and Air Force Reserve units. Official mail­
ing addresses are published as an appendix to the Air Force's compi­
lation of record system notices. 

Categories of individuals covered by the system: 
Active duty and retired military personnel; Air Force civilian 

employees and former employees; Air Force Reserve and Air Na­
tional Guard personnel; Union or Association management personnel; 
contracting officers and representatives; Air Force Academy cadets; 
dependents of military personnnel; Foreign Nationals residing in the 
United States; American Red Cross personnel; Peace Corps and State 
Department personnel; Exchange Officers, and other individuals who 

. may be indebted to the Air Force. 
Categories of records in the system: 
Records maintained in the system include, but are not limited to: 

Documentation pertaining to telephone bills; utility bills; check issue 
discrepancies; dishonored checks; postal fund losses; reports of 
survey; freight losses in shipments; involuntary collections; erroneous. 
payments; property losses and damages; administratively ascertained 
indebtedness of airmen; withholding for subsistence and other sup­
plies; losses of funds; -government losses in shipments; unauthorized 
allotment payments; setoff of final pay,· and retention of pay by 
reason of courts martial or forfeiture or fine3 documentation. 

Authority for maintenance of the system: 
5 U.S.C. 5512-5514, Withholding pay; 10 U.S.C. 856; Article 56 

Uniform Code of Military Justice, Maximum levels; 10 U.S.C. 9832, 
Property accountability; Regulations; 10 U.S.C. 9837(b), Settlement 
'of accounts: Deductions from pay; 10 U.S.C. 9840, Final settlement 
of officer's accounts; 31 U.S.C. 71, Public accounts to be settled in 
the General Accounting Office; 31 U.S.C. 82(a), Listing of persons 
receiving periodic payments, vouchers; 31 U .S.C. 95, Settlement of 
accounts of Army officers; 31 U.S.C. 95, Settlement of accounts of 
Army officers; 31 U.S.C. 3711, Collection and Compromise; 37 
U.S.C. 492(a)-(c), Disbursing Officers; 37 U.S.C. 1007(b),-(e), (f), (g), 
Deductions from pay; 40 U.S.C. 15, Government Losses in Shipment; 
49 U.S,.C. 1 et seq.; Transportation, and Executive Order 9397. 

Purpose(s): 
Records are used to support customer billings and collections. 
Routine uses of records maintained in the system, including catego-

ries of users ~nd the pur.,oses of such uses: 
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To the General Accounting office and the Department of Justice 
for collection action for any delinquent account when circumstances 
warrant. 

To a commercial credit reporting agency for the· purpose of either 
adding "to. a credit history file or obtaining-a credit history file for use 
in the administraiton of debt collection. 

To a debt collection agency for the purpose of collection services 
to recover indebtedness owed to the Air Force. · . 

To Veterans Administration".for its administration of laws pertain-
ing to veterans' benefits. . . 

To any other Federal agency for the purpose of effeCting salary 
offset procedures against a person employed by that agency ·when 
the Air Force has a claim against that person. : · 

To any other Federal agency including, but not limited to, the 
Internal Revenue Service and Office of Personnel Management for 
the purpose of effecting an administrative offset of a debt. . 

To the Internal Revenue Service to obtain the mailing address of a 
taxpayer for the purpose of locating such taxpayer to collect or to 
compromise a Federal claim against the. taxpayer. 

Note: Redisclosure of a mailing address from the Internal Revenue 
Service may be made only for the purpose of debt collection, includ­
ing to a debt collection agency in order to facilitate the collection or 
compromise of a Federal claim under the Debt Collection Act of 
1982, except that a mailing address to a consumer reporting agency is 
for the limited purpose of obtaining a commercial credit . report on· 
the particular taxpayer. Any such a~dress information obtained from 
the Internal Revenue Service will · not be used or shared for any 
other Department of Defense purpose or disclosed to another Feder­
al, state or local agency which seeks to locate the same individual for 
its own debt collection purpose. 

To any other Federal, state or local agency for the purpose of 
conducting an authorized computer matching program to identify 
and locate delinquent debtors for recoupment of debts owed the Air 
Force. · 

The Department' of the Air Force ''Blanket Routine Uses" pub­
lished at the beginning of the agency's compilation of record systems 
apply to this system. · 

Disclosure to consumer, reporting agencies: 
Disclosures pursuant to 5 U.S.C. 552a(b)(12) may be made from 

this system to consumer reporting agencies as defined in the Fair 
Credit Reporting Act of 1966 (15 U.S.C. 1681a(f)), or the Federal 
Claims Collection Act of 1966 (31 U.S.C. 3701(a)(3)). The disclosure 
is limited to information necessary to establish the identity of the 
individual, including name, address, and taxpayer identification 
number (Social Security Number); the amount, status, and history of 
the claim; and the activity. or program under which the claim arose 
for the sole purpose of allowing the consumer reporting agency to 
prepare a commercial credit report. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

·storage: · . 
Maintained in file folders, in note books/binders, in visible' file 

binders/cabinets, in card files and on computer magnetic tapes. 
R~trievability: · 
Retrieved . by name, Social S~curity Number, Military. Service 

Numb~r or Civilian Payroll.Number. 
Safeguards: 

·Records are accessed by custodian of the record system and ·by 
person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in security file containers/cabinets 
or locked cabinets or rooms, protected b)' guards, and controlled by 
personnel screening and by v.isitor registers. 

Retention and disposal: 
All cases will remain active until settled by ·full payment or 

waiver. C:::urrent year cases will be retained by the collection. office 
through the calendar year: Prior year cases will be retained. by· the 
records custodian for another six years. Destruction is accomplished 
by· tearing, shredding, pulping, macerating, burning or burying in a 
landfill. 

System manager(s) and. address: 
Dire~tor,: Air Force · Accoun~ing and Finance·· Center, . (HQ 

AFAFC), Denver, CO 80279-5000. Accounting and Finance Officers 
at Air Force installations. Official mailing addresses are published as 
an appendix to the Air Force's compilation of record system notices. 

Notification procedure: . . " 
Individuals seeking to determine. whether information' about them­

selves is contained in this system should address written inquiries to 
the Director, HQ AFAFC, Denver, CO 80279-5000, or to the Ac-

counting and Finance Office at the Air Force base of assignment. 
Official mailing addresses are published as an ;appendix to the .Air 
Force's compilation of record system notices. 

Requester should be able to provide sufficient proof of identity, 
such as name, Social Security Number, drivers license, civilian identi.: 
fication card, duty station or place of employment, or other informa­
tion verifiable from the record itself. 

Record access procedures: 
Individuals seeking to access records about themselves contained in 

this system should address written inquiries. to the Director, HQ 
AFAFC, Denver, CO 80279-5000, or to the Accounting and Finance 
Office at the Air Force base of assignment. Official mailing addresses 
are published as an appendix to the Air Force's compilation ·of 
record system notices. 

Requester should be able to provide sufficient proof of identify, 
such as name, Soci'al Security Nuinoer, drivers license, civilian 'identi­
fication care, duty station or place of employment, or other informa­
tion verifiable from the record itself. 

Contesting record procedures: 
The Department of 'the. Air Force rules for accessing records, and 

for co~testing and ,appe~ling initial agency. determinations by the 
individual concerned are published in Air Force Regulation 12-35; 
32 CFR part , 806b; or may be obtained. fron,t the system manager. 

Record source categories: 
Information obtained from previous employers; ·financial, educa­

tional, and medical institutions; trade associations; police and investi­
gating officers; the bureau of mqtor vehicles; state or local govern­
ments; international organizations; corporations; witnesses; source 
documents such as reports; charges and invoices from oth~r Air 
Force .and, Department .of Defense components at Headquarters, 
major command and base levels; Internal Revenue Service; So~ial 
SecJ.Irity Administration; anq Veterans Adminis.tration. 

Exemptions claimed for the system: 
None.· 

System name: 
Travel· Records. 
System location: 

'F177 AF AFC B 

Air Fo~ce Atcounting · and Finance Center, Denver; CO 80279; 
. accounting and finance offices at Air Force bases the addresses of 
which are listed in the Department of Defense directory in the 
appe'ndix to the Air Force systems notices; Denver Federal· Archives 
and Records Center, Denver Federal Center, Bldg 48, Denver, CO 
80225. 

Categories of individuals covered by the system: 
Active duty and retired Air Force. military personnel, Air Force 

civilian employees and former employees, Air Force Reserve and Air 
National Guard personnel, Air Force Academy nominees/applicants/ 
cadets, Senior and Junior Air Force Reserve Officers, Dependents of 
military personnel, Foreign Nationals residing in the United States, 
Exchange Officers, and any other individual in receipt of comp~tent 
travel orders. 

Categories ofrecords in the system: 
Documents include but are not limited to travel vouchers and 

subvouchers; travel allowance payment lists; :travel voucher or sub­
voucher continuati.on . sheets; vouchers and. claims for dependent 
travel and dislocation or trailer allowance; certificate of nonavailabi­
lity government quarters and mess; multiple travel payments list; 
travel payment card; requests for fiscal information concerning trans­
portation requests, bills of lading, and meal tickets; pubHc vouchers 
for .fees and mileage of., ~itn~sses; claims for reimbursement for ex­
penditures on official business; claims for fees and mileage of witness; 
certifications for travel under classified orders; travel card envelopes; 
statements of adverse effect-utilization of government facilities; and 
related correspondence. ·· . · · 

Authority for maintenance of tlie system: 
37 USC 404-412, Tra~el and transportation allowances; 5 USC 

2105, Employee; 2106, Member of Congress;· 5561, . Definitions; 
5564,Travel and Transportation;· 5701-5708, Travel and Subsistence 
Expenses; 5721-5730, Travel and Transportation Expenses; arid 5742, 
Transportation of Remains. · · · · , : ' · . . . 
, Purpose(s): . 

Used to pay travel entidements and supporting the payment. of 
travel entitlements to military and civilian personnel. Uses made Of 
the records by the paying Accounting and Finance Office, other Air 
Force and Dept of Defense components include but are not . limited 

J 
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to the following: Payment of advances; payment of per diem at 
temporary duty stations; settlement PilYments upon completion of 
travel; payment of mileage upon separation or release from active 
duty; consolidation of payments; payment of dependents: Travel; 
payment of dislocation or trailer allowance; to support a traveler's 
entitlement to a specific rate of per diem; to list multiple payments 
for travel and temporary duty performed under like conditions and 
circumstances; as a control record of all travel payments made to an 
individual; to query the United States Army Finance and Accounting 
Center for information contained on transportation requests, bills of 
lading, and meal tickets; payment. of fees and allowances to civilian 
witnesses who are not U.S. Government employees; payment of 
expenses incurred within and around duty stations; supports the 
travel voucher in lieu of classified orders; updates leave records. 
Other users and specific uses made by them include but are not 
limited to Accounting and Finance Officers, who use travel records 
to pay travel entitlements to military and civilian personnel who 
perform official travel; traffic management Officers, who use travel 
orders to support the issuance of transportation requests and to sup­
port the movement of h9usehold goqds or house trailer. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

Records .from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. Internal Reve­
nue Service, receives and records information concerning the pay­
ment of travel allowances which are subject to federal income tax; 
Genenil Accounting Office (GAO), uses travel records for auditing 
activities and for the settlement of questionable travel claims. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders, note books/binders, visible file. binders/ 

cabinets, card files, and at Accounting and Finance Office Air Force 
wide, on computer magnetic tape, disks and printouts. 

Retrievability: 
Filed by name and Social Security Number (SSN). 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in security file containers/cabinets, 
safes, vaults, and locked cabinets or rooms. Records are controlled 
by persoimel screening and· by visitor registers, and by computer 
software in the case of machine readable records. 

Retention and disposal: 
· The original voucher and related supporting documents are stored 
at the Air Force Accounting and Finance Center, Denver, CO, for 
18 months and then moved to the Denver Federal Archives and 
Records Center for 4 years and 9 months after which they are 
shredded. Copies of the original voucher and related supporting 
documents are maintained by field accounting and finance offices for 
3 years. Computer permanent history tapes will contain individual 
information for 6 years from transfer date at wl)ich time member data 
will be transferred to the Air Force Accounting and Finance Center. 

System ·manager(s) and address: 
.Director Accounting and Finance United States Air Force. At 

base level the System Manager is. the local Accounting and Finance 
Officer. 

Notification procedure: 
Informatiori may be obtained from AFAFC/DAD, Denver, CO 

80279, telephone (303) 370-7553. Requester should be able to provide 
sufficient proof of identity, such as name, Social Security Number,· 
duty station, place of employment, and specify the accounting and 
disbursing station number, voucher number, date of voucher, or 
other information verifiable in the record. itself. 

Record access procedures: 
Request from individuals should be addressed to AFAFC/DAD, 

Denver, CO 80279, telephone (303) 370-7553. Requester should be 
able to provide sufficient proof of identity, such as name, Social 
Security Number, duty station, place of employment, and specify the 
accounting and disbursing station number, voucher number, date of 
voucher, or other information verifiable from the record itself. · 

Contesting record procedures: 
The Air Force's rules for a~cess to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 

Information is acquired from but not limited to the individual 
traveler· related voucher documents such as those described above in 
the des~ription of categories of records; Office of the Judge Advo­
cate;· the Comptroller; General Accounting Office; Congress; Ac­
counting and Finance Officers; Traffic Management Officers; Con­
solidated Base Personnel Officers; the Air Force Accounting and 
Finance Center; and other Air Force and Department of Defense 
components. 

Exemptions claimed for the system: 
None. 

F177 AF AFC C 
System name: 

Air Reserve Pay and Allowance System (ARPAS). 
System location: 
Primary system location: Air Force Accounting and Finance 

Center, CO 80279; decentralized supporting segments are located at: 
Air Force Manpower and Personnel Center, Randolph Air Force 
Base, TX 78150; Air Reserve Personnel Center, Denver, CO 80280; 
National Personnel Records Center, Military Personnel Records, 
9700 Page Boulevard, St. Louis, MO 63132; Air National Guard 
activities and air Force Reserve units; Accounting and Finance Of- · 
flees at Air Force bases servicing individual Air .Reserve Forces 
members; Official mailing addresses are in the Department of . De­
fense directory in the appendix to the Air Force's systems not1ces; 
Denver Federal Archives and Record Center, Bldg 48,· Denver Fed­
eral Center, Denver, CO 80225; and Records Center Annex GSA, 
PO Box 141, Neosho, MO 64850 (system backup storage). 

Categories of individuals covered by the system: 
Active Air Reserve Forces members in a military pay status and 

dependents of military personnel except Air Reserve Forces members 
. on extended active duty and members of the Air Force Reserve 
Officer Training Corps. 

Categories of records in the system: 
Military pay account computer records and supporting documenta- · 

tions relating to Air Reserve Forces military pay and allowance 
entitlements, deductions; and collections. Military pay computer 
records, including but not limited to, master ~ndividual pay account 
files (containing essential check and member identification data, mili· 
tary pay 'entitlement and allowance data, accounting data, tax with­
holding rate and amount data, collection and indebtedness data, and 
performance data); wage and tax withholding recor?s; records of f\ir 
Reserve Forces calendar day performance; check 1ssue, control and 
cancellations records; transaction input, system reject, and systen 
recycled records; disbursement and collection ·report records; . ac­
counting report records; and other generated records supportmg, 
substantiating, or authorizing Air Reserve Forces military pay and · 
allowance entitlement, deduction, or collection actions. M-ilitary pay 
documentation records include, but are not limited to, travel orders, 
requests and performance records; active military duty performance 
.records; statements of tours or performance of military duty; payroll 
attendance lists and rosters; document records establishing, support­
ing, reducing, or cancelling entitlements to basic pay; special com­
pensations (such as medical, dental, veterinary, and optometry); spe­
cial pays (such as foreign duty, hostile fire); allowances (such as basic 
allowance for subsistence, basic allowance for quarters, family sepa­
rations, clothing maintenance and monetary allowances); incentive · 
pays; and other entitlements in accordance with the Department of 
Defense Pay and Allowance Entitlement Manual; certificates and 
state_ments changing address, name, military assignment, and ·~ther 
individual data necessary to identify and provide accurate and t1mely 
Air Reserve Forces military pay and performance credit; allotment 
start, stop, or change records; declarations of benefits and waivers; 
military pay and personnel orders; medical certifications and determi­
nations; death and disability documents; check issuing and cancella­
tion records and schedules; payroll vouchers; money lists and ac-

. counting records; pay adjustment authorization records; system i~put 
certifications; member ·indebtedness and tax levy documentation; 
earnings statements; employees wage and tax reports and statements; 
casual payment authorization and control logs; punch card tran­
scripts; and other documentation supporting, authorizing, or substan­
tiating Air Reserve Forces military pay and allowance entitlement, 
deduction, or collection. Inquiry files, sundry lists, report~, letters, 
correspondence, and rosters including, but not limited to, Congres­
sional inquiries, Internal Revenue Service notices and reports, state 

· tax and insurance reports, Social Security Administration reports, 
Veterans Administration reports, inter-Department of Defense re­
quests, treasury reports, and health education and institution inquir­
ies .. , 
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Authority for maintenance of the system: 
Title 37 USC, Pay and Allowances of the Uniformed Services: 
Purpose(s): 
Used to en_sure accurate and timely military pay and allowances to 

support~d . ~tr Reserve Forces members; provide timely, complete 
master mdtvtdual pay account review; .document and account for Air 
Reserve Force military pay and allowance disbursements and collec­
tions; and provide account inquiry research response capability. 
~ecords are. used to determine net military pay and allowances check 
tssues to Atr Reserve Force members; or payment to a Financial 
organization through Direct Deposit/Electronic Fund Transfer Pro­
gram; to verify and account for system input transactions; to identify, 
correct, and collect overpayments; to establish, control, and collect 
member collection and indebtedness notices and levies· to maintain 
complete accounting records for Air Reserve Forces 'military pay 
and allowance disbursements, collections, refunds, and reimbursement 
actions; and to provide internal and external managers with statistical 
and monetary reports. ·. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 
· Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. Records from 
this system may be made available to other federal agencies such as 
the Internal Revenue Service for wage and tax withholding report­
ing, accounting, tax audits or levies; Social Security Administration 
for wage and tax withholding reporting, accounting, or tax audit; 
Office of Personnel Management for personnel management func­
tions; Veterans Administration for compensation and waiver report­
ing and audits, life insurance accounting, disbursement and benefit 
determinations; or local Governmental agencies for reports and ac­
counting utilization; state and local governments for tax and welfare 
information; educational institutions for verifying scholarship qualifi­
cations and performance; charitable institutions and military associa-. 
tions to render recognition for merirorious service; and financial 
institutions for deposits (checks to banks) and credit references. Pay 
data is released to computer and accounting service centers upon 
request of financial organizations designated by individuals to receive 
money due them. Pay data is also released to Federal Reserve Banks 
under procedures specified in 31 CFR part 210 for Federal recurring 
payments by means other than by checks. The American Red Cross 
and Air Force Aid Society use this information to determine needs of 
a member of his or her dependents in emergency situations. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of reco~ds in the system: 

Storage: 
Maintained in file folders, note books/binders, card files, on com-

puter and computer output products, and microform. 
Retrievability: 
Filed by name and Social Security Number (SSN). 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in security file. containers/cabi­
nets/safes/vaults, protected by guards, and controlled by personnel 
screening, visitor registers and computer system software requiring 
special random input entry identifiers. 

Retention and disposal: 
The system contains differing types of records subject to varied 

retention of from 6 months to 56 years. Records are retired to the 
Denver Federal Archives and Record Center, and also are stored at 
the Records Center annex GSA at Neosho, MO for backup storage. 
Final destruction of records is by shredding. 

System manager(s) and address: 
Director Accounting and Finance, United States Air Force 

(USAF); managers for geographically dispersed supporting elemc;;nts 
to the system are Chief of Air Force Reserve, Headquarters United 
States Air Force; Director of Air National Guard, Headquarters 
United States Air Force, Accounting and Finance Officers, Consoli­
dated Base Personnel Officers, Air National Guard Base Comptrol­
lers, Consolidated Reserve Personnel Officers, ARPAS Payroll Offi­
cers, and designated representatives thereof. 

Notification procedure: 
Information as to whether the record system contains Information 

on an individua,I may be obtained from AFAFC/DAD, Denver, CO 
80279, telephone (303) 370-7553. Information pertaining to geographi­
cally dispersed elements of the record system may be obtained from 
Documentation Managers at the applicable Air Force component 

listed in the Department of Defense Directory in the appendix to the 
Air Force systems notices. Requesters ·should be able to provide 
sufficient proof of identity, such as name, Social Security Number, 
military status, last Air Reserve Forces unit of assignment, duty 
status or place of employment, or other information verifiable from 
the system record itself. 

Record access procedures: 
Requests from individuals should be addressed to AFAFC/DAD, 

Denver, CO 80279, telephone (303) 370-7553. Information pertaining 
to geographically dispersed .elements of the record system may be 
obtained from Documentation Managers at the Air Force component 
listed in the Department of Defense Directory in the appendix to the 
Air Force systems notices. Requesters should be able to provide 
sufficient proof of identity, such as name, Social Security Number, 
military status, last Air Reserve Force unit of assignment, duty status, 
or place of employment, or other information verifiable from the 
system record itself. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record ~ource categories: 
Record system sources for information include, but are not limited 

to: Headquarters USAF, Air Force major commands and Air Force 
installations, Consolidated Base Personnel Offices and Consolidated 
Reserve Personnel Offices, Air National Guard Base Comptrollers, 
ARPAS Payroll Offices, other DOD components; the Internal Reve­
nue Service, Social Security Administration, Veterans Administra­
tion, and other federal agencies; financial institutions, educational 
institutions, medical institutions, automated system interfaces, and 
state and local agencies. 

Exemptions claimed for the system: 
None. 

F177 AF AFC D 
System name: 

Joint Uniform Military Pay System (JUMPS). 
System location: 
Air Force Accounting and Finance Center, Denver, CO 80279. 

Air Force Manpower and Personnel Center, Randolph Air Force 
Base, TX 78150. Consolidated base personnel offices at Air Force 
installations. Accounting and finance offices at Air Force bases. At 
Data Systems Design Office, Gunter Air Force Station, AL 36114 
(for research and test only), Denver Federal Archives and Records 
Center, Denver, CO 80225 (storage), Records Center Annex GSA, 
PO Box 141, Neosho, MO 64850 (backup storage). Information per­
taining to geographically. dispersed elements of the record system 
(CBPOs and AFOs) may be obtained from Record Managers at the 
applicable Air Force component listed in the Department of Defense 
Director in the appendix to the Air Force system notice. 

Categories of individuals covered by the system: 
Air Force active duty military personnel and dependents, retired 

and separated Air Force military personnel, officers of the Air Re­
serve and Air National Guard on extended active duty, officers and 
airmen of the Air Reserve and Air National Guard on active duty 
where strength accountability remains with the reserve component, 
and individuals to whom active duty military personnel authorize a 
direct payment of a portion of their pay. 

Categories of records in the system: 
Military pay records and files including but not limited to master 

military pay accounts, immediate access storage, six-months history, 
leave and earnings statements, federal insurance contribution act tax 
and federal income tax withholding pay authorization control files, 
central pay authorization file, central pay automated teller machine 

. (ATM) files, deferred transaction file, reject suspense file and daily 
transaction record. Military pay supporting documents and vouchers 
including but not limited to basic pay; special compensation positions 
such as medical, dental, veterinary and optometry; special pay such 
as foreign duty, proficiency, hostile fire and diving duty; status ad­
justments relating to entrance on activ~ duty, absent-without-leave, 
confinement, desertion, sick or injured, leave, mentally incompetent, 
missing, interned, permanent change of station, promotions and emo­
tions; separation, reenlistment bonus; incentive pay such as flying 
duty, stress duty, demolition duty, parachute jumping duty and sub-

, marine duty; allowances, such as basic allowance for subsistence, 
basic allowance for quarters, family separation allowances, overseas 
station allowances, clothing monetary allowance; separation pay-
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ments, death gratuities, time-in-service; allotments of pay; che<;:ks-to­
banks; federal and state withholding taxes; courtmartial sentences and 
non-judicial punishment; indebtedness resulting from but not limited 
to overpayment of pay and allowances and allotments, other debts to 
United States, certain nongovernment debts, and correspondence per­
taining to all of the above; Inquiries, files,· personal financial records 
and sundry lists, reports and rosters including but not limited to 
Internal Revenue reports, state. tax reports, Veterans Administration 
reports, Social Security Administration reports, and Treasury reports. 

Authority for maintenance of the system: 
·Title 37 USC, Pay and Allowances of the Uniformed Services; lO . 

USC 265, Policies and regulations: .Participation of Reserve officers 
in preparation and administration; 8033, Reserve components of the 
Air Force; policies and functions for government of: Functions of 
National Guard Bureau with respect to Air National Guard; 8496, 
Air National Guard. of the United States: Commissioned officers; 
duty in; 9837(d), settlement of accounts: Deductions from pay; 32 
USC· 708, Property and fiscal officers; and Executive Order 9397. 

Purpose(s): 
Used to pay members of the Air Force, to their checking and 

saving accounts, Air Force A TM accounts, and their allotments 
either directly to financial institutions or through Direct Deposit/ 
Electronic Fund Transfer Program, provide members periodic com­
prehensive statements of their accounts, and to respond to inquiries 
concerning their accounts at any time. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. Records from 
this system of records may be disclosed to the Internal Revenue 
Service for tax information on members, Social Security Administra­
tion for information regarding Federal Insurance Contribution Act 
tax deducted from members, Veterans' Administration for informa­
tion regarding premiums on servicemen group life insurance, state 
and local governments for tax and welfare information, insurance 
companies for allotments made to them by military members, finan­
cial institutions for deposits (checks-to-banks) and/or payments, the 
American Red Cross and the Air Force Aid Society. American Red 
Cross uses this information to determine needs of a member of his 
dependents in emergency situations and for verification of loan appli­
cations. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Maintained on paper, computer, and computer ·output products, 

and in microform. 
Retrievability: 
Filed by name, Social . Security Number (SSN), military service 

number, or A TM card number. 
Safeguards: . 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in security file containers, cabinets, 
locked cabinets or rooms, protected by guards, and controlled by 
personnel screening, visitor registers. and computer system software. 

Retention and disposal: \>. · 
Local retention varies from 3 to 6 years. After that time, records 

are either destroyed ·by tearing, shredding, pulping, macerating or 
burning or transferred by the Air Force Accounting and ~inance 
Center to the Denver Federal Archives and Records Center for 
varying retention periods up to 56 years. Destroyed by shredding. 
Backup records for emergency reconstruction in the event of pri­
mary record destruction are retained by the Federal Records Center 
Annex GSA at Neosho MO. Destruction is by shredding. 

System manager(s) and address: 
Director of Accounting and Finance, United States Air Force. 
Notification procedure: 
Information as to whether the record system contains information 

on an individual may be obtained from AF AFC/DAD, Denver, CO 
80279, telephone (303) 370-7553. Information pertaining to geo­
graphically dispersed elements of the record system may be obtained 
from Records Managers at the applicable Air Force component listed 
in the Department of Defense Directory in the appendix to the Air 
Force's systems notices. Requester should be able to provide suffi­
cient proof of identity, such as name, Social Security Number, mili­
tary status, duty status or place of employment or other information 
verifiable from the record itself. 

Record access procedures: 
Request from individuals should be addressed to AFAFC/DAD 

Denver, CO 80279, telephone (303) 370-7553. The record system 
may be obtained from Record Managers at the appli':able Air .Force 
component listed in the Department of Defense Dtrectory m the 
appendix to the Air Force system notice. Requester shoul~ be able. to 
provide sufficient proof of identity, such as name, Soctal Secunty 
Number, military status, duty status or place of employment or other 
information verifiable from the record itself. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual.conce.rned. may be 
obtained from the System Manager and are pubhshed m Atr Force 
Regulation 12-35 (32 CFR part 806b). 

Record source categories: 
Information obtained from financial institutions, automated system 

interfaces, a state or local government, source documents such as 
reports, military pay information _originating from te.lephone inquiries, 
telegraph messages and correspondence info_rmat1on . from feder~l 
agencies and other DOD components and mformatlon from Atr 
Force installations, Major Commands and USAF Headquarters. 

Exemptions claimed for the system: 
None. 

System name: 
Reports of Survey. 
System location: 

F177 AF AFC E 

At Air Force Accounting and Finance Center, Denver CO 80279, 
Headquarters, of the United States Ai: Force, f!lajor C<;lmmands. ~nd 
major subordinate commands and A1r Force mstallatlons. Ma!hng 
addresses are listed in the directory following the systems nottces. 

Categories of individuals co.vered by the system: . 
Air Force active duty and retired officer and enlisted personnel, 

present and former Air Force civilian employees, Air Force Reserve 
· and Air National Guard personnel, and Air Force Academy cadets. 

Categories of records in the system: 
Records include but are not limited to documentation of (acts 

· developed and liability ascertained pertaining to loss of, or damage 
·to, Air Force owned or controlled property. Records are reports of 
survey; reports of survey register, survey officers' reports of investi-
gation, depositions, affid~vits, exhibits such as appraisals, reports, 
record copies, records of property maintenanc;e. historic~) an~ ot~er 
inspection reports, procurement records, secunty forces mvestlgatlon 
reports, fire department and community and state police reports, and 
legal opinions. 

Authority for maintenance of the system: 
10 USC 2775, Liability of members for damages to family housing, 

equipment,· and furnishings; 9832, Property accountability: Regula­
tions; 9835, Reports of survey; and 9832, Settlement of accounts, 
deductions from pay; 37 USC 1007, Deductions from pay; 32 USC 
710, Reports of survey. 

Purpose(s): 
Used to determine responsibility and pecuniary liability and to 

adjust accountability for the loss, damage, or destruction of public 
property under Air Force control. The report of survey is used to 
record and present facts in support of a determination of pecuniary 
liability and to serve as, or support, a property adjustment voucher. 
The facts recorded may be used in establishing cause of loss or 
damage to private or government property. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. Record from 
this system of records may be disclosed to other federal agencies, 
such as Department of Justice for criminal prosecution, civil litiga­
tion, or investigations; and the Internal 'Revenue Service for tax 
determinations resulting from Air Force adjudications of pecuniary 
responsib.ility; the Office of Personnel Management for personnel 
management functions. . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintain~d in file folders, in note books/binders, in visible file 

binders/cabinets, in card files. 
Retrievability: 
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Filed by other identification number or system identifier. Conven-
tional indices are keyed to name. · 

·Safeguards: 
Records are accessed by person(s) responsible for servicing the· 

record system in performance of their official duties who are proper-· 
ly screened and cleared for need-to-know. Records are stored in 
security file containers/cabinets, in safes, vaults, locked cabinets or 
rooms. Records are protected by guards. Records are controlled by 
person~el screening and by 'visitor registers. Files are given the same 
protection as the property accountability records with· which they 
are associated. 

Retention and disposal: 
. F.iles ar~ destroyed three years after final action if pecuniary liabil­
Ity ts not assessed, and three years after collection or ten ye'ars after 
~nat action, . whichever ~s sooner. Destruction is by shredding, pulp­
mg, maceratmg, or burmng. 

System manager(s) and address: · 
. Assistant Comptroller for Accounting and Finance, United States 

Air Force 80279. 
Notification procedure: 
Information as to whether the record system contains info-~mation 

on an individual may be obtained from AF AFC/DAD, Denver, CO 
80279, telephone (303) 370-7553. Information pertaining to geographi­
cally dispersed elements of the record system may be obtained from 
the documentation manager at the applicable Air Force component 
listed in the Department of Defense directory in the appendix to the 
Air Force systems notices. Requester must present sufficient proof of 
identity, such as full name, Social Security Number (SSN), military 
or civilian stat.us and grade, and approximate date and location of 
incident involying report of survey or other information verifiable 
from the record itself. 

: ' 
Record access procedures: 
Requests should be addressed to AF AFC/DAD, Denver, .CO 

80279, telephone (303) 370-7553. Requester must present sufficient 
proof of identity, such as full name, SSN, military or civilian status 
and grade, and approximate date and location of incident involving 
report of survey or other information verifiable from the record 
itself. · · · 
· Contesting r~cord procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtaiped from the System. Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Information obtained from police and . investigating officers, ·the 

public media, the bureau of motor vehicles, a state or local govern­
ment, an international organization, a corporation, witnesses, or 
source documents such as reports from Air Force property records. 

Exemptions claimed for the system: 
None. 

System name: 
Civilian Pay Records. 
System location: 

F177 AF AFC F 

Accounting and Finance Offices at Air Force bases, Air Force 
Reserve Units and Air National Guard activities. Official mailing 
addresses are published as an appendix to the Air Force's compilation 
of record system notices. 
' Categories of individuals covered by the system: 

All DoD civilians paid by the Air Force. 
Categories of records in the system: 

· Individual pay records; individual leave records; source documents 
for posting leave and attendance; individual retirement deduction 
records; source documents maintained in connection with retirement 
deduction records and control files thereon; wage and separation 
information files; health benefit records; income tax withholding 
records; allowance and. differential eligibility files, such as, but not 
limited to, clothing allowances and night rate differentials; withhold­
ing and deduction authorization files, such as, but not limited to, 
federal income tax withholding, and insurance and retirement deduc­
tions; accounting document files; input. data posting media, such as, 
but not limited to, time and attendance cards and reports and person­
nel actions affecting pay; accounting and statistical reports and com­
puter edit listings; claims and waivers affecting pay; control logs and 
collection/disbursement vouchers; listings for administrative· pur­
poses, such as, but not limited to, health insurance, life insurance, 

bonds, locator files and checks· to financial institu.tions; correspond­
ef1ce with the Civilian Personnel Office, dependents, attorneys, survi­
vors, insurance companies, financial institutions;· and· other govern­
mental agenc.ies; leave and earnings statements; travel records; and 
separation documents; official correspondence; federal, state and tax 
reports and/or tapes; forms covering pay changes and deciuctions, 
and documentation pertaining to garnishment of wages.·· 

·Authority for maintenance· of. the system: 
5 u.s.c. Chapters 53, 55 aru;t 81, and Executive Order 9397. 
Purpqse(s): 
The records are used to accurately compute individual· employee's 

p~y entitlements and to withhold· required and authorized deductions 
and issue payroll checks for amounts due. Output products are for­
warded as required to other subject matter areas to ensure accurate 
accounting and recording of pay to civilian employees. These 
records and related products are also used to verify and balance 
payroll and account data, and to provide information. to recipients, 
Government and non-Government agencies . 

Records are also used for extraction or compilation of data and 
reports for management studies and statistical analyses for use inter­
nally or externally as tequired by the Department of Defense or . 
other. government agencies. . 

Routine uses of records maintained in the: system, including catego· 
ries of users and the purposes of such uses: 

Records may be disclosed to banks which credit the employee's 
account if the employee has requested his/her check to be sent to the 
bank; .financial organizations which credit the empJoyee account if 
the employee has requested a savings allotment; other approved. 
organizations which an employee has designated for an allotment; 
computer and accounting service centers upon request of financial 
organizations designated by individuals to receive monies due them; 
Federal Reserve banks under procedures specified in 31 CFR part 
210 for health benefit carriers to ensure proper cred~t for the employ­
ee authorized health benefit deductions; employee organizatio~s for 
which the employee has requested a dues deduction (reasons for non­
deduction of dues will be benefit deductions); disclosed to officials of 
labor organizations recognized under Executive Orders 11636 and 
11491, as amended, when relevant and necessary to their duties of 
exclusive representation concerning personnel policies, practices and 
matters affecting working conditions (including disclosure of reasons 
for non-deduction of dues, if applicable); the United States Treasury, 
which maintains cash accountability; the Internal Revenue Service 
for recording withholding and social security information; the Social 
Security Administration and Office of Personnel Management which 
credits the employee's account for. Federal Insurance Contributions 
Act or Civil Service Retirement withheld; state revenue departments 
which credit employee's state tax withholding; state employment 
agencies which require wage information to determine eligibility for 
unemployment compensation benefits of former employee~; city reve­
nue departments of appropriate cities which credit employees for city 
tax withheld; any agency or component thereof that needs the infor­
mation for proper accounting of funds, such as, but not limited to, 
for-others listings; Office of Personnel Management for assistance in 
resolving complaints, grievances, etc. · 

To the Office of Personnel Management for computation of Civil 
Service retirement annuity. 

The Department ·of the Air Force "Blanket Routine Uses" pub­
lished at the beginnil'!g of the agency's compilation of record system 
notices apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders, in notebooks/binders, in visible file bind­

ers/cabinets, in card files, on' computer and on computer output 
products, on roll microfilm, on microfiche, and in microfilm jackets. 

Retrievability: 
Retrieved by . name, Social. Security Number, civilian payroll 

number, vehicle registration or license number, or other identification 
number or system identifier. 

Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing· the· record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in locked cabinets or rooms, pro­
tected by guards, and. controlled by personnel· screening, visitor regis-
ters, and computer system software. · 

Retention and disposal: 
Records are retained for periods ranging up to 56 .years. 

_j 
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System manager(s) and address: 
Director of Accounting and Finance, United States Air Force, and 

accounting and finance officers at Air Force installations. Official 
mailing addresses are published as an appendix to the Air Force's 
compilation of record system notices. 

· Notification procedure: · 
lndi~iduals seeking to determine whether this record system con­

tains information on themselves should address inquiries to HQ 
AF AFC/IMD, Denver, CO 80279-5000 or the accounting and fi-
nance office where assigned. Telephone (303) 320-7553. , 

Requester should be able to provide sufficient proof of identity, 
such as name, Social Security Number, drivers license, civilian identi­
fication card, duty station or place of employment, or other informa-
tion verifiable from the record itself. · · . 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system should address inquiries to HQ AF AFC/IMD, Denver, 
CO 80279-5000 or the accounting and finance office where assigned. 
Telephone (303) 320-7553. · 

Requester should be able to provide sufficient proof of identity, 
such as name, Social Security Number, drivers license, civilian identi­
fication ·card .• duty station or place of employment, or· other informa­
tion verifiable from the record itself. · 

Contesting record procedures: 
The Air Force rules for accessing records, and for contesting and 

appealing initial agency determinations by the individual concerned 
are published in Air Force Regulation 12-35; 32 CFR part 806b; cir 
may be obtained from the system manager. 

Record source· categories: 
Information obtained from previous employers; financial institu­

tions; medical institutions; automated systems interfaces; state or local 
government agencies; source doc~ments such as reports; Department 
of Defense components and other federal agencies such as, but not 
limited to, Social Security Administration; Internal Revenue se·rvice; 
State revenue departments; and Departments· of the Army, Navy or 
State. Correspondence from attorneys, dependents, survivors, guard­
ians, and subject to the record may also furnish data for the system. 
Information is also obtained from the subject of the record. 

Exemptions claimed for the system: 
None. 

System name: 
Control Logs. 
System location: 

F177 AF SGA 

Air Force hospitals, medical centers and clinics. 
Categories of individuals covered by the system: 
Dependents of military personnel and all personnel authorized 

treatment in a military medical facility. 
Categories of records in the system: 
Controls for payment of supplemental medical care and civilian 

medical, dental and veterinary care. 
Authority for maintenance of the system: . 
10 USC 8012, Secretary ·of the Air Force: Powers and duties; 

delegation by, as implemented by Air Force Regulation (AFR) 168-
10, Obtaining Medical, Dental and Veterinary Care from Civilian 
Sources. 

Purpose(s): 
To insure duplication of payment to provider is not made. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for any of 

. the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in file folders, note books/binders, .and in card files. 
Retrievability: 
Filed by name and Social Security Number (SSN). 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servi~ing the record system in .performance 
of their official duties .. Records are stored in locked cabinets or 
rooms. 

Retention and disposal: 

Retained in office files for one year after annual cut-off, then 
destroyed by tearing into pieces, shredding, pulping, macerating, or 
burning. 

System manager(s) and address: 
Medical Service Account Officers at all Clinics, Hospitals, Medical 

Centers · 
Notification procedure: . 
Requests from individuals should be addressed .to the System Man­

ager. 
· Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Ma~ager. · 
Contesting record procedures: 
The Air Force's rules for access to records and for "ontesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. · 

Record source categories: 
Information obtained from financial and medical institutions, and 

from source documents such as records, reports prepared on beha~f 
of the Air Force. 

Exemptions claimed for the system: 
None. 

F177 AFA A 
System name: 

Cadet Accounting and Finance System. 
· System location: 
United States Air Force Academy, USAF Academy, Colorado 

Springs, CO 80840. Air Force Accounting and Finance Center, 
. Denver, CO 80279. 

Categories of individuals covered by the system: 
Air Force Academy Cadets. 
Categories of records in the system: 
Individual computerized files containing pay data for all USAF 

Academy Cadets including . Establishment/Change in Personal 
Checking Account, Monthly Report of Contingency Fund Status, 
Contingency Fund Loan Request, Cadet Pay Order, Document Con­
trol Log, Recapitulation of Cadet Pay Account, Cadet Pay Authori­
zation, Cadet Pay Monthly Statement, Cadet Pay Record, Payment/ 
Collection Vouchers, Separation Control Log, Electronic Data Proc­
essing Sheets, Microfilm File, Cadet Pay Disk File, Quarterly FICA 
Report, Transmittal Letter. 

Authority for maintenance of the system: 
10 USC Chapter 903, United States Air Force Academy and 37 

USC 201, Pay, grade: 201, Pay grade: Assignment to; general rules. 
Purpose(s): 
This system is used to accumulate cadet pay entitlements (basic 

pay and. subsistence), deductions (federal tax, social security, insur­
ance premiums) in order to properly monitor the payments disl;mrsed 
to the Air Force Cadet Wing (T AFCW). The information is used to 
determine the correct monthly net pay to be disbursed to each cadet 
and to charge the cadets for clothing issues and other services from 
authorized Academy sources, and the reporti.ng of all expenditures to 
the Air Force Accounting and Finance Center. · 

Routine uses of records maintained in the system, including ·catego~ 
ries of users and the purposes of such uses: 

Information is used to prepare Forms W2 for the Internal Revenue 
Service, report deductions for the Federal Insurance Contribution 
Act to the Social Security Administration, prepare Standard Form 
1049 for release of tax information to the states. Records from this 
system of records may be disclosed for any of the blanket routine 
uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Maintained in file folders, in ·visible file binders/cabinets, in card 

files, on computer and computer output products, and on roll micro-
furm. · 

Retrievability: 
By Cadet Number or Social Security Number.. 
Safeguards: 
Records are· accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
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need-to~know. Records are stored in locked cabinets or rooms and in 
computer storage devices protected by computer system software. 

Retention a~d ·disposal: ' 

T~e ?riginal copy of Cadet Pay Record, Cadet Pay Order, Sub­
stantlatmg Pay Documents and Transmittal Letter are forwarded to 
A~AFC, Denver, CO 80279. Copies of Cadet Pay Orders are re­
tamed for one year following graduation. Substantiating pay docu­
ments and posting media records are retained· one year after annual 
cutoff in current files area and ·then destroyed. Document Control 
Records are destroyed 90 days after close of FY to which they 
pertain. W-2 listings, quarterly FICA reports and CPITF interest 
distribution records are retained by Cadet Pay Section six years after 
CY to which they pertain. Audit registers are destroyed after one 
academic year. Financial statements, schedules and supporting data is 
destroyed after 4 years. Pay inquiries are destroyed after two years. 

System manager(s) and address: 
Director of Accounting and Finance, ·united States Air Force 

Academy, Colorado, 80840. 
Notification procedure: 
Requests from individuals should be addressed to the System Man-

ager. · 

Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are. published in Air Force 
Regulation 12-35. 

Record source categories: 
Information obtained from source documents such as reports. 
Exemptions claimed for the ·system: 
None: 

F177 AFAFC A 
System name: 

Accounting and Finance Officer Accounts and Substantiating Doc­
uments. 

System location: 
Air Force Accounting and Finance Center,· Lowry Air Force­

Base, Denver, CO 80279. Denver Federal Archives and Records 
Center, Bldg 48, Denver Federal Center, Denver, CO 80225. 

Categories of individuals covered by the system: 
Air Force active duty and retired military personnel . and other 

allotees, Air Force Reserve and Air National Guard personnel, civil­
ian personnel employed at or paid by AF Installations. · 

Categories of records in the system: 
Individual military pay records; substantiating documents, such as 

certificates for deductions and retained military pay orders, records 
of travel payments, financial record data folders, miscellaneous. mili~ 
tary vouchers and statements, copies of morning or strength reports 
and personal financial records. 

Authority for maintenance of the system: 
31 USC 67(b), Retention by executive agencies ... of accou~ts of 

accountable officers, contracts, vouchers or other documents. 
Purpose(s): 
The system serves as a repository from which information may be 

retrieved to support claims for or against the government. 
Routine uses of records maintained in the system, including catego­

ries· of users and the purposes of such uses: 
The categories of users and uses are federal agencies including, but 

not limited to, the Federal Bureau of Investigation; Internal Revenue 
Service; and the Office of Personnel ·Management. Also used by 
state, local and city governments to substantiate pay, eligibility for 
welfare and unemployment; for personnel management function~; the 
general public for garnishment of pay, employment\ purposes. 
Records from this system of records may be disclosed for any· of the 
blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of recQrds in the system: 

Storage: 
Maintained in file folders and note books/binders, on computer and 

computer output products and in microform. · 
Retrievability: 

Filed by name, Social Security Number (SSN) or Military Service 
Number. · 

Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screen~d and cleared for 
need-to-know. Records are stored in locked cabinets or rooms, pro-
tected 'by guards and controlled by personnel screening. . 

Retention and disposal: 
Records are stored at Air Force Accounting and Finance Center, 

updated and accessible for 18 months after receipt from Air Force 
Accounting and Finance Officers world-wide; then retired to the 
Denver Federal Archives and Records Center where they are re­
tained for a period of 4 years, 9 months. Destruction is accomplished 
by sale to a salvage company for shredding. 

System manager(s) and address: 
Comptroller of the Air Force, Headquarters United States Air 

Force and Directo-r Accounting and Finance United States Air 
Force. 

Notification procedure: 
Information as to whether the record system contains infor~atiori 

on an individual may be obtained from AF AFC/DAD Denver, CO 
80279, telephone (303) 370-7553. Requester should be able to provide 
sufficient proof of identity, such as name, Social Security number, 
duty station, place of employment or other information verifiable 
fr~m-the record itself. 

Record access procedures: · 
Requests from individuals should be addressed to AF AF~/DAD 

Denver, CO 80279, telephone (303) 370-7553. Requester should be 
able to provide sufficient proof of identity, such as name, Social 
Security number, duty station, place of employment or other infor­
mation verifiable from the record itself. 

Contesting record procedures: 
T·he Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concern~d may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Information from Air Force Accounting and Finance Officers. 
Exemptions claimed for the system: 
None. 

F177 AFAFC B 
System name: 

Accrued Military Pay System, Discontinued. 
System location: 
Air Force Accounting and Finance Center, Denver, CO 80279 and 

at Denver Federal Archives and Record Center, Blqg 48, Denver 
Federal Center, Denver, CO 80225 (back-up storage). 

Categories of individuals covered by the system: 
Air Force active duty and retired military personnel, and separated 

Air Force Personnel Officers .of Air Reserve and Air National Guard 
on extended active duty. · 

Categories of records in the system: 
Military pay records and related documentation including but not 

limited to monthly and cumulative six-months histories of pay trans­
actions, wage and tax data, Uniformed Services Savings Deposit 
Program Records and Federal Insurance Contribution Act tax data 
contained on hard copy and/or· microfilm. Military pay supporting 
documents and vouchers including but not limited to basic pay, 
special compensation positions, special pay, status adjustments, sepa­
ration, reenlistment, reenlistment bonus, incentive pay, allowances, 
death gratuities, allotments of pay, court-martial sentences, indebted­
ness, and correspondence pertaining to all of the above. Sundry lists, 

· reports and rosters including but not limited to Internal Revenue 
reports, Social Security reports, Veterans Administration reports and 
Treasury reports. ' 

Authority for maintenance of the system: 
Title 37 USC, Pay and Allowances of the Uniformed Services; 10 

USC 265, Policies and regulations: Participatio-n of Reserve officers 
in preparation and administration; 8033, Reserve components of Air 
Force; policies and regulations for government of: Functions of Na­
tional Guard Bureau with respect to Air National Guard; 8496, Air 
National Guard of the United States: Commissioned officers; duty in 
National Guard Bureau; 9837(d), Settlement of accounts: Deductions 
from pay; 32 USC 708, Property and fiscal officers. 

,! 
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Purpose(s): 
Provides an audit trail for audit purposes and historical information 

for inquiries pertaining to past pay record data. It is used primarily 
~y all components of the Air Force for answering inquiries pertain­
mg to information contained in these discontinued records, and for 

·reviews by the Air Force audit agency and Inspector General. 
Routine uses .of records maintained in the system, including catilgo-

rfes of users and the purposes of such uses: . 
Re..:ords from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. Other users may 
include Internal Revenue Service for tax information on members, 
Social Security Administration for information· regarding tax deduct-

. ed from members and Social Security entitlements, Veterans Admin­
istration for information regarding premiums on servicemens group 
life insurance, and financial institutions for deposits and/or payments, 

Policies and practices for storing, retrieving, accessing, retaining; and 
disposing of records in the system: 

Storage: 
Maintained in file folders/visible file binders/cabinets and on roll 

· microfilm. 
Retrievability: 
Filed by. name and Social Security Number (SSN) or Military 

Service Number. 
Safeguards: 
·Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are protected by guards and controlled by 
personnel screening. 

Retention and disposal: 
Local retention varies from 6 months to 10 years; records are 

either destroyed by tearing shredding, pulping, macerating or burn­
ing, or transferred by the Air Force Accounting and Finance Center 

· to the Denver Federal Archives and Records Center where they 
may be retained for a period up to 56 years. Back-up records for 
emergency reconstitution in the event of destruction of primary 
records are stored at the Federal Records Center Annex, GSA, 
Neosho, MO. Destruction is by shredding or burning. 

System manager(s) and address: 
Director of Accounting and Finance United States Air Force. 
Notification procedure: 
Information as to whether the record system contains information 

on an individual may be obtained from AF AFC/DAD, Denver, CO 
80205, telephone (303) 370-7553. Requester.should be able to provide 
sufficient proof of identity such as name, Social Security Number, 
military status, duty status or place of employment or other informa­
tion verifiable from the record itself. 

Record access procedures: 
Request from individuals should be addressed to AF AFC/DAD, 

Denver, CO 80279, telephone (303). 370-7553. Requesters should be 
able to provide sufficient proof of identity, such as Social Security 
Number, military status, duty status or place of employment, or other 
information verifiable from the record itself. 

Contesting· record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. . 

Record source categories: 
Information obtained from previous employers, financial and medi­

cal institutions, state or local governments, corporations, source doc­
uments such as reports, Accounting and Finance Offices (AFO), and 
Consolidated Base Personnel Offices (CBPO). 

Exemptions claimed for the system: 
None. 

F177 AFAFC C 
System name: 

Uniformed Services Savings Deposit Program (USSDP). 
System location: 
Air Force Accounting and Finance Center, Denver, CO 80279 and 

Denver Federal Archives and Record Center, Bldg 48, Denver Fed­
eral Center, Denver, CO 80225 and Record Center Annex GSA, PO 
Box 141,. Neosho, MO 64850 (backup storage). 

Categories· of individuals covered· by the system: 

This no•ice covers both the discontinued portion of USSDP and 
the remaining active part of the system. Effective June 30, 1974 the 
USSDP program was discontinued except for those members de­
clared missing in action (MIA) during the Vietnam conflict. Prior to 
June 30, 1974, the record system serviced Air Force active duty 
officers and enlisted personnel serving on a permanent duty assign­
ment outside the United States or its possessions. Effective July l, 
1974, the recorc system services only Air Force active duty officers 
anri enlisted personnel who have been declared MIA as a result of 
the Vietnam conflict. Dependents, next of kin, survivors and former 
spouses of USSDP participants may be included. 

Categories of records in the system: 
Includes but is not limited to the master account records for each 

depositor; transaction records of monetary data {deposits, withdraw­
als and adjustments); allotment records; name and Social Security 
number (SSN) change record; setded records; checkwriting and 
voucher register data records; interest paid records; quarterly state­
ments records; supplemental address for interest refund records. Also 
includes correspondence files covering requests for information· from 
members, federal agencies, spouses, former spouses, dependents, sur­
vivors, widows or widowers, next of kin, the American Red Cross, 
Congress, and other Air Force and DOD components. 

Authority for maintenance of the system: 
10 USC 1035, Deposits of savings. 
Purpose(s): 

. Provides mechanized and manual account maintenance including 
updating for deposits, withdrawals, interest accruals, adjustments and 
summary data for quarterly processing; capability of responding to 
inquiries regarding the status of each depositors account; capability 
to settle accounts, issue settlement statements and checks; quarterly 
statements to depositors showing detailed activity for the current 
quarters and cumulative bal.ances for prior periods; reconciliation 
between the Accounting and Finance Officers (AFO) accounts and 
cash control reports with appropriate audit trails; controls to insure 
compliance with statutory limitations on amounts deposited, desertion 
status and conditions under which withdrawals are permitted; and 
records for storage of historical data on each <iepositors' account. 

Routine uses of .records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. Veterans Ad­
ministration (VA) and Social Security use this information to deter­
mine eligibility, entitlements, and addresses of and for USSDP mem­
bers. Federal Housing Agency (FHA) uses this information in their 
loan programs. Internal Revenue Service (IRS) uses the information 
for tax purposes and for levy action in the collection of taxes owed. 
American Red Cross uses this information to determine needs of a 
member or his dependents in emergency situations. Widow or wid­
ower, dependent, or next of kin of deceased members use this. infor­
mation in settling the affairs of the former member. 

Policies and practices for storing, retrieving, accessing, retaining, 'and 
disposing of records in the system: 

Storage: 
Maintained in, visible file binders/cabinets/card files, on computer 

magnetic tapes and computer paper printouts, and on microfiche. 
Retrievability: 
Filed by name and Social Security Number (SSN) or Military 

Service Number. 
Safeguards: 
Records are accessed· by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in security file containers/cabinets, 
protected . by guards and controlled by personnel screening, visitor 
registers and computer system software. 

Retention and disposal: 
All records except correspondence and balancing data (deposit, 

adjustment, and withdrawal) are retained for 6 years after final settle­
ment. Correspondence is kept for 90 days; balancing data is kept for 
1 year after balance status is reached. Records are stored at Air 
Force Accounting and Finance Center, at the Denver Federal Ar­
chives and Record Center, and. at the Record Center Annex, Neosho, 
MO. Destruction is by sale to salvage company for shredding. 

System manager(s) and address: 
Director Accounting and Finance, United States Air Force 

(USAF). 
Notification procedure: 
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Information as to whether the record system contains information 
on an individual may be obtained from AFAFC/DAD, Denver, CO 
80279, telephone (303) 370-7553. The requester should be able to 
provide sufficient proof of identity," such as riame, Social Security 
Number, date of final settlement, duty station or place of employ­
ment,.or other information verifiable from the record itself. 

Record access procedures:· · 
Request from individuals should be addressed to AFAFC/DAD, 

Denver, CO 80279, telephone (303) 370-7553. The requester should 
be able to provide sufficient proof of identity, such as name, Social 
Security Number, date of final settlement, duty station or place of 
employment, or other information verifiable from the record i~s~lf. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and is published in Air Force 
Regulation 12-35. 
Re~ord source categories: 
Information obtained from automated system interfaces other Air 

Force and DOD components and dependents, next of kin, survivors, 
and former spouses of USSDP members. 

Exemptions claimed for the system: 
None. 

F177 AF AFC D 
Syste-:nname:. . 

Claims Case File - Active Duty Casualty Ca~e Records. 
System location: 
Air Force Accounting and Finance Center, Denver, CO 80279 and 

at the Denver Federal Archives and Record Center, Building 48, 
Denver Federal Center, Denver, CO 80225. · · 

Categories of individuals covered by the system: 
Deceased active duty and former active duty Air Force members; 

dependents, beneficiaries, and next-of-kin of deceased Air Force 
members. 

Categories of records in the system: 
Includes but not limited to the following: Claim certification and 

vouchers for death gratuity payments; claim for unpaid compen~ation 
of deceased members of the uniformed services; reports of casualty; 
travel vouchers; travel orders; military pay and allowance vouc.hers; 
wage and tax statements; miscellaneous inc()me statements; divorce 
decrees; guardianship papers; death certificates; birth certificates; 
military pay records; statements of service; military pay orders; em­
ployees' exemption for dependents certificates; authorizations to. start, 
stop or change allotments; mailing address payment options for Joint 
Uniform Military Pay System (JUMPS); authori?:ations to start or 
stop basic allowance for quarters ·credit; document tran~wittals 
(JUMPS); military pay orders transfer in; requests and authorizations 
to pay basic allowance subsistence and separate rations; records of 
emergency data; records of accounting and finance· office authorized 
payments, ·JUMPS; assignments of assistance responsibility; leave and 
earnings statements; acknowledgments and/or transfers of casualty 
assistance cases; records· of travel payments; special orders; record of 
courts-martial; per. diem work sheets; marriage licenses; proceedings 
of homicide trials; court records; promotion orders; personal letters 
from deceased member to claimant; applications for commercial in­
surance; pay and allotment information on deceased members; affida­
Vits in support of in loco parentis relationships; pay adjustment au­
thorizations; bills of lading; affidavits by natural custodian for claim 
on behalf of minor children; tax certificate statements; paternity ad­
missions statements; Social Security wage adjustment data; leave 
records; claims for unpaid pay and allowances of deceased member 
of the uniformed services where there is no designated beneficiary of 
the claimant; returned check records; allotment reports; proof of 
adoption; and public vouchers for purchases and services. 

Authority for maintenance of the system: 
10 USC 1475-1480, Death gratuity ... ; and 2771, Final settlement of 

accounts; Deceased members. 
Purpose(s): 

· Used to compute death gratuity payments and payments of unpaid 
pay and allowances and· to determine the proper beneficiaries thereof. 

.Routine uses of records maintained in the system, including catego-
' ries of users and the purposes of such uses: . 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. Copies of 
records or requested information are furnished to other agenci~s, 
such as but not limited to Internal Revenue Service (IRS), Soctal 
Security Administration (SSA), and the Veterans Administration 

(VA), and to state and local agencies. Information is used by such 
entities to determine any obligations, benefits and privileges under 
their jurisdiction. Certified copies of past pay records are furnished 
to attorneys representing potential beneficiaries. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: . 

Storage:, 
Maintained in fi\e folders. 

· Retrievability: 
·Filed by name and Social Security Military Service Numb~r. 

·· Safeguards: 
Records ar~ accessed. by cu~todian of the : re~ord system and by 

person(s) responsible for servicing the record. system in performance· 
of their official duties who are properly screened and cleared for 
need-to-know. Records are sto,red in security file containers/cabinets, 
protected by guards and controlled by personnel screening and visi­
tor registers. 

Retention and disposal: 
Retained at Air Force Accounting and Finance Ceriter for one 

year after closing date, then forwarded to Denver Federal Archives 
and Records Center and destroyed six years from final closing date. 
Destruction is by shredding, tearing, mascerating, pulping, or burn­
ing. 

System manager(s) and address: 
Director Accounting and Finance, United States Air Force 

(USAF). 
Notification procedure: 
Information as to whether the record system contains information 

on an individual may be obtained from AFAFC/DAD, Denver, CO 
80279, telephone (303) 329-7553. The requester should ·be able to 
provide sufficient proof of identity, such as name, Social Security 
Number, drivers license, military status, duty station or· place of . 
employment or other information verifiable from the record itself. 

Record access procedures: 
Request from individuals should be addressed to AF AFC/DAD, 

Denver, CO 80279, telephone (303) 370-7553. The requester should 
be able to provide suffiCient proof of identity, such as name, Social 
Security Number, drivers license, · military status, duty station or 
place of employment or other information verifiable from the record 
itself. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published m Air Force 
Regulation 12-35. · 

Record source categories: 
Information obtained from educational. imd rriedical institutions, 

automated system interfaces, police and investigating officers, the 
public media, state or local governments, w.itnesses, and source docu-
ments such as reports. · · . 

Exemptions claimed for the system: · 
None. · 

F177 AFAFC E 
System· name: . 

Claims Case File - Corrected Miiitary Records. 
System location: 
Air Force Accounting and Finance Center, Denver, CO 80279 and 

at the Denver Federal Archives and Records Center, Denver Feder­
.al Center, Building 48, Denver, CO 80225. 

Categories of individuals covered by the system: 
· 'Air Force active duty offic~rs and enlisted personnel, and ·former 
active duty military personnel; Air Force Reserve and Air National 
Guard ·personnel; retired Air Force. military personnel; Air Force 
Academy cadets; surviving dependents of military personnel.. 

Categories of records in the system: 
Includes but not limited to: Retired pay information; reserve pay 

information; statement of service; travel. orders; travel vouchers; 
leave records; individual military pay records; discharge document; 
civilian earning statements; civilian earnings, wage and tax statement; 

. income tax returns when provided by i1_1dividuals to support a claim; 
.'copies of court martials; copies of non-judicial punishment, appl~ca­
tion for correction of military or naval records; requests, authonza­
tions and pay orders for basic allowance for subsistence (BAS), 
separate rations; record of .. travel paymer.ts; military pay and allow-
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ances voucher; bills of lading; supplemental wage and tax statement; 
dependents: Address and name; Social Security Number of deceased 
retired Air. Force members; pay adjustment authorization; medical 
bills and receipts; correspondence pertaining to above subject mat- · 
ters. 

Authority for maintenance of the system: . 
10 USC 1552, Correction of military records: Claims incident 

thereto. 
Purpose(s): 
Used to determine the proper payment due based on the correction 

of military records. Pay adjustment data and supporting documenta- . 
tion is submitted to the accounting and finance office for payment, 
and also to the Joint Uniform Military Pay System (JUMPS) for 
memorandum type entry on master military pay account. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes. of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. Disclosures may 
also be made to the Internal Revenue Service and to the Social 
Security Administration for their determination of tax liabilities and 
Social·Security entitlements flowing from corrections of military pay 
and allowances. The various state unemployment offices may use the 
information to either institute collection process from the member or 
to adjust their records when member was collecting unemployment. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders: 
Retrievability: 
Filed by name, Social Security Number (SSN) or Military Service 

Number. 
Safeguards: 
Records are accessed by custodian of the record system arid by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in security file containers/cabinets, 
protected by guards, and controlled by personnel screening and visi­
tor registers. 

Retention and disposal: 
Folder is retained at Air Force Accounting and Finance Center for 

one year, after which time it is sent to Denver Federal Archives and 
Record Center and destroyed six years from final closing date. De­
struction is by shredding, mascerating, pulping, or burning. 

System manager(s) and address: 
Comptroller of the Air Force, Headquarters United States Air 

Force. Director Accounting and Finance, United States Air Force. 
, Notification procedure: 
Information as to whether the records system contains information 

on an individual may be obtained from AF AFC/DAD, Denver, CO 
80279, telephone (303) 370-7553. The requester should. be able to 
provide sufficient proof of identity, such as name, Social Security 
Number, ~river's license, military status, duty station or place of 
employment or other information verifiable from the record itself. 

Record access procedures: 
Requests from individuals shoUld be addressed to AFAFC/DAD, 

Denver, CO 80219, telephone (303) 370-7553. The requester should 
be able to provide sufficient proof of identity, such as name, Social 
Security Number, driver's license, military status, duty station or 
place of employment or other information verifiable from the record 
itself. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Information obtained from previous employers, automated system 

interfaces, and source documents such as reports. 
Exemptions claimed for the syste~: 
None. 

F177 AFAFC F 
System name: 

Claims Case File - Missing in Action Data. 
System location: 

Air Force Accounting and Finance Center, Denver, CO 80279 and 
at the Federal Archives and Record Center, Building 48, Denver 
Federal Center, Denver CO 80225. 

Categories of individuals covered by the system: 
Missing-in-action Air Force members; dependents and next-of-kin 

of missing Air Force members; and former spouses of missing Air 
Force members. 

Categories of records in the system: 
Includes, but not limited to the following: Statements of depend­

ent's expenses; Air Force Office of Special Investigation reports; 
correspondence requests for dependency determination; travel vouch­
ers; travel orders; marriage certificates; birth certificates; annulments; 
divorce decrees; adoption papers; allotment d9cuments (starts, stops, 
and changes); military pay and allowance vouchers; promotion 
orders; military pay orders; financial statements; reports of casualty; 
wage and tax statements; guardianship papers; statements of service; 
records of emergency data; assignments of assistance responsibility; 
leave and earnings statements; acknowledgments and/or transfers of 
casualty assistance; records of travel payments; per diem work sheets; 
pay adjustment authorizations;, bills of lading; tax certificate state­
ments; returned check records; public vouchers for purchases and 
services; notice of premium due from commercial insurance compa­
nies; car titles; Judge Advocate General opinions and interpretative 
memoranda; car insurance policy statements; requests for verification 
of deposits in Uniformed Services Savings Deposit program; public 
vouchers for refunds; military pay vouchers; letters of notification of 
pay increases and decreases; copies of missing member's last will and 
testament; Uniformed Services Savings Deposit statements; change of 
mailing address forms; copies of personal checks; breakdown of ex­
penditures for investment purposes; military pay records of missing 
member; medical history on dependents; and newspaper clippings. 

Authority for maintenance of the system: 
37 USC Chapter 10- Payments to Missing Persons. 
Purpose(s): 
Used for adjudication and· distribution of missing. member's funds, 

and to make determinations of dependent's eligibility and entitlement 
to pay allowances for parents, wives and children. Vouchers are 
provided to the Automated Uniformed Services Savings Deposit 
Program (USSDP). 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 
· Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. Data . is also 
disclosed through correspondence with member's dependents pertain­
ing to distribution of monies. Copies of records may on occasion· be 
furnished to other agencies, such as but not limited to Internal Reve­
nue Service (IRS), Social Security Administration· (SSA), and the 
Veterans Administration (VA), and to state and local agencies for 
their determination for any obligations, benefits and privileges under 
their respective jurisdictions. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name, Social Security Number (SSN), or Military Service 

Number. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in security file containers/cabinets, 
protected by guards, and controlled by personnel screening and visi­
tor registers. 

Retention and disposal: 
Records are retained for the entire time member is in a missing or 

prisoner status. If member is returned to military control, files are 
returned to military pay jacket (active duty). If member is' declared 
killed-in-action, file is processed as death case, retained at AFAFC 
for one year, then retired to Denver Federal Archives and Record 
Center, and destroyed six years after final closing date. Destruction is 
by shredding, mascerating, pulping; tearing, or burning. 

System manager(s) and address: 
Comptroller of the Air Force, Headquarters Pnited States Air 

Force. Director Accounting and Finance, United States Air Force 
(USAF). 
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Notification procedure: 
Information as to whether the record system contains information 

on an individual may be obtained from AFAFC/DAD, Denver, CO 
80279, telephone (303) 370-7553. The requester should be able to 
provide sufficient proof of identity, such as name, Social Security 
Number, drivers license, military status, duty station or place of 
employment or other information verifiable from the record itself. 

Record access proced.ures: 
Requests from individuals should be addressed to AFAFC/DAD, 

Denver, CO 80279, telephone (303) 370-7553. The requester should 
be able to provide sufficient proof of identity such as name, Social 
Security number, drivers license, military status, duty station or place 
of employment, or other information verifiable from the record itself. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Information obtained from financial, educational and medical insti­

tutions; ~utomated system interfaces; police and investigating officers; 
the public media; and bureaus of motor vehicles. 

Exemptions claimed for the system: . 
None. 

Fl77 AFAFC G 
System name: 

Indebtedness and Claims. 
System location: 
Air Force Accounting and Finance Center, Denver, CO 80279. 

Denver Federal Archives and Record Center, Bldg 48, Denver Fed-
eral Center, Denver, CO 80225. · 

Categories of individuals covered by the system: 
Active duty and retired military .personnel, Air Force civilian 

. employees a'nd former employees, Air Force Reserve and Air Na­
tional Guard personnel, Air Force Academy. cadets, dependents of 
military personnel, exchange officers and foreign nationals. 

Categories of records in the system: 
Records .of current and former· military members and civilian em­

ployees pay accounts showing entitlements, deductions, payments 
made, and any indebtedness resulting from deductions and payments 
exceeding entitlements. These records include, but are not limited to: 
Individual military pay records, substantiating documents such as 
. !'lilitary .pay orders, pay adjustment authorizations, military master 
pay account print out from Joint Uniform Military Pay System 
(JUMPS), records of travel payments, financial record data folders, 
miscellaneous vouchers,· personal financial records, credit reports, 
promissory notes, individual financial statements, and correspond­
ence. Applications for waiver of erroneous payments or for remission 
of indebtedness with supporting documents, including but not limited 
to, statements of financial status (personal income and expenses), 
statements of commanders, statements of Accounting and Finance 
Officers, correspondence with members and employees. Claims of 
individuals requesting additional payments for services rendered with 
supporting documents including, but not limited to, time and attend­
ance reports, leave and earnings statements, travel orders, travel 
vouchers, statements of non-availability of quarters and mess,· paid 
receipts, and correspondence with members and employees. Delin­
quent accounts receivable from base Accounting and Finance Offi­
cers including, but not limited to, returned checks, medical ser,vices 
billings, collection records, and summaries of the Air Force Office of 
Special Investigation and Federal Bureau of Investigation reports. 
Reports from ·probate courts· regarding estates of deceased .debtors. 
Reports from bankruptcy courts regarding claims of the US against 
debtors. 

Authority for maintenance of the system: 
31 USC Chapter 18 - Compromise and collection of Federal 

claims; 10 USC 2774, Claims for overpayment of pay and allowances, 
o'ther than travel and transportation allowances, 9837 (d), Settlement 
of accounts: Deductions from pay; 5 USC 5584 Claims for overpay­
ment of pay and allowances, other than travel and transportation 
expenses and allowances ·and relocation expenses; 12 USC 1715, 
Mortgage insurance for servicemen; Pub. L. 97-365, Debt Collection 
Act of 1982. ' 

Purpose(s): 
Used to determine eligil;>ility for: (1) Waiver of erroneous pay­

ments, (2) remission of indebtedness, or (3) payments for services 
rendered. Also, information is required to attempt collection of all 

claims from individuals on claims of the United States; for money or 
property arising out of the activities of the . .United States Air Force. 
Claims may be compromised, terminated, or suspended when war­
ranted by information collected. Information is used to establish debts 
and respond to letters received from individuals. After action is 
completed, files are closed and filed in individual records. 

Routine uses of records maintained in the system; including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine· uses published by the Air Force. Data necessary 
to identify an individual involved in a claim is disclosed to. a con­
sumer reporting agency whenever a financial st.atus report is request­
ed for use in pursuing collection under the Federal Collection Act. 
Disclosure of data regarding individu:J,l's indebtedness to the Air 
Force are made from this record system to credit reporting agencies 
under the authority of'the Debt Collection Act of 1982 (Pub.L 97-
365). Whenever AF AFC has exhausted its internal collection actions, 
the debt may be forwarded to a private collection agency for collec­
tior~ servicing. The debt may be referred to the Department 6f 
Justice under 31 USC 952, Federal Claims Collection Act of 1966, 
for investigat_ion or civil or criminal litigation as :appropriate. 

Policies and practic;es for storing, .retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders and in machine-readable form. 
Retrievability: 
Filed by name and Social Security Number (SSN). 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system .in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in security file containers/cabinets, 
protected by guards and controlled ·by personn~l screening and visi­
tor registers. 

Retention a~d disposal: 
Retained in office files for one year after annual cut-off, transferred 

to the Denver Federal Archives and Record Center for nine addi­
tional years, and then sold to salvage paper companies to be de­
stroyed by shredding, tearing, mascerating, pulping or burning. 

System manager(s) and address: · 
Comptroller of the Air Force, Headquarters United States Air 

Force. Director, Accounting and Finance, United States Air Force. 
(USAF) . 

Notification procedure: 
Information as to whether the record system contains information 

on an individual may be obtained from AFAFC/DAD, Denver,-CO 
80279, telephone (303) 370-7553. Requester should be able to provide 
sufficient proof of identity, such as name, Social Security Number, 
military status, duty station or place of employment, or other infor­
mation verifiable from the record itself. 

Record access procedures: 
Requests from indiviauals should' be addressed to AFAFC/DAD, 

Denver, CO 80279, telephone (303) 370-7553. Requ'ester should· be 
able to provide sufficient proof of identity, such as name, Social 
Security Number, military status, duty station or place .of employ­
ment, or other information verifiable from the record itself. 

Contesting record procedures: 
The Air Force's rules for access· to records imd for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. · 

Record source categories: 
Information obtained from financial and medical institutions; auto­

mated system interfaces; police and investigating officers; the public 
media; a state or local government; and source documents such as 
reports; credit bureaus; Bureau of Employees Compensation, Veter­
ans Administration; Social Security Administration; Internal Revenue 
Service; Federal Housing Administration; health insurance compa­
nies; U.S. Army Finance and Accounting Center; Navy Finance 
Center; Base Accounting and Finance Officers, Major Commands; 
Comptroller General; and correspondence with individual concerned 
or his representative. 

Exemptions claimed for the systein: 
None. 

Fl77 AFAFC I 
System name: 
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Loss of Funds Case Files. 
System location: 
Air Force Accounting and Finance Center, Denver; CO 80279. 
Categories of individuals covered by the system: 
Air Force, Army, Navy and Marine Corps active duty military 

personnel, Air Force civilian employees and former employees, Air 
Force Reserve and Air National Guard personnel. Retired Air Force 
military personnel. 

Categories of records in the system: 
Information source documents, reports of investigating officer(s) 

on losses in Air Force accounting and finance offices: (AFOS) ac­
countability, loss of funds settlement vouchers, material to determine 
cause of the loss, identification of personnel concerned in the loss, 
determinations of pecuniary liability, opinions from Judge Advocate 
General offices, opinions from the Comptroller General and from the 
General Accounting Office, and final determinations by the. Secretary· 
of the Air Force. · · 

Authority for maintenance of the system: 
31 USC 95a, Relief of disbursi~g officers of military departments; 

492b, Gains and losses resulting from exchange transactions; offset­
ting of deficiencies in accounts against gains; and 40 USC Chapter 15 
- Government Losses in Shipment. · 

Purpose(s): 
Loss of funds case files record the chronological history of losses 

or deficiencies in AFOS money accounts. Data contained in these 
files are used to prepare reports and statistics, and to develop facts 
necessary for administrative adjudications of pecuniary responsibility. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. Users of the 
records system include, but are not limited to, attorneys, surety 
companies, and individuals for internal Air Force processing and 

· outside litigation by those named in the case. · 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by person(s) responsible for servtcmg the 

record system in performance of their official duties who are proper­
ly screened and cleared for need-to-know. Records are stored .in 
security file containers/cabinets and in safes, protected by guards, 
and controlled by personnel screening and visitor registers. 

Retention and disposal: · 
Whenever relief from pecuniary responsibility for a loss is recom­

mended and granted, records are retained at AF AFC for four years 
and then destroyed by tearing into pieces, shredding, pulping or 
macerating. Whenever one or more persons are held liable for a loss, 
and the loss is completely recovered, records are retained in AFAFC 
files for six years and then destroyed by tearing into pieces, shred­
qing, pulping, or macerating. 

System manager(s) and address: 
Comptroller of the Air Force, Headquarters United States Air 

Force. Director of Accounting and Finance, United States Air Force 
(USAF). 

Notification procedure: 
Information as to whether the record system' contains information 

on an individual may be obtained from AFAFC/DAD, Denver, CO 
80279, telephone (303) 370-7553. The requester should be able to 
provide sufficient proof of identity, such as name, Social Security 
number, military or civilian status, duty station or place of employ­
.ment, or other information verifiable in the record itself. 

Record access procedures: 
. Requests from individuals should be addressed to AF AFC/DAD, 

Denver, CO 80279, telephone (303) 370-7553. The requester should 
be able to provide sufficient proof of identity, such as name, Social 
S~curity Number, military or civilian status, duty station or place of 
employment, or other information verifiable in the record itself. 

Contesting record procedures: · 
The Air Force'srules for-access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Ai~ Force 
Regulation 12-35. 

Record source categories: 
Information obtained from financial institutions, police and investi­

gating officers, witnesses and source documents such as reports. 
Exemptions claimed for the system: 
None. 

System name: 
Military Pay Records. 
System location: 

F177 AFAFC J 

Air Force Accounting and Finance Center, Denver, CO 80279; 
Denver Federal Archives and Records Center, Building 48, Denver 
Federal Center, Denver CO 80225; Federal Recqrds Center Annex, 
GSA, PO Box 141, Neosho, MO 64850. 

Categories of individuals covered by the system: 
Air Force active duty and separated military personnel. 
Categories of records in the system:. 
Microfilm of Military Pay Records of individual Air Force person­

nel ·on active duty or separated. Military pay records and related 
documentation including but not limited to monthly and cumulative 
six-months histories of pay transactions, Federal Income Tax with­
holding data, Federal Insurance Contribution Act tax data contained 
on hard copy and/or microfilm. Military pay supporting documents 
and vouchers including but not limited to basic pay, special compen­
sation positions, special pay, status adjustments, separation, reenlist­
ment, reenlistment bonus, incentive pay, allowances, death gratuities, 
allotments of pay, court-martial sentences, indebtedness, and corre­
spondence pertaining _to all of the above. Sundry lists, reports a~d 
rosters including but not limited to Internal Revenue reports, Soctal 
Security, reports, Veteran!s Administration reports,· and Treasury re­
ports. 

Authority for maintenance of the system: 
37 USC 401-403, Allowances; 551-558, Payments to Missing Per­

sons; to USC 1475-1480, Death Benefits; 1552, Correction of military 
records: Claims incident thereto; 2771, Final settlement of accounts: 
Deceased members. 

Purpose(s): 
Purposes are to furnish pay information from microfilm of Military 

Pay Records when hard copies of pay records cannot be located in 
Military Pay Record file. Used as back-up of hard copies of Military 
Pay Records which are also filed at this location. The purpose of the 
record system is to retain historical pay data on Air Force and 
former Air Force members, and to furnish pay information and/or 
related information to Accounting and Finance Offices (AFOS) and 
Consolidated Base Personnel Offices (CBPOs), who use this informa­
tion in answering inquiries and in determining current administrative 
adjustments. Copies of certified pay records ,and related documents 
are disclosed to military courts for court-martial action, and to Civil 
Courts. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. Furnish wage 
and tax statement (Form W-2) for tax purposes to State Revenue 
Service, Internal Revenue Service, individual members misplacing 
original form W -2, widows of deceased members,· or to verify Air 
Force service on request from other services. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage:. 
Maintained.in file .folders and on roll microfilm. 
Retrievability: 
Filed by name and Social Security Number or Military Service 

Number. 
Safeguards: 
Records· are accessed by custodian of the record system and by 

. person(s) responsible for servicing the record source of their official 
duties who are properly screened and cleared for need-to-know. 
Records are stored in security file containers/cabinets, protected by 
guards, and controlled by personnel screening and visitor registers. 

Retention and disposal: 
Military Pay Records, hard copies, are retained at Denver Federal 

Archives and Records Center where they are sold to paper salvage 
companies and destroyed by shredding after a total of ten year~fter 
member's separation, or date of final action, whichever -iS later. 
Microfilm of Military Pay Records is retained at Air Force Account-
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ing ~nd Fina~ce Cen~er for six years .then destroyed by shredding or 
burmng. Cop1es of microfilm are retamed for fifty-six years at Feder­
al Records Center Annex, GSA at Neosho, MO and then destroyed, 
by shredding or burning. 

System manager(s) and address: 
Director Accounting and Finance, USAF. 
Notification procedure: 
Information as to whether the record system contains information 

on an individual may be 9btained from AFAFC/DAD, Denver, CO 
80279, telephone (303) 370-7553. The requester should be able to 
provide sufficient proof of identity, such as .name, Social Security 
Number, service number, military status, duty station or place of 
employment, or other information which may .be determined .from 
the record itself. 

Record access procedures: 
Requests from individu(lls should be addressed .to AFAFC/DA:D, 

Denver, C0.80279 telephone (303) 370-7553. The .requester should -be 
able to provide sufficient proof of identity, such as name, Social 
Sec·urity Number, service number, military status, duty station or 
place of employment, or other information which may be determined 
from the record itself. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations . by the individu~l concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. · 

Record source categories: 
Information obtained from previous employers, financial and medi­

cal institutions, automated system interfaces; police and investigating 
officers; state or local governments; corporations; ·source documents 
such as reports; Air Force Installation Accounting and Finance Pay 

. Offices; Joint Uniform Military . System (JUMPS); state agencies; 
state r~venue services; veterans organizations; federal agencies; .Inter­
nal Revenue Service; Veteran's Administration; attorneys; widqws of 
former members; parents of members; dependents, trustees;· and 
guardians; and other Department of Defense components. · 

Exemptions claimed for the system: · 
None. 

F177 AFAFC K 
System name: 

Pay and Allotment Records. 
System location: 
Air Forc·e Accounting and Finance Center, Denver, CO 80279; 

Denver Federal Archives and Record Center, Building 48, Denver 
Federal Center, Denver, CO, 80225. 

Categories of individuals covered by the system: 
Air Force active duty and retired military personnel Air Force 

Res~rve and Air National Quard personnel, and Air Force Academy 
cadets. . . 

Categories of records in the system: 
Applications for Basic Allowance for Quarters (BAQ); reque'st for 

dependency determinations for benefits; copies of marriage certifi­
cates, birth certificates, annulments, divorce decre!!s and adoption 
papers; certificate of residence forms; allotment documents (starts, 
changes and stops); special pay aut~orizations; copies of allotment 
vouchers; change of address forms; parent dependency affidavits; 
correspondence between the Air Force Accounting and Finance 
Center (AFAFC) and members dependents pertaining' to allotments ( 
to allotments (pay information) and determinations of dependency; 
Comptroller General decisions; General Accounting Office opinions; 
Judge Advocate General opinions and interpretative memoranda; Air 
Force Oft:ice of Special Investigation (OSI) reports, interpretative 
memoranda from plans and systems· (XS) at AFAFC; status request 
from Office of Civilian Health and Medical Program of the Uni­
formed Services (CHAMPUS) regarding medical care for children 
over age 21; correspondence with state and local agencies; American 
Red Cross; and other material related. to dependency determination 
and eligibility of dependents for pay and allowance purposes and 
benefits. 

Authority· for maintenance of the system: 
37 USC 401, Definitions; 403, Basic allowance for quarters; 10 

USC I 072, Definitions. 
Purpose(s): 
Records are used to make final determinations of dependency and 

or relationship eligibility entitlement to pay allowances for parents, 
step-children and adopted children who have income in their own 

· right, illegitimate children and all cases where relationship or de­
pendency is questionable; make determinations of dependency and or 
eligibility entitlement to benefits for parents, parents-in-law, illegit­
imate children and children o;v-er age 21. Copies of affidavits, docu­
ments, related correspondence and/or information contain therein 
may be furnished to the service member; the claimed depend~nt and/ 
or .the person who furnish such information. Copies of affidavits, 
statements 'and related correspondence may be furnished OSI to 
verify information submitted by or in behalf of the claimed depend­
ent. 

· Routine uses Qf recor~s maintained in the system, including c~tego· 
ries of users and the purposes of such uses: 

· Records from. this system of records may be disclosed for any of 
the blanket ro'utine · uses ·published by the Air Force. Copies of 
records may on occasion be .furnished to Internal. Revenue. Service 
(IRS), Sqcial Security Administration (SSA), Office of Personnel 
Management, and the Veterans Administration ·(VA), and to state 
and local agencies for their. own determinations for any obligations, 
benefits and privileges that come under their jurisdiction. Notify the 
American Red Cross of status of claims to inform the member and/ 
or their dependents. On occasion may disclose information to 'the Air 
Force Aid Society. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the syste~n: 

Storage: . 
Maintained in file folders. 
Retrievability: 
Filed by name and Social. Security Number or 'Military Service 

Number. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance. 
of their official duties who are properly screened and cleared for 
need-to.know. Records are stored in security file containers/cabinets, 
protected by guards and controlled by personnel screening and visi­
tor registers. 

Retention and disposal: 
Records for members who have been separated from the service 

are purged annually and retired to the Federal Archives and Records 
Center at Denver Federal Center with one exception. Records for 
which claims are received. and/or a dependency determination is 
made after separation; are retained at the ·AFAFC for six· years after 
last determination and· then sent to the Denver Federal Archives .and 
Records ·Center.· Rec;:ords are destroyed six years after member's 
separation from the· service or last determination, whichever is later. 
Destruction is by. shredding, tearing or burning. 

System manager(s) and address: 
Director Accpunting ana Finance, United States Air Force, Wash-

ington, DC 20330 ~. . · · · 
Notification procedure: 
Information as to whether the record system. contains information 

on an individual may be obtained from AFAFC/DAD, Denver, CO 
80279, telephone (303) 370-7553. The requester should be able to 
provide sufficient proof of identity, such as name, Social Security 
number, "service number, military stat~s. duty station or place of 
employment. 

Record access procedures: 
Request from individuals should be addressed to AF AFC!DAD, 

Denver, CO 80279, telephone (303) 370-7553. The requester should 
be able to-provide sufficient proof of identity, such as name, Social 
Security Number, service number, military status, . duty .station or 
place of emp\oymep.t. 

Contesting record procedures: 
The Air Force's rules for access to rec-ords and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in. Air Force 
Regulation 12-35. ~ 

·Record source ~ategories: 
Information qbtained from previous employers, financial and n:tedi­

cal institutions, automated system interfaces, police and investigating 
officers, state or local governments, source documents such as .re­
ports; applications and ·correspondence from members for depcerlden­
cy determination, COLA, and medical care; correspondence' from 
parents, guardians and custodians of dependents, attorneys and the 
American Red Cross pertaining to dependency determination and 

" I 
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support of dependents; information from other components of the 
Department of Defense. 

Exemptions claimed for the system: 
None. 

F1.71 AFAFC L 
System name: 

USAF Retired Pay System. 
System location: 
Air Force. Accounting and Finance Center, Denver, CO 80279; 

Federal Archives and Records Center, Building 48, Denver Federal 
Center, Denver, CO 80225; Records Center Annex, GSA, PO Box 
141, Neosho, MO 64850 (backup storage only); Accounting ancr Fi­
nance Offices (AFOs at Air Force bases; Air Reserve Personnel 
Center and Personal Affairs offices at Air Force installations. Official 
mailing addresses are in the Department of >Defense Directory in the 
Appendix to the Air Force's systems notices. 

Categories of individuals covered by the system: 
Air Force active duty and retired military personnel, Air Force 

Reserve and Air National Guard personnel, dependents and survivors 
of military personnel. 

Categories of records in the system: 
Records include, but are not limited to retired pay and annuitant 

pay master files with supporting documentatiqn relating to entitle­
ments, deductions, collections and allotments supporting documents 
include but are not limited to Retirement Orders, retirement pay 
orders, gross pay statements, statements of employment, employees' 
withholding exemption certificates, records of emergency data, re­
tired pay allotment authorizations, retirees: United States savings 
bond authorizations, Air Reserve Forces retirement credit summaries, 
divorce decrees, computation of retired pay, death certificates, claims 
for unpaid pay and allowances of deceased members, marriage certif­
icates, adoption papers, guardian papers, birth certificates, election 
certificates for retired servicemens' family protection plan (RSFPP), 
election certificates for survivor benefit plan (SBP), documents per­
taining to status of childrens' schooling, and income tax withholding 
statements. Also included are listings of bonds, allotments, retired 
pay and annuitant pay checks, debts owed the government and direct · 
remittances made by retirees for the costs of the RSFPP and SBP 
plans, records from dependents of retired military personnel, corre­
spondence related to retirement entitlements such as reports from 
hospitals and medical review boards, print-outs of members' active 
duty military pay accounts from the joint uniform military pay 
system. 

Authority for maintenance of the system: 
10 USC Chapters 6 I, Retirement or Separation for Physical Dis­

ability; 63, Retirement for Age; 65, Retirement for Length of Serv­
ice; 67, Retired Pay for Non-Regular Service; 69, Retired Grade; 71, 
Comp.ut(ltion of Retired ~ay; 73, and 79, Correction of Military 
Records; 5 USC' Chapter 83, Retirement; Title 37 USC, Pay and 
Allowances of the Uniformed Services; 38 USC 410, Deaths entitling 
survivors to dependency and· indemnity compensation. 

Purpose(s): 
Used to accurately and timely pay the retired members of the Air 

Force and their survivors; provide members periodic statements of 
pay; document and acco\lnt for all disbursements and collections; and 
to respond to inquiries concerning the retiree and annuitant accounts. 
Records are used to establish, maintain and close retiree and annui­
tant pay accounts and prepare related reports; compute ·retired and 
annuitant pay and initiate actions for monthly pay and allotment 
transactions; casualty cases are established upon the death of a 
member and arrears of pay are computed and disbursed to survivors; 
upon the death of a retired member who elected such coverage, 
RSFPP and/or SBP accounts are established and survival annuities 
are paid. Also, there is an automated interface with· the joint uniform 
military pay system for data used to compute retiree payments; 
retiree's pay and their allotment (checking and savings accounts) 
payments as well as annuitant's pay are sent either directly to finan­
cial organizations or through the Direct Deposit/Electronic Fund 
Transfer Program. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: · 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. Other users 
include, but are not limited to, any component of the Department of 
Defense for inquiries, audit and document utilization; other federal 
agencies such as the Internal Revenue Service for normal ~age and 
tax withholding reporting, accounting, tax audits and levies; Comp­
troller General and the General Accounting Office for legal interpre-

tations and audits. Disclosures are made to the Veteran's Administra­
tion regarding establishments, changes and discontinuances of VA 
compensation to retirees and annuitants; disclosures are made to the 
Social Security Administration regarding wages; information is fur• 
nished to the American Red Cross and the Air Force Aid Society for 
their use in assisting retirees and their survivors. Information is sup­
plied to state and local governments for use as follow-up data in 
welfare cases and for tax· purposes. Information is also supplied to the 
Office of Personnel Management when a retiree waives his military 
retired pay in order to use his military service for computing his 
Civil Service Retirement Annuity. Information is supplied to the 
courts regarding retiree· pay in garnishment cases. Disclosures are 
also made to attorneys, law firms, and other parties acting as execu­
tors or administrators of retirees estates and information· is provided 
to trustees of mentally incompetent members and guardians of survi-
vors (children). · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders/note books/binders/visible file binders/ 

cabinets/card files, computer magnetic tapes and paper printouts, and 
on roll microfilm and microfiche. 

Retrievability: 
Filed by name and Social Security Number (SSN). 
Safeguards: 
Records· are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties· who are properly screened and cleared for 
need-to-know. Records are stored in security file containers/cabi­
nets/vaults/locked cabinets or rooms, protected by guards, and con­
trolled by personnel scr~ening, visitor registers and computer system 
software. 

Retention and disposal: 
The records are retained for varied periods up to 56 years. De­

struction of records is by shredding. Records are maintained at the 
Denver Federal Archives and Records. Center. Duplicate records are 
maintained at the alternate site at Neosho, MO for storage where 
destruction is by shredding or burning. 

System manager(s) and address: 
Director of Accounting and Finance, United States Air Force, 

Washington, DC 20330 (USAF). Assistant Deputy Chief of Staff 
Personnel for Military Personnel, Randolph Air Force· J;Jase, TX 
78150 for Survivor Benefit Plans Briefirtg records· and spouse notifi- ' 
cation letters. 

Notification procedure: 
Information as to whether the record system contains information 

on an individual may be obtained from AFAFC/DAD, Denver, CO 
80279, telephone (303) 370-7553 .. The requester should be able to 
provide sufficient proof of identity, such as name, Social Security 
Number, duty station or place of employment, military status, mili­
tary grade military grade or other· information verifiable from the 
record itself. For Survivor Benefits Plans Briefing records and spouse 
notification data, contact the System Manager specified in the pre­
ceding category or Personal Affairs officials at the servicing Air. 
Force installation. Official mailing addresses are in the Department of 
Defense directory in the appendix to the Air Force's systems notices. 

Record access procedures: 
Requests from individuals should be addressed to AFAFC/DAD, 

Denver, CO 80279, telephone (303) 370-7553. However, retirees and 
annuitants may go to any Air Force Accounting and Finance Office 
(AFO) to request information regarding his or her account. The 
requester should be able to provide sufficient proof of identity, such 
as name, Socia] Security Number, military status, military grade or 
other information verifiable from the record itself. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Information obtained from previous employers, financial, educa­

tional, and medical institutions, automated system interfaces, state or 
local governments, source documents such as reports. Also record 
sources include but are not limited to, the following: Members' survi­
vors, trustees of mentally incompetent members, guardians of survi­
vors (children), private law firms which are executors of estates in 
casualty cases, the Air Force Manpower and Personnel Center at 
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Randolph Air Force Base, TX, and other government agencies such 
a.s the Vetera!ls Administration and the Social Security. Administra .. 
tton. Information alsq obtained from .the individual. 

Exemptions ~lainied for the system: . . . · 
None. 

F177 ATC A 
System name: 

Air Force ROTC Cadet Pay System. 
System location: 
AFROTC/ ACB, Maxwell Air Force Base, AL 36112 and 

AFROTC detachments. Official mailing addresses of the detachments 
are in the Department of Defense 'directory . in the appendix to the 
Air·Force's systems notices. 

Categories of individuals covered by the system: 
Senior AFROTC contract cadets. 
Categories of records in the system: 
Monthly pay disbursement and documents for senior AFROTC 

contract cadets. 
Authority for maintenance of the system: 

. 37 USC 209, Members of Senior Reserve Officers' Training Corps; 
and Air Force Regulation 45-25, Air Force ROTC Subsistence Al­
lowances and Rates of Commutation in Lieu of Uniforms. 

Purpose(s): 
Used by detachments to verify entitlements, and by AFROTC to 

summarize costs of the program. . . . . 
Routine uses of records maintained in. the system, including catego­

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage:. 
Maintained on computer magnetic tapes and on compu~er paper 

printouts. 
Retrievability: 
Filed by name and social security number (SSN). 
Safeguards: 
Records are accessed by person(s) responsible for servtcmg. the 

record SY.stem in performance of their official duties. Records are 
controlled by computer system software. Building secured after duty 

.hours. 
Retention and disposal: 
Retained in office file for three years after completion of training, 

then destroyed by tearing, pulping, macerating or burning. 
System manager(s) and address: · 
Comptroller of the Air Force, Headquarters United States Air 

Force, and Director of Financial Management, AFROTC/ AC::, Max­
well Air Force Base, AL 36112. 

Notification procedure: . 
Contact Accounting and Finance Division, HQ AFROTC/ ACF, 

Maxwell Air Force Base, AL 36112. Provide. name, date attended the 
institution, detachment number, reason for request. Requester may 
visit the AFROTC/ ACF, and must ·present driver's license· or Social 
Security card. 

Record access procedures: 
Individual·can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for. contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Enrollment and attendance records as translated to pay days. 
Exemptions claimed for the system: 
None. 

F178 AFCC A. 
System name: 

Center Automated Manpower and Update System (CAMPUS). 
System location: 
Standard Systems Center (SSC), Gunter AFS, AL 361 i4-6343. 
Categories of individuals covered by the system: . 

Air Force aGtive duty ,military personnel and civilian employees 
assigned to the sse. . 

Categories of recprds in the system: 
CAMPUS records contain data on SSC personnel nonavailable 

time (time in man-hours chargeable as sse overhead for purposes of 
total man-hour accounting), personnel available time (time chargeable 
against a specific human resource package) and workload tracking 
data (data on project or task). Included in nonavailable time are 
leave, training, and all activities not related to the SSC's primary 
mission. Available time includes administrative duties, management/ 
supervision functions, time spent in general support areas and time 
devoted to developing new and/or maintaining existing computer 
software. Workload tracking includes data on pending, active, and 
comP,leted activities as: to estimated/actual resources required, esti­
mated/actual dates, and ~dentification.data. 

Authority for maintenaf~ce of the system: 
10 USC 8012, Secretary 9f the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
CAMPUS provides information to SSC management personnel 

about manpower utilization within the organization. Specific uses· of 
the system by all management levels include monitoring of manpow­
er resources expended on ADP projects, validating and defending 
the SSC manpower· posture with workload and man-hour expendi­
ture data, and distributing workloads between and within the sse 
directorates .. 

Routine uses of records maintained in the system, including cat~go­
ries of·users and the purposes of such. uses: 

Records from this system of records may. be disclosed . for· any of 
. the blanket routine uses publ,ished by the Air Force. 

P~licies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the· system: 

Storage: · 
Maintained on computer and .computer output products. 
Retrievability: 
Records ' can be retrieved by· a.ny element contained in the 

CAMPUS data base. . 
Safeguards: 
The ·personnel data maintained in CAMPUS is subject to protec­

tion and restrictions in accordance with Air Force Regulation 300-13 
and the Privacy Act of 1974. 

Retention and disposal: 
Hard-copy· listings are retained in office files until superseded, 

obsolete, or no longer needed, then destroyed by tearing into pieces, 
shredding, pulping, macer~ting, or burning. 

System manager(s) and address: 
Commander, Standard Systems Center, Gunter Air Force Station, 

AL 36114-6343. 
Notification procedure: 
Requests from individuals should be ~ddressed to the System Man­

ager. 
Record access procedures: . 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for contesting. contents and for appealing 

initial determinations are contained in Air Force Regulation 12-35. 
Specific procedures may be obtained from the System Manager. 

Record source categories: 
Information for CAMPUS is obtained frotn the individuals as­

signed to the sse. 
Exemptions claimed for the system: 

.None. 

F178 AFSC A 
System name: 

Rome Air Development Center (RADC) Manpower Resources · 
Expenditure System. 

System location: 
Rome Air Development Center (RADC), Griffiss AFB, NY 13441. 

' Categories of individuals covered by the system: 
Civilian and military personnel assigned to R,ADC. 
Categories of reco~ds in the system: ' · 
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Personnel identification and job classification data. 
Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
Used to compile statistical reports and for support of manpower 

and cost accounting systems. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage:. 
Maintained on computer and computer output products. 
Retrievability: 
Filed by name and Social Security Number (SSN). 
Safeguards: 
Records are accessed .by custodian of the record system and by 

person(s) responsible for servicing the records system in the course 
of their official duties who are properly screened and cleared for 
need-to-know. 

Retention and disposal: 
Retained in office fi1es until reassignment or separation, then de­

stroyed by tearing into pieces, shredding, pulping, macerating, or 
burning. 

System manager(s) and address: 
Comptroller, Rome Air Development Center, Griffiss Air Force 

Base, NY. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager or.from RADC/Department of Administration Griffis Air 
Force Base NY. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Obtained from individual and personnel record. 
Exemptions claimed for the system: 
None. · · 

F178 AFSC B 
System name: 

Manhour Accounting System (MAS). 
System location: 
Headquarters, Air Force Systems Command, Divisions, Centers, 

and laboratories. Official mailing addresses are in the Department of 
Defense directory in the appendix to the Air Force's systems notices. 

Categories of individuals covered by the system: 
CiviJian and military personnel assigned to AFSC. 
Categories of records in the system: 
Manpower information-hourly· expenditure, grade/rank, office 

symbol. 
Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and d\lties; 

delegation by. 
Purpose(s): 
Used to provide manhour expenditure/resources for management. 
Routine uses of records maintained in the sys'tem, including catego-

ries of users and the purposes. of such uses: 
Records from this system of records may be disclosed for any of 

the blanket routine ·uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained on computer and computer output products. 
Retrievabili ty: 

Filed by Social Security Number (SSN) or name. _
1 

Safeguards: . 
(l) Records are accessed by the records custodian or other persons 

responsible for servicing the records in performance of their official 
duties. (2) Records are controiied by personnel screening and by 
computer system software. (3) Records are maintained in locked 
cabinets, lockeci containers, or buildings with controlled entry. 

Retention and disposal: . 
Destroy after 2 years or when purpose has been served by means 

of tearing, shredding, pulping, maceration or burning. 
System manager(s) and address: 
Manhour accounting and JOCAS monitors at AFSC organizations. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 

. Individual can obtain assistance in gaining access from the System 
Manager. Mai1ing addresses are in the Department of Defense direc­
tory in the appendix to the Air Force's systems notices. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be. 
obtained from the System Manager. 

Record source categories: 
Information· obtained from auto~ated system interfaces. 
Exemptions claimed for the system: 
None. 

F178 AFSC C 
System name: 

Integrated Management Information and Control System (IMICS). 
System location: 
Foreign Technology Division (FTD), Wright-Patterson Air Force 

Base, Ohio 45433. 
Categories of individuals covered by the system: 
All personnel assigned to Foreign Technology Division (FTD). 
Categories of records in the system: 
Identification data such as name, SSN, address, security access, 

grade .. 
Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
Verify security clearances and manpower accounting. 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of such uses: 
Records f~om this system of records may be 'disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained on computer and computer output products. 
Retrievability: 
Filed by .name and Social Security Number (SSN). 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know: 

Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating or burning. 

System manager(s) and address: 
Commander, Foreign Technology Division (FTD), Wright-Patter­

son Air Force Base, OH 45433. 
Notification procedure: 
Requests from individuals should be addressed to the Systems 

Manager; FTD Director of Administration, Wright-Patterson Air 
Force Base, OH 45433. 

Record access procedures: 
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Individual can obtain assistance in. gaining ac~ess from the System 
~anager. · 

Contesting record procedures: 
. The. Air. ~~rce's rule~ fo~ access to records and for contesting and 
appe.ahng 1mttal determmattons by the individual concerned may be 
obtamed · from th~ System Manager and are published hi Air. Force 
Regulation 12-~5. · 

Record source categories: 
.Information obtained from individual and verified from til~. 
Exemptions claimed for the system: 
None. 

F190-AF PA A 
System name: 

Special Events Planning - Protocol. 
System location: 
Offic_e of the Secretary of the Air Force (SAF/PAC): At Air 

Force mstallations and USAF Recruiting Service offices. At. Head­
quarters United States·Space Command (HQ USSPACECOM} Offi­
cial mailing addresses are in the Department of Defense directory in 
the appendix to the Air Force's systems notices. 

Categories of individuals covered by the system: 
Non-Air Force civilians, generally, but not limited to civilian lead­

~rs of the local community. Segments of the system may be special­
Ized; e.g. active and retired military persons identified by special 
interests, teachers or other persons in governmental agencies quali­
fied or considered to lecture in Air Force training courses, winners 
of AF-sponsored Science Fairs. 

Categories of records in the system: 
~iographical data usually including, but not limited to: Name; 

busmess and home address and telephone numbers; name of spouse 
and family; description of positions ih business and community affili­
ations with Air Force-oriented civic organizations; photographs. For 
Science Fair winners; name/date of fairs; name of school;. year in 
school; name of project; judging category; previous selection as Air 
Force winner with year and name of fair. May include summaries of 
circumstances of visits to t)le installation. '· · 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and dut_ies; 

delegation by. · 
Purpose(s): 
Used by Public Affairs Officers, Executive Officers, Protocol Offi­

cers, or Commanders. as reference for planning official functions, 
reporting to higher headquarters, selecting lecturers for training 
courses, and submitting nominations for Air Force or Department of 
Defense conferences or other functions. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. . 

Policies and practices for storing, retrieving, accessing, ret~ining, and 
disposing of records in the system: · 

Storage: · 
Maintained in file folders and in note books/binders. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in locked cabinets or rooms. 

Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, 'macerating, or burning. 

System manager(s) and address: · 
Office of the Secretary of the Air Force (SAF/PAC), Washington, 

DC 20330 or Commander of the Air Force installation concerned. 
Official mailing addresses are in the Department of Defense directory 
in the appendix to the Air Force's systems notices. · 

· Notification procedure: 
Requests from :individuals should be· addressed to the Office of 

Public Affairs, for public affairs planning, or the Executive Officer or 
Office for Protocol, for protocol system segments. Requests regard­
ing systems for selection of lecturer should be addressed to the 

particular school or trammg unit, e.g. USAF Special Operations 
School (EDPT), Eglin AAF 9, FL 32544 .. 

Record access procedures: 
Individual can obtain assistance in gaining access from the System 

~anager. Mailing addresses are in the Department of Defense direc­
tory in the appendix to the Air Force's systems notices. 

Contesting record procedures: 
The rules for access to records and for contesting and appealing 

initial determinations' by the individual concerned may be obtained 
from the System Manager. · 

Record source cat~gories: 
Information obtained from the public media, a ·state or local gov­

ernment, source documents such as reports, Federal. agencies staff 
recommendations, and Science Fair questionaires. 

Exemptions claim~d for the system: 
None. ' 

F190 AF PA B 
System name: 

Hometown News Release Background Data File. 
System location: 

. Army· and Air Force Hometown News Service,· Headquarters Air 
Force Service and Information News Center, Kelly Air Force Base, 
TX 78241-5000. Subsystems of the main system may be located at 
the Public Affairs Office at the Army I Air Force Base, Army I Air 
National Guard or Army/ Air Force Reserve or similar installatiqn to 
which an individual is assigned. 

Categories of individuals covered by the system: 
All Army/ Air Force actice duty military personnel, Army/ Air 

Force Reserve Army/ Air National Guard personnel recently select­
ed for promotion, reassigned, awarded a medal or decoration, or who 
otherwise p11rticipated in a newsworthy event. 

Categories of records in the system: 
Biographical information including, but not necessarily limited to 

name, Social Security Number, current grade, marital status, local 
address, name and address of parents or guardians, educational back­
ground and military history, photographs. Information is usually, but 
not necessarily, contained in an Information for Hometown News 

· Release Form, DD form 2266, or similar form. · 
. Authority for maintenance of the system: 
10 U.S,C. 8013 and 8034, and E.O. 9397. 
Purpose(s): 
Preparation of news releases for distribution to newspapers and 

broadcast stations throughout the United t;tates. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
The "Blanket Routine Uses" that appear at the beginning of the 

Air Force's compilation of systems of records apply to this system. 
Information from this system of records may be disclosed to' the 
media as part of a news release. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders and visible file binders/cabinets. 
Retrievability: 
Retrieved by name and Social Security Nmhber within· date of 

release. 
Safeguards: 
Records are accessed by person(s) responsible for serv1cmg the 

record system in performance of their official duties. Stored in 
locked cabinets or rooms. 

Retention and disposal: 
Retained in the Print Media Division, Army and Air 'Forte Home­

town News Service files until 60 days after monthly cutoff, then 
destroyed by tearing into pieces, shredding, pulping, .macerating or 
buring. Local files may be retained for one year and are: then de­
stroyed by tearing, shredding, pulping, macerating or burning. 

System manager(s) and address: . · 
Print Media Division, Army and· Air Force Hometown News 

Service, Kelly Air Force Base, TX .78241-5000. 
Notification procedure: 
Individual seeking to determine· whether this system of records 

contains information about themselves should address written re-
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quests to the Print Media Division, Army and Air Force Hometown 
News Service, Kell Air Force Base, TX 78241-5000. Inquiries about 
a subsystem should be addressed to the Public Affairs Officer at the 
base or -installation of the individual's assignment. Official mailing 
addresses are published as an appendix to the Air Force's cqmpilation 
of systems of records. 

Record access procedures: 
Individuals seeking access. to records about themselves contained in 

this system of records should addre!?S written inquiries to the Print 
Media Division, Army and Air Force Hometown News Service, 
Kelly Air ·Force aase,. TX 78241-5000 or the installation Public 
Affairs Officer. Official mailing addresses are published as an appen~ 
dix to the Air Force's compilation of systems of records. 

Contesting record procedures: 
The Air Force's rules for accessing records and contesting con­

tents and appealing initial determinations by the individual concerned 
are published in Air Force Regulation 12-35, 32 CFR part 806b, or 
maybe obtained from the system manager. 

Record source categories: 
Information obtained from the individual. 
Exemptions claimed for the system: 

-·None. 

F190 SAFPA A 
System name: 

Biographies of Officers and Key Civilians Assigned to SAF /PA. 
System location: 
Secretary of the Air Force Office of Public Affairs (SAF/PA), 

Room 4D926, Washington, DC 20330. 
Categories of individuals covered by tbe system: 
Officers and key civilians (grade GS-10 or higher) currently as­

signed to positions in the Secretary of the Air Force Office .of Public 
Affairs and its component divisions._ 

Categories of records in the system: 
Biographical information including summary of military service, 

educational background, marital status and special interests. 
Authority for maintenance of the system: 
lO USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
Serves as a ready reference of assigned personnel for the Director 

of Public Affairs, Office of the Secr~tary of the Air Force; used· in 
preliminary personnel evaluations for reassignment within the Secre­
tary of the Air Force Office of Public Affairs and throughout the 
Public Affairs field. 

Routine uses of records maintained in the system, including catego­
ries of users and tbe purposes of such uses: 

Records from this system of records may be disclosed for any· of 
the blanket routine uses published by the Air Force. · 

Policies and practices for storing, retri~ving, accessing, retaining, and 
disposing of records in the system: 

. Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. 
S~feguards: 

Records are accessed by custodian of the record system and by 
person(s) .·responsible. for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in safes. 

Retention and disposal: 
Retained in office files until reassignment or separation, then de­

stroyed by tearing into pieces, shredding, pulping, macerating, or 
burning. 

System manager(s) and address: 
Director of Public Affairs, Office of the Secretary of the Air 

Force (SAF/PA). 
Notification procedure: 
Requests for information should be addressed to the Executive, 

Secretary of the Air· Force Office of Public Affairs (SAF/PA); 
Washington, DC 20330, telephone (202) 695-5227. Personal visit may 
be made to the system location in Room 4D926, The Pentagon, 
Washington, DC. · 

Record access procedures: 

Individual can obtain assistance from the Executive, Secretary of 
the Air Force Qffice of Public Affairs, address as above. 

Contesting record procedures: . . 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Re~ulation 12-35. 

Record source categories: 
Information obtained from previous employers, financial institu­

tions, trade associations, automated system interfaces and from the 
public media. 

Exemptions claimed for the system: 
None. 

F190 SAFPA B 
System name: 

Official Biographies. 
System location: 
Biographies of active duty general officers and high-level civilian 

personnel of the Department of the Air Force Service Information 
and News Center, Kelly Air Force Base, TX 78241 (AFSINC/IIB). 
Record system segments or duplicates pertaining· to active duty gen­
eral officers may be found at the Office of Public Affairs, Office of 
the Secretary of the Air Force, Washington, DC 20330; Headquar­
ters of major commands and at all levels down to and including Air 
Force installations. Also at Air Force libraries, offices of air attaches 
to United States Embassies, Air Force sections of Military Assistance 
Advisory Groups and missions; unified activities and unified com­
mands. Additional locations include the Air Force Chief Historian 
(AF/CHO), Washington, DC 20330; Assistant for General Officer 
Matters (AF/MPG), Washington, DC 20330; and the Aerospace His­
torical Foundation, University of KS. Biographies of retired Air 
Force general officers are located at the· Media Relations Division, 
Secretary of. the Air Force Office of Public Affairs (SAF/PAM), 
Room 5C879, The Pentagon, Washington, DC 20330, and at the 
Retired Activities Section, Assistant DCS/Personnel, Air Force· 
Manpower and Personnel Center (AFMPC/ AFPMSDMI), Randolph 
Air Force Base,.TX 78150. Biographies of key civilian employees of 
the Office of the Secretary of the Air Force and of Headquarters, 
United States Air Force, relocated at the Director of Civilian Per­
sonnel, Washington, DC 20330. Biographies of key civilian employ­
ees at subordinate organizational levels may be found at the office of 
the Director of Civilian Personnel. Biographies of Air Reserve gen­
eral officers are at Headquarters, USAF/RE~, Washington, DC 
20330. Record segments or. duplicates may be found at the Office of 
Public Affairs, Headquarters, of the United States Air Force, major 
commands. an major subordinate commands. Air Force Manpower 
and Personnel Center (AFMPC/DPMYR), Randolph Air Force 
Base, TX 78150; Headquarters, Air Force Reserve (Commander and · 
Public Information Office), Robins Air Force Base, GA 31098; Air 
Reserve Personnel Center (Commande'r and Public Affairs Office), 
Denver, CO 80280; Headquarters, Military Alrlift <;:ommand (CSB), 
Scott Air Force Base, IL 62225; Secretary of the Air Force, Man­
_power and Reserve Affairs (MRR),· Washington, DC 20330; the 
Reserve Forces Policy Board, Washington, DC 20330; and the of­
fices of all Air Reserve ger.eral officers. Biographies of Air National 
Guard general officers are located at the National Guard Bureau, 
Washington, DC 20310. Records system segments of duplicates may 
be found at Department of the Army major divisions and installa­
tions. Headquarters of the major commands and separate operating 
agencies. Army readiness regions; the offices of Army Guard ·and Air 
National Guard Liaison Officers; the Aerospace Audio-Visual Serv­
ice, Norton Air Force Base, CA 92404; the Office of the Secretary of 
Defense; the Office of the Secretary of the Navy; the Library of 
Congress; the Air Force Association; the Army Association; the 
Reserve Officers Association; Air Force libraries; the Air. War Col­
lege, the offices of all National Guard and Air National Guard 
general officers, and the offices of state Adjutants General. Specific 
addresses may be obtained form the National Guard Bureau. Biogra­
phies prepared under the official biographies progra~ for key mili­
tary and civilian personnel of other Air Force organizations may be 
found at· the Office of Public Affairs. Headquarters of major com­
mands and at all levels down to and including Air Force installations. 
Headquarters United States Space Command (HQ· USSPACECOM). 

Categories of individuals covered by the system: 
The Secretary of the Air Force, Under Secretary and assistant 

secretaries o_f the Air Force, Air Force general offtcers on active 
duty or .retired, Air Reserve and Air National Guard general officers, 
Air Force personnel assigned as pilots to the Manned Space Pro-
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gram, and key military and civilian personnel at all Air Force organi­
zations. Key personnel in Office of the Secretary of Defense 
(OASD), military departments, and HQ USSPACECOM. 

Categories of records in the system: 
Includes, but not limited to, summary of military service (including 

dates and locations of assignments and dates of promotions), military 
hon?rs and awards, educational background, date and place of birth, 
manta] status, name of spouse and family, and any additional person­
al information provided by the general. 

Authority for maintenance of the system: 
10 USC 8013, Secretary of the Air Force: Powers and duties 

delegation by. 
Purpose(s): . 

. Biographies are prepared to support the Air Force policy to keep 
1ts members and the public informed about the Air Force and its 
leaders. Biographies may be used as resource documents in preparing 
news releases or other public information material and are included 
in the official personnel records of all general officers. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. In their final 
form the biographies are considered published, public domain materi­
al may be released to any requester on an as needed or as requested 
basis. · . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: 
No specific safeguards required. 
Retention and disposal: 
Retained in office files until superseded obsolete, no longer needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or bu.rning. 

System manager(s) and address: 
Commander, Air Force Service Information and News Center 

(AFSINC/CC), Kelly Air Force Base, TX 78241. 
Notification procedure: 
Requests from individuals should be directed to Commander, Air 

Force Service Information and News Center (AFSINC/CC), Kelly 
Air Force Base, TX 78241, telephone (512) 925-6161 for all biogra­
phies of active duty general officers and key civilians assigned to the 
Office of the Secretary of the Air Force or to Headquarters Air 
Force. Biographies for Air Reserve general officers at Headquarters 
USAF /REL; Air National Guard general officers at the National 
Guard Bureau, and retired officers from the Media Relations Divi­
sion (SAF /PAM), mailing addresses in the Department of Defense 
directory in the appendix to the Air Force's systems notices. All 
other biographies: Office of Public Affairs at the appropriate level.. 

Record access procedures: 
Individual can obtain assistance from the Commander, Air Force 

Service Information and News Center, the National Guard Bureau, 
Headquarters, USAF /REL, Media Relations Division (SAF /PAM) 
or the Office of Public Affairs at the appropriate level. Mailing 
addresses are in the Department of Defense directory in the appendix 
to the Air Force's systems notices. 

Contesting record procedures: 
· The rules for access to records and for contesting and appealing 

initial determinations by the individual concerned may be obtained 
from the System Manager and are published in Air Force Regulation 
12-35 (32 CFR part 806b). 
Rec~rd source categories: 
Information obtained from the public media and information ob­

tained from source documents such as reports. Subject to final 
review by the individual concerned before publication. 

Exemptions claimed for the system: 
None. 

F190 SAFPA C 
System name: 

Public Affairs References. 
System location: 

Office of the Secretary of the Air Force, Washington, DC 20330. 
Categories of individuals covered by the system: 
Military and civilian officials of the Federal Government (includ­

ing Presidential Appointees), prominent Americans in and out of 
government who are involved in defense matters, and reporters and 
syndicated columnists or commentators who write on defense mat­
ters. 

Categories of records in the system: 
For military and civilian officials of the Department of Defense 

and for Presidential Appointees: Copies of official biographies re­
leased by the Department of Defense or by the White House. A 
speech subsystem may contain copies or .excerpts of speeches by 
military and civili~n Federal Government officials speaking about 
defense matters. A clippings subsystem may contain news media 
clippings about activities or statements of prominent Americans. 

Authority for maintenance of the system: 
lO USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
To respond to requests from Air Force and Department of De­

fense officials for any of the following information: Biographical 
material about key government officials; public statements by govern­
ment officials about defense matters; defense related statements or 
activities of prominent Americans, as reported in news media; or 
publishing history of writers on defense matters. 

Routine uses ofrecords maintained in the system, including catego· 
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders and note books/binders. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by person(s) responsible for servtcmg the 

record system in performance of their official duties and stored in 
locked cabinets or rooms. 

Retention and disposal: 
Retained in active files during an official's incumbency (for Federal 

Government officials), until· the individual is no longer actively in­
volved in defense matters, or until the writer stops writing about 
defense matters; then placed in inactive file where they are retained 
until no longer needed for reference; then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. 

System manager(s) and address: 
Administrative Assistant to the Secretary of the Air Force, Room 

4D-881, The Pentagon, Washington, DC 20330. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12·35. 

Record source categories: 
Information obtained from the public media and from source docu­

. ments such as reports. 
Exemptions claimed for the system: 
None. 

F200 AFIS A 
System name: 

Security File for Foreign Intelligence Collection. 
System location: 
AFSAC/INOB, Ft Belvoir, VA 22060. 
Categories of individuals covered by the system: 
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Air Force active duty officers, enlisted personnel, civilian employ­
ees and former employees, retired Air Force military personnel, and 
foreign nationals. · · 

Categories of records in the system: 
AFOSI records of investigation and AFIS correspondence.inciden­

tal to AFOSI investigations. Correspondence reporting incidents 
having security ramifications bearing on U.S. collection activities 
abroad. Studies of compromised U.S. intelligence collection projects 
abroad and correspondence thereto. 

Authority for maintenance of the system: 
National Security Act of 1947, as amended and Air Force Regula­

tion 205-3~ Security Classification of Infrared, Visible and Ultraviolet 
Equipment, Components and Information. 

Purpose(s): · 
Routine internal AFSAC/ AFIS reference materials used for inter­

nal orientation and study for object lesson guides for routine Instruc­
tion to support operational security in U.S. foreign intelligence col­
lection operations. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

None. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: · 
Maintained in file·folders. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system and by 

person(s) responsibl~ for servicing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in safes. 

Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for· reference, or on inactivation. Destroyed by tearing into pieces, 
shredding, pulping, macerating, or burning. 

System manager(s) and address: 
AFSAC/DA, Ft Belvoir, VA 22060. 
Notification procedure: . 
Requests from individuals should be addressed to the System Man-

ager. · 
Record access procedures: 
Individual can obtain assistance in gaining access from the System . 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information obtained from AFOSI reports, studies and source doc­

uments pertaining to foreign intelligence collection operations .. 
Exemptions claimed for the system: 
None. 

F200 AFIS B 
System name: 

DIA Program for Foreign Intelligence Collection. 
System location: 
Air Force Special Activities Center (AFSAC/INOB), Ft Belvoir, 

VA 22060 and subordinate units: Det 31, PSAA, APO San Francisco 
96328; Det 32, PSAA, APO San Francisco 96301; Det 12, ESAA, 
APO NY 09008; Det 21, AFSAC, Ft Belvoir, VA 22060; Det .22, 
AFSAC, Wright-Patterson Air Force Base, OH 45433; Det 3/FTD, 
APO NY 09633; Det 4/FTD, APO San Francisco 96328. 

Categories of individuals covered by the system: 
Air Force Reserve personnel, retired Air Force military personnel, 

foreign nationals residing in the United States, US Citizens, and 
foreign nationals . overseas who are sources or support assets for 
foreign intelligence collection operations. 

Categories of records in the system: 
Biographic data and records incidental to foreign intelligence col-

lection operations. · · 
Authority for maintenance of the system: · 

National ~ecurity Act of 1947, Pub. L. 257, July 26, 1947 (61 Stat 
495); as implemented by Air Force Regulation 200-3, The Medical 
Intelligence Program. 

Purpose(s): 
Routine internal reference relative to use or possible use in foreign 

intelligence collection operations. · · · ' 
Routine uses of records maintained in the system, including catego:-

ries of users and the purposes of such uses: · 
None. 
Policies and practices for storing, retrieving, accessing~ retaining, and 

disposing of records in the system: 
Storage: 
Maintained in file folders and note books/binders, and on computer 

paper printouts and roll microfilm. 
Retrievability: 
Filed by name and National File Number. 
Safeguards: 
Records are accessed by custodian of the record· system and by 

person(s) responsible for serviCing the record system in performance 
of their official duties who are properly screened and cleared for 
need-to-know. Records are stored in security file containers/cabinets 
and safes. 

Retention and disposal: 
·Prior to destruction, files are screened, purged of extraneous mate­

rial, and microfilmed. Microfilm retained indefinitely. 
System manager(s) and address: 
AFSAC/DA, Ft Belvoir, VA 22060. Submanager: Det 22, 

AFSAC/CC, Wright-Patterson Air Force Base, qH 45433. 
Notification procedure: 
Requests from individuals should be addressed to the System Man-

ager or Submanager, as appropriate. · 
Record access procedures: 
Individuals can obtain assistance in gaining access from the System 

Manager or Submanager, as appropriate. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determiiuitions by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information obtained from biographical data and records incident 

to foreign intelligence collection operations. 
Exemptions claimed for the system: 
None. 

F205 AF A 
System name: 

Personnel Security Access Records. 
System location: 
Records are normally located at organizational units where indi­

viduals are currently assigned or employed. They may be located at 
offices of installation Chiefs of Security Police and for non-immigrant 
aliens at headquarters of major commands and major subordinate 
commands or at the National Personnel Records Center, Military 
Personnel Records, 9700 Page Blvd, St Louis, Mo. 63132, or Civilian 
Personnel Records, Ill Winnebago St., St Louis, Mo. 63118. Official 
mailing addresses are in the Department of Defense directory in the 
appendix to the Air Force's Systems Notices. Headquarters United 
States Space Command (HQ USSPACECOM). 

Categories of individuals covered by the system; 
Air Force active ·duty military and civilian personnel, Air Force 

Reserve and Air National Guard personnel, Air Force Academy 
cadets, American Red Cross Personnel, Exchange Officers, arid For­
eign National, Army, Navy, Air Force and Marine Corps active duty 
military and civilian personnel assigned to HQ USSPACECOM. 

Categories of records in the system: 
System includes documentation requesting, granting and terminat­

ing access to classified information. 
Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
Records are used to· record level of security clearance and level of 

access to classified information that has been authorized. Information 
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is us~d ?X commanders, s.upervisors,. and security managers to· insure 
tha_t mdtytduals who recetve classified inform .. tion have. been proper­
ly mvesttgated, cleared, have a definite need-to-know, and have been 
properly debriefed. · 
. Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. · . 

Policies and practices for st.oring, retrieving, accessing, retaini~g, and 
disposing of re.cords in the system: 

Storage: 
Maintained in file folders, note books/binders, visible file binders/ 

cabinets or card files. 
Retrievability: 
Filed by name and/or Social Security Number (SSN). 
Safeguards: 
Records are accessed by custodian of the ~ecord system and by 

person(s) responsible for servicing the record system in· performance 
of their official duties who are properly screened and cleared ·for 
need-to-know. Records are stored in security file containers/cabinets, 
safes or vaults, or in locked cabinets or rooms, protected by guards, 
and controlled by personnel screening. · 

Retention and disposal: 
Retained in office files until reassignment or separation, then de­

·Stroyed by tearing into pieces, shredding, pulping, macerating, or 
burning. (Exception: Records on non-immigrant aliens are retained 
for two years after termination of access or employment, then de­
stroyed, as above.) Security Termination Statements are retired one 
year· after termination of service or employment to the National 
Personnel Records Center, Military Personnel Records, 9700 Page 
Blvd, St Louis, Mo 63132, or Civilian Personnel Records, 111 Win­
nebago St, St Louis, Mo 63118. Records indicating that ac:cess to 
classified information has been withdrawn for cause are forwarded to 
installation Chief of Security Police for disposition. 

.. System manager(s) and address: . 
Chief of Security Police, Headquarters United States Air Force. 

Commanders of org~nization units and the Director National Person­
nel Records Center, MiHtary Personnel Records, 9700 Page Blvd, St 
Louis, Mo 63132 or Civilian Personnel Records, Ill Winnebago St, 
St Louis, Mo 63118. · · 

Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. Write or visit the organizational unit where currently assigned 
or employed. Written requests must be notarized; personal visits 
require positive identification. Provide full name, SSN, and military 
rank or civilian rating. 

Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. Mailing addresses are ,in the Department of Defense direc­
tory in the appendix to the Air Force's systems notices. 

Contesting record procedures: 
· The rules for· access to records and for contesting and appealing 

initial determinations by .the· individual concerned may be obtained 
from the System Manager. 

Record source categories: 
Information obtained from medical institutions, from police and 

investigating Qfficers, or froin source documents such as reports. 
Exemptions claimed for the system: 
None. 

System name: 
Special Security .Files. 
System location: 

F205 AF SPA 

Commanders or Chiefs of Security Police at Air Force installations 
or units. · 

Categories of individuals covered by the system:· 
Air Force military and civilian personnel including Air Force 

Reserves and Air National Guard; Air Force Academy and Air 
Force ROTC Cadets; Air Force Contractor personnel requiring 
unescorted entry, Nonappropriated Fund Instrumentality personnel in 
sensitive positions at Air Force installations. · 
· Categories of records in the system: 

·Investigative report, some of which are exempt under the. Privacy 
Act of 1974, incident reports, police arid law enforcement reports 

and records, reports of audit, medical evaluation records and reports, 
pet:sonnel record data or reports, disciP.Iinaryor administrative action 
data, records and reports, correspondence among loc~l Air Force 
officials and between officials and other Air Force agencies or higher 
headquarters and/or the Air Force Security Clearance Office. 

Authority for maintenance of the system: . 
10 USC 8012,. Secretary of the Air Forde: ·Powers and duties; 

delegation by. 
Purpose(s): 
Files are temporary records used to collect and record data and 

documentation of actions taken on cases where the individual's secu­
rity clearance status may be affected. Portions of the records may be 
referred to investigative agencies for further inquiry; to' personnel 
officials for administrative action to legal personnel for disciplinary 
or judicial actions; to medical personnel for evaluation, testing or 
treatment; to commanders for denial or suspension of access to classi­
fied information or restricted areas; to other local Air Force officials· 
for review, recommendation, advice, or assistance for resolution of 
the case file. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders. 
Retrievability: · 
Filed by name and by Social Security Number (SSN). 

·Safeguards: 
Records are accessed by custodian of the record system· and 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly· screened and cleared for 
need·to-know, and by commanders of medical centers and hospitals . 
Records are stored in security file. containers/cabinets, safes or 
vaults, protected by guards and controlled by personnel screening. 

Retention and disposal: -
Records are temporary and are either sent to the Air Force Securi­

ty Clearance Office for conversion to Special Security Case Files or 
are destroyed locally upon favorable determination by tearing into 
pieces, shredding, pulping or burning. " 

System manager(s) and address: 
Chief of Security Police, Headquarters Air Force Office of Securi­

ty Police, Kirtland, Air Force Base, New Mexico 87117. 
Notification procedure: ·' · · 
Requests from individuals should be addressed to the Chief of 

Security Police or the Commander at the installation of current 
employment or assignment. Write or visit the installation where cur­
rently employed or assigned. Written requests must be notorized and 
must provide the full name, SSN, military or civilian grade or status. 
Personal visits require positive identification. : 

Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager or from the Chief of Secur,ity Police or Com~ander of the 
installation. Mailing addresses are in the Department of D~fense 
directory in the Appendix.to the Air Force's systems notices. 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by . the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Information obtained from. investigative reports; incident reports; 

po!ice, law enforcement and audit . reports and records; financial 
institutions; employers; local government agencies; legal and j'udicial 
reports and ·records; individuals; witnesses, commanders and local 
officials. · 

. Exemptions claimed for the system: 
Parts of this system may be exempt under 5 U.S.C. 552a(k)(5). For 

, additional information, contact the System Manager. 

F205 AFIS A 
System name: 

· " ·se~sitive Compartmented Inform~tion Personnel Records. 
System location: 

J 
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Personnel Security Division, Directorate of Security and Commu­
nications Management, Air Force Intelligence Service, Washington, 
DC 20330. 

Categories of individuals covered by 'the system: 
Air Force personnel, civil service employees, consultants, and con­

tractor .personnel with current access to SCI or who have had such 
access within past fifteen years except Air Force personnel· assigned 
to Central Intelligence Agency, Office of the Secretary of Defense/ 
Defense Agencies, Office of the Joint Chiefs of Staff, and the Nation­
al Security Agency. 

Categories of records in the system: 
Statements of Personnel· Hi papers prepared or submitted by in 

submitted by individuals; Statements by Commanders, Supervisors, 
Medical, Legal, and Security Officials, and related correspondence; 
Access Adjudication Records; Indoctrination Oaths;. Termination 
Oaths; routine records/correspondence pertaining to access status or 
changes in status. 

Authority for maintenance of the system: 
Executive Order 1 0450; as implemented by Air Force Regulation 

205-32, USAF Personnel Security Program, and USAFINTEL 201-1. 
Purpose(s): 
To recommend/determine eligibility for access to SCI. 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of such uses: 
Used to verify an individual's status with respect to SCI access or 

eligibility for such access, only the 'fact or an individual's eligibility I 
noneligibility' for SCI access is furnished to other authorized govern­
ment agenci.es/activities and only upon request. To answer official 
inquiries involving' an individual's eligibility/noneligibility for access 
to SCI. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders and on microfiche. 
Retrievability: 
Filed by name, by Social Security Number (SSN), .and grade or 

rank. 
Safeguards: 
Records are accessed by custodian of the record system, by 

person(s) responsible for servicing the record system in performance 
of their official duties. Records are stored in security file containers/ 
cabinets and vaults. 

Retention and disposal: 
Active records maintained as long as an individual is authorized 

access to SCI. Upon termination of access· record is placed in inac­
tive status where it is retained for fifteen years and then destroyed 
unless sooner returned to active status. Destruction is by burning or 
shredding. 

System manager(s) and address: . 
Director of Security and Communications Managem~nt, Air Force 

Intelligence Service (AFIS/INS), The Pentagon, Washington, DC 
20330. 

Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: . 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the indivi9ual concerned may be 
obtained fror,n the Syste~ Manager. 

Record source categories: . 
Personnel Background Investigations conducted by Defense Inves­

tigative Service and/or Air Force Office of Special Investigations; 
Statement of Commanders, Supervisors and medical, legal and securi­
ty officials;· records of adjudication processes. 

Exemptions claimed for the system: 
Parts of this system may be exempt under· 5 USC 552a(k)(2) and 

(k)(5), as applicable. For additional information, contact the System 
Manager. 

F205 AFSC A 
System name: 

Space Human Assurance and Reliability Program (SHARP). 

System location: 
HQ SD/CLFRX, PO Box 92960, Los Angeles AFB, Los Angeles, 

CA 90009:.._2960; HQ SAMTO/XOO, Vandenberg AFB, CA 93437-
6021; WSMC/SP,' Vandenberg AFB, CA 93437-6021; ESMC/SPI, 
Patrick AFB, FL 32925-6215; and CSTC/VOB, PO Box 3430, Oni­
zuka AFB, CA 94088-3430. 

Categories of individuals covered by the system: 
Military, civil service, and contractor personnel who require 

SHARP certification for unescorted entry to specified space launch 
and operations related facilities or areas at certain Air Force or 
National Aeronautics and Space Administration (NASA) installations 
or activities or for assignment to designated sensitive space launch 
and operations positions at such installations or facilities. 

Categories of records in the system: 
Documentation used to request certification, to include the appli- . 

cant's name, social security number, date and place of birth, level of 
security investigation, medical, financial, and arrest information, and 
data pertaining to the applicant's certification, such as date of certifi­
cation, date certification suspended, withdrawn, or denied (as appro­
priate) and date recertification required. 

Authority for maintenance of the system: 
Title 50, U.S.C. 797, Internal Security Act of 1950; 5 U.S.C. 301, 

Departmental Regulations; 10 U.S.C. 8013, "Secretary of the Air 
Force: Power and duties: Delegation by;" Executive Order 9397, 
November 1943 (SSN) Numbering System for Federal Register Ac­
counts Relating to Individual Persons; 32 CFR 809a.1, Enforcement 
of Order at Air Force Installations, Air Force Regulation (AFR) 
127-2, 3-6 & 4-4, U.S. Air Force Mishap Prevention Program; Space 
Division Regulation (SDR) 55-3, Space Human Assurance and Reli­
ability Program (SHARP). 

Purpose(s): 
To obtain background information for investigative and evaluative 

purposes for use in making human/personnel reliability determina­
tions under SHARP regarding personnel (a) seeking unescorted entry 
to specified space launch and operations rela'ted facilities or areas at 
certain Air Force or National Aeronautics and Space Administration 
(NASA) installations or activities, or (b) occupying sensitive posi-

. tions related to space launch and operations designated by the com­
mander of such installations. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

To federal, state, or local government investigative agencies if 
necessary to obtain information . for a human/personnel reliability 
determination; to NASA concerning its making, issuing, or retaining 
a human/personnel reliability determination regarding unescorted 
entry to specified space launch and operations related facilities or 
areas, or assignment to designated sensitive positions related to Space 
launch and operations activities. See also, the "Blanket Routine Uses" 
set forth at the beginning of the Department of the Air Force's 
listing of record system notices and reprinted in Air Force Pamphlet 
12-36, Privacy Act Systems of Records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders, binders, card files, computer files, and 

computer products. 
Retrievability: 
Filed by name and security number. 
Safeguards: . 
Records are accessed by the custodian of the records system and 

by personnel responsible for maintaining and updating the record 
system in performing their official duties. Suc}J personnel are 
screened and cleared for access to SHARP data on a need-to-know 
basis. Records are stored in locked cabinets or file containers. Com­
puterized files reflecting the identity and program status, of applicants 
for SHARP certification are protected against unauthorized ac;cess. 
Computers containing such data are located in contrplled access 
areas or otherwise secured so as· to preclude unauthorized access. 

Retention and disposal: 
Records are destroyed in accordance with AFR 12-50, Table 205-

5. Unit requests for investigation or unescorted entry are destroyed 
when no longer needed. AFR 12-50, Table 205-5, Rule 7. Complet­
ed personal history statements or comparable forms at units of assign­
ment are destroyed when an individual's employment is terminated. 
AFR 12-50, Table 205-'5, Rule 12. Documents are shredded, pulped, 
or burned to preclude the disclosure of Privacy Act information. 
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System manager(s) and address: 
H_eadquarters Space Division, Deputy Commander for Launch Op­

eratiOns, Plans and Operations Division, SHARP Program Manager, 
SAMTO/XOO, Vandenberg AFB, CA 93437-6021; SHARP Admin­
istrator, HQ SD/CLFRX, PO Box 92960, Los Angeles AFB, Los 
Angeles, CA 90009-2960; SHARP Administrator, WSMC/SP; Van­
denberg AFB, CA 93437-6021; SHARP Administrator, ESMC/SPI, 
Patrick AFB, FL 32925-6215; and SHARP Administrator, CSTC/ 
VOB, PO Box 3430, Onizuka AFB, CA 94088-3430. . 

Notification procedure: 
Individuals can ascertain if their records are in the system by 

contacting the system manager or the system location where the 
requester applied for SHARP certification. Requesters should identi­
fy themselves by name and social security number to facilitate access. 
. Record access procedures: 

Written requests should be addressed to the system manager or to 
th~ system location where the requester applied for SHARP certifi­
cation. For personal visits, the requester may be asked to show a 
valid identification card, a driver's license, or some similar proof of 
identity. · 

Contesting record· procedures: 
The rules for access to records and for contesting and appealing 

initial determinations by the individual concerned may be obt~ined 
·from the system manager and are published in Air Force Regulation 
12-35, 32 CFR part 806b. 

Record source categories: 
Information is provided 'by the individual; his or her supervisor; 

the servicing security. police organization; various federal, state, imd 
local investigative agencies; and the local. SHARP Administrator _or 
equivalent NASA official. 

Exemptions claimed for the system: 
None. 

FlOS AFSCO A 
System name: 

Special Security Case Files. 
System location: · 
Air Force Security Clearance Office, Washington, DC 20330.De­

centralized segments at the Washington National Records .Center. 
Categories of individuals covered by the system: 
Air Force civilian employees and applicants, and Air Force mili­

tary members and prospective members, including Air Force Reserve 
and Air National Guard, Air Force contractor employees requiring 
unescorted access, Air Force Academy and ROTC Cadets and appli~ 
cants, overseas educators involved in the education and orientation of 
military personnel, Nonappropriated Fund .Instrumentality personnel 
and applicants for sensitive positions, personnel requiring DOD· 
building passes, whose personnel security investigations contain sig­
nificant unfavorable information, whose cases were previously .proc­
essed or adjudicated under the Air Force Military or Civilian Securi­
ty Programs, or who are the subject of Special Security File.s initiat­
ed by commanders. 

Categories of records in the system: 
Files may include (1) requests for clearance, investigation, or 

waiver of investigative requirements, (2) determinations of -eligibility 
for assignment to sensitive or nonsensitive positions, (3) medical 
records checks and evaluations, (4) personnel records information, {5) 
persminel security questionnaires, (6) correspondence between the 
Air Force Security Clearance individual, the individual, office of 
assignment, commanders, medical facilities and installations, person­
nel offices, investigative agencies, Air Staff offices, ·or offices of the 
Secretary of the Air Force, (7) clearance records, and (8) summaries, 
evaluations, recommendations and records of adjudication. 

Authority for maintenance of the system: 
5 USC 7531, Definitions; 7532, Suspension and removal; 7533, 

Effect on other statutes; lO USC 8012, Secretary of the Air Force: 
Powers and duties; delegation by; Executive Order 10450, Security 

·requirements for government employment; implemented by Depart­
ment of Defense Regulation 5200-2R, DOD Personnel Security Pro­
gram. 

Purpose(s): 
Files are established to evaluate the security acceptability of Air 

Force military and civilian and contractor personnel, applicants, en­
listees and nominees for appointment, assignment or retention in 
sensitive positions with access to classified defense information or to 
restricted areas and locations in the interest of national security. Files 
are used to record clearance adjudicative actions, eligibility determi-

nations and investigati~e data. Investigative case file information may 
be reviewed by Air Force installation commanders, superviso~s; per­
sonnel officers, medical, security, and investigative personnel, person­
nel of Air Staff offices and offices of the Secretary of the Air Force. 
Case files and cards .are also used to answer inquiries from other. Air 
Force offices· and agencies, and from investigative, security and per­
sonnel representatives of other Federal agencies concerning the 
clearance status of individuals. Case records are maintained to pre­
pare statistical accounting and to measure the effectiveness of the 
adjudicative programs and procedures. 

Routine uses of records maintained in the system, including catego­
ries of users a.itd the purposes of such uses: 

Records from: this system of records may be disclosed for any of 
the blanke~ routine uses publi~hed by the Air Force. ' 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records and microfiche maintained in file folders, card files, 

visible tile binderS/cabinets and notebooks/binders. 
Retrievability: 
Filed alphabetically-by name. 
Safeguards: 
Records are stored ·in vaults, safes and security file containers/ 

cabinets. All records are stored, processed, transmitted and protected 
as the equivalent of classified information. Records an.: accessed by 
the custodian of the records system, by persons responsible for serv­
icing the system in the performance of their official duties and by 
authorized personnel who are properly screened and cleared . for 
need-to-know. 

Retention anddisposal: 
Case files which result in a final, favorable adjudicative determina­

tion are retained in the office files for one year after annual cut-off 
then are destroyed by tearing into pieces, shredding, pulping, or 
burning. Case files resulting in an adverse adjudicative determination 
are retained in office files for two years after. annual cut-off, then are 
retired to the Washington National Records Center, Washington, DC 
20409. 

System manager(s) and address: 
Chief, Air Force Security Clearance Office, Washington, DC 

20330.· 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager, and should contain the full name, including any former names, 
grade, date of birth and SoCial Secu_ri~y Number. 

Record access procedures: 
Individuals can obtain assistance ip gaining access from the System 

Manager. 
Contesting record procedures:. 
The Air Forc~'s rules for access to records and for contesting and 

appealing initial-determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Information is received from investigative reports from federal 

investigative agencies_, personnel and medical records, board reports, 
correspondence from offices and organizations of assignment, and 
from commanders, supervisors, witnesses and individuals, from secu­
rity, and investigative personnel and from Air Staff offices, offices of 
the Secretary o_f the Air Force. 

Exemptions claimed for the system: ' 
Parts of this system may be exempt from section 552a(k)(5). For 

additional information, contact the System.Manager. 

FlOS AFSCO 8 
System name: 

Presidential Support Files. 
System location: 
Primary System at the Air Force Security Clearance O(fice, Wash­

ington, DC 20330. Decentralized segments are located at security 
police offices for unfts having a Presidential Support mission and 
those units from which personnel are nominated or assigned to Presi­
dential Support duties. 

Categories of individuals covered .by the system: 

.: 



t 

DEFENSE DEPARTMENT 407 

Those Air Force military and. civilian personnel who are nominat­
ed or assigned to authorized, designated positions involving Presiden­
tial Support duties on either a full or part-time basis. 

Categories of records in the system: 
Nomination Files include repo~ts of investigation by the ·Defense 

Investigative Service and by other Federal investigative agencies; 
correspondence between the Air Force Security Clearance Office 
and units, installations, contractors and major commands, investiga­
tive agencies, security offices, Air Staff offices and offices of the 
Secretary of the Air Force, the office of the Military Assistant to the 
Special Assistant to the Secretary and Deputy Secretary of Defense, 
the Office of the Director, White House Military Office, medical 
evaluations, statements by nominees, summaries and evaluations of 
investigative information .. Assignment Record Files include letters of 
notification of selection and quarterly rosters of all assigned person­
nel listed alphabetically by organization. 

Authority for maintenance of the system: 
10 USC 8012, Secretary ·of the Air Force: Powers and duties; 

delegation by; implementing Depar:tment of Defense Directive 
5210.55, Selection of DOD Military and Civilian Personnel and Con­
tractor Employees for Assignment duties; and Department of De­
fense Regulation 5200-2R, DOD Personnel Security Program. 

Purpose(s): 
Nomination files are temporary files used to evaluate the back­

ground, character, suitability and qualifications of nominees being 
cqnsidered for selection to positions requiring regular or frequent 
contact with the President or access to Presidential facilities or 
modes of transportation. Files are reviewed and evaluated by staff 
members at each level in the selection process, by medical facility 
staff members, by the Air Force Security Clearance Office, and and 
other appropriate Air Staff office, by the Office of the Administrative 
Assistant to the Secretary of the Air Force, and by the Office of the 
Military Assistant to the Special ·Assistant to the Secretary and 
Deputy Secretary of Defense. Files are reviewed by the Office of the 
Director, White House Military Office and contractor personnel files 
inay be re.viewed by the contractor and by the U.S. Secret Service. 
Assignment Record Files are originated from data in the Nomination 
Files to locate, identify, control, manage, and administer individuals 
selected for assignment to Presidential Support duties, to initiate 
assignment actions after final selection, to notify medical facilities, 
and to prepare the quarterly listing of individuals assigned to the 
program for submission to the Office of the Military Assistant to the 
Special Assistant to the Secretary and Deputy Secretary of Defense, 
to major command and units and Security Police offices having a 
Presidential support mission, and submission to the Office of the 
Director, White House Military Office and to contractors. Presiden­
tial Support missi.on. Assignment Record Files at locations other than 
the Air Force Security Clearance Office are merely duplicate copies 
of the file copy. File copies are retained at the Air Force Security 
Clearance Office to permit record access and to record the account­
ability of disclosures of the Nomination Files. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing~ retaining, and 
disposing of rec~rds in the system: 

Storage: 
Paper records maintain~d in file folders and on computer paper 

output products. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by e<ustodian of the record system, by person 

responsible for servicing the record system in performance of their 
official duties, and by authorized personnel who are properly 
screened and cleared for need-to-know. Records are stored in securi­
ty file containers/cabinets, in safes and vaults. 

Retention and disposal: 
Upon completion of final favorable determination of selection, 

Nomination Files are destroyed by tearing into pieces, shredding, 
pulping, or burning and are replaced by Assignment Record Files. 
Assignment Record Files for individuals are retained during the 
period of assignment or for five years, whichever is longer, as the 
disclosure accountability record, then are destroyed by tearing into 
pieces, shredding, pulping, or burning except for the file copy which 
is kept by the System Manager for five years for disclosure account­
ing. Assignment . Record Files in quarterly roster listing form are 

destroyed when superseded by the next quarterly roster by tearing 
into pieces, shredding, pulping, or burning. Nomination Files for 
personnel not selected are retained in the office of nonselection or at · 
the Air Force Security Clearance Office for one· year after the date 
of nonselection, at which time they are destroyed by tearing into 
pieces, shredding, pulping, or burning. 

System manager(s) and ·address: 
Presidential Support Security Specialist, Air Force Security Clear-

ance Office, Washington, DC 20330. · 
Notification procedure: 
Requests from individuals should be addressed to. ~he System. ~~n­

ager. Requests should contain the full name, m1htary or c1v1han 
grade, date of birth, position in unit or contracting firm, the date of 
nomination or nonselection, or the unit or organization to which 
assigned, location and period of assignment. 

Record access procedures: · 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Information from the individual, from reports from Federal i_nvesti­

gative agencies, military and civilian contractor pe~s~nnel reco_r~s, 
and military medical records, correspondence from m1htary and CIVIl­
ian law enforcement and Security Police offices, major command 
sta(f offices, Air Staff offices, offices of the Secretary of the Air 
Force, the Office of the Military Assistant to the Special Assistant to 
the Secretary and Deputy Secretary of Defense, Office of the Direc­
tor, White House Military Office and other Federal agencies and 
office of the Executive and Legislative Branches. 

Exemptions claimed for the system: 
None. 

F2.05 AFSCO C 
System name: 

Personnel Security Clearance and Investigation Records .. 
System location: 
Air Force Security Clearance Office, Washington, DC 20330, Air 

Force MaDpower and Personnel Center, Randolph Air Force Base, g 

TX 78150, Air Force units, personnel offices, Security Police ele­
ments at all Air Force installations, Air Force Academy, CO, and 
Air Force ROTC Headquarters, Maxwell Air Force Base, AL. 

Categories of individuals covered by the system: 
Air Force military and civilian personnel and applicants including 

Air Force Reserve and Air National Guard personnel, Air Force 
Academy and Air Force ROTC Cadets, Air Force contractors re­
quiring unescorted entry or special access, Nonappropriated Fund 
Instrumentality personnel at Air Force installations and overseas edu­
cators at Air Force installations. 

Categories of records in the system: 
System includes clearance s~atus and eligibility records. 
Authority for maiQtenance of the system: 
Executive ·Orders 9838; 10450; and 11652; 10 USC 8012 Secretary 

of the Air Force: Powers and duties; delegation by; as implemented 
by DOD Regulation 5200.2R, DOD Personnel Security Program. 

Purpo·se(s): · 
Records are used to grant access to classified information or unes­

corted entry to restricted areas; to record completion of investigative 
. requirements for enlistment, induction, appointment, commissioning, 
assignment to sensitive positions, duty or training; to grant special 
access for special programs or projects; to determine investigative 
requirements needed for assignment; to record status of investigative 
actions; to record date of separation; to record adjudicative determi­
nations of ineligibility for enlistment, induction, commissioning, reten­
tion, appointment, assignment, clearance or access. 

Routine uses of records· m~intained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records. may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
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Maintained in file folders and on computer and computer output 
products. 

· Retrievabili'ty: 
_Filed by name and Social Security Number. 
Safeguards: 
Records are accessed by custodian of the record system. and by 

person(s) responsible for servicing the record system in performance 
of their official duties who are properly screened and cleared. for 
need-to-know. Records are stored in locked cabinets or rooms or in 
security file containers/cabinets or vaults, and controlled by comput-
er system software and perso~nel screening. · · . . 

Retention and disposal: . 
Records are retained in computer· systems for two years after 

separation, deleted. A Reserve commitment are retained until com­
mitment is fulfilled, then Computer printouts are temporary records 
and are destroyed when replaced by more recent listing. Paper 
reco~ds are destroyed by teari!lg into pieces, shredding, pulping or 
burmng. Computer storage devtces are overwritten or erased. 

System manager(s) and address: 
Chief, Air Force Security Clearance Office, Washington,. DC 

20330. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. Provide full name, including maiden name if applicable, and 
Social Security Number. 

Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. · · · · . 
Contesting record procedures: . 
The Air Force's rules for· access to records and· for contesting and 

~ppealing initial ·determinations by the ·individual c<;>ncerned may be 
~btained the System Manager and are published-in Air Force Regula-
tion 12-35. · 

Record source categories: 
Information obtained from the individual, investigative reports, 

medical facilities, police and law enforcement offices, personnel doc­
uments, Air Force Special Security Files and Special Security Case 
Files. 

Exemptions claimed for the system: 
1: .. 

None. 

F205 AFSP A 
System riame: 

Requests for Access to Classifie.d' lnformatinn by Historical· Re­
searchers. 

System location: 
AFOPA-MB, 1221 South. Fern Street, Room D 159, Arlington, VA 

22202. .·1 : 

Categories of individuals covered by the. system: 
All persons outside the Executive Br~,tnch of the United States 

Government who request access to classified information for histori-
cal research purposes. · 

Categories of records in the system: .. 
Basic biographical data on the requestor, letters of requests,.l~tters 

granting access or denial and statement signed by ·the requestor 
explaining· the conditions governing access. '· · · 

Authority for. mainten'anc~ of the system: 
10 USC 8012, Secretary of the Air 'Force: Powers and duties; 

delegation by. 
Purpose(s): · 1 . 

Used . to determine the trustworthiness of individuals for whom 
access is requested, authorize or deny' access based' on this determina­
tion'and prescribe 'locations, sche.dules and circumstances in which 
research may be conducted. Biographical da.ta ·is disseminated to the 
Defense Jnvestigative Service, the· Department of Justice, the' Air 
Force Office of Special Investigations and the Air Force Security 
Clearance Office.· · · . ·.. . · · ' 

Routine uses of records maintained in ttie system, including catego-
ries of users and the purposes of such uses: .. · 

Records from this system of records may be disclosed for ar1y of 
·the blanket routine uses published by the Air Force. · . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in ttie system: · · 

Storage: 
Maintained in file folders. 

· Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed· by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties who ·are properly cleared fqr .need to know. 
Records .are stored in safes. · · 

Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

(or reference, or· ·on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. 

System manager(s) and address:. ~- · · '' 
'chief, Magazine and Book Brat:tch, Secretary ·of the Air ·Force 

Office of Public Affairs. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. ·Chief Magazine and Book ~ranch Secretary of the Air· Force 
Office of Public Affairs. Written requests should be notarized. Per­
sonal visits require positive identification such as Military ID card, 
drivers license, SSN, date of birth, etc. 

Record access procedures: 
Individual. can obtain assistance in gaining access from the System 

Manager. Mailing addr.esses are in .the Department of Defense direc­
tory in the appendix torthe Air Force's systems notices. 

. Contesting record procedures: 
The Air Force's rules fqr access to records and for contesting and 

appealing init,ial determinations by the individ~al concerned may be 
obtai·ned ftom the Sy~tem Manager and are published in Air Force 
Regulation 12-35. · 

Record source c~tegories': · 
Information· obtained from the· individual, police and investigating 

officers, and the Department of Justice. 
Exemptions claimed for the system:· · 
None. ' .,. 

F210 ESC A 
System nanie: . 

Historical Research ~nd Retrieval Sy~t~m (HORRS). ' 
System location: 
Command Historical Office, Headquarters- Electronic Security 

Command (HQ ESC), San Antoni.o, TX 78243. · 
Categories of individuals ~overed -by the.s'ystem: 
Military and civilian. members of ESC, inc(uding active, retired, 

and deceased personnel. Primarily, nat;nes of k~y personnel, such ·as 
commanders, operations, officers, and other1_staff personnel mentioned 
in command histories and special studies, are filed in. this system and 
are retrievable by name. 

Categories of records in the system: 
Coded abstracts of command history items or. extracts from other 

documents retained for historical purposes .. Will·includ.e name, rank, 
unit assigned,. position occupied, and any. historically noteworthy 
achievements of individuals reflected in the document from which 
information was extracted. . 

Authority for maintenance of.the system: 
10 USC 80i2, Secretary of the Air Force:· Po~ers and duties; 

delegation by as implemented by Air Force Regulation (AFR) 210-1, 
Regulation for Air Force Historians. 

Purpose(s): 
Research reference file used by HQ ESC Historical Office to 

satisfy requests for Air Force. Special Intelligence (SI) historical 
information received from individuals within the DOD and other 
government· agencies. Information ·is also used as research material 
for preparing special studies and monographs, and to answer requests 
for information under the Freedom of Information Act. 

Routine uses of records maintained in the system, including catego-
ries· of users and the purposes of such uses: · 
. Rec.ords from this system of records may be disclosed for any of 
the blanket r~)Utine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessi~g, retaining, and 
disp~sing of records. in the system:· · 

Storage: 
Maintained in bound, 'paper copies; 'jacketed microfiche; and com-

'puter magnetic tapes, discs, and computer products. · 
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Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system and by 

persons responsible for servicing the record system in performance of 
their official duties who are properly screened and cleared for need­
to-know. Records are stored in security file containers. The comput-
er file is kept in a locked room. · 

Retention and disposal: 
Microfiche and paper copies of records, including ADP products, 

are retained in office files until no longer needed for reference, then 
destroyed by burning or pulping. Computer tapes are destroyed by 
overwriting. · 

System manager(s) and address: 
·Command Historian, HQ ESC/HO, San Antonio, TX 78243. 
Notification procedure: 
Information as to whether the record system contains information 

on an individual-may be obtained from the System Manager. 
Record access procedures: 
Individuals can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations .by the individual concerned may be 
obtained from the System Manager. · 

Record source categories: 
Information is obtained from command histories, special studies, 

monographs, end-of-tour reports, oral histories, and other reference 
material. 

Exemptions claimed for the system: 
None. · 

F213 AF MP A 
System name: 

Individual Class Record Form. 
System location: 
At Air Force Installations. Official mailing addre~ses are in the 

Department of Defense directory in the appendix to the Air Force's 
systems notices. 

Categories of individuals covered by the system: 
Military and civilian personnel who are enrolled in educaticnal 

programs conducted on base. 
Categories of records in the system: 
Identifies courses, sources of funding, tuition payments~ 
Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by; as implemented by Air Force Regulation 213-1, Oper­
ation and Administration of the Air Force Education Services Pro­
gram. 

Purpose(s): 
Used by educational services personnel to compile reports, to expe­

dite return of borrowed books or equipment, and to control tuition 
payments. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in ·card files. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by authorized personnel who are properly 

screened and cleared for need-to-know. Records are controlled by 
personnel screening. 

Retention and disposal: 
Retained in office files until classes are completed or until bor­

rowed materials are returned and all monies are paid. Then destroyed 
by tearing into pieces, shredding, pulping, macerating or burning. 

System manager(s) and address: 
Chief, Education Branch. 

321-135 0-92--14 

Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 
. Record source categories: 

Individuals. 
Exemptions claimed for the system: 
None. 

F211 AF MP A 
System name: 

Family Services Volunteer Record. 
System location: 
Family Services offices at all Air Force installations. Official mail­

ing addresses are published as an appendix to the Air Force's compi­
lation of systems of records. 

Categories of individuals covered by the system: 
All volunteers participating in the program and former partici­

pants. 
Categories of records in the system: 
As a minimum, the file contains forms and general correspondence 

by name, Social Security Nuinber, address, and associated informa­
tion relating to an individual volunteer's training, honors/awards, 
participation, and associated actions. 

Authority for maintenance of the system: 
10 U.S.C. 8013, Secretary of the Air Force: Powers and duties; 

delegation by; and Air Force Regulation 211-24, "Family Services 
Program". 

Purpose(s): 
To document an individual volunteer's training, honors/awards, 

participation, and associated actions. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
The "Blanket Routine Uses" that appear at the beginning of the 

Air Force's compilation of systems of records apply to this system. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the s~stem: 
Storage: 
Maintained in visible file binders/cabinets or card files. 
Retrievability: 
Retrieved by name. 

. Safeguards: 
Records from this system of records may be accessed by person(s) 

in performance of official duties who are properly screened and · 
cleared for need-to-know. Records will be maintained in locked 
rooms. 

Retention and disposal: 
In active volunteer status, retained indefinitely or until superseded. 

The record of a volunteer who transfers or who has not been cred­
ited with participation in a 90-day period is placed in an inactive file 
and destroyed after 2 years by tearing into pieces, shredding, pulping, 
macerating, or burning. 

System manager(s) and address: 
Assistant Deputy Chief or Staff/Personnel for Military Personnel, 

Randolph Air Force B41se, TX 78150-6001. 
Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir­
ies to the Family Services Office of the Air Force installation in 
question or to the Assistant Deputy Chief or Staff/Personnel for 
Military Person.1el, Randolph Air Force Base, TX 78150-6001. Offi­
cial mailing addresses are published as an appendix to the Air Force's 
compilation of systems of records. 

Record access procedures: 
Individuals seeking access to records contained in this system of 

records should address written inquiries to the Family Services 
Office of the Air Force installation in question or to the Assistant 
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D~puty' Chief or Staff/Personnel for Military Personnel, Randolph 
~1r Force Base, TX 78150-6001. Official mailing .addresses are pub­
lished as an appendix to the Air Force's compilation of systems of 
records. 

Contesting record procedures: 
The Department of the Air Force rules for accessing records and 

for contesting contents and appealing initial determinations· are pub­
Jishe~. in Air Force Regulation 12-35; 32 CFR part 806b; or may be 
obtamed from the system manager:. . 

Record source categories: 
Information obtained from individual volunteer or is based on 

program participation as documented by other means. 
Exemptions claimed for the system: 
None. 

F213 AFWB A 
System name: 

Air Force Educational Assistance Loans. 
System l9eation: 
Air Force Military Personnel Center,_ Randolph ·Air Force: Base, 

TX 78150. .. . . · .· . 
Categories of individuals covered by the system: · 
1961, 1962 and 1963 dependents of active duty Air Force military 

me~bers who received educational assistance-loans. , . 
Categories of records in the system: 
Files contain loan agreement documents made with loan. recipients, 

related documentation between Executive Secretariat/ Air Force 
Welfar~ Board (AFWB) and college/uni~ersity registrars, .retained 
copies of documents, and coqespondence received from ·or sent to 
loan recipients; and individual ledget; cards reflecting accounting 
d~L _ 

. Aut~ority for maintenance of the system: 

. 10 USC 8Qii, Secretary of ,ttie Air Fore~~ Powers and duties; 
delegation by. 

Purpose(s): 
Used for loan. follow-up. 
Routine uses of records maintained in tbe system, including catego· 

ries of users and the purp(!ses of such use~: 
Records from this system of records may be disclosed for any of . 

the blanket routine uses published by the Air Force. 
. :Policies and practices for storing, retrieving, accessing, retaining, and 

disposing_of re.cords in t_he system: 
Storage: 
Maintained in visible file binders/ cabinets. 
Retrievability: . 
Filed by name.· 
Safeguards: 
Records are accessed by custodian of the record system and by 

persons resppnsible for servicing the r.ecord system in performance of 
their official duties who a~e properly .screened and cleared for need­
to-know. Records are stored in locked cabinets or rooms. 

Retention and disposal: 
Files are retained until paid in full at which time the original loan 

agreement is returned to the loa~ recipient. · 
System manager(s) and address: · 
Executive Secretary, Air Force Welfare Board, Randolph Air 

Force Base, TX 78150-6001. 
Notification procedure: . 
Requests from individuals should be addressed. to 'the System Man-

ager. ' 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. ·. . · · · . · · · 
Contesting record 'procedures: 
The Air. Force's rules for access to records and for contesting and 

appealing initial determinations, by the individual concerned may be 
obtained fr9m.thc:; System Manager. 

Record source categories: .. 
Original loan agreements generated by the ·Joan recipient; corre­

spondence received from or sent to lo~n recipient~; certificalions 
from college/university registrars as to receipt of payment for tui-
tion, Sc:hool supplies and other educational exp~nses. . i · 

Exemptions claimed for the system: 

None. 

F215 AF DP A 
System name: 

Child Development/Youth Activities Records. 
System loeation:. , . . 
Headquarters Air Force Military Personnel Center, Directorate of 

Morale and Welfare Operations (HQ AFMPC/DPMS), Randolph 
Air Force Base, Texas 78150-6001, major command headquarters, 
and each Air Force installation with' Child Development/Youth Ac­
tivities programs. Official mailing addresses are published as an ap­
pendix to the Air Force's compilation of record system notices: 

Categories of individuals covered by the system: 
Eligible children and youths .enrolled in Air Force Child Develop­

ment or Youth Activities programs, their parents/guardians, and 
Family Day Care (FDC) Providers. 

Categories of recor~ in the system: · 
Enrollment/regi~tr~tion records; record of injuries; medication per­

mission records; permanent register; staff ana child record; -weekly 
activity· plans; incident reports; annual and semiannual program re­
ports; parents/guardians and program surveys; parents'/guardians au­
thorization for 'testing/field trips; student progress reports; test re­
sults; forwarding of scho()l records; . daily reservation logs; -daily 
attendance records, and volunteers applications. The system will also 
contain FDC Providers' license application; license, . and home ap" 
proval records. · 

Authority for maintenance of the ,system: 
.to U.S.C. SOI3, Secretary. of. the Air Force; Powers and Duties; 

delegation by; implemented by Air Force Regulations 215-27, Child 
Development Program, and 215-23, Youth Activities. 

Purpose(s): 
Used by child development and youth activities personnel to enroll 

children/youths in the child development/youth activities programs; 
locate parents/guardians in case of emergency; monitor and properly 
report injuries and accidents; receive documentation ·and permission 
to dispense medications; record and monitor staff-to-child ratio; 
rep()rt program participation and- activities; ,report financial data; 
assess program . needs; ·enroll and ·license FDC Providers; record, 
·reserve, and monitor daily attendance; and maintain information for 
waiting lists. 

. Routine uses of records maintained in the _system, including catego-
ries of users and the purpose of such uses: . 

Records from this system may be disclosed to civilian physicians · 
or hospitals in the course of obtaining emergency medical attention 
for children. · 

With written consent of the FDC Provider, home address and 
home telephone number, of the FbC Provider may be disclosed to 
prospective customers upon request. 

The "Bhmket Routine Us~s" published at the beginni1,1g .of the 
Department of the Air Force's compilation of record system notices 
apply to this system. · 

.Jiolicies and practices for storing, retrieving, accessing, retaining,. and 
disposing of records in the system: . , . . . 

Storage: 
Paper and card stock records maintained in file folders. Data will 

also be maintained in computer. files. 
Retrievability: 
Retrieved by family name or FDC Providers' name. 
Safeguards: 
Records are maintained in locked file cabinets, locked desk draw­

ers or locked offices. Computers and disks will be stored in locked 
cabinets or locked rooms. Records are accessed by the program 
directors, assistant directors, family day care coordinators/out-reach 
workers and clerks/administrative personnel responsible for servicing 
the records in performance of their official duties who are properly 
screened and cleared for need-to-know. · 

Retention and disposal: . 
Retained in office files for one year after child/youth leaves PfO· 

gram or until parent/FDC provider requests transfer of records to 
another base, whichever comes first. In the event the records are not 
transferred, they will be destroyed by tearing into. pieces, shredding, 
pulping, macerating, or burning. Computer records are destroyed by' 
erasing, deleting or overwriting. 

System manager(s) and address: 
HQ AFMPC/DPMS, Randolph Air Force Base~· TX 78150-6001 

and Child Development/Youth Activities Directors at Air Force 
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installations with Child Development/Youth Activities programs. Of­
ficial mailing addresses are published as an appendix to the Air 
Force's compilation of record ·system nqtices. 

Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information on them should address inquiries to, or visit the 
HQ AFMPC/DPMS, Randolph Air Force Base, TX 78150-6001 and 
Child Development/Youth Activities Directors at Air Force installa­
tions with Child Development/Youth Activities programs. Official 
mailing addresses are published as· an appendix to the Air Force's 
compilation of re9ord system notices. 

The full name of the person/provider will be required to determine 
if the system contains a record about him or her. A mi1itary identifi­
cation card or drivers license will b~ required as proof of identity. 

Record access procedures: 
Individuals seeking access to records about them~lves contained in 

this system should address requests to the HQ AFMPC/DPMS, 
Randolph Air Force Base, TX 78150-6001 and Child Development/ 
Youth Activities Directors at Air Force installations with Child 
Development/Youth Activities programs. Official mailing addresses 
are published as an appendix . to the Air Force's· compilation of 
record system notices. . 

A military identification card or drivers license will be required as 
proof of identity. 

Contesting record procedures: 
The Air Force rules for access to records and for contesting and 

appealing initial agency determinations by the individual concerned 
are published in Air Force Regulation 12-35; 32 CFR part 806b; or 
may be obtained from the system manager. 

Record source categories: 
Information obtained from parents, volunteers, FDC applicants, 

and documentation by authorized child d~velopment and/or youth 
activities personnel. 

~xemptions claimed for the system: 
None. 

F215 AFA A 
System name: 

Library Authorized Patron File. 
System location: 
USAF Academy Library, United States Air Force Academy, Col­

orado Springs, CO 80840-572 I. 
Categories of individuals covered by the system: 
All Academy military and civilian personnel and cadets, specially 

authorized non-base library patrons. · 
Categories of records in the system: 
Social security. number, library card number, n~me, base or home 

address, privilege code, statistical code, base organizational affiliation 
code, telephone number(s), expiration date, number of cards issued, 
·service code (if appropriate), graduate school code (if appropriate) 
.for :special borrowers, and dfsiv training code (if appropriate), expira­
tion data for special borrower privileges. 

Authority for maintenance of the system: 
ro United States Code Chapter 903, United States Air Force Acad­

emy. 
Purpose(s): 
Used 'by Library and Visual Information personnel to fully identify 

patrons to whom library material is charged in operation of the 
Libr.ary~s ·automated circulation control system, to follow .up on de­
linquent ;borrowers by generation of overdue notices, and to clear 
departin_g patrons ·and delete their names from . the file, and to issue 
lib'rary 'car.ds. · 

Routine uses of records maintained in the system. including categ~ 
ries of 'Users and the purposes of such uses: . . 

Records from this system of records may be. disclosed for any of·. 
the blanket routine uses published by the Air ·Force. 

P.olicies and practices for storing, retrieving. :accessing. retaining, and 
disposing of records in the system: · 

Storage: 
Maintained in computer and computer out·put iproducts, and on 

paper application forms. 
Retrievability: 
Social Security Number. 
Safeguards: 
Records are accessed by person(s) responsible for library circula­

tion control operation in the performance of theM- office duties. 

Computer storage devices are protected by computer system soft­
ware. Paper files are store<;l in locked cabinets in restricted areas. 

Retention and disposal: 
Patron data is deleted from master files maintained on computer 

when outgoing clearance is accomplished. Paper forms are destroyed 
when no longer needed. 

System manager(s) and address: 
· Director of . Academy Libraries, USAF Academy, ·Colorado 
Springs, CO 80840. 

Notification procedure: 
Request from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: . 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned ~ay be 
obtained from; the System Manager and is published in Air Force 
Regulation 12-35. · 

Record source categories: 
Individual. 
Exemptions claimed for the system: 
None. 

F215 AFA B 
System name: . 

Library /Special Collections Records. 
System location: 
USAF Academy Library, United States Air Force Academy, Col­

orado Springs, CO 80840-5721. 
Categories of individuals covered by the system: · 
Cadets, Air Force active duty personnel, members of boards and 

committees associated with Academy operations (Board of Visitors, 
General Officer Advisory Committee, etc.), faculty, staff and gradu­
ates of USAF Academy. 

Categories of records in the system: 
This system consists of the following categories of information or 

subsystems: (1) Index by name .to persons in historical photographs 
and on official officer rosters; (2) historical rosters of cadet wing, 
cadet class rosters, files of orders, grade lists contained in historical 
course materials, athletic squad rosters: (3) index by name,· date of 
service on each 'board or committee; (4) dissertations, thesis, books, 
articles, published reports furnished by individual concerned. 

Authority for maintenance of .the system: 
10 USC Chapter 903, United States Air Force Academy. 
Purpose(s): 
(1) To identify individuals with their periods of service at the 

Academy and connection with historic Academy events as recorded 
in photographs and/or biographical data. (2) Used by faculty, staff 
and cadets working on history and operations of the Academy. (3) 
To identify and individual's service on official Academy boards and 
committees. (4) Publication collection is a traditional library function 
to show scholarly achievements on an institution of higher education, 
for use in accreditation reports and as a central reference resource. 

Routine uses of. records maintained in the system, including catego­
ries of users and th~ purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and· 
disposing of records in the system: 

Storage: 
Maintained in card files, photographs, file folders, visible file bind-

ers/cabinets and on roll microfilm. 
Retrievability: 
·By name: 
Safeguards: 
Records are .accessed by person(s) responsible for servlcmg the 

record system in performance of their official duties and are· main­
tained in locked ·cabinets or rooms. · 

Retention and disposal: 
Library special collection is retained permanently at· the USAF 

·Academy Libr.ary. 
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_ System manager(s) and address: 
Director of Academy Libraries, USAF Academy, Colorado 

Springs, CO 80840. 
Notification. procedure: 
Requests from· indi~iduals should be addressed to the System Man-

ager. · 
Record access procedures: 
Individual can obtain assistance· in gaining access from the System 

Manager. · 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the iudividual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. . _ . · · · 
· · Record source ca.tegories: · . . 

Card catalog is prepared manually by Library .personnel fro~ 
photograph identification captions, officer rosters, historical materials 
and r~c;ords. Materials· generated by Superintendent, Dean of Faculty 
~genc1es, Commandant of Cadet agencies, Director of Athletics, Reg­
Istrar, Staff Agen'cies. Publications are supplied by individuals ·con­
cerned. 

Exemptions claimed for the system: 
None. 

F215 AU A 
System name: 

Air University (AU) Library Patron Database. 
System location: 
Primary Site: Air University Library, Bldg 1405, Maxwell AFB, 

AL 36112-5564. Branch: USAF Senior NCO Academy Library, 
Bldg 1110; Gunter AFS, AL 36114-5732. 

Categories of individuals covered by the system: 
Military and civilian students in· the various schools of Air Univer­

sity; active-duty Air Force personnel· assigned to Maxwell A~B and 
Gunter AFS; civilian federal employees at Maxwell and· Gunter; 
military retirees living in the area; students at local universities whose 
libraries have a reciprocity agreement with A UL .. 

Categories of records in the system: · :. 
.Name, rank, SSN, local address and phone and/or base address on 

phone, type-of-patron and library-privil~ge codes, .expiration gate of 
patron registration. .. . · · 

Authority for maintenance of the system: .·. · 
War Department General Order No.1~ (May 25, 1920) (autho~i~ed 

establishment of The Air Service School, the first Air University 
predecessor; at Langley Field); Air University Generl!-1 Order No. 35 
(August 26, 1949) (authorized establishment of Air University Li­
brary); Executive Order 9397. 

Purpose(s): 
To allow Library Circu,Iatioq staff to carry out the following tasks 

required for operating an automated circulation system: Create and 
qtaintain records identifying individuals as ·authorized .borrowers; 
issue library cards bearing authorization number; charge.materials out 
tQ properly-identified patronship produce overdue notices for follow­
up of delinquent borrowers; clear ·records of departing pa.trons and 
delete their names from the data base pf authorized borrowers. · 

Routine uses of records maintained in the system, including catego­
ries of users a"d the purposes of such uses: 

Records from the system of records may be disclosed for· any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Automated, maintained on computer storage devices. 
Retrievability: 
By name, SSN, and library card bar code number. 
Safeguards: 
Records are accessed by Library Circulation staff in the perform­

ance of .their duties, and by Library Systems staff in performing 
system ·maintenance. Access is. by password through· terminals re­
stricted to staff use only, and data is further secured in .. computer 
storage devices protected by system software. 

Retention and disposal: 
Patron .records. of military members attending Air University 

schools are purged from the system according to graduation date of 

.t}Je schools. All other patron records are purged three years from 
registratio·n date. Printouts are destroyed by tearing them into pieces. 

System manager(s) and address: 
Systems Librarian, A UL/LSS, Bldg 1405, Maxwell AFB, AL 

36112-5564 .. 
Notification procedure: 
Inquiries should be directed to the System Manager. 
Record access procedures: 
Individual may ask the System· Manager for access :to his/her own 

record. 
Contesting record procedures: · 
The Air Force's. rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air' Force 
Regulation 12'-35 (32 CFR part 806b). 

Record source categories: . . . 
Data ·inpJit from information provided by individual orally and/or 

pn patron registration form; data,. loaded from magnetic computer 
tape, obtained from MPC data bases such as the Pipeline Manage­
ment System. 

Exemptions claimed for .the system: 
None. 

System name: 
Cadet Chaplain R~cords. ·, 
System location: 

F265 AFA A 

United States Air Force Academy, Colorado Springs, CO 80840. 
Categories of individuals covered by the system: 
Air Force Academy Cadets. 
Categories of records in the system: .. 
Religious affiliation, background· and religious interests and choir 

audition consisting of musical capabilities. 
Authority for maintenance of the system: 

. 10 USC 9331, Establishment; Superintendent; faculty, and 9337, 
Chaplain. 

Purpose(s): (1) Identify incoming Fourth Class Cadets religious 
affiliation, religious background data and religious. interests. Cadet 
Chaplains use this information to organize cadet .lay participation as 
ushers, choir members, _lay readers, lectors, commentators, and reli­
gious education teachers. Cadet chaplains and chapel. managers as­
signed to the USAF Academy Cadet Chaplain's Office us~ this infor­
mation. (2) Choir audition record identifies incoming cadet's musical 
capabilities and the music directors use this information. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be dis~losed for. any of 
the blanket routine uses published by the Air Force. , . 

Policies and p~actices for storing, retrieving, accessing, retilining, and 
disposing of records in the system: 

Storage: · 
Maintained on computer and computer output products and in 

card files. 
Retrievability: _ 
Filed by name and Social Security Number. 
Safeguards: 
Records are acce~sed by the custodi~~. by person(s) responsible for 

servicing the record system in the course of their official duties, and 
by authorized personnel who are properly cleared for need to know. 

:Records are stored in locked rooms and on computer storage devices 
protected by computer system software. 

Retention and disposa,l: 
Destroyed one year after graduation. 

· System manager(s) and address: 
USAF Academy Command Chaplain. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
· Contesting reco.rd proce~ures:. 
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The Air Force's rules for access to records and for contesting and 
appt:aling initial determinations by the indivi~ual concerned may be 
·obtamed from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Information obtained from individual cadet. 
Exemptions claimed for the system: 
None. 

F265 HC A 
System name: 

Non-Chaplain Ecclesiastical Endorsement Files. 
System location: 
Records maintained at the Office of the Chaplain for the installa­

tion where employed. Official mailing addresses are in the Depart­
mei_It of Defense directory in the appendix to the Air Force's systems 

. nottces. 
Categories of individuals covered by the system: 
Military/civilians authorized to function as Lay Leaders, Auxiliary 

Chaplains, Ushers, Lectors, etc. , 
Categories· of records in the system: 
Certification from religious denomination that the individual is 

qualified to function as Lay Leader or Auxiliary Chaplain. 
Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
. Purpose(s): 
Determining qualifications of individuals to serve as Lay Leader or 

Auxiliary Chaplain. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: · 
None. . 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by person(s) responsible for servicing the 

record system in performance o( their official duties. Records are 
stored in locked cabinets or rooms. 

Retention and disposal: 
Retained in office files until superseded, obsolete, no longer .needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. Returned to issu­
ing denomination if requested. 

System manager(s) and address: 
Chief of Chaplains, Headquarters United States Air Force, Wash­

ington, DC 20330. 
Notification procedure: 

·.Requests from individuals should be addressed to the System Man­
ager: 

· Record access procedures: 
Request access from Senior Installation Chaplain. 
Contesting record procedures: 

. The Air Force's rules for access to records and for contesting and 
appealing initial determinations by the individual concerned may be 
obtained from the ·system Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Denominational agency endorsing individual to function. 
Exemptions claimed for the system: 
None. 

F265 HC B · 
System name: 

Chaplain Personnel Roster. 
System location: 
Headquarters United States. Air Force, Washington, DC 20330. Air 

Reserve Personnel Center, Denver, CO 80280. Headquarters of the 
major commands and separate operating agencies. Official mailing 

addresses are in the Department of Defense directory in the appendix· 
to the Air Force's systems notices. 

Categories of individuals covered by the system: 
Air Force civilian employees, Air Force Reserve and Air National 

Guard personnel. · · 
Categories of records in the system: 
Organization and station, manpower authorization records, statisti­

cal grade codes, Air Force specialty codes, name, Social Security 
Number, current rank, date of current rank, religious denomination 
code symbol, date of separation or service commitment, date of birth, 
effective date of current assignment. 

Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
Insuring adequate manning of Reserve, Air National Guard, and 

civilian auxiliary authorizations. 
Routine uses of records .maintained in the system, including catego­

ries of users and the purposes of such uses: 
None. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in file folders and note books/binders. 
Retrievability: . . 
Filed by name. Filed by Social Security Number (SSN) . 
Safeguards: 
Records are accessed by person(s) responsible for ·servicing the 

· record system in performance of their official ·duties. Record are 
stored in locked cabinets or rooms. 

Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on inac.tivation, then destroyed by tearing hito 
pieces, shredding, pulping, macerating, or burning. · 

System manager(s) and address: 
Chief of Chaplains, Headquarters United States Air Force, Wash­

ington, DC 20330. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Request for access may be made to the Major Command Chaplain 

of the nearest major command. Mailing addresses are in the Depart­
ment of Defense directory in the appendix to the Air Force's systems 
notices. 

Contesting record procedures: 
· The Air Force's rul~s for access to records and for contesting and 
appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Information obtained from automated system interfaces and from 

· individuals. 
Exemptions claimed for the system: 
None. 

F265 HC C 
System name: 

Directory of Active Duty and Retired Chaplains. 
. System location: 

Primary location: Chief of Chaplains, Headquarters United States 
Air Force, Washington, DC 20330: Decentralized location: At offices 
of each active duty and retired chaplain. Official mailing addresses 
are in the Department of Defense directory in the appendix to the 
Air Force's systems notices. 

Categories of individuals covered by the system: 
Air Force active duty officer personnel, retired Air Force military 

personnel, all Air Force active duty and retired Chaplains. 
, Categories of records in the system: 

Name, current mailing address, home state, religious denomination. 
Authority for maintenance of the system: · 
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· 10 USC 8012~ ·secretary of the Air Force: Powers and. duties; 
delegation by. 

Purpose(s): 
Used by Chaplains·as a ready reference in referring counselees to 

other Chaplain counselors by name. · 
Routine uses of records maintained in the system, including catego­

ries of users. and the purposes of such uses: 
None. 
Policies and practices for storing, retrieving, acc~ssing, retaining, and 

disposing of records in the system: 
·~ ' . 

Maintained in note books/binders. 
Retrievability: 
Filed by name. 
Safeguards: 
Each Chaplain listed in the Directory has access as custodian of 

the record system stored in locked cabinets or rooms. · 
Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. 

System manager(s) and address: 
Chief of Chaplains, Headquarters United States Air Force, Wash-

ington, DC 20330. · · · · · . 
Notification procedure: ' 
Requests from individuals should be addressed to the System Man­

ager. 
Record access proce~ures: 
Individual can obtain assistance in gaining :ac~ess from the System 

Manager. . , 
Contesting record procedures: . 
The Air Force's rules for access to records and for contesting and 

appealing initial d~terminations by the il}dividual concerned may be 
obtained from the System Manager. · 

Record source categories: 
Active duty addresses from assignment action documents at Head-. 

quarters United States Air Force; retiree addresses from individual 
retirees. · 

Exemptions claimed ~or th~ sy~tem: 
None. 

F265 HC D 
System name: 

Records on Baptisms, Marriages and Funerals by Air Force Chap­
lains .. 

System location: 
Washington National Records Center, Washington, DC 20409. 

1955 to 1958 Records Group, Modern Military Branch, Military 
Archives Division, National Archives Service, Washington, DC 
20408; 1949 to 19.55 Records Group. 

Categories of individuals covered by the system: 
Military and civilian personnel, marriages, military and dependent 

personnel, bapti.sms, military and dependent personnel, funerals. 
Categories of records in the system: 
Record of baptisms, · marriages and funerals performed by Air 

Force Chaplains. 
Authority for maintenance of ~he system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
Records of rites performed by Air Force Chaplains used to verify 

rites performed for individuals. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of su.ch uses: 
None. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: . 
Maintained in card files. 
Retrievability: 
Filed by name. 
Safeguards: 

Records are acces~ed by person(s) responsible for. serv1cmg the 
record system in performance of their official duties. Records are 
stored in locked cabinets or rooms. 

Retention and disposal: 
Fifty-year retention 1955 to 1958, Washington National Records 

Center, Washington, DC 20409; Year Group 1949 to 1955 retained at 
Modern Military Branch, Military Archives Division, National Ar­
chives and Records Administration, Washington, DC 20408; system 
discontinued after 1958. 

System manager(s) and address: 
Chief of Chaplains, Headquarters United States Air Force~ 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may ·be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. · 

Record source categories: 
Information from individuals and Air Force Chaplains reporting 

rites. 
Exemptions claimed for the system: 

. None. 

System name:· · 
Military Decorations. 
System location: 

F900 AFMPA 

Directorate of Personnel Program Actions, Headqua·rters Air 
Force Military Personnel Center (HQ AFMPC), Randolph AFB TX 
78150-6001. Headquarters of major commands and at all levels down 
to and including Air Force installations. 

Categories of individuals covered by the system: 
Active duty military personnel. Air Force Reserve personnel. Air 

National Guard personnel. 
Categories of records in the system: 
Supervisory evaluation of duty performance with . comments by 

commanders at intermediate levels .. 
Authority for maintenance of the system: 
10 U.S.C. Chapter 857, Decorations and Awards; as implemented 

by Air Force, Regulation 900-48, Individual and Unit Awards and 
Decorations, and Executive Order 9397. 

Purpose(s): 
Used by. award approval authorities to determine qualification for 

recognition through award of a military decoration. 
Routine uses of records maintained in the system, including catego­

ries of users and the purpose of such uses: 
The "Blanket Routine Uses" published at the beginning of the Air 

Force's compilation of record systems notices apply to this system. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Maintained in visible file binders/cabinets, i,n computers and on 

computer output products. 
Retrievability: 
Retrieved by name or Social Security Number. 
Safeguards: 
Records are accessed by person(s) responsible for servJCmg the 

record system in~ performance of their official duties and by author­
ized personnel who are properly screened and cleared for need-to­
know. Records are stored in locked rooms and cabinets. Those in 
computer storage devices are . protected by computer system soft-
ware. · · 

Retention and disposal: 
Retained in office files for one year. after annual cut-off, then 

destroye9 by tearing into pieces, shredding, pulping, macerating, or 
burning .. Destroyed I year after completion by tearing into P.ieces 
shredding, pulping, macerating or burning. Computer re·cords are 
destroyed by erasing,· deleting or overwriting. 

r' 
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System manager(s) and address: 
Assistant Deputy Chief of Staff/Personnel, HQ AFMPC, Ran­

dolph AFB, TX 78150-6001. 
Notification procedure: 
Individuals seekir-g to determine whether this system of records 

contains information on themselves should address written inquiries 
to the Assistant Deputy Chief of Staff/Personnel, HQ AFMPC, 
Ra!"dolph AFB, TX 78150-6001 or to agency officials at location of 
asstgnment. 

Record access procedures: 
Individuals seeking access to records aboutthemselves contained in 

this system should address written requests to the Assistant Deputy 
Chief of Staff/Personnel, HQ AFMPC, Randolph AFB, TX 78150-
.6001 or to agency officials at location of assignment. 

Contesting record procedures: 
The Department of the Air Force rules for access to records and 

for contesting and appealing initial agency determinations by the 
individual concerned are published in Air Force Regulation .12-35, 
Air Force Privacy Act Program; 32 CFR part 806b; or may be 
obtained from the system manager. 
. Record source categories: 

Supervisors' evaluations. 
Exemptions claimed for tbe system: 
None. 

F900 AF MP B 
System name: 

Suggestions, Inventions, Scientific Achievements. 
System location: . · 
Directorate of Personnel Program Actions; Headquarters Air 

Force Manpower and Personnel Center, Randolph Air .Force Base, 
TX 78150. Headquarters of major commands and separate operating . 
agencies and base personnel offices. Official mailing addresses are in· 
the Department of Defense Direc~ory in the appendix to the compo-
nent's systems notices. • 

Categories of individuals covered by the system: 
Air Force military members and civilian employees. 
Categories of records in the system: 
Files include suggestion· forms, evaluations and substantiating docu­

mentation c;::onsisting of forms, certificates, administrative correspond-
ence; records of committee actions; award actions; reports. · 

Authority for maintenance of the system: 
10 USC 1124, Cash awards for suggestions, inventions or scientific 

achievements; as implemented by Air Force Regulation 900-4, The 
Air Force Suggestion Program, and Air Force Manual 900-132, Sug­
gestion Program Data System: P073/UG Users Manual. 

Purpose(s): 
Files are originated when personnel initiate a suggestion, invention, 

or scientific achievement. Case tiles are reviewed by the Suggestion 
Office personnel, and are referred to the Suggestion A wards Com­
mittee for review when required by governing directives. Individual 
name files are retained not more than one full year after close of year 
in which the final action was taken. Records of committee .actions 
are retained for two years. Copy of approved award is filed ih 
civilian employee's official personnel tile. Copy of approved award is 
not retained elsewhere for military member. 

Routine uses of records maintained in the system, including categQ­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses published by the Air Force. 

Policies and practices for storing, retrieving, accessing, retaining, . and 
disposing of records in the system: 

Storage: 
Maintained in file folders and on cards. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by custodian of the record system ·and by 

person(s) responsible for servicing the records. in performance of 
their official duties who are properly screened and cleared for need­
to-know. 

Retention and disposal: 
Retained for one year after end of year in which the case was 

closed, then destroyed by tearing into pieces, shredding, pulping, 
macerating, or burning. 

System manager(s) and address: 
Assistant Deputy Chief of Staff, Manpower and . Personnel for 

Military Personnel, Randolph Air Force Base, TX. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. 
Record .access procedures: 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. 

Record source categories: 
Information obtained from source document (Suggestion Form) 

include name, Social Seeurity Number, job title, home or mailing 
address, grade and organization.al a~dress. 

Exemptions claimed for the system: 
None. ... 

System name: 
Cadet Awards Files. 
System location: 

F900 AFA A 

United States Air Force Academy, USAF Academy, Colorado 
Springs, CO 80840. 

Categories of individuals covered by the system: 
Relatives of deceased person's who are memorialized through cadet 

awards and any former USAF Academy cadet who has been honor­
ably discharged because of being crippled, disabled, or blinded while 
enrolled at the USAF Academy, or because of the 'discovery of a 
physical defect after entering the USAF Academy. . · 

Categories of records in the system: 
Cadet Awards files by award area, including background on 

person memorialized, donor financial arrangements, record of award 
winners and administrative history and military, academic and medi­
cal information on individual considered for award, financial status of 
parents or guardian and/or candidate. 

Authority for maintenance of the system: 
10 USC Chapter 903, United States Air Force Academy. 
Purpose(s): 
For continuing award sponsorship business with donors, which 

consist of private individuals, patriotic and veteran organizations, and 
major air command and used by Cadet Awa~ds· Council to aid in 
their selection of individuals to receive annual award presented to 
disabled former cadets. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: . · 

Records may be disclosed to donors. 
Records from this system of records may be disclosed for any 9f 

the blanket routine uses published by the Air Force. 
PoliCies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: • 
Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by person(s) responsible for servtcmg the 

record system in performance of their official duties. Records are 
stored in security file containers/cabinets. AWards Council Chairman 
and appointed project officer are only persons reviewing financial 
statements .. 

Retention and disposal: 
Records are ·maintained five years in office area before retiring to 

base staging area for 45 additional years. . 
Sy~tem manager(s) and address: 
Dean of Faculty, USAF Academy, Colorado Springs, CO 80840. 
Notification procedure:· 
Requests from individuals should be: addressed to the System Man­

ager. 
Record access procedures: 
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Individual can obtain assistance in gai.ning access from the System 
Manager. · · 

Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager and are published in· Air Force 
Regulation 12-35. 

Record source categories: 
Information obtained from ·educational institutions, from individual 

or next of kin. ' 
Exemptions c.laimed for the system: 
None. 

F900AFA 8 
Sys~em name: 

Thomas D. Whjte National Defense Award. 
System location: 
United States Air Force Academy, Colorado Springs, CO 80840. 
Categories of individuals covered by th'e system: . 
Living U.S. citizens who have contributed significantly to the 

national defense and security of the United States. 
Categories of records in the system: 
Nominations and supporting biographical information on nominees 

for the Thomas D. White Defense Award. 
Authority for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; . 

delegation by. 
Purpose(s): 
Data pertaining to the Thomas D. White· National Defense Award· 

is used by a selection board in identifying. an appropriate recipient for 
the award. The elements, which may ·consist of citations, certificates, 
and/or trophies are prepared using information provided by the 
nominating activity. 

Routine uses of records maintained in the syst.em, including catego­
ries of users and the purposes of such tises: 

Records from this system of records may be disc)osed for any of 
the blanket routine uses published by the Air Force .. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Maintained in file folders and on microfiche. 
Retrievability: 
By name. 
Safeguards: ' 
Records are accessed by custodian of the record system and by 

person(s) responsible for servicing the record system in performance 
of their official duties are properly screened and cleared for need-to­
know. Records are stored in security file containers/cabinets and in 
locked cabinets or rooms. 

Retention and dispos.at: 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on inactivation. · · · 
System manager(s) and address: 
Deputy Chief of Staff/Personnel, USAF Academy, C<?lorado 

Springs, CO 80840. 

Notification procedure: 
Requests from individuals should be addressed to the Systerit Man­

ager. 
Record access procedures: 
Individual can obtain assistance in gaining a~cess from the System 

Manager. · . · 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individu~l concerned ma,y be 
obtained from the System Manager and are published in Air Force 
Regulation 12-35. 

Record source categories: 
Information obtained from previous employers· and from the indi­

vidual. 
Exemptions claimed for the system: 
None. 

F900 DAY A 
System n~me: . . 1 

Annuai Outstanding Air Force Administration and Executive Sup­
port A wards. 

System location: 
Primary system at the Administrative Systems Management 'Divi­

sion, Directorate of Administration, Headquarters United States Air 
Force, Washington, DC 20330. Decentralized segments may be found 
within Administration offices and at nominating units. Headquarters 
of major commands and at all levels down to and including Air 
For9e installations. . 

. Categories of individuals covered by the ·system: 
Air .Force active duty military personnel. 
Categories of records in the system: 
Files include unit or command nomination letters; letters of com­

mendation citing nominees for their achievements and selection as 
outstanding administrators; 'Hometown News Rel~ase Data,' for mili­
tary personnel; 'Civilian News Data,' for civilian personnel. 

Authority for maintenance of the system: 
JO USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by. 
Purpose(s): 
Used for review and selection of award recipients by committ~e. 

Further use is for preparation of certificates of recognition; letters of 
commendation, and preparation of news articles recognizing individ­
ual award recipients. 

Routine uses of records maintained i~ the syst~m, including c~tego­
ries of users and the purposes of such uses: 

Records from this system of re~ords may be disclosed for; any of 
the blanket routine uses published by the Air Force. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Maintained• in file folders. 
Retrievability: 
Filed by name within major command or separate operating 

agency sequence. 
Safeguards: 
Records are accessed by person(s) responsible for serv1cmg the 

record system in performance of their official duties who.are proper-
ly screened and cleared for need-to-know. · 

Retention and disposal': 
Retained in office files ·for one year after annual cut-off, then 

dest.royed by tearing into pieces, shredding, pulpirig, macerating, or 
burning. · 

System manager(s) and addr~ss: 
Director of Administration, Headquarters United States Air Force. 
Notification procedure: 
Requests from individuals should be addressed to the System Man­

ager. Individual must give name and organization of assignment. The 
individual may visit the Director or Chief of Administratio·n, or the 
Privacy -Officer, of any installation. · v 

Record access procedures: 
Individual can obtain .assistance in gai~ing access from.the System 

Manager. Mailing addresses are in the Department of Defense direc­
tory in the appendix to the Air Force's systems notices. 

Contesting record procedures: 
The Air Force's rules for access to records and· for contesting and 

appealing initial determinations by the individual 'concerned may be· 
obtained from the System Manager. 

Record source categories: 
Information obtained from the individual's supervisor. 
Exemptions claimed for the system: 
None. 

Syste~ name: 
Special A wards File .. 
System location: 

F900 TAC A 

Headquarters Tactical Air Command, Langl~y Air Force Base, 
VA 23665•5001. 

Ca.tegories of individuals covered by the system:· 

j 
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~ir Fo~ce ac~ive duty military personnel, civilian employees ~nd 
rettred Atr Force officers who are or were formerly assigned to 
Tactical Air Command. ·· 

Categories of records· in. the· system: 
Alphabetical file containing limited award and biographical data on 

T AC personnel where awards have been approved and may be used 
for reference in future. File. is informational in nature and action does 
not result therefrom. 

Authority -for maintenance of the system: 
10 USC 8012, Secretary of the Air Force: Powers and duties; 

delegation by and 8074, Commands: Territorial organization, and Air 
Force Regulation 900-48, Decorations, Service and Achievement 
Awards, Unit Awards, Special Badges, and Devices, TAC Sup 1, 
and Air Force Regulation 900"29, Special Trophies and Awards, 
TAC Sup I. 

Purpose(s): 
-Used by Command Awards Branch for reference. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Records from this system of records may be disclosed for any of 

the blanket routine uses published by the Air Force. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
Maintained in file folders. 
Retrievability: 
Filed by name. 
Safeguards: 
Records are accessed by authorized personnel who are properly 

screened and cleared for need-to-know. Records are stored in securi­
ty cabinets. 

Retention and disposal: 
Retained in office files until superseded, obsolete, no longer needed 

for reference, or on inactivation, then destroyed by tearing into 
pieces, shredding, pulping, macerating, or burning. 

System manager(s) and address: 
Deputy Chief of Staff, Personnel, Tactical Air Command, Langley 

Air Force Base, VA 23665. . 
Notification procedure: · 
Requests f~om individuals should be addressed to the System Man­

ager. 
Record access procedures: . 
Individual can obtain assistance in gaining access from the System 

Manager. 
Contesting record procedures: 
The Air Force's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the System Manager. · 

Record source categories: 
Information obtained from previous employers and source docu-

ments such as reports. 
Exemptions claimed for the system: 
None. 

DEPARTMENT OF THE AIR FORCE ADDRESS 
DIRECTORY OFFICE OF THE SECRETARYOF 

THE AIR FORCE AND HEADQUARTERS UNITED 
STATES AIR FORCE 

Office of the Secretary of the Air Force, Washington, DC 20330-
1000. . 

Assistant Secretary of the Air force, Acquisitions, Washington, 
DC 20330-1000. 

Assistant Secretary of the Air Force, Manpower, Reserve Affairs, 
Installations, and Environment, Washington, DC 20330-1000. 

Assistant Secretary of the Air Force, Financial Management and 
Comptroller, Washington, DC 20330-1000. 

Administrative Assistant to the Secretary of the Air Force, Wash-
ington, DC 20330-1000. · 

Office of the Secretary of the Air Force,_ Director, Legislative 
Liaison, Washington, DC 20330-1420~ · 

Office of the Secretary of the Air Force, Director, Office of Public 
Affairs, Washington, DC 20330-1150. 

Assistant Secretary for Space, Washington, DC 20330-1000. 
Deputy Under Secretary of the Air Force, International Affairs, 

Washington, DC 20330-1000. 

Office of the Secretary of the Air Force, Sm~ll and Disadvantaged 
Business Utilization, Washington, DC 20330-1000. 

Inspector General of the Air Force, Washington, DC 20330-5100. 
General Counsel of the Air Force, Washington, DC 20330-5000. 

· Office of the Secretary of the Air Force, Director of Information 
Management, Washington, DC 20330-1000. . 
. Chief of Staff, United States Air Force, Washington, DC 20330-
1000. 

Vice Chief of Staff, United States Air Force, Washington, DC 
20330-1000. . 

Assistant· Vice Chief of Staff, United States Air Force, Washing­
ton, DC 20330-1000. 

Chief Scientist, United States Air Force, Washington, DC 20330-
5040. . 

Surgeon General, United States Air Force, Washington, DC 
20330-6188. 

The Judge Advocate General, United States Air Force, Washing­
ton, DC 20330-5120. 

Assistant Chief of Staff, Intelligence, United States Air Force, 
Washington, DC 20330-5110. 

Chief, National Guard Bureau, Washington, DC 20330-2500. 
Chief, Air Force Reserve, Washington, DC 20330-5440. 
Assistant Chief of Staff, Studies and Analyses, United States Air 

Force, Washington, DC 20330-5420. 
Chief of Chaplains, United States Air Force, Washington, DC 

20330-5000. 
Assistant Chief of Staff, Systems for Command, Control, Commu­

nications and Computers, United States Air Force, Washington, DC 
20330-5190. 

Chief, Office of Air Force ·History, United States Air Force, 
Washington, DC 20330-6098. 

Deputy Chief of Staff, ·Personnel, United States Air Force, Wash-
ington, DC 20330-5060. . . 

Deputy Chief of Staff, Programs and. ·Resources, United States Air 
Force, Washington; DC 20330-5240. . 

Deputy Chief of St_aff, Plans and Operations, United States Air 
Force, Washington, DC 20330-5050. 

Deputy Chief of Staff, Logistics and Engineering,_ United States 
Air Force, Washington, DC 20330-5130: 

AIR FORCE MAJOR COMMANDS (MAJCOM), 
SEPARATE OPERATING AGENCIES (SOA), AND 
DIRECT REPORTING UNITS (DRU) (ARRANGED 

Al.PH;ABETICALLY) 
Air Force Major Commands 

Air Force Communications Commands (AFCC), Scott AFB, IL 
62225-6001. . 

Air Force Logistics Command (AFLC), Wright-Patterson AFB, 
OH 45433-5001. 

Air Force Space Command (AFSPACECOM), Peterson AFB, CO 
80914-500 I. . 

Air Force Systems Command (AFSC), Andrews AFB, DC 20334-
5000 .. 

Air Training Command (ATC), Randolph AFB, TX 78150-5001. 
Air University (AU), Maxwell AFB, AL 36112-5001. 
Alaskan Air Command (AAC), Elmendorf AFB, AK 99506-5001. 
Electronic Security Command (ESC), San Antonio, TX 78243-

5000. 
Military Airlift Command (MAC), Scott AFB, IL 62225-5001. 
Pacific Air Forces (PACAF), Hickam AFB, HI 96853-5001'. 
Strategic Air Command .(SAC), Offutt AFB, NE 68113-5001. 
Tactical Air Command (T AC), Langley AFB, VA 23665-5001. 
United States Air Forces in Europe (USAFE), APO New York 

09094-5001. 

Separate Operating Agencies 
Air Force Accounting and Finance Center (AFA:FC), Denver, CO 

80279-5000. 
Air Force Audit Agency (AFAA), Norton AFB, CA 92409-6001. 
Air Force Commissary Service (AFCOMS), Kelly AFB, TX 

89241-6290. . 
Air Force Engineering and. Services Center (AFESC), Tyndall 

AFB, FL 32403-6001. 
Air Force Inspection and Safety Center (AFISC), Norton AFB, 

CA 92409-7001. . 
Air Force Intelligence Agency (AFIA), Ft Belvoir, VA 22060-

5788. . 
Air Force Legal Services Center (AFLSC), Bolling. AFB, DC 

20332-5260. 
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Air Force Management Engineering Agency (AFMEA) Randolph 
AFB, TX 78150-643 1. . ' 

Air Force Military Personnel Center (AFMPC) Randolph AFB 
TX 78150-6001. ·~ . . ' . ' 

Air Force Office of Medical Support (AFOMS) Brooks AFB TX 
78235-5000. .. . . ' ' 

Air Force Office of Special Investigations (AFOSI), Bolling AFB, 
DC 20332-600t. . '· · . 

Air Force Office of Security Police (AFOSP), Kirtland AFB NM 
87117-6001. . . ' 

Air Force Operational Test and Evaluation Center (AFOTEC) 
Kirtland' AFB, NM 87117-7001. . · ' . · ~ ' 

Air Force Reserve (AFRES), Robins AFB, GA 31098-6001.' · 
Air Force Service Information and News Center (AFSINC) Kelly 

AFB, TX 78241-5000. ' 
~·~Air Reserve Personnel Center (ARPC), Denver, CO 8028~5000. 

Direct Reporti"'g Units . 
Air Force Center f~r· Studi~s a.nd Analyses (AFCSA) W~shington 

DC 20330-5000. ' ' 
Air Force Center for International Programs (HQ USAF 1 AFCIP-

PRI), Washington, DC 20330-5000. . . . . · . 
Air Force Civilian Persom1el Managemeilt Center (AFCPMC) 

Randolph AFB, TX 78150-6421. · . ' 
Air Force Cost Center (AFCSTC), 1111 Jefferson Davis Highway 

Suite 303, Arlington, VA 22202-2420. ' 
Air Force Combat Operations Staff (AFCOS), Washington, DC 

20330-5000. . ' 
.Air For9e Office of Special Investigations (AFOSI) · · 

Atr Force Office of Special Investigations (AFOSI), Bolting AFB; 
DC 20332-6001. 

. AFOSI District 1, Pease AFB;OH 03803-6337 .. 
AFOSI Detachment 102, Hanscom AFB, MA 01731-6337. 
AFOSI Detachment 106, Loring AFB, ME 04751-6337. 
AFOSI Detachment 109, .Griffiss AFB, ~y 13441..:633.7. 
AFOSI Detachment 111; Plattsburgh AFB, NY 1'2903-6337. 
AFOSI Detachment 140, Pease AFB, NH 03803-6337. 

' AFOSI District 4, Andrews AFB, DC 20331-6338. 
AFOSI Detachment 403, Dover AFB, DE 19902-6337. 
AFOSI Detachment'411, Bolling AFB, DC 20332-6337. 
AFOSI Detachment 412, 26 Federal Plaza, Room 1759, New 

York, NY 10007-1759. 
AFOSI Detachment 413, McG~ire AFB, NJ 08641-6337. 
AFOSI Detachment 414, Ft George G Meade, MD 20755-5000. 
AFOSI Detachment 440, Andrews AFB, DC 20331-6337: .. 
AFOSI District 5, Wright-Patterson AFB, OH 45433-6338. 
AFOSI Detachment 509, Wurtsmith AFB, MI 48753-6337. 
AFOSI Detachment 512, K I Sawyer AFB, MI 49843-6337. 
AFOSI Detachment 514, Chanute AFB, IL 61868-6337. 
AFOSI Detachment 515, Grissom AFB, IN 46971-6337. 
AFOSI Detachment 516, Scott AFB, IL 62225-6337. . 
AFOSI Detachment 518, Newark AFB, OH 43005-6337 .. 
AFOSI Detachment 540, Wright-Patterson AFB, OH 45433-6337: 
AFOSI District 7, Patrick AFB, FL 32925-6338. 
AFOSI Detachment 707, Homestead AFB, FL 33039-6337.· · 
AFOSI Detachment 709, MacDill AFB, FL 33608:.:.6337. 
AFOSI Detachment 710, Eglin AFB, FL 32542-6337. 
AFOSI Detachment 711, Tyndall AFB, FL 32403-6337. 
AFOSI Detachment 712, Robins AFB, GA 31098-6337. 
AFOSI Detachment 716, Hurlburt Fld.', FL 32544-6337. 
AFOSI Detachment 717,.Moody, AFB, GA 31699-6337. 
AFOSI Detachment 721, APO Miami 34001-5000. · 
AFOSI Detachment 722, Ft Buchanan, PR 00934-5000. 
AFOSI Detachment 740, Patrick AFB, FL 32925-6337. 
AFOSI District 8,. Maxwell AFB, AL 36112-63'38. 
AFOSI Detachment 810, Egland AFB, LA 71311-6337. 
AFOSI Detachment 811, Columbus AFB, MS 39701-6337 .. 
AFOSI Detachment 812, Keesler AFB, MS 39534-6337. ·. 
AFOSI Detachment 813, Little. Rock AFB, AR 72099-6337. 
AFOSI Detachment 814, Eaker AFB, AR 72315-6337. 
·AFOSI Detachment 815, Barksdale AFB, LA 71110-6337. 
AFOSJ Detachment 816, Arnold AFB, TN 37389-6337. 
AFOSl Detachment 840, Maxwell AFB, AL 36112-6337. 
AFQSI District 10, Randolph AFB, TX 78150-6338. 
AFOSI Detachment 1001, Bergstrom AFB, TX 78743-()337. 
AFOSI Detachment 1008, Goodfellow AFB, TX 76908-6337. 
AFOSI Detachment 1012, Lackland AFB, TX 78236-6337. 
AFOSI Detachment 1014, Laughlin AFB, TX 788~3-6337. 
AFOSI Detachment 1016, Kelly AFB, TX 78241-6337. . 
AFOSI Detachment 1018, Brooks AFB, TX 78235-6337. 
AFOSI Detachment 1020, Altus AFB, OK 73523-6337. 
AFOSI Detachment 1021, Dallas, TX 75222:-0202. 
AFOSI Detach~ent 1022, Carswell AFB, TX 76127-6337 ... 

AFOSI Detachment 1023, Dyess AFB, TX 79607,...6337. 
AFOSI Detachment 1024; ~heppard AFB, TX 7630-6337. 
AFOSI Detachment 1025, Reese AFB, TX 79480-6337. 
AFOSI Detachment 1026, Tinker AFB, OK 73145-6337. 
AFOSI Detachment 1040, Randolph AFB, TX 78150-6337. 
AFOSI District 13, Offutt AFB, NE 68113-6338. 
AFOSI Detachment 1302, Ellsworth AFB, SD 57706-6337. 
AFOSI Detachment 1306, Bldg 1218, McConnell AFB, KS 67221-

6337. . 
AFOSI Detachment 1312, MinotAFB, ND 58705-6337. : 
AFOSI Detachment 1313, Grand Forks AFB, ND 58205-6337. 
AFOSI Detachment 1314, Whiteman AFB, MO 65305-6337. 
A.FOSI Detachment 1340, Offutt AFB, NE 68113-6337. 
AFOSI District 14, Lowry AFB, CO 80230-6338 .. 
AFOSI Detachment 1401, Peterson AFB, CO 80914-6337. 
AFOSI Detachment 1402 F E Warren AFB, WY 82005-6337. 
AFOSI Detachment 1404, Hill AFB, UT 84056~6337. 
AFOSI Detachment 1405, .USAF Academy, CO 80840-6337. 
AFOSI Detachment 1406, Kirtland AFB. NM 87117-6337. 
AFOSI Detachment 1407, Cannon AFB, NM 88103-6337. 
AFOSI Detachment 1408, Holoman AFB, NM 88330....;6337.' 
AFOSI Detachment 1440, Lowry AFB, CO '80230-6337 .. 
AFOSI District 18, Norton AFB, CA 92409-6338. 
AFOSI Detachment 1801, .Edwards AFB, CA 93523-6337. 
AFOSI Detachment 1802, George AFB, CA 92394-6337. 
AFOSI Detachment 1803, March AFB, CA 92518-6337. 
AFOSI Detachment 1810, Vandenberg AFB, CA 93437-6337. 
AFOSI Detachment 1811, PO Box 92960, Los Angeles AFB,'CA 

90009-2960. 
AFOSI Detachment 1812, Nellis AFB, NV 89191-6337. 
AFOSI Detachment 1815, Luke AFB, AZ 85309-6337 . 
AFOSI Detachment 1816, Davis-Monthan AFB, AZ 85707-6337. 

' AFOSI De~achment 1817, Williams AFB, AZ 85224-6337. 
AFOSI Detachment 1840, Norton AFB, CA 92409-6337. 
AFOSI.District 19, Travis AFB, CA 94535.-6338. 
AFOSI Detachment 1901, Beale AFB, CA 95903-6337. 
AFOSIDetachmenr 1902, Castle AFB, CA 95342-6337. 

· AFOSI Detachment 1904, Mather AFB, CA 95655-6337. 
AFOSI Detachment 1905, McClellan AFB, GA 95652..!6337. 
AFOSI Detachment 1910, <:oast G.uard · ·Island, Alameda~. CA 

94501-6337. . ; 
AFOSI Detachment 1911, Hickam AFB, HI 96853.:..6338. 
AFOSI Detachment 1940, Travis AFB, CA 94535-6337. 
AFOSI District 20, McChord AFB, W A 98438"-'6338. 
AFOSI Detachment 2001,· PO Box 1332; Fairchild AFB, WA 

99011-6337. 
AFOSI Detachment 2004, Federal Bldg Room 2852, ·915 Second 

Avenue, Seattle; WA 98174-6337. 
AFOSI Detachment 2006, Malmstrom AFB, MT 59402-6337. 
AFOSI Detachment 2007, Mt Home AFB, ID 83648-6337. . 
AFOSI Detachment 2010, Elmendorf AFB, AK 99506-6337. 
AFOSI Detachment 2011, Eielson AFB, AK 99702-6337. 
AFOSI Detachment 2040, McChord 'AFB, W A 98438-6338. 
AFOSI District 21, Seymour-Johnson AFB, NC 27531-6337. · 
AFOSI Detachment 2101, Pope AFB, NC 28308-6337. 
AFOSI Detachm~nt 2102, Shaw AFB, SC 29152-6337. 
AFOSI Detachment 2103, Charleston AFB, SC 29404-6337. . 
AFOSI Detachment 2104, Seymour-Johnson AFB, NC 27531-

6337. 
AFOSI Detachment 2105, Myrtle Beach AFB, SC 29579-6337. 
AFOSI Detachment 2140, Langley AFB, VA 23665-6337. 
AFOSI District 42, APO San Francisco, 96274-6338. 
AFOSIDetachment 4201, APO San Frimcisco·96528-6337. 
AFOSI Detachment 4203, APO San Francisco 96334-6337. 
AFOSI Detachment 4240, APO San Francisco 96274-6337. 
AFOSI District 45, APO San Francisco 96301-6338. 
AFOSI Detachment 4502, APO San Francisco 96264-6337. 
AFOSI Detachment 4504, APO San Francisco 96213-6337. 
AFOSI Detachment 4506,'APO San Francisco 96570-6337. 
AFOSI Detachment 4540, APO San Francisco 96301-6337. 
AFOSI District 46, APO San Francisco 96328-6337. : . . 
AFOSI Detachment 4606, APO San Francisco 96519-6337. 
AFOSI Detachment 4607, A>PO San Francisco-96239-6337. 

; AFOSI Detachment 4640, APO San Francisco 96328-6337. 
. AFOSIDistrict 62, APO New York 09083-6338. . . 

AFOS.I Detachment 6202, APO New York 09179-6337. 
AFOSI Detachment 6203, APO New York 09194-6337. 
AFOSI Detachment 6204, APO New York 09238-6337. 
AFOSI Detachment 6205, APO New York 09755-6337. 
AFOSI Detachmept 6206, APO New York 09193--6337. 
AFOSI Detachment 6208, APO New York 09125-6337. 
AFOSI Detachment 6210, APO New York 09150-6337. 
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AFOSI District 68, APO New York 09283-6338. 
AFOSI Detachment 6801, APO New York 09286-6337. 
AFOSI Detachment 6802, APO New York 09406-6337. 
AFOSI Detachment 6803, APO New York 09293-6337. 
AFOSI Detachment 6804, APO New York 09240-6337. 
AFOSI Detachment 6805, APO New York 09794-6337. 
AFOSI Detachment 6806, APO New York 09223-6337. 
AFOSI Detachment 6807, APO New York 09291-6337. 
AFOSI Detachment 6808, APO New York 09520-6337. 
AFOSI Detachment 6809, APO New York 09694-6337. 
AFOSI Detachment·6840, APO New York 09283-6337. 
AFOSI District 69, APO New York 09254-6338. 
AFOSI Detachment 6901, APO New York 09289-6337. 
AFOSI Detachment 6903, APO New York09224-6337. 
AFOSI Detachment 6905, APO New York 09380-6337. 
AFOSI Detachment 6940; APO New York 09254-6337. 
AFOSI District 70, APO New York 09634-6338. 
AFOSI Detachment 7008, APO New York 09245~6337. 
AFOSI Detachment 7010, APO New York 09097-6337. 
AFOSI Detachment 7011, APO. New York 09132-6337. 
AFOSI Detachment 7013, APO New York 09154-6337. 
AFOSI Detachment 7014, APO New York 09122-6337. 
AFOSI Detachment 7024, APO New York 09094-6337. 
AFOSI Detachment 7028, APO New York 09611-6337. 
AFOSI Detachment 7030, APO New York 09292-6337. 
AFOSI Detachment 7031, APO New York 09860-,-6337. 
AFOSI Detachment 7032, APO New York 09136-6337. 
AFOSI Detachment 7033, APO New York 09126-6337. 
AFOSI Detachment 7034, APO New York 09669-6337. 
AFOSI Detachment 7035, APO New York 09188-6337. 
AFOSIDetachment 7036, APO New York 09027-6337. 
AFOSI Detachment 7040, APO New York 09634-6337. 
Air Force Reserve Officers Training Corps Units (AFROTC) HQ 

AFROTC; Maxwell AFB, AL 36112-6663 
AFROTC Detachment 5, Auburn University, Auburn University, 

AL 36849-5511. . . . 
AFROTC Detachment 10, PO Box 1988, University of Alabama, 

University, AL 35486-9990. · 
AFROTC Detachment 12, Samford University, Birmingham, AL 

35229-0001. . 
AFROTC Detachment 15, Tuskegee Institute, PO Box 1119; Tus­

kegee, AL 36088-1119. 
AFROTC Detachment 17, Troy State University, Troy, AL 

36082-0001. . 
AFROTC Detachment 19, Alabama State University, Montgom­

ery, AL 36195-0301. 
AFROTC Detachment 20, University of Arizona, Tucson, AZ 

85721-0211. . 
AFROTC Detachment 25, Arizona State University, Room 340, 

Old Main, Tempe, AZ.85287-0999. 
AFROTC Detachment 27, ·Northern Arizona University, NAU 

Box 15076, Flagstaff, AZ 86011-0045. · 
AFROTC Detachment· 28, Embry-Riddle Aeronautical University, 

.3200 Willow Creek Road, Prescott, AZ 86301-8662. 
AFROTC Detachment 30, University of Arkansas, Memorial Hall, 

Rm 319, Fayetteville, AR 72701-1201. 
· AFROTC Detachment 35, California State University-Fresno, 
Fresno, CA 93740-0040. 

AFROTC Detachm~nt 45, San Jose State University, San Jose, 
CA 95192-0051. . 

AFROTC Detachment 55, University of California at Los Ange­
les, Room 210, Men's Gym-UCLA, Los Angeles, CA 90024-1611. 

AFROTC Operating Location 55A, J_,oyola Marymount .Universi-
ty, 7101 West 80th Street, Los Angeles, CA 90045-2699. . 

AFROTC Operating Location 55B, California State University­
Long Beach, 1250 Bellflower Blvd, Long Beach, CA 90840-0001. 

AFROTC Detachment 60, University of Southern California, PED 
115-A-0651, Los Angeles, CA 90089-0651. 

AFROTC Detachment 75, San Diego State University, San Diego, 
CA 92182-0321. 

AFROTC Detachment 80, San Francisco State University, 1600 
Holloway Avenue, San Francisco, CA 94132-1789. 

AFROTC Detachment 85, University of California, 10 Callaghan 
Hall, Berkeley, CA 94720-0001. · 

AFROTC Detachment 88, California State University-Sacramen· 
to, Sacramento, CA 95819-2694. . 

AFROTC Detachment 90, Colorado State University, Ft. Collins, 
co 80523-0016. 

·· AFROTC Detachment 100, University of Northern Colorado, 
Greeley, CO 80639-9986. . 

AFROTC Detachment 105, University of Colorado, Campus Box 
· 371, Boulder, CO 80309-0001. 

AFROTC Detachment 115, University of Connecticut, U-Box 81, 
2141 Hillside Road, Storrs, CT 06268-2280. 

AFROTC Detachment 128, University of.Delaware, Newark,. DE 
19716-0001. . 
. AFROTC Detachment 130, Howard University, PO Box 848, 

Washington, DC 20059-0001. 
AFROTC Detachment 145, Florida State University, Tallahassee, 

FL 32306-3049. 
AFROTC Detachment 150, University of Florida, Gainesville, FL 

32611-0001. 
AFROTC Detachment 155, University of Miami, PO Box 248164, 

Coral Gables, FL 33124-8164. · 
AFROTC Detachment 157, Embry-Riddle Aeronautical Universi-

ty, Daytona Beach, FL 32014-3891. . 
AFROTC Detachment 158, University of South Florida, 4202 E 

Fowler A venue, Tampa, FL 33620-8250. · 
AFROTC .Detachment 159, University of Central Florida, Orlan­

do, FL 32816-0001.. 
AFROTC Detachment 160, University of Georgia, Athens, GA 

30602-4390. 
AFROTC Detachment 165, Georgia Institute of Technology, At­

lanta, GA 30332-0120. 
AFROTC Detachment 172, Valdosta State College, Valdosta, GA 

31698-5000. . 
AFROTC Detachment 175, Uniyersity of Hawaii; 1460 Lower 

Campus Rd, Horiolulu, HI 96822-2371. 
AFROTC Detachment 190, University of Illinois, 505 E Armory 

Street, 223 Armory Bldg, Champaign, IL 61820-6294. · 
AFROTC Detachment 195, Illinois Institute of Technology, 3201 

S. Michigan Avenue, Chicago, IL 60616-3793. . 
AFROTC Detachment 205, Southern Illinois University-Carbon­

dale, Carbondale, IL 62901-2832. 
AFROTC Detachment 206, Southern Illinois University-Edwards-

ville, Edwardsville, IL 62026-1048. , .. 
AFROTC Detachment 207, Parks College of St. Louis, Cahokia, 

IL 62206-1998. 
AFROTC Detachment 215, Indiana University, Bloomington, IN 

47405-5701. 
AFROTC Detachment 218, Indiana State University, Terre Haute, 

IN 47809-2245. . 
AFROTC Detachment 220, Purdue University, West Lafayette, 

IN 47907-0001. I 

AFROTC Detachment 225, University of Notre Dame, Notre 
Dame, IN 46556-5601. 

AFROTC Detachment 250, Iowa State University, 131 Armory, 
Ames; lA 50011-3011. 

AFROTC Detachment 255, University of Iowa, Iowa City, _lA 
52242-1191. 

AFROTC Detachment 270, Kansas State University, Manhattan, 
KS 66506-7059. 

AFROTC Detachment 280, University of Kansas, Lawrence, KS 
66045-2520. 

AFROTC Detachment 290, University of Kentucky, Lexington, 
KY 4o506-0028 . 

AFROTC Detachment 295, University of Louisville, Louisville, 
KY 40292-0001. . . 

AFROTC Detachment 305, Louisiana Tech University, Ruston, 
LA 71272-0001. 

AFROTC Detachment 310, Louisiana State University and A&M 
College, PO Box 25126, Baton Rouge, LA 70894-5126. 

· AFROTC Detachment 311, Grambling State University, Gram­
bling, LA 71245-0028 .. 

AFROTC Detachment 315, University of Sot~thwestern Louisiana, 
PO Box 4-0398 USL, Lafayette, LA 70504-0398. . 

AFROTC Detachment 320, Tulane University, New Orleans, LA 
70118-1286. 

AFROTC Detachment 326, University of Maine, 164 College 
Avenue, Orono, ME 04473-1589. 

AFROTC Detachment '330, University of Maryland, College Park, 
MD 20742-1021. 

AFROTC Detachment 340, College of the Holy Cross; Worcester, 
MA 01610-2390. . . · 

AFROTC Detachment 345,. University of·Lowell, 1 University 
Avenue, Lowell MA 01854-2894. 

AFROTC Detachment 355, Boston University, 156 Bay State 
Road, Boston, MA 02215-1501. 

AFROTC Detachment 365, Massachusetts Institute of Tech, 18 
Vassar St. Bldg. 20E 111, Cambridge, MA 02139-4309. 

AFROTC Detachment 370, University of Massachusetts, Amherst, 
MA 01003-5470. 

AFROTC Detachment 380, Michigan State University, 122 Bessey 
Hall, East Lansing, MI 48824-1033: 
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· AFROTC Detachment -390, University of Michigan, Ann Arbor,. 
MI 48109-1085. 

AFROTC Detachment 400, Michigan Technological Vniversity, 
HQughton, MI 49931-1295. . · 

AFROTC Detachment 410, College of St. Thomas, St. Paul, MN 
55105-1096. ' ' 

· AFROTC Detachment 415, University of Minriesot~:t, Minneapolis, 
MN 55455-0105. . 
" AFROTC · Detachment 420, University of Minnesota~Duluih; 
Duluth, MN 55812-2403. . . 

AFROTC Detachment '425, Mississippi State University; Missi~sip­
pi State, MS 39762-5531. 

AFROTC Detachment 430; University of Mississippi-Box 38, 
University, MS 38677-0038. . 

AFROTC Operating Location 430A, Mississippi Valley State Uni­
versity, PO Box 929, ltta Bena, MS 38941-1436. 

AFROTC Detachment 432, University of Southern Mississippi, 
Hat~iesburg, MS 39406-5145 .. 

AFROTC Detachment 437, Southeast Missouri State University, 
Cape Girardeau, MO 63701-0797. 

AFROTC Detachment 440, University of Missouri-Columbia., 217. 
Crowder Hall, Columbia, MO 65211-0001. · 

AFROTC Detachment 442, University of Missouri-Rolla, Rolla, 
MO 65401-0249. . . 

AFROTC Detachment 450, Montan·a State University, Bozeman, 
MT 59717-0001. . 

AFROTC Detachment 465, University of Nebraska-Lincoln, 
M&N Building, Rm 209, Lincoln, NE 68588-0141. .· · 

AFROTC Detachment 470, University of Nebraska at Omaha, 
Omaha, NE 68182-0009. 

'AFROTC Detachment 475, University i: of New Hampshire, 
Durham, NH 03824-3583. 

AFROTC Detachment 485, Rutgers, The State University of NJ, 9 
Senior St, New Brunswick, NJ 08901-1199. · 

AFROTC Detachment 490, New' Jersey Institute of Technology, 
323 MLK Blvd, Newark, NJ 07102-1982. 
· AFROTC Detachment' 505, New Mexico State University, Las 

Cruces, NM 88003-0076. 
AFROTC Detachment 505A, University of Texas~El Paso,, Box 

610, El Paso, TX 79968-0610. . 
AFROTC·Detachment 510, The University of New Mexico, 1901 

Las Lomas, Albuquerque, NM 87131-1215. . · . 
AFROTC Detachment 520, Cornell University, Ithaca, NY 14853-

1701. 
. •'AFROTC Detachment 535, Syracuse University; Room 202, Arch­

bold Gym, Syracuse, NY 13244-1140. 
AFROTC ·Detachment 536, Clarkson University, Smith House 

Bldg 10, Potsdam, NY 13676-1496. 
AFROTC Detachment 538, Rochester, NY 14623-0887. , 
AFROTC Detachment 550, Rensselaer Polytechnic Institute, 

Troy, NY 12180-3590. . 
AFROTC Detachment 560, Manhattan College, Riverdale,_NY 

10471-4098. 
AFROTC Detachment 585, Duke University, 303 North Bldg, 

Durham, NC 27706-2588. 
AFROTC Detachment 590, University of NC-Chapel Hill, Chase 

Hall 132-A, Chapel Hill, NC 27514-6132. 
AFROTC Detachment 592, Charlotte, NC 28223-0001. . 
AFROTC Detachment 595, North Carolina' State University,- PO 

Box 7308, Raleigh, NC 27695-7308. · · · · · . · 
AFROTC Detachment 600, East Carolina> University, Greenville, 

NC 27858-4353. . I 

AFROTC Detachment 605, North Carolina A&T State University, 
Box 14727, Greensboro; NC 27415~4727, · · . . 

AFROTC Detachment 607, Fayetteville State University, Fayette-
ville, NC 28301-4297. . . 

AFROTC Detachment 610, North Dakota State University of, 
A&AS, Fargo, ND 58105-:-5287. · 

AFROTC Detachment 620, Bowling Green Stat~ University, 
Bowling Green, OH 43403-0272. . . . .. 

AFROTC Detachment 630, Kent State Umversity, K-ent, OH 
44242-9999. ' ' ' 

AFROTC Detachment.640, Miami University, Oxford, OH '45056-
1697. . 

. AFROTC Detachment 643, Wright State University, 2~2 Freder-
ick White Center, Dayton, OH 45435-0001. · · · 

AFROTC Detachment 645, The Ohio State University, 2121 
Tuttle Park PI, Columbus, OH 43210-1169. _ · 

AFROTC Deta<>hmerit 650, Ohio 'University, Athens, OH 45701-
2979. 

AFROTC. Detachment 660, University of Akro!J, Akron, OH 
44325-0009. 

AFROTC Detachment 665, University of Cincinnati, Cincinnati, 
OH 45221-0441. ... · · 

AFROTC Detachment 670, 10klahoma State University, Stillwater, 
OK 74078-0207. . 

AFROTC Detachment 675, The Un-iversity of Oklahoma, Norman, 
OK 73019-0604. . ' . 

AFROTC Detachment 685, Oregon State University, ~orvallis, 
OR 97331-4102. . . . . . . 

AFROTC Detachment 695, Uhiver.sity of Portland, Portland, ~R 
97203-5798 ... - . ' . ·. . ' ' ' 

AFROTC Detachment 715, ~eitigh University, Be~hlehem, PA 
18015-3091. . . 

AFROTC Detachment 720, The Pennsylvania. State. ·University, 
109 Wagner Bldg, University Park, PA 16802-3~96. . . .: . , · .. · 

AFROTC Detachment. 730, Uniyersity· of Pittsburgh, Pittsburgh, 
PA 15260-0001. . . . . . · · 

AFROTC Operating' Location 730A, Carnegie-Mellon University, 
Pittsburgh, PA 1'5213-3890. · . 

AFROTC Detachment 745, Grove City College, .Grove City, PA 
16127-2199. . 

AFROTC Detachment 750, St Josephs University, Philadelphia, 
PA 19131-1399.. . . . . 

AFROTC Detachment 752, Wilkes College, Wilkes B~rre; PA 
18766-0001. . ' ' ·. 

AFROTC Detachment 755, ·University of Puerto. Rico-Rio _Pie­
dras, G.PO Box BZ, San Juan, PR 00936-6275. 

AFROTC Detachment 755A, University of Puerto Rico-Mayaguez 
Campus, College Station Box 5171, Mayaquez, PR 00709-5171. 

AFROTC Detachment 765, The Citadel, The Military College 
South Carolina, Charleston, SC 29409-0765. 

AFROTC Detachment 770; Clemson ·University, Clemson, SC 
29634-0705. . 

AFROTC Detachment 772, Baptist College at Charlestoq, Charles-
ton, SC 29411-0087. . . . -: · . · 

AFROTC Detachment 775, University of South Carolina, Colum-
bia, SC 29208-0062. f . 

AFROTC Detachment 780, South Dakota State University, Box 
2236, Brookings, SC 57007--;-1697. · · 

AFROTC Detachment 785, Memphis State University, 4th· Floor 
Jones Hall, Memphis, TN 38152-0001. · .. 

AFROTC Detachment 790, Tennessee State .University, Nashville, 
TN 37209-1561. . . 

AFROTC Detachment 800, University of Tennessee, Stokely Ath-
letic Center-RM 215, Knoxville, TN-37996-3120. · . 

AFROTC Detachment 805, Texas A&M University, PO Box 2620, 
College Station, TX'77841-2620. . · 

AFROTC Detachment 810, Baylor University, UB Mail Rciom 
385, Waco, TX 76798-9999. · , . · 

AFROTC Detachment 820, Texas Techno_logical University, PO 
Box 4589, Lubbock, TX 79409-4589. 

AFROTC Detachment 825, The University of Texas~Austin, 
Austin, TX 78712-1183. 

AFROTC Detachment 830, East Texas State University, Com~: 
merce, TX 75428-1902. . · . · · 

AFROTC Detachment 835, North Texas State University, PO .Box 
5398, Denton, TX 76203-5398. . . ·· · 

AFROTC Detachment 840A, The University of Texas-San Anto"· 
nio, San Antonio, TX 78285:....0655; ·. · 

AFROTC Detachment 842, San Antonio, TX 78285-0655. 
AFROTC Detachment 845, Texas Christian· University, Box 

30784, Ft Worth, TX 76129-0001. · -· . - ~: 
AFROTC Detachment 847, Angelo State University, San A~gelo, 

TX 76909-9978: . 
AFROTC Detachment 850, University of Utah,.Salt Lake City, 

UT84112-1107 .. 
AFROTC Detachment 855, Brig~am Young Universi~y. :I~rovot 

UT 84602-1048. 
AFROTC Detachment 860, Utah State University, Logan, Uf 

84322-9590 .. 
AFROTC Detachment 865, St Michael's College, Winooski, YT 

05404..:.2507. 
AFROTC Detachment 867, Not.wich University, Northfield, VT 

05663-1097. ' . -
AFROTC Detachment. 875, Virginia Polyt~chnic Institute .and 

. State University, Blacksburg, VA 24060-4496. ' · · . ' 
AFROTC Detachment 880,. Virginia Military Institute, Le~ington, 

VA 24450-2697. . . 
AFROTC Detachment 890, University of Virginia, University 

Hall, Charlottesville, VA 22903-32_90. 
AFROTC Detachment 895, Central ·washington University, 'El­

. lensburg, W A 98926-9989. 
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AFROTC Detachment 900, Uni'versity of Puget Sound, Tacoma, 
WA 98416-0410. 

AFROTC Detachment 905, Washington State University, Room 6, 
Thompson Hall, Pullman, W A 99164-2606. 

AFROTC Detachment 910, University of Washington, Seattle, 
WA 98195-0001. 

AFROTC Detachment 915, West Virginia University, Morgan­
town, WV 26506-6052. 

AFROTC Detachment 925, University of Wisconsin-Madison, 
1402 University Avenue, Madison, WI 53706-1531. 

AFROTC Detachment 940, University of Wyoming, Box 3005 
University Station, Laramie, WY 82071-3005. 

AFROTC Wright-Patterson Field Training Unit, Wright-Patterson 
AFB, OH 45433-5000. 

Numbered AFROTC Squadrons 
3620th AFROTC Squadron, Maxwell AFB, AL 36112-6663. 
362lst AFROTC Squadron, Mather AFB, CA 95655-5000. 
3622d AFROTC Squadron, Bergstrom AFB, TX .78743-5000. 
3623d AFROTC Squadron, McGuire AFB, NJ 08641-5000. 
3624th AFROTC Squadron, Wright-Patterson AFB, OH 45433-

5000. 
Air National Guard Activities 
Chief, National Guard Bureau, NGB/CC, Washington, DC 20310-

2500. 
Director, Air National Guard, NGB/CF, Washington, DC 20310-

2500. 
ANG Airlift Opertions Center, ANGSC/XOC, Mail Stop 18, An­

drews AFB, DC 20331-5000. 
ANG Support Center, Andrews AFB, DC 20331-5000. 
I.G. Brown ANG Professional Military Education Center (ANG 

PMEC), McGhee-Tyson Aprt, Knoxville, TN 37950-5360. 

National Guard State Headquarters/State Adjutant 
General (Listed a!phabetically) 

TAG Alabama, PO Box 3711, Montgomery, AL 36193-4701. 
TAG Alaska, 800 E. Daimond Blvd 620, Suite 3-450, Anchorage, 

AK 99515-2097. 
TAG Arizona, 5636 E McDowell Rd, Pheonix, AZ 85008-3495. 
TAG Arkansas, Camp Robinson, N Little Rock, AR 72118-2200. 
.TAG California, 2829 Walt A venue, Sacramento, CA 95821-4405. 
TAG Colorado, 300 Logan Street, Denver, CO 80203-4072. 
TAG Connecticut, 360 Broad Street, Hartford, CT 06105-3 795. 
TAG Delaware, First Regiment Road, Wilmington, DE 19808-

2191. 
National Guard Armory, 2001 E Capitol St, Washington, DC 

20003-1719. 
TAG Florida, State Arsenal, St Augustine, FL 32084-1008. 
TAG Georgia, PO Box 17965-0965, Atlanta, GA 30316-0965. 
TAG Guam, Box 94, NAS, FPO San Francisco, CA 96637-1293. 
TAG Hawaii, 3949 Diamond Head Rd, Honolulu, HI 96816-4495. 
TAG Idaho, PO Box 45, Boise, ID 83707-0045. 
TAG Illinois, 1301 N. McArthurBlvd, Springfield, IL 62702-2399. 
TAG Indiana, Military Dept oflndiana, PO Box 41326, Indianapo-

lis, IN 46241-0326. 
TAG Iowa, Camp Dodge, 7700 NW Beaver Dr, Johnston, lA 

50131-1902. 
TAG Kansas, PO Box C-JOO, Topeka, KS 66601-0300. · 
TAG Kentucky, Boone NG Center, Frankfort, KY 40601-6168. 
TAG Louisiana, Jackson Bks, New Orleans, LA 70146-0330. 
TAG Maine, Camp Keyes, Augusta, ME 04333-0033. · 
TAG Maryland, Fifth Regiment Armory, Baltimore, MD 21201-

2288. 
TAG Massachusetts, 25 Haverhill Sth Ave, Camp Curtis Building, 

Reading, MA 01867-1999. 
TAG Michigan, 2500 S. Washington Ave, Lansing, MI 48913-

5101. 
· TAG Minnesota, Veterans Svcs Building, St Paul, MN 55155-

2098. 
TAG Mississippi, PO Box 5027, Fondren Stn, Jackson, MS 39216-

1027. . 
TAG Missouri, 1717 Industrial Dr., Jefferson City, MO 65101-

1468. . 
TAG Montana, PO Box 4789, Helena, MT 59604-4789. 
TAG Nebraska, 1300 Military Rd,.Lincoln, NE 68508-1090. 
TAG Nevada, 2525 S Carson St, Carson City, NV 89701-5502. 
TAG New Hampshire, State .Mil Reservation, No. 1 Aprt Rd, 

Concord, NH 03301-5353. 
TAG New Jersey, Eggert Crossing Rd, CN 340, Trenton, NJ 

08625-0340. 
TAG New Mexico, PO Box 4277, Santa Fe, NM 87502-4277. 
TAG New York, 330 Old Niskayuma Rd, Lathan, NY 12110-2224. 

TAG North Carolina, 4105 Reedy Creek Rd, Raleigh, NC 27607-
6410. 

TAG North Dakota, Box 5511, Bismarck, ND 58502-5511. 
TAG Ohio, 2825 Wesf Granville Rd, Worthington, OH 43085-

2712. 
TAG Oklahoma, 3501 Military Circle, NE, Oklahoma City, OK 

73111-4398. 
TAG Oregon, 2150 Fairgrounds Rd, NE, Salem, OR 97303-3241. 
TAG Pennsylvania, Fort Indiantown Gap, Annville, PA 17003-

5002. 
TAG Puerto Rico, PO Box 3786, San Juan, PR 00904-3786. 
CG Rhode Island, 1051 North Main St, Providence, RI 02904-

5714. . 
TAG South Carolina, 1 National Guard· Road, Columbia, SC 

29201-3117. . 
TAG South Dakota, 2823 West Main St, Rapid City, SD 57702-

8186. . . 
TAG Tennessee, PO Box 41502, Houston Barracks, Nashville, TN 

37204-1501. 
. TAG Texas, PO Box 5218, Austin, TX 78763-5218. 
TAG Utah, PO Box 1776, .12953 Minuteman Dr, Draper, UT 

84020-9545. 
TAG Vermont, Camp Johnson Bldg I, Winooski, Vt 05404-1697. 
TAG Virgin Island, Alexa11dria Hamilton Airport, St Croix, U.S. 

VI 00850. . 
TAG Virginia, 501 E Franklin St, Richmond, VA 232.19-2317. 
TAG Washington, Camp M.urray, Tacoma, WA 98430-0922. 
TAG West Virginia, 1703 Coonskin Drive, Charleston, WV 

25311-1085. 
TAG Wisconsin, PO Box 8111, Madison, WI 53708-8111. 
TAG Wyoming, PO Box· 1709, Cheyenne •. WY 82003-1709. 
USAF Medical Treatment Activities · 

USAF Medical Centers and Regional Hospitals 
David Grant USAF Medical Center (MAC), .Travis AFB, CA 

. 94535-5300. . . . . 
Malcolm Grow USAF· Medical Center (MAC), Andrews AFB; 

DC 20331-5300. . 
Wilford Hall USAF Medical Center (JMMC-SA), Lackland AFB, · 

TX 78236-5300. . . . 
USAF Medical Center Keesler (A TC), Keesler AFB, MS 39534-

5300. 
USAF. Medical Center Scott (MAC),. Scott AFB, IL 62225-5300. 
USAF Medical Center Wright-Patterson (AFLC), Wright-Patter-

son AFB, OH 45433-5300. . 
13th Air Force Medical Center (PACAF), APO San Francisco 

96274-5300. 
7100th Combat Support Wing Medical Center (USAFE), APO 

New York 09220-5300. · 
1st Tactical Regiqnal Hospital (TAC), Langley AFB, VA 23665-

5300. 
USAF Regional Hospital Elmendorf (AAC), Elmendorf AFB, AK 

99.506-5300. 
·Air Force Systems Command Regional Hospital Eglin (AFSC), 

Eglin AFB, FL 32542-5300. . 
· Air University Regional Hospital Maxwell (AU), Maxwell AFB, 
AL 36112-5300. 

USAF Regional Hospital Minot (SAC), Minot AFB, ND 58705-
5300. 

USAF Regional Hospital Sheppard (A TC), Sheppard AFB, TX 
76311-5300. 

USAF Academy Hospital (USAF A), Colorado Springs, CO 
80840-5300. 

Ehrling Bergquist Strategic Hospital (SAC), Offutt AFB, NE 
68113-5300. 

Robert L. Thompson· Strategic Hospital (SAC), Carswell AFB, 
TX 76127-5300. 

United States Air Force Hospitals 
USAF Hospital Altus (MAC), Altus AFB, OK 73523-5300. 
USAF Hospital Chanute (ATC), Chanute AFB, IL 61868-5300. 
USAF Hospital Columbus (ATC), Columbus AFB, MS 39701-

5300. 
USAF Hospital Dover (MAC), Dover.AFB, DE 19901-5300. 
Air Force Systems Command Hospital Edwards (AFSC), Edwards 

AFB, CA 93523-5300. . 
USAF Hospital Hill (AFLC), Hill AFB, UT 84056-5300. 
USAF Hospital Kirtland (MAC), Kirtland AFB, NM 87117-5300. 
USAF Hospital Lajes (MAC), APO New York 09406-5300. 
USAF Hospital Laughlin (A TC), Laughlin AFB, TX 78843-5300. 
USAF Hospital Little Rock (MAC), Little Rock AFB, AR 72099-

5300. 
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USAF Hospital Mather . (A TC), Mather AFB, CA 95655-5300. 
Air Force Systems Command Hospital Patrick (AFSC), Patrick 

AFB, FL 32925-5300. 
USAF Hospital Reese (A TC), Reese AFB, TX 79489-5300. 
USAF Hospital Robins (AFLC), Robins AFB, GA 31098-5300. 
USAF Hospital Tinker (AFLC), Tinker AFB, OK 73145:-5300. 
USAF Hospital Williams (A TC), Williams AFB, AZ 85224-5300: 

Numbere~ Medical Groups, USAF Clinics, Hospitals and 
Strategic and Tactical Fighter Wil1g Hospitals 

1st Medical Group (TAC), Langley AFB, VA 23665-5300. 
1st Strategic Hospital (SAC), Vandenberg AFB, CA 93437-5300. 
2nd Strategic Hospital (SAC), Barksdale AFB, LA 71110-5300. 
4th Medical Group (TAC), Seymour Johnson AFB, NC 27531-

5300. ' 
8th Medical Group (PACAF), APO San Francisco 96264-5300. 
9th Strategic Hospital (SAC), Beale AFB, CA 95903-5300. 
15th Medical Group (PACAF), Hickam AFB, HI 96853-5300. 
20th Tactical Fighter Wing Hospital (USAFE),. APO New, York · 

09194-5300. 
23d Medical Group (TAC), England 'AFB, LA 71311-5300. 
24th Medical Group (TAC), APO Miami 34001-5300. . : 
27th Medical Group (TAC), Cannon AFB, NM 88103-5300. 
31st Medical Group (TAC), Homestead AFB, FL 33039'-5300. 
36th Tactical Figh_ter Wing Hospital (USAFE), APO New. York 

09132-5300. . . . : . . 
39th Tactical Group Hospital (USAFE), APO New York 09289-

5300. • I 

48th Tactical Fighter Wing Hospital (USAFE), APO New York 
09179-5300. . . 

50th Tactical Fighter Wing Hospital (USAFE), APO New York 
09122-5300. ' 

51st Medical Group (PACAF), APO San Francisco 96570 .... 5300. 
56th Medical Group (T AC), MacDill AFB, FL 33608-5300. . 
67th Medical Group (TAC), Bergstrom AFB, TX . 78743-5300. 
90th Strategic Hospital (SAC), F E .Warren AFB, WY 82005-5300. 
91 st Strategic Hospital (SAC), Minot AFB, ND 58705-5300. 

. 92nd Strategic Hospital (SAC), Fairchild AFB, WA 99011-5300. 
· 93rd Strategic Hospital (SAC), Castle AFB, CA 95342-5300. 

9Qth Strategic Hospital (SAC), Dyess AFB, TX 79607-5300. , 
97th Strategic Hospital (SAC), Eaker AFB, AR 72315-5300. 
305th Strategic Hospital (SAC), Grissom AFB, IN. 46971-5300. 
313th Medical Group (PACAF), APO San Francisco 96239-5300. 
325th Medical Group (T AC), Tyndall AFJ3, FL 32403-5300. 
34lst Strategic Hospital (SAC), Malmstrom AFB, ~T 59402-5300. 
347th Medical Group (TAC), Moody AFB, GA 31699-5300. 
35lst Strategic Hospital (SAC), Whiteman AFB, MO 48753-5300. 
354th Medical Group (T AC), Myrtle Beach AFB, ·SC 29579-5300. 
363d Medical Group (TAC), Shaw AFB, SC 29152-5300. 
366th Medical Group (T AC), Mt Home AFB, ID 83648-5300. 
379th Strategic .Hospital (SAC),· Wurtsmith AFB, MI 488753-5300. 
380th Strategic Hospital (SAC), Plattsburg AFB, NY 23903.-5300. 
384th Strategic Hospital (SAC), McConnell AFB, KS 67221-5300. 
40lst Tactical Fighter Wing Hospital (USAFE), APO New York 

. 09283-5300. _. ' 
410th Strategic Hospital (SAC), K I Sawyer AFB, MI 49843-5300. 
416th Strategic Hospital (SAC), Griffiss -AFB,. NY 13441-5300. 
432d Medical Group (PACAF), APO San Francisco 96519-5300. 
475th Medical Group (PACAF), APO San Francisco 96328 .... 5300. 
509th Strategic Hospital (SAC), Pease AFB, NH 03803-5300. -
554th Medical Group (TAC), Nellis AFB, NV 89191-5300. 
831st Medical Group (TAC), George AFB, CA 92394-5300.: 
832d Medical' Group (T AC), Luke AFB, AZ 85309~5300. · 
833d Medical Group (TAC), Holloman AFB, NM 88330-5300. 
836th Medical Group (TAC), Davis-Monthan AFB, AZ, 85707-

5300. 

Numbered and USAF Clinics 
lOth Tactical Fighter Wing Clinic (USAFE), APO New York 

. . 09238-5300. . 
26th Tactical Reconnaissance Wing Clinic (USAFE), APO New 

York 09860-5300. 
32nd Tactical Fighter Group Clinic· (USA FE), APO New York 

09292-5300. 
36th Tactical Figh_ter Wing Clinic (USAFE), APO New York 

09104-5300. 
40th Tactical 9roup C_linic (USAFE), APO New York 09_293-

5300. 
43d Strategic Clinic (SAC); APO San Francisco 96334-5300. 
52nd Tactical Fighter Wi'ng Clinic (USAFE), APO New York 

09126-5300. 

66th Electronic Combat Wing Clinic (USAFE), APO New York 
09136-5300. . . 

8lst Tactical Fighter Wing Clinic (USAFE), APO New York 
09755-5300. 

I 28th Strategic Clinic (SAC),. Barksdale AFB, LA 71110-5300. 
315th USAF Clinic (Assoc) (MAC), Charleston AFB, SC 29404-

5300. . . - -
31'6th Air Division Clinic (USAFE), APO New York 09094-5300. 
349th USAF Clinic ((Assoc) (MAC), Travis AFB, CA 94535-5300. 
406th Tactical Fighter Training Wing Clinic (USAFE), APO New 

York 09286-5300. . 
433d USAF Clinic (AFRES), Kelly AFB, TX 72241-5300. · 
434th USAF Clinic (AFRES), Grissom AFB, IN 46971-5300. 
445th USAF Clinic (Assoc) (MAC), Norton AFB, CA 92409-5300. 
446th USAF Clinic (Assoc) (MAC), McChord AFB, WA 98438-

5300. . . 
452d USAF Clinic (AFRES), March AFB, CA 92518-5300. 
459th USAF Clinic (AFRES), Andrews· AFB, DC 20331-5300. 
485th Tactical Missile Wing Clinic (USA FE),. APO New York 

09188-5300. 
487th Tactical Missile Wing Clinic (USAFE), APO New Y_ork 

09694-5300. 
50lst Tactical Missile (USAFE), APO New York 09150-5300. 
503d USAF Clinic '(AFRES), Tinker AFB, OK 73145-5300. 
512th USAF Clinic (Assoc) (AFRES), Dover AFB, DE 19902-

5300.. . . 
514th USAF Clinic (Assoc) (AFRES), McGuire AFB, NJ 08641-

5300. . 
906th Tactical Clinjc (AFRES), Wright Patterson AFB, OH 

45433.-5300. . 
907th Tactical G:linic (AFRES), Rickenbacker ANGB, OH 43217-

5300. . . 
908th Tactical Clinic (AFRES), Maxwell AFB, AL 36112-5300. 
910th Tactical Clinic (AFRES), Youngstown Muni Aprt, OH 

44473-5300. .. 
9llth Tactical Clinic (AFRES), Pittsburgh lAP, PA 15231-5300. 
913th Tactical Clinic (AFRES), Willow Grove Air Res, Facility, 

PA, 190907 5300 . 
914th Tactical Clinic (AFRES), Niagara Falls lAP, NY 14304-

5300. '' . 
917th Tactical· Glinic (AFRES), Barksdale AFB, LA 71110-5300. 
919th Tactical Clinic (AFRES), Aux Fld 3, Eglin AFB, FL 

32542-5300. 
924th Tactical Clinic (AFRES), Bergstrom AFB, TX 78743-5300. 
926th Tactical Clinic (AFRES), NAS, New Orleans, LA 70143-

5300. 
928th Tactical Clinic (AFRES), O'Hare AFB, IL 60666-5300. 
931 st Tactical Clinic (AFRES), Grissom AFB, IN 46971-5300. 
932d Tactical Clinic (AFRES), Scott AFB, IL 62225-5300. 
934th Tactical Clinic (AFRES), Minneapolis lAP, St Paul, MN 

55450-5300. ' 
939th Tactical Clinic (AFRES), Portland lAP, OR 97218-5300. 
940th Tactical Clinic (AFRES), Mather AFB, CA 95655-5300. 
7020th Air Base Group Clinic (USAFE), APO New York 09125-

5300 . 
. . 7217th Air Base Group Clinic (USAFE), APO New ·York 0925.4-

5300. 
724lst Air Base Group Clinic (USAFE), APO New York 09224-

5300. 
7274th;Air Base Group Clinic (USAFE), APO New York 09193-

5300. . 
7275th Air Base Group Clinic (USAFE), APO New York 09240-

5300. 
7276th Air Base Group Clinic (USAFE), APO New York 09291-

5300. 
USAF Clinic Brooks (SAJMMC), Brooks AFB, · TXc 78235-5300. 
USAF Clinic Charleston (MAC), Charleston AFB, SC 29404-:-

5300. ' 
USAF Clinic Eielson (AAC), Eielson AFB, AK 99702-5300. 
USAF Clinic Goodfellow (ATC), 'Goodfellow AFB, TX 76908-

5300 . 
USAF Clinic Kelly (SAJMMC), Kelly AFB, TX 78241-5300. 
Air Force Systems Command Hospital Hanscom (AFSC), Hans-

com AFB, MA 01731-5300. . 
Air Force . Systems Command ··Clinic Los Angeles (AFSC);· PO 

Box 92960, Worldway Postal Center; Los Angeles, CA 90009-5300. 
USAF Clinic Lowry (A TC), Lowry AFB; CO 80230-5300. · 
USAF Clinic McChord (MAC), McChord AFB; ·w A 98438-5300. 
USAF Clinic McClellan (AFLC), McClellan AFB, CA 95652-

5300. 
USAF Clinic McGuire (MAC), McGuire AFB, NJ 08641-5300. 
USAF Clinic Norton (MAC), Norton AFB,. CA 92409-5300. 
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USAF Clinic Peterson (AFSPACECOM), Peterson AFB, CO 
80914-5300. . 

USAF Clinic Pope (MAC), Pope AFB, NC 28308-5300. · 
USAF·Clinic Randolph. (SAJMMC), Randolph AFB, TX 78150-

5300. . 
USAF Clinic Rhein Main (MAC), APO New York 09097-5300. 
USAF Clinic Vance (ATC), Vance AFB, OK 73702-5300. 

· Numbered Hospitals 
1st Strategic .Hospital Vandenberg (SAC), Vandenberg AFB, CA 

93437-5300. . 
2d Strategic Hospital Barksdale (SAC), Barksdale AFB, LA 

71110-5300. 
4th Tactical Hospital (TAC), Seymour Johnson AFB, NC 27531-

5300. 
9th Strategic Hospital Beale (SAC), Beale AFB, CA 95903-5300. 
11th USAF Contingency Hospital, Lack land AFB, TX 78236-

5300. 
12th USAF Contingency Hospital, Travis AFB, CA 94535-5300. 
13th USAF Contingency Hospital (AFRES), Scott AFB, IL 

62225-5300. . 
22d Strategic Hospital (SAC), March.AFB, CA 92518-5300. · 
22nd Air Transportation Hospital (SAC), March AFB, CA 92518-

5300. . 
23rd Tactical Hospital (TAC), England AFB, LA 71311...:5300. 
26th Tactical Hospital (USAFE), APO New York 09860-5300. 
27th Tactical Hospital (T AC), Cannon AFB, NM 88103-'5300. 
31st Tactical· Hospital (T AC), Homestead AFB, FL 33039-5300. 
35th Tactical Hospital (T AC), Luke AFB, AZ 85309-5300. 
36th Tactical Hospital (USAFE), APO New York 09132-5300. 
39th Tactical Hospital (USAFE), APO New York 09289-5300. 
42d Strategic Hospital (SAC), Loring AFB, ME 04751-5300. 
44th Strategic Hospital (SAC), Ellsworth AFB, SD 57706-5300. 
48th Tactical Hospital (USAFE), APO New York 09179-5300. 
50th Tactical Hospital (USAFE), APO New York 09122-5300. 
56th Tactical Hospital (TAC), MacDill AFB, FL 33608-5300. 
67th Tactical Hospital (TAC), Bergstrom AFB, TX 78743-5300. 
86th Tactical Hospital (USAFE), APO New York 09094-5300. 
90th Strategic Hospital F E Warren (SAC), F E Warren AFB, 

WY 82005-5300. 
9lst Strategic Hospital Minot (SAC), Minot AFB, ND 58705-5300. 
92d · Strategic· Hospital Fairchild (SAC), Fairchild AFB, W A 

. 99011-5300. 
~3d Strategic Hospital Castle (SAC), Castle AFB, CA 95342-5300. 

94th Tactical Hospital (AFRES), Dobbins AFB, GA 30069-5300. 
96th Strategic Hospital Dyess (SAC), Dyess AFB, TX 79607-5300. 
97th Strategic Hospital Eaker (SAC), Eaker AFB, AR 72315-5300. 
13lst Tactical Hospital (TAC), :Lambert Inti Aprt, St Louis, MO 

63145-5300. . 
140th Tactical Hospital (TAC), Buckley ANGB, CO 80010-5300. 
30lst Tactical Hospital (AFRES), Carswell AFB, TX 76127-5300. 
302d Tactical Hospital (AFRES), Peterson AFB, CO 80914-5300. 
305th Strategic Hospital Grissom (SAC), Grissom AFB, IN 4697.1-

5300. 
310th USAF Contingency Hospital (USAFE), APO New York 

09049-5300. 
316th Tactical Hospital (USAFE), APO New York 09094-5300. 
317th USAF Contingency Hospital (USAFE), APO New York 

09194-5300 .. 
321st Strategic Hospital' Grand Forks (SAC), Grand Forks AFB, 

ND 58205-5300. 
341st Strategic Hospital Malmstrom (SAC), Malmstrom AFB, MT 

59402-5300. 
347th Tactical Hospital (TAC), Moody AFB, GA 31699-5300. 
351st Strategic Hospital Whiteman (SAC), Whiteman AFB, MO 

65305-5300. 
354th Tactical Hospital (TAC), Myrtle Beach AFB, SC 29579-

---·~5300.___.~-- . . 
363d TacticarHospital-(T AC); Shaw AFB, SC 29152-5300. 
366th Tactical Hospital (TAC), Mt Home AFB, ID 83648-5300. 
379th Strategic Hospital Wurtsmith (SAC), Wurtsmith AFB, MI 

48753-5300. 
380th Strategic Hospital Plattsburgh (SAC), Plattsburgh AFB, NY fJ. 

12903-5300. 
384th Strategic Hospital McConnell (SAC), McConnell AFB, KS 

67221-5300. 
40lst Tactical Hospital (USAFE), APO New York 09283-5300. 
403d Tactical Hospital (TAC), Keesler AFB, MS 39534-5300. 
410th Strategic Hospital K I Sawyer (SAC), K I Sawyer AFB, MI 

49843-5300. 
416th Strategic Hospital Griffiss (SAC), Griffiss AFB, NY 13441-

5300. . . . 
419th Tactical Hospital (TAC), Hill AFB, UT 84056-5300. 

434th Tactical J:lospital (AfRES), Grissom AFB, IN 46971-5300. 
439th Tactical Hospital (AFRES), Westover AFB, MA 01022:-

5300. 
440th Tactical Hospital (AFRES), Gen Mitchell lAP, 300 E Col-

· lege Ave, Milwaukee, WI 53207-5300. . 
442d Tactica.l Hospital (AFRES), Richards-Gebaur AFB, MO 

64030-5300. . . . 
482d Tacti.cal Hospital (AFRES), Homestead AFB, FL 33039-

5300. . 
509th Strategic Hospital Pease (SAC), Pease AFB, NH 03803-

5300. ' . 
601st Tactical Hospital (USAFE), APO New York 09136-5300. 
607th . USAF Contingency Hospital (USAFE), APO New York 

09283-5300. 
608th USAF Contingency Hospital (US~FE), APO New York 

09238-5300. 
609th USAF Contingency Hospital (USAFE), APO New York 

09860-5300. 
610th USAF Contingency Hospital (USAFE), APO New York 

09633-5300. 
622d USAF Contingency Hospital (A TC), Sheppard AFB, TX 

76311-5465. 
652d USAF Contingency Hospital (USAFE), APO New York 

09131-5300. 
653d USAF Contingency Hospital (USA FE), APO New York 

·09457-5300. 
· 655th Tactical Hospital (PACAF), APO San Francisco .96328-

5300. 
656th Tactical Hospital (PAC~F), APO San Francisco 96432-

5300. 
657th Tactical Hospital (PACAF), APO San Francisco 96432-

5300. 
658th USAF Contingency Hospital (PACAF), APO San Francisco 

96214-5300. 
832d Tactical Hospital (T AC), Luke AFB, AZ 85309-5300. 
833d Tactical Hospital (TAC), ,Holloman AFB, NM 88330-5300. 
869th USAF Contingency. Hospital (USAFE), APO New York 

09129-5300. 
870th USAF Contingency Hospital (USAFE), APO New York 

09198-5300. 
927th Tactical Hospital (AFRES), Selfridge ANGB, Ml 48045-

5300. 
7206th Air Base Group Hospital (USAFE), APO New York 

09223-5300 .. 
7276th Air Base Group Hospital (USAFE), APO New York 

09291-5300. 

ANG Hospitals and ClinicS 
101st USAF Clinic' (TAC), Bangor lAP, Bangor, ME 04401-4393. 
102d USAF Clinic (1'AC), Otis ANG~, MA 02542-5001. 
l03d Tactical Clinic (TAC), Bradley ANGB, East Granby, CT 

06026-5300. 
104th Tactical Clinic (TAC), Barnes Muni Aprt; Westfield, MA. 

01085-1385. 
105th USAF Clinic (MAC), Stewart lAP, New Burgh, NY 12550-

0031. . 
l06th Tactical Clinic (TAC), Suffolk ANGB; West Hampton 

.Beach, NY 11978-1294. 
l07th USAF Clinic (MAC), Niagara Falls lAP, Niagara Falls, NY 

14304-6000. . 
108th Tactical Clinic (TAC), McGuire AFB, NJ 08641-6004. 
l09th Tactical Clinic (T AC), Schenectady Co Aprt, Scotia, NY 

12302-9752. 
I lOth Tactical Clinic (T AC), PO Box 668, Battle Creek, MI 

49016-1291. 
111th Tactical Clinic (T AC), Willow Grove NAS, Willow Grove, 

PA 19090-5101. . 
112th Tactical Clinic (T AC), Pittsburgh lAP, Pittsburgh, PA 

1'5231-0459. . . 
113th Tactical Hospital (TAC), Andrews AFB, DC 20331-6519. 
114th Tactical Clinic (T AC), PO Box .5044, Sioux Falls, SD 

57117-5044. 
115th Tactical Clinic (T AC), 3110 Mitchell St, Madison, WI 

53704-2591. ' 
116th Tactical Hospital (T AC), Dobbins AFB, GA 30069-6004. 
ll7th Tactical Hospital (TAC), Sumpter Smith ANGB, Birming­

ham, AL 35217-3595. 
118th Tactical Hospital (TAC), PO Box 17267, Nashviile; TN 

37217-0267. . ' 
119th ·usAF Clinic (SAC), PO BOx 5536, Fargo, ND 58105-5536. 
120th USAF Clinic (AFRES), Great Falls lAP, MT 59404-5300. 
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l2lst Tactical Hosptial (TAC), RickenbackerANGB;· OH:43217-
5007. 

l22d Tactical Hosptial (TAC), Baer Field, Ft Wayne, IN 46S09-
5300. . . . . . . . . '• . ' 

l23d Tactical Hospital (TAC), Sh~wmaker ANGB, Louisvilie, KY 
40213-2678. . 

l24th Tactical Clinic (TAC), PO Box 45, Boise, ID 83701,-4525. 
l25th USAF Clinic (TAC), PO Box 18018, Jacksonville, FL 

32229:-0018. . . ' . 
l26th USAF Clinic (AFRES), PO Box 66486, O'Hare ARFF, 

Chicago, IL 60666-0486. 
l27th Tactical· Clinic (TAC), Selfridge ANGB, MI 48045..!.5029. 
l28th Tactical Clinic (TAC), Gen Mitchell ANGB, ·Milwaukee, 

WI 53207-2591. . 
I 29th Tactical Hosptial (T AC), NAS Moffett Fld, CA 94035-5006. 
l30th Tac!ical Clinic (TAC), Y!ieger Aprt, ·charleston, WV 25311-

5300. . 
l3lst Tactic.al Hospital (T AC), Lambert lAP (ANGB); 10800 Nat­

ural Bridge Road, Bridgeton-, MO 63044-2371. 
l32d Tactical Hospital (T AC), 4200 SW 34 St, Des Moines, lA 

50321-2799 ... > ' ' . 
l33d Tactical Hospital (T A C), Minneapolis-St Paul lAP, St .Paul, 

MN 55111-4098. · . . 
l34th USAF Clinic (AFRES), McGhee-Tyson Aprt, Knoxville, 

TN 37901-5300. ·' · 
l35th Tactical Clinic (TAC), 2701 Eastern Blvd, Baltimore, MD 

21220-2899. 
l36th Tactical Hospital (T A C), Hensley Fld, Dallas, TX 75:2 ll-

9503. . . . . . 
l37th Tactical Hospital (T AC), PO Stn 18, Will Rogers World 

Aprt, Oklahoma City, OK 73169-5300. · . 
I 38th Tactical Clinic (T A C), PO Box 15768, Admiral Stn, Tulsa, 

OK 74115-1699. 
l39th Tactical Clinic (T A C), Rosecrans Memorial Aprt, St Joseph, 

MO 64503-3247. 
l40th TactiCal Hospital (TAC), Buckley ANGB, CO 30011-9599. 
l4lst USAF Clinic (AFRES), Fairchild AFB, WA 99011-6434. 
l42d USAF Clinic (AFRES), Portland lAP, OR 97218-2797: 
l43d Tactical Hospital (TAC}, Quonset State Aprt, North 'King­

stown, RI 02886-0794. 
l44th Tactical Hospital (TAC), Fresno ANGB, CA 93727-2199. 
I 45th Tactical Clinic (T A C), Douglas Muni Aprt, Charlotte, NC 

28208-5795. . . . 
l46th Tactical Hospital (TAC), 8030 Balboa Blvd, Van Nuys, CA 

91409-1195. . 
l47th USAF Clinic (AFRES), Ellington AFB, TX 77209-5586: 
l48th USAF Clinic (AFRES), Duluth lAP, MN 55811-5300. 
l49th Tactical Clinic (TAC), Kelly AFB, TX 78421-7001. 
I 50th Tactical Clinic (T AC), PO Box 551, Albuquerque, NM 

87103-SSIQ · . , 
l5lst ,Tactical Clinic ('fA<:),. PO B.ox 16087, Salt Lake City,.UT 

84115-2000. ' ' 
l52d Tactical Clinic (TAC), 1776 National Guard Way, Reno, NV 

'89502'-4494. ' . . ... 
. l53d Tactical Clinic (T AC), PO. Box· 2268 Muni Aprt, Cheyenne·, 

WY 82005-2268. . . 
l54th Tactical H<;>spital (PACAF), Hickam AFB, HI 96853-5300. 
I 55th Tactical Clinic (T A C), Lincoln Muni Aprt,, NE 68524-1897. 
l56th Tactical Clinic (TAC), PO Box }2307, Loiza Stn, San Juan, 

PR 00914-2307. . · . 
l57th USAF Clinic (AFRES), Pease AFB, NH 03803-6507.1 

I 58th Tactical' Clinic (TAC), ·Burlington lAP; VT 05401-5300. 
I 59th Tactical Clinic (T A C); NAS New Orleans, New Orl~ans, 

LA 70146-5300. .. 
l60th USAF Clinic (TAC), Rickenbacker ANGB, OH 4321,7-5006. 
l6lst Tactical Clinic (TAC), 32 & Watkins Rd, Phoeniz, .AZ 

85034-6098. . . 
l62d Tactical Clinic (TAC), Tucson lAP, AZ 85076-1037. · 
l63d Tactical Clinic (T A C), March AFB, CA 92518-5300. 
l64th Tactical Clinic (TAC), PO Box 18026, Memphis, TN 38118-

0026: 
l65th Tactical Hospital (TAC), PO Box 7568, Garden City, GA 

31404-7568. ' 
I 66th · Tactical Clinic (T A C), Greater Wilmington Aprt, New 

Castle, DE 19720-2495. . 
l67th TactiCal Clinic (TAC), Eastern WV Regional Aprt, Martins-

burg, WV 2540 l-0204. . 
I 69th. Tactical Clinic (T A C), McEntire ANGB, Eastover, SC · 

29044-9690. 
170th USAF Clinic (MAC), McGuire Af:B, NJ 0864l-53QO. 
l-7lst USAF Clinic (AfRES), Pittsburgh lAP, Pittsburgh, PA 

15231-0459. . . 

l72d USAF Clin'ic (AFRES), PO Box 5810, Jackson, MS 39208-
0810. . . 

I 74th T;actical Clinic (T A C), Hancock Fld, Syracuse,. NY· 13225-
7099. 

l ?5th Tactical Clinic (T A C), 270 l Eastern Blvd, Baltimore, MD 
21220-2899. ' ' . . -

I 76th Tactical Clinic (T A C), Kulis ANGB, 6000 Air Guard Rd, 
Anchorage, AK 99502~·-5300. 

. I 77th USAF Clinic (T A C), FAA Technical Center, Atlantic City 
Airport, NJ 08405-9500. 

l78th Tactical Hospital (TAC), Springfield ANGB, OH 45501-
1780. 

V79th Tactical Clinic (TAC),· Mansfield Lahm Aprt, OH 44901-
5300. . 

I 80th Tactical Clinic (T AC), Toledo Express Aprt, Swanton, OH 
43558-5005. . . . . 

l8lst Tactical Clinic (TAC), Hulman Fld, Terre Haute, IN 47803-
5300. . . . 
. l82d T11ctical Clinic (TAC), Greater Peoria Aprt, Greater Peoria, 
IL 61607-1498. 

l83d Tactical Clinic (T AC), Capitol Muni Aprt, Springfield, IL 
62707-5300. ' ' ' 

l84th Tactical Clinic (TAC), McConnell AFB, KS 67221-6225. 
l85th Tactical Clinic (TAC), PO Box 278, Sergeant Bluff, lA 

51054-1002. ' . 
l86th Tactical Clinic (TAC), PO Box. 1825, Meridian, MS 39302-

1825. . 
l87th Tactical Clinic '(TAC), Da~nelly Fld, Montgomery, AL 

36105-000 l. . . 
l88th Tactical Clinic (TAC), Ft Smith MAP,· AR 72099-5300. 
l89th USAF Clinic (SAC), Little Rock AFB, AR 72099-5300. 
I 90th USAF ·clinic_ (AFRES), Forbes ANGB, Topeka, KS 66620-

5300. .·. . ... 
. l9lst USAF Clinic (AFRES), Selfridge ANGB, MI 48045-5029. 

l92d Tactical Clinic (TAC), Byrd Fld, Sandston, VA 23150-0297. 
l93d. Tactical Hospital (TAC), -Harrisburg lAP, Middletown, PA 

17057-2424. . . 

USAF ·Numbered Air Forces 
First Air Force (TAC), Langley AFB, VA 23665-5009. 
Third Air Force (USAFE), APO New York 09127-5000. 
Fourth Air Force (AFRES), -McClellan AFB, CA 95652-6002. 
Fifth Air Force (PACAF), APO.San Francisco 96328-5000. · . 
Seventh Air Force (PACAF), APO. San Francisco 96570-5000. 
Eighth Air Force (SAC), Barksdale AFB, LA 71110-5002. 
Ninth Air Force (TAC), Shaw A~B, SC 29152-5002. . 
Tenth Air Force (AFRES), Bergstrom AFB, TX 78743-6002. 
Twe.lfth Ai.r Force (T AC), Bergstrom, AFB, TX 78743-5002. 
Thirteenth Air Force (PACAF), APO San Francisco 96274-5000. 
Fourteenth Air. Force. (AFRES), Dobbins AFB, GA 30069-5002. 
Fifteenth Air Force (SAC), March AFB, CA 92518-5000. 
Sixteenth Air Force (USAFE), APO New York 09283-5000. 
Seventeenth Air Force (USAFE), APO New York 09136-5002. 
Twenty-First Air Force (MAC), McGuire AFB, NJ 08641-5002~ 
Twenty-Second Air Force (MAC), Travis AFB, CA 94535-5002. 
Twenty-Third Air Force (MAC), Scott.AFB, IL 62225-5001. 

Air Force Plant Representive Offices (AFPRO-:-XP) 
AFPRO-XP, Pratt & Whitney, PO Box 109600, West Palm Beach, 

FL 33410-9600. . 
AFPRO-XP, Pratt & Whitney, 400 Main St, East Hartford, CT 

06108-0969. . . ' 
AFPRO-XP, Boeing Co, PO Box 3707,'Seattle WA 98124:...3707. 
AFPRO-XP, Martin Marietta, Denver Operations, PO· Box 179, 

Denver, CO 80201-0179. · 
AFPRO-XP, Rockwell Inti Corp, Rocketdyne Div, 6633 Canoga 

A venue, Canoga1 Park, CA 91303-2790: · 
AfPRO-XP,,.Lockheed Msl & Space (~o, Space Systems Div, PO 

Box 3504, Sunnyvale, CA 94088-3504. ' · 
AFPRO-XP, Rockwell Inti, North, American Acft Division, PO 

Box 92098, Los Angeles lAP, CA 90009-2098. 
·. AFPRO-XP, Rockwell Inti Corp Anaheim, 3370 Miraloma Ave, 
Anaheim, CA 92803-3110. 

AFPRO-XP, Lockheed-Aeronautical Systems Co (LASC), Mariet-
ta, GA 30063-0001. . 

AFPRO-XP, General Dynamics, Ft Worth Division, PO.Box 371, 
Forth Worth, TX 76101-0371. · 

AFPRO-XP, General Electric Co/MD-Nl, Aircraft Engine 
Group, Cincinnati, OH 45215-6303. · · · 

AFCMD 31/FAS; MS AFPR0/2A, 8900 .E. Washington Blvd, 
Rico Rivera, CA 90660-3783. · 
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AFPRO-.XP, Boeing Military Airplane~, PO Box 7730, Wichita, 
KS 67277-7730. . . 

AFPRO-XP, Aerojet-General ·corp, PO Box 15846, Sacramento, 
CA 95852-1866. 

AFPRO-:-XP, Hughes Acft Co, PO Box 92463, Los Angeles, CA 
90009-2463. . . . . 

AFPRO-XP, Northrop Corp, One Northrop Ave, Hawthorne, CA 
90250-3296. . 

AFPRO-XP, General Electric Co, Space Systems Div, PO Box 
8555, Philadelpl1ia, PA 19101-8555. · · 

AFPRO-XP, AFPRO Textron Defense Systems, 201 Lowell St, 
. Wilmington, MA 01887-2941. 

AFPRO:...XP, Morton Thiokol Inc, PO Box 524, MS-Z to, 
Brigham City, UT 84302-0524. . 

AFPRO-XP, Westinghouse Electric Corp, Defense & Electronics 
Center, PO Box 1693, Baltimore, MD 21203-1693. 

AFPRO-XP, TRW Space & Defense Sector, Orie Space Park, 
Redondo Beach, CA 90278-1078. 

AFPRO-XP, Douglas Aircraft Corp, 3855 Lakewood Blvd, Long 
Beach, CA 90846-0001. . . . · 

Hughes Missile Systems Group, PO Box 11337, Emery Park Sta· 
tion, Tucson, AZ 85734-1337. . 

AFPRO Eaton Corp, AIL Div, Commack Road, Deer Parl<r NY 
11729-9998. 

AFCMD 50/FAS, 17 E Warren A·FB, WY 82005-8110. 
AFPRO/FAS, LTV Aerospace & Defense Co, PO Box 655907, 

Dallas, TX 78265-5907. · 

Alphabetical Listing of Air .Force Activities 
AcadeiJliC Instructor School, Maxwell AFB, AL 36112-5712. 
Aeronautical Systems Division (AFSC), Wright-Patterson AFB, 

OH 45433-6503. . . 
Aerospace Audio Visual Service (MAC), Norton AFB; CA 92409-

5439. ' ' ' 
Aerospace Guidance. & Metrology Center (AFLC), Newark AFB, 

OH 43057-5000. 
Aerospace Maintenance and Regeneration Center (AFLC), Da:vis­

Monthan AFB, AZ 85707-5000. 
Air Command and Staff College, Maxwell AFB, AL 36112-:5542. 
Air Defense Operations Center (AFSPACECOM), Cheyenne Mt 

Complex AFB, CO 80914-5601. 
Air Force Accounting and Finance Center (SOA), Denver, CO 

80279-5000. 
Air Force Armament Laboratory, Eglin AFB, FL 32542-5000. 
Air Force Astronautics Laboratory (AFSTC), Edwards AFB, CA 

93523-5000. 
Air Force Audit Agency (AF AA) (SOA), Norton AFB, CA 

92409-6001. 
·Air Force Audit Agency (AF,AA) (SOA), Norton AFB, CA 

92409-600 I. 
Air Force Broadcasting Service (AFSINC), Kelly AFB,· TX 

78241-5000. 
Air Force Center for Studies and Analyses (DRU) (1100 RMG), 

Washington, DC 20330-5000. 
Air Force Center for International Programs (DRU) (1100· RMG), 

Washington, DC 20330-5000. 
Air Force Central Notice to Airmen (NOT AM) Facility (AFCC), 

Carswell AFB, TX 76127-6340. ·' · 
· Air Force Chaplain School (AU), Maxwell AFB,-AL 36112-5712. 

Air Force Civil Engineer Continental Europe Region ·(USA FE), 
APO New York 09094-5000. 

Air Force Civil Engineer Northern Region (USAFE), APO New 
York 09241-5000. 

Air Force Civilian Appellate Review Agency (AFRBO), Washing­
ton, DC 20330-1000. 

Air Force Civilian Personnel Management .Center ·(DRU), Ran-
..--do1ph AFB, TX 78150-6421. .. _ . . . . 

Air Force Combat Ammunition Center . (SAC), Sierra Army 
Depot, Herlong, CA 96113-5000. 

Air Force Combat Operations Staff (DRU), Washington DC 
20330-5000. 

Air Force Commissary Service (SOA), Kelly AFB, .TX 78241-
6290. 

Air Force Communications Command (MAJCOM), Scott AFB, 
IL 62225-6001. . ·• . . · 

Air Force Communications Command Operation~) Test and Eval­
uation Center (A FCC), Wright Patterson . AFB, OH 45433-5000. 

Air Force Communications-Computer Systems Qoctrine Office 
(AFCC), Keesler AFB, MS 39534-6340. 

Air Force Comptroller Management · Engineering · Team 
(AFMEA), Lowry AFB, CO 80230-5000. 

AFCC Systems Acquisition Support .Office (AFCC), Hanscom 
AFB, MA 01731-5000. 

Air Force Computf?i".Acquisition Center (AFCC), Hanscom AFB, 
MA 01731-6340. 

Air Force Contract Maintenance Center (AFLC), Wright-Patter-
son AFB OH 45433-5000. . 

Air Fo.rce Contract Management Division (AFSC), Kirtland AFB, 
NM 87117-5000. 

Air Force Coordinating Offjce Logistics Research, Wright~Patter­
son AFB, OH 45433-5000. 
· Air Force Cost Center (DRU) 5600 Columbia Pike, Room 203, 
Falls Church, VA 22041-5101. 

Air Force Cryptologic Support Center (ESC), San Antonio TX 
78243-5000. . 

Distribution Control Office (AFLC), Wright-Patterson AFB, OH 
45433-5000. . 

Air Force Distribu.tion Agency (AFLC), Wright-Patterson AFB, 
OH 45433-5000. . . 
· Air Force District of Washington (DRU), Bolling AFB, DC 
20332-5000. 

Air Force Drug Testing Laboratory· (AFSC), Brooks AFB, TX 
78235-5000. 

Air Force Electronic Combat Office (AFSC), Wright~Patterson 
AFB, OH 45433-6503. 

Air· Force Electronic Warfare Center (ESC). San Antonio, TX 
78243-5000. 

Air Force Emergency Operations Center, Ft Ritchie, MD 21719-
5010. . 

Air Force Engineering and Services Center (SOA), Tyndall AFB, 
FL 32403-600 l. 

Air . Force Engineering and Services Management Engineering 
Team (AFMEA), Tyndall AFB, FL ~2403-5()01. 

Air Force European Broadcasting Squadron (AFBS), · APO New 
York 09012-5000. 

Air Force District of Washington Accounting and Finance Office, 
Bolling AFB, DC 20332-5260. 

Air Force Flight .Test Center (AFSC), Edwards AFB; CA 93523-
5000. 

Air Force Frequency Management Center (AFCC), Washington, 
DC 20330-6340. . 

Air Force Geophysics Laboratory (AFSTC), Hansom AFB, MA 
01731-5000. 

Air Force Global Weather Central (MAC), Offutt AFB, NE 
68113-5000. 

Air Force Human Resources Laboratory (AMD), Brooks AFB, 
TX 78235-5601. 

Air Force Inspection and Safety Center (SOA), Norton AFB, CA 
92409-7001. . 

Air Force Institute of Technology (AU), Wright-Patterson AFB, 
OH 45433-6583. 

Air Force Intelligence Management Engineering Team (AFMEA), 
Ft Belvoir, VA 22060-5000. . 

Air Force Intelligence Agency (SOA), Ft Belvoir, VA 22060-
5788. . 

Air Force Judge Advocate General School (AU), Maxwell AFB, 
AL 36112-5712. . -. . 

Air Force Judge Advo·cate·Legal Irtfornf;ition Services, Denver, 
. . co 80279-5000. . 

Air Force Legal Services Center (SOA), Washington, DC 20330-
5000. 

Air Force Logistics Command (MAJCOM), Wright-Patterson 
AFB, OH 45433-5001. 

AFLC International Logistics Center (AFLC), Wright-Patterson 
AFB, OH 45433-5000. 

AFLC Inspection and Safety Center (AFLC),· Wright-Patterson 
AFB, OH 45433-5000. 

AFLC Logistics Support Group Saudia Arabia, APO New York 
09038-5000. ' 

AFLC Support Group Europe (AFLC), APO New York 09243-
5000. 1 

AFLC Cataloging··and Standardization. Center (AFLC), 74 N. 
Washington Ave, Battle Creek, MI 49017-3094. . 

Logis~ics Operations Center (AFLC), Wright-Patterson AFB, OH 
45433-5000. 

Logistics Management Systems Center (AFLC), Wright-Patterson 
AFB, OH 45433-5000. 

Air Force Acquisition Logistics Center (AFLC),_Wright-Patterson 
AFB, OH 45433-5000. 

Air Force Contract Law Center (AFLC), Wright-Patterson AFB, 
OH 45433-5000. 

Air Force Disaster Preparedness Center, Lowry AFB, CO 80230-
5000. 

Air Force Logistics, Management Center (AFLC), Gunter AFB, 
AL 36114-6693. 
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Air Force. Legal Service Center, Washington, DC 20330-5000. 
Air Force Logi~,tics Management Engineering Team (AFMEA), 

Dover AFB, DE 19902-6437. 
· Air Force Management Engineering 'Agency (SOA), Randolph 
AFB, TX 78150-6431. I ' 

Air Force Military Personnel center (SOA), Randolph AFB,' TX 
78150-6001. . 

Air Force Manpower and ·Personnel Management Engineering 
Team (AFMEA), Randoph AFB, TX 78150-6431. · 

·Air Force· Medical· Logistics Office (USAF), Frederick, MD 
21701-5006. . . . 

Air Force Medical Management Engineering Team (AFMEA), 
Maxwell AFB, AL 36112-5006. . 

Air Force Office -of Medical SupporC(SOA), Brooks AFB, TX 
78235-5000. ·~ i., I . 

Air Force .Military Training .Center (A TC), Lackland :AFB, TX 
78236-5000. . . . . 

· Air Force Mortuary Services Office (AFESC), Bolling AFB; DC 
20332-5000. . . . . 
· Air Force ·Office of ·Public Affairs, Midwest Region, 55· East 
Monroe, Suite 1525, Chicago, IL 60603-5707. · 
. Air Force Office of Public Affairs, Western Region (AFSINC), 
Room 10114, 11000 Wilshire Blvd, Los Angeles, CA 90024-3602. 

Air Force Office of Public Affairs, Eastern Region (AFSINC), 133 
East 58th St, Suite 1500, New York, NY 10022-1236. 

Air Force Office of Scientific Research (AFSC), Bolling AFB, DC 
20332-6600. . . 

Air Force Office of Security Police (SOA),• Kirtland AFB, NM 
87117-6001. . 

Air. Force Professional Manpower &· Personnel .Management 
School (AU), Maxwell AFB, AL 36112-5712!: . ' 

Air Force Professional Military Comptroller School (AU), Max-
well AFB, AL 36113-5712. . 
. Air Force Publish~ng ·Distribution Center (SAF I AAI); Baltimore, 

MD 21220-2898. · 
· Air Force Reserve (SOA), Robins AFB, GA 31098-5000 

Air Force Rescue Coordination Center (MAC/ ARRS), Scott 
AFB, IL 62225-5000. · 

Air Force Reserve Officers Training Corps (A TC), Maxwell AFB, 
AL 36112-6663. · . . • 

Air Force Review Boards Office (DRU), Washington, DC 20330-
5000. ' : . . 

Air Force Security Clearanc~ Office (AFOSP), Washington, DC 
20330-5000. . ' .·' . I 

Air Force Security Police Management . Engineering Team 
(AFMEA), Kirtland AFB, NM 87117-6004. 

Air Force Service Information and News Center (SOA) Kelly 
AFB, TX 78241-5000. . 

Air Force Space Command (MAJCOM), Peterson AFB, CO 
80914-5001. l. . . 

Air Force Space Technology Center (AFSC), Kirtland AFB, NM 
87117-5000. ' . . . 

Air Force Special Activities Center (AFIA), Ft Belvoir, .VA 
22060. 
. Air Force Special Staff Management Engineering · Team 
(AFMEA), Peterson AFB, CO 80914-5000. · : 

Air Force Systems Command (MAJCOM), Andrews AFB, DC 
20331-5000. . 

Air Force Technical Applications Center (DRU), Patrick AFB, 
FL 32925-6001. 

Air Force Telecommunications Certification Office (AFCC), Scott 
AFB, IL 62225-6001. 

Air Force Wartime Manpower and Personnel Readiness Team 
(AFMEA), Ft Richie, MD 21719-5010. "· 

Air Force Weapons Laboratory (AFSTC), Kirtland AFB, NM 
87117-6008. 

Air Force Wright Aeronautical Laboratories (ASD), Wri'ght-Pat~ . 
terson AFB, OH 45433-5000. 

Air Forces Iceland (TAC), APO New York 09673-2055. 
Air Ground Operations School (TAC), Hurlburt Fld, FL 32544-
5~ . 

Air National Guard Support Center (DRU), Andrews AFB, MD 
20331-6008. . :-

Air Reserve Personnel Center (SOA), Denver, CO 80280-5000. 
Air Training Command (MAJCOM), Randoph' AFB, TX. 78150-

5001. . . 
A TC civilian Automated Training Office (A TC), Lackland AFB, 

TX 78236-5000. · ' . 

A TC OPSCEN Operations C~nter (A TC), Randoph AFB, TX 
78150-5000. 

Air Training Communications Division (AFCC), · Randoph AFB, 
· TX 7815U-6343. '· 1 . • . 

Air University (MA.TCOM), ~axwell AFB, AL36112-5001. ' 
Armed Forces Staff College, 12 3825 Spt Gp (Acad), Norfolk, VA 

23511-2020. . 
Air-War College (AU), Maxwell AFB, AL 36112-5522. 
Air Weather Service (MAC), Scott AFB, IL 62225~5008. 
Airlift Communications (AFCC), · S~ott AFB, IL 62225-:-6343. 
Alaskan Air Command (MAJCOM), Elmen~orf AFB, AK 99506-

5001. 
Alask;m Nqrth. American Aerospace Defense ,Command Region' 

(NORAD), Elmendorf AFB, AK 99506-5000. 
AFSC. Armament Division (AFSC), Eglin AFB, FL 32542-5000. 
Armed Forces Vocational Testing Group (A TC), Randolph AFB, 

TX 78150-5000. 
Army and Air Force Exchange Service (DOD), PO. Box 660202, 

Dallas, TX 75266-:-0202. . .. 
Arnold Engineering Development Center (AFSC), Arnold AFB, 

TN 37389-5000. . . . . 
Ballistic . Missile Office (AFSC), Norton AFB, CA 92409-6468. 
HQ Defense Communications Agency (DOD), Washington, DC 

20305-2000. 
. Defense Equal ·opportunity Management Ins:titute, Patrick AFB, 

FL 32925-6685. . 
Defense Mapping Agency Aerospace Certter (DMA), 8900 S. 

Broadway, StLouis, MO 63118-2920. _ .. 
Defense Medical Examination Review Board (DOD), Colorado 

Springs, CO 8084()-5000. . · · 
Defense Reutilization Marketing Office (AFLC), Barksdale AFB, 

LA 71110-6100. 
Director of Nuclear Surety (AFISC), Kirtland AFB, NM · 8 7117-

5000. 
Electromagnetic Com-patibility Analysis Center (AFSC), North 

Severn, Annapolis, MD 21402-1187. · 
Electronic Security Combat Operations Staff (ESC), Kelly AFB, 

TX 78243-5000. 
Electronic Security Command (MAJCOM), San Antonio, TX 

78243-5000. . . . . ' . 
Continental Electronic Security Division (ESC), San Antonio; TX 

78243-5000. . 
European Electronic Security Division (ESC), . APO New York 

09094-6373... . . . . . 
Electronic Systems Division (AFSC), Hanscom AFB, MA 01731-

5000. . 
Logistics Communications· Division (AFCC), Wright-Patterson 

AFB, OH 45433-6343. . 
Military Airlift Command (MAJCOM), Scott AFB, IL 6~225-

_5000. . ' 
National Personnel Record Center (Civilian), NPRC/CPR-AF, 

.111 Winnebago St, St.Louis, MO 63118-2001.. 
National Personnel Record Center (Military),· NPRC/MPR-AF, 

9700 Page Blvd, StLouis, MO 63132-2001. 
North American Aerospace Defense Command (NORAD), Peter-

son AFB, CO 80914-5002. , . . 
CONUS . North American Aerospace Defense Command Region, 

Langley AFB, VA 23665-5009. 
North American Aerospace Defense Airborne Command and Con-

trol Squadron, Tinker AFB, OK 73145-5000. . · . '· 
NORAD Computer Services Squadron, Tyndall AFB, FL 32403-
~~ . 
. Officer Training School (A TC), Lackland AFB, TX 78236-5000. 

Ogden Air Logistics Center (AFLC), Hill AFB, UT 84056-6000. 
Oklahoma City Air Logistics Center (AFLC), Tinker AFB, OK 

73145-5000. -
.,. Operations Training Support Laboratory (SAC), Carswell AB, TX 
76127-5000. 

Pacific Air Combat Operations Staff·(PACAF), Hickam AFB, HI 
96853-5000. 

Pacific Air Forces (MAJCOM), Hickam AFB, Hl 96853-5001. 
Pacific Communications Divisin (AFCC), Hickam AFB, HI 

' 96853-6343. . .. 
P ACAF Logisti~s Spt Center (PACAF), APO San Francisco 

96239-5000. ' 
Pacific Technical Op~rations Area (HQ P ACTO A), Wheeler AFB, 

HI 96854-5000. 

-:' 

-~ 
I 

) 

-< 

1 
\ 

1 
~· 



--"1 

NATIONAL SECURITY AGENCY 

REQUESTING RECORDS 
Records a·re retrieved by name· or by some other personal identifi­

er. It is therefore especially important for expeditious service when 
requesting a record that particular attention be provided to the Noti­
fication and/or Access Procedures· of the particular record system 
involved so as to furnish the required personal identifiers, or any 
other pertinent personal information as may be required to locate and 
retrieve the record. " · 

BLANKET ROUTINE USES 
Certain blanket 'routine uses' of the records have been established 

that are applicable to every record system maintained within the · 
Department of Defense unless specifically s~ted otherwise within a 
particular record system. These additional blanket routine uses of the 
records are published below only once in th~ interest of simplicity, 
economy and to avoid redundancy before the individual ·record 
system notices begin rather than repeating them in every individual 

· record system. · 

ROUTINE USE-LAW ENFORCEMENT 
In the event that a system of records maintained by this compo­

nent to carry out its functions indicates a violation or potential . 
violation of law, whether civil, criminal or regulatory in nature, and 
whether arising by general statute or by regulation,· rule· or order 
issued pursuant thereto, the relevant records in the system of records 
may be referred, as a routine use, to the appropriate agency, whether 
Federal, state, local, or foreign, charged .with the responsibility of 
investigating or prosecuting such violation or charged with enforcing 
or implementing the statute •. rule, regulation or order issued pursuant 
thereto. 

ROUTINE USE-DISCLOSURE WHEN 
REQUESTING INFORMATION 

A record from a system of records maintained by this component 
may be disclosed as a routine .Use to a Federal, state, or local agency 
maintaining civil, criminal, or other relevant enforcement information 
or other pertinent information, such as current licenses, if necessary 
to obtain information relevant to a component decision concerning 
the hiring or retention of an employee, the issuance of a security 
Clearance, the letting of a contract, or the issuance of a license, grant 
or other benefit.. · 

ROUTINE USE-DISCLOSURE OF REQUESTED 
INFORMATION 

A' record from a system of records maintained by this component 
may be disclosed to a Federal agency, in response to its request, in 
connection with the hiring or retention of an employee, the issuance 
of a security clearance, the reporting of an investigation of an em­
ployee, the lettipg of a contract, or the issuance of a license, gr~nt or 
other benefit by the requesting agency, to the extent that the mfor­
mation is relevant and necessary to the requesting agency's decision 
on the matter. · 

ROUTINE USE-CONGRESSIONAL 
Inquiries from a system of records maintained by this component . 

may be made to a Congressional office from the record of an individ­
ual in response to an inquiry from the Congressional office made at 
the request of that individual. · · 

ROUTINE USE·PRIV ATE RELIEF LEGISLATION · 
Relevant information contained in all systems of records of the 

Department of Defense published on or before August 22, 1975, may 
be disclosed to the Office of Management and Budget in connection 
with the review of private relief legislation as set forth in OMB 
Circular A-19 at any stage of the legislative coordination and clear­
ance process as set forth in that Circular. 

ROUTINE USE-DISCLOSURES REQUIRED BY 
INTERNATIONAL AGREEMENTS 

A record from a system of records maintained by this component 
may be,disclosed to foreign law enforcement, security, investigatory, 
or administrative~authorities in order to comply with requirements 
imposed by, or to claim rights conferred in, international agreements 
and arrangements including those regulating the stationing and status 
in foreign countries of Department of Defense military and civilian 
personnel. 
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ROUTINE USE-DISCLOSURE TO STATE AND 
LOC~L TAXING AUTHORITIES 

. Any information normally contained in IRS For~ 'W_-2 which ~s 
maintained in a record from a system of records mamtamed by th1s 
component may be disclosed to state and local taxing. authorities with 
which the Secretary of the Treasury has entered mto agreements 
pursuant to Title 5, U.S: Code, Sections 5516, 5517, 5520, and only to 
those state and local taxing authorities for which an employee ~r 
military member is or was subject to tax regardless of whether tax ts 
or was withheld. ·This routine use is in accordance with Treasury 
Fisca~ Requirements Manual Bulletin Nr. 76-07. 

ROUTINE USE - DISCLOSURE TO THE OFFICE 
OF PERSONNEL MANAGEMENT 

A record from a system of records subject to the Privacy Act and 
maintained by this component may be disclosed to the: Office of 
Personnel Management concerning information on pay and leave, 
benefits, retirement deductions, and any other information necessary 
for the Office of Personnel Management to carry out its legally 
authorized Government-wide personnel management functions and 
studies: 

ROUTINE USE-DISCLOSURE TO THE 
DEPARTMENT OF JUSTICE FOR LITIGATION 
A record from a system of records maintained by this component 

may be disclosed a& a routine use to any component of the Depart­
ment of Justice for the purpose of representing the Department of 
Defense, or any officer, employee or member of the Department in 
pending or potential litigation to which the record is pertinent. 

ROUTINE USE-DISCLOSURE TO ·MILITARY 
BANKING FACILITIES OVERSEAS 

Information as to current military addresses and assignments may 
be provided to military bank.ing facilities who provide banking sery­
ices overseas and who are reimbursed by the Government for certam 
checking and loan losses. For · personnel separated, discharged, or 
retired from the Armed Forces, information as to last known residen­
tial or home of record address may be provided to the military 
banking facility upon certification by a banking facility officer that 
the facility has a· returned or dishonored check negotiated by th~ 
individual or the individual has defaulted on a loan and that tf 
restitution is not made by the individual, the U.S. Government will 
be liable for the losses the facility may incur. 

ROUTINE USE-DISCLOSURE OF INFORMATION 
TO THE GENERAL SERVICES ADMINISTRATION 

(GSA) 
A record from a system of records maintained by this component 

may be disclosed as a routine use to the General Services Adminis­
tration (GSA) for the purpose of records management inspections 
conducted under authority of 44 U.S.C. 2904 and 2906. 

ROUTINE USE-DIS.CLOSURE OF INFORMATION 
TO THE NATIONAL ARCHIVES AND RECORDS 

ADMINISTRATION (NARA) 
A record from a system of records maintained by this component 

may be disclosed as a routine use to the National Archives and 
Records Administration (NARA) for the purpose. of records manage­
ment inspections conducted under authority of 44 U.S.C. 2904 and 
2906. 

ROUTINE USE-DISCLOSURE TO THE MERIT 
SYSTEMS PROTECTION BOARD 

A record from a system of records maintained by this component 
may be disclosed as a routine use to the Merit Systems Protection 
Board, including the Office of the Special Counsel for the purpose of 
litigation, including administrative proceedings, appeals, special stud­
ies of the· civil service and other merit systems, · review of O~M or 
component rules and regulations, investigation of alleged or J>g~sible 
prohibited personnel practices; including administrative proc~.~.dings 
involving· any individual subject of a DoD investigation, and. such 
other functions, promulgated in 5 U.S.C 1205 and 1206, or as may be 
authorized by law. 

.-ROUTINE USE-COUNTERINTELLIGENCE . 
PURPOSES . 

A record from a system of records maintained by this component 
may be disclosed as a routine use outside the DoD or the U.S. 
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Government for the purpose of counterintelligerice activities au.thor­
ized by U.S. Law or Executive Order or 'for the purpose of enforcing 
laws which protect the national security of the United States. 

GNSAOl 
System name! 

NSA:/CSS Access, Authority and. Release of Information File. 
System location: 
Primary. System ~· National Security Agency/Central Security 

Service, Ft: George G. Meade, Md. 20755-6000. · :·. 
Decentntlized Segments - Each staff, line, contract and field~ ele-

ment as appropriate.· ·· · 
Categories of individuals covered by the system: 
NSA/CSS civili~n employees, personnel under contract or ap­

pointment and military assignees. 
Categories of records in· the system: ; 
File may consist of authorizations to obtain keys; authorizations for. 

access to specific sensitive information or areas; delegation of respon­
sibility to authorize · or t:equest specific action, work projects or. 
access; notification to report for duty in event of hazardous weather 
or other emergency; authorizations to .officially release various types 
of communications; assignments to spe9ial activities; assignm~nts as 
Agency representatives to department or other goveniment commit­
tees, boards, task groups; assignments to special tasks in event of 
technical or national emergencies; assignments to duties as fire, 
safety, security· officers, Combined Federal Campaign and blood do­
nation workers; and assignments to other specilil or v~~llnteer duties 
or activities. ' ., · 

AuthQrity, for maintenance of the system: · 
Nationai Security Agency Act of ·1 959, 50. U.S.C> 402 note (Pub. 

L. 86-36); 50 U.S.C. 831-835, (Pub. L. 88-290); ·18 U.S.C. 798; E.O. 
12333 . 

. Purpose(s).:. 
To provide a means to rapidly determine who may have access to 

information, spaces, combinations or keys; who is required to report 
for duty in special circumstances; who has been authorized to release 
official communications; who has been assigned additional special 
tasks, voluntary duties or other duties. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To contractor employees to make determinations as noted. 'in the 
purpose above; to investigatory authorities engaged in national s'ecu­
rity investigations and to intelligence authorities or other governmen­
tal entities with respect ·to specific assignments or when emergency· 
action is required. See 'Blanket Routine Uses' at the beginning of 
NSA's listing of the record system notices. 

Policies and practices for storing, retrieving~ accessing, retaining, and 
disposing of records in the system: 

Storage: · 
Paper records in file folders;· paper cards iii file boxes, 'magnetic 

tapes, disks and other computer storage media,- computer listings, 
microfilm. 

Retrievability: 
By name. 
Safeguards: 
For paper, computer listing, cards. and microfilm - Secure limited 

access· facilities, within those facilities secure limited access rooms 
and within those rooms lockable containers. Access to information is 
limited to authorized inc:J.ividuals only. For machine records stored on 
magnetic tape, disk or other computer storage· media within the 
computer processing area- additional secure limited access facilities, 
specific proce~ing requests from author~zed persons o~ly, specific 
authority to access stored records and dehvery to authonzed. persons 
only. Where data elements are derived from the Pe'rsonnel S,ec·urity 
File-remote terminal inhibitions are in force with respect to access to 
complete file or data relating to persons not assigned to requesting 
organization. using a remote terminal. Remote terminals 'are ·secured, 
are available to auth.orized persons only, and certain password and 
other identifying information available to authorized· users' only is. 
required. Termimils are· not available outside of headqu~r~e'rs· area 
locations. · · 

Retention and disposal:. ,. 
Retained until individual is .no longer authorized access or release 

authority or assigned to specific additional duties. Computer files are 
purged and updated to refle~t current status .. 

System manager(s) and address: . · · 

Directo~, NSA. 
Notification procedure: 
Requests from individual for notification shall be in wntmg ad­

dressed to the Chief, Office of Policy, National Security Agency/ 
Cen'tral Security Service,· Ft. George 0. Meade; ·Md. 2075.5-6000. 

Record access procedures: · 
Requests from individuals for access shall be in writing addressed 

to Jhe Chief, Office of Policy, National Security Agency/Central 
Security Service, Ft. George G. Meade; Md. 20755-6000. 

Contesting record·procedures: 
The NSA/CSS rules for contesting contents and appealing initial 

determinations may be obtained by written request addressed to the 
Chief,· Office of Policy,. National Security Agency /Central Security 
Seryiee, Ft: George· G. Meade, Md. 20755-6000. 

Record source· categories: 
Applications and relat~d forms requesting access, appointment or 

authorization, notifications of same, p·ersonnel records, personnel se­
curity records, and othe~ sources as appropriate and required. 

Exemptions claimed for the system: . 
Individual records .in this file may be exempt pursuant to 5 U.S.C. 

552a (k) (I) and (k) (5). For additional information see agency rules 
contained in 32 CFR part 299a. 

GNSA02 
System nilme: 
, . NSA/<;:SS Apf>lica~ts. 

System location: 
·National Security Agency/Central Security Service, Ft. Geo'rge G. 

Meade: · ' · • - · 
Categories of individuals covered by the system: 
Applicants for employm~nt w~th. NSA/CSS. 
Categories of records· in the system: . . . . 
File contains forms; documents and corresponaence providing per-

sonal and .. qualifications information submittced by individual appli­
cants, educational insti.tution~. past employers, refer~nces. Records· 
inc1ude process~ng items, status reports, .. test results, interview reports, 
reports of review.ing organizations and other . related information. · 

Authority for maintenance of the system: 
National Security Agency Act of 1959; 50 U:S.C. ·402 note '(Pub. 

L.86-36); 50 U.S.C. 831-835, (Pub. L. 88-290); E.O. 10450; ? U.s.c:. 
and appropriate implementing Office of Personnel Management' dt­
rectives in the.Federal Personnel Manual. 

Purpose(s): 
To support the recruitment, selection: hire and placement of appli­

cants. The file is· used to document applicant' processing, as a basis 
·for selection decisions by individual. agency ele~ents and the p~rson­
nel organization, and such other related uses as required. 

Routine· uses of' records maintained in the system, including catego· 
ries of users and the purposes of such uses: 
. To .contractor ~mployees and other government entities to make 

determinations as noted in the purpose above. See 'Blanket Routine 
Uses' at the beginning of.NSA's listing of the record system notices. 

Policies and practices for storing, retrieving;' accessjng, retaining, and 
disposing of records in the system: · ·· 

Storage: 
Paper' in file · foiders, cards in containers, iogs, computer listings, 

computer magnetic tape, disks . and other computer storage media, 
microfilm. · 

,Retrievability: 
'By name, s<;>cial security number,: and other appropriate data ele­

ments. 
· Safeguards: 
· For paper, computer printouts and microfilm - Secure limited 

access facilities, within those facilities secure limited access rooms 
and within those rooms lockable containers. Access to information is 
limited to those individuals specif\caHy authorized and granted access 
by the Deputy Director for Management Services. For machine 
records ·stored. on magnetic tape, disk or other computer storage 
media within the computer processing area-additional secure limited. 
ac;cess facilities; specific processi~g re9u~st.s. accepted. from auth?r­
ized persons only. Remote termmal. tnhtbttlons are m force wtth 
respect to acce.ss to.c?ml?uteriz~d file or data rel~ting to·persons n~t 
assigned to the ·orgamzatton usmg a rempte termmal. Remote termi­
nals are secured, are available to authorized persons only, and. certain 
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password and other. identifying information available to authorized 
users only is required. Terminals are not available outside of head­
quarters area locations. 

Retention and disposal: 
. For applicants who are subsequently hired, records are transferred 

to Personnel File or: destroyed as appropriate. For applicants not 
hired, record are retained for a period not to exceed one ·year or until 
completion of legal proceedings involving issues pertaining t~ these 
records, whichever is later, unless employment requirements necessi­
tate retention for a longer period. 

System manager(s) and address: 
Director, NSA. 
Notification procedure: 
Requests from individuals for notification shall be in M~riting ad­

dressed to the Chief, Office .of Policy, National Security Agency/ 
Central Security Service, Ft. George G. Meade, Md. 20755-6000. 

Record access procedures: 
Requests from individuals for access shall be in writing addressed 

to the Chief,· Office of Policy, National Security Agency/Central 
Security Service, Ft. George .G. Meade, Md. 20755-6000. 

Contesting record procedures: 
The NSA/CSS rules for contesting contents and appealing initial 

determinations may be obtained by. written request addressed to the 
Chief, Office of Policy, National Security Agency/Central Security 
Service, Ft. George G. Meade, Md. 20755-6000. 

Record source categories: . 
Applicant, educational institutions, references, former employers 

including other governmental entities, interviewing and. reviewing 
individuals including possible gaining organization, security and med­
ical authorities and other sources as relevant and appropriate. 

Exemptions claimed for the system: 
Individual records in this file may be exempt pursuant to 5 U.S.C. 

552a (k) (1) and (k) (5). For additional information see agency rules 
contained in 32 CFR part 299a. 

GNSA03 
System name: 

NSA/CSS Correspondence, Cases, Complaint~,. Visitors, Requests. 
System location: . ' · · 
Primary System , National Security Agency/Central Security· 

Service, Ft. George G. Meade, Md. 20755-6000. 
Decentralized Segments - Each staff, line, . contract and field ele­

ment as authorized and appropriate. 
Categories of individuals covered by the system: 
Persons calling or corresponding with NSA/CSS concerning con­

gressional inquiries; job opportunities; Freedom of Information and 
Privacy Act requests; other information requests, suggestions or com­
ments; registering complaints; requesting appropriate security clear­
ance and permission to visit; requesting or requiring information 
relating to litigation or anticipated litigation; and employees or as­
signees registering complaints or requesting information with respect 
to Equal Employment Opportunities; requesting inquiry or investiga­
tion by the Inspector General; requesting advice, opinions, or assist­
ance from the General Counsel or provided to .the General Counsel 
with respect to conflict of interest issues. 

Categories of records in the system: 
File contains correspondence from and to individuals, documents 

and memoranda related to the response, written material developed 
during or in anticipation of litigation or investigation of inquiries, 
complaints or grievances, written material developed in response to a 
request for advice or opinion from an individual, written material 
required by law, executive order, and regulations with respect to 
Equal Employment Opportunity investigations, Inspector General in­
vestigations, judicial branch subpoenas, orders and related actions. 

Authority for maintenance of the system: 
National Security Agency Act of 1959, 50 U.S.C. ·402 note (Pub. 

L. 86-36); 50 U.S.C. 831-835, (Pub. L. 88-290); 5 U.S.C. 552; Pub. L. 
92-261; Pub. L. 93-259; Executive Order 10450; Executive Order 
11222; Executive Order 11478; and Executive Order 12356. 

Purpose(s): · 
To provide a record of .the official responses and determinations of 

NSA/CSS to various inquiries for information, complaints or official 
actions of other governmental agencies and branches. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

To contractor employees to make determinations as noted in the 
purpose above. To provide reports in summary or statistical form to 
the Office of Equal Employment Opportunity. To ·appropriate gov­
ernmental agencies and the judical branch where litigation or antici­
pated civil or criminal litigation is involved or where sensitive na­
tional security investigations related to protection of intelligence 
sources or methods are involved. See 'Blanket Routine Uses' at the 
beginning of NSA's listing of the record systems notices. 

Policies and practices for storing, retrieving, accessing,_ retaining, and 
disposing of records in the system: . 

Storage: 
Paper records in file folders. 
Retrievability: 
By name, case, or subject and within subject by name. 
Safeguards: 
Secure limited access facilities-and within those facilities individual 

limited access offices. Files are stored in lockable containers and are 
only made available to individuals specifically authorized access or 
required to respond and individuals affected by actions taken or 
complaints received. Files related to sensitive investigations by the 
Equal Emplpoyment Opportunity Office, the Inspector General and 
General Counsel are additionally protected pursuant to appropriate 
statutes, executive orders or regulations and attorney-client privilege. 
In some cases records are sealed pursuant to sensitivity of subject 
matter or specific court order. 

Retention and disposal: 
Records are retained on-site indefinitely. 
System manager(s) and address: 
Director, NSA. 
Notification procedure: 
Requests from individuals for notification shall be in· writing ad­

dressed to the Chief, Office of Policy, National Security Agency/ 
Central Security Service, Ft. George G. Meade, Md. 20755~6000. 

Record access procedures: 
Requests from individuals for access shall be in writing addressed 

to the Chief, Office of Policy, National Security Agency/Central 
Security Service, Ft. George G. Meade, Md. 20755-6000. 

Contesting record procedures: 
The NSA/CSS rules for contesting contents and appealing initial 

determinations may be obtained by written request addressed to the 
Chief, Office of Policy, National Security Agency/Central Security 
Service, Ft. George G. Meade, Md. 20755-6000. 

Record source cat~gories: 
Official correspondence, written materials developed in response to 

inquiries from executive branch departments and agencie~, judicial 
branch elements, Congress, Congressional committees, individual 
Congressmen, other government and private entities as appropriate, 
and other sources as appropriate and required. 

Exemptions claimed for the system: 
Individual records in this file may be exempt pursuant to 5 U.S.C. 

552a (k) (1), (k) (2), (k) (4), and (k) (5). For additional information, 
see agency rules contained in 32 CFR part 299a. · 

GNSA04 
System name: . 

NSA/CSS Military Reserve Personnel Data Base. 
System location: 
Primary System · National Security Agency /Central Security 

Service, Ft. George G. Meade, Md. 20755~6000. 
Decentralized Segmc:;nts - Each staff, line, field element and mili· 

tary service as authorized and appropriate. 
Categories of individuals covered by ·the system: . 
Inactive duty military reserve personnel assigned to NSA mobiliza­

tion billets, requesting to perform on-the-job training in NSA w()rk 
centers, or scheduled to attend formal ind resident courses of instruc­
tion under the auspices or sponsorship of NSA. 

Categories of recor~s in the system: 
File' contains· correspondence, papers, and forms relating to indi­

vidual's service extracted from his/her. military personnel records 
including but not limited to military service, enlistment or related 
service agreement/extension/orders, active duty records; duty status, 
reserve status; qualifications for active military duty assignments; 
clearance data; applications/nominations for .assignments; pictures; 
military check·in/out sheets; military skill specialty evaluation data; 
active duty training; service record brief, military personnel utiliza· 
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tion survey; correspondence courses, educational/academic records; 
applications for ID; efficiency ~r fitness records; application/prior 
service enlistment. documents; work experiences; professionalizatio,-t 
documentation; achievement certificates, suggestions; personnel, 
screening and ~valuation records; acknowledgement of service re­
quirements; temporary disability record; change of name; documents 
relati'ng to promotion or non-selection, transfers, leave, pay entitle­
ments, financial. records, awards! health or medical records, repQ,rts. 
of proceedings of physical fitness boards, birth certificates, citzenship 
statements and status; passport, questionnaire/records of security 
clearances, language capability, language proficiency questionnaire; 
flight records, aviator flight records, instrument certification, papers; 
reduction in grade release, retirement, temporary duty, record of 
retirement points; correspondence and/or orders relating to depend~ 
ents, service action, fed~ral recognition orders, correspondence relat­
ing to badges, medals, and unit awards, including foreign decorations; 
correspondence/letters/administrative reprimands/censures/admoni­
tions relating to apprehensions/confinement and discipline. 

Authority for maintenance. of the system: 
National Security Act, SO U.S.C. 402 note (Pub. L. 86-36); and 

Title 10; U.S.C. · · 
Purpose(s): 
To maintain current and .accurate listings of reserve personnel 

designated to.mobilize with the National Security Agency, offered as 
nominees for NSA Mobilization billets, requesting formal and .resi­
dent training courses, or seeking on-the-job training in NSA ·work 
centers. To determine professional and technical qualifications of 
reservists to analyze their training needs and to ascertain the eligibil­
ity of reservists for promotions; awards, special duty assignments, 
and similar reasons. 

Routine uses of records maintained in the system, including: catego· 
ries of users and the purposes of such uses: 

See 'Blanket Routine Uses' at the beginning of NSA's listing of the 
record system notices .. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Computer magnetic tapes, discs, electronic. files, or. other automat­

ed storage media, computer listings and other paper records. 
Retrievability: 
By name, social security numbers, mobilization billet, courses of 

training, and other professional qualifications. 
Safeguards: . 
Secure limited access facilities ana within. those facilities lockable 

containers. Records are accessible only to authorized personnel. 
Retention and disposal: . 
Records are permanent. They are reviewed periodically and updat­

ed at least annually for changes and corrections. Superseded records 
are destroyed when no longer useful for reference purposes. 

System manager(s) and address: · 
Direc~or, NSA. 
Notificatio~ procedure: 
Requests from individuals for notification shall be in writing ad­

dressed to the Chief, Office of Policy, National Security Agency/ 
Central Security Service, Ft. George G. Meade, Md. 20755-6000. 
· Record access procedures: · 

Requests from individuals for access shall be in writing addressed 
to the Chief, Office of Policy, National Security Agency/Central 
Security Service,. Ft. .George G. Meade; Md. 20755-6000. 

Contesting record procedures: 
The NSA/CSS r~les for contesting co'ntents and appealing inltial 

determinations may be obtained by written request addressed to the 
Chief, Office of Policy, National Security Agency/Central Security 
Service, Ft.. George G. Meade, Md. 20755-6000. 

Record source categories: · 
Individual reservists and service reserve personnel files. 
Exemptions claimed for the system: 
Individual records in this file rtay be exempt pursuant to .5 U.S.C. 

552a (k) (1) and (k) (5) .. For additional information see agency rules 
contained in 32 CfR part 299a. . 

GNSAOS 
System name: 

NSA/CSS Equal Employm.ent Opportunity Data. 
System loc:ati01p: · 

National Security Agency/Central Security Service, Ft: George G. 
Meade, Md. 207~5-6000. 

Categories of individuals covered by the system: 
NSA/CSS civilian personnel and personnel under contract. 
Categories of records in the system: 
File contains civilian personnel ·data and Agency otganizatiomll 

data to title, grade, date of birth, training,· date of last promotion, 
educational attainments, social security number, time of service, per-
sonnel codes, organization assignment. · 

Authority for maintenance of the system: 
National Security Agency Act of 1959, SO U.S.C. 402 note (P,ub. 

L. 86-36); Pub. L. 92-261; Pub. L. 93-259; Executive Order I 1478; 
Chapter 713 of the Federal Personnel. ManuaL 
- Purpose(s): . (. . 

To ensure compliance with cited authorities 'Vith respect to equal 
employment opportunities. To compile such studies, research, statis­
tics and reports necessary to ensure compliance with cited authori­
ties. 

Routine uses of records maintained in the system~· including catego·' 
ries of users and the purposes of such uses: . 

To contractor employees to make determinations as noted in the 
purpose above. Reports, summaries and statistics may .be .made ~vail­
able to the Office of Equal Employlllent Opportunity,, Congress, 
Department. of Justice and judicial branch elements as required by 
cited authorities, requested pursuant to thqse authorities or ordered 
by specific judicial branch order. See 'Blanket Rm"'tine. Uses' at the 
beginning of NSA's listing of the record system notices. 

Policies and piactices for storing, retri~ving, accessing, retaining, and 
disposing 'of records in the system: 

Storage: . , . 
Magnetic tape, disk or other computer storage .media, computer 

)~stings, paper in file folders. . · 
Retrievability: 
By name, social security number, and specific subject matter data 

elements. 
Safeguards: 
For paper, comp4ter printouts and microf'ilm - Secure ·.limited 

access facilities, within those facilities secure limited access rooms 
and within those rooms lockable containers. Access to information is 
limited to those individuals specifically authorized and granted access 
by EEO Director. For machine records stored on magnetic tape, disk 
or other computer ·storage media within the. computer processing 
area-additional secure limited access facilities, specific processing re­
quests from authorized persons only, specific authority to -access 
stored rf;cords and delivery to authorized persons only. Where d.ata 
elements ate derived. from, ·the Peison.nel, System, remote terminal. 
inhibitions are in force with respect to access to complete file or data 
relatiQg to pc=!rsons not assigned to requ.esting organization using a 
remote terminaL Remote terminals ·are secure, are available to au­
thorized persons only, a,-td ·certain password and other identifying 
information available to authorized users only is required. Terminals 
are not available outside .of headquarters area locations. I 

: Retention and disposal:' 
File· is routinely updated and old data disposed of as required. 

Individual data is subject to retention and disposal requirements spec­
ified for records contained in the fersonnel System. 

System manager(s) and address: · 
Director of Equal Employment Opportunity, National· Security 

Agency/Central Security Service; Ft:.George G. Meade, Md. 20755-
6000. ' 

,Notification procedure: . . 
Requests from .individuals for notification shall be in writing ad­

dressed to the Chief, Office of Policy, National Security Agency/. 
Central Security Service, 'Ft. Georg~ G. Meade, Md. 20755-6000. 

Record access procedures: · 
Requests from individuals for access shall be in writing addressed 

to the Chief, Office of Policy·; National Security Agency /Central 
Security Ser.vice, Ft. George G. Meade,Md. 20~55-6000 .. 

Contesting record procedures: 
. The NSA/CSS rules for contesting contents and appealing initial 
~etermiriations may be obtained by written r~quest addressed to the 
Chief, Office of Policy, National Security Agency/Central Security 
Service, Ft. George <;J. Meade,. Md. 20755-6000. 

Record source categories: · · 
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Individuals themselves, organizational elements, personnel file, and 
other sources as appropriate and required. 

Exemptions claimed for 'the system: 
lndiyidual records and data elements in this file may be exempt 

pursuant to 5 U.S.C. 552a (k) (I), (k) (2), and (k) (4). For additional 
information see agency rules contained in 32 CFR part 299a. 

GNSA06 • 
System name: 

NSA/CSS Health, Medical and Safety Files. 
System location: 
Primary System - 'National Security Agency/Central . Security 

Service, Fort George G. Meade, Md. 20755-6000. 
Decentralized Segments - Each staff, line, contract and field ele­

ment as appropriate. 
Categories of individuals covered by the system: . 

. NSA/CSS civilian employees, military assignees, applicants, retir­
ees, building concessionaires, assigned GSA employees, certain con­
tract employees, visitors requiring emergency treatment, in certain 
cases members of employees' families with prior approval of the 
employee, blood donors, designated Health and Safety Officers. 

Categories of records in the system: 
File. may consist of completed medical questionnaires, results of 

physical examinations and laboratory tests, records of medical treat­
ment and services, x-rays, notices of injury, forms and correspond­
ence including exchanges with Department of Labor related to injury 
and subsequent claims, correspondence with personal physician, 
NSA/CSS Medical Center reports, safety reports, absence and at­
tendance records, medical evaluations, fitness for duty reports, 'Log 
of Federal Occupational Injuries and Illnesses,' results of psychologi­
cal assessment testing and interviews, psychiatric examination results 
and related reports, forms and notes, lists of blood donors. 

Authority for maintenance of the system: 
National Security Agency Act of 1959, 50 U.S.C. 402 note. (Pub. 

L. 86-36); and Federal Employees Compensation Act of September 7, 
1916,. as amended, 5 U.S.C. and Office of Personnel Management 
implementation thereof as contained in Federal Personnel Manual. In 
addition, the Comprehensive Alcohol Abuse-and Alcoholism Preven­
tion, Treatment, and Rehabilitation Act of 1970, as amended (42 
U.S.C: 4582) and Subchapter A of Chapter I, 42 CFR, Executive 
Order 11807. 

Purpose(s): 
To determine fitness for. hiring, contin~ed employment or assign­

ment and reassignment; to process accident and compensation claims; 
correct hazardous conditions; determine eligibility for disability re­
tirement; record names of blood donors; and to record participation 
in alcohol/rehabilitation programs. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

To the Department of Labor in those cases involving compensa­
tion claims and to other government entities to make determinations 
as noted in the purpose above. See 'Blanket Routine Uses' at the 
beginning of NSA's listing of the record notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: · 
Paper records in file folders, magnetic .tape, disk or o.ther computer 

storage media, computer listings. 
Retrievability: . . 
By name, social security number and· specific subject matter data 

elements. 
Safeguards: 
Secure, limited access facilities and within these facilities lockable 

containers: Records are accessible only to authorized personnel. For 
machine records stored on magnetic tape, disk or other computer 
storage within the comp'uter processing area-additional secure limited 
access facilities, specific processing requests from authorized persons 
only, specific authority to access stored records and delivery to 
authorized persons only. Remote terminals are secured, are available 
to authorized person only, and certain password and other identify­
ing information available to authorized users only is required. Termi­
nals are not available outside of specific security offices at headquar­
ters area locations. 

Retention and disposal: 
Medical files and records on traumatic injury and occupational 

disease are transferred to official personnel folder upon separation; 
traumatic injury and occupational disease correspondence on civilian 

employees and retirees is.retained indefinitely. Applicant medical files 
are retained for no more than one year or until date designated to 
individual; files on military assignees are forwarded to parent service 
upon reassignment from NSA/CSS; all other medical case files are 
destroyed upon termination of association with NSA/CSS. Psycho­
logical files on applicants are retained for no more· than one year or 
until date designated to individual; all other files are retained for four 
years after end of individual's association with NSA/CSS. Decentral­
ized segments are either transferre~ with employee or assignee, or 
retained for a period after separation as appropriate but not to exceed 
three years and are then destroyed. Alcohol abuse patient records 
retained an~ disposed of pursuant to cited statute and regulations. 

System manager(s) and address: 
Director, NSA. 
Notification procedure: 
Requests from individuals for notifi~ation shall be in writing ad­

dressed to the Chief, Office of Policy, National Security Agency/ 
Central Secl)rity Service, Fort George G. Meade,· Md. 20755-6000. 

Record access procedures: 
Requests from individuals for access shall be. in writing addressed 

to the Chief, Office of Policy, National Security Agency/Central 
Security Service, Ft. George G. Meade, Md. 20755-6000. 

Contesting record procedures: 
The NSA/CSS rules for contesting contents and appeaiing initial 

determinations may be obtained by written request addressed to the 
Chief, Office of Policy, National Security Agency/Central Security 
Service, Ft, George G. Meade, Md. 20755-6000. · 

Record source categories: 
Applicants, employees, assign~es, official personnel folders, NSA 

Safety Officers and records, witnesses to accidents and injuries, medi­
cal and administrative personnel, blood donor personnel, members of 
employee's family with employee's permission and other sources as 
appropriate and required. 

Exemptions claimed for the system: 
Individual records in this file may be exempt pursuant to 5 U.S.C. 

552a (k) (1), (k) (4), (k) (5) and (k) (6) and may also be subject to 
certain special access procedures established pursuant to 5 U.S.C. 
552a, subsection (f) (3). For additional information, see agency rules 
contained in 32 CFR part 299a. 

GNSA07 
System .name: 

NSA/CSS Motor Vehicles and Carpools. 
System location: 
Primary System - National Security Agency/Central Security 

Service, Ft. George G. Meade, Md. 20755-6000. · 
Decentralized Segments - Each non-headquarters facility and field 

element as appropriate and required. · · 
Categories of individuals covered by _the system: 
NSA/CSS civilian employees, military assignees, other governmen­

tal employees or personnel under contract granted extended tempo~ 
rary or permanent access to an NSA/CSS facility. 

Categories of records in the system: · 
,File may consist of machine-readable or regular paper cards, car­

pool or other transportation ·survey results, annotated machine list­
ings, post motor vehicle violation reports, stolen vehicle reports, or 
other forms and correspondence related to parking privileges, trans­
portation needs, local {parking lot) parking enforcement procedures, 
vehicle abuse and other related matters as appropriate and required. 
· Authority for maintenance of the system: 
40 U.S~C. 3l8a-b; 50 U.S.C. 797; and title 41 CFR part 101-20.111 

et seq. 
Purpose(s): 
To provide data necessary to manage and enforce parking . lot 

regulations, to assist employees with respect to vehicle abuse and 
stolen vehicles, provide carpool assistance, assure availability of ade­
quate transportation and parking facilities and other related matters. 

Routine uses of records maintained in the system, including catego­
ries of users.and the purposes of such uses: 

Selected individual data limited to name, address and telephone 
number may be. made available to commercial or private transporta­
tion entities where the individuals have indicated a desire to use or 
join a multiple-user transportation arrangement. To contractor em­
ployees to make determinations as noted in the purposes above. For 
other uses see 'Blanket Routine Uses' at the beginning of NSA's 
listing of the record system notices. · 
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·Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
J.'aper records in 'file folders, machine-readable and other cards in 

appropriate containers, magnetic tape, disk or appropriate containers, 
!'"agnetic tape,· disk qr, other computer storage media, computer list-
mgs. · 

Retrievability: 
By name, motor vehicle ·identifier. 
Safeguards: 
For paper, cards and computer listings - Secure limited access 

facilities, within those facilities secure limited access rooms and 
within those rooms lockable containers as appropriate. Access is 
limited to authorized users. For machine records stored on magnetic 
tape, disk or other computer storage media within the computer 
processing area-additional secure limited . access. ·facilities, specific 
processing requests accepted· from authorized persons only, specific 
authority to access stored records and delivery granted to autho.rlzed 
persons on)y. · · 

Retention and disposal:. 
File· i.s. routinely updated and old data disposed of as required. 

Individual data is subject to retention and disposal requirements spec­
ified. for records contained in the Personnel' System. 

. System manager(s) and address: 
Director, NSA. · 

... 
Notification procedure: 
Requests from individuals for notification shall be in wntmg ad­

dressed .to the Chief, Office of Policy, National Security Agency/ 
<;:e!'ltral Security Service, Ft:. George G. Meade, Md. 20755-.6000. 

Record access procedures: 
Requests from individuals for access shall be in writing addressed 

to the Chief, Office of Policy, National Security Agency/Central 
Security Service, Ft. George G. Meade, Md. 20755-6000. · · · 

Contesting record procedures: · 
The NSA/CSS rules for contesting contents and appealing initial 

determinations may be obtained by written request addressed to· the 
Chief, Office of Policy, National Security Agency/Central Security 
Service, Ft. George G.Meade, Md. 20755-6000. · 

Record source categories: 
Data provided by individuals, authorities in charge of parking 

facilities, local civil and military law enforcement entities and other 
related sources as appropriate and required. 

Exemptions claimed for the. system: 
lndi~idual records and d~ta elements in this file may be exempt 

pursuant to .5 U.S.C. 552a (k) (1). For additional information see 
agency rules contained in 32 CFR part 299a .. 

GNSA08 
System name: 

NSA/CSS Payroll ~md Claims. 
System location: 
Primary System - National Security Agency/Central Security 

Service, Ft. George G .. Meade; Md. 20755-6000., 
Decentralized Segments - Each staff, line, ·contract and field ele'-

ment as appropriate. , . · , 
Categories of individuals covered by the system: 
NSA/CSS civilian employees and applicants, military assignees, 

contractors, reemployed annuitants, and personnel under c;:ontract. 
Categories of records in the system: 
File may consist of records on time and attendance; overtime; shift 

and holiday work; absent without leave reports; payro11 deductions, 
allotments and allowances; requests for leave; payments for travel 
performed in · connectio!1 wit~ permanent change of station, tempo­
rary duty, invitations, interviews, pre-employment interviews and 
initial entry on duty. Also included are Pay Adjustment Authoriza­
tions (DD Form 139) and Case Collection Vouchers~(DD Form 
· n 31) and, in connection with pay claims, waivers, requests for waiv­
ers, documents, correspondence·, ·background data, recommendations 
and decisions. 
· Authority for maintenance. ofthe system: . ; 

National. Security Agency Act of 1959, 50 U.S.C. 402 note (Pub. 
L. 86-36); 31 USC.,66a, 951-53; 50 U.S.C. App. section 2160; Titles 5 
and 37 of the U.S.C.; Titles 2, 4, 5, and 6 GAO Manual. 

Purpose(s): 

To maintain effective control over and acc'ountability for all rele­
vant appropriated funds; to provide accounting data to support the 
NSA/CSS budget request and control the execution of the budget; 
provide financial information required by. the Office of Management 
and Budget; provide finan~ial information for · NSA/CSS manage-
ment purpos.es. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses:· 

Disclosures pursuant to 5 U.S.C. 552a(b)(l2) may be· made from 
this system to 'consumer reporting agencies' as defined in the Fair 
Credit Reporting Act (15 U.S.C. 1681a (f) or the Federal Claims 
Collection Act of 1966 (31 u:s.c. 370 I (a) (31 ). Disclosures from this 
system may also be inade ·. tq · other federal entities as necessary• to 
effectuate repayment of debts owed the Government-: To other gov­
ernmental entities in connection with Social Security· 'deductions, 
unemployment compensation claims, job-related injury and. death 
benefits, tax audit and collections, claims or actions. See 'Blanket 
Routine Oses' at the beginning of NSA 's listing of the record system 
notices. · · 

· Policies and practices for ~toring, retrieving, accessing, retaining, and 
disposing of records in the system: · · 

Storage: 
Paper records in file fold!=rS; file cards; computer paper printouts; 

machine-readable cards; computer magnetic tapes, disks and other 
computer storage media . 

Retrievability: 
By name, social security number. 
Safeguards: 
·For paper, . computer printouts and microfilm - Secure limited 

ac'cess facilities, within those facilities secure limited access ·rooms 
and within those rooms lockable containers. Access to information is 
limited to authorized indiv'iduals. For machine records stored on 
magnetic tape, disk or other . computer storage. 'media within the 
computer ·processing ·area- additional secure limited access facilities, 
specific processing requests from authorized persons only, specific 
authority to access .stored· records and delivery to authorized persons 
only. Remote termipa!S are secured, are available to authorized· per­
sons only, and certain password and other identifying information 
available to authorized· users only is required. Terminals· are not 
available outside of headquarters area locations. 

Retention and disposal: 
Records are reviewed annually and retired or destroyed as appro­

priate. Permanent records are · retired to the St. Louis F~!ieral 
Records Center after completion of audit. Computer records are 
purged and updated consistent with thes~ retention policies. 

System manager(s) and address: 
Director, NSA. 
Notification procedure: 
Requests from individuals for notification shall be in wntmg ad­

dressed to the Chief, Office of Policy, National Security Agency/ 
Central Security Service, Ft. George G. Meade, Md. 20755-6000. 

Record access procedures: . 
Requests from individuals for access shall be in writing addressed 

to the Chief, Office of Policy, National Security Agency/Central 
Security Service, Ft. George G. Meade, Md. 20755-6000. 

Contesting record procedures: 
The NSA/CSS rules for contesting contents and appealing initial 

determinations may be obtained· by written request addressed to the 
Chief, Office of Policy, National Security Agency/Central Security· 
Service, Ft. George G. Meade, Md. 20755-6000. 

Record source categories:' 
. ·Forms, cards, requests' and other documentation submitted ~y indi­
viduals, supervisors, claims officers, Personnel File data, Time, At· 
tendance and Access File·data, and other sources as appropriate and 
required. · · 

Exemptions c:laimed for the sy~tem: 
Individual records in this file may be exempt pursuant. to 5 USC 

552a (k) (1) and (k) (2). For additional .information see agency· rules 
contained in 32 CFR part 299a. · 

System name: , ,. . 
NSA/CSS ·Personnel File. 

. System location: 

GNSA09 

I . 

j 
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Primary System - National Security Agency /C~ntral Security 
Service, Ft. George G. Meade, ~d. 207SS-6000. . 

. Decentralized Segments - Each staff, line, contract and field ele­
ment and supervisor as authorized and appropriate. 

Categories of individuals covered by· the system:· 
Civilian employees, personqel under contract, military assignees, 

dependents of NSA/CSS personnel assigned to field elements, indi­
viduals integrated into the cryptologic career development program, 
custodial and commercial services personnel. 

Categories of records in the system: 
File contains personnel papers and forms including but not limited 

to applications, transcripts, correspondence, notices of personnel 
action, performance appraisals, personnel summaries, professionaliza­
tion . documentation and correspondence, trail"irtg forms, temporary. 
duty, letters of reprimand, special assignment documentation, letters 
of commendation, promotion documentation, field assignment prefer­
ence, requests for transfers, permanent change of station, passport, 
transportation, official orders, awards, suggestions, pictures, com­
plaints, separation, retirement, time utilization, scholarship/fellowship 
or other school appointments, military service, reserve status, mili­
tary check in/out sheets, military orders, security appraisal, career 
battery and other test results, language capability, military personnel 
utilization survey, work experience, notes and memoranda on individ­
ual aspects of performance, productivity and suitability, information 
on individual eligibility to serve on various boards and committees, 
emergency loan records, other information relevant to personnel 
management, housing information where required. 

Authority for maintenance of the system: 
National Security Agency Act of 19S9, SO U.S.C. 402 note (Pub. 

L. 86-36); S U.S.C. and certain implementing Office ·of Personnel 
Management regulations in the Federal Personnel Manual; 10 USC 
1124; 44 U.S.C. 3101, and Executive Order 11222. 

Purpose(s): 
To support the personnel management program; personnel training 

and career development; personnel planning, staffing and counseling; 
administration and personnel supervision; workforce study and analy­
sis; manpower requirements studies; emergency loan program; and 
training curricula planning and research. '· 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses:· 

To gaining employers or to fina~cial institution~ when individual 
has applied for credit; to contractor employees to make determina­
tions as noted in the purpose above; to hearing examiners; the judicial 
branch or to other gaining government organization as required and 
appropriate; biographical information may be provided to the White 
House as· required in support of the Senior Cryptologic Executive 
Service awards program. See 'Blanket Routine Uses' at the beginning 
of NSA's listing of the r~cord system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
dispos!ng of records in the SY.Stem: 

Storage: 
Paper records . in file folders, file cards, machine-readable cards, 

computer printouts, computer magnetic tapes, disks and other com­
puter storage media, and microfilm. 

Retrievability: 
By name, social security number and other items of relevant infor­

mation. 
Safeguards: 
For paper, computer printouts and. microfilm - Secure limited 

access facilities, within those facilities secure limited access rooms 
and within those rooms lockable containers. Access to information is 
limited to those individuals authorized and responsible for personnel 
management ·or supervision. For records stored on magnetic tape, 
disk or other computer storage media within the computer process­
ing area-additional secure limitep access facilities, specific processing 
requests accepted from authorized persons only, specific authority to 
access stored records and delivery granted to authorized persons 
only. ·where data elements are derived from the Personnel File, 
remote terminal inhibitions are in force with respect to access to 
complete file or data relating to persons not assigned to requesting 
organization using a remote terminal. Remote terminals are secured, 
are available to authorized persons only, and certain password and 

. other identifying information available to authorized users only is 
required. 

Retention and disposal: 
Primary System - Those forms, notices, reports and memoranda 

considered to be of permanent value or required by law or regulation 
to be preserved are retained for the period of employment or assign-

ment and then forwarded to the gaining organization or retained 
indefinitely. If the action is separation or retirement, these items are 
forwarded to the Office of Personnel Management or retired to the 
Federal Records Center a:t. St. Louis as appropriate. Those items 
considered to be relevant for a temporary period only, are retained 
for that period and either transferred. with the employee or a~signee 
or destroyed either when they are no longer relevant or at ttme of 
separation or retirement. Computerized portion is purged and updat­
ed as appropriate. Personnel summary, training, testing and past 
activity segments retained permanently. All other portions deleted at 
end of tenure. · · 

Decentralized. System - Files are transferred to . gaining organiza­
tion or destroyed upon separation as appropriate. Computer listings 
of personnel assigned to an organization are destroyed upon receipt 
of updated listings. 

System manager(s) and address: 
Director, NSA. 
Notification procedure: 
Requests from individuals for notification shall be in writing ad· 

dressed to the Chief, Office of Policy, National Security Agency/ 
Central Security Service, Ft. George G. M~ade, Md. 207SS-6000. 

Record access procedures: 
Requests from individuals for access shali be .in writing addressed 

to the Chief, Office of Policy, National Security Agency/Central 
Security ServiCe, Ft. George G. Meade, Md. 207SS-6000. 

Contesting record procedures: 
The NSA/CSS rules for .contesting contents and appealing initial 

determinations may be obtained by written request addressed to the 
Chief, Office of Policy, National Security Agency/Central Security 
Service, Ft. George G. Meade, Md. 207SS~6000. 

Record source categories:· 
Forms used to co)Ject and process individual for employment, 

access or assignment, forms and memoranda used to request person­
nel' actions, training awards, professionalization,. transfers, promotion, 
organization and supervisor reports and requests, educational institu­
tions, references, Office of Personnel Management and other govern­
mental entities as appropriate, and other sources as appropriate and 
required. · · 

Exemptions claimed for the system: 
Individual records in this file may be exempt pursuant to S USC 

SS2a (k) (1), (k) (4), (k) (S), and (k) (6). For additional· information 
see agency rules contained in 32 CFR part 299a. 

GNSAlO 
System name: 

NSA/CSS Personnel Security File. 
System location: 
Primary System - National Security Agency/Central Security 

Service, Ft. George G. Meade, Md. 207SS-6000. · 
Decentralized Segments - Each staff, line, contract and field ele­

ment as· appropriate. 
Categories of individuals covered by the system: 
Applicants for employment with NSA/CSS; civilian employees; 

personnel under contract; military assignees; members of advisory 
groups; consultants; experts; other military personnel; federal employ­
ees; employees of contractors, and employees of services; other indi­
viduals who require access to NSA/CSS facilities or information and 
individuals who were formerly affiliated with NSA/CSS. 

. Categories of records in the system: 
File Folder - Photograph, fingerprint data, statement of personal 

history, agreements with respect to specific security processing pro­
cedures,· security processing forms and records, investigative reports, 
contractor appeal records, incident and complaint reports, unsolicited 
information when relevant, reports by domestic Jaw enforcement 
agencies when relevant, clearance data, access authorization, foreign 
travel data, security secrecy agreements, separation and retirement 
data and other information as required and relevant. Computer File -
contains data elements representing a summary and. index of the file 
folder data to include personal identifying data, relevant security 
processing data, clearance and access data, separation and retirement 
data . 

Authority for maintenance of the system: 
SO U.S.C. 83 1-83S (Pub. L. 88-290); National Security Agency Act 

of 19S9, SO U.S.C. 402 note (Pub. L. 86-36); 18 USC 798; SO U.S.C. . 
403 (d)(3); Executive Orders 104SO, 1086S, 12333 and 123S6. 

Purpose(s): 
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The file is used in determinations with respect to employment, 
acc~ss, assignment- and reassignment, assignment to a board of ap­
praisal or management promotion, foreign official and unofficial 
travel, and other personnel actions ·where security represents a. rele-
vant and valid element of the determination. · 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · ' · 

To agencies outside DoD, to include but not ·li~ited to: Oth~r 
clearance holder agencies or agencies charged with making clearance 
determinations, government. agenCies involved with national security 
or clearance investigations, other government agencies and private 
contractors requiring clearance status information and authorized to . 
receive same; 'the DCI and his General Counsel in the event· of· 
litigation or anticipated litigation with respect to unauthorized disclo­
sures of classified intelligence or intelligence sources and methods 
and related court actions; judicial branch elements pursuant to specif­
ic court orders or litigation. In addition, .other government agencies 
or private contractors may be informed of information developed by 
NSA which bears on assignee's or affiliate's status at NSA with 
regard· to security considerations. See 'Blanket Routine Uses~ at the 
beginning of NSA's listing of the record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Magnetic tape, disk or other computer storage media, computer 

paper printouts, paper 'in file folders, microfilm. 
Retrievability: 
By name or unique number assigned, individual. 
Safeguards: ,. · · · · · 

For paper, computer printouts and miCrofilm - Secure limited 
access facilities, within those facilities secure limited access rooms 
and within those rooms lockable containers. Access to information is 
limited to authorized individuals. For machine records stored on 
magnetic tape, disk ·or other computer storage· media within the 
computer processing area- additional sec'ure limited access facilities~· 
specific processing requests accepted from authorized persons only, 
specific authority to access stored records . and delivery grant~d to"' 
authorized persons only. Remote terminals are secured, are available 
to authorized persons only, and certain password and other identify­
ing information available to authorized users· only is required. Termi­
nals are not available outside of specific security offices at headquar­
ters ar~a locatiqns. 

Retention and disposal: 
Files on all individuals assigned, employed, or granted access to 

NSA/CSS information or facilities or initiated on individuals request­
ing employment, assignment or access but never completed due. ~o 
non-employment, non- assignment· or withdrawal or denial of access 
are maintained a minimum of 15 years after the last security action 
reflected in the. file, then destroyed. Computer records are purged 
and updated consistent with these retention policies. 

System manager(s) and address: 
D!rector, NSA. 
Notification procedure: 
·Requests from individuals for notification shall be in wntmg ad­

dressed to the Chief, Office of Policy, National Security. Agency/ 
Central· Security Service, Ft. George G. Meade, Md. 20755-6000. 

Record access procedures: ' 
Requests from individuals for access shall be in writing addressed 

to the Chief, Office of' Policy, National Security Agency/Central 
Security Service, Ft. George G. Meade, Md. 20755-6000. 

Contesting record procedures: 
The NSA/CSS rules for contesti-ng contents 'and appealing initial 

determinations· may be obtained by written request addressed to the 
Chief, Office of Policy, National Security Agency/Central Security· 
Service, 'Ft. George G. Meade, Md. 20755-6000 

Record source categories: . . ' · 
Data provided by individual during employment and security proc­

essing; data provided by investigative service processing individual's 
background; data provided by references, educational institutions and 
other sources named by individual or developed during background 
investigation; unsolicited data from any source where relevant; data 
provided by the Office of Personnel Management and other agencies, 
departments, and governmental elements involved in the conduct. of 
National Agency checks; the Federal Bureau of Investigation; data 
developed by appropriate governmental elements in the course of a 
national security investigation or investigation into alleged violations 
of criminal statutes related to . unauthorized disc of intelligence of 

intelligence or protection of intelligence sources and methods; docu­
ments furnished by agency ele"1ent ·sponsoring individual for access 
to specific classified information. . · 

Exemptions claimed for I the system: . 
Individual records inthis file may be exempt pursuant to. 5 U.S.C. 

552a (k) (1), (k) (2), (k) (5), and (k) (6). For additional information 
see agency niles contained in 32 CFR part 299a. · 

GNSAll · 
System name: 

NSA/CSS Time,. Attendance and Absence. 
Sy~tem location: 

.. . ; 

Primary System .~ Nationai Security Agency/Cen·~ral Security 
Service, Ft. George G. Meade, Md. 20755-6000. 

Decentralized Segments - Each staff, line, ·contract, and field ele-
ment as .authorized and appropriate. 

Categories of individuals covered by the system: 
NSA/CSS civilian ·employees and personnel under contract. 
Categories of records in the system: I' ' 

File contains request forms,· time cards, authorization forms, notifi­
cations, locator cards and other correspondence or revisions thereof 
related to actions concerning time; attendance, absence, annual leave; 
sick leave, leave without pay, advance leave, administrative leave, 
exemplary use of leave, unauthorized leave and absences and other 
related matters. . " 

Authority for maintenance of the system: 
National Security Agency A~t of 1959; 50 U.S.C. 402 :note (Pub. 

L. 86-36); 50 U.S.C. 831-835, (Pub. L. 88-290); section 113 of the 
Budget and Accounting Procedures. Act of 1950, as amended; 31 
U.S.C. 66a. 

Purpose(s): 
To provide a means of accounting fo'r all time, attendances and 

absences of ~SA/CSS ·civilian employees and contract employees .. 
Routine uses of records maintahied' in the sY,stem, including catego­

ries of users and the purposes of such uses: 
To con.tractor ·employees to make determinations· as noted in the 

purpose above; to appropriate investigatory authorities engaged in 
national security investigations; hearing examiners and other author­
ized individuals with respect to grievances or adverse actions; and to 
those agencies identified in the NSA/CSS System of Records named 
'Payroll and Claims' as necessary to document payroll actions. See 
'Blanket ·Routine Uses' at the beginning of NSA's listing of the 
record ·system notic:;es. · · · · · · · · · : 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the syste~: . · 

Storage: 
Paper records in file folders, file cards, machine-readable cards, 

computer printouts, computer magnetic tapes, disks and other com­
puter storage me~ia, and microfilm. 

Retrievability:, 
May be retrieved by name and ·in some cases social security 

number. 
Safeguards: 
For paper, cards, printouts and microfilm - Secure limited-access 

facilities, within those facilities secure limited access ·rooms and 
within those rooms lockable containers as appropriate. Access by 
authorized individuals only. Current time cards are not secured with 
respec:t to individual employees within immediate working element. 
For rriachine-readab\e cards, computer magnetic tapes and di~ks and 
other computer storage media within the computer processing area 
additional secure limited-access facilities, specific processing requ.ests 
from authorized persons only, specific authority to access stored · 
cards, tapes or disk files. . · 

Retention and disposal: 
Primary System - Records are reviewed annually and reti~ed or 

destroyed as· appropriate. Permanent records are retired to the St. 
Louis Federal Records Center a(ter completion of audit. Computer 
records are purged and updated ·consistent with these retention poli-
cies. · · · · 

Decentralized Segments - Records are temporary, are retained for . 
the period the individual is assigned to an element, or disposed'·of as 
appropriate. Time cards and other appropriate forms for pay and 
leave purposes are forwarded each pay period to the payroll office. 

System manager(s) and address: 
Director, NSA. 
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Notification procedure: 
Requests from individuals for notification shall be in writing ad­

dressed to the Chief, Office of Policy, National Security Agency/ 
Central Security Service, Ft. George G. Meade, Md. 20755-60C.X). 

Record ace~ procedures: 
. Requests from individuals for access shall be in writing addressed 

to the Chief, Office of Policy, National Security Agency/Central 
Security Service, Ft. George G. Meade, Md. 20755-60C.X). 

Contesting record procedures: 
The NSA/CSS rules for contesting contents and appealing initial 

determinations may be obtained by written request addressed to the 
Chief, Office of Policy, National Security Agency/Central Security 
Service, Ft. George G. Meade; Md. 20755-60C.X). · 

Record source categories: 
Time cards, request forms and related correspondence from indi­

vidual employees and assignees, authorizations and notifications from 
authorizing officers, correspondence from supervisory personnel arid 
investigating officers with respect to abuses of leave and attendance 
or unauthorized leave and absences, other records or reports related 
to either exemplary use of leave or abusive use of leave, and other 
sources as appropriate and required. 

Exemptions claimed for the system: 
Individual records in this file may be exempt pursuant to 5 USC 

552a (k) (1). For additional information see agency rules contained in 
32 CFR part 299a. 

System name: 
. NSA/CSS Training. 
System location: 

GNSA12 

Primary System-National Security Agency/Central Security Serv­
ice, Ft. George G. Meade, Md. 20755-6000. 

Decentralized Segments-Each staff, line, contract and field element 
as authorized and appropriate. 

Categories of individuals covered by the system: 
NSA/CSS employees, personnel under contract, military assignees 

and other government employees, designees and military personnel as 
required and appropriate who attend courses or receive training by 
or under NSA/CSS sponsorship. 

Categories of records in the system: 
File contains forms, correspondence, memoranda, student and in­

structor surveys, requests and other information related to testing and 
training; tests and test results: test grades, course grades and other 
student and instructor evaluations; course and class rosters, rosters of 
individuals by specialty; attendance and time utilization reports for 
students and instructors; biographical sketches where required and 
appropriate; course and training histories; other course, research and 
evaluation data; student disciplinary actions and complaints; waiver 
requests and responses; selected personal data including education 
level and scholastic achievements; course and training cost data 
where appropriate; reimbursement and service agreements where ap­
propriate; and other. records related to civilian and military training 
as required and appropriate. · 

Authority for maintenance of the system: 
National Security Agency Act of 1959, 50 U.S.C. 402 note (Pub. 

L. 86-36); 5 U.S.C., Chapter 41, Executive Order 1.1348, and Office 
of Personnel Management implementing directives as contained in 
the Federal Personnel Manual. 

Purpose(s): 
To maintain training records necessary to assure the equitable 

selection and approval of employees for NSA/CSS training or spon­
sorship; to provide documentation concerning military cryptolinquist 
resources and individual training, develop training requirements, 
refine training methods and techniques, and provide individual career 
and training counseling. 

Routine uses of records maintained in the ~ystem, including catego­
ries of users and the purposes of such uses: 

Portions of these files are . made available to other governmental 
and non-governmental entities in support of training requirements. To 
contractor employees to make determinations as noted in the pur­
poses above. See 'Blanket Routine Uses' at the beginning of NSA's 
listing of the record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 

Paper records in file folders, card files, binders, computer punch 
cards, computer listings, computer magnetic tapes, disks and other 
computer storage media, microfilm. 

Retrievability: 
By name or social security number. 
Safeguards: 
For paper, computer: printouts and microfilm - Secure limited 

access facilities, within those facilities secure limited access rooms 
and within those rooms lockable containers as appropriate. Access to 
information is limited to authorized individuals only. For machine 
records stored on magnetic tape, disk or other computer storage 
media within the computer processing area-additional secure limited 
access facilities, specific processing requests accepted from author­
ized persons only, specific authority to access stored records and 
delivery granted to authorized persons only. Wh~re ~ata: e_l~ments a~e 
derived from the Personnel System, remote termmal mhtbtttons are m 
force with respect to access to complete file or data relating to 
persons not assigned to requesting organization using a remote termi­
nal. Remote terminals are secured, available to authorized persons 
only, and certain password and other identifying information avail­
able to authorized users only is required. Terminals are not available 
outside of headquarters area locations. 

Retention and disposal: 
Primary System - Records are reviewed annually and retained or 

destroyed as appropriate. Copies of items of significance with respect 
to the individual are included in the Personnel File and retention is in 
accordance with the retention policies for that system. Items used as 
the basis of statistical studies or other research efforts may be re­
tained indefinitely. Computer listings and records are purged and 
updated as required and appropriate. Decentralized System - Records 
are reviewed annually and retained or destroyed as appropriate. 
Individual's file may be transferred to gaining organization if appro­
priate. Computer listings and records are purged and updated as 
required and appropriate. 

System manager(s) and address: 
Director, NSA. 
Notification procedure: 
Requests from individuals for notification shall be in writing ad­

dressed to the Chief, Office of Policy, National Security Agency/ 
Central Security Service, Ft. George G. Meade, Md. 207.55-60C.X). 

Record access procedures: 
Requests from individuals for access shall be in writing addressed 

to the Chief, Office of Policy, National Security Agency/Central 
Security Service, Ft. George G. Meade, Md. 20755-60C.X). 

Contesting record procedures: 
The NSA/CSS rules for contesting contents and appealing initial 

determinations may be obtained by written request addressed to the 
(:hief, Office of Policy, National Security Agency/Central Security 
Service, Ft. George G. Meade, Md. 20755-60C.X). 

Reeord source categories: 
Individual, supervisors, training counselors, instructors and other 

training personnel; other governmental entities nominating individ­
uals for training; other training and educational institutions; Personnel 
File, and other sources as required and appropriate. 

Exemptions claimed for the system: 
Individual records in this file may be exempt pursuant to 5 U.S.C. 

552a(k) (1), (k) (5) and (k) (6). For additional information see agency 
rules contained in 32 CFR part 299a. 

GNSA13 
System name: 

NSA/CSS Archival Records. 
System location: 
Primary System-National Security Agency/Central Security Serv­

ice, Ft. George G. Meade, Md. 20755-60C.X). 
Decentralized Segments-Each staff, line, contract and field element 

as authorized and appropriate. 
Categories of individuals covered by the system: 
Individuals who have contributed to the cryptologic archives and 

individuals who are significant to the history of signals intelligence. 
Categories of records in the system: 
Records include organizational files, correspondence, tape record­

ed interviews, forms, documents, reports, films, magnetic tapes, and 
media, microforms, photographs, and otlier related items of cryptolo-. 
gic archival interest, most of which. are 20 or more years old and 
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have. been adjudged .to be;permaqent U.S. Government records not 
yet declassified. 

Authority for maintenance of the system: 
Pub. L. 90-620; Pub. L. 81-754; National Security: Agency Act of 

1959, 50 U.S.C. 402 note (Pub. L. 86-36); 5. U.S.C. 552, Executive 
Order 12333 and Executive Order 12356. · 

Purpose(s): 
To provide the ·history, records management, declassificatio~; and 

archival staffs with a mearis for locating and quantifying materials 
that require processing, reference service, review, or evaluation for 
transmittal to the National-Archives. 

Routine uses of. records maintained in the system, including' catego-
ries of users and the purp9ses of such uses: · 

To enable the historian to locate source materials; permit systemat­
ic review of classified records; and provide a source frpm which 
response to public queries for NSA/CSS records can be more expedi­
tiously handled and, if. possible; declassified . .See 'Blanket Uses' at the 
beginning of NSA's listing of record system notices.· 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Hard copy, microforms,. electronic storage m~dia . and. pictures. 
Retr~evability: 

Generally by subject matter as· to that materlaf furnished by an 
individual or about an individual .significant to the history of crypto­
logy, by name, or other unique identifier significant to the subject 
matter and the individual. 

Safeguards: 
Secure limited access facilities and within those facilities containers 

appropriate to the level of classification of particular.records. 
Retention and cUsposal: 
Records are p~rmanent·, as determined by disposition schedule ap­

proved by the Archivist of the United States. They are reviewed 
periodically for declassification, and records declassified are trans­
ferred to the National Archives. 

System manager(s) and address: 
Director, NSA. 
Notification procedure: 
Requests from individuals for notification shall be in writing ad­

dressed to the Chief, Office of Policy, National Security Agency/ 
Central Security Service, Ft. George G. Meade, Md. 20755-6000. 

Record access procedures: 
Requests from individuals for access shall be in writing addressed 

to the Chief, Office of Policy, National Security Agency/Central 
Security Servic~, Ft. George.G. Meade,.Md. 20755-6000. 

Contesting record procedures: 
The NSA/CSS rules for contesting contents and appealing initial 

determinations may be ·obtained by written request addressed to the 
Chief, Office of Policy, National Security Agency/Central Security 
Service, Ft. George G. Meade, Md. 20755-6000. 

Record source categories: Individual . contributors and· operational 
administrative files; other sources as appropriate. 

Exemptions claimed for the system: 
Parts of this system may be exempt under 5 U.S.C. 552a (k) (1) and 

(k) (4). For additional information, see agency rules contained in 32 
CPR part 299a. 

GNSA14 
System name: 

NSA/CSS Library Patron File Control System. 
System location: 
National Security Agency/Central Security Service, Ft. George G. 

Meade, MD 20755-6000. · 
Categories of individuills covered by the system: 
Borrowers of library materials from. NSA/CSS libraries. 
Categories of records in the system: 
File consists of borrower.'s name, work organization, contracting 

sponsor's name, work telephone number, Social Security Number, 
and library materials borrowed .. 

Authority for maintenance of the system: 
National Security Agency Act of 1959, 50 U.S.C. 402 note (Pub. 

L. 86-36); 50 U.S.C. 831-835 (Pub. L. 88-290); 18 U.S.C. 798; ~.nd 
Executive Orders 9397 and 12333. 

Puipose(s): 

To track and administer the use of NSA/CSS library materials. 
Routine uses of records maintained in . the system, including catego­

ries of users and the purposes of such uses: 
NSA/CSS "Blanket Routine· Uses" ·published at the beginning of 

the Agency's compilation apply to this record system. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Computer database (floppy or hard drive or magnetic' tape) or 

paper printout of stored information. 
· Retrievability: 
Records are retrieved by the borrower's name, Social Security 

Number, or the title of the library material borrowed. 
Safeguards: 

· Only the library staff has access to the retrieval system and to the 
·passwords for operating this· system. The system is logged off at the 
close of business. · 
. Retention and disposal: 

Once. a borrower. has registered with ·the library, the borrower 
remains registered until he/she leaves the Agency. Disposal of 
records is accomplished by deletion fr~m the database. 
Sys~em manager(s) and address: 
Director, National Security Agency/Central Security Service, Ft. 

George G. Meade, MD 20755-6000. · 
Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir­
ies to the Chief, Office of Policy, National Security Agency/Central 
Security Service, Ft. George G. Meade, MD 20755:....6000. Inquiries 
should. contain full name, Social Security Number, and mailing ad-
dress. · · 

Record 'access procedures: 
Individuals seeking access to records about themselves contained in 

this system should address written inquiries to the Chief, Office of 
.Policy, National Security Agency/Central Security Service, Ft. 
George G. Meade,. MD 20755-600Q. The inquiry should include .the 
individual's full name, Social Security Number and mailing address. 

Contesting record procedures: 
NSA/CSS rules for contesting record contents·and.appealing any 

adverse initial. Agency determinations are contained in NSA/CSS 
Regull;l,tion. No. -10~35; 32 CPR part 299a, or may be obtained .by 
writing· to the Chief, Offic.e of Policy, National Security Agency/ 
Central S~curity Service, Ft. George G. Meade, MD 20755-6000. 

Record source categories: 
Contents of the record are obtained from the individual borrower 

and library staff. · . 
Exemptions, claimed for the. sys~em: 
Portions of this file may be exempt under 5 U.S.C. 552a (k)(l) and 

(k)(4). . .. 
An exemption rule for this record system. has been promulgated in 

accordance with the requirements of 5 U.S.C. 553 (b)(l), (4) and (3), 
(c) and (e) and is published .in NSA/CSS Regulation No. 10-35 and 
the Code of Federal Regulations at 32 CPR part 299a. 

GNSA15 
System name: 

NSA/CSS Computer Users Control System. 
System location: 

~National Security Agency/Central Security Service, Ft. George G. 
Meade, MD 20755-6000. 

. Categories of indi~iduals CQVered by the system: 
Users of NatiQnal Security Agency/Central Security Service com­

puters and software. 
· Categories of records in the. :system: 
The user's name, Social Security Number, an assigned identifica­

tion (ID) code, .9rganization, work phone number, terminal identifica­
tion, system name, programs accessed or attempted to access, data 
files used, date and time logged onto and off. the system. 

·Authority for maintenance of the system: 
National Security Agency Act of 1959, 50 U.S.C. 402 note (Pub. 

L. 86-36); 50 U.S.C. 831-835, ·(Pub. L. 88-290); 18 U.S.C. 798; and 
Executive Orders 9397 and 12333. 

Purpose(s): 
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To administer and monitor .. use of NSA/CSS computers, software, 
and data bases. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

NSA/CSS "Blanket Routine Uses" set forth at the beginning of 
the Agency's compilation of record systems apply to this record 
system. . · 

Policies a11d practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Computer data base (floppy or hard drive or magnetic tape) or 

paper printout of stor_ed information. 
Retrievability: 
Records are retrieved by the user's name, Social Security Number, 

or assigned identification (ID) code. 
Safeguards: 
Records are kept in a secured and guarded area. Only authorized 

individuals have· access to the retrieval system and to the passwords 
for operating the system. · 

Retention and disposal: 
Records are retained in the computer system as long as the individ­

ual has access to the materials. Computer records are· disposed of by 
deleting the information from the data base; paper records may be 
disposed of by destruction. 

System manager(s) and address: 
Director, National Security Agency/Central Security Service, Ft. 

George G. Meade, MD 20755-6000. 
Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address. written inquir­
ies to the Chief, Office of Policy, National Security Agency/Central 
Security Service, Ft. George G. Meade, MD 20755-6000. · 

Inquiries should contain the individual's full name, Social Security 
Number; and mailing addrdess. · 

Record access procedures: 
Individuals seeking access to records about themselves ·contained in 

this system should address written inquiries to the Chief, Office of 
Policy, National Security Agency/Central Security Service, Ft. 
George G. Meade, MD 20755-6000. ' 

Inquiries should contain the individual's full name, Social Security 
Number and mailing address: · ' 

Contesting record procedures: 
NSA/CSS rules for contesting record contents and appealing any 

adverse initial Agency determinations are contained in NSA/CSS 
Regulation No. 10-35; 32 CFR part 299a; or may be obtained by 
writing to the Chief, Office of Policy, National Security Agency/ 
Central Security Service, Ft. George G. Meade, MD 20755-6000. 

Record source categories: 
Contents of the record are obtained ·from the individual about 

whom the record pertains, from administrative personnel and com­
puter system administrators, and a self-generated computer program. 

Exemptions claimed for the system: ·' 
Portions of this file may be exempt pursuant to 5. U.S.C. 552a 

(k)( 1) and (k)(2). · · 
An exemption rule for this record system has been promulgated in 

accordance with the requirements of 5 U.S.C. 553 (b)(l), (2) and (3), 
(c) and (e) and is published in NSA/CSS Regulation No. 10-35 and 
32 CFR part 299a. 

GNSA16 
System name: . 

NSA/CSS Drug Testing Program. 
System location: 
National Security Agency/Central Security Service, Ft. George G. 

Meade, MD 20755-6000. 
Categories of individuals covered by the system: 
NSA/CSS applicants for employment and employees tested for the 

use of illegal drugs. 
Categories of records in the system: . 
The user's na!lle, Social Security Number, an assigned identifica­

tion (ID) code, organization, work phone· number, and records relat­
ing to the selection, notification, and testing of covered indiviauals as 
.well as urine specimens and drug test results and other related infor­
mation. 

Authority for maintenance of the system: 

5 U.S.C. 7301 and 7361; Executive Orders 12564, "Drug-Free 
Federal Workplace" and 9397. 

Purpose(s): 
The system is'_used to maintain NSA/CSS Drug Program Coordi­

nator records on the selection, notification, and testing (i.e., urine 
specimens, drug test results, chain ·of custody records, etc.) of em-
ployees and applicants for employment for illegal drug use. .. 
· Records contained in this system are also used by the employee's 
Medical Review Official; the administrator of any Employee Assist­
ance Program in which the· employee is receiving counseling or 
treatment Of' is otherwise participating; and supervisory or manage­
ment officials within the employee~s Agency having authority'to take 
adverse personnel action against such employee. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

In orde'r to comply with provisions of 5 U.S.C. 7301, NSA/CSS 
"Blanket Routine Uses" do not apply ·to this system of records. 

To a court of competent jurisdiction where required by the United 
States Government to defend against any challenge against any ad­
verse personnel action. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Computer database (floppy or hard drive or magnetic tape) o·r 

paper printout of stored information, microflim or microfiche. 
Retrievability: 
Records are retrieved by the user's name, Socilil Security Number, 

or -assigned identification (I D) code. 
Safeguards: 
For paper computer printouts and micro'film/microfiche-secured 

limited .access facilities, within those facilities secure limited access 
rooms and within those rooms lockable .containers. Access to infor­
mation is limited to those individuals specifically authorized and 
granted access by the Deputy Director for Administration. · For 
records on the computer system, access is controlled by. a pass~ord 
and limited to authorized personnel only. 

Retention and disposal: 
Records are retained for two years and then destroyed by shred­

ding, burning or erasure in. the case of magnetic media. 
System manager(s) and address: 

. Director, National Security Agency/Central Security· Service, Ft. 
George G. Meade, MD 20755-6000. 

Notification procedure: 
Individuals seeking to determine whether this system of re~ords 

contains information about themselves should address written inquir­
ies: to the Chief, Office of Policy, National Security Agency/Central 
Security Service, Ft. George G. Meade, MD 20755-6000. 

The inquiry should contain the individual's full name, Social Se~u­
rity Number and mailing address. 

Record access procedures: 
Individuals seeking ·access to information about themselves con­

tained in this system of records should. address written inquiries to 
the Chief, Office of Policy, National Security Agency/Central Secu­
rity Service, Ft. George G. Me;lde, MD 20755-6000. 

The inquiry should include the individual's full name, Social Secu­
rity Number and mailing address. 

Contesting record procedures: 
NSA/CSS rules for accessing records and for ·contesting record 

contents and appealing any adverse initial NSA/CSS determinations 
are contained in NSA/CSS Regulation No. 10-35; 32 CFR part 299a; 
or may be obtained from the Chief, Office of _l>olicy, National Securi­
ty Agency/Central Security Service, Ft: George G. Meade, MD 
20755-6000. . 

Record source categories: 
Contents of the record are obtained .from the individual about 

whom the record pertains, from laboratories that test urine specimens 
for the presence of illegal drugs, from supervisors and managers and 
other NSA/CSS ·employees, from confidential sources, and from 
other sources as appropriate and required. 

Exemptions.claimed for the- system: 
Portions of this file may be exempt pursuant to 5 U.S. C. 552a(k)( 1). 
An exemption rule for this record system has been promulgated in 

accordance with the requirements of 5 U.S.C. 553(b) (1), (2) a~d (3), 
(c) and (e) and is published in NSA/CSS Regulation No. 10-35 and 
32 CFR part 299a. 
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GNSA17. 
System name: 

NSA/CSS Employee Assistance Service (EAS) ~ase Records. 
System location: 

·.National Security Agency/Central Security Service, Ft. George G. 
Meade, MD 20755-6000. · · :· · 

Categories of individuals covered by the system: 
NSA/CSS civilian ~mploy~es, military assignees, applicants;· retir­

ee~, and family members who are referred, or voluntarily request 
counselling assistance. Civilian counselors to whom .cases are re­
ferred. 

Categories of records in the system: 
Files consist of the case records compiled by counselors, question­

r~aires completed by patients, questionnaires completed by· priyate 
counselors to whom clients are referred, the records of medical 
treatment and services, correspondence with personal physicians, 
NSA/CSS Medical Center reports, results o( psychological assess'­
ment testing and interviews, psychiatric examination results.and relat­
ed reports. 

Authority for maintenance of the system: 
Executive Order 12333; Pub. L. 86-36; 5 U.S.C. 7901; and Execu­

tive Order 9397. 
Purpose(s): 
Used by counselors to facilitate and record treatment, referral and 

.follow-up o~ behalf of employees. 
Routine uses of records maintained in the system; including .catego­

ries of users and the purposes of such uses: 
N~A/CSS's,.~'Blanket Rputine Uses~· do not apply to this system of 

recor~s. 
To law enforcement agencies to carry out their functions when a 

record indicates a. violation or potential violation of law, whether 
civil, criminal or regulatory in nature, and whether arising by general 
statute or by regulation, rule or order. issued pursuant thereto, the 
relevant records in the system of records may be referred, as a 
routine use, to the appropriate agency, whether Federal, state, local, 
or foreign, charged with the responsibility of investigating or pros­
ecuting such violation or charged with enforcing or implementing 
the statute, rule, regulation or order issued pursuant thereto. . 

To a Federal, state, or local agency maintaining civil, criminal, or 
.other relevant enforcement information or other pertinent . informa­
tion, such as current licenses, if .necessary . to obtain information 
relevant to a component decision concerning the hiring or retention 
of an employee, the issuance of a security clearance, the letting of a 
contract, or the issuance of a license, grant or other benefit. 

To a Federal agency, in response to its request, ip connection with 
the hiring or retention of an employee, the issuance of a sec::urity 
cl!earance, the reporting of an investigtion of an employee, the letting 
of a contact, or the issuance of a license, grant or other benefit by 
the requesting agency, to the extent that the information is relevant 
and ·necessary to the requesting agency's decision on the· matter. 

To a Congressional office from the record of an individual in 
response to an inquiry from the Congressional office ·made at the 
request of that individual. . · 

To the Office of Personnel· Management concerning· information 
·on pay and leave, benefits, retirement deductions; and any other 
information necessary for the Office of Personnel Management to 
carry out its legally authorized, Government-wide personnel manage-
ment functions and studies. . 

To any component of the Department of Justice for the purpose of 
representing the Department of Defense, or any office, employee or 
member of the Department in pending or potential litigation to 
which the record is pertinent. 

To the Merit Systems Protection Board, including the Office of 
· the Special Counsel for the purpose of litigation, including adminis­

trative proceeding, appeals, special studies of the civil service and 
other merit systems, review of OPM or component rules and regula­
tions, investigation of alleged or possible prohibited personnel prac­
tices; including administrative proceedings involving any individual 
subject of a DoD investigation, and such other functions, promulgat­
ed in 5 U.S.C. 1205 and 1206, or as may be authorized by law. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper record's in ·me folders, magnetic tape, disk, or other comput-

er storage media, computer listings and data bases. . . · 
Retrievability: 

Records are retrieved by the user's name, Social Security Number, 
assigned identific~tion (ID) code or specific subject matter data ele-
ment. . . . 

Safeguards: 
Secure limited access facilities and within these facilities lockabl.e 

containers. Records are accessible only to authorized personnel. For 
machine records stored on magnetic tape, disk, or other computer 
storage, terminals are secured and require passwords only available 
to authorized users. 

Retention and disposal: 
Records of clients will be retained at the Employee Assistance 

Service facility for three years after case closure, retained for five 
additional years in the Agency storage facility, then destroyed. 

Records of clients who retire or separate within three years of case 
closing will be retained at the Employee Assistance Service facility 
for a year after the date of separation or retirement, then stored for 
five years in the Agency storage facility, then destroyed. 

Records of counselors to whom cases are referred will be de-· 
stroyed at the same time that' the counselors are removed from the 
referral list. · 

System nianager(s) and address: 
Director, National Security Agency/Cent~~~ Security Service, Ft. 

George G. Meade, MD 20755-6000. 
Notification procedure: 
Individuals seeking to determine whether this system . of records 

contains information about themselves should addreSs written inquir­
ies to the Chief, Office of Policy, National. Security Agency/Central 
Security Service, Ft. George G. Meade, MD 20755-6000. . · 

The inquiry should contain the individual's fuJI name, Social Secu-
·rity Number and mailing address. · · 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system should address written inquiries to the Chief, Office of 
Policy, National .Security Agency/Central Security ~ervice, Ft. 
George G. Meade, MD 20755-6000. 

The inqui.ry should include the individual's full n.ame, Social Secu-
:rity Number, and mailing address. · · 

Contestiqg record procedures: 
NSA/CSS rules for accessing and for contesting record contents 

and appealing any adverse initial NSA/CSS determinations are con­
tained in NSA/CSS Regulation No. 10-35; 32 CFR part 299a; ()f 
may be obtained from the Chief, Office of Policy, National Security 
Agency/Central Security Service, Ft. George G. Meade, MD 20755-
6000. . . ' '. 

~- . 
· Record source categories: 

Primary .wurces are· EAS counselors, the cli.ent .and :dte client's 
family. C>ther sources include other counselors, and '!'>ther indiv.iduals 
within NSA/CSS. 

. Exemptions claimed fpr the .system: . . . 
. Portions of this system may be exempt under 5 u.s,c. 552a (k)(l), 

, .. )(2), (k)(4) and (k)(5). . · ! ,.. • • • 

An exemption rule for this record system has .been ·promulgated m 
accordance with the requirements of 5 U.S.C. 553 (b) (1), (2) and (3), 

·(c) and (e) and is publisllea in NSA/CSS Regulation No. 10-35 and 
32 C~R part 299a. 

System name( 
NSA/CSS Operations Files. 
System location: 

.GNSA18 

National Security Agency/Central Security Service, Ft. George G. 
Meade, MD 20755-6000. 

Categories of individuals covered by the system: 
Individuals identified in foreign intelligence or counterintelligence 

reports and supportive materials, including individuals involved in 
matters of foreign intelligence interest, information systems security, 

c the compromise of classified infor01ation, or terrorism. 
Categories of records in the system: 
Records include administrative information; biographic informa­

tion; intelligence requirements, analysis, and repo~ting; .operatio!lal 
records; ;~rticles, public-source data, and other pubhshed mformatton 
on individuals and events of interest to NSA/CSS; actual or purport-

··ed compromises of classified intelligence; countermeasures in connec­
tion therewith: and identification of classified source documents and 
distribution thereof. 

Authority for maintenance of the system: 
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National Security Act of 1947 as amended, 50 U.S.C. 403(d)(3) 
(Pub. L. 80-253); Executive Order 12333, 3 CFR part 200 (1981); 
Executive Order 12356; Executive Order 9397; section 506(a), Feder­
al Records Act of 1950 (44 U.S.C. 3101). 

Purpose(s): 
To maintain records on foreign intelligence and counterintelligence 

matters relating to the mission of the National Security Agency. 
Routine uses of records maintained· in the system, including catego· 

ries of users and tlie purposes of such uses: 
To U.S. Government agencies, and in some instances foreign gov­

ernment agencies or their representatives, to provide foreign intelli-
gence, counterintelligence, and other information. · 

To U.S. Government officials regarding compromises of classified 
information including the document(s) apparently compromised, im­
plications of dis<;losure of intelligence sources and methods, investi­
gative data on compromises, and statistical and substantive analysis of 
the data. 

To any U.S. Government organization in order to facilitate any 
security, employment, detail, liaison, or contractual decision by any 
U.S. Government organi;zation. 

Records may further be disclosed to agencies involved in the 
protection of intelligence. sources and methods to facilitate· such pro­
tection and to support intelligence analysis and reporting. 

The .. Blanket Routine Uses" published at the beginning of NSA/ 
CSS's compilation of record systems ·also apply to this record system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Magnetic tape, disk or other computer storage· media, computer 

listings and databases, paper in file folders, audio recordings, micro­
film or microfiche. 

Retrievability:' 
Information is retrieved by category . of information contained 

therein •. including by name, title, Social Security Number, or identifi­
cation number. 

Safeguards: 
For· paper, computer printouts, audio recordings, and microfilm­

secure limited access facilities, within those facilities secure limited 
access rooms, and within those rooms lockable containers. Access to 

information is limited to those in.dividuals specifically authorized and 
granted access by NSA/CSS regulations. For records on the comput­

. er system, access is controlled by passwords or physical protection 
and limited to authorized personnel only. 

Retention and disposal: 
Records are reviewed for retention on a scheduled basis every 120 

days to 5 years. Evidential, informational, and historical data are 
archived as permanent records. All other records are destroyed. 

System manager(s) and address: 
Director, National Security Agency/Central Security Service, Ft. 

George G. Meade, MD 20755-6000. 
Notification procedure: 
Indi;viduals seeking to determine if records about themselves are 

contained in this record system should address written inquiries to 
the Chief, Office of Policy, National Security Agency/Central Secu­
rity Service, Ft. George G. Meade, MD 20755-6000. 

· Record access procedure: · 
Individuals seeking access to records about themselves contained in 

this record system should address writtten inquiries to. the Chief, 
Office of Policy, National Security Agency/Central Security Service, 
Ft. George G. Meade, ~D 20755-6000 .. 

~ontesting recor~ nrocedure: 
NSA/CSS rules for contesting contents and appealing initial deter­

minations are contained in NSA/CSS Regulation No. 10-35; 32 CFR 
part 299a; or. may be obtained from the Chief, Office of Policy, 
National Security Agency/Central Security Service, Ft. George G. 
Meade, MD 20755-6000. 

Record source categories: 
Individuals themselves;· U.S. agencies and. organizations; media, 

including. periodicals, newspapers, and broadcast transcripts; public 
and classified reporting, intelligence source documents, investigative . 
reports, and correspondence. 

Exemptions claimed for the system: 
Portions of this file may b~ exempt pursuant to ·s U.S.C. 552a 

(k)(l), (k)(2), and (k)(S). 
An exemption rule for this record system has been promulgated. in 

acco~dance with the requirements of 5 U.S.C. 553(b)(l), (2) and (~). 
(c) and (e) and is published in NSA/CSS Regulation ·No. 10-35 and 
the Code of Federal Regulations at 32 CFR part 299a. 

i . 
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REQUESTING RECORDS· 
Rec?rds are retrieved by name or by some ot.her. personal identifi­

er .. It 1~ therefore esJ>ecially important for· expeditious service when 
requ~stmg a. record that. particular attention be provided to the Noti-" 

. ~catton and/o~ Acc~ss Procedur~s of the particular record system 
tnvolved so as to furnish the required personal identifiers, or any 
other pertinent personal information as may be required to locate and 
retrieve the record: · · · · · .. 

BLANKET ROUTINE USES 
Certain blanket 'routine uses' of the records have been established 

that are applicable to every record system maintained· within the 
Department of· Defense unless· specifically stated otherwise within a 
particular record system. These additional blanket routine uses of the 
records are published below only once in the interest of·simplicity, 
economy .and to avoid redundancy before the individual record 
system notices begin rather than repeating them in every individual 
record system. 

ROUTINE USE-LAW ENFORCEMENT. 
In the event that a system of records maintained by this co~po­

nent · to' carry out its· functions indicates a violation or potential 
violation of law, whether civil, criminal or regulatory Jn nature, and 
whether arising by general statute or by regulation, .rule or order 
issued pursuant thereto, the relevant records in the system of records 
may be referred, as a routine use, to the appropriate agency, whether 
Federal, state, local, or foreign, charged with the responsibility of 
investigating or prosecuting such violation or.charged with enforcing 
or implementing the statute, rule, regulation .or order issued. pursuant 
thereto. ·· · · · · · · 

ROUTINE USE-DISCLOSURE WHEN 
REQUESTING INF9RMATION 

A record from a system of records maintained by this component 
may be disclosed as a routine ·use to a Federal, state,' or local agency 
maintaining civil,· criminal; or other relevant enforcement information 
or other pertinent .information, such as current Hcenses, if necessary 
to obtain information relevant to a component decision ·concerning 
the hiring or retention of an employee; the issuance of a security 
clearance, the letting of a contract, or the issuance of a license, grant 
or other benefit. · 

ROUTINE USE-DISCLOSURE OF REQUESTED 
INFORMATION 

A record from a system of records maintained by this component 
may be disclosed to a Federal agency, in response to its request, in 
connection with the hiring or retention of an employee, the issuance 
of a security clearance, the reporting of an investigation of an em­
ployee, the letting of a contract, or the issuance of a license, grant or 
other benefit by the requesting agency, to the extent that the infor­
mation is relevant and necessary to the requesting agency's decision 
on the matter. 

ROUTINE USE-CONGRESSIONAL INQUIRIES 
Disclosure from a system of records maintained by this component 

may be made to a Congressional office from the record of an individ­
ual in response to an inquiry from the Congressional office made at 
the request of that individual. · 

ROUTINE USE-PRIVATE RELIEF LEGISLATION 
Relevant information contained in all systems of records of the 

Department of Defense published on or before August 22, 1975, m::ty 
be disclosed to the Office of Management and Budget in connection 
with the review of private relief legislation as set forth in OMB 
Circular A-19 at any stage of the legislative coordination and clear­
ance process as set forth in that Circular. 

ROUTINE USE-DISCLOSURES REQUIRED BY 
INTERNATIONAL AGREEMENTS 

A record from a system of records maintained by this component 
may be disclosed to foreign law enforcement, security, investigatory, 
or administrative authorities in order to comply with requirements 
imposed by, or to claim rights conferred in, international agreements 
and arrangements including those regulating the stationing and status 
in foreign countries of Department of Defense military and civilian 
personnel. 

.ROUTINE USE .. DISCLOSURE TO STATE AND 
LOCAL TAXING AUTHORITIES 

• l 

Any information normally contained in IRS Form W-2 which is 
maintained in a record from a system of records maintained by this 
component may be disclosed to state and local taxing authorities with 
which. t~e· Secretary of the Treasury has entered into agreements 
pursuant to Title 5, U.S. Code; Sections 5516, 5517, 5520, and only to 
those state .and local taxing authorities for which an employee or 
military member is or was subject to tax regardless of whether tax is 
or was wi~hhel(J. This. routine use is in accordance with Treasury 
Fiscal Requirements Manual Bulletin Nr. 76-07. · 

ROUTINE USE - DISCLOSURE TO THE OFFICE 
OF PERSON~EL MANAGEl\1ENT ... 

A record from a system of records subject to the Privacy Act and 
maintained by this component may be disclosed to the Office of 
Personnel Management concerning information on pay and· leave, 
b~nefits, retirement deductions, and any other information necessary 
for the Office of Personnel Management to carry out its legally 
authorized Government-wide personnel management functions and 
studies·. · 

ROUTINE USE-DISCLOSURE TO THE 
DEPARTMENT OF JUSTICE FOR LITIGATION 
A record from a system of records maintained by this component 

may be disclosed as a routine use to any component of the Depart­
ment of Justice for the purpose of representing the Department of 
Defense, or any officer, employee or member of the Department i.1 
pending or potential litigation to which the record is pertinent. 

. ROUTINE USE-DISCLOSURE TO MILITARY 
BANKING FACILITIES OVERSEAS 

Information as to current military addresses and assignments may 
be provided to military banking facilities who provide banking serv­
ices overseas and who are· reimbursed by the Government for certain 
checking and loan losses. For personnel separated, discharged, or 
retired from the Armed Forces, information as to last known residen­
tial or home of record address may be provided to the military 
ban~ing facility upon certificagion by a banking facility officer that 
the 'facility has a returned or dishonored check negotiated by the 
individual or the individual has defaulted on a loan and that if 
restitution is not made by the individual, the U.S. Government will 
be liable for the losses the facility may incur. 

ROUTINE USE-DISCLOSURE OF INFORMATION 
TO THE GENERAL SERVICES ADMINISTRATION 

(GSA) 
A record from a system of records maintained by this component 

may be disclosed as a routine use to the General Services Adminis­
tration (GSA) for (he purpose of records management inspections 
conducted under authority of 44 U.S.C. 2904 and 2906. 

ROUTINE USE-DISCLOSURE OF INFORMATION 
TO THE NATIONAL ARCHIVES AND RECORDS 

ADMINISTRATION' (NARA) 
A record from a system of records maintained by this component 

may be disclosed as a routine use to the National Archives and 
Records Administration (NARA) for the purposeof records manage­
ment inspections conducted under authority of 44 U.S.C. 2904 and 
2906. 

ROUTINE USE-DISCLOSURE TO THE MERIT 
SYSTEMS PROTECTION BOARD 

A record from a system of records maintained by this component 
may be disclosed as a routine use to the Merit Systems Protection 
Board, including the Office of the Special Counsel for the purpose of 
litigation, including administrative proceedings, appeals, special stud­
ies of the civil service and other merit systems, review of OPM or 
component rules and regulations, investigation of alleged or possible 
prohibited personnel practices; including administrative proceedings 
involving any individual subject of a DoD investigation, and such 
other funCtions, promulgated in 5 U.S.C 1205 and 1206, or as may be 
authorized by law. 

ROUTINE USE-COUNTERINTELLIGENCE 
PURPOSES 

A record from a system of records maintained by this component 
may be disclosed as a routine use outside the DoD or the U.S. 
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Government for the purpose of counterintelligence activities author­
ized by U.S. Law or Executive Order or for the purpose of enforcing 
laws which protect the national security of the United States. 

HDNA 001 
System name: 

Employee Assistance Program. 
System location: 
Occupational Health Unit, HQ, Defense Nuclear Agency', Wash­

ington, DC 20305-1000. Also at the following subordinate command : 
Personnel Off Personnel Office, Bldg 20203A, Kirtland AFB, New 
Mexico 87115-5000, and Civilian Personnel Officer, Armed Forces 
Radiobiology Research Institute Bethesda, Maryland 208)4.:.5145, 
Bldg 42, located on the grounds of the National , Naval Medical 
Center. 

Categories of individuals covered by the system: 
All civilian employees in appropriated and non-appropriated fund 

activities who are referred by management for, or voluntarily re­
quest, counseling assistance. 

Categories of records in the system: 
Case records on employees which are maintai.ned by counselors, 

supervisors, and civilian personnel offices and consist of information 
on condition, current status, and progress of employees or depend­
ents who have alcohol, drug, or emotional problems. 

AuthQrity for maintenance of the system: 
Drug Abuse Office and Treatment Act of 1972, as amended by 

Pub. L. 93-282 (21 U.S.C. 1175); Comprehensive Alcohol Abuse and 
Alcoholism Prevention, Treatment, and Rehabilitation Act of 1970, 
as amended by Pub. L. 93-282 (42 U.S.C. 4582); Subchapter A of 
Chapter I, Title 42, Code of Federal Regulations; Chapter 43 of Title 
5, United States Code. 

Purpose(s): 
For use by the Drug and Alcohol Abuse Coordinator in referring 

individuals for counseling and by management officials for follow-up 
actions. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Upon request by or with specific written authority of individual or 
their authorized representative, selected information may be provided 
to and used by other counselors or medical personnel, research 
personnel or employers, when disclosure is to the individual's benefit. 
See also blanket routine uses at beginning of Defense Nuclear 
Agency listing. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: · 
Case records are stored in paper file folders. 
Retrievability: 
Filed alphabetically by last name of individual. 
Safeguards: 
Buildings employ security guards. Records are maintained in 

locked security containers accessible only to personnel who are prop­
erly screened, cleared and trained. 

Retention and disposal: 
Records are purged of identifying information within five years 

after termination of counseling or destroyed when they are no longer 
useful. 

System manager(s) and address: 
Occupational Health Nurse, Occupational Health Unit, HQ, De­

fense Nuclear Agency, Washington, DC 20305-1000, for Headquar­
ters, Defense Nuclear Agency. Chief, Civilian Personnel, Armed 
Forces Radiobiology Research Institute, Bethesda, Maryland 20814-
5145, for Armed Forces Radiobiology Research Institute. Civilian 
Personnel Officer, Kirtland AFB', New Mexico 87115-5000, for Field 
Command, Defense Nuclear Agency. 

Notification procedure: 
Information may be obtained from: Occupational Health Nurse, 

Occupational Health Unit, HQ, Defense Nuclear Agency, Washing­
ton, DC 20305-1000; Telephone: (202) 325-7073 for Headquarters, 
Defense Nuclear Agency. Chief, Civilian Personnel, Armed Forces 
Radiobiology· Research Institute, Bethesda, Maryland 20814-5145; 
Telephone: (301) 295-1047 for Armed Forces Radiobiology Research 

·Institute. Civilian Personnel Officer, Bldg 20203A, Kirtland AFB, 
New Mexico 87115-5000; Telephone; (505) 264-9253 for Field Com­
mand, Defense Nuclear Agency. The letter should contain the full 

321-135 0-92--15 

name and signature of the requester and the approximate period of 
time, by date during which the case record was developed. 

Record access procedures: 
Requests from individuals should be addressed to same address as 

stated in the notification section above., 
·Contesting record procedures: 
The agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the System manager. 

Record source categories: 
Counselors, other officials, individuals or practitioners, and other 

agencies both in and outside of Government. 
Exemptions claimed for the system: 
None. 

System name: 
Employee Relations. 
System location: 

HDNA002 

Civilian Personnel Management Division (MPCV), Manpower 
Management and Personnel, Command Services Directorate, HQ, 
Defense Nuc;lear Agency, Washington, DC 20305-1000. Also at· the 
following subordinate commands: Civilian Personnel Office, Bldg 
20203A, Kirtland AFB, New Mexico, 87115-5000; and. Civilian Per­
sonnel Office, Armed Forces Radiobiology Research Institute, Be­
thesda, MD, 20814-5145, Bldg 42, located on the grounds of the 
National Naval Medical Center. 

Categories of individuals covered by the system: 
Civilian employees and former employees paid from appropriated 

funds serving under career, career-conditional, temporary and except­
ed service appointments on whom suitability, discipline, grievance, 
and appeal records exist. 

Categories of records in the system: 
Documents and information pertaining to · discipline, grievances, 

and appeals. 
Authority for maintenance of the system: 
5 u.s.c. 1302, 3301, 3302, 7301; E.O. 11222; E.O. 11557; E.O. 

11491. 
Purpose(s): 
For use by agency officials and employees in the performance of 

their official duties related to· management of civilian employees and 
the processing, administration and adjudication of discipline, griev­
ances, suitability and appeals. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

Appeals examiners of the Merit Systems Protection Board; the 
. Comptroller General or his autl1orized representatives and the Attor­
ney General of the United States or his authorized representatives in 
connection with grievances, disciplinary actions, suitability, and ap­
peals, Federal Labor Relations officials in the performance of official 
duties. See also blanket routine uses at beginning of Defense Nuclear 
Agency listing. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Records are stored in paper folders. 
Retrievability: 
File~ alphabetically by last name of individual. 
Safeguards: · 

. Buildings employ security guards. Records· are maintained in 
locked security containers in a locked room accessible only to per­
sonnel who are properly screened, cleared and traint;:d. 

Retention and disposal: 
Records are destroyed upon separation of the employee from the 

agency or in accordance with appropriate records disposal schedules. 
System manager(s) and address: 
Chief, Civilian Personnel Management Division (MPCV), for 

Headquarters, Defense Nuclear Agency, Washington, DC 20305-
1000, and for the Armed Forces Radiobiology Research Institute, 
Bethesda, MD, 20814-5145; Civilian Personnel Officer, Kirtland 
AFB, New Mexico, 87115-5000, for Field Command, Defense Nucle­
ar Agency. 

Notification procedure: 
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Information may be obtained from: Chief, Civilian Personnel Man­
agement Division (MPCV), Manpower Management and Personnel, 
Command Services Directorate, HQ, Defense Nuclear Agency, 
Washington, DC 20305-1000, Telephone: (703) 325-7591, (or Head­
quarters and the Armed Forces Radiobiology Institute, Bethesda, 
MD, 20814-5145. Information may be obtained from the Civilian 
Personnel Officer, Bldg 20203A, Kirtland AFB, New Mexico, 87115-
5000, Telephone: (505) 264-9253, for Field Command, Defense Nu­
clear Agency. The letter should contain the full name and signature 
of the requester and the approximate period of time, by date, during 
which the case record was developed. 

Record access pr~cedures: , 
Requests from individuals should be·· addressed to same address as 

stated in the notification section above. 
Contesting record procedures: 
The agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Supervisors or other appointed officials designated for this pur­

pose. 
Exemptions claimed for the system: 
None. · ' 

HDNA 003 
System name: 

Drug-Free VV orkplace Files. 
System location: 
Drug Program Coordinator, Civilian Personnel' Management Divi­

sion, Headquarters, Defense Nuclear Agency. (HQ, DNA), 6801 
Telegraph Road; Alexandria, VA 22310-3398. 

Categories of individuals covered by tile system: 
Employees of, and applicants for positions in ·Headquarters, De­

fense Nuclear Agency. 
Categories of records in the system: . · 
Records relating to the selection, notification, and testing for ille­

gal drug abuse (includes documents related to selection and notifica­
tiqQ p(ocedures, collection ·of urine specimens, laboratory testing, 
review of test results, and chain of custody documents). 

Authority for maintenance of the system: 
Pub. L. 100-71, 5 U.S.C: 7301; Executive Order 12564, "Drug­

. Free Federal Workplace" and Executive Order 9397. 
· Purpose(s): : 
This system is for the purpose of maintaining Drug Program ·Coor­

dinator records on the selection, notification, and testing for illegal 
drug abuse by employees of HQ, DNA and· applicafltS for positions 
at HQ, DNA. , . 

Records may be used by authori~ed contractors for the collection 
process; assigned Medical Revie':"' Officers; the Administrator of any 
Employee .Assistance ·Program in which the employee i~ 'receiving 
counseling or treatment or is .otherwise participating; .. and agency 
supervisory or management offici_als havirig. authority to take· adverse 
personnel action against such an employee when test results are 
positive. 

Routi~e uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · · 

In order to comply with the provisions of 5 U.S.C. 7301, the 
Defense Nuclear Agency "Blanket Routine Uses" published at the 
beginning of DNA's compilation of systems of records nptices do not 
apply to this system of records., . 

Records may .be released to a court of competent jurisdiction when 
required by the United States Government to defend against a· chal­
lenge to related adverse personnel action. 

Polici~s and practices for storing, retrieving; accessing, retaining, and 
disposing of records in the system: · · · ! 

Storage: 
Paper records are maintained in file folders. Electronic · records 

exist on magnetic tape, ·diskette, or other machine readable me~ia. 
Retrievability: · 
Records are retrieved by employee or applicant name and/or 

social security number. 
Safeguards: 
Paper records are stor~d.in ~·locked file ~ahinet or are locked in a 

combination safe when not being used. Electronic records are ac­
cessed on computer terminals in supervised areas using a system with 
password access safeguards. All employee and applicant records are 

maintained and used with the highest regard for employee and appli­
cant privacy. Only persons on a need-to-know basis and trained in 
the handling of information protected by Privacy Act· have access to 
the system. 

Retention and disposal: 
Files on applicants for positions are maintained for a period not to 

exceed six months. 
Files on employees are retained for two years. I.n ins_tances of a 

positive test finding resulting in the reassignment or separation of an 
employee, files are destroyed two years after the case is clos7d. 

System manager(s) and address: : 
Drug Program· Coordinator, Civilian Personnel Management Divi­

sion, Headquarters, Defense Nuclear Agency, 6801 Telegraph Ro'ad, 
Alexandria, VA 22310-3398. · 

Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir­
ies to the Drug Program Coordinator, Civilian Personnel Manage­
ment Divison, Headquarters, Defense Nuclear Agency, 6801 Tele­
graph Road, Alexandria, VA 22310-33'98. 

The request should contain the full name, Social Security Number, 
and the notarized signature of the subject individual. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries to the Drug 
Program Coordi~ator, Civilian Personnel Man~gement Division, 
Headquarters;Defense Nuclear Agency, 6801 Telegraph Road, Alex-
andria VA 22310..;.3398. · · 

The request should contain the full name, Social Security Number, 
and the notarized signature of the subject individu~l. 

Contesting record procedures: 
The Defense ~~;~clear Agency's rules for contesting. contents and 

appealing initial· agency determinations are published in DNA In­
struction 5400.IIA; 32 CFR part 291a; or may be obtained from the 
system manager. . 

Record source categories:. 
The test subject, Medical Review Officer, collection personnel, 

and others on a ca,se-by-case basis. 
Exemptions claimed for the system: 
None . 

HDNA004 
System name: 

-Nuclear Weapons Accident Exercise Personnel Radiation Expo­
sure Records. 

System location: 
Field Command, Defense Nuclear Agency (FCDNA), Kirtland 

AFB, NM, 87115-5QOO. 
Categories of individuals covered by the system: 
Military and civilian employees of the Department of Defense and 

-other federal, state, and local government agencies, contractor per­
sonnel, and visitors from foreign countries, .wh,o participate· in 
planned exercises. 

Categories c:,f records in the system: 
Note: System contains some data of nonpersonal nature and all 

information is not always appropriate for all categories of individuals. 
Name; Social Security Account Number; Date of Birth; Service; 
Grade/Rank;, Specialty C.ode; Job Series or Profession; Experience 
with Radioactive Materials such as classification as 'radiation 
worker,' Use of Film Badge or other dosimetric device; Respirat~ry 

. Protection Equipment Training and Actual Work in Anticon_tamina­
tion 'Clothing and Respirators; Awareness of Radiation Risks Associ­
ated with Exercises; Previous Radiation Exposure; Role in Exercise; 
Employer/Organization Mailing Address and Telephone; Unit Re­
sponsible for Individual's Radiation Exposure Records; Time in Exer­
cise Radiological Control Area; and External and Internal Radiation 
Mon.itoring and/or Dosimetry Results. · 

Authority for maintenance of the system:. .. . 
42 ·u.s.c. 2ol3 and 2201 (Ato~ic Energy. Act of 1954) and 10 

Cf<R parts 10 and 20; 5 U.S.C. 7902, and 84 Stat. 1599 (Occupational 
Safety and Health Act of 1970). and 29 CFR 1910.20 and 191.0.96; 
Executive Orqer 17196, Feb. 26, 1980, (Occupational Safety. and 
Health Programs for Federal Employees). 
· Purpose(s): · 
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For use by agency officials and employees in determining and 
evaluating individual and exercise collective radiation doses and in 
reporting dosimetry results to individuals. 

Routine uses of r~cords maintained in the system, including catego­
ries of users and the purposes of such uses: 

Officials and employees of other government agencies, authorized 
government contractors, national, state and local government organi­
zations and foreign governments in the performance of official duties 
related to ·evaluating, reporting and documenting radiation dosimetry 
data. Officials of government investigatory agencies in the perform­
ance of official duties relating to enforcement of Federal rules and. 
regulations. See also blanket routine uses at beginning of Defense 
Nuclear Agency listing. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Automated records are stored on magnetic tapes, discs, computer 

printout and/or punched cards. Manual records are stored in paper 
file folders, card files and/or paper rosters. 

Retrievability: 
Records are normally retrieved by indiyidual's last. name or social 

security account number; records may also be retrieved by Service, 
organization/employee, dose results or other input data. 

Safeguards: 
The computer facility and terminals are located in restricted areas 

accessible only to authorized personnel and computer access is pass­
word protected. Manual records and computer printouts are available 
only to authorized persons with an official need to know. Buildings 
employ security guards and/or intrusion detection systems. 

Retention and disposal: 
All records are retained permanently. 
System manager(s) and address: 
Commander, Field Command, Defense Nuclear Agency, Kirtland 

AFB, NM 87115-5000, ATTN: Radiological Safety Officer. 
Notification procedure: 
Information may be obtained from the System Manager, address as 

above. 
Record access procedures: 
Requests for information should be addressed to the System Man­

ager and include full name and applicable dates of participation, if 
available. Visits can be arranged with the System Manager. Requests 
from current or potential employers .must include signed authoriza­
tion from individual 

Contesting record procedures: 
Rules for contesting contents and appealing initial determinations 

may be obtained from the System Manager, address above, or the 
General Counsel, HQ, Defense Nuclear Agency, Washington, DC 
20305-1000. 

Record source categories: 
Information in this system of records is (1) supplied directly by the 

individual, or (2) derived from information supplied by the individ­
ual, or (3) supplied by a contractor or government dosimetry service, 
or (4) developed by radiation· measurements at the exercise site. 

Ex-emptions claimed for the system: 
None. 

HDNA 005 
System name: 

Manpower/Personnel Management System. 
System location: 
Manpower Management and Personnel, Command Services Direc­

torate, HQ, Defense Nuclear Agency, Washington, DC 20305-1000, 
Routing Symbol: CSMP. Also at the following subordinate com­
mands: Field Command, Defense Nuclear Agency, Bldg 20364, Kirt­
land AFB, NM 87115-5000; Civilian Personnel Office, Armed Forces 
Radiobiology Research Institute, Bethesda, MD 20814-5145, Bldg 42 
located on the grounds of the National Naval Medical Center. Also 
supervisor maintained files at all three locations. 

Any individual, military or civilian, employed by DNA. 
Categories of records in the system: 
File contains following information on all personnel assigned to 

DNA: Social Security Number; Agency; Employee Name; Birth 
Date; Veteran's Preference; Tenure Group; Service Computation 
Date; Federal Employees Group Life Insurance; Retirement Code; 
Nature of Action Code; Effective Date of Action; Position Number; 
Pay Plan; Occupation Code; Functional Classification Code; Grade; 

Step; Pay Basis; Salary; Supervisory Position; Location Code/Duty 
Station; Position Occupied; Work Schedule; Pay Rate Determinant; 
Sex; Citizen Status; Date Entered Present Grade; Date Entered 
Present Step; Separation Date; Reason for Separation (Quit Code); 
Cost Center; Academic Discipline; Career Conditional Appointment 
Date (Conversion to Career); Education Level; Degree Date; Pur­
pose of Training; Type of Training; Source of Training; Special 
Interest; Direct Cost; Indirect Cost; Date of Completion; On-D~:~ty 
Hours; Off-Duty Hours; JTD Paragraph Number; JTD Ltn.e 
Numb~r; Competitive Level; Military Service Retirement Date; Om­
formed Service; Service Commissioned (military); Service Pay Grade 
(rank); Agency. Sub-element Code; submitting Office Number; Re­
tired Military Code; Bureau; Unit Identification Code; Program Ele­
ment Code; Civil Function Code; Guard/; Reserve Technician; Ap­
propriation Code; Active/Inactive Strength Designation; Work 
Center Code; Projected Vacancy Date; Targeted Grade; Position 
Title; Date of Last Equivalent Increase; Fair Labor Standards Act 
Designator; Health Benefits Enrollment Code; Type and Date of 
Incentive Award; Civil Service or other Legal Authority; Date Pro­
bationary Period Begins; Performance Rating; Due Date for Future 
Action; Position Tenure; Leave Category; Personnel Authorized; 
Projected Personnel Requirements; Special Experience Identifiers; 
Additional Duties; Manpower Track; Facility; Branch of Service; 
Date of Rank; Primary/ Alternate Specialty; Control Specialty; Last 
OER/EER; Basic Pay Eritry Date; Basic Active Service Date; Date 
of Arrival; Projected Date of Departure; Security Clearance; Marital 
Status; Spouse's Name; Dependents; Address (Nr and Street, City, 
State, Zip Code); Phones (Home and Duty); Handicap Code; Minori­
ty Group Designator; Ag-gregate Program Element Code; Position 
Indicator; Academic Degree Requirements; Directorate/Department, 
Division, Branch, and Section Office Titles; Service Authorization 
Position Number; Physical Profile; Nature of Action Code #2; An­
nuitant Indicator; Vietnam Veteran; Entered Present Position; Future 
Action Type; Agency Submitting Element; Submitting Office Code; 
Merit Pay Designator; Bargaining Unit Designator; Old SSN; Course 
Title Host; Tuition; Transportation Per Diem; Hourly Rate; Training 
Grade Level; Administrative Cost; Type of Career Training Pro­
gram. 

Authority for maintenance of the system: 
5 U.S.C. 301, 302, 4103; Pub. L. 89-554, September 6, 1966. 
Purpose(s): 
For use by officials and employees of the Defense Nuclear Agency 

in the performance of their official duties related to the management 
of civilian and military employee programs. To compile and consoli­
date reports relating to manpower authorization/assigned strengths 
and to record personnel data and use that data to compile informa­
tion as required by management officials within the agency. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Representatives of the Merit Systems Protection Board on matters 
relating to the inspection, survey, audit or evaluation of tpe civilian 
programs or such other. matters under the jurisdiction of that organi­
zation. The Comptroller General or any of his authorized representa­
tives in the course of performance of duties of the General Account­
ing Office relating to civilian programs. Duly appointed Hearing 
Examiners or Arbitrators for the purpose of conducting hearings in 

· connection with an employee grievance. See also blanket routine uses 
at beginning of Defense Nuclear Agency listing. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Automated records are stored on magnetic tapes, discs, computer 

printouts, and on punched cards. Manual records are stored in paper 
file folders and card file boxes. 

Retrievability: 
Automated records are retrieved by social security number. 

Manual records are retrieved by employee's last name. 
Safeguards: The computer facility and terminal are -located in re­

stricted areas accessible only to authorized personnel that are proper­
ly screened, cleared, and trained. Manual records and computer 
printouts are available only to authorized personnel having a need to 
know. Building employs security guards and is protected by an 
intrusion alarm system. 

Retention and disposal: 
Computer magnetic tapes are permanent. Manual records are main­

tained on a fiscal year basis. Monthly reports are destroyed at the 
end of each FY; annual reports are retained in 5-year blocks, trans­
ferred to the WNRC, and offered to NARA 20 years after cutoff. 
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System manager(s) and address:.· 
Assistant Dire~tor, Manpower Management and .Personnel, Com­

mand Services.Directorate, tJQ, .Defense Nuclear Agency, Washing­
ton, DC 20305-1000, Telephone: (202,) 325~7199. 

Notification procedure: '. · . : . . 
Information may be obtained ·from System Manager. The .letter 

should contain the full name and signature of the requester and the 
ap~r.oximate period of time, .by date, during which ·the case record· 
was developed·.· . 

Recor'd· access procedures! 
"Requests slwuld' be addressed to Systell) .Manag~r-:·Writt~n requests· 

for information should contain the full name of inaividual'; For per­
s.onal visits, the individual should provide military or civilian' identifi-
cation card. ' · · · · 

Contesting record .procedure~: 
Rules for contesting contents and appealing initial determinations 

may be obtained from. the System . Manager, address above, or. the 
General Counsel, HQ, Defense Nuclear Agency, Washington,· DC 
20305-1000. 

Record source categories:· 
Information · i~ ·extracted from military ·and civilian personnel 

records, Joint Manpower Program documents and voluntarily sub-
mitted by individual. · · 

Exemptio,ns claimeCI 'for the syst~m: · 
None. · · 

··HDNA 006 
System name: 

Employees Occupational He~lth Programs. 
··System location: 
Occupational Health Unit, HQ, Defense· Nuclear Agency, Wash" 

ington, DC 20305-1000, Rou~ing Symbol: HU. · 
·Categories of individuals covered by the system: · 
Any individual, military or civilian, employed by DNA and GSA 

employees assigned to the building. 
Categories of records in the system: 
File contains a variety of records relating to an employee's partici­

pation in the DNA Occupational Health Program. Information 
which may be included in tnis system are the employee's name, SSN, 
date of birth, weight, height, blood pressure, medical history, blood 
type, nature of injury or complaint, type. of treatment/medicat.ion 
received, immunizations, examination findings_ an_d laboratory_ find-· 
ings, exposure to occupational hazards. 1 

Authority for maintenance of the system: 
5 U.S.C. 7901 et seq., Pub L. 79-658. 
Purpose(s): 
For use by authorized medical personnel in providing any medical 

treatment or referral; to provide information to. agency management 
officials pert_aining to job-related injuries or potential hazardous con­
ditions; and to provide information relative to claims or- litigation. 

Routine uses of record~ maintained irt the system, including catego~ 
ries of users and the purposes of such uses: · 

The Office of Per~onnel Ma~agement, and the Federal Labor Rela­
tions Authority (including the General Counsel) in the performance· 
of official duties. The Department of Labor in connection with 
claims for ·compensation.· The Department of Justice in connection 
with litigation relating to claims. The Occupational Safety and 
Health Agency in connection with job-related injuries, illnesses, or 
hazardous .conqitions. See also blanket routine u~es at beginning of 
De(ense Ny~lear Agency listing. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Sto.rage: 
R~cords are stored in· paper _file folders and. card file boxes. 
·RetrievabHity: 

· Records are manually retrieved either by last name or the terminal 
digit filing system .. 

Safeguards:· 
During th~ .. employment of the individual: medical 'records are 

maintained in files located in a secured room with access limited to 
those whose official duties require access. 

Retention and disposal: 
Records are retained until the· individual leaves the Agency. If 

they have no long term value, they are destroy'ed at this time. If they 
have c~ntinuing value, they may be combined with the Official 

Personnel Folder which'· is for~arded to the Federal Personnel 
Records Center or to the new employing ·agency, 'as app~opriate. 

System manager(s) and address: · . · · . 
Occupational Health Nurse, Occupational Health Unit, Headquar­

ters, Defense Nuclear. Agency, Washington, PC 20305-1000. Tele-
pho~e: (202) 325-7073. · 

Notification procedure: 
Information may· be obtained from System Manager. The letter 

should contain the full name and signature of the requester and the 
approximate period of time, by date, during which -the case record 
was developed. 
. Record access procedures: 

Requests should be addressed to System Manager.: Written request 
for information should contain the full name of the· requester. For 
personal visits the individual should provide military or civilian iden­
tification card. · 

Contesting record procedures: 
Rules for contesting contents and appealing initial .. dete~mimitions 

may be obtained from. the System Manager, address above, or the 
General Counsel, HQ, Defense Nuclear Agency, Washington, DC 
20305-1000. 

Record source· categories: ~ ~ · ; 

Information in this system of records is: (I) Supplied directly by 
the individual, or (2) derived-from information supplied by the indi­
vidual, or (3) supplied by the medical· officer or hurse providing 
treatment or medication, of (4) supplied by· the individual's private 
physician. . · 

Exemptions claimed.for the ·system: 
None. 

HDNA 007 
System name:. 

Security Operations: 
System location: 
Security and Operations Division (ISSO), Intelligence· and Securi­

ty, Command Services Directorate, HQ, Defense Nuclear Agency, 
Washington, DC 20305-1000. Also at the following subordinate com­
mands: Security Division (FCSS), Field Command, Defense Nuclear 
Agency, Kirtland AFB, Albuquerque, New. Mexico '87115-5000; and 
Armed For.ces Radiobiology'·Research Institute, Bethesda, Maryland 
20814-5145. . 

Categories of individuals co~ered by. 'the system: 
All military and civilian personnel assigned to, or employed by 

HQ,. Defense Nuclear Agency (DNA),_ Field Commanq, Defense 
Nuclear Agency, (FCDNA); and the ;\rmed Forces Radiobiology 
Research Institute (AFRRI). Other U.S. Government personnel, U.S. 
Government 'contractors, foreign govbrnment ·representatives, and 
visitors from foreign countries. 

Categories of records in the system: . 
System contains following iriformatiori on i_ndivid-~als (not all infor­

mation is appropriate to all categories of .individuals covered by the 
system): .Name; .Social ~ecurity Account Number; Da~e and Place of 
Birth; Height; Weight; Hair/Eye Color, Citizenship; Grade/Rank; 
Service; Organization; Security Clearance; Date· of Clearance; Basis 
Special Accesses; Courier Authorization; Continuous Access Roster 
Expiration Date; Badge Number; Contracting Officer's Representa­
tive; Contracting Officer's Organization Special Intelligence Access; 
Expiration Date; Agency, Billet Number;. List of Badges/P-asses 
Issued; List of Keys Issued; Conference· Title; Conference Duties; 
Location. Department of Defense Form 398, 'Statement of Personal 
History,' Rep.orts of Investigation, Security Incident Files, Visit Re­
quests; Conference Rosters; Clearance and Special Access Ro~ters; 
picture and iqentification cards; correspondence· concerning adjudica-
tion/passing· of clean~n~es. · · 
. Authority for maintenance of the system: 
· Executive Order 10450, 'Security Requirements for Government 
Employment April 27, 1953, as amended by Executive Orders' 10491, 
.10531, 10548, 10558, 11605, and 11785, Executive Order 12065, · 'Na­
tional Security Information,' dated Jun'e 28; 1978. Section 21 of the 
Internal Security Act of 1950 (Pub L. 831). Section 145 of 'the 
Atomic _Energy Act of 1954, as amended by Pub 1:-:. 83-703, 42 
u.s.c. 2185. 

Purpose(s): 
For use by officials and 'employees of the Defense ·Nuclear Agency 

and other DoD Components in the~ performance of their official 
duties related to determining the eligibility of individuals for access 
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to classified information, access to buildings and ·facilities, or to 
conferences over which DNA has security responsibility. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Officials and employees of Government contractors and other 
Government agencies in the performance of their official duties relat­
ed to the screening and selection of individuals for security clear-

. ances and/or special authorizations, access to facilities or attendance 
at conferences. See the Routine Uses at beginning of Defense Nucle­
ar Agency listing and the applicable exemption at end of system 
notice. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Automated records are stored on magnetic tapes, discs, computer 

printouts, and/or punched cards. Manual records are stored in paper 
file folders, card files and paper rosters. 

Retrievability: 
Automated records are retrieved by individual's last' name, confer­

ence title, and by type of badge issued. Manual records are retrieved 
by individual's last name, organization or subject file. 

Safeguards: 
The computer facility and terminals are located in restricted areas 

accessible only to authorized· personnel. Manual records and comput­
er printouts are available only to authorized persons with an official 
need to know. Buildings employ security guards and/or ·intrusion 
detection systems. 

~etention and disposal: 
Computer records on individuals are erased upon .termination of an 

individual's affiliation with DNA, FCDNA, or AFRRI; personnel 
security files are destroyed within thlrty days from the date of 
termination of an individual's employment, assignment or affiliation 
with DNA, FCDNA or AFFRI. Manual records or conference at­
tendees; visitors, and visit certifications to other agencies are main­
tained for two years and destroyed. Security incident files are re­
tained for two years unless they concern compromise of classified 
information, in which case they may be retained permanently. 

System manager(s) and address:· 
Assistant Director, Intelligence and Security (CSIS), Command 

Services Directorate, HQ, Defense Nucl~ar Agency Washington, DC 
20305-1000, for HQ, DNA and AFRRI. Chief, Security Division, 
Field Command, Defense Nuclear Agency, Kirtland AFB, NM 
87115-5000. 

Notification procedure: 
Information may be obtained from the System Manager, address 

above, for HQ, DNA and AFRRI, Telephone: (202) 325-7086; for 
FCDNA, from the System Manager, address above, Telephone: (505) 
264-1423. . 

Record access procedures: 
Requests for information should be addressed to the System Man­

ager, addresses above. Written requests for information should con­
tain the full name, home address, social security number, date and 
place of birth. For personal visits, the individual must be able to 
provide identification showing full name, date and place of birth, and 
social security number. 

Contesting record procedures: 
Rules for contesting contents and appealing initial determinations 

may be obtained from the System Manager, address above, or the 
General Counsel, HQ, Defense Nuclear Agency, Washington, DC 
20305-1000. 

Record source categories: 
Information is extracted from military and civilian personnel 

records, investigative files, and voluntarily submitted by individual. 
Exemptions claimed for the system: 
Part of this system may be exempt under 5 U.S.C. 552a (k)(5) as 

applicable. The exemption rule· for the system is contained in Title 
32, Code of Federal Regulations, part 29la, as amended. 

System name: 
Biographies. 
System location: 

HDNA 008 

Public Affairs Office, HQ, Defense Nuclear Agency, Washington, 
DC 20305-1000, Routing Symbol: PAO. 

Categories of individuals covered by the system: 

Senior military officers of the Army, Air Force, Navy and Ma-
rines; senior DoD civiiians, and contractor personnel. 

Categories of records in the system: 
Br~ef biographical data (sometimes including photographs).· 
Authority for maintenance of the system: 
5 U.S. C. 30 I and 302. 
Purpose(s): 
To maintain biographical data . for use by agency officials and 

employees. . 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Information on key Defense Nuclear Agency personnel. may be 

released to the media, individuals, businesses, or any other public or 
private requester for use in compiling background information. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: 
Alphabetically by last name. 
Safeguards: 
Files are secured in a locked file in an area accessible only to 

authorized personnel. The building is protected by security guards 
and an intrusion alarm system. 

Retention and disposal: 
Files are retained in an active file until retirement, transfer, separa­

tion or death of the individual concerned or in accor.dance with 
current records management regulations. 

System manager(s) and address: 
Public Affairs Ofricer, HQ, Defense Nuclear Agency, Washington, 

DC 20305-1000, Telephone: (202) 325-7095. 
Notification ptoced_ure: 
Information may be obtained from the System Manager. 
Record access procedures: 
Written requests should be addressed to HQ, Defense Nuclear 

Agency, ATTN: Public Affairs· Office, Washington, DC 20305-1000 
· and contain the full name of the requester. Visits can be arranged by 

the Public Affairs Officer, Telephone: (202) 325-7095. 
Contesting record pr~cedures: 
The· agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the Syste·m Manager or from the General 
Counsel, HQ, Defense Nuclear Agency, Washington, DC 20305-
1000. 

. Record source categories: 
Information is voluntarily submitted by individual. 
Exemptions claimed for the system: 
None. 

HDNA 009 
System name: 

Personnel Radiation Exposure Records. 
System location: 
Armed Forces Radiobiology Research Institute (AFRRI), Defense 

Nuclear Agency, Bethesda, MD 20814-5145, on the grounds of the 
National Naval Medical Center, and Field Command, Defense Nu­
clear Agency (FCDNA), Kirtland AFB, NM 87115-5000. 

Categories of individuals covered by the system: 
Employees, contractors, or visitors who enter the AFRRI build­

ing; other DNA/FCDNA employees ~ho work in positions which 
might result in exposure to radiation; and individuals who participat­
ed in the cleanup of Enewetak Atoll. 

Categories of records in the system: 
Name, Social Security Account Number, Sex, Date of Birth, Cur­

rent and Previous Radiation Exposure History, Dates and Places of 
Employment, Dates of Exposures, Citizenship, Information on Preg­
nancy, Areas Visited or Worked, Dates of Arrival and Departure, 
Organization, Assigned Department, Bioassay Information, Grade/ 
Rank, ·Work Phone and Location. 

Authority for maintenance of the system: 
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Atomic Energy Act of 1954, 42 U.S.C. 2013, Military Construction 
Appropriation Act of 1977 (Pub. L. 94-367) and DNA OPLAN 600-
77, Cleanup of Enewetak Atoll. 

Purpose(s): 
For u_se by agency officials, employees, and authorized contractors, 

to provtde documentation of any exposure to radiation which might· 
be experienced by an individual in the course of work related activi-
ties or while present in agency facilities. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Information may be released to support legal or medical claims for 
or against the government; to regulatory agencies for use in measur­
ing quality of .radiation protection programs, or for licensing proce­
dures; to current or potential employers; to individuals or their au­
!hori~ed repres~ntatives; to contractors for use in processing uniquely 
t~entt~at?Ie dostmetry devices and for maintaining required dosimetry 
htstones. See also blanket routine uses at the beginning of Defense 
Nuclear Agency listing. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Card files, paper records in file folders, microfiche/film and auto­

mated records on magnetic tapes, disks and computer printouts. 
Retrievability: · 
Alphabetical by last name of individual. Automated. records are 

selectable on all fields within the record. 
Safeguards: 
Computer equipment and records are in controlled access areas 

protected by either guards, intrusion alarms, or coded locks. Manual 
or hard copy records are further secured in locked cabinets or vaults. 
Automated programs are protected by user identification codes a'nd 
passwords which limit access to the system. · 

Retention and disposal: 
For employees, records are kept for -75 years. For visitors, records 

are retired after two years to record holding area for 75 year reten-
tion. Enewetak records are retained for 75 years. '-.j 

System manager(s) and address: · 
Department Head, Radiation Safety Department, Armed Forces 

Radiobiology Research Institute, Defense Nuclear Agency, Bethesda, 
MD 20814"5145.; Health Physicist, Logistics Directorate, Field Com­
mand, Defense Nuclear Agency, ATTN: (FCLS), Kirtland AFB, · 
NM 87115-5000. · . 

Notification procedure: 
Information may be obtained from the System Manager. 
Record access procedures: 
Information may· be obtained from the System Manager. 
Contesting record procedures: · 
The agency's rules for contesting contents and appealing initial 

determinations may be obtained from the System Manager or the 
General Counsel, . HQ, Defense Nuclear Agency, Washington, DC 
20305-1000. . 

Record source categories: 
Information is voluntarily submitted by individuals or derived from 

exposure data. 
Exemptions claimed for the system: 
None. 

System name: 
Nuclear Test Participants. 
System location: 

HDNA 010 

Radiation Policy Division (RARP), Radiation Sciences Director­
ate, HQ, Defense Nuclear Agency, Washington, DC 20305-1000; 
Field Command, Defense Nuclear Agency, ATTN: FCLS, Kirtland 
AFB, NM 87115-59QO. 

Categories of individuals covered by the system: 
Military and civilian participants of the U .. s.· nuclear testing pro-, 

grams (includes some personnel from the occupational forces in 
Japan). 

Categories of records in the system: 
N~me, rank, grade, service number, social security number;· last 

known or current address, dates and extent of test participation, 

exposure data, unit of assignment, medical data, and documentation 
relative to administrative claims or civil litigation. 

Authority for maintenance of the system: 
Atomic Energy Act of 1954, 42 U.S.C. 2013 and Tasking Memo­

randum from Office of the Secretary of Defense to the Director, 
Defense Nuclear Agency dated Jan. 28, 1978, Subject: DoD Person­
nel Participation in Atmospheric Nucleat: Weapons Testing. 

Purpose(s): 
For use by agency officials and employees, or authorized contrac­

tors, and other DoD componen'ts in the preparation of the histories· 
of nuclear test programs; to conduct scientific studies or medical 
follow-up programs and to. provide data or documentation relevant 
to the processing of administrative claims or litigation. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

National Research Council and the Center for Disease Control, for 
the purpose of conducting epidemiological studies on the effects of 
ionizing radiation on participants of nuclear test programs. Depart­
ment of Labor, for the purpose of processing claims by individuals 
who allege job-related disabilities as a result of participation in nucle­
ar test programs and for litigation actions. Department of Energy, for 
the purpose of identifying DOE and DOE contractor personnel who 
were, or may be in the future, involved in nuclear test programs; and 
for use in processing claims or litigation actions .. Veterans Adminis­
tration, for the ·purpose of processing claims by individuals who 
allege service-connected disabilities as a result of participation in 
nuclear test programs and for litigation actions; and to C0!1duct 
epidemiological studies on the effect of radiation onr nuclear test 
participants. Information may be released to individuals or their au­
thorized representatives. See also blanket routine uses at beginning of 
Defense Nuclear Agency listing. 

Policies and' practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

·storage: 
Paper records in fiie folders, computer magnetic tape disks and 

printouts in secure computer facilities. 
Retrievability: 
Records are retrieved by name, military service number and sociai 

security number. > 

Safeguards:· 
Paper records are filed in folders stor~d in areas accessible only by 

authorized personnel. Buildings are protected by security guards and 
intrusion alarm systems. Magnetic tapes are stored in a v~ult in a 
controlled area within limited access facilities. Access to computer 
programs is controlled through software applications which require 
validation prior to use. 

Retention and disposal: 
Records are retained for 50 years after termination of case. 
System manager(s) and address: 
NTPR Program Manager (RARP), Radiation Sciences Director­

ate, HQ, Defense Nuclear Agency, Washington, DC 20305-1000 (for 
atmospheric test records) and .Field Command, Defense Nuclear 
Agency, ATTN: FCLS, Kirtland AFB, NM 87115-5000, (for under­
ground test records). 

Notification procedure: 
Information may be obtained from the System Manager. 
Record access procedures: 
Requests for access may be addressed to the System Manager. 
Contesting record procedures: 
Information on agency rules and procedures for contesting record 

contents or appealing initial determinations may'be obtained from the 
General Counsel, HQ, Defen~e. Nuclear Agency, Washington, DC 
20305-1000. 

. Record source categot:ies: . 
DNA Form 10, DoD records 'from individuals voluntarily contact­

ing DNA or other elements of DoD by phone or mail, dosimetry 
records and· records from the Department of Energy, the Veterans 
Administration, the Social Sec'urity Administration, the Internal Rev­
enue Service, and the Department of Health and Human Services. 

Exemptions claimed for the system: 
None. 

-, 
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ORGANIZATION OF THE JOINT CHIEFS 
. OF STAFF 

REQUESTING RECORDS 
Records are retrieved by name or by some other personal identifi­

er. It is therefore especially important for expeditious service when 
requesting a record that particular attention be provided to the Noti­
fication and/or Access Procedures of the particular record system 
involved so as. to furnish the required personal identifiers, or any 
other pertinent personal information as may be required to locate and 
retrieve the record. 

BLANKET ROUTINE USES 
Certain blanket 'routine uses' of the records have been established 

that are applicable to every record system maintained within the 
Department of Defense unless specific~lly stated otherwise within a 
particular record system. These additional blanket routine uses of the 
records are published below only once in the interest of simplicity, 
economy and to avoid redundancy before the individual record 
system notices begin rather than repeating them in every system. 

. ROUTINE USE-~AW ENFORCEMENT 
· In the event that a system of records maintained by this compo­

nent to carry out its functiQns indicates a violation or potential 
violation of law, whether civil, criminal or regulatory in nature, and 
whether arising by general statute or by regulation, rule or order 
issued pursuant thereto, the relevant records in the system of records 
may be referred, as a routine use, to the appropriate agency, whether 
Federal, state, local, or foreign, charged with the responsibility of 
investigating or prose<;:uting such violation or charged with enforcing 
or implementing the statute, rule, regulation or. order issued pursuant 
thereto. -

ROUTINE USE-DISCLOSURE WHEN 
REQUESTING INF~RMATION . 

A record from a system of records maintained by this component 
may be disclosed as a. routine use to a Federal, state, or local agency 
maintaining civil, criminal, or other relevant enforcement. information· 
or other pertinent information, such as current licenses, if necessary 
to obtain information relevant to a component decision concerning 
the hiring or retention of an employee, the issuance of a security 
clearance, the letting of a contract, or the issuance of a license, grant 
or other benefit. -

ROUTINE USE-DISCLOSURE OF REQUESTED 
. INFORMATION . 

A record from a system of records maintained: by this component 
may be disclosed to a Federal agency, in response ·to its request, in 
connection with the hiring or retention of an employee~ the issuance 
of a security clearance, the reporting of an investigation of an em­
ployee, the letting of a contract, or the issuance of a license, grant or 
other benefit by the requesting agency, to the extent that the infor­
mation is relevant and nec.essary to the requesting agency's decision 
on the matter. · 

ROUTINE USE-CONGRESSIONAL INQUIRIES 
Disclosure from a system of records maintained by this component 

may be made to a Congressional office from the record of an individ­
ual in response to an inquiry from the Congressional office made at 
the request of that individual. .. 

ROUTINE USE-PRIVATE RELIEF LEGISLATION 
Relevant information contained in all systems of records o( the 

Department of Defense published on or before August 22, 1975, may 
be disclosed to the Office of Management and Budget in connection 
with the review of private relief legislation as set forth in OMB · 
Circular A-19 at any stage of the legislative coordination and clear­
ance process as set forth in that Circular: 

ROUTINE USE-DISCLOSURES REQUIRED BY 
INTERNATIONAL AGREEMENTS 

A record from a system of records maintained by this component 
may be disclosed to foreign law enforcement, security, investigatory, 
or administrative authorities in order to comply with requirements 
imposed by, or to claim rights conferred in, international agreements 
and arrangements including those regulating the stationing and status 
in foreign countries of Department of Defense military· and civilian 
personnel. 
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ROUTINE USE-DISCLOSURE TO STATE AND 
LOCAL TAXING AUTHORITIES 

Any information normally contained in IRS Form W-2 which is 
maintained in a record from a system of records maintained QY this 
component may be disclosed to state and local taxing authorities with 
which the Secretary of the Treasury has entered into agreements 
pursuant to Title 5, U.S. Code, Sections 5516,-5517, 5520, and only to 
those state and local taxing authorities for which an employee or 
military member is or was subject to tax regardless of whether. tax is 
or was withheld. This routine use is in accordance with Treasury 
Fiscal Requirements Manual Bulletin Nr. 76-07. 

ROUTINE USE· DISCLOSURE TO. THE OFFICE 
OF PERSONNEL MANAGEMENT 

A record from a system of records subject to the Privacy Act and 
maintained by this component may be disclosed to the Off~ce of 
Personnel Management concerning- informa'tion on pay and leave, 
benefits, retirement deductions, and any other information necessary 
for the Office of Personnel Management to carry out ·its legally 
authorized Government-wide personnel management functions and 
studies. · · 

. ROUTINE USE-DISCLOSURE TO THE 
DEPARTMENT OF JUSTICE FOR LITIGATION 
A record from a system of records maintained by this component 

may be disclosed as a routine use to any component of the Depart­
ment of Justice for the purpose of representing the Department of 
Defense, or any officer, employee or member ·of the Department in 
pending or potential litigation to which the record is pertinent. 

ROUTINE USE-DISCLOSURE TO MILITARY 
BANKING FACILITIES OVERSEAS 

Information as to current military addresses and assignments may 
be provided to military banking facilities who provide banking serv­
ices overseas and who are reimbursed by the Government for certain 
checking and loan losses. For personnel separated, discharged, or 

· retired from the Armed Forces, information as to last known residen­
tial or home of record address may be provided · to the military 
banking facility upon certification by a banking facility officer that 
the facility has a returned or dishonored check negotiated by the 
individual or the individual has defaulted on a loan and that if 
restitution is not made by the individual, the U.S. Government will 

. be liable for the losses the facility may incur. 

ROUTINE USE-DISCLOSURE OF INFORMATION 
TO THE GENERAL SERVICES ADMINISTRATION 

(GSA) 
A record from a system of records maintained by this component 

may be disclosed as a routine use to the General Services Adminis­
tration (GSA) for the purpose of records management inspections 
conducted under authority of 44 U.S.C. 2904 and ~906. 

ROUTINE USE-DISCLOSURE OF INFORMATION 
TO THE NATIONAL ARCHIVES AND RECORDS 

. ADMINISTRATION (NARA) 
A record from a system of records maintained by this component 

as a routine use to the National Archives and Records Administra­
tion (NARA) for the. purpose of records management inspections 
conducted under authority of 44 U.S.C. 2904 and 2906. 

ROUTINE USE-DISCLOSURE TO THE MERIT 
SYSJ;EMS PROTECTION BOARD 

A record from a· system of records maintained by this component 
may be disclosed as a routine use to the Merit Systems Protection 
Board, including the Office of the Special Counsel for the purpose of 
litigation, including administrative proceedings, appeals, special stud­
ies of the civil service and other merit systems, review of OPM or 
component rules and regulations, investigation of alleged or possible 
prohibited personnel practices; including administrative. proceedings 
involving any individual subject of a DoD investigation, and such 
other functions, promulgated in 5 U.S.C 1205 and 1206, or as may be 
authorized by l~w. 

ROUTINE USE-COUNTERINTELLIGENCE 
PURPOSES 

A record from a system of records maintained by this component 
may be disclosed as a routine use outside the DoD qr the U.S. 
Government for the purpose of counterintelligence activities author-
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ized by ~.S. Law or Executive Order or for the purpose of enforcing 
laws whtch protect the national security of the United States. 

JOJCSOOlMILPERS 
· System name: . 

_ OJC:S Medals and Awards Files and Report System; Microfilmed 
Htstoncal A wards. . 

System location: 
· ~ilita~y Person~el· Branch, Personnel Division, Organization of the 
Jomt Chtefs of Staff, Pentagon, Washington, DC 20301. · 

Categories of individuals covered by the system: 
·All ~ilitary officer/enl~ste~ personnel, regular· and reserve, who 

are servtced by the Orgamzatton of the Joint Chiefs of Staff. 
Categories of records in the system: 

. File contains,: but not limited to, recommendations and substantiat­
mg ~?cuments for awarding of the medals and awards; orders au­
thonzmg awards, certificates of eligipility, memoranda for the 

:record, vo~e sheets, st~tus . sheets, board memberships lists, criteria 
and an~lysts, agency_ htstoncal file, . reports, reclama actions, recom­
me1_1dattons f~r fore~gn awards, speCial catego'ry and exception to 
pohcy, bulletms, mtscellaneous correspondence, Decorations and 
A wards Board memoranda, memoranda and records and microfilmed 
historical awards. 

Authority. for maintenance of the system: 
Title 10, United States Code, Chapter 5, Section 141-143, 
Purpose(s): 
This information is used by the Secretary of Decorations and 

Awards Board to retrieve information for· the Maintenance of the 
Awards Program. . 
. Routine uses of records maintained in the. system, including catego-

ries of users and the purposes of such uses: . 
· ·see Office of the Secretary of Defense··(OSD) Blanket Routine 
Uses at the head of this Component's published system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Paper records in file folders. 
Retrievability: 
Filed alphabetically by last name of individual. 
SafeguardS: ' · 

. Building employs security guards. Access to space is limited t~ 
pers~nnel offi~e personnel during nonworking hours via locked door. 
Dunng .workmg hours the space is occupied by personnel office 
personnel at all times. · · 

Retention and disposal: 
Files are permanent. 'rhey ·are microfilmed and retained for histori-

cal purposes. · 
System manager(s) and address: 
Director, Joint Staff, OJCS, Pentagon·,. Washington, DC 20301. 
Notification procedure: 
Information may be obtained from: Secretary, Decorations and 

Awards Board, Organization of the Joint Chiefs of Staff, Pentagon, 
Washington, DC 20301 Telephone: 202-69~~4759. 

Record access procedures:· · 
. J:tequest from individual should be addressed. to: Secretary, Deco­

rations and Award Board, Organization of the Joint Chiefs of Staff, 
Pentagon, Washington, DC 20301. Written requests for information 
should contain· the full name of the individual, current address and 
telephone number. For personal visits, the individual should be able 
to provide some acceptable identification, thatis, at least, his identifi-

. cation card. ·. , ., . 
Contesting record procedures: · 
The Agen~y) rules for access ·to records and for contesting ~on­

tel)ts· and appealing initial 'determinations by the individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc­
tion No. 81. 

Record source categories: 
Source of information is obtained from agencies. which are serv­

iced by the Organization of the Joint Chief of Staff .. 
Exemptions claimed for 'the system: . 
None. 

. ' . 
JOJCS002MILPERS 

System n!)me: 

Military Personnel Files. 
System location: 
Military Personnel Branch, Personnel Division, Directorate of Ad­

ministrative Services, Organization for the Joint Chiefs of Staff, Pen-
tagon, Washington, DC 20301. _ 

Categories of individuals covered by the ~ystem: 
A!l military persoqnel, assigned to, attached to or' on temporary 

duty with the Organization of the Joint Chiefs of Staff. 
Categories of records in the system: 
Files contain personnel information which has been extracted from 

the individual's official Military Personnel File. Files contain infor­
mation pertaining to, but not limited to, name, grade, service number, 
service job title, expected 'date of arrival for duty, with the Organiza­
tion of the Joint Chiefs of Staff, expected date of departure from the 
Organization of the Joint Chiefs of Staff. · 

Authority for maintenance of the system: 
Title JO, United States.Code, Chapter 5, Sectiqn 141-143. 
Ptirpose(s): 
To be· used by Officials of Military Personnel Branch, Directorate 

of Administrative Services, Organization of the Joint Chiefs of Staff 
to perform administrative functions required on individuals prior to 
their assignment to, during their assignment to, and after their assign­
ment to the Organization of the Joint Chiefs of Staff. Uses include, 
but .are not limited to, knowing when an individual will. arrive, what 
agency they will. be assigned to, who they will replace and when an 
individual will depart: . · · 

Routine uses of records maintained in the system, including catego­
ries of users and the pu'rposes of such uses: . 

See Office of the Secretary of Defense (OSD) Blanket Routine 
. Uses at the head of this Component's published system notiCes. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders; paper card files; ringed binders. 
Retrievability: 
Filed alphabetically. by last· name of individual, filed by agency; 

filed by requisition nuinber. · ' · 
Safeguards: 
Building employs -~ecurity guards. Records a~e stored in file cabi­

nets. The room(s) are locked when unattended. 
Retention and disposal: 
Files are retained in active file until individ_ual departs the Organi­

zation of the Joint ~hiefs of Staff. Upon departure, the individual's 
file is placed in the inactive· file. The file is retained for approximate­
ly orie year. 
. System .manager(s) and address: , 

Chief, Mi!itary Personnel Bran.~h Pers<;mnel Division, Director~te, 
. of Administrative Services, Organization of the Joint Chiefs of Staff. 

Notification procedure: . 
Information may be obtained from: Chief, Military ~Personnel 

Branch Personnel Division, Directorate of Administrative ·services, 
Organization of the Joint Chiefs of Staff, Pentagon, Washington1 DC 
20301 Telephone: 202-697-3540. 
~ecord access procedures: 
Request from individual stiould be addressed to: Chief, Military 

Personnel Branch, Organization of the Joint Chiefs of Staff,- the 
P~!!tag~m, Washington, DC 20301. Written requests for information 
should contain full riame of the individual,· current address and tele­
phone number. For personal visits, the in_dividual should be able to 
pro~ide some acceptable identifications . 

Contesting record procedures: 
·The .Agency's rules for access to records and for contesting con­

. tents and appealing initial determinations by 'the individual concerned 
are contained in 32 CFR part 286b. and OSD Administrative Instruc­
tion No. 81. 

Record source categories: 
Source of information is the individual and the individual's Official 

rytilitary ·Personnel Files. .' 
Exemptions claimed for ttie· sys~em': 
None. ·· 

JOJCSOOJSMB 
· · System name: 
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Directorate Administrative Services Management Information 
System (DASMIS). 

System location: 
Staff Management Branch, Directorate of Admi~istrative Services, 

Organization of the Joint Chief of Staff, Pentagon, Washington, DC 
20301. 

Categories of individuals covered by the system: 
All individuals assigned to the OJCS; all persons with access into 

the OJCS restricted areas; personnel with SlOP clearance. 
Categories of records in the system: 
File contains individual's security clearance, personal and office 

address, date or rank, date of birth, assignment and rotation dates, 
service, rank, grade, Social Security Account Number. 

Authority for maintenance of the system: 
Title 10, United States Code, Chapter 5, Section 141-143. 
Purpose(s): . . 
To be used by officials of the Personnel Division in performing all 

administrative functions as appropriate with respect to personnel 
assigned to the OJCS; for monitoring and proc~ssing requests for 
manpower and organizational management services, performing orga­
nizational and manpower reviews for OJCS. Used by the Service 
Division in developing and preparing financial data for the OJCS and 
carrying out associated programming and fiscal functions, assigning 
space and providing equipment, supplies and service support as may 
be required by the OJCS. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See Office of the Secretary of Defense (OSD) Blanket Routine 
Uses at the head of this Component's published system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Disc, magnetic tape backup. 
Retrievability: 
Record ID made up of .billet number, record type and Social 

Security Account Number. 
Safeguards: 
Building employs security guards. Records are maintained in areas 

accessible only to authorized personnel that are properly scr~ened 
and cleared, also access to data requires the proper users-ID ahd 
password. 

Retention and disposal: · 
Personnel records are permanent. All records are maintained in an 

active file. Security-OJCS records are permanen.t. Non-OJCS records 
are deleted upon termination/expiration of badges or passes. 

System manager(s) and address: 
Staff Management Branch, Directorate of Administrative Service, 

Organization of the Joint Chiefs of Staff, Pentagon, Washington, DC 
20301. ·National Military Command System Support Center, Defense 
Communications Agency, Pentagon, Washington, DC 20301. · 

Notification procedure: 
Information may be obtained from: Staff Management Branch, 

Directorate of Administrative Services, OJCS Room IA724, Penta­
gon, Washington, DC 20301 Telephone: 202-695-0475. 

Record access procedures: 
Requests for individuals should be addre~sed to: Staff Management 

Branch, Directorate of Administrative Service, OJCS, Pentagon, 
Washington, DC 20301. Written requests for information should con­
tain the full name, rank and service and agency while assigned to the 
OJCS, plus Social Security Account Number. For personal visits, the 
individual should be able to provide some acceptable identification, 
that is: Driver's license employing office identification card, and give 
some verbal information that could be verified "with his 'case' folder. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing intitial determinations by the individual con­
cerned are contained in 32 CFR part 286b and OSD Administrative 
Instruction No. 81. 

Record source categories: 
Information is obtained from various OJCS, DoD, and Standard 

Forms from the respective Services; from distributed documents 
routed to all personnel effected. 

Exemptions claimed for the system: 
None. 

JOJCS004SECDIV .. 

System name: 
Personnel Security File, Security Division,. DSS. 
System location: 
Personnel Security. Branch, Security Division, Directorate of Ad­

ministrative Services, Organization of the Joint Chiefs of Staff, Pen­
tagon, Washington, DC 20301. 

Categories of individuals covered by the system: 
All personnel assigned to or employed by the OJCS who have 

been granted a security clearance; all individuals who are civilian 
applications or military nominees for duty with OJCS; all persons 
who have been authorized a pass for access to the restricted of. the 
OJCS. 

Categories· of records in the system: 
File contains, individual's records of security clearances granted; 

security briefing and debriefing certificates; pers<:>nal history state- · 
ments' record card file of request for pass or badge; and other related 
security processing papers. 
· Authority for maintenance of the system: 

Title 10, United States Code, Chapter 5, Section 141-143. 
Purpose(s): 
This information is used by Officials and personnel of the OJCS 

Security Division, DSS to perform all administrative functions neces­
sary to determine eligibility of personnel for security clearance pro­
vide processing of all security clearances; processing and producing 
all passes and badges for perso_nnel requiring access to OJCS restrict­
ed areas; devise and implement security policies and provide for the 
security of the OJCS areas. · _ · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See Office of the Secretary of Defense (OSD) Blanket ·Routine 
Uses at the head of this Component's published system notices. 

Policies and practices for storing, retrieving,· acce~sing, retaining, and 
disposing' of records in the system: · 

Storage: 
Paper records in file folders; paper card 'files. 
Retrievability: 
Filed alphabetically by individual's last name. 
Safeguards: 
Building employs security guards. Records are maintained in an 

alarmed vault only to authorized Security Division personnel ·who 
are properly screened, cleared and trained. · 

Retention and disposal: 
Records are maintained in active file until individual . departs the 

OJCS at which time entire file is destroyed; card files are deleted 
upon termination/expiration of pass or badge. 

System manager(s) and address: 
Director of Administrative Services, Organization of the Joint 

Chiefs of Staff. 
Notification procedure: 
Information may be obtained from: Security Division, Directorate 

of Administrative Services, OJCS Room 2E949, The Pentagon, 
Washington, DC 20301 Telephone: 202-695-0866. 

_Record access procedures: 
Request from individual should be addressed to: Chief, Security 

Division, Directorate .of Administrative Services, OJCS, Pentagon, 
Washington, DC 20301. Wiitten requests for information should con-

. tain the full narne, rank, Service, Social Security Account Number of 
the individual, current address, telephone number and agency to 
which assigned in OJCS or if non-OJCS, identify current employer. 
Visits are limited to the Security Division, Directorate of Administra­
tive Services, Organization of the Joint Chiefs of Staff, Pentagon, 
Washington, DC 20301. For personal visits, the requesting individual 
must provide acceptable proof of identity, such as full name, date and 
place. of birth and some additional verbal information that can be 
verified by his 'case' record, as parents' names, recent addresses, etc. 

Contesting record procedures: 
The Agency's rules for access to records· and for contesting con­

tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc­
tion No. 81. 

Record source categories: 
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Personal History Statements and. related security forms from the 
individual being considered for security clearances or passes; clear­
ance verification correspondence; correspondence originating from · 
the Defense Investigative and other Federal agencies. 

Exemptions claimed for the system: 
None. 

JOJCSOOSCRIS 
System name: 

Command Resources Information System (CRIS). 
System .location: 
Intelligence. Center Pacific, Box 38, Camp· H.M. Smith, Hawaii 

96861. 
Categories of individuals covered by the system: 
All DoD and DoD affiliated personnel, military and civilian in­

cluding spouse, working in or assigned to the Intelligence Center 
Pacific (IPAC). 

Categories of 'records in the system: 
Personal information consisting of the individual's name, social 

security number, rank and grade, employment and work history data, 
home phone, address and name of spouse. 

Authority for maintenance of the system: 
National Security Act of 1947, as amended; 5 U.S.C. 301 Depart­

mental Regulations; and 44 U.S.C. 3101 Records Management by 
Federal Agencies. 

Purpose(s): 
This consolidated. automated personnel system consisting of all 

information required to satisfy reporting and recordkeepi'ng require-· 
ments identified in regulations and directives by· the Military ·.Serv­
ices, the JCS civilian support offices and IPAC is used by manage­
ment· personnel of the Consolidated Civilian Personnel (CCPO) and 
various military personnel offices to satisfy reporting requirements. It 
is also used for internal recordkeeping requirements and policies such 
as award nominations,. phone listings, alert/recall rosters, status and 
efficiency reports, training, budgetary and fiscal reports, and to pro­
vide for verification ·and update of previously provided information 
and summary descriptive statistical or analytical management infor­
mation. 

Routine uses of records maintained in· the system, including catego­
ries of users and the purposes of such uses: 

Records from this system of records may be disclosed for any of 
the blanket routine uses· published by the organization of the Joint 
Chiefs of Staff. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Paper records in the file folders; computer floppy· and hard disks in 

secure facility. · 
Retrievability: 
Paper file records retrieved by name. ·Computer records retrieved 

by name, SSN, organizational location, billet number. · 
Safeguards: · 
Paper records are stored in locked horizontal and vertical cabi_nets 

in a limited access area of the IPAC. The computer hardware, d1sks, 
and other materials are secured in locked cabinets and desks in a 
controlled and guarded area. · All records are located in a Secure 
Compartmented Information Facility. (SCIF) and adjacent secure 
work areas. Computer access is via controlled dial in and is password 
controlled. Passwords are changed semiannually or upon the depa~­
ture of any person knowing the password. The automated system IS 
operat~d by IPAC, and only persc;mnel. wit~ an_official !leed to know 
are given' the password and user Identification mformation needed to 
access the computer system. While the file is prim~rily_ indexed by 
social security number (SSN) and name! any combmat1on of fields 
and ~ata can be used to select individu~l records. 

Retention and disposal: 
Paper records are retained until transferred to computer data bases 

and then destroyed. Computer . printouts are destroyed after use as 
working papers. Magnetic disks are retained until they are no longer 
required for reference, then erased. 

System manager(s) and address: . 
Arnold Mabile, Colonel, USAF, Commanding Officer, Intelligence 

Center Pacific, Box 38, Camp H.M .. Smi~h; HI 96861. Telephone 
(808) 477-5203. 

Notification procedure: 
Information may be obtained from the system manager. 

Record access procedure~: 
Requests should be addressed to the system manager. 
Contesting record procedures: 
Information on contesting. record contents and appealing initial 

determinations may be obtained from the system manager. 
Record source categories: 
IPAC records, information from CCPO and military personnel 

offices and. from voluntary submittals by individuals assigned to or 
worki~g in I PAC. · · 

Exemptions claimed for the system: 
None. 

. JS006.CND 
System name: 

USSOUTHCOM Counter Narcotics Database. 
System location: 
U.S. Southern Command Support Center, ATTN: SCJ6-C, 1401 

Wilson Boulevard, .Arlington, VA 22209-2306. 
Categories of individuals covered by the system: 
Persons suspected of inv_olvement in international narco~ics traf­

ficking, as determined· by .federal l.aw enforcement agen9es (e.g., 
Bureau of Alcohol Tobacco and F1rearms; Coast Guard; Customs; 
Orug Enforcement' Administration; J:?efe~se; Fed~ral ~ viation Ad­
ministration· Federal Bureau of Investigation; Imm1grat10n and Natu­
ralization S~rvice; Internal Revenue Service; Justice; Secret Service; 
State· U.S." Marshals· and, El Paso Intelligence Center (EPIC), a 
multi~agency tactical' intelligence processing and ·analysis facility.) 

Categories of records in the. system: 
· Information consisting of name, Social Security Number 9f a~pli­

cable), date of birth, current or previous address, any other Identifier 
information, and investigative information supporting known or sus­
pected narcotics trafficking activity. 

Authority for maintenance of the system: 
FY 1989 National Defense Authorization Act, Public Law 100-

456· National Drug Control Strategy, January l, 1990; Secretary of 
Defense Letter, January 6, 1989, SUBJECT: Policy Guidelines for 
Implementation of FY 1989 Congressionally Mandated DoD Coun-
terdrug Responsibilities; and, Executive Order 9397. . · 

Purpose(s): ·· 
To establish a counter narcotics computer database to support 

DoD Components and Federal law enforcement agencies in id~ntify­
ing and apprehending persons involved in international traffickm~ of 
illegal drugs: . 

To carry out ·the DoD mission of. detection and countenng of the 
production, trafficking, and use of ille_gal drugs. . . . . 

The Federal agencies identified w1ll exchange mvest1gat1ve mfc::>r­
mation contained in this databas~ to carry out the counter narcotics 
mission. 

Routin~ uses· of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To law enforcement components of the Drug Enforcement 
Agency; Bureau of Alc9h9l, Tobacco, and Firearms; ~ederal Bureau 
of Investigation; Customs Service; U.S. Secret Serv1ce; and, U.S. 
Marshals, for investigation and apprehension of drug t~affickers, 
smugglers, or others aiding activities of the illegal narcotics trade. 

To law enforcement and drug interdiction task force units of the 
Coast Guard· Federal Aviation Administration; Immigration and 
Naturalizatio~ Service· Internal· Revenue Service; and Department of 
Transportation for in~estigation of suspected narcotics trafficking 
activities. . 

To the El Paso Intelligence Center for processing and analysis of 
suspected trafficking activities. · 

The "Blanket Routine Uses" ·published at. the beginning of th.e 
Joint Staff compilation of record system notices also apply to th1s 

· record system. · · · 
PoliCies and praCtices for storing, retl_"ieving, accessing, retaining, and 

disposing of records in the .system: · 
Storage: 
All.files are stored on computer magnetic tapes or disks in a secure 

computer facility. 
Retrievability: 
Computer files ~re retrieved by name or Social Security Number 

or any other identifying information. 
Safeguards: 
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Access to the computer by authorized personnel is controJied by a 
login and password control system. In addition, all terminals capable 
·of accessing the system are located in secure areas. 

Retention and disposal: . 
Tapes and disks constituting the main data file are. retained for ten 

years, after which they are erased and overwritten, or destroyed. 
System manager(s) and address: 
Director, U.S. Southern Command Support Center, ATTN: SCJ6-

C, 1401 Wilson Boulevard, Arlington, VA 22209-2306. Telephone 
(703) 522-6942. . 

Notification procedure: 
Individuals seeking to determine whether this system of records 

may contain information about themselves should address written 
inquiries to the Director, U.S. Southern Command Support Center, 
ATTN: SCJ6-C, 1401 Wilson Boulevard, Arlington, VA 22209-2306. 

Record access procedures: 
Indiyiduals seeking access to records about themselves contained in 

this system of records should address written inquiries to the Direc­
tor, U.S. Southern Command Support Center, ATTN: SCJ6-C, 1401 
Wilson Boulevard, Arlington, VA 22209-2306. 

Contesting record procedures: 
The Office of the Joint Staff rules for accessing records and for 

contesting contents and ap'pealing initial agency determinations are 
published in OSD Administrative Instruction· No. 81, "OSD Privacy 
Program"; 32 CFR part 286b; _or may be obtained from the system 
manager. " 

Recm:d source categories: 
Bureau of Alcohol, Tobacco and Firearms; Coast Guard; Customs; 

Drug Enforcement Administration; Defense; Federal Aviation Ad­
ministration; Federal Bureau of Investigation; Immigration and Natu­
ralization Service; Internal Revenue Service; Justice; Secret Service; 
State; U.S. Marshals; and, El Paso Intelligence Center (EPIC). 

Exemptions claimed for the system: 
Parts of this system may be exempt under 5 U.S.C. 552a(j)(2) as 

applicable. Intelligence and investigation portions of this system may 
be partially or totally subject to the general exemption. 

An exemption rule for this record system has been promulgated 
according to the requirements of 5 U.S.C. 553 (b) (1), (2), and (3), (c) 
and (e) and published in 32 CFR 286b.7. For additional information 
contact the system manager. 
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DEFENSE COMMUNICATIONS AGENCY 
How To Use the Index (iuide 
. . 

To, assist the reader in locating and reviewing the particular record 
system of interest, the various agency offices and the prefix letter 
symbols represented as part of the record system identification for 
that office are set forth below. 

System Identification Series 

General Counsel 
KCIV 

Subject Series 

Defense Communications Engineering Center 
KDCE 

Defense Commercial Communications Office 
KDEC 

Defense Communications Agency Europe 
KEUR . · 

Equal Employment Opportunity DCA 
KMIN 

National Communications System 
KNCS 

Defense Communications Agency Pacific 
KPAC 

White House Communications Agency 
KWHC 

Confidential Statement of Employment and 
Financial Interest 

KI05.01 
Investigation of Complaint of Discrimination 

K107.1 
Travel Orders Records System 

K232.01 , 
Injury Record File 

K232.02 
Security 

K240. 
Mishap Report 

K317.01 
Claims Files 

K660.01 
Civilian Personnel 

K700. 
Freedom of Information Act Files 

K890.01 
Awards Case History File (Military) 

K890.03 
Military Personnel Management/ Assignment Files 

K890.04 
Overseas Rotation Program Files 

K890.05 
Card File for Forwarding Mail of Departed 
Personnel 

K890.06 
Education, Training, and Career Development 
Data System 

K890.07 

REQUESTING RECORDS 
Records are retrieved by name or by some other personal identifi­

er. It is therefore especially important for expeditious service when 
requesting a record that particular attention be provided to the Noti­
fication and/or Access Procedures of the particular record system 
involved so as to furnish the required personal identifiers, or any 
other pertinent personal information as may be required to locate and 
retrieve the record. 

BLANKET ROUTINE USES 
Certain· blanket 'routine uses' of the records have been established 

that are applicable to every record system maintained within the 
Department of Defense unless specifically stated otherwise within a 
particular record system. These additional blanket routine uses of the 
records are published below only once in the interest of simplicity, 
economy and to avoid redundancy before the individual record 
system notices begin rather than repeating them in every individual 
record system. 

ROUTINE USE-LAW ENFORCEMENT 
In the eve~t that a system of records maintained by this compo­

nent to carry out its· functions indicates a violation or . potential 
violation of law, whether civil, criminal or regulatory in nature, and 
whether arising by general statute or by regulation, rule or order 
issued pursuant thereto,: the ·relevant records in the system of records 
may be referred, as a routine use, to.the appropriate agency, whether 
Federal, state, local, or foreign, charged with the responsibility of 
investigating or_ ·prosecuting such violation or charged with enforcing 
or implementing the statute, rule, regulation or order issued pursuant 
thereto. 

ROUTINE USE-DISCLOSURE WHEN 
'REQUESTING INFORMATION 

·,A re~ord from a system of records maintained by this component 
may be disclosed as a routine use to a Federal, state, or local agency 
maintaining civil, criminal, or other relevant enforcement information 
or other. pertinent information, such as current licenses, if necessary 
to obtain information relevant to ·a component decision concerning 
the hiring or retention pf an. eQlployee, the issuance of a· security 
~Iearance, the letting of a contract, or the issuance of a license; grant 
or other benefit. 

ROUTINE USE-DISCLOSURE OF REQUESTED 
INFORMATION 

A record from a system of records maintained by this component 
may be disclosed to a Federal agency, in response to its request, in 
connection with the hiring or retention of an employee, the issuance 
of a security clearance, the reporting of an investigation of an em­
ployee, the letting of a contract, or the issuance of a license, grant or 
other benefit by the requesting agency, to the extent that the infor­
mation is relevant and necessary to the requesting agency's decision 
on the matter. 

ROUTINE USE-CONGRESSIONAL INQUIRIES 
Disclosure from a system of records maintained by this component 

may be made to a Congressional office from the record of an individ­
ual in response to an inquiry from· the Congressional office made at 
the request of that individual. 

ROUTINE USE-PRIVATE RELIEF LEGISLATION 
Relevant information contained in all systems of records of the 

Department of Defense published on or before August 22, 1975, may 
be disclosed to the Office of Management and Budget in connection 
with the review of private relief legislation as set forth in OMB 
Circular A-19 at any stage of the legislative coordination and clear­
ance process as set forth in that Circular. 

ROUTINE USE-DISCLOSURES REQUIRED BY 
INTERNATIONAL AGREEMENTS 

A record from a system of records maintained by this component 
may be disclosed to foreign law enforcement, security, investigatory, ·· 
or administrative authorities in order to comply with requirements 
imposed by, or to claim rights conferred in, international agreements 
and arrangements including those regulating the stationing and status 
in foreign countries of Department of Defense military and civilian 
personnel. 

ROUTINE USE-DISCLOSURE TO STATE AND 
LOCAL TAXING AUTHORITIES 

Any information normally contained in IRS Form W-2 which is 
maintained in a record from a system of records maintained by this 
component may be disclosed to state and local taxing authorities with 
which the Secretary of the Treasury has entered into agreements 
pursuant to Title 5, U.S. Code, Sections 5516, 5517, 5520, and only to 
those state and local taxing authorities for which an employee or 
military member is or was subject to tax regardless of whether tax is 
or was withheld. This routine use is in accordance with Treasury 
Fiscal Requirements Manual Bulletin Nr. 76-07. 

ROUTINE USE - DISCLOSURE TO THE OFFICE 
OF PERSONNEL MANAGEMENT 

A record from a system of records subject to the Privacy Act and 
maintained by this component may be disclosed to the Office of 
Personnel Management concerning information on pay and leave, 
benefits, retirement deductions, and any other information necessary 
for the Office of Personnel Management to carry out its legally 
authorized Government-wide personnel management functions and 
studies. · 
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·ROUTINE USE-DISCLOSURE TO THE 
DEPARTMENT OF JUSTICE FOR LITIGATION 
A record from a system of records maintained by this component 

may be discl?sed as a routine use to any component of the Depart­
ment of Justtce for the purpose of representing the Department of 
Defense, or any officer, employee or member of the Department in 
pending or potential litigation to which the record is pertinent. 

ROUTINE USE-DISCLOSURE TO MILITARY 
. BANKING FACILITIES OVERSEAS 

Inforf!lation as .t? current ~ilitar~ .a.ddresses and assignments· may. 
~e provtded to mthtary bank.mg facthttes who provide banking serv­
tces overseas and who are retmbursed by the Government for certain 
ch~cking and loan losses. For personnel separated, discharged, or 
rettred from the Armed Forces, information as to last known residen­
tial ?r ho~e. of record ~ddre~s may be provided to the military 
bankmg facthty upon certtficatton by a banking facility officer that 
!he. f~cility has a ~et~r~ed or dishonored check negotiated by the 
mdtvtdual or the mdtvtdual has defaulted on a loan and that if 
restitution is not made by the individual, the U.S. Government will 
be liable for the losses the facility may incur. 

ROUTINE USE-DISCLOSURE OF INFORMATION 
TO THE GENERAL SERVICES ADMINISTRATION 

(GSA) 
A reco~d. from a system .of records maintained by this component 

may be dtsclosed as a routme use to the General Services Adminis­
tration (GSA) for the purpose of records management inspections 
conducted under authority of 44 U.S.C .. 2904 and 2906. 

ROUTINE USE-DISCLOSURE OF INFORMATION 
TO THE NATIONAL ARCHIVES AND RECORDS 

ADMINISTRATION (NARA) 
A record from a· system ·of records maintained by. this component 

may be disclosed as a routine use to the National Archives and 
Recor~s Adn:tinistration (NARA) for the· purpose of records manage­
ment mspecttons conducted under authority of 44 U.S.C. 2904 and 
2906 .. 

ROUTINE. USE-DISCLOSURE TO THE MERIT 
SYSTEMS PROTECTION BOARD 

A record from a system of records. maintained by this component 
may be disclosed as a routine use to the· Merit Systems Protection 
~<?ard.' inc~uding. the Of~c~ of t.he Special Counsel for the purpose of 
httgatton, mcludmg admmtstrattve proceedings, appeals, special stud­
ies of the civil service and other merit systems, review of OPM ·or 
component rules and regulations, investigation of alleged or possible 
prohibited personnel ·practices; including administrative proceedings 
involving any individual subject of a DoD investigation,. and such 
other functions, promulgated in 5 U.S.C 1205 and 1206, or as may be 
authorized by law. · 

ROUTINE USE-COUNTERINTELLIGENCE 
PURPOSES. 

A record from a system of records maintained by this component 
may be disclosed as a routine use outside the DoD or the U.S. 
Government for the purpose of counterintelligence activities author­
ized by U.S. Law or Executive Order or for the purpose of enforcing 
laws which protect the national security of the United States. 

KCIV.Ol 
System name: 

Records Relating to DCA Transactions under the Privacy Act of 
1974. 

System location: 
Each office of the Defense Communications Agency (DCA) 

worldwide which is required to submit information it maintains for 
each system of records maintained under the provisions of the Priva­
cy Act of 1974 and records of information released or withheld 
under the Act. 

Categories of individuals covered by .. the system: 
. All military and· civilian personnel currently assigned to or em­
ployed by DCA. Also limited historical records on personnel previ­
ously assigned or employed by DCA. 

Categories of records in the system: 
All types of records which relate to release or withholding of data 

relating to the rights of the privacy of an individual. 
Authority for maintenance of the system: 

Pub. L. 93-579, 'The Privacy Act of 1974' 

Purpose(s): 
Used by the Civilian Assistant to the Chief of Staff, Headquarters, 

DCA for periodic reporting under provisions of the Act. 
Used by the Comptroller, Headquarters, DCA for budgeting and 

manpower allocation within the Agency. 
Used by the Counsel, Headquarters, DCA in preparing for possible 

litigation. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
See 'BLANKET ROUTINE-USES' set forth at the beginning of 

DCA 's listing of records. 
. Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Records kept in file cabinets or safes. 

Retrievability: 
By name or SSAN. 
Safeguards: 
Records are maintained in areas accessible only to authorized per-

sonnel. · 
Retention and disposal: 
Retained for at least 5 years, then destroyed. 
System manager(s) and address: 
Civilian Assistant to the Chief of Staff, Code 104, Headquarters, 

DCA . 

Notificat~on procedure: 
Requests from individuals should be addressed to the Civilian 

Assistant to the Chief of Staff, Code 104, Headquarters, DCA. The 
full name and organizational assignment, of the requesting individual 
will be required to determine if the system contains a record about 
him or her. The requester may visit the Office of the Civilian Assist­
ant to the Chief of Staff, DCA, Code 104, to obtain information on 
whether the system contains records pertaining to him or her. As 
proof of identity the requester should present either a current DCA 
identification badge or a driver's license. 

Record access procedures: 
Contact the Civilian Assistant to the Chief of Staff for assistance. 

The mailing address is listed. in the organizational directory of ttie 
DCA published in the Federal Register and should be referenced by 
the requester. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Accountings submitted by those DCA officials who are SYSMAN­

AGERS of Record Systems reportable under the Privacy Act of 
1974. 

Exemptions claimed for the system: 
None. 

KDCE.Ol 
System name: 

Visit Notification/Clearance Verification Records NR501-ll. 
System location: 

. Security Branch, Room I A06, Defense Communications Engineer­
mg Center (DCEC), Code R 121. 

Categories of individuals covered by the system: 
Same plus industrial contractors requiring admittance to the facility 

on official business. · 
Categories of records in the system: 
Form listir:tg the name, date and place of birth, SSAN; clearance 

status, and basis for that clearance. 
Authority for maintenance of the system: 
Executive Order 10450, as 11mended. 
Purpose(s): 
To identify official visitors to defense installations and organiza­

tions responsible for work on ·Defense Department contracts and 
verify the level of classification to which each is .authorized access. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 
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See 'BLANKET ROUTINE USES' set forth at 'the beginning of 
DCA's listing of records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Destroyed one year after revocation of permit to enter premises. 
Storage: 
File 'folders. 
Retrievability: 
By folder identified by contractor or individual's name. 
Safeguards: 
Building security guards. Records maintained in area accessible 

only to authorized personnel who are appropriately cleared and 
trained. 

Retention and disposal: 
Records not permanent. Retained one year after revocation then 

destroyed. 
System manager(s) and address: 
Chief, security Branch, Defense Communications Engineering 

Center (DCEC), 1860 Wiehle Avenue, Reston, Virginia 22090. 
Notification procedure: 
Requests from individuals should be addressed to Chief, Security 

Branch, Defense Communications Engineering Center (DCEC), 1860 
Wiehle A venue, Reston, Virginia 22090. The full name of the re­
questing individual will be required to qetermine if the system con­
tains a record about him or her. The requester may visit the Security 
Branch, Defense Communications Engineering Center (DCEC) 1860 
Wiehle A venue, Reston, Virginia 22090, to obtain information on 
whether the system contains records pertaining to him or her. As 
proof of identity the requester must present a current DCA identifi­
cation badge or drivers's license. 

Record access procedures: 
Contact the Chief, Secl,lrity Branch, Defense Communications En­

gineering Center (DCEC), · 1860 Wiehle A venue, Reston, Virginia 
22090. The official mailing addresses are in the. Department of De­
fense Directory in the appendix to the Defense Communications 
Agency's systems notice and should be referenced by the requester. 

Contesting record procedures: · · · . · 
The Agency's rules for access to records and for contesting con­

. tents and appealing initial determination by the individual concerned 
may be ·obtained from the SYSMANAGER. · 

Record source categories: 
~ilitary and Civilian Personnel whose names appear on the form. 
Exemptions claimed for the system: 
None. 

KDCE.02 
System name: 

Parking Permit ControlFiles 501-07. 
System location: 
Security Branch, Defense Communications Engineering Center 

(DCEC)) Code R121 
Categories of individuals· covered by the system: 
Military and Civilian personnel employed by the Defense Commu­

nications Engineering Center (DCEC) and Command and Control 
Technical Center (CCTC). 

Categories of records in the system: 
Owner's name and vehicle identification data and parking number 

assigned. · 
Authority for maintenance of the system: 
Federal Property. Management Regulations, Temporary Regulation 

D-47, dated May 22, 1974, issued by the General Services Adminis­
tration (GSA). 

Purpose(s): . 
To assign specific parking spaces to personnel so authorized; and 

to identify parked vehicles when circ;umstanc~s so dictate. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
See 'BLANKET ROUTINE USES' set forth at the. beginning of 

· DCA's listing of records. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Destroyed upon departure of individual from employment with 

Defense Communications Engineering Center (DCEC) or Command 

and Control Technical Center (CCTC) or when no longer authorized 
to park. · 

Storage: 
File folders. 
Retrievability: 
By parking number. 
Safeguards: 
Building security guards, records maintained in area accessible 

only to authorized personnel who are appropriately cleared and 
trained. 

Retention and disposal: 
Records are not permanent. Retained while individual is author­

ized reserved parking, then destroyed. 
System manager(s) arid address: 

. Chief,. Security Branch, Defense Communications Engineering 
Center (DCEC), 1860 Wiehle A ve~ue, Reston, Virginia 22090. 

Notification procedure: · 
Requests from individuals should be addressed to Chief, Security 

Branch, Defense CommuniCations Engineering Center (DCEC), 1860 
Wiehle A venue, Reston, Virginia 2209Q. The full name of the re­
questing individual will be required to determine if the system con­
tains a record about him or her. The requester may visit the Security 
Branch, Defense Communications Engineering Center (DCEC), 1860 
Wiehle Avenue, Reston, Virginia 22090_ to obtain information on 
whether the system contains records pertaining to him or her. As 
proof of identity the requester must present a current DCA identifi­
cation badge or a driver's license. 

Record access procedures: · . 
Contact the Chief, Security Branch, Defense Coqtmunications En­

gineering Center (DCEC), 1860 Wiehle. Avenue, Reston, ·virginia 
22090. The official mailing addresses are in the Department of De­
fense Directory. in .the appendix to the . Oefense Communications 
Agency's systems notice and should be referenced by the requester. 

Contesting record procedures: 
The Agency's rules for ac~ess to records' and· for· contesting con­

tents and appealing initial determination by the individual concerned 
may be obtained fr()m the SYSMANAGER. · 

Record source categories: 
Military and Civilian personnel whose names appear on the form . 
Exemptions claimed for the system: 
None.· 

KDCE.03 
System name: 

DA Form 727 Classified Container Information File 503-02. 
System location: , 
Security Branch, Room 1A06, Defense Communications Engineer­

ing Center (DCEC), Code R 121. 
Categories of individuals covered _by the system: 
Classified container information listing the name, address, and tele­

phone number of each person authorized access to· the container. 
Categories of records in the system: 
This form records the name, grade, address, and home telephone 

numbers of the above individuals. 
Authority for maintenance of the system: 
Executive Order 10450, as amended; Executive Order 12356. 
Purpose(s): 
To identify, locate, and· contact each person authorized access 

when the need arises. 
Routine uses of records maintained in the system, including catego­

ries Of users and the purposes of such uses: 
See 'BLANKET ROUTINE USE.S'. set forth at the beginning of 

DCA's listing of records. . · · 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: . . · 
Destroy when obsolete, i.e., when p~rson, departs, when combina-

tion changed, or when container no longer .used. 
Storage: 
File folders. 
Retrievability: 
By capital property. number. 
Safeguards: 
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Building security guards, records maintained in area accessible 
only to authorized personnel who are 'appropriately cleared and 
trained. 

Retention and disposal: 
After becoming obsolete, file is destroyed. 
System .manager(s) and address: 
Chief, Security Branch, Defense Communications Engineering 

Center (DCEC), 1860 Wiehle AvenQe, Reston, Virginia 22090. 
Notification procedure: 
Requests from individuals should be addressed to Chief, Security 

Branch, Defense Communications Engineering Center (DCEC), 1860 
Wiehle A venue, Reston, Virginia 22090. The full name of the re­
questing individual will be required to determine !f the system con­
tains a record about him or her. The requester may visit the Security 
Branch, Def~nse Communications Engineering Center (DCEC), 1860 
Wiehle A venue, Reston, Virginia 22090, to obtain information on 
whether the system contains records pertaining to him or her. As 
proof of identity the requester must present a current DCA identifi­
cation badge or a driver's license. 

Record access procedures: 
Contact the Chief, Security Branch, Defense Communications En­

gineering Center (DCEC), 1860 Wiehle Avenue, Reston, Virginia 
22090. The official mailing addresses are· in the Department of De­
fense Directory in the appendix to the Defense Communications 
Agency's systems noti9e. and should be referenced by the requester. 

Contesting record procedures: 
The. Agency's rules for access to records and for contesting con­

tents and appealing initial determination by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Military and Civilian Personnel whose names appear on the form. 
Exemptions claimed for the system: 
None. 

. 'KDEC.Ol 
System name: 

Authorization to Sign for Classified Material List. 
System location: 
Administrative Division, Code D200, Defense Commercial Com­

munications Office (DECCO), Scott Air. Force Base, Illinois 
Categories of individuals covered by the system:· 
Records Systems contains the names of DECCO personnel who 

are authorized to receive classified material from the Commander 375 
Air B~se Group, Scott Air Force Base, Illinois. 

Categories of records in the system: · 
Records consist of retained copy of letter containing names and 

specimen signatures of DECCO personnel who are authorized to 
pick up classified material from the 375 Air Base Group, Scott Air 
Force Base, Illinois. 

Authority for ·maintenance of the system: 
Executive Order 10450, as amended 
Purpose(s): 
Used by the Chief, Administrative Division, Cdoe D210, DECCO 

to determine which DECCO personnel are authorized to pick up 
classified mail from the 375 Air Base Group. 

Used by the Commander, 375 Air Base Group to verify that 
DECCO personnel who appear at the uni~ to pick up classifi_ed mail 
are authorized to do so. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA 's listing of records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Records are file~ in a folder which is kept in a safe. 
Retrievability: 
Information is retrieved by name. 
Safeguards: . 
Records are maintained in a safe in an area which is accessible 

only to authorized personnel who are properly screened, cleared, and 
their duties require them to be in the area where the records are 
kept. 

Retention and disposal: 

Records are not permanent. List is updated as personnel changes 
occur. The superseded list is then destroyed. · · 

System manager(s) and address: · 
Chief, Administrative Division, DECCO. 
Notification procedure: 
Requests from individuals should be addressed to Chief, Adminis­

trative Division, Code D200, DECCO, Scott Air Force Base, Illinois. 
The full name of the requesting individual will be required to deter­
mine if the system contains a record about him or her. As proof of 
identity, the requester must present a current DCA identification 
badge or driver's license. 

Record access procedures: 
Contact the Chief, Administrative Division,. Code 0200, DECCO, 

Scott Air Force Base, Illinois, for assistance. The mailing address is 
listed in the organizational directory of the Defense Communications 
Agency published in the Federal Register and should b~ referenced 
by the requester. 

Contesting record procedures: 
The Activity's rules for access and for contesting contents and 

appealing initial· determinations by the individual· concerned may be 
obtained from the SYSMANAGER. 

Record source categories: 
Names of the individuals in the system are furnished by the Chief, 

Administrative Division, DECCO. 
Exemptions claimed for the system: 
None. 

KDEC.03 
System name: 

Classified Material Receipt Authorization List. 
System location: 
Administrative Division, Code· D200, Defense Commercial Com­

munications Office (DECCO), Scott Ai_r Force Base, Illinois .. 
Categories of individuals covered by the system: 
Records system contains names of DECCO personnel who are 

authorized to receive classified material upon delivery by mail room 
personne,l. · · · 

Categories of records in the system: 
Records consist of name, social security number, and grade of 

·individuals authorized to receipt for classified documents. 
Authority for maintenance of the. system: 
Executive Order 10450, as amended 
Purpose(s): 
Chief, Administrative Division uses the list as a tracer to determine 

individuals who receive classified material. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
See 'BLANKET ROUTINE USES' set forth at the beginning of 

DCA's listing of records. , 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Records are stored in a locked safe. 
Retrievability: 
Records are retrieved by name_. 
Safeguards: 
Records are maintained in a safe in an area which is accessible 

only to authorized personnel who are properly screened, cleared, and 
their duties require them to be in the area where the records are 
kept.. 

Retention and disposal:. 
Records are not p·ermanent. List is updated as personnel changes 

occur. Superseded Iisfis then destroyed. 
System manager(s) and address: 
Chief, Administrative Division, DECCO. 
Notification proce,dure: 
Requests from individuals should be addressed to Chief, Adminis­

trative Division, Code D200, DECCO. The full name of the request­
ing individual will be required to determine if the system contains a 
record about him or her. As proof of identity, the requester must 
present a current DCA identification badge or driver's license. 

Record access procedures: 
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Cont~ct the Chief, Administrative Division, Code D200, DECCO, 
f<;~r aSSIStance. The mailin'g address is listed in the organizational 
dtrectory of the Defense Communications Agency published in the 
Federal Register and should be referenced by the requester., 

Contesting record procedures: 
The activity's rules for access to records .and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. · · · 

Record source categories: -
Names. of individuals in the system are furnished by the Chief, 

Administrative Division, DECCO. 
Exemptions claimed for the system: 
None. 

KPEC.~ 
System name: 

Authority to Review/Sign for Classified Messages at 1918 Com-· 
munications Center. 

System location: 
Administrative Division, Code D210, Defense· Commercial Com­

munications Office (DECCO), Scott Air Force Base, Illinois. 
Categories of individuals covered by the system: 
Records system contains the names <;>f DECCO perspnnel who are 

authorized to review, sign for, and pick up classified messages in the 
Communications Center Squadron. 

Categories of records in the system: 
Records consist of a copy of a letter addressed to the Commander,. 

1918 Communications Squadron to show specimen signatures of 
DECCO personnel who are authorized to review, sign for, and pick 
up classified messages at that unit. : 

Authority for maintenance of the system: 
Executive Ord~r 104~0, as all).end'ed 
Purpose(s): 
Used by Chief, Administrative Division, DECCO to determine 

which mail room personnel are authorized to. review, sign for, and 
pick up classified messages. . · 

Used by Commander, 1918 Communications Squadron to verify. 
that specific DECCO personnel \Vh<? came to the Co~Jlmunications 
Center to pick up classified messages are authorized to do so. 

Routine uses of records maintained in. the system, including catego­
ries of users and the purposes of such uses: 

See 'BLANKET ROUTINE USES' set forth at the beginning. of 
DCA's listing of records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Records are filed in a file folder which is kept in a safe. 
Retrievability: 
Infofination is retrieved by mime of individual.· 
Safeguards: · 
Records are ·maintained in a safe in an area which is accessible 

only to authorized personnel who are properly screened, cleared, and 
their duties require them to be in the area where the records are 
kept. 

Retention and disposal: 
Records are not permanent. List is updated.as required. The super-

seded list is then destroyed. 
System manager(s) and address: 
Chief, Administrative Division, DECCO. 
Notification·procedure: ., . 
Requests from individuals should be addressed to Chief, Adminis­

trative Division, Code D2l0, DECCO. The full name of the request­
ing individual will be required to determine if the system contains a 
record about him or her. As. proof of identity, the requester must 
present a current DCA identification badge or driver's license. 

Record access procedures: 
Contact the Chief, Administrative Division, Code D210, DECCO, 

for assistance. The mailing address is listed in the organizational 
directory of the Defense Communications Agency published in the 
FEDERAL REGISTER and should be referenced by the requester.· 

Contesting record procedures: 
The Actiyi.iy's. rules for access to records and for contesting con­

tents and appealing initial determinations by 'the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: • 
Names of the individuals in the system are furnished by the Chief, 

Administrative Division, DECCO. 
E~emptions claimed for the sys~em: 
None. · 

KDEC.OS 
System name: 

Access Listing to Classified Material (NATO). 
System location: 
Administrative Division, Code D200, Defense Commercial Com­

munications Office (DECCO), Scott Air Force Base, Illinois. 
Categories of individuals c9vered by the system: 
Records system contains . the names and specimen signatures of 

DECCO personnel who are authorized access to NATO documents. 
Categories of records in the system: 
Records consist of copy .of Jette~ sent to Code. 240, He~dquarters, 

A. Letter contains names and specimen signatures of DECCO per.:. 
sonnel who are NATO control officers and alternates: · 

Authority for maintenance of the system: 
Executive Order 11652 · 
Purpose(s): 
Used by the Chief, Administrative Division to determine personnel 

who are authorized access to NATO documents. 
Routine uses of records maintained in the system, including catego-

ries of users and the purposes of such uses: · 
See 'BLANKET ROUTINE ·uSES' set forth at the beginning of 

DCA's listing of records. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Records are filed in a folder which is kept in a safe. 
Retrievability: 
Information is retrieved· by name .. 
Safeguards: 
Records are maintained in a restricted area which· is accessible 

only to authorized personnel who are properly screened, cleared, and 
their duties require them to be· in the area where the records are 
kept. ,-

Retention· and disposal: 
Records are not permanent. They are updated ·when changes in 

personnel occur, and the superseded lisJ is d~stroyed. 
System manager(s) and address: 
Chief, Administrative Divi~ion, DECCO. 
Notification procedure: 
Requests from individuals should be addressed to Chief, Adminis­

trative Division, Code D200, DECCO, Scott Air Force Base, Illinois. 
The full name of the requesting individual will be required to deter­
mine if the system contains a record about him or her. As· proof of 
identity, the requester must present· a current DCA identification 
badge or driver's license. 

Record access procedures: 
Contact the Chief, Administrative Division, Code D200, DECCO, 

Scott Air Force Base, 111inois, for assistance. The mailing address is 
listed in the organizational directory of the Defense Communications 
Agency published in the Federal Register and should be referenced 
by the requester. 

Contesting record procedures: 
The Activity's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. ' 

Record source categories: 
Names of individuals are furnished by the Chief, Administrative 

Division, DECCO. 
Exemptions claimed for the system: 
None. 

System name: 
Nominations/Enrollments for Training Courses. 
System location: 
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Administrative Division, Defense Commercial Communications 
Office (DECCO), Code D220, Scott Air Force Base, Illinois. 

Catego~ies of individuals covered by the system: 
Records required .on military and civilian members who enroll in 

government training courses. 
Categories of records in the system: 
Record indicates personnel data and is not revealed ·to anyone 

other than individuals involved in obtaining or allocating classroom 
spaces. 

Authority for maintenance of the system: 
5 U.S. Code, Chapter 41 and Executive Order 11348 
Purpose(s): 
Records are used by Chief, Administrative Division to enroll stu­

dents who have been selected by operating officials to attend govern­
ment training courses. Information includes name, social security 
number, office phone, home phone, home address, job title, grade, 
emergency phone, and emergency address, and name of individual to 
contact in case of emergency. 

Routine uses of records maintained. in the system, including catego­
ries of users and the purposes of such uses: . 

See 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA's listing of records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Records are kept in a locked file cabinet. 
Retrievability: 
Records are retrieved by name of irai~ee. 
Safeguards: 
Records are maintained in area which is accessible only to author­

ized personnel who are prqperly screened, and their duties require 
. them to be in the area where the records are kept. 

Retention and disposal: 
Records are retained five years, then destroyed. 
System manager(s) and address: 
Chief, Administrative Division, DECCO, Code D210, Scott Air 

Force Base, Illinois. 
Notification procedure: 
Requests from individuals should be addressed to Chief, Adminis­

trative Division, DECCO, Code D220, Scott Air Force Base, Illinois. 
The full name of the requesting inqividual will be required to deter­
mine if the system contains a record about him or her. As proof of 
identity, the requester must present a current DCA identification 
badge or driver's license. 

Record access procedures: 
Contact the Chief, Administrative Division, DECCO, Code D220, 

Scott Air Force Base, Illinois, for assistance. The mailing address is 
listed in the organizational directory of the Defense Communications 
Agency published in the Federal Register and should be referenced 

. by the requester. 
Contesting record procedures: 
DECCO's rules for access to records and for contesting their 

content and appealing initial determination by the individuals con­
cerned are set forth in the Rules and Regulations Section of the 
Federal Personnel Manual. 

Record source categories: 
Information provided by individuals. 
Exemptions claimed for the system: 
None. 

System name: 
601-11 Duty Rosters. 
System location: 

KDEC.07 

. Administrative Division, Defense Commercial Communications 
Office (DECCO), Code D210, Scott Air Force Base, Illinois 

Categories of individuals covered by the system: 
On a rotation basis all military and civilian Division Chiefs are on 

call after duty hours to take action on messages receiv.ed at the 1918 
Communications Center. 

Categories of records in the system: 
Records contain names and telephone numb~rs of DECCO person­

nel on call for duty after regular work hours. 

Authority for maintenance of the system: 
10 usc 133(b) 
Purpose(s): 
Listing is used to provide names and home telephone numbers of 

individuals who may be called after duty hours. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
See 'BLANKET ROUTINE USES' set forth at the beginning of 

DCA 's listing of records. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Rosters are locked in a file cabinet. 
Retrievability: 
Records are retrieved by name of designated individuals. 
Safeguards: 
Records are stored in a locked file cabinet. 
Retention and disposal: 
Records are retained two years then destroyed. 
System manager(s) and address: 
Chief, Administrative Division, Code D210, DECCO, Scott Air 

Force Base, Illinois. 
Notificat~on procedure: 
Records from individuals should be addressed to Chief; Adminis­

trative Division, Code D210, DECCO, Scott Air Force Base, Illinois: 
The full name of the requesting individual will be required to deter­
mine if the system contains a record about him or her. The requester 
may visit the Chief, Administrative Division, Code D210, DECCO, 
Scott Air Force Base, Illinois, to obtain information on whether the 
system contains records pertaining to him or her. As proof of identi­
ty the requester must present a current DCA identification badge or 
a driver's license. · 

Record access procedures: 
Contact the Chief, Administrative Division, Code 0210, DECCO, 

Scott Air Force Base, Illinois. The official mailing addresses are in 
the Department of Defense Directory in the appendix to the Defense 
Communications Agency's systems notice and should be referenced 
by the requester. 

Contesting record procedures: 
DECCO's rules for access to records will be determined by the 

Legal Counsel on a case by case basis. 
Record source categories: 
Obtained from personnel records retained in D210/D220. 
Exemptions claimed for the system: 
None. 

KDEC.08 
System name: 

101~06 Request and Authorization for Temporary Duty Travel. 
System location: 
Administrative Division, Code D210, Defense Commercial Com­

munications Office (DECCO), Scott Air Force Base, Illinois. 
Categories of individuals covered by the system: 
Military and civilian members who travel in performance of con­

ducting DECCO business. 
Categories of records in the system: 
Provides traveler's name, social security number, purpose, travel 

schedule, job title, days involved, cost, and fund citation to cover 
cost of travel. 

Authority for maintenance of the system: 
10 usc 133(b) 
Purpose(s): 
Copies are provided to the Accounting and Finance Officer, 

DECCO, Code D532, to substantiate payment of travel voucher on 
return ·to duty. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

See 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA's listing of records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 



458 PRIVACY ACT SYSTEMS 

Records are stored in a locked safe. 
Retrievability: 
Records are retrieved by name of traveller. 

·safeguards: . 
Records are stored in a lockecfrile cabinet 'and re~ords are accessi-

ble .to Administrative Division personnel only. · 
Retention and disposal: .. 

. , Records are retained two y~ars then destroyed. 
System manager(s) and address: 
Chief, Administrative Division, DECCO, Code D210, Scott Air 

Force Base, Illinois. 
Notification procedure: 
Requests from individuals should be addressed to Chief, DECCO, 

Code D210, Scott Air Force Base, Illinois. The full name of the 
requesting individual . .will be required to qetermine if the system 
contains a record about him or her. As' proof of identity, the'request­
er must present a current DCA identification badge or driver's Ji. 
cense. , , 

Record access procedures: 
Contact the Chief, Administrative Division, DECCO, Code D210, 

Scott Air Force Base, Illinois, for assistance. The mailing address is 
listed in the organizational directory ofthe Defense Communications 
Agency published in the Federal Register and should be referenced 
by the requester. 

Contesting record procedures: 
DECCO's ~ules for acc~ss' to records will be referred to the Legal 

Counsel on a case by c'ase basis. ·· ' 
·.Record source categories: 
Provided by traveler. 
Exemptions claimed for the system: 
None. · 

KEUR.02 
System name: 

DCA Form 6!)5, Personnel Data Sheet. 
· System location: 

Management Support Division; Defense ·communications Agency' 
Europe (DCA-EUR), APO New York 09131. 

Categories of individuals covered by the system: 
All personnel assigned to DCA Europe. 
·categories of records in ·the syste..:.: . . 
Records consist of information on each individual incl~ding name, 

grade, SSAN, date. and place of birth, permanent home address, 
marital and dependent status, passport number; rotation date, for­
warding address, date of rank, P AFSC/MOS/NEC, date reported, 
SAFC/MOS/NEC, civilian and military education, BASD/ 
T AFMSD, residence and duty phone numbers, and emergency ad­
dressee. 

Authority for maintenance of the system: 
10 usc l33(b) 
Purpose(s): 
Maintained for use by the Management Support Division as a 

reference fi1e and routine or emergency locator fi1e. 
Routine uses of records maintained in the system, including catego· 

ries of users and the: purposes of such uses: 
See 'BLANKET ROUTINE USES' set forth at the beginning of 

DCA's listing of records. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records. in the system: 
Storage: 

· Records maintained in file· folders 
Retrievability: 
Records filed alphabetically by last name of individuals.· 
Safeguards: · 
Records maintained in··a locked container accessible to authorized 

personnel only. Military police are posted at entrance of the building. 
Retention and disposal: 
Record maintained for: one year after departure of individual then 

destroyed. 
System manager(s) and address: 
Management Support Division, DCA Europe, APO New York 

09131 

Notification procedure: 
Req~ests .from individuals should l;>e addr:essed to <;::hief, Manage­

ment Support Division, DCA-Europe, APO New- York 09131. The 
full name of the requesting individual will'be required to determine if 
the system contains a record about him or her. As proof of identity, 
the requester must present a current DCA identification badge or 
driver's licepse. 

Record access procedures: . 
Contact the Chief, Management Support Division, DCA-Europe·, 

APO New York 09131, for assistance. The mailing address is listed in 
the organizational directory of the Defense Communications Agency 
published in the Federal Regis.ter: .and should be referenced by . the 
requester. 

Contesting record procedures: , , 
The Agency's rules for. access to records for contesting contents. 

and appealing initial determinations by the individual concerned may 
be obtained from the SYSMANAGER. 

Reco~d sou~ce categories: 
All information is provided by the indi.viduar upon initial assign­

ment: 
Exemptions claimed for the system: 
None. 

KEUR.03 
System name: 

Incident Report File. .. 
System location: · '' 
Management Support Division, Defense Communications Agency 

Europe (DCA-EUR), APO New York 09131. 
Categories of individuals covered by the system: 
Any personnel (military or civilian) assigned to DCA Europe 

involved in a traffic, finanCial, criminal or other incident which is· 
reported to the Commander DCA Europe for information or neces· 
sary action. · 

Categories of records in the system: 
Copies of Reports of Investigation, Military· ·Police Incident Re­

ports, Traffi~ Tickets, Letters of Notification of Dishonored checks, 
and correspondence or documents concerning other matters bro!Jght 
to the attention of the Commander DCA Europe relating to per~on­
nel assigned to this Command. 

Authority for maintenance of the system: 
10 usc 133(b) 
Purpose(s): 

' Maintained as a reference file for use by· the Comm~nder DCA 
Europe to document required actions taken iri response to reports 
and notification ofincidents involving assigned personnel. 

Routine uses of records maintained in the system; including· catego­
ries of users and the· purposes of such uses: 

See 'BLANKET ROUTINE USES' set for~h at the beginning of 
DCA's listing of records. · , 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of recQrds in the system: 

Storage: 
Records are stored iri file folders. '· · 
Retrievability: 
Information is retrieved by name of the individual. 
Safeguards: 
Records are maintained in a locked security file container·and may 

be accessed only by the Commander, Deputy Commander, Chief, 
Management Support Division, or other persons specifically designat­
ed by the Commander. 

Retention and disposal: 
. Records are maintained in an active fi1e during the period of the 
individual's assignment to DCA Europe and des.troyed. on his or her 
departure. . ' r. 

System manager(s) and address: 
Commander, DCA Europe, APO New .~ork 09131 
Notification procedure: · 
R~qu~sts from individuals should b~ addressed to Chief, Manage· 

ment Support Division, DCA-Europe, APO New York 09131. The 
full name of the requesting individual will be· required to determi~e if 
the system contains a record about him or her,, As pro~f;of identity, 

·" ' 

' ·-
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the requester must present a current DCA identification ·badge or 
driver's license. · 

Record access procedures: 
Contact the Chief, Management Support Division, DCA-Europe, 

APO New York 09131, for assistance. The mailing address is listed in 
the organizational directory of the Defense Communications Agency 
published in the Federal Register and should be referenced· by the 
requester. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Information is obtained from reports, documents, and correspon.d­

ence received from Civilian and Military Police Service Investigative 
Agencies, Military Exchange and Commissary systems, or any other 
agency or individual that reports information of an incident nature to 
the Commander DCA Europe. · · 

Exemptions claimed for the system: 
None. 

KEUR.04 
System name: 

Security Clearance File. 
System location: . 
Management Support Division, Defense Communications Agency 

Europe (DCA-EUR), APO New York 09131. 
Categories of individuals covered by the system: 
All personnel assigned to DCA Europe. 
Categories of· records in the system: 
File contains roster by name and social security number which 

reflects the US and NATO security clearances held by DCA Europe 
personnel. 

Authority for maintenance of the system: 
Executive Order 10450, as amended. 
Purpose(s): . 
Information is maintained as a centralized reference document for 

verification of security clearances held by DCA Europe personnel. 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of such uses: 
Clearances are certified to other US government agencies as re­

quired 
See also 'BLANKET ROUTINE USES' set forth at the beginning 

of DCA's listing of records. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Roster is stored in a locked file container. 
Retrievability: 
Information is retrieved by name. . 
Safeguards: 
Roster is maintained in a locked fiie container with access limited 

to authorized personnel only. ·· 
Retention and disposal: 
Records are maintained during the period of current employment 

with DCA EUR and noncurrent information is deleted from the file 
at the time of departure of individual. 

System manager(s) and address: 
Management Support Division, C~de E200, DCA Europe, APO 

New York 09131 
Notification procedure: 
Requests from individuals should be addressed to Chief, Manage­

ment Support Division, DCA-Europe, APO New York. 09131. The 
full name of the requesting individual will be required to determine if 
the system contains a record about him or her. As proof of identity, 
the requester must present a current DCA identification badge or 
driver's license. 

Record access procedures: 
Contact the Chief, Management Support Division, DCA-Europe, 

APO New York 09131, for assistance. The mailing address is listed in 
the organizational directory of the Defense Communications Agency 
published in the Federal Register and should be referenced by the 
requester. 

Contesting record procedures: 

·The agency's rules for access to records and for contesting con­
tents and appealing initial determinations by the individual concerned 
may be obtained from SYSMANAGER. 

Record source categories: . 
Information maintained on the roster is obtained from the origina] 

clearance certification by HQ DCA and documents signed by the 
. individual which acknowledge receipt of additional access. 

Exemptions claimed for the system: 
None. 

KEUR.OS 
System name: 

Classified Container Information Forms. 
System location: 
Office of Security Officer, Headquarters, Defense Communications 

Agency Europe (DCA-EUR), APO New York 09131. 
Categories of individuals covered by the system: 
Persons who have been designated for access to the containers and 

who may be contacted for access in case of emergency. 
Categories of records in the system: 
Retained copies of DA Forms 727, which contain name, ·home 

address, and phone number of individual. 
Authority for maintenance of the system: 
Executive Order 10450, as ~mended; Executive Order 12356. 
Purpose(s): 
Used to maintain current designation· of persons who may be 

contacted for access to the container. 
Routine uses of records. maintained in the system, including catego-

ries of users and the purposes of such uses: · 
See 'BLANKET ROUTINE USES' set forth at the beginning of 

DCA's listing of records: · 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Forms maintained in locked file cabine~. 
Retrievability: 
Information is retrieved by name of individual. 
Safeguards: 
Containers are located in locked or controlled access areas. Mili­

tary .police are posted at entrance of the building .. 
· Retention and disposal: 
Forms are renewed every six months or when any individual 

having access to the container departs, and then destroyed. 
System manager(s) and address: 
Security Officer, DCA Europe, APO NY 09131 
Notification procedure: 
Requests from individuals should be addressed to Chief, Manage­

ment Support Division, DCA-Europe, APO New York 09131. The 
full name of the requesting individual will be required to determine if 
the system contains a record about him or her. As proof of identity, 
the requester must present a current DCA identification badge or 
driver's license. 

Record access procedures: 
· Contact the Chief, Management Support Division, DCA-Europe, 

APO New York 09131, for assistance. The mailing address is listed in 
the organizational directory of the Defense Communications Agency 
published in the Federal Register and should be referenced by the 
requester. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing intial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categorie.s: 
Individuals designated by Division Supervisors. 
Exemptions claimed for the system: 
None. 

System name: 
Postal Directory File. 
System location: 

KEUR.07 
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. Management Support Division, Defense Communications Agency 
Europe ,(DCA-EUR), APO New York 09131, and Field Offices. 

Categories of i~dividuals covered by the system: 
All individuals currently assigned to DCA Europe and those who 

dep"rted wi!hin preceeding 12 months. 
. · Catego~ies of records in the system: 

Records consist of change of address recorded ·on DA Form 3955 
(change of address and directory record). 

Authority for maintenance of the system: 
U.S.A. Postal Manual, Chapter I, Part 158. 
Purpose(s): · 
Card files are maintained by the Commander APO 09131 Post 

Office, and the APO Mail ·Distribution Center· for the Stuttgart, 
Germany area located at Wallace Barracks. Files are also maintained 
at P.ostal Facilities. seryingg the Field Offices:. Worms - APO 09056, 
UK APO 093.78, Naples - · FPO· 09524, Athens - APO 09223. 

Information is used by SYSMANAGER to direct mail delivery to 
the proper address. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes ofsuch uses: · 

See 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA's listing of records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: . 
Records are stored .in card file bo~es'in th~ mail room. 
Retrie~ability: 

Information is retrieved by name of individual and organizational 
assignment. 

Safeguards: 
Records are maintained in rooms approved for the storage of US 

mail and are accessible only to authorized personnel. Military police 
. are posted at the entrance of the building. 

·Retention and disposal: 
Records are maintained in an active file during period of current 

assignment to DCA Europe and for one year after departure, at 
which time they are destroyed. · 

System manager(s) and address: 
Management Support Division, DCA Europe, APO New York 

09131 
Notificatio_n pr~cedure: 
Requests from individuals should .be. addressed to SYSMAN­

AGER. 
Record access ,procedures: 
Contact the Chief, Man~gement Support Division, OCA-Europe, 

APO New York 09131, for assistance. The mailing address is listeq in 
the organizational directory of the Defense Communications Agency 
published in the Federal Register and should be referenced by the 
requester. 

Contesting record proc~dures: 
· The Agency's rules for aceess to. records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Information is provided by individuals upon initial assi'gnment to 

DCA Europe. · 
:Exe·mptions claimed for the. system: 

' 'None. ,::. 

KEUR.08 
System name: 

Travel Order and Voucher File. 
System location: 
Management Support Division, Defense· Communications Agency 

Europe (DCA-EUR), APO New York 09131. 
Categories of individuals covered by the system: 
All personnel who ·perform official travel under orders issued by 

DCA Europe. 
Categories of records in the system: 
Records in the system consist of travel orders, transportation re­

quests, commercial carrier transportation tickets, travel advance 
vouchers, records of travel claims and payments. Data in the system 
includes the individual's name, SSAN, home phone and address, and 
other pertinent travel information. 

, Authority for maint~nance of th~ system: 
10 usc 133(b) 
Purpose(s): 
Records maintained by SYSMANAGER for budget and account­

ing purposes to verify amounts actually spent for travel, and for 
control of an accountability for •travel orders issued by DCA Europe. 

Used by prosecution authorities in case of fraud. 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of such uses: 
See 'BLANKE:Y ROUTINE USES' set forth at the beginning of 

DCA 's listing of records. · 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · ' 
Storage:·, 

-' Reco.rds maintained in file folders. 
Retrievability: 
Records filed sequentially by travel order number. 
Safeguards: 
Records maintained in locked file containers accessible only to 

authorized personnel. Military police are posted at building entrance 
during duty hours. ' , 

Retention and disposal: , · 
Records are maintained for two calender years and then destroyed. 
Syst.em manager(s) and. address: 
Management Support Division, OCA~Europe, APO New York 

09131 
Notification procedure: . 
Requests from individuals ·should be addressed to Chief, Manage­

ment Support Division, . Defense Communications Agency Europe, 
APO. New York, 09131.' The full name of the requesting individual 
will be required to· determine if the system contains a record about 
him or her. As proof of identity, the requester must present a current 
DCA identification badge or driver's license. · · 

Record access procedures: 
Contact the Chief, Management Support Division, DCA:-Europe, 

APO New York 09131, for assistance. The mailing·addressis listed in 
the organizational directory of the·:Defense Communications Agency 
published in tl-!e Federal Register and should be referenced by the 
requester. 
.. Co.ntesting record procedures: . . 

The Agency's rules for contesting contents and appealing determi­
nations by the individual may be obtained from the SYSMAN-
AGER. . 

Record source categories: 
Personal information is obtained from individual travelers. and en­

tered on the travel order form. 
Exemptions claimed for the system: 
None. 

KEUR.09 
System name: . 
· Noncombatant Information Card: AEZ Form 6-,I'06. 

System location: 
Management Support Division, Defense ~ommunications Agency, 

European Area, (DCA-EUR), APO ~ew)(ork 09131. .·· 
Categories of individuals covered by the. system: 
(I) All legal dependents of United States Forces personnel. 
(2) United States ciyilian employees of DoD ~genc:ies and their 

dependents. · · 
(3) Department of Defense or a military service d,epartment spon­

sored United States technical representatives. 
{4) Bonafide members of households of United States Forces per-

sonnel and of persons in (2) and {3) above.. . · 
('5) United States personnel who are .speCial invitees possessing 

current Department of Defense or a military service department 
invitationaHravel orders. · !. · · 

(6) ·Dependents of United States personnel assigned to United 
States elements of any North Atlantic Treaty Organization military 
headquarters or agency when common facilities are used and that the 
·secretary of Defen~· has ~uthorized to receive United States support. 

(7) Other United States nongovernmental, n~:mmilitary ,individ)Jals 
and agencies in ov~rsea military commands. for whom military logis­
tical support is authorized in joint military regulations (e.g., USO, 
American Red Cross). · 
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Categories of records. in the system: 
AEZ Form 6-106, Noncombatant Information Card. It contains 

information on the following: · 
Sponsor. Name, grade, date arrived in theater, data of return from 

overseas; SSAN; organization and duty section; occupation specialty; 
branch of 3ervice or agency; military post or base name and city 
locatiot::; building nup1bt:r; room number; duty phone; ZIP Code; and 
APOorFPO. · . 
· Noncombatant. Local residence street number and name and· city; 
area; building number; apartment number; home phone; ZIP Code; 
date assigned; Continental United States residence street number and 
name or Post Office Box number; city; state or territory; and ZIP 
Code. 

Vehicle. Vehicle number(s) and make(s); year(s); and capacity. 
Names of all noncombatants. For each: Passport number; SSAN; 

relationship; month and year of birth; whether or not has an identifi~ 
cation tag; immunization record; and if or if not a driver of vehicle. 

Briefings. Briefing by supervisor to sponsor; warden to noncombat­
ant; route reconnaissance; and ·noncombatant Evacuation Operations 
rehearsal. For each of the above items, dates information given; by 
whom given; frequency of review items; date· and signature of spon­
sor and supervisor for each of the items to authenticate that all above 
items reviewed as required. 

Authority for. maintenance of the system: 
Title 10, U.S.C. 3012. 
Routine uses of records maintained by the system, including catego­

ries of users and the purposes of such uses: 
Used by the Chief, Management Support Division, to determine 

preparedness of noncombatants for evacuation, if required. 
See •BLANKET ROUTINE USES' set forth at the .beginning of 

DCA's listing of records. · · 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Information is recorded on 8 X 10 l/2 cardboard cards and filed in 

notebook binder. 
Retrievability: 
Information is retrieved manually by name. 
Safeguards: 
Records are filed in file cabinet and maintained in a restricted area 

which is accessible only to authorized personnel who are required to 
be in the area where records are kept. · 

Retention and disposal: 
Records are not permanent. Records are updated as changes occur 

and destroyed on departure of the sponsor from DCA-Europe. 
System manager(s) and address: 
Chief, Management Support Division1 DCA-Europe, APO New 

York 09131. · · 
Notification procedure: 
Requests from individuals should be addressed to the Chief, Man­

agement Support Division, DCA European· Area, APO New York 
09131. The full name of .the requesting individual will be required to 
determine if the system contains a record of the requester. As proof 
of identity, the requester, if assigned to DCA European Area, must 
present a current DCA identification badge or current motor vehicle 
operator's license. If not assigned to the DCA European· Area but 
still in the military service the requester must provide a current 
motor vehicle driver's license or Social Security Account Number. If 
no longer affiliated with the Department of Defense must . provide 
Social Security Account Number. 

Record access procedures: 
Contact the Chief, Management Support Division, DCA European 

Area, APO New York 09131, for assistance. 
Contesting record procedures: 
The DCA rules for access to records for contesting contents and 

appealing initial determination by the individual concerned are con­
tained in DCAI 210-225-2 or in 32 CFR part 287a. 

Rec.ord source categories: 
Information is furn.ished by the individual concerned; or from 

official records provided by personnel offices of the ll4lst US Air 
Force Special Activities Squadron; Headqua~ters, European Com­
mand, Army, Navy, Air Force and Marine Corps Elements; Stuttgart 
Area Civilian Personnel Office; and the US Finance and Accounting 
Office, Europe. · 

Exemptions claimed for the system: 
None. 

System name: 
Personnel File. 
System location: 

KEUR.lO 

Management Support Division,. Defense Communications Agency, 
(DCA) European Area, APO New York 09131. 

Categories of individuals covered by the system: 
DCA Europe Military and Civilian Personnel. 
Categories of records in the system: 

· Records .consist of security clearance data (Air Force Form. 47: 
Certificate of Eligibility and Record of Personnel Security Clearance, 
and DCA Form 548: Status of Clearance); record of requests· for 
changes to assignment; job title and position (Air Force Form 2095: 
Assignment/Personnel Action, and Standard Form 52: Request for 
personnel action); leave data; special orders published by the DCA 
European Area pertaining to additional duties; and sponsorship infor-
mation. · 

Authority for maintenance of the system: 
Title 10, U.S.C. 136(b). 
Purpose(s): 
Used by the Chief, Management.Support Division, to verify securi­

ty clearance status, initiate personnel actions such as effectiveness 
reports, changes in position, ·title or assignment; record of additional 
duties, and related routine personnel and administrative matters. 

Routine uses of records maintained in the system, including c~tego­
ries of users and the purposes of such uses: 

See •BLANKET ROUTINE USES' set forth at the begi~ning of 
DCA's listing of records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records filed in folder. 
Retrievability: 
Information i~ retrieved by name. 
Safeguards: 
Records are maintained in a safe accessible only to personnel 

authorized in the performance of their official duties. 
Retention and disposal: 
Records are maintained one year after departure of the individual 

from the DCA-European Area and then destroyed. 
System manager(s) and address: 
Chief, Management Support Division, DCA European Area, APO 

New York 09131. 
·Notification procedure: 
Requests from individuals should be addressed to the Chief, Man­

agement Support Division, DCA European Area, APO New York 
09131. The full name of the requesting individual will be required to 
determine if the system contains a record of the requester. As proof 
of identity, the requester,. if assigned to DCA European Area, must 
present a current DCA identification badge or current motor vehicle 
driver's license or Social Security Account Number. If no longer 
affiliated with the Department of Defense must provide Social Secu­
rity Account Number. 

·' Record access procedures: 
Contact the Chief, Management Support Division, DCA European 

Area, APO New York 09131, for assistance. 
Contesting record procedures: 
The Defense Communications Agency rules for access to records 

for contesting contents and appealing initial determination by the 
individual concerned are contained in DCAI 210-225-2 or in 32' CFR 
part 287a. 

Record source categories: 
Information is furnished by the individual concerned; or from 

official records provided by personnel offices of the 114lst US Air 
Force Special Activities Squadron; Headquarters, European Com­
mand, Army, Navy, Air Force and Marine Corps .Elements; Stuttgart 
Area Civilian Personnel Office; and the US Finance and Accounting 
Office, Europe. 

Exemptions claimed for the system: 
None. 

KMIN.Ol 
System name: 
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Minority Identification File List. 
System location: 
Office of the Director of Equal Employment Opportunity, Head-

quarters, Defense Communications Agency (DCA), Washington, DC 
Categories of individuals covered by tbe system: 
Each civilian employee of DCA. 
Categories of records in the system: 
Employee's name; social security number;· grade and step; salary, 

j?b title; race or national origin; sex; DCA office code; and occupa­
tion code. 
. Authority for maintenance of the system: 

Federal Personnel Manual Chapter 713; Section 3-4(c) 'Use of 
Statistical Data; Agency Self-Evaluation'; 10 U.S.C.l36 

Purpose(s): 
Used exclusively by the Director of Equal Employment Opportu­

nity in studies and analyses that contribute affirmatively to achieving 
the objectives of the Equal Employment Opportunity Program. That 
is, the list is used to identify whether· or not any bias patterns may 
exist in hiring, advancement, and training qpportunities and also to 
provide information to the Office of Personnel Management in af­
fir.mative action plan~. 

Routine uses o.f records maintained in the system, including catego-
ries of users and the .. purposes of such uses: •·· · 

See.· 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA's listing of records. · . 

Policies and practices for storing, retrie~ing, accessing, r~taining, and 
disposing of .records in the system: · 

Storage: 
The record is stored in a locked ti1e cabinet: 
Retrievability: 
Retrieved by the grade, job title, race or sex of empl9yee~, and 

SSAN. 
Safeguards: 
Building employs security guards. List locked in tile cabinet. Only 

the Director of Equal Employment Opportunity has access. 
Retention and disposal: 

·The record is destroyed annually. 
System manager(s) and address: 
Director of Equal Employment Opportunity, Headquarters, DCA 

(ATTN: Code 107), Washington, DC 20305. · 
Notification procedure: · 
Requests from individuals should be addressed to the Director of 

Equal Employment Opportunity, Headquarters, DCA, Code 107. 
The individual's full name and organization will be required to deter­
mine if the system contains a record about him or her. The requester 
may visit the Office of Equal Employment Opportunity,. H~adquar­
ters, DCA, Code 107, to obtain information on whether the system 
~;ontains records pertaining to him or her. Proof of identity will be 
by presentation of current DCA identific~tion badge or· a driver's 
license. · 

Record access procedures: . 
Cpntact ·the Director of ·Equal' 'Employment Opportunity, Head­

quarters, DCA, Code 107; for assistance in this regard. The mailing 
address is listed in the organizational directory of the Defense Com­
munications Agency published in the Federal Register and •should be 
referenced by the requester. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Personnel Processing Clerks and personnel records. 
Exemptions claimed for the system: 
None. 

KNCS.Ol 
;··System nam~: 

National· Communications System 'continuity· of Operations Plan 
(NCS COOP) Automated Support. 

System location: 
Office of the Manager, National Communications System, 8th and 

South Court House Road, Arlington, Virginia 22204 and the NCS 
Regional Offices. · 

Categories of individuals covered by the system: 

All members of the National Communications Systems Staff. 
Selected individuals of the National Communications System/ De­

fense Communications Agency Operations Center (NCS DCAOC). 
Selected telecommunications officials of the NCS Member Entities 

and' selected personnel of Federal agencies in the Washington Metro­
politan· Area. 

Selected key persoimel of the commercial communiCations carriers, 
represented in the National Coordinating Center (NCC). 
. Categories of r~cords in the system: 

File contains a plan which p~ovides the guidance and procedures 
for. insuriQ.g the ,continuity, of operations of the Office of the Manag­
er, NCS, and the NCS/DCAOC in the event of enemy attack, 
periods· of international crisis, tension, or national catastrophe. It 
provides a roster giving the. residence addresses and 'office and resi­
dence phone numbers of personnel to contact as an emergency situa-
tion develops. · 

.Authority for maintenance of the system: 
Executive Order 12472 Subject: :Assignment of Nat!onal Security 

and Emergency Preparedness Telecommunications Functions, April 
3, 1984. 

Purpose(s): 
Office of the Manager, NCS - To apprise individuals on the staff 

and the regional staffs of their responsibilities and emergency reloca-
tion assignments in conditions of emergency. . 

Selected telecommunications officials of the Federal Government -
Certain designated personnel of the Office of'Science and Technolo­
gy Policy (OSTP), Executive Office of the President, the Executive 
Agent of the NCS (who is the Secretary of Defense), the Depart­
ment of State, Department of Defense, Federal Aviation Administra­
tion, General Services Administration, National Aeronautics and 
Space Administration, the Central Intelligence Agency, and all other 
Government agencies with a National Security Emergency Prepared­
ness (NSEP) responsibility who use this plan as their guidance for 
procedures to follow under conditions of emergency. Provides them 
the focal point for contacts and coordination on short notice. 

Certain telecommunications officials of the Office of Science and 
Technology Policy (OSTP), Executive Office of the President, the 
Executive Agent of the NCS {who is the Secretary of Defense), the 
Department of State, the Department of Defense, Federal Aviation 
Administration, General ·Services Administration, Central Intelli­
gence Agency, the Department of Commerce, Department of the 
Interior and all other Government agencies with an NSEP responsi­
bility, to be informed of their responsibilities in .the fa~e of worsening 
emergency conditions and. to know where to report. 

Selected personnel of the major commercial carriers represented in 
the NCC to be knowledgeable of current telecommunications prob­
lems so that certain priorities for support and services can be coordi-
nated with designated Federal officials. · · 

Routine uses of records maintained in the system, !ncluding catego­
ries of users and the purposes of such uses: 

See 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA's lis~ing of records. ' 
. Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in .the system: · 
Storage: 
This is a classified plan til~d in standard secure safes. The automat­

ed portions are housed in a classified computer system. 
Retrievability: 
Filed by category of plan. The automated portion is tiled by 

communication network. 
Safeguards: 
Buildings employ security guards. Records 'are maintained in areas 

accessible only to authorized personnel that are properly screened, 
cleared and trained. ·. 

· Retention and disposal: 
This is a .permanent plan. It will be an active tile indefinitely and 

will be updated periodically by the Manager, NCS and .the Regions. 
System manager(s) and address: 
.The Manager, National CommuniCations System, Washington, DC 

20305-2010. 
Notification procedure: 
Information may be obtained from the Office of the Manager, 

National Communications System, Washington, DC 20305-2010. 
Record access procedures: 
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Requests from individuals should be addressed to the Office of the 
Manager, National Communications System, Washington, DC 20305-
2010. . 

Written requests should contain the full name of the individual, 
current address and telephone number. 

For personal visits, the individual should be able to provide some 
acceptable identification. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Informal coordination with representatives of the agencies con­

cerned. Informal telephonic coordination with personnel of the major 
telecommunication carriers represented in the National Coordinating 
Center (NCC). . · 

Exemptions claimed for the system: 
None. 

KNCS.02 
System name: 

National Communications System (NCS) Plan for Emergencies and 
Major Disasters. · 

System location: 
Office of the Manager, National Communications System, 8th and 

South Court House Road, Arlington, Virginia 22204. · 
Categories of individuals covered by the system: 
Federal Disaster Assisstance Administration (FDAA) Regional Di­

rectors. 
General Services Administration (GSA) Regional Emergency 

Communications Coordinators. 
Selected members of the National Communications System Staff. 
Federal Emergency Management Agency (FEMA) Regional Di­

rectors. 
Categories of records in the system: · 
File contains a plan which prescribes procedures for providing 

communication support in Presidentially declared emergency and 
major disaster operations. It provides the names, office and residence 
phone numbers of the key Federal personnel nationwide to contact 
and coordinate communications support in emergencies and major 
disasters. · · · 

Authority for maintenance of the system: 
Presidential Memorandum, Subject: Establishment of the National 

Communications System, August 21, 1963. 
Purpose(s): 
Office of the Manager, NCS ·To ensure that Federal agencies and 

certain telecommunications officials understand what their responsi­
bilities and functions are in pre-disaster planning. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Regional representatives of FDAA, GSA, and FEMA - To know 
under which conditions of emergency they are to function and what 
roles they perform under each phase. 

Personnel assigned to States' Emergency Operations Center To 
know where the focal points are to contact for assistance. 

Quasi-government agencies · (i.e., American National Red Cross) -
To know where the focal points are to contact for assistance. 

Major US telephone companies · To be informed on the plan and 
which regional representative will be contacting the telephone com­
panies for assistance in conditions .of disaster. 

All Federal departments and agencies 'of the US Government in 
the Washington Metropolitan area - To be knowledgeable of the 
provisions made in the plan to assist their agencies located outside 
the Washington Metropolitan area. 

See also 'BLANKET ROUTINE USES' set forth at the beginning 
of DCA's listing of records. 

P~Jlicies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
The plan is filed in the office bookcases. 
Retrievability: 
Filed by category of plan. 
Safeguards: . 
Buildings employ security guards. Records are maintained in areas 

accessible only to authorized personnel that are properly screened, 
cleared and trained. 

Retention and disposal: 
This .is a permanent plan. It will be an active file indefinitely and 

will be updated periodicallY. by the Manager, NCS. 
System manager(s) and address: 
The Manager, National Communications. System, Washington, DC 

20305 
Notification ·procedure: 
Information may be obtained from the Office of NCS Plans and 

Operations, 8th and South Court House Road, ~rlington, Virginia 
22204. 

Record access procedures: 
Requests from individuals should be addressed to the Manager, 

National Communications Systems, Washington, DC 20305. 
Written requests should contain the full name of the individual, 

current address and telephone number. · 
For personal visits, the individual should be able to provide some 

acceptable identification. 
Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Na~es of regional representatives, state officials, and Federal 

agency representatives. secured through an Interagency Task Group 
established for the purpose of publishing the plan with this informa­
tion. Information on major US telephone companies secured from an 
American Telephone & ·Telegraph Company·Washington office rep­
resentative. 

Exemptions claimed for the system: 
None. 

KNCS.03 
System name: 

National · Communications System Emergency Action· Group 
(NEAG). 

System location: 
Office of the Manager, National Communications System (NCS), 

8th and South Court House Road, Arlington, Virginia 22204. 
Categories of individuals covered by the system: 
Selected ·communications officials of the major operating agencies 

of the National Communications System who are designed by name 
as members of an interagency telecommunications group (NEAG) 
which is convened under national communications emergencies. 

Selected personnel on the National Communications System Staff. 
Categories of records in the system: 
This file contains the objectives, membership and activation proce­

dures for the National Communications· System Emergency. Action 
Group (NEAG) which is an on-call interagency telecommunications 
group whose purpose is to assist the Manager, NCS, in dealing with· 
national communications emergencies. This NC:::S Instruction 45-1 
lists the members of the ·group by name and gives the office and 
residence phone numbers. · · 

Presidential Memorandum, Subject: Establishment of the National 
Communications System, August 21, 1963. 

Purpose(s): 
Office of the Manager, NCS, - To inform the NCS staff of its 

responsibilities under conditions of a worsening emergency and who 
to contact in the Federal agencies to keep them apprised. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Selected telecommunications officials of the Major , Operating 
Agencies of the NCS which are: Department of State, Department of 
Defense, Federal Aviation Administration, General Services Admin­
istration, National Aeronautics and Space Administration; and the 
Central Intelligence Agency -- To be informed on the conditions of 
emergency under which the NEAG convenes and the total member-
ship thereof for purposes of immediate coordination.· . 

See also 'BLANKET ROUTINE USES' set forth at the beginning 
of DCA's listing of records. . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
This is a classified directive which is fiJed in standard ~ecure safes. 
Retrievability: 
Filed by category of plan. 
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Safeguards: 
Buildings e'mploy .security guards. Records are maintained ih areas 

accessible only to authorized personnel that are properly screened 
cleared and trained. ' 

Retention and disposal: 
This is a permanent directive. It will be an active file indefinitely 

and will be up-dated periodically by the Manager, NCS. 
System manager(s) and address: . · . 
The Manager, National Communications System, Washington, DC 

20305. 
Notification procedure: 
Information may be obtained from the Office of NCS. Plans and 

Operations, 8th and South Court House Road, Arlington, Virginia 
22204. . . . 

Record access procedur,es: 
Requests from individuals should be addressed· to the Manager, 

NatiOt:tal Communications System, Washington, DC 20305. 
~rit~en requests should contait) the. full name. of the individu.al, 

current .address and t~lephone f1Umber. .· · . 
For personal visits, the individual should be able to provide some 

acceptable identification. - · · · 
Contesting record procedures: ,;· 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may b~ obtained from 'the SYSMANAGER. ' · 

Record source categories: ·. 
Informal coordination with representatives of the NCS member 

agencies concerned. 
Exemptions claimed for the system: 
None. · 

KPAC.Ol 
System name: 

Classified Container Information Form DA 727. 
System location: 
Headquarters, Defense Communications Agency Pacific (DCA­

PAC), APO San Francisco 96515 
Categories of individuals covered by the system: 

· Any DCA~PAC employee who is responsible for the combination 
of a -vault or container . used for the· storage· of classified .material. 

Categories of records in the system: 
, DA Form 727 which contains name; addr~ss, and phone number. 
Authority for maintenance of the 'system: ' 
Executive Order 10450, as amended; Executive Order 12356. 
P~rpo~e(s): . . ' 

Used to obtain the. names of persons who have direct knowledge 
of the combination of a safe or vault. . · 

Routine uses of records maintained in the system, including catego-
ries of users and the purpo'ses of such uses: · 

See 'BLANKET ROUTINE U~ES' set forth at the beginning of 
DC:A's listing. of records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

~torage: 

Paper records in safe. 
Retrievability:. 
Filed numerically by divisions. 
Safeguards: · 
Records are maintained in a locked vauh. 
Retention and disposal: 
Destroyed when obsolete. 
System maitager(s) and address: 
Security Officer, Defense. Communications Agency Pacific, APO 

San Francisco, California 96515: · 
Notification procedure: 
Requests from individuals should be addressed to Security Officer, 

Defense Communications Agency Pacific, APO San Francisco, Cali­
fornia, 96515. The full name of the individual will be required to 
determine if· the system contains a record about him or her. The 
requestor may visit the Security Officer, DCA-PAC, APO San Fran­
cisco 96515, to obtain information on whether the system contains 
records pertaining to him or her. As proof 'of identity the requestor 

must present a current , DCA identiflc~tion badge or . a driver's li­
cense. 

Re~ord access procedures: 
Contact the Security Officer, DCA-PAC, APO San Francisco, 

California 96515. The official mailing addresses are in the Depart­
ment of Defense Directory in the appendix to the Defense Communi­
cations Agency's systems notice and should be referenced by the 
requestor. . 

Contesting record procedures: . . 
The Agency's rules for access to records and for contesting cqn­

tents by the individual concerned may be obtained from the SYS­
·MANAGER. 

Record source categories: 
Security Officer, DCA-PAC, APO San Francisco, California 

96515. 
Exemptions claimed for the system: 
None. 

KPAC.02 
System name: 

Authorization To Sign For Classified Material Lists. 
System location: 
Primary Systems Management. Defense Communications Agency 

Pacific, (DCA~PAC), ATTN: P200, APO San Francisco,' California 
96515. . . 

Decentralized Segments- Individual divisions of DCA-PAC. 
·categories of individuals covered by the system: 
AH employees of DCA-PAC authorized to receipt for, have custo­

dy of or access to classified material by level and type of classifica­
tion. 

Catego~ies of records in the system: 
Records include lists of individuals authorized to receipt for or 

have access to classified material, appointing letters as primary and 
alternate custodians, control officers, ·etc., and other miscellaneous 
documents. · 

Authority for maintenance of the syst~m: 
Executive Order 10450, as amended; Executive Or~er 12356. 
Purpose(s): 
Information from these files is used to determine who has authority 

to receipt for and maintain custody of classified material. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
See 'BLANKET ROUTINE USES' set forth at the beginning of 

DCA's listi.ng of records. 
Policies and practices for storing; retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Records are paper records stored in file folders. 
Retrievability: · 
Records are filed by the type of material 'th~.-individual is author-

ized access. · . . ' . · 
Safeguards: 
Records are stored in locked vault or with copies maintained in 

locked file cabinets in the. office of the division to ·which the file is 
applicable. · 

Retention and disposal: 
Records ~re maintained d.uring the period the employee is author­

ized access to the particular materia,l, then destroyed. 
.c System manager(s) and address:· 

Security Officer, Defense Communications· Agency Pacific, APO 
San Francisco, California 96515. 

Notification procedure: 
Requests from individ~als should be addressed to Security Officer, 

DCA-PAC, APO San Francisco, California 96515. The full name of 
the requesting individual will be required to determine if the system 
contains a record about him or ·her. The requester may. visit the 
Security Officer, DCA-PAC, APO San Francisco, California, 96515, 
to obtain information on whether the system cqntains records per­
taining to him or her. As proof of identity the requester must present 
a current DCAidentification Badge or a driver's license. 

· Record access procedures: · 
' :Contact the Security· Officer, DCA-PAC, '.Apo San Francisco, 
California, 96515. The official mailing addresses are in the Depart-
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ment of Defense Directory in the appendix to the Defense Communi­
cations Agency's systems notice and should be referenced by the 
requester. 

Contesting record procedures: 
The DCA rules for access to records and for contesting contents 

by the individual concerned may be obtained from the SYSMAN­
AGER. 

Record source categories: · 
Information obtained from the Army, Navy, Air Force, Civil Serv­

ice Commission files or security files of DCA Headquarters. 
Exemptions claimed for the system: 
None. 

KPAC.03 
System name: 

420-20 Permanent Change of Station and Temporary Duty Travel 
Order File. 

System location: 
Primary System, Management Support Division, Headquarters, 

Defense Communications Agency Pacific (DCA-PAC), APO San 
Francisco 96515 

Decentralized segments: NCS PEARL Harbor, FPO San ~rancis­
co, California 96610; CCPD WBO, NAS Barbers Point, FPO San 
Francisco, California 96611, and appropriate offices of the Army, 
Navy, and Air Force. 

Categories of individuals covered by the system: 
Those DCA-PAC personnel who are required to perform tempo­

rary travel and individuals who are transferred from this headquar­
ters on permanent change of station orders issued by competent 
authority. 

Categories of records in the system: 
Records would include copies of original travel order, travel 

claims and sut>staritiating documents, i.e., receipts for car rental, air 
line tickets, travel requests, laundry services, lodging, records of 
advance travel payments and other miscellaneous vouchers. 

Authority for maintenance of the system: 
to usc 133 (b). 
Purpose(s): 
Copies of temporary duty and permanent change of station orders 

issued by Headquarters, DCA-PAC are used by Chief, Management 
Support Division to obligate funds for payment of claims, obtain 
transportation requests and to account for the movement of assigned 
personnel. Permanent change of station orders are filed in order to 
forward mail. 

Routine uses of records maintained in the system, including catego· 
rie5 of users and the purposes of such uses: 

See 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA 's listing ·or records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: . 

Storage: 
Paper records in file folders. 
Retrievability: 
Information is accessed and retrieved by name, social security 

number and/or order number. 
Safeguards: 
Records are stored in file cabinets in offices locked during non­

duty hours. 
Retention and disposal: 
Permanent change of.station and temporary duty orders issu.ed by 

Headquarters, DCA-PAC are temporary. They are retained in the 
active files for one year, held for three additional years, then de­
stroyed. Permanent change of station orders issued by other com­
mands/agencies are maintained for.' one year and subsequently de­
stroyed. 

System manager(s) and address: 
Chief, Management Support Division, P200, Headquarters, DCA­

PAC. 
Notification procedur~: 
Requests from individuals should be addressed to Chief, Manage­

ment Support Division, P200, Headquarters, DCA-PAC. The full 
name of the requesting individual will be required to determine if the 
system contains a record about him or her. The requester may visit 
the Management Support Division, P200, Headquarters, DCA-PAC, 
to obtain information on whether the system contains records per-

taining to him or her. As proof of identity the requester must present 
a current DCA identification badge or a driver's license. 

Record access procedures: 
Contact the Chief, Management Support Division, P200, Head­

quarters, DCA-PAC. The official mailing addresses are in the De­
partment of Defense Directory in the appendix to the Defense Com­
munications Agency's systems notice and should be referenced by the 
requester. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents by the individual concerned may be obtained from the SYS­
MANAGER. 

Record source categories: 
Information supplied by Headquarters, DCA-PAC, Army, Navy 

or Air Force as appropriate plus individual travel claims filed in 
.conjunction with a particular permanent change of station n tempora 
temporaty duty movement. 

Exemptions claimed for the system: 
None. 

KPAC.04. 
System name: 

Time and Attendance Cards and Labor Distribution Cards. 
System location: . 
Primary Systems Management, Naval Communications Station 

(NCS), Pearl Harbor, FPO San Francisco 96610 
Decentralized segments - Individual Division or Defense COJ11mU-

nications Agency Pacific (DCA-PAC). 
Categories of individuals covered by the system: 
All civilian employees.assigned to Headquarters, DCA-PAC. 
Categories of records in the system: 
Forms included in this file are: NAVCOMPT FM 911A (REV 7-

55) and Labor Distribution Card. 14ND NSC 5230/28 (9-69). 
Authority for maintenance of the system: 
Federal Personnel Manual Supplement 293-11, Subchapter 57-2 
Purpose(s): · 
Information from these files is used to compute payrolls, compute 

the amount of annual/sick leave accumulated and used as set forth in 
Civil Service Regulations. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

See 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA 's listing of records. 

Policies and practices for storing~ retrieving, accessing, retaining, and 
disposing of reco.rds in the system: 

Storage: 
Records are ,stored on paper cards maintained in file folders. 
Retrievability: 
Files individually identified by name and social security number. 
Safeguards: · 
Records are stored in locked file cabinets located in offices locked 

during· non-duty hours. 
Retention and disposal: 
Records are maintained during the period the employee is attached 

to DCA-PAC, then destroyed. 
System ritanager(s) and address: 
Chief, Management .Support Qivision, Headquarters, DCA-PAC, 

APO San Francisco, California 96515. 
Notification procedure: 
Requests from individuals should .be addressed to Chief,' Manage~ 

ment Support Division, Headquarters, DCA-PAC. The full name of 
the requesting individual will be required to determine if the system 
contains a record about him or her. The requester may visit the 
Management Support Division, Headquarters,· DCA-PAC, to obtain 
information on whether the system contains records pertaining to 
him or her. As proof of identity the requester must present a current 
DCA ·identification badge or a driver's license. 

· Record access procedures: 
Contact the Chief, Management Support Division, Headquarters, 

DCA-PAC. The official mailing addresses are.in the Department of 
Defense Directory in the appendix to the Defense Communications 
Agency's systems notice and should be referenced by .the requester. 

Contesting record procedures: 
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The Agency's rules for access to records and for contesting con­
tents by the individual concerned may be obtained from the SYS­
MANAGER. 

Record source categories: 
Records prepared from individual's attendance (duty) compiled by 

Headquarters, DCA-PAC in accordance with Civil Service Commis-
sion Regulations. · 

Exemptions c_laimed for the system: 
None. 

KPAC.05· 
System name: 

403-03 Injury Records. 
System location: · 
Management Support Division, Headquarters, Defense Communi­

cations Agency Pacific (DCA-PAC), APO San Francisco, California 
96515 

Categories of individuals covered by the system: 
Those DCA-PAC employees, both military and civilian, who sus­

tain an injury in the performance of their duties. 
Categories of records in the system: 
Records .would include copies of investigative reports compiled by 

police, either military or civilian, statements from witnesses, medical 
records, insurance claims, and other miscellaneous documents relat­
ing to specific accident. 
. , Authority for maintenance of the system: 

10 usc 133 (b). 
Purpose(s): 
To maintain records on industrial safety and make periodic reports 

to higher headquarters. · · · 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of such uses: . 
See 'BLANKET ROUTINE USES' set forth at the beginning of 

DCA's listi_ng of records. · 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: . 
Storage: . · 

Paper records in file folders. 
Retrievability: · 
Retrieved by name and social sec.urity number. 
Safeguards: 
Records are stored in locked file cabinets. 
Retention and disposal: · 
Records are temporary. They are retained in active files for one 

year, held one additional year and destroyed. 
System maiuiger(s), and address: . 
Chief, Management Support Division, Defense Communications 

Agency Pacific, APO San Francisco, California 96515. 
Notification procedure: 
Request from individuals should be addressed to Chief, Manage­

ment Support Division, DCA-PAC, APO San Francisco, California, 
96515. The full name of the requesting individual will be required to 
determine if the system contains a record about·· him or her. The 
requester may visit the Management Support Division, DCA-PAC, 
to obtain information on whether the system contains records per­
taining to him or her. As proof o.f identity the requester must present 
a current DCA' identification 'badge or a driver's license. 

Record access procedures: , · · 
Contact the Chief, Management ·Support Division, .DCA-PAC, 

-APO San Francisco 96515. The official mailing addresses: are in the 
Department of. Defense Directory in tt.e appendix to the Defense 
~ommunications, Agency's systems notice a1;1d should be referenced 
~¥ th~ requester. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents by the individual concerned may be obtained from· the SYS~ 
MANAGER. 

Record source categories: 
Information supplied by the individual, witnesses, investigative and 

medical agencies. · 
Exemptions claimed for the system: ' 
None. 

KWHC.Ol 
System name: 

Agency Training File System. 
System location: 
Primary Syr.tem-Adjutant, Defense Communications Administra­

tive Unit Address listed DoD Directory. 
Decentralized Segements-Defense Communications Operations 

Unit, White House Communications Defense Communications Sup­
port Unit. Address listed in DoD Directory. 

Categories of individuals covered by the system: 
Any military employee undergoing formal, informal, on the job, or 

MOS training. 
Categories of records in the system: 

, File contains individual training cards and information on training 
progress and testing during· the course of instruction and application. 

Authority for maintenance of the system: 
5 U.S. Code Chapter 41. 
Purpose(s): · 
Provide agency and individual training for job efficiency and ad­

vancement. Used to increase efficiency and· individual production. 
Qualify indiyiduals in all occupations and details within agency. Meet 
service requirements for annual occupation testing. Instill confidence 
and motivation for self-improvement and enhance promotion poten­
tial. Establish clear path for increase in qualification throughout 
career development. 

Routine uses of records inaint~ined in the system, including catego­
ries of users and the purposes of such uses: 

See 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA's listing of records. 

Policies. and practices for storing, retrieving, ·accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Paper records and cards in file folders. 
Retrievability: 
Filed alphabetically by last name of individual. . 
Safeguards: 
Buildings employ security guards. Record.~ are maintained in areas 

accessible only to authorized personnel that are properly screened, 
cleared and trained. 

Retention and disposal: 
Records are permanent. They are retained in active file during 

active career, retired to service transfer point on release from active 
dufy~ 

System manager(s) and address: 
Adjutant; Defense Communications Administrative Unit (DCAU), 

Building 94, Anacostia Naval Station, Washington, DC 20374. 
Notification procedure: 
Requests from individuals should be addressed to Adjutant, 

DCAU, Anacostia Naval Station. The full name of the requesting 
individual will be required to determine if the system contains a 
record about him or her. As proof of identity, the requester must 
present a current DCA identification badge or driver's license. 

Record access procedures: 
Requests · from i~dividuals should be addressed to Adjutant, 

DCAU; Bldg 94, Anacostia Naval Station, Washington, DC 20374 
Written requests for information should contain _the full name of 

the Jndividual, current address and telephone number and category 
information requested. · · · 

For personal visits, the individual should be able to provide some 
acceptable identification, that is Oriver's license, employee identifica­
tion or military identification card: 

Contesting record procedures: 
The agency's rules for access. to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Application and r'elated forms from indiv,idual, performance tests, 

recommendations, service departments, written tests, previous com­
mands and records .custodians. 

Exemptions claimed for the system:· 
· None. 
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KWHC.Oi 
System name: 

Military Personnel Files System. 
System location: 
Primary System - Adjutant, Defense Communications Administra­

tive Unit. Address listed DoD Directory. 
Decentralized Segments - Defense Communications Operations 

Unit, White House Communications, Defense Communications Sup~ 
port Unit. Address listed in DoD Directory. 

Categories of individuals covered by the system: 
All assigned or attached military personnel. 
Categories of records in the system: 
Files contain individual's enlistment contract, MOS evaluation 

data, Serviceman Life Insurance Elections, Emergency Data, Record 
of Induction, Qualification Record, Oath of Office, Recommendation 
for Promotion, Medical Examination, Retirement Application, Cor­
rection of Records, Report of Tra·nsfer or Discharge, Review for 
Correction of Discharge, . Language Proficiency, Police Records 
Check, Statement of Personal History, Application for ID Cards, 
Recommendations for A wards, Awards, Certificate of Security 
Clearance, Cryptographic Training and Experience Record, Defense 
National Agency Check Request, Oath of Enlistment, Certificate of 
Achievement, Reports of Change to Qualification Record, In/Out 
Processing Check Sheet, Installation Clearance Record, Hold Let­
ters, Personnel Data Card, Assignment, Waiver of Enlistment, Enlist­
ed Evaluation Report, Change in Reporting Official, Career Counsel­
ing Record, Training Upgrade, Passport Application, Letters of Rec­
ommendation and Appreciation, Commendation, Special Orders, 
TOY Orders, Personnel Action requests, Certificates of Appreciation 
and Commendation, Extension Certificates, Officer Evaluation Re­
ports, Application for Appointment, Application for Active Duty, 
Application for Social Security Number, Suspension of Favorable 
Personnel. Action, Sign In/Out Register, Morning Reports, Leave 
Request, Suspense File, Duty Roster. 

Authority for maintenance of the system: 
10 usc 3012, 6011, 8012. 
Purpose(s): 
Provide management and control of military personnel and moni­

tor and assist in personnel actions affecting their entire career. Used 
to classify and reclassify personnel and monitor testing, assign and 
reassign personnel, process and assign overseas and Continental 
United States (CONUS), provide port call instructions, provide ros­
ters, promotion and reduction, training schooling, special assign­
ments, details, disciplinary action rotation, fix personnel authoriza­
tion, determine authorizations, submit personnel requisitions, monitor 
utilization, identify personnel for elimination, proficiency testing, · 
report promotion eligibles, process retirement, enlistments, branch 
transfers, extensions, curtailments, A wards, foreign service decora­
tions, special correspondence, security clearance, photographs, ap­
pointment, emergency leave, report casualities, dependent travel, 
marriage, adoption, readiness files, travel clearance, passports, visa, 
service benefits, life insurance, voting, control of identification cards 
and tags, maintain historical record of service, strength, prepare 
rosters and reports for personnel iilformation systems, process incom­
ing and out going personnel, prepare personnel data cards, obtain 
security clearance. Transfer information to Department of the Army, 
Air Force, and Navy, Washington, DC 20310. 

Disclosure to investigate Authorities on possible prosecution 
Action. Department of Service, Staff Agencies and commands, to 
coordinate and control and accomplish assigned mission of military 
personnel. Develop requirements and training of military personnel 
world-wide. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

See 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA's listing of records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records and. cards in file folders. 
Retrievability: 
Filed alphabetically by last name of individual. 
Safeguards: 
Buildings employ securities are maintained in areas accessible only 

to authorized personnel that are properly screened, cleared and 
trained. 

Retention and disposal: 

Records are permanent. they are r~tained in active file during 
active career, retired to service transfer point on release from· active 
duty. 

System manager(s) and address: 
. Adjutant, Defense Communications Administrative Unit (DCAU), 
Building 94, ~nacostia Naval Station, Washington~ DC 20374. 

Notification procedure: 
Requests from individuals should be addressed to Adjut~nt, 

DCAU, Anacostia Naval Station. The full name of the requestmg 
individual will be required· to determine if the system contains a 
record about him or her. As proof of identity, the requester must 
present a current Defense Communications Agency identification 
badge or a driver's license. 

Record access procedures: 
Requests from individuals · should be addressed to 'Adjutant, 

DCAU, Bldg 94, Anacostia Naval Station, Washington, DC 20374. 
Written request for information should contain the full name ?f the 

individual, current address and telephone number and category mfor­
mation requested. 
. For personal visits, the individual should be able to provide some 

acceptable identification, that is drivers license, employee identifica­
tion or military identification card. 

Contesting record procedures: 
The agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Application and related forms from the individuals, service depart­

ments, Defense investigative service, previous commands, Federal 
and State Agencies and records custodians. 

Exemptions claimed for the system: 
None. 

KWHC.03 
System name: 

Personnel Locator File System. 
System location: 
Primary System-Adjutant, Defense Communications Administra­

tive Unit. Address listed DoD Directory. 
Decentralized Segements-Defense Communications Operations 

Unit, White House Communications, Defense Communications Sup­
port Unit. Address listed in DoD Directory .. 

Categories of individuals covered by the system: 
All assigned, attached or controlled personnel. 
Categories of records in the system: 
Files contain individual information c·ategories of states, occupa­

tion, MOS, .marital status, dependents, active service dates, separa­
tion, rank, home telephone, duty title, station, home of record, unit, 
emergency contact and location, and rotation. 

Authority for maintenance of the system: 
10 usc 133(b). 
Purpose(s): 
Provides individual and supervisors a purely i.nternal management 

tool designed to be used when individuals do not have immediate 
access ,to military personnel files. Used for Emergency location and 
notification of personnel under unusual circumstances. Used in 
normal notification and forwarding .of information, messages and 
mail. Used in event of loss of individual military records and jn 
pr~paration of recommendations for promotion, awards, reduction, 
discipline and personnel actions. Used on leave approval, travel, 
enlistments, training and security clearances. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA's listing of records. 

Policies and practices for storing; retrieving, accessing, retaining,. ·and 
disposing of records in the system: 

Storage: 
Paper records an~ cards in file folders. 
Retrievability: 
Filed alphabetically by last name of individual. 
Safeguards: 
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'Buildings employ s'ecurity: guards. R~cords are maintained in areas 
accessible only_ to authorized personnel that are properly screened, 
cleared and tramed. 

Retention and disposal: 
Records are retained during individual assignment'· and destroyed 

upon transfer. · . . : · 
System manager(s) and address: 
Adjutant,•Defense Communications Administrative Unit (DCAU), 

Building 94, Anacostia Naval Station, Washington, DC 20374. ·· 
Notification ·procedure: 

. Requests from individuals should be addressed to Adjutant, 
P~A:U, Ana~ostia Nav~l Station. The full name of the requesting 
md1v1dual wtll be requ1red to determine if the system contains a 
record about him or her. As proof of identity, the requester must 
present a current DCA identificatiop badge or driver's license.. · 

Record access procedures: 
Requests from individuals should be addressed to Adjutant, 

DCAU, Building 94, Anacostia Naval Station, Washington, DC 
20374. . 

Written requests for information should contain the full name of 
~he indi~idual, current. address and telephone number and category 
mformatton requested. . . . 

For personal visits, the individual should be able to provide some 
identification or military identification card. · · · 

Contesting record pr~:)(~edures: 
The Agency's rules for access to records and for contesting: con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

·Record source _categories: 
Military Personnel Files and ind.ividual submission. 
Exemptions claimed for the system: 
None. 

KWHC.04 
System name: 

Military Financial File System. 
System location: 
Primary System - Adjutant, Defense Communications A-dministra­

tive Unit. Address listed DoD Directory. . 
Decentralized Segements - Defense Communications Operations 

Unit, White House Communications, Defense Communications Sup­
port Unit. Address listed in DoD Directory. 

Categories of individuals covered by the system: 
All assigned or attached military personnel 
Categories of records in the system: 
File contains individual's military: pay records, substantiating docu­

ments, such as certificates for deduction's and retained pay orders, 
records of travel and dislocation pay, record data folder, miscellane­
ous vouchers, leave records, withholqing exemption certificate, civil-
iim clothing voucher and. various collection vouchers. . 

Authority for maintenance of the system: 
10 usc l33(b). 
Purpose(s): 

. Maintain historical record of all pay. Administer military pay and 
allowance in a accurate and legal manner. Provide maximum bene­
fits,· provide input data, substantiate pay, process morning reports, 
provide pay allowances, provide. income tax information, referrahi'to 
Department of Justice and DoD, prompt processing miscellaneous 
pay, post travel cards, audit leave record, process adjustments, notice 
of exemptions and levy·, provide copys to individual, verify VA 
benefits,. audi~s, reimburse travel, maintain accuracy. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

. See 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA's listing of records. 
- Policies and practices for storing;· retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: . . _ ~-

Paper records and cards in file folders. 
Retrievability: 
Filed alphabetically by last name of individual. 
Safeguards: 
Buildings employ security guards. Records are maintained in areas 

accessible only to authorized personnel that are properly screened, 
cleared and trained. 

Retention and disposal: 
Records are permanent. They are retained in active file during 

active career, retired to service transfer point on release from active 
duty. 

System manager(s) and address: · 
Adjutant, Defense Communication~ Administrative Unit (DCA U),' 

Building 94, Anacostia Naval Station, Washington, D<::: 20370 
Notification procedure: _ , 
Requests from individuals should be addressed to. Adjutan.t, 

DCAU, Anacostia NavaJ Station. The full name of the requesting 
individual will be required to determine if the system contains a 
record about him or her. As proof of identity, the requester must 
present a current DCA identification badge or driver's license. 

Record access procedures: 
Requests from individuals should ' be addressed to Adjutant, 

DCAU, Bldg 94, An;1costia Naval Station,· Washington, DC 20374. 
~ritten requests for information should contain the full name of 

the individual, current address and te~ephone number and category 
information requested. 

For personal visits, the individual should be able to provide some 
acceptable identification, that is, driver's' license, employee identifica­
tion or military identification card. 

Contesting r4;!cord procedures: 
The agency's rules for access to records and for· contesting con­

tents and appealing initial'determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record .source categories: 
Application and ·related forms from. the individual requesting pay 

action, service departments and command document, state and feder­
al agencies and· records custodians, birth certificates, marriage li­
censes, previous employees, and financial institutions. 

Exemptions claimed for the system: · 
None. 

KWH C. OS 
System name: 

Personnel Information System. ' : 
System location: 
Primary System - Adjutant, Defense Communications Administra-

tive Urtit. Address listed DoD Directory. . 
, Decentralized Segements-Defense Coinmunications Operations 

Unit, White House Communications, Defense Communications Sup­
port Unit. Address listed in DoD Directory .. 

Categories of individuals covered by. the system; 
All· assigned or attached personnel. 
Categories of records in the ~ystem: 
Files contain individual information categories of procurement, 

positions, duty, hold, location, address, suspense actions,. passports, 
separation, birthdays, service badges, medal eligibility, survivor bene­
fits, promotion, photographs, physicals, projected loss, orders, MOS 
testing, information change, rotation, st~te, age_ dependents, travel 
and duty status change. 

Authority for maintenance of the system: 
10 usc l33(b). 
Purpose(s): 
Provide verification and notification to individual on accuracy of 

military personnel file. Used to verify, correct and update procure­
ment summaries, locator files, address, suspense items, passports, sep­
aration dates, service badge eligibility, medal ·eligibility, clothing al­
lowance eligibility, survivor benefits, promotion eligibility, photo­
graph and physical completion, personnel rosters, lo'ss reports, issu­
ance of orders, MOS testing, notification change and new depend­
ents. Used by individual to insure accuracy of Agency information . 

Routine uses of records maintained in the system, including ·catego· 
ries of users and the purposes of such uses: 

See 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA's listing of records. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper. records and cards in file folders. 
Retrievability: · 
Filed by information category. 
Safeguards: 

r 
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Buildings employ security guards. Records are maintained in areas 
accessible only to authorized· personnel that are properly screened, 
cleared and trained. · 

Retention and disposal: 
Records are destroyed after verification by individual and posting· 

in military personnel files. 
System manager(s) and ·address: · 
Adjutant; Defense Communications Administrative Unit, Building · 

94, Anacostia Naval Station, Washington, DC 20374. · 
Notification procedure: 
Requests from individuals should be addressed to Adjutant, De­

fense Communications Administrative unit, Anacostia Naval Station. 
The full name of the requesting individual will be required to 9eter­
mine ifthe system contains a record about him or her. As proof of 
identity, the requester must present· a current DCA identification 
badge or driver's license. 

Record access procedures: 
Requests from individuals should be addressed to Adjutant, De­

fense Communications Administrative Unit , Building 94, Anacostia 
·Naval Station, Washington, DC 20374. . 

Written requests for information should contain the full name of 
the individual, current address and telephone ·number and category of 
information requested. · 

For personal visits, the individual should be able to provide some 
acceptable identification, that is, drivers license, employee identifica­
tion or military identification card. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Military (>ersonnel File, application from individual, service de­

partments, previous commands, Federal and State Agencies and 
record custodians. 

Exemptions claimed for the system: 
None. 

System name: 
Personnel Security Files. 
System location: 

KWHC.06 

Primary System-Adjutant, Defense Communi9ations Administra­
tive .Unit. Address listed DoD Directory. 

Decentralized Segments-Defense Co.mmunications Operations Unit, 
White House Communications, Defense Communications Support 
Unit. Address listed .in DoD Directory. 

Categories of individuals covered by the systen:a: 
Active duty military personnel, DoD Civilian . employees, and 

DoD Contractor Personnel nominat.ed and approved for assignment 
to the White House Communications Agency (WHCA). 

Categories of records in the system: 
Files contain individual nominations for assignment to .the WHCA. 

Files include retained, copies of individuals' Statements of Personal 
History; periodic updates of statement of personal history data; indi­
vidual building pass and identification security badge requirements; 
security briefing certificates; reports of involvements in accidents and 
incidents; retained copies of application for off-duty employment; 
notification of security clearance indoctrination/debriefing; notifica­
tion of completion of spouse National Agency Checks; individual 
certificates of clearances; personal interview results. 

Authority for maintenance of the system: 
Executive Order 10450, as amended; Executive Order 10865. 
Purpose(s): 
Nomination files for assignment to WHCA are initiated to transmit 

completed background investigations to the following activities (in 
the order listed): 

The Office of the Special Assistant to the Secretary and Deputy 
Secretary of Defense. 

The Office of the Military Assistant to the President, 
Nomination files are used to evaluate the· background, character, 

and qualifications ofpersons for assignment to the agency. 
·Individual pass and security identification requirements records 'are 

collected to control or limit access of personnel to sensitive facillties. 
Individual reports of involvements in accidents or incidents are. 

used to monitor the security and security-related conduct of person­
nel who are assigned to a Presidential support activity and who have 
access to classified information. 

Individual requests for approval of off-duty employment of active 
duty military personnel. The. formal request documents. that a deter­
mination· has been made ·that the off-duty employment does not 
involve any conflict of interest. . 

Retained copies of notifications of the indoctrination of persormel 
for various security clearances and special'access programs. Notifica­
tions are used to insure that only properly indoctrinated personnel 
are permitted access to these security clearances and records. . . 

Retained copies of correspondence advising the Commander, 
Nayal Support Facility, Climp David, Maryland, of the completion 
of a National Agency Check on the spouses of WHCA personnel 
assigned to ·camp David. Notifications are used as the basis for the 
preparation of access lists to Camp David. . 

Individual certificates of security clearances issued by the Defense 
Communications Agency. These certify that personnel assigned to 
the agency have met all requirements for access to classified material. 

Interview nptes dealing with the personal interview of individuals 
tentatively accepted for assignment to the White House Communica­
tions Agency, pending completion .of the· background investigation. 
Notes are used to assess the overall qualifications of personnel tetita-
tively selected for assignment to the agency. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Nomination files for assignment to WHCA are initiated to transmit 
completed background investigations to the following activities (in' 
the order listed): . . 

The Staff Assistant for Security, Office of the Counsel to the 
President; · 

Special Agent in Charge, Technical ·Security Division, United 
States Secret Service. · · 

Statements of Personal History, as well as the periodic update of 
personal hi~tory data, is used to furnish the Defense Communications 
Agency, the White House Office, and other Federal Agencies per­
sonal data on applicants for assignment or duty with the agency. 
Statements of Personal History serve as the basis for initiation of 
background investigations and assessing the .eligibility of individual 
for special access programs. . 

See also 'BLANKET ROUTINE USES' set forth at the beginning 
of DCA's listing of records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: . 

Storage: 
Paper records and cards. in file folders. 
Retrievability: · 
Filed alphabetically by last name of individual. 
Safeguards: 
Buildings employ security guards. Records are maintained in areas 

accessible only to authorized personnel properly screened, cleared 
and trained. 

Retention and disposal: 
Records are permanent. They are retained in active status during 

period of access and retired to records storage facility. 
System manager(s) and addr~ss: 
Adjutant, Defense Communications Administrative Unit, Building 

94, Anacostia Naval Station, Washington, DC 20374. 
Notification procedure: 
Requests from ·individuals .should be addressed· to Adjutant, De­

fense Communications Administrative Unit (DCAU) Anacostia 
Naval Station. The full name of the requesting individual will .be 
required to determine if the system contains a record about him or 
her. As proof of identity, the requestor must present a current De­
fense Communications Agency (DCA) identification badge or driv­
er's license. 

. Record access procedures: 
Requests from individuals should be addressed to Adjutant, 

(DCAU), Bldg 94, Anacostja Naval Station, Washington, DC 20374 
Written requests for information should contain the full name of 

the individual, current address and telephone number and category 
information requested. · . . . 

For personal visits, the individual should be able to provide some 
acceptable ideptification, that is 'driver's license, employee identifica­
tion or military identification card. 

· Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
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Statements of. Personal History and related personal information 
forms and reports from each individual; Notification of personal 
(security) clearance from the Defense C,ommunications Agency and 
other appropriate Federal Agencies; incident and accident reports 
from. the investigating agency. . 

. Card files are originated . in the Security. Office, White House 
Communications Agency, extracting pertinent information from the 
Statement of Personal History and related personal information forms 
whic.h the individual p·rovides. · · · 

Exemptions claimed for the system: 
None. 

KWHC.07 
System name: 

Agency Access/Pass File System. 
System location: '·, 
Primary System - Adjutant, Defense Communication~ Administra­

tive Unit. Address listed DoD Directory. · 
Decentralized Segments-D~fense·communications Operations Unit, 

White House Communications, Defens~ .Communications Support 
Unit. Address listed in DoD Directory. · 

Categories of individuals covered by' the system: 
. ~ssigned and attached personnel~ contractors, visitors and civilian 

employees, whose trustworthiness has been established (in· accord­
ance· with appropriate regulations), who applies for and are granted 
access to classified records, sites, equipment, containers, or areas 
within agency's scope of responsibilities. · 

Categories of recor~s in the system: 
File contains registers for recording pertinent information on per­

sons authorized entry or access to classified records, sites, .equipment, 
containers and.areas. 
-··Authority for maintenance of the system: 
; Execu~ive Order 10450, as amend~d; Executive Order 10865. 

Purpose(s): . 
Used to record names, signatures and identity of those authorized 

access.· . . . 
Used to obtain and grant clearance or extension of clearance for· 

access to classified information, equipment, sites or containers. Used 
to prevent unauthorized access or disclosure of classified material or 
information. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

See 'BLANKET ROUTINE USES' set forth at the. beginning of 
DCA's listing of records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records and cards in file folders. 
Retrievability: , 
Filed alphabetically by l~st name of individual. 
Safeguards: 
Buildings employ security guards. Records are maintained in. areas 

accessible only to authorized per~onnel that are properly screened, 
cleared and trained. 

Retention and disposal: 
Records are permanent. They are retained . in active status during 

period of access and retired to records ~olding facility. . , 
System manager(s) and address: 

· Adjutant, Defense Communications Administrative Unit (DCAU), 
Bldg 94, Anacostia Naval Station, Washington, DC 20374. 

Notification procedure: 
Requests from individuals should be addressed to Adjutant, 

(DCAU) Anacostia Naval Station. The fuJI name of the requ~sting 
individual will be required to determine if the system contams a 
record about him or her. As proof of identity, the requestor must 
present a current DCA identification badge or driver's license. 

Record access procedures: . 
Requests from individuals should ·be addressed to Adjutant 

(DCAU), Bldg 94, Anacostia Naval Station, Washington, DC 20374. 
Written requests for information should contain the fu~l name of 

the individual, current address and telephone number and category of 
information requested. : 

•For personal visits, the individual should be able to provide some 
acceptable identification, that is a driver's license, employee identifi-
cation or military identification card. · . . 

Contesting record procedures: 
The Agency's r~les for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Application and related forms from the individual requesting 

access, personnel security clearance from Defense Inv~stigative Serv­
ice,. service staffs, commands and other Fed_eral agenc1es. Records of 
custodians. · 

Exemptions claimed for the system: 
~one. 

KlOS.Ol 
System name: 

208,.'10 Confidential Statement of Employment and Financial .Inter­
est. 

System location: 
Office of the Counsel, Headquarters, Defense Communications 

Agency (DCA), Code 105. 
Categories of individuals covered by the system: 
Those DCA military personnel, on duty, in the rank of Lieutenant 

Colonel, Commander, or above and 'those DCA civilian personnel, 
on duty, in the grade of GS-13 and above whose duties require them 
to exercise judgment in actions relating to contracting or 'procure­
ment:· 

Categories of records in the system: 
The ,completed DD Form 1555, 'Confidential Statement of Em­

ployment and Financial.-Interests -·Department of Defense Person­
nel'; lists of those DCA employees who must fill out the form. The 
responsibility for determining the list of which employees must fill 
out the form is vested in: (1) The Director, DCA, for the Office of 
the Director; (2) · the Deputy Directors, the ·Comptroller,. and the 
Assistants to the· Director; for Administration and Personnel for their 
respective organizations; (3) the Chairman or Chief responsible indi- · 
vidual for source selection boards, committees, etc., or bid or propos­
al evaluation groups, formally designated; and (4) the Chief of Staff, 
Headquarters, DCA, for any other positions not covered in (1) 
through (4) above. 

Authority for maintenance of the system: 
18 usc 208 
Purpose(s): 
Office of Counsel, DCA- To assure that the applicable DCA 

personnel-refrain from any private b':'Sifl:ess or prof~ssi~nal activity. or 
refrain· from havmg any d1rect or md1rect financ1al • mterest wh1ch 
would put them in a' position where there is a conflict between their 
private interest and the public interests of the United States, particu­
larly those related to ·their duties and responsibilities as DCA person­
nel.· And even though a technical conflict may not exist, the Counsel, 
DCA; must assure that DCA personnel avoid the appearance of such 
a conflict from a public confidence point of view. The resolution of a 
conflict or appearance of a conflict may be accomplished by one or 
more means, such as changes in. assigned duties, divestment .of a 
conflicting interest, disqualification for a particular assignment, disci­
plinary action, or criminal action. A DCA employee who falls within 
the applicable categories will have his OF8 (the covering ~orm with 
his position description) stamped with the notation, 'ReqUires confi­
dential statement of employment and financial interest' as required by 
DoD Directive 5500.7'. · 

DCA Management - To review where there is an unresolved 
conflict of interest and an adverse action is to be taken. 

Routine uses of records maintained in the syst~m, including catego· 
ries of users and the purposes of such uses: 

See 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA's listing of records. 
. Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
Paper records in file folders. 
Retrievability: . 
lnform~tion is accessed and retri~ved by name and. organizational 

assignment.· · · 
Safeguards: 

· Building employs security guards. Records are stored iri' locked 
safe and· are accessible only to the Office of Counsel, DCA. 

Retention and disposal: 
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Records are temporary. They are destroyed when 6 years old 
except that documents needed in an ongoing investigation will be 
retained until no longer needed in the investigation. 

System manager(s) and address: 
Counsel, Code 105, Headquarters,- DCA 
Notification procedure: 
Requests from individuals should be addressed to the Counsel, 

DCA, Code 105. The full name and organizational assignment of the 
requesting individual will be required to determine if the system 
contains a record about him or her. The requester may visit the 
Office of Counsel, DCA, Code 105, to obtain information on whether 
the sysfem contains records pertaining to him or her. As proof of 
identity the requester must present either a current DCA identifica­
tion badge or a driver's license. 

Record access procedures: 
'Contact Counsel, DCA, C6de 105. The mailing address is listed in 

the organizational directory of the Defense Communications Agency 
published in the Federal Register and should be referenced by the 
requester. 

Contesting record procedures: , 
. The Agency's rules for access to records and for. contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: . 
Completed DD Forrn 1555 supplied by the individual. 
Exemptions claimed for the system: 
None. 

K107.01 
System name: 

Investigation of Complaint of Discrimination. 
System location: · . 
Office of the Director of Equal Employment Opportunity, Head­

quarters, Defense Communications Agency (DCA), (Code 107), 
Washington, DC 

Categories of individuals covered by the system: 
Employees of, or applicants for employment with, DCA 'who have 

filed forma.l, written complaints alleging that they had been discrimi-
nated against. · 

Categories. of records hi the system: 
Signed affidavits; copies of personnel documents; copies of official 

personnel promotion records; report of investigator; EEO Counsel­
or's report; inter-office memoranda; employee's complaint of discrim­
ination; employee career appraisal reports; letters from complainant's 
repn;sentati ve. · · 

Authority for maintenance of the system: 
Federal Personnel Manual, Part 713, 'Equal Opportunity.' 
Purpose(s): · 
Used by the Director of Equal Employment Opportunity in 

· making a recommendation to the Director, DCA regarding the for­
mulation of a finding with regard to whether or not a complaining 
employee has been discriminated against. . 

The Director, DCA also examines the system in writing his deci­
sion. 

Civil Service Commission's · Appeal Review Board uses file if 
appeal is filed with the· Board. · 

Routine uses of records maintained in the system, including catego­
ries. of users and the purposes of such uses: 

See 'BLANKET ROUTINE. USES' set forth at the beginning of 
DCA's listing of records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Stored ·in _file folders in locked file cabinet. 
Retrievability: 
Retrieved by the name of the complaining employee or applicant. 
Safeguards: 
Building employs security guards. Files locked in file cabinet. No 

one has direct access except for the Director, Equal Employment 
Opportunity. 

Retention and disposal: 
Record is retained until three years· after a final decision in the 

complaint involved and retired to the Washington National Records 
Center. 

System manager(s) and address: 
Director, Equal Employment Opportunity,. DCA (Code 107), 

Washington, DC 20305. 
Notification procedure:. 
Requests from individuals should be addressed to· the Director of 

Equal Employment Opportunity, Headquarters, DCA, Code 107. 
The individual's full name and organization will be required to deter­
mine if the system· contains a record about him or her. The requester 
may visit the Office Equal Employment Opportunity, Headquarters, 
DCA, Code 107, to obtain information on whether the system con­
tains records pertaining to him· or her. Proof of identity will be by 
presentation of current DCA identification badge or a driver's li-
cense. . . 

Record access procedures: 
Contact the Director of Equal Employment Opportunity, Head­

quarters, DCA, Code 107, for assistance in this regard. The mailing 
address is listed in the organizational directory of the Defense Com­
munications Agency published in ~he Federal Register and should be 
referenced by the requester. · 

Contesting record procedures: 
. The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. · 

Record source categories: 
Previous employers and supervisory officials; present supervisor; 

present and previous co~workers; officials in personnel office; person­
nel records; payroll records; promotion files; and training and educa­
tion records. 

Exemptions claimed for the system: 
None. · · 

System name: 
Travel Orders Records System. 
System location: . 
Services Branch, Code 232, and Travel Branch, Code 234, Head-

quarters; Defense Communications Agency (DCA). Decentralized 
Segments: Defense Communications Engineering Center Administra­
tive Offices, Code R 120; Defense Communications Operations 
Center, Allocations and Engineering Division, Code N230 .. 

Categories of individuals covered by the system: 
Those DCA military and civilian personnel who have performed 

official travel in connection with DCA business or employment. 
Categories of records in the system: 
Records in the system would cover authorized official travel for 

civilian, military, and contractor personnel and be comprised of 
travel orders, transportation requests, commercial carrier transporta­
tion and excess baggage tickets, travel advance vouchers, records of 
travel claims and payments, DD Form 1056, Authorization to Apply 
for a 'No Fee' Passport. Also supporting documentation including 
messages, correspondence, and coordiqation ·papers. Data in the 
system would include names, social security numbers •. office assign­
ments, rank/grade, DCA office code number, DCA telephone 
number, home addresses, transportation and per diem allowances and 
actual amounts paid, and. itineraries. · 

Authority for maintenance of the system: 
10 usc 133(b). 
Purpose(s): 
Used by personnel in the Services Branch, Code 232, and person­

nel in the Travel Branch, Code 234, Headquarters, DCA, in main­
taining appropriate and accountable records for individuals perform­
ing official travel. on DCA business and to ensure individual travel 
advances are liquidated. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Disclosures may be made from this system to 'consumer reporting 
agencies' as defined in the Fair Credit Reporting Act (15 U.S.C. 
I68la(f)) or the Federal Claims Collection Act of 1966 (31 U.S.C. 
370l(a)(3)). · · . 

Credit Bureaus and Debt Collection Agencies , Records may be 
referred to private contract .organizations to comply with the provi- . 
sions of the Debt Collection Act of 1982 (10 U.S.C. 136) for non-
payment of an outstanding debt. . . . . 

Other Federal Agencies - Records of debtors obligated to DoD, 
but currently employed by' another Federal agency may be referred 
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to the employing agency under the provisions of the Debt Collection 
Act of 1982 for the purpose of the debt. · 

See also 'BLANKET ROUTINE USES' set forth at the beginning 
of DCA's listing of records. · · 

Policies and practices for storing, retrieving~ accessing, retaining, and 
disposing· of records in the' system: . . · · , · 

Storage: · 
Records are storeo in file folders. · 
Retrievability: 
Information is access~d and retrieved by the name of the individ-

ual. · 
· Safeguards: 

Building employs security guards. Records are kept in security file 
(MP combination lock) and are accessible only to authorized person­
nel that are properly screened, cleared and their duties require. them 
to be in the area ~here· records are maintained. . 

Retention and disposal: 
·Records ·maintained• in the Travel Branch, Code 234 are not per­

manent. They are retained in active file until travel advances are 
liquidated and then transferred to completed files and held for one 
fiscal year and subsequently retired to the appropriate Washington 
National Records Center. · 

Records maintained in the Services Branch, Code 232, are retained 
for two years, then destroyed. 

System manager(s) and address: 
Chief, Supply and. Services Division, Code 230, Headquarters, 

DCA. Decentralized Segment - Chief, Management Services Office, 
Defense Communications Engineering Center, Code Rl20. 

Notification procedure: 
Requests from individuals should be addressed to Chief, Supply 

and Services Division, Code 230, Headquarters, DCA. The full name 
of the requesting individual will be required to determine if the 
system contains a record about him or her. The requestor may visit 
the Services Branch, Code 232, Headquarters, DCA, to obtain infor­
mation whether the system contains records pertaining to him or. her· 
for local travel. For other than local travel, the requester may visit 
the Travel Branch, Code 234, Headquarters, DCA, to .obtain infor­
mation on whether' the system contains records pertaining to him or 
her. In either instance, as proof of identity, the requestor must 
present ·either a current DCA identification badge or a driver's li­
cense. · 

Record access procedures: 
Contact the Chief," Supply and Services Division, Code 230, Head­

quarters,· DCA. The official mailing. addresses are in the Department 
of Defense Directory in the appendix to the Defense Communica­
tions Agency's systems notice and should be referenced by the re-
questor. .. · 

Contesting record procedures: 
The Agency's rules for access to records and for·cqntesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Names and other personnel information on those individuals in the 

system are obtained/gathered from authorized and approved travel 
orders issued to. the individual concerned. · 

Exemptions claimed for the system: 
None. 

System name: 
Injury Record File. 
System location: 

K232.02 

· Services Branch; Code 232, Headquarters; Defense· Communica­
tions Agency (DCA). 

Categories of individuals covered by the system: 
Those DCA civilian employees who are treated for an occupation­

al injury or illness by the Dispensar-y located on the Headquarters 
DCA Compound. 
· Categories o'f records in the system: 

Records 'in ·the system are injury Records, Civilian Employee 
Health Service. (CEHS) Form CH-4 (Rev .10 Jun 64) which shows 
the date form was completed, name of employee injured, the Depart­
ment, Agency, Branch, building, room and telephone numbers, date 
and time of injury, brief description of injury, disposition of case and 
the signature of the CEHS representative submitting the report. 

Autho~ity for mainte'nance of the system: · 

10 U.S. Code 133(b); 5 U.S.C., chapters II, 31, 61, 63, and 83; 
Executive Orders 12107 and 12196. 
· Purpose(s): 

Used by personnel in the Services ·Branch; Code 232, Headquar­
ters, DCA, to ensure that causes of occup.at_i9nal injuries or illnesses 
are corrected. Also serves as a tickler file to ensure that a more 
detailed report (Employees Compensation Forms CA 1 and 2) are 
due in from the employee. 

After screening the CA 1 and 2, they are forwarded to the Civilian 
Personnel Division, Code 720, Headquarters, DCA, for file in official 
file folder. ·· · ' · 

Routine uses of records mafntained in the system, including catego-
ries of users and the 'pu.rposes of such uses: · 

See 'BLANKET ROUTINE; USES' set forth .at the beginning of 
DCA's listing of records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system:: . ' . . 

Storage: 
Records are stored in a 5' x 8' card file box. 
Retrievability: 
Information is accessed arid retrieved by the name of the individ-

ual. · · 

Safeguards: 
Building employes security guards. Records are kept i·n security 

file (MP combination lock) and are accessible only to authorized 
personnel that are properly screened, cleared;·and their duties require 
them to be in the area where records are maintained. 

Retention and disposal: 
Records are not permanent. They. are retained for two years fol­

lowing the date of execution, at which time they are destroyed. 
System manager(s) and address: . · 
Chief, Supply and Services Division, Code 230, Headquarters, 

DCA. 
Notification procedure: 
Requests from inqjviduals should be add_ressed to Chief, Supply 

and Service.s Division, Code 230, Headquarters, DCA. The full name 
of the requesting individual will be required to determin~ if the 
system contains a record about him or her. The requester may visit 
the Services Branch, Code 232, Headquarters, DCA, to obtain infor­
mation on whether the system contains records pertaining to him or 
her. As proof of identity, the requester must present either a current 
DCA identification badge or a driver's license. 

Record access procedures: 
Contact the Chie(s'upply and Services Division, Code'230 •. Head­

quarters, DCA. The official mailing addresses are in the Department 
of Defense Directory in the appendix to the Defense Communica­
tions Agency's systems notice .and should be referenced by the ·re­
quester. 

Contesting record proced~res: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinatio.ns by the individual concerned 
may be obtained from the SYSMANAGE:R. · 

Record source categories: · · 
The CEHS Representative operating the Dispensary located on the 

Headquarters, DCA Compound. · · 
Exempti~ms claimed for ~he system: 
None. 

Ki40.ot 
System name: . 

Persom1el Security Investigative Dossier Fiie ·(PSIDF). 
System location: 
Office of the Chief, Security Division, Code 240, Headquarters, 

Defense Communications Agency (DCA:). Decentralized Segment -
Security Branch, Defense Communications Engineering Center, 
Code RlH. 

Categories of individuals covered by the system: 
This file includes individual personnel security investigative dos­

siers on; U.S. military personnel who have been selected for assign­
ment to, are now, or have been assigned to the DCA; U.S. Govern­
ment civilian personnel who are being processed for employment, are 
now or have been employed by the DCA; U.S. military or civilian 
personnel who are. being processed for, or have been granted, access 
to sensitive compartmented information (SCI) by the DCAat the 
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request of their parent organization; industrial employees who are 
performing, expect to perform, or have performed duties under DCA 
SCI' cognizance ·as a result of a U.S. Government contract; or per-

. sonnet who are or have been, affiliated with the DCA. 
Categories of records in the system: 
File contains individual personnel security investigative dossiers. 

Individual dossiers may contain submissions by the individual such as 
Statement of Personal History /personnel security questionnaire, ap­
propriate release statements and related personal documentation, i.e., 
educational diplomas, marriage and divorce records, etc.; information 
obtained as a result of a National Agency Check, investigative action 
and/or volunteer sources. Information may consist of acquisitions 
from listed or developed character references, co-workers, supervi- · 
sors, present and past employers, financial or trade institutions, credit 
bureaus, personnel of the legal, medical, educational or religious 
professions; educational institutions, present and former neighbors, 
courts, U.S. federal, state or local agencies and departments; foreign 
law agencies, private investigative sources, active and retired U.S. 
military or civilian personnel records, interview of the individual, his 
spouse, relatives or associates, fingerprint identification check. This 
information normally covers. the period of the individual's life for a 
fifteen year period immediately preceding the investigation or from 
the date of his eighteenth birthday. However, if derogatory informa­
tion is developed or if the individual has a long tenure of U.S. 
Government service, the file may cover a greater period of time; 
-information on the individual's spouse, relatives or associates; corre­
spondence between the individual and DCA or other U.S. Govern­
ment activity or correspondence related to the individual between his 
employer, organization of assignment and DCA (Code 240) or other 
U.S. Government activity; correspondence related to National 
Agency Checks, investigations, evaluations,- clearance or special ac­
cesses for the individual; certificates of clearance, security determina­
tion or special access authorizations and terminations thereof; con­
tent, adjudicative and clearance action sheets; certificates. of release 
or ·review of personnel security investigative dossiers; results . of 
review of personnel and/or medical files; photographic likeness with 
identifying data such as name. 

Authority for maintenance of the system: 
Executive Order 10450, as amended; Executive Order 10865. 
Purpose(s): 
Information is collected and used for the purposes of determining· 

the suitability, eligibility or qualification of personnel previously de­
fined for assignment, employment or qualification for access to vari­
ous levels of U.S. Government classified and sensitive compartment-

. ed information and to certify clearances and accesses as required. 
Counterintelligence and Security Division (DIA): The personnel 

security investigative dossier for each individual. previously defined 
who has, or had, a valid requirement. for access to compartmented 
intelligence information is reviewed to determine, for the responsible 
United States Intelligence Board Member, the individual's eligil;>ility 
for such access. 

Also released to law enforcement and investigatory authorities of 
the U.S. Government for conduct of official investigations. 

Routine uses of. records maintained in the system, including catego­
ries. of users and the purposes of such uses: 

Any component or official of the U.S. Government having estab­
lishea a need-to-know: Used as a basis for gaining access to classified 
information upon reassignment employment, etc. . 

See also 'BLANKET: RQUTINE USES' set forth at the beginning 
Of DCA's listing of records. · 

Policies and practices, for storing, retrieving, accessing, retaining, and 
disposing of records in the s~stem: 

Storage: 
Paper records, microfiche, in file folders; ADP cards or magnetic 

tapes. 
Retrievability: 
Information is retrieved by the individual's name. 
Safeguards: 
Building employs security guards. Records are maintained in areas 

accessible only by authorized personnel that are properly cleared and 
trained. Records, during non-duty hours, are additionally protected 
by storage in locked electrical filing cabinets. 

Retention and dispo~l: 
Individual records are maintained from the date of initial nomina­

tion for assignment, employment or affiliation with the DCA until at 
least one year but not more than two yeflrS, following his departure. 
Individual records which contain information upon which an adverse 
determination was based are maintained permanently. 

321-135 0-92--16 

System manager(s) and address: 
Chief, Security Division, Code 240, Headquarters, DCA. Decen­

tralized Segment- Chief, Security Branch, Defense Communications 
Engineering Center, Co.de Rl21, 1860 Wiehle Avenue, Reston, VA 
22090. 

Notification procedure: · 
Requests from individuals should be addressed to Chief, Security 

Division, Code 240, Headquarters, DCA. The full name of the re­
questing individual will be required to determine if the system con­
tains a record about him or her.·The requester may visit the Security 
Division, Code 240, Headquarters, DCA, to· obtain information on 
whether the system contains records' pertaining to him or ·her. As 
proof of identity the requester must present a current DCA identifi­
cation badge or a driver's license. For. the Decentralized Segment 
requests should be addressed to - Chief, Security Branch, Defense 
Communications Engineering Center, Code R 12.1, 1860 Wiehle 
Avenue, Reston, VA 22090. 

'Record access procedures: 
Contact the Chief, Security Division, Code 240, Headquarters, 

DCA. The. official. mailing addresses are in the Department ·of De­
fense Directory in the appendix to the Defense Communications 
Agency's system notice and should be referenced by. the requester. 

Contesting record procedures: 
The Agency's rules for access to records an·d for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. · · 

Record source categories: 
Information , is placed into the system by the SYSMANAGER 

aft~r an individual has been nominated for assignment, employment 
or affiliation with the DCA as previously .defined. Information may 
be obtained from the individual's submissions, listed or 9eveloped 
character references, co-workers, supervisors, pl'esent and past em­
ployers, financial or trade institutions, credit bureaus, personnel of 
the legal, medical, educational or religious professions, educational 
ino;titutions, present and former neighbors, courts, U.S. federal, state 
or local law agencies/departments, active and retired U.S. military or 
civilian personnel records, interview of the individual, his spouse, 
relatives or associates, any component of the U.S. Government 
having an identifiable record on the individual or volunteer source~. 

Exemptions claimed for the system: . 
Investigative records compiled solely for the purpose. of determin- · 

ing suitability, eligibility, or qualifications for federal civilian employ­
ment, military service, or access to classified information are exempt 
to the extent outlined in Subsection (k)(S) of the Privacy Act. 

K240.02 
System. name: . 

Sensitive Compartmented Info (SCI) Posn/Pers Accountability 
System. 

System location: 
Primary System-~Office of.the Chief, Security Division, Headquar­

ters, Defense Communications Agency (DCA), Code 240. 
Decentralized Segments--Office of the Chief, Computer Operations 

Division, Defense Communications Agency Operations Center 
(DCAOC). ,. 
· Categories of individuals covered by the system: 

Any individual· who· requires access to Special Intelligence (SI), 
Special Activities Office (SAO) information and/or Single Integrated 
Operational Plan--Extremely Sensitive Information (SIOP-ESI) in 
order to perform their duties are identified which includes: u.s. 
military personnel assigned to the DCA or certified to ~he DCA by 
their parent organization; U.S. Government civilian personnel em­
ployed by the DCA or certified to the DCA by their parent organi­
zation; U.S. military or civilian personnel who are being processed 
for access to SCI by the DCA at the request of their parent organiza­
tion; industrial employees who are visiting DCA or performing 
duties under DCA cognizance as a result of a U.S. Government 
contract, or who are certified to the DCA as authorized representa­
tives of industrial firms concerned with matters related to contrac­
tual, advisory or consultant support, or whose functions are suc;:h that 
visits to the DCA, or to facilities under DCA cognizance, are re­
quired. 

Categories of records in the system: 
. File contains the SI/SAO Billet Roster which is a compilation by 

name, military grade or civilian counterpart, military service or social 
security account number , position number and title and parent orga­
nization . The roster identifies those positions (billets) which have 
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been approved for specific SI/SAO access and lists the incumbents of 
th?se billets with the categories of access for which they have been 
bnefed; the SIOP-ESI Billet Roster which contains· the same identi­
fying elements· .described above but· pertains exclusively to SIOP-ESI 
accesses; the Contractdr Facility Control Record which lists all con~ 
tractor facilities for which the SpeCial Security Branch has security 
cognizance. Facilities are listed by name and location, with a separate 
section for each facility. Within each section the c.ontractor employ­
ees assigned to that fac.ility are listed by name, clearance and catego­
ries ofSCI to which they are authorized access; the Special Security 
Control Card which is an alphabetical card file of all personnel 
previously defined listing the individual's name, date and place of 
birth, military service or social security account number, billet 
number, organization of assignment or employment, job title, the 
status of clearance and. access actions, dates National Agency Checks 
were completed , dates Background .Investigations· were completed 
and identification .of the agency which conducted them, record of 
clearances and special accesses granted and dates of briefings. The 

· record also contains, if applicable, the name, date .and place of birth 
and social security account number of the individual's spouse and 
indicates the date of comple'tion of the required. partial National 
~gency Check for compilation of all incoming imd outgoing notifica­
tions of clearance and access status made. in connection with visits of 
non-DCA personnel to DCA and· visits of 'personnel previously iden­
tified to facilities which require request clearance/ access notifica­
tion_. Individuals are identified . by name, grade, military service 
,number or· social se~urity account number, position title, and the 
organization of assignment or employment. The Clearance and cate­
gories of special access authorized are also listed; Billet Request 
Records which are a compilation of all requests for establishment of 
SCI billets received by the Special Security Branch. Proposed incum­
bents are normally identified by name, grade, position military serv­
ice number or social security ·account number and organizational · 
affiliation; Special Access Suspense Record which contains the names 
of individuals on whom actions are in progress; ADP Record consist­
ing of ADP punch cards and magnetic tape as the input and storage 
media for publication of the SI/SAO Billet Roster All information 
described above for the SI/SAO Billet Roster is included. 

Authority for maintenance of the system: 
·Executive Order 10450, as amended; Executive Ord~r 10865. 
Pu.rpose(s): 
Special Security Branch-Information is collected and used for man­

agement and control of access to SCI by personnel previously identi­
fied. Individuals are accounted for by name grade, military servic.e 
number or social security account number, position and organization. 
Also used for the certification of SCI accesses for which an individ­
ual has been granted access. 

Counterintelligence and Security Division and Systems Operations 
Division, Defense Intelligence Agency (DIA)-the SVSAO Billet 
Roster, previously defined, is used for integration into the DIA 
Security Management Information System (SMIS) 

Strategic Operations Division and Office of the Directorate of 
Administrative Services, the Joint Staff, Organization of the Joint 
Chiefs of Staff-the SIOP-ESI Billet Roster, previously defined, is 
used for integration into the master SIOP-.ESI Billet Roster. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Any component of the U.S. Government having an official need­
to-know used to verify that an individual has been granted access to 
a specific category of SCI and verification of information contained 
in the record as previously defined. · 

See iilso 'BLANKET ROUTINE. USES' set forth at the beginning 
of DCA's listing of records. · 

Policies and practices fqr storing, ~et-:ieving, accessing, retaining, and 
dispo~ir:ag of records in the system: · 

Storage: ·· .. 
Computer· magnetic tapes; visible file cards; computer paper print­

outs; paper record in three-ring binders; IBM cards; paper·re'cords in 
file folders. · 

Retrievability: 
Information .on computer magnetic tapes retrieved by a unique ten 

digit billet number 
Information on all other. media retrieved by the unique ten digit 

·billet number or by the individual's name. 
Safeguards: 
Records are maintained in safes and vaults and are routinely acces­

sible only by personnel of the Office of the Chief, Security Division, 
Code 240, and by personnel of the Special Security Branch, Code 
241, ~eadquarters, DCA. 

Rete~tion and disposal: 
Individual records are maintained from date of initial nomination 

for access to SCI until 3 years following the individual's debriefing, 
which is when the individual no longer has a need-to-know for SCI, 
then records are destroyed. 

System manager(s) and addr~ss: 
Chief, Special Security Branch, Code 241, Headqu~rters, DCA. 
Notification procedure: 
Reque'sts from individuals should be addressed to Chief, Security 

Division, Code 240, H~adquarh~rs, DCA. The full name 'of the re­
questing. individual will be required to determine if the system con­
tains ~ record about him or her. The requester may visit the Security 
Division, Code 240, Headquarters, DCA, to obtain information on 
whether the system contains. records pertaining to ,him or her. As 
proof. of identity 'the requester must present a curren't peA identifi­
cation badge or a driver's license. 

Record acc~ss procedures: . 
Contact the Chief, Security Division, Code 240, Headquarters, 

DCA. The official mailing addresses are in the Department of De­
fense Directory in the appendix to the Defef!Se Communications 
Agency's systems notice and should be referenced by the requester. 

Contesting record procedures: . 
The agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Information is placed into the system by the SYSMANAGER 

after an individual is nominated for access to SCI by his organization 
or employer or after an individual has been certified to the DCA by 
his cognizant security officer as having such access. SYSMAN­
AGER obtains required information from the nomination or certifica­
tion document, 'individual's personnel/. employment records, forms 
submitted by the individual, formal briefing actions accomplished by 
personnel of the Special Security Branch, Code 241, Headquarters, 
DCA, and from information developed during the personnel security 
investigation conducted on the individual. 

Exemptions claimed for the system: 
None. 

K240.03 
System name: 

Clearance Card File for Defense Communications Agency (DCA) 
Personnel. · 
Syst~m iocation: 
Office of the Chief, Security Division, Code ·240, Headquarters, 

Defense Communications Agency. Decentralized· Segments: Security 
Branch, Defense Communications Engineering Center, Code R 121; 
Defense Communications Operations Center, Allocations and Engi­
neeri~g Division, Code N230. 

Categorie~ of individuals ~~vered by the system: ' 
This file includes all DCA personnel requiring a security clearance. 

Since all positions in DCA are sensitive requiring ·at least a Secret 
clearance, all DCA military and civilian personnel world-wide are 
covered. The file also includes those persons previously assigned to 
or employed by DCA since '1962.-

Categories of records in the system: 
The Clearance Card File is an alphabetical card file (5' x 8', DCA 

Form 136) of all personnel requiring a security clearance, listing the 
individual's name, service or social security account number, grade 
or rank, job title, date and place of 'birth, date entered on duty with 
DCA, and date departed DCA if applicable. The file also includes 
the date requested, date received, .and indicated results of each check 
within the National Agency Check (NAC), and for Background 
Investigation (BI). requests. Dates interim and final security clear­
ances were granted and some special accesses are indicated. 

Authority for maintenance of the system: 
Executive Order 10450, as amended, Security Requirements for 

Government Employment, April 27, 1953. 
Purpose(s): 
Information is used by personnel of the Security Branch, Code 

240, Headquarters, DCA, as a convenience or ready reference file to 
determine the security clearanc.es and dates of issue for personnel 
assigned to or employed by DCA world-wide. · ·· 

Used to certify security clearances of individuals in writing or 
telephonically for attendance at classified conferel!ces at other U.S. 
Government agencies and at private industry organizations having an 
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industrial clearance and generally engaged in classified contract work 
for DCA. 

Information is available to the individual and to DCA supervisors 
of the i,ndividual to verify that the individual has the necessary 
security clearances for attendance at meetings and conferences where 
classified information is discussed. · 

Routine uses of records maintained in· the system, including catego· 
ries of users and the purposes of such uses: 

See 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA's listing of repords. 

Policies and practices for storing, retrieving, accessing, retainhig, and 
disposing of records in the system: 

Storage: 
This is a manual system consisting of 5' x 8' card records main-

tained in two rotary file cabinets. 
Retrievability: 
Information is retrieved by the individual's name. 
Safeguards: 
Records are maintained in two rotary file cabinets equipped with 

key locks. The file cabinets are locked during non-duty hours. 
Building employs security guards. Records. are maintained in area 

which is accessible only to authorized personnel who are properly 
screened, their duties require them to be in the area where the 
records are kept. 

Retention and disposal: 
Records have been maintained since 1962 for all DCA personnel 

presently or previously assigned or employed. Records are destroyed 
when no longer needed. 

System manager(s) and address: • 
Chief, Security Division, Code 240, ·Headquarters, Defense Com­

munications Agency. Decentralized Segment - Chief, Security 
Branch, Defense Communications Engineering Center, Code Rl21, 
1860 Wiehle Avenue, Reston, VA 22090. 

Notification procedure: 
Requests from ind~viduals should be addressed to Chief, Security 

Division Code 240, Headquarters, DCA. The full name of the re­
questing individual will be required to determine if the system con­
tains a record about him or her. As proof of identity, the requester 
must present a current DCA identification badge or driver's license. 
For the Pecentralized Segment requests. should be addressed to -
Chief, . Security Branch, Defense Communications Engineering 
Center, Code Rl2l, 1860 Wiehle Avenue, Reston, VA 22090. 

Record access procedures: 
Contact the Chief, Security Division, Code 240, Headquarters, 

Defense Communications Agency, for· assistance. The mailing ad­
dress is listed in the organizational directory 'of the Defense Commu­
nications Agency published in the Federal Register and should be 
referenced by the requester. 

. Contesting record procedures: 
The Agency's rules for contesting contents and appealing determi­

nations by the individual may be obtained from the SYSMAN­
AGER. 

Record source categories: . 
Information is placed into the record system by the system manag­

er after an individual is nominated for assignment to or employment 
by DCA. Information is obtaill.ed from National · Agency Checks 
which may include: Federal Bureau of Investigation (FBI), Civil 
Service Commission (CSC), Department of State, Central Intelli­
gence Agency (CIA), Immigration and Naturalization Service (I&N), 
Defense Intelligence Agency (DIA), Defense Investigative ·Service 
(DIS), investigative offices of the mili~ary Department (Army, Navy, 
Air Force), and the Credit Bureau Incoryorated. · 

Exemptions claimed for the system: 
None.· 

System name: 
Identification Badge System. 
System location: 

K240.04 

Office of the Chief, Physical Security Branch, Security Division, 
Code 243, Headquarters, Defense Communications Agency (DCA). 

Categories of indivi.duals covered by the system: 
Civilian and military personnel assigned to Headquartt;rs, ~CA 

and collocated field activities. · 

Civilian contractors; civilian and military members of the U.S. 
Government whose official duties require frequent and continuing 
access to Headquarters, DCA and collocated field activities. 

Categories of records in the system: 
· The DCA Permanent Badge, (DCA Form 21),' issued to civilian 
and military personnel assigned to Headquarters, DCA and collocat­
ed field activities, contains a photograph ofthe individual with his or 
her surname, first name and middle initial, and a badge number. The 
badge is signed on the reverse side by the individual and counter­
signed by a representative of the Office of the Chief, Physical Securi­
ty Branch (Code 243). A duplicate photograph is mounted on a 3' x 
5' control card,· containing the individual's name, grade or rank, 
badge number, office code and date of issue, and filed alphabetically. 

The DCA Visitor Badge, (DCA Form 80 or 184), is issued to 
civilian contractors and U.S. Government civilian and military per­
sonnel,. whose security clearance is on file with th~ Office of the 
Chief, Physical Security Branch, Code 243, Headquarters, DCA and 
who is sponsored by a Headquarters, DCA official. The badge con­
tains a photograph of the individual with his surname, first name, 
middle initial, badge number, expiration date (not to exceed one year 
from date of issue) and is signed. by the individual and countersigned 
by the issuing official of the Physical Security Branch (Code '243). 
Duplicate photographs are retained in an envelope and filed alpha­
betically, and are used for renewal of badges. 

Authority for maintenance of the system:. 
10 usc 133(b). 
Purpose(s): 
Physical Security Branch, DCA - This system is established for the 

purpose of issuing identification badges to authorized DCA employ­
ees and for maintaining proper processing controls in the authoriza­
tions for issuance, the production of, and recall ·and controlled de­
struction of, security badges. 

Routine uses· of records maintained • in the system, including catego­
ries of users and the purposes of such uses: 

See 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA's listing of records. 

Policies and practices for storing, retrieving, acces;!iing, retaining, and 
disposing of records in •he system: 

Storage: 
Control card or envelope containing duplicate photograph is filed 

in a locked container. 
Retrievability: 
Control card or envelope containing duplicate photograph. is filed 

alphabetically by name. 
Safeguards: 
Building employs security guards. Records are maintained in an 

area which is accessible only to authorized personnel who are prop­
erly screened, and their duties require them to be in the area where 
the -records are kept. · 

Retention and disposal: . . · 
Badge and cont~ol card with extra photographs are destroyed 

upon termination of the individual's assignment to or need for access 
to the DCA. 

System manager(s) and address: 
Chief, Physical Security Branch, Code 243, Headqua.~ters, DCA. 
Notification procedure: 
Requests from individuals should be addressed to Chief, Security 

Division, Code 240, Headquarters, DCA. The full name of requesting 
individual will be required to determine if the system contains a 
record about him or her. As proof of identity, the requester ·must 
present a current DCA identification badge or driver's license. 

Record access procedures: 
Contact the Chief, Security Division, Code 240, Headquarters, 

Defense Communications Agency, for assistance. The mailing ad­
dress is listed in the organizational directory of the Defense Commu­
nications Agency published in the Federal Register and should be 
referenced by the requester. 

Contesting record procedures: 
The Agency's rules for contesting contents and appealing determi­

nations by the individual may b~ obtained from the SYSMAN­
AGER. 

Record source categories: 
For DCA assigned personnel notification is received from the 

Office of the Chief, Personnel Security Division, Code 242, Security 
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pivision, Headquarters, DCA. Information is obtained from appli<;:a­
tion forms submitted by ·the individuals. . . 

For civilian contractors and c;ivilian or military personnel from 
other U.S.· government agencies the notification is received from the 
Headquarters, DCA or collocated field activit-y sponsor. · 

Exemptions cl~imed for the system: 
None. 

Syst_em· name: 
Visitor Clearance Fi~e .. 
System location: 

K240.05 

Office of the Chief Physical Security Branch, Security Division, 
Headquarters, Defense Communications Agency (DCA), Code 243. 

Categories of individuals covered by the system: 
All .civ"ilian personnel cleared under the Defense Industrial Securi­

ty Progra~ and all civilian or military members of the U.S. Govern.: 
ment cleared by their respective components for acc~ss to classified 
material, whose official duties require tli~m to have access to classi-' 
tied information in the performance of 'contract ural . obligations, or 
participation in defense. projects with the DCA, or whose functior:ts, 
services; logistics support are required by the DCA or to fayilities 
under the cognizance of the DCA. · 

Categories of records in the system: 
This card records, as applicable, name, socialsecurity'number, date 

of birth, place of birth, citizenship, alien registration· number, clear­
ance and date, authority, organization, persons or offices to be vis­
ited, date visit authorized of the individual requesting access to. the 
DCA and classified information. All data is supplied in letter form by 
the Security Officer of the individual's company or organization. Th~ 
file also includes a remarks section which is used to record the 
DCA's ·sponsor's request for a badge; badge number, if assigned; a 
file number cross-indexed to the letter; and disposition instructions. 
The file is updated as requested py the indiviaual's organization or 
company, usually once annually .. 

·Authority for mai-ntenance' of·the system: 
Executive Orqe~ 10450, as amended. 
Purpose(s): 
Physical Security Branch, DCA - Information is collected and 

used for management use and· control of access to classified informa­
tion; daily certification of clearances to DCA project officers; certifi-
cation of clearance on travel orders; request for DCA badges. · 

Department of Army, Military District of Washington- Identifying 
data (name, date a11d place of birth, sex, height, weight and organiza­
tion) used on DoD and Pentagon Building passes · (DD Form 1466 
and 1467). 

Joint Chiefs of Staff (JCS) - Identifying data (name, grade, height, 
weight, color of hair and ·eyes, date and place of birth, security 
clearance) used on JCS passes or badges and is submitted on JCS 
Form 8: 

Provost Marshal, Fort .Ritchie, Md. - Identifying data (name, 
grade, rank, title, branch of service, social security number, date and 
place of birth, weight, height, color. of hair and ey~s, sex, organiza­
tion or employer, security clearance) used on Fort Ritchie badges 
and is submitted on Fort Ritchie ACCN Form 19. · ; 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: . · 

Certification of clearances to any US government agency or DoD 
component participating in DCA projects, or where the DCA is a 
participant in another agency or component project. 

See also 'BLANKET ROUTINE USES' set forth at the beginning 
of DCA's listing of records. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Visible file cards (5'x8') in rotary power file; correspondence in file 

folders, in safe. 
Retrievability: 
Information on file cards filed alphabetically by name. 
Correspondence filed with sequential number ·cross-indexed to file 

card. 
Safeguards: 
Building employs. security guards: Records are maintained in area 

which is accessible only to authorized personnel who are properly 
screened, and their duties require them to be in the area where the 
records are kept. 

Retention and disposal: 

File cards are maintained indefinitely as long as recertification is 
received annually from the 'individual's '·organizational or company 
security officer. Inactive cards are removed and destroyed p'eriodical­
ly, usually within six months from the ·expiration of the visit: request 

Correspondence files are removed and destroyed annually, and as 
replaced by new certification. · 
, . , System manager(s) an~ address: 
·Chief, Physical Security Branch,. Code 243, Headquarters, DCA. 
Notification pro~~d~!r_e: · .. 
Requests from individuals should be addressed to .Chief, Security 

Division, Code 440, Headquarters, DCA. The full name of the re­
questing individual will be required to determin~ if the system con­
tains a record about him or her. As proof of identity, the reques~er 
must present a current DCA identification badge or driver's license. 

Record access procedures: . . . . . ' 
Contact the Chief, Security Division; Code 240, Headquarters, 

Defense Communications Agency, for assistance. The mailing ad­
dress is listed in the organizational directory of the Defense Commu­
nications Agency published in the Federal Register and should be 
referenced by the requester. . 

Contesting record procedures: . 
The Agency's rules for contesting co.ntents and appealing determi­

nations by the· individual may be obtained from the SYSMAN­
AGER. 

Record source categories: 
All information maintained on the individual is furnished by the 

Security Officer of the individual's organization, cqmpany, or institu-
tion.. · 

Exemptions claimed for the system: 
None. 

K240.06 
System· name:·: 

Classified Co~tainer information on Form (DA Form 727). 
System location: 
Office of the Chief, P.hysical Security Branch, Code 243, Secu~ity 

Division, Headquarters,· Defense Communications Agency (DCA). 
Decentralized .. Segment - Defense . Communications Operations 
Center, Allo~ations and _Engineering Division, Code N23.0. 

Categories of individuals covered by the system: 
Civilian and military 'personnel ~ssigned to Headquarters; DCA 

arid collocated field activities who have been designated responsible 
officials of a classified container, or who are to ·be notified if the 
container is found open and unattended. 
. Categories of records in the system: 

This form records the name; grade, address and telephone number 
of the above individuals. · 

Authority for maintenance of the system: 
Executive Order 10450, as amended. 
Purpose(s): 1 " -· • 

Physical Security Branch, DCA - Used to record, .in duplicate, 
each container used for storage of' classified material and identify 
individuals who have knowledge of the combination. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: . 

See 'BLANKET. ROUTINE USES' se·t:forth at the beginning of 
DCA's listing of records. . . 

Policies and practices for. storing, retri~ving, accessing, retaining, and 
disposing of records in the system: 

Storage: . 
The original copy is posted on the. outside of the container in the 

DCA office concerned; the carbon copy is attac-hed to the· outside of 
a sealed envelope which contains a smaller envelope containing the 
classified combination and is stored in an approved classified contain­
er in the Office of the Chief, Physical Security Branch, Code 243, 
Headquarters, DCA. · 

Retrievabili ty: 
Filed numerically by container number. 
Safeguards: 
Building employs security guards. Carbon copy records are main­

tained in area which is· accessible only to authorized personnel who 
are properly screened, and their duties require them to be in t}Je area 
where th'e records are kept. 

Retention and disposal: 

j 
J 
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" This form is retained only as long as the information remains 
accurate, but not to exce.ed one year, at which time it is destroyed by 
burning. The original copy on the safe is removed, discarded ·and 
replaced by an updated copy. 

System manager(s) and address: 
Chief, Physical Security Branch, Code 243, Headquarters, DCA. 
Notification procedure: 
Requests from individuals should be addressed to Chief, Security 

Division, name of staff element, Code 240, Headquarters, DCA. The 
full name of the requesting i.ndividual will be required to determine if 
the system contains a record about him or her. As proof of identity, 
the requester must present a current DCA identification badge or 
driver's license. 

Record access procedures: 
Contact the Chief, Security Division, Code 240, Headquarters, 

Defense Communications Agency, for assistance. The mailing ad­
dress is listed in the organizational directory of the Defense Commu­
nications Agency published in the Federal Register and should be 
referenced by the requester. 

Contes~ing record procedures: 
The Agency's rules for contesting contents and for appealing initial 

determinations by the individual may be obtained from the SYS­
MANAGER. 

Record source categories: 
Names of the individuals in the system are submitted on the form 

which is completed by the DCA office concerned. 
Exemptions claimed for' the system: 
None. 

K240.07 
System name: 

Vehicle and Parking Registration Card. 
System location: 
Chief, Physical Security Branch, Security Division, Code 243, 

Headquarters, Defense Communications Agenc;y (DCA). 
Categories of individuals covered by the system: 
All civilian and military personnel assigned to Headquarters, DCA 

and collocated field activities, and who register their vehicles for 
parking on base. 

Civilian contractor personnel assigned desk space at Headquarters, 
DCA and who apply for parking privileges on base. 

Categories of records in the system: 
This file records name, address, office code, office telephone 

number, social security account number (SSAN), make, year, body 
'style, and color of vehicle, license plate number and state, insuring 
company and policy number, .amount of liability insurance, expiration 
date of .insurance policy carpool members and their address, place of 
employment and SSAN. The card also includes a certification state­
ment signed and dated by the individual that he has read and under­
stands the DCA Parking Regulations and attests to the accuracy of 
the information the individual provided. The amount of liability 
insurance is restricted to the term 'minimum required by the State of 
Virginia'. No dollar amounts are requested or required by the DCA. 

Authority for maintenance of the system: 
Executive Order 10450, as amended. 
Purpose(s): 

. Physical Security Branch, DCA - Information is used to report to 
the GSA statistical data on DCA parking: The total number of 
parking spaces; the number used for Government-owned or leased 
vehicle parking; other official parking; visitor vehicle parking; em­
ployee parking; number of a assigned to physically handicapped 
employees; number and percentage of employee parking spaces as­
signed to executive personnel and persons assigned unusual hours; 
number of employee parking spaces used . by carpools; and total 
number of persons using carpool spaces. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA's listing of records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Visible file cards (5' x 8') in metal file cabinet. 
Retrievability: 
Filed alphabetically by name and parking status, that is, Handicap 

Area, Carpool Area, Executive Area, and Open Area. 

Safeguards: 
Building employs security guards. Records are m~intained in area 

which is accessible only to authorized personnel who are properly 
screened, and their duties require them to be in the area where the 
records are kept. 

Retention and disposal: 
File cards are maintained during the period of the incumbent's 

assignment, then removed and destroyed when asignment is terminat­
ed. 

System manager(s) and address: 
Chief, Physical Security Branch, Code 243, ·Headquarters, DCA. 
'Notification procedure: 
Requests from individuals should be addressed to Chief, Security 

Division, Code 240, Headquarters, DCA. The full name of the re­
questing individual will be required to determine if the system con­
tains a record about him or her. As proof of identity, the requester 
must present a current DCA identification badge or driver's license. 

Record access procedures: 
Contact the· Chief, Security Division, Code 240, Headquarters, 

Defense Communications Agency, for assistance. The mailing ad­
dress is listed in the organizational directory of the Defense Commu­
nications Agency published in the Federal Register and should . be 

· referenced by the requester. 
Contesting record procedures: 
The Agency's rules for contesting contents and appealing determi­

nations by the individual may be obtained from the SYSMAN­
AGER. 

Record source categories: 
Completed form filled out by individual. 
Exemptions claimed for the system: 
None. 

K240.08 
System name: 

Security Violation Case File. 
.System location: 
Office of the Chief, Physical Security Branch, Security Division, 

Code 243, Headquarters, Defense Communications Agency (DCA). 
Decentralized Segments - Security Branch, Defense Co.mmunications 
Engineering Center, Code R121, and Physical Security Branch, 
Command and Control Technical Center (CCTC) Code Cl22. 

Categories of individuals covered by the system: 
Civilian and military personnel assigned to He<,1dquarters, DCA 

and collocated field activities, who committed or contributed to a 
security violation involving classified defense information. 

Civilian and military personnel assigned to Headquarters, DCA 
and collocated field activities, who discovered the violation, were 
witnesses in connection with the violation, or were interviewed to 
determine whether they were involved. · 

Civilian contractors under contractural obligation to the DCA and 
who were witnesses in connection with the violation, or were inter­
viewed to determine whether they were involved. 

Any individual in the civilian community, government employ, 
military or civilian, who reported a security violation, or who could 
furnish information relative to the violation, or who may have been 
involved in the violation. 

Categories of records in the system: 
This file contains' the results of an investigation involving classified 

defense information which has been compromised or subjected to 
compromise through loss, unauthorized disclosure, improper handling 
or transmission, or failure to safeguard. It contains the facts and 
circumstances surrounding the violation, the personnel involved, the 
findings, affixes responsibility, and recommendations for remedial, 
administrative or disciplinary actions. 

Authority for maintenance of the system: 
Executive Order 10450, as amended. 
Purpose(s): 
Security Division, Headquarters, DCA - This file which consists of 

a Report of Security Violation, and an Investigation Officer's Report 
of Investigation, is used to determine the adequacy of the investiga­
tion, a review of the circumstances which led to the violation, and a 
review of the security policies and procedures established by the 
DCA and the office concerned with the aim of improving the proce­
dures to preclude further violations. It is also used, when compro­
mise cannot be precluded, to notify the original classification author-
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ity for the specific classification involved, and to request an impact 
statement on national security, and whether the .information can be 
downgraded or declassified. A copy may also be furnished to an 
appr_opriate mili~ary service or government agency involved in pros­
ecution proceedmgs. 
. Routine uses of records maintained in the system, including catego­

raes of users and the purposes of such uses: 
.See 'BLANKET ROUTINE USES' set forth at the beginning of 

DCA's listing of records. · 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records. in the system: , 
Storage: · 
The correspondence is stored in case folders and secured in a safe. 
Retrievability: 

· Each case folder is. filed in numerical sequence by calendar year 
and cros~-ref~renced to an index sheet containing case number, code, 
date of v10latton and name(s) of individuals involved. 

Safeguards: 
Building employs security guards. Records are maintained in area 

which is accessible only to authorized personnel who are properly 
screened, and their duties require thet:n. to be in the area where the 
records are kept. 

Retention and disposal: 
. Case files that preclude compromise are considered administrative 

and destroyed upon departure of the individual. 
<;ase files that reflect compromise are retained for two years then 

rettred to the Federal Records Center for an additional eight years, 
then destroyed. 

System manager(s) and address: 
Chief, Physical Security Branch, Code. 243, Headquarters, DCA. 

Decentralized Segments - Chief, Security Branch, Defense Communi­
cations Engineering Center, 1860 Wiehle A venue, Reston, VA 22090, 
and Chief, Security Branch, CCTC, Code Cl22, Washington, DC 
20301. 

Notification procedure: 
_R~9uests from individuals should be addressed to Chief, Security 

Dtvtston, Code 240, Headquarters, DCA. The full name of. the re­
questing individual will be required to determine if the system con­
tains a record about him or her. As proof of identity, the requester 
must present a .current DCA· identification badge or ~river's license. 
For the Decentralized Segments requests should be addressed. to -
Chief, Security Branch, Defense .. Communications Engineering 
Center, 1860 Wiehle Avenue, Reston, VA 22090 or Chief, Physical 
Security Branch, Command and· Control Technical Center , Code 
Cl22, Washington, DC 20301. 

Record ac<;ess procedures: 
Contact the Chief, Security Division, Code 240, Headquarters, 

Defense Communications Agency, for assistance. The mailing ad­
dress is listed in the organizational directory of the Defense Commu­
nications Agency published in the Federal Register and should be 
referenced by the requester. 

Contesting record procedures: 
The Agency's rules for contesting cpntents and appealing determi­

nations by the individual may be obtained from the · SYSMAN­
AGER. 

Record source categories: 
Information developed by the Investigating Officer investigating 

the violation includes, interviews with the individual(s) involved in 
the violation; witnesses to or having knowledge of the vioiation; co­
workers and supervisor; it may include sworn statements, depositions, 
photographs or sketches of the area or equipment involved in the 
violation; office security procedures or instructions; and, in some 
cases, a copy of the classified document involved. 

Exemptions claimed for the system: 
None. 

System name: 
Mishap Report. 
System location: 

K317.01 

Facilities Engineering and Building Services Branch, Code H317, 
Headquarters, Defense Communications Ag~ncy (DCA), 8th and 

. South Courthouse Road, Arlington, V.A 22204. 
Categories of individuals covered by the system: 
Those DCA civilian and military employees 'who rect;iVe a job­

related injury or illness. 

Categories of records in the system: 
Name, social security number, age and sex of employee injured, 

the Department, Agency, Branch, date and time of injury, nature of 
injury/illness, brief description of injury and corrective action taken. 

Authority for maintenance of the sy~tem: . 
29 CFR 1960.2; Pub. L. 91-596; Executive Orders 12196 and 9397, 

DoD Instruction 6055.1 
Purpose(s): 
The Mishap Report establishes the requirements and responsibilities 

for reporting all mishaps which result in injury, occupational illness, 
and/or property damage, or which interrupt or interfere ·with the 
orderly progress of normal DCA activities. The information con­
tained in the report will be used for mishap prevention purposes 
only. 

Routi~e uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: · 

See the "Blanket Routine Uses" set' forth at the beginning of 
DCA's listing of records system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records hi the system: 

Storage: 
Currently paper records are stored in file folders, however in the 

future computer storage will also be used. ·. 

Retrievability: 
Information is retrieved by the name, social security number, and 

date of injury. · 
Safeguards: 
Records are filed in a secure file system, accessible only to author­

ized personnel who clearly have a need to know the information. 
Doors are locked at night and the building has security guards; 

Retention and disposal: 
Records are not permanent. They are retained for at least five 

years following the end of the calendar year to which they relate and 
then destroyed. · 

System manager(s)·and address: . 
DCA Safety and Occupational Health Manager, Facilities Engi­

neering and Building Services Branch, Code H317, Headquarters, 
DCA, 8th and South Courthouse Road, Arlington, V ~ 22204. 

Notification procedure: 
Reque~ts from individuals -should be addressed to Facilities Engi­

neering and Building Services Branch, Code H317, Headquarters, 
DCA, 8th and South Courthouse Road, Arlington, VA 22204. The 
full name of the injured person and the date of injury will be 
required to determine if the system contains a record. The requestor 
may visit the Facilities Engineering and Building Services Branch, 
Code H317 during normal working hours to obtain information on 
whether the system contains records pertaining to him or her. 

Record access procedures: 
Access may be obtained through. the. Facilities Engineering and 

Building Services Branch, Code H317, Headquarters, DCA. The 
address is listed above. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the system manager. . 

Record source categories: 
Names and other personal information on those individuals in the 

system are obtained/gathered by supervisors of injured employees, 
recorded on DCA Form 73 and 74, and forwarded to the Safety and 
Health Manager, Facilities Engineering and Building Services 
Branch, Code H317. 

·Exemptions claimed for the system: 
None. 

K660.01 

System name: 
303-41-42 Claims Files, Requests for Waiver of Pay and Allow­

ances. 
System location: 
Office of Financial Services Division, Code 660~ Headquarters, 

·Defense Communications Agency (DCA), Washington, DC 20305. 
Categories of individuals covered by the system: 

', 
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Civilian employees or former civilian employees of DCA who 
submit requests· for waiver of claims of the US arising from errone­
ous overpayment of pay and allowances. 

Categories of records in the system: 
The initial request for waiver of claim. The report of investigation, 

including copies of all documentation, affidavits, statements, vouch­
ers, and other papers containing information bearing on the case. A 
summary of the report of investigation and a register of requests for 
waiver. Correspondence with the General Accounting Office con­
cerning claims waivers. Correspondence with the individual who 
submitted the waiver request. Decisions concerning waivers of 'the 
Comptroller, DCA or the Comptroller General of the United States. 

Authority for maintenance of the system: 
5 U.S.C. 5584 'Claims for Overpayment of Pay and Allowances, 

Other Than Travel and Transportation Expenses and Allowances 
and Relocation Expenses.' 

Purpose(s): 
Records residing in these files represent the history of a request for 

waiver of claim and the action taken thereon, including disposition. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Used by Comptroller, DCA or Comptroller General of the United 

States to .reach a decision concerning requests for waiver. Records 
are used to administer and process ·requests for waivers of claims. 

See also 'BLANKET ROUTINE USES' set forth at the beginning 
of DCA's listing of records. 

Policies and practices for storing,, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
The record is, stored in a locked safe. 
Retrievability: 
Retrieved by the name of the individual who submits a request for· 

a waiver of claim. 
. Safeguards: 
Records are stored in a locked safe. Access is limited to Code 660, 

DCA, the investigating officer if other than from Code 660, and the 
individual concerned, if he so desires, as well as the D'CA Counsel, 
·the Director and personnel of the Claims Division of the GAO. 

Retention and disposal: ' 
Records are retained by Code 660, Hq DCA for 2 years, then 

retired to Federal Records Center for permanent storage. 
System manager(s) and address: 
Chief, Financial Services Division, Code (160, Headquarters, De­

fense Communications Agency, Washington, DC 20305 
Notification procedure: 
Requests from individuals should be addressed to the Chief, Finan­

cial Services Division, Code 660, Headquarters, DCA, Washington, 
DC 20305. Individual must provide his full name and social security. 

.. number to determine whether or not the system contains a record on 
him. For personal visits 'the individual must present proof of identity 
to include his full name and social security number as well as positive 
identification, such as identification card or driver's license. 

Record access procedures: 
Contact the Chief, Financial Services Division, Code 660, Head­

quarters, Defense Communications Agency, Washington, DC 20305 
for assistance. 

Contesting record procedures: · 
The Defense Communications Agency's ri.des for access to ·records 

and for contesting content.and appealing initial determination by the 
individual concerned are promulgated in the Rules and Regulations 
section of the FEDERAL REGISTER. . 

Record source categories: 
Official Personnel Records of Individuals; Finance and Accounting. 

Offices for financial records; individuals having knowledge concern­
ing the subject of the claim, for statements and affidavits; and any 
other source from which pe'rtinent information may be drawn. 

Exemptions claimed for· the system: 
None. 

.K700.01 
System name: 

Employee-Management Relations and Services Files. 
System location: 

Primary System - Civilian Personnel Division, Code 720; Office of 
the Assistant to the Director for Pers~:mnel, ·Headquarters, Defense 
Communications Agency (DCA) 

Decentralized Segments DCA field activities in the Washington, 
DC, metropolitan area. 

Categories of individuals covered by the system: 
DCA civilian employees in the Washington Metropolitan Area 

who have a requirement for the employee-management service 
except the grievance file which is applicable to all DCA civilian 
employees. 

Categories of records in .the system: 
Blood donor program records, grievance file containing all docu­

ments related to a grievance, reconsideration file containing all docu­
ments relating to a negative determination of within-grade salary 
fncrease and the request for reconsideration of the determination, 
DCA Form 169, Exit Interview 

Authority for maintenance of the system: · 
Federal Personnel Manual, Supplement 990-1, Book III, Part 531, 

Section 531.407 Work of an Acceptabl.e. Level of Competence, Part 
771, Employee Grievances, Part 715, Subpart B. Voluntary Separa­
tions; 10 U.S.C 136 

Purpose(s): 
Used by the Civilian Personnel Office staffs and supervisors of 

employees to process and record actions pertinent to employee-man-
agement relations and services. · 

Used by the Director/Vice Director and heads of major staff 
elements DCA Headquart~rs and. Commanders of DCA field activi­
ties in the Washington Metropolitan Area to' ren9er decisions con­
cerning individual employees and as a basis for future management 
action. · 

Used by Department· of Defense ·and Office of Personnel Manage­
ment inspectors to review records for compliance with applicable 
Federal Personnel Manual policies. 

Used by the Office of Personnel Management to review agency 
records concerning grievances and· negative determinations of within-
grade salary increase. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See •BLANKET ROUTINE USES• set forth at the .. beginni~g of 
DCA's listing of records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the syste~: 

Storage: 
Paper records stored in file folders and card files. 
Retrievability: · · 
Inform~tion 'is retrieved by name. 
Safeguards: 
Building employs security guards. Records are maintained by oper­

ating officials in area accessible only to authorized per.sonnel who are 
properly screened and cleared and whose duties require them to be 
in the area where records are maintained. Files are locked in secure 
file cabinets during non-duty hours. ·. 

Retention and disposal: 
Records are not permanent. They are retained for two years and 

subsequently destroyed except for blood donor records which are 
retained until the ·employee ter01inates his/her employment with 

. DCA and subsequently destroyed. 
System manager(s) and address£ 
Primary System - Office of the Assistant to the Director for 

Personnel, Code 700, Headquarters, DCA 
Decentralized Segments - Directors of DCA field activities· in the 

Washington, DC, metropolitan area. · 
Notification procedure: 
Information may be obtained ·from: 
Primary System - Office of the Assistant to the Director for 

Personnel, Civilian · Personnel Division, Code 720, Headquarters, 
DCA 

Decentralized Segments - Civilian Personnel Offices of the appro­
priate DCA field activity in the Washington, DC, metropolitan area. 

The full name of the requesting individual will be required to 
determine if the system contains a record about him or her. The 
requestor may visit the applicable civilian personnel office to obtain 
information on whether the system contains records pertaining to 
him or her, As proof of identity the requestor must present either a 
current DCA identification badge or a driver's license. 

Record access procedures: 
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Primary System - Co~tact the Office of the Assistant to the Direc­
tor for Personnel, Civilian Personnel Division, Code 720 Headquar-
ters, DCA · · · 

Decentralized Segments - Contact the Civilian Personnel Office at 
the appropriate DCA field activity in the Washington, DC, metro-
politan area. · .. · · . .. · · 
· The official mailing addresses are in the Department of Defense 
Directory in the appendix. to the Defense Communications Agency's 
systems notice and should be refere11ced by the requestor. 

Contesting record procedures: 
The Agency's rules for access· to records and for contesting con­

tents and appealing init.ial determ.inations by the individual concerned 
may be obtained from the SYSMANAGER 

Record source categories: 
Official· personnel· folder, individual employees, employee repre• 

sentatives, supervisors of employees, civ'ilian: personnel staff, hearing 
examiners reports and other reports of inverstigation, statements of 
witnesses and management representatives. ·· 

Exemptions. claimed for- the· system: 
None. · · 

K700.02 
System name: -! 

Civilian;Awards Program File. 
Sys.tem location: . 
Primary System - Civilian ·Personnel Divisioq, Code 720; Office of 

the Assistant to' .the Director for Personnel, Headquarters, Defense 
~ommunications Agency (DCA) 
· Decentralized Segments : DCA field activities. 

.Categories of individuals cov~red by the system: 
DCA civilian employees who merit special recognition. for per­

formance either within or outside the employee's job responsibilities 
and length of service· to the Government. Suggestions from civilian 
and military personnel assigned to Defense Communications Agency, 
Department of Defense and other government agencies. · 

Categories of records in the system: 
File contains copies of minutes of DCA Awards Board meetings, 

action by approving ·officials, record of individuals receiving· awards, 
DCA Form 89, Service Award Work Sheet·and Record, suggestions 
and report of evaluation of suggestions, a)Jd relatc;!d correspondence. 

Authority for maintenance of the system: 
Federal Personnel Manual, Chapters 430 Performance Evaluation, 

450 Incentive Awards, 531· Pay Under the General Schedule 
Department of Defense Directive 5120.15, Department. of Defense 

Incentive Awards Program; Assignment of responsibility. 
Department of Defense Instruction 5120.16, Department of De­

fense Incentive Awards Program: Policies and Standards 
Purpose(s)! · · · · 
Used by .the dvilian personrtel office sta'ff to process and· record 

actions for individuals who merit special recognitions. 
Used by suggestion evaluators in the Defense· Communications 

Agency, Department of Defense and other government ·agencies· to 
recommend adoption or non-adoption of suggestions. 

Used by the Department of Defense and Civil Service Commission 
to process and approve nominations for awards. 

Used by DCA Awarqs Boards to review nominations for awards 
and recommend approval/disapproval to the Director, DCA. 

Used by the Director DCA to approve/disapprove recommenda­
tion for awards. 

Routine uses of records maintained in the system, including catego-
r.i~s of users and th~ purposes of such uses: .. 

See 'BLANKET ROUTINE USES'~ set forth at the beginning of 
DCA's listing of records.. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in t~e system:. 

Storage: 
Paper records in file folders. 
Retrievability: ' 
lnformatio.n is access~d a!ld retrieved by name a:nd type of award. 
Safeguards: ' 

· Build.ing employs security .. guards. Records are maintained in file 
cabinets with a combination' locks and are accessible only to author­
ized personnel who ar·e properly screened· 'and cleared ·and whose 
duties require them to be 'iri the area 'where records are maintained. 

Retention and disposal: 

Records are not permanent. They are retained in active file for 
two calendar years and subsequently destroyed except for minutes of 
Awards Boards which are retained for five years and subsequently 
destroyed. 

. System manager(s) and address: , 
· Primary System - Office of the Assistant to the Director for 

Personnel, Code 700, Headquarters, DCA . 
Decentralized Segments - Directors, Commanders and Chiefs of 

DCA field activities. · 
Notification procedure: . 
Information may be obtained from: . 
Primary System -Office· of the Assistant to the Director for Per­

sonnel, Civilian Personnel Division, Code 720, Headquarters, DCA 
Decentralized Segments - Directors, Commanders and Chiefs of 

DCA field activities. 
The full name of the requesting individual will be required to 

determine if the system contains a record about him or her. The 
requestor may visit the applicable civilian personnel office to obtain 
information on whether the· system contains records pertaining to 
him or her. As proof of identity the requestor must present either a 
current DCA identification badge or a driver's license. 

Record access procedures: 
Primary Sy~terri - Cont;tct the Office of the Assistant to the Direc­

tor for Personnel, Civilian· Personnel Division, Code 720, Headquar-
ters, DCA.. . · 

Decentralized Segments - Contact the Director, Commander or 
Chief of the appropriate DCA field activity. ' · 

The official· mailing addresses are in the Deparrment of Defense 
Directory in the appendix to the Defense Communications Agency's 
systems notice and should be referenced by the requestor . 

Contesting record procedures:. , .. 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record sou!'ce categories: 
Official Personnel Folder, supervisors of employees, individuals 

submitting suggestions, evalu~tors of suggestions, · DCA Awards 
Boards, civilian personnel office. staff, Department of ,Defense, Civil 
Service Commission. . 

1 
• , 

Exemptions· claimed for the system: 
None. 

K700.03 
System name: 

Manpower and Personnel System (MAPS). 
System location: 
Primary System - Personnel and Administration Directorate, Code 

300, Headquarters (HQ), Defense Communications Agency (DCA)' 
Decentralized Segments -.DCA Field Activities. : 
Categories of individuals covered by the sys.tem: 
All civilian and military persdimel currently or forme~ly employed 

. by or assigned to t):le D.CA .. 
Categories of recor:ds in the system: · 
System contains personal information in several categories: Bio­

graphical data (Name, SSAN,.Sex, Minority Group Indicator, bir.th 
date, Citi'zenship, DCA emp,loym.ent. (DCA start date . recruitment 

· source, DCA service computation date, geographic location, Submit­
ting Office Number, DCA Area, Office Code, Salary, app'ointment 
type, work schedule, pay plan, grade, step, date of grade, pay deter­

. minant,. pay basis, date of last· within-grade, . compe~itive level, 
tenure-excepted, reemployed employee code, position code, position 
description number, job title, career field, civilian job code, function 
code for scientists and engineers, rotation date, not-to-exceed code, 
not-to-exceed date, nature of action code, performance rating date, 

.. performance rating code, supervisor code, reason for departure c_ode, 
type of promotion; Vietnam era indicator; military service· informa­
tion;. service component;. branch ·of service, date of commission,• pri­
mary job code, secondary job · code, tertiary job code, added job 
code, permanent grade, date of permanent grade, military education 
level, rating official, military performance rating, military job code, 
office assignment of military rater, indorsings Official, Office Assign­
ment of Military Indorser, MOS Prefix, MOS Suffix); civilian federal 
employment (Service Computation Date, Date Entered Federal Serv­
ice, Veterans Preference, Reduction In Force code, Tenure group, 
Probation start date,· Ca,reer ,_start date, Leave Category, Handicap 
Code, Position Occupied'Code); education (education level, academic 
specialty, year of degree), (Type of training, purpose of training, 
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training facility, course number, course name, on-duty training hours, 
off-duty training hours, direct training costs, indirect training costs, 
Date of Training, Training Status, Training Sponsor, Special Interest 
Training, Degree Program School, Type of Degree Program, aca­
demic specialty of degree *Total training, -Total training hours, -
Type of competitive training; Awards and recog.nition (Type of 
award, date of award, amount of award. Intangible awards); Benefits 
(Federal Employees Group Life Insurance Coverage, Federal Em­
ployees Health Benefits Plan, Federal Employees Health Benefits 
Carrier; Locator Information); (Home Phone Number, Office Phone 
Number, DCA Building Number, Room Number). 

Note: This information is being retained as a result of·court order. 
Authority for maintenance. of the system: 
10 usc 133(b ). 
Purpose(s): 
DCA and DCA Field Activities - collect and maintain personal 

data for internal management purposes and to meet external report 
requirements. Data is used by the Director, DCA and those DCA 
officials to whom the Director has delegated authority to command, 
organize, direct, and manage the DCA and DCA Field Activities. 

Civil Service Commission and Department of Defense - data is 
used for statistical and by name reports. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA 's listing of records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Computer magnetic tapes/disks/drums and/or punched cards. 
Retrievability: · 
Retrieved by SSAN or random access. 
Safeguards: 
System is in areas accessible only to authorized personnel who are 

properly screened, cleared and trained. Building employs security 
guards to. control access. Computer software. restricts access by use 
of a series of passwords and levels of security codes for each data 
element. 

Retention and disposal: 
Records are permanent. They are retained in the active system 

during'the individuals employment/assignment to DCA. Upon depar­
ture from DCA, individual records are transferred to a history file 
within DCA. 

System manager(s) and address: 
Asst Dep Dir for CIV PERS, Code 306, Personnel and Adminis­

tration Directorate, HQ DCA. 
Notification procedure: 
Personnel currently assigned to/employed by Headquarters DCA 

or personnel formerly assigned to DCA and DCA Field Activities 
may obtain information from: 

Personnel and Administration Directorate 
Defense Communications Agency 
8th & S. Courthouse Road 
Arlington, Va. 22204 

Personnel currently assigned to/employed by DCA Field Activi­
ties may obtain. information by contacting the Commander of their 
organization. 

For personal visits, requests for information concerning an individ­
ual must contain name and SSAN. Proof .of identity is either an 
employee ID card or driver's license. 

Record access procedures: 
Contact the Personnel and Administration Directorate for Informa­

tion concerning access to individual records. The official mailing 
address is in the Department of Defense directory in the appendix to 
the DCA systems notice. · 

Contesting record procedures: 
The agency's rules for access to records and for contesting con­

tents and appealing initial determin"ations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Information in the system is obtained from the individual either 

verbally or in writing and frorri source documents found in individual 
Official Personnel Folders/Files or submitted by employee supervi­
sors, personnel office employees, EEO officials, and security office 
employees. 

Exemptions claimed for the system: 

None.' 

K700.04 

System name: 
Priori~y Reassignment Eligibles File. 
System location: 
Civilian Personnel Division, Code 720, Office of the Assistant to 

the Director for Personnel, Headquarters, Defense Communications· 
Agency (DCA). 

Categories of individuals covered by the system: 
DCA civilian employees who are assigned to DCA activities locat­

ed at the Headquarters DCA compound and the Military Communi­
cations-Electronics Board whose positions have been declared excess 
to current or planned Joint Table of I;)istribution (JTD) authoriza­
tions. 

Categories of records in the system: 
File contains a Reassignment List comprised of employees who are 

in positions which are not authorized by current or planned JTD's, 
positions for which the employee qualifies for reassignment and a 
record of the action taken for each employee. 

Authority for maintenance of the system: 
Federal Personnel Manual, Chapter 351, Reduction in Force 
Purpose(s): 
Used by personnel in the Civilian Personnel Division, Headquar­

ters, DCA to screen the Reassignment ·List to identify employees 
who are qualified for vacant positions and to maintain a record of 
action taken for each referred employee. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA 's listing of records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records filed in loose leaf folder. 
Retrievability: 
Information is accessed and retrieved by name 
Safeguards: 
Building employs security guards. Records are maintained in area 

accessible only to authorized personnel who are properly screened, 
cleared and trained and whose duties require them to be in the area 
where records are maintained. 

Retention and disposal: 
Records are not permanent. They are retained until th~ individual 

is reassigned to an authorized DCA JTD position or terminates his/ 
her employment with DCA and subsequently destroyed. 

System manager(s) and address: 
Office of the Assistant to the Director for Personnel, Code 700, 

Headquarters, DCA 
Requests should be addressed to the Chief, Civilian Personnel 

Division, Code 720, Headquarters, DCA. The individual's full name 
and office code to which assigned will be required to determine if 
the system contains a record about him or her. The requestor may 
visit the Civilian· Personnel Division, Code 720, Headquarters, DCA 
to obtain information on whether the system contains records per­
taining to him or her. As proof of identity, the requestor must 
present either a current. DCA identification badge or a driver's li­
cense. 

Record access procedures: 
Contact the Chief, Civilian Personnel Division, Code 720, Head­

quarters, DCA. The official mailing address is in the Department of 
Defense directory in the appendix to the Defense Communications 
Agency's systems notice and should be referenced by the requestor. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
DCA Comptroller - Joint Table of Distribution; Qualifications 

Statement in the Official Personnel Folder as analyzed by a personnel 
specialist; and selecting officials. 

Exemptions claimed for the system: 
None. 
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K700.0S 
System name: 

Executive Level Position Files. 
System location: 
Civilian Personnel Division, Code 720, Headquarters, Defense 

Communications Agency (DCA) .. 
Categories of individuals covered by. the syst~m: 
Current and former DCA civilian employees assigned. to an execu­

tive level position (GS-16,17,18 and 10 USC 1581 positions) and GS-
15 employees proposed for the executive level position category. 

<;:ategories of records in the system: . '· 
Executive Level Position Files contain the names of the individ­

uals, Official Position Description, Civil Service Commission Form 
915 Notification of Executive Personnel Vacancy, Civil Service 
Commission Form 916 Request for .Executive Personnel Action, 
Civil Serv~ce Commission Form 917 Request for Approval of Execu­
tive Selection, Standard Form 171 Personal Qualifications Statement 
and a record of correspondence pertinent to the established/proposed 
supergrade position. Executive Level Position Report contains the 
name of the individual assigned to an established or proposed execu­
tive level position, type of executive .level. authorization, and a sum­
mary of projected actions required to obtain Department of Defense 
and Civil Service Commission approval of executive level positions. 

Authority for maintenance of .the system:. 
Federal Personnel Manual Chapter 305, Employment Under the 

Executive Assignment System. 
Purpose(s): 
Used by the staff of the Office of the Assistant to the Director for 

Personnel to compile supporting data for authorized and projected 
supergrades and to provide DCA ml:lnagement with a monthly report 
of the status of executive level positions. . ... 

Used by the Director, Vice-Director, Chief of Staff, Deputy Di­
rectors, Deputy Manager, National Communications System, Gomp­
troller; Office of the Counsel, Assistant to the'Director for Adminis.: 
tration and Commanders, DCA Field Activities located in the Wash­
ington Metropolitan Area to determine executive level position needs 
of the Agency and to keep abreast of the status of current . and 
projected executive level positions.. · 

Used by the Department of Defense to review DCA requests for 
establishment of supergrade positions and approval of selections for· 
executive level po~itions. . . ~ . 

Used by the Civil Service Commission to approve/disapprove the 
agency request for classification of executive level . positions and 
selection for executive level positions. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · . 

·see ~BLANKET ROUTINE USES' set forth 'at the beginning of 
DCA's listing of records. · ' 

Policies and practices for storing,-retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records .stored iri. file folders .. 
Retrievability: · · · 
Information is':' accessed and retrieved by n~me, position title/ 

series/grade ·and o'rganizational location. 
Safeguards: 
Building employs security guards. Records are maintained in areas 

accessible only to authorized personnel that are properly screened, 
cleared, trained and their duties require them to be in the area where 
records are maintained. 

Retenti~n an~ disposal: . 
Records are permanent. 
System manilger(s) and address: 
Office of the ·Assistant to the Director for ·Personnel, Code 700, 

Headquarters, DCA 
Notification procedure: 

' Requests from individuals should be· addressed to the Chief,. Civil­
ian Personnel Division, Code 720, Headquarters, DCA: The full 
name of the requesting individual .will be required to determine if ~h.e 
system· contains a ~ecord about h1m or her. The requestor may VISit 
the Civilian Personnel Division, Code 720, Headquarters, DCA to 
obtain information on whether the system contains records pertaining 
to him or her. As proof of identi~y the requestor must present either 
a current DCA identification badge or a driver's license. 

Record access procedures: 

Contact the Chief, Civilian Personnel Division;· Code 720, ·Head­
quarters,. DCA. The official mailing· address in· the Departf!len! of 
Defense Directory in the appendix to the Defense Commumcatlons 
Agency's systems notice and should be referenced by the requestor. 

C.~ntesting record procedures: · . · . , 
Th~ Agency's rules·. fo~ acce~s t9 recqrds and . for. cot;ttesting con­

tents andappealing initial determinations by: the individ!Jal concerned 
may be obtained from the SYSMANAGER. 

Record source categories: . 
Official Personnel Folder Files; DCA Joint Table of Distribution; 

correspondence originating in DCA staff organizations, Department 
of Defense and the Civil Service Commission.. · 

Exemptions claimed for the system: 
None. 

K700.06 
System name: . 

Report of Defense Related Employment. 
System location: 
Civilian Personnel Division, Code 720, Office of the Assistant to 

the Director for Personnel, Headquarters,· Defense· Communications 
Agency (DCA) . 

Categories of individuals covered by the system: 
Civilian employees of DCA who were previously employed by or 

perfor.med services for defense prime contractor. · 
Categories of records in the system: · 
Department of Defense Form 1787, Report of D~fense R_el~~ed 

Employment as Required by Pub. L. 91-121 and hsts of ctv1han 
employees who were previously employed by or performed services 
for a defense prime contractor. · · 

Authority for maintenance of the system: 
Pub. L. 91-121, section 410. · 
Purpose(s): 
Used by the Civilian Personnel Division staff to assure that appli~ 

cable DCA civilian employees submit a completed DD Form 1787 to 
review information as submitted for the possibility of a violation of 
the law or Department of Defense Directive, and to transmit ·a 
composite listing by employee name and defense contractor together 
with completed DD Forms 1787 to the Assistant Secretary. of De-
fense (Manpower and Reserve Affairs). · . 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Used by the Assistant Secretary of Defense (Manpower and Re­
serve Affairs) to prepare and transmit reports to the President of'the 
Senate and the Speaker of the House of Representatives. 

See also 'BLANKET ROUTINE USES' set forth at the beginning 
of DCA's listing of records. 

Policies and·practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. : 
Retrievability: 
Retrieved by employee name., 
Safeguards: 
Building employs security guards. Records are maintained in areas 

accessible only to authorized personnel that are properly screened, 
'cleared, trained and their duties ·require them to be in the area where 
records are maintained. · 

Retention and disposal: 
Records are retained for t'wo · c~lendar years . and subsequently 

·destroyed. 
System man~ger(s) and address: 
Office of the Assistant to the Director for Personnel, Code 700, 

Headquarters, DCA. 
Notification procedure: . ·. _ . 
Requests should be addressed to the Chief,~ Civilian Personnel 

Division, Code 720, Headquarters, DCA. The individual's full name 
and office code to which assigned will be required to determine if 
t~e system contains, a record abo~t him or her., The requestor may 
visit the Civilian Personnel Diyision, Code 720, Headquarters, DCA 
to obtain information on whether the· system ·contains records per-

, taining to him or her. As proof of identity, the requestor ·must 
present either a current DCA identification badge or a driver's li­
cense. 

/ 
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Record access procedures: 
Contact the Chief, Civilian Personnel ·Division, Code 720, Head­

quarters, DCA. The official mailing address is in the Department of 
Defense Directory in the appendix to the Defense Communications 
Agency's systems notice and should be referenced by the requestor. 

Contesting record procedures: 
The Ag~ncy's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER 

Record source categories: 
Individual employees submitting the DD Form 1787. 
Exemptions claimed for the system: 
None. 

System name: 
. Employee Record File. 
System location: 

K700.07 

These cards are maintained by all supervisors of civilian employ­
ees. 

Categories of· individuals c9vered by the system: 
. Civilian employees of DCA organizations in the. Washington Met-
ropolitan Area. 

Categories of records in the system: 
Standard Form 7B, Employee Record Card. 
Authority for maintenance of the system: 
Federal Personnel Manual, Supplement 293-31, Subchapter S7-2, 

Employee Record 
Purpose(s): 
Used by operating officials as a source of data to initiate requests 

for personnel actions, to plan and schedule employee training to 
counsel employees on their performance, to establish a basis for 
proposing commendations or disciplinary actions and to carry out 
their personnel management responsibilitie~ in general. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA's listing of records. 

Policies and practices for storing, retrieving, accessin~ retaining, and 
disposing of records' in the system: 
·Storage: 

Vertical File· Cards. 
Retrievability: 
Information is accessed and retrieved by employee name. 
Safeguards: 
Building employs security guards. Records are maintained in area 

accessible only to authorized personnel who are properly screened 
and cleared and whose duties require them to be in the area where 
records are maintained. 

Retention and disposal: 
Records are not permanent. Cards for employees who are ~oving 

within the Agency are sent to the new operating office. Cards of 
employees who terminate employment with DCA are destroyed. 

System manager(s) and address: 
Office of the Assistant to the Director for Personnel, Code 700, 

Headquarters, DCA. 
Notification procedure: 
Requests should be addressed to the employee's supervisor. The 

individual's full name will be required to determine if the system 
contains a record about him or her. 

Record access procedures:· 
The individual can contact his/her supervisor to gain' access to the 

record. The official mailing addresses are in the Department of De­
fense Directory in the appendix to the Defense Communications 
Agency's systems notice and should be referenced by ·the requestor. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing • initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: Official Personnel Folder, individual em· 
ployees, supervisors of employees, official personnel actions, civilian 
personnel staff. 

Exemptions claimed for the system: 

None. 

K700.09 
System name: 

603-02 Service Record Card Files. 
System location: 
Primary System - Civilian Personnel Division, Code 720; Office of 

the Assistant to the Director for Personnel, Headquarters, Defense 
Communications Agency (DCA) · 

DecentralizeD Segments- DCA field activities in the Washington, 
DC, metropolitan area. 

Categories of individuals covered by the system: 
Civilian employees or former civilian employees of DCA organiza­

tions. · 
Categories of records in the system: 
File contains Standard Form 7, Service Record; Standard Form 

7A, Service Record Continuation; and Standard Form 7D, Position 
Identification Strip · 

Authority for maintenance of the system: 
Federal Personnel Manual, Supplement 293-31, Subchapter S2, The 

. Service Control File. 
Purpose(s): 
Used as prescribed by Civil Service Commission ·regulations. 
Routine uses of records maintained in the system, including catego-

ries of users and the purpos~ of such uses: 
See 'BLANKET ROUTINE USES' set forth at the beginning of 

DCA's listing of records. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Vertical file cards in metal and cardboard ·containers. 
Retrievabilit~: . · 
Information is accessed and retrieved by name· and organizational 

location. · 
Safeguards: 
Records are maintained in area accessible only to authorized per­

sonnel who are properly screened, cleared and trained and whose 
duties require them to be in the area where records are maintained. 

Retention and disposal: 
Records are not permanent. They are retained in an active file 

until the individuals terminate their employment with DCA; held for 
five additional years in an inactive file in DCA and then transferred 
to· Washington National Records Center where they are held for an 
additional .ten year!! and subsequently destroyed. 

System manager(s) and address: 
Primary . System - Office of the Assistant to the Director for 

Personnel, Code 700,. Headquarters, DCA. . 
Decentralized Segments ~ Directors of DCA field activities in the 

Washington, DC, metropolitan area. 
Notification procedure: 
Information may be obtained from: . . 
Primary System: · Office of the Assistant to the Director for 

Personnel, Civilian Personnel Division, Code 720, Headquarters, 
DCA. 

Decentralized Segments - Civilian Personnel Offices of the appro­
priate DCA field activity in the Washington, DC, metropolitan area. 

The full name of the requesting individual will be required to 
determine if the system contains a record about him or her. The 
requestor may visit the applicable civilian personnel office to obtain 
information on whether the ·system contains records pertaining to 
him or her. As proof of identity the requestor must present either a 
current DCA identification badge or a driver's Hense. 

Record access procedures: 
Primary System - Contact the Office of the Assistant to the Direc­

tor for Personnel, Civilian Personnel Division; Code 720, Headquar-
ters, DCA. . 

Decentralized Segments - Contact the Civilian Personnel Office at 
the appropriate DCA field activity in the Washington, DC, metro-
politan area. · · . . 

The official mailing addresses are in the Department of Defense 
Directory in the apper~dix to the Defense Communications Agency's 
·systems.notice and should be referenced by the requester. 

Contesting record procedures: 
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The Agency's rules for access to records and for contesting con­
tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Official Personnel Folder Files. 
Exemptions claimed for the system: 
None. -

K700.10 
System name: 

603-08 Annual Classification Maintenance Review File. 
System location: 
Primary System - Civilian Personnel Division, Code 720; Office of 

the Assistant to the Director for Personnel, Headquarters, Defense 
Communications Agency (DCA). . . , 

Decentralized Segments - DCA field .activit.ies in the Washingt<;m, 
DC, metropolitan area. . . . . '. - . ' - . . 

Categories of individuals covered by the sy~teni: · ' 
DCA civilian employees. 
Categories of records in the system:. 
File c~ntains a report of the annuai classification maintenance 

review by individual employee, position description number, position 
ti tie/ series/ grade. . . . . · 

Authority for maintenance of the system: 
Section· 1310 o'f the Supplemental Appropriation Act, 195i as 

amende~ (5 USC 3101, Note) Written Am~ndment. 
Purpose(s): - - · 
Civilian Personnel organizations -- used to- identify positions sub­

ject to the annual' maintenance classification review and to take 
appropriate position classification •action for positions which require 
adjustments. 

Civilian employees ,and supervisors--used to identify the need for 
each position· and to certify the accuracy and completeness of each 
officially classified position .. 

Routine uses of records .maintained in the system, including catego­
ries of users and the purposes of such uses: 

See 'BLANKET ROUTINE USES' set forth at the· beginning- of 
DCA's listing of.records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievab-ility: 
Retrieved by employee ·name and position description number. 

Records are maintained in~ area accessible only to authorized person­
nel who are properly screened, cleared and trained and whose duties 
require them to be in the area where records are ·maintained. 

Retention and disposal: . 
Records are not permanent. 'They are retained in active file for 

two calendar years and then destroyed. · 
System manager(s) and address: 
Primary System - Office of the Assistant to the Director for 

Personnel, Code 700, Headquarters, DCA. 
Decentralized Segments - Directors of DCA field activities in the 

Washington, DC, metropolitan area. ' 
Notific~tion procedure: 
Information inay be obtained from: . 
Primary System. - Office- of the Assistant to the Director for 

Personnel, Civilian Perso.nriel Divisipn, Code 720, Headquarters, 
DCA. _ . . - ' • . . 
. Decentralized Segments - Civilian Personnel Offices of the appro­
priate DCA field activity in.the Washington, DC, metropolitan area. 

The full name of the requesting individual will be required to 
determine if the system contains a record about him or her. The 
requestor may visit the applicable civilian personnel office to obtain 
information. on 'whether the system contains records· pertaining to 
him or her. As proof of identity the requestor must present either a 
current DCA identification badge or a driver's license. 

Record access procedures: . -.. 
Primary System : Contact the Office of the Assistant to the Direc­

tor for Personnel, Civilian Personnel Division, Coqe 720, Headquar-
ters, DCA. - · · . 

Decentralized Segments - Contact the Civilian Personnel Office at 
the appropriate DCA field activity in the Washington, DC, metro­
politan area. 

The official mailing addresses are in the Department of Defense 
Directory in the appendix to the· Defense Communications Agency's 
systems notice and should be referenced by the requestor. 

Contesting' record procedures: -
the Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individuaJ concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Information in the system is obtained from the Personnel Manage­

ment Information System, Official Position Descriptions, civilian em­
ployees and their supervisors, arid civilian personnel 'employees. 

Exemptions claimed for the system: . 
None. 

K700.11 

System name: , 
602-18 Promotion Register and Record Files. · ~ 
System location: 
Primary System - Civilian P~rsonnel Division,' Code 720, Office of 

the Assistant to the Director for Personnel, Headquarters, Defense 
Communications Agency (DCA) · · · 
-Decentralized Segments - DCA field activities in the Washington, 

DC, metropolitan area. 
Categories of individuals covered by the system: 
Candidates who apply for job vacancies. under the DCA Civilian 

Merit Promotion Program. 
Categories of records in the system: The file contains the Job 

Opportunity Announcement; list of candidates; rating ·sheets; evalua­
tion instrument; supervisory appraisals; DCA Form 237, Eligibility 
List; SF 171, Personal Qualifications Statements; DCA Form 326, 
Applicants Card ~ecord; and other supporting documentation gener-
ated in the evaluation of candidates. · . 

Authority for maintenance of the system: 
Federal Personnel Manual, Chapter 335, Promotion and Internal 

Placement. · 
Purpose(s): 
Used by the Civilian Personnel Office staffs to prepare and issue 

Job Opportunity Announcements; evaluate candid~tes' qualifications 
and develop promotion certificates in coordination with promotion 
panels and supervisors, notify candidates of selection .or ·nonselection, 
monitor the DCA Civilian Merit Promotion Program, and to other-
wise complete and document merit promotion actions. . 

Used by supervisors and members of promotion panels to evaluate 
candidates, interview candidates and to notify the Civilian Personnel 
Office staffs when selections are made. 

Used by Department of Defense and Civil Service Commission 
inspectors to review. promotion actions for compliance with merit 
promotion policy. · . 

Routine uses of records mainfained in the system, including catego­
ries of users and the purposes of such uses: 

See 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA's listing of records. 

· Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: 
Information is accessed and retrieved by employee name and Job 

Opportunity Announcement Number. 

Safeguards: . . 
Records are maintained in area accessible only' to authorized per­

sonnel who are properly screened, cleared and trained and whose 
duties require them to be in the area where records are maintained. 

Retention a~d disposal: · . 
Records are not permanent. They are retained in active file for 

two calendar years and subsequently destroyed. 
System manager(s) and address: 
Primary System - Office of the Assistant to the Director for 

Personnel, Code 700, Headquarters, D.efense Communications 
Agency Directors _of DCA field activities in the Washington, DC, 
metropolitan area. 

Notification procedure: 
Information may be obtained from:. 
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Primary System - Office of the Assistant to the Director for 
Personnel, Civilian Personnel Division, Code 720, Headquarters, De­
fense Communications Agency 

Decentralized Segments - Civilian Personnel Offices of the appro­
priate DCA field activity in the Washington, DC, metropolitan area. 

The full name of the requesting individual will be required to 
determine if the system contains a record about him or her. The 
.requestor may visit the applicable civilian personnel office to obtain 
information on whether the system contains records pertaining to 
him or her. As proof of identity the requestor must present either a 
current DCA identification badge or a driver's license. · 

Record access procedures: 
Primary System - Contact the Office of the Assistant to the Direc­

tor for Personnel, Civilian Personnel Division, Code 720, Headquar­
ters, Defense Communications Agency. 

Decentralized Segments - Contact the Civilian Personnel Office at 
the appropriate DCA field activity in the Washington, DC, metro­
politan area. 

The official mailing addresses are in the Department of Defense 
Directory in the appendix to the Defense Communications Agency's 
systems notice and should be referenced by the requestor. 

Contesting record procedures: · . 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Job application from individuals, current and former supervisory 

appraisals, Official Personnel Folder, ,promotion panels and civilian 
personnel office staff, selecting officials. 

Exemptions claimed for the system: 
None. 

K700.12 
System name: 

602-10 Civil Seryice Certificate Files. 
System location: 
Primary System - Civilian Personnel Division, Code 720; Office of 

the Assistant to the Director for Personnel, Headquarters; Defense 
Communications Agency (DCA). 

Decentralized Segments- DCA field activities in the Washington, 
DC, metropolitan area. 

Categories of i~dividuals covered by the system: 
Applicants . who are eligible for competitive appointments from 

Civil Service Commission registers to positions in DCA organiza­
tions. 

Categories of records in the system: 
File contains copies of Standard Form 39, Request for Certifica­

tion, Civil Service Commission Form 1844, Certificates of Eligibles, 
Civil Service Commission Form 2934, Statement of Reasons for 
Passing .over and Preference Eligible and Selecting a Nonpreference 
Eligible, Civil Service Commission Form 775, Authority to Examine 
and Appoint Under Open Examination, and related correspondence 
supporting the action. 

Authority for maintenance of the system: 
Federal Personnel Manual, Chapter 332, Recruitment and Selec-

tion Through Comptetitive Examination. 
Purpose(s): · 
Used as prescribed by Civil Service Commission regulations. 
Routine uses of records maintained in the system, including catego-

ries of users and the purposes of such uses: · 
See 'BLANKET ROUTINE USES' set forth at the beginning of 

DCA 's listing of records. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records in file folders. 
Retrievability: 
Information is accessed and retrieved by position title and position 

description number. · · 
. Safeguards: 

Records are maintained in ·area accessible only to authorized per­
sonnel who are properly screened, cleared and trained and whose 
duties require them to be in the area where records are maintained. 

Retention and disposal: · 
Records are not permanent. They are retained for two calendar 

years and subsequently destroyed. 

System manager(s) and address: 
Primary System - Office of the Assistant to ·the Director for 

Personnel, Code 700, Headquarters, DCA. · 
Decentralized Segments - Directors of DCA field activities in the 

Washington, DC, metropolitan area. 
Notification procedure: 
Information may be obtained from: 
Primary System - Office of the Assistant to the Director for 

Personnel, Civilian Personnel Division, Code 720, Headquarters, 
DCA.. . . 

Decentralized Segments - Civ.ilian Personnel Offices of the appro­
priate DCA field activity in the Washington, DC, metropolitan area. 

The full name of the requesting individual will be required to 
determine if the system contains a record about him or her. The 
requestor may visit the applicable civilian personnel office to obtain 
information on whether the system contains records pertaining to 
him or her. As proof of identity the requestor must present either a 
current DCA identification badge or a driver's license. 

Record access procedures: . 
Primary System - Contact the Office of the Assistant to the Direc­

tor for Personnel, Civilian Personnel Division, Code. 720, Headquar-
ters, DCA. . 

Decentralized Segments - Contact the Civilian Personnel Office at 
the appropriate DCA field activity in the Washington,. DC, metro­
politan area. 

The official mailing addresse.s are in the Department of Defense 
Directory in the appendix to the Defense Communications Agency's 
systems notice and should be referenced by the requestor. 

Contesting .record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Civil Service Commission certificates of eligibles and reports of 

action taken on certificates of eligibles. 
. Exemptions claimed for the system: 
None. 

K700.13 

System name: 
602-26 Retention Register Files (Reduction-in-Force). 
System location: 
Primary System -Civilian Personnel Division, Code 720; Office of 

the Assistant to the Director for Personnel, . Headquarters, Defense 
Communications Agency (DCA). 

Decentralize~ Segments - DCA field activities in the Washington, 
DC, metropolitan area. 

Categories of individuals cQvered by the system: 
Civilian employees of organizations who compete during a Reduc­

tion-In-Force (RIF); civilian employees who· receive a RIF notice 
and are eligible for registration in the Department of Defense Pro­
gram for Stability of Civilian Employment and the Civil Service 
Commission Displaced Employee Program and the Reemployment 
·Priority List. 

Categories of records in the system: 
Fiie contains copies of Retention Registers and Reduction-in-Force 

Notices, Civil Service Commission Displaced Employee Program 
Registration; Department of Defense Form 1817, P,rogram for Stabil­
ity of Civilian Employ merit Registration; Reemployment Priority· 
List, Qualifications Apprai~al. 

Authority for maintenance of the system: 
Federal Personnel Manual, Chapter 351, Reduction-in-Force 
Department of Defense Directive 1400.20, Program for Stability of 

Civilian Employment in the Department of Defense 
Department of Defense Program for Stability of Civilian Employ­

ment Policies, Procedures and Programs Manual, DoD 1400.20-l-m. 
Purpose(s): 
Used as prescribed by Civil Service ~ommission and Department 

of Defense regulations . 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
See 'BLANKET ROUTINE USES' set forth at the beginning of 

DCA's listing of records. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
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Storage: 
Paper records in file folders and computer prin.to~t of Retention 

Registers. 
Retrievability: 1 • 

Information is accessed and retrieved by name. 
Safeguards: 
Records are maintained in area accessible only to authorized per­

sonnel who . are properly ·screened and cleared and whose duties 
require them to be in the area where records are maintained. 

Retention and disposal: 
Records are not permanent. They are retained for five years and 

subsequently destroyed. 
System manager(s) and address: 
Primary ·System· - Office ~f the · Assistant to ·the Director for 

Personnel, Code 700, ~eadquarters, 'DCA. · · . 
Decentralized Segments - Directors of DCA field activities in the 

Washington, DC, metropolitan area. 
Notification procedure: 
Information may be obtained from: 
Primary System - Office of the· Assistant to the Director for 

Personnel, Civilian Personnel Division, Code 720, Headquarters, 
DCA. . . 

Decentralized Segments - Civilian Personnel Offices of the appro­
priate DCA field activity in the Washington, DC, metropolitan area. 

The ·full name of the requesting ind.ividual will be required to 
determine if the system contains a record about him or her. The 
requestor may visit the·applicable civilian personnel office to obtain 
information on whether the system contains records pertaining to 
him or her. As proof of identity the requestor must present either a 
current DCAidentification badge or a driver's licel!se. 

Record access procedures: 
Primary System - Contact the Office of the Assistant to the Direc­

tor for Personnel, Civilian Personnel Division, Code 720, Headquar-
ters, DCA. · 

Decentralized Segments - Contact the Civilian Personnel Office at 
the appropriate DCA field activity in the Washington, DC; metro­
politan area. 

The official mailing addresses are in the Department of Defense 
appendix to the Defense Communications Agency's systems notice 
and should be referenced by the requestor. · · · 

Contesting record ·procedures: 
The Agency's rules for access to records and for contesting con­

tents. and appealing initial determinations. by the individual concern~d 
may be obtained from the SYSMANAGER. 

Record source categories: 
Official Personnel Folder, computer printout of retention register, 

DCA management, individual employees and supervisors, civilian 
personnel office staff, official position description, Civil Service Com­
mission, Qepartment of Defense. 

Exemptions claimed 'for the system: 
·None. 

K700.15 
System name: 

603-05 Chronological Journal Files. 
System location: . 
Primary System - Civilian Personnel Division, Code 720; Office of 

the Assistant to the Director fo·r Personnel,' Headquarters, Defense 
Communications Agency (DCA) 

Decentralized Segments - DCA field activities in the Washington, 
DC, metropolitan area. 

Categories of individuals covered by the system: 
Civilian employees or former civilian employees of DCA organiza­

tions for whom a personneL action affecting their employment with 
DCA was processed withi~ the last two calen~ar years. 

Categories of records in the system: 
File contains copies of Standard Form 50, Notification of Person­

nel Action, Standard Form 50A, Notice of Short Term Employment 
and list forms used in lieu of Standard Form 50. 
· Authority for maintenance of the system: 

Federal Personnel·Manual, Supplement 239-31, Subchapter S3~:The 
Chronological Journal File. 

Purpose(s): 
Used as ·prescribed by Civil Service Commission regulations. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA's listing of records .. 

Policies.and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Paper. records filed. in three-ring binders. 
Retrievability: 
Information is accessed and retrieved by name or type of personnel 

action. 
Safeguards: 
Records are maintained in area accessible only to authorized per­

sonnel who are properly scre~ned, cleared and trained and whose 
duties require them to be in the area where records are maintained. 

Retention and disposal: 
Records are. not permanent. They are· retained for two calendar 

years and subsequently destroyed. 
System· manager(s) and address: 
Primary System , - Office of. the Assistant to the Director for 

Personnel, Code 700, Headquarters, DCA: 
Decentralized Segments - Directors of DCA field activities in the 

Washington, DC, metropolitan area. 
Notification procedure: 
Information may be obtained from: 
Primary ·System - Office of the Assistant to the Director for 

Personnel, Civilian Personnel Division, Code 720, Headquarters, 
DCA. 

Decentralized Segments - Civilian Personnel Offices of the appro­
priate DCA field activity in the Washington, DC, metropolitan area. 

The full name of the requesting individual will be required to 
determine if the system contains a record about him or her. The 
requestor may visit the applicable civilian personnel office to obtain 
information on whether the system contains records pertaining to 
him or her .. As proof of identity the requestor must present either a 
current DCA identification badge or a driver's license. · · 

Record access procedures: 
Primary System - Contact the Office of the Assistant to the Direc­

tor for Personnel, Civilian Personnel Division, Code 720, Headquar­
ters, DCA. 

D~centralized Segments - <:;ontact the Civilian Personnel Office at 
the appropriate DCA. field activity in the Washington, DC, metro­
politan area. 

The official mailing addresses are in the Department of Defense 
Directory in the appendix to the Defense Communications Agency's 
systems notice and should be referenced by the requestor. 

Contesting record proc~dures: · . 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by. the individual' concerned 
may be obtained from·the SYSMANAGER. 

Record source categories: · 
Official Personnel Folder Files, official position description, indi­

vidual employees,: supervisors of employees, civilian personnel staff 
members, and Civil Service Commission. 

Exemptions claimed for the system: 
None. 

System name: 
Classification Appeals File. 
System location: 

K700.16 

Primary System - Civilian Personnel Division, Code 720; Office of 
the Assistant to the Director for Personnel, Headquarters, Defense 
Communications Agency (DCA). 

Decentralized Segments - DCA field activities in the Washington, 
DC, metropolitan a!ea. 

Categories of individuals covered by the system: · 
Civilian employees of DCA who appeal a position classification 

action to. the Agency; civilian employees who appeal a classification 
action to the Civil Service Commission and Agency appeals to the 
Civil Se~vice Commission. . . · · · 

Categories of records in the system: 
OffJcial position description of. the employee and the supervisor 

evaluation statements, organizational charts, employee/supervisor 

( 

""; 
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statements concerning completeness and accuracy of the position 
description and related correspondence. 

Authority for maintenance of the system: 
Federal Personnel Ma~ual, Chapter 511, Classification Under the 

General Schedule; Chapter 532, Coordinated Federal Wage System. 
Purpose(s): 
Used by the civilian personnel office staff to process classification 

appeals and render classification decisions; to advise employees of 
classification decisions; to submit information concerning employee 
and agency appeals to the Civil Service Commission; and as a r~fer· 
ence document for future classification actions. 
. Used by the Civil Service Commission to process classification 

appeals and to notify the agency and employees of classification . 
decisions. 

Routine uses of records maintained in the system, inCluding catego­
ries of users and the purposes of such uses: 

See 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA 's listing of records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: 
Information is accessed and retrieved by employee name. 
Safeguards: 
Building employs security guards. Records are maintained in area 

accessible only to authorized personnel who are properly screened 
and cleared and whose duties require them to be in the area where 
records are maintained. 

Retention and disposal: 
Records are not permanent. They are destroyed when· obsolete. 
System manager(s) and address: 
Primary System - Office of the Assistant to the Director for 

Personnel, Code 700, Headquarters, DCA. 
Decentralized Segments · Directors of DCA field activities in the 

Washington, DC, metropolitan area. 
Notification procedure: 
Information may be obtained from: 
Primary System - Office of the Assistant to the Director for 

Personnel, Civilian Personnel Division, Code 720, Headquarters, 
DCA. 

Decentralized Segments · Civilian Personnel Offices of the appro­
priate DCA field activity in the Washington, DC, metropolitan area. 

The full name of the requesting individual will be required to 
determine if 'the system contains a record about him or her. The 
requestor may visit the applicable civilian personnel office to obtain · 
information on whether the system contains records pertaining to 
him or her. As proof of identity the requestor must present either a 
current DCA identification badge or a driver's license. 

Record access procedures: 
Primary System · Contact the Office of the Assistant to the Direc­

tor for Personnel, Civilian Personnel Division, Code 720, Headquar­
ters, DCA. 

Decentralized Segments - Contact the Civilian . Personnel Office at 
the appropriate DCA field activity in the Washington, DC, metro­
politan area. 

The official mailing addresses are in the Department of Defense 
Directory in the appendix to the Defense Communications Agency's 
systems notice and should be referenced by the requestor. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Civilian personnel office employees, DCA management o'.fficials 

appellant and their supervisors, and Civil Service Commission. 
Exemptions claimed for the system: 
None. 

K700.17 
System name: · 

603-01 Official Personnel Folder Files (Standard Form 66) .. · 
System location: 
Primary System - Civilian Personnel Division Office. of the Assist­

ant to the Director for Personnel, Headquarters, Defense Communi­
cations Agency (DCA): 

Decentralized Segments - DCA field activities in the Washington, 
DC, metropolitan area. 

Categories of individuals covered by the system: 
Civilian employees of DCA organizations. 
Categories of records in the system: · 
Standard. Form 171 Personal Qualifications ·statement Standard 

Form 172 Supplemental Experience and Qualifications Statement 
Standard Form 50 Notification of Personnel Action Standard Form 
50A Notice of Short Term Employment Standard Form 52 Request 
for Personnel Action Standard Form 15 Claim for Veteran's Prefer· 
ence Standard Form 51 Request for Insurance Standard Form 176 
Election, Declination, or Waiver of Life Insurance Coverage, 
FEGLI Standard Form 176A The Federal Employees Group Life 
Insurance Program Standard Form 54 Designati?n of Beneficia~y; 
Group Life Insurance Standard Form 61 Appomtment Affidavits 
Standard Form 61B Declaration of Appointee Standard Form 70 
Proof of Residence Standard Form 78 Health. Qualification Place­
ment Record Standard Form 144 Prior Federal & Military Service 
Standard J7orm 2809 Health . Benefits Registration Form Standard 
Form 2810 Notice of Change· in Health Benefits Enrollment Standard 
Form 39 Request for Certification Standard Form 39A Request for 
FSEE Certification Standard Form 59 Request for Approval of Non­
competitive Action Standard Form 75 Request for Preliminary Em­
ployment Data Standard Form 1.44 Statement of Prior Federal and 
Military Service Standard .Form 161 Executive Inventory Record 
Standard Form· 161A SF 161 Continuation Sheet DA Form 2515 
Payroll Change Slip Standard Form ll 26 Payroll Change Slip Stand­
ard Form 1152 Designation of Beneficiary, Unpaid Compensation of 
Deceased Employee CA 1/CA-1&2 Notice of Injury of Occupational 
Disease DA2515 Notice of Within· Grade/Pay Adjustment W A 18, 
WAS Direct Hire Authority Optional Form 8 Position Description 
DD Form 214 Armed Forces of the United States Report of Trans­
fer or Discharge DD Form 1559/1917 Employee Career Appraisal 
(Test) DD Form 1617 Transportation Agreement - Overseas Em­
ployee DD Form 1618 Transportation Agreement -Transfer of DoD 
Civilian Employees to and within Continental United States CSC 
Form 280CA Proof of Selection for Career/Career Conditional Ap­
pointment CSC Form 813 Request for Verification of Military Serv~ 
ice DCA Form 89 Service Award Work Sheet & Record DCA 
Form 103 Notice of Performance Rating DCA Form 104 Recom­
mendation for Outstanding Performance Rating DCA Form 222 
Quality 'Salary Increase Recommendation and Approval DCA Form 
105 Recommendation for Performance Award Records of Training 
Civil Service Commission Letters authorizing waivers and exceptions 
Official Letters of Commendation Debt Correspondence Official Dis-
ciplinary Actions Reduction-in-Force Letters. · 

Authority for maintenance of the system: 
Federal Personnel Manual, Supplement 293-31, Subchapter S5, The 

. Official Persortnel Folder .File. 
Purpose(s): 
Used as prescribed by Civil Service Commission Regulations and 

to provide data for the automated Defense Communications Agency 
Manpower and Personnel System (MAPS). 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA's listing of records. 

. Poiicies and practices 'for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · · 

Storage: 
Paper record.s stored in file folders. 
Retrievability: 
Information is accessed and retrieved by name. 
Safeguards: · 
Records are maintained in Lektriever with combination lock and 

are accessible only to authorized personnel who are properly 
screened, cleared and trained and whose duties require them to be in 
the area where records are maintained. 

Retention and disposal: 
T.emporary Records - Must be retained in the Official Personnel 

Folder (left side) for a minimum period of one year or until the 
employee transfers or separates, whichever occurs first, except that 
official letters of admonishment, warning, caution, reprimand, and 
similar disciplinary action papers may be removed at any time if it is 
decided later that the action was unwarranted. Otherwise, most tem­
porary. records may remain in an employee's personnel folder as long 
as he remains with the same agency, except that letters of caution, 
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warning, admonishment, reprimand, and similar disciplinary action 
papers must not be kept in the folder longer than three years, unless 
th~ ~gency has received an exception from the Civil Service Com-
misston. · 

Permanent Records - Personnel action reports and other dodu­
~ents ,file~ on te right side of the folder are permanen~ records and 
travel wtth the employee throughout his or her entire Federal 

career. Records are maintained in DCA until the individuals termi­
nat~ the_ir employment with DCA and subsequently are trapsferred to 
another government agency or ifthe employee is· separated from the 
Federal service· the records are transferred to the National Personnel 
Records Center (Civilian), St. Louis, Missouri. . 

System manager(s) and address: 
Primary System - Office of the Assistant to the Director for 

Personnel, Code 700, Headquarters, DCA. . . 
Decentralized Segments Directors of DCA field. activities in the 

Washington, DC, metropolitan,area. 
Notification procedure: · 

·Information may be obtained from:: 
Primary System - Office of. the Assistant to the Director for 

Personnel, Civilian Personnel Division·, Code · 720, Headquarters, 
DCA. . ~ · .. . 

Decentralized Segments - Civilian Personnel Offices of the appro­
priate DCA field activity in the Washington, DC, metropolitan area. 

The full nan:te of the. requesting individual will be required to 
determine if the system contains a record about him or her. The 
requestor may visit the applicable· civilian personnel office to obtain 
information on whether the sy1>tem contains records pertaining him 
or her. As proof of identity the requestor must· present· either a 
current DCA identificatiot:~ badge or a driyer's license. ' 

Record access procedures: . : ' · 
Primary ·System - Contact the Office of the Assistant to the Direc­

tor for Personnel, Civilian Personnel Division, Code 720, ·Headquar-
ters, DCA. . 

Decentralized Segments - Contact the Civilian Personnel Office at 
the appropriate DCA field activity in the Washington, DC, metro-
politan area. · . . · 

The official mailing addresses are .in the Department of Defense 
Directory in the appendix to the Defense Communications Agency's 
systems notice and should be referenced by the requestor. 

Contesting record procedures: 
The. Agency's rules for access to records and for contesting con~ 

tents and appealing initial determinations by the individual concerneq 
may be obtained from the SYSMANAGER. · · 

Record source categories: . . 
Former government agencies with which the .individual was ~m­

ployed, individual employees, supervisors of employees, offiCial per­
sonnel actions, military service records, Civil Service Commission 
records, and information listed in the records category and civilian 
personnel staff. 

Exemptions claimed for the system: · 
None. 

K700.035 
System name: 

602-11 Active Application Files (Applicant Supply Files). 
System location: · 
Primary System Civilian Personn.el Division, Cod.e .720; Office of 

the Assistant to the Director for Personnel, Headquarters, Defense 
Communications Agency (DCA) 

Decentralized Segments - DCA field activities in the Washington, 
DC, metropolitan area. 

Categories of individuals covered by the system: 
Applicants for employment with DCA organizations in the Wash­

ington Washington Metropolitan Area for positions which the orga­
nizations have .been authorized by the Civil Service Commission to 
make temporary or term appointments outside Civil Service Commis­
sion registers. 

Categories of records in the system: 
File contains copies of Standard Form 170, Application. for Fecjeral 

Employment, Standard Form 171, .Personal Qualifications Statement, 
Standard Form 172 Supplemental Experience and Qualifications 
Statement, Qualifications evaluations of the applicants, positions for 
which application is made, opening date for acceptance of applica­
tions and date that' recruitment for the position is closed, priority 
groupings, alphabetic index of applications on file, index to· the eligi­
ble applicants by occupational ~rea, priority group and grade, name 
of individual selected and date of selection for appointment, qualifica-

tions. standard used, written record of the postttve efforts made to 
recruit preference eligibles· for any appointment of a non-preference 
eligible to a restricted position and correspondence relating to the 
file. · 

Authority for maintenance of the system: · 
Federal Personnel Manual,· Chapter 333, Appendix A, Mechanics 

of the Applicant Supply System. 
Purpose(s): 
Used as prescribed by Civil Service Commission regulations 
Routine uses: of records maintained in ·the system, including cat ego· 

ries of users and the purposes of such uses: 
See 'BLANKET ROUTINE USES' set forth at the beginning of 

DCA 's listing of records. ' · • · 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records in file folders. 
Retrievability: 
Information is accessed and retrieved by name. 
Safeguards: 
Building employs security guards. Records are maintained in areas 

accessible only to authorized personnel that are properly screened·, 
cleared, trained and their duties require them tq be in the area where 
records are maintained. 

Retentio_n and disposal: 
Records are not permanent. They· are retained for two years or 

after receipt of a Civil Service Commission report of inspection of 
the agency's civilian personnel program, whichever occurs first, and 
then destroyed. 

System manager(s) and address: 
Primary System - Office of the Assistant to the Director for 

Personnel, Code .700,_ Headquarters, DCA. 
Decentralized Segments Directors of DCA field activities in the 

Washington, DC, metropolitan area. 
Notification procedure: 
Information may be obtained from: 
Primary System - Office of the Assistant to the Director for 

Personnel, Civilian Personnel. Division, Code 720, Headquarters, 
DCA. . 

Decentralized Segments - Civilian Personnel Offices of ihe appro· 
priate DCA field activity in the Washington, DC, m~tropolitan area. 

The full name of the requesting individual will be required to 
determine if the .system contains a record about him or her. The 
requestor may visit the applicable civilian personnel office to obtain 
information on whether the system contains records pertaining to 
him or her. As proof of identity the requestor must present either a 
current DCA identifica~ion badge or a driver's license. · 

Record access procedures: 
Primary System - Contact the Office of the Assistant to the Direc­

tor for Personnel, Civilian Personnel Division, Code 720, Headquar­
ters, DCA. 

Decentralized Segments Contact the Civilian Personnel Office at 
the appropriate DCA field activity in the Washington, DC, metro-
politan area. , 

The official mailing addresses are in the Department of Defense 
Directory in the appendix to the Defense Communications Agency's 
systems notice and should be referenced by the requestor. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Individuals submitting applications for employment, civilian per­

sonnel office staff, selecting officials, Office of Personnel Manage­
ment. 

Exemptions claimed for the system: 
None. 

K890.01 
System name: 

Freedom of Information Act File (FOIA). 
System location: . 
·Central - Office of Civilian Assistant to Chief of Staff, .DCA, Code 

104. Decentralized - DCA Field Activities World-wide. 
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Categories of individuals covered by the system: 
Persons who request information under FOIA .. 
Categories of records in the system: 
Consists of (1) Policy File which contains DoD Directive 5400.7, 

Availability to. the Public of. DoD Information, February 14, 1975; 
DCA Instruction 210-225-1, Availability to the Public of DCA Infor­
mation March 31, 1975; USAF. Regulation 12-30, Disclosure of Air 
Force Records to the Public, February 19, 1975; Department of 
Health, Education and Welfare, Public Information, contained in 
Federal Register Vol ~9. Number 248, Part II, December 24, 1974; · 
Commanders Digest, Vol 17, Number 8, Freedom of Information 
Actions, February 18; 1975; DoD Directive 5400.9, Publication of 
Proposed and Adopted Regulations Affecting the Public, December 
23,. 1974; and DCA _Messages to Field Activities implementing the 
FOIA. (2) Log ·File which consists of a record of all written requests 
for information under the FOIA which have been processed within 
DCA since January 1,. 1975. (3) Correspondence received in DCA 
relating to FOIA, including replies thereto. . 

Authority for maintenance of the system: 
5 U.S.C. 552, as amended by Pub. L. 93-502, Freedom of Informa-

tion Act. · 
DoD Directive 5400.7, February 14,. 1975, Availability to the 

Public of DoD Information. · 
Purpose(s): 
For making available to the public· the maximum amount ·of infor­

mation concerning the operations and activities of DCA. DCA Man­
agement - to receive, process, and respond to requests for informa­
tion under FOIA. Director, DCA - to review and deny requests for 
information under provisions of FOIA and ·to forward applicable 
correspondence to DoD when the denial may be contested or ap-
pealed. . . 

DoD and Department of Justice - for review and in event of 
judicial action. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

See 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA's listing of records. · . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
The paper records in file folders. 
Retrievability: 
Retrieved by the control number and the name of the individual 

who requested the information. · · 
Safeguards: 
Records are stored in a locked safe. Records pertaining to policy 

are permanent. Correspondence maintained for two years, then de­
stroyed. Records are maintained in areas accessible only to author­
ized personnel. 

Retention and disposal: 
All records (except the. Authorities which are permanent) are re­

tained by Code 104, Headquarters, DCA, for two years. Logs are 
kept until reference need expires. 

System manager(s) and address: 
Civilian Assistant to the Chief of Staff, Headquarters, DCA, Code 

104, Defense Communications Agency, Washington, D.C. 20305. 
Notification procedure: 
Requests from individuals relating to information from DCA 

Headquarters or DCA Field Activities in the Washington .Metropoli­
tan area should be addressed to the Civilian Assistant to the Chief of 
Staff, Code 104, Headquarters, DCA, Washington, D.C. 20305. Re­
quests from individuals relating to information from DCA Field 
Activities outside the Washington Metropolitan area should be ad­
dressed to the Commanders of those activities. Individual must pro­
vide his full name, a detailed description of the record desired. For 
personal visits, the individual must present proof of identity to in­
clude full name and e full name and social security number as well as 
positive identification, i.e., such as driver's license, etc., and fully 
identify record desired. · · 

Record access procedures: 
Contact . Civilian Assistant to the Chief of Staff, Headquarters, 

DCA, Code l 04. The mailing address is listed in the organization 
directory of the· Defense Communications Agency published in the 
FEDERAL REGISTER and should be referenced by the requester. 

Contesting record procedures: . 

The Agencies' rules for access to records and for contesting con­
tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER .. 
. Record source categories: 
From individuals concerned. 
Exemptions Claimed for the system: 
As specified by the requested record system: 

System name: 
Awards Case History File. 
System location: 

K890.03 

Military Personnel Division, Code 710, Hq, Defense Communica­
tions Agency (DCA). Decentralized Segment - Defense Communica­
tions Operations Center, Allocations and En-gineering Division, Code 
N230. 

Categories of individuals covered by the system: 
Records are maintained on military. personnel of the Army; Air 

Force, Navy and Marine Corps, assigned to the Defense Communi­
cations Agency, that have been recommended for an award while 
assigned/received an award that was prese.nted by th.e Director/Vice 
Director/or received a promotion and the ceremony was conducted 
by the Director/Vice Director. 

Categories of records in the system: . 
·Records contain recommendation for an award, citation,· memoran­

dum and copy of ceremony announcement and the ·Director's brief 
sheet, biographical summary sheet and minutes of the awards board 
meetings. Categories of information are: Personnel identification and 
narrative justification for an award. 

Authority for maintenance of the system: 
10 usc 1121. 
Purpose(s): 
Used by the DCA awards personnel to manage the awards pro-

gram of this Agency. · 
Department of the Army uses to grant or deny service awards. 
Department of the Navy uses to grant or deny service awards. 
Department of the Air Force uses to grant or deny service awards. 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of such uses: 
See 'BLANKET ROUTINE USES' set forth at the beginning of 

DCA's listing of records. 
Policies and practices for storing, retrieving, .accessing, retaining, and 

disposing of records in the system: 
.Storage: 
Records are stored in file folders and locked in filing cabinets. 
Retrievability: 
Information is accessed and retrieved by name. · 
Safeguards: 
Building employs security guards. Records are maintained in area 

which is accessible only to authorized personnel that are properly 
screened, cleared, and their duties require them to be in the area 
where the records are maintained. 

Retention and disposal: 
Records are not permanent. They are destroyed 2 years after 

individual has departed from this Agency/or upon approval of the 
award whichever is later. 

System manager(s) and address: 
Assistant to the Director for Personnel, Code 700, Headquarters, 

DCA. 
Notification procedure: 
Requests from individuals should be addressed to the Assistant to 

the Director for Personnel, Code 700, Hq, DCA. The full name, 
rank, and social security number of the requesting individual will be 
required to determine if the system has a record about the individual. 
The requester may visit the Military Personnel Division, Code 710, 
Hq, DCA to obtain information on whether the system contains 
records pertaining to the individual. As proof of identity the request­
er will present his U.S. Armed Forces ID Card. 

Record access procedures: · 
Contact the Assistant to the Director for Personnel, Code 700, Hq, 

DCA. The official mailing addresses are in the DoD Directory in the 
appendix to the Defense Communications Agency's Systems Notice 
and should be referenced by the requester. 

Contesting record procedures:. 
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The Agency's rules for access to records and for contesting con­
tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Activity/Area Commanders, Deputy Directors, Vice Director, Di­

rector, Comptroller, Assistant to the Director for Administration and 
Assistant to the Director for Personnel, who submit recommenda­
tions for awards on individuals assigned to their activity, Source data 
documents are: DA Form 638, Recommendation for Award (Army), 
AF Form 642, Recommendation for Decoration (Air Force), 
NAVPERS Form 1650/6, Recommendation for Award (Navy). 
Letter recommendations following the format prescribed in DCAI 
220~ 15-39, ' I 

Exemptions claimed' for the system: 
None. 

K890.04 
System name: 

Military Personnel Management/ Assignment Files. 
· ·System location: 

Military Personnel Division, Code 710, Headquarters, Defense 
Communications Agency (DCA). . 

Categories of individuals covered by tbe1system: 
Records are maintained on military personnel of the Army,. Air 

Force, Navy and .Marine Corps currently assigned to the Defense 
Communications Agency. · 
. Categories of records in the system: 

Records contain qualification records, duty status, special orders, 
assignment actions, personnel action requests, and suspense items for 
individuals to update Military Personnel Records maintained by the 
Military Department's Personnel Office. The category of data main­
tained is: Personnel identification, assignment history and eligibility, 
medical profile status and military and civilian education history. 
· Authority for maintenance of the system: 
I 10 IJ.S.Code 3012, 6011, 8012. 

Purpose(s): 
DCA uses this information to manage the. military personnel as­

signed. The majority of the information is furnished by the Military 
Departments. This information is used: To determine acceptance/ 
non-acceptance for assignment to this Agency, to determine requisi­
tion base, to determine qualifications for requirements peculiar to 'the 
Agency,. performance evaluations, position manning reports, strength 
accountability, data upon which to _base individual requests for per­
sonnel actions, and biographical and statistical reports to top DCA 
management. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA's listing of records. 

Pol~cies and practices for storing, retrieving, accessing, ret~ining, an~ 
disposing of records in the system: · 

Storage:. 
Records are stored in file folders in filing cabinets. 
Retrievability: 
Information is accessed and retrieved by name. 
Safeguards: 
Building employs security guards. Records are maintained in area 

which is accessible only to authorized personnel who are properly 
screened, cleared, and their duties require them to be in the area 
where the records are maintained. 

Retention and disposal: 
Records are not permanent. They are destroyed upon reassignment 

from DCA. · 
System manager(s) and address: 
Assistant to the Di~~ctor 'for .Personnel, Code 700, He~dquarters, 

DCA. . 
Notification procedure: 
Requests from individuals should be addressed to the Assistant to 

the Director for Personnel, Code 700, Headquarters, DCA. The full 
name, rank, and social security number of the requesting individual 
will be required to determine if the system has a record about the 
individual. The requester may visit the Military Personnel Division, 
Code 7JO, Hq, DCA to obtain information on whether the system 
contains records pertaining to the individual. As proof of identity the 
requester will present his U.S. Armed Forces Identification Card. 

Record access procedures: 
Contact the Assistant to the Director for Personnel, Code 700, Hq, 

DCA. The official mailing addresses are in the Department of De­
fense Directory in the appendix to the Defense Communications 
Agency's Systems Notice and should be referenced by the requester. 

Contesting record . procedures: 
The Agency's rules for ·access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record .source categories: · 
Basic sources of data are the Military Departments: Army, Air 

Force and Navy, Qualification records furnished when the individual 
is nominated for assignment tQ the Agency. The types of forms that 
are used as source data are: Army DA Form 447.5-2 (Personnel Data­
SIDPERS), DA Form -31 (Req~est and Authority for Leave), DA 
Form 2/2-1 (Qualification Record), PERSINCOM Form 260 Officers 
Record Brief), Special Orders; Air Force AF Form 4 7 (Personnel 
Security Certificate), AF Form 298-1 (Career Brief Officer), AF 
Form 1074 (Career Brief Enlisted), AF Form 899 (Reassignment 
Orders), AF Form 152/988 (Leave Forms), AF Forms 2095/2096/ 
2097/2098 (Personnel Actions Forms);· Navy Career Brief Officers, 
NA VPERS 1070/602 (Dependency Application/R .. cord of Emer­
gency Data), Orders, OPNAV Form 5521-420 (Ceruticate of Clear­
ance), NAVPERS 601-3 (Enlisted Classification Record). 
NAVPERS 601-4 (Navy . Occupation. and Training History), 
NAVPERS 601-9 (Enlisted Performance Record), NAVPERS Form 
1616/18 (Performance Evaluation Report); Marine Corps, Career 
Brief. All services file letters, messages and general correspondence, 
DA Form 2490 (Disposition Form), relative to the individuals as-. 
signed to the Agency. 

Exemptions· claimed for the system: 
None. 

K890.05 
System name: 

Overseas Ro.tation Program Files. . 
System location: 
Primary System - Civilian Personnel Division, Code 720; Office of 

the Assistant to the Director for Personnel, Headquarters, Defense 
Communications Agency (DCA). 

Decentralized Segments - DCA field activities in the Washington, 
DC, metropolitan area. · · 

Categories of individuals covered by the system: 
Civilian employees of DCA organizations in the Continental 

United States (CONUS) assigned to a position with a government 
organization outside the CONUS. 

Categories of records· in the system: 
File contains copie~ of Standar9 Form 30, Notification of Person­

nel Action; ·Standard Form 55, Notice of Conversion Privilege, 
Group Life Insurance; Standard Form 56, Agency Certification of 
Insurance Status; Standard Form 171, Personnel Qualifications State­
ment; Standard Form 172, Supplemental Experience and Qual~fica­
tions Statement; Standard Form 2810, Notice of Change in Health 
Benefits Enrollment; DD Form 1617, Transpor.tation Agreement­
Overseas Employees; DA Form 2515,. Payroll Change Slip; State­
ment of Agreement; Position Description; Request for Extension of 
Reemployment Rights; General correspondence pertaining to the 
overseas assignment. 

Authority for maintenance of tbe system: 
Federal Personnel Manual, Chapter 301, Overseas Employment. 
Department of Defense Instruction 1404.3, Standardized Overseas 

Tours of Duty. for United States Citizens Employees of the Depart­
ment ofDefense. 

Department ·of Defense InstruCtion 1404.8, Rotation of Employees 
from Foreign Areas and the Canal Zone. 

Department of Defense Directive 1400.6, Statement of Personnel 
Policy for Civilian Personnel·of the Department of Defense in Over-
seas Areas. · 

Department of Defense Program for Stability of Civilian Employ­
ment Policies, Procedures and Programs Manual, DoD 1400.20-1-M. 

Purpose(s): 
Used by the personnel office staff as a source document to resolve 

questions concerning overseas employees who have reemployment 
rights to·DCA/CONUS activities, to determine placement rights and 
to process actions. for the exercise of reemployment rights. · 

Routine useS of records maintained in the syste.m, including catego­
ries of users and the purposes of such uses: 
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See 'BLANKET ·ROUTINE. USES' set forth at the beginning of 
DCA's listing of records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Paper records in file folders. 
Retrievability: 
Information is accessed and retrieved by name and occupational 

location. 
Safeguards: 
Records are maintained in area accessible only to authorized per­

sonnel who are properly screened, cleared an!i trained and whose 
duties require them to be in the area ~here records are maintained. 

Retention and disposal: 
Records are not permanc;:nt. They are retained until the employee 

exercises reemployment .rights within the CONUS and are subse­
quently destroyed. 

System manager(s) and address: 
Primary System ~ Office of the Assistant to the Director for 

Personnel, Code 700, Headquarters, DCA. 
Decentralized Segments - Directors of DCA field activities in the 

Washington, DC, metropolitan area.· 
Notification procedure: 
Information may be obtained from: 
Primary System - Office of the Assistant to the Director for 

Personnel, Civilian Personnel Division, Code 720, Headquarters. 
DCA. 

Decentralized Segments - Civilian Personnel Offices of the appro­
priate.DCA field activity in the Washington, DC, metropolitan area. 

The full name of the requesting individual will be required to 
determine if the system contains a record about him or her. The 
requester may visit the applicable civilian personnel office to obtain 
information on whether the system contains records pertaining to 
him or her. As proof of identity the requester must present either a 
current DCA identification badge or a driver's license. 

Record access procedures: 
Primary System - Contact the Office of the Assistant to the Direc­

tor for Personnel, Civilian Personnel Division, Code 720, Headquar­
ters, DCA. 

Decentralized Segments - Contact the Civilian Personnel' Office at 
the appropriate DCA field activity in the Washington, DC, metro­
politan area. 

The official mailing addresses are in the Department of Defense 
Directory in the appendix to the Defense Communications Agency's 
system notice and should be referenced by the requester. 

Decentralized Segments- Commander, DCA-~estern Hemisphere, 
Building 6286, Fort Carson, Color.ado 80913; Commander, Defense 
Commercial Communications Office, Scott Air Force Base, Illinois 
62225. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained for the SYSMANAGER. 

Record source categories: 
Official personnel folder; individual employees; personnel office 

staff. 
Exemptions claimed for the system: 
None. 

K890.06 
System name: 

Card File for Forwarding Mail of Departed Personnel. 
System location: 
Correspondence and Mail Processing Branch, Code 212, Head­

quarters, Defense Communications Agency (DCA). Decentralized 
Segment - Defense Communications Engineering Center, Administra­
tive Offices, Code R 120. 

Categories of individuals covered by the system: 
Records system contains the names of personnel who have been 

reassigned who had been receiving their mail through the corre­
spondence and Mail Processing Branch, Code 212, Headquarters, 
DCA. 

Categories of records in the system: 
Card file consisting of individual's name and forwarding address 

for mail. 
Authority for maintenance .of the system: 

Post Office Department, USA, Postal Manual, Chapter 1, Part 158. 
Purpose(s): . · . 
Used by personnel of the Correspondence ;:tnd Mail Processing 

Branch, Code 212, Headquarters, DCA for forwarding mail to per­
sonnel of Headquarters, DCA; Headquarters, National Communica­
tions System; and the Defense Communications Agency. Operations 
Center, who have departed. 

Routine uses of records maintained in the system, including catego-
ries of users and· the purposes of such' uses: · 

See 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA's listing of records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Records are stored in a ·card file box. 
Retrievability: 
Information is accessed and retrieved by name. 
Safeguards: 
Building employs security guards. Records are maintained in area 

which is alarmed and is accessible only to authorized personnel that 
are properly screened, cleared, and their duties require them to be in 
the area where the records are' maintained. 

Retention and disposal: 
Records are not permanent. ·They are retained for one year after 

an individual's departure and are then destroyed. 
· System manager(s) and address: 

Chief, Administrative Division, Code 210, Headquarters, DCA. 
Decentralized Segment - Chief, Management Services Office, De­
fense Communications Engineering Cente~, R120. 

Notification procedure: 
Requests from individuals should be addressed to Chief, Adminis­

trative Division, Code 210, Headquarters, DCA. The full name of the 
requesting individual will be required to determine if the system 
contains a record about him or her. The requester may visit the 
Correspondence and Mail Processing Branch, Code 212, Headquar­
ters, DCA, to obtain information on whether the system con(ains 
records pertaining to him or her. As proof of identity the requester 
must present a current ·DCA identification badge or a driver's li­
cense. Decentralized Segment - Chief, Management Services Office, 
Defense Communications Engineering Cen.ter, R 120. 

Record access procedures: 
Contact the Chief, Administrative Division, Code 210, Headquar­

ters, DCA. The official mailing addresses are in the Department of 
Defense Directory in the appendix to the Defense Communications 
Agency's systems notice and should be referenced by the requester. 

Contesting record procedures: · 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: . 
Names and addresses of individuals in the system are furnished by 

the individuals who have been reassigned who had been receiving 
their mail through the Correspondence and Mail Processing Branch, 
Code 212, Headquarters, DCA. 

Exemptions claimed for the system: 
None. 

K890.07 
System name: 

Education, Training, and Career Development Data System. 
System location: 
Primary System - Office of the Assistant ·to the Director for 

Personnel, Code 700, Headquarters, Defense Communications 
Agency (DCA). 

Decentralized Segments- DCA Field Activities. 
Categories of individuals covered by the system: 
All military and civilian personnel currently or formerly assigned 

to or employed by the DCA. 
Categories of records in the system: 
System contains individual career development plans (for civilians 

only); education and training historical data; applications for training 
funded, sponsored, or arranged by DCA; evaluations (by the trainee) 
of education or training received; applications for programs for 
which candidates are competitively selected; for example senior mili-
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tary . ~ervice schools and othet long-term training; ·agreements to 
contm':le government service in return for training received; and 
supervtsor evaluations of t~e results of training.,given to their em­
ployees. 

Authority for maintemince of the system: 
Federal Personnel Manual, Chapter 410 'TraiJ1!ng;. 
Purpose(s): · 
Used by supervisors and by training specialists ·for career develop­

ment planning and for determining appropriate training for individ­
ual~. ~lso used t~ determin~ ~n individual's eligil;)ility f<;>r training and 
to JUSttfy educatton and trammg courses (lnd their. associated expendi­
tures. 

Used by managers in the DCA and by training specialists to 
det.ermine agency training needs and the ability of specific courses to 
sattsfy those needs. Also used to determine results and·accompli~h­
ments of the DCA training programs (often presented in stati~tical · 
form for this purpose). . 

Used by Career Development Specialists to prepare reports of 
training for the Civil Service Commission and for DoD. .. 

Used by DCA procurement personnel and DCA legal staff as the 
basis for supporting ·or enforcing legal obligations, such as payment 
of tuition and fees, reimbursement of trainee's expenses, contractual; 
obligations, or continued-service ·agreement. . 

Routine uses of records maintained in the system,· including catego-
ries of users and the purposes of such uses: "' . 

See 'BLANKET ROUTINE USES' set forth at the beginning of 
DCA's listing of records. · . • 

Polici~s and practices for storing, .retrieving, accessing, retaining, I_Uld 
disposing. of records in the system: 

Storage: 
Paper records in file folders and punched cards. 
R~trievability: . . 

;r Retrieved by name ·or~SAN. 
Safeguards: 
System is in building which uses security guards to control access' 

to the building. Only authorized personnel are allowed access to the 
building.· Files are kept in standard drawer-type filing cat:?inets. 

Retention and disposal: · · · . · · ' 
Individual records are ·maintained as long as the individual is em­

ployed by or assigned· to the DCA. After a person leaves the DCA, 
his/her individual_ files are destroyed within one year of the depar-
ture. · · . 

Consolidated reports may ·be maintained for as long· as five (5) 
years before they are destroyed. 

System manager(s) and address: 
Assistant to the Director for. ,Personnel, Code 700, Hq, DCA. 
Notification procedure: 
Personnel currently assigned to or employed by the DCA Head­

quarters or DCA Field Activities in the Washington Metropolitan 
Area, and .all personnel formerly assigned Jo or employed by . .DCA 
Headquarters or any DCA Field. Activity' may obtait:a information 
from: ... 

Assistant to the Director for Personnel · 
Defense Communications Agency · · 
8th St. & South Court House Road 
Arlington, Virginia 22204 

Personnel currently assigned to or employed by DCA Field Ac­
tivities outside the Washington Metropolitan Area may obtain infor­
mation from the commander of their activity. 

Requests for information must contain name, SSAN,' DCA activity 
to which assigned, and dates employed by or assigned to DCA. 

Proof of identity. for those appearing in person is an employee's ID 
card, driver's license, passport, or similar identification which con­
tains both the name and a ptiotograph of the individual. Proof of 
identity for individuals not appearing in person will_ be a notarized 
statement certifying that the person requesting the information has 
been identified by the notary public by means of an employee ID 
card, driver's license, passpor.:, or other identification~containing both 
the name and a photograph of the individual. 

Record access procedures: 
Contact the Assistant to the Director for PersonneHor information 

concerning access to individual records. The pfficial mailing address 
is in the Department ·of Defense Directory, in the appendix to the 
'DCA systems notice. · 

Contesting record procedures: 

The Agency's rules for access to records and for. contesting cot;~­
tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: . 
Data in this system is obtained from individual Official Personnel 

Folders/Files or is supplied by the individual or by his/her' supervi­
sor. 

"Exemptions claimed for the system: • 
None. 

DEFENSE COMMUNICATIONS AGENCY 
STATION LIST DIRECTORY* (ALPHABETICALLY 

BY STATE) 
Alaska 

DCA Alaska Field Office, ATTN: DOL, Elmend~rf AFB, . AK 
99506-5000. 
· Defense Commercial/Communications Office-Alaska, ATTN: RT, 

Elmendorf AFB, AK 99506-5000. ,'. 

Arizona 
Joint Interoperability Test Center (JTC3A), Ft Huachuca, AZ 

85613-7020. 

California .· · 
DCA Guam Field Office, Box 141, NAVCAMS WEST PAC, 

FPO San Francisco 96630.:...1837. · •. 
. DCA Northwest .. Pacific Region; APO San Francisco 96328-5000. 

DCA Korea Field Office, APO San Francisco 96301-0069. 
DCA Southwest PaCific Region, APO::San Francisco 96274-5000. 

· · District of Columbia' · 
Joint Data Systems Support Center, Washington, DC 20305-2000. 
Headquarters Defense Communications Agency~ Washington, DC 

20305-2000. . 
National Communications System/Defense Commuqications 

Agency Operations Center, Washington, DC 20305-200Q. " · . 
Commander, White House Communications Agency, Washington, 

DC 20374-0940. 
,Defense Communications System_ ,Orga.nization, Washington, DC 

20305-2000. . 
Director, Defense Mobilization Systems Planning Activity, Wash­

ington; DC 20301-4000. 

Florida' .. . ' 

DCA Field Office, Building 540, Mac Dill AFB, FL 33608-700 I. 

Georgia 
DCA Field Office, ATTN: FCDJ-DCA, Ft McPherson, GA 

30330-6000. 

Hawaii 
DCA-Pacific Area, Wheeler AFB, HI 96854-5000. 
Defense Commercial Communjcatiqns Office-Pacific, Ft Shafter, 

HI 96858-5490. · ' 
WSE-PAC, ATTN: C4S/STW, Box 29, Camp H. M. Smith, HI 

96861-5025. 

Illinois 
Defense Commercial Communications Office, Building 3189, Scott 

AFB, IL 62225-8300. 
Telecommunications Management Services Office, ATTN: QA, 

Scott AFB, IL 62225-8400. 

New Jersey 
Joint Interface Test Force (JTC3A), Ft Monmouth, NJ 85613:... 

7020. 

New York 
DCA-European Area, APO New York 09131:..4103. 
DCA Field Office Turkey, JUSTMMAT, APO' New York 09254-

5365. 
Defense Commercial Communications Office-Europe, ATTN: RS, 

APO New York 09130-5000. · 
C4S-EUR, Patch Barracks, ATTN: STE, APO New York 09128-

4145. 
USDCFO US Mission N;ATO, ATTN: <;:4S/STN, APO New 

York 09667-7034. 

-! 

I 
-' 
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Virginia 
Defense Communications Engineering . Center, 1860 Wiehle 

Avenue, Reston, VA 22090-5500. . 
Director, Center for Command, Control and Communications Sys­

tems, 3701 North Fairfax Drive, Arlington, VA 22203-:-0000. 
Director, Joint Tactical Command, Control· and Communications, 

ll440.Isaac Newton Square North, Reston, VA 22090-5006. 

Washington 
DCA-Okinawa Field Office, Box 959, FPO Seattle 9877~-5001. 

Addendum to DCA Station List Directory 
The Director, DCA is also the Manager, National Communications 

Systems (NCS), and the Director, Worldwide Military Command 
and Communications System (WWMCCS) Systems Engineering. To 
the extent that the Director, DCA performs these other functions, 
the. records systems descri,bed herein pertain to and are available to 

employ·ees of these organizations arid may be corrected by mea~s of 
the same process described for DCA ·files systems, unless spectfied 
otherwise herein. · 

• The official military personnel records ·of military personnel· as­
signed to DCA are maintained by the parent· department and that 
dep~dment has the only complete offidal copies of the military 
members personnel records file. Responsibility for the completeness 
and accuracy of these files is invested in the military department. 
While the DCA commander or office chief may assist the military 
members in obtaining access or making corrections, DCA does. not 
have the authority ·either to grant access or make corrections. ~he 
documents maintained by DCA on military personnel are nomination 
process, copies of personnel correspondence generated during the 
members tenure in DCA, promotion rosters furnished by the military 
departments, and copies of orders published by the departments. A 
few documents are maintained as a result of requirements imposed by 
the departments (leave forms for Army, Navy and Air Force person­
nel and SIDPERS for Army personnel). 
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REQUESTING RECORDS 
Records are retrieved by name or by some other personal identifi­

er. It i~ therefore especially important. for expeditious service when 
requ~stmg a record that particular attention be provided to the Noti­
~catt.on and/or Access Procedures of the particular record system 
Involved so as to _furnish the required personal identifiers, or any 
other pertinent personal information as may be required to locate and 
retrieve the record. 

;. BL~NKET ROUTINE USES 
Certain blanket 'routine uses' of the records have been established 

that are applicable to every record. system maintained within the• 
Department of Defense unless specifically stated -otherwise within a 
particular record system. These. additional blanket routine uses of the 
records are published below only once in the interest of simplicity, 
economy and to avoid redundancy before the individual record 
system notices begin rather than repeating them in every individual 
record system. 

ROUTINE USE-LAW ENFORCEMENT 
In the event that a system of records maintained by this compo­

nent to carry out its functions indicates a violation or potential 
violation of law, whether civil, criminal or regulatory in nature, and 
whether arising by general statute or by regulation, rule or order 
issued pursuant thereto, the relevant records in the system of records 
may be referred, as a routine use, to the appropriate agency, whether 
Federal, state, local, or foreign, charged with the responsibility of 
investigating or prosecuting such violation or charged with enforcing 
or implementing the statute, rule, regulation or order issued pursuant 
thereto. 

ROUTINE USE-DISCLOSURE WHEN 
REQUESTING INFORMATION 

A record from a system of records maintained by this component 
may be discJosed as a routine use to a Federal, state, or local agency 
maintaining civil, criminal, or other relevant enforcement information 
or other pertinent information, such as current licenses, if necessary 
to obtain information relevant to a component decision concerning 
the hiring or retention of an employee, the issuance of a security 
clearance, the letting of a contract, or the issuance of a license, grant 
or other benefit. 

ROUTINE USE-DISCLOSURE OF REQUESTED 
INFORMATION 

A record from a system of records maintained by this component 
may be disclosed to a Federal agency, in response to its request, in 
connection with the hiring or retention of an employee, the issuance 
of a security clearance1 the reporting of an investigation of an em­
ployee, the letting of a contract, or the issuance of a license, grant or 
other benefit by the requesting agency, to the extent that the infor­
mation is relevant and necessary to the requesting agency's decision 
on the matter. 

ROUTINE USE-CONGRESSIONAL INQUIRIES 
Disclosure from a system of records maint~ined by this component 

may be made to a Congressional office from the record of an individ­
ual in response to an inquiry from the Congressional office made at 
the request of that individual. 

ROUTINE USE-PRIVATE RELIEF LEGISLATION 
Relevant information contained in all systems of records of the 

Department of Defense published on or before August 22, 1975, may 
be disclosed to the Office of Management and Budget in connection 
with the review of private relief legislation as set forth in OMB 
Circular A-19 at any stage of the legislative coordination and clear­
ance process as set forth in that Circular. 

ROUTINE USE-DISCLOSURES REQUIRED BY 
INTERNATIONAL AGREEMENTS 

A record from a system of records maintained by this component 
may be disclosed to foreign law enforcement, security, investigatory, 
or administrative authorities in order to comply with requirements 
imposed by, or to claim rights conferred in, international agreements 
and arrangements including those regulating the stationing and status 
in foreign countries of Department of Defense military and civi1ian 
personnel. 

ROUTINE USE-DISCLOSURE TO STATE AND 
LOCAL TAXING AUTHORITIES 

Any information normally contained in IRS Form. W-2 which is 
maintained in a record from a system of records maintained by this 
component may be disclosed to state and local taxing authorities with 
which 'the Secretary of the Treasury has entered into agreements 
pursuant to Title 5, U.S. Code, Sections 5516, 5511,-5520, and only to 
those state and local taxing authorities for which an employee or 
military member is or was subject to tax regardless of whether tax is 
or was withheld. This routine use is in accordance with Treasury 
Fiscal Requir~ments Manual Bulletin Nr; 76-07. 

ROUTINE USE - DISCLOSURE TO THE OFFICE 
. OF PERSONNEL MANAGEMENT · 

A record from a system of records subject to the Privacy Act and 
m.aintained by this component may be disclosed to the Office of 
Personnel Management concerning information on pay and leave, 
benefits, retirement deductions, and any other information necessary 
for the Office of Personnel Management to carry out its legally 
authorized Government-wide personnel management functions and 
studies. 

ROUTINE USE-DISCLOSURE TO THE 
DEPARTMENT OF JUSTICE FOR LITIGATION 
A record from a system of records maintained by this component 

may be disdosed as a routine use to any component of the Depart­
ment of Justice for the purpose of representing the Department of 
Defense, or any officer, employee or member of the Department in 
pending or potential litigation to which the record is pertinent. 

ROUTINE USE-DISCLOSURE TO MILITARY 
BANKING FACILITIES OVERSEAS 

Information as to current military addresses and assignments may 
be provided to military banking facilities who provide banking serv­
ices overseas and who are reimbursed by the Government for certain 
checking and loan losses. For personnel separated, discharged, or 
reiired from the Armed Forces, information as to last known residen­
tial or home of record address may be provided to the military 
banking facility upon certification by a banking facility officer that 
the facility has a returned or dishonored check negotiated by the 
individual or the individual has defaulted on a loan and that if 
restitution is not made by the individual, the U.S. Government will 
be liable for the losses the facility may incur. 

ROUTINE USE-DISCLOSURE OF INFORMATION 
TO THE GENERAL SERVICES ADMINISTRATION 

(GSA) 
A record from a system of records maintained by this component 

may be disclosed as a routine use to the General Services Adminis­
tration (GSA) for the purpose of records management inspections 
conducted under authority of 44 U.S.C. 2904 and 2906. 

ROUTINE USE-DISCLOSURE OF INFORMATION 
TO THE NATIONAL ARCHIVES AND RECORDS 

ADMINISTRATION (NARA) 
A record from a system of records maintained by this component 

may be disclosed as a routine use to the National Archives and 
Records Administration (NARA) for the purpose of records manage­
ment inspections conducted under authority of 44 U.S.C. 2904 and 
2906. 

ROUTINE. USE-DISCLOSURE TO THE MERIT 
SYSTEMS PROTECTION BOARD 

A record from a system of records maintained by this component 
may be disclosed as a routine use to the Merit Systems Protection 
Board, including the Office of the Special Counsel for the purpose of 
litigation, including administrative proceedings, appeals, special stud­
ies of the civil service and other merit systems, review of OPM or 
component rules and regulations, investigation of alleged or possible 
prohibited personnel practices; including administrative proceedings 
involving any individual subject of a DoD investigation, and such 
other functions, promulgated in 5 U.S.C 1205 and 1206, or as may be 
authorized by law. 

ROUTINE USE-COUNTERINTELLIGENCE 
PURPOSES 

A record from a system of records maintained by this component 
may be pisclosed as a routine use outside the DoD or the U.S. 
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Government for the purpose of counterintelli'gence activities author­
ized by U.S. Law or Executive Order or for the purpose of enforcing 
laws which protect the national security of the United States. 

LDIAOOOS 
System name: 

Personnel Management Information System (PMIS). 
System location: 
Defense Intelligence Agency, Washington, DC 20340-000L 
Categories of individuals covered by the system: 
Current and former military and civilian employees of DIA, to 

include military . and civilian personnel as ~ell as their dependents 
nominated for assignment to the Defense Attache System (DAS). 

Categories of records in the system: 
This system consists of a· variety of personnel and directory data, 

security, education, training, financial and health information, loca­
tion, telephone and employment related records. 

Authority for maintenance of the system: 
Pursuant to the authority contained in the National Securit'yAct of 

1947, as amended, the Secretary of Defense issu~d Department of · 
Defense Directive 5105.21 which created the Defense Intelligence 
Agency (DIA) as a separate Department of Defense and charged the 
Agency's Director with the responsibility for the maintenance of 
necessary and appropriate records. 

Purpose(s): 
The PMIS collects employment information on current· and former 

military and civilian employees of DIA, to include military and 
civilian personnel as well as their dependents nominated for assign­
ment to the Defense Attache System. The system contains a variety 
of personnel and directory data, security, education,· training, finan­
cial and health information, location, telephone and employment re­
lated records which are required by the Agency to facilitate its day­
to-day operations. Records are used by staff, administrative and oper­
ating officials to: Prepare individual administrative transactions; make 
decisions on the rights, benefits, entitlements and the utilizatio~ of 
individuals; provide a data source for the production of reports, 
statistical surveys, rosters, documentation and studies required for the 
orderly personnel administration within DIA. Information· will be 
disclosed to such other Federal agencies, state and local govern­
ments, as may have a legitimate us~ for such informatio~ and which 
agree to apply appropriate safeguards to protect data so provided 
collected or obtained. Information collected concerning home phone, 
address and emergency notification data is used to provide postal and 
locator service, to identify next-of-kin for emergency notification and 
as a source document to prepare recall and special rosters required 
for the Agency's day-to-day operation and emergency functions. At 
overseas locations information may be provided to host country 
officials, Department of State, Department of Justice, Department of 
Treasury and the Central Intelligence Agency. · 

Routine uses of records maintained in the system, including catego· 
ries of users and.the purposes of such uses: 

See Blanket Routine Uses at the beginning of DIA's listing of the 
record system notices, . 

Policies and practices. for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Automated, maintained on magnetic tape and manual in paper files 

and cards, and on microfilms. 
Retrievability: 
By name or social security account number. 
Safeguards: 
Records are maintained in a· building protected by security guards 

and are stored in vaults, safes or locked cabinets and are accessible 
only to authorized personnel who are properly screened, cleared and 
trained in the protection of privacy information. · 

Retention and disposal: 
Paper files are destroyed when employment with the Agency 

ceases. Temporary microfilm records are destroyed when replaced 
with an updated film and magnetic tape files are retained indefinitely 
as a permanent record. Directory Service files are destroyed 1 year 
after the individual departs the Agency. Defense Attache System 
records are maintained for 1 year beyond the individual's tour com­
pletion date and then destroyed. 

System manager(s) and address: 
Assistant Deputy Director for Human Resources, Defense Intelli­

gence Agency, Washington, DC 20340-3191. 

l. __ 

Notification procedure: 
To determine if this system' of records contains· information per­

taining to you, submit a written request to: the Freedom of Informa­
tion Office (RTS-1), Defense Intelligence Agency, Washington, DC 
20340-3299. Your request must igclude your full name, current ad­
dress, telephone number and social security account number or date 
of birth. Requests submitted on behalf of ot.her persons must include 
their written, notarized authorization. Providing of the 'social security 
number under E.O. 9397 is voluntary and it will be used solely for 
identification purposes. Failure to provide the social security number 
will not affect the individual's rights. · 

Record access procedures: 
Individuals may access records pertaining to them by writing as 

indicated in 'Notification Procedures', providing information speci~ 
fied therein. 

Contesting record procedures: 
' DIA rules for access to records and for conte~ting and appealing 
initial determinations are contained in 32 CFR part 292a and DIA 
Regulation 12-12 .. 

Record source categories: 
Agency officials, Ambassadors; employees, educational institutio.ns, 

parent Service of individual and immediate supervisor on station,' and 
other Government officials. ·· 

Exemptions claimed for the system: 
None. · 

LDIA-0008 
System name: 

Vehicle Registration Information Files. 
System location: . 
Defense Intelligence Agency, Washington •. DC 20340-3299. 
Categories of individuals covered by the system: 
DIA employees and civilian contractors who register vehicles in 

order to gain entrance to DoD installations and those who may 
apply for a parking permit. 

Categories of records in the system: 
Individual's name, Social Security Number, home ad.dress, office 

symbol, work telephone number, vehicle identification, and related 
information. 

Authority for maintenance of the system: . 
The Federal Property and Administrative Services Act of 1949; 10 

U.S.C. 8012; 44 U.S.C. 3101; and Executive Order 93?7. · · 
Purpose(s): . 
To provide a record for control of privately-owned vehicles which 

are authorized to operate on DoD installations; to assign parking 
permits to eligible military and civilian personnel and to maintain a 
record of parking permits and vehicle registration data; to identify 
vehicles and their owners in :the event of an emergency or traffic 
problem. 

Routine uses of record~ mai~tained in the system, including catego­
ries of users and the purposes of such uses: 

The Defense Intelligence Agency. "Blanket Routine Uses" set forth 
at the beginning of DIA's compilation of record system notices apply 
to this record system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Application cards,. forms, and accountability logs. Data is also 

stored and maintained on a microcomputer. 
~etrievability: 

By Name, Social Security Number, decal number, state vehicle 
numoer, or carpool number. 

Safeguards: 
Access to records in this system are limited to personnel author­

ized to handle vehicle registrations and issue parking permits. Build­
ing access is controlled and office door is locked during non-duty 
hours. · 

Retention and disposal: 
Paper records are maintained for one year after departure or loss 

of eligibility. and then destroyed. In the case of automated files, they 
are erased, over-printed, or destroyed, as appropriate. 

· System manager(s) and address: . 
Building Mana'ger, Defense Intelligence Agency, Washington, DC 

20340-3216. 
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Notification procedure: 
Indiyiduals seeking· to determine if this system of records contains 

information about themselves should address written inquiries to the 
F:reedom of Information Office (RTS-1) •. Defense,· Intelligence 
A:gency, Washington, D~·20340-32~9. , . · · .. 

. Requests should. contain ingividual's full name, current address, 
telephone number, Social Security Number and date of birth. ~ 

Requests submitted on behalf of other persons must include their 
written, . notarizeq ·authorization. P:roviding the . Social Se9urity 
Number is. voluntary and will .be used solely for identification pur­
poses. Failure to provide the Social Security Number will npt 11ffect 
the individual's rights. 

Record access procedures: _ 
: Indi~iduals se~kingaccessto' records about th~mselves contained in 
this system should address writteQ inquiries to the Freedom of Infor­
mation Office (RTS-1), Defense Intelligence Agency, Washington, 
DC 20340-3299. · 

· Requests should -co~tain · ipdividual's full name, current address, 
telephone number, Social Security Number and date of birth. 

Requests submitted on behalf of other persons must include their 
written, notarized authorization. Providing the Social Security 
Number is. v,<;>luntary a~d will be used solely for identification pur­
po~es. Failure to provide the Social Security Nu.mber will not affect 
the individual's rigllts. · . ·. · 

Contesting record procedures: · 
DIA rules for ~:~,ccess to records and. for contesting and appe~ling 

initial agency determinations are contained inDIA Regulation 12-12; 
32 CFR part 292a; or may be :obtained from the system manager. 

Record source categories: 
Individual concerned, agency offiCials, Ambassadors, educational 

institutions, parent service of individual and immediafe supervisor on 
station, and.pther Government officials. · 

Exemptions claimed for the, system: 
None. 

( , . 
LDIA0010 

System name: 
Requests for Information. 

· System location: 
Defense Intelligence Agency, Washington, DC 20340-0001. 
Categories of individuals covered by the system: 
Individuals who make requests to ·DIA for information. · 
Categories of records in the system:·· 
Correspondence from requester, and documents related. to the re­

ceipt, processing and fina.l disposition of the request. 
AuthoritY for maintenance of the. system: 

. · Pursuant to the authority cont~ined in· the. National Security Act ·or 
1947~ as ·amended, the Secretary of Defense issued Department of 
Defense Directive ,5105.21 which crea~ed the Defense Intelligence 
Agency as a separate agency of the Department of Defense and 
charged the Ag~ncy's Director with the responsibility for the mainte­
nance of necessary and appropriate records. · 
J>urp~se(s): :. 
To provide records and documentation in response , to requests 

from the public sector for information which is originated by or 
contained in the files of the Defense Intelligence Agency in accord­
ance with· public disclosure statutes. To provide information for com­
piling reports required by public disclosure statutes and to assist the 
Department of Justice in preparation Qf the Agency's defense in any 
law suit arising under these st.atutes. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: , 

See Blanket Routine, Uses at th~ beginning of DIA;s listing of the 
record system notices. . . . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of recC?rds in the system: · · 

, Storag~: · · · · 
Paper recor:ds in file folders. 
Retrievability: 
Alphabetically by surname of individual. 
'Safeguards: 

:' Records are maintained in a building protected by security· guards 
and are stored in vaults; safes or locked cabinets and are accessible 
only to authorized personnel who are properly screened, cleared and 

·trained in th~ protection of privac;y information. 
Retention and disposal: 

Granted access: Destroy 2 ··years after d~te of Agency reply. 
Denied access, but ·no appeals by requester: Destroy 6 years after 
date of Agency reply. Contested records: Destroy 4 years after final 
denial by Agency, or 3 years after final adjudications by courts, 
whichever is later. 

System manager(s) and address: 
Deputy Assistant . Director for . Technical Services and Support, 

Defense Intelligence Agency, Washington, DC 20340-3190. 
Notification procedure: . 
To determine if this system of records contains information per­

taining to you, submit a written request to: the Freedom of Informa­
tion Office (RTS-1), Defense Intelligence Agency, Washington, .DC 
20340-3299. You must include in your request: Your full name, cur­
rent address, telephone number and social· security account number 
or date of birth. Requests submitted on behalf of other persons must 
include their written, notarized authorization .. Providing of the social 
security nu111ber under E.O. 9397. is. ';Voluntary and it will be used 
solely for identification.purposes. Failure'to provide the social securi­
ty number will not affect the in~ividual's rights. · 

Record access procedures: ..... 
. Individuals may access r:ecords pertaining to them by writing as 

indicated in 'Notification Procedures', providing information speci­
fied therein. 

Contestbig record· procedures: . 
DIA rules for access to records and for contestin·g and appealing 

initial determinations are contained in 32 .CPR part 292a and DIA 
Regulation 12-1-2. 

Record source categories: 
Individual requesters andAgency officials. 
Exemptions claimed for the system: .. . 
None. 

LDIAOOU 
System name: 

Studen~ ·Information Files. 
System location: . . 
Defense·I~tellige~ce Agency,. Washington, DC 20340-0001. 
categories of individuals covered·by the system: 
·current and former students of the Defense Intelligence· College. 
CategorieS of records i~ the sy~tem: 
Student;s biographic data and administrative/academic documents 

related .to the student's enrollment. · 
Authority for maintenance of the system: 
Pursuant to the authority contained in the National Security Act: of 

1947, as amended, the Secretary of Defense issued Department of 
Defense Directive 5105.21 which created the Defense ·Intelligence 
Agency as a separate . agency of the Department of Defense and 
charged the Agency's Director with the responsibility for the mainte­
nance of necessary and appropriate records. 

Purpose(s): 
Information pertaining to personnel, pa~t •. present and projected 

assignments, educational background; academtc/fit~ess repo~ts, lette~s 
of course completion, rosters, grades and academtc transcnpts. Thts 
information is collected to provide data for managing the. student 
population at the Defense College and _for historical documen~a~ion. 
Information is used to document, momtor, manage, and admmtster 
the student's performance at the College. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

See Blanket Routine .. Uses at the beginning of DIA's listing of the 
record system notices. · · 

Policies and practices for storing, retrieving,. accessing, retaining, and 
disposjng of records in ,the system: 

Storage: 
Automated on magnetic disc and tape and manJial ir,t. paper files. 
Retrievability: 
Alphabetically by suniame of individual. 
Safeguards: . ,· · · . . , . •. 
Records· are maintained ·in a building protected by security guards 

and are stored in vaults, safes or locked cabinets and are accessible 
only to authorized personnel who are properly screened, cleared and 
trained in the protection of privacy information. . . 

Retention and disposal: · · 

l 
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Registration cards are held 2 years and then retired to the Wash­
ington National Records Center. They are destroyed when 25 years 
old. 

System manager(s) and address: 
Commandant, Defense Intelligence College, Washington, DC 

20340-5485. 
Notification procedure: 
To determine if this system of records contains information per­

taining to you, submit a written request to: The Freedom of Informa­
tion Office (RTS-1), Defense Intelligence Agency, Washington, DC 
20340-3299. Your request must include your full name, current ad­
dress, telephone number and social security account number or date 
of birth. Requests submitted on behalf of other persons must include 
their written, notarized authorization. Providing of the· social security 
number under E.O. 9397 is voluntary and it will be used solely for 
identification purposes. Failure to provide the social security number 
will not affect the individual's rights. 

Record access procedures: 
Individuals may access records pertaining to them by wntmg as 

indicated in 'Notification Procedures', providing information speci­
fied therein. 

Contesting record procedures: 
DIA rules for access to records and for contesting and appealing 

initial determinations are contained in 32 CFR part 292a and DIA 
Regulation 12-12. 

Record source categories: 
Individual, parent Service, educational institutions, previous em­

ployees a.nd other Federal agencies. 
Exemptions claimed for the system: 
None. 

System name: 
Employee Grievance Files. 
System .location: 

LDIA0014 

Defense Intelligence Agency, Washington, DC 20340-0001. 
Categories of individuals covered by the system: 
Current and former civilian employees of DIA who have submit­

ted grievances in accordance with DIAR 22-12. 
Categories of recordS in the system: 
Files contain all records and documents relating to grievances filed 

by Agency employees to include statements of witnesses, reports of 
interviews arid hearings and examiner's findings, recommendations, 
decisions and related correspondence or exhibits. 

Authority for maintenance of the system: 
Pursuant to the authority contained in the National Security Act of 

1947, as amended, the Secretary of Defense issued Department of 
Defense Directive 5105.21 which created the Defense Intelligence 
Agency as a separate agency of the Department of Defense and 
charged the Agency's Director with the responsibility for the mainte-
nance of necessary and appropriate records. · 

Purpose(s): 
To record all information collected in 'the course of a formal 

grievance including statements, findings, exhibits, recommendations 
and decisions. Files may be used as part of subsequent administrative 
or judicial proceedings concerning. central or peripheral issues. These 
records and information in these records may be used: To disclose 
information to any source from which additional information is re­
quested in the course of processing a grievance to the extent neces­
sary to identify the individual, inform the source of the purpose(s) of 
the request and identify the type of information requested; to another 
Federal agency or to a court when the Government is paity to a 
judicial proceeding before the court; by . the Agency in the produc­
tion of summary descriptive statistics, analytical studies and· training 
in support of the function for which the records are collected and 
maintained or for related work force studies; to officials of the Merit 
Systems Protection Board including the Office of the Special Coun­
sel, or the Equal Employment Opportunity Commission when re­
quested in performance of their authorized duties; to disclose in 
response to a request for discovery or for appearance of a witness, 
information that is relevant to the subject matter· involved in a 
pending judicial or administrative proceeding. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such us~s: 

See Blanket Routine Uses at the beginning of DIA's listing of the 
record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Paper records in file folders. 

· Retrievability: 
Alphabetically by surname ·of individual. 
Safeguards: . 
Records are maintained in a building protected by security guards 

and are stored in vaults, safes or locked cabinets and are accessible 
only to authorized personnel who are properly screened, cleared and 
trained in the protection of privacy information. 

· Retention and disposal: 
Record is. destroyed 3 years after closing of the cas~. 
System manager(s) and address: 
Assistant Deputy Director for Human Resources, Defense Intelli­

gence Agency, Washington, DC 20340-3191. 
Notification procedure: . 
To determine if this system of records contains information' per­

tl'!.ining to you, submit a written request to: The Freedom of Informa­
tion Office (RTS-1), Defense Intelligence Agency, Washington,· DC 
20340-3299. Your request .must include your full name, current ad­
dress, telephone number and social security account number or date 
of birth. Requests submitted on behalf of other persons must include 
their written, notarized authorization. Providing of the social security 
number under E.O. 9397 is voluntary and it will be used solely for 
identification purposes. Failure to provide the .social security number 
will not affect the individual's rights. 

Record access procedures: 
Individuals may access records pertaining to. them by writing as 

indicated in 'Notification Procedures', providing information speci­
fied therein. 
· Contesting record procedures: 
DIA rules for access to records and for contesting and appealing 

initial determinations are contained in 32 CFR part 292a and DJA · 
Regulation 12-12. 

Record source categori.es: 
By the individual, testimony of witnesses, Agency officials 

from related correspondence from organizations or person·s. 
Exemptions claimed for the sy'stem: 
None. 

System mime: 
Biographic Sketch. 
System location: 

LDIA0015 

Defense Intelligence Agency, Washington, DC 20340-0001. 
Categories of individuals covered by the system: 

and 

Individuals who interface with the DIA on a fee or .n<;:m-fee basis. 
Categories of records in the system: . · · . 
Contains biographic data to include name, date and place of birth, 

educational background, lists of published works or notable achieve­
ments in the intelligence, scientific or academic community, intelli-
gence experience, etc. · · · 

Autl;lority for maintenance of the system: 
Pursuant to the authority contained in the National s·ecurity Act of 

1947, as amended, the Secretary of Defense issued Department of 
Defense Directive 5105.21 which created the Defense Intelligence 
Agency as a separate. agency of the Department of. Defe~s~ and 
charged the Agency's Director with the r~sponsibiJity fdr th~ mainte-
nance <;>f necessary and appropriate record~. · · , . , · 

Purpose(s): 
Information is collected ori Agency higher ranking civilian and 

military personnel assigned to offices in the Washington, D.C.· area 
and the DAOs world-wide to provide managers of braf!ches •. divi­
sions and higher levels of management with· a capsule ·SUJ;nmary of 
biographic type information on· assigned personnel so as to· acquaint 
the managers,. quickly, with an individual's. background prior '_:to 
visits, informal discussions, counseling sessions· and other· types ·.of 
personnel actions. Biographic sketches are also collected on spe~~~rs 
at the Defense Intelligence College. To establish an individual's ,porta 
fide as a noted authority in a. specialized ·area for the purpose. of 
utilizing that expertise to fill a gap in the Defense Intelligence'Wgeil­
cy's resources. Information will be disclosed to such other· Federal 
agencies, state and local governments, as may have.a ·legitimateicUse 
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for ,such information_ and which agree to· apply appropriate safe­
guards to protect data so provided and which is consistent with the 
conditions or reasonable expectations of use and disclosure under 
which the information was provided, co11ected or obtained. 

Routine uses of records maintained in· the system, including catego-
ries of users and the purposes of such uses: · 

See Blanket Routine Uses at the beginning of DIA's listing of the 
record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records irt the system: . · . . - . . . 

Storage: 
Paper records in file folders. 
Retrievability: 
Alphabetically by surname of individual. 
Safeguards: 
Records are maintained in a building protected by security guards 

and are stored in vaults, safes or locked cabinets and are ·accessible 
only to authorized personnel who are properly screened, cleared and 
trained in the protection of privacy information. . . ; 

Retention and· disposal: · · 
·Records are destroyed when no longer required. 
System1manager(s) and address: . 
Assistant" Deputy Directo~ for Technicai· Services and S~pport, 

Defen~e InteJligence .Agency, Washington, DC 20340-3190. 
. Not.ification procedure: 
To determine if this . system, of records contains information per­

taining to you, submit a written request to: The Freedom of Informa­
tion Office (RTS-1), Defense Intelligence Agency, Washington, DC 
20340-3299. Yo,ur request must include your full name, current ad­
dress, telephone number and social security account number. or date 
of birth. Requests submitted on behalf of other persons must include 
their written, notarized authorization. Providing of the social security 
number under E.O. 9397 is volun·tary and it will be used' solely for 
identification purposes. Failure to provide the social security number 
will not affect the individual's rights; 

Record access procedures: 
Individuals may access records pertaining to them by writing as 

indicated in ~Notification Procedures', providing information speci­
fied therein. 

Contesting record procedures: 
DIA rules for access to records and for contesting and appealing 

initial determinations are contained in 32 CFR part 292a and DIA 
Regulation 12-12. 

Record source categories: 
Individual, academic institutions or the individual's employer. 
Exemptions claimed for the system: · 
None. · 

Sy~tem name: 
~assports and Visas. 

LDIA0140 

System location: _ 
c ·-Defense Intelligence Agency: Washington, PC 20340-0001. 

CategorieS of individuals covered by the system: 
All DIA personnel requiring passports. 
Categories of r~cords in the system: 
Files contain passports and related correspondence. 

-Authority for maintenance of the system: 
Pursuant to the authority contained in the Nationai' Security Act of 

1947, as amended, the Secretary of Defense issued Dep~rtment of 
Defense Directive 5105.21 which created the Defense Intelligence 
Agency as a separate agency of the Department of Defense· and 
charged the Agency's Director with the responsibility for the-mainte­
nance of necessary and appropriate records. 

·Purpose(s): . 
Information 'is· collected to obtain and safekeep official passports 

'until heed~d for travel and to obtain necessary visas from appropriate 
Embassies; to notify individuals to reapply when passports expire and 
to return, passports to the Department of State. upon departure of the 
individual from DIA.. . · · 
· Routine uses of records maintained. in the system~ i~cluding catego­

ries of users and the .purposes of such uses: 
See Blanket ·Routine Uses at the beginning of DIA's listing of the 

record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Automated in computer and manual in paper files. 
Retrievability: 
Alphabetically by surname of individual in file folders and by name 

of individual, date of birth, and/or social security number in comput-
e~ . 

Safeguards: 
Recorqs are .maintained in a building P.rotected . by security guards 

and are stored. in vaults, safes or locked qtbinets and are accessible 
only to authorized per~onnet who are properly_ screened, cleared and 
trained in the protection of privacy information. Records maintained 
in. computer system require special. access code to retrive informa­
tion. 

Retention and dispoSa.l: 
Passports are returned to Department of State upon departure of 

tl!eindividual from DIA and computer records are transferred into 
an archive file for I year. · · 
· ·system manager(s) a~d address: 

Assistant Deputy Director· for Technical Services and Support, 
Defense .Intelligence Agency, Washington, DC ~0340-3190. 

Notification procedure: 
To determine if this system of records contains information per­

taining to you, submit a written request to the Freedom of Informa­
tion Office (RTS-1), Defense Intelligence Agency, Washington, DC 
20340-3299. Your request must include your full name, current ad­
dress, telephone number and social security account number or date 
of birth. Requests submitted on behalf of other persons must include 
their written, notarized authorization. Providing of the social security 
number under E.O. 9397 is voluntary and it will be used solely for 
identification purposes. Failure to provide the social security number 
wilJ not affect the individual's rights. 

Record access procedures: 
Individuals may access records pertaining to them by writing· as 

indicated in 'Notification ·Procedures', providing information speci­
fied therein. 

Contesting record procedures: 
DIA rules for access to records and for contesting and appealing 

initial determinations are contained in 32 CFR part 292a and DIA 
Regt.tlation 12-12. 

Record source categories: 
Individual applicant and Department of State, Passport Office. 
Exemptions claimed for the system: . 
None. 

System name: 
Official Traveler Profile. 
System location: 

LDIA 0150 

Defense Intelligence Agency, Washington, DC 20340-0ool. 
Categories. of indivi4uals covered by the system: 
All DIA employees traveling on official business. 
Categories of records in the system: 
Individual's name, Social Security Number, office designation, tele-

phone m,tmbers, and airline reservation preferences. 
Authority for maintenance of the system: 
10 U.S.C. 133s and Executive Order 9397. 
Purpose(s): 
To secur~ commercial and military flight reservations for official 

DIA travelers. Ac~ess is.limited to personnel who are·authorized to 
make such arrangements. 

Routine uses of r~cords maintained in ttle system, including catego­
ries of users and the purposes of such uses: 

The Defense Intelligence Agency "Blanket ·Routine Uses" set forth 
at the beginning of DIA's compilation of record system notices apply 
to this record system. · 

Policies and practices for storing, retrieving~ accessing, retaining, and 
disposing of records in the system: 

Storage! 
American Airline.Res~rvation Computer (SABRE). 
Retriev.ability: 

-. 
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Information is retrieved by individual's name. 
Safeguards: 
Records are maintained in SABRE computer and accessible only 

to authorized personnel who have proper access codes and are prop­
erly screened, cleared and· trained in the: protection of privacy infor­
mation. Computer is located in a secure building with controlled 
access and the office door is locked during non-duty hours. · 

Retention and disposal: · 
Upon departure from DIA, files ·are deleted from the system. 
System manager(s) and address: 
Assistant Deputy Director for Logistics and Engineering Services,, 

Defense Intelligence Agency, Washington, DC 20340-3210. 
Notification procedure: 
Individuals seeking to determine if this system of records contains 

information about themselves should address written inquirieS to the 
Freedom of Information Office (RTS-1); Defense Intelligence 
Agency, Washington, DC 20340-3299. 

Requests should contain individual's full-name, current address, 
telephone number, Social Security Number and date of birth. 

Requests submitted on behalf of other persons must include their 
written, notarized authorization. Providing the Social Security 
Number is voluntary and will be used solely for identification pur­
poses. Failure to provide the Social Security Number will not affect 
the individual's rights. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system should address written inquiries to the Freedom of Infor­
mation Office (R TS-1 ), Defense Intelligence Agency, Washington, 
DC 20340-3299. 

Requests should contain individual's full name, current address, 
telephone number, Social Security Number and date of birth. 

Requests submitted on behalf of other persons must include their 
written, notarized ~uthorization. Providing the Social Security 
Number is voluntary· and will be used solely for identification pur­
poses. Failure to provide the Social Security Number will not affect 
the individual's rights. 

Contesting record procedures: 
DIA rules for access to records and. for contesting and appealing 

initial agency determinations are contained inDIA Regulation 12-12; 
32 CFR part 292a; or may be obtained from the system manager. 

Record source categories: · 
Individual applicant. 
Exemptions claimed for the system: 
None. 

LDIA0209 
System name: 

Litigation and Disposition Documentation. 
System location: 
Defense Intelligence Agency, Washington, DC 20340-0001. 
Categories of individuals covered by the system: · 
Files involving legal and administrative matters involving individ­

uals. 
· Categories of records in the system: 

Correspondence or legal documentation relating to individua,ls .. 
Authority for maintenance of the system: 
Pursuant to th~ authority contained in the National Security Act of 

1947, as amended, the Secretary of Defense issued Department of 
Defense Directive 5105.21 which created the Defense Intelligence 
Agency as a separate agency of the Department of Defense and 
charged the Agency's Director with the responsibility for the mainte­
nance of necessary and appropriate records. 

Purpose(s): 
Information is collected pertaining to litigation, disciplinary mat­

ters and administrative actions concerning civilian and military per­
sonnel. Information is compiled to support various legal~related ac­
tivities of the Department of Justice, the Office of Personnel Man­
agement and the Military Services or adjudicative agencies of the 
U.S. Government as may be necessary or required in the disposition 
ofan individual case. 

Routine uses of records main.tained in the system, including catego-
ries of users and the purposeS of such uses: · 

·See Blanket Routine Uses at the beginning of DIA's listing of the 
record system notices. · 
· Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in. th~ system: 

Storage: 
Paper records in file folders. 
Retrievability: 
Alphabetically by surname of indi~idual. 
Safeguards: 
Records are maintained in a building protected by security guards 

and are stored in vaults, safes or locked cabinets and are acc~ssible 
only to authorized personnel who are prope~ly scree_ned, .;:le~red and 
trained in the protection of privacy information. . 

Retention and disposal: 
Some records are retired to the Washington National Records 

Center where they are held for 10 years and then destroyed. and 
others are destroyed when no longer needed for current operations. 

System manager(s) and address: 
The General Counsel, Defense Intelligence Agency, Washington, 

DC 20340-1029. 
Notificati~n procedure: 
To determine if this system of records contains information per­

taining to you, submit a written request to: The Freedom ?f Informa­
tion Office (RTS-1), Defense Intelligence Agency, Washmgton, DC 
20340-3299. Your request must include your full name, current ad­
dress, telephone number and social security· account riumber ?r date 
of birth. Requests submitted on behalf of other persons m~st mclu.de 
their written, notarized authorization. Providing of the social secunty 
number under. E.O. 9397 is voluntary and it will be used solely for 
identification purposes. Failure to provide the social security number 
will not affect the individual's rights. 

Record access procedures: 
Individuals may access records. pertaining to them by writing ~s 

indicated in 'Notification Procedures', providing information spect­
fied therein. 

Contesting record procedures: . 
DIA rules for access to records and for contesting and appealing 

initial determinations are contained in 32 CFR part 292a and DIA 
Regulation 12-12; '· · 

Record source categories: . 
Other offices within the .DIA and ·the DoD, the individual in­

volved and other departments and agencies of the Executive Branch. 
Exemptions c.laimed for the system: 
None. 

LDIA0271 
System name: 

Investigations and Complaints. 
System location: 
Defense Intelligence Agency, .Washington, DC 20340-0001. 
Categories of individuals covered by the system: 
Current and former civilian and military personnel who filed a 

complaint acted upon by the Inspector General, DIA, or who were 
the subject of an Inspector General, DIA, investigation or inquiry. 

Categories of records in the ·system: · 
Documents relating to the organization, planning and exec:ution of 

internal/external investigations and records created as· a result of " 
investigations conducted by the Office of the Inspector General, 
including reports of investigations, records of action taken and sup­
porting papers. These files include investigations of both organiza-
tional elements and individuals. · 

Authority for maintenance of the system: 
Pursuant to the authority contained in the National Security Act of 

1947, as amended, the Secretary of Defense issued Department of 
Defense Directive 5105.21 which created the Defense 1ntelligence 
Agency as a separate agency of the Department of Oefense and 
charged the Agency's Di.rector with the responsibility for the mainte-
nance of necessary and appropriate records. · 

Purpose(s): . 
Information is collected to ·dete.rmine the facts and. circumstances 

surrounding a complaint filed with the office of the Inspector Gener­
al by a Defense Intelligence Agency employee or to determine the 
facts and circumstances of matters under Inspector General inquiry 
of investigation. Information collected by the Inspector General is 
for the purpose of providing the Director,. DIA, with a sound basis 
for just and intelligence action. Records are used as a basis for 
·recommending actions to the ·command Element and other DIA 
elements. Depending upon the nature of the information it may be 
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passed to appropriate elements within the DoD, the Department of 
State, Department of Justice, Central Inte!ligence· Agency and to 
other appropriate Government agencies. " · 
. Routine uses of records mai.ntained in the system, i(lcluding catego-

nes of users and the purposes of such uses: ·· · · · 
See Blanket Routine Uses at the beginning of DIA's listing of the 

record system notices.· · ·. i . . . .. · · · ·· 

, . Policies and practices for storing, retrieving, accessing, retaining, and 
disposing ·of records in the syste"': · ' · ; 

Storage: ' ' ' . . . . 

Paper records in file folders (manual). 
".;Retriev~bility: · ·\ · 

·Filed by -~ubject matter and case number. 
Safeguards: 
Records ~re main~ained in a building protected by security guards 

and are stored in vaults, safes or locked cabinets and are accessible 
only to authorized personnel who are properly screened, cleared and 
trained in the protection of privacy information. 

~etention and disposai: ' . -. 
. Records, are held _ip. current files for ·s years after completion and 

adjudic~tion of. all ,actions and retired to the Washington National 
Records . Center. Investigations will' be offer~d to the National Ar-
chives an~. complai!JtS destroyed when }0 years old·: · ~ · 
. System manager(s) and ~ddress: .. , .•. 

InspeCtor General's O~ce, Defense Intelligence Agency, Washing-, 
ton, DC 20340-1028. · 

Notification procedure: 
To determine if this system of records contains' information per­

taining to y0u, submit a written request to: The Freedom of Informa­
tion Office· (RTS-1), Defense Intelligence Agency, Washington, DC 
20340-3299. Your request must include your full name, current ad­
dress, telephone number and social security account number or date 
of birth. Requests submitted on behalf.of qther persons must include 
their w'ritten, notarized authorization. Providing of'the social security 
number is voluntary. and 'it will be used -'solely for identification 
purposes. Failure to provide the social security number will not 
affect the individual's rights._ · 

. Record access procedures: 
Individ·u-~ls. may access records pertaining to them by writing as 

indicated in 'Notification Procedures', providing information speci­
fied therein. 

Contesting record procedures: 
DIA rules for access to records and for contesting and appealing 

initial determinations are. contained in. ~2 CFR part 292a and D lA 
Regulation 12-12. · 

Record source _categories: 
Personal interviews, 'pe;sonal history statements, abstracts or 

copies of pertinent meaica) records, abstracts from personnel records, 
results of. tests, physician's notes, observations from employee'.s be­
hav.ior, related notes, papers from counselors and/or clinical direc-
tors. · 

Exemptions claimed for the system: 
Parts--of .this system inay be exempt under T~tle 5, U.S.C., 5.52a, 

subsections k(2), k(S), or k(7).--For additional information see Agency 
rules contained in 32 CFR part 292a. 

' . 
LDIAOi75 

s;~tem riam~: 
DoD Hotline Referrals. 
System location: 
Defense· intellige,nce Agency, W ~shington .• DC 20340-000 I. 
Categories of individuals covered by the system: 
Current, and former civilian and mili~ary personnel who, were the 

subject ·of' Inspector General, DIA, adions'·as ·a result of DoD/IG 
Hotline referrals. - ·· .-. ·· · · · ., 

Categories of records in the system: 
Materials relating t~ the referral by DoD/IG Hotline. and the 

follow-on 'of documentation created as a result of actions conducted 
by t_he IG, ·inCluding reports, re.cords. of action taken and supporting 
papers. · .: · 
· Authority for :m~intenance of the system: ;. 

Natiomd Sec~rity Act of 1947,_ as amended,. DoD Directive 
5105.21, 'Defense Intelligence Age!lcy,' and DoD Directive 7Q50.1, 
'OoO ·Hotline;' as. implemented _by [)lAM 40-1, 'Investigations and 

Inspections, Inspector Genera:! Activities and Procedures, • Ch~pter 2, 
paragraph 8. 

Purpo~e(s): 

Infor~~tion is collected to determine the.- facts .and circumstances 
surrounding allegations made to the ·DoD/IG ·Hotline. and referred 
by them to DIA/IG .concerning DIA employees. Records are used 
as a basis for recommending ·actions .to. the Command Element and 
other DIA elements. Results are reported back to .the DoD/IG. 

Routine uses of rec~rd~ maintaine~ in t,he system, including. catego­
ries of users and the purposes of such uses: 

See Blanket Routine Uses at the beginning of DIA'sl.isting of the 
record system notices. . . ., . < ... 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · · · 

Storage: ·· -' · . 

.Paper records ·in file ·folders. 
Retrievability: 
Filed by subject matter and. case QUrnber. 
SafeguardS: · . · . 

Records are maintained in a building. protected by security guards 
and are stored in an alarmed secure area. Records are accessible only 
by authorized DIA/IG personnel who are properly cleared and 
trained, and who require access in connection with · their official 
duties . 

Retention and disposal: 
·Records ·are held in current files for 3 years after completion and 

adjudication of all actions and then destroyed. 
System manager(s) and address: 
Inspector General's Office, :Defense Intelligence Agency, Washing-

ton_, DC 20340,-1028. · 
Notification. procedure: . 
Information may be obtained by submitting a written request to: 

The Freedom of Information Office (RTS-1), Defense Intelligence 
Agency, Washington, DC 2034d-3299. Your request must include 
your full name, current address, telephone number and social.security 
account number or. date of birth. Requests submitted on behalf of 
other. persons_ must include· their- written, notarized authorization . 
Providing of the social security nvmber under E.O. 9397 is voluntary 
and it will be used solely for identification purposes. Failure to 
provide the social security number will not affect the individual's 
rights. 

Record access procedures: 
Individuals may access records pertaining to them by writing as 

indicated in 'Notification Procedures', providing information speci­
fied therein. 

Contesting record procedures: . 
DIA rules for access to records and for contesting and appealing 

initial determinations are contained in 32 CFR p~rt 292a _and. DIA 
Regulation 12-12.' 

Record source categories: · · 
Personal in'terviews; .. personal history st<ite~erits, abstracts from 

personnel records and security records, observations from employee's 
behavior, rel_ated notes, papers from ·counselors arid/or supervisors. 

Exemptions clahned for· the system: 
Par:ts of this syst~m may he ~xempt under Title s; U.S.C. 552a, 

.subse'Ctions k(2), k(5), or k(7). For additional information see Agency 
rules contained in 32 CFR part 292a. · 

LDIA0335' 
System name: · · •' 

Alcohol and Drug Abuse Reporting Program: 
System location: 
Defense Intelligence Agericy, Washington, DC 20340-0001. · 
Categori~s of individuals covered by the sy~teini 
Any civi.lia~ employee of the -Defense Intelligence Agency who 

has been diagnosed as an alcohol/drug abuser by a physician and 
subsequently enrolled in an alcohol/.drug abuse treatment program. 
Former employees who were undergoing treatment at time of termi­
nation are retained in the file for 2 years and other former employees 
who were enrolled in a program less than 2 years. before their 
termin~tion may also be included. 
· Categories of records in the system: · 

File contains employee intake and follow-up records, initial. inter­
views forms, counselor observations imd impressions of employee's 
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behavior and rehabilitation progress, copies of medical consultation 
·and procedures performed, results of bio-chemical urinalysis for drug 
'abuse, and similar or related documents. 

. Authority for maintenance of the· system: 
Pursuant to the authority contained in the National Security Act of 

1947, as amended; the Secretary of Defense issued Department of 
Defense Directive 5105.21 which created the Defense Intelligence 
Agency as a separate agency pf the Department of Defense and 
charged the Agency's Director with the responsibility for the mainte-
nance of .necessary and appropriate records. · 

Purpose(s): 
Information is collected and maintained to provide the Agency an 

accurate accountability of individuals involved in alcohol and drug 
abuse activities, education and training, and rehabilitation programs. 
Quarterly and annual program reports are generated based on the 
systems maintained in the DIA. Blanket 'routine uses' for DIA sys­
tems of records do not apply to this system of records. Records 
concerning the identity, medical diagnosis, prognosis, or treatment of 
any person irrespective of whether or when the individual ceased 
treatment, maintained in connection with the performance of· any 
alcohol or drug abuse prevention and treatment function conducted, 
regulated, or directly or indirectly assisted by any department or 
agency .of the United States, are confidential and may be disclosed 
only for the purposes and under the circumstances expressly author­
ized in Title 21 U.S.C., Section 1175 (as amended) and Title 42 
U.S.C., Section 4582 (as amended). 

Routine uses of records . maintained in the system, including catego­
ries of users and the purposes of such uses: 

The records in the system may be· di~closed outside· DIA:. To 
Government personnel for the purpose of obtaining benefits to which 
the person undergoing treatme~t is entitled; to qualified personnel for 
the purpose of conducting scientific research, management or finan­
cial audits, or program evaluation; to appropriate elements within the 
Department of State, Department of Justice and Office of Personnel 
Management when required for actions relative to the employees' 
employment, access to classified material or areas; to a court of 
competent jurisdiction upon authorization by an appropriate order. 
Any safeguards against unauthorized disclosure impo~d by the court 
in its order shall be honored. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Stora_ge: . 
Paper records maintained iq file folders (manual). 
Retrievability: · 
By name and social security account number. 
Safeguards: 
Records are maintained. in a building protected by security guards 

and are stored in vaults, safes or locked cabinets and are accessible 
only to authorized personnel who are properly screened, cleared, and 
trained iJ:J the protection of this information and have a need for 
access in connection with their official du.ties. 

Retention and disposal! 
. Records are destroyed 2 years after the individual leaves the treat­

ment program or the case is terminated. 
System manager(s) and address: 
Special Assistant for Equal Employment Opportunity, Defense In­

telligence Agency, Washington, DC 20340-3375. 
Notification procedure: 
To determine if this system of records contains information per­

taining to you, submit a written request to: The Freedom of Informa­
tion Office (RTS-1), Defense· Intelligence Agency, Washington, DC 
20340-3299. Your request must include your full name, current ad­
dress, telephone number and social security account number or date 
of birth. Requests submitted on behalf of other persons must include 
their written, notarized authorization. Providing of the social security 
number under E.O. 9397 is. voluntary and it will be used solely for 
identification purposes. Failure to provide the social security number. 
.will not affect the individual's rights. 

Record access procedures: 
Individuals ~ay access records pertaining to them by wrttmg as 

indicated in 'Notification Procedures', providing information speci­
fied therein. 

Contesting record procedures: 
DIA rules for access to records and. for contesting and appealing 

initial determinations are contained in 32 CFR' part 292a and DIA 
Regulation 12-12.. · 

Record source categories: 

Personal interviews, personal history statements, abstracts or 
copies of pertinent medical records, abstracts from personnel records, 
results of tests, physician's notes, observations from employee's be­
havior, related notes, papers from counselors and/or clinical direc­
tors. 

Exemptions claimed for the system: 
None. 

System n~me: 
DIA Awards.Files. 
System location: 

LDIA0435 

Defense Intelligence Agency, Washington, DC. 20340-0001. 
Categories of individuals covered by the system: 
Military personnel recommended for an award while assigned to 

DIA. 
Categories of records in the system: 
This file contains supporting documents for the awards nomination 

and the results of actions or recommendations of endorsing and 
approving officials. 

Authority for maintenance of the system: 
Pursuant to the authority contained in the. National Security Act of 

1947, as' amended, the Secretary of Defense issued Department of 
Defense Directive 5105.21 which created the Defense Intelligence 
Agency as a separate agency of the Department of Defense and 
charged the Agency's Director with the responsibility for the mainte­
nance of necessary and appropriate records. 

Purpose(s): 
Information is collected and submitted to determine eligibility for 

awards and decorations to individuals and units while ·assigned or 
attacheq to the DIA. Information ·is required for preparation of 
orders and for inclusion in individual's Service record. Records are 
used to obtain the approval for the awarding of the decoration, for 
·the compilation. of requirep sta~istical data and provided to the Mili­
tary departments when appropnate. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See Blanket Routine Uses at the beginning of DIA's listing of the 
record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders (manual). 
Retrievability: 
Alphabetically by surname of individual. 
Safeguards: 
·Records are maintained in a building protected by security guards 

and are stored in locked cabinets and are accessible only to author­
ized personnel who are properly screened cleared and trained in the 
protection of privacy information. 

Retention an.;l disposal: 
Records are maintain.ed for approximately . i years within the 

Agency and then retired to the Washington National Records center 
where they are destroyed when 5 years old. 

System manager(s) and address: · 
Assistant. Deputy Director for Human Resources, Defense Intelli­

gence Agency, Washington, D.C 20340-3191. '. 
Notification procedure: 
To determine if this system of· records contains information per­

taining to you, submit a written request to: The Freedom of Informa­
tion Office (RTS-1), Defense Intelligence Agency, Washington, DC 
20340-3299. Your request must include your full name, ~urrent ad­
dress, telephone number and social security account number or date 

·of birth. Requests submitted on be)lalfof other persons must include 
. their written, notarized authorization. Providing of the social security 
number under E.O. 9397 is voluntary and iL will be used solely for 
identification purposes. Failure. to provide the social sec11rity number 
will not affect the individual's rights. 

Record access procedures: 
lndividuals may access records pertaining to them by wntmg as 

indicated in 'Notification Procedures', providing information speci­
fied therein. 

Contesting record procedures: 
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DIA rules for access to records and for contesting and appealing 
initial determinations ·are contained· in 32 CFR part 292a and DIA 
Regulation 12-12. · 

Record source categories: 
Agency officials, parent Service and personnel records. 
Exemptions claimed for the system: 
None. 

System name: 
Reserve Training Records. 
System location: 

LDIA0480 

Defense Intelligence Agency, Washington, DC 20340-0001. 
Categories of individuals covered by the system: 
Military Reserve. personnel who have performed active duty train­

ing with the DIA or corresponded with the DIA regarding reserve 
matters. 

Categories of records in the system: 
Files contain correspondence with the reservist and documentation 

related to the reservist periods of active duty with DIA. 
Authority for maintenance of the system: 
Pursuant to the authority contained in the National Security Act of 

1947, as amended, the Secretary of Defense issued Department of 
Defense Directive 5105.21 which created the Defense Intelligence 
Agency as a separate agency of the Department of Defense and 
charged the Agency's Director with the responsibility for the mainte­
nance of necessary and appropriate records. 

Purpose(s): 
The Reserve Affairs Office is required to maintain current bio­

graphical information on all personnel who are assigned to a DIA 
Reserve billet or perform Reserve d'uty with the Agency. The data. is 
used to help provide productive tours for the Reservists. It is also 
used by DIA staff personnel and the Reserve Affairs Officer to 
evaluate the Reservists for Reserve billets,..or assignments. Biographi­
cal information' will be maintained in the Reserve Affairs Office if 
person is accepted for assignment; otherwise, it will be destroyed. 
Records are used by Agency officials for the administrative, control 
and utilization of reservists and may be provided to the Military 
Departments when appropriate. 

Routine uses of records maintained in the system, including catego• 
ries of users and the purposes of such uses: 

See Blanket Routine Uses at the beginning of DIA's listing of the 
record system notices. 

Policies and practices for storing, retrieving, accessing, retaining~ 'and 
disposing of records in the system: · · 

Storage: 
Paper records in file folders (manual). 
Retrievability: 
Alphabetically by surname of individuaL 

· Safeguards: 
Records are maintained in ~ building protected by security guards 

and are stored in safes or locked cabinets and are accessible only to 
authorized personnel who are properly. screened, cleared and trained 
in the protection of privacy information. 

Retention and disposal: 
Records are destroyed· 1 year after reservists become inactive. 
System manager(s) and address: 
Assistant Deputy Director for Human Resources, Defense Intelli­

gence Agency, Washington, DC 20340-3191. 
Notification procedure: 
To d.etermine if this system of records cont~ins information· per­

taining to you, submit a written request to: The Freedom of Informa­
tion Office (RTS-1), Defense Intelligence Agency, Washington, DC 
20340-3299. Your request must include your full name, current ad­
dress, telephone number and social security account number or date 
of birth. Requests submitted on behalf of other persons must include 
their written, .notarized authorization. Providing of the social security 
number under E.O. 9397 is voluntary and it will be used solely for 
identification· purposes. Failure to provide the social security number 
will not affect the individual's rights. · · 

Record access procedures: 
individuals may access records pertammg to them by writing as 

indicated in 'Notification Procedures', providing information speci­
fied therein. 

Contesting record procedures: 

DIA rules for access to r~cords and for contesting and appealing 
initial determinations are contained in 32 CFR part 292a and DIA 
Regulation 12-12. · 

Record source categories: 
Individual reservists requesting assignment and/or active duty 

training, Agency officials and parent Service of Reservi,sts. 
Exemptions claimed for the system: 
None. 

LDIA0590 
System name: 

Defense Intelligence Special Career Automated System (DISCAS). 
. System location: 
Defense Intelligence Agency, Washington, DC 20340-000l. 
Categories of individuals covered by the system: 
DoD civilian positions and employee ·grades GS-05 and above in 

the GS-0132 intelligence series, scientific and· technical series and 
other related professional series which are assigrted to an. organiza­
tional component performing an· intelligence function. Cryptologic 
personnel and those enrolled in the National Security Agency (NSA) 
career system are excluded. 

Categories of records in the system: 
Data· on employment history, qualification and skills and perform­

ance appraisals. 
Authority for maintenance of the system: 
Pursuant to the authority.contained in th~ National Security Act of 

1947, as amended, the Secretary of Defense issued Department of 
Defense Directive · 5 I 05.21 which created the Defense Intelligence 
Agency as a separate agency of the Department of Defense and 
charged the Agency's Director with the responsibility for the mainte­
nance of necessary· and appropriate records and Department of De­
fense Directive 5010.10, 'Intelligence. Career Development Program.' 

Purpose(s): 
Information is collected ·in order to register all eligible DoD civil­

ian employees in the DISCAS. The information provides for verifica­
tion and in some cases updates previous provided information. It is 
used for automatic referral for position vacancies throughout the 
DoD Intelligence Community and includes the individual's own 
(local) organization. The DISCAS forwards inquiries to employees 
regarding their availability for specific position. vacancies when re­
quested by the DoD component. DISCAS will maintain files and 
records for historical or user· research purposes such as annual re­
ports for DoD components or ·management information furnished to 
appropriate DoD users. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: · 

See Blanket Routine Uses at t~e beginning of DIA's listing of the 
record system notices. . · 

Policies and practices for storing; retrieving, accessi~g, retaining,' and 
disposing of recor~ in the system: · · 

Storage: 
Automated, maintained on magnetic tape·and manual in.·paper files. 
Retrievability: . 
By name or social security account nu·mber. 
Safeguards: 
Records are maintained in a building protected by security guards 

and are stored in. vau{ts, safes or locked cabinets and are accessible 
only to authorized personnel who are properly screened, cleared and 
trained in the protection of privacy information. 

Retention and disposal: 
· Records are te"'mporary. They are retained until the employee con­
cludes his~ DoD intelligence ·career at which tim<: they are. retired to 
an inactive file for 1 year and then destroye'd. · 
·, System manager(s) and address: · 

Office of Training, Defense Intelligence Agency, Washington, DC 
20340-5194. . 

Notification p.rocedure: . 
To determine if this system of records contains information per­

taining to you, submit a written request to: The Freedom of Informa­
tion Office (RTS-1), Defense Intelligence Agency, Washington, DC 
20340-3299. Your request must include your 'full name, current ad­
dress, telephone riumber and social security account number or date 
of birth. Requests submitted on behalf of other persons must include 
their written, notarized authorization. Provi~ing of the social security 

-<' 
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number under E.O. 9397 is voluntary and it will be used solely for 
identification purposes. Failure to provide the. social security number 
will not affect the individual's rights. 

Record access procedures: · 
Individuals may access records pertaining to them by writing· as 

indicated in 'Notification Procedures', providing information speci­
fied therein. 

Contesting record procedures: 
DIA rules for access to records and for contesting and appealing 

initial determinations are contained in 32 CFR part 292a and DIA 
Regulation 12-12. 

Record source categories: 
Source data for DISCAS is provided by the employees, .the em­

ployee's supervisor and the servicing civilian personnel office. 
Exemptions claimed for the system: 
None. 

System name: 
Security Files. 
System location: 

LDIA 0660 

Defense Intelligence Agency, Washington, DC 20304-0001. 
Categories of individuals covered by the system: 
Military/civilian applicants and nominees to DIA; current and 

former DIA and Defense Attache System personnel; and other DoD­
affiliated personnel under the security cognizance of DIA. 

Categories of records in the system: 
Records associated with personnel security functions, nomination 

notices, statement of personal history, indoctrination/debriefing 
memoranda, secrecy and nondisclosure agreements, certificates of 
clearance, adjudication memoranda and supporting documentation 
and in-house investigations, security violations, identification badge 
records, retrieval indices, clearance status records, and access control 
records and Social Security Number. 

Authority for maintenance of the system: 
Pursuant to the auth'ority contained in the National Security Act of 

1947, as amended, the Secretary of Defense issued Department of 
Defense Directive 5105.21 which created the Defense Intelligence 
Agency as a separate agency of the Dep~rtment of Defense and 
charged the Agency's Director with the responsibility for the mainte­
nance of necessary and appropriate records and Executive Order 
9397. 

Purpose(s): 
Information is collected in order to accomplish those administra­

tive and personnel security functions relating to initial and continued 
assignment/employment and eligibility for access to classified infor­
mation. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Information may be disclosed to other Federal agencies, state and 
. local governments, as may have a legitimate use for such information 

and agree to apply appropriate safeguards to protect the data in a 
manner consistent with the conditions or expectations under which 
the information was provided, collected or obtained. 

The "Blanket Routine Uses" published at the beginning.of DIA's 
compilation of record system notices also apply to this system of 
records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: .. 

Storage: 
Automated in computer, manual in paper files, or on microform. 
Retrievability: 
Alphabetically by surname of individual or by Social Security 

Number. 
Safeguards: 
Records are maintained in a building protected by security guards 

and are stored in vaults, safes or locked cabinets and are accessible 
only to authorized personnel who are properly screened, cleared and 
trained in the protection of privacy information. 

Retention and disposal: 
Records of civilian and military applicants ~ot hired by or assigned 

to DIA and favorable files of employees departing DIA are main­
tained up to 1 year and then destroyed. Outprocessing interviews 
will be retained for 5 years and then destroyed. Indoctrination/ 
debriefing memoranda and non-disclosure agreements pertaining to 

access to Secret Compartmentalized Information are retained for 70 
years or until notification of the death of the signer, whichever is 
sooner. Files containing information which may conceivably result in 
litigation and non-Secret Compartmentalized Information security 
agreements are destroyed when no longer required. 

System manager(s) and address: 
Ghief, Office of Security, Defense Intelligence Agency, Washing­

ton, DC 20340-1248. 
Notification procedure: , 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir­
ies to the Freedom of Information Office (RTS-1), Defense Intelli­
gence Agency, Washington, DC 20340-3299. 

Your inquiry should include your full name, current address, tele­
phone number, Social Security Number and date of birth. Requests 
submitted on behalf of other persons must include their written, 
notarized authorization. Providing of the Social Security Number is 
voluntary and it will be used solely for verification purposes. Failure 
to provide the Social Security Number will not ~ffect the individual's. 
rights. 

Record access procedures: . 
Individuals seek.ing access to records about themselves contained in 

this system of records should address written inquiries to the Free­
dom of Information Office (RTS-1), Defense Intelligence Agency, 
Washington, DC20340-3299. · · 

Your inquiry should include your full name, current address, tele­
phone number, Social Security Number and date· of birth. Requests 
submitted on behalf of other persons must include their written, 
notarized authorization. Providing of the Soc.ial Security Number is· 
voluntary and it will be used solely for verification purposes. Failure 
to provide the Social Security Number will not affect the individual's 
rights. 

Contesting record procedures: 
DIA rules for access to records and for contesting and appealing 

initial determination are contained DIA Regulation 12-12; 32 CFR 
part 292a; or may be obtained from the system manager. 

Record source categories: 
The individual, other Federal agencies, firms contracted to the 

DoD and Agency officials. 
Exemptions claimed for the system: 
Portions of this system of records may be e~empt from the provi­

sions of 5 U.S.C. 552a(k)(2) and (5), as applicable. 
An exemption rule for this record system has been promulgated in 

accordance with the requirements of 5 U.S.C. 553(b)(l), (2), and (3), 
(c) and (e) and published in 32 CFR part 292a. For more information 
contact the system manager. · 

System name: 
Operation Record System. 
System location: 

LDIA0800. 

Defense Intelligence Agency, Washington, DC 20340~0001. 
~ategories of individuals covered by the system: 
Individuals involved in foreign intelligence and/or training activi­

ties conducted by the Department of Defense, who are of ~nterest 
either because of the actual, apparent, or potential use. 

Categories of records in the system: 
Files include operational, biographic, policy, management, training, 

and administrative matters related to the foreign intelligence activities 
of the Department of Defense. 

Authority for maintenance of the system: 
Pursuant to the authority contained in the National Security Act of 

1947, as amended, the Secretary of Defense issued Department of 
Defense· Directive 5105.21 which created the Defense Intelligence 
Agency as a separate agency of the Department of Defense and 
charged the Agency's Director with the responsibility for the mainte­
nance of necessary and appropriate records. 

Purpose(s): · . 
Information is collected to· support the administration, operation, 

and management of foreign intelligence and/or training activities 
conducted by the Department of Defense. To provide information 
within the Department of Defense and other Federal agencies for the 
conduct of foreign intelligence operations and to. provide staff man­
agement over foreign intelligence training conducted by the Depart­
~ent of Defense. 
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Routine . uses o.f records maintained in the system, including catego­
ries of ·users and the purposes of such uses: 

See Blanket Routine Us~s. ~t the beginni~g~ of DIA;s listing of the 
record system notices. · ·· · · .. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: · · 

Automated on magnetic tapes and discs, micn:?film and aperture 
cards and manual in p~per ~les. 

. Retrievability: · 
Alphabetically by surname of individual. 
Safeguards: . 
Records are maintained in. a building protected by security guards 

and are stored in vaults, safes or locked cabinets and are accessible 
only to a'uthorized personnel who are properly screened, cleared and 
trained in the protection of privacy information. 

Retention and disposal: · · 
. M~ster files are retained ind.efinitely. Temporary 'records ar~ de­
stroyed. 

System manager(s) and address: 
Directorate· for Attaches and Operations, Defense Intelligence 

Agency, Washington, DC 20340-5339. 
Notification procedure: 
To determine· if this system of records contains information per­

taining to you, submit a written request to: The Freedom of Informa­
tion Office (RTS-1), Defense Intelligence Agency, Washington, DC 
20340-3299. Your request· must include your full name, current ad­
dress, telephone number and social security account number or date 
of birth. Requests submitted on. behalf of other persons must include 
their written, notarized authorization. Providing of the social security 
number under E.O. 9397 is voluntary and it will be used solely for 
identification purposes. Failure to provide the social security number 
will not affect the individual's rights. · 
· Record access procedures: 

Individuals may access records pertaining to them by writing as 
indicated in 'Notification Procedures', providing information speci-
fied therein. .. 

Contesting record procedures: 
DIA rules for access to records and for contesting and appealing 

initial determinations· are contained in 32. CFR part· 292a and DIA 
Regulation 12-12. 

Record source categories: 
DoD, other intelligence agencies, ed~cational institutions, Federal 

agencies, research institutions, foreign governments and open source 
literature. · 

Exemptions claimed for the· system! 
Parts of this system may be exempt under Title 5, U.S:C., 552a, 

subsections k(2) and k(5). For additional information see Agency 
rules contained in 32 CFR part 292a. 

LDIA0813 
System name: 

Bibliographic Data In~ex System. 
System location: 
Defense Intelligence Agency, Washington, DC 20340-0001. 
Categories of individuals covered by the system: .. : 
Individuals who have published works' of general interest to the 

Agency, and individuals ·involved in foreign intelligence activities. 
Categories of records in the system: · 
An index of names of authors, title of published ·works,· subject 

matter of ~·writing and the location of source documents of open 
source literature and intelligence ·reports; 

Authority for mafntenance of the· system: 
Pursuant to the authority. contained in the. National Security Act of 

1947, as amended, the Secretary .of Defense issued Department of 
Defense Directive 5105.21 which created the Defense Intelligence 
Agency as a separate agency of the Department of: Defense and 
charged .the Agency's Director with the responsibility for the mainte­
nance of necessary and appropriate records. 

· Purpose(s): . 
File. is· used for· basic reference purposes_ for open source.· and 

classified documents. Information' is used by. Agency analysts, other 
authorized Federal agencies and contractor personnel for research on 
intelligence subjects related to foreign intelligence activities. Serves 

/ 

as a . traditional library reference service for open source literature 
and intelJigeqce reports. · 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

See Blanket Routine Uses at the beginning of DIA's listing 'of the 
record system notices. .. 

Policies and practices for storing, retrieving, accessing, retaining, and 
dispos!ng of records in the system: · 

Storage: 
Automated on magnetic tape and disc, and manual in paper files 

and cards. 
Retrievability: 
Alphabetically by surname of, individual. 
Safeguards: 
Records are maintained in a building protected by security guards 

and are stored in vaults, safes or locked cabinets and are accessible 
only to authorized personnel who are properly screened, cleared and 
trained in the protection of privacy information. 

Retention and disposal: 
Open source literature is destroyed once material is out dated. 

Intelligence reports are. retained for 3 years and retired to the Wash­
ington National Records Center for permanent retention. They will 
be offered to the National Archives when they are 40 years old. 

System manager(s) and address: 
Assistant . Deputy Director for Technical Services and Support, 

Defense Intelligence Agency, Washington, DC 20340-3190. 
Notification procedure: 
To determine if this system of records contains information per­

taining to you, submit a written request to: The Freedom of Informa­
tion Office (RTS-1), Defense Intelligence Agency, Washington, DC 
20340-3299. Your request must include your full name,- current ad. 
dress, telephone number and social security account number or date 
of birth. Requests submitted on behalf of other persons must include 
their written, notarized authorization. Providing of the social security 
number under E.O .. 9397 is voluntary and it will be used solely for 
identification purposes. Failure to provide the social security number 
will not a,ffect the individual's rights. . . . 

Record access procedures: 
Individuals may access records pertaining to them by writing as 

indicated· in 'Notification Procedures', providing information speci­
fied therein. 

Contesting record procedures: 
DIA rules for access to records and for contesting and appealing 

initial determinations are ·contained in 32 CFR· part 292a and DIA 
Regulation 12-12. 

Record source categories: 
DoD, other intelligence agencies, educational :Institutions, Federal 

agencies, research institutions, foreign governments and open source 
literature. · · ' · 

Exemptions claimed for the system: 
None. 

. LDIA0900 
System name: 

Accounts Receivable, Indebtedness and Claims. 
System location: 
Defense Intelligence Agency, Washington, DC 20340-0001. 
Categories of individuals covered by the system: 
Currerit and former active duty military personnel, current and 

former civilian employees, Reserve and National Guard personnel, 
dependents of employees and milit~ry . p~rsonnel exchange office~s 
and other individuals who may be mdebted to· the Defense Intelli­
gence Agency or another Government agency or have a claim pend-

. ing against the Defense Intelligence Agency. 
Categories of records ·in the system: 
Records maintained in this syste~ include but are not limited to 

documentation pertaining to telephone bills; dishonored checks; re­
ports of survey; erroneous payments; property losses and damages; 
administratively determined indebtednesses; losses qf funds; records 
of travef payments, travel orders, travel. vouchers, statements of 
nonavailability of quarters and mess, paid receipts, and: certifications 
ofpayment; delinquent accounts receivable from other Federal agen­
cies including returned checks, medical service billings and collection 

· records; summaries of reports from investigative activities such as the 
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military investigative services, the U.S. Secret Service of the Federal 
Bureau of Investigation, reports from probate courts and bankruptcy 
courts; credit reports, promissory notes; individual financial state­
ments; correspondence from and to the debtor or claimant; applica- · 
tions for waiver of erroneous payments or for remission of indebted­
ness with support documentation; claims of individuals requesting 
additional payments with supporting documentation such as time and 
attendance records and leave and earning statements. 

Authority for maintenance of the system: 
5 u.s.c. 5512; 5 u.s.c. 5513; 5 u.s.c. 5514; 5 u.s.c. 5584; 5 

u.s.c. 5705; 10 u.s.c. 2274; 10 u.s.c. 22761; 31 u.s.c. 3322; 31 
u.s.c. 3527; 31 u.s.c. 3702; 31 u.s.c. 3711; 31 u.s.c. 3716; 31 
u.s.c. 3717; 31 u.s.c. 3718; 37 u.s.c. 1007; 40 u.s.c. 721-729. 

Purpose(s): 
Information is collected to determine eligibility for waiver of erro­

neous payments or additional payments for service rendered. Infor­
mation is also used to support customer billings and collection of 
claims of the United States for money or property arising out of the 
activities of the Defense Intelligence Agency or other Federal agen­
cies. Information from this system may be disclosed to credit bureaus 
and credit reporting activities, the Comptroller General and the Gen­
eral Accounting Office, the Defense Investigative Service, the Inter­
nal Revenue Service, the Federal Bureau of Investigation, U.S. 
Secret Service, state and local law enforcement authorities, .trustees 
in bankruptcy and probate courts and other Federal agencies (for 
possible collection by offset). Disclosures may also be made to the 
Department of Justice for criminal prosecution, civil litigation, or 
investigation. , 

Routine uses of records maintained in the system, including catego­
ries of users and tbe purposes of such uses: 

See Blanket Routine Uses at the beginning of DIA's listing of the 
record system notices. 

Policies and practi~es for storing, .. etrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: 
Alphabetically by surname of individual. 
Safeguards: 
Records are accessible only to authorized personnel who are prop­

erly screened, cleared and trained in the protection of privacy infor­
mation. Records are stored in locked cabinets when not in use. 

Retention and disposal: 
Records are retained in office files through the fiscal year follow­

ing the fiscal year in which final action was taken on the accounts 
receivable, indebtedness or claim. Records are then transferred to the 
Washington National Records Center where they are retained for up 
to 9 years and then destroyed. 

System manager(s) and address: 
Comptroller, Defense Intelligence Agency, Washington, DC 

20340-3121. 
Notification procedure: 
To obtain information as to whether this system of records con­

tains information pertaining to yourself, you must submit a written 
request to: the Freedom of Information Office (RTS-1), Defense 
Intelligence Agency, Washington, DC 20340-3299. You must include 
in your request your full name, current ·address, telephone number 
and social security account number or date of birth. Requests submit­
ted on behalf of other persons must include their written, notarized 
authorization. Providing of the social security number under E.O. 
9397 is voluntary and it will be used solely for identification pur­
poses. Failure to provide the social security number will not affect 
the individual's rights. 

Record access procedures: 
Individuals may access records pertaining to them by wntmg as 

indicated in 'Notification Procedures', providing information speci­
fied therein. 

Contesting record procedures: 
DIA rules for access to records and for contesting and appealing 

initial determinations are contained in 32 CFR part 292a and DIA 
. Regulation 12-12. 

Record source categories: 
InformatiO'n is obtained from DoD and other Federal financial 

records systems; financial, educational and medical institutions; auto­
mated system interfaces; police and investigative officers; state bu­
reaus of motor vehicles; Internal Revenue Service; Social Security 
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Administratiqn; Veterans Administration; the Office of Personnel 
Management and commercial credit· reporting agencies. 

Exemptions claimed for the system: 
None. 

LDIA1728 
System name: 

Southeast Asia Operational Casualty Records. 
System location: 
Defense Intelligence Agency, Washington, DC 20340-0001. 
Categories of individuals covered by tbe system: 
Individuals identified as casualties in Southeast Asia and other 

pet:sons of Department of Defense interest because of their substan­
. tive or alleged knowledge of the status of the casualties. 

Categories of records in the' system: 
Records maintained by this system include, but are not limited to, 

operational and information reports, biographic records, personal 
statements and correspondence, interviews and media reports. 

Authority for maintenance of the. system: 
5 U.S.C. 552a; 5 U.S.C. 5512; 5 U.S.C. 5513; 5 U.S.C. 5514; 5 

u.s.c .. 5584; 5 u.s.c. 5705; 10 u.s.c. 2274; 10 u.s.c. 2776; 31 
u.s.c. 3322; 31 u.s.c. 3527; 31 u.s.c. 3702; 31 u.s.c. 3711; J1 
u.s.c. 3718; 37 u.s.c. 1007; 40 us.c. 721-729. 

Purpose(s): 
Information is collected to develop a detailed factual and viable 

data base concerning Southeast Asian casualties. Information in this 
system will be used to produce evaluated information to be provided 
to agencies and offices within the DoD concerned with casualty 
matters and to Federal agencies at the national level as background 
for the promulgation of national policy. Disclosures are made under 
the Freedom of Information Act. · 

Routine uses of records maintained in the system, including catego-
ries of users and tlie purposes of such uses: · 

See Blanket Routine Use~ at the beginning of DIA's listing of the 
record system notices. . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Manual in paper files and automated on magnetic tape. 
Retrievability: 
Alphabetically by surname of individual. 
Safeguards: 
Records are maintained in a restricted access building protected by 

security guards and are stored in a secured vaulted work area. 
Records are accessible only to authorized personnel who are proper­
ly screened, cleared and trained in the protection of privacy informa-
tion. · 

Retention and disposal: 
Records in this system will be retained in office files until they .are 

no longer needed for current/frequent use and are then retired to the 
Washington National Records Center. Records will be maintained 
there until such time as the Secretary of Defense and/or the. Execu­
tive Office terminate the effort and then they will be offered to the 
National Archives as historical documentation. 

System manager(s) and address: 
Deputy Director for Operations, Plans and Training, Defense In­

telligence Agency, Washington, DC 20340-5007. 
Notification procedure: 
To determine if this system of records contains information per­

taining to you, submit a written request to: The Freedom of Informa­
tion Office (RTS-1), Defense Intelligence Agency, Washington, DC 
20340-3299. Your request must include your full name, current ad­
dress, telephone number .and social security account number or date 
of birth. Requests submitted on behalf of other persons must include 

. their written, notarized authorization. Providing of the social security 
number under E.O. 9397 is voluntary and it will be used solely for 
identification purposes. Failure to provide the social security number 
will not affect the individual's rights . 

Record access procedures: 
Individuals may access records pertaining to them by writing as 

indicated in 'Notification Procedures', providing information speci-
fied therein. · 

Contesting record procedures: 
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UNITED STATES MARINE CORPS 

How Systems Of Records Are ~rranged. 

. In the Mari,ne Corps, records are categorrzed by subject series. 
Each series has assigned a subject title, a thre.e-letter prefix and 
followed by a five-digit number. For example, the systems of records 
containing pay data may be· found in the Fiscal/Disbursing series 
(MFDOOOOX). The letter M stands for Marine Corps; the'next two 
letters. i!ldicate th~t the. records are pay related; aJ_ld the following 
five d1gtt number 1s a further breakdown of the senes for identifica­
tion purposes. 

How To Use The Index Guide. 

The system of records maintained by the Marine Corps are con­
tained within the subject series that are listed below. This list identi­
fied each series in the order they appear in this compilation. Use (he 
list to identify subject areas of interest. Having done so, use the 
appropriate : system identification series to locate the . systems of 
records grouping in which you are interested. 

Aviation 
MAAOOOOX 

SUBJECf SERIES 

System Identification Series 

Fi~cal/Disbursing (Matters relating to pay) 
MFDOOOOX 

Historical 
MHDOOOOX 

Installations and' Logistics 
MILOOOOX 

Intelligence (Includes POW/MIS Files) 
MINOOOOX 

Judge Advocate/Legal Matters 
MJAOOOOX 

Miscellaneous (Admin Matters) 
MMCOOOOX 

Man power /Personnel 
MMNOOOOX 

Training 
MMTOOOOX 

Reserve 
MRSOOOOX 

Telecommunications/Telephone Billing 
MTEOOOOX 

REQUESTING RECORDS 
Records are retrieved by name or by some other personal identifi­

er. It is therefore especially important for expeditious service when 
requesting a .record that particular attention be provided to the Noti­
fication and/or Access Procedures of the particular record system 
involved so as to furnish the required personal identifiers, or any 
other pertinent personal information as·may be required to locate and 
retrieve the record. · · ' 

BLANKET ROUTINE USES 
Certain blanket 'routine uses' of the records have been established 

tha~ are applicable to every record system maintained. within the 
·Department of Defense unless specifically stated otherwise within a 
particular record system. These additional blanket routine uses of the 
records are published below only once in the interest of simplicity, 
economy and to avoid redundancy before the individual record 
system notices begin rather than repeating them in every individual 
record system. · 
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ROUTINE USE_.LAW ENFORCEMENT 
In the event that a system of records maintained by this compo­

nent to carry out its functions indicates a violation or potential 
violation of law, whether civil, criminal or regulatory in nature, and 
whether arising by general statute or by regulation, rule or order 
issued pursuant thereto, the relevant records in the system of records 
may be referred, as a routine use, to the appropriate agency, whether 
Federal,, state,- local, .or foreign, charged with the responsibility of 
investigating or prosecuting such viohition or charged with enforcing 
or implementing the statute, rule, regulation or order issued pursuant 
thereto. · 

ROUTINE USE-DISCLOSURE WHEN 
REQUESTiNG INFORMATION 

A record from a system of records maintained by this component 
may be disclosed as a· routine use. to a Federal, state, or local agency 
maintaining civil, criminal, or other relevant enforcement information 
or other pertinent information, such as current licenses, if necessary 
to obtain ir.formation ·relevant to a component decision concerning. 
the hiring or retention of· an employee, the. issuance ,.of a security 
clearance, th~ letting of a contract, or the issuance of a license, grant 
or other benefit. · · · · · 

ROUTINE USE-DISCLOSURE OF REQUESTED 
INFORMATION . 

A record from a system of records maintained by this component 
may .be disclosed to a Federal agency, in response to its request, in 
connection with the hiring or retention of an employee, the issuance 
of a. security clearance, the reporting of an inve~tigation of an em­
ployee, the letting of a contract, or the issuance of a license, grant or 
other benefit by the requesting agency, to the extent that the infor­
mation is relevant and necessary to the requesting agency's decision 
on the matter. · 

ROUTINE USE-CONGRESSIONAL INQUIRIES 
Disclosure from a system of records maintained by~~his component 

lllay be made to a Congressional office from the record of an individ­
ual in response to an inquiry from the Congressional office made at 
the request of that indiyidual. · 

ROUTINE USE~PRIVATE RELIEF LEGISLATION 
Relevant information ·contained in all systems of records of the 

Department ofDefense published on or before August 22, 1975, may 
be disclosed to the Office of Management .and Budget in 'connection 
with the review of private relief legislation as set forth in OMB 
Circular A-19 at any stage· of the legislatfve coordination and dear-

. ance process as set forth in that Circular. 

ROUTINE USE-DISCLOSURES REQUIRED BY 
INTERNATIONAL·AGREEMENTS 

A record from a system of records majntained by this component 
may be disclosed to foreign law·enforcement, security;· investigatory, 
or administrative authorities in order to comply with requirements 
imposed by, or to claim rights conferred in, international agreements 
and arrange those regulatin'g th~ stationing and status in foreign 
countries of Department of Defense military and .civilian personnel. 

ROUTINE USE-DISCLOSURE TO STATE AND 
LOCAL TAXING AUTHORITIES 

Any information normally contained in IRS Form W-2 which is 
maintained in a record from a system of records maintained by this 
component may be disclosed to state and local taxing authorities with 
which the Secretary of the Treasury has· entered into agreements 
pursuant to Title 5, U.S. Code, Sections 5516, 5517, 5520,·and only to 
those state and local taxing authorities for which an· employee or 
military member is or was subject to tax regardless of whether tax is 
or was withheld. This. routine use is in accordance with Treasury 
Fiscal Requirements Manual Bulletin Nr. 76-07. · 

ROUTINE USE • DISCLOSURE TO THE OFFICE 
OF PERSONNEL MANAGEMENT 

A record from a system of records subject to the Privacy Act and 
maintained by this component may be disclosed to the Offipe of 
Personnel Management concerning information on pay . arid leave, 
benefits, retirement deductions, and any other information necessary 
for the Office of Personnel Management to carry out its legally 
authorized Government-wide personnel management functions and 
studies. 
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ROUTINE USE-DISCLOSURE TO THE 
DEPARTMEN~ OF JUSTICE FOR LITIGAJJON 
A record from a· system of records· maintained by this component 

may be disclosed as a routine use to any component of the Depart­
m~nt of Justice for the purpose of· representing the Department of 
Defense, or any officer, employee. or member of the Department in 
pending or potential litigation to which the r:ecord is pertinent. 

ROUTINE USE-DISCLOSURE TO MILITARY· 
BANKING FACILITIES OVERSEAS 

Information as to current military addresses and ~ssignments may 
~e provided to military banking facilities who provide banking serv­
tces overseas and who are reimbursed by the Government for certain 
ch~cking and loan losses. For personnel separated, discharged, or 
rettred from the Armed Forces, information as to last known residen­
tial '?r ho~e. of record ~ddre~s may be provide!~- to th~ military 
banktng facthty upon certification by a banking facility officer that 
~he. f~cility has a ~et~r~~d or dishonored check negotiated by the 
tndtvtdual or the mdtvtdual has defaulted on a loan and that if 
restitution is not made by the individual, the U.S~ Government will 
be liable for the losses the facility may incur. 

ROUTINE USE-DISCLOSURE' OF INFORMATION 
TO THE GENERAL SERVICES.ADMINISTRATION 

(GSA) . 
A. reco~d from a s~stem of records maintained by .this ~omponent 

may be. dtsclosed as a routine use to the General Services Adminis­
tration (GSA) for the purpose of records ·management inspections 
conducted under authority of 44 U.S.C. 2904 and 2906. ·· · · 

ROUTINE USE-DISCLOSURE OF.INFORMATION. 
TO THE NATIONAL ARCHIVES AND RECORDS 

ADMINISTRATION (NARA) · 
A record from a system of records maintained by this component 

may be disclosed as a routine use to the National Archives and 
Recor~s Adn:tinistration (NARA) for the purpose of records manage­
ment mspect10ns conducted under authority of 44 U.S.C. 2904 and 
2906. -

ROUTINE USE-DISCLOSURE TO THE MERIT 
SYSTEMS -~ROTECTlON BOARD 

A record from a syst_em of records maintained by this component 
may be disclosed as a routine use to the Merit Systems .Protection 
Board, including the Office of the Special Counsel for the purpose of 
litigation, including administrative proceedings, appeals, special stud­
ies of the civil service and other merit systems, review of OPM or. 
component rules and regulations, investigation of allegecl or possible 
prohibited person_nel practices; including administrative proceedings 
involving any individual subject of a DoD investigation, and such 
other functions, promulgated in 5 U:S.C 1205 and 1206, or as may be 
authorized by law. 

ROUTINE USE-COUNTERINTELLIGENCE 
. PURPOSES 

A record from. a system of records maintained by this component 
may be disclosed as a routine use outside· the DoD or the U.S. 
Government for the purpose of counterintelligence activities author­
ized by U.S. Law or Executive Order 9r for the purpose of enforcing 
laws which protect the national security _of the United States. 

MAAOOOOl 
System name: 

Flight Readiness Evaluation Data System (FREDS). 
System location: 
Headquaiiers, U.S. Marine Corps (Code A), Washington, DC 

20380-0001 and Marine Corps aviation units. U.S. Marine Corps 
officiar mailing addresses are incorporated into Department of the 
Navy's mailing addresses, published as an appendix to the Navy's 
compilation of record. system notices. _ 

Categories of individuals covered by the system: 
All active Marine Corps Air Crewmembers (Naval Aviators/Naval 

Flight Officers and Enlisted Crewmembers). · 
Catego~ies of records in the system: 
Fiic;!S contain: personal identifying information_ such as name,. rank, 

Social Security Number, organization, etc.; and specific information 
with regard to aviation qualifications. 

Authority for maintenance of the system: 

5 U.S.C. 301; 10 U.S.C. 5013; and Executive Order 9397. 
Purpose(s): · 
To maintain records on all Marine -Corps air crewmembers to· 

enable officials and employees of the Marine Corps to administer and 
manage air crewmember assets. 

Routine uses of records maintained in the system, including catego­
ries of users and· the purposes of such uses:· ... 

The Marine Corps "Blanket Routi'ne Uses" that appear at the 
beginning of the. agency's compilation of record system notices apply 
to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Stored on magnetic tape. 
Retrievability: 
Retrieved by name and Social Security Number. 
Safeguards: , 

.. Tapes are stored. in limited access areas and· handled by personnel 
that are properly trained in \\fOrking with personal information. 

Retention and disposal: 
File is maintained on individual as long as he/she is in an active 

flight status. Once individual is· removed from active flight status, 
data is erased from tape. 

System manager(s) and address: 
Commandant of the Marine Corps (Code A), Headquarters, U.S. 

Marine Corps, Washington, DC 20380-0001. 
Notification procedure: 
Individuals seeking to determine whether this_ record system con­

tains information about themselves should address written inquiries to 
the commanding officer of the aviation unit to which they are as­
signed. U.S. Marine Corps official mailing addresses are incorporated 
into Department of the Navy's mailing addresses, published as an 
appendix to the Navy's compilation of record system notices. 

Written requests should contain full name, grade, and Social Secu-
rity Number of the individual. . · . 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries to the com­
manding officer of the aviation unit to which they are assigned. U.S. 
Marine Corps official mailing addresses are incorporated into Depart­
ment of the Navy's mailing addresses, published as an appendix to 
the Navy's compilation of record system notices. 

Personnel not permanently assigned to an aviation command may 
request information from the system manager. 

Written requests should include full name, grade, and Social Secu-
rity Number of the individual. · 

For personal visits the individual should be able to provide person­
al identification, such as valid military identification card, driver's 
license, etc. · 

Contesting record procedures: 
The Department of the Navy rules for contesting contents and 

appealing initial agency determinations by the individual concerned 
are published in Secretary of the Navy Instruction 5211.5; Marine 
Corps Order P5211.2; 32 CFR part 701; or may be obtained from the 
system manager. 

Record source categories: 
The primary source is the individual. The individual's commanding 

officer or the commanding officer's designated individual may pro­
vide certain information. 

Exemptions claimed for the system: 
.None. ·: .. 

MAA00002 
System name: 

Marine Corps Aircrew Performance/Qualification Information. 
System location: 
The Commandant of the Marine Corps, Headquarters, U.S. Marine 

Corps, Washington, DC 20380 ·· 
· Categories of individual~ covered by the system: 
Marine Corps aeronauticaily designated personnel (Naval A via tors, 

Naval Aviators, Naval Flight Officers, and aircrew members) who 
have been the subject of medical qualification, flight pay entitlement, 
and/or Flight Status Selection Board (FSS.B) correspondence. 

Categories of records in the system: 

\ 

-{ 



DEFENSE DEPARTMENT 509 

The file contains information .on medical qualification, flight pay 
entitlements, and/or FSSB c::orrespondence and the background data 
addressing such correspond~nce. 

Authority for maintenance of the system: 
Title 5, U.S. Code 301; Title 10, U.S. Code 5031 
Purpose(s): 
To maintain records on Marine Corps aeronautically designated 

personnel for use by Officials and employees of the Marine Corps in 
the administration and management ·of such personnel. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: . 

The Blanket Routine Uses that appear at the beginning' of the 
Marine Corps compilation apply to this system. 
. The Attorney General of the U.S. - By Officials and employees of 

the Office of the Attorney General in connection with litigation, law 
enforcement or other matters under the direct jurisdiction of the 
Department of Justice or as carried out as the legal representative of 
the Executive Branch agencies. 

Courts - By Officials of duly established local, state af!d federal 
courts as a result of court order pertaining to matters properly within 
the purview of said court. · 

Congress of the U.S. - By The Senate or the House of·Representa­
tives of the U.S. or any committee or subcommittee thereof, any 
joint committee on matters within their jurisdiction requiring disclo-
sure of the files. . 

The Comptroller General of the U.S. - By the Comptroller Gener­
al or any of his authorized representatives in the course of the 
performance of duties of the General Accounting Office relating to 
the Marine Corps. . 

. Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system:: 

Storage: 
Information is contained on paper r~cords in file folders. 
Retrievability: 
Information .is retrieved alphabetically by the last n~me of the 

individual concerned. 
Safeguards: , 
Building containing files employs 24 hour security guards. Offices 

containing files are locked ·after working hours and personnel han­
dling r~cords. do so only on a 'need-to-know' basis. Such personnel 
are trained and screened for dependability. Material that could be 
considered 'career-sensitive' is retained in a safe. 

Retention and disposal: 
Files are permanent. They are retained in active file until. it is 

determined they are no longer required,. then transferred to Marine 
Corps Central Files for historical deposit. 

System manager(s) and address: 
The Commandant of the Marine Corps, Headquarters, U.S: Marine 

Corps, Washington, DC20380 
·Notification procedure: 
Information may be obtained from: 

The Commandant of the Marine Corps (Code AA) 
Headquarters, U.S. Marine Corps 
Washington, DC 20380 
Telephone: Area Code 202/694 1391 

Record access procedures: 
Written requests from •the individual should ·be addressed to the 

Commandant of the Marine Corps (Code AAZ), Headquarters, U.S. 
Marine Cor.ps, Washington, DC 20380 and should contain the full 

· name, social security number and signature. . 
For personal visits the individual should provide valid identifica_. 

tion such as military identification card, Department of Defense 
building pass, drivers license, or other type identification that in­
cludes picture and signature. In the absence of such identification, the 
individual must provide sufficient data to insure that the individual is 
the subjeot.of the-inquiry. 

· Contesting record procedures: 
The Marine Corps rules for contesting contents and appealing 

initial determinations may be obtained from the SYSMANAGER. 
Record source categories: . 
Information is obtained from Official reports, boards, inquiries and 

requests. Information is also. obtained (rom the review of Naval 
Aviator/Naval Flight Officer Reporting Management System (NAN-
FORMS) data. . · ' 

Exemption~ claimed for the system: 
None. 

l __ _ 

MFDOOOOl 
System name: 

Automated Leave and Pay System (ALPS). · 
l 

System location: 
Primary System· - The Commandant of the Marine Corps, Head-

quarters, U.S. Marine Corps, Washington, DC 20380 
Decentra.lized System - Major Marine Corps commands. 
Categories of individua.ls covered by the system: 
All Marine Corps civilian employees at major Marine Corps com-

mands. 
Categories of records in the system: 
Pay and Leave Records of Marine Corps Civilian Employees . 
Authority for maintenance of the system: 
Title 5, U.S.Code 301; Title 10, U.S. Code 5031 · 
Purpose(s): . 
To 'maintain records required by officials and· employees of the 

Marine Corps who administer and manage all pay and leave matters 
for civilian employees. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Marine Corps compilation apply to this system.· 

The Attorney General of the U.S. By Officials and employees of 
the Office of the Attorney General in connection with litigation, law 
enforcement or other matters under the direct jurisdiction of. the 
Department of Justice or as carried out as the legal representative of 
the Executive Branch agencies . 

Courts - By Officials of duly established local, state and federal 
courts as a result of court order pertaining to matters proper:ly within 
the purview of said court. 

Congress of the U.S. - By the Senate or the House of Representa­
tives of' the U.S. or any committee or subcommittee thereof, any 

·joint committee of Congress or subcommittee of joint committee on 
matters within their jurisdiction requiring disclosure of the files. 

The Comptroller General of the U.S. - By the Comptroller or any 
of his authorized representatives in the course of the performance of 
duties of the General Accounting Office relating to the. Marine 
Corps. · ·· 

The Internal Revenue .Service - By Officials and employees of the 
Internal Revenue Service in connection w~th such matters relating to 
their Official duties. 

State· and 'local governmental agencies - By Officials and employ­
ees of state and local· governmental agencies in connection with such 
matters relating to their Official duties. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
.MagnetiC tape or disk. 
Retrievability: 
Employee Badge Number or SSN.' 
Safeguards: 
Restricted ~ccess to areas where maintained. 
Retention and disposal: 
Permanent files. 
System manager(s) and address: 
The Commandant of the Marine Corps (Code FD), Headquarters, 

U.S. Marine Corps, Washington, DC 20380 
Notification procedure: 
Information may be obtained from the Marine Corps installation or 

activity to which the individual is employed. 
R~cord access procedures: 

. Requests from individuals should be addressed to the commanding 
officer to which the individual is employed. Addresses of Marine 
Corps installations, activities, and organizations are listed in the Di­
rectory of the Navy Mailing Addresses: Written requests should 
contain full name, social security number or employee.badge number, 
and signature of the individual concerned. 

Personal visits may be made to the appropriate installation, activity 
or organization during the normal work week between the hours of 8 
AM-4:30 PM. For personal· visit, the individual should be able to 
provide valid personal identification such as employee badge, drivers 
license, medicare card,. etc. 

Contesting record procedures: 
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The agency's rules for access·· to records and for contesting con­
tents and appealing initial determination by the individual concerned 
may be obtained from the SY~M;ANAGER .. 

Record source categories: 
Application and. related_ forms_ provided by the.employ~~. in.matt~rs 

relating to his/her e~ployment:"Employm~nt data 'to 'include time 
cards, standard pay increases, lea:ve etc. pr~vided by the employer or'· 
Official representative. Data such as taX: rates; employee benefit infor­
mation etc. provided by appropriate federal, state or local govern­
mertt agencies or their designated, representatives. Informa~ion ob­
tained from courts and attorney having to do with employee wages 
entitlements and benefits. 

Exemptions claimed for the system: 
·None.· ' · ·• · . 

:;r ~ ... 

. ·~ 

System name: 
Primary _Maragement Efforts (PRIME)/Operations Subsyst~m. 
System .location: , , . · · 
Primary System - The Commandant of the Marine Corp·s, Head- ; 

quar~ers, U.S. Marine Corps, Washington, DC 20380 ·. . ... 1• 

Decentralized System - Major Marine Corps e<ommands 
:Categories of.individuals covered by the.system: · 

All Marine Corps civilian emplqyees :and selected military :person~.! 
nel at major 'Marine Corps commands. _ " · · . ~": 

Categories.'Qf rec~rds in· the system.: ., .:, ·· ,l • .•• _~.· :. 

: Lab9r Distribution.Records. •. . .. , i .:.·. 

Authority for maintenance of the system: 1. "'· ' • •. 

Tiile 5;· U:S. Code 3M; Title ·to, u.s. Code 503-1 · ~ · · 
Purpose(s>:· · · · ~.;.~.: .:~ .. 
To maintain a .rec_ord of the work dis~ril?~tion ~~ civtlian. e_mplpy- . 

ees and <;.ertain military personnel for -u~e by Officials and eqtployees 
of the Marine ~prps in the manage~ent of work distribu~ion. , ... 

·Routine uses . of records maintained in the system; including catego-., 
ries of users and the purposes of such uses: . .:;•_._ J •• · '· · ·,· 

The Blanket Routine ;·Uses that' appear at''the begiiln~ng· of the 
Marine Corps complitation apply to· this system: ' · · · .· 

The Attorney General of the U.S.- By officials and employees of 
the Office of the Attorney' General in 'connection 'with litigation, law 
enforcement or other' matters under''tlie direct jurisdic~i6n of the 
Department of Justiceor as carried out as the legal repr'esentative of 
the Executive Branch agencies.' .· · · .. · ··' · · · 
· Courts - 'By Officials of duly· established local,~·state ~nd 'federal~ 

courts as a result of court order pertaining to matters prope'rly within 
the purview of said court. . . . · · · .... · · . · : . . , 

Congress of the· U.S. - By the Senate ar the House of·Rep~esenta~ 
tives of the U.S. or any committee or subcommittee thereof, any 
joint committee of Congress or subcommittee of joint committee on 
matters within their jurisdiction requiring disclosure of ·the files. 

The Comptroller General of the U.S.-By the Comptroller General 
or any of' his authorized represent~~ives in th~ course ·of.,the perform­
ance of duties of the General Accounting Office relating to the 
Marine Corps. 

Policies and practices for st~ring, retrieving, acces~ing, retaining~ 'and 
disposing of records in the system: 

Storage: ·· · 
Magnetic tape or disc. 
Retrievability: .. 
Employee badge number or social security number. 
Safeguards: 
Restricted access to areas where m~intained. 
Retention and disposal: 
Permanent record. Completely dele~ed' upon termination of em-

ployee. · 
System manager(s) and address:... ·· ··· 
The Commapdant of· the Marine Corps, Code FD;. Headquarters, 

U.S. Marine Cprps, DC 20380 · 
Notification procedure: 
Informati~m may be obtained from: . · ' 

The Commandant of the Marine Corps (Code FD) 
Headquarters; U.S.·Marine:Corps . · 

'Washington, DC 20380 :. . .. i 
Telephone: Area code 202/694 1080 ,· 

Record access procedures: 

Request·; from individuals·. should be-'addressed to the ·-individual's 
employing,activity; Activity addresses are· as shown in the Directory 
of Department of the Navy Mailing Addresses:' · · ~- ' · · 

Written requests should contain· the ·individual's full name, social 
security number, employee number (ifapplica~le) and signature. .. 

For personal visits, the individual should provide suffic~ent' icjentifi- · 
cation to insure the individual is_the s~bject of the inquiry. ·' · 

' ~ontesti~g record proced~~:re5:· ' ·.· . c 

The agency's rules for·:a~cess ~o _records and for cpntest_ing:con- · 
tents and appeali.,g initial determinations by the individual concerned 
may be obtained from the S~SMf'\N.AGER: . . 

Record. source categories: . .. . . 1_ ~-'-. 

Empioyi~g activity of the. i~di~idu~l. ,; 
· Exemptions claimed for the' system: :; 
.Nor:te. . . ·. . _::.. '.' . ,~. .. . ·~:\ .. 

.·' 

MFD00003 
!"· :~· f 

Sys~emn~e: .. , . .·. , "" , . , ... -, 
Joint· Uniform Military _P~Y- System/;Ma~p_owe~ Managem~nL 

System (JUMPS/MMS). . .:.:J 
·System location: · · ·;· 
<P,rimary ·System :- Marine ·Corps. Central Design ·antl Progr~m-niing · 

ACtivity, 1500 East 95th. Street, Kansas City, Missouri 64~31;· Marine. 
Corps Finance Center, .15~ East ?5th. Stree_t, Ka~sas City,_ Missq~ri 
64197 . ' ·, '· ~- ' ·. •' ; ·.' ' .'···' .. 

·Decentralized ~egm~nt's· ~ · Ther(( are·· nirie Satellite/Command Data · 
Processing·· Installations·· (SDPI/CDPI) which ·maintain files . with 
similar records at the following locations: SDPI 02, ·Marine Corps' 
Base, Camp Lejeune, NC-28542; SDPI 03, Marine Corps·Base, Camp 
Pendleton, CA 92055; SDPI 06, FMF Pacific,- FPO,San Fran·cisco, 
CA 96610; SDPI 09, Headquarters U.S. Marine Corps, Washington, 
D.C. 20380; .SDP.J 1,1; ,Marine Corps R.ecruit Depot, Parris Island, 
SC 29905; SDPI · 15,' Marine Corps Recruit Depot, S_all Diego; CA 
92140; CDPI 17, Marine Corps Base, Quantico, VA 22134; SDPI 27, 
Marine· Corps Base, 'Camp S.D!' Butler, FPO Seattle, •WA 98773; 
First Marine Brigade, FPO San Francisco, CA 96615; SDPI 16; 
Marine Corps Finance Center, 1500 East 95th Street, Kansas City, 
M0.64197. , ... -,,, ; . 

Categories of individuals covered by the system: 
: All Marine Corps military persoimel on active duty for ·31'oays or· 

longer, certain civilians-and other service personnel who have' attend~ 
ed formal Marine Corps schools.· · · · · · · · · · J 

Categories of records in the system: 
File contains personnel' and ·pay data whi~h includes: Name, grade, 

SSN, date of birth, Citizenship, ni'arital status, home of record, de-·· 
pendents information, record of emergency da'ta, )enlistement- contraCt 

· or officer acceptance form ~dentification:, duty I status,· population 
group, sex, ethnic group, duty information, duty station/persqnJ.lel 
assignment and unit information, security .investigatio!l, military p~y 
record data such as information contained on the Leave and Earnings 
Statement' which may include base pay, allowances; allotments, bond 
authorization, health car~ coverage; special pay. a:nd bonus· data, 
Federal and State Withholding/Income Tax Data,, F~deral Insurance 
Contributions Act, Withholding Data, Servi~eman's Group Li.f€f In­
surance Deductions, leave accoun~ •. wage and tax summaries, ·s_epara­
tion document code, test scores/information;" language proficiency, 
military/civilian/off-duty education, training information, awards, 
combat tour infor:mation,. aviation/pilot/flying time data, lineal pr:ece­
dence number, limited. duty, ·offic:er/warrant officer footnote, TAD 
data, powe·r.of attorney, moral code, conduct and proficiency marks, 
years in service, promotional data, weight controJ!military appear-. 
~~~L . 

Authority' _for maintenance' of the syste-m:' · · 1 

TitJe' 10 _and 3i,: u.s. Code Section' 5031 arid ~20i. 
" , . I· • ·~ •·' • ' l.) . • . ' 

Purpo~e(s): 

To maintain record of pay and personnel data on: Marine Corps 
personnel who are on active duty for 31 ~ays or longer, o.r c~rtain 
civilian or other service personnel. . . .. 

Routine uses of records'maintained -i~- the system, including catego-; 
ries of users and the purposes of such· uses: · · · 

See the Blanket Routine Uses at .the beginning of the published 
Marine COrPS systems· notices in the Fe4~ral Regi'st,er_. In· addition, 
the followi~g routine uses apply. · . . J·; · . . . · ~.· · . " _: · 

The Attorney General of the U.S. - By offictals and employees of 
the Attorney General in connection with litigation, law enforcement 
or other matters under the legal· representative· of the Executive 
Branch agencies. 

/ 
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. . Courts -'By officials of duly established local, state, and federal 
courts as a result of court order pertaining to matters properly within 
the purview of said court. . · . . 

Congress of the U.S. • By the Senate or the House of Representa-. 
tives of the U.S. ·or any committee or subcommittee thereof, any 
joint committee of Congress or subcommittee of joint committee on' 
matters within their jurisdiction requiring disclosure of the files. 

The Comptroller General of the U.S. - By The Comptroller Gen­
eral or any· o(,the General Accounting Office relating to the Marine 
Corps.. · : . 

By officials and employe~s of the' American Red Cross and the 
Navy Relief Society in the performance of their duties. Access will 
be limited to those portions of the member's record required to 
effectively assist the member:. 

Federal, state and local government agencies - By officials and 
employees of federal, state and local government through Official 
request for information with respect to law enforcement, investiga­
tory procedures, criminal prosecution, civil court action and regula­
tory order. . · · · 

To provide information to another agency Pt: to an instrumentality 
of any governmental jurisdiction within or tinder the control of the 
United States which has been authorized by law· to conduCt law 
enforcement ~ctivities pursuant to a request that the agency initiate 
criminal or civil action against· an individual on behalf of the U.S. 
Marine <;orps, the. Department of the Navy, or the Department of 
Defense .. · · 

To provid~ information to individuals pursuant to· a request for 
assistance in a criminal or civil action against a member of the U.S. 
Marine Corps, by the U.S. Marine Corps, The Department of the 
Navy, or the Department of Defense. 

Information as to current military addresses and assignments. may 
be provided to military banking facilities who provide banking serv­
ices overseas and who are reimbursed by the Government for certain 
checking and loan losses. For personnel separated, discharged or 
retired from the Armed Forces, information as to last known residen­
tial or home of .record address may be provided to military banking' 
facility upon certification by a banking facility officer that the facility 
has a returned or dishonored. check negotiated by the individual or 
the individual has defaulted on a loan and that if restitution is not 
made by the individual, the United States Government will be liable 
for the losses the facility may incur. 

Policies and practices for storing, retrieving,· accessing; retaining, and 
disposing of records in the system: 

Storage: 
Data is record on magnetic records arid discs, punch cards, com­

puter printouts, microform, file folders, and other documents. 
Retrievability: ' 
The data contained in magnetic records can be displayed on cath­

ode-ray tubes, it can be computer printed on paper, and it can be 
converted to microform for information retrieval; the data in the 
supporting file folders and other manual records is retrieved manual­
ly. Computerized and conventional indices are required to retrieve 
individual records from the system. Normally, all types of records 
are r:etrieved by social security number and name. · 

Safeguards: 
Building management .employs security guards; ·building is locked 

· nights and holidays. Authorized personnel may enter and leave the 
building during nonworking hours but must sign· in and out. Records 
maintained in areas accessible only to authorized personnel that are 
properly screened, cleared and trained. Access to personal informa­
tion is limited to authorized personnel with a need-to-know. 

Access is restricted to specific applications programs, records, and 
files to which personnel have a specific and recorded need-to-know. 
Online data sets (both tape and disc) pertaining to personal informa­
tion are password protected, areas are controlled and access lists are 
used. The files.are also protected at a level appropriate to the' type of 
information being processed. · 

Retention and disposal: 
Magnetic _records 11re maintained on all military· personnel and 

certain civilians while'they are in service or employed by the serviCe 
and for a period of 11 months after . separation. Paper and film 
records are maintained for a period of I 0~ years after the final transac­
tion, then ~hey are destroyed. End calendar and fiscal . year ',snap­
shots' of the MMS data base are maintained indefinitely in magnetic 
form at Headquarters, U.S. MarineCorps. 

System manager(s) and address: . 
The Commandant of the Marine Corps, Codes FD/MP, Ht:adquar­

ters, U.S. Marine Corps, Washington, DC20380 
Notification. procedure: . 

Requests from individuals for information concerning pay related 
matters should be addressed to the Commandant of the Marine Corps 
(Code FD). Requests from individuals for information concerning 
personnel matters should be addressed to the Commandant of the 
Marine Corps (Code MP). 

Requesting individual must supply full name and social security 
number. 

The requester may visit the Marine Corps Finance Center, 1500 
East Bannister Road, Kansas City, Missouri 64197 to obtain informa­
tion on whether the system contains records pertaining to the indi­
vidual.' 

In or:der to personally visit the above address and obtain informa­
. tion, individuals must present a military identification card, a driver's 
license; or other suitable proof of iqentity. 

Record access procedures: 
Information on JUMPS may be obtained from the member's local 

disbursing officer. Information of MMS may· be obtained from . the 
member's immediate commanding officer. Requests for information 
from persons no longer in service should be · signed . by the person 
requesting the information. Dates of service, social security number, 
and full name of requester should be printed or typed on the request. 
It should be sent to the Marine Corps Finance Center, 1500 East 95th 
Street, Kansas City, Misso~ri 64197. 

Contesting record procedures: 
The agency's rules for access to records and for contesting and 

appealing initial determinations by the individual· concerned may be 
obtained from the SYSMANAGER. , . 

Record source categories: . 
Recruiting offices, disbursing orfl~es, administrati~e offices, and ~he 

individual are the principle sources. of the information contained in 
the JUMPS/MMS record for that person. : 

Exemptions claimed for the system:· 
None. 

MFD00004 
System name: 

Bond and Allotment (B&A) System. 
System location: · · . · 
Marine Corps Central Design and Programming Activity 

(MCCDPA}, 1500 East 95th Street, Kansas City, Missouri 64131;, 
Marine Corps Finance Center, Kansas City, Missouri 64197 

Categories of individuals covered by the system: 
The allotment .~(;>ntains all active allotments. and limited stop histo­

ry (12 months) for all actiye duty, retired, and Fleet Marine Corps 
Reserve (FMCR) members who authorized an allotment· from. their 
pay and allowances. 

Categories of records in the system: 
The allotment file contains allotments authorized by the Marines 

concerned, as provided under· instructions issued by the Secretary of 
Defense. 

The B&A automated system is made up of records which contain 
the following fields (data elements and data sets): Identification 
Number (Social Security Number (SSN)); Initials of Name (last, ftrst, 
middle); Rank/Category; Last Name and Suffix; Last Pay Date; First 
Pay Date; Work Date; Amount; Term (in months); Account/Policy 
Number; Authority/Date/Remark; Bond Owner.Name; Bond Owner 
SSN: Co-owner Beneficiary Flag; Co-owner or Beneficiary Name; 
Co-owner or Beneficiary SSN; Authority/Date/Remark; Name of 
Recipient; Street Address/Post Office Box; City and State/Country; 
Geographic Code (City, State/Country): Zip Code. 

Authority for maintenance of the system: 
Title 37, U.S. Code The authority for continuing deduction for 

garnishment of pay is outlined in section 459 of Pub. L.· 93-647. 
Purpose(s): 
To provide record of payments ·of allotments, issuance and cancel­

lation checks and bonds as authorized and managed by Officials :and 
employees of the Marine Corps. · 

Routine uses of records. maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear. at the beginning ·of the 
Marine Corps compilation apply to this system. · 

To State Officials for the purpose of detecting and curtailing fraud 
and abuse in Federal Assistance Programs, specifically Aid to Fami­
l~es with Dependent Children and Fqod Stamps. 

Policies and practices for storing, retrieving, accessing, retaining, and 
di~posing of records i" the system: 
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. Storage: 
··.Data is recorded on magnetic records, punch cards, ·computer 

printouts, microfonri, file folders, and other documents. 
Retrievability: 
The data .contained on , magnetic records can be displ~yed on 

cathode-ray tubes, it can be computer printed on paper, and it can be 
convert~d · to microform for information retrieval; the data in the 
supportmg file folders and other manual.records is retrieved manual­
ly. Normally all. ,types of records are retrieved by SSN and name. 

Safeguards: 
The Centralized Pay Division is locked du~ing nonduty hours, as 

well as the building being under security guard protection. Files: 
within the division are accessible only to authorized personnel. 

Retention and disposal: 
Magnetic records are maintained by MCCDPA on• all active allot­

ments during the life of the allotment arid for a period of 12 months 
after the allotment has been stopped. Paper and microform files 
relating to the Centralized Pay Division files are disposed of as 
directed by the current eddition of SECNAVINST P52l2.53. 

System manager(s) and address: 
. The Commandant of the Marine Corps (Code FD): Headquarters, 
U.S. Marine Corps, Washington, DC 20380 . · 

Notification procedure: 
.Individual requests for information should be. addressed to ~he 

Marine Corps Finance Center, Centralized Pay· Division (Code 
CPA), Kansas City, Missouri 64197. . 

Requests for information must contain member's SSN, name, mili­
tary service number (if applicable), and any other pertinent data 
concerning the information desired: . . 

A person may visit any Marine Corps disbursing office to find out 
if the system contains records pertaining to the individlml. 

For personal visits the requester must present a military identifica­
tion card or copy of an Armed Forces of the United States Report of 
Separation from Active Duty· (DD Form 214 (MC)) for separated 
personnel. 

Record access procedures: 
Information may be obtained from the Marine Corps Fina~ce 

Center, Centralized Pay Division (Code CPA), 1500 East 95th Street, 
Kansas City, Missouri 64197. Written requests must coQtain name and 
SSN. For personal visits, valid· personal identification is required. 

Contesting record procedures: . 
The agency's rules for access 'to· records and for contesting co'n­

tents and appealing initial determinations· by individual concerned, 
may be obtained from the SYSMANAGER. · 

Information pertaining to an individual ·who has active allotments 
is affected by unit diary input concerning name, or SSN changes,· and 
to ensure allotments are stopped when a Marine is reported to be 
discharged or. in a desertion status. Also, member's status codes are 
changed by unit diary or retired pay input when the Marine is 
transferred to 'the FMCR or Retired List. · 

Record source categories: 
The input of data .via scannable Allotment/Bond Authorizations 

(ABA's), terminal key station to a magnetic storage area for subse­
quent transmission via AUTODIN, or submission by magnetic tapes, 
and the computer interfaces with the Joint Uniform Military Pay 
System/Personnel System are the principle sources of information in 
the B&A automated system. . · 

Exemptions claimed for tlie sys't~m: 
None. · 

MFDOOOOS 
System· name: 

Retired Pay /Personnel System (RPPS). · 
System location: 
Marine. Corps Central Design and Programming .Activity, 1500 

East, 95th.'Street, Kansas City, Missouri 64131; Marine Corps Finance 
Center, 1500 East 95th Street, Kansas City, Missouri 64197~ 

Categories of individuals covered by the system: 
Pay account folders for retired Marine· Corps members, Fleet 

Marine Corps Reservists (FMCR), and survivors of deceased retired 
and FMCR members, who are entitled to retired pay retainer pay, 
and survivor annuities. 

· Categories of records in the syste~: 
The RPPS automated system of records contains ·the following 

fields (data elements and dats sets): Retired/Retainer Date; Retainer 
Date; Pay Change; Information Status; Social Security Number 

(SSN) and Last; First, and Middle: Initial (Key); Deletion Date; SSN; 
Retired Category Code; Members's Name; Pay Entry Base Date; 
Service for Pay; Active Service; Other Military Service Number 
(MSN); Prior· MSN/SSN/KEY; Rank Code; Race Code; Sex Code; 
Disability ·Percent; Heroism ·Pay; Pay Table Code; Recomputation· 
Age; Retirement Laws; Functional Account Number; Ranks; Birth­
dates; Pay Delete/Suspense· Code; Retired Serviceman's Family Pro­
tec~ion Pay; Reserve Retirement Credit Points; Allotments Data; 
Withholding Tax Data; Wage and Tax Summaries; Gross Pay; Tax­
able Pay; Withholding Tax; Dependency Indemnity Compensation; 
Pension Act of 1944 (Veterans Administration (VA) Waiver); Pen~ 
sion Act of 1964 (Dual· Compensation G 1); Retired Serviceman's 
Family Protection Plan; Special Handling ~ode (Check Delivery); 
Accumulated Summaries; Home Mailing Address; Check Mailing 
Address; Pay Distribution; Last Change Posted; Date Member Eligi­
ble to Retire; Date Arrived Continental United States Witho~t De­
pendents; Primary Military Occupational Specialty; Districts; Highest 
Rank Held Satisfacto'rily; Service Prior to July 1, 1949; Service ~fter 
July 1, 1949; Active Duty After Transfer to Fleet/Retired Rolls; 
Date Next Physical ~xam(Year and Month); VA Disease Codes; 
Department of Defense Disease Codes; Nearest Hospital (See .Table 
9); Personnel Accounting Separat~on-Designator; Earnings Statement 
Flag; Disability Pay; Change of Address Flag; .Last Time Processed 
by Update-Extractor;· SSN Validation; Remarks Area; One-time 
Credit/Checkage; Scheduled Collection; Veterans Administration 
Claim Number; Tower Amendment Code; Premobilization Flag; Pre­
assigned Monitored Command Code;· Civil Reform Act of 1978 
(PAYCAP). . 

Authority for maintenance of the system: 
. Title 5, U.S. Code 301; Title to,·u.s. Code 5031 · 
· · Purpose(s): 

To maintain . pay and·' personnel data on retired Marine Corps 
personnel. for use by officials and employees in the co01putation of 
retired pay, retainer pay, survivor annuity accounts, audit of ac­
counts and response to correspondence on pay related matters. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: . 

The Blanket Routine Uses that appear at the· beginning of the 
Marine Corps compilation apply to this system. 

The American Red Cross and Navy Relief· Society records are 
used by officials and employees of the American R'ed Cross and the 
Navy Relief Society in the performance of their duties. Access will 
be limited tq those portions of. the member's record required to 
effectively assist the member~· · 

Policies and practices .for storing, .retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Data is stored on magnetic records, punch cards, computer print-

outs, microform, file folders and other documents. · 
· Retrievability: 
The data contained in magnetic records can· be displaY,~d on ·cath­

ode-ray tubes, it can be computer printed on paper, converted to 
microform for information retrieved; the data in the supporting· file 
folders and other manual records is retrieved manually. Normally all 
types ofrecords are retrieved by SSN and name. 

. Safeguards: . 
Building. management employees security guards; · building . is 

locked nights and holidays. All(horized personnel may ente·r and 
leave the building during nonworking hours, 'but must sign in and 
out. · · · ·· 

Retention and disposal: 
MagnetiC records are maintained on all persons who are eligible 

for retired· pay, retainer pay, ·and survivor annuities while they are 
alive and for a period of 6 months after that person dies or ceases to 
be eligible. Paper and film records are maintained for a period of 10 
years after the final transaction. Magnetic tapes delivered to the 
Federal Reserve Bank are returned to. the Marine ·9orps· Finance 
Center.· for disposition after direct deposits have been made to the 
account of the individual concerned. 

System manager(s) and address: 
The Commandant of the Marine Corps (Code FD), Headquarters, 

U.S. Marine Corps, Washington, DC 20380 
Notification procedure: 
Requests from individuals for informtion should be referred to the 

SYSMANAGER. . 
Requesting individual must supply full name and ·ssN. 
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The requester may visit the Marine Corps Finance Center, 1500 
95th Street, Kansas City, Missouri 64197, to obtain information pn 
whether the system contains records pertaining to the individual. 

In order to. personally· visit the above address and obtain informa­
tion, individuals must present a military identification card, a driver's 
license, or other suitable proof of identify. · · · · · 

Record access procedures: 
Requests for information relative to the RPPS automated system 

should be signed by the person requesting the information. Dates of 
service, SSN, and full name of requ~ster should be printed or typed 
on the request. The request should be sent to the SYSMANAGER 

Contesting record procedures: 
The agency's rules for .access to records for contesting contents 

and appealing initial determinations by the individual concerned may 
be obtained from the SYSMANAGER. 

Record source categories: 
Documents and correspondence received from Headquarters, U.S. 

Marine Corps, the VA, the members, and changes in laws, etc. are 
the principle sources of information contained in the RPPS automat­
ed system. 

Exemptions claimed for the .system: 
None. 

MFD00007 
System name: 

Marine Corps Financial Records System. 
System location: 
Defense Finance and Accounting Service-Kansas City (DFAS­

KC), Support Accounting, Settlement, and Centralized Pay Division, 
1500 E. 95th Street, Kansas City, Missouri. 64197-001. 

Federal Records Center, National Archives and Records Service, 
2301 East Bannister Road, Kansas City, Missouri 64131-5200. 

Washington National Records Center, Washington, DC 20409-
0001. 

National Personnel ·Records Center, 9700 Page Boulevard, St. 
Louis, Missouri 63132..:.5292. 

Marine Corps Central Design and Programming Activity, 1500 E. 
95th Street, Kansas City, Missouri 64197-0501. 

Categories of ·individuals covered by the system: 
Marines serving on active duty, personnel on the Marine Corps 

Retired List, Fleet Marine Corps Reservists, personnel discharged or 
separated from active duty, active and inactive Reserve personnel, 
deceased personnel, and Marine Corps disbursing officers concerning 
pay or financial matters. · 

Categories of records in the system: 
Unit Diaries-A chronological record of daily .personnel events and 

history of active Marine Corps activities and organized Marine Corps 
Reserve Units. · 

Substantiating Vouchers-Supporting documents to substantiate pay 
adjustment ·items entered or:t military pay accounts. · 

Military Payrolls-An accounting and record of appropriated funds 
disbu~sed for military pay by name, social security number, amount 
of payment, and check number or signature of member for cash 
payments. . 

Financial Returns-Travel vouchers, collection' vouchers, public 
vouchers for services other than personal, and civilian payrolls. 

Military Pay Cases of Separated Personnel-A history of individual 
pay accounts from· date of entry on active duty through date of 
separation, including, as appropriate, replies to congressional inquir­
ies; correspondence in connection with requests for remission and/or 
waiver of indebtedness; individual claims for pay and allowances 
including claims for travel allowances and responses thereto; records 
of participation in the Uniformed Services Savings Deposit Program, 
including personnel declared to be in a missing-in action status; 
information surrounding the circumstances of a former member sepa­
rated in an overpaid status, thus being indebted to the government; 
cases contain substantiating documents such as military pay records, 
leave and earnings statements, documents relating to Board for Cor­
rection of Naval Records, and other records and vouchers to sub­
stantiate responses to all inquiries and payment or disapproval of 
~~ . 

Annual Separations Listing-An annual record of separation show­
ing social security number, initials, type of separation, and the effec­
tive date of separation of Marines discharged, retired, transferred to 
the Fleet Marine Corps Reserve, and deceased. · 

Microfilm of Annual Wage and Tax Information of Active Duty 
Personnel-Contains cumulative totals of taxable pay earned and taxes 
withheld, social security wages, and taxes withheld. : 

Microfilm of Quarterly Social Security Wage Data-Contains social 
security number, naiQe, and amount of wages reported to the Social 
Security Administration on a quarterly basis. 

Microfilm of Master Allotment File-Contains information concern­
ing the allotment status of active, retired, and Fleet Marine Corps 
Reserve (FMCR) members, such as start and stop dates, allotment 
purpose codes, money amounts, name and address of allottee. 

Microfiche and Microfilm of Field and Alpha Locators-A record 
of personnel data of Marines on active duty, listed numerically by 
social security number and ·alphabetically name. 

Microfiche of Marine Corps Officers Lineal List-A record of 
Marine Corps officers on active duty showing social security 
number, name, rank, date of rank, permanent rank, date of birth, date 
first commissioned, and pay entry base date. · 

Active Military Pay Cases-A file of each Marine on active duty 
containing military pay records opened semiannually prior to July 1, 
1973 and related miscellaneous pay documents. 

Uniformed Services Savings Deposit Accounts of Personnel Miss­
ing-in Action-A record of deposits and withdrawals of Marine Corps 
personnel in a missing-in-action status containing member's name, 
social security number, balance of deposits, and name and address of 
the designated beneficiary to whom monies are disbursed. 

Federal Housing Administration (FHA)·Files contain social securi· 
ty number, name, FHA account number, due date of insurance pre­
miums, and record of bills and payments. 

U.S. Treasury Department, Internal Revenue Service Form 941c­
A record effecting adjustment of social security wages, previously 
reported or nonreported, containing the member's name, social secu- . 
rity number, military pay group, period covered, and the monetary 
amount of adjustment. . 

Marine Corps Disbursing Officers Shortage Accounts-File contains 
accountability of losses, letters, and vouchers pertaining thereto. 

Indebtedness Cases-Files contain the debtor's name, social security 
number, current mailing address, the reason for indebtedness and 
correspondence relating thereto, personal financial information pro­
vided by the debtor, receipts of payments, control book, cash record 
debt ledger, collection agent's ledger, collection vou~hers, provided 
by credit bureau repor~s. indebtedness record card, debt control card 
accountability statements, complete military pay accounts, General 
Accounting Office inquiries, correspondence relating. to cases certi­
fied to the U.S. Department of Justice, legal notices pertaining to 
bankruptcy, tax certificates, and other miscellaneous substantiating 
records and vouchers relating to the indebtedness. 

Reserve Personnel Military Pay Cases-A history of individual pay 
accounts of Selected Marine Corps Reserve (SMCR), Individual Mo­
bilization Augmentee (IMA), Individual Ready Reserve (IRR), 
Standby Reserve, Retired Reserve, and Fleet Marine Corps Reserve 
(FMCR) personnel order to temporary active duty under individual 
duty orders, including pay accounts of personnel attending the ~la­
toon Leaders Class. File contains pay data in support of payments 
made to SMCR and IMA Reservist Assigned to Organized Marine 
Corps Reserve units containing drill reports, unit diaries, promotion 
warrants, certificate for performance of hazardous duty, pay adjust-. 
ment authorizations, active duty for training orders, pension certifi­
cates, token. payments payrolls, adjustment, and consolidated final 
settlement payrolls, and other miscellaneous documents to substanti­
ate payments to Reserve personnel. 

Reserve ManpO'\\/er Management and Pay System (REMMPS)­
Microform of Master Reserve Manpower Management and Pay 
System File-Contains information concerning· pay and personnel 
status of Reserve personnel. Files of pay data compiled by Reserve 
Pay Branch, Central Pay Division, in support of payments made to 
Organized Marine Corps Reserve units containing unit diaries, leave 
and earnings statements, pay adjustment authorizations, transcripts of 
data extraction, travel orders and vouchers. and miscellaneous docu­
ments to substantiate payments of Reserve Personnel. · 

Authority for maintenance of the system: 
Federal Claims Collection Act of 1966, 80 Stat. 309; Pub. L. 97-

365, The Debt Collection Act of 1982; Title 10 U.S.C. 5013; and 
Executive Order 9397. 

Purpose(s): 
To maintain records of all ·financial transactions on current or 

former Marine Corps personnel. 
To permit collection of debts owed to any Department of Defense 

creditor agency. Records in this system are subject to use in ap­
proved computer matching programs authorized· under the Privacy 
Act of 1974, as amended, for debt collection purposes. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 
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To the G~neral' Accounting Office and the Department o(Justlce 
for collection action for any delinquent. account when •circumstances 
warrant. · ' · .. ,.. · -: 
· To a commercial credit reporting agency for the' purpose of either 
adding to a credit history file or obtaining a credit history file for us~ 
in the administration ·of debt collection: - 1 

To a debt "collection agency. for the purpose of ·collection services 
to recover indebtedness' owned to the Department of Defense·.- · 
· To~ any other .Federal agency for the purpose of effecting salary 
offset procedures against a person employed· by that agency when 
any Department of Defense creditor.agency has a claim against' that 
person. · ·1" · • : 

To any' other Federal agency:. including, but. not .limited to, the 
Internal Revenue Service. and Office of Personnel-Management for 
the purpose of effecting an administrative offset of a debt. .. 

To ,th_e: I.r:tt~rnal Reve_nue· Service (IRS) .to obtain .. the mailing .ad­
dress of a taxpayer for the purpose .of _loca(il)g such . taxpayer to 
collect or to compromis~ a Federal claim:against the taxpayer:. · 

NOTE:. Redisclosure. of a mailing: address from the IRS . .may be 
made only for the. purpose of debt collection;. including t'o, a· debt 
collection agency in order to facilitate the collection or compromise 
of a Federal clairri under the Debt Collection Act .of .1982, except 
thlclt a mailing address to a consumer reporting agency is for the 
limited purpose:.of.obtaining a ·commercial credit report·on the par­
ticular taxpayer. Any such add_re.ss. information obtained from the 
IRS will not b~ used or, shared for any other t.DoD purpose or 
d~sclosed to -another I;'~deral, state . or local agency ~hic..h i seeks to 
Iqcate .the sall}e individual for its own debt collection p\Jrpose.~ · 

To· any ·other Federal~ state or: local agency· for the purpose of 
conducting an authorized computer matching program· to >identify 
and locate delinquent debtors for recoupment of debts owed the 
Department of Defense. 

The "Blanket Routine Uses" set forth at the beginning of! the 
Marine Corps' compilation of record system notices also apply to .this· 
system. 

·-Disclosure to consumer· ·reporting agencies: 
· Disclosures pursuant to 5: u~s.c. 552a(b)(l2) may be made from 
this system ·to consumer rep_orting agencies· as de'fined· in the Fair 
Credit -Reporting Act of ·1966 (15 U.S.C. 1.68la(t)) or the Federal 
Claims Collection Act of"l966 (31 U.S.C: 370l(a)(~)). The disdoslir~ 
is limited to information :necessary to e·stablish tHe identity of the· 
individual, including name, address, ah,d · taxpayer identification 
number (SSN); the amourif, status, ·and hisfory of the ·claim; and the 
agency or program under which the Claim arose for ·the- sole ·purpose 
of allowing the consumer reporting agency to prepare a commercial 
credit report. · · · · r 

Policies and practices for storing, retrievi'ng; accessing, retaining, and 
disposing of records in'the·system: ' · ' · · 

·Storage: : t • • 

D~ta i~ rec~rd~d .on .magneti~ -~e~ords,' compute:r.printotits, micro-
fo'rm1.aild file folders. ~- · ' . · . : .~ · 

Retrievability: ., 
Data is retrieved. by social security number or taxpayer identifica~, 

tion number. 
·Safeguards: 
Federal Protective Security Guard-s. Records· are maintained in 

areas not normally accessible to other aut~orized personnel. . _ 
1 

· 

Retention and dis.po~al: ;. . · . . •~. ', "'· 

. Variou~ types 'of records· jn the. system are· maintained at different 
lengths of time or indefinit,ely, . · 

System manager(s)·and address: ·· .· 
Commandant·ofthe Marine Corps (Code.FD), Headquarters, U.S. 

Marine Corps, Washington, DC 20380....:000J; Commanding Officer, 
Marine Corps Finance Center, Kansas City, 'MO 64197-0001; Direc• 
tor, Marine Corps Central D~sign and Programming Activity, 
Kansas, MO 64131-0501. 

Notification· procedure: • 
Information may be obtained from the system manager. 
Record access procedure: 

YCJSame as-notification.· > ::_",. 

Contesting record procedures: ' ' · " 
Tile Departme~t of the N~y{ 'rules fo.r · accessing' records anq 

contesting contents and appealing initial determinations by the indi:-" 
vidual concerned are· published in the Secretary of the Navy Instruc­
tion 5211.5; 32 CFR part 701; Marine''Corps Order P521T.2;·or·may 
be obtained from the.system manager. · 

Record source categories: 

I '·M:arine Corps: acti'vjties havin~ 'the responsibi-lity; o(6olle~ting data 
aft'd preparing_ reports ,and documents; H¢a<;lquarters; l.].S. Marine 
Corps; cred_it unions; credit bureaus; insurance COil}panit;s,' courts, and 
financial institutions'. · . : ' · · ·· · ·' · 
,. Exempti~n·s claiin~d fo~ the s:ystem: · .. · 

None. ., ; ~ - " 

~····.:. . MFD00009· 
System name: . 1 

• I ~ 1 
• ·, ~> _ 

· Pay Vouchers for M.arine Corps ·Junior Reserve· Officer ·Tr:a'lni~g 
Course-Instructors.'· · -· · · · · · 

System lo&;ation: . . 
All Marin~ Corps i:>i~tiict Headquarten;:_, _';: · :·. · .. · 

Categories of individuals coverecfby the system: , ·' 
. Retired Marines in the Mari~e Corps Junio~,.~~serv~ Officer Train-
ing Course Instructor Program. · _ . . .+ • • • ,. 

. ·categories. of records ·i~ the system: ' · · ·: r ·.\ 

: • Files co.ntain individual name,. rank, social sec~rity number, uniuo 
which assigned, requests for payment of salaries. 

Authority for maintenance of the system: · 
Title 5, U.S. Code 301; Title 10, U.S. Code 5031 
Purpose(s): . 
To maintain records on Marine Corps Junior Reserve Officer 

Training Course Officer, administrative and. fiscal personnel fo,r eval-
uation and processing of payments. · · · · · 

Routine uses of records maintained in the system, inCluding catego-
ries of users and, the purposes of such uses: · · 

• The Blanket Routine Uses• that appear at the ·beginning of the 
Marine Corps compilation apply to this system. · · · . · · ' 
· General Accounting Office in the.execution of their Official duties 

in relation to· inspections, investigations; and legal actioh. · ·. 
Policies and practices for storing, retrieving, accessing, retaining, and 

dispo~~ng of records in t~e system: . 
· Storage:~· · · · ' 

"Paper records in file folders stored in filing cabinets. 
Retrievability: . ~ · c 1< 

Alphabetically by last name; and schoo):to which assigned. _ . 
Safeguards: ·:I . · · 

Access'.limited to' Marine Corps Junior Reser;ve Offic~r Training 
Course, administrative and fiscal personnel required to process pay­
ment requests and payments. After workiilg hours the qffice and 
building are locked. A guard is located in the general vicinity. 

Retention and disposal: . ' 
Files are retained for· thre~ y~ars and then· destroyed .. 
System manage~Cs) and ~ddress: . ' ' . . . ' . 

Marine ·;(:orps Junior: ,Re,serve .Officer. Training .Course Officer 
Marine Corps Districts .. 

:· Notification procedure: · 
Write or visit SYSMANAGER of Marine Corps District in which 

school is located. Provide~· full name;
1 
social security number, and 

military status. Proqf of. _identity may be established by. m'ilitary 
identification card ol' DD' 1214 arid drivers-license. 
; Record ·acce~s · P~ocedu~e~: ~ -, . . · . ~.,' 
'., The .agency's rules for: -~ccess to records may. be obtained from the 
SYSMANAGER .. , 

Contesting record procedures: 
· The rules for access to records a~d 'for contesting contents and 

appealing initial .determinations by the in:di~idual ,concerned may be 
obtained from the SYSMANA9ER. -~~.· ·· -•:,.. · 

Record source categories: 
.. Senior Marine Instructor ofMar{in~ Co;ps Junior Reserve Training 

Course unit to which instructor is a member. · ·· ·· ~~.i 

Exemptions claimed for the system:' · · · 
·None. · · · ··: "· >••· · ;,, 

or • ~ 1. -~ •• , .,( .... 

MFDOOOIO 
System name:~~. ~- ··· ft._·.~. < -

Per Diem.!ind Travei .:PayllJeni.:Sy~tenL · ·. 
'sy~tem location: ' · · · · · · 

Primary System-Disbursing Offices, Marine Corps ·Posts and"Sta­
tions. 

Categories of individiial~ covered ll)y the system:.. · · 

r 
I 

; 
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All Marine Corps civilian and military. personnel receiving travel 
advances or making settlement of travel claims to the local Disburs­
ing Office. 

:Categories of rec.ords hi the system: 
Completed travel claims with documentation· cross-referenced to 

individuals. 
Authority for maintena~ce of the system: 
Title 5, U.S. Code 301; Title 10, U.S. Code 5031 
P~rpose(s): :. . . 
To maintain records for use by Marine Corps disbursing employees 

in the disbursement of funds for reimbursements of official travel. 
Routine. uses of. r.ecords maintained in the system, including catego­

ries of users and the purposes of. s~ch uses: 
The Blanket Routine Uses that appear ·at the beginning of the 

Marine Corps compilation apply to this system. 
Courts-By· Officials of duty established local, state and federal 

courts as a resli order pertaining to matters properly within tlie 
purview of said court. =· 

Congress of the U.S.· By the Senate or. the House of Representa­
tives of the U.S.· or any committee or subcommitt.ee thereof, any 
joint committee of Congress or subcommittee of joint committee on 
matters within their jurisdiction requiring disclosure ,of the files. 

The Compt~oller General of the U.S.- By the Comptroller· General 
or any of his authorized representatives in the course of the perform­
ance of duties of the General Accounting Office relating to the 
Marine Corps. . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: · : · 
Card file. 
Retrievabiiity: 
Employee .name, social security number or badge number. 
SafeguardS: 
Card file is maintained and used by specific clerks within travel 

section· of the Disbursing Office. After working hours, office locked 
in a building with ·controlled access by armed guards. 

Retention and disposal: 
Data is maintained until individual departs the area and· all travel 

advances have been settled. . 
System manager(s) and addresS: 
Disbursing Officer. 
Notificat.ion procedure: 
Information· may be obtained ·form: 
· Disbursing Offices, Marine Corps Posts and Station. 

Record access procedures: 
Signed written requests should contain the full name of the individ­

ual and social security number or badge number and addressed to the 
address listed under .NOTIFICATION abqve .. 

Contesting record procedures: 
The agency's rules for access to records and for contesting con­

. tents and appealing initial determination by the individual cqncerned 
may be obtained from the SYSMANAGER. · 

Record source categories: 
Tr~vel orders and disbursing· documents. 
Exemptions claimed for the system: 
None. 

MHDOOOOl 
System name: 

Biographical Files. 
System location: . 
Reference Section (Code HDR), History & Museums Division, 

Headquarters, U.S. Marine Corps, Washington, DC 20380 and all 
major Marine Corps commands and districts. 

Categories of individuals covered by the system: 
Marine Corps General Officers· and those Marines considereg as 

being or having been newsworthy. 
Categories of records in the system: 
File contains biographical sketches, press releases and media clip-

pings.· 
Authority for maintenance of the system: 
Title 5, U.S. CodeJOl; Title 10, U.S. Code 5031 
Purpose(s): 

To maintain a ·professional summary or sketch of Marine Corps 
General Officers and newsworthy Marines. · 

The Blanket Routine Uses that appear at the 'beginning at the 
Marine. Corps compilation apply to this system. 

Courts-By Officiills of duly established local, state and federal 
courts as a result of court order pertaining to matters properly within 
the purview of said court. . 

Congress of the· U.S:- -By the Senate or the House· of Representa­
tives of the U.S. or any committee or subcommittee thereof, any 
joint committee of Congress or subcommittee of joint committee on 
matters within their jurisdiction ·requiring disclosure of the files. 

The Comptroller 'General of the U.S.- By the Comptroller General 
or any of his authorized representatives in the course of the perform­
ance of duties of the General Accounting Officer relating to the 
Marine Corps. . . . . . 

Historical researchers - To determine accuracy of facts and pro-
vide background for correspondence and studies.. . 

Policies and practices for storing, retrieving, accessing,. retaining, ~nd 
disposing of records i.n the system: 

Storage: 
Paper records in file folders, microfiche, and photographs. 
Retrievability: 1 · 

Filed alphabetically by last name of subject. 
Safeguards: 
Building employs security guards. Files within a vault accessible 

only authorized personnel who are screened and registered prior to 
being granted access. 

Retention ~nd disposal: 
Files are permanent. 
System manager(s) and addiess: . 
The Commandant of the Marine Corps, Code HD, Headquarters, 

U.S. Marine Corps, Washington, DC 20380 
Notification procedure: , 
Information may be obtained from the system t:nanager. 
Record access procedures: 

. .Request~ from individuals should be.'addressed to: Th'e Comrh~n­
dant of the Marine Corps (Code HDR), Headql)arters,. U.S. Manne 
Corps, Washington, DC 20380 · 

Written' requests for information should contain the· full name of 
the individual. . 

For personal visits, the individual should be able to provide some 
acceptable identification. 

Contesting record procedures: 
The agency's rules for access 'to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
. Newspaper, magazines, Marine Corps press releases and biographi­

cal sketches. 
Exemptions claimed for the system: 
None. 

MHD00006. 

System ·name: 
Register /Lineal Lists. 
System loeation: ,.. . 
The Commandant .of the Marine Corps, Headquarters, U.S. Marine 

Corps, Washington, DC 20380 
Categories of individuals covered by the system: 
Lists of all active duty and retired officers from 1800 to present. 
Categories of records in the system: 
Bound volume of listings which include individual's 'name, rank. 
Authority for maintenance of the system: 
Title 5, U.S. Code 301; Title 10, U:S. Code 5031 
Purpose(s): . 
To provide a list of a'n members who served in the Marine Corps 

from 1800 to present for use in the administration of official duties of 
Officia,ls and employees of the Marjre Corps. . 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: · 

The Blanket Routine Uses that . appear at the beginning of the 
Marine Corps compilation apply to this system. 
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, Historical Researchers - To determine authority of dates names 
and ranks of personnel. · . • 

Courts-By Officials of duty established local, state .and federal 
courts as result of court order pertaining to matters properly within 
the purview of said court. . · · . 
.'Congress of the U.S.-By the Senate or the House of Representa­

~t':es of th~ U.S. or any committee or subcommittee thereof, any 
JOint commtttee of Congress or subcommittee of joint committee on 
matters within their jurisdiction requiring disclosure of files. . 

The Comptroller General of the U.S.-By the; Comptroller General 
or any of his. authorized representatives in the course of the perform­
ance of duttes of the General Accounting Office relating to the 
Marine Corps. . . . . 

Policies and ·practices for storing, retrieving, accessing, retaining; and 
disposing of records in the system: . 

Storage: 
Bound volumes retained in library. 
Retrievability: 
Yearly volume listed alphabetically within ranks. 
Safeguards: 
Building employs security guards. Files· within a vault iccessible 

only to authorized personnel who are screened and registered prior 
to being granted access. 

Retention and disposal: 
Files are permanent. 
System manager(s) and address: ·. . 
The Commandant of the Marine Corps, Headquarters, U.S. Marine 

Corps, Washington, DC 20380 . , · 
Notification ·procedure: 
Information may be obtained from: 

The Commandant of the .Marine ~orps (C,ode HD) 
Headquarters, U.S. Marine Corps 
Washington, DC 20380 

Record access procedures: 
Requests form· individuals should be addressed to: The Comman­

dant of the Marine Corps (Code HDR), Headquarters, U.S. Marine 
Corps, Washington, DC 20380 . . 
. Written requests for information should contain the full name of 

the individuaL · 
For personal visits the individual should be able to pro~ide some 

acceptable identification. ' · .· · 
. Contesting record. procedur~: . . 

The agency's rules for access to records and. for contesting con­
tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. · 

Record source categories: 
Internal publication. 
Exemptions claimed for the system: 
None. 

MILOOOOl 
System name: 

Assignment and Occupancy of Family House Records. 
System location: 
System is organizationally decentralized. Records are maintained. at 

Marine Corps Installations with family housing. 
Categories of individuals covered by the system: 
File contains individual's application, assignment to and occupancy 

history of family housing. Records inclt~de, out are not limited to 
information from the Manpower Management System and the Joint 
Uniform Military Pay System. 

Categories of records in the system: . 
File contains individual's application and assignment to and occu-

pancy history of family housing. · 
Authority for maintenance of the system: 
Title 5, U.S. Code 301 
Purpose(s): 
To provide a record of the type of quarters and the individuals 

assigned to quarters for use in the management and ·administration of 
such quarters.· 

Routine uses of records maintained in the· system, including catego· 
ries of users and the purposes of such uses: 

See the Blanket Routine Uses at the head of 'the published Marine 
Corps systems· notices in the Federal Register. Additionally, the 
routine uses apply. 

School Districts - .By Officials of school .district boards· of educa­
tion in performance of their duties under local and/or state compul­
sory education laws. 

Policies and practices for storing, retrieving/accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders and. on file cards. 
Retrievability: 
Filed alphabetically by last name of housing occupant and in order 

of position on waiting li.st. · 
SafeguardS: 
Records are maintained 'in areas accessible only to authorized per­

sonnel; waiting lists are maintained for public inspection. 
Retention and disposal: 

, Records are permanent. They are "ietained in active file <:Juring 
time that personnel are. residing the quarters, retained in a quarters 
record jacket after termination of occupancy. · · · 

System manager(s) and address: 
The Commandant of the Marine Corps, Headquarters, U.S. Marine 

Corps, (Code LF), Washington, DC 20380 
~otification procedure: 
Information may be obtained from: The Commanding Officer of 

the Marine Corps installation from which family. housing has been 
requested, assigned or vacated. Mailing addresses are as shown .. in the 
Navy Standard Distribution List (OPN.A V P09B3-107). 

Record access procedures: 
Requests for information from individuals should be addressed to 

the Commanding Officer of the Marine Corps installation(s) at which 
the individual applied for or occupied family housing. Such requests 
should include name, social security number, quarters number if 
known, and dates of per.iod addressed ~in the· inquiry. Installation 
addresses are as reported by the Navy Standard Distribution List. 

Personal visits may be made to the installation in question any 
normal work day bet'ween 8 AM-:4:30 PM. For personal visits the 
individual 'should be able to provide valid per~gnal identification. 

Contesting record procedures: 
The agency's rules for access to. records and for contesting con­

tents and appealing initial determinations by the individual. concerned 
may be obtained from the SYSMANA9ER. 

Record source categories: 
Application from individual seeking family hou~ing, Marine Corps 

Manpower Management System; Joint Uniform Military Pay System. 
Exemptions claimed for the system: 
Non~ · 

MIL000(12 
System name: 

Unaccompanied Personnel Housing Registration System. 
System location: · · · 
Each Unaccompanied Officer Personnel/Staff Unaccompanied. En­

listed Personnel Housing (UOPH/Staff'UEPH) assigned r~gistration 
responsibilities. 

Categories of individuals covered by the system: 
Military and civilian personnel who are current and former resi­

dents of UOPH and Staff UEPR 
Categories of records in the system: 
Contains personal identifying information, arrival/departure dates; 

type of orders; monetary allowance information; UOPH/Staff UEPH 
room identification. 

Authority for maintenance of the system: 
,Title 5, U.S. Code 301; Title.lq •. U.S. Codt: 5031 
Purpose(s): 
T<;> provide adequate records for use by Officials and employees of 

the Marine Corps in the management of bachelor housing. ' 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of such uses: 
The Blanket Routine Uses that appear at the beginning of the 

Marine .Corps compilation apply to this system. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
Paper cards, file folders, status boards, etc. 

I 
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Retrievability: 
Alphabetically by name and social security number. 
Safeguards: 
Stored in locked office during nonworking hours or when office is 

not manned. Access on a need-to-know basis. only for official pur~ 
poses. 

Retention and disposal: 
Retained for four years; then destroyed. 
System manager(s) and address·: 
Decentralized. The local commander is responsible for manage­

ment of UOPH and staff UEPH. 
Notification procedure: . 
Requests shall be addressed to the SYSMANAGER. Requester 

must be able to provide appropriate identifying information. 
Record access procedures: 
Rules for·access may be obtained from the SYSMANAGER. 
Contesting record procedures: 
Rules for contesting contents may be obtained from the SYSMAN­

AGER. 
Record source categories: 
UOPH/Staff UEPH office personnel and information form in~ivid­

ual who fills out registration card. 
Exemptions claimed for the system: 
None. 

MIL00003 
System name: 

Laundry Charge Accounts Records. 
System location: 
Marine Corps activities with laundry facilities. 
Categories of individuals covered by the system: 
Individuals who have applied for laundry charge accounts. 
Categories of records in the system: 
Name, rank, unit, social security number, quarters address and 

telephone number, date and ticket number of laundry service and 
amount charged. 

Authority for maintenance of the system: 
Title 5, U.S. Code 301; Title to, U.S. Code 5031 · 
Purpose(s): 
To provide a record of laundry charge accounts for use in the 

management of laundry facilities at Marine Corps activitie~. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
The Blanket Routine Uses that appear at the beginning of the 

Marine Corps compilation apply to this system. 
Policies and practices for storing, retrieving, accessing,· retaining, and 

disposing of records in the system: 
Storage: 
In paper records in file folders. 
Retrievability: 
By name. 
Safeguards: 
Records are maintained in locked filing cabinets within locked 

offices of building. Records are accessible only to persons whose 
performance require it. 

Retention and disposal: 
Five years and then destroyed. 
System manager(s) and address: 
Decentralized. Laundry charge accounts managed under the Com-

manding General of each activity which has a laundry. · 
Notification procedure: 
Correspondence pertaining to records maintained by laundry. Con­

tact the Commanding General of the Marine Corps activity in ques­
tion. 

Record access procedures: 
Information may be obtained from the SYSMANAGER. 
Contesting record procedures: 
The agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 

lndi 'liduals. 
Exemptions claimed. for the system: 
None. 

MIL00004 
System name: 

Personal Property Program. 
System location: 
All Marine Corps Bases and Federal Records Centers 
Categories of individuals covered by the system: 
All military personnel having shipped or stored personal property 

or privately owned automobiles. · 
Categories of records in the system: 
File contains individual's applications for shipment and/or storage, 

related ·shipping documents and records of delivery. and payment. 
DO 619 (Statement of Accessorial Services Performed) 
DO 828 (Motor Vehicle Shipment Application) 
DO 1100 (Household Goods Storage) 
DO 1101 (Household Goods Storage Information) 
DO 1252 (Owner's U.S. Customs Declaration arid Entry and 

Inspecting Officer's Certificate) . 
DO 1299 (Application for shipment and/or storage ofPersonal 

Property) 
DO 1671 (Reweight of Household Goods) 
DO 1780 (Report of Carrier Services Personal Property 

Shipment) . 
DO 1781 (Property Owners Report on Carriers Report) 
DO 1797 (Personal Property Counseling Checklist) · 
DO 1799 (Member's Report on Carrier Performance-Mobile 

Homes) · 
DO 1800 (Mobile Home Shipment Inspection at Destination) 
DO 1841 (Schedule of Property Damages) 
DO 1842 (Claim for Personal Property against the United States) 
DO 1845 (Demand on Carrier/Contractor) 

Authority for maintenance of the system: 
Title 10, U.S. Code 5031 
Purpose(s): 
To provide a record of shipment and storage of personal property 

for management and payment of personal property claims by officials 
and employees of the Marine Corps. 

Routine uses of records maintained in .the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Marine Corps compilation apply to this system. 

Policies and practices for storing,' retrievin~ accessing, ·retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: 
Filed alphabetically by last name of member. 
Safeguards: 
Records are maintained in areas accessible only to authorized per­

sonnel who are properly cleared and trained. 
Retention and disposal: 
Records on international shipments of household goods moved via 

freight forwarders are retained for 6 years after the period covered 
by the acc,ou~t and then destroyed. All other household goods 
records are destroyed when 3 years old. 

System manager(s) and address: 
Assistant Secretary of Defense (Installations and Logistics) 

(ASD(I&L)), Washington, DC 
Notification procedure: 
Information may be obtained from: 

Commandant of the Marine Corps (Code LFS-2) 
Headquarters, U.S. Marine Corps ·· 
Washington, DC 20380 
Telephone: 224-1067 

Record access procedures: 
Request from individuals should be addressed to the Commandant 

of the Marine Corps (LFS-2), Headquarters, U.S. Marine Corps, 
Washington, DC 20380. · 

Written requests for information should contain the full name of 
individual, SSN, current address and telephone number. 
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For personal visits, the individual should be able to provide.:,ac­
ceptable identification and give some verbal, inform~tion that co~ld 
be verified with his 'case' folder. ·' · '· 

Contesting record procedures: 
. The agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. . . _

1
_ · · · 

Record source categories: ' .... .- · . 
Application and related forms frpm the individual reqJesting 

access; notification 'of personal clearance from the SYSMANAGER 
research note/documents from records custodians. 

_E_xe_mptions cl~imed for the sys~eni:: ' ·. 
None. 

MILOOOOS 
System name: . I . 

Passenge'r 'Tninsportation Program: . ' 1~' 

System location: · · 
All Marine Corps Bases. ._ :·~~ 

Categories of individuals covered by the system: 
Military personnel and· their dependents; DOD civilian employees 

and their _dependents, and other individuals furnished transportation 
via commercial transportation resources and Department of Defense 
single manager transportation resources. _ . ' 

Categories of records in· the system: --:. 
File contains: copies of pa~senger transport~tion procurement docu­

ments issued, copies of official tr~~el orders~ supporting the, is~uances; 
applications for transportation of .d.epe~dents, port call requests and 
confirmations; copies of endorsements. to orders indicating transporta­
tion issuances; requests and authorizations for space· available· MAC 
transportation., · · 

SF 1169 United States of A~eric.a Transpor:t~tion Request 
DD 652 Uniformed Services Meal Ticke.t . · . , 
DD 884 Application for Transportati~n for Dependents· 
DD 1287 Request for Commercial Transportation 
DD 1341 Report of Commercial Carrier Passenger Service _ 
DD 1482 Military Airlift Command (MAC) Transportation 

Authorization 
Authority for mainte11~ce of the system: 
Title 10, U.S .. Code 5031 . ,. · 
Purpose(s): 

··To provide 'a record of transportation for use in the coordination 
and payment of passenger transportation charges· by· commercial and 
Military Airlift Command resources. ·- · 

Routine uses of records maintained in the system, ·including catego­
ries. of users a_nd th~ purposes of such use~: 

The Blanket Routine Uses that appear. at . the beginning of the 
Marine Corps compilation apply to this system. 

Policies and practices for storing, retrieving, .acc~sing, retaining, and 
disposing of records in the system: · · · 

Storage: 
'· Paper records in file folders. 

Retrievability: 
Passenger· Transportation Proc£urement '·documents filed by ·serial 

number preprinted on the documents. :. · ' 
Other documents filed in alphabetical order ·by last name .: of 

~ember.-.. 
Safeguards: .1 · · 

Records are maintained in areas accessible only to authorized per-
sonnel that are properly cleared ·and trained. · · · 

Retention and disposal: , • 
Copies of transportation documents held by . issuing office for: 

period of 4 years, after which they are destroyed: Other ·records 
retained in active files until the end of the calender y,ear in. which 
transportation was effected and held additionally in inactive fil~ for 
two years, then they are destroyed. · · · 

System manager(s) and addreSs:. '·'·· 
Commander, Military Traffic Management Command, Washington, 

D.C. (Travel via commercial transportation within CONUS) 
Commander, Military Airlift Command, Scott AFB, IL (I.nterna-

tional travel via DOD owned and controlled airlift) . · 
·-Notification proc~d~ie: · · · . · · ' · ., 

Information may be obtained fro~: . 
- Commandant of the Marine Corps (Code LFS-2) 

Headquarte_rs, U.S._ Marine. Corps. 

Washington, DC 20380 
Telephone: ~24 178.1 , _ 

Record access procedures: 
Request from indivi~uals should be address~d to the Commanqant 

cif the M,arin~ . Corps. (Code LfS-2), Headquarters, U.S. ~1arine 
Corps, Washington, DC 20380. , . 

Written requests for information should cpntain the full name of 
the individual, SSN, current address and telephone number. . · 

For personal visits, the individual should be able to provide ac­
ceptable identification and give some. verbal information relating to 
commercial , transportation . furnish~d or: Military 'Airlift· Command 
(MAC) transportation arrangements .on- a space required or space 
available basis. 

Contesting record procedures: . 
. The agency's -rul~~ for access. to records. ,and for ··contesting con­

tents and appealing initial determinations. by the individuals con-
cerned mav.be obtained from the SYSMANAGER. · · · 

Record ~ource cate'gories: 
Appli~~tion ,and. relatep , forms froin the individual . requesting 

access; notification· of personal clearance from the SYSMANAGER 
research notes/documents from records custodians. ·' · 

Exemptions claimed for the system: 
None. · · · 

MILOOOQ6 
System name: 

Dealer's Record of Sale of Rifle or Pistol, State of California. 
System location: 
Each Marine Corps Activity i~rC,alifornia. : 
Categories of individuals covered by the system: 
Authorized Marine Corps Exchange patrons who. purchas~ 'a ri~e 

or pistol from the Exqhange, 
Categories of records in the ·system: . . .. .· . 
Individtuil id~~tifying information including ,height, 'weight, color 

of hair and eyes, if purchaser is a citizen, if the purchaser has been 
conviCted 'of a:"felony, or if the purchaser· is addicted· to -use of 
narcotics,"the individual's ·occupation, and descent. · · 

Authority for maintenance of the system: 
Title 5, U.S. Code3_01; ~itl~ 10, U~S. Coc(e 503i 
Purpose(s): ·- ~ . 
To provide a record of rifle and pistol sales made by Marine Co,i'ps 

Exchanges in ·California as required. by t~e State of Cal.ifornia. · _ · · · 
Routine ~ses of recordS maintained in the System, including catego-

ries of users and the purposes of such uses: . . ·. 
The Blanket Routine Uses that appear, at' the· ·beginning of the 

Marine Corps compila:tion apply to th~s ~ystem. . ~ ... · 
Policies and practices for storing, retrieving, accessing, retaining~ and 

disposing of records in the system: · : · . . .. , · · 
Storage: 
In paper records in file folders. 
Retrievability: 
By name. 
Safeguards: 
Records are maintained in locked, filing. cabinets within locked 

offices of buildings. Records are accessible only to ~uthorized person-
nel Qfl)y, . I I . •·. 

Retention and disposal: 
Records are maintained for five years and then destroyed. 
System manager(s) and address: · · · 
Decentralized. System managed by Jpcal_ commanders. 
Notification procedure: ,, . 
Correspondence pertaining to records maintained -by loca! com­

mands .may be addressed tp the Comn;tanding Officer of t.he activity 
concerne<;l. . · · 

Record access procedures: 
Information may be obtained from the SYSMANAGER. 
Contesting record procedures: . , 
The agency's rules for access to records and for:. contesting. con­

tents and appealing ini~ial determinations by the individual concerned 
may b~ ob.tained from' tl_le SYSMANA,GEK .. 

Record source categories: · 
Individuals. 

J 

,...' 

. ~ 
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Exemptions claimed for the system: 
None. · 

MILOOOtt 
System name: 

Marine Corps Exchange Vendor Directory. 
System location: 
All Marine Corps commands which operate .a Marine Corps Ex­

change. 
Categories of individuals covered by the system: 
All vendor's names and addresses actively engaged in business 

with the local exchange. 
Categories of records in the system: 
File contains vendor names and addresses; freight information, 

delivery and discount terms for remittance and payment: 
Authority for maintenance of the system: 
Title 10, U.S. Code 7601 
Purpose(s): 
To provide a record of vendors for use by Marine Corps Ex­

change officials for ordering, freight and delivery information, dis­
count terms, billing and remittance. 

Routine uses of records maintained in the system, including catego~ 
ries of users and the purposes of such uses: 

The Blanket Routine Uses. that appear at the beginning of the 
Marine Corps compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: · 
Mechanized print-o\}ts and computer discettes. 
Retrievability: 
Filed in computer and/or discettes by permanently assigned 6 digit 

file numbers. • . 
Safeguards: 
Records are maintained in areas accessible only authorized person-

nel on a need-to-know basis. . 
Retention and disposal: 
Records are permanent; updated as necessary. Held until vendor is 

no longer actively engaged in business with Exchange, then record is 
eliminated and/or cleaned off discette. 

System manager(s) and address: 
Decentralized system managed by local commanders. See Directo­

ry of Department of the Navy mailing addresses. 
Notification procedure: . 
Correspondence pertaining to records maintained by local com­

mands may be addressed to the Commanding Officer of the activity 
concerned. 

Record access procedures: 
Information may be obtained by contacting SYSMANAGER. Re­

quests should contain the full name of the requester and the basis of 
the request. 

Contesting record procedures: 
The agency's rules for access to records and for co.nie~ting con­

tents and appealing initial deter.mination by the individual concerned 
may be obtained by contacting the SYSMANAGER. 

Record source categories: 
Notification from applicable vendors, correspondence and agree­

ments originating between vendor and Exchange Procurement Activ-
ity. . 

Exemptions claimed for the system: 
None. 

MILOOOll 
System name: . 

Licensing Procedures For Military Motor Vehicles. 
System location: 
All Marine Corps motor vehicle licensing facilities .. 
Categories of individuals covered by the system: 
Military and DOD civilian employees required to operate a gov­

ernment-owned or controlled motor vehicle including nonappropriat-
ed fund vehicles. · · 

Categories of records in the system: 
Files contain information on each individual's driving experience, 

who applies for a Government ·Operators Permit to include traffic . 

accidents involved in, any refusal, suspension or revocation ·or State 
Operator's License, all violations of traffic regulations (other than 
overtime parking) for which he has been found guilty, misrepresenta­
tion or failure to report these, and· results of physical examinations. 

DD Form 1360- Operators Qualifications and Record of 
Licensing, Examination and Performance 

NAVFAC 9-11240/11 -Checklist and Scoresheet for Road Test 
in Traffic 

SF 46- U.S. Government Motor Vehicle Operator's 
Identification Card · · 

DOT Form HS 1047- Request For Search of National Drivers 
Register · ' . . 

DOT Form 1054 - Report of Inquiry .Searched · · · 
Authority "for maintenance of the system: 
Title 5, U.S. Code 301; Title 10, U.S. Code 5031 
Purpose(s): 
To provide a record of Marine Corps personnel driver qualifica­

tions for use by Marine Corps officials and employees in issuing 
military motor vehicle identification cards. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

·The Blanket Routine Uses that appear at the beginning of the 
Marine Corps compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaini~g, and 
disposing of records in the system: · 

Storage: 
Paper records in file folders. 
Retrievability: 
Filed in alphabetical order by last name of applicant. 
Safeguards: 
Records are maintained in areas accessible only to authorized per-

sonnel. · 
·Copies are normally held for 3 years and are then destroyed,. 
System manager(s) and address: 
Deputy Chief of Staff for Installations and Logistics, Headqu~rters, 

U.S. Marine Corps, Washington, DC. Decentralized system managed 
by local commands. 

Notification procedure: 
Information may be obtained from: 

Headquarters, U.S. Marine Corps (Code LME) 
Room 400, Commonwealth Building 
Arlington, VA 22209 
Area Code 202/695-3460 

Correspondence pertaining to records maintained by local com­
mands may be addressed to the commanding officer of the activity in 
question. See Directory of Department of the Navy Mailing Address­
es. 

Record access procedures: 
Requests from individual should be addressed to the Commandant 

of the Marine Corps (Code LME), Headquarters, U.S. Marine Corps, 
Washington, DC 20380; SYSMANAGER of activity concerned. . · 

Contesting record procedures: 
The agency's rules for access to records and for contesting ,con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Individual information is taken from NA VMC 10964, Licensing 

Application, civil authorities, Provost Marshal's office, service 
record, organization commanders. 

Exemptions claimed for the system: 
. None. 

MIL00013 
System name: 

Individual Uniform Clothing Records. 
System location: 
All Marine Corps activities, but records limited to individuals 

having received clothing through that activity. 
Categories of individuals covered by the system: 
Personnel of the Marine Corps, Marine Corps R~serve, Navy 

Corpsmen authorized to wear Marine uniforms, candidates of officer 
procurement programs of the Marine Corps (including Marine ·option 
NROTC), former Marines authorized to purchase Marine Corps uni­
forms Marine Corps clo'thing stocks. 
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Categories of records in the system: 
Files c<;~ntain listings of individual uniform clothing· issued in-kind 

and clothtng sold to i"ndividuals on a cash basis,· 'mail-order basis or 
pay checkage basis.· . · · .. ·. · . 

NA VMC 604- Individual Clothing Requisition and Issue Slip 
(Men's) · 

NA VMC 604b - Individual Clothing Requisition and Issue Slip 
(Women's) 

NA VMC 604a , Transmittal of Clothing Issue Slips· 
NA VMC 10710- Men's Individual Clothing Request.· 

. NAVMC 10711- Women's Individual Clothing Request 
NA VMC 631 - Individual Clothing Record (Men's) 
NA VMC 63la - Individual Clothing Record (Women's) 
DD Form 358 - Special Measurement Blank - Clothing - (Men's) 
DD Form 1111 -Armed Forces Measurement Blank- Special 

Sized/Clothing-(Women's) · · 
DD Form 150 - Special Measurement Blank for Measurement/ 
; Orthopedic Boots and Shoes . · 
J?D Form 1,348 - DoD Single Line Item Requisition System 

Document (Manual) . . .. 
SF 344- GSA Multi-use Standard Requisitioning/Issue System 

Document · . . 
Naval messages/speedletters when used in lieu of routine 

MILSTRIP procedures. . · 
Authority for maintenance of the system: 
Executive Order 10fl3 of February 24, 1950. 
Purpose(s): 
To provide a record of clothing issued or sold from Marine Corps 

stocks to personnel for use in the management of stock by Officials 
and employees of the Marine Corps. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Marine Corps compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, 'and 
disposing of records in the system: 

Storage: . 
· Paper records ·in file folders. 
Retrievability: 
May be filed for retrieval by either name or SSN, or when used as 

a substantiating document for issues/sales at a retail clothing outlet, 
files are primarily in transaction document number sequence. . 

Safeguards: 
Records are maintained in areas accessible only to authorized per­

sonnel. 
Retention and disposal: 
Three years when used to' substantiate issues under the Clothing 

Monetary Allowance System. 
As r~quired when used to substantiate financial/pay checkage 

transacttons. · 
Until iJ1dividual uniform clothing items issu~d in kind. to members 

of the Marine Corps Reserve are recovered upon separation. 
Three years following detachment from duty for· which an issue of 

supplementary uniforms was authorized. 
System manager(s) and address: . 
Decentralized system - managed by local command. 
Notification procedure: 
Information may be obtained from: 

Commandant of the Marine Corps (Code LMP) 
Room 378, Commonwealth Building 
Arlington, Virginia 22209 
Telephone Area Code: 202/694/1775 

Correspondence pertaining to records maintained by local com­
mands may be addressed to the commanding officer of the activity in 
question. See Directory of Department of the Navy Mailing Address­
es. 

Information required from requester: 
Full name · 
SSN 
Military status 
Current address 
Specifics of informatiort desired 

. Record access procedures: · 
. Requests from individuals should be addressed to: Commandant of 
the Marine Cor,ps (Code LMP),_ Headquarters, U.S. Marine Corps, 
Washington, ~C 20380 · 

Contesting record procedures: 

The agency's rules for access to records and for contesting con­
tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. -

Record source categories: 
Individual information, Joint Uniform Military Pay Systen;t/Man­

power Management System (JUMPS/MMS). 
Exemptions claimed for the system: 
None. 

MIL00014 
System name: 

Exchange Privilege Authorization Log. 
System location: 
Organized Marine Corps Reserye Units. 
Categories of individuals covered by the system: 
Any member of the Organized Marine ·Corps ·Reserve unit who 

becomes eligible for exchange privileges as a result of attending drills 
with that unit in accordance with current regulations. 
. Categories of records in the system: 

Log contains a list by name of individuals who are issued exchange 
privilege authorization letters. The list is maintained on a quarterly 
basis. . 

Authority for maintenance of the system: 
Title 5, U.S. Code 301; Title 10, U.S. Code 5031 
Purpose(s): 
To provide a record of personnel_ authorized to use exchanges for 

use in the management and administration of the exchanges by Com­
manding Officers and Inspector-Instructor of Reserve units. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Marine Corps compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper bound log book on paper - letters issued to individual Re­

ser.ves. 
Retrievability: 
Alphabetically by last name for each fiscal quarter. Personnel who 

join during the quarter are added to the list as they become eligible 
for exchange privileges. 

Safeguards: 
The log is maintained in an area accessible only to authorized 

personnel. This area is locked during non-working hours. A· guard is 
located in the general vicinity. · 

Retention and disposal: 
The log will be destroyed one year from the end of the calendar 

year for which entries are made. 
System manager(s) and address: 
Inspector-Instructor of Organized Marine Corps Reserye. unit: · 
Notification procedure: · · · 
Write or visit SYSMANAGER. Provide full name, social security 

number, and military status. Proof of identity may be established by 
military identification card or DD 214 and drivers license. 

Record access procedures: 
The agency's rules for access to records may be obtained from the 

SYSMANAGER. 
Contesting record procedures: . 
The agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Monthly drill attendance records of Organized Marine Corps Re­

serve unit. 
Exemptions claimed for the system: 
None. 

MILOOOlS ' 
System name: 

Housing Referral Services Records System. 
System location: 

· All Marine Corps installations with housing referral offices. 

j 
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Categories of individuals covered by the system: 
All military personnel reporting to an installatio~ who will be 

residing off base desirous of seeking off base housing. 
Categories of records in the system: 
Information is collected on DD Form 1668 from all military per­

sonnel reporting to a housing referral office as pertains to name, 
grade, branch of service, organization and location, local address, 
housing needs, e.g. rental/sale, number of bedrooms, furnished/unfur­
nished, price range etc., number of dependents, male or female, and 
age. A list of housing referral services provided and identification of 
member of racial or ethnic minority groups. Individuals provided 
referral assistance must in turn provide notification of housing selec­
tion by use of DD Form 1670 which includes such information as 
type of housing selected, e.g., location, temporary/permanent, rental/ 
sale, cost, number of bedrooms, media through which housing was 
found, e.g., housing referral, realtor, newspaper, etc., and satisfaction 
with selection, e.g,. too small, too far, discrimination encountered, 
and satisfaction with housing referral services provided. 

Authority for maintenance of the system: 
Title 5, U.S. Code 301; Title 10, U.S. Code 5031 
Purpose(s): 
To provide data used by Marine Corps Officials and employees in 

assisting and counseling individuals in locating suitable housing off 
base, for follow-up action when written notification is not provided 
by individuals as to ultimate housing locations, and to maintain 
record of availability of rental units and follow-up action regarding 
tenant/landlord compliants. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Referral offices use data to assist and counsel individuals in locat­
ing suitable housing off base, used for follow-up purposes when 
written notification from individual is not provided as to ultimate 
location of housing, used for purposes of reporting statistics on field 
activity housing referral services, used to follow-up on availability of 
rental unit subsequent to occupant's receipt of PCS orders, and 
follow-up regarding tenant/landlord complaints. 

Policies and practices for storing, retrieving, acc~sing, retaining, and 
disposing of records in the system: 

Storage: · 
File folders. 
Retrievability: 
By individual's name. 
Safeguards: 
Housing files within the housing referral or housing office, used 

solely within the housing organization and protected by military 
installation's security measures. Individual may upon request have 
access to all such data. · 

Retention and disposal: 
Data is retained until individual's tour is completed and subse­

quently disposed of according to local records disposition instruc­
tions. 

System manager(s) and address: 
Commandant of the Marine Corps (Code LFF-3), Headquarters, 

U.S. Marine Corps, Washington, DC 20380 
Notification procedure: 
Records are maintained by housing referral offices at the Marine 

Corps activity responsible for providing referral services for military 
personnel in the area. Individual may request access to records upon 
proof of identity (ID card). 

Record access procedures: 
The agency's rules for access to records may be obtained from 

installation family housing office. 
Contesting record procedures: 
The agency's rules for contesting and appealing initial determina­

.tions by the individual may be obtained from the installation family 
housing office. 

Record source categories: 
Data collected from each applicable individual. 
Exemptions claimed for the system: 
None. 

MIL00016 
System name: 

Depot Maintenance Management Subsystem (DMMS). 
System location: 

Marine Corps Logistics Support Base, Albany, Georgia 31704 
Marine Corps Logistics Support Base, Barstow, California 92311 

Categories of individuals covered by the system: 
Any military or civilian employee of USMC Depot Maintenance 

Activities. 
Categories of records in the system: 
System contains individual's Personal History File, Labor Distribu-

tion Reports, Time and Attendance Reports and Payroll Reports. 
Authority for maintenance of the system: 
Title 5, U.S. Code 301; Title 10, U.S. Code 5031 
Purpose(s): 
To provide a record for payroll support and cost accounting for 

use l?Y Marine Corps officials and employees ·in monitoring labor 
distribution. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Marine Corps compili'ltion apply to this system. 

Congress of the U.S.-The Senate or House of Representatives of 
the U.S. or any committee or subcommittee thereof; any joint com­
mittee of Congress or subcommittee of joint committee O!l matters 
within their jurisdiction requiring disclosure of the files. 

Treasury Department-To Officials and employees of the Treasury 
Department on matters relating to pay as required in the perform- · 
ance of their official duties. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: . 
Computer magnetic tapes and discs, computer paper printouts and 

~icrofiche. 

Retrievability: 
Filed by employee badge number. 
Safeguards: 
Buildings have security personnel. Records are maintained in areas 

accessible to authorized personnel that are properly screened. · 
Retention and disposal: 
Records are maintained until end of calendar year .in which em­

ployee has worked. At the end of one year, the computer magnetic 
tapes and discs are erased and paper printouts are destroyed by 
shredding. Microfiche is destroyed by burning. 

System manager(s) and address: 
Commandant of the Marine Corps (Code LMM), Headquarters, 

U.S. Marine Corps, Washington, DC 20380 . 
CG, Marine Corps Logistics Support Base, Albany, Georgia 

31704 
CG, Marine Corps Logistics Support Base, Barstow, California 

93211 
Notification procedure: 
Information may be obtaiion may be obtained from: 

Commandant of the Marine Corps (Code LMM), Headquarters, 
U.S. Marine Corps, Washington, DC 20380 

CG, Marine Corps Logistics Support Base, Albany, Georgia 
31704 . 

CG, Marine Corps Logistics Support Base, Barstow, California 
92311 

Record access procedures: 
Requests from individuals should be addressed to the Commanding 

General, Marine Corps Logistics Support Base, Albany, Georgia 
31704 or Commanding General, Marine Corps Logistics Support 
Base, Barstow, California 92311 

Written requests for information should contain the full name of 
the individual, current address, telephone number: 

For personal visits, the individual should be able to provide some 
acceptable identification, i.e., driver's license, social security card, 
etc. · 

Contesting record procedures: 
The agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. · 

Record source categories: 
Automated system interfaces. 
Application and related forms from the individual requesting em­

ployment. 
Exemptions claimed for the system: 
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Non~.-· 

MIL00017 
System.name: 

Transportation Data Financial Management System (TDFMS). 
System location: · 

' Commanding General (Cod~ A470), Mari~e. Co~ps Logistics Sup~ 
port Base, Albany, Georgia -31704 · 

Categories of individuals c~vered tiy·t~e system: 
All Marine Corps active duty, reserve, retired personhel, federal 

Civil Service employees of the Marine Corps and their dependents. 
Categories of records· in the system: . · . 

·. Tile TDFMS Master Files consist of a complete automated_record 
for all Marine Corps active duty, reserve and retired personnel, 
federal Civil Service employees of the- Marine· Corps and their de­
pendents concerning the movement of household goods, -personal 
effects and passenger or personnel transportation by rail, bus, air· or 
other means involving expenditures of Marine Corps funds. 

'Authority 'for maintimance of the system: . 
· T(ile 37;·u:s. Code Title 10, u.s. Code so3r .. ; · 

Purpose(s): · · . 

· To provide a record for analysis and research for budget forecast­
ing,· certification and expenditure of Marine· corps funds and identifi­
cation of movement of material by weight for payment of transporta.: 
tion charges on personal property and personnel. . 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routir:te Uses that appear at the.'beginning of the 
Marine Corps compilation apply to this system. · . 

Courts - By Officials of duly established local, state, and federal 
courts as a result of court order pertaining to matters prope'rly within 
the purview of said court. · · 

Congress of the U.S. -The Senate or the House of Representatives 
of tqe U~S. or any subc.ommittee thereof, a~y joint committee ;of 
Congress·or subcommittee of joint c.ommittee on matters _within their 
jurisdiction requiring disclosure of the files. . . . · · . . _ · · 

The Comptroller General of the U.S. - By the Comptroller or ~:my 
of his a·uthorized representatives iri the course of the performance· of 
duties of the: General Accounting Office· ·relating to the Marine 
Corps .. - : · · · 

Policies and practices f6r storing, retrie~ing, accessing, ~etaining, and 
disposing of records in the sy~tem: · · 

Storage: · 
Computer magQetic . tapes and discs, co,rnputer printouts, micro­

fiche and microfilm. · 
Retrievability: ~. · 
Information is accessed and retrieved by name, social security 

number, etc. Conventional and computerized indices are r~quir:ed to 
retrieve individual records from the system. 

Safeguards: ' . ' ;.; ·. 

Records are maintained in areas accessible only to authorized per-
sonnel that are properly screened·, cleared;.and trained. ": 

Retention and disposal: · '. 
Records are maintained until statute of lirriitatio'n has expired and/ 

or litigation is concluded. 
_System manager(s) and a~dress: 

; : · T.he Command~nt of the Marine Corps -(Code LFS), ~eadquar~ers, 
U.S. Marine <;:orps, Washington, DC ~03,80. 

Notification procedure: 
- · Infotmati~n may be -obt~ihed: fronl: 

Commanding Gi:meral (Coae A470) · 
Marine ~orps Logistics Support Base· 
Albany, Georgia 31704 
Telephone: Area Code 912/439-5674/5675/5676/5677 

Record access procedures: 
· Writte'ri requests from individuals should be addressed to the ad-

dress listed under the 'heading LOCATION. · · 
Written requests for information should. contain·· sociaf· security 

number, full name and current address, Government Bill of biding 
number (if known), date of shipment or move of household _goods. 

For personal visits, the in_dividual. should be able to provide· posi­
tive personal identification, such as valid military identification card, 
drivers license, etc. 

Contesting record procedures: 

The rules for. ~ccess to 'records and for contesting contents and 
appealing initial determinations by the individual concerned may bcr 
obtained from the SYSMANAGER. . . 

Record sourc~ categories: 
Government and commercial carriers .. 

_ Installation Transporation Officers. : ·1 

Authorized order writing activities. 
: Paying or disbursing officers. · · . 

Marine Corps M~npower Management System. 
Exemptions claimed for the system: 
None. · 

. .MIL,O~Ol8 

System name: . • 
Organization Clothing Control ·File. · 
System (~cation: · - -
Depot Property Controi Branch, . Marine ·Corps Recruit Depots. 
Categories of indivi~uals coyered by the system: 
Drill Instructors, Marksmanship Instructors, Women Marine Spe­

cial Subject Instructors and Band members. 
. catego:ri~s of records in the- system: . 

Combined Individual Clothing Requisition : and ·Issue Slip, 
NA VMC 604 form. 

Authority for· maintenance of the system: 
Title 5, U.S. Code 301; Title 10, U.S. Code 5031 
Purpose(s): . 
To maintain records qf organizational clothing issued to authorized 

personn'el until items have been returned.' · · · · 
Routine use~ of records m_ain~i~ed; in· the sy~te~, including ca*ego­

ries of users and the purposes of such ·uses: 
-The Blanket Routine Uses that appear at the beginning of the 

Marine Corps-compilation .apply to this system. 
Policies and practices for:storing, retrieving, accessing, retaining, and 

disposing of records _in the system: . 
Storage: 
Paper records in file folders. 
Retrievability: 
Filed alphabetically by last, name of Marine concerned. 
Safeguards: 

'( 

Records are maintained in filing cabinet in a locked building. 
Retention' and disposal: 
Re~~rds _are maint.~ined until items qf organizational clothing are 

retti'rned. ·· ·· · · · · · ~ :. 
System manager(s) and address: 
Comm~nding General, Marine Corps Recruit Depots. 
No.tifl~ation pr9cedure: · 
Information may be obtained from: 

Depot Supply Officer 
DeP,ot .S~rvice and Supply Department 

· Marine Corps Recruit Depot . 
Parris Island, South Carolina 29905 or San Diego, California 

92140 ' ' : . 
' Record access procedli'ies;'. 

,._ Requ~sts from indiV.iduals should be. addres'~ed to: Depot Supply 
Officer, Depot ServiCes arid Supply· Department, Marine Corps Re­
cruit Depot, Parris Island, SC 29905 or San Diego, CA 92140. 

Written requests for information should contain· the full· name, 
social security number and current address of the individual con-
cerned. · · 

For personal visits, the individual should be able to provide a 
milit~ry .identification card. 

Contesting record procedures: 
The Depot's rules for access to records and for contesting contents 

and appealing initial determinations by the ·indiyidual concerned may 
be obtained from the SYSMANAGE.~ .. 

Record source categories: 
Provided by the authorized individual's request NA VMC 604 to be 

issued items of Organizational Clothing. 
Exemptions claimed for the 'system: 
None. 

MIL00019 
System name: 

\ 

-! 

I _.., 
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Equipment and Weapons Receipt or C.ustody Files. 
System location: · 
System is decentralized. Records are. maintained at Marine Corps 

commands, organizations, or activities that issue sai"d equipment or 
weapons. 

Categories of ~ndividuals covered by the system:· 
System contains name, rank, social security .number, unit. address, 

and date. · 
. Categories of r~ords in the system: 
T'his file contains name; rank, social security number, itemized list 

of equipment issued, date issu·ed, and possibly unit and section/ 
Department to which assigned. . ... . . . 

Authority for maintenance of the system: 
Title 5, U.S. Code 301; Title 10, U.S. Code 5031 
Purpose(s): 
To provide a record ofindividuals who have government property 

in their possession for use in the management of that property. 
Routine uses of records maintained in the' system, in:cluding catego-

ries of users and the purposes of such uses: · · · · . · 
The Blanket Routine Uses that appear at the . beginning . of the 

M~;trine Corps compilation apply to this system. · . · 
Policies and practices for storing, retrieving, acce1. ;ing, retaining, and 

disposing of records in the system: 
Storage: · 
Paper records in binder, file folder, box, ·vertical card file, or index 

cards. 
Retrievability: 
Records are filed alphabetically by name. 
Safeguards: 
After ~orking hours, the o'ffice and building are locked. A guard is 

located in the general vicinity. . · · · 
Retention and disposal: 
These records are destroyed upon the return of the· property listed. 
System manager(s) and address: 
Commanding officer of the activity. 
Notification procedure: 
Write or visit SYSMANAGER. Provide full name, social security 

number, and military status. Proof of identity may be established by 
military identification card or DD 214 and drivers license. 

. Record access procedures: 
. The agenc;:y's rules for access to records may be obtained from the 

SYSMANAGER. 
Contesting' record procedures: 
!he agency's rules for acces~ to records and for co~testing c~n­

tents and appealing initial determinations by· the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Information is entered by visual certification of property, issued 

and identification presented by individual. · 
Exemptions claimed for the system: 
None. 

MIL00021 
System name: 

·Working Files; Division Supply Sections and Wing Supply Sec­
tions. 
-~ystem location: 
Division Supply Section, R~gi.:nents, B~ttalions, . Separate Compa-

nies . 
Wing Supply Sections, Groups, Separate Squadrons 
Categories of individuals covered by the system: · 
Personnel responsible for government property, reimbursing -gov­

ernment for damages/loss of property. 
Categories of records in the system: 
Equipment Custody Records (ECR) - This file contains the 'date, 

voucher number, remarks, quantity, signature, control number, de-
scription and unit. ' 

Memorandum Receipt for Individual/Garrison Equipment (IMR) -
This file includes the name, grade, SSN, date, organization, .signature 
and unit. 

Memorandum Receipt for. Individual Weapons and Accessories -
This file includes the name, grade, SSN, organization, signature and 
unit. ·· · 

Personal Effects Log -·This file includes the date, name, SSN, 
grade and signature. 

Letter of Appointment/ Authorization - These files include the 
date, name, grade, SSN, description of duties/authorizations and 
sample signature. . . 

Voucher Files - Cash Collection -·This 'file includes the name, 
grade, SSN, unit, description of sales and signature. · 

Voucher Files - Investigations: This ·file includes the name, grade, 
SSN ofinvestigating officer-, subject, serial number, date investigation 
received, date sent to unit for. correction (if applicable), due date to 
be returned and remarks. File· also contains a copy of th~ investiga-
tion. . 

Special Order Clothing - This file includes the ·riame, rank, SSN, 
msg number, individual unit, and remarks regarding receipt of cloth-
ing. · 

Base Property Log - Contains a list of names of personnel who 
have lost and paid for government property. 

Serialized Blank Forms Register ~-·Contains a listing of personnel 
by name who issue/receive serialized blank forms. 

Quarterly Inventory of Sets, Chests and Kits - Contains a file of 
inventories made on contents of sets, chests and kits including the 
name, rank and SSN of the individual inventorying property. 

Authority fo~ maintenance of the system: 
Title 5, U.S. Code 301; Title 10, U.S. Code 5031 
Purpose(s): 
To provide a record, by units, of ·supplies, property and responsible 

property management personnel for maintenance and accountability­
of government property. 

Routine uses of records maintained in the system, including .catego­
ries of users and the purposes of such uses: 

The . Blanket. Routine Uses that appear at the beginnif!g of the 
Marine Corps compilation apply to this system. ., · .' . . 

Policies and practices for storing, retrieving, accessing,' retaining, .and 
disposing of records in the system: . r · 

Storage: · 
ECR - Vertical file cards. 
IMR; Individual Weapons arid Accessories, Special Clothing- card 

file. 
Personal Effects; Investigation; Base Property Log; Serialized 

Blank Forms Register-Log Book. 
Letters of Appointment/ Authorization; Voucher Files, investiga­

tions; Quarterly_ inventories of Sets, Chests and Kits - paper records 
in file folders . 

Retrievability: 
ECR - filed by unit or responsible officer. 
IMR; Individual Weapons and Accessories; Special Clothing- filed 

alphabetically by name. 
Personal Effects, Investigation Log; Letter of Appointment/ Au­

thorization; Voucher Files; Base Property Log; Serhllized Blank 
Form Register; Quarterly Inventory of Sets, Chests and Kits - as it 
occurs by name. 

Safeguards: 
IMR; Individual Weapons and Accessories Records·_ maintained in 

secured area within armories accessible only to personnel authorized 
to be in the area. · · . , . · · 

ECR; Personal Effects Log; Letters of Authority; Voucher Files; 
Investigations; Special Clothing; Base Property Log; Serialized Blank 
Forms Register; Quarterly Inventory of Sets, Chests and Kits - Per­
sonnel within supply/S-4 sections authorized access,· no special safe-
guard. implemented. · · · 

Retention and disposal: 
ECR; IMR; Weapons Custody Records; ·Special Clothing retain 

until accountable balance is zero. 
Personal Effects Log; Quarterly Inventory of Sets, Chests and Kits 

-one year. 
·Letter-S of Appointment/ Authorization - five (5) years. 
Voucher .Files; Investigation Log; Base Property Log; Serialized 

Bl~nk Forms - two years.· · . 
. All files may be, d.estroyed after being maintained the required 
timeframe. · · 

Investigations - Two years after the end of the fiscal year in which . 
the investigation was completed. 

System manager(s) and address: 
Division Supply Officers, Marine Corps Division;· Wing Supply 

Officers, .Marine Corps Aircraft Wings. See Directory of Department 
of the· Navy Activities for mailing address. 

. Notification procedure: · 
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Apply to SYSMANAGER. 
Record access procedures: .~ · 
Rules for access may be obtained from SYSMANAGER. 
Written requests for information should contain the full name, 

grade and SSN of the. individual as well as the unit to which he is/ 
was attached which would ·reflect information pertaining to him .. 

Contesting record proeedures: 
The agency's ·rules for access to records and for contesting con­

tents and appealing initial determination by the individual concerned 
may be obtained from the SYSMANAGER. · 

Record source categories: 
'_Individual and/or individual's SRB ·or OQR or other listing unit 

may have which contains· required information. 
Incoming messages for Special Ord~r Glothing. 
Base Locator. 1 
Completed investigatio~s submitted. 
Exemptions claimed for the system: 
None. 

MIL00022 
System name: 

Delinquent Clothing Alteration List. 
System location: 
System is decentralized. Records are maintained at Marine Corps 

commands, organizations, or activities that alter clothing. · 
Categories of individuals covered by the system: 
List of personnel who have failed to pick up altered clothing. 
Categories of records in the system: 
Contains an alphabetical listing of personnel who have failed to 

pick up clothing which has been altered for them. 
Authority for maintenance of the system: 
Title 5, U.S. Code 301; Title 10, U.S. Code 5031 
Purpose(s): 
To provide a record of personnel who have altered uniforms ready 

for pick up for use by the Clothing Branch Officer in notifying 
personnel of such delinquent pick up. 

Routine uses of records maintained hi the system, including catego­
ries of users and the purposes of such uses: 

The ·Blanket Routine Uses that appear at the beginning of the 
. Marine Corps compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Cards/file folders. 
Retrievability: 
Alphabetical by unit assigned. 
Safeguards: 
After working hours, the office and building are locked. Guards 

are located in the general vicinity. 
Retention and disposal: 
Maintained for two years, thet) destroyed. 
System manager(s) and address: 
Clothing officer of the activity concerned. 
Notification procedure: · 
Information may be obtained from the indiviaual command to 

which an individual is assigned for duty. Addresses of individual 
commands are listed in the Navy. Standard Distribution List 
(OPNAV P09B3-107). 

Record access procedures: 
Written requests from individuals should be addressed to the Com­

manding Officer of the activity concerned. Activity· addresses are as 
reported in the Navy Standard Distribution List. . 

Written requests should include name and social security number. 
Personal visits may be made to the installation in question. , 
Contesting record procedures: 
The Marine Corps rules appealing may be obtained from the SYS· 

MANAGER. 
Record source categories: 

.~ Cards filled out by personnel when leaving clothing for alteration. 
Exemptions claimed for the system: 
None. 

MINOOOOl 
System name: 

Personnel Security Eligibility and Access Information System. 
Sy~tem I~ation: · · 
Primary system-Headquarters, U.S .. Marine Corps, Washington, 

DC 20380-0001 and the Marine Corps Security Guard Battalion, 
Building 2007, Marine Corps Base, Quantico, VA 22134-5020. 

Secondary system-local activity or detachment to which individ­
ual is assigned. Official mailing addresses are published as an appen­
dix to the Department of the· Navy's compilation of record system 
notices. 

Categories of individuals covered by the system: 
Members of the Marine ·corps, Marine Corps Reserve, form'er 

members, applicants 'for enlistment or commissioning, members serv­
ing in the Marine Corps Security Guard program, Marine Corps 
civilian employees, and those whQse status or position .effects the 
security, order or discipline of the Marine Corps. 

Categories of records in the system: 
Files contain reports of personnel security investigations, criminal 

investigations, counterintelligence investigations, checklists, corre­
spondence, records and information· pertinent to an individual's ac­
ceptance and retention, personnel security clearance and access, and 
continuing assignment to personnel reliability programs, Marine Se­
curity Guard program, and other high risk or compartmented infor­
mation programs requiring personnel quality control. 

Authority for maintenance of the system: 
5 U.S.C. 301, Departmental Regulations, 10 U.S.C. 5013; and Ex­

ecutive Order 9397. · 
Purpose(s): 
To provide a record of individuals eligible for assignment to per­

sonnel reliability programs and other high risk or compartmental 
information programs requiring personnel quality control. . 

To provide a record of information collected on individuals re­
garding their contirming performance and reliability while serving in 
the Marine Security Guard program. 

To provide records to facilitate decisions regarding the reassign­
ment and/or removal of Marine Security Guards from. the Marine 
Security Guard program. 

Routine uses of records maintained jn the system, including catego­
ries- of users and the pur~ of_such uses: 

To officials and employees of other agencies of the Executive 
Branch of the government, upon request, in the performl;lnce of their 
official duties. . . . 

The Marine Corps "Blanket Routine Uses" that appear at the 
beginning of the Marine Corps' compilation of record system nptices 
also apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders and index cards. Some information is 

contained in automated files or on computer tapes. · 
Retrievability: 
Retrieved alphabetically by last name of individual or by S.ocial 

Security Number. 
Safeguards: 
Stored in locked safes or cabinets. File areas are accessible only to 

authorized persons who are properly screened, cleared, and trained. 
Retention and disposal: 
Maintained at activity where assigned until separation or removal 

from sensitive po~ition. Three years thereafter, records are trans­
ferred to Federal Records Center for permanent retention. 

System manager(s) and address: 
Comm!indant. of the Marine Corps, Headquarters, U.S. Marine 

Corps, Washington, DC 20380-0001. · 
Commanding Officer, Marine Security Guard Battalion, (State De-

partment), Quantico, VA 22134-5020. . 
Decentralized system managed by local activities and detachments. 

Official mailing adqresses are published· as an appendix to the Depart· 
ment of the Navy's compilation of record system notices. 

Notification procedure: 
Individuals seeking to· determine whether information about them­

selves is contained in this record systems should address written 
inquiries fo the Commandant of the Marine Corps, Headquarters, 
U.S. Marine Corps, Washington,. DC 20380-0001; Commanding Offi­
cer, Marine Security Guard Battalion, (State Department), Quantico, 
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.. VA 22134-5020; or the security office where individual is assigned. 
Official mailing addresses are published as an appendix to the Depart-
ment of the Navy's compilation of record system notices. . 

The letter should contain full name, Social Security Number, 
status, address and notarized signature of the requester. 

The individual may visit Headquarters, U.S. Marine Corps, Arling­
ton Annex (Federal Office Building No. 2), Arlington, VA, or the 
Marine Security Guard Battalion, Building 2007, Marine Corps Base, 
Quantico, VA for assistance or visit any detachment ·or activity for 
access to locally maintained records. Prior written notification of 
personal visits are required to ensure that all parts of the records will 
be available at the time of the visit. Proof of identity will be required 
and will consist of a military identification card, driver's license or 
similar picture-bearing identification. 

Record access procedures: 
Individuals seeking access to records about themselves should ad­

dress written inquiries to the Commandant of the Marine Corps, 
Headquarters, U.S. Marine Corps, Washington, DC 20380:..0001; 
Commanding Officer, Marine Security Guard Battalion, (State De­
partment), Quantico, VA 22134-5020; or the security office where 
individual is assigned. Official mailing addresses are published as an 
appendix to the Department of the Navy's compilation of record 
system notices. 

Written requests should contain full name, Social Security 
Number, status, a~dress and notarized signature of the requester. 

Contesting record procedtires: 
The Department of the Navy rules for contesting contents and 

appealing initial agency determinations by the individual concerned 
are published in Secretary of the Navy Instruction 5221.5; Marine 
Corps Order P5211.2; 32 CFR part 701; or may be obtained from the 
system manager. 

Record source categories: 
Officials and employees of the Marine Corps, Departments of the 

Navy and Defense and other departments and agencies of the Execu­
tive Branch of government; medical reports; correspondence from 
financial and other commercial enterprises; correspondence from pri­
vate citizens; investigations to determine suitability for security clear­
ances and sensitive assignments; correspondence, investigations and 
reports relating to disciplinary proceedings; -official correspondence 
and other reports concerning the individual. . 

Exemptions claimed for the system: 
Parts of this system may be exempt under 5 U.S.C." 552a(k) (2), (3), 

and (5) as applicable. 
An exemption rule for this system has been promulgated in accord­

ance with requirements of 5 U.S.C. 553(b) (1), (2), and (3), (c) and (e) 
and published in 32 CFR part 701, subpart G. For additional infor­
mation, contact the system manager. 

MIN00002 
System name: 

POW /MIA Intelligence Analysis and Debrief Files. 
System location: 
Primary system - Headquarters, U.S. ~arine Corps; Washington, 

DC 20380. Major Marine Corps commands maintain derivative files. 
Categories of individuals covered by the system: 
Members of the U.S. Marine Corps or Marine Corps Reserve 

either currently or previous prisoner of war (POW), detained by 
hostile forces or declared missing in action (MIA). 

Categories of records in the system: 
Narrative of loss incident; investigations regarding loss incident; 

casualty reports intelligence reports possible identifying subject; arti­
cles, statements, lists and photographs published in world news media 
or broadcast over hostile public radio; portions of official debriefings 
or debriefing summaries; and analytical evaluations of information 
contained in file. 

Authority for maintenance of the system: 
Title 5, U.S. Code 301 Departmental Regulations; Title 10, U.S. 

Code 5031 
Purpose(s): 
To provide a record of information collected on individuals classi­

fied as prisoners of war or missing in action until their return to 
military control or otherwise change of status. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The· Blanket Routine Uses that appear at the beginning of the 
Marine Corps compilation apply to this system. 

Senate or the House of Representatives of the United States or any 
committees or subcommittees thereof, requiring disclosure of the files 
or records of individuals connected with this system. 

Policies and practices· for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: . 
Paper records in file folders; photographs, film and tape record-

ings. 
Retrievability: 
Filed alphabetically by 'last name of the individual. 
Safeguards: 
Secured in GSA approved security containers within locked ·office 

spaces. Access is granted only to those authorized persons who are 
properly cleared and having a need-to-know. · 

Retention and disposal: 
Records maintained within Marine Corps Intelligence Division as 

long as individual's status remains POW /MIA. Record is retired to 
Marine Corps Historical Division two years after return to U. S. 
control or when status is changed to KIA/KIA-BNR. 

System manager(s) and address: 
Commandant of the Marine Corps, Code INTC, Headquarters, 

U.S. Marine Corps, Washington, DC 20380 
Notification procedure: 
Apply to SYSMANAGER. 
Record access procedures: 
Rules for access may be obtained from SYSMANAGER. 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
SYSMANAGER. 

Record source categories: 
Other records of the activity; investigators; witnesses; correspond­

ents; intelligence reports from the services, Defense Intelligence 
Agency, Central. Intelligence Agency, State Department and other 
government .agencies; Foreign Broadcast Information Service; news-
papers; magazines; television; radio; and movies. · 

Exemptions claimed for the system: 
None. · 

System name: 
Business Complaint File. 
System location: · 

MJAOOOOl 

Legal office or Office of the Staff Judge Advocate at all Marine 
Corps activities. 

Categories of individuals covered· by the system: 
Businesses which have generated complaints by clients at Legal 

Assistance Office. 
Categories of records in the system: 
Affidavits of individuals involved in incidents which give rise to 

such complaints. · 
Authority for maintenance of the system: 
Title 5, U.S. Code 301; Title 10, U.S. Code 5031 
Purpose(s): . 
To provide a record of business complaints for use in resolution of 

problems by legal assistance officers or for . forwarding to the appro­
priate attorney general's office and/or Armed Forces Disciplinary 
Control Board. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Used by Legal Assistance Officers to resolve problem locally or 
forwarded to the appropriate attorney general's office and/or Armed 
Forces Disciplinary Control Board as appropriate . for settlement of 
complaint. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the sYStem: 

Storage: . 
Paper records in file folders. 
Retrievability: 
Arranged by type of business and alphabetically by name of the 

business within types. Requires conventional indices for retrievability. 
Safeguards: 
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Maintained in_ locked building. 
Retention and disposal: · . 
Maintained so ·long'as· file is ·active, 'or t~o years 'if inactive, Not 

transferred .. Destroyed 'by discard in -military trash system. -
System manager(s) and address: · 

. ~tafT Judge Advocate/legal officer of th.e local M~rine Corps· ac-
Uvtty ·concerned. . . · · . ·, · , 

Notification procedure: 
Requests for information should be addressed to the Systems Man­

ager. Requester may·· also . .:visit office .. Military ID card · or other 
suitable identification will be required. 

Record access procedures: .. (. o r 

-R~le~ for -~c~ess ~ay be ob.tained fro~ .the SYSMANAGER. 
Contesting record procedures: . •': ~ 

The agency's rules for access to records ·and 'for contesting con­
tents and appealing it)itial determinations by the individual concerned 
may be obtained.ftom the SYS~ANAGER, .'i 
. Record source categories: ~ 

Individual complainants. , .. · ': 
Exemptions claimed for the system: 

···None: ; 1 
• 

MJA00002 
System name: 

General Correspondence Files for Legal Admi~istration. 
System lf;lc&tion: 
All Marine· Corps activities. 
Categories of individuals .covered by the system:' 

. File bontains information on individuals who have appealed Article 
15 punishment and · traffic court rulings; have been . referred to a 
court-martial (awaiting special or ~eneral court-martial); have been 
confined at a Correctional Facility in excess of 30 days; lawyers 
assigned to· be on call for a ·given period; officers punished under 
Article· 15, Uniform Code -of Military Justice; individuals selected· to 
sit as members of a court-martial. File covers· individuals who have 
been recommended for administrative discharge .whose ·cases have 
been reviewed by Staff . .Judge Advocate, individuals serve!i .with civil 
process, and other individuals (military at)d civilian) requesting assist-
ance in legal related problems. · · · · . . 

Categories of records in the system: 
File contains· information r~latin'g ·to nonjudicial punishment ap-, 

peals, the reason for· the appeal and the response of the officer 
appealed; traffic court appeals; counsel as~ignment~ to individual•re­
ferred to a court-martial; weekly case listings including type of of­
fense, counsel assigned and dates perta;ining to .each case; excess 30 
day ·pretrial· confinement·letters' including. the approval/disapproval 
by the CG for extending the period of confinement; ·duty"'lawyer 
roster; officer's punishment including offense, punishment and state­
ment of desire to appeal or not; weekly docl,<:et list; and court-mart.ial 
members questionnaire including age, duty assignment, summary of 
past duties, martial status, child,ren, and . matters pertaining to past 
schooling, assignments, name, rank and social 'security number. 

Authority for maintenance of the ·system: · · 
Title 10, U.S. Code 801, et.seq., Title 5, U.S. C9de 301. 
Purpose(s): . . . . . . 
To provide a reco~d on legal matters for use 'by Marine Corps 

Staff Ju~ge Advocates an~ legal personn~l. in addressing· legal ·ITiat-
ters. · · : .. · ~ ~ · · • :· · 
' ·Routine' uses of recordS maintained in the. system;' including· cat~go· 

ries of users and the purposes of such uses: · .. · ' · · 
The Blanket Routine Uses that appear at the beginning of' the 

Marine Corps compilation apply to this system. ·' .. · . -
Courts - by Officials duly established"local, state, and· federal 

·courts as a result of court order pertaining to matters properly .within 
the purview of said court. : ;:_ · ·:. · . · 

·Congress-of the U:S. -by ,the Senate or. the House -of Representa­
tives of the U.S. or any committee or subcommittee thereof, any 
joint -committee of Cqngress or subcommittee of joint committee• on 
matters within the jurisdiction requiring-;djsclosure of the tiles of the 
system. . 

The Comptroller General of the U.S. - by the Comptroller General 
or any of his authorized representatives in the course· of the perform­
ance of duties of the General Accounting Office. 
. Policies ·and• pra.ctices for storing, retr.ieving, accessing, :retaining, and 
disposing of records· in the system: 

Storage: 

File folders 'and :card files. ·' 
· · Retrievabili_ty: · '· " 

Alph,abe.tidllly :~. 
Safeguards: 
Kept behind locked doors· with secUr~ty guard i_n: building at. nig~h 
Retention and dispos8J:. , . . . ·: . . 

. '·. • . ,.. t ' ,.. . ... )), ' 

Most. records are r.etained for two years. QutY.: la:wyer rosters and 
weekly docket .lists .are- retained for -one year ... All records .are de­
s.troyed at the.end qf-the ret~ntion pe~iod. 

System manager(s) and address:' · · ; ' ' · 
Commanding ·officer of the·)ictivity concerned: See Director{ of 

Department of the Navy Mailing Addresses. · 
Notification procedure: . . 
Requests should be ad4ressed to the SYSMAN~GER. Requester 

should ~upply' full name and social security number. · · · . 
. Rec~rd··~ccess procedures: ; ·. . ._. . ' · _ 
Requests for ac~ess should: be•addresse.d to the commanding officer 

of the· actiyity concerned .. Written .requests for ir~:formation should 
contained full name and grade of the .individual. · 

Contesting record procedures: 
·· The _agency's ru'les for COf\t~sting co~t~nts .and appealfbg ini.ti;il 

determinations oy the individual concerned· rriay be obtained from the 
SYSMANAGER. ,;· . 

Record source Categories: 
Individuals. ; · 
~xemptions clai~~d -'ior the system: 
None. 

MJA00003 
System name: 

'Magistrate' Court 'case. Fil.es: 
.. Sy~te~ -oc8tjoD: :·~· · . .~ .. 

All Marine:, Corps ·activities. . . 
· · Categories of individuais covered by the 'system: ' 
· ·civilians pendi~g and trled by the. ~signed Fed~ral magistrate for 

crimes committed on military rese~vation.' · : .. 
Categories of records in the system:· · 
ln~estigative reports, complaints, summons'·and :warrants. 
Authprity for m~ntenance of the, system:: · ! .. 

: :•Title 18, _U.S.'Code 3041;Title 5, U.S.' Code 301. 
· Purpc}se(s): 
To provide a record of summons,: ·warrants, investigative reports 

and complaints for use by military prosecutors in the preparation of 
cases of trial. 

Routine uses of records maintained in the system, including ,catego-
ries of users and the purposes of such uses: . 

'ftte Blanket Routine Uses that appear at the beginning of the 
Marine Corps COil,lpilation apply ~o. this sy's,tem. · . . :. 

Policies and practices for storing, retrieving, acceSsing, retaining, and 
disposing of records in the system: . ' . . . . . . 

Storage: 
Paper records in file fol~ers. 
Retrievability: 
Filed alph~beti~ally by name. Conventional indices are requ'ired for 

r~trievaL. . · . ·, · · . ._ • · · " 
Safeguards: · · .1 :: • ·' 

Maintained in file cabinet in loeked building. '· 
Retention an·d · disp~i: · 
Retained and destroyed in a?cordapce with · SECNA ,VINST 

5212.58. 
·System ma~agerls) tind add~~s~!· '· 
Commanding officer of activity concerned. See Directo~y .:~f De-

partment of th~ Navy Mailing Ad~resses. . , . 
, Notification"pl;oce.dul-e:: . · ·: ·. · : ·- ~ ., :: . · ' · · · . 
· Individu~l is personally ser~~d· ~ith a 'subpoen; an~ is shown the 

file. Requires nam~ for entry. · · · · · 

Record access procedures:. • .. , 'ir· 
Contact SYSMANAGER. 
Contesting record procedures: 

l 
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~he agency's rules 'for access to records and for contesting con­
tents and appealing ·i9itial determination l)y the individual concerned 
may pe obtained 'from the SYSMANAGER.' 

Record source catego'ries: · 
·. L~w ·enforcement r~ports, bad .check trans~ittal letters from Gov-

ernment agencies. . , 
Exemptions claimed for the system: 
None. 

MJA00004 
System name: · ' 

In Hands of Civil Authorities Case Files. · 
System location: 
All Marine Corps activities. 
Categories of individuals covered by the system: 
AU military personnel who are in hands of civil authori.ties or have 

charges pending against th~m by civil authorities. · 
Categories of records in the system: 
Civil court documents, advise to r~spondent, heaith statements/ 

certificates, written agreement releasing the Marine to civilian au­
thorities and supporting documents··pertaining to individual. 

Authority for maintenance of the system: 
Title 10, U.S. Code 814; Title S,'U.S.'Code 301. 
Purpose(s): . 
To provide·a record of. Marines in the hands of civil authorities for 

use in the administrative processing of such individuals. 
Routine uses of records maintained in the system, including catego~ 

ries of users and the purposes of ~uch uses:. . .. 
The Blanket Routine Uses that appear at the beginning of the 

Marine Corps compilation apply to this system. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: . · 
Storage: · 
Paper records in fit~ folders. 

. Retrievability: · . 
Filed· alphabetically by last name of individual by calendar year in 

which processing is completed. . · . · . 
Safeguards: · 
files ar~ stored in filing cabinets accessible · only to authorized 

personnel. Doors are locked ·and full-time security guards are em­
ployed after normal working hours. 

Retention and disposal: 
On discharge personnel, record incorporated into administrative 

discharge file. Others retained · for two years ·after completion of 
~alendar year in which processed, then· destroyed in' accordance with 
the Navy and Marine Corps Records Disposal Manual. 

System manager(s) and address: 
Staff Judge Advocate or' legal officer of the activity concerned,· 
Notification procedure: 
Requests should be addressed to the SYSMANAGER: Requester 

must be able to provide satisfactory identifying information. · 
· Record access procedures: 

Rules for access may be obtained from the SYSMANAyER., 
Contesting record procedures: . . '· ·. 
The agency's rules for access to records and for co~testing con­

tents and appealing ·initial determinations by the individual concerned 
may ~e obtained from 'the SYSMANAGER. 

Record source categories: 
Warrant for arrest, ·service records, health records, civil court 

documents, law enforcement personnel and various ·DOD .agencies. 
Exe~ptio~s claimed .f~r the system: . 
None. · 

MJAOOOOS 
System name: 

Financial Assistance/Indebtedness/Credit Inquiry Files. 
System location: · 
All Marine Corps activities. 
Categories of individuals covered by tbe system: 
Marines identified as owing debts and/or having dependents· 're-

quiring financial aid. · 
Categories of records· in the ·system: 

File contains name, rank, social security number, military occupa­
tional specialty component, marital and dependency status and sup-· 
porting documents pertaining to indebtedness, finanCial assistance and 
credit inquiries. · · . ·. · · 

Authority for maintenance of the system: 
Title 10, U.S.Code 5031. · 
Purpose(s): 
To. provide a record of Marin~s identified as· .·owi'ng debts or 

having need for .fina~cial aid for use in processing correspondence 
relating to financial assistance, credit inquiry or indebtedness. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes .of such uses: 

The Blanket Routin~ Uses that appe~r at· the beginning of the 
Marine Corps compilation apply to· this system. · /~ \ 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

storage: 
Paper records in file folders. 
Retrievability: 
Records are retrieved by name arid social security number of the 

individual concerned. · : · · 
Safeguards: . . 

. File accessible only to· authorized personnel in. the e~ec1.1tion of 
their official duties. Maintained in locked building with full time· duty 
personnel present during non-working hours. ': · . 

Retention and· disposal: 
Retained for two years and disposed of in accordance. with Navy 

and Marine Corps Records Disposal Instructions. 
System manager(s) and address: · . 
Commanding officer of activity concerri~d . See Directory·. of D~­

partment of N~vy Mailing Addresses. 
N'otificatiori procedure: 
Requests should be addressed to the SYSMANAGER. Requester 

must be a?le to provide satisfactory identifying information. · 
Record access procedures: . 
Rules for access may be obtained from the. SYSMANAGER. 
Contesting record procedures: 
The agency's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the SYSMANAGER. 

Record source categories: 
Previous· and current commanders, private individuals and com-

mercial creditors. · 
Exemptions claimed for the, system: 
None. 

MJA00009 
System name: 

Marin·e Corps Command Legal Files. 
System location: 
All Marine Corps commands whose comman.der or ·~fficer in 

charge has the authority to convene a· special court-martial (See'Title 
10, U.S. Code 826 and list of activities in the Directory of Depart­
ment of the Navy Activities). 

Categories of individuals covered by the system:· . 
Civilian employees :of. the Department of Defense or guests who 

have visited Marine a;,rps installations who have allegedly commit­
ted criminal offenses aboard a military installation or whose conduct 
has been subject to investigation. 

Any Marine or Navy service member who is the subject of the 
disciplinary action under the pro"'isions of. the Uniform Code of 
Military Justice (Title 10, U.S. Code 801) who has been the subject 
of administrative discharge action pursuant to the provisions of 
Marine Corps Order P1900.16); or who has been the subject of an 
investigation (JAG Manual investigations) convened pursuant to the 
provisions of.the Uniform Code of Military Justice o.r the Manual of 
the Judge. Advocate General (JAG .Instruction 5800.{) or any other 
type of investigation or inquiry. · · · · . . · · 

. Categories of records in the system: . · 
Records . of discipli~ary proceedings, including courts-martial 

records and records of' non-judicial punishments with supporting 
documents, military justice management information pre-post trial 
(e.g., courts-martial docketing logs; reports of cases tried, etc.), pre-
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discipl~nary inquiries and investigations and documentation pertaining 
to , post-hearing/trial I review, .clemency action, appe11ate leave or 
other personnel action · reJated to or, resulting from courts-martial; 
JAG Manual investigations pertaining to daims, line of duty miscon­
duct determinations, command irregularities, and unusual incidents or 
accidents with supporting ·documentation and post-investigation 
review and actions. Inquiries made into incidents or situations which 
result in disbarment of an individual or from entry upon a military 
installatiqn, referral to base traffic court or civilian, federal, state or 
local judicial or· law enforcement authorities. Recommendatipns for 
administrative discharge with supporting documentation, including 
records of any hearing held and any review or other action taken 
with respect to the discharge· recommendations. · 

Authority for maintenance of the system: 
Title 5, u:s. Code 301; Title: 10/U.S. Code 801, et. seq.; Title 18, 

\U.S. Code 382 · · 
Purpose(s): 
To provide a record of actions for use by commanding officers or 

officers in charge who have authority to convene a special court­
martial. The records are used as required to initiate, refer or com­
plete appropriate disciplinary proceedings. 

Routine uses of records maintained in the system, inctuding catego· 
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the hegi~ning of the 
Marine Corps compilation apply to this system. · · 

PolicieS and practices for storing, retrieving, accessing, re~aining, Bn:d 
disposing of records in the system: 

Storage: 
. ,Paper r~cor~s in file folders. 

Retrievability: · 
Filed by name of service member invoived or chronologica11y with 

cross-reference to individual involved. 
Safeguards: I 

Records are kept in either locked cabinets or guarded or lock~d 
buildings. 

Retention and di~posal:. 
Two years or as provided in the Manual of the Judge Advocate 

General (JAG Instruction 5800.7). 
System manager(s) and addre5s: 
Commanding officer of the unit concerned. See DireCtory of De­

partment of the Navy Activities for addresses. If unit not known, 
information may be obtained from Director, Judge Advocate Divi­
sion, Headquarters, U.S. Marine Corps, Washington, DC 20380. 

Notification procedure: 
Write or visit SYSMANAGER. If unit concerned cannot. be deter­

mined, information may be sought from Director, Judge Advocate 
Division, Headquarters, U.S. Marine Corps, Washington, DC 20380. 
Provide full name, social security number and military status. Proof 
of identity may be established by military identification card or DD-
214 and driver's license. 

Record access procedures: , 
The agency's rules for acces~ to resords may be obtained ft:om the 

SYSMANAGER. 
Contesting record procedur~s: 
The ag~ncy's rules for contest may be obtained from the. SYS-

MANAGER .. · . 
Record source categories: 
Individual concerned, witnesses tc;> the incident- in qu~stion or P!lr­

ties concerned therewith, officer . investigating· the incident, docu­
ments or i,tems of rea\ evidence, documents pertaining to the revie\Y, 
ac~ion or authorities charged with making a review c;>r taking action. 

Exemptions claimed for the system: . · 
None. 

System na'me: 
Unit Punishment Book.' 

. System location: 

MJAOOOtO 

. All U.S. Marine Corps and. U.S. Marine ·corps Reserve units, 
whose commander has non-judicial punishment authority (See 10, 
U.S. Code 815). 

' Categories of individuals covered by 'the system: 
A'ny enlisted Marine who is charged with a violation of the Uni­

form Code of Military Justice. · 
Categories ·of records in the ~ystem: 

File contains name,. rank,. social security numf:>er, military .<;>ccupa­
tional specialty and unit of the individual, brief summary .of the 
alleged offense including date, time and. place .. Acknowledgement of 
rights under Article 31, Uniform Code of Military Justice, and right 
to demand trial by courts-martial by the individual, record of specific 
punishment awarded or remarks as·to disposition of charge. If pun­
ishment was awarded the individual will also acknowledge, in writ­
ing, his right to appeal. 

Authority for maintenance of the system: 
Title 10, U.S. Code 815; Title 5, U,S. Code 301. 
Purpose(s): 
To provide a record of nonjudicial punisi:tments at Marine Corps 

commands used in the evaluation of conduct. 
Routine uses of records maintained in the system, including catego-

ries of users and the purposes of such uses: · ·• .... ' · 
The Blanket Routine Use$ that ap'pear at . the· beginning of the 

Marine Corps compilation apply to this system. · 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of recQrds in the system: 
Storage:. ., 

• j .• ' 

Paper records in loose leaf bi,nder. 
Retrievability: 
Alphabetically by last name ap,d by year. 
Safeguards: 
Access limited .to those with a need to know. Records kept in a 

locked cabinet or in a room which is locked. 
Retention and disposal: 
3 years, destroyed by burning acend of period. 
System manager(s) and address: 
Unit Commanders of U.S;· Marine Corps or u:s. Marine Corps 

Reserve units authorized to administer non-judicial punishment. 
Notification procedure: 
Write or visit SYSMANAGER. If unit imposing punishment 

cannot be determined, information may· be sought from Director, 
Judge Advocate Division, Headquarters, U.S. Marine Corps, Wash­
ington, DC 203?0. Provide full name, social security ~umber, and 
military status. Proof of identity may be established by military 
identification card or DD 214 and driver's license. 

Record .access procedures: . . . 
The agency's rules. for acce.ss to records may be obtain,ed from th~ 

SYSMANAGER. 
Contesting record procedures: 
The agency's rules for access to records and .for contesting con­

tents and appealing initial determinations by the individual concerned 
may be .. ob~ained from the SYSMANAGER .. 1 

Record source categories: 
Verbal or written charge from individuat·subject to Uniform Code 

of Military Justice, Set:vice re~ord book of in!iividual, nonjudicial 
punishment hearing. 

Exemptions claimed for the system: 
None. 

MJA00012 
System name: 

Individual Accoun~s of Mail Order Clothlrig (Bill File). 
System location: 
Clothing Section (MAU), Direct Support Stock Control Branch, 

Materiel Division, Marine Corps Logistics Support Base, Albany, 
Georgia 31704 · 

Categories of individuals covered by the syStem: 
File pertains' to all M~rine Corps personnel, active, reserve and 

retired who have a requirement and are authorized clothing, textiles 
and other related supplies. 

Categories of records in the ~ystem: 
Record includes individual's name, rank, SSN, military address, bill 

number, dollar amoun,t of the shipment, s~ipping date and. ZIP code . 
Authority for maintenance of the system: 
NA VCOMPT Manual, Part C, Collection and Reporting of Debts 

Due the United States; Title 10, :U.S. Code 5031. · 
Purpose(s): . . . 
To provide a record of debts owed through clothing m~il order 

accounts for use in follow-up to such .. accounts. · 
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Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Marine Corps compilation apply to this system. . 
· Policies and practices. for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Data is stored on magnetic tapes and computer paper printouts. 
Retrievability: 
Data can be retrieved by a~count number, name and social security 

. number. 
Safeguards: 
Computer printouts and source documents are retained in a single 

office accessible only to authorized personnel. Employees are proper­
ly trained in safeguarding information of a personal nature. 

Retention and disposal: 
Computer records are retained until the bills are satisfied. Comput­

er printouts and source documents are retained for a period of five 
years: Destruction of records is by mutilation. 

System manager(s) and address: 
Commanding General, Marine Corps Logistics Support · Base, 

Albany, Georgia 31704 
Notification procedure: 
Information may be obtained from: 

Clothing Section (MAU), Direct Support Stock Control Branch, 
Material Division, · 

Marine Corps Logistics Support Base, 
Albany, Georgia 31704 
Telephone: Area Code 912/439 5837. 

Record access procedures: 
Written requests from individuals should be addressed to Clothing 

Section (MAU), Direct Stock Control Branch, Material Division, 
Marine Corps Logistics Support Base, Albany, Georgia 31704. 

Contesting record procedures: 
The agency's niles for acces~ to records, contesting contents and 

appealing initial determination by the individual concerned may be 
obtained from the SYSMANAGER. 

Record source categories: 
Accounting records of the Clothing Section, Direct Support Stock 

Control Branch, Marine Corps Logistics Support Base, Albany, 
Georgia, supplemented with information from the employing activity 
of the individual. 

Exemptions claimed for the system: 
None. 

MJA00013 
System name: 

Bad Checks/Withdrawal ·of Check Cashing Privileges Lists. 
System location: 
Each Appropriated and Non-Appropriated Fund Activity having 

authority to accept personal checks from authorized patrons. Located 
at Headquarters, U.S. Marine Corps and each major Marine Corps 
installa~ion listed in MCO P5400.6G. 

Categories of individuals covered by the system: 
All military personnel, active and retired; their authorized depend­

ents an deceased military retirees; Marine Corps Exchange employ­
ees. 

Categories of records in the system: 
File bulletins containing name, rank, social security number and 

expiration date of restriction of privileges and related correspond-
ence. · 

Authority for maintenance of the system: 
Title 5, U.S. Code 301; Title 18, U.S. Code P; Title 10, U.S. Code 

801, et. seq. 
Purpose(s): 
To provide a record of individuals who have issued bad checks at 

Appropriated. and Nonappropriated Fund Activities having a:utherity 
to accept personal checks from authorized patrons. The records are 
used to protect activities from unnecessary losses and to initiate 
administrative or criminal actions due to bad check offenses. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Marine Corps compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
· Stored in Rolodex or other appropriate file in check cashing area. 

Published bulletin is. stored in directive s.ystem.of organizations. 
Retrievability: 
Alphabetical by name and social security number. 
Safeguards: 
Access limited. Secured in locked building during nonworking 

hours . 
Retention and disposal: 
Destroyed when. privileges are restored at the expiration of speci­

fied periods made known to the individual at the time privileges are 
revoked. 

System manager(s) and address: 
. Commanding Officer of activity concerned. See Directory of De­

partment of the Navy Mailing Addresses. 
Notification procedure: 
Inquire in person at the individual check cashing activity or to the 

SYSMANAGER. 
Record access procedures: 
Rules for access can be provided by the SYSMANAGER. 
Contesting record procedures: · 
The agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Bad checks returned from the bank; notification from· other com­

mands, Federal J)ureau of Investigation, Naval Investigative Service 
or other state, local or Federal investigative agenc.ies or Treasury 
Department. · 

Exemptions claimed for the system.: 
None. 

MJA00014 
System· name: . 

Confidential Statements of Employm.en~/Financial Interests. ' 
System lOcation: 
The Director, Judge· Advocate Division, Headquarters, U.S. 

Marine Corps, Washington, DC 20380 
Categories of individuals covered by the systeni: 
Marine :Corps officers whose fitness reports are written by the 

Commandant of the Marine Corps and who are required . to file 
confidential statements of 'Employment and Financial Interests' (DD 
Form 1555) in accordance with DOD Directive 5500.7 of August 8, 
1967. 

Categories of records in the system: 
The file contains copies of the 'Confidential Statements of Employ­

ment and Financial Interests' (DO Form 1555), reviews thereof, and 
related correspondence. 

Authority for maintenance of the system: 
Titl~ 5, U.S. Code 301; Title 10, U.S. Code 5031 
Purpose(s): 
To provide a record of employm~nt and financial interests of 

certain Marine Corps Officers for use by the Commandant of the 
Marine Corps or his designee to ensure there is no conflict of inter­
est. 

Routine uses of records maintained in the system, including catego· 
ries of,"users.·and:the:;purposes'of such· uses:· 

The Blanket Routine Uses that. appear af the beginning of the 
Marine Corps compilation apply to this system. 

Policies· and practices for storing, retrieving, ac«:;essing, retaining, and 
disposing,, of records in the system: 

Storage: 
File folder. 
Retrievability: 

-Alphabetical. 
Safeguards: 
The access to the·files is limited. 
The files are kept in a locked safe· during non-business hours. 
Retention and disposal: 
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PerSec~av Di~po~al ManuaL .· ::: 
System manager(s) and address: 
The Director, Judge Advocate Division, Headquarters, U.S. 

Marine ~orps,_.;washing~_qn, ,DC 20380 .. 
Notification procedure: ' . '.-
Information may be obtained from: 

Director, Judge Advocate Division . . . 
Headquarters, u:s. ''Marine Corps (Co'de JA) ' 
Washington, DC 20380 

·,.Telephone:·Area Code 202/694~2737 
Record access procedures: 
Request from individuals should be addressed to': Commartdimt of 

the. Marine. Corps,. Headquarters;. l.:J~S. Maiin'e.,Corps (Code JA), 
Washington, DC 20380. · . ., :,:.< · · · ;· . 

Written requests for information should contain the full name and: 
grade of the individual concerned. 

Contesting record procedures:. . .. . . · 
The rules ~f~r ~ont~sting cont~nts and: appealing initial ··det~rmi~a-, 

tions by the individual concerned may be obtained from, the. SYS-
MANAGER. . . . .. .. 

. · Reiord ~o·u~c~ ~ategori~s: .. 
1 

.· . ;·>.. . , , 

DD Form 1555 submitted by individu!il conce~.ned and corre­
spondence from and to.SYSMANAGER. · 

Exemptions claim~d f~r the syst~mi . · 
None. 

_., •. ' : 
, .. 

System name: 
Judge Advocate Division 'D' Files. ,. 

• r System location: . u . .• 

The·· Director, Judge. Advocafe · Divislon;J:- Jleadquartefs, ·U.S: 
Marine Corps,. Washington; DC~20380 . 1 · 1 ,·· .•;. ·. · 

Categories of individuals covered by the system: 
All Marine Corps Judge Advocates currently on active·· diity, in a 

reserve capacity and those individuals who have been selected for 
accession into the Marine Corps as:Judge Advocates or who are in 
the training cycle to become Judge'Aavocates. 

Categories o.f records in. the system: .. · 
The file o~o'ntains :correspoilde~ce'·lfrom.oth~ Jti'dge ·.:\dvocates and 

prospective Judge Advocates regarding requests for per'sonriel· ac­
tions such as .transfer" schooLassignment; .. etc;< Additionally, the file 
contains information pertaining .to juage advocate: qualifications such 
as schooling results, commendatory ~matters .and derogatqry. matter 
'¥hich bears qn th~ assignment and other personnel matters relating 
~o:.judge_!ldvocates. , . . · ·· · " · 
, -: "-uthorit)' .~~r nui_int~_,_uince of the system:· · :• ~,'. 

Titl~ 5; {J.;S. Code .JOl;.Title lO, U.S. -Code 5031. · 0 • " • 

Purpose(s): 
To provide a record of qualified judge'advotates. for use in· trans­

fer, scpool assignmeQt'and othe.r personnel ma~ters relating,~o j~dge 
advocates.. . . .. · 

Routine uses of records maintained in the system,.:including catego­
ries of users and the purposes 9f spch use~: 

The Blanket Routin,e Us~s ~hat appear at th~ bt:ginrting qf the 
Marine Corps compilation apply to this system. . · 

Poli.cies and pract~~es f~n storing, retrieving, accessing, ret~ining,_ and 
disposinl(~f records .• ip .th~ systein:~ '· ,.': . , · 0 

• •• • • , 

~~t~~agej · · ... · ~ · · · · ' 
File folders. 
·Retri~vability: 

Alphabetical. 
..: Safeguards: 

Access is limited. - ·~ .... '; 

;·,·::rhe records are kept in file·'cabinets within a locked room. 
Retention and disposal: ·; · · ' 1 

PerSecNav Records Disposal Manual. 
System manager(s) and address: 
The Director, Judge Advocate Division, Headquarters,· ':f.S. 

Marine Corps, Washington, DC 20380. 
Notification procedure: 
Information may be obtained from: · 

·Director, Judge A:dvocate~Div.ision · 
Headquarters, U.S. Marine Cor:ps (Code}1) 

'Y{.;,tshing~on, DC 20380 ... 
Telephone: Area Code 202/694-2737-: 

Record ~ccess proc~du,res: , :,·· o,: " 

Requests for~ individuals should .be addressed' to: Director, Judge' 
Advocate· D.ivision, Headquart!!rs, ·U .. S. Marine :Corps (~od~ JA), 
Washington, DC 20380. · ,; .. ~,, 

Written requests should contain the full name and gra~~ .o(the 
individual. 
· Contesting 'record ~ro~~d~re~: .: • · :..,; : '· · r . 

The agencies rules for contesting . coQtenots and ~ppealing initial 
determfnations by ~the individuals concei·ned may b'e obtained from 
the SYSMANAGER. 

Record source categori~: ... , .. 
·Jnd(v!.duafs. ··. :l ·: • . . • , ,. , 

· Service records of the individuals· involved. . · · . 0 

Judge Advocates and Commanders o(the 'individuals involved:' 
Schools from which the individuals have obtained' their •graduate 

or undergraduate degrees or currently ·in residence... · 
. Exemptions· claimed for the._system:' · . · .. ' 
None. 0 

• ·'· ' • 

System nam'e: 
JA Division, HQMC Correspondence Control Files. 
System location: . . 
The Commandant of the ·Marine Corp; (Code JAC); Headqu~rters, 

U.S. Marine Corps, Washington, D~ 20380. · · · 
Categories of individuals covered by the syst~m: · :: · 
Marines or former Marines who· nave· been the subject of corre­

spondence from a member of Congress, a high level Official in. the 
Federal. executive,. branc;h, ,parents. qf .such an indiv.id~al, indiyidual 
Marines or .rhemoers ·of the gen.eral public which correspondence 
concerns legal matters.,'· . . :r'. ·.t. : · ' " .,. ·; 

Categories of records in the system: . . . t . . 

· J=:ile 
1
c<:mtains the jncoming , corr~spond~nce, ~~c~up material used 

to respond .to the ,c9~respon,dence~ notes of tqe action officer and 
reply correspondence. . . , . _,.-

Authority for maintenance of the system: 
~.itle 5, U.S. Co9e 3~1; Title 10, U.S. Code 503_1 

. ·. Purpose(s): .• 
To··provide a record :of action ··taken ·on ·all; corresponderfce 're­

ceived by the Judge Advocate Division, Headquarters, Marine Corps 
on individual inquiries. · 

Routine uses of records maintained in the system, including cah-;go­
ries of users and the purposes of. such uses: 

The Blanket Routine Uses that' appear at the beginning of the 
Marine Corps compilation apply to this system. . · . · · 

Polici~s and p~actices' for sto~ing, ~~trieving, access.ing, ~~tiinin~, ~nd 
disposing of records in the system: 

Storage: .: . · · 
·:. Fi)e fold~~s.: · : 1 

·Retrievability: .· . 
Alphabetical by name of correspondent or· name . of :Ma,rine·~~or 

forq1er ,Marine .who is the .subje~t of !he correspqndcrnce. 
·Safeguards::: ~.:· 1 · · 

Limited access on a need to know basis. 
Maintained in a locked room. 
Retention and.disposal:' ·. · · · · · 
PerSecNavRecords Disposai·Manual 
System manager(s) and address:. . '" 

. The Director:, Judge Advocate Division, Headqt.iarte~s, l).S. 
Marine' Corps, Washington, DC 20380. · 

Notification procedure: 
Information may be obtained from: 

Di,rector, Judg~ fdvocate Qi~ision . . . . 
Headquarters, U.S. Marine C~rps (CodeJAC), · .... 
Washington, DC 20380 . · . · " · 
Telephone': .Area ·code 202169~-2737. · 

r.· .. 

l-,,. 

·' 

Re~ordaccess. ;r~eciures: · ' 
Requests ·from individuals should. be. addr~ssed to Director, Judge 

Advocate Pivision,. Headquarters, U.S. Marine .. Corps (Code JAC), 
Washington, DC 20380. · · · . ~ :·;· #•· 

-' 
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Written requests for information should contain the full name and 
grade of the individual. 

Contesting record procedures: 
The agencies rules for· contesting and appealing initial determina­

tions by the individual concerned may be obtained from the· SYS-. 
MANAGER. . . 

Record source categories: 
Drafter of incoming correspondence. · · · 
Service reeords of the Marine concerning whom correspondence is 

written. 
Information furnished from the command of the Marine concerned. 
Information furnished from other involved Marine Commands or 

individuals. 
Exemptions claimed for the system: 
None. 

System name: 
Performance Fiie. 
System .location: 

MJA00018 

Judge Advocate Division, Headquarters, U.S. Marine Corps (Code 
JA), Washington, DC 20380-0001. · . · 

Categories of individuals covered by the system: · 
The file pertains to all members and former members of the Marine 

Corps, who, while on active duty or in a reserve 'status, become the 
subject of investigation, indictment, or criminal proceedings by mili­
tary or civilian authorities, whether or not such investigation, indict­
ment or proceedings result in a final adjudication of. guilt or inno­
cence. 

Categories of records in the system: 
The .file contains inform~tion pertaining to civilian and military 

criminal matters including investigative reports, documents indicating 
court proceedings have begun and/or in progress, and post trial or 
investigative matters, as well as records of any· resultant administra-
tive action or proceedings. · 

Authority for maintenance of the system:· 
5 U.S.C. 301 and 10 U.S.C. 5013. 
Purpose(s)! 
To provide a record on individuals from the initiation of investiga­

tion or indictment until the procedure is final, whether by conviction, 
acquittal, dismissal or by the matter being dropped, and any resultant 
administrative action or proceedings, or use in determining assign­
ments, whether an individual selected for promotion should ·be pro­
moted while the matter is pending. 

Routine uses of records maintained in the system, including catego-
ries· ~f users and the .purposes of such uses: . 

The Marine Corps "Blanket Routine Uses" that appear at the 
beginning of the agency's compilation of record system notices apply 
to this system. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Stored in file folders. 
Retrievability: 
Retrieved alphabetically by name. 
Safeguards: 
Access is limited to those individuals with a need to know. The file 

folders are stored in file cabinets which are located in a locked room 
during nonbusiness ·hours. 

Retention and disposal: . 
Files are maintained for 50 years and then destroyed. Files main­

tained in Judge Advocate Division at Headquarters are transferr~d to 
Federal Records Center, Suitland, MD after three years. 

System manager(s) and address: · 
The D;rector, Judge Advocate Division,· Headquarters, U.S. 

Marine Corps, Washington, DC 20380-0001. · 
· N9tification procedure: . 
'·Individuals seeking to ·determine whether this r~cord system con­

tains information about themselves should address written inquiries to 
the Director, Judge Advocate Division, Headquarters, U.S. M~rine 
Corps (Code JA), Washington, DC 20380-0001. 

Written requests for information should contain the full riame and 
grade of the individuaL . 

Record access procedures: 

Individuals seeking access to records about themselves contained in 
this record system· should address written inquiries to the Director, 
Judge Advocate Division, Headquarters, U.S. Marine Corps. (Code 
JA), Washington, DC 20380-0001. 

Written requests for information should contain the full nanie and 
grade of the individual. · · · · 

Contesting record procedures: 
The Department of the Navy rules for oontesting contents and 

appealing initial agency determinations by the individual concerned 
are published in Secretary of the Navy Instruction 5211.5; Marine 
Corps Order P5211.2; 32 CFR part 701; or may be obtained from the 
system manager. · · 

Record source categories: 
Investigative records of arrest from ·civilian . law enforcement 

sources; records of. indictment of. conviction from civilian ·taw en­
forcement or judicial agencies; records of ~ppellate and other post 
trial procedures received from civilian law enforcment and judicial 
agencies. . 

Records indicating apprehension or investigation by military au­
thorities received from individual's command or other military· agen-
cies, law enforcement or command. · . 

Records of nonjudicial punishment, courts-martial, .pre courts-mar­
tial and post courts-martial activities. relating to the individual re- · 
ceived from the:individual's command . 

. Records of administrative eliminative processes conducted by mili-
tary authorities received from ,the individual's command. · 

Exemptions· claimed for the system: 
None. 

MMC00002 
System name: 
~9rking Files, Inspection Division. 
System .location: 
Headquarters, U.S. Marine Corps, Washington,_·oc 20380 
Categories of indivi.duals covered by the system: · · 
Members of the U.S. Marine Corps and Marine Corps. Reserve;. 

former members _of the Marine. Corps and Marine .. Corps Reserve; 
retired and temporarily retired members of the Marine· Corps and 
Marine Corps Reserve; and members of . the Fleet Marine Corps 
Reserve; military personnel. · · · . , . 

Dependents of Marines and other family members with respect to 
matters pertaining to the individual Marine or former Marine. · 

Categories of records hi the system: 
File contains information pertaining to identification, recruitment, 

enlistment, prior service, assignment, location addresses,, promotions, 
reductions in rank, performance of duty, discipline~ · offenses and 
punishments under the Uniform Code of Military Justice, courts­
martial, persomi.l· history, investigations, police and court records, 
civil arr~sts and convictions, Official corresponden~e (includes inter-. 
nal Manne Corps and Department of the Navy correspondence, as · 
well as· correspondence with the Executive and Legislative branches 
of the federal government) and other correspondence (includes corre:. 
spondence from Marines, their dependents and families, ·attorneys, 
doctors, educators, clergymen and members of the general. ·public 
whether addressed dirt;ctly to the Marine Corps or via third parties 
(president, congressmen, etc.). · : 

Authority· for maintenance of the system: 
Title 5, U.S. Code 301; Title 10, U.S. Code 5031 
Purpose(s): 
To provide a record of investigations, allegations pertaining to 

request mast, maltreatment and harassment for use by Officials of the 
Headquarters Inspection Division concerning inquiries on such mat­
ters. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Mari~e Corps compilation apply to this system. . ·, , 

Congress of the U.S. - By the Senate or the House of Representa­
tives of the U.S. or any committee or subcommittee ' thereof on 
matters within their jurisdiction requiring ·disclosure of the files of 
the system. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Paper files as represented· by card files and file folders. Files are 

stored in five drawer filing cabinets. 
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Retrievability: · 
'Files are· accessed and retrieved by the name and card file number. 
Safeguards: · · 

Building where files are stored and maintained employs 24 hour 
security guards. Records are further stored in areas of controlled 
access and handled by personnel with a need to know in the execu­
tion of their official duties. 

Retention and disposal: 
Congressional, military and ~fvilian i~quiry files are retained three 

years, then destroyed. · · · . 
System manager(s) and address: . 
The Commandant of the Marine Corps, Headquarters, U.S. Marine 

Corps, Washington, DC 20380. 
Notifi~ation procedure: ... . · ' 

·Information may be obtain~d from: 
The Commandant of the Marine Corps (Code IGA). 
Headquarters, U.S. Marine Corps 

.. Washington, DC 20380 . . . 
Te1ephone: Area Code 202/694-1324:. 

Reeord access procedures: 
. _Requests .from individuals desiring in.formatio~ may be addressed . 

to: The Commandant of the Marine Corps (Code IGA), Headquar­
ters, U.S. Marine Corps, Washington, DC 20380. ·However, final 
determination· as to whether any information will be released or made 
available will be ·controlled by the SYSMANAGER. · · 

Written requests for information should contain the full name of 
the individual and his social security number or former military 
service number. The following information will also be helpful in 
locating some records; military rank and occupational specialty, dates 
and places of service, and any special correspondence previously· 
received or sent. 

· For personal visits, an individual ~ay visit the Inspection ·Division, 
Headquarters, U.S. Marine Corps, Federal Building #2, Washington, 
DC 20380. However, final determination as to whether any informa­
tion will be released or mad~ available will be. controlled by the 
SYSMANAGER. . . 

.. For person·ai ·visits,' ~he individua• should be· able to provide per­
sonal identification to include valid military or dependent identifica­
tion. card or two yalid civilian items of identification, such as driver's 
license, social security card, medicare~ etc. · 

. '' Contesting record prpcedures: 
The Marine· Co~ps rules for· contesting ·contents and. appealing 

initial determinations may be obtained from the Commandant of the 
Marine Corps (Code IG), Headquarters, U.S. Marine Corps, Wash­
ington, DO 20380. 

. Record. so~rce categories: 
Information. in . the system .is obtained. from the Marine Corps 

Manpower M~nag~ment System; the Joint Uniform Military Pay 
System; Marintr Corps Military Personnel Records to include the 
Servi~e Record B()o~ and Officer Qualification Re~ord; Military. 
Medic~l Records; Staff elements and subdivisions of ,Heaclquarters, 
U.S. Mar~!le ·Corps; ~ar:ine Corps field commands, organizatons and 
activities; other ·components of the Department of Defense; Agencies 

. of Feder~!, State and local government; privat~ citizens provided· as 
charac;ter references by the in.dividual; investigations related to disci~ 
plinary' proceedings; and correspondence of. private citizens. ad­
dressed directly to the Marine .. Corps or via third parties such as 
members of Congress. and oth~r government agencies: · 

Exemptions claimed for· the system: · · 
Non~. 

MMC00003. 
System n,gae: . 

Activity Check In/Check Out File. 
System location: · 
May be located at any U.S. Marine Corps or U.S. Marine Corps 

Reserve 1;1ctivity. 
Categories of individuals covered by the system: 

. All m.ember~ .or'the activity. . 
(.:ategories of records in the syste~: . 
riate reported and verifi~ation or check-in - check-out procedure. 

:· Authority for maintenance of tbe system: 
Title 5, U.S. Code 301; Title 10, U.S. Code 5031 
Purpose(s): 
.To provide:a record of members reporting to or leaving a unit for 

use in tracking property belonging to the unit. · 

Routine uses of records maintained in: the ·system, including catego-
ries of users and tbe purposes of such uses: · · · · 

The Blanket Routine Uses that appear . at the beginning of the 
Marine Corps compilation apply to thjs system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in tbe system: · 

Storage: 
On paper in files or on clipboard. 
Retrievability: · 
Alphabetically by last name.· 
Safeguards: 
Access limited to activity personnel. in the performance of their 

official duties. · ' 1 

After working hours, the office and building are locked. A guard is 
located in the general vicinity. 

Retention and disposal: 
Retained for 6 months after action has been completed. 
System manager(s) and address: · 
Activity commander . 
Notification procedure: 
Write or visit SYSMANAGE~ .. Provide full name, social security 

number, and-military status. Proofof identity may be established by 
military identifcation'card or.J:?J?-214 and,driver's license .. 

Record access procedures: 
The agency's rules for access to records may be obtained from the 

SYSMANAGER. . · :' 
Contesting record procedures: 
The agency's rules for access to records and for ~ontesting con­

tents and appealing initial determinations by the indhddual concerned 
may be obtained from the SYSMANAGER. · 

Reeord source 'categories: · 
Service records·. ·. · 

Exemptions claimed for the systel'l): · 
None. 

MMC00004 
System name: 

Adjutant Services Section I;)ischarge Working F~les: 
Systeni lOcation: 
Adjutant Services Section, Marine Corps activities. 
Categories of individuals covered by the system: _ 
Members and former members of. the Marine Corps and Marine 

Corps Reserve. Some information about' dependents and other mem­
bers of families or former families of Marine Corps personnel may be 
included in files pertaining to the· Marine. 'Inquiries from the general 
public, whether addressed directly to Base or received via a third 
party, may be .retained .together with information obtained ~n the 
course of completing required action ·or in preparing a response. 

Categories of records in the system: 
Files contain information pertaining to identification; prior service; 

location and addresses; prior and present marital status, dissolution of 
prior marriages, birth and death status, adoption of children, financial 
responsibility, child support, medical information, personal financial 
records, residence, basic allowance for quarters, leave and liberty, 
financial' assistance, extensions of emergency leave, medical bills and 
determinat~ons of depel')dency status· as pertain to ;discharges; investi-· 
gative reports, prior and present disciplinary status, financial respon­
sibility, conduct and personal history, police reports, correction of 
naval records, veterans rights, benefits and privilege~, preseparation 
counseling and civil readjustment as they pertain ·to ·unsuitability, 
unfitness and misconduct discharges; financial status, college accept­
ance and residence ·as they pertain to early separation to ·attend 
college or trade school; religious beliefs and practices pertaining· to 
applications for conscientious objector status; official correspondence 
(including correspondence from Marines, their; families, attorneys, 
doctors, clergymen, administrators/ executors/ guardians of estates, 
American Red Cross and other welfare. agencies and .the general 
public; whether addressed. d!rectly to· the Marine Corps or via third 
parties): Internal routing and processing of matters; and records· of 
interviews and telephone conversations. . 

. Authority for .maintenance of the system: 
Title 5~ U.S. Cod~301; Title 10, U.S. Code 5031. .. · . 
Purpose(s): 
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To provide records for use in the discharge or separation of 
Marines, correction of records, determination of veterans rights, ben­
efits and privileges, welfare and family assistance and preseparation 
and counseling. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Marine Corps compilation apply .to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: ' 

Storage: 
Paper records in file folders and card files stored in filing cabinets, 

shelves, tables and desks. 
Retrievability: 
Files are accessed and retrieved by individual. Identification of 

individual is by name and social security number. 
Safeguards: 
Building is located ·in base area with area guard. Outside and inside 

doors locked after working hours and patrolled by Duty NCO. 
Access to information contained in the files is limited to officials and 
employees of Base Headquarters acting in their official capaCity upon 
demonstration of a need-to-know. 

Retention and disposal: 
Files are retaind two years and destroyed. 
System nianager(s) and address: 
Commanding officer of activity concerned. See Directory of De­

partment of the Navy mailing addresses. 
Notification procedure: 
Correspondence pertl;lining to files maintained should be addressed 

to the SYSMANAGER. 
Correspondence should contain the full name, social security num­

bers and signature of the reque~er. The individual may visit the 
above location for review of files. Proof of identification may consist 
of the active, reserve, retired· or dependent identification card, the 
Armed Forces Report of Transfer or Discharge (DD-214), discharge 
certificate, driver's license, social security card or by providing such 
other data sufficient to ensure the individual is the subject of the 
inquiry. 

Record access procedures: 
Information may be obtained from the SYSMANAGER. 
Contesting record procedures: 
The section's rules for access to files ~md for contesting and appeal­

ing initial determination by the individual concerned may be obtained 
from the SYSMANAGER. 

Record source categories: 
Marine Corps Manpower Management System 
Joint Uniform Military Pay System 
Marine Corps Military Personnel Records System 
Marine Corps Deserter Inquiry File 
Staff agencies and subdivisions of Headquarters, U.S. Marine 

Corps 
Marine Corps commands and organizations 
Other agencies of fedenil, state and local governments 
Educational institutions 
Medical reports and psychiatric evaluations 
Financial institutions and other commercial 
Civil courts and law enforcement agencies 
Correspondence and telephone calls from private citizens initiated 

to the Marine Corps or via the U.S. Congress and other agencies. 
Investigative Reports 
American Red Cross and similar welfare agencies 
Exemptions claimed for the system: 
None. 

System name: 
Insurance Files .. 
System location: 
Marine Corps Activities. 

MMCOOOOS 

Categories of individuals covered by the system: 
Insurance salesman requesting authority to do business at Marine 

Corps Activities. 
Categories of records in the system: . 
A record of the certification of authority to solicit insurance 

mutual funds, investment plans, and securities. 

Authority for maintenance of the system: 
Title 5, U.S. Code 301; Title 10, U.S. Code 5031 
Purpose(s): 
To provide a record of insurance agents who have requested 

authority to do business at Marine Corps activities and the disposi­
tion of such requests. 

Routine uses of records maintained in the system, including catego­
. ries of users and the purposes of such uses: 

The Blanket Routin~ Uses that appear at the beginning of the 
Marine Corps compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Paper records ·in file folders. 
Retrievability: . 
Files in alphabetical order by company name. Conventional indices 

are required for retrieval. 
Safeguards: 
Maintained in locked building. 
Retention and disposal: 
Maintained as long as active. If inactive, disposed of after two 

years by discard into military trash system. Not transferred. 
System manager(s) and address: 
Local commanding officers. 
Notification procedure: 
Address requests to SYSMANAGER or visit the office; military 

ID or other suitable identification is required. 
Record access procedures: 
An indi~idual can call for an appointment with the activity insur­

ance representative for personal assistance or forward a written re­
quest for the required informa.tion. 

Contesting record procedures: 
The agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Information is supplied by the insurance companies and salesman 

involved. 
Exemptions claimed for the system: 
None. 

MMC00007 
System name: 

Inspection of Government Property Assigned to Individual. 
System location: 
Organizational elements of the U.S. Marine Corps as listed in the 

Directory of Department of the Navy activities mailing addresses. 
Categories of individuals covered by the system: 
Active duty Marine Corps personnel 
Categories of records in the system: 
Name, badge number, and government property assigned to indi-

vidual. 
Authority for maintenance of the system: 
Title 5, U.S. Code 301; Title 10, U.S. Code 5031 · 
Purpose(s): 
To provide a record of loss or deterioration of clothing and equip-

ment assignment to each individual. · 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
The Blanket Routine Uses that appear at the beginning of the 

Marine Corps compilation apply to this system. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
File folders. 
Retrievability: 
Name .. 
Safeguards: 
Building locked at night - locked cabinet. 
Retention and disposal: 
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Until separation. 
System manager(s) and. address: 
Commanding officer of the activity in question. See Directory of 

Department of:the Navy activities mailing addresses. 
Notification procei:lure: . 
Information may be obtained from the SYSMANAGER.· 

·Record access procedures: . · ''" 
~ritten requests from the individual should be :addressed t~. the 

SYSMANAGER. · ·· ·· •1 . 

Written requests for information should. contain the full name of 
the individual ·and his social security number dr former military 
servic;::e number. The following information will also be helpful in 
locatmg some records: Military rank and occupational specialty, 
date~ and places of service, and any special correspondence and 
previously received or sent. · ·· . 

For personal visits, the individual should be able ;to provide per­
sonal identification· to include valid· military or dependent identifica­
tion card or two valid civilian items of identification such ·as driver's 
license, social security card, medicare, etc. 

Contesting record procedures: 
The Marine Corps rules for contesti~g contents and appe.aling 

initial determination .may be obtained from the SYSMA~j\GER. 
Record source categories: .. · ;· . 
Inspection of property and clothing. 
Exemptions claimed for the system: 
None. 

,~ MMC00008 
System name: 

Message Release/Pickup Authorization File. 
System location: 
Marine Corps activities. J• 

Categories of individuals covered by the system·: 

'i.' 

All personnel authorized to release/pickup~ message traffic. 
Categorie,s 'of records in ·the"system: · · ·. ·· : ' 
'OPNAV Form 2160-5 ·(Message Release!Picliup Authorization) 
Authority for maintenance of the system: , 
Title 5, U.S. Code 301; ,Title 10, U.S. Code 5031 
Purpose(s): - · ' 
To provide a record of personnel authorized to release/pickup 

messages at Command Communication Centers. 
Routine uses of records maintained in the system, including catego­

ries of users and .the purJ)oses of such uses: 
The Blanket Routine Uses that appear to the beginning of the 

Marine Corps compilation apply to this system. ., · .. 
Policies and practices for storing, retrieving, accessing, retaining, .and 

disposing of r~cords in the system: 
Storage: ; -., 
Cards are filed in a qud file whhi.n th~ Comm\}.nication Center. 
Retrievability: 
Alphabetically by name. 
Safegu~ds:. :t : 
Located in a secure space within the Comm Center, which 'is 

manned on a 24-hour basis. 
Retention and disposal: .. 
Retained until individual is replaced or authorization is r~v~ked by 

proper authorJty; then ~estroyed by burning or. shr~ding. 
I System manager(s) and address: . ' 
. Local .commanding officers. See Directory. of Departmet?t of the 

Navy mailing addresses. 
Notification p~ocedure: . , 
Request information from .the SYSMANAGER .. 
Re~ord access procedures: 
Rules for access may be obtained from the SYSMANAGER. 
Contesting record procedures: 
The agency's ·rules for access to recdrds and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record ·source categories: 
Organizations, departm~nts, secti_ons .authorized to release/pickup 

messages for the command. 
Exemptions claimed for the system: 

No'rte. 
~ ,.. ~. . . 

..... MMC00009 
System name: 
· Narrative Biographical Data with P~otos. 

System location: 
Primary System - HeadqQart~rs, U.S. Marine Corps, Was~fngion, 

DC 20380. A.ll Marine Corps commands and districts maintain d.eriv-
ative files. · ' · · 

Categories of individuals covered by the system: 
Marine Corps active duty, res~rve, and retired gen!!ral officers and 

active duty colonels who'submit biographical data with photographs 
in accordance with existing directives. · · · · 

Categories of records in the system: 
. Files ·contain 'st~nd.ard biographical info~m~tion as listed on 

NAVMC Form 10573 to include: Per8onal identification, personal 
data, education backgrdund, military history, medals !}nd decorations, 
combat, and chronology. of Marine Corps service. A current photo-
graph ac9ompanies the file. · '· ·. ·. ·. ·· 

Autii()rity for m~intenance of the system: '' 
Title·s, U.S. Code. 301; Title 10, U.S. Code 50~31. 
Purpose(s): 
To provide a record of news releases, responses to news media 

queries, and information on officers scheduled for speaking engage-
ments or public appearances. · · 
. Routine. uses of records maintiiined in the ~yste~:, including catego-

ries of users and the purposes of such uses: · 
The. Blanket Routin~ Uses that appear at the beginning of the 

Marine Corps compilation ·apply to this system. .' ·. 
Gongr~ss of the U.S. - By ~he Senat.e qr the House of Representa­

tiv:es of the U.S: or any committee· o,r subcommittee thereof, any 
join('committe~ of Congress. or subcommittee of joint committee on 
matters within th~ir jurisdiction re~uiring disclosure. of'· the files. 

New Media - To provide .. biographical inform.ation ·~esponse to 
q4ery. · 

:·Policies and practices for: .~toring, r:etrieving, accessing, retain.ing~ and 
disposing of records in the system: 

Storage: 
Paper records in file. folders.-
Retrievability: 120Filed alphabetically by last name of officer .. : 
Safeguards: 

'', Buildings employ security guards. Records· are maintained in areas 
accessible only to authorized personnel that a're properly screened, 
cleared, and trained. . . 

Retention and disposal: · 
Biographical information is malntain~d on a1fgeneral officers while 

on active duty. When a general· officer retires; the biographical data 
is retained , for five years after the date of the individual officer's 
retirement and retained by the Historical Division (Code HD), Head­
quarters, U.S. Marine Corps, Washington, DC 20380. 

Biographical files are maintained on· cblortels while on active duty. 
Upon retirement of the officer, colonel biographical files are retained 
by Historical Division (C~de HD), Headqua~ters, U.S_. Ml}rine Corps, 
Washington, DC 20380.' · · . ·· · · . 

System manager(s) and address: ·;· · · 
:The Commandant of the Marine Corps, Headquarters, U.S.· Marine 

Corps, Washington, DO 20380 or commander of unit holding file. 
Notification procedure: 
Requests from individuals should be ·addressed t6 the Comma~dant 

of the Marine Corps (Code PAC), Headquarters, U.S: Marine Corps, 
Washington, DC 20380. 

Written requests to determine whether or not the system contains a 
record about an individual should contain the full name of the gener-
al officer or colonel concerned. · 

Visits are limited to Division of Information (Code PAC), Head-
quarters, U.S. Marine Corps, Washington, DC 20380, , 

For personal visits, the individual should be able to provide some 
acceptable ·identification, such as a military identificatio·n card, and 
give some verbal information that could be verified with his 'case' 
folder. · 

Record access procedures: . 
Information may be obtained from the Commandant of the Marine 

Corps .and the commander of the unit holding the .file. 
Contesting record procedures: · 

-, 

.J 

J 
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. The agency's rules (or access to records and for contesting con­
tents and appealing initial determinations by. the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Biographical data provided .bY the individual general/c~lonel and 

from personnel files. . · 
Exemptions claimed for the system: 

·None. 

MMC00010 
System name: 

Marine Corps Marathon Automated Support System. 
System location: 
Marine Corps Mara~hon Office, Quantico, VA 
Categories of individuals covered by the system: 
All participants in the Marine Corps Marathon. 
Categories of records in the system: 
System contains information as provided on the Marine Corps 

Marathon Liability and Publicity Release Form. 
Authority for maintenance of the system: 
National Security Act of 1947 as amended by DoD Reorganization 

Act of 1958; 10 U.S. Code 136; 10 U.S. Code 133; 32 CFR part 237 
(1982) ' .·· ' 

Purpose(s): 
To provide a record of all participates in the annual Marine Corps 

Marathon for use in organizing the event · 
Routine uses of records maintained in the system, including catego-

ries of users and the purposes of such uses: · . 
See the Blanket Routine Uses at the head of the published Marine 

Corps system notices in the Federal Register. Additionally, the fol­
lowing routine uses apply: 

Electronic and print media- To provide publicity on the marathon 
event. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
. disposing of records in the system: 

Storage: 
Records are stored on magnetic tape and disks as well as in paper 

files. · · · · ' 
Retrievability: 
·Records are retrieved by name, runr;ter number, or telephone · 

number. 
Safeguards: 
Records are maintained in an area accessible only to authorized 

personnel. The terminals are in a rooin with windows protected by 
bars and the room is locked when not being used by authorized 
personnel. User identification codes and passwords known only ·by 
the data input operators and their supervisors are required for access 
to the terminals. · 

Retention and disposal: 
Records are maintained indefinitely. 
System manager(s) and address: 

Marathon Coordinator 
Marine Corps Marathon 
PO Box 188 
Quantico, VA 22134 

Notification procedure: 
Requests from individuals should be addressed to the system man­

ager. Written requests for information should contain the full name, 
runner number, and telephone number. For .personal visits; the. indi­
vidual should be able to provide identification . bearing picture and 
signature or sufficient verbal data to ensure that the individual is the 
subject of inquiry. · · ·. · · 

Record access procedures: 
The ,agency's rules for access to records may be. obt~ined ·f~om the 

system manager. 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained frqm the 
SYSMANAGER. 

Record source categories: 
information in the system is obtained from the individual. 
Exemptions claimed for the system: 
None. · · 

·. MMNOOOOl 
System name: ·; · .. 

Absentee Processing and ·Deserter Inquiry File. 
. System location: · ' 
Primary System - Absentee and Deserter Section, Manpower Plans 

and Policy ·Division, Manpower Department (Code MP), Headquar-
ters, U.S. Marine Corps, Washington, DC 20380. · 

Decentralized Segments - U.S. Marine Corps. commands to which 
the absentee or .. deserter is assigned for duty ·Or administration of 
official records. See the organizational elements of tl1e U.S. Marine 
Corps as listed in the Directory of the· Department of ~he Navy 
Mailing Addresses. · · · 

Categories of indivic;luals covered by the system: 
Marine ·Corps absentees and deserters; Marines in hands of civil 

authorities foreign and domestic; Marines who fail to comply with 
orders to new duty stations; suspected and convicted absentees and 
deserters who have returned to military control. · · 

Categories of records in the system: 
File contains perso~al identification data, parent command, not'a~ 

tions of arrests, nature and dispositions of criminal charges, and other 
pertinent and information which is necessary to monitor, control and 
identify absentees and deserters. · 

Authority for maintenance of the system: 
Title 5, U.S. Code.301; Title 10, U.S. Code 5031 
Purpose(s): 
To provide a record of' absentees or deserters for identification, 

apprehension, return to military control or monitoring member locat­
ed in a foreign country. · 

Routine uses of records maintained hi the system, . including catego-
ries of users and the purposes of such uses: . 

The Blanket Routine Uses that appear at the beginning of the 
Marine Corps compilation apply to this system. . . 

Comptroller General of the U.S. - To respond to the Comptroller 
General or any of his authorized representatives in the course of the 
. performance of duties of the General Accounting Office relating to 
Marine Corps Manpower Management Programs. . 

Civilian Law. Enforcement Agencies - To coordinate with appro­
priate federal, state, and local law enforcement agencies as may be 
required to report, identify, apprehend and return Marine absentee~ 
and deserters to Marine Corps control. . 

Courts- To respond to court orders in connection matters before a 
court. 
.· Congress of the U.S. - To respc)nd to'inquiry ofthe Senate or the 
House of Representatives of the United States or any committee' or 
subcommittee thereof any .joint committee or joint subcommittee of 
the Congress on matters within their jurisdiction as may· be requested 
of the Marine Corps. 

Policies and practices for storing, retrieving, accessing, ret~ining, and 
disposing of records in the system: · 

Storage: 
Reco~ds are stored on magnetic tapes and disks, microform and file 

folders.. ' · . 
Ret~iev~bility: . . 
Records may be accessed by name and $0Cial security number. 
Safeguards: 
Building employs security guards.· Computer terminals and records 

are located in areas accessible only to authorized personnel that are 
properly screened, cleared and trained. Use of. terminals requires 
knowledge of passwords. · : 

· Retention and disposal: . 
Records vary in the period of time retained. Records on magnetic 

tapes and disks ·are destroyed by erasing after disposition of .the 
individual's case. Paper records are maintained only as long as neces­
sary to transfer information to the official personnel record, 'then 
they are ·destroyed. 

System manager(s) and address: 
The Commandant of the Marine Corps (Code MP), Headquarters, 

·u.s. Marine Corps, Washington, DC 20380 
Notification procedure: 
Information may be obtained from: 

The Commandant of the Marine Corps (Code MP) 
Headquarters, U.S. Marine Corps · 
Washington, DC 20380 · 
Telephone: Area· Code 202/694-2927 

Record access proced~res: 
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Requests from individuals should ·be addressed to: The Comman­
dant of the Marine Corps (Code MP), Headquarters, U.S. Marine 
Corp~, Federal Office Builc!ing #2, Washington, QC 20380. _ 

Wntten requests for information should contain the full name of 
the individual, date and place of birth, social security number and 
signature. 

For personal visits, the individual should be able to prqvide mili­
tary identification card, driver's license or other type of identification 
bearing picture or signature or by providing verbal data sufficient to 
ins~re that the individual is the subject of the inquiry. 

Contesting record procedures: . · · 
The rules for contesting contents and appealing initial deter~ina­

tions may be obtained from. the Commandant of the Marine Corps 
(Code JA), Headquarters, U.S. Marine Corps, WashingtOf1, DC. 

Record source categories: 
JnformatiOf! in the system is .obtained from the Marjne Corps 

Military Personnel Records;_ from the individual's commanding offi­
cer, officer in charge, federal, state and local law enforcement agen­
cies, lawyers, judges, Members of Congress, relatives of the individ­
ual and private Citizens, the Veteran's Administration and the individ-
ual themselves. · 

Exemptions claimed for the system: 
None. 

MMN00002 
System name: 

Listing ef Retired Marine Corps Personnel. 
System location: 
The Commandant of the Marine Corps 
Headquarters,:u:s. Marine Corps 
Washington, DC 20380 
Categories of individuals covered by the system: 
All retired members of the Marine Corps, including those forme~ 

Marines .in the receipt of disability benefits from the Veteran's Ad­
ministration: . 

Categories of records in the system: 
The system is a microfiche listing derived from automated -sources 

depicting. the retiree's name, social security number, grade, mailing 
address and retirement component·code. 

Authority for maintenance of the system: Title 10, U.S. Code 5201 
Purpose(s): · 
To provide a·record of all retired members for use in determina­

tion of benefits and entitlements as a retiree. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes ·or such uses: 
The Blanket Routine Uses that appear at the beginning of the 

Marine Corps compilation apply to this system. . 
Courts - By officials of duly established local, state and federal 

courts as a result of court order pertaining to matters properly with 
the purview of said court. 

Congress of the U.S. - By the Senate or HouSe of Representatives 
of the U.S. or any committee or subcommittee thereof, any joint 
committee of Congress or subcommittee of joint committee on mat­
ters within their jurisdiction requiring disclosure of the files.'· 

The Comptroller General of the U.S. -By the Comptroller Gener­
al or any of his authorized representatives in the course of the 
performance of duties of the General 'Accounting Office relating . to 
the Marine Corps. . . 

Leatherneck Magazine and Marine Corps Gazette - For maintain­
ing their mailing lists of subscribers to these semi-official, professional 
publications. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Controlled distribution microfiche listing. Stock copies maintained 

in locked room. 
Retrievability: 
Listing in alphabetical order, with officer personnel listed separate 

from enlisted personnel. 
Safeguards: 
Building employs security guards. Distribution is strictly con-

. trolled. 
Retention and disposal: 
Destroyed upon being superseded by updated monthly listing. 
System manager(s) and address: 

·Commandant of the Marine Corps, Headquarters, U.S. Marine 
Corps, Washington, DC 29380 

Notification procedure: 
Request by correspondence should be addressed to the Comman­

dant of the Marine Corps (Code MS), Headquarters, U.S. Marine 
Corps, Washington, DC 20380. The letter should contain the full 
name, social security number and signature of the requester. 

The individual may visit Headquarters, U.S. Marine Corps, Colu.m­
bia Pike & Arlington Ridge Road, Arlington, Virginia, Room 1206. 
Proof of identification may consist of his active, reserve or retired 
identification card, his Armed Forces Report of Transfer or Dis­
charge (DO 214), his discharge certificate, his driver's license or by 
providing such other data sufficient to insure that the individual is 
the subject of the inquiry. 

Record access procedures: 
Information may be obtained from: 

Commandant of the Marine Corps 
Headquarters, U.S. Marine Corps 
.Columbia Pike & Arlington Ridge Road 
Arlington, Virginia,20380 
Telephone Area Code 202/694-1043 

Contesting record procedures: 
The agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Staff agencies and subdivisions of Headquarters, U.S .. Marin.e 

Corps. 
Veterans Administration 
Exempt_ions claimed for the system: 
None. 

MMN00004 
System name: 

Marine Corps Club Records. 
System location: 
Decentralized Segments - Records maintained by Marine Corps 

Clubs at organizational elements of the Marine Corps as listed -in the 
Directory of the Department of the Navy Mailing Addresses. 

Categories of individuals covered by the system: 
Officer personnel. who elect officer club. membership, staff non­

commissioned officer personnel who elect staff noncommissioned of­
ficer club membership and patrons of consolidated package stores 
who purchase alcoholic beverages. 

Categories of records ~n the system: 
File contains . nonstandardized, locally produced record listing 

name, grade, social security number, military address, duty telephone 
number and dependent information. 

Alcoholic purchase records contain name, grade, social security 
number, and the alcoholic beverage purchased by type, name brand, 
and quantity. 

Authority for maintenance of the system: 
Title 5, U.S. Code 301; Title 10, U.S. Code 5031 
Purpose(s): 
To provide a record of club members and patrons for use of 

management personnel in billing of customers and forwarding of club 
related information. 

Routine uses of records maintained in the syste-ra, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Marine Corps·compi1.ation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
All ·information of ·a personal nature· is recorded and stored in 

cabinet drawers or other record keeping devices. 
Retrievabillty: 
Is by name and/or social security t:iumber. 
Safeguards: · _, 
Include normal security afforded unclassified file materials . 
Retention and dispOsal: 
Data o~ club membership ·is r~tained as. long as the member is 

active and disposed of when membership is terminated. Data on 
alcoholic purchases is retained for a period as specified by the local 

J 



\ 

---------

DEFENSE DEPARTMENT 537 

command, but in no case for a period in excess of two years from 
date of purchase. 

System manager(s) and address: 
Decentralized - The local commanding officer is responsible for 

the operation of clubs ab~ard his base/activity. 
Notification procedure: 
Request by correspondence should be. addressed to the com~and-

ing officer of the activity having custody of the records. 
Record access procedures: 
Rules of access may be obtained from the SYSMANAGER 
Contesting record procedures: 
The agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Data collected from each applicable individual. 
Exemptions claimed for the system: 
None. 

MMNOOOOS 
System name: 

Marine Corps Education Program. 
System location: 
Primary system - Headquarters, U.S. Marine Corps (Code TR), 

Washington, DC 20380. 
Secondary system - Local activity or command to which individ­

ual is assigned (See list of activities in Navy Standard Distribution 
List OPNAV P09B3-107). 

Categories of individuals covered by the system: 
Marine Corps personnel who have submitted written applications 

for participation in full-time, tuition assistance, off-duty, PREP, or 
other voluntary education programs. 

Categories of records in the system: 
File contains copies of individual's applications for participation in 

an education program; copies of correspondence between the Marine 
Corps, the individual and academic records and correspondence; test 
results; previous enrollments and disenrollments; and educational 
qualification data addressing the individual concerned. 

Authority for maintenance of the system: 
Title 5, U.S. Code 301; Title 10, U.S. Code 5031 
Purpose(s): . 
To provide a record· on i'ndividuals for use in educational and 

vocational counseling, selection, assignment and management of.vari­
ous educational and vocational programs attended by Marine Corps 
personnel. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

The Blanket Routine Uses that appear at the beginning of the 
Marine Corps compilation apply to this system. 

Courts - By officials of duly established local, state and federal 
courts as a result of court order pertainiQg to matters properly within 
the purview of said court. 

Congress of the U.S. - By the Senate or the House of ~epresenta­
tives of the U.S. or any committee or subcommittee thereof, any 
joint committee of Congress or subcommittee of joint committee or 
matters within their jurisdiction requiring disclosure of the files. 

The Comptroller General of the· U.S. - By the Comptroller Gener­
al or any of his authorized representatives in the course of the 
performance of duties of the General Accounting Office relating to 
the Marine Corps. 

Educational Institutions - By officials and employees of those edu­
cational institutions . to which the individual applies or which the 
Marine Corps contracts with, to provide full-time, off-duty or other 
educational programs. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper files as represented by card files, listings, log books, comput­

er printouts, rosters and file folders stored in filing cabinets. 
Retrievability: 
Filed alphabetically by last name; by educational institution, educa­

tional program or unit of assignment. Cross reference by SSN. 
Safeguards: 
Records are maintained in limited access working areas and are 

made available to persons other than the individual addressed only 

321-135 0-92-18 

on a strict 'need-to-know' basis. After duty. hours storage area~ are 
locked. 

Retention and disposal: 
Records are maintained a maximum of three years and then de-· 

stroyed. In instances where individual completed less than three 
years, with no incurred service obligation, records are destroyed on 
program completion or transfer of individual from command main-
taining record. · 

System manager(s) and address: 
Commandant of the Marine Corps, Headquarters, FS. Marine 

Corps, Washington, DC 20380 
Notification procedure: 
Information may be obtained from: 

Commandant of 
Commandant of the Marine Corps 
Headquarters, U.S. Marine Corps (Code TR) 
Washington, DC 20380 
Telephone: Area Code 202/694-2109 

Record access procedures: 
Requests from individuals should be addressed to the commander 

of the activity to which they are assigned for duty. Activity address­
es are contained in the Navy Standard Distribution List (OPNA V 
P09B3-I 07). 

Request~ from individuals who have made written application for 
the Special Education Program (SEP), Advanced Degree Program 
(ADP), Funded Legal Education Program (FLEP), College Degree 
Program (COp), Marine Enlisted Commissioning Education Progrm 
(MECEP), Navy Enlisted Scientific Education Program (NESEP), 
Staff NCO Degree Completion Program (SNCODCP), or Marine 
Associate Degree Completion Program (MADCOP) should be ad­
dressed to the Commandant of the Marine Corps, Headquarters, U.S. 
Marine Corps (Code TR), Washington, DC 20380. 

Written requests for information should contain name of the indi­
vidual, current address and telephone number, and the academic 
program originally requested or in which participated. 

For personal visits, the individual should provide personal identifi­
cation. 

Contesting record procedures: 
Rules for access to records and for contesting contents by the 

individual concerned may be obtained from the SYSMANAGER. 
Record source categories: 
Application and related documents including correspondence from 

the individual requesting an education program; correspondence orig­
inating in the Educational Services Branch or other Headquarters 
Marine Corps staff agencies; academic transcripts from educational 
institutions; and educational selection board results. 

Exemptions claimed, for the system: 
'None. 

MMN00006 
System name: 

Marine· Corps Military Personnel Records (OQR/SRB). 
System, location: 
Primary system-Headquarters, U.S. Marine Corps (Code 

MMRB), Quantico, VA 22134-0001. 
Decentralized segments-Commanding officer of the organization 

to which the Marine officer or enlisted individual is assigned for duty 
and has responsibility for the Officer Qualification Records/Service 
Record Books (OQR/SRB). 

Categories of individuals covered by the system: 
All Marine Corps military personnel (enlisted/officer): Reserve, 

retired and discharged or otherwise separated. 
Categories of records in the system: 
The system contains the Official Military. Personnel File, SRB and 

OQR. 
Authority for maintenance of the system: 
5 U.S.C. 301; 10 U.S.C. 5013; and Executive Order 9397. 
Purpose(s): 
To provide a record on all Marine Corps military personnel for 

use in management of resources, screening and selection for promo­
tion, training and educational programs, administration of appeals, 
grievances, discipline, litigations and adjudication of claims and de­
termination of benefits and entitlements. 

Routine· uses of records maintained in the system, including ·catego· 
ries of users and the purposes of such uses: . 
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To officials and employees of.the Coast Guard and National Guard 
in the performance of their official duties relating to screening mem­
bers who have expressed a positive interest in an interservice trans-
fer, enlistment, appointment or .acceptance. . 

To agents of the Secret Service in connection with matters under 
the jurisdiction of tpat agency upon presentation of credentials. 

To private organizations u~der. government contract to perform 
random analytical research into specific aspects of military personnel 
management and administrative procedures~ , 

To officials and employees of the American Red Cross· and Navy 
Relief Society ·in the performance of their duties. Access will be 
limited to those portions of the member's record required to effec-
tively assist the member. · · ~ 

To officials and employees of the Sergeant at Arms of the U.S. 
House of Representatives in the performance of official duties niiated 
to the ver~ficatiol"': o~ Marine Corps service of Members of Congress. 
Access will be hmtted to those portions of the member's record 
required to verify service time, active and reserve: · , : .' ·. 

To state, local, and foreign (within Status _of Forces agreements) 
law enforcement agencies or their authorized representatives in con­
nection with litigation, law enforcement, or other matters under the 
jurisdiction of such agencies. . . . . . . 

To officials and employees of the Veterans Administration, De­
partment of Health and Human Services, and Selective Service Ad-· 
ministration in the performance of their official duties related ·to 
eligibility, notification, and assistance in obtaining benefits by!mem-
bers and former members of the Marine Co~ps. · · . · 

To officials and employees of the Veterans 'Administration in ·the 
performance of their official ·duties relating to approved research 
projects. · 

To officials and employees of other Departments and Agencies of. 
the Executive Branch of government, upon request, in performance 
of their official duties related to the management, supervision, and 
administration of members and former members of the Marine Corps. 

Policies and practices for ~toring,, retrieving, accessi~g; retaining, and 
disposing of records in the' syst~m: · 

Storage: ·· 
Records are stored on paper in file folders and on microfiche. 
Retrievabili ty: 
The records· at Headquarters, U.S. Marine Corps' (all active and 

reserve officer records,· all temporary disability retired records, all 
active and organized reserve and Fleet Marine Corps Reserve enlist­
ed . records of. personnel joined/transferred to these components sub-

. sequent to June 30, 1974, all former Commandants, all Hvi.ng retired 
officers (who served in General Officer grade, records of all person­
ner separated/retired four months or less) are retrieved by full name 
and Social Se'curity Number. Except for OQR's and'SRB's of partici­
pating members, all other categories of Marine Corps military per­
sonnel records are maintained at the National Personnel Records 
Center, St .. Louis, MO. Those retired to St. Louis prior to January 1,. 
1964 and/or those with military service numbers (MSN) below 
1800000 are retrieved by MSN and full name. All other Marine 
Corps records retired to St. Louis, Missouri are accessed by MSN 
and/or Social Security Number and are retrieved by an assigned 
registry number. 

Saf~guards:. 

Restricted access .to building and all areas where data is main­
tained. Records are maintained in areas accessible only by authorized 
personnel who have .bt?en properly screened, cleared, and trained. 

Retention and disposal: 
Records are permanent. Records ml.j,.intained at Headquarters, U.S. 

Marine Corps are transferred to the National Personnel Records 
Center, 9700 Page Avenue, St. Louis, MO 63132-5100, four months 
after separation, placement on the Permanent Disability Retired List, 
retirement, retirement from Fleet Marine Gorps Reserve, death of an 
officer who served in General Officer grade and former Marines no 
longer considered of newsworthy status. · 

System manager(s) and address: 
Commandant of the Marine Corps (Code MMRB), Headquarters, 

U.S. Marine Corps, Quantico, VA 22134-0001. 
Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about ·themselves should address written inquir­
ies to the Commandant' of the Marine Corps (Code MMRB), Head­
quarters, U.S. Marine Corps, Quantico, VA 22134-0001 (for active· 
duty members); or to the Director, National Personnel · Records 
Center, 9700 Page Avenue, St. Louis, MO 63132-5100 (for separated 
members). 

Individuals seeking to determine information about their OQR/ 
SRB records maintained by their respective commanding officer 
should address written inquiries to the command concerned. U.S. 
Marine Corps official mailing addresses are incorporated into Depart­
ment of the Navy's mailing addresses; published as an appendix to 
the Navy's compilation of record sysem notices. · 

Written requests should contain the . full name, Social. Security 
Number, and signature of the requestec 

Record access procedures: 
Individuals seeking access to records about themselves contained. in 

this system of records should· address written requests to the Com­
mandant of the Marine Corps (Code MMRB), Headquarters, ·u.s. 
Marine Corps, Q4antico, VA 22134-0001 (for active duty personnel); 
to the ·respective commanding officer of the command concerned ·for 
OQR/SRB; or to the Director, National Persoimel· Records Center, 
9,700 Page Avenue, St. Louis, MO 63132-'-5100 (for separated mem-
bers). . . . . .. 

Written requests should include the full name, Social Security 
Number, and signature of the requester. · · · 

The individual may visit any of the above.activities for review of 
records. Proof of identification may consist of an individual's active, 
reserve or retired identification card, Armed Forces Report of Trans­
fer or Discharge (DD Form 214), discharge certificate, driver's li­
cense, or other data sufficient to insure that the individual is the 
subject of the record. 

Contesting record procedures: 
T:he Department of the .. Navy rules for contesting cont~nts and 

appealing initial determinations by the individual concerned are pub­
lished in Secretary of the Navy Instruction 5211.5; Marine Corps 
Order P5211.2; 32 CFR part 701; or may be. obtained from the 
system manager .. 

Record source categories: 
Staff agencies and subdivisions of Headquart~rs, U.S. Marine 

Corps; Marine Corps commands and organizations; other agencies of 
federal, state, and local government; medical reports; co.rrespondence 
from financial ~nd other commercial .enterprises; correspondence and 
reeords of educational institutions; correspondence of private citizens 
addr~ssed directly to the Marine Corps or via the U.S. Congress and 
other agencies; investigations .to determine suitability· for enlistment, 
security clearances, and special assignments; investigations related to 
disciplinary proceedings; and the .individual of the record. 

Exemptions Claimed for the. system: ' 
None. 

MMN00009 
System name: 

Military Police Information System (MILPINS). 
Systeni location: 
Decentralized segments-commands within area of jurisdiCtion. · 
·categories of indi~iduals covered by the system: 
Files contain information concerning both military :and civilian 

personnel who have ·come in contact with the military police as 
victims, suspects, or witnesses to incidents, complaints reported to 
the Provost Marshal. Files also contain ·data on military personnel 
living in base sporisored housing, or who have registered weapons or 
pets aboard the base. Military personnel and civilians who have 
registered motor vehicles are also included. 

. Categories of records in the system: 
, . Incidents/complaints report~d tp the installation Provost Marshal 
and all subjects listed on Field Interviews/Reports by the military 
police .. The individual's name, description, social security number, 
address, offense ch~rges, .location of offenses/incident, date, time, 
blotter, entry number, military police report number, and disposition 
of case are maintained. Housing information includes phone number, 
building immber, address, and dependent information. Pet registration 
information includes species, sex, breed, color, name and inocul!ltion 
dates. Weapon registration information includes brand name, caliber, 
type, and model. Motor vehicle information includes year, make, 
model, color, license number, insurance company, and decal informa­
tion. Work section information includes phone numoer, division code, 
building number, building key access, and recall information. Person­
nel information includes date ()f birth, sex, race, age, and date trans­
ferred. 

Authority for maintenance of the system: 
Title 10, U.S. Code 5031; E.O. 9327 
Purpose(s): 
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To provide a rapid means for military police to access reports for 
proper disposition of cases. The system also provides historical 
record of all reports on individuals who have come in contact with 
the · military police as victims, suspects or witnesses to incidents. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

The Blanket Routine Uses that appear at the beginning of the 
Marine Corps compilation apply to this system. 

Courts-By officials of duly establishe~ local, state and federal 
courts as a result of court .order pertaining to matters property within 
the purview of said court. 

Congress of the U.S.-By. the State or the House of Representa­
tives of the U.S. or any .. committee or subcommittee thereof, any 
joint committee of Congress or subcommittee of joint committee on 
matters within their jurisdiction requiring disclosure of the files. 

The Comptroller General of the U.S.-By the Comptroller Gener­
al or any of his authorized representatives in the course of the 
performance of the duties of the General Accounting Office relating 
to the Marine Corps. 

To provide information to another agency or to an instrumentality 
·of any governmental jurisdiction within or under the control of the 
United States which has been authorized by law to conduct law 
enforcement activities pursuant to a request that the agency or instru­
mentality· initiate criminal or civil against an individual on behalf of 
the U.S. Marine Cor'ps, the Department of the Navy, or the Depart­
ment of Defense. 

To provide information to individuals pursuant to a request for 
assistance in a criminal or civil action against a member of the U.S. 
Marine Corps, 'by the U.S. Marine Corps, the Department of the 
Navy, or the Department of Defense. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: . 
Computer magnetic disks and tapes; index cards and printouts in 

security file.cabinets. 
Retrievability: 
Filed by full name or social security number (SSN). 
Safeguards: 
Records are maintained in areas accessible only to authorized per­

sonnel that are properly screened, cleared and trained. Passwords are 
required to access those programs which produce printed output. 
Access to the computer is controlled via a centralized security office 
and printouts many only be receipted for by designated personneL 
All index cards and printouts are filed in locked security cabinets. 

Retention and disposal: 
Records are maintained three months to six years depending on the 

type of information. · 
System manager(s) and address: 
Installation Provost Marshal of activity concerned. 
Notification proceduFe: 
Information may be obtained from Installation Provost Marshal'of 

activity concerned. 
Record access procedures: 
Requests from individuals should be addressed to. Provost Mashal 

of activity concerned. 
Written requests for information should contain the full name 9f 

the individual, social security number, date and place of birth. . · 
For visits, the individual should report to Provost Marshal of the 

respective installations. 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
system manager. · 

Record source categories: 
Military Police Blotters and Field Interview Card. 
Exemption claimed for the system: 
None. 

MMNOOOIO 
System name: 

Personnel Services Working· Files. 
System location: 
All Marine Corps activities. 
Categories of individuals covered by the system: 
Members and former members of the Marine Corps and Marine 

Corps Reserve; permanently and temporarily retired members of the 

Marine Corps and Marit1e Corps Reserve; members. of the Fleet 
Marine Corps Reserve; .Federal civil service employees of the Ma­
rines Corps; and dependents, survivors or appointed agents. of the 
foregoing. Some information about dependents and other mem~ers of 
families or former families of Marine Corps personnel may be mclud­
ed in files· pertaining to the Marine .. Inquiries from the general public, 
whether addressed dir~ctly to HQMC or received via a third party, 
may be retained together with information obtained in the course o~ 
completing required action or in preparing a response. 

Categories of records in the system: 
Files contain information pertaining to identification;· prior service; 

location and addresses; decedent affairs; military honors at funerals; 
recovery of remains; casualty notification; condolence .letters to n<7xt 
of kih; transportation, passports and visas for next of km of casualttes 
medically warranted overseas; missing persons; prisoners of war; 
reserve disability benefits; casualty statistics; certification of eligibility 
for award of Purple Heart Medal; death benefits and annuity. pay­
ments; Official reports ·of casualty; certification of life insurance cov­
erage; investigative reports; travel of dependents; reports and death 
certificates substantiating casualty status; intelligence report~ concern­
ing missing and captured· members; prior and present man tal. status; 
dissolution of prior marriages; birth, marriage and death certtficates; 
adopting·of children; financial responsibility; child support; claims of 
non-support; personal health and welfare reports; alien marriages; 
conduct and personal history as it pertains to marriage and its re­
sponsibilities; medical information; garnishment qf pay; powers of 
attorney; personal financial records; police and fire :repo~ts; ~ecords 
of emergency data; medical care; use of exchanges, commtssanes and 
theaters; recovery of invalid dependent identification and privilege 
cards; correction of naval records; defense related employment; vet­
erans rights, benefits and privileges; awards, recommendations and/or 
issuances; Survivor Benefit Plan; preseparation counseling; civ~l read­
justment; Retired Serviceman's Family ~rotection Pl~n; res.tdence; 
basic allowance for quarters; leave and hberty; financtal asststance; 
extensions of emergency leave; in service FHA mortgage insurance 
loans; reimbursement for damage to or loss of personal property; 
transportation of household goods; claims against the government; 
lost,. damaged or abandoned property; medical bills; determinations of 
dependency status; claims against· commercial carriers, insurers, and 

. contractors· dependent identification and privilege cards; official cor­
respondenc~ (including correspondence from Marines, ·their families, 
attorneys, doctors, lawyers, clergymen, administrators/executors/ 
guardians of estates, American Red Cross and other welfare agencies 
and the general. public, whether addressed directly to the Marine 
Corps or via third parties); internal routing and processing or person­
al affairs matters; and records of interviews and telephonic conversa­
tions. 

Authority for maintenance of the system: 
Title 10, U.S. Code 1071-1087, 1441-1455, 1475-1488, 2771 6148a, 

b, and d; Title 31, U.S. Code 240-243; Title 37, U.S. Code 401 and 
551, et.seq.; Title 38, U.S. Code 765-770, 2021-2026; 50, U.S. Code 
1436, and E.O. 11016; Title 5, U.S. Code 301; 

Purpose(s): 
To provide a record for use in ·the administration of programs 

concerning the personal welfare of Marines and their dependents 
and/or survivors to include decedent ~ffairs. · 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

The Blanket Routine Uses that appear at the beginning of the 
Marine Corps compilation apply to this system. . 

Records are used by intelligence and other government agenctes 
assisting in the investigation of circumstances of casualty and in 
accounting for personnel who· are deceased (body not recovered), 
missing, captured, or detained. 

PoHcies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders, vertical strip files, microfiche and 

card files stored in filing cabinets, shelves, tables and desks. 
Retrievability: 
Files are accessed and retrieved by· subject matter and by individ­

ual. Identification of individual is by nam~ or social security number. 
Safeguards: 
Building is located in controlled access area with security guards 

on 24 hour duty. Access to information contained in the files· is 
limited to Officials and employees of Headquarters, U.S. Marine 
Corps acting in their official capacity upon demonstration of a need­
to-know basis. Records held by field activities are maintained in areas 
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accessible only to· authorized personnel that are properly screened, 
cleared and trained. Locked and/or guarded offices. . 

Retention and disposal: · 
Files are retained for differing lengths of time, deperiOing upon the 

purpose of the information contained therein. Death benefit data are 
retained for five years and then destroyed; records of emergency 
data are retained until the Marine's death or separation from active 
duty or active reserves; Department of Defense Reports of Casualty 
are retained for such period as deemed necessary, and ·then trans­
ferred to the Historical Division, ·Headquarters, U.S. Marine Corps; 
casualty statistics and rosters, and statistical reports are retained for 
such period as deemed necessary and the~ transferred to Historical 
Division, Headquarters, U. S. Marine Corps_ or.destroyed as deemed 
appropriate; missing and captured personnel data and unusual· miscel­
laneous casualty topic data are retained for such period as deemed 
nec:essary and then destroyed; . files concerning dependency determi­
nation are retained for one year and then destroyed; files concerning 
veterans rights, benefits and privil~ges are retained indefinitely or 
until the member and all eligible survivors are deceased; files con­
cerning correction of naval records are destroyed upon completion 
of action; files regarding adjudication of claims against. the govern­
ment are ret~ined for six months and then destroyed;. files containing 
information which could be 'considered to be derogatory nature. are 
disposed of as directed by competent authority; all other files are 
retained for three years and then destroyed. · 

System manager(s) and address: 
Commandant of the Marine Corps, Headquarters, U.S. Marine 

Corps, Washington, DC 20380 
Notification procedure: 
Correspondence pertaining to files maintained should be addressed 

to: 
Commandant of the Marine Corps (Code MS) 

.Headquarters; U.S. Marine Corps 
Washington, DC 20380 
Telephone: Area Code 202-694-3143. 

·Correspondence should contain the full name, social security 
number and signature of the requester. The individual may visit the 
above location for review of files. Proof of identification may consist 
of the active, reserve, retired or dependent identification card, the 
Armed Forces Report of Transfer or Discharge (DD 214), discharge 
certificate, driver's license, social security card, or by providing such 
other data sufficient to ensure the individual is the subject ot · the 
inquiry. 

Record access procedures: 
Information may be obtained from: 

Commandant of the Marine Corps (Code MS) 
Henderson Hall, Building No.4, Room 109A 
Arlington, Virginia 22214 
Telephone: Area Code 202-694-3134 

Contesting record procedures: 
The agency's rules for .access to files and. for contesting and ap­

pealing initial determination by the individual concerned may be 
obtained from the SYSMANAGER. 

Record source categories: 
Marine Corps Manpower Management System; 
Joint Uniform Military Pay System; 
Marine Corps Military Personnel Records System; 
Marine Corps Deserter Inquiry File; 
Staff agencies and subdivisions of Headquarters, U.S. Marine 

Corps; 
Marine Corps commands and organizations; 
Other agencies of federal, state, and local governments; 
Educational institutions; 
Medical reports and psychiatric evaluations; 
Financial institutions and other commercial enterprises; 
Civil courts and law enforcement agencies; 
Correspondence and telephone calls from private citizens initiated 

directly to the Marine Corps or via the U.S. Congress and other 
agencies; 

Investigative reports; 
American Red Cross and similar welfare agencies; 
Veterans' Administration. 
Exemptions claimed for the system: 
None. 

MMNOOOll 
System name: 

Source Data Automate.d Fitness Report System (SDAFRS). 
System location: 

· ~Personnel Management Division, Manpower Department, Head-
quarters, U.S. Marine Corps;. Washington, DC 20380 · 

Categories of individuals covered by the system: 
Former, present and future U.S. Marine Corps active duty and 

organized Reserve Commissioned and Non-Commissioned Officers in 
the rank of sergeant and above. 

Categories of records in the system: 
System .contains auto~ated recqrds created through optical scan of 

Marine Corps Fitness Reports, which 'are evaluatipns of duties per­
formed and the manner of such performance. Fitness reports repre­
sent a comprehensive portrayal of the professional qualifications, 
personal traits and characteristcs and individual potential. Fitness 
reports include narrative omments, numerical. grading and compari­
son with those peers rated by the commanding officer or other 
reporting senior of the individual addressed. Fitness reports contain 
personal identification. such as name, rank, social security number, 
location and number of dependents, etc. in addition to individual 
evaluation data. 

Authority for maintenance of the system: 
.TitleS, U.S. Code ,30.1; Title 10, U.S, Code 5031 
Purpose(s): 
To provide a record for use by appropriate Marine Corps person­

nel in the screening and selection of individuals for. promotion, duty 
assignment, career counseling and the administration of personnel 
resources. 

Routine uses of re~ords maintained in the system, inclu~ing catego-
ries of users and the purposes of such uses: · 

The Bl.anket Routine Uses that appear aC the beginning of the 
Marine Corps compilation apply to this system. . 

Courts - By Officials of duly established local, state and federal 
courts as a result of court order pertaining to matters properly within 
the purview of said court. 

Congress of the U.S. Senate or the House of Representatives of the 
U.S. or any committee or subcommittee thereof, any j<;~int committee 
of Congress or subcommittee of joint committee on matters \Vithin 
their jurisdiction requiring disclosure of the files of the fitness report 
system. 

The Comptroller General of the U.S. - By the Comptroller Gener­
al or any of his authorized. representatives in the course of the 
performance of duties of the General Accounting Office relating to 
the Marine Corps Manpower Management System. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper original of fitness report is exposed to SDAFRS Scanning 

and then transferred to the personnel file jacket of. the individual 
concerned and stored within the Marine Corps Militar,y Personnel 
Records System. 

Automated records are stored on magnetic tape. 
Retrievability: 
Paper original of fitness report is accessed by a combination of last 

name and social security number. 
. Automated records (magnetic tapes) are accessed by social security 
number. 

Safeguards: 
Building housing computer employs 24 hour security guards. 

Access to terminal is limited to authorized personnel to· need to know 
basis. Distribution of printouts of information from the system is 
restricted to authorized persons in the performance of their assigned 
duties and destroyed after use. 

Retention and disposal: 
Records, both. paper and tape, are permanent. Paper records are 

stored in the Marine Corps Military Personnel Records System. Tape 
records are removed from the active file to a historical file for 
retention according to appropriate magnetic record retention policies. 

System manager(s) and address: 
The Commandant of the Marine Cprps, Headquarters, U.S. Marine 

Corps, Washington, DC 20380 
Notification procedure: 
Information may be obtained from: 

The .Commandant of the Marine Corps (Code MM) 
Headquarters, U.S. Marine Corps 
Washington, DC 20380 
Telephone: Area Code 202/694-3122. 

Record, access procedures: 



DEFENSE DEPARTMENT 541 

Requests from individuals should be addressed to: Commandant of 
the Marine Corps (Code MM), Headquarters, U.S. Marine Corps, 
Washington, DC 20380. 
· Written requests for information should contain the individual's 
name, social security number, signature and the dates covered by the 
report(s) in question. · 

Personal visits may be made to Manpower Department, Headquar­
ters, U.S. Marine Corps, Federal Office Building #2, Washington, 
DC 20380. For personal visits the individual should be able to pro­
vide personal identification to include valid military identification or 
two valid civilian items of identification such as driver's license, 
social security card, medicare card, etc. · 

Contesting record procedures: . 
The Marine Corps rules for contesting contents and appealing 

initial determinations may be obtained from the Commandant of the 
Marine Corps (Code M), Headquarters, U.S. Marine Corps, Washing-
ton, DC 20380. . 

Record source categories: 
Each officer and noncommissioned officer in the rank of sergeant 

and above provides the personal information on the fitness report 
form. The form is then submitted to the commanding officer or 
immediate superior (reporting senior) for completion of the evalua­
tion portion of the form and forwarding to Headquarters, U.S. 
Marine Corps, Washington, DC 20380. 
E~emptions claimed for the system:. 
None. 

MMN00013 
System name: 

Personnel Management Working Files. 
System location: 
All Marine Corps !!Ctivities. 
Categories of individuals covered by the system: 
Members of the U.S. Marine Corps and Marine Corps Reserve; 

former members of the Marine Corps and Marine Corps Reserve; 
retired and temporarily retired members of the Marine Corps and 
Marine Corps Reserve; members of the Fleet MariQe Corps Reserve; 
and applicants for entry into the Marine Corps or Marine Corps 
Reserve. · 

Military personnel, federal employees, and dependents who apply 
through the Marine Corps for no-fee passports for Official travel to 
countries requiring a .passport. 

Dependents of Marines and other family members with respect to 
matters pertaining to the individual Marine, former Marine or appli­
cant. 

Members of other. services assigned to or serving with the Marine 
Corps. 

Categories of records in the ·system: 
File contains information pertaining to identification, recruitment, 

enlistment, commissioning, prior service, reenlistment or extension of 
enlistment, lateral occupational movement, civilian employment, let­
ters of reference, education, training, career counselling, religious 
preference as provided by the individual, qualifications, intelligence 
and aptitude testing, classification, assignment, location addresses, 
promotions, reductions in rank, proficiency, conduct, performance of 
duty, discipline; offensesand punishments under the Uniform Code of 
Military Conduct, courts-martial, personal history, investigations, se­
curity clearances, police and court records, civil arrests and convic­
tions, birth and· marriage certificates, divorce and other decrees, 
financial responsibility and letters of indebtedness, marital status, de­
pendents, families' citizenships, passports, visas, travel and travel 
orders, leave records, transportation of dependents and household 
goods, pay records, claims against the government, decorations and 
awa~ds, commendations, medical records to include psychiatric eval­
uations, disability proceedings, separation and retirement, Official 
correspondence (includes internal Marine Corps and Department of 
the Navy correspondence, as well as correspondence with the Execu­
tive, Legislative, and Judicial Branches of federal, state and local 
government) and other correspondence (includes correspondence 
from Marines, their dependents and families, attorneys, doctors, edu­
cators, clergymen and members of the general public whether ad­
dressed directly to the Marine Corps or via third parties (president, 
congressmen, etc.), personnel who apply to express a grievance 
through personal interviews with the Commanding General via the 
chains of command Article 1107.1, U.S. Navy Regulations (Request 
Mast), personal counselling.). 

Authority for maintenance of the system: 
Title 5, U.S. Code 301; Title 10, U.S. Code 5031 
Purpose(s): 

To provide a record to facilitate personnel management actions 
and decisions. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine. Uses that appear at the beginning of the 
Marine Corps compilation apply to this system. 

Courts - By Officials of duly established local state and federal 
courts as a result of court orders pertaining to matters properly 
within the purview of said court. 

Congress of the U.S. - By the Senate or the House of Representa­
tives of the U.S. or any committee or subcommittee thereof, any 
joint committee of Congress or subcommittee of joint committee on 
matters within their jurisdiction requiring disclosure of the files of 
the system. . 

The Comptroller General of the U.S. - By the Comptroller Gener­
al or any of his authorized representatives in the course of the 
performance of duties of the General Accounting Office relating to 
the Marine Corps Manpower Management System. 

To provide informatio'n to another agency or to an instrumentality 
of any governmental jurisdiction within or under the control of the 
United States which has been authorized by law to conduct law 
enforcement activities pursuant to a request that the agency or instru­
mentality initiate criminal or civil action against an individual on 
behalf of the U.S. Marine Corps, the Department of the Navy, or the 
Department of Defense. 

To provide information to individuals pursuant to a request for 
·assistance in a criminal or civil action against a member of the U.S. 
Marine Corps, by the U.S. Marine ·corps, the Department of the 
Navy, or the Department of Defense. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper files as represented by card files, strip files, microfiche com­

puter printouts from the Manpower Management System or the Joint 
Uniform Military Pay System and file folders. Files are stored in 
filing cabinets, on shelves and on tables in controlled access areas. 

Retrievability: 
Files are access and retrieved by subject and by the name and 

social security number. 
Safeguards: 
In compliance with the specified . requirements for security of 

FOUO material. 
Retention and disposal: 
Files are retained for differing lengths of time, depending upon the 

purpose of the information contained therein. Promotion data is re­
tained three years, then transferred to Historical Division, Headquar­
ters, U.S. Marine Corps. Passport data is retained ·six years, then 
destroyed. Enlisted assignment data is retained· two years, then de­
stroyed. Certain officer assignment data is destroyed when the officer 
is released from active duty. Disability retirement data is retained 
two years from the date of removal of the individual from the 
Temporarily Disability Retirement list, then destroyed. Retirement 
correspondence is retained for one year following individual's retire­
ment. Retirement files are retained until the individual's death. Per­
sonal· counselling records are maintained one year, career counselling 
records are maintained within the individual's Official records. All 
other files are retained three years, then destroyed. 

System manager(s) and address: 
Local commanding officer. 
Notification procedure: 
Information may be obtained from the Commandant of tlie Marine 

Corl'>s (Code. MM), Headquarters, U.S. Marine Corps, Washington, 
DC 20380, the current command, the last duty station, or applicable 
activity. 

Additional information concerning peBonnel assigned to Occupa­
tional Field 55 (Band) may be obtained from the Commandant of the 
M.arine Corps (Code MPC), Headquarters, U.S. Marine Corps, Wash­
ington, DC 20380 Telephone: Area Code 202/694-4154. 

Record access procedures: 
Requests from individual's may be addressed to the Commandant 

of the Marine Corps (Code MM), Headquarters, U.S. Marine Corps, 
Washington, DC., the current command or last duty station. 

Written requests for information should contain the full name of 
the individual and his social security number or former military 
service number. The following information will also be helpful in 
locating some records: Military rank and occupational specialty, 
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dates and places of service, and any·speCial correspondence previous-
ly received or sent. · 

For personal visits, the individual may visit the Personnel Manage­
ment Division, Headquarters, U.S. Marine Corps, Federal Office 
Building #2, Washington, DC 20380 or Marine Corps commands and 
districts. · · ' 

For personal visits, the individual should be able to provide per­
s~nal identification to include valid military or dependent identifica­
tion card or two valid civilian items of identification such as ·driver's 
license, social security card, medicare card, etc. 

Contesting record. procedures: 
The Marine Corps rules for . contesting contents and appealing 

initial determinations may be obtained from Commandant of the 
Marine. Corps (Code M), Headquarters, U.S. Marine Corps, Washing-
ton, DC 40380.. · . . 

Record so~rce categories: . 
Information in the system is obtained from the Marine Corps, 

Manpower Management System; the Joint Uniform Military Pay 
System; ·Marine Corps Military Personnel Records to include the 
Service' Record Book and Officer Qualification Record; Military 
Medical Records; Marine Corps Deserter· Inquiry File; staff elements. 
and subdivisions of Headquarters, U.S. Marine Corps; Marine Corps 
field commands, organizations, activities; other components of the 
Department of Defense; agencies of federal, state, and local govern­
ment, to include: Civil courts and law enforcement, previous employ­
ers; financial institutions and commercial enterprises; educational in­
stitutions; private citizens provided as character references by the 
individual; investigations related to disciplinary proceedings; and cor­
respondence of private citizens. addressed directly to the Marine 
Corps or via third parties such as member of Congress and other 
governmental agencies. 

Exemptions claimed for the system: 
None. 

MMN00014 
System name: 

Work Measurement Labor Distribution Cards. 
System location: 
All Marine Corps activities. 
Categories of individuals covered by the system: -
Marine Corps employees, civilian, military and occasional summer 

hires funded by state and local programs. 
Categories of records in the system: 
Labor distribution cards which have been prepared by either the 

concerned individual or the supervisor to record the number of hours 
worked, the number of units produced by the employee, the function 
of the employee during that time, and the job number of the job. ' 
Also, the system contains summarizations of said card and computer 
input and output relative to said card. 

Authority for maintenance of the system: 
Title 10, U.S. Code 124; 133 
Purpose(s): 
To provide a record of labor distribution on individuals assigned to 

work organizations for use in the management of work assignments. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
The Blanket Routine Uses that appear at the beginning of the 

Marine Corps compilation apply to this system. . 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: . · 
Storage: , 
Labor distribution cards• are processed to capture the source data. 

The input cards are then filed in nonsequential order pending com­
pletion of the report cycle. Punch cards or their successor equivalent 
will be input into a'computer program to prepare the work center list 
by individual. 

Punch cards may be ·summarized on noncomputerized lists by 
individual. Such lists may be kept by the employees' supervisor. 

Retrievability: 
The information identified by individual is available only from the 

lists maintained by the work center supervisor within one year of the 
work w·eek in question. 

Safeguards: 
·the alphabetical listings are maintained by each work center su­

pervisor. 
Retention and disposal: 

Lists are destroyed one year after the subject work week. 
System manager(s) and address: 
Commanding officer of activity. 
Notification procedure: 
Information may be obtained from the SYSMANAGER. 
Record access procedures: 
Written requests from ·indi~iduals should be addressed to the SYS­

MANAGER. Requests should include name of employee, work 
center number, and work week for which data is requested. Personal 
visits and telephone calls should be made directly to the employee's 
work center supervisor. 

Contesting record procedures: 
The information on the list is only that which was submitted 'by 

the employee and should be corrected during the work month. After 
that time, the manhours are entered on local and Headquarters re­
ports and no corrective action is possible. 

Record source categories: 
No particular format required for request. 
Exemptions claimed for the system:, 
None .. 

MMN00016 
System name: 

Accident and Injury Reporting System. 

System location: 
Organizational elements of the U.S. Marine Corps as listed in the 

pi rectory of the Department of the Navy Activities. 
Categories of individuals covered by the system: 
Military or civilian employees who are involved in accidents 

which result in lost time, government .or private property damage or 
destruction and personnel injury 9r death. 

Categories of records in the system: 
Name·, rank, social security number, type of accidents and injuries. 
Reports include consolidate9 accident injury report, and report of 

motor vehicle ·accident. · 
~uthority for maintenance of the system: 
Title 5, U.S. Code 301; Title 10,. U.S. Code 5031 
Purpose(s): :' 
To provide a record of all individuals involved in accide'nts for use 

in resolving the disposition of such accidents and establishing appro-
priate safety programs. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear· at the beginning of the 
Marine Corps compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retai~ing, .and 
disposing of records in the system: 

Storage: 
File folder, card files, punched cards, magnetic tape, and display 

boards. 
Retrievability: 
Name, SSN. 
Safeguards: 
Access provided on. a need to know basis only. Locked and/or 

guarded office. 
Retention and disposal: 
Five years - disposal per SECNAV Records Disposal Manual. 
System manager(s) and address: 
Commanding officer of the activity in question. See D.irectory of 

Department of the Navy Mailing Addresse~. 
Notification procedure: 
Apply to SYSMANAGER. · 
Record access procedures: 
The agency's rules for access to records may be obtained from the 

SYSMANAGER. 
Contesting record procedures: 
The agency's rules for contesting contents and ·appealing initial 

determinations by the individual concerned may be obtained from the 
SYSMANAGER. 

Record source categories: 

J 
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Individual concerned, military police traffic accident investigation 
reports, accident injury reports, other records of the activity, witness, 
and other correspondents. · . 

Exemptions claimed for the system: 
None .. 

MMN00017 
System name: 

Armory Ac.cess and Individual Weapons Assignme11ts. 
System location: 
Organizational elements of the U.S. Marine Corps as listed in the 

Directory of Department of the Navy Activities. 
Categories of individuals covered by the system: 
All personnel assigned government weapons. 
All personnel authorized access to individual armories. 
Categories of records in the system: 
Records depict name of individual, type of weapon assigned, serial 

number of that weapon, accessories in the individual's possession, 
condition of the weapon (!.nd accessories, and individual's signature 
acknowledging receipt. 

Name, rank, social security number of personnel authorized access 
to individual armories. · 

Authority for maintenance of the system: 
Title 5, U.S. Code 301; Title 10, U.S. Code 5031 
Purpose(s): 
To provide a record. of weapons accountability, management and 

control of all U.S. Government weapons/accessories issued to per­
sonnel and to provide record of personnel authorized access to 
armory spaces. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Marine Corps compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
File folders, cards, punched cards, magnetic tapes. 
Retrievability: 
Records retained by name or weapons serial numbers. 
Safeguards: · 
Access rosters and personnel weapons assignments are provided on 

a need-to-know basis only. Locked and/or guarded office. 
Retention and disposal: 
As established by SYSMANAGER per SECNAV Records Dis­

posal Manual. 
System manager(s) and address: . . 
Commanding officer of the activity in question. See Directory of 

Department of the Navy Mailing Addresses. 
Notification procedure:: 
Apply to SYSMANAGER. 
Record access procedures: 
The agency's rules for access to records rriay be obtained from the , 

SYSMANAGER. . 
Contesting record procedures: 

. The agency's rules for contesting contents and appealing initial 
determinations by the individual concerned may be obtained from the 
SYSMANAGER. 

Record source categories: 
Individual concerned, other records ofthe activity. 
Exemptions cla~med for the system: 
None. 

MMN00018 
System name: 

Base Security Incident Report System. 
System location: 
Organizational elements of the U.S. Marine Corps as listed in the 

Directory of the Department of the Navy Activities. 
Categories of individuals covered by the system: 
Individual involved in or witnessing or reporting incidents requir­

ing the attention of base security or law enforc:.::ment · personnel. 
Categories of records in the system:. 

Incident/complaint reports; witness statements; stolen property re­
ports; military police investigator's report; military police mot?~ ve­
hicle accident and injury report; military police alert cards; m1htary 
police property. custody forms; tags, and disposition of evidence 
letters; military police field interview cards; military police desk 
blotter; use of force reports; traffic .violation records; driving record 
reports; traffic court files; citations to appear before U.S. Magistrate; 
crimi11al investigation reports; civil court cases records; minor offense 
report; uniforrri violation report; narcotics reports; polygraphy exami­
nations; letters of warning/eviction from base housing; letters of 
warning/barring from federal reservation; Armed Forces police .re­
ports; suspect photogr11phic files; child abuse files; juvenile case files; 
valuable property receipt; vehicle impound files and vehicle towing 
reports; suspension of driving privileges and revocation letters assign­
ment to absentee/ deserter escort duty; informant list; Master Crime 
index card; evidence record file; military police log/journal; breatha­
lyzer report; criminal investigation file; and any other such report 
received by military police personnel in the official execution of their 
duties. · 

Authority for maintenance of the system: 
Title 5, U.S. Cod~ 301; Title 10, U.S. Code 5031 
Purpose(s): 
To provide a record of individuals involved in incidents on base 

concerning base security or law enforcement for use in the disposi­
tion of cases. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · · 

The Blanket Routine Uses that appear at the beginning of the 
Marine Corps compi~ation apply to this system. 

Local, state, and feqeral agencies - To provide to local, state and 
federal investigative agencies or court officials such information that 
properly falls within their purview requiring further investigation or 
court action. · 

To individuals in support of insurance claims and civil litigation 
involving base incidents. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
File folders, card files, p~nched cards, metal filing cabinets, !llag­

netic tapes.-
RetHevability: 
Name, social security number! case umber, organization. 

· Safeguards: 
Access provided on a need to know· basis only. Locked and/or 

guarded office. 
Retention and disposal: 
As established by SYSMANAGER per SECNA V Records Dis­

posal Manual. 
System manager(s) and address: 
Commanding officer of the activity in question. See Directory of 

Department of the Navy Mailing Addresses: 
Notification procedure: 
Apply to SYSMANAGER. 
Record access procedures: 
The agency's rules .for access to records<> may be obtained from the 

SYSMANAGER . 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
SYSMANAGER. · 

Record source categories: 
Individual concerned, other records of the activity, investigators, 

witnesses~ correspondents. 
Exemptions claimed for the system: 
Parts of this system may be exempt under Title 5, U.S. Code 552a 

(j) (2) as applicable, for additional information, contact the SYS-
MANAGER. . 

MMN00019 
System name: 

Drug/ Alcohol Abuse Reporting Program. 
System location: 
Primary System - Headquarters, U.S. Marine Corps, Washington, 

DC 20380. 
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Decentralized Segments - Navy Drug Rehabilitation Centers, 
Nav.y and Ma~ine Corps Counseling and Assistance Centers, Navy 
Reg1onal Med1cal Centers, Navy Alcohol Rehabilitation . Dr.ydocks, 
Naval Health Research Center, Navy Correction Centers and local 
activities to· which an individual is assigned. (See Directory of· De­
partment of the Navy Mailing Addresses) .. 
· . ·categories of individuals covered by the system: 

All 'military personnel who have been tested. for, identified, evalu-· 
ated, apprehended, or rehabilitated for drug or alcohol abuse or who 
have been granted drug abuse exemption; or who are seeking assist­
ance in drug or alcohol abuse programs . 
. All military pers~:mnel who have been granted drug abuse 'exemp­

tion. 
All military person'nel who are seeking assistance in drug or alco-

hol abuse programs. . · · 
Categories of records in the system: · · · ' 
Drug abu&e identification/rehabilitation statistical reports, alcohol 

abuse identification/ rehabilitation statistical reports, grant of drug 
exemption report, request for disposition on drug dependent person­
nel, grant of exemption/rehabilitation case file to include medical 
evaluations, counselor evaluations, monthly progress reports, alcohol­
ism education roster, and such correspondence or messages sent or 
sent by SYSMANAGER pertaining to the individual concerned. 
Urinanalysis specimen control register and military police drug/alco-
hol related offense reports. · · 

Authority for maintenance of the system:' 
Title V, Pub.L. 92-129; Section 413, Pub.L. 92-255 
Purpose(s): 
To provide a record of all individuals .participating in drug/alcohol 

abuse programs for use by Marine Corps Officials in the management 
of such programs. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: • · 

Blanket 'routine uses' identified in the annual republication of 
Marine Corps systems of records in the Federal Register do not 
apply to this system of records. · 

Records of identity, diagnosis, prognosis, or treatment of any 
client/patient, maintained in connection with the performance of·any 
alcohol or ·drug abuse prevention and treatment function conducted, 
regulated, or directly or indirectly assisted by any departm~nt ·or 
agency of the United States, shall, except as provided therein, be 
confidential and disclosed only for the purposes and under the cir­
cumstances expressly authorized in Title 21, U.S.C., Section 1175, as 
amended by 88 Stat. 1.37, and Title 42' U.S.C., Section 4582, as 
amended by 88 Stat. 131. These statutes take precedence over the 
Privacy Act of 1974, in regard in accessibility of such record~ except 
to the individual to whom the record pertains. 

Within the Armed Forces or within those components of the 
Veterans Administration furnishing health care to veterans or be­
tween such components and the Armed Forces. 

To medical personnel outside the Armed Forces to the extent 
necessary to meet a bona fide medical emergency. 
· To Government personnel for the purpose of obtaining benefits to 

which the patient is entitled. · 
To qualified personnel for the purpose of conducting scientific 

research, management or financial audits, or program evaluation, but 
such personnel may not identify, directly or ind.irectly, any individual 
patient in any report of sqph research, audit or evaluation, or other­
wise disclose identities in any manner. 

To a court of competent jurisdiction upon authorization by an 
appropriate order after showing good cause therefore. In assessing 
good cause, the court shall weigh the public interest and the need for 
disclosure against the injury to the patient, to the physician-patient 
relationship, and to the treatment services. Upon the granting of such 
order, the court, in determining the extent to which any disclosure of 
all or any part of any record is necessary, shall impose appropriate 
safeguards against unauthorized disclosure. 

Policies and practices for storing, retrieving, accessing, retai
1
ning, and 

disposing of records in the system: 
Storage: 
File folders, card files, punched cards, magnetic tapes. 
Retrievability: 
Name, social security number, case number. When names and 

social security numbers are removed, data is aggregated for use in 
research, management information, and planning. 

Safeguards: · 
Records are maintained in areas accessible only to authorized per­

sonnel who are properly screened, cleared, and trained. 

·Retention and disposal: 
Paper files are maintained for two years, then destroyed. Records 

stored on magnetic tapes are maintained indefinitely. 
System manager(s) and address: 
Commandant of the Marine Corps, (Code MPH), Headquarters, 

U.S. Marine Corps, Washington, DC 20380. 
Notification procedure: 
Written requests should be addressed to the Commandant of the· 

Marine Corps (Code MPH), Headquarters, U.S. Marine Corps, 
Washington, DC 20380. Requests must contain full name, social secu­
rity number, military status, address and signature of requester. 
(Those inquiring about records at Confinement Centers must have 
their signature notarized, if not confined at time of request.) Individ­
uals may visit the Commandant of the Marine Corps, (Code MPH), 
located in the Arlington Annex (FOB-2) Columbia Pike and Arling­
ton Ridge Road, Arlington, VA, for assistance with records at that 
location; individuals may also visit local activities· concerned (See 
Directory of Department of the Navy Mailing Addresses). Individ­
uals must provide proof of identification such as military identifica­
tion card, driver's license, or . other picture-bearing identification. 

Record access procedures: 
Rules for access may be obtained from the SYSMANAGER. 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
SYSMANAGER. . 

Record source categories: 
Individual co~cerned, other records of the actiVIty, medical per­

sonnel, military police or other correspondences. 
Exemptions claimed for the system: 
None. . 

System name: 
Pet Registration. 
System location: 

MMN00020 

Organizational elements of the U.S. Marine Corps as listed in the 
Directory of Department of the Navy Activities. 

Categories of individuals covered by the system: 
Owners of pets residing on Naval reservations. · 
Owners of pets in quarantine as the result of biting complaints. 
Owners of pets whose pet is subject of nuisance complaints .. 
Categories of records in the system: 
Owners name, social security number, address and description of 

pet, tag nurnber, ·vaccination and registration information. 
Records of complaints for vicious animals or bites. 
Record of complaints for nuisance pets. 
Authority for maintenance of the system: 
Title 5, U.S.Code 301; Departmental Regulations, Federal, State, 

and Local Regulations, as applicable. 
Purpose(s): 
To provide a record of pet owners on base for use in the control 

of pets and to ensure appropriate innoculations ·in compliance with 
federal, state and local laws on animals. 

Routine uses of. records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

The Blanket Routine Uses that appear at the beginning of the 
Marine Corps compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
File folders, card files, punched cards, magnetic tapes. 
Retrievability: 
Name, social security number, case number. 
Safeguards: 
Access provided on a need to know basis only. Locked and/or 

guarded office. 
Retention and disposal: 
As established by. SYSMANAGER per SECNA V Records Dis­

posal Manual. 
System manager(s) and address: 
Commanding officer of the activity in question. See Directory of 

Department of the Navy Mailing Addresees. 
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Notification procedure: 
Apply to SYSMANAGER. 
Record access procedures: 
The agency's rules for access to records may be obtained from the 

SYSMANAGER. · 
Contesting record procedures: . 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
SYSMANAGER. 

Record source categories: 
Veterinary records and statements provided by pet owners, bit 

victims, military police, animal shelter, hospital personnel. 
Exemptions claimed for the system: 
None. 

System name: 
Weapons Registration. 
System location: 

MMN00021 

.Organizational elements of the U.S. Marine Corps as listed in the 
Dtrectory of Department of the Navy Activities; 

Categories of individuals covered by the system: 
All individuals, military or civilian, registered firearms or other 

weapons with Provost Marshal. 
All individuals who purchase a firearm or weapon at authorized 

exchange activities. 
Any individual who resides in government quarters who possesses 

privately owned firearms. 
Categories of records in the system: 
Weapon registration cards, weapon permit cards, notification to 

commanding officers of failure to register a firearm purchased at 
authbrized exchanges, exchange notification or firearm purchase. 
Such records showing name, rank, social security number, organiza­
tion, physical location of subject weapon, weapon description and 
such other identifiable items required to comply with all federal, 
state, and local weapons registration ordinances. 

Authority for maintenance of the system: 
Title 5, U.S. Code 301; Departmental regulations; federal, state and 

local regulations as applicable. 
Purpose(s): 
To provide a record of weapons registered to individuals on base 

to ensure proper control of firearms/weapons and to monitor pur­
chase and disposition of firearms/weapons. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Marine Corps compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: · 
File folders, card files, punched cards, magnetic tapes. 

· Retrievability: . 
Name, social security number, organization, caliber and gage of 

weapon. · 
Safeguards: · 
Access provided on a need to know basis only. Locked and/or 

guarded offices. 
Retention and disposal: 
As established by SYSMANAGER per SECNA V Records Dis­

posal Manual. 
System manager(s) and address: 
Commanding officer of the activity in question. See Directory of 

Department of the Navy Mailing Addresses. 
Notification procedure: 
Apply to SYSMANAGER. 
Record access procedures: 
The agency's rules for access to records may be obtained from the 

SYSMANAGER. 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
SYSMANAGER. 

Record source categories: 

Individual concerned, other records of activity, investigators, wit­
nesses and correspondents. 

Exemptions claimed for the system: 
None. 

System name: 
Vehicle Control System. 
System location: 

MMN00022 

Organizational elements of the U.S. Marine Corps as listed in the 
Directory of Department of the Navy Activities. 

Categories of individuals covered by the system: 
All individuals that have motor vehicles, ·boats, or trailers regis­

tered at a particular Naval installation or either a permanent or 
temporary basis. 

All individuals who apply for a Government Motor Vehicle Oper­
ator's license. 

All individuals who possess a Government Motor Vehide Opera­
tor's license with authority to operate government motor vehicles. 

Categories of records in the system: 
File contains records of each individual who has registered a 

vehicle on the installation concerned to include decal data, insurance 
information, state of registration and identification. File also contains 
notations of traffic violations, citations, suspensions, applications for 
government vehicle operator's J.D. card, operator qualifications and 
record licensing examination and performance, record of failures to 
qualify Government Motor Vehicle Operator's permit, record of 
government motor vehicle and . other vehicle accidents, information 
on student driver training, and identification for parking cont~ol. 

Records of traffic violations, citations and suspensions. For govern­
ment motor vehicle operators: Application for vehicle operator's I.D. 
card: Operator qualifications and record of licensing examination and 
performance, record of failures Government Motor Vehicle Opera­
tor's permit, record of issue of SF-46, Record of Government Motor 
Vehicle accidents, standard Form 91 accident report, record of SF-46 
suspensions/revocations, record of MOJT student driver's training. 

lden,tification of parking control. 
Authority .for maintenance of the system: 
Title 5, U.S. Code 301; Title 10, U.S. Code 5031 
Purpose(s): 
To provide a record of each individual who has registered a 

vehicle on an installation to include a record on individuals author­
ized to operate official government vehicles. 

Routine uses of records maintained in the system, including .catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the . beginning of ·the 
Marine Corps compilation apply to this system. 

To assist federal, state, and local law· enforcement agencies in the 
official execution of their duties when disclosure of such records is 
warranted. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
File folders, card files, punched cards, magnetic tapes. 
Retrievability: 
Name, social security number, case number, organization, decal 

number, state license plate number, vehicle description. 
Safeguards: 
Records are maintained in areas accessible only to authorized per­

sonnel. Areas are locked during nonduty hours and buildings are 
protected by security guards. 

Retention and disposal: 
Records are maintained for one year after transfer or separation 

from the installation concerned. Paper records are then destroyed 
and records on magnetic tapes are erased. 

System manager(s) and address: 
Commanding officer of the activity in question. See Directory of 

the Navy Mailing Addresses. 
Notification procedure: 
Information may be obtained from the system manager. Written 

requests should contain full name and social security number. Indi­
viduals visiting the installation concerned should provide proper 
identification such as military identification, driver's license or other 
suitable identification. 

Record access procedures: 
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Requests for access should be addressed to the system manager. 
Written requests should contain full name and ·social security number. 
Individuals visiting the installation should provide proper identifica­
tion. 

Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
SYSMANAGER. 

Record source categories: 
Individual concerned, other records of the activity, investigators, 

witnesses, correspondents. 
Exemptions claimed for the system: 
None. 

MMN00027 
System name: 

Marine Corps Military Personnel Records Access Files. 
System location: 
The Commandant of the Marine Corps, Headquarters, U.S. Marine 

Corps, Washington, DC 20380 
Categories of individuals covered by the system: 
All officials . and employees of the Department of the Defense 

authorized to draw Marine Corps military personnel records and; 
except for agents of Secret Service, Federal Bureau of Investigation 
and Naval Investigative Service which agents are granted access by 
presentation of credentials, all designated, justified and approved law 
enforcement/investigative personnel of other federal agencies permit­
ted access to Marine Corps military personnel records at Headquar­
ters, U.S. Marine Corps only. 

Categories of records in the system: 
Authorization cards submitted by Officials of HQMC and DOD 

granting individual authority to order Headquarters, U.S. Marine 
Corps official military personnel records. 

Authority for maintenance of the system: 
Title 5, U.S. Code 301; Title 10, U.S. Code 5031 
Purpose(s): 
To provide a record of Officials and empioyees of the Marine 

Corps authorized to draw and/or review Marine Corps military 
personnel records. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Marine Corps compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Looseleaf Binder and Card Index Files. 
Retrievability: 
Alphabetical and by agency. 
Safeguards: 
Building employs security guards. 
Retention and disposal: 
Destroyed upon cancellation of access authorization. 
System manager(s) and address: 
Commandant of the Marine Corps, Headquarters, U.S. Marine 

Corps, Washington, DC 20380. 
Notification procedure: 
Request by correspondence should be addressed to the Comman­

dant of the Marine Corps (Code MSRB), Headquarters, U. S. Marine 
Corps, Washington, DC 20380. The letter should contain the full 
name, social security number and signature of the requester. 

The individual may visit Headquarters, U.S. Marine Corps, Wash­
ington, DC., Room 1206. Proof of identification may consist of his 
active, reserve or retired identification card, his Armed Forces 
Report of Transfer or Discharge (DD214), his discharge cer~ificate, 
his driver's license or by providing such other data suffic1ent to 
insure that the individual is the subject of the inquiry. 

Record access procedures: 
Information may be obtained from: 

Commandant of the Marine Corps 
Headquarters, U.S. Marine Corps (Code MSRB) 
Washington, DC 20380 . 
Telephone Area Code 202/694-1043 

Contesting record procedures: 

The agency's rules for access to records and for contesting con­
tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source. categories: 
Staff agencies and subdivisions of Headquarters, U.S. Marine 

Corps. . . 
Other staff agencies of th Department of Defense. 
Law enforcement/investigative divisiOJ!S of other federal agencies. 
Exemptions claimed f~Jr the system: 
None. 

MMN00032 
System name: 

Personal History Card File. 
System location: 
Provost Marshal's Office, Marine Corps Base, Camp Lejeune, 

North Carolina 28542. 
Categories of individuals covered by the system: 
All individuals, both military and civilian, employed aboard 

Marine Corps Base, Camp Lejeune, North. Carolina. 
Categories of records in the system: 
Personal History Card (MCBul 12290). Contains personal identify-

ing information and where employed. 
Authority for maintenance of the system: 
Title 5, U.S. Code 301; Title 10, U.S: Code 5031 
Purpose(s): . 
To provide a record of individua~s at work sit.e .f?r r~pid !ocat~o~ 

for law enforcement purposes and tssuance of cJvJhan tdentlficatton 
cards to employees. 

Routine· uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

The Blanket Routine . Uses that appear at the beginning of the 
Marine Corps compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records filed in metal card trays. 
Retrievability: 
Filed alphabetically by name. 
Safeguards: 
Records are maintained in a secure area accessible only to author­

ized personneL The File Room is under constant surveillance during 
working hours and is locked after·working hours .. 

Retention and disposal: 
Records are retained until the card expires, thep. destroyed by 

burning. 
System manager(s) and address: 
Commanding General (Attn: . Provost Marshal), Marine Corps 

Base, Camp Lejeune, North Carolina 28542 .. Telephone: Area Code 
919/451-2455. . 

Notification procedure: 
Inquiries by individuals will be answered upon satisfactory identifi-

cation of the requester to the SYSMANAGER. · · 
Record access procedures: . 
Rules for access may be obtained from the SYSMANAGER. 
Contesting record procedures: .: 
The agency's rules for access to re~ords and for contesting con­

tents and appealing initial determinations by the individuals cqn­
cerned may be obtained from the SYSMANAGER. 

'Record source categories: 
Military and civilian personnel employed aboard Marine Corps 

Base, Camp Lejeune, North Carolina; Provost Marshal administrative 
personnel. 

Exemptions claimed for the system: 
None. 

MMN00034 
System name: 

Personnel Procurement Working Files. 
System location: 
Headquarters, U.S. Marine Corps 
Personnel Procurement Branch, Marine Corps Di.stricts 

r 
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· Recruiting Stations 
Officer Selection Offices 
Organized Marine Corps Reserve units 
U.S. Marine Corps recruiting substations 
Inspector-Instructor staff 
Categories of individuals covered by the system: • 
Civilians and prior service individuals who are prospective appli-

cants for enlistment in the Marine Corps, Marine Corps Reserve or a 
Marine Officer program, individuals on which a written waiver for 
enlistment ha~ been requested; Platoon Leader Class Candidates re­
ceiving financial assistance while attending college; all individuals 
applying for various officer programs; Marine Corps Reserve enlist­
ees who are serving on their 6 months active duty prior to return to 
Organized Marine Corps Reserve unit maintaining their record; Per­
sonnel enlisted in the Marine Corps Reserve assigned to a formal 
school upon enlistment; Secondary school students· who participated 
in the Marine Corps Youth Physical Fitness meet held annually in 
Washington, D.C., and the coach fielding each team; any individual 
recommended for enlistment in the Marint: Corps by a recruiting 
officer even though tlie applicant does not meet the enlistment re­
quirements set forth in current guidance as set forth· by the Comman­
dant of the Marine Corps. 

Categories of records in the system: 
All files contain name (last, first, middle,(maiden, if any), Jr., Sr.), 

social security number, home of record. Files relating specifically to 
enlistment or officer procurement contain citizenship, sex, race, 
ethnic group, present address, marital status, number. of ·dependents, 
date of birth, religious reference, highest grade completed, selective 
service system data, foreign language and skill, driver's license infor­
mation, mental and aptitude test results, medical examination result, 
delayed enlistment program information, accession data, educational 
experience, citizenship verification, history of prior military service, 
names of relatives to include date and place of birth, present address 
and citizenship, listing of commercial life insurance policies and 
number, relatives and alien friends living in foreign countries to 
include name and relationship, age, occupation, address and citizen­
ship, all previous residences since lOth birthday, previous employ­
ment record to include company name and address, job title and 
supervisor's name, data concerning previous employment by foreign 
governments, prior membership in youth programs, history of foreign 
travel. Declarations from the individual concerning; .previous- rejec­
tion by the Armed Forces of the United States, conscientious objec­
tor status, previous deserter status, retired pay, disability allowance, 
or severence pay or a pension from the Government of the United 
States, status as only child; understandings by the applicant; date of 
interview and name, organization, title of interviewer; history of 
prior use of drugs except as prescribed by a · licensed physician; 
martial status and dependency; membership in groups for purpose of 
unlawful overthrow of the Government; history and record of in­
volvement with police or judicial authorities; parental/guardian con­
sent for enlistment; enlistment options; current income; whether own, 
buying or renting pr·esent residence; outstanding debts to include 
total amounts and monthly payments; status of savings account and 
checking account; spouses' employment and monthly income; police 
checks, character references; record of prior service; court docu­
ments; marriage certificates; birth certificates; record of medical 
record of medical examination; record of examination; record of 
medical history; consultations statement of personal history; divorce 
decrees; death certificates; photographs; high school diploma; college 
diploma; grade transcript; General Educational Development certifi­
cates of high school equivalency;. sole surviving son statements; state­
ment of understanding; wife's consent form; applications for General 
Educational Development certificates of high school equivalency. 
Files relating to Marine Corps personnel on active duty contain 
information pertaining to name, social security number, sex, unit of 
assignment, home of record, education, Armed Services Vocational 
Aptitude Battery Test scores, vision, military occupational specialty 
training information, Quota Serial Number, training authorized. 

Authority for maintenance of the system: 
Title 5, U.S.Code 301; Title 10, U.S. Code 5031 
Purpose(s): 
To provide a record on individuals for· use in the execution of 

Official duties with regard to personnel procurement. 
Routine uses of records maintained· in the system, including catego­

ries of users and the purposes of such uses: 
The Blanket Routine Uses that. appear at the beginning of the 

Marine Corps compilation apply to this system. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 

Paper records in file folder. Records are maintained in areas acces­
sible only to authorized personnel. 

Retrievability: 
Individuals listed in alphabetical order according to program. 

. Safeguards: 
Access is limited to Reserve unit command, recruiting, and admin­

istrative personnel and law enforcement or Federal agents upon pres­
entation -of proper credentials. 

After working hours the office and building is locked. 
Retention and disposal: 
Maintained for two years or until prospect, applicant, candidate or 

Reservist changes status. 
· System manager(s) and address: 

Commander of unit holding file. 
Notification procedure: 
Write or visit SYSMANAGER. Provide full name, social security 

number, and military status. Proof of identity may be established by 
military identification card or DD 214 or driver's license. 

Record access procedures: 
The agency's rules for access to records may be ob~ained form the 

SYSMANAGER. 
Contesting record procedures: 
The agency's rules for access to records and contesting co.ntents 

and appealing initial determinations by the individual concerned may 
be obtained from the SYSMANAGER: 

Record source categories: 
·High school lists, DD 214's prospect· interviews/referrals, local 

newspapers, youth fitness ·programs, individual contacts, Marine 
Corps officials. 

Exemptions claimed for the. system: 
None. 

MMN00035 
System name: 

Truth Teller/Static Listings. 
System location: 

The Commandant of the Marine Corps 
Headquarters, U.S. Marine Corps 
Washington, DC 20380 

Categories of individuals covered by the system: 
All present and former rriembers of the U.S. Marine Corps. 
Categories of records in the system: 
The system comprises non-automated records of basic information 

(Name, Military Service Number/Social Security Number, Pay 
Entry Base Date, Home of Record (State and County) and Date of 
Birth) pertaining to all individuals who ever served in the U.S. 
Marine Corps. 

Authority for maintenance of the system: 
Title 10, U.S. Code Section 5201 
Purpose(s): 
To provide a record for identification of all members and former 

members of the Marine Corps. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
The Blanket Routine Uses that appear at the. beginning of the 

Marine Corps compilation apply to this system. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
File folders, binders, and microfilm cartridges. 
Retrievability: · 
Name, Military Service Number and Social Security Number. 
Safeguards: 
Records maintained in locked room. Building employs security 

guards. 
Retention and disposal: 
Permanent. 
System manager(s) and address: 
Commandant of the Marine Corps, Headquarters, U.S. Marine 

Corps, Washington, DC 20380 
. Notification procedure: 
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Request by correspondence should be addressed to the Comman­
dant of the Marine Corps (Code MSRB), Headquarters, U.S. Marine 
Corps, Washington, DC 20380. The letter should contain the full 
name, social security number. and signature of the requester. 

The individual may visit Headquarters, U.S. Marine Corps, Colum-
bia Pike and Arlington Ridge Road, Arlington, Virginia, Room 1206. 
Proof of identification may consist of his active, reserve or retired · Q 

identification card; his Armed Forces Report of Transfer or Dis­
charge (DD214), his discharge certificate, his drivers license or by 
providing such other data sufficient to insure that the individual is 
the subject of the inquiry. 

Record access procedures: 
Information may be obtained from: 

Commandant of the Marine Corps (Code MSRB) 
Headquarters, U.S. Marine Corps 
Washington, DC 20380 
Telephone Area Code 202/694-1043 

Contesting record procedures: 
The agency's rules for access to records and for contesting con­

tents and ·appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Enlistment and Officer Acceptance Contracts. 
Exemptions claimed for the system: 
None. 

MMN00036 
System name: 

Identification Card Control. 
System location: 
All U.S. Marine Corps units. 
Categories of individuals covered by the system: 
Regular and Reserve Marines including retired and disability re­

tired and their dependents who have been issued an Identification 
Card. · 

Categories of records in the system: 
Log book contains name, ·rank, social security number, and card 

number, issue date, expiration date, signature of person card issued to 
and signature of issuing person. 

Authority for-maintenam;e of the system: 
Title 5, U.S.Code 301; Title 10, U.S. Code 5031 
Purpose(s): 
To provide a record of identification cards issued to military mem­

bers for accountability purposes. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
The Bl~nket Routine Uses that appear at the beginning of' the 

Marine Corps compilation apply to this system. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
These records are kept in a log book. 
Retrievability: 

. By type card, chronologically by date also retrievable by name. 
Safeguards: 
The log books are stored in a locked container in a location w}Jich 

is locked after working hours. A guard is located in the general area. 
Retention and disposal: 
Two years from date of closing entry. 
System manager(s) and address: 
Unit Commanders. 
Notification procedure: 
Write or visit SYSMANAGER. Provide full name, social security 

number, and military status. Proof of identity may be established by 
military id.entification card or DD 214 and driver's license. 

Record access procedures: 
The agency's rules for access to records may be obtained from the 

SYSMANAGER. 
Contesting record procedures: 
The agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 

Officers Qualification Record/Service Record Book of. individual 
application for dependents privilege card, correspondence from 
Headquarters, U.S. Marine Corps. 

Exemptions claimed for the system: . 
None. 

System name: 
Library Patron File. 
System location! 

MMN00037 

System is decentralized - maintained at Marine Corps commands, 
organizations and activities having libraries. 

Categories of i~dividuals covered .by the system: 
All active, reserve and retired military personnel, their dependents, 

and others who are entitled to use and borrow material from Marine 
Corps libraries. 

Categories of records in the system: 
The library patron file may contain. the following information 

pertinent to each individual: Name, rank, social security number; 
organization and organization address and phone number; home ad­
dress and home phone number; names and ages of dependents; title of 
materials borrowed; date borrowed; date returned; and notation of 
monetary settlement if borrowed material was lost or damaged. 

Authority for maintenance of the system: 
Title 5, U.S. Code 301; Title 10, U.S. Co~e 5031 
Purpose(s): 
To provide a record or'Iibrary patrons who are entitle to use and 

borrow material form Marine Corps libraries. 
Routine uses of. records maintained in the system, including catego­

ries of users and the purposes of such uses: 
The Blanket Routine Uses that appear at the beginning of the 

Marine Corps compilation apply to this system. 
Courts - By Officials of duly established local, state and federal 

courts as a result of court order p~rtaining to matters properly within 
the purview of said court. . 

Congress of the U.S. - By the Senate or the House of Representa­
tives of the U.S. or any committee or subcommittee. thereof, any 
joint committee of Congress or sul:>eommittee of joint committee on 
matters within their jurisdiction requiring disclosure of files. 

The Comptroller General of the U.S. - By Comptroller General or 
any of his authorized repesentatives in the course of the performance 
of duties of the Gerieral Accounting Office relating to the Marine 
Corps. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Card files. 
Retrievability: 
File alphabetically by last name of patron. 
Safeguards: 
Library is locked when not in use. Only authorized personnel have 

access to records during working hours . 
Retention and disposal: 
Records are maintained for up to seven· years, based on library 

usage. After retention period records are destroyed. 
System manager(s) and address: 
The Commandant of the Marine Corps, Headquarters, U.S. Marine 

Corps, Washington, DC 20380 · 
Notification procedure: 
Information may be obtained from the library in question; address­

es are as contained in the Navy Standard Distribution List (OPNA V 
P09B3-l 07). 

Record access procedures: 
Requests from individuals should be addressed to the comma,nder 

of the Marine Corps command, organization or activity that main­
tains the library in question. 

Written requests for information should contain th~ full name of 
the individual, social security number, organization to which assigned 
when library utilized,· and current address. 

For personal visits the individual should be able to provide accept­
able personal identification during normal hours of library operation. 

Contesting record procedures: 
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The agency's rules for access to records and for contesting con­
tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
· Information is obtained from individual concerned, library director 
and library staff. 

Exemptions claimed for the system: 
None. 

MMN00038 
System name: 

Amateur Radio Operator's File. 
System location: 
Marine Corps.activities. 
Categories of individuals covered by the system: 
All amateur radio operators who operate at Marine Corps activi­

ties. 
Categories of records in the system: 
File contains name, Federal Communications Center license 

number, operating frequency, type of equipment and home address. 
Authority for maintenance of the system: 
Title 5, U.S. Code 301; Title 10, U.S. Code 5031 
Purpose(s): 
To provide a record of all amateur radio operators at Marine 

Corps activities to ensure proper radio management by communica­
. tions center personnel. 

Routine uses of records maintained in the system, including catego­
riE!s of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Marine Corps compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
3x5 card in metal file box. 
Retrievability: 
Alphabetical. 

· Safeguards: 
Security area. 
Retention aitd disposal: 
Destroyed upon departure from Marine Corps activity. 
System manager(s) and address: 
Commanding officer of activity concerned. See Directory of De­

partment of the Navy mailing addresses. 
Notification procedure: 
Information may be obtained from: 

Commanding Officer of activity concerned. 
. Record access procedures: 
Requests from individuals should be addressed to the SYSMAN­

AGER. 
Written requests for information should contain the full name and 

grade of the individual. 
For personal visit, the individual should be able to provide valid 

personal identification such as an employee badge, driver's license, 
medicare card, etc. 

Contesting record procedures: 
The Marine Corps rules for contesting and appealing initial deter-

minations may be obtained from the SYSMANAGER. 
Record source categories: 
Individual. 
Exemptions claimed for th~ system: 
None. 

MMN00039 
System name: 

Citizen Band Radio Request and Authorization File. 
System location: 
Communication Electronics Office Marine Corps activities. 
Categories of individuals covered by the system: 
All personnel who desire to operate amateur/citizen band radios at 

Marine Corps installations. 
Categories of records in the system: 

Amateur/Citizen Band Radio Operation Request and Authoriza-
tion Form. 

Authority for maintenance of the system: 
Title 5, U.S. Code 301; Title 10, U.S. Code 5031 
Purpose(s): 
To provide a record of individuals who have requested and are 

authorized to operate amateur/citizen band radios. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
The Blanket Routine Uses that appear at the beginning of the 

Marine Corps compilation apply to this system. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Papers filed in three-ring binder. 
Retrievability: 
Numerically by card number. 
Safeguards: 
Located in a secure area that is manned on a 24-hour basis. 
Retention and disposal: 
Retained for one (1) year and if not renewed, the form is destroyed 

by burning or shredding. 
System manager(s) and address: 
Commanding officer of activity in question. See Directory of De-

partment of the Navy mailing addresses. 
Notification procedure: 
Request information from SYSMANAGER. 
Record access procedures: 
Rules for access may be obtained from SYSMANAGER. 
Contesting record procedures: 
The agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Individual requester and Communication Electronics Officer. 
Exemptions claimed for the system: 
None. 

MMN00040 
System name: 

Individual Training Records/Training Related Matters. 
System location: 
System is decentralized - maintained at all Marine Corps com­

mands, organizations and activities, Regular and Reserve. 
Categories of individuals covered by the system: 
All military personnel assigned, attached to or .serving with a 

Marine Corps command, activity or organization to include recruit, 
training, formal military schools, operational units and training facili­
ties. 

Categories of records in the system: 
The individual training· record may contain the following informa­

tion pertinent to each individual: Name, rank, social security number, 
age, sex, military occupational specialty or specialties, date joined 

. unit, date of end of active service, date of birth, proficiency and 
conduct scores, physical fitness test ~cores, rjfle and pistol qualifica­
tion scores, gas mask size, blood type, leadership proficiency, military 
school and correspondence course records and results, special train­
ing qualifications, weight and physical characteristics, medical record 
extracts addressing weight control and physical fitness, human rela­
tions training experience, troop information exposure, general mili­
tary subject test results, water survival qualification, instructor quali­
fications, specialized equipment qualification, personal counseling 
records, foreign language qualifications, inspection results, etc. 

In the case of recruit training, special data as reflects remedial 
training, counseling, weakness or excellence, recruit questionnaires 
and reading evaluations may be included. 

For personnel attending formal schools, evaluation information and 
data reflecting successful completion or termination for cause may be 
included. 

Authority for maintenance of the system: 
Title 5, U.S.Code 301; Title 10, U.S. Code 5031 
Purpose(s): 
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To provide a record of all training received by members on. active 
duty in the Marine Corps. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes oJ such uses: · 

The Blanket Routine Uses that appear at the beginning· of the 
Marine Corps compilation apply to this system. 
· Courts - By Officials of duly, established local, state and feqeral 

courts as a result of court order pertaining to matters properly within 
the purview of said court. . 

Congress of the U.S. - By the Senate or the House of Representa­
tives of the U.S. ·or any committee or· subcommittee thereof, any 
joint committee of Congress or subcommittee of joint committee on 
matters within their jurisdiction requiring disclosure of. the files. 

The Comptroller General of the U.S. - By the Comptroller Gener­
al or any of his authorized representatives in the course of the 
performance of duties of the General Accounting Office relating to 
the Marine Corps. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Paper records in file folders, loose-leaf notebooks and card index 

files. 
~etrievability: 

Files are retrievable by name a~d cross filed by social security 
number. 

. Safeguards: 
Records are retained in controlled access areas and handled by 

trained and cleared personnel 'on a strict 'need-to-know' basis. 
Retention and disposal: 
Files are retained during the period the individual is assigned to 

the activity maintaining the record. Upon transfer' of the individual 
concerned, records are transferred with the individual or destroyed. 

In the case of drill instructor or recruit records, records are main­
tained for four years after departure of individual, then destroyed. 

System manager(s) and address: 
The Commandant of the Marine Corps, .Headquarters, U.S. Marine 

Corps, Washington, DC 20380 
Notification procedure: 
Information may be obtained from the commander of the Marine 

Corps command, organization or activity to which the individual is 
assigned for duty or training. 

Record access procedures: 
Requests from individuals should be addressed to the commander 

of the command, organization or activity to which .assigned for duty 
or training. Addresses are as contained in the Navy Standard Distri­
bution List (OPNA V P09B3-l07). 

Written requests should contain name, rank, social security· number 
and dates assigned to the activity addressed. In cases where individ­
ual attended a formal school, name of course and course number 
should be inclu~ed if available. 

Personal visits may be made to the activity in question any normal 
' work day bet'ween 8 a.m. - 4:30 p.m. For personal visits individuiil 

should be able to provide valid personal identification. 
Contesting record procedures: 
The agency's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the· SYSMANAGER. . . 

Record source categories: 
Training 'performance, evaluations, on-the-job performance evalua­

tions, individual and instructor evaluations, individual service 
records, Manpower Management System, test and inspection results 
and training correspondence addressing individual concerned. 

Exemptions cl~i!fied for the system: · · · 
None. 

.MMN00041 
System name: 

NonAppropriated Fund (NAF) Employee File. 
System location: 

~ • • I' 

Primary system-Marine Corps Exchange Service' Branch, Facilities 
and services Division, Installations and Logistics Department (Code 
LFE), Headquarters, U.S.Marine Corps, Washington, DC 20380. · 

Decentralized segments-Marine Corps commands employing NAF 
personnel (see the organizational elements of t_he Marine Co~ps ~s 
listed in the Department of the Navy address directory appeanng m 
the FEDERAL REGISTER). 

· Categories of individuals covered by the system: 
Personnel, to include ·off-duty military personnel, applying to or 

hired by Marine Corps commands which salaries are paid with NAF. 
File covers NAF employees whose employment was terminated for 
cause and those who resigned while the subject of a formal investiga­
tive proceedings. 

Categories of records in the system: 
Records may contain any of the following documents and informa­

tion on NAF employees " name, home address, home and office 
telephone number, social security number, employee application, per­
sonal history statement, reference data, education, work experience, 
photograph, work permit, union participation,_ ~ate of .birth,_ emerg;en­
cy contact information, employee number, mthtary grade (tf applica­
ble), job description, job assignment, application for group insurance· 
and retirement plans (or signed waiver), leave and pay data, pe~form­
ance reviews, reports of physical examinations, reports of acct~ent/ 
traffic violations, warning notices of excessive absence and tardmees, 
reports of grievances hearings/disciplinary acion, record of court 
attendence, certified copy of completed military order for any annual 
duty tours with recognized· military Reserve organizations, security 
clearance data, bad debt notices, employment compensation docu­
ments, commendations and awards, separation information (to include 
the mailing address of the command from which the individual was 
separated.) · 

Authority for maintenance of the system: 
Title 5, U.S. Code 301; Title 10, U.S. Code 5031 
.Purpose(s): 
To maintain NAF personnel records on employment acceptability , 

·assignments, pay, promotion, performance - eval_uations, se~u~it~, 
growth potential, leave, aw~rds, benefits a~d ~n~ttle!f!ents, dtSC_Iph­
nary and grievances proce~dmgs, appeals, dtscnmmatton complamts, 
retirement/separation, terminations, physical evaluations· and audits. 

Routine uses of records maintained in the system, including catego­
ries of users.and the purposes of such uses: 

See the Blanket Routine Uses at the beginning of the published 
Marine Corps systems notices in the FEDERAL REGISTE~. In addition, 
the following routine uses apply. 

By court order in connection with matters before -a federal; state 
or municipal court; 

To investigative, security and law enforcement agents Federal 
agencies who have submitted written requests for access to ,the file, 
with jurisdiction thereof, pertaining to the conduct of Government 
business under their respective jurisdictions and the names of speci­
fied agents having a need for such access. 

Policies and practices for storing, retrieving, accessing, retaining, and 
dispos.ing of records in the system: 

Storage: 
Paper records in file folders and binders, magnetic tapes arid disc. 
Retrievability: 
Alphabeti'caly, by social security number or NAF identification 

number. 
Safeguards: 
RespeCtive commands employ one or more safeguards such as 

lockeo containers, locked rooms, locked buildings, access by author­
ized personnel only, and employment of security guards. 

. Retention and disposal: .·. . , 
·Records are maintained for period of employment 'plus five years. 

Records of employees transferring to another NAF activity are trans­
ferred to the new activity. Records of separated employees are trans­
·ferred 'to the National Personnel Record Center, 111 Winnebago 
Street, St. Louis, Missouri 63118. · 

System manager(s) and address: 
Commandant of the Marine Corps, Headquarters, U.S. Marine 

Corps (Code LFE), Washington, DC 20380 
Notification procedure: 
Information may be obtained from the system manager. 
Record access. procedures: 
Request should be address to the system manager. 
Contesting record procedures: 
The agency's. rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
Employee applications, personal interviews,· former employers and 

supervisors, investigative and law enforcement agencies, originators 
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of correspondence, employee references, schools, physicians and em-
ploying command. · . 

Exemptions claimed for the system: 
None. 

MMN00042 
System name: 

Marine Corps Locator Files. 
System location: 
System is decentralized - maintained at Marine Corps commands, 

organizations and activities. 
. Categories of individuals covered by the system: 
A locator file of assigned military and civilian personnel. 
Categories of records in the system: 
Locator files may contain any of the following information on 

officer, enlisted and civilian personnel assigned to respective com­
mands, organizations and activities of the Marine Corps: Name, rank/ 
grade, date of rank, selection for promotion, social security number, 
billet title, lineal number, Table of Organization line number, home 
address and telephone number, office code, room . number and tele­
phone number, new mailing address of transferred personnel, prior 
mailing address of newly assigned personnel, marital status, name of 
spouse, names of children, name and address of next of kin, military 
occupational specialty, date of birth, pay entry base date, expiratiQn 
of active service date, home state, educational background, state 
where admitted to bar, identification badge number, payroll number, 
government vehicle drivers license date, rotation 'tour date, overseas 
control date, date report to respective command, organization or 
activity, occupation address and telephone number of .inactive Re­
serves and security clearance data. 

Authority for maintenance of the system: 
Title 5, U.S. Code 301 
Purpose(s): 
To provide a record of location· of both military and civilian 

personnel for use in the execution of official· duties by· Marine Corps 
personnel. 

Routine uses of records maintained in the ~ystem, including catego­
ries of users and the purposes of such uses: 

. The Blanket Routine Uses that appear at the beginning of the 
Marin·e Corps compilation apply to this system. 

Congress of the U.S. - By the Senate or the House of Representa­
tives of the U.S. or any committee or subcommittee thereof, any 
joint committee of joint committee on matters within their jurisdic-
tion requiring disclosure of the files. . 

The Comptroller General of the U.S. - By the Comptroller Gener­
al of any of his authorized representatives in the course of ·the 
performance of duties of the General Accounting Office. relating to 
th Marine Corps. · 

U.S. Postal Service - By duly designated Postal Officials pertaining 
to matters properly within the purview of the U.S. Postal Service. 

Courts - By Officials of duly established local, state, and federal 
courts as a result of court .order pertaining to matters properly within 
the purview of said court. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Books, cards, rosters, strip files, file folders, loose leaf binders, log 

books, embossed plates, microfilm/fiche or magnetic records and 
discs. · 

Retrievabilityi 
The data contained on magnetic records can be displayed on 

cathode-ray tubes, computer printed on paper, and converted to 
in\croform for information retrieval; the data in file folders and other 
documents is retrieved manually. Normally, all types of records are 
retrieved by social security number and name. 

Safeguards: 
Marine Corps commands, organizations and activities employ on~ 

o,r more safeguards such as limited controlled distribution, employ­
ment of security guards, accessibility by authorized personnel only, 
locked containers, locked rooms or locked building. 

Retention and disposal: 
Permanent. Updated as required. 
System manager(s) and address: 
The Commandant of the Marine Corps, Headquarters, U.S. Marine 

Corps, Washington, DC 20380. · · ' 
Notification procedure: 

Information may be obtained from the individual command, orga­
nization or activity to which individuals are assigned for duty. Ad­
dresses are as listed in the Navy Standard Distribution List (OPNA V 
P09 B3-1 07). 

Record access procedures: 
Individuals may visit or request information by correspondence to 

the individual command, organization or activity as listed in the 
Navy Standard Distribution List (OPNA V P09B3-107). 

Written requests for information should contain full name of the 
requester, his social security number and his signature. 

For personal visits, the individual will be required to provide such 
proof of identification as his drivers license, his active, Reserve or 
retired identification card, his Armed Forces Report of Transfer or 
Discharge ·(DO Form 214) or such other data sufficient to insure that 
the individual is the subject of the inquiry. · 

Contesting record procedures: 
. The agency's · rules for access to records and for contesting con­

tents and appealing initial determinations· by the individual concerned 
may be obtaine.d from the SYSMANAGER. 

Record source categories: 
Service Record Book, Officer Qualification Record, Manpower 

Management System, Reserve Personnel Management Information 
System, Unit Diaries, Combined -Lineal Lists of active duty and 
reserve commissioned and Warrant Officer, Tables of Organization, 
Official Orders,· Civilian Personnel Records, other Marine Corps 
activities, and individuals concerned. 

Exemptions claimed for the system: 
. None, 

MMN00043 
System name: 

Marine Corps Recreation Property Records and Facilities. 
System location: 
Marine Corpsactivities maintaining recreation files. 
Categories of individuals covered by the system: 
Authorized personnel to utilize special services facilities. 
Categories of records in the system: 
Usage data records on each activity . 
Authority for maintenance of the system: . 
Title 5, U.S. Code 301; Title 10, U.S. ,Code 5031 · 

. Purpose(s): 
To provide a record of all P,ersonnel authorized to use recreation 

property and facilities at Marine Corps activities. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
The Blanket R~utine Uses that appear a~ the beginning of the 

Marine Corps compilation apply to this system. · 
Congress of the U.S. - By the Senate or the House of Representa­

tives of the U.S. or any committee or subcommittee of joint commit­
tee on matters within their jurisdiction requiring disclosure of the 
files. 

The Comptroller General of the U.S. - By the Comptroller Gener­
al or any of his authorized representatives in the course of the 
performance of duties of the General Accounting Office relating to 
the Marine Corps. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in· the system: 

Storage: 
In paper records in file folders. 
Cards files and :usage logs. 
Retrievability: 
Alphabetical by name for property cards. 
By actiyity usage logs. 
Safeguards: 
Records are maintained in a metal file in. the recreation property. 

compound and athletic/ recreation office. During non-operating 
hours, the activity is locked. 

Retention and disposal: 
Usage logs are maintained for one to four years. 
Until equipment is returned or recreation fund is reimbursed. 
System· manager(s) and address: 
Local Commanding Officers. See Directory of Department of the 

Navy mailing addresses. 
Notification procedure: 
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Local Commander. 
Record access· procedures: . 
Information may be obtained from local Commander. 
Contesting record procedures: 
The Marine. Corps rules for contesting and appealing initial deter-

minations may be obtained from the SYSMANAGER. · 
Record source categories: . ' 
Individual activities, individuals, ID cards. 
Exemptions claimed for the system: 
None. · 

MMN00044 
System name: 

Equal Opportunity Information and Support System. 
System location: 

·Commandant of the Marine Corps (Code MPH), Headquarters, 
U.S. Marine Corps, Washington, DC 20380 and all Marine Cori>s 
activities. See organizational elements of the U:S. Marine Corps as 
listed in the Directory of the Department of the Navy Activities. 

Categories of individuals covered by the system: 
Marine Corps military personnel who submit complaints of dis­

crimination and Marine Corps military personnel who are under 
formal or informal investigation as a result of complaints of discrimi­
nation. 

Categories of records in the system: 
Correspondence and records compiled pursuant to the processing 

of a complaint concerning discrimination, incident data, endorsements 
and recommendations, formal and information investigations concern­
ing aspects of equal opportunity. 

Authority for maintenance of the system: · 
Title VII of the Civil Rights Act of 1964, as amended, 42 U.S.C. 

2000e-16(b) and (c). 
Purpose(s): 
To provide a record of military personnel who have submitted 

complaints of discrimination and a record of any formal or informal 
investigation as a result of the discrimination complaint. 

Routine uses. of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Marine Corps compilation apply to this system. 

Officials and employees of other Departments and agencies of the 
Executive Branch of government, upon request, in the performance 
of their official duties related in equal opportunity matters. 

The Senate or the House of Representatives of the United States 
or any committee or subcommittee thereof, any joint committee of 
Congress or any subcommittee of joint· committees on matters within 
their jurisdiction requiring disclosure of ·the files of Marine Corps 
military personnel. When required· by Federal Statute, by Executive 
Order, or by treaty, personnel record information will be disclosed to 
the individual, organization, or governmental agency as necessary. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the .system: · 

Storage: 
Paper files and file folders. 
Retrievability: 
Files are retrieved alphabetically ·by name of the complainant or by 

the name of the individual who is the subject of the complaint. 
Safeguards: 
Files are stored in filing cabinets. After normal working hours, 

rooms are locked. Building is located in controlled access area with 
security guards on 24 hour duty. Access to files is limited to official 
capacity on a need-to-know basis. Files held by field act~vities are 
maintained in areas accessible only to authorized personnel that are 
properly training. 

Retention and disposal: 
. Records disposed of two years after administrative closing of the 

case. 
System manager(s) and address: 
Commandant of the Marine Corps (Code MPH), Attn: Equal Op­

portunity Officer, Headquarters, U.S. Marine Corps, Waspington, 
DC 20380, telephone 202-694~2895. · 

Notification procedure: 
Correspondence pertaining to files maintained should be addressed 

to: Commandant of the Marine Corps (Code MPH), Headquarters, 
U.S. Marine Corps, Washington, DC 20380. · 

Written request for information should c:ontain the individual's 
name, social security number, and signature. 

Personnel visits may be made to Headquarters, U.S. Marine Corps 
(Code MPH), Columbia Pike and Arlington, Ridge Road, Arlington, 
Virginia 22214. Individuals should be able to provide personal identi­
fication to include valid military identification or two valid civilian 
items of identification such as driver's license, passport, credit cards, 
etc. 

Record access procedures: 
Requests should be addressed to the System Ma_nager. 
Contesting record procedures: 
The agency's rules .for contesting contents and appealing initial 

determination by the individual are contained in SECNA VINST 
5211.5C and 32 CFR 701.1 et.seq. Additional information may be 
obtained from the System Manager. 

Record source categories: 
Individual concerned, other systems, investigations, witnesses and 

correspondents. 
Exemptions claimed for the system: 
None. 

MMN00045 
System name: 

Automated Recruit Management System (ARMS). 
System location: . 
Primary System....:....Headquarters Marine Corps (Code M&RA), 

Washington, DC 20380-0001. 
Decentralized System-Each Recruiting Station, District Head­

quarters, Marine Corps Recruit Depot and School of Infantry within 
the Marine Corps. U.S. Marine Corps official mailing· addresses are 
incorporated into Department of the Navy's mailing addresses, pub­
lished as an appendix to the Navy's compilation of record system 
notices. · . 

Categories of in.dividuals covered by the system: . 
All Marine Corps Regular and Reserve recruits. 
Categories of records in the system: 
File contains information voluntarily provided by recruits as con­

tained on the Application .for Enlistment-Armed Forces of the 
United States. 

Authority for maintenance of th~ system: 
5 U.S.C. 301; 10 U.S.C. 5013; and Executive Order 9397. 
Purpose(s): 

. To provide a record: on all Marine Corps recruits for use in 
tracking from entry through Marine combat training. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of sue~ uses: 

The Marine Corps "Blanket Routine Uses" that appear .at the 
beginning of the agency's compilation of systems notices apply to this 
system. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
The file will be stored via on-line disk with backup on magnetic 

· disk with backup on magnetic tape. Backup audit trail record will be 
available at the point-of-entry. 

Retrievability: 
Standard reports and ad hoc retrievals are generated from remote 

terminals using a data base management system. Additionally, up­
dates and record browsing may be accomplished in the interactive 
mode through keying Social Security Number. 

Safeguards: 
Records are maintained in areas accessible only to authorized per­

sonnel that are properly screened, cleared, and trained. "Hard copy" 
or paper output from the system is stored in locked containers. 
System software contains user passwords to lock out unathorized 
access. System software contains partitions to limit access to. appro-
priate organizational level. · · 

Retention and disposal: 
On-line magnetic records will be maintained for one year after 

completion of recruit training. Records are then retired to a "history 
file" where t~ey will be retained for a period of four years and then 
destroyed.· · · 

System manager(s) and address: 
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Commandant of the Marine Corps (M&RA), Headquarters, U.S. 
Marine Corps, Washington, DC 20380-0001. 

Notification procedure: 
Individual seeking to determine· whether this system of records 

contains information about their ARMS records should be addressed 
to the Commandant of the Marine Corps (M&RA), Headquarters, 
U.S. Marine Corps, Washington, DC 20380-0001. 

Written requests for information should contain the futl name and 
Social Security Number of the individual. 

The requester may also visit any Marine Corps Recruiting Station 
to determine whether ARMS contains records pertaining to him/her. 
In order to personally visit a Recruiting Station and obtain informa­
tion, individuals must present proper identification such as driver's 
license, or some other suitable proof of identity. · 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should .address written inquiries to the Com­
manding Officer of the activity to which they were assigned. 

The requester may also visit any Marine Corps Recruiting Station, 
District Headquarters, Marine Corps Recruit Depot or Marine Corps 
School of Infantry, to determine whether ARMS contains records 
pertaining to him/her. In order to personally visit a Recruiting Sta­
tion, District Headquarters, Marine Corps Recruit Depot or Marine 
Corps School of Infantry, and obtain information, individuals must 
present proper identification such as military identification, if a serv­
ice member, driver's license, or some other suitable proof of identity. 

Contesting record procedures: 
The Department of the Navy rules for contesting contents and 

appealing initial determinations by the individual concerned are pub­
lished jn Secretary of the Navy Instruction 5211.5; Marine Corps 
Order P5211.2; 32 CFR part 701'; or may be obtained from the 
system manager. 

Record source categories: 
The Recruiting Station, Marine Corps Recruit Depot, School of 

Infantry and directly from the individual recruit. 
Exemptions claimed for the system: 
None. 

System name: 
Recruit Incident System. 
System location: 

MMN00046 

Marine Corps Recruit Depot, Parris Island, South Carolina 29905 
and Marine Corps Recruit Depot, San Diego, California 92140. 

Categories of individuals covered by the system: 
All Marine Corps military personnel who have violated recruit 

training standard operating procedures. 
Categories of records in the system: 
Identifying information consisting of name, grade, last four digits 

of social security number, unit, date of offense, source of allegation, 
type of action, date of action, type of abuse, charges and description 
of charges, and whether or not individual is relieved of duties. 

Authority for maintenance of the system: 
Title 5, U.S. Code 301, Departmental Regulations; Title 10, U.S. 

Code 5031 
Purpose(s): 
To provide a record of all drill instructors who have abused 

recruits for use in reporting to officials at Headquarters Marine 
Corps. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See the Blanket Routine Uses at the Head of the published Marine 
·eorps system notices in the Federal Register. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
The file is stored in hard back binders. 
Retrievability: 
Records retrieved by name or last four digits of social security 

number. 
Safeguards: 
Records are maintained in areas accessible only to authorized per­

sonnel only during normal working hours. After normal working 
hours, rooms are locked and the buildings are controlled by security 
guards who are properly cleared and trained. 

Retention and disposal: 
Information in hard. back binders maintained three . years from the 

recruit incident and then destroyed. 
System manager(s) and address: 
Depot Instructor, Marine Corps Recruit Depot, Parris Island, 

South Carolina 29905 and Depot Inspector, Marine Corps Recruit 
Depot, San Diego, California 92140. 

Notification procedure: 
Information may be obtained from the SYSMANAGER. 
Record access procedures: 
Requests should be addressed to the SYSMANAGER. 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determination by the individual are contained in · SECNA VINST 
5211.5A and 32 CFR 701.1 et. seq. Additional information may be 
obtained from the SYSMANAGER. . 

Record source categories: 
Information obtained from courts-martial or office hours proceed­

ings. 
Exemptions claimed for the system: 
None. 

System name: 
Officer Slate File System. 
System location: 

MMN00047 

Officer Assignment Branch, Personnel Management Division, 
Headquarters, U.S. Marine Corps (COde MMOA), Washington, DC 
20380. 

Categories of individuals covered by the system: 
Active duty officers and enlisted personnel selected. for warrant 

officer whose active duty component code is 11 thru B, C 1 thru C6; 
and CH. 

Categories of records in the system: 
The Officer Slate File contains ·assignment data pertinent to each 

individual officer's future assignment and sufficient data relative to 
his present assignment to determine the billet to which- the officer is 
assigned. 

Authority for maintenance of the system: 
10 U.S:C. 5031, Secretary of the Navy; responsibilities .. 
Purpose(s): 
To provide a record of assignment data on officers ·for use in 

affecting an officer's assignment to the next duty station. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
The Blanket Routine Uses that appear at the beginning of the 

Marine Corps compilation apply to this system. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Records are stored on magnetic discs and back-up generations are 

stored on magnetic tape. Back-up tapes are maintained for approxi-
mately one week and then erased. · 

Retrievability: 
Records are accessed by social security number. 
Safeguards: 
a. Hard-wired. terminals which operate on an on-line interactive 

mode support this system. System information is protected by the 
following software features: User account number; user identification 
number; password, and the file is in a· 'restricted' sta,tus for use by the 
Officer Assignment Branch only. 

b. Access to the building in which the terminals and computer 
system is protected by a security agency and requires positive identi­
fication for admission. Access to the terminals is under the control of 
authorized personnel during working hours. Office spaces in which 
the terminals are located are locked : after working hours, and 
checked in the evening by the designated staff duty officer at Head­
quarters Marine Corps. 

Retention and disposal: 
Records are retained for the period an officer is on active duty. 

Officers reporting to active duty are added to the file automatically 
and those officers being transferred to other than active duty status 
are delet~d from the file automatically. This process occurs once 
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each week to coincide with the updating ·of the Manpower Manage­
~ent System. Back-up gen.~rations are retained for approximately one 
week in the event a"systems failure/error requires the file to restored. 
After this time the back-up tape is erased. 

System manager(s) and address: 
The Commandant of the Marine Corps (Code MMOA) 
Headquarters Marine· Corps 
Washington, DC 20380 
Telephone: (202) 694-3078 

Notification procedure:. 
Inquiries should be directed to the System Manager at the address 

indicated. , . 
Record access procedures: 
Requests from individuals should be address to: The Commandant 

of the Marine Corps (Code MMOA), Headquarters U.S. Marine 
Corps, Federal Office Building 2, Washington, DC 20380. · · · 

Written requests for information.-should contain the full name of 
the individual, date and place of birth, social security number and 
signature. 

For personal visits, the individual should be able 'to provide mili­
tary identification to ensure that the indiyidual is the subject of the 
inquiry. 

An active duty officer may obtain future assignment data on him­
self by telephone by contacting his assignment monitor and providing 
sufficient information to properly identify himself to his assignment 
monitor. 

Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determination by the iridividualconcerned may be obtained from the 
system manager.: · · 

Record source categories: 
Information in the system is obtained from the officer's comll}and, 

the individual officer concerned, offi~er assignment monitor and the 
Manpower Mapagement System. 

Exemptions claimed for the system: 
None. 

-MMN00048 
System name: 

Perform~nce Evaluation Review Board. 
System location: 
The Career Planning Branch (Code MMCP), Personnel Manage­

ment Division, Headquarters, U.S. Marine Corps, Washington, DC 
20380 
: Categories of individuals:covered by the system: 

Any member or former member of the Marine Corps who has 
submitted a petition. to the. Performance. Evaluation Review Board. 

Categories of records in the system: 
The file contains identifying data on the petitioner, date of request, 

action requested, activity member attached to at time of alleged 
error, any subsequent board ·decisions and record of petitioner notifi­
cation. 

Authority for maintenance of the system: 
10 u.s.c. 5031; u.s.c. 301. 

· .Purpose(s): 
To provide a record of petitions submitted to the Performance 

Evaluation Review Board. 
Routine uses of records maintained in the. system, including catego-

ries of users and the purposes of such uses: · . 
The Blanket Routine Uses that appear at the beginning of the 

Marine Corps compilation apply to this system. · 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing· of records in the system: 
Storage: 
Records are· stored on magnetic disks and back-up generations are 

stored on ·magnetic tape; paper records 'are stored in file folders. 
R;etrievability: · · 
Records are accessed by social security number and docket 

number. 
Safeguards: 
System information is protected by the following.software features: 

User .account number; \JSer identification number; password and the 
file is restrictt;d to authorized personnel only. The office where the 
terminal is located is locked -after official working hours. Access to 
the QUilding where the terminal. and the computer system is located is 

protected by security guard.s who require positive identification for 
admission. 

Retention and disposal: 
. Records are retained I year after completion of case and then 
destroyed by erasing magnetic tapes . .Back-up· tapes are maintained 
approximately 3 years and then erased. 

System manager(s) and address: 
Commandant of the Marine _Corps (Code MMCP) 
Headquarters, U.S. Marine Corps 
Washington, DC 20380 

Notification procedur~: 
Inquiries should be directed to the system· manager at the address 

indicated. · · · · 

Record access procedures: 
Requests for access should be addressed to· the Commandant of the. 

Marine Corps (Code MMCP), Headquarters, U.S. Marine Corps, 
Washington; D.C. 20380. Written requests fot information should 
contain the full name of the individual, social security number and 
signature. Individuals may inquire in person at the Career Planning 
Branch (Code MMCP), Federal Office Building #2, Columbia Pike 
and Arlington Ridge Road, Arlington, Virginia. For personal visits, 
the individual should provide military identification or driver's li­
cense for proof of identification. 

. Contesting record 'procedures: . 
The agency's rules for contesting contents and appealing initial 

determination by the individual concerned may be obtained for the 
system manager. 

., Record source. categories: 
Information in the system is obtained form the individual, Man­

power Management System and the Performance Evaluation Review 
Board. 

Exemptions claimed for the system: 
None. 

MMN00049 
System name: 

Manpower Management Information System. 
System location: 
Marine Corps Base, Camp Lejeune, North Carolina 
Categories of individuals covered by the system: 
All Marines who are joined to Base organizations and filling a 

Table of Organization (T /0) line number; all non-chargeable military 
personnel who are administratively attached to Base organizations 
(except students); and wage. grade employees assigned to Base and 
tenant units. 

Categories of records in the system: 
Files contain personal identification data such as name, social secu­

rity number, pay grade, military occupational specialities, dates cur­
rent tour began and other information extracted from the existing 
Manpower Management System and Naval Automated Civilian Man­
power Information System master records. 

Authority for maintenance of the system: 
Title 10, U.S.C. 5031 
Purpose(s): 
To provide a· record of all personnel joined to base organizations 

for identification by Table of Organization (T /0), administrative 
attachment or assignment to tenant unit. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

See the Blanket Routine Uses at the head of the published Marine 
Corps systems notices in the FEDERAL REGISTER. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Records are stored on magnetic tape and disk. 
Retrievability: 
Records are acces~ed by social security number and T /0 line 

number. 
Safeguards: 
Building has a 24-hour security watch. Computer terminals and 

records and located in areas accessible only to authorized personnel 
that are properly screened, cleared and tr!J-ined. Use of terminals 
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requires knowledge of passwords. Terminals are physically locked 
when not being used by authorized personnel. 

Retention and disposal: 
Records on magnetic disk ~re retained from one file recreation to 

the next, generally one month. Magnetic tapes are forwarded to 
Headquarters, U.S. Marine Corps. 

System manager(s) and addre~s: 
Assistant Chief of Staff for Manpower 
Marine Corps Base 
Camp Lejeune, North Carolina 28542 
Telephone: (919) 451-2220 

Notification procedure: 
Requests from individuals should be addressed to the system !flan:­

ager. Written requests for information should contain the full name 
and social security number, date and place of birth and signature of 
the individual concerned. For personal· visits, the individual should 
be able to provide identification bearing picture and signature or 
sufficient verbal data to ensure that the individual is the subject of 
inquiry. 

Record access procedures: 
The. agency's rules for access to records may be obtained from the 

system manager. 
Contesting record procedures: 
The agency's rules for ·contesting contents and appealing initial 

petermination by the individual concerned may be obtained from the 
system manager. 

Record 'source categories: 
Information in the system is obtained from the Manpower Manage­

ment System, the Naval Automated Civilian Manpower Information 
System, the Table of Manpower Requirements, from the individual's 
commanding officer or supervisor, and from the individual. 

Exemptions claimed for the system: · 
None. 

MMNOOOSO 
System name: 

Drill Instructor Evaluation Files System. 
System location: 

. Marine Corps Recruit Depot, Parris lslar,td, South Carolina 29905-
5001 and Marine Corps Recruit Depot, San Diego, CA 92140-5001 

Categories of individuals covered by the system: · · 
All Marine Corps personnel assigned to the drill instructor military 

occupational specialty. · 
Categories of records in the system: 
All data required in the processing and training of drill instructors 

and execution of drill instructor duties. 
Authority for maintenance of the system: 
Title 10, U.S. Code 5031; E.O. 9397 
Purpose(s): · 
To provide a record of training and quality of performance of 

Marine Corps personnel assigned as drill instructors. 
I:,toutine uses of records maintained in the sy~tem, including catego­

ries of users and the purposes of such uses: 
The Blanket Routine Uses that appear at the beginning of the 

Marine Corps compilation apply to this system. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
The files are stored in file folders. 
Retrievability: 
Records are maintained in areas accessible only to authorized per­

sonnel during normal working hours. After normal working hours, 
rooms are .locked and the area is patrolled by military police. 

Safeguards: 
Records are maintained in areas accessible only to ~uthorized per­

sonnel only during normal working hours, rooms are locked and the 
area is patrolled by military police. · 

Retention and disposal: . 
The files are stored for two years after. completion of drill instruc­

tor duties .and then destroyed. 
System manager(s) ·and address: 
Commanding Officer, Recruit Training Regiment, Marine Corps 

Recruit Depot, Parris Island, SC 29905-5001 and Commanding Offi-

cer, Recruit Training Regiment, Marine Corps 'Recruit Depot, San 
Diego, CA 92140-5001 

Notification procedure: 
Information may be obtained from the system manager. Requesting 

individuals should specify their full names. Visitors should be able to 
identify themselves by any commonly recognized evidence of identi­
ty. Written requests must be signed by the requesting individual. 

Record access procedures: 
The agency's rules for access to record may be obtained from the 

system manager. 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determination by the individual concerned may be obtained from the 
system manager. · 

Record source categories: 
· Information is obtained .from instructors, u~its and civilians that 

were involved with training, eviduating and processing drill instruc­
tors. 

Exemptions claimed. for the system: 
None. 

MMNOOOSJ 
System name: 

Individual Recruiter Training Record. 
System iocation: 
Files are located at individual Recruiting Stations and Sub~i~tions. 
Categories of individuals covered by the syste~n: .. 
File contains training and performance information on recruiters. 
Categories of records in the system: 
All information pertaining to the training and performance of re-

cruiters.· 
Authority for ma~ntenance of the system: 
Title to, u.s. ~ode ~~31; E.O. 93~7 
Purpose(s): 
To provide a record of the performance of Marine .Corps recruit­

ers from initial training phase through completion of ·recruiting 
duties . 

Routine uses of records maintained in the system, including catego­
ries of use..S and the purposes of such uses: 

The Blanket Routine . Uses that appear at the beginning of the 
Marine Corps compilation apply to this system. -

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
The files are stored in file folders. 
Retrievability: 
Records retrieved by name or ·last four digits of the service mem~ 

ber's social security number. 
Safeguards: 
Records are ;~ccessible ~nly to authorized personnel duririg'normal 

working hours. After· normal working· hours, files stored in locked 
offices. 

Retention and disposal: 
The files are maintained two years after completion of recruiting 

duties, at which time they are destroyed. · 
System manager(s) and address: 
Commanding General, Marine Corps Recruit Depot/Eastern Re­

cruiting Region, Parris .Island, SC 29905-500 I and Commanding Gen­
eral, Marine Corps Recruit Depot/Western Recruiting Region, San 
Diego, CA 92140-5001 . . .. 

Notificatio~ procedure: 
Information may be obtained from the system manager. Requesting 

individuals should specify their full name. Visitors should be able to 
identify themselves by any commonly recognized evidence of identi­
ty. Written request must be signed by the requesting individual. 

Record access procedures: 
· The agency's .rules for access to record. may be obtained from the 

system manager. 
Contesting record procedures: 
The agency's rules for contesting contents and appealing . initial 

determination by the individual conce~nep may be obtained from the 
system manager. · · ' · · · 



556 PRIVACY ACT SYSTEMS 

Record source categories: 
Information is obtained from formal military schools, units and 

command officers. 
Exemptions claimed for the system: 
None. 

MMTOOOOl 
System name: 

Dependent (Title 6) Schools Records System. 
System location: · 
Dependent (Title 6) Schools located at Marine Corps installa(ions. 
Categories of individuals covered by the system: · 

·All students enrolled in Dependenf'(Title 6) Schools 'Jo~atiori .at 
Marine Corps installations. · ' 

Categories of records in the system: 
System consists of individual student records, master schedule, 

student schedule, st.udent cla'ss lists, student scheduling· cards, · ~tc. 
Information consists of student academic performance, attendance, 
discipline, activities, aptitude, health and emergency record data to 
properly administer and assist the student while enrolled in the par­
ticular school or school system. 

Authority for maintenance 9f .the system: 
Title 5, U.S. Code and Title 6 U.S. Code 
Purpose(s): . 
To provide a record of all students enrolled in Dependent (Title 6) 

Schools at Marine Corps activities. · 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
The ·Blanket Routine Uses that appear at the beginning of the 

Marine Corps compilation apply to this system. 
Other Federal Agencies - By Officials and employees of the other 

Federal Agencies in the execution of their assignment as such duties 
pertain to Dependent (Title 6) Schools. . 

State and Local Education Agencies - By Officials a11d employees 
of state and local education agencies in the execution of their Official 
duties as such duties pertain to Dependent (Title 6) Schools. 

. . Courts - ay Offi~ials and e~ployees 9f local, state, and federal 
courts as dictated by court order. , 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Records are stored in file folders, machine workable cards, and 

other Data Processing mediums. 
Retrievability: , 
Information is retrieved by student name or student number~ 
Safeguards: 
Records are maintained in areas accessible only to authori'zed per­

sonnel and handled by personnel who have been cleared and trained 
in handling of personnel information ... 

Retention and disposal: 
Records are maintained during the period of student enrollment 

and for a period of up to three years after student departure from the 
rolls of the s~hool. Records are . then destroyed or retireQ to the 
Army Records Center, St. Louis, Missquri. 

System manager(s) and address: 
Superintendent of the school system in which the particular stu­

dent is enrolled. 
Notification procedure: 
Information may be obtained from the particular school. or school 

system in which the student is enrolled: Commanding General (Attn: 
Supt Depn Scol) Marine Corps Base,. Quantico, Virginia 22134; Com­
manding General, (Attn: Supt Depn Scol), Marine Corps Base, Camp 
Lejeune, North Carolina 28542; Commanding Officer, (Attn:· Supt 
Depn Scol), Marine Corps Air Station, Beaufort, South Carolina. 

Record access procedures: · 
The rules for access t~ records. may be obtained from the appropri-

'ate SYSMANAGER. . . 
· Contesting. record procedures: 

Rules for contesting the contents of records and appealing initial 
determinations by the individual concerned may be obtained from t.he 
appropriate SYSMANAGER. 

Record source categories: 
Information is .obtained ·from individual concerned, his teacher, 

administrators,. and other professional health and education personnel. 

Exemptions claimed for the syste.m: 
None. 

/ MMT00002 

Syste~ name: . 
· Marine Corps Institute Correspondence Training Records System. 

System location: 
Marine Corps Institute, Box 1775, ·washi~gton, I)C 20013 
Categories of individuals covered by the system: 
All enrollees in Marine Corps Institute correspondence courses. 
Categories of records in the system: 
Records contain information for identifying enrollees, their ad­

dre·sses, their progress in the course of study, and the ·results of their 
final examinations.' · · 

Authority for maintenance of the system: 
Title 5, U.S. Code 301; Title 10, U.S. Code 5031 
Purpose(s): 
To provide a record of all students enrolled in the Marine Corps 

Institute correspondence courses. 
Routine uses of records maintained in the system, including catego-

ries of users and the purposes of such uses: · 
The Blanket Routine Uses that appear at the beginning of the . 

Marine Corps compilation apply to tQis system. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
File folders, microfiche, magnetic tape, and magnetic disks. 
Retrievability: 
Name and SSN. 
Safeguards: , 
Access provided on a need to know basis only. During non-

working hours, the doors to the Institute are locked. 
Retention and disposal: 
Retained indefinitely . 
System manager(s) and address: 

. Student Services Officer, Marine Corps Instit~te, Marine Barracks, 
Box·J775, Washington, DC 20013 · 

Notification procedure: .. 
Apply in writing to· SYSMANAGER. Provide full name, social 

security number or service number, date of completion or enroll­
ment, course number, and course title. 

Record access procedures: 
The agency's rules for access to records may be obtained, from tht'; 

SYSMANAGER. 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determination by the individual concerned may be obtained from the 
SYSMANAGER. . 

Record source categories:· 
Information in the system is obtained from enrollment applications 

and subsequent forms submitted by the enrollee, from the individual's 
commanding officer, from the Marine Corps Manpower Management 
System, and from Marine Corps Automl!-ted Services Center, Kansas 
City. 

Exemptions claimed for the system: 
None. 

MRSOOOOl 
System name: 

Resery~ Manpower Mamigement and Pay ·System (REMMPS). 
System location: . 
Primary System - Marine Corps Central Design and Programming 

Activity, 1500 East Bannister Road, Kansas City, Missouri 64131 
· D~centrali'zed Segments - Input to the system is limited to the unit 
diary submission of the Marine Corps Reserve unit to which the 
individual is assigned for administration. Output from the system is 
available at the following locations: Department of Defense, Head­
quarters, U. S. Marine Corps, 4th Marine Division, 4th Marine Air­
craft Wing, Marine Corps Finance Center, Marine Corps Reserve 
Support Center, and the Marine Corps Reserve unit to which the 
individual is assign~d. Addresses of each Distribution List (OPNA V-
P09B3-107). . 

-< 
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Categories of individuals covered by the system: 
Marine Corps Reservists in the Selected, Individual Ready, Stand­

by, and Fleet Marine Corps Reserve categories. 
Categories of records in the system: 
File contains the master personnel records to include personal 

identification, education, training, military occupational specialties, 
contractual agreements, pay and other data required for effective 
personnel management and administration. 

Authority for maintenance of the system: 
Title 5, U.S.C. 301, Title 10, U.S. C. 5031 
Purpose(s): 
To provide a record of pay and personnel data on Reserve person­

nel for use in the management and administration of Reserve person­
nel resources. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Marine Corps compilation apply to this system. · 

Courts - By officials of duly established local, state and federal 
courts as a result of court order pertaining to matters properly within 
the purview of said court. . 

Congress of the U. S. - By the Senate or the House of Represent .. -
tives of the U. S. or any committee or subcommittee thereof, any 
joint committee of Congress or subcomittee of joint committee on 
matters within their jurisdiction requiring disclosure of the files. 

The Comptroller General of the U. S. - By the Comptroller Gen­
eral or any of his authorized representatives in the course of the 
performance of duties of the General Accounting Office relating to 
the Marine Corps. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Information is contained on magnetic tapes and disks. 
Retrievability: 
Information is retrieved by social security number. 
Safeguards: 
Records are maintained in facilities accessible only to authorized 

personnel that are properly screened, and trained. 
Retention and disposal: 
Records are retained 'for six months after separation of the individ­

ual Marine reservists. After· six months, records are destroyed except 
for an· historical listing of separations which is recorded on micro­
fiche for permanent retention at the Marine Corps Reserve Support 
Center, Kansas City, Missouri. 

System manager(s) and address: 
The Commandant of the Marine Corps, Headquarters, U.S, Marine 

Corps, Washington, DC 20380 
Notification procedure: 
Information may be obtained from: 

The Commandant of the Marine Corps (Code RES) 
Headquarters, U.S. Marine Corps · 
Federal·omce Building #2 
Washington, DC 20380 
Telephone: Area Code 202/694-1842. 

Record access procedures: 
Requests from individuals should be addressed to: The Comman­

dant of the Marine Corps (Code RES), Headquarters, U.S. Marine 
Corps, Washington, DC 20380. 

·Written requests for information should contain the individual's full 
name, social security number and signature. . 

For personal visits, the individual should be able to provide some 
acceptable identification such as military identification card, driver's 
license or other type of identification bearing picture and signature to 
insure the individual is the subject of the inquiry. 

Contesting record procedures: 
The Marine Corps rules for contesting contents and appealing 

initial determinations may be obtained from the SYSMANAGER: 
Record source categories: 
The individual having administrative responsibility for the Marine, 

the Marine Corps Reserve Support Center, and authorized personnel 
of Headquarters, U.S. Marine Corps. 

Systems interface with active force Joint Uniform Military Pay 
System/Manpower Management System. 

Exemptions claimed for· the system: 
None. 

MRS00002 
System name: 

Marine Corps Reserve Support Center (MCRSC) Management 
System. 

System location: 
Primary System - The Director, Marine Corps Reserve Support 

Center, 10950 El Monte, Overland Park, Kansas 66211-1408. 
Decentralized System - At Marine Corps mobilization and prior 

service recruiting stations. · 
Categories of individuals covered by the system: 
Marine Corps Reservists i.n the Individual Ready Reserve, Standby 

Reserve, Fleet Marine Corp~ Reserves, Individual Mobilization Aug­
mentees, Selected Marine Corps Reserves. Full-Time Support (FTS) 
Marine Reserves, active duty Marines attached to the MCRSC, and 
civilian employees of MCRSC. 

Categories of records in the system: 
Personnel, financial, and manpower data records. Training history 

records for financial obligations and expenditures for reservists and 
reservist's qualifications, and program management records. 

Authority for maintenance of the system: 
Title 5, U.S. Code 301; Title 10, U.S. Code 5031; Title 10, U.S. 

Code 275; Title U.S. Code 652 
Purpose(s): 
To provide record of all personnel, financial and manpower data 

on all Marine Corps military and civilian employees attached to 
MCRSC. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: . 

Blanket Routine Uses that appear at the beginning of the Marine 
Corps compilation apply to to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

·Storage: 
Direct a~cess storage device, magnetic tape, paper files, microfiche 

and other documents. 
Retrievability: 
Social Security Number, name, grade, and unit. 
Safeguards: 
Restricted access to building and all areas where data maintained. 

Records are maintained in areas accessible only to those personnel 
that are authorized and have been properly screened, cleared, and 
trained. The system contains security features designed to restrict 
unauthorized access. 

Retention and disposal: 
There are two types of files, permanent and working. After the 

Marine Reservist retires or is deceased, microfiche/paper records are 
sent to Headquarters .Marine Corps for a period of six months. 
Thereafter, records are sent to the National Personnel Records 
Center, St. Louis, Missouri, indefinitely. Computer records are main­
tained for a .minimum of three years in the National Archives. After 
three years, the tapes are erased. Working files are disposed of when 
obsolete. 

System manager(s) and address: 
Director, Marine Corps Reserve Support Center, 10950 El Monte, 

Overland, Park, Kansas 66211-1408. · 
Notification procedure: 
Information may be obtained from system manager. Requesters 

should provide proper verification of identity. On written requests, 
signature of the requesting individual is required. 

Record access procedures: · 
The agency's rules for access to records may be obtained from the 

system manager. 
Contesting record procedures: 
The agency's. rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the system manager. 

Record source categories: 
The individual, Marine Corps recruiting ·districts, depots, bases, 

and other duty stations, Headquarters: Marine Corps, Veterans Ad­
ministration, Civilian Personnel· Records, and changes caused by.law 
are the principle sources of the information contained the MCRSC 
Management System. 

Exemptions claimed for the system: 
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None. 

MRS00003 
System name: 

Marine Corps Reserve HIV Program. 
System location: 

. Headquarters; U.S. Marine Corps, ·(RESM-3) Washington, DC 
20380-0001. . ' . 

Categories of individuals covered. by the system: 
Members of the Marine Corps Ready Reserve infected with the 

Human Immunodeficiency Virus. (HI.V). 
Categories of records in the system: · 
Medical records, notifications of HIV -positivity .. 

· Authority for' maintenance of th~'system: ' 
10 U.S.C. 5041 (as amended), 10 U.S.C. 5042, 5252, 44 U.S.C. 

3101, 5 U.S.C. 301, and E.O. 9397. 
Purpose(s): · . · · . . 

. To maintain a da~a base of all HIV-positive Marine Corps Reser~-­
tsts. The system wtll be used to track all HIV -positive Reservists 
from th~ time they are identified as exposed to the HIV, to the time 
they are transferred' to the Standby Reserve or discharged. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · . 

None outside the Department of. Defense. The Blanket Routine 
Us~s· ide_ntified in· the annual recorripil'ation of Mari'ne Corps system 
notices m the FEDERAL REGISTER do not apply to this system. 
· Policies and practices for storing~ retrieving, accessing, retainiilg, ·and 
disposing of records in the system: · 

Storage: 
Paper files are maintained in . a lock.ed filing caoinet. Additional 

information maintained in a Personal Computer (P /C). : · 
Retrievability: · . 
Name and social security ntlmber. 
Safeguards: --
Paper files are maintained in locked filing cabinets .. Access to the 

room where the P /C is maintained is monitored or controlled for 
access by authorized personnel only. Access to the automated 
records is through passwords and the room is locked when not 
m<?nttored. by aut~orized ~ersonnel. Building access is controlled by 
umformed guards and doors a~e lock.ed during non-duty hours. · 
· Retention .and disposal: . 

Paper files are maintained for five years,· then destroyed .. Informa­
tion contained in the P /C is maintained for 10 years after· the individ~ 
ual's tenure with the Marine Corps and then destroyed. 
. System manager(s) and address: 

Commandant of the Marine'Corps, (Co<;le RESM"-3), Headquar­
ters, U.S. Marine Corps, Washington, DC 20380-0001. 

Notificati.on proced~r.e: · · 
. Direct inquiries to the Commandant of the Marine Corps, (RE51M-
3), Washington, DC 20380-()()ql. Written inquiries should contain the 
name, social security number, date(s) of testing, military status and 
return address. Visitors should be able t.o identify themselves by any 
commonly recognized evidence of identity. 
· · Record access procedures: ' · 

The agency's rules for access to records may be obtained from the 
Systems Manager. ' 

Contesting.record procedures: 
• I 
The agency's rules for contes~ing contents. and appealing initial 

determinations by the individual concerned are contained in SEC­
NAVINST 5211.5C (32 CFR part 701, subparts F and G) and may 
also be obtained from the systems manager. · · · 

Record source categories: 
Information is derived from the individual's service ·medical ~nd 

dental records. 
Exemptions· claimed for the system: · 
None. 

MTEOOOOl 
System name:. 

Telephone Billing/ Accounting File. 
System location: 
All Marine Corps activities maintaining telephone accounts. 
Categories of i~dividuals covered. by the system: 
All · military personnel, civilian contractors, concessions, and 

Marine Corps sponsored activities that are provided unofficial gov-
ernment telephone service. ' · 

Categories of records in the sy~tem: ' · 
Files contain name, social security number, grade, military address, 

telephone .number assigned to. individuals in the system, civilian con­
tractor's business .address and business telephone numbers, ledger of 
itemized telephone service charges and payments, receipted bills, 
requests for service, account number, addressograph plate, cash col­
lections vouchers for telephone <;leposits, and routine correspondence. 

Authority for maintenance of the system: 
Title I 0, U. S. Code 5031 
Purpose(s): 
To provide a record amounts owned arid paid for. t'elephone serv­

ices at Marine Corps activities. The file is also used as a t~lephone 
directory service except for numbers 1,1nlisted. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 
· The Blanket Routine . Uses that appear at the beginning ·of the 
Marine Corps compilation apply to this system. . 

Policies and practices for· storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper cards are maintained in filing cabinets and KARDEX. files 

or in file folders. . 
Retrievability: 
Information accessed and retrieved by name, address or telephone 

number. 
Safeguards: 

· Records are maintained in an area accessible only to authorized 
personnel and are under constant supervision. The building is locked 
during non-working hours and someone is on duty 24 hours a day. 

Retention and disposal: 
Records ·remain active uptil individual leaves the Marine Corps 

activity concerned. Records .are· then transferred. to an inactive tile 
for Jour years and then destroyed. 

System manager(s) and address: 
Commanding Officer of activity concerned. See Directory of De­

partment of the Navy mailing ·addresses . 
Notification procedure: · 
Information may be obtained from the individual command to 

which an individual is assigned for duty. Addresses of individual 
commands are listed in the, Navy Standard Distribution List 
(OPNAV P09B-107). 

Record access procedures: 
Written requests from individuals should be addressed to the Com­

manding Officer of the activity 'co'ncerned. Activity addresses are as 
reported in the Navy Standard Distribution List. 

Written requests should include name and social security number 
and address. 

For personal visits, the individual should be able ·to provide the 
proper military or civilian identificatio.n. 

Contesting record procedures: 
Tlie rules for access to records and for contesting contents and 

appealing initial determination by the individual may be obtained 
from the SYSMANAGER. . 

Record source categories: 
Application of the individual desiring telephone' service in govern-

ment housing aboard the activity. .. · ·' 
Exemptions Claimed for the system: 
None. 
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UNITED STATES NAVY 
How Systems are Arranged· 

· Department of the Navy systems of records are numbered to 
coincide with the subject matters identified in the Standard Subject 
Identification Code (SSIC). 
1 Each series of records has been assigned a major subject title, 
followed by a combined alpha-numeric identification number. For 
example, the systems of records containing financial information 
would be found under the major subject title, Financial Management. 
The range of identification of records will be from 7000 to 7999. The 
systems of . records concerning military pay is 7220. If there are 
multiple systems of records maintained under this series, the identifi­
cation number will be identified as N07220-1, N07220-2, N07220-3, 
etc. The last digit, i.e., -1, -2, -3, indicates the first, second, and third 
systems of records within the category of military pay. 

When assigning numbers to systems of records, we identify the 
appropriate SSIC for the system and formulate the system number by 
adding "N" for Navy to the beginning of the number, followed by 
the SSIC number. "0" is placed after the "N" for SSIC codes 1000 
through 9999, since each system must begin with "N" followed by 
five digits. 

How To Use the Index Guide 

The systems of records maintained by the Department cif the Navy 
are contained wi~hin the major subject title and numerical series of 
the SSIC. The list identifies each series in numerical order. Use the 
list to identify ·major areas of interest. · 

System Identification Series 

Military Personnel 
1000-1999 

Telecommunications 
2000-2999 

Operations and Readiness . 
3000-3999 ° 

. Logistics 
4000-4999 

General Administration 
0 

5000-5999 
Medicine and Surgery 

6000-6999 
Financial Management 

7000-7999 

Subject Series 

Ordnance Material Readiness 
8000-8999 

Ships Design and Material 
9000-9999 

General Material 
10000-10999 

Facilities and Activities 
11000-11999 

Civilian Personnel 
0 

12000-12999 ° 

Ae"ronautical and Astronautical Material 
0 13000-13999 

For Further Assistance 

The Chief of Naval Operations ... is designated the Privacy Act 
Coordinator for the Department of the Navy. Any questions or 
assistance you may require should be addressed to the Chief of Naval 
Operations (OP-09B30), Room 5E521, Pentagon, Washington, DC 
20350-2000. POINT OF CONTACT is Mrs. Gwendolyn Aitken, 
Commercial (703) 614-2004/2817, Autovon 224-2004/2817. 

REQUESTING RECORDS 
Records are retrieved by name or by some other personal identifi­

er. It is therefore especially important for expeditious service when 
requesting a record that particular attention be provided to the Noti­
fication ahd/or . Access Procedures of the particular record system · 
involved so as to furnish the required personal identifiers, or any 
other pertinent personal information as may be required to locate and 
retrieve the record, · · 

BLANKET ROUTINE USES 
Certain blanket 'routine uses' of the records have been established 

that are :applicable to every record system maintained within the 
Department of Defense unless specifically stated otherwise within a 
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particular record system. These additional blanket routine uses of the 
r~cords are published below only once in the interest of simplicity, 
economy and to avoid redundancy before the individual record 
system notices begin rather· than repeating them in every individual 
record system. 

ROUTINE USE-LAW ENFORCEMEN~ 
In the event that a system of rec<;>rds maintained by this compo­

nent to carry out its functions indicates a violation or ·potential 
violation of law, whether civil, criminal or regulatory in nature, and 
whether ·arising· by general statute or by regulation, rule or order 
issued pursuant thereto, the .relevant records in the system of records 
may be referred, as a routine use, to the appropriate agency, whether 
Federal, state, local, or foreign, charged ~ith the responsibility of 
investigating or prosecuting such violation or·charged with enforcing 
or implementing ·the statute, rule, regulatiop or order issued pursuant 
thereto. 

ROUTINE USE-DISCLOSURE WHEN 
REQUESTING INFORMATION 

A record from a system of records maintained by this component 
may be disclosed as a routine use to a Federal, state, or local agency 
maintaining civil, criminal, or other relevant enforcement information 
or other pertinent information, such as current licenses, if necessary 
'to obtain information relevant' to a component decision concerning 
the hiring or retention of an employee, the issuance of a security 
clearance, the letting of a contract, or the issuance of a license, grant 
or other benefit. 

ROUTINE USE-DISCLOSURE OF REQUESTED 
INFORMATION 

A. record from a system of records maintained by this component 
may be disclosed to a Federal agency, in response to its request,· in 
connection with the hiring or retention of an employee, the issuance 
of a security clearance, the reporting of an investigation of an em­
ployee, the letting of a co~tract, or the issuance of a license, ·grant or 
other benefit by the requesting agency, tci the extent that'the infor­
mation is relevant and necessary to the requesting agency's decision 
on the matter . 

ROUTINE USE-CONGRESSIONAL INQUIRIES 
Disclosure from a system of records maintained by this component 

may be made to a Congressional .office from the record of an individ­
ual in response to an inquiry from the Congressional office made at 
the request of that individual. 

ROUTINE USE.:.,RIVATE RELIEF LEGISLATION 
Relevant information contained in all systems of records of the · 

Department of Defense published· on or before August 22, 1975, may 
be disclosed to the. Office of Management and Budget in connection 
with the review of private relief legislation as set forth in OMB 
Circular' A-.19 at any stage of the legislative coordination and clear­
ance process as set forth in that Circular. 

.ROUTINE USE-DISCLOSURES REQUIRED BY 
INTERNATIONAL AGREEMENTS 

A record from a system of records maintained by this. component 
may be disclosed to foreign law enforcement, ·security; investigatory, 
or administralive authorities in order· to comply with requirements 
imposed by, or to claim rights conferred in, international agreements 
and arrangements including those regulating the stationing and status 
in foreign countries of Department of Defense military and civilian 
personnel. 

ROUTINE USE-DISCLOSURE TO STATE AND . 
LOCAL TAXING AUTHORITIES 

Any information normally contained in IRS Form W-2 which is 
maintained in a record from a system of records maintained by this 
component may be disclosed to state and local taxingauthorities with · 
which the Secretary of the Treasury has entered· into agreements 
pursuant to Title 5, U.S. Code, Sections 5516, 5517, 5520, and only to 
those state and local taxing authorities for which an employee or 
military member is or was subject to tax regardless of whether tax is 
or was withheld. This routine use is in accordance with Treasury 
Fiscal Requirements Manual Bulletin Nr. 76-07. 

ROUTINE USE • DISCLOSURE TO THE OFFICE 
OF PERSONNEL MANAGE~ENT 

A record from a system of records subject to the Privacy Act and 
maintained by this component may be disclosed ·to the Office of 
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Personnel • Management concerning information .on pay and . leave, 
benefits, retirement deductions, and any other information necessary. 
for the Office of Personnel Management to carry out its .Jegally 
authorized Government-wide personnel. management functions and 
studies. 

ROUTINE USE-DISCLOSURE TO THE 
DE,PARlMENT OF JUSTICE FOR LITIGATION 
A record from a system of records maintained by this component 

may be disclosed as a routine use to any component of the Depart­
ment of Justice for the purpose of representing the Department' of 
Defense, or any. officer, employee ·or member of the Department in 
pending or potential litigation to which the record is pertinent. ; 

ROUTINE USE-DISCLOSURE TO MILITARY 
BANKING FACILITIES OVERSEAS. 

Information as to current military addresses and assignments ma:y 
be provided to military banking facilities. who provide banking serv­
ices overseas and who are reimbursed by the Government for certain 
checking and loan losses. For personnel separated, discharged, or 
retired from the Armed Forces, information as to last known residen­
tial or home of record address may be provided to the military 
banking facility upon certification by a banking facility officer. that 
the facility has a returned or dishonored check negotiated by the 
individual or the individual has defaulted ·on a loan and that if 
restitution is not made by the individual, the U.S. Government will 
be liable for the losses the facility may incur. 

ROUTINE USE-DISCLOSURE OF INFORMATION· 
TO THE GENERAL SERVICES•Ai>MINISTRATION 

(GSA> 
A record from a system of records maintained by· this component 

may be disclosed as a routine use· to the General Services Adminis­
tration· (GSA) ·for the purpose of records· management inspections 
conducted unde~ authority of44 U.S.C. 2904 and 2906. · 

ROUTINE USE-DISCLOSURE OF..INFORMATION' 
TO THE NATIONAL ARCHIVES AND,RECORDS · 

ADMINISTRATION (NARA) 
A record from a system of records maintained by this .co'mponent 

may be. disclosed . as a routine use to the National Archives and 
Records Administration '(NARA) for the purpose of records manage­
ment inspections conducted under authority of .44 U.S.C. 2904 and 
2906. . . 

ROUTINE USE-DISCLOSURE TO THE MERIT 
SYSTEMS PROTECTION BOARD 

A r~cord from a system of records maintained by· thi~ component 
may be disclosed as a routine use to the Merit Systems Protection· 
Bo~rd, including the Office of the Special Counsel for the purpose of 
litigation, inCluding administrative proceedings, appeals, special stud­
ies of the civil service and other merit systems, review of.OPM or 
component rules and regulations, investigation of alleged or possible 
prohibited personnel practices; including administrative proceedings 
involving any individ.ual subject of a DoD investigatio~. and such 
other functions, promulgated in 5 U.S.C 1205 and ~206, or as may be 
authorized by law. 

ROUTINE USE-COUNTERINTELLIGENCE 
PURPOSES: 

A record from a system of records maintained· _by this component 
may be disclosed as· a'routine use outside the DoD or the U.S. 
Government for the purpose of counterintelligence activities author­
ized by U.S. Law or Executive Order or for the purp·ose of enforcing 
laws which protect the national security-of the United States. 

NOlOOl-1 

System name: 
Roster, Naval Reserye Law Units. 

· · System location: . 
Office of the .Judge Advocate General (Code 62), Department of 

the Navy, 200 Stovall St., Alexandria, VA 22332-2400. 
· Categories of individuals covered by the system: 

Listing of law program officers in Naval Readiness Co~mands 
having cognizance over Reserve affairs; listing of Naval Legal Serv­
ice Offices; listing· of the staff of the Director, Naval Reser:ve Law 
Programs; listing of Naval Reserve Law Company commandmg offi-
cers; and listing of members of law units. , 1 

Categories of records in the system: 
Roster contains .names and locations of personnel associated with 

Naval Reserve Law Programs; names of law units, social security 
number, rank, home and office addresses, and tel~phone numbers. 

Authority for main~enance of the system: 
10 u.s.c. 806. • I 

Purpose(s): 
To facilitate and promote liaison between Naval Reserve Law 

Units, law program officers, the Director, Naval Reserve Law Pro­
grams, and the Navy's legal assistance program. It is an essential 
publication used by legal assistance officers Navy-wide. It apprises 
Naval Reserve Officers of the locations of Reserve units in order that 
they participate in the reserve .Ia~ program. 
. Routine uses of records maintained in the syste!D, including catego-

ries of users and the purposes of such uses: · 
The "Blanket Routine Uses" that appear at the begirming of the 

. Department of the Navy's. compilation of systems notices apply to 
this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
File folders. 
Retrieva~ility: 

. By name~ of member~ and location of Reserve u~its. 
Safeguards: 
Records are maintained under the control of authorized personnel 

during working hours; the office space in which the rosters are 
maintained is locked outside official working hours. 

Retention and disposal: 
Rosters are retained for approximately two years ·and destroyed 

when a new edition is published. 
System manager(s) and address: 
Assistant Juqge Advocate General (Civil Law), Office of the 

Judge Advocate General, Department of the Navy, 200 Stovall St., 
Alexandria, VA 22332-2400. 

Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir­
ies to the Judge Advocate General (Code 62), Department of the 
Navy, 200 Stovall St., Alexandria, VA 22332-2400. The request 
should contain full name, address, and social security number of the 
individual concerned and should be signed. . 

Personal visits may be made to the Reserve Personnel Division, 
Office of the Judge Advocate General, Room 8N39, Hoffman Bldg 
II, 200 Stovall St., Alexandria, VA 22332-2400. Individuals sho'uld be 
able to supply proper identification, such as a picture ID or driver's 
license. 

Record access procedures: 
Individuals seeking access to records about themselves co~tained in 

this system of records should address written inquiries to the Judge 
Advocate General (Code 62), Navy Department, 200 Stovall _St., 
Alexandria, VA 22332-2400. · 

Contesting record procedures: 
The Department of the Navy rules for accessing records and 

contesting contents and appealing initial determinations by the indi­
vidual concerned are published in Secretary of the Navy Instruction 
5211.5; 32 CFR part 701;' or may be obtained from the syst~m 
manager. 

Record source categories: 
Information is received from Reserve officers who participate in 

the Naval Reserve Law Programs. 
Exemptions claimed for the system: 
None. 

NOlOOl-2 

System name: , . . 
Naval Reserve Law Program Officer Personnel Information. 
System location: 
Office of the Judge Advocate General (Code 62), Department of 

the Navy, 200 Stovall St., Alexandria, Va. 72332. 
Categ~ries of individuals covered by the system: 
Appl~~ants applying for appointment. or ~ransfer to Judge Adyo­

cate General's Corps of the Naval Reserve. 
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Categories of records in the system: 
· Furnishes information as to applicant's qualifications and intentions 
to affiliate in Naval Reserve Law Program. 

Authority for maintenance of the system: 
10 usc 806 
Purpose(s): 

. Information is obtained to publish a Directory of Naval Reserve 
Judge Advocates' location, Reserve assignment, etc. Information in 
the Directory is made available to Navy Judge Advocates, active 
and reserye, to enable them to locate and identify the legal expertise 
of Naval Reserve Judge Advocates in the various states with varying 
legal qualifications and State licenses and to permit contact between 
Navy Judge Advocates. 

Routine uses· of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
File folders, stored in a file cabinet. 
Retrievability: 
By officer's name. 
Safeguards: 
Files are maintained in file cabinets under the control of authorized 

personnel during working hours; the office space in which the file 
cabinets are located is locked outside official working hours. 

Retention and disposal: 
Records are maintained for two years and then destroyed. 
System manager(s) and address: 
Assistant Judge Advocate Geseral (Civil Law), Office of the 

Judge Advocate General, Department of the Navy, 200 Stovall St., 
Alexandria, Va. 22332. 

Notification procedure: 
Information may be obtained from the: Office of the Judge Advo­

cate General (Code 62), Department of the Navy, Room 9S05, Hoff­
man Bldg II, 200 Stovall St., Alexandria, Va. 22332. Written requests 
must be signed by the requesting individual, and for personal visits, 
the individual should be able to provide some acceptable identifica­
tim1, e.g. Armed Forces identification card, driver's license, etc. 

Record access procedures: 
Requests should be addressed to: Judge Advocate General (Code 

62), Department of the Navy, 200 Stovall St., Alexandria, Va. 22332. 
Contesting record procedures: 
The agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the system manager. 

Record source categories: 
Information is received from applicants who are applying for ap­

pointment in the Judge Advocate Generals' Corps or from reserve 
officers requesting transfer to the system manager. 

Exemptions claimed for the system: 
None. 

NOlOOl-3 
System name: 

Naval Reserve Intelligence/Personnel File. 
System location: 
Commander, Naval Intelligence Command, 4600 Silver Hill Road, 

Washington, DC 20389 
Categories of individuals covered by the system: 
All officers and enlisted personnel of the Naval Reserve Intelli­

gence Program and applicants for affiliation with t.he program. 
Categories of records in the system: 
File contains information relating to the individual's residence his­

tory, education, professional ·qualifications, occupational history, for­
eign country travel and knowledge, foreign language capabilities, 
history of active military duty assignments and military reserve 
active duty training and background investigation, qualifications for 
active military.duty assignments and military promotions. 

Authority for maintenance of the system: 
National Security Act of 1947, as amended; 5 U.S.C. 301, Depart­

mental Regulations; to U.S.C. 503; Department of the Navy; 10 

U.S.C. 6011; Departmental Regulations; 44 USC 3101, Records Man-
agement by Federal Agencies. · 

Purpose(s): 
To determine qualifications fo·r members of the Naval Reserve 

Intelligence Program and to provide a personnel management device 
for career development programs, manpower and personnel require­
ments for program activities, assignment· of support projects of the 
reserve program and mobilization planning requirements. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine uses that appear at· the beginning of the 
Department of the Navy's compilation apply to this system. 

Policies and practices for·storing, retrieving, accessing, retaining, and 
disposing of records· in the system: 

Storage: 
Computerized magnetic tape~; microform; some records may be 

maintained in file folders. 
Retrievability: 
The file can be accessed for each file eleme.nt or any combination 

thereof. 
Safeguards: 
GSA approved security containers located in controlled access 

spaces. 
· Retention and disposal: 
Records are maintained as long as the individual is a member of 

the Naval Reserve Intelligence Program. Records are destroyed 
when member becomes inactive. 

System manager(s) and address: 
Commander, Naval Intelligence Comrri~nd, 4600 Silver Hill Road, 

Washington, DC 20389 · 
Notification procedure: 
Information may be obtained by written request to the System 

Manager, giving full name, residence address and date and place of 
. birth. A notarized statement may be required for identity verification. 

Record access procedures: 
The Agency's rules for access to records may be obtained from the 

System Manager. 
Contesting record procedures: 
The Agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
System Manager. 

Record source categories: 
Reserve Personnel History File data submitted by the individual; 

background investigation reports from the. Naval Investigative Serv-
ice. · 

:Exemptions claimed for the system: 
None. 

NOlOOl-5 
System name: 

MSC Civilian and Naval Reserve Personnel Data File. 
System location: . 
Commander, Military SeaHft Command, Department of the Navy, 

Washington, DC 20390-5320 
Categories of individuals covered by .the system: 
MSC Masters and Chief engineers aboard civil service manned 

ships and Naval Reserv.e personnel in the MSC/NCSORG Reserve 
Program. 

Categories of records in the system: 
Biographical and professional information which rnay include 

name, rank, SSN, designation, date and place of b~rth, home address 
and phone number, active duty training, education, correspondence 
courses taken, active military service, civilian employment" experi­
ence, training. for sea, maritime licenses held, commercial shipboard 
and shoreside experience, marital status, number of children and their 
names and ages, highlights of merchant marine. career, special skills 
and accomplishments, hobbies, community activity and association 
membership. 

Authority for maintenance of the system: 
10 u.s.c. 5031 
Purpose(s): 
To facilitate COMSC in keeping current record of MSC and 

NCSORG reserve personnel and biographical information for MSC 
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civil service .mariners. Such information is used to·identify location, 
qualifications and training assignments of the Naval' Reservist; pro­
·vide biographical information oh civil service mariners in response to 
medi<;l and internal requests for information prior to public appear­
ances, press rel~ases or courtesy calls to MSC ships hy MSC person­
nel and IJlembers of other organizations or ·commands. 

Routine uses of records maintained in the system,. including catego­
ries of users· and the purposes of such uses: 

The Blanket Routine Uses that appear at the begin~ing of the 
Department of the Navy's compilation apply to this system. · 

Policies and practices for storing, re~rieving, accessing, retaining, and 
disposing of records in the system: 

St~rage: . 
Data .cards or paper file folders stored in file cabinets. 
Retrievability: 
Data is indexed alphabetically by name. 
Safeguards: · 
Files are maintained in areas accessible to authorized personnel 

only, who are properly screened, cleared and trained for proper use 
of the data stored. Building employs security guards. MSC/ 
NCSORG reserve personnel files are stored in the Employme11t~ and 
Labor Relations Division. 

Retention and disposal: 
Reserve personnel records are retained indefinitely. Civil. service 

mariner records are maintained for the duration of employment with 
MSC. Outdated .files are. destroyed when .updated information .is 
received· and the enti"re file is destro'yed immediately ·upon the em-. 
ployee's separation or retirement from the Command. 

System manager(s) and address: 
Commander, Military Sealift Command, Department of the Navy, 

Washington, DC 20390 
Notification procedure: 
Information may be obtained from· System Manager. Written· re­

quests for information should contain full name of the individual, 
military grade· or rate, and date of 'birth. For personal 'visits, the 

. individual should be able to provide some acceptable means of identi-
fication. 

Record access procedures: 
The agency's rules for access to records may be obtained from the 

system manager: · · 
Contesting record procedures: • 
The agency's rules for contesting contents and appealing initial 

determination.s by the individual concerned may be obtained from the 
systems manager. · · 

Record source categories: · 
Infot:mation is submitted by the individual concerned. 
Exemptions claimed for the system: 
None. 

N01070-1 
System name: 

JAG Corps Officer Personnel Iilfo'rmation. 
System location: 
Office of"the Judg~ Advocate dene~al (Code 61), Department 9f 

the Navy, 200 Stovall St., Alexandria, Va. 22332. · 
Categories of individuals covered by the system: 
Name, grade, design~tor, date. o( birth, iocial sec;:urity account 

number, date of rank, pay entry base data, active duty service date, 
active commission base date, year and month of graduation from 
Naval Justice School, service date, lineal number, year group, cur­
rent billet, future billets that are finalized, subspecialty code, number 
of primary and secondary dependants, spouse's name, . projected loss 
date and reason for loss, projected rotation date, law school and year 
of graduation from law school, ·state bar membership and year admit­
ted, officer's preferef!ce· for duty assignment and postgraduate educa-
tion. · · 

Categories of records in the system: . 
Name,. date of birth, social security account number, USN(USNR, 

designator, rank, state bar membership and year admitted, wife's 
name, no. of dependents, lineal listing by year group, duty assign­
ment, arrival and rotation dates, release date if applicable 

Authority for maintenance of the system: 
10 usc 806 
Purpose(s): 

To manage 'the officers of the Navy JAG Corps, as the Judge 
Advocate General is statutorily required to make•:recommendatioh on 
the assignment of all active duty JAG Corps officers; to determine 
qualifications of an officer to receive a-JAG Corps designation and to 
be certified as a trial or defense counsel; to determine the rotation 
dates and release from active duty dates of JAG Corps officers as 
well as the date new officers will be available for duty; to prepare 
JAG Corps strength plans for.submission to OPNAV; and to obtain 
an officer~s preference for duty assignment as well as. eligibility for 
consideration .for postgraduate education ·and overseas. assignments. 
Certain of. this information is promulgated to all active-:duty JAG 
Corps officers in a semi-annual publication. known as the Directory 
of Navy Judge Advocates. The information is promulgated .in the 
directory for general informational purposes within the JAG Corps, 
including provision of position (billet). availability informa.tion to offi­
cers contemplating rotation. 

Routine uses of records maintained· in the system, including catego-
ries of users and the· purposes of such uses: ' 

Certain of this information (not including social security account 
number and date of birth) is pro.mulgated to active-duty JAG Corps . 
officers in a semi-annual publication known as the Directory of 
Navy Judge Advocates. The information is promulgated for general· 
information purposes within the JAG :corps, including provision of 
position. (billet) information available to officers contemplating rota­
tion and ·as a social roster for official and nonofficial functions. The 
Blanket· Routine Uses that appear at the beginning of the Department 
of the Navy's compilation also apply to this system. 

Policies and practices for storing, retrievi~g, accessing,· r~taining, and 
disposing of records i~ t_he system: · 

Storage: 
Data contained in limited-access word processing equipment and 

paper records kept in a folder identified by the officer's name. kept in 
file cabinets. · · · ' 

Retrievability: . 
By officer's name, folders are filed alphabetica.lly. 
Safeguards: _ .. 
Records are maint~iqed in the Office of the Judge Advocate Gen­

eral personnel. · qffice· under the control of authorized personnel 
during. working, hours; the ·offi~e space in which the storage devic~~ 
containing the records is ~ocked outside offisial workin~ hours. 

Retention and disposal; · 
. Upon release from active duty, records are kept three years and 
then destroyed. Upon retirement from active duty, records are main­
t~ined inde~nitely. 

-System mariager(s) and address: 
Assistant judge Advocate General (Civil Law), Office of the Judge 

Advocate General, Department of the Navy,, 200 Stovall St.,. Alexan­
dria, VA 22332. 

Notification procedure: 
Information may be obtained from: Judge. Advocate General 

(Code 61), D~P.artment' of th~ Navy, Hoffman Bldg. II, 200. Stovall 
St., Alexandria, VA 22332, Telephon~: (202) 325-9830. : .. 

Written requests ,mu,st b~ signed. by the requesting individual: for 
personal visits, the requesting individual should be able to provide 
some acceptable identification, e.g. Armed Forces iodentification 
card, driver's license, etc. 

Record access procedure: 
Requests from individuals should be addressed to: Judge Advocate 

General (Code 61), Dep~_rtment of ~he Navy, .200 Stov~ll St., Ale.xan-
dria, VA 22332. ., 

Personnel visits.may be made to the JAG Personnel Office, Hoff-
man Bldg. II, 200 Stovall St., Alexandria, Va. 22332.. ·. · · 

Contesting record procedures: · ' 
The agency rule's for access tb records and for contesting contents 

and appealing initial determination by the _individual cqncerned may 
be obtained from the System Manager. · 

Record source categories: 
InforrrGition submitted. by: the office~· upon. his successful comple­

tion of law school and admission to the· bar, orders to active duty 
and subsequent transfer orders, c9mputer "strips. pr<;>vided .bY the 
Bureau of Naval Personnel on all active dut}"officers. 

'Exemptions claimed for th~·_system;·: :. · , 
None.· 

N01070-2 
System name: 
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Naval Attache Files. 
System location: 

· Chief of Naval Operations (OP-092L), The Pentagon, Washington, 
DC 20350-2000. . . , 

Categories of individuals covered by the system: 
U.S. Navy and Marine Corps Officers nominated and/or assigned 

to duty in the Defense Attache System (DAS). · 
Categories of records in the system: 
File contains records concerning the service and personal history 

of officers nominated and/or assigned to duty in the DAS and their 
dependents. " 

Authority for maintenance of the system: 
National Security Act of 1974, as amended: 5 U.S.C. 301, Depart­

mental Regulations; 10 U:S.C. 503 and 6011; 44 U.S.C. 3101; and 
Executive Order 12356. 

Purpose(s): 
To determine suitability of personnel for security clearances and 

assignment to the Defense Attache System. · 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: · 
To the Department of State to determine suitability of personnel 

for security clearances and assignment to the Defense Attache 
System. 

The "Blanket Routine· Use~" that appear at the beginning of the 
Department of the Navy's compilation of record systems notices also 
apply to this record system. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Stor~ge: 

Paper files in folders stored in standard General Services Adminis-
tration safes. 

Retrievability: 
Retrieved by name of officer. 
Safeguards: 
Records are stored in a controlled access area and . are accessible 

only to a very limited number of authorized personnel with proper 
security clearance and demonstrated need for access. 

Retention and disposal: 
Records are opened on individuals when first nominated for atta­

che· duty, and retained until six months after completion of attache 
duty and then destroyed. 

System manager(s) and address: 
Chief of Naval Operations (OP-092L), The Pentagon, Washington, 

DC 20350-2000. . . . 
Notification procedure: 
Individuals seeking to determine whether this system :of records 

contains information about Jhernselves should address written inquir­
ies to the Chief of Naval Operations (OP-092L), Pentagon, Washing­
ton, DC 20350-2000. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries to the Chief of 
Naval Operations (OP-092L), The Pentagon, Washington, DC 
20350-2000. . 

The request should contain the full name and address of the sub- . 
ject individual. 

Contesting record procedures: 
The Department of the Navy· rules for accessing records and for 

contesting contents and appealing initial agency determinations by 
the individual concerned are published in Secretary of the Navy 
Instruction 5211.5; 32 CFR part 70 I; or may be obtained from the 
system manager. · 

Record source categories: 
Data is gained from the subjects of the file, Naval Military Person­

nel Command and Headquarters Marine Corps files of subject's fit­
ness reports, Defense Investigative Service/Naval Investigative Serv­
ice (DIS/NIS) background investigations and other sources who are 
familiar with the subject. 

Exemptions .claimed for the system: 
None. 

~01070-3 

System name: 
Navy Personnel Records System. 

System location: 
Primary System-Naval Military Personnel Command, Navy De­

partment, Washington, DC 20370; Naval Reserve Personnel Center, 
Naval Support Activity (East Bank), Bldg. 603, New Orleans, LA 
70159; and local activity to which individual is assigned (see Directo­
ry of the Department of the Navy Mailing Addresses). 

Secondary System-Department of the Navy Activities in the Chain 
of Command between the local activity and the Headquarters level 
(see Directory of the Department of the Navy Mailing Addresses); 
Federal Records Sto~age Centers; National Archives. 

Categories ~f individuals covered by the system: 
All Navy military personnel: Officers, ·enlisted, active, i!lactive, 

reserve, fleet reserve, retired, midshipmen, officer candidates, and 
Naval Reserve Office~ Training Corps personnel. 

Categories of records in the system: 
Personnel Service Jackets and Service Records, correspondence 

· and records in both .automated and non-automated form concerning 
cla!;Sification, assignment, distribution, promotion, advancement, per­
formance, recruiting, retention, reenlistment, separation, training, 
education, morale, personal· affairs, benefits, entitlements, discipline 
and administration of Navy military personnel. · 

Authority for maintenance of the system: 
5 USC 30 I; Departmental Regulations. 
Purpose(s): 
To assist officials and employees of the Navy in the management, 

supervision and administration of Navy personnel (Officer and enlist­
ed)· and the operations of related personnel affairs and functions. 

Routine uses of records maintain~ in the system, including catego· 
ries of users and the purposes of such uses: 

To officials and employees of other Departments and Agencies of 
the Executive Bra.nch of government, upon request, in the perform­
ance of their official duties related to· the management, supervision 
and administration of military personnel .and the operation of person-
nel affairs and functions. . 

To officials and employees of the National. Research Council in 
Cooperative Studies of the National History of Diseas~; of Prognosis 
and of Epidemology. Each study in which the records of members 
and former members of the naval service are used must be approved 
by the Commander, Naval Military Personnel Command. 

To officials and ~rnployees of the. Department of Health and 
Human Services, Veterans Administration, and Selective Service Ad­
ministration in the performance of their official duties related to 
eligibility, notification and assistance in obtaining benefits by rne~-
bers and former members of the Navy. . 

To officials and employees of the Veterans Administration in ~he 
performance of their duties relating to approved research projeCts. 

To officials and employees of Navy Relief and the American Red 
Cross in the performance of their duties related to the assistance of 
the members and their dependents and relatives, or related to assist­
ance previously furnished such individuals, without regard to wheth­
er the individual assisted . or his/her sponsor continues to be a 
member of the Navy. 

To duly appointed Family Ombudsmen in the performance of their 
duties related to the assistance of the members and their families. 

To state and local agencies in the performance of their official 
duties related to verification .of status for determination of eligibility 
for Veterans Bonuses and other benefits and entitlements. 

To officials and ernploy(!es of the Office of the Sergeant at Arms 
of the United States House of Representatives in the performance of 
their official duties related to the verification of the active duty naval 
service of members of Congress. · 

Information as to current military addresses and assignments may. 
be provided to military banking facilities who provide banking serv­
ices overseas and who are reimbursed by the Government for certain 
checking and loan losses. For personnel separated, discharged or 
retired from the Armed Forces information as to last known residen­
tial or horne of record address may be provided to the military 
banking facility upon certification by a banking facility officer that 
the facility has a returned or dishonored check negotiated by the 
individual or the individual has defaulted on a loan and that if 
restitution is not made by the individual the United States Govern-
ment will be liable for the losses the facility may incur. · 

To state, local, and foreign (within Status of Forces agreements) 
law enforcement agencies qr their authorized representatives in con­
nection with litigation, law enforcement, or other matters under the 
jurisdiction of such agencies. 

When required by. Federal statute, by Executive· Order, or by 
treaty, personnel record information will be disclosed to the individ­
ual, organization, or governmental agency as necessary. 
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The Blanket Routine Uses that appear at the beginning of the 
Department o( the Navy's compilation also apply to this system. 
. Policies and pr:actices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: , . · , 
Storage: 
Automated records may be stored on magnetic tapes, disc, drums 

and on punched cards. · , · 
Manual records may be stored in paper file folders, microfiche or 

microfilm. · · · . 
Retrievability: _ . 
Automateq. records ··may be retrieved by socjal 'security account 

number and/or name·. 1 

Manual records may be. retrieved by name, social security account 
number, enlisted service number, or officer file n'umber. ' 

Safeguards: . 
· Computer and punched card processing facilities and terminals are 
Ioca~eq if! .restr.icted .areas accessible only to ~:iuthorized persons that · 
are properly screened, cleared and trained. · 
. · M~nual records ·aqd, computer printouts are available. only· to au- . 
thortzed personnel having a need to know. · . . 

Retention and disposal! ' · ' 
Records are retained or disposed of in accordance with SECNA­

VINST P5212.5, subj: Disposal of Navy and Marine Corps Records. 
System manager(s) and address: 
Command~r, Naval Military Personnel Command, Washington, 

DC 20~70; Commanding Officers, Officers in ~harge, and Heads.of 
Department of the Navy activities as listed in the· Directory of the 
Department of the Navy Mailing Addresses. · . · . 

Notification procedure: 
Requests by correspondence should be addressed. to: Commander, 

Naval ~ilitary Personn~~ Comm~md (A TIN: Privacy Act Coordina­
tor), Navy Department, Washington, DC 20370, or, ·in accordance 
with the Directory of the Department of the Navy Mailing Address­
es (i.e., local activities). The Jettet: should contain· full name; social 
se_curity account number (and/or enlisted service number/officer file 
number), rank/rate, designator, military status, address, and signature 
of the requestor. 
· The individual may visit the Commander, Naval Military Person­

nel Command,: Arlington Annex (FOB 2), Washington, DC.: for 
assistance' witli ,records located in that building; or the indiviqual may 
visit the local activity to which attached for access to locally main­
t~ined rt:cords. Proof of identifica~ion will consist of Military Identifi­
cation Card for persons having such cards, or other picture-bearing· 
identification. 

',Record access 'pro~edures: 
The Agency's rules for access to records may be obtained. from 

SYSMANAGER. 
_Contesting record procedures: 
The Agency's rules for contesting contents 'and 'app~aling. initial 

determinations by the individual concerned may be optained from the 
SYSMANAGER. 

Record source categories: 
Officials and 'employees of the Department of the Navy, Depart­

ment of .Defense, and components thereof, in performance ·of their· 
official duties and as specified by current Instructions and Regula­
tibns· promulgated :by ·competent authority; educational institutions; 
federal, state, and local courtt documents; civilian and military investi­
gatory· reports; general correspondence concerning the individual; 
official records of professional qualifications; Navy Reliefand Ameri-
can Red Cross requests for verification of status. · 

· Exemptio~ claimed for the system: 
. Parts of this system may be exempt und~r ,5 u:s.c. 55ia (k) (1) and 
(5), as applicable. For adqitional · in(ormation contact the SY.stem 
M~nager. ·· · 

N01070-4-
Syste~ name: . . 

Naval Reserve Security Group Pt:rsonnel ~ecords. 
System location: 
Commander, Naval Security Gro'up Command, Naval Security 

Group, Headquarters; 3801 Nebraska Avenu~, NW, Washington, DC 
20390 - • ' ' ' 

Categories of individuals covered by the system: 
.Naval Reserve Security Group Personnel. 
Categories of records in the system: 

System comprises records reflecting information pertaining to re­
servist's ACDUTRA (Active Duty for Training); miscellaneous per­
sonnel actions, i.e., in-training status for change of rank/ designator/ • 
rate; clearance certificate; congratulatory letters to officers upon pro­
motion; history of past ACDUTRA performed; correspondence 
courses completed; old data· cards -and clearance eligibility letters. 

Authority for ·maintenance of the system: 
5 USC 30 I; Departmental Regulations. 
Purpose(s): 
To. verify past active duty and ACDUTRA performed, currency 

of clearance status, mobilization assignments, and to identifY. civilian 
skills acquired. 

Routine uses of records maintained in tbe system, 'including catego­
·ries 'of users and the purposes of sue"' uses: 

The Blanket Routine Uses that ·appear at the beginning of the 
Department of the Navy's compilation apply to this system. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper-records in file folders. 
Retrievability: . 
Filed alphabetically by last name of reservist. 
Safeguards: 

; Buildings· employ security guards. Records are maintained in areas 
accessible only to authorized personnel· who are properly screened, 
cleared and trained. 

Retention and disposal: . 
Records are retained in active file until reservist has fulfilled drill: 

ing obligation or upon discharge o~ tr~nsfer to stand-by reserve. 
System manager(s) and address: 
Commander, Naval Security Group Command, Naval Security 

Group Headquarters, 3801 Nebraska Avenue,.NW, Washington, DC 
20390 

Notification procedure: 
a. Serid request to'SYSMANAGER 
b. Full name, 'DPOB, military status, SSN (if you· will voluntarily 

include it) or service number. · 
c. Visits for the purpose of obtaining information must be submit­

ted in writing to Commander, Naval. Security Group Command, 
3801 Nebraska Avenue, NW, Washington, DC 20390, who will 
advise of time/date/place for viewing records or will advise whether 
system contains records pertaining to. the. requestor 

d. Scheduled vifiitors must be prepared fo present 'adequate proof 
of identification - i.e., combination of full name, DPOB, parent(s) 
name, driver's license, medicare card, military I.D. card; if applica­
ble. 

Record access procedures: 
The Agency's rules for access to records may be obtained from the 

System Manager. · · · · 
Contesting record procedures: 
The Agency's rules for .contesting contents and ·~ppealing· initial 

determinations. by th~ individual concerned may be obtained from the 
System Manager. . · . . · 

Record source categories: 
District Officers for Naval· Reserve Security Group, Commanding 

Officers of Naval Reserve Security Group Divisions, and, Command­
ing Officer, Naval Technical Training Center,, Pensaco! .. , FL. 

Exemptions claimed for the.system:. 
None. 

. .. N01070-6 
System name: 

Employee Explosives Certification Program. 
System location: 

. Organization elements of the Department of the!!Navy as listed in 
the directory of Department of the Navy mailing addresses. · 

Categories of individuals covered by the ~ystem: · 
All personnel involved in the process or evolutions of explosives 

operations. · · 
Categories of records in the system: 
Individual certifying document and combined register of all em­

ployees certified. 
Authority for maintenance of the system: 
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S USC 301; Departmental Regulations .. 
Purpose(s): 
To record the names of aJJ employees and their qualifications to 

work in certain categories of explosive operations. 
Routine uses. of records maintained in the system, including catego-

ries of users and the purposes of such uses: · 
The. Blanket Routine Uses that appear at the beginning . of the 

Department of the Navy's compilation apply to this system. 
Policies arid practices for storing, retrieving, accessing, retaining, arid 

disposing of records in the system: ' . 
Storage: · 
File folder, punched cards. 
Retrievability: 
SSN, name. 
Safeguards: 
Personnel escort required. 
Retention and disposal: 
Permanent, unless employee terminates or is no longer involved in 

explosives processes. Document returned to employee's department 
for routine disposal after deletion from program. 

System manager(s) and address: 
Commanding officer or head of the organization in question. See 

directory of Department of Navy mailing addresses. 
Notification procedure: 
Individuals may inspect personnel certifying documents at local 

activity to which individual assigned. Requesters must be escorted 
and provide identification for inspection of their personnel records. 

Record access procedures: 
The agency rules for access to records may be obtained from the 

System Manager. 
Contesting record procedures: 
The agency's rules for contesting contents and appealing. initial 

determinations by the individual concerned may be obtained from the 
System Manager. 

Record source categories: 
Personnel files, previous supervisors. 
Exemptions claimed for the system: 
None. 

N01070-7 
System name: 

Resa~e System Military Management Information System. 
System location: Commander, Navy Resale and Services Support 

Office, Fort Wadsworth, Staten Island, New York 10305 · 
Categories of individuals covered by the system: 
Present and past military officer and key enlisted personnel as­

signed to the Navy Resale System. · 
Categories of records in the system: 
Management Information System (including: Name; rank or rate; 

social security number; designation date of rank; date reported; rota­
tion date; educational level; lineal number; dependency status) Card 
file <;m officers assigned (including: Dates in navy resale system; 
locatton of assignments) Correspondence folder with Officer and 
senior enlisted personnel (containing: Preference of assignment; bio­
graphical information; and orders). 

Authority for maintenance of the system: 
5 USC 301 and 10 USC 5031. 
Purpose(s): 
Officials and employees of the Navy Resale and Services Support 

Office in the performance of their official duties related to the man­
agement, supervision and administration of its personnel. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes o[;such uses: 

The Blanket Routine Uses that appear· at the beginning of the 
Department of the Navy's compilation apply to this system. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
The media in which these records are maintained vary, but in­

clude: Magnetic tape; printed reports; card files and file folders. 
Retrievability: 
Name: Rank or rating, social security number. 

Safeguards: r · 
File cabinets; locked archives; super archives; supervised office 

spaces and 'supervised computer tape library which is accessible only 
through the computer center (entry to computer center is controJJed 
by a combination lock known by authorized personnel only). 

Retention and disposal: 
Records are permanent. Records are maintained for five years and 

then retired to the Federal Records Center, St. Louis,· Missouri. 
System manager(s) and address: 
Policy Official: Commander, Navy Resale and Services Support 

Office, Fort Wadsworth, Staten Island, New York 10305 
Record Holder: Director, Office of. Military Personnel (OMP), 

Navy Resale and Services Support Office, Fort Wadsworth, Staten 
Island, New York I 0305 

Notification procedure: 
Written contact may be made by addressing inquiries to: Com­

mander, Navy Resale and Services Support Office, Fort Wadsworth, 
Staten Island, New York 10305. 

In the initial inquiry, the requester must provide full name,· social 
security number and military duty status. At the time of a personal 
visit, the requester must provide proof of i~entity containing the 
requester's signature. · 

Record access procedures: 
The agency's rules for access to records may be obtained from the 

system manager. 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
system manager. 

Record source categories: 
U.S. Navy Manpower Information System; the Naval Military 

Personnel Command, the individual; the individual's superior officer. 
Exemptions claimed for the system: 
None. 

N01070-8 

System name: 
Correction Board Case Files System. 
System location: 
Board for Correction of Naval Records, Department of the Navy, 

Washington, DC 20370; decentralized segments located in the Naval 
Military Personnel Command, Headquarters, U.S. Marine Corps, and 
the individual military personnel record of the service member con-

. cerned. · 
Categories of individuals covered by the system: 
Any member or former member of the U.S. Navy or Marine Corps 

who has applied for the correction of his/her naval record. · 
Categories of records in the system: 
Records consist of file cards with basic information and computer 

records derived therefrom, case files containing records of board 
proceedings, material submitted for correction and supporting docu­
mentation, correspondence and transcripts of board formal hearings. 
The basic case information and computer records. derived therefrom 
include the following: Rank; social security number/service number; 
docket number; date application received; subject category; subject 
category description; examiner's initials; date examiner assigned; 
branch of service; board decision; date of board decision; date deci­
sion promised if interested members of Congress; date case forward­
ed to the Secretary of the Navy; lineal number of officer applicant; 
officer designated; date offtcer case forwarded to Naval Military 
Personnel Command/Commandant of the Marine Corps; date officer 
case returned from Naval Military Personnel Command/Comman­
dant of the Marine Corps; date advisory opinion requested; identity 
of advisor's organization; date advisory opinion received; date service 
record ordered; date medical record ordered; date court-martial 
record ordered; date confinement record order; date Navy Discharge 
Review Board record ordered; date other record ordered; date serv­
ice record received; date medica] record received; date courhmartial 
record received; date confinement record received; date Navy Dis­
charge Review Board record received; date other record receiVed; 
number of Navy applications received; number of Marine Corps 
applications received; total number of Navy and Marine Corps appli­
cations received; .percent of total to grand total; total number of 
Navy discharge cases; total number Marine Corps discharge cases; 
Navy grant count; Navy deny count; Navy modify count; Marine 
grant; ~1arine deny count; Marine modify count. 
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Authority for maintenance of the system: 
Section 1552, title 10 United States Code; part 723 title 32 Code ·of 

Federal Regulations. · · 
· Purpose(s): . 

To review applicant's Naval record to determine the existence of 
all~ged error or injustice and to recommend. appropriate corrective 
a9tton wh~n warranted to report its findings, conclusions and rec­
ommendations to the Secretary of the Navy in appropriate cases - to 
respond to inquiries from applicants, their counsel, and members of 
Congress. 

To provide officials of the Naval Military Personnel Command 
w.ith advisory opinions in cases involving present and former Navy 
personnel - to correct records of present and former Navy personnel 
in accordance with approved Board decisions. · 

To provide officials and employees of the Naval Medical Com-
mand with advisory opinions on medical matters. . . 

To provide the Naval Council of Personnel Boards/Office of 
Naval Disabil~ty Evaluation with advisory opinions on medical mat-
ters. . · ·, · 

To provide: officials and. employees of HQ, U.S. Marine Corps 
with advisory opinions in cases involving present and former Marine 
Corps personnel - to correct records· of present and former Marine 
Corps personnel in accordance with approved correction Board deci-
sions. · 

To officials and employees of the Litigation Division; NJAG, to 
prepare legal briefs and answers to complaints against the Depart­
ment of the Navy. 

Routine uses of records maintained in the system, including catego­
ries, of users and. the purposes of such uses: 

The Blanket. Routine· Uses that appear at the beginning of the 
Department of the Navy's compilation apply to this system. . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Records are maintained as paper and microfiche records in file 

folders, and manually retrieved file cards. 
Retrievability: 
Records are filed alphabetically, by the last name of the applicant 

and are cross· filed by docket number, and service or social security 
account numbers. 

Safeguards: 
Access to. building is protected by uniformed security officers 

requiring positive· identification; for admission after hours, records 
are maintained in areas accessible only to authorjzed personnel. 

· Retention and disposal: 
All file cards are permanently retained by the agency. Case files 

are ·permanent. They are retained . in the active files for. three years 
and then retired to the Washington National Records Center, Suit-
land, Maryland. ·· 

System manager(s) and address: 
. Executive Pirector, Board for Correction of Naval Records, De-

partment of the Navy, Washington, DC 20370. · · · 
Notification proced~re: . 
Information should be obtained· from the systems manager. Re­

questing individuals should specify a full name, and social security 
account. numbers or service numbers. Visitors should be able to 
provide proper identity, such as a drivers license. Writt~n requests 
must be signed by a requester or his/her legal representative. 

Record access procedures: ·. · 
Information may be obtained from the Board for Correction of 

Naval Records, Department of the Navy, Washington, DC 20370 by 
providing pame, military status, branch of service and social security 
number. Current address and telephone numbers should be included. 
Personal visits may be made only to the Board for Correction of 
Naval Records, Arlington Annex, Columbia· Pike and Southgate 
Road, Arlington,. Virginia. For personal visits, identification will be' 
required. · 

. Contesting rec~rd pr.;cedures: . . . . 
The agency's rules for contesting contents of records and appeal­

ing initial determinations by the i~dividual concerned may be ob­
,tained from th~ systems manager. 

Record source categories: 
All official Naval records, Veterans Administration and police and 

law enforcement records. ·. · 
Exemptions :claimed for the system: 
None. 

NOI070-9 
System name: 

White House Support Program. 
System location: 
White House Liaison Office, Office of the Secretary 'of the Navy, 

Department of the Navy, Washington, DC 20350. 
Categories of individuals covered by the sys~em: 
All Navy and Marine Corps military and civilian personnel and 

contractor employees who have been nominated by their employing 
activities for assignment to Presidential support duties. 

Categories of records in the system: 
Personnel records, correspondence, and other documents and 

records in both automated and nonautomated form concerning classi­
fication, security clearances, assignment, training, and other qualifica­
tions relating to suitability for Presidential support duties. 

Authority for maintenance of the system: 
5 u.s.c. 301. 
Purpose(s): 
To evaluate 'and nominate individuals .for assignment to Presiden­

tial support duties; to ensure that only those individuals most suitably 
qualified are assigned to duty in Presidential support activities. 

Routine uses of records maintained in· the system, including catego­
ries of users and the purposes of such uses: 

To officials and employees in the Executive Office of the President 
in the performance of their duties relate~ to personnel administration, 
and evaluation and nomination of individuals for assignment to Presi-
dential support duties. . 

To officials and employees of other federal agencies and offices, 
up,on request, in the performance of their official duties related to the 
provision of Presidential support and protection. . 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation also apply to this system. 

Policies and practices for storing~ retrieving, accessing, retaining, and 
disposing of records in the system: · · 

Storage: 
Automated records may be stored on magnetic tapes, disc drums, 

and on pu~ched cards. Manual records may be stored in file folders, 
or microform. 

Retrievability: 
Manual Records: By name if. individual has been nominated and 

not yet approved. By OSD approval date if individual has been 
approved, and by employing activity removal date if an indivi<:fual is 
removed from assignment for cause. Automated records may be 
retrieved by name, social security number, and control number. 

Safeguards: 
Records are afforded appropriate protection at all times, stored in 

locked rooms and locked file cabinets, and are accessible only to 
authorized personnel who have a definite need to know and who are 
properly screened, cleared, and trained. 

Retention and disposal: 
Records are retained or disposed of in accordance with SECNA­

VINST P5212.5B, subj: Disposal of Navy and Marine Corps records. 
System manager(s) and address: 
Administrative Aide to the Secretary of the Navy, Navy Depart-

ment, Washington, DC 20350 · 
Notification procedure: 
Requests from individuals by correspondence should be addressed 

to the Office of the Administrative Aide to the Secretary of the 
Navy, Navy Department, Washington, DC 20350. Visits are limited 
to the Office of the Administrative Aide to the Secretary of the 
Navy. Written requests should contain the full name of the individual 
and his social security number. For personal visits, the individual 
should be able to provide some acceptable identification, that is, 
driver's license, etc . 

Record access procedures: 
The agency's rules for access. to records may be obtained from the 

system manager. 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
system manager. 

Record source categories: 
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Officials and employees of the Department of the Navy and other 
Department of Defense components; federal, state, and local court 
documents; civilian and military investigative reports; general corre­
spondence concerning .the individual; and federal and state agency 
records. 
· Exemptions claimed for the system: 

Parts of this system may be exempt under 5 U.S.C. 552a (k)(l), (2), 
(3) and (5), as applicable. For additional information, contact the 
System Manager. 

System name: 
Aviation Training Jacket. 
System location: 

N01070-10 

The Aviation Training Jacket accompanies the individual student 
to each Naval Air Command as he progresses in the training pro­
gram. Upon completion· or termination of training, the Aviation 

. Training Jacket is forwarded to the following'command: · · 
Chief of Naval Air Training 
Naval Air Station 
Corpus Christi, TX, 78419 

Categories of individuals covered by the system: 
All naval aviators, naval flight officers, naval flight surgeons, avia­

tion warrant officers, and precommissioning training for: aviation 
maintenance duty· and aviation intelligence officers. This includes 
records in the above categories for individuals who do not complete 
prescribed training. . . . · . 

Categories of records in the system: 
Aviation flight training, practical and academic grade scores, in-

cluding pre-training aviation test battery scores. 
Authority for maintenance of the system: 
5 USC 301, Departmental Regulations. 
Purpose(s): . 
To maintain an up-to-date student flight record and to evaluate the 

student's individual training progress and qualifications, including 
aircraft, medical and physiological qualifications. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To educational institutions upon individual requests for academic 
transcripts. 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation also apply to this system. 

Poiicies and practices for storing, retrieving, accessing, retaining,· and 
disposing of records in the system: · 

Storage: 
File folders in metal filing cabinets. 
Retrievability: 
Name and date of designation, completion or termination of train-

ing. · 
Safeguards: 
Access is restricted to the' individual or those who maintain train­

ing records and those who are directly involved with the individual's · 
training or evaluation. The file cabinets containing the jackets are in 
command areas under normal military 24 hour security measures. 

Retention and disposal: 
Retained at the Chief of Naval Air Training headquarters for six 

months, then transferred to the Federal Records Center, East Point, 
GA. Retained for 15 years (SECNAVINST 5212.5B). 

System manager(s) and address: 
Chief of Naval Air Training, Naval Air Station, Corpus Christi, 

TX 78419 
Notification proc~ure: 
The individual is inform<i!d that the Aviation· Training Jacket is 

being maintained and has ready access to it during training. After 
training, he can submit written request to the system manager listed 
above and must provide name, social security number or officer file 
number, and date of completion or termination of training. Personal 
visitors can provide proof of identity by military identification card, 
active or retired, or driver's license and some record of naval service. 

Record access procedures: 
The agency's rules for access to records may be obtained from the 

system manager. 
Contesting record procedures: · 

The agency's rules for contesting conten~s and appealing initial 
determinations by the individual concerned may be obtained from the 
system manager. 

Record sourc~ categories: 
Prior educational experience, flight gr~des, academic grades sup­

porting flight training, physical fitness/survival/swimming. proficien­
cy, aviation physiology training and qualifications,· and birth certifi:: 
cate. · 

Exemptions claimed for the system: . 
None. 

N01070-11 
System name: 

Flight Instruction Standardization and Training (FIST) Jacket. 
System location: 
The FIST jacket is. located at the various Naval Air Training 

Commands where the individual may be assigned. The following 
command can be contacted to determine the location of any specific 
command. Chief of Np.val Air Training, Naval Air Station, Corpus 
Christi, TX 78419. ' 

Categories of individuals covered by the system: 
All naval aviators and naval flight officers assigned· to duty as 

instructors within the Naval Air Training Command. 
Categories of records in the system: 
A record of flight instruction standardization and training required 

of naval aviators and naval flight officers assigned duty as instruc­
tors .. 

Authority for maintenance of the system: 
5 USC 301, Departmental regulations. 
Purpose(s): 
To ensure that the flight instructor's qualifications are current to 

instruct in ·the designated naval aircraft, both academically and phys­
iologically. The system is used to schedule training flights, qualify 
and designate flight instructors, etc. This system is used by Com­
manding Officers and training personnel .of the command to which 
the individual is assigned. 

Routine uses of records maintained ·in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses . that appear· at the beginning of the 
Department of the Navy's compilation apply. to this system. 

Policies and practices for storing, retrieving, accessing, retaining,-and 
disposi.ng of records in the system: 

Storage: . 
File folders in metal file cabinets. 
Retrievability: 
Name, rank, and social security number. 
·safeguards: 
Access is restricted to the individual; his commanding officer, or 

those involved in maintaining training records. The file cabinets 
containing the jackets are ·in command areas under normal military 
24 hour security measures. 

Retention and disposal: 
Jackets are retained in the individual's command until detachment, 

at which time it is given to the individual. · · 
System manager(s) and address: 
Chief of Naval Air Training, Naval Air Station, Corpus Christi, 

TX 78419 
Notification procedure: 
The individual is informed that the FIST jacket is ·being main­

tained, partic'ipates in its development and, additionally, is required to 
review the jacket with his instructor periodically. 

Record· access procedures: 
The agency's rules for access to·records may be obtained from the 

system manager. · 
· Contesting record procedures: 

The agency's rules for contesting content and appealing initial 
determinations by the individual concerned may be obtained from the 
system .manager. · 

Record source categories: 
Academic tests, flight performance evaluation, check flight evalua­

tion, :instructor's evaluation, command determinations, and, personal. 
input. 

Exemptions claimed for the system: 
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None. 

N01070-t2· 
System name: 

Administrative Files System. 
System location: 

.. Naval Investigative. Service (NIS) Hea~quarters, PO Box .1,6230,' 
Suitland, Md. 20746 

Decentralized. Segments - Naval Investigative Service Regional 
Offices (NISROs) retain duplicate copies of certain segments ·of the 
administrative files. Addresses of these offices are included ·in the 
directory of Department of the Navy mailing list. 

Categories of individuals covered by the system: 
Past and present civilian, military and foreign national personnel 

assigned world-wide NIS. 
Categories of records in the system: 
Personnel Management System - an automated management infor­

mation and statistical system containing all needed items of personnel 
information. · . · . 

Special Agent Career 'Development Files - a compendium of Civil 
Service Performance Evaluation and Ratings and all correspondence 
unique to the NIS Special Agent, including annual physical examina­
tions, which has a beari!lg on world-wide assignability, promotion 
and general career assessment. 

Weapons Inventory File - an automated file containing the creden­
tial number, badge, weapons and handcuffs assigned to each NIS 
criminal investigator. · 

Personnel Security Clearance File - an automated file containing 
the classified material access level and date of last security clearance 
for assigned civilian and military personnel of NIS. · 

Personnel. Utilization Data File - an automated file designe<;l to 
provide statistical information regarding the manner by which avail­
able NIS manhours are expended in the execution of its assigned 
investigative and counterintelligence mission. The file is formed by 
the submission (monthly) of individual manhour diaries. All assigned 
personnel input to this system; their manhours are categorized by 
function. · 

Freedom of Information and Privacy Requests File. Records relat­
ing to requests for information pursuant to the Freedom of Informa­
tion Act and the Privacy Act of 1974, and responses thereto. 

Authority for maintenance of the system: 
5 U.S.C. 301; Departmental Regulations. 
Purpose(s): 
The Personnel Management System: To prepare virtually all per­

sonnel documents and personnel statistical studies. It provides such 
information as the average grade, the total riumber and composition 
of personnel at each NIS component and the past assignments of 
personnel. It is used on a daily basis by personnel in the formation 
and execution of staffing actions for the various NIS components, 
informal verification of employee's tenure and the compilation of 
necessary statistical studies. 

Special Agent . Career Development Files: Used for in-house 
agency decisions regarding reassignment, promotion, career training 
and long-range development. They form· in-house agency repository 
for both adverse and favorable documents regarding Special Agents. 
The files have a long-range function - that of forming the basis for 
law enforcement retirement service certification. Though part of the 
file is duplicated in the official file maintained by the Civilian Person­
nel Office, the Special Agent Career Development file is considered 
privileged information and its contents are not released outside NIS: 
Within NIS,. the files are maintained and controlled exclusively 
within the .Career Services Division, NIS HQS, and by assigned 
personnel to that Division. The files are released for review only to 
senior man~gement personnel of NIS. 

Weapons Inventory File: To identify and inventory credentials, 
weapons, badges and handcuffs issued to authorized NIS personn~l. 

Personnel Security Clearance File: To informally verify and au­
thenticate security clearances issued to NIS personnel. The file has a 
daily working purpose of acting as· a check sheet for the updating of 
security clearances. It further is the file referred to when the Direc­
tor, NIS, is required to· certify the access .level of certain assigned 
NIS,personnel to other Navy commands as well as civilian contrac-
tors. , 

Personnel Utilization Data File: A statistical file from which an 
indepth analyses of manhour expenditures are surveyed (used· exclu­
sively within NIS). The various analyses drawn from the file ar.e 
used to modify the staffing levels at various NIS components based 
on actual work level. It further provides a tool to NIS management 
to gauge the efficiency of all components by comparing their work­
load with the amount of manhours available. 

· The records in this system may be used by ·other DOD compo­
nents requiring confirmation of security clearance levels and statisti-
cal p~rposes. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To law enforcement activities conducting .criminal or suitability 
investigations. 

To. the Office of Personnel Management when making personnel 
determinations, e.g., awards or disciplinary actions. 

To credit companies in response to credit queries and to personal 
physicians regarding medical records. 

The Blanket Routine Uses that appear at the beginning qf the 
Department of the. Navy's compilation also. apply to this system. 

Policies and practices for storing, retrieving~ accessing, retaining, and 
disposing of records in the system: 

Storage: 
The Personm!l Management System, Weapons Inventory File, Per­

sonnel Security Clearance File and the Personnel Utilization Data 
File are stored on magnetic tape in an automated system. The Per­
sonnel Management System is composed of visible file cards and 
computer paper. printouts; the Personnel Security . Clearance File is 
composed of computer paper printouts and associated Department of 
Defense security certification documents, the latter being filed in 
individual file folders; the Weapons Inventory File and the Personnel 
Utilization Data File are composed of computer paper printouts only. 
· The Special Agent Career Development Files are composed exclu­

sively of paper records in file folders. 
Retrievability: Information ·is accessed and retrieved by name only 

in the Special Agent Career Development File. The Weapons Inven­
tory File is queried by either name only or by item number (i.e., 

- badge, credential, weapon,. handcuff serial number). 
The Personnel Management System is accessed by name and SSN; 

retrieval is by individual data characteristic such as GS-grade level, 
duty-station, special qualifications, language qualifications or it may 
be retrieved by name only or in conjuction with the SSN. 

The Personnel· Utilization Data File is normally accessed and re­
trieved by location and functional category of employment (i.e.; 
Special Agent, clerical, etc.). The capability exists, however, to re­
trieve by SSN. The Personnel Security Classification ·File is a subor­
dinate file to the Personnel Management System. Accession is by 
name and SSN. Retrieval is accomplished by computer paper print­
out in both alphabetical and duty-station format. 

Safeguards: 
All files in this system are protected by limited, controlled access, 

safes, and locked cabinets and doors. Further, visitor control and 
secure computer software measures (where applic;1ble) are utilized. 

Retention and disposal: 
Personnel indexed in the Personnel Management System and the 

Personnel Security Clearance File are deleted from the magnetic tape 
data storage upon termination of employment. Residual paper 
records ar~ retained from two to five years. 

Personnel indexed in the Weapons Inventory File are deleted at 
such time as assigned equipment is returned and accounted for. Re­
sidual paper printouts are destroyed at least semi-annually. 
· The Special Agent Career Development Files are semi-permanent 

and are ·retained, at least in essential skeletal format, indefinitely. 
System manager(s) and address: 
DireCtor, Naval Investigative Service, PO Box 16230, Suitland, 

Md. 20746 
Notification procedur~: 
Requests from· individuals should be addressed to the System Man­

ager, above. Individuals submitting requests should provide their full 
name, date of birth, SSN and dates of employment or assignment 
with NIS.. . · 

In the case of personal visits, individuals requesting access to files 
in this system will be required to present reasonable proof of identity 
to minimally include a drivers' license or similar document at least 
one of which must bear a current photograph and be able to provide 
(orally) some element of unique identifying data such as name of 
spouse or a past duty-station with NIS. 

. Record act:ess procedures: 
Access to files in this system may be gained by written notification 

or personal visit to the Naval Investigative Service Headquarters at 
the location specified above. Requ~sts should be directed to the 
Information a~d Privacy Coordinator. 

Contesting record procedures: The agency's rule for access to 
.records and for contesting contents and appealing initial determina-
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tions by the individual concerned may be obtained from the system 
manager. 

Record source categories:· 
In the case of Personnel Management System and the Personnel 

Utilization Data System, the individual employee is the prime source 
of information both for- initial access to the files as wen as periodic 
update. The Personnel Security Clearance File information is ob­
tained as a sub-file to the Personnel Management System. The infor­
mation for the Weapons Inventory File is obtained from personnel 
charged with the issuance of various items inventoried therein .(with 
verification by the personnel to whom the items are issued.) . 

Information for the Special . Agen.t Career Development File is 
recieved from the individuals supervisors, from various Naval Com­
mands 'and 'other· Federal and State agencies with whom the Special 
Agent has .had professional contact and from the individual himself. 
Also, this file contains copies of each physical examination required 
annually of assigned civilian Special Agents. 

Exemptions claimed for the system: 
None. 

N01070-13 
System .name: 

Nuclear Program Interview and Screening. 
System location: 
Naval' Sea Systems Command (Code 08), Washington, DC 20362 
Categories of individuals covered by the system: · 
Personnel interviewed or considered for assignment or retention in · 

the Naval Nuclear Power Program 
Categories of records in the system: 
Interview appropriation folder, interview chronology, interview 

index card, Navy Enlisted Nuclear Program Technical Screening 
. Sheets,· Nuclear Propulsion Officer Candidate Records. 

Authority for maintenance of the system: 
5 U.S.C. 301 Departmental Regulations. 
Purpose(s): 
To determine eligibility of individuals for the Naval Nuclear 

Power Program; to maintain statistical and accounting records on 
individuals for assignment and retention in the program. 

Routine uses of records ·maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation apply to this system. 

Policies and. practices for. storing, retrieving,, accessing, retaining, and 
disposing of records in the system: 

Storage: 
File folders, loose leaf binders, and index card box. 
Retrievability: 
Name, chronological, Navy rate (if applicable), Social Security 

Number, approximate date of screen. 
Safeguards: 
Located in restricted area. . 
Retention· and disposal: 
Indefinitely. 
System manager(s) and address: 
Naval Sea Systems Command (Code 08), Washington, DC 20362 
Notification procedure: 
Contact System Manager; provide full name, Navy rate (if applica­

ble), Social Security Number, Nuclear Power School Class or dates 
at attendance (if applicable) and proof thereof, dates of service or 
screening and proof thereof. 

Record access procedures: 
The agency's rules for access to records may be obtained from the 

System Manager. 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be .obtained from the 
System Manager. 

Record source categories: · 
Individual; Naval Military Personnel Command; U.S. Naval Acad­

emy; current and/or previous commands; Director, Division of 
Naval Reactors. 

Exemptions claimed for the system: 
None. 

321-135 0-92-19 

N01070-14. 
System name: 

Next of Kin Information for Sea Trial Riders. 
System location: 

· Naval Sea Systems Command (Code 08), Washington, DC 20362-
5101. 

Categories of individuals covered by the system: 
Individuals attending nuclear propulsion plant sea trials of Navy 

ships. 
Categories of records in the system: 
Names and addresses of next of kin, name, Social' Security 

Number, and security clearance of individual. 
·. Authority for maintenance of the system: 
5 U.S.C. 301, Departmental Regulations. 

· Purpose(s): 
To maintain information neceSs.ary to notify the next of kin in case 

of accident or other emergency of those individuals assigned to 
nuclear propulsion plant sea trials. 

. Routine uses of records maint&ined in the system, including catego­
ries of users and the purpose~ of such uses: 

The "Blanket Routine Uses" thaf appear at the beginning of the 
Department of the Navy's compilation of systems of records apply to 
this system. 

Policies· and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
File folders. 
Retrievability: 
Retrieved alphabetically by name . 

. Safeguards: 
Locked in 3-way combination safe in a restricted area. 
Retention and disposal: 
Indefinite. 
System manager(s) and address: 
Commander, Naval Sea Systems Command (Code. 08), Washing­

ton, DC 20362-5101. 
· . Notification procedure: 

Individuals seeking to determine whether this system of records 
contains. information about themsc;:lves should address written inquir­
ies to the Co.mmander, Naval Sea Systems Command (Code 08), 
Washington, DC 20362-5101. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries to the Com­
mander, Naval Sea Systems Command (Code 08), Washington,. DC 

. 20362-5101. The request should contain full name, address and Social 
Security Number. 

Contesting record procedures: 
The Department of the Navy rule's for accessing records. and for 

contesting contents and appealing initial determinations by the indi­
vidual concerned are published in Secretary of the Navy Instruction 
5211.5, 32 CFR part 701, or may be obtained from the system 
manager. 

Record source categories: 
· From the individual. 
Exemptions claimed for the system: 
None. 

N01080·1 
System name: 

Enlisted Master File Automated System. 
System location: 
Naval Military Personnel Command, Navy Department, Washing­

ton, DC 20370; Personnel Management Information Center, New 
Orleans, LA 70159; Naval Reserve Personnel Center, New Orleans, 
LA 70159 . 

Categories of individuals covered by the system: 
All Navy Enlisted Personnel: Active and Inactive. 
Categories of records in the system: 
Computer file contains data concerning enlisted assignment, plan­

ning, programming, accounting, promotions, career development, 
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procurement, education, training, retirement, performance, security, 
personal data, qualifications, programming, and enlisted ·reserve d.::i~l 
data. The system also contains. Activity Personnel Diaries, personnel 
accounting documents, Reserve Unit Drill reports and other person­
nel transaction documents necessary to maintain file accuracy and 
currency; and ·all computer extracts, microform,. and printed reports 
therefrom.· · 

Authority for maintenance of the system: · ' 
5 USC 301; Departmental Regulations .. 
Purpose(s): 
To assist in the administration, management, ~and· supervision of 

Navy enlisted personnel and the operation of personnel affairs and 
functions. . . · · 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses:.. , 

To officials and employees of other Departments and Agencies of 
the Executive Branch of government, upon request, in .the perform­
llnce. of their official duties related· to, the management; supervision 
and administration of Navy enlisted personnel affairs and functions. 

When required by Federal statute, by Executive Order, or· by 
treaty, personnel record information will be disclosed to the iJ1divid-
ual, organization, or government agency as·necessary. · · 

The Blanket. Routine Uses that appear at the· beginning of. the 
Department of the. Navy's ·compilation also apply to this system: 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Automated records are stored on magnetic tapes, disks, drums and 

on punched cards. 
Printed reports and other related documents supporting the system 

are stored in authorized areas only. · 
Retrievability: 
Automated records are retrieved by Social Security Account 

Number. · 
Safeguards: 
Within the computer center, controls have been esiablished to 

disseminate computer output over the counter only to authorized 
users. Specific procedures are also .in force for the disposal of .com­
puter output. Output material in the sensitive category, i.e., inadvert­
ent or unauthorized disclosure will result in harm, embarrassment, 
inconvenience or unfairness to the individual,· will be shredded. Com­
puter files are kept in a secure, continuously manned area and are 
accessible only to authorized computer operators, programQ1ers, en­
listed management, ·placement, and distributing personnel who are 
directed to respond to valid, official requests for data. These accesses 
are controlled and monitored by the Security System. 

Retention and disposal: 
· Automated· records are retained in accordance with MAPMIS 
manual (periods range from .1 month to permanent). 

System manager(s) and address: . 
Commander, Naval Military Personnel Command, Navy Depart-. 

ment, Washington, DC 20370 
Notification procedure:. 

· Requests by correspond~nce from active duty ·enlisted personnel 
~hall be addressed to: Commander, Naval Military. Personnel Com­
mand (Attn: Privacy Act Coordinator), Navy Department, Washing­
ton, DC 20370; requests by correspondence from inactive duty and 
reserve personnel shall be addressed to: Commanding Officer, Naval 
Reserve Personnel Center (Attn: Privacy Act Coordinator), · New 
Orleans, La 70149; request shall contain ·full name, social secuiity 
account number, rank, status, and signature of requestor. 

Record access procedures: · 
The Agency's rules for acce~s to records may be obtained from 

SYSMANAGER. 
Contesting record procedures: 
The Agency's rules for. contesting contents and appealing initial 

detenriinations by the individual concerned may be obtained from the 
SYSMANAGER. . 

Record sourci.! categories: 
Officials and employees of the Department of the Navy· and De­

partment of Defense and Components thereof in performance of their 
office duties and as specified by current instructions and regulations 
promulgated by competent authority; educational·institutions. · 

Exemptions claimed for the system: 
None. 

N01080-2 
System name: 

Officer Master File Au~omated System. · 
System location: · · · ·.. . 
.Naval M.ilitary Personnel'Com.mand; Navy Qepartm.ent, Washing­

ton, DC 20370; Personnel Management lnfonriation Center, New 
Orleans, LA 70149; Naval. Reserve Personnei'Cen.ter, New.Orleans, 
LA 70149 

Categories of individuals covered by· the system: 
All Naval Officers; commissioned, warrant, aCtive, inactive; officer 

candidates, ;and Naval Reserve Officer Training Corps personnel. 
· · Categories of records in the system: 
. Computer file contain.s data concerning officer assignment, plan­

ning, accounting, promotions, career development, procurement, edu­
cation, training, retirement, performance, security, personal data, 
qualifications, programming, and Reserve Officer drill data. System 
also contains activity Personnel Diaries, personnel· accounting docu­
ments, Reserve Unit Drill Reports and other personnel transaction 
documents necessary to maintain file accuracy and currency; and all 
computer file extracts, microform and printed report.s therefrom. 

Authority for maintenance of the system: · 
Title 5 USC 301; Departmental Regulations. 
Purpose(s): . . . . . 
To assist officials and employees of the Navy in. their official duties 

related to the management, supervision, and administration of both 
. active duty and retired Naval officers, arid in the operation of per-
sonnel affairs and functions. · 

Routine uses of records maintained hi the system; including catego­
ries of users and the purposes of such uses: 

To officials.;and employees of other Departments and Agencies of 
the Executive Branch of· government, upon request, in the perform­
ance of their official dutiesrrelated to the management, supervision 
and administration of Navy officer personnel and the operation of 
personnel affairs and functions. When required by Federal statute, by 
Executive Order, or by treaty, personnel record information will be 
disclosed to the individual, organization, or governmental agency .as 
necessary. . 

The Blanket Routine Uses that appear at the ·beginning of the 
Department of the Navy's compilation also apply to this system. 

Policies and practices for storing; retrieving, accessing; retaining, and 
disposing. of records in the system: · · · 

Storage:· · . 
Automated records are stored· on magnet~c tapes, disks, drums and 

on punched cards. Printed reports and other paper documents sup­
porting the system are stored in authorized personnel areas only. 

Retrievability: · 
Automated records are retrieved by Social Security: Account 

number. 
Safeguards: 

· Within the computer center, controls have been established to 
disseminate computer output over the counter only to authorized 
users. Specific procedures are also in force. for the disposal of com­
puter output. Output material in the sensitive category, i.e., inadvert­
ent or unauthorized disclosure that would result in harm; embarrass­
ment. inconvenience or unfairness to the individual, will be shredded. 
Computer files are kept in a ·secure, continuously manned area and 
are distributing personnel who are directed to respond to valid, 
official request for data. These accesses are controlled and monitored 
by the Security System, · · ·· 

Retention. and disposal: , 
Records are retained in accordance with MAPMIS Manual (peri­

ods range from 1 month to permanent). 
System manager(s) and address: 
Commander, Naval Military Personnel Command, Department of 

the Navy, Washington, DC 20370. 
Notification procedure: 
Active duty Navy Officers/Officer Candidates shall request by 

correspondence addressed to: Commander, Naval Military Personnel 
Command (Attn: Privacy Act Coordinator), Navy Department, 
Washington, DC 20370. Naval Reserve and retired officers shall 
request by ·correspondence from Commanding Officer, Naval Re­
serve Personnel Center, New Orleans, LA 70149. Requests shall 
contain full name, Social Security Account Number, rank, status, 
address and signature of the requestor. 

Record access procedures: 

_j 

-. 
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The Agency's rules for access to records may be obtained from 
SYSMANAGER. 

Contesting record procedures: 
The Agency's rules for contesting contents and appealing initial 

d~terminations by the individual concerned may be obtained from the 
SYSMANAGER. 

Record source categories: 
Officials and employees of the Department of the Navy, Depart­

ment of Defense and components thereof, in performance of their 
official duties and as specified by current Instructions and Regulation 
promulgated by competent authority; official records of professional 
qualifications; Educational institutions. 

Exemptions claimed for ~e system: 
None. 

N01080-3 
System name: 

Reserve Command Management Information. 
System location: 
Naval Reserve Fo~ce, 13000 Chef Menteur Highway, New Orle­

an~. LA 70129-1800. 
Categories of individuals covered by the system: 
All individuals who are members of the Selected Reserves. Indi-

. viduals who have responded to Naval Reserve advertising, individ­
uals who are members leaving the active Navy, prior service pros­
pects, non-prior service prospects such as high s~hool and college 
students throughout the country who may be qualified for enlistment, 
and those that are recruited into the Naval Reserve Programs. 

Categories of records in the system: 
System comprises records reflecting information pertaining. to the 

individual's participation in the Reserves and personal information 
such as name, rank/grade, Social Security Number, current address, 
medical information pertaining to physical examination, immuniza­
tions and physical fitness, and pertinent family information concern­
ing recruitment, classification, assignment, distribution, retention, re­
enlistment, promotion, advancement, training, education, professional 
history, experience, performance, qualification retirement and admin-
istration within ·the Selected Reserves. · 

Authority for maintenance of the system: 
5 U.S.C. 301, Department Regulations and Executive Order 9397. 
Purpose(s): 
To provide the Naval Reserve Force and its claimancy with an 

information system which enhances management and support for all 
Naval Reserve echelons in the functional areas of manpower, person­
nel, training, mobilization, readiness, and administration or drilling 
reservists; and to . provide management and support related to the 
accession of officer and enlisted personnel necessary to sustain. man­
power levels. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" that appear at the beginning of the 
Department of the Navy's compilation of systems notices apply to 
this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Automated records are stored on disks and magnetic tapes. Ar­

chived records are stored on magnetic tape and placed in a vault. 
Printed records and other related documents supporting the system 
are filedin.cabinets and stored in authorized areas only. 

Retrievability: 
Primarily by name, rank/grade or Social Security Number, howev­

er, records can be accessed by any file element or any combination 
thereof. 

Safeguards: . 
A combination of passwords and user names is used to restrict user 

access to those individuals specifically authorized to. use terminals. 
Within the computer center, controls have been established to distrib­
ute computer output over the counter only to authorized users. 
Output material in the sensitive category will be shredded. Computer 
files are kept in a secure, continuously manned area and .acc:essi~le 
only to authorized computer operators, programmers and dtstnbutmg 
personnel who are directed to respond to valid officials requests for 
data. These accesses are controlled and monitored by the Security 
System. · 

Retention and disposal: 

Automated recruiting flies are retained as long as .the indi~idual is 
a recruit for the Naval Reserve Force. Upon enhstment mto the 
Naval Reserve, files are transferred to the appropriate component 
and retained as long as the individual is a drilling reservist in the 
Naval Reserve. Upon retirement or separation from the Naval Re­
serve the member's files are transferred to the Naval Reserve Per­
sonn~I Center, New Orleans, where records are retained in accord­
ance with MAPMIS Manual (period ranges from one month to 
permanent). Paper documents generated by the syste~ will be r~­
tained at local activities for two to four years after whtch they wtll 
be destroyed. 

System manager(s) and address: 
Commander, Naval Reserve Force, 13000 Chef Menteur .Highway, 

New Orleans, LA 70129-1800. 
Notification procedure: 
Individuals seeking to determine whether this system. of r7cor~s 

· contains information about themselves should address wntten mqutr­
ies to the Commander, Naval Reserve Force, 13000 Chef Me_lteur 
Highway, New Orleans, LA 70129-1800. 

Requests should contain full name and Social Security Number and 
must be signed. Visitors should be able to identify themselves by a 
commonly recognized evidence of identity. 

Record access prOcedures: 
Individuals seeking access to records ab?ut th.em~lyes contained in 

this system of records should address wntten mqumes to the Com­
mander, Naval Reserve Force,. 13000 Chef Menteur Highway, New 
Orleans, LA 70129-1800. 

Requests should contain full mi.me and Social Security Number and 
must be signed. Visitors should be able to identify themselves by a 
cpmmonly recognize~ evidence of identity. 

Contesting record procedures: 
The Department of the Navy rules for accessing records and 

contesting contents and appealing initial determinations by the i~di­
vidual concerned are published in Secretary of the Navy Instruction 
5211.5; 32 CFR part 701; or may be obtained from the system 
manager. 

Record source categories: 
Individuals concerned, Commander; Naval Reserve Force, Naval 

Reserve Personnel Center, and military commands to which the 
individual is attached. 

Exemptions claimed for the system: 
None: . 

N01130-1 
System name: . . 

Low Quality Recruiting Report. 
System location: · 
Commander, Naval Recruiting Command, 4015 Wilson Blvd, Ar-

lington, Va 22203 · 
Categories of individuals covered by the system: 
Reports of enlisted performance. 
Categories of records in ~~u~ system: 
Reports of performance. 

·Authority for maintenance of the .. system: 
5 usc 301. 
Purpose(s): 
Used by the Navy Recruiting Command, the Chief of Naval Edu­

cation and Training, the Chief of Naval Technical Training and the 
Recruit· Training Center to evaluate the quality of recruits with a 
view towards improvement ·of recruitment and training; 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Fi~e folder. 
Retrievability: 
Random fili~g by submitting activity. 
Safeguards: 
Maintained in locked safe in controlled building. 
Retention and disposal: 
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Two years. 
System manager(s) and' address:· 
Commander~ Navy Recruiting Command. 
Notification procedure: 
-By individual re'que~t' upon presentation of letter or identification. 

Must provide program and name. . · . . 
Record access procedures: 
The agency's rules for access to· records may be obtained from the . 

System· Manager. · · · · · · · · 
Contesting record procedures: 
The . agency's rules for contesting· contents and· appealing Initial 

determinations by the individual concerned may be obtained from the 
System Manager. · ' 

Record source categories: 
Service Record entries, Commanding Officers performance evalua-

tions. ·- · 
··Exemptions claimed for the system: 
None .. 

N01131·1 
System name: 

Officer Selection and Appointment' Syste·m. · 
System location: 
Primary System -Navy Recruiiing Command·; 4015 Wilson Boule­

vard, Arlington; Virginia 22203. -Decentralized segments Headquar­
ters, Navy Recruiting Activities and. subsidiary offices; A:.rriled 
Forces Entrance and examining Centers; Bureau of Naval Personnel; 
Bureau of MediCine and Surgery; National Personnel Records>Cen-· 
ters; Naval Reserve Units; Naval Education and Trairiirig Activities; · 
NROTC Units; Naval Sea Systems Command 1-Jeadquarters; Naval 
InteUigence Command and subsidiary activities; Department of De-
fense Medical Examination Review Board. ' 
. Categories of· individuals cover~ by the system: 

Individuals· who have made -application for direct appointment to· 
commissioned grade in the Regul~u Navy or Naval Reserve, applied . 
for officer candidate program leading to commissioned· statu~ in the 
U.S. Naval Reserve, ~applied for a Navy/Marine Corps spqnsored 
NROTC scholarship. program. 'or preparatory school. program, ap­
plied for interservice ·transfer to· Regular Navy or:· Naval Re~rve. 

Categories of records in the system: . . . ·. 
Records and correspondence in both'· automated and non-automat­

ed form concerning any applicant's personal history, education, pro­
fessional qualifications, physical qualifications, mental aptitude, char­
acter and interview appraisals, National Agency checks and certifica­
tions of background investigations. 

Authority for maintenance of the system: 
Title 10, United States Code, Sections governing authority to ap­

point officers. 10 USC 591, 600;'716, 2107, 2122, 5579; 5600. Mer­
chant Marine Act of 1939 (as amended); Executive Orders 9397, 
10450, 11652; 5 USC 301 Departmental Regulations. . ,. · 

Purpose(s): 
To manage and contribute to the recruitment of qualified men: and 

women for officer programs and the regular and reserve components 
of the Navy. To ensure quality military recruitment and. to maintain 
records pertaining to the applicant's personal profile for ·purposes of 
evaluation for fitness for commissioned service. 

Routine uses of records maintained in the system, including catego· 
ries of users aa:-d the·purposes of such uses: 

To officials arid employees of the Department of Transportation in 
the. performance of their official duties relating to the recruitment of 
Merchant Marine· personnel. 1 

To officials and employees .of .other Departments and agencies of 
the Executive Branch of government, ~pon request, in the perform­
ance of their official duties related to the management of quality 
military recruitment. . · · 

To officials and 'employees of the Veterans Administration· and 
Selective Service Administration in the performance of their official 
duties related to enlistment and reenlistment eligibility and related 
benefits. . 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation also apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, -!!nd 
disposing of records in the system: · 

Storage: 
Automated records are stored on· magnetic tape; paper records are 

stored in file folders. 

Retrievability:. ' 1 

Name and social security number applicant. 
Safeguards: 

· Records kept in'· file cabinets and offices locked after working 
hours. Based on requirements of user activity, some buildings· \J!lve 
24-hour security guards. 

Retention and disposal: 
Application records maintained six months; after six months,. sum­

mary sheets maintained for · _5 years · at ~ational Record ,Storage 
Center. NROTC application ·reeords. kept for current year only. 
Correspondence files maintained for two years. 

System managerls) and address: 
Commander, Navy Recruiting Command, 4ot5 Wilso~ Boulevard, 

Arlington, Virginia 22203 · • 
Notification procedure: 

. Requests by correspondence should be addressed to: Commander. 
Naval Recruiting Command (Attn: Privacy Act Coordinator), 4015 
Wilson Boulevard, Arlington, Va. 22203; or, Chief of Naval Reserve 
(Code 1 JlC), New Orleans, Louisiana 70146, or, to applica'!Jie Naval 
Recruiting District as listed under U.S. Government in wJ'aite pages 
of telephone book. Letter should contain full name, address, social 
security account number and signature. · · ·· ' 

The individual may visit Commander, Navy Recruiting Command, 
4015 Wilson Boulevard, Arlington; Va. 22203. Proof of identification 
will consist of picture-bearing·or other official identification. 
· Recor~ access procedures:· 

The. agency's rules for access to recorqs may .be obtained from 
System Manager. 

Contesting record procedures: . 
The agen~y's rules for c6ntesting contents'.'and appeaiing initial. 

determinations by the individual concerned may be obtained fr~m the 
System Manager. . · 

Record ~urce categories: . 
Navy Recruiting personnel and employees processing application; 

medical personnel conducting physical examination and private phy­
sicians providing consultations or patient history; character and em~ 
ployer references named by applicants; educational institutions, staff 
and faculty members; Selective Service Commission local state, . and 
Federal.law enforcement agencies; prior to current military service 
record; members of Congress; Commanding Officer of Navall)nit, if 

· active duty; Department of Navy offices charged with personnel 
security clearance functions. Other officials and employees of the 
Department of the Navy, Department of Defense; and components 
thereof, in the performance of their official duties and as specified by 
current instructions and regulations promulgated by competent au­
thority. 

Exemptions claimed for the· system: 
Parts of this system may be exempt under 5 U.S.C. 552a(k)(l), (5), 

(6) and (7), as applicable. For additional information, contact the 
System Manager. 

.. t ~ N01133·1 
System name: 

NAME/LEAD Processing System. 
System location: 
Primary System, Navy Recruiting Command, 4015 Wilson Boule­

vard, Arlington, Virginia 22203 
Categories of individuals covered by the ·system: 
Individuals· who have responded to ·Navy a'dver'tising, requested 

their names not be used in future Navy advertising, students through­
out the country who may be qualified for enlistment, first-term enlist­
ees on active duty in the U. S. Navy, veterans, enlisted discharged 
personnel. 

Categories of records in the system: 
Automated and non-automated form contammg personal records 

and correspondence on both education, service, and Navy program· 
information on potential Navy applicants. · · · 

Authority for maintenance of the· system: 
. 10 USC 5531; Section. l33, .503, so;, 508; 510; 5 USC Sections 301, 

302; 44 usc 3101,_ 3702. 
Purpose(s): 
To provide field recruiters with names of individuals who have 

responded to Navy advertising, students who· may· be qualified for 
enlistment, first-term enlistees in the U.S. Navy, veterans, and enlist­
ed personnel who have been discharged. To provide an interface 
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between Navy Recruiters and members of the civilian community. 
To generate prospective applicants for enlistment in the U.S. Navy. 

Routine uses of records maintained in the system, including catego­
ries of users and the purpo~es of such uses: 

To officials and employees of the Department of Transportation in 
the performance of their official duties relating to the recruitment of 
Merchant Marine. personnel. 

Officials and employees of other Departments and agencies of the 
Executive Branch of government, upon request, in the performance 
of their official duties related to the management of quality military 
recruitment. 

To officials and employees of the Veterans Administration and 
Selective Service Administration in the performance of their official 
duties related to enlistment and. reenlistment eligibility and related 
benefits. 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation also apply to this system. 

Policies and practices for storing, retrieving, acce~ing, retaining, and 
disposing of r~ords in the system: 

Storage: 
Automated records are maintained oti disks, magnetic tape or on 

punched cards ins area. · 
Computer print outs are stored in locked filing cabinets or file 

folders 
Retrievability: 
Information can be accessed by name, program and social s~curity 

account number. 
Safeguards: 
Lists and files are handled with maximum security during process­

ing and storage, and are accessible to routine users only and then 
only through a selected group of individuals charged with security of 
the lists. Files are stored ·in a limited access area and· coded so that 
only several persons have both knowledge of the code and access to 
the files. 

Retention and disposal: 
A record is maintained of all outgoing automated responses, and 

disposed of in accordance with Departmental Regulations. 
Compiled lists and commercial purchased lists are maintained for 

certain period of time depending on the usefulness and currentness of 
the information, and disposed of in accordance with ·Departmental 
Regulations. · · 

System manager(s) and address: 
Director, Recruiting Advertising Department, Navy Recruiting 

Command, 4015 Wilson Boulevard, Arlington, Virginia 22203 
Notification procedure: 
Requests should be addressed to: J?irector; Recruiting Advertising 

Department, Navy Recruiting Command, 4015 Wildon Boulevard, 
Arlington, Virginia 22203. 

Requester is required to provide a full name, address, and signa­
ture. 

. Record access proc~dures: 
The agency's rules for access to records may be obtained from the 

SYSMANAGER. 
Contesting record procedures: 
The· agency's ·rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
·~ SYSMANAGER 

Record· source categories: 
Parents, influentials, friends and associates of the subject of the 

records and officials and employees of the Department of the Navy, 
Department of Defense, and the Veterans Administration in the per­
formance of their official duties and as specified by .9urrent Instruc­
tions and regulations promulgated by competent authority. 

Exemptions claimed for the system: 
. None. 

N01133-2 
System name: 

Recruiting Enlisted Selection System. 
System location: 
Primary System -Commander Navy Recruiting Command Decen­

tralized Segments - Navy Recruiting Area Commanders, Navy Re­
cruiting District Headquarters, Navy Recruiting 'A' Stations, Navy 
Recruiting Branch Stations, AFEES. 

Categories of individuals covered by the system: 

Records and correspondence pertaining to prospective applicants, 
applicants for regular and reserve enlisted programs, and any other 
individuals who have initiated correspondence pertaining to enlist­
ment in the United States Navy .. 

Categories of records in the system: 
Records and correspondence in both automated and non~automat­

ed form concerning personal history, education, professional qualifi­
cations, mental aptitude, physical qualifications,· character and inter­
view appraisals, National Agency checks and certifications, service 
performance and congressional or special interests. 

Authority for maintenance of the system: 
10 usc 133, 275, 503, 504, 508, 510, 672, 1071 - 1087, 1168,. 1169, 

1475. ·- 1480, 1553, 5031; 5 USC 301; Depa~tmental Regulations. 
Purpose(s): 
To provide recruiters with information concerning personal histo­

ry, education,: professional qualifications, mental aptitude, and other 
individualized items which may influence the decision to select/non­
select an individual for enlistment in the U.S. Navy. To provide 
historical data for comparison of current applicants with those select­
ed in the past. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To officials and employees of the Department of Transportation in 
the performance of their official duties relating to the recruitment of 
Merchant Marine personnel. · 

To officials and employees of the Veterans Administration and 
Selective Service System in the performance of their official duties 
related to enlistment and reenlistment eligibility and· related benefits. 

To officials and e~ployees of other Departments and agencies of 
the Executive Branch of government, upon . request~ in the perform­
ance of their official ·duties related to the management of quality 
military recruitment. · 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation also apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Automated records are stored on magnetic tape; paper records are 

stored in· file folders. · · 
Retrieva.,ility: 
Filed alphabetically by last name of subject.· 
Safeguards: 
Records are accessible only. to authorized Navy recruiting person­

nel within and are handled with security procedures appropriate for 
documents marked 'For Official Use Only'. 

. Retention and disposal: 
Records are normally .maintained for two years .and. then de­

. stroyed. 
System manager(s) and address: 
Commander, Navy Recruiting Command; 4015 Wilson Boulevard, 

Arlington, Virginia 22203 
Notification procedure: . 
Requests by correspondence should· be addressed to: Commander 

Naval Recruiting Command (Attn: Privacy Act Coordinator), 4015 
Wilson Boulevard, Arlington, VA 22203; or, Chief of Naval Reserve 
(Code lllC), New Orleans, Louisiana, 70146, or; to applicable Naval 
Recruiting.District as listed under U.S. Government in ·white pages 
of telephone book. Letter should contain full name, address, social 
security account number and signature. 

The individual may visit Commander, Navy Recruiting Command, 
4015 Wilson Boulevard, Arlington, VA 22203. Proof of identification 
will consist of picture-bearing or other official identifica~ion. 

Record access procedures: 
The agency's rules for access to records may .be obtained from 

System Manager . 
, Contesting record procedures: 

The agency's rules for contesting contents and appealing initial 
determinations by the individual concerned m~y be obtained. from the 
System Manager. · 

Record source categories: 
Navy Recruiting Personnel and Administrative Staff; Medical Per­

sonnel conducting physical examinations and/or Private Physicians 
providing consultations or patient history; Character and Employer 
references; Educational institutions, Staff and Faculty .members; Se­
lective Service Commission; Local, State, and Federa~ Law ~nforce-
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ment agencies; prior or current military serviCe records; Members of 
Congress. · · · 

·Other officials· and employees of the Department of the Navy, 
Department of Defense and components thereof, in the performance 
of their official duties and as specified by current instructions and 
regulations promulgated by COit1petent authority., . 
Exemptio~s claimed for th~ system: 
Parts of this system may ;be exempt under 5 U.S.C. 552a(k)(l), (5), 

(6), and (7) as applicable. For additional information contact the 
System Manager. 

N01136-1 
System name: 

Navy Recruiting Support System. 
System location: 
Headquarters, Navy · Recruiting Command, 40.15 Wilson Boule-

vard, Arlington, Virginia 22203 · · · · · · 
· Decentralized Segments-Na'vy Recruiting Areas; Navy Recruiting 

· Districts;·. Navy Recruiting 'A' Stations; Navy Recruiting Branch 
Stations. · 

Categories of individuals covered by the system: 
St'udents who have taken the Armed Forces Vocational Aptitude 

Battery· Naval Reserve officers_ nominated by District Commanding 
Officer~ for a collateral duty assignment as Recruiting District Assist­
ance· ·council Chairmen ·(RDAC); Enlisted Personnel selected by: 
local Navy Recruiter for participation in local Navy Recruiting 
effort; Community leaders and individuals who provide assistance to 
Navy Recruiters. '· 

Categories of records in the system: . . 
Name; Social Security Number; address; pertinent family. inform~­

tion; pertinent military inform~tion; prof~ssional and educahon a~h­
ations and experience. 

Authority for mainten~ce of the ~y~tem: 
10 USC 133, 503, 504, 508, 510, Departmental Regulations; 44 USC 

3101, 3702. 
Purpose(s): 
To provide field recruiters with various vehicles of recruttmg 

support; to familia~ize Navy Recruiters with community leaders;. to 
provide a thorough interface between the Navy a~d. ~~e c:ommun!ty; 

·to promote the Navy among the members of the ctv.lltan co~mumty; 
to provide educators with .a . mea~ure of the vocational ~ptltude of 
their students through admtmstratton of the .Armed Servtces Vo~a­
tional Aptitude Battery; to cultiva!e commumty a~areness; to a~s!gn 
inactive Reserve officers to recruitmg.support functiOns as Recruttmg 
·DistriCt Assistance Council Chairmen; to facilitate liason with various 
business, social and education cultures in the community; to obtain 
media support for the Navy Recruiting Command; to assist the local 
recruiter in any way the recruiter feels necessary; and to generate 
prospective applicants for the U.S .. Navy. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses:· 

To officials and employees of the Department of Transpo~tation in 
the performance of their official duties relating 'to the recruttment of 
Merchant Marine personnel. . . . . . 

To officials and emp)oyees of the Veterans Admtmstr~tlon a~d 
Selective Service· Administration in the performance of thetr offictal 
duties related to enlistment and reenlistment eligibility and related 
benefits. . 

The Blanket Routine Uses that appear at the beginning of the 
Department of' the Navy's compilation also apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
File cabinets arid magnetic. tape.' 
Retrievability: 
Information can be accessed by name and social security. number. 
Safeguards: . 
Lists and files are handled with discretion and accessible only to 

those personnel having a need to know.· · 
Retention and disposal: 
Records are retained for the tenure of the individmil involved: or in 

the case of high school Armed S~rvices V ~c~tional ~ptit~de Battery 
lists for· a maximum two"'year. penod or until mformatlon ts no longer 
useful for recruiting support. 

Magnetic. tapes are demagnetized; other manual files are shredded 
or burned when discarded. 

System manager(s) and address: 

Director, Recruiting Support D~partf!Ien~, ~a.vy Recruiting Com-
mand, 4015 Wilson Boulevard, Arhngton, Vtrgmta 22203 . · · 

Notification procedure: 
Information may be obtained from:· Director, Re~ruiting Support 

Department, Navy Recruiting Command; 4015 Wilson Boulevard, 
Arlington, Virginia 22203 Telephone: 202/692-4795. . .. 

Requester is required to supply full name, rank/rate (tf apphcable), 
address and social security number. · ·' · ·. . · · 

Record access procedures: , 
The agency's rules f~r access to records may be obtained from ~he 

Sys,tem Manager. . 
Contesting record procedures: 
The agency's rules for contesting .contents and apl?ealing initial~ 

determinations by the individual concerned may ~e obtamed from the· 
System Manager. · · 

Record source categories: . . . . . . 
Subject of the info~ation; Field. R~cruiters; ·Area Comman.ders/ 

District Commanding Officers; Chief of N~val Personnel; Chtef. of 
Naval Reserve· District Commandants; Chtef of Naval Educatton 
and Training; 'vocational Testing Group;. Recru.it Training Com­
mands· Service Schools Commands and other offictals and employees· 
in the 'nepartment of the. Navy and other co~poner:tts of t~e Depart­
ment of Defense in the performance of thetr offictals duties and. as 
specified by current instructions and regulations promulgated by 
competent authority. 

Exemptions claimed for the system: 
None. 

N01211-1 

System itiuite.: 
Naval Resear~h Reserve Program Personnel Accounting System. 
System location: . ·, ; 
Office of Naval Research, 800 North Quincy St., Arlington, VA 

22217 
. Categories· of individuals covered by the system: 

Research ·reserve personnel, officer arid enlisted. 
Categories of records in the system: , 

, Military identification information, including Naval Officer Billet 
Codes, plus professional qualifications information, inclu.ding educa-
tion and occupation. · 

Authority for maintenance of the system: 
5 usc 301. 
Purpose(s): 
To effectively manage the Office of. Nav.al ~esearch ~~adqua.r!ers 

reserve unit. . These records are used to mamtam the, umt s mobthza­
tion readiness. The system is used to prepare fitness reports, re.call 
rosters, training reports and any other management functton requtred 
to sustain the reserve unit. 

Routine uses of records maintained in the system, including .catego-
ries of users and the purposes of such uses: ., _ 

The Blank~t Routi~e Uses that appear at the Qeginning of the 
Department of the Navy's compilation apply to this system .. 
. Policies and practices. for storing, retrieving, accessing, retainin~, and 
disposing .of records in the system; 

Storage: 
Punched cards, printouts, printed forms (NA VSO 1080/2 and 

1080/2A). 
Retrievability: . 

.Name, rank, designator, NOB~'s, education,, majo.r ~ubject, 'First 
Navy qualification, first job function, reserve umt affihatton. 

Safeguards: ~ . . :. ' 
Records kept in controlled access building, controlled computer 

spaces, file cabinets in limited access offices. 
Retention and disposal: 
Physically destroyed annualy when new questionnaire forms are 

received. . 
System manager(s) and address: Research Reserve Coordinator, 

Code.723, Office of Naval Research, Arlington, VA 22217 .. 
·Notiflcation procedure: Write to SYSMANAGE~,. giving full 

name, rank, SSN. Visit office at above address, showmg Naval Re-
search ID Card. · · · 

Record access procedures: 

J 

J 

J 
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The Agency's rules for access to records may be obtained from the 
System Manager. · · . 

Contesting record procedures: 
The Agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
System Manager. 

Record source categories: 
Qualifications Questionnaire Naval Reserve Research Program, 

NA VSO form 1080/2. 
Exemptions claimed for the system: 
None. 

N01301-1 
System name: 

Jucige Advocate Generai Reporting Questionnaire. 
System location: 
Office of the Judge Advo~ate General (Code 61), Department of 

~he Navy, 200 Stovall Street, Alexandria, VA 22332-2400. 
· Categories of individuals covered by the system: 

officers reporting for duty in the Office of the Judge Advocate 
General. · 

Categories of records in the system: 
Name, rank, branch of service, date of rank, date reported, previ­

ous duty station, date detached, Social Security Number, designator, 
division assignment, room number, office phone, spouse's name, 
number of dependents' spouse's employment, dependents names and 
ages, home telephone number, home address, name of officer reliev­
ing, billet sequence code, unit identification code, place of birth, date 
of birth, security clearance, basis, completed by and date. of comple-
tion. · 

Authority for maintenance of the system: 
10 U.S.C. 806 and E.O. 9397. 
Purpose(s): 
To assist the Judge Advocate General in assignment of officers 

within the Office of the Judge Advocate General. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
The "Blanket Routine Uses" that appear at the beginning ·of the 

Department of the Navy's compilation of systems notices apply to 
this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records are kept in a folder alphabetiCally and are stored in 

a file cabinet. 
Retrievability: · 
Retrieved by officer's name. 
Safeguards: 
Records are maintained in a file cabinet under the control of 

authorized personnel during working hours; and the office space in 
which the cabinet is located is locked outside official working hours. 

Retention and disposal: 
Records are destroyed when the officer is transferred from the 

Office of the Judge Advocate General. 
System manager(s) and address: 
Assistant Judge Advocate General (Civil Law), Office of the 

Judge Advocate General, Department of the Navy, 200 Stovall 
Street, Alexandria, VA 22332-2400. 

Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should. address. written inquir­
ies to the Assistant Judge Advocate General (Civil Law), Office of 
the Judge Advocate General, Department of the Nav.y, 200 Stovall 
Street, Alexandria, VA 22332-2400. 

The request should contain the full name of the individual con­
cerned and must be signed. For personal visits,· the requesting indi­
vidual should be able to provide some acceptable identification, e.g. 
Armed Forces identification card, driver's license, etc. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries to the Assist­
ant Judge Advocate General (Civil Law), Office of the Judge Advo­
cate General, Department of the Navy, 200 Stovall Street, Alexan­
dria, VA 22332-2400. 

The request should contain the full name of the individual con­
cerned and must be signed .. For personal visits, the requesting indi­
vidual should be able to provide some acceptable identification, e.g. 
Armed Forces identiijcation card, driver's license, etc. 

Contesting record procedures: · 
The Department· of the Navy rules for accessing records and 

contesting contents and appealing initial determinations by the indi­
vidual concerne~ ·are published in Secretary of the Navy Instruction 
521 1.5; 32 CFR part 701; or may be obtained from the system 
manager. · 

Record· source categories: 
Information submitted by the officer upon his/her reporting for 

duty in the Office of the Judge Advocate General. 
Exemptions claimed for the system: 
None. 

N01301-2 
System name: 

Naval Officer Development and Distribution Support System. 
System location: 
Bureau of Naval Personnel, Navy Department, W~shington; DC 

20370-5000.. . 
Categories of individuals covered by the system: 
All naval officers on ·active duty; all Naval Reserve officers re­

questing recall to active duty. 
Categories of records in the system: 
Correspondence and personnel records in both automated and non­

automated form concerning classification, qualifications, assignment, 
placement, career development, education, training, recall, release 
from active duty, ar:-d management of naval officers. 

Authority for maintenance of the system: 
5 U.S.C. 301, Departmental Regulations; 10 U.S.C. 5504, Lineal 

List; 10 U.S.C. 5708, Promotion Selection List; and, Executive Order 
9397. . . . 

Purpose(s): 
To assist Navy officials and employees in the classification, qualifi­

cation determinations, assignment, placement, career development, 
education, training, recall and release of officer personnel pursuant to 
meet manpower allocations and requirements. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The ~ .. Blanket Routine Uses" that appear at the beginning of the 
Department of the Navy's compilation of systems notices apply to 
this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Automated records may be stored on magnetic tapes, disc, or 

drums. Manual records may be stored in paper file folders, micro­
fiche, or microfilm. 

Retrievability: 
Records may be retrieved by Social Security Number and/or 

name. 
Safeguards: 
Computer terminals are locateq in restricted areas accessible only 

to authori?:ed persons that are properly screened, cleared and trained. 
Manu.~) records and computer printouts are available only to author­
ized personnel having an official need to know. 

Retention and disposal: 
Records are generally maintained until superseded, or for a period 

of two years or until release from active duty and disposed of by 
burning or shredding. 

System manager(s) and address: 
Chief of Naval Personnel-(Pers 06), Navy Department, Washing­

ton, DC 20370-5000. r 
Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir­
ies to the Chief of Naval Personnel (Pers 06), Navy Department, 
Wa.Shington, DC 20370-5000. 

The letter should contain full name, rank, Social Security Number, 
designator, address and signature. The individual may visit the Chief 
of Naval Personnel at the Bureau of Naval Personnel, Navy Annex 
(Federal Building No. 2), Washington, DC 20370-5000. Advance 



576 PRIVACY ACT SYSTEMS 

notification is required for personal visits. Proof of i-dentification· will 
consist of military identification card. · · 

Record access procedures: . 
Individuals seeking access to records should addr~ss written inqui~­

ies to. the Chief of Naval Personnel- (Pers 06), Navy Department, 
Washmgton, DC 20370-5000. . . . , · . · 

l_'he letter should contain full name, rank, Social Security Number, 
destgnator, addr(!SS and signature. The individual may visit the· Chief 
of naval Personnel at the Bureau of Naval .Personnel, Navy Annex 
(Federal Building No. 2), Washington, DC 20370-5000. Advance 
notification is required for personal visits. Proof of identification will 
consist of military identification card. 

Contesti~g record procedures: 
The Department of the Navy rules for accessing records and 

contesting contents and appealing initial determinations· by the indi~ 
vidual concerned are published in Secretary of the Navy Instruction 
5211.5; 32 CFR part 701; or may be obtained from the system 
manager. · 

Record source categories: 
Pe_rsonnel Servic~ Jackets; records of the office~ pr~motion system; 

offictals and employees of the Department of the Navy, Department 
of Defense, and components thereof, in performance of their official 
duties and as specified by current instructions and regulations pro­
mulgated by competent authority; education _institutions; official 
records of professional qualifications; general correspondence con-
cerning the individual. · ' 

Exemptions claimed for the system: 
No.r:te· 

1 

· N01306-1 
System name: 

Enlisted Development and Distribution Support System. 
System location: · 
Prima~y System-Naval Military Personnel Command, N~'vy De­

partment, Washington, DC 20370 Secondary System-Enlisted Person­
nel Management Center, New Orleans, Louisiana 70159 and Naval 
Reserve Personnel Center, Naval Support Activity (East Bank), 
Bldg. 603, New Orleans, Louisiana 70149 
, Categories of individuals covered by the system: 

All ·Navy enlisted personnel~ 'Active, inactive, reserve, fleet re-
serve, and retired. · 

· Categories of records in· the system: 
Correspondence and records in both automated and non-au-tomated 

form concerning classification, assignment, distribution, advancement, 
performance, retention, reenlistment, separation, training, education, 
morale, personal affairs, benefits, entitlements, and administration of 
Navy military personnel.. 

Authority for maintenance of the system: 
5 USC 30 l; Departmental Regulations. 
Purpose(s): 
To assist Navy officials and employees in the initiation, develop­

ment, implementation of policies pertaining to enlisted personnel as­
signment, placement, retention, career enhancement, and motivation, 
and other career related matters, in order to meet manpower alloca-
tions and requirements. . 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To officials and employees of other Departments and Agencies of 
the Executive Branch of government, upon request, in .the 'perform­
ance of their official duties related to. the management and adminis­
tration of Navy enlisted personnel in order to meet nianpower alloca­
tions and requirements. 

When required· by Federal st1;1tute, by Executive Order, or by 
treaty, personnel record information will be disclosed to the individ­
ual, organization, or governmental agency as necessary. 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation also apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Automated records may be stored on magnetic tapes, disc, drums, 

and on punched cards. . 
Manual records may be stored in paper file folders, microfiche or 

microfilm. · 
Retrievability: 
Automated records may be: retrieved by social security account 

number and/or name. 

Manual records may be retrieved by name, social security account 
number, or enlisted service number. 

Safeguards: 
Computer and punched card processing facilities and terminals are 

located in restricted areas accessible :only to authorized persons that 
are properly screened, cleared and trained. · 

Manual records and computer printouts are available only to au­
thorized personnel having a need to know. 

Retention and disposal: · 
Records are retained or disposed of in accordance with SECNA­

VINST P5212.5B, subj: Disposal of Navy and Marine Corps 
Records. 

System manager(s) and address:· 
The Commander, Naval Military Personnel Command, Navy De·­

partment, Washington, DC 20370 
Notification procedure: 
Requests by correspondence should b'e addressed to: Commander, 

Naval Military Personnel Command (Attn: Privacy Act Coordina­
tor), Navy Department, Washil}gton, .DC 20370; or, for Training and 
Administration of Reserve personnel only, to Commanding Officer, 
(Attn: Privacy Act Coordinator) Naval Reserve Personnel Center, 
Naval Support Activity (East Bank), Bldg. 603, New Orleans, Louisi­
ana 70149. The letter should contain full name, ·social security ac­
count number (and/or _enlisted service number), rate, military status, 
and signature ·of the requestor. The individual may visit the Com­
mander, Naval Military Personnel Command, Arlington Annex (FOB 
No. 2), Rm. 1066, Washington, DC for assistance records ·located in 
that building; or Training and Administration of Reserve personnel 
may visit the Commanding Officer '(Privacy Act Coordinator), Naval 
Suppo'rt Activity (East Bank), Bldg. 603, New· Orleans, Louisiana 
70149. Proof of identification will consist of Military Identification 
Card for persons having such cards, or other picture-bearing identifi-
cation. . .. 

Record access procedures: , 1 

Th~ Agency's n~les for access. to records may be . obta.ined from 
SYSMANAGER. . . 

~OJ!testing record procedures: . : 
The Agency's rules for contesting •contents ·and appealing initial · 

determinations by the individual concerned may be obtained from the 
SYSMANAGER. . . 

Record source categories: 
Officials and employees of the ,Department of the Navy, Depart­

ment of Defense, and components thereof, in· performance of their 
official duties and as specified by current Instructions and Regula­
tions promulgated by . competent authority; general corresp·ondence 
concerning the individual; official records of professional qualifica­
tions; Navy Relief and American Red Cross requests for verification 
of status; Educational institutions. 

Exemptions claimed for the system: ·· 
None. 

System name: 
Officer Promotion System. 
System location: 

N01420-1 

Naval Military Personnel Command, Navy Department, Washing­
ton, DC 20370; and Reporting Seniors (see Directory of the Depart­
r:nent of the Navy Mailing Addresses); Federal Records Storage 
Centers; National Archives. 

Categories of individuals covered by ·the system: 
All officers on active duty; all reserve officers on inactive duty. 
Categories of records in the system: 
Fitness Report Jacket, Selection Board Jacket, Officer Summary 

Record.. Promotion History Cards, and other records concerning 
fitness and qualifications of officers and related to promotion require-
ments. ·' 

Authority for main,tenance of the system: 
5 USC 30 l Departmental Regulations; 
l 0 USC 543 Selection Boards; · 
lO USC 33, 545, 549 Promotions. 
Purpose(s): 
To assist officials and employees of the Department of the Navy 

relating to the promotion of naval officers. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
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To officials and employees of other Departments and Agencies of 
the Executive Branch of government, upon request, in the perform­
ance of their official duties related to the Navy's Officer Promotion 
System and the records contained therein. 

When required by Federal statute, by Executive Order, or by 
treaty, personnel record information will be disclosed to the individ­
ual, organization, or governmental agency as necessary. 

The Blanket Routine Uses that appear at the beginning of the 
Department .of the Navy's compilation also apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Automated records may be stored on magnetic tape, discs or on 

punched cards. 
Manual records may be stored in paper file folders, microfiche or 

microfilm. 

Retrievability: . . 
Automated records may be retrieved by social security account 

number. Manual records may be retrieved by social security account 
number and/or officer file number, and name. 

Safeguards: 
Computer and punched card processing facilities and terminals are 

located in restriCted areas accessible only to authorized persons that 
are properly screened, cleared and trained. 

Manual records and computer printouts are available only to au­
thorized personnel having a need to know. 

Retention and disposal: 
Records are retained or disposed of in accordance with SECNA­

VINST P5212.5B, subj: Disposal of Navy and Marine Corps 
Records. 

System manager(s) and address: 
Commander, Nav'al Military Personnel Command, Navy Depart­

ment, Washington, DC 20370 
Notification procedure: 
Requests by correspondence should be addressed to: Commander, 

Naval Military Personnel .Command (Attn: Privacy Act Coordina­
tor), Navy Department, Washington, DC 2037Q; or to Reporting 
Seniors (see Directory of the Department of the Navy Mailing Ad­
dresses). The letter should contain full name, social security account 
number, (or officer file number), rank, military status, address and 
signature of the requestor. 

The individual may visit the Commander, Naval Military Person- . 
nel Command, Arlington Annex, (FOB No. 2), Rm. 1066, Washing­
ton, DC for assistance with records located in that building; . or the 
individual may visit the Reporting Senior for records maintained by 
that individual. Proof of identification will consist of Military Identi-
fication Card. · · 

Record access procedures: 
The Agency's rules for access to records may be obtained from 

SYSMANAGER. 
Contesting record procedures: 
The Agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
SYSMANAGER. 

Record source categories: 
Officials and employees of the Department of the Navy, Depart­

ment of Defense, other Departments and Agencies of the Executive 
Branch of the Government, and components thereof, in the perform­
ance of their official duties as specified by current Instructions and 
Regulations promulgated by competent authority; educational institu­
tions; federal, state and local court documents; general correspond­
ence concerning the individual; official records of professional quali­
fications. 

Exemptions claimed for the system: 
Parts of this system may be exempt under 5. U.S.C. 552a(k)(l), (5), 

(6), and (7) as applicable. For additional information contact the 
System Manager. 

NOlS00-1 
System name: 

Naval Educational Development Records. 
System location: 
Chief of Naval Education and Training Naval Air Station Pensaco­

la, FL 32508-5100. 
Categories of individuals covered by the system: 

Applicants, participants, graduates and staff of officer acquisition 
professional development, Navy Youth, dependents' education (At­
lantic), and Non-Traditional Education Support programs. 

Categories of records in the system: · 
Applications, biographical information, student records and reports 

of performance, graduation, and disenrollment. 
Authority for ·maintenance of the system: · 
5 ·u.s.<;:. 301, D~partmental Regulations and E.O. 9397. 
Purpose(s): 
Used by Naval Educational Development staff members, selection 

boards, Naval Military Personnel Command, and Navy media for 
selection, student monitoring, and utilization of graduates .. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" that appear at the beginning of the 
Department of the Navy's compilation of systems notices apply to 
this system. 

PQlicies and practices for storing, retrieying, accessing, retaining, and 
disposing of records in the system: 

Storage: 
File folders and punched cards. 
Retrievability: 
Name and social security number. 
SafeguardS: 
Records are stored in lock~d cabinets and safes. Access to all 

records is under control of authorized personnel during working 
hours. After-hours access to the building in which the records are 
maintained is protected by uniformed guards requiring identification 
for admission. Office spaces are locked after hours. 

Retention and disposal: 
Destroy after completion of training, transfer, or disch1,uge, provid­

ed the data has been recorded in the individual's service record or on 
the student's record card. 

System manager(s) and address: 
Chief of Naval Education and Training, Education and .General 

Training Division, Naval Air Station, Pensacola, FL 32508-5100. 
Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir­
ies to the Chief of Naval Education and Training, Education and 
General Training. Division, Naval Air Station, Pensacola, FL 32508-
5100. The request should contain name, social security number, and 
addres~ of the individ\}al concerned and should be signed. 

Record access procedures: 
Individuals seeking access to records about themselves should ad­

dress written inquiries to the Chief of Naval Education and Training, 
Education and General Training Division, Naval Air Station, Pensa­
cola, FL 32508-5100. 

Contesting record procedures: · 
The Department of the Navy rules for accessing records and 

contesting contents and appealing initial determinations by the indi­
vidual concerned are published in Secretary of the Navy Instruction 
5211.5; 32 CFR part 701; or may be obtained from the system 
manager. 

Record source categories: 
Individual applications, selection board proceedings, transcripts, 

and correspondence. 
Exemptions claimed for the system: 
None. 

NOlS00-2 
System name: 

NA VSCOLS/TIS, USMC Training Supsys. 
System location: 
Schools and other training a~tivities or· similar organizational ele­

ments of the Depart111ent of the Navy and Marine Corps as listed in 
the directory of Department. of Navy activities. 

Categories of individuals covered by the system: · 
Records of present, former, and prospective students at Navy and 

Marine Corps schools and other training activities or associated edu­
cational institution of Navy sponsored programs; instructors, staff 
and support personnel; participants associated with activities of the 
Naval Education and Training Command,. including the Navy 
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CarriJ?US for Achievement· and other training programs; tutorial and 
tutonal volunteer programs; dependents' schooling: 

Categories'of·records hi the system: 
Schools and personnel training programs administration: and eval­

uation records. Such records as basic identification records i.e, social 
security number, name, sex, date of. birth, personnel records i.e., 
rank/rate/grade, branch of service, billet, expiration of active obligat­
ed service, professional records i.e., Navy enlisted classification, mili­
tary occupational specialty for Marines, subspecialty codes, test 
scores, basic test battery scores, and Navy advancement test scores. 
Educational records i.e., education levels, service and civilian schools 
attended, degr~es, majors, personnel assignment data, course achieve­
ment data, class grades,. class standin·g,. and attrition categories. Aca­
demic/training, records, manual and mechanized, and other records 
of educational and professional accomplishment. 

Authority for maintenance of the system: 
10 usc 5031. : 

P.urpose(s): Course and tra1mng dem~nd~, requirements, and 
achievements; analyze student groups or courses; provide academic 
and performance evaluation in response. to official inquiries; guidance 
and counseling of students; preparation of required reports, and' for 
other training administration and planning purposes. · 

Routine uses of records maintained in the system,· including catego­
ries of users and the purposes of such uses: 

To the Department of Education as required. . 
The Blanket Routine Uses that appear at the beginning of the 

Department of the Navy's compilation apply to this system. 
Policies and practices for storing, retrieving, accessing," retaining, and 

disposing of records in the system: · ' . 
Storage: · · · 

Records are stored in microform or in file folders, card files, file 
drawers, cabinet!!, or other filing equipment. Automated records may 
be stored on magnetic tape, discs, punched cards, etc. · 
· _Retrievability: · 

Social security number and name. 
Safeguards: 
Access· is provided on a 'need-to~know' basis and to authorized 

personnel·only. Records are maintained in controlled access rooms.or 
areas. Data is limited to personnel training associated information. 
Computer terminal acce~s is controlled by terminal identification and 
the password or similar system. Terminal identification 'is positive 
and maintained by ·control ·points. Physical access· to termin'als is 
restricted to specif1cally authorized individuals .. Password authoriza­
tion, assignment and monitoring are the responsibility of the func"tion­
al managers. ~nformation··provided via batch processing is of a prede­
termined and ·rigidly formatted nature. Output is controlled by the 
functional managers who also control the distribution of output. 

Rete~t~on and disposal: 
Records disposal· manual. 
System"manager(s) and address: .. 
The commanding officer of the activity in question. See the direc­

tory of Navy and Marine Corps activities mailing addresses. 
Notification procedure: . ' . 
Apply to systernmanager. Requestm: should provide 'his full name, 

social security number, military or civilian. duty status, if applicable, 
and other data when appropriate, such as graduation· date. Visitors 
should present drivers license, military or Navy civilian ~mployment 
identification card, or other similar identification. 

Record access procedures: ' 
The agency's rules for access to records may be obtained ·from the 

system manager. · · 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
system manager. 

Record source categories:· 
Individuals, schools ·and educational institutions, Commander, 

Naval Military Per~on~el Coinmarid, staff of Naval Education and 
Training Command and other activities and the Commandant of the 
Marine Corps; instructor personnel; and· Commander,_ Naval Recruit­
ing Command. 

Exemptions claimed for the system:· 
Norie. · · 

NOlS00-3 
System name: 

· Students A waiting Legal, Medical Action Account. 
System location: · · 
Naval Air Technical Training Center, Lakehurst, Ne'Y Jersey 

08733 ' 

Categories of individuals covered by the system: 
A. The student locator card file , contains specific data· on all 

student persoimel assigned to· NA TTCL; .whether or not they suc­
cessfully complet~d training. · A ·dead . file is. maintained after the 
student is transferred. 

B. The 'others' file is a list of all students on board that are not 
enrolled in class. Categories include: Disciplinary, medical, and ad­
ministrative (awaiting orders, port calls, passports, humanitarian re­
quests, administrative discharge). 

Categories of records in the system: . 
A. The student lo2ator card file Is' co~posed of 4' ·x 6' cards on 

which the following is recorded:· Name, previous command, rate, 
branch of service, date of transfer, new duty station and command, 
estimated date of arrival, standard transfer· order number, and rate 
upon departure. 

B. The following information is included on students listed in the 
'others' file: Date of hold, type of hold, estimated period of hold, 
work assignment, parent command notification, date re-enrolled, 
availability submission (used to notify Chief of Naval Personnel of 
member's availability for transfer), date orders or discharge a re­
ceived, date transferred, and remarks. 

Authority for maintenance of the system: 
5 usc 301. 
Purpose(s): 
To verify date of departure; to· determine, in conjunction with the 

next duty station, if member is in an unauthorized absentee; to verify 
attendance and/or completion of trainJng; to answer requests by 
parents who do not know the school or class individual is attending; 
to forward official correspondence; to maintain accountability. of all 
students not enrolled in class to ensure the appropriate administrative 
actions art>: completed in a timely manner ensuring minimum delay in 
the training pipeline. · 

Routine uses of records maintained in the system, including catego·~ 
ries of users and the purposes of such uses: . 

The Blanket Routine Uses that appear at the beginning of the 
Department' of the Navy's compilation apply to this system. . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of recQrds in the system: 

Storage: . 
A. ·Index card drawer. 
B .. File folders. · 
Retrievability: 
A. Name. 
B. Name, rate, social security number. 
S~feguards{ · 
A. Locked room. 
B. Maintained in locked room-accessibility is limited to the student 

control office ·personnel, personnel officer, administrative officer, 
legal officer, ·executive officer, and commanding officer. 

Retention and disposal: 
A. Two years. 
B. Two years. 
System manager(s) and address: 
A .. Personnel office supervisor. 
B .. Personnel office supervisor. 
Notification procedure: 
A. The file is available to members upon proper identification. 
B. The file does not contain information beneficial to the· individ-

ual; however, with proper identification any student can review the 
,form pertaining to himself. T~is may be accomplished by presenta­
tion of Military I.D. card· to a responsible petty officer in the student 
control office. . , · . . 

Record access procedures: 
The agency's rules for access to records may be obtained from the 

system manager. 
Contesting record procedures: 
The agency's rules for contesting contents and ··appealing initial 

· determinations by the individual concerned may be obtained from the 
system manager. · 

Record source categories: 

J 
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A. Official documents such as orders, assignment directives, and 
service records. . 

B. Sources of information are: NA TTCL schools, medical authori­
ties, legal officer, transfer section of personnel office, drug exemption 
officer, NA TTCL duty office. 

Exemptions claimed for the system: · 
None. 

NOlS00-8 
System name: 

Personnel and· Training Evaluation Program Automated System. 
System locat~on: 
Strategic Systems Programs Office, Navy Department, Washing-

ton, DC 20376 · 
Categories of individuals covered by the system: 
Enlisted technicians who have been trained to operate and main­

tain the Strategic Weapon System on Fleet Ballistic Missile Subma­
rines. These individuals are identified by a Navy Enlisted -Classifica-
tion Code in the series 3301-3349. · 

Categories of records in the system: 
Individual's naine, social security number, NEC codes, current 

duty station and projected rotation date, duty station assignment 
history, Armed Services Vocational Aptitude Battery or Basic Test 
Battery scores, completion data for Navy schools, civilian education, 
promotion history (present and past rate), enlistment data (dates of 
service entry and expiration of enlistment/extension), patrol experi­
ence and scores on the Personnel and Training Evaluation Program 
examinations. 

Authority for maintenance of the system: 
10 u.s.c. 5031. 
Purpose(s): 
To maintain a data base which will permit the Strategic Systems 

Programs Office to record achievement test scores of enlisted mem­
bers who operate and maintain the Strategic Weapon System on 
Fleet Ballistic Missile Submarines. This information will be used to 
assess the adequacy of training received and the need for additional 
training. 

Internal Navy users: Director, Strategic· Systems Programs, Chief 
. of Naval Technical Training and assigned schools, Type Command­

ers and assigned units in the performance of their duties relating to 
training on the Strategic Weapon System. Commander, Naval Mili­
tary Personnel Command and Type Commanders and assigned units 
in the performance of their duties related to personnel assignment. 
Navy Personnel Research and Development Center who may,. from 
time to time, validate service selection criteria for the DOD. It may 
be provided to such civilian contractors and their employees are or 
may be operating in accordance with an approved official contract 
with the U.S. Navy. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's Compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Automated records are stored on computer media, disks or mag­

netic tape. Hard copy reports are distributed to authorized user 
activities. These reports are stored in notebooks or file folders in 
drawers, cabinets or other filing equipment. 

Retrievability: 
SSN, nam~ and duty station. 
Safeguards: 
Access is ·provided to authorized personnel only on a 'need-to­

know' basis. Records are maintained in controlled access rooms or 
areas .. Computer terminal access is controlled by terminal identifica­
tion and password. Terminal identification is positive and maintained 
by control points. Physical access to terminals is restricted to specifi­
cally authorized individuals. Password .authorization, assignment and 
monitoring is the responsibility of the systems manager. 

Retention and disposal: 
Records are retained for five years after an individual leaves the 

_Fleet Ballistic Missile program and then destroyed. 
Head, Training Systems Branch, Strategic Systems Programs, 

Navy Department, Washington, DC 20376 
Notification procedure: 
Information should be obtained from the systems manager. Re­

quester should provide his/her full name, social security number and 

military duty status. Visitors should present military identification 
card, civilian drivers license or other similar identification. 

Record access procedures: 
The agency's rules for access to records may be obtained from the 

systems manager. 
Contesting record procedures: 
The agency's . rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
systems manager. 

Record source categories: 
Individuals, their supervisors, Naval Military Personnel Command, 

schools assigned to the Chief of Naval Technical Training. 
Exemption~ claimed for the system: 
None.· 

N01513-1 

System name: 
Navy Recruiting Command Attrition Tracking System. 
System location: . · 
Primary System - Recruiting Data Systems, Commander, Navy 

Recruiting Command, 4015 Wilson Boulevard, Arlington, Virginia 
22203 ' 

Categories of individuals covered by the system: · 
Navy Enlisted Personnel who attrite during Basic Recruit Train­

ing. 
Categories of records in the system: 
File consists of.records and correspondence pertaining to individ­

uals discharged at Navy Recruit Training Centers. Records include 
personal and service information, education, physical and mental 
qualifications and circumstances surrounding discharge. 

Authority for maintenance of the system: 
10 USC. 133, 275, 503, 504, 508, 510, 5031; 5 USC 301 Departmen­

tal Regulations. · 
Purpose(s): 
To accumulate records and .correspondence pertaining to individ­

uals discharg~d a~ Navy Recruiting Training Centers. To provide 
attrition information to Navy Recruiting Command Headquarters for 
application against recruiter point· averages under the Freeman Plan. 
To provide a historical record of reasons for attrition for use in 
,determining new enlistment eligibility parameters. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: . 

To ·officials and employees of the Veterans Administration and 
Selective Service Administration in the performance of their official 
duties related to enlistment or reenlistment eligibility and related 
benefits. 

To officials and employees of other Departments and agencies of 
the Executive Branch of government, upon request, in the perform­
ance of their duties related to management of quality military recruit­
ment. 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's. compilation also apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the syste~: 

Storage: 
Manual Records stored in file cabinets in a secure government 

building. Automated records are maintained on magnetic tape. 
Retrievability: 
Information can be retrieved by Social Security Account Number, 

Navy Recruiting Area or District Recruit Training Center, Age, 
Education, Discharge Reason. 

Safeguards: 
Only authorized routine users are permitted access to the records. 

The Headquarters building in which the records are located has a 24-
hour guard which prevents unauthorized access to the building. 

Retention an4 disposal: 
Records are maintained at Headq~arters, Navy Recruiting Com­

mand for five years, and· then destroyed. Records at Area and Dis­
trict Headqua~ters are retained for one year before beirig destroyed. 

System manager(s) and address: 
Director, Recruiting Data Systems, Navy Recruiting Command, 

4015 Wilson Boulevard, Arlington, Virginia 22203, Telephone: 202-
692-4089 . 
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Written requests. for'· information should contain the full name, 
social security account number .and location where individual 'was 
recruited, and signature. 

Notification procedure: 
Apply to System Manager. 
Record access prQcooures: 
The Agency's for access to rec<;>rds may be obtained from Sys~em 

Manager. · _ :. · . .- . 
Contesting record procedures: 
The Agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
System Manager. 

Record source categories: 
Discharge Sections at Navy Recruit Training Commands Other 

officials and employees of the Department of the Navy, Department 
of Defense and components thereof, in the performance of their 
official duties and as specified by current instructions and regulations 
promulgated by competent authority. · 

Exemptions claimed for tbe system: 
None. 

N01531-1 
System name: 

USNA Applicants; Candidates, and Midshipmen Records. 
System location: ~ . 
U.S. Naval Academy, Annapolis, MD 21402-5000. 
Categories of individuals covered by tbe system: 
Applicants and ·candic!ates for admission arid Naval_Academy Mid-

shipmen. · ···· · 
Categories of·records.in tbe system: 
Admissions records contain pre-candidate questionnairies concern­

ing educational background, personal data, physicial data, extracur­
ricular activities, and employment; personal data; personal statements; 
transcripts from previously attended academic institutions;- admission 
tests results; physical aptitude exam results; recommend~~iq!l letters 
from school officials and_ others; professional development te.sts; in­
terest inventory; extracurricular activities reports; reports of officer 
interviews; records of' prior military service; .. and, Privacy Act disclo­
sure forms. Nomination and appointment records include all card 
files of cong~essional offices and the names of persons whom each 
congressman appointed; files of candidates nomina~ed for the follow­
ing academic year; status cards, indexed by nominating source of all 
candidates appointed, admitted, and graduated, or resigned· prior to 
graduation. Similar files are separately kept on ·foreign candidates. 

Performance jackets and academic records include performance 
aptitude evaluations, performance grades, personal history, autobiog­
raphy, record of emergency data, aptitude history, review boards 
records, medical excuse from duty forms, conduct records and 
grades, professional development ,tests, counseling and guidance de­
velopment tests, counseling and guidance interview sheets -and data 
forms, academic grades, class ·rankings, letters of commendation, 
training records, Oath of Office, Agreement to Serve, Privacy Act 
disclosure forms and other such records and information relative to 
the midshipmen. 

Authority for maintenance of tbe system: 
5 U.S.C. 301, Departmental Regulations; 10 U.S.C. 6956, 6957, 

6958, 6962, and 6963; 44 U.S.C. 3101; and E.O. 9397. 
Purpose(s): 
To establish an audit trail of files wlrtch contains information on 

individuals as they progress from the application stage, through the 
admissions process, to disenrollment ·or graduation_ .from the _Naval 
Academy. Applicant's files contain information which is used to 
evaluate and to determine competitive standing and eligibility for 
appointments to the Naval Academy. Successful applicants become 
candidates whose files contain information to evaluate further each 
candidate's eligibility. Candidates' files are also used_ to identify can­
didates profiles for initiation of formal officer accession programs in 
conjunction with the Naval Academy admission process. Successful 
candidates who accept appointments become midshipmen. Midship­
ment records contain personal, academic~ . and professionill back­
ground information and are used for the management,. supervision, 
administration, counseling, and discipline of midshipmen. 

Routine uses of records maintained in tbe system, including catego­
ries of users and tbe purposes of sucb uses: 
. Parents and legal guardians 'of midshipmen for· the limited purpose 
·of counseling midshipmen who encounter academic, performap.ce, or 
disciplinary difficulties. 

The United States Naval Institute for the limited .purpose of notify­
ing midshipmen and their parents about benefits and opportunities 
provided by the United States'Naval·Institute. -

The Navar Academy Athletic Association for the limited purpose 
of promoting and funding the Naval Academy Intercollegiate Athlet­
ic Program. 

The United States Naval Academy Foundation for the limited 
purpose of sponsoring midshipmen candidates who were not admit­
ted in previous years. 

The United States Naval Academy Alumni Association for the 
limited purpose of supporting its activities related to the mission of 
the Naval Academy. _ 

The Contract Tailor Shop for the limited purpose. of scheduling 
appointments as required for uniform fittings. .' ' · . 

The "Blanket Routin~ Uses" that appear at the beginning of the_ 
Department of the Navy's compilation of systems notices also apply 
to this system. · 
.. Policies and practices fo.r storing, retrieving, accessi.ng, retaining, and 

disposing of records in tbe system: · · · · 
Storage: 
All hard copy records are kept in file folders in secure rooms or in 

locked cabinets. . . . . _ 
On-line storage is maintained on the Honeywell DPS8 mainframe 

in Computer. Services, with line networking to V ACs and interfacing 
with microcomputers and dial-up lines. 

Off-line storage is kept on disks. 
· Records on magnetic tapes and hard copy data are kept in secured 
rooms or in locked cabinets for operator access and .. uset pickup. 

Backup magnetic tapes are kept in a vault. 
Retrievability: 
Records are kept alphabetically by Company and Class. Records 

can be retrieved from data base by selection of any data element, i.e., 
name, address~ alpha code, six digit candidate number, or Soci~l 
Security Number, etc. 
· SafeguardS: . 

Visitor control. Records are kept in locked cabinets or i~ secured 
·rooms. Computer records _are safeguarded through selective file 
access,· signing of Privacy Act forms, passwords, RAM systems, 
program passwords, 'user controls,· encoding and port controls. Disk 
_and t~pe storage is in a secure room. Backup systems on m~gn~tic 
tapes are.secured in .fire proof vault. in Ward Hall. · 

r Retention and disposal: -
On-line cbmputer records are destroyed one year after the mid­

shipman's class graduates or the midshipman·is separated. 
· Performance· records are retained· by the Performance Officer for 

two years after the midshipman's class graduates, and then destroyed. 
Backup systems on magnetic tapes ~nd disks are_ kept in secure 
storage and destroyed two years after the midshipman's class gradu­
ates. Files relative to midshipmen separated involuntarily, including 
by qualified resignation, are retained for two years after the midship­
man's class graduates, or three ·years from the· date of separation, 
whichever date is later, and then destroyed. 

Official transcripts and records (iles ar~ kept -indefinitely by the 
Registrar on microfilm, computer files; magnetic tapes, and hard 
copy; Admission records pf unsuccessful candidates are properly 
·destroyed after one ye~r. Counseling and Guidance Research data 
are kept by the Professional Development Research Coordinator 
indefinitely. Nomination and appointment files are retained for vary-
ing lengths of time. · · · ' 

System manager(s) and address: 
Superintendent, United States Naval Academy, Annapolis, MD 

21402-5000. 
N_oti(i.cation procedure:_ _ _ ._, . 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir­
ies.to the Superintendent, United States Naval-Academy, Annapolis, 
MD 21408-5000. Written requests should contain full name, comp~­
ny, class, and any personal identifier, such as a-. Social Security 
Number. 

Record access procedures: 
Individuals seeking access to records about :themselves contained in 

· this system of records should address written inquiries to t~e Super­
intendent, United States· Naval Academy, Annapolis, MD 21408-
5000. Written requests should contain full name, company, class, and 
any personal identifier,. s4ch as a Social Security Number. 

Contesting record procedures: ~ .1 . 

j 
I 
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The Department of the Navy rules for accessing records and 
contesting contents and appealing initial determinations by the indi­
vidual concerned are published in .Secretary of .the Navy Instruction 
5211.5; 32 CFR part 701;. or may be obtained from the system 
manager. 

Record source categories: 
. Individuals, midshipman, supervisors, Registrar, instructors, profes­
sors, officers, midshipman· personal history /performance record, mid­
shipman autobiography, Record of Emergency Data (NAVPERS 
601-2), Statement of Personal. History (DO Form 398), Aptitude 
History Record (Form 1610-105), Midshipman Summary Sheet, Cer­
ti~c:ate of Release or Discharge From Active Duty (DO Form 214), 

· Mthtary Pe'rformance Board Results, Letters of Probation, Midship­
men Performance Evaluation Reports (Form 54A), Medical Reports, 
Clinical Psychologist Reports, Excused Squad Chits (Form 6320/20), 
Conduct Card (Form 1690/91C), Letters of Commendation, Counsel­
ing and Guidance Interview 'and Data Records, Letters of Congress­
men, parents, etc., and copies of replies thereto, transcripts from high 
school or prior college, Review Board Records, and ·Record of 
DisClosure (Privacy Act). 

Exemptions claimed for the system: 
None. 

N01571-1 
System name:. 

Reserve Financial Management/Training System (RESFMS). 
System location: 
Primary-Naval Reserve Force, 13000 Chef Menteur Highway, 

New Orleans, LA 70129-1800. 
Decentralized segments-Naval Reserve Surface Force, Naval Re­

serve Air Force and their claimancies. 
Categories of individuals covered by the system: 
All individuals who are members of the Naval Reserve and those 

who are. recruited into the Naval Reserve Programs. 
Categories of records in the system: 
System comprises records reflecting information pertaining to re­

servist's Active Duty for Training (ACDU:fRA) and associated per­
sonal information such as name/rank/grade, Social Security Number, 
current address, academic, medical qualifications, schools and train­
ing information. The system alSo contains a Standard Document 
Number (SON) which is used to track cost of training, clothing and 
subsistence that is provided to the reservist. · · · · 

Authority for maintenance of the system: 
5 U.S.C. 301, Departmental Regulations and Executive Order 

9397. 
Purpose(s): 
To write, modify· and cancel orders for Naval Reservists perform­

ing ACDUTRA; to issue seabags, death benefits paid, per diem, 
travel, subsistence, drill pay, ACDUTRA and Temporary Active 
Duty (TEMAC) pay, .disability payments, bonuses, school costs and 
special pay such as flight and sea pay, and to monitor training needs. 

Routine uses of records maintained in the system, including .catego­
ries of users and the purposes of such uses: 

The· "Blanket Routine Uses" that appear at the beginning of the 
Department of the Navy's compilation of systems notices apply to 
this system. · . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Automated records are stored on· magnetic tapes, disks and drums. 

Paper record, microfiche, printed reports and other .related docu­
ments supporting the system are filed in cabinets and stored in au­
thorized areas only. 

Retrievability: 
Automated records are retrieved by Social Security Number, name 

and standard document numbers. 
Safeguards: 
Within the computer center, controls have been established to 

distribute computer output over the counter only to authorized users. 
Specific procedures are also in force for the disposal of computer 
output. Output material in the sensitive category will be shredded. 
Computer files are kept in a secure, continuously manned area and 
are accessible only to authorized computer operators, programmers, 
enlisted management, placement, and distributing personnel who are 
directed to respond to valid official requests for data. These accesses 
are controlled and monitored by the Security System. 

Retention and disposal: 

History of ACDUTRA orders are maintained in the system for 
three years, then put to magnetic tape and stored in a secured area 
indefinitely. Accounting documents are maintained in the system for 
six years (current year and five prior years). Paper documents for 
each year are destroyed one year after the lapse for the earliest 
appropriation year. · 

System ma~ager(s) and address: 
Comma11der, Naval Reserve Force, 13000 Chef Menteur Highway, 

New Orleans, LA 70129-1800. 
Notification procedure: 
Individuals seeking to determine whether this sys.tem of records 

contains information about themselves should addres~ written inquir­
ies to the Commander, Naval Reserve Force, 13000 Chef Menteur 
Highway, New Orleans, LA 70129-1800. 

Requests should contain full name and Social Security Number and 
must be signed. Visitors should be able .to identify themselves by a 
commonly recognized evidence ofidentity. 

Record access procedures:· 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries· to the Com­
mander, Naval Reserve Force, 13000 Chef Menteur Highway, New 
Orleans, LA 70129-1800. 

Requests should contain full name and Social Security Number and 
must be signed. Visitors should be a~le to id~ntify themselves by a 
commonly recognized evidence of identity. 

Contesting record procedures: 
The Department of the Navy rules for accessing records and 

contesting contents and appealing initial determinations by the indi­
vidual concerned are published in Secretary of the Navy Instruction 
5211.5; 32 CFR part 701; or may be obtained from the system 
manager. 

. Record source categories: 
Individuals concerned, disbursing officers, Navy schools, and mili-

tary comma~d to which the individual is attached. ·. 
Exemptions claimed for the system: 
None. 

N01572-1 
System name: 

Reservists Reporting for Active Duty for Training, Background 
Questionnaires. 

System location: 
Office of the Judge Advocate General (Code 62), Department of 

the Nav,y, 200 Stovall St., Alexandria, Va. 22332. 
Categories of individuals covered by the system: 
Officers· reporting for duty in the Office of the Judge Advocate 

General. · 
Cat~gories of records in the system: 
Name, designator, rank, unit to which attached, law school attend­

ed, year admitted to practice and State or Territory where admitted, 
and employment. · 

Authority for maintenance of the system: 
10 usc 806 
Purpose(s): 
Information provided by this questionnaire will routinely be used 

in the preparation of a memorandum to the Judge Advocate General 
and/or Deputy Judge Advocate General on each officer who reports 
for active duty for training. The memorandum permits the JAG and/ 
or Qeputy JAG to familiarize himself with the officer's background. 
It also assists the Reserve Personnel Division to make an informed 
assignment of the officer during his/her training period which will 
enable the officer and the JAG and/or Deputy JAG to obtain maxi­
mum benefit from the officer's training period. 

Routine uses of records maintained in the. system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation apply to this system. 
, Policies and practices for storing, retrieving, accessing, retaining, and 
. disposing of records in the' system: 

Storage: · 
File folders, stored in a file cabinet. 
Retrievability: 
By officer's name. 
Safeguards: 
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Files are maintained in file cabinets under the control of authorized 
personnel during working hours; the office space in which the cabi­
nets are located is locked outside of official working hours. 

&etention and disposal: · · · · · · 
Records are retained and then destroyed. 
System manager(s) and address: . . 
Assistant Judge Advocate Gen.eral (Civil Law), Office of the 

Judge Advocate General, Department of the Navy, 200 Stovall St., 
Alexandria, Va. 22332. · · 

Notification procedure: 
Information may be obtained from the systein manager. Written 

requests must b~ signed by the requesting individual. For personal 
visits, the individual should . be able to provi(je some acceptable 
identification, e.g., Armed Forces identifi<;ation 'card, driver's license, 
etc. 

Record access procedures:· 
Requests should be addressed to the system manager. 
Contesting record procedures: · . 
The agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the system manager. . 
. Record source categories: 

Information is received fr,om Reserve officers ~ho participate in 
the Naval Reserve Law Programs. 

Exempt~ons claimed for the_ system: 
None. · 

N01640-1 
System name: 

·,. 

Individual Correctional Records. 
System location: 
United States Navy ~rigs and United States Marine Corps Correc­

tional Facilities. Official mailing addresses are in the Department of 
Defense Directory; and/or may be obtained from Naval Military 
Personnel Command, Washington, DC 203 70. 

Categories of individuals covered by the system: 
Any military member confined in a naval facility as a result. of or 

pending trial. by courts-martial; any member sentenced to three days 
bread and water or diminished rations; and any military· member 
awarded correctional custody to be served in a correctional custody 
unit. 

Categories of records in the system: 
File contains documents related to 'the administration of individual 

prisoners in the Department of the· Navy confinement and correction­
al custody facilities - courts martial orders; release orders; confine­
ment orders; medical examiners' reports; requests and receipts for 
health and comfort supplies; reports and recommendations relative to 
disciplinary actions; clothing and equipment records; mail and visit­
ing lists and records; personal history records; individual . prisoner 
utilization records; requests for interview; initial interview; spot re­
ports; prisoner identification records; parolee agreements; inspection 
record of prisoner in segregation; personal funds records; valuables 
and property record; daily report of prisoners received and released; 
admission classification summary; social history; clemency recom­
mendations and actions; parole recommendations and actions; restora­
tion ~ecommeildations 'and actions; psychiatric,· psychological, and 
sociological reports; certificate· of parole; certificate of release from 
parole; requests. to transfer prisoners;·· disciplinary action data cards 
showing riame, grade,. SSN, sex, education, sentence, offense(s), sen­
tence ·computation, organization, ethnic group, discharge awarded, 
length of unauthorized absence, number and type of. prior punish­
ments, length of service, and type release; weekly status report (each 
member's legal status, offense charged, length of time confin~d). On 
tape, the same data as the disciplinary action data card, except name, 
computation of sentence. 

Authority for maintenance of the system: 
10 u.s.c 951 
Purpose(s): 
Commanding officers, officers-in-charge, and chief petty officers­

in-charge of Navy brigs and Marine Corps correctional facilities and 
staff members use these records to determine initial custody: classifi­
cation; to determine when custody grade change is appropriate; to 
gauge member's adjustment to confinement or correctional custody; 
to identify areas of particular concern to prisoners and personnel in 
correctional custody; to determine work assignment; to determine 
educatiomil needs; serves as the basis for correctional: treatment; 

serves as a. basis for recommendations for clemency, restoration, and 
parole. 

Routine uses of records _maintained in the system, inCluding catego-
ries of users and the purposes of such uses: · · 

To the Department of Justice and state and local criminal justice 
agencies established by law. · · 

To law enforcement and investigative agen'cies for investigation 
and possible c;riminal prosecution, · c~vil court actions or· regulatory 
order. · · : 

'To confinement/correctional system agencies for use in the admin: 
istration of correctional programs to include custody c'Iassification; 
employment, . training and educational assignments; treatment pro­
grams; clemency, restoration to duty,· and parole actions; verifications 
concerning military offenders or military criminal records, employ-
ment records and social histories. . · 

The Blanket· Routine Uses that appear at the' beginning of the 
D~par~ment of the Navy's co-mpilation also apply. to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders; on punch cards and computer tapes. 
Retrievabili ty: 
Paper records filed alphabetically by last name of prisoner. Infor­

mation from computer !apes is retrieved using SSN of the individual. 
Safeguards: 
Records are maintained in areas accessible only to autho.rized per­

sonnel who are properly screened, cleared,. and trained. Computer 
tape information at NMPC accessed only by authorized personnel. 

Retention and disposal: 
Logs and disciplinary action data cards are transferred to National 

Personnel Records Center, St. Louis, MO 63132 two years after 
release of prisoner. Other records are held at confinement facilities/ 
correctional custody units for two years and destroyed. Transfer of a 
prisoner from one naval facility. to another is not ·construed as a 
release. In such cases, the file accompanies the prisoner. 

System manager(s) and address: . 
Commander, Naval Military Personnel Command (NMPC-84) 

Washington, DC 20370; Commandant of the Marine Corps (Code 
MPH) Washington, DC 20380. 

Notification procedure: 
Information should be obtained from the system manager. Request­

ing individuals should specify their full names. Visitors should . be 
able to identify themselves by any commonly recognized evidence of 
identity. Writt~n requests must be signed by the requesting individ­
ual. 

Record access procedures: 
The agency's rules for access to records may be obtained from the 

system manager. · · 

Contesting record procedures: 
The agency's rules for ~ontesting contents and appealing inithl 

determinations b:Y" the individual concerned may be obtained from the 
system manager. 

Record source categories: 
Military personnel records; military financial and medical records; 

military and civilian investigative and law enforcement agencies; 
courts-martial proceedings; records of non-judicial administrative 
proceedings; United States military commanders; staff members and 
·cadre supply information relative to service member's conduct or 
duty performance; and .other individuals or organizations which may 
supply information relevant to the purpose for which this system was 
designed. 

Exemptions claimed ·for the system: . 
Parts of this system may be exempt under 5 USC 552a U) (2) as 

applicabl~. For additional information, contact the System Manager. 

N01710-1 

System name: 
Special Membership Listing of the Organizational Recreation As­

sociation. 
System location: 
Organizational elements of the Department of the· Navy as indicat­

ed in the directory of Department -of the Navy mailing addresses. 
Categories of individuals covered by the system: 

~ 
I 
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· This file records the name of a11 members who join the particular 
ship or activity recreation association. Also crossfiled by number of 
membership car.d. 

Categories of records in the s_ystem: 
This record lists the names, internal codes,. room and telephone 

numbers of each membership card and dates purchased.· 
Authority for maintenance of the system: · 
5 USC 301 Departmental Regulations. 
Purpose(s): 
To indicate income from sale of membership cards; to provide an 

audit trial for the auditors; and to confirm memberships, upon re­
quest. · " 

Routine· uses of records maintained .in the system, including catego-
ries of users and the purposes of such uses: · 

The Bl~nket Routi~e Uses that appear at the beginning of the 
Department of the Navy's compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
File folders, card files, punched cards, magnetic tape. 
Retrievability: 
Name, SSN, Case number, organization. 
Safeguards: 
Access provided on a need to know basis only. Locked and/or 

guarded office. 
Retention and disposal: 
Per SECNAV Records Disposal Manual. 
System manager(s) and address: 
Commanding officer of the activity in question. See directory of 

Department of the Navy mailing addresses. 
Notification procedure: 
Apply to System Manager. 
Record access procedures: 
The agency's rules for access to records may be obtained from the 

System Manager. 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
System Manager. 

Record source categories: 
Individual concern, other records of the activity, investigators, 

witnesses, correspondents. 
Exemptions claimed for the system: 
None. 

N01740-1 
System ·name: 

Personal Services and Dependents Services Support System. 
System location: · 
Primary System-Naval Military Personnel Command, Navy De­

partment, Washington, DC 20370; Navy Family Allowance Activity, 
Anthony J. Celebrezze Federal Building, Room 967, Cleveland, Ohio 
44199; local activity to which individual is assigned (see Directory.of 
the Department of the Navy Mailing Addresses). 

Secondary System-Department of the Navy Activities in the Chain 
of Command between the ·local activity and the Headquarters level 
(see Directory of the Department of the Navy Mailing Addresses). 

Categories of individuals covered by the system: 
All Navy military personnel: Officers, 'enlisted, active, inactive, 

reserve, fleet reserve, retired, midshipmen, officer candidates, Naval 
Reserve Officer Training Corps personnel, and their dependents. 

Categories of records in the system: 
Applications, forms, correspondence and supporting documents 

and other personnel records. concerning entitlements, benefits, basic 
allowance for quarters, waiver or-indebtedness, travel allowance per­
sonal affairs. 

Authority for maintenance of the system: 
5 USC 301; Departmental Regulations. 
10 usc 6161. 
10 USC 2774 as amended by Pub .. L. 92-453. 
Purpose(s): 

To assist in the management, supervtston, and administration. of 
personal services, benefits and entitlements for Navy service mem­
bers and their dependents. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To officials and employees of the Veterans Administration in the 
performance of their official duties related to eligibility, notification 
and assistance in obtaining benefits by members and former members 
ofthe Navy. 

To officials and employees of. Navy Relief and American Red 
Cross in the performance of their duties related to assistance of the 
members, their dependents and relatives. . 

To state and local government agencies in the performance of their 
official duties related to· assistance of members and their dependents. 

To non-government agencies only to assist members and their 
dependents. . · 

When required by Federal statute, by Executive Order, or by 
treaty, personnel record information will be disclosed to the individ­
ual, organization, or governmental agency as necessary. 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation also apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Automated records may be stored on magnetic tapes, disc, drums 

and on punched cards. 
Manual records may b.e stored in paper file folders. 
Retrievability: 
Records may be retrieved by name, social security account number 

or enlisted service number/officer file number of member; or name of 
dependent. 

Safeguards: 
Computer and punched cards processing facilities are located in 

restricted areas accessible only to authorized persons that are proper-
ly screened, cleared and trained. · 

Manual records and computer printouts are available only to au­
thorized personnel having a need to know. 

Retention and disposal: 
.Records are retained or disposed of in accordance with SECNA­

VINST P5212.5B, subj: Disposal of Navy and Marine Corps 
Records. 

System manager(s) and address: 
Commander, Naval Military Personnel Command, Navy Depart­

ment, Washington, DC 20370. 
Notification procedure: 
Requests by correspondence shd to: Commander, Naval Military 

Persal Military Personnel Command (Attn: Privacy Act Coordina­
tor), Navy Department, Washington, DC 20370; or in accordance 
with the Directory of the Department of the Navy Mailing Address­
es· (i.e., local activities). The letter should contain full name, social 
security account number (al)d/or enlisted service number/officer fiJe 
number), rank/rate, military status, or name of the· dependent, name 
of sponsor, sponsor's social security account number, and signature of 
the requestor. 

The individual may visit the Commander, Naval Military Person­
nel Command, Arlington Anne,x (FOB#2), R~om 1066, Wash,ington, 
DC for assistance with records located in that b~ilding; or the. indi­
vidual may visit the local activity for access to locally maintained 
records. Proof of identification will consist of Military Identification 
Card for persons having such cards, or other picture-bearing identifi­
cation. 

Record access procedures: 
The Agency's rules for access to records may be obtained from 

SYSMANAGER. 
Contesting record procedur~s: 
The Agency's. rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
SYSMANAGER. 

Record source categories: 
Officials and employees of the Department of the Navy and the 

Department of Defense in performance of their official· duties and as 
specified by current Instructions and Regulations promulgated by 
competent authority;· educational institutions; federal, state, and local 
court documents; general correspondence relative to individual; offi­
cials and employees of Navy Relief, the American Red Cross, Veter-
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ans Administration and other agencies in the performan.ce of their 
official duties. 

Exemptions claimed for the system: 
·None. 

N01740-2 
System natrte:' . . · 

F~d-;ral Housing .Adminis-tra~ion Mortgage Insurance Syste~. 
System location: 
Comma~dirig· Officer, Navy· Finance Center," Anthony J. Cele-

brezze Federal Building, Cleveland, Ohio 44199 · 
Categories ~f indivjduals covered by. the system: 

' Nav.y members who have home mortg~g~s through::FHA .. 
· Categories.of records in the ·syst~m: ' · 
Payment~ ll!_ade to FH_A for insurance payments credited to mem-

bers. .:: . . · · · .. . .. .. . · 
Authority· for maintenance· of the system: 
5 USC 30 I; Departmental Regulations. 
Purpose(s): · ' . 

. To calculate paym~nts for FHA and to reconcile any. discrepancies 
in accounts. . ' . . 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To the ·Department of the Treasury when address is needed for 
issuance of a check. . · · 

The Blanket Routine Uses that ··appear at the beginning of the 
Department of the Navy's compilation also apply to. this system. 

Policies and. practices .for storing, retrieving, accessing, retaining, and 
disposing of records .in' the system: · · . . . . · ._ ., 

Storage: 
File folders. 
Retrievability: 
Social security number arid. member's n:ame. 
Safeguards: . . . 
Guards, personnel screening and requesicir codes. 
Retention and disposal: · · · · . . 
Destroy~d one year after deatJ:t or .discharge of member. 
System miuiager(s) and addre~s: · 
Commanding Officer, Navy Finance Center, Anthony J. Cele, 

brezze Federal Building, Cleveland, Ohio 44199 
. Notification procedure: · . 
Individuals may write to members at above· address. Inform~tion 

request must contain Navy member's full name, and soci~:tl security 
number. Requester may visit abo\::e address and must have military 
identification card or valid state driver's license and· social security 
card as proof of identity. · 

Record access procedures: . 
!he agency;s ··rules for acces's :to records 'may be. obtained from the 

system manager. > ·' · · " 
Conte~ting record pro~edures: 
The agency's rules for contesting contents and appealing initial · 

determinations by the individual concerned may be obtained from the 
system manager.. · 

Record source c~Jegories: ·. 
fHA, member, field .disbursiri'g officers.' 
. Exemptions claim~d for the sy~tem: . 
None. · 

N01746-1 
System name: 

Nonappropriated Fund ACtivity Information Support System. 
System location: 
Naval Military Personnel Command, Navy Department, Washing­

ton, DC 20370; and local Nonappropriated Fund Activities under the 
cognizance of the Commander, Naval Military Personnel Command. 

Categories of individuals covered by the system: 
Individuals authorized under current regulations to use Commis­

sioned Officers Messes (open), Chief Petty Officer Messes, Petty 
Officer First and Second Class Messes, Enlisted Men's Clubs, Con­
solidated Package ·Stores, Special Services facilities, and other Nqn­
Appropriated _ Fund Activities under the cognizance qf the Com­
mander, Naval MiJitary Personnel Command. 

Categories of records· in the system: 

· Correspondence, records, membership applications, · membership 
and user listings of Nonappropria.ted Fund' Activity facilities, ac­
counts receivable records, bad check listings, investigatory reports 
involving abuse of facilities, required for-management of Nonappro­
priated Fund. A~tivities under the .cognizance Commander, Naval 
Military Personnel Command. · 

Authority for maintenance of the system: 
5 USC 30 I; Departmental Regulations. 
Purpose(s): 
To. assist in the . manageme_nt, . supervision and administration of 

Nonappropriated Func,i Activities such as messes, clubs, package 
stores and special~serviCes facilities. · · · . · · • 

Routine uses of records maintained -in the system, .including catego:: 
ries of users and the purposes of such uses: · '· . · 

When required by Federal_ statute, by Executive Order, or by 
treaty, personnel record information will be disclosed to the individ-
ual, organization, or governmental agency as necessary. · 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation also ·apply to this system.· 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Automated records may be stored on. magneti~ tapes, disc, drums 

and on punched cards. · 
Manual records may be stored in paper file folders, microfiche or 

microfilm. ·· 
Retrievability: 
Primarily by Name, and/or Social Security Number/Membership 

Number. 
Safeguards: 
Computer and. punched card processing facilities are, located in 

restricted areas accessible only to authorized persons that are proper­
ly screened, cleared and trained. 

Manual records and computer printouts are available only ~o au­
thorized personnel having a need to know. 

Retention and disposal: 
"Records are retained or disposed' of in accordance with SECNA­

VINST P5212.5B, subj: Disposal of Navy and Marine Corps 
Records, or Departmental Instructions. 

System manager(s) and·address: ... 
Co'mrriander, Naval Military Personnel Command, Navy Depart-. 

ment, Washington, DC 20370 
Notification procedure: 
Requests by correspondence should be 'addressed to: Commander, 

Naval Military Personnel Command (Attn: Privacy· ·Aet Coordina­
tor), Navy Department, 20370; or to the Head of the local Nonap­
propriated Fund Activity concerned. The letter should contain. full 
name, social security account number, status, address, and signature 
of the requestor. 

The individual may -visit the Commander, Naval Military Person­
nel Command, Washington, DC 20370 (Arlington Annex, FOB No. 
2), Rm. 1066 for assistance with records located in that building; or 
the individual may visit the local activity concerned for access to 
locally maintained records. Proof of identification will consist of 
Military Identification·,Card for persons having such cards, or other 
picture-bearing id~ntification. 

Record access procedures: 
The Agency's rul~~-: for access. to records may b,e obtained ''from· 

SYSMANAOER. . . . 
Contesting -:ecord .procedures: .. , . . . 
The Agency's rules for contesting contents at;td appealing initial 

determinations by the individual concerned may be o.btained from the 
SYS_MANAGER. : .. · · . . . 

Record source categories: 
Officials and employees of the Depart.ment of the Navy, Depart­

ment of Defense, and components thereof, in performance of their 
official duties and· as specified by current Instructions and Regula­
tions promulgated by competent authority; general correspondence 
concerning the individual. · 

·Exemptions claimed for the system: 
None. 

System name: 
Navy Family Support Program. 
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System location: 
Navy Family Service Centers (FSC's) located at· various Navy and 

Marine Corps activities. · ' 
Categories of individuals covered by the system: 
Military service members and their dependents, retirees and their 

dependents, and spouses of POW's and MIA's and their eligible 
dependents. In certain oversea locations and certain remote CONUS 
locations, civilian DOD employees may be eligible for services. 

Categories of records in the system: 
File could contain personal information such as name, SSN, case 

number, home address, telephone number, marriage counseling infor­
mation, parent-child relationship information, family relations, finan­
cial data, and developmental disability information. 

Authority for maintenance of the system:· 
10 U.S.C. 5031 and Executive Order 9397. 
Purpose(s): 
The Family Service Center~ (FSC's) offer information, conduct 

referral services, and directly deliver services for a wide array of 
personal and family matters, counseling, assistance and crisis' inter­
vention to those eligible. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · . 

Storage: 
Paper records are stored in file folders and automated records are 

stored on magnetic tapes and discs: · · · 
Retrievability: 
Records may be retrieved by the SSN or name of eligible person 

being served by the FSC. 
·Safeguards: · 
Access is limited to professional FSC staff and as delegated by the 

FSC Director at each location on a need-to-know basis. Paper 
records are stored in locked file cabinets. Automated records may be 
contro11ed by limiting pl'tysical access to data entry terminals or use 
of passwords. Access to computer information, and ·tape and disc 
storage, is strictly controlled. Work areas are sought-control1ed 
during normal working hours. Building access is controlled and 
doors are locked during non-duty hours. 

Retention and disposal: 
Paper· records are retained for two years and then' destroyed. 

Automated records are maintained for five years, then tapes/discs are 
erased. , · 

System manager(s) and .address: 
For Navy activities, the Head, Family Services, Navy Family 

Support Program (NMPC-66), Naval Military Personnel Command, 
Washington, DC 20370. For Marine Corps activities, the Head, 
Family Programs Branch (MHF), Headquarters, U.S. Marine Corps, 
Washington, DC 20380. · · 

Notification procedure: 
Written requests may be addressed to the appropriate Navy/ 

Marine Corps activity concerned (mailing addresses are listed in the 
Navy directory in the component systems notice). Individuals should 
provide proof of identity, full name, rank, dates of counseling, etc. 

Record access procedures: · 
The agency's rules .for access to records may be obtained from the 

systems manager. 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
systems manager. 

Record source ·categories: . 
Information. is normally obtained directly from the individual ap­

plying Jor counseling/assistance, however, there may be instances 
when the FSC counselor obtains information from mental health 
officials. · 

Exemptions claimed for the system: 
None. 

. N01754-2 
System name: · 

Navy/USMC Family Service Centers Volunteers. 
System location: 

Navy Family Service Centers (FSCs) located at various Naval and 
Marine Corps activities. 

Categories of individuals covered by the system: 
Any person who volunteers to assist at one of the Navy!USMC 

Family Service Centers. 
Categories of records in the system: . 
File contains information such as name, home address, home tele­

phone number, date of birth, age and number of children, experience, 
education, professional qualifications, interests,' hobbies, assignments 
at the FSC, and any other information essential for placing the 
volunteer in the most appropriate position at the FSC. 

Authority for maintenance of the s~stem: 
10 u.s.c. 5031. 
Purpose(s): 
To supervise the performance of individuals who have volunteered 

to assist in the Navy arid Marine Corps Family Service Center (FSC) 
Program. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: ' 

The Blanket Routine Uses that appear af the beginning of the 
Department of the Navy's compilation appl~ to this system. 

Policies and practices for st~ring, retrieving, accessing, retaining, .and 
disposing of records in the system:· t' ' · 

~rn~ . 
Paper records in file folders. 
Retrievability: 
By name or skill of volunteer. 
Safeguards: , 
Records are maintained in monitored or control1ed areas accessible 

only to authorized personnel that are properly cleared ·and trained. 
Building/rooms locked outside ·regular working hour~. 

Retention and disposal: 
Records are retained for 15 years from t.he date the individual 

departs from the Center, and then destroyed. 
System manager(s) and address: . 

·Head, Family Support Program Division (NMPC-66), Hunian Re­
. source Management Department, Naval Military Personnel Com-

mand, Washington, DC 20370. · · 
Notification procedure: 
Written requests may be addressed to the Naval or Marine Corps 

activity concerned. Indiviquals should provide proof of identity, full 
name, dates of volunteer service, etc. · 

Record access procedures: 
The agency's rules for access to records may be obtained from the 

System Manager. 
Contesting record procedures: 
. The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from. the 
System Manager. · 
· Record source categories: 

Information is obtained and periodically updated directly from the 
volunteer FSC employee. 

Exemptions claimed for the system:, 
None. 

NOt754-3 
System name: 

Navy Child Development Services Program.· 
System location: 
Navy Child Development or Family Service Centers located at 

various Navy and Marine Corps activities poth in CONUS and 
overseas. 

Categories of individuals covered by the system: 
Navy and Marine Corps service members and their families or 

dependents. In certain locations, DOD civilian employees may be 
eligible for services. · 

Categories of records in the system: 
File contains personal information such as name; SSN; case no.; 

home address. and 'telephone number; insurance coverage; names of 
parents and children; p'erformance rating; complaints; background 
information, including medical, educational references, and prior 
work experience, information from NIS, the family advocacy pro-
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gram, base security, .and state and local agencies; information related 
to screening, training, and implementation of the Family Home Care 
program; and reports of fire, safety, housing, and environmental 
health inspections. Childrens' records will also include developmental 
profiles. · ·' · · 

Authority for maintenance of the system: 
10 U.S.C. 5031; 42 U.S.C. 5106, and Executive Orde;'9397. 

· 'Purpose(s): · . · 

io develop child care. programs that meet the needs of ~hildren 
and families, provide child and family program eligibility and back­
ground information; v~rify health status of children and verify immu­
nizations, note special program requirements; consent for access to 
emergency medical care; data required by USDA programs. · · 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 
~ To officials and employees of the Naval Military Personnel Com­
mand and Navy and Marine Corps Family Service Centers, including 
Child Development Centers. . . · · 

To Federal .officials involved· in Child Care Services, including 
child abuse. . 

To. State .and local officials involved with Child Care Services if 
required in the performance of their official duties. ·, 
. The Blanket ·Routine Uses that appear at the begimiing of the 

Department of the Navy's compilation also apply to this system. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records in file folders or computer disks. 
Retrievability: · 
. BY last name of member and SSN. 
Safeguards: 
Records are maintained in monitored or controlled areas accessible 

only to authorized personnel. Building or rooms are locked outside 
~egular working hours. 

Retention and disposal: 
Records are kept for two years afterindividual is no longer in the 

Child DevelopmentProgram and then destroyed. 
System. manager(s) and address: 

· Head, Child Development Services (NMPC-651),.' Naval Military 
Personnel Command, Washington, DC 20370-5000. 

Notification procedures: 
Written requests may be addressed to the appropriate Navy or 

Marine Corps activity concerned (se~ Directory of the 'Department 
of the Navy Mailing Addresses). Individu~ls should provide proof of 
identity and full nam~. 

Record access· procedures: 
The agency's rules for access to records may be obtained from the 

Systems Manager. 
q:mtesting record' procedures: 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
system manager. 

Record source categories: 
Information in this system comes from individuals either. applying 

as child care providers or participant of the Family Home Care 
program; background checks from State and local authorities; hous­
ing officers; information from the Family Advocacy program; base 
security officers and base fire, safety and health officers; and local 
family home care monitors and parents of children enrolled. 

Exemptions claimed for the system: 
Parts of this system may be exempt under 5 U.S.C. 552a(k)(2). The 

exemption rule for this system is contained in SECNAVINST 5211.5 
series (32 CFR part 701). · 

~01770-2 

System name: 
Casualty Information Support System. · 
System location: 
Primary System-Commander, Naval Military Personnel. CorQmand, 

Navy Department, Washington, DC 20370 and local activity to 
which individual is assigned (see Directory of the Department of the 
Navy Mailing Addresses); Washington National Records Center, 
Suitland, Maryland. · , . 

Categories of individuals covered by the ·system:· 

All Navy military personnel who are reported missing, missing in 
Action,. Prisoner of War or otherwise detained by armed. force; 
deceased in either an active or inactive duty ·status; · reported ill/ 
injured in either active duty, fleet reserve, or retired status. 
. Categories of .records in the system: 

Correspondence, reports, and records in both automated and non­
automated form concerning circumstances. of casualty, next-of-kin 
data, survivqr benefit information; personal and service data, and 
casualty program data. 

Authority for maintenance of the system: . · 
Title 5 USC 301; Departmental Regulations. 
Purpose(s): 

1 
, 

To assist in the management of ihe casualty assistance program and 
to provide swift accurate responses to beneficiaries and survivors of 
Navy military personnel; to aid in the efficient settlement of the 
service member's estate and other affairs. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: . 

To officials ··and employees of the Department of Health and 
Human Services in connection with eligibility, notification. and assist­
ance in obtaining benefits due . 

To officials and employees of the Veterans Administration and the 
Selective Service Administration in connection with eligibility, notifi-
cation and assistance in obtaining benefits due. · 

.To officials and employees of state and local government agencies 
in connection with eligibility, notification and assistance in obtaining 
benefits due. 

When required by Federal statute, by Executive Order, or by 
treaty, personnel record information will be disc~ol)ed to the individ­
ual, organization, or governmental agency as necessary . 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation also apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Automated records may be stored .on magnetic tapes, ·disc, drums 

and on punched cards: · , ·. · 
Manual records may be stored in paper files, microfiche or micro-

film. · 

Retrievability: _ 
Records may be retrieved by name and/or social security account 

number. 
Safeguards:' · ·· 
co~puter and · pu~ched 'card processing facilities are located in 

restricted areas accessible only to authorized persons that are proper-
ly screened, trained, and cleared. · 

Manual records and computer printouts are available only to au­
thorized personnel having a need to know. · 

'Retention and disposal: 
Files are retained and disposed of in accordance with SECNA­

VINST P5212.5B, subj: Disposal of Navy and Marine Corps 
Records, or in accordance with Department Regulations. 
. System manager(s) and address: ' 
· Commander, Naval Military Personnel Command, Navy Depart~ 

ment, Washington, DC 20370 .. 
Notification procedure: 
Requests ·by correspondence should be addressed to: Commander, 

Naval Military Personnel Command, (Attn: Privacy Act Coordina­
tor), Navy Department, Washington,· DC 20370; or, in· accordance 
~ith the Directory of the Department of th~ Navy Mailing.Address­
es (i.e., local activities). The letter should contain full name, social 
security account number (and/or enlisted service number/officer file 
number), rank/rate, military status, date of casualty and status at time 
of casualty, and signature, of the requestor. The individual may visit 
the Commander, Naval Military Personnel Command, Arlington 
Annex (FOB No. 2), RM 1066, Washington, DC for assistance with 
records located in that building; or the individual may visit the local 
activity for access to locally maintained records. Proof of identifica­
tion will consist of Military Identification Card for persons ha~ing 
such cards, or other picture-bearing identification. 

Record access procedures: 
The Agency's rules for access to records may be obtained from t4.e 

system manager. 
Contesting record procedures: 

r 
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The Agency's rules for contesting contents and appealing initial 
determinations by the individual concerned may be obtained from the 
system manager. 

Record source categories: 
Offici~ls and employees of the Department of the N~~y, Depart­

ment of Defense, Public Health Service, Veterans Administration, 
and components thereof, in performance of their official duties as 
specified by current Instructions and Regulations promulgated by 
competent authority; casualty reports may also be received from state 
and local agencies, Hospitals and other agencies having knowledge of 
casualties to Navy personnel; general correspondence concerning 
member. . · 

Exemptions claimed for the system: 
None. 

N01770-3 
System name:· 

Naval Academy Cemetery and Columbarium Records. 
System location: · · 
Security Department and Public Works Department, U.S. Naval. 

·Academy, Annapolis, MD 21402-5000. . . 
Categories of individuals covered by the system: 
Those eligible to reserve a lot for futur~ burial in the Naval 

Academy Cemetery. Deceased individuals interred/inurned in the 
Naval Academy Cemetery/Columbarium. 

Categories of records in the system: 
State Burial Transit Permit, Application for Reimbursement of 

Headstone or Marker Expenses (VA Form 21-8834), Application of 
Standard Government Headstone or Marker for Installation in a 
Private or Local Cemetery (VA Form 40-133()), Lot Marker 
(NDW-USNA-DMC-1170/08), Columbarium Niche Cover Inscrip­
tion (NDW-USNA-DMC-5370/42), U.S. Naval Academy Intern­
ment/Inurnment Record (NDW-USNA-DMC-5360/43), U.S. Naval 
Academy Cemetery Record (NDW-USNA-DMC-1170/46), Naval 
Academy Foundation Order (NDW-USNA-DMC-5360/09), and 
correspondence to and from individuals. Specifically, information 
contained on the forms or correspondence may be: Full name, home 
address, rank, service, social security number, date and place of birth, 
date and place of death, marital status, name of father and mother, 
name of next of kin and their address, telephone number, date of 
birth and date of death (if applicable), date and place of burial, lot 
number and other information relating to burial arrangements. 

Authority for maintenance of the system: 
5 U.S.C. 301, Departmental Regulations; Title 10 sections 1481-

1488; 44 U.S.C. 3101; and Executive Order 9397. 
Purpose(s): 
To maintain official records of individuals holding gravesite reser­

vations and/or individuals interred/inurned in the Naval Academy 
Cemetery or Columbarium. Records are .used to resJ)ond to general 
inquiries from individuals holding gravesite reservations, to ·verify 
eligibility of spouses of an officer or enlisted person of the Navy or 
Marine Corps who is interred/inurned in the Naval Academy Ceme­
tery or Columbarium. 

Routine uses of recor~ .maintained in the system, including catego- . 
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" that appear at the beginning of the 
Pepartment of the Navy's compilation of systems notices apply to 
this system. . · 

·Policies and practices for storing, retrieving,. accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders and· microfiche. 
Retrievability: . 
Alphabetically by last name and numerically by lot number. 
Sa(eguards: · . . 

Records are kept in a building not open to general visiting and are 
maintained in an area accessible only to authorized personnel. Build­
ing is under surveillance of security personnel during non-working 
hours. Microfiche records are kept in the Naval Academy Archives 
which is not open to general visiting and is locked during non­
working hours. 

Retention and disposal: 
Records are permanent. They are retained after the individual is 

deceased. 
System manager(s) and address: 
Superintendent, U.S. Naval Academy, Annapolis, MD 21402-5000. 

Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir7 
ies to the Superintendent, U.S.· Naval Academy, Annapolis, MD 
21402-5000. Requests should contain name and social security 
number of the individual concerned. 

Record access. procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries to the Super­
intendent, U.S. Naval Academy, Annapolis, MD 21402-5000. 

Contesting record procedures: 
The Department of the Navy rules for accessing records and 

contesting contents and appealing initial determinations by the indi­
vidual concerned are published in Secretary of the Navy Instruction 
5211.5; 32 CFR part 701; or may be obtained from the system 
manager. 

Record source categories: 
Information in this system comes from the individual to whom it 

applies, the next of kin, and from the Register of the Alumni: 
Exemptions claimed for the system: 
None. 

N01800·l 
System n.ame: 

Naval Home Resident Information System. 
System location: . 
Pr:imary System-Governor, U.S. Naval Home, 24th and Grays 

Ferry Avenue, Philadelphia, Pennsylvania 19146; Secondary System­
National Personnel Records Center, St. Louis, Missouri 63132 

'Categories of individuals covered by the system: 
· Residents of the Naval Home (current, discharged and deceased). 

Categories of records in the system: 
Correspondence· and records concerning application for admission 

and _supporting documents, personnel data, service data,· personal 
affairs, administrative records covering period of residence. 

Authority for maintenance ·of the system: 
5 USC 301; Departmental Regulations. 
24 usc 17. . 
Purpose(s): 
To manage and supervise the Naval ·Home with specific emphasis 

on personnel administration. · 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of such uses: 
To officials and employees of the ~ eterans Administration· in the 

performance of their official duties related to eligibility, notification 
and assistance in obtaining benefits by residents of the Naval Home. 

When required by Federal · statute, by Executive Order, or by 
treaty, personnel record information will be disclosed to the individ­
ual, organization, or governrpental agency as necessary: · 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation also apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 
· Storage: 

Manual rerords may be stored in paper file folders, and/or vertical 
card files. .. 

Retrievability: 
Records may be retrieved by name. 
Safeguards: , 
All file folders and cards of residents are locked in file cabinets and 

are available only to authorized persons having a need to know. 
Retention and disposal: · 
Records are maintained at Naval Home for Life. of Resident and 

for 10 years after death or discharge or Resident; thereafter, records 
are retained at the National Personnel Records Cent~r, St. Louis, 
Missouri. 

System manager(s) and address: 
Governor, U.S. Naval Home, 24th imd Grays Ferry A venue, 

Philadelphia, Pa 19146. 
Notification procedure: 

· Requests· by correspondence should be addressed to : Governor, 
U.S. Naval Home, 24th ·and Orays Eerry Avenue, Philadelphia, Pa 
19146. The letter should contain full name, social security account 
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number (a!ld/or enlisted service number/officer file number), rank/ 
rate, and stgnature ofrequestor, The .individual may visit the Gover­
nor, U.S ... Naval Home for assistance with record located in that 
building. J>roof of identification will consist of Military Identifi'cation 
C~rd.· ·· · · · · · · 

Record access procedures: 
The Agency's rules for access to records may be obtained from 

SYSMANAG~R. 

. Contesting record procedures: , 
The Agency's rules . for contesting- contents and appea1i~g initial 

determinations by the individual concerned may be obtained from the 
SYSMANAGER. . 

· Recor~ source categories:, . .~ _ . . 
• . Officials and employees of the· Department of the Navy, Depart­
ment ·of Defense, and Veteran's Admjnistration in the performance of 
their official duties and as specified by current Instructions and.Regu-: 
lations promulgated by competent authority; general corresponaence 
conceming the individual. · 

Exemptio1,1s. claimed f~r the system: 
No'ne.· ·· ... · 

N01810-1 
System name: 

Directory of Retired Regular and Reserve Judge Advocates. 
· System location: · . 
Office of the Judge Advocate General (Code 61) Department of 

the Navy, 200 Stovall St., Alexandria, Va. 22332. 
.: Categories of i~dividu'als covered by ·the system: 

Retired Officers of the Judge Advocate General's Gorps. 
Categories of records in the system: . · · 
Name, SSN, Qesignator, addre~s. rank, .reiirert1~nt date. 
Authority f~n maintenance of the system: 

. 10 u.s.c. 806. 
···l · . Purpose(s): · . 

. To utilize/assign retired· J~dge Ad_vocate. O.e~erals' Corps O(fjcers 
to Official Navy Selection Boards involving Judge Advocate Gener­
als' Corps Personnel and to facilitate location of lawyers thro).lghout 
the world with naval experience, which may be utilized by the Naval 
Service. · · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of ·such uses: · 

The Blanket Routine Uses that appear at 'the beginning of the 
Department of the Navy's compilation apply to this system. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: . 

Storage: 
Computer paper printouts. 
Retr-eVability: · · =: 
Co~puter ·paper printouts requested . from · t_he. Bureau Qf Naval 

Personnel. ~etirees are shown alphabetically by rank. 
Safeguards: 
Records are· maintained in file cabinets and other storage devices 

under the control of authorized personnel during working hours; the 
office space in which the file cabinets and storage devices are located 
is locked outside official working hours. . 

Retentio'n and disposal: ·· · · 
Records not kept after person is deceased. " .. 
System manager(s) and address:_ . , <J ~- . . . 
Assistant Judge Advocate General (Civil Law), Office of the 

Judge Advocate Qeneraf, Department of the Navy, 200 ·.stovall St., 
Alexandria, Va. 22332. · ·. · · · · · · 

Notification procedure: 
Information may be _obtained from the system m'itnager. ·Written 

requests must be signed by the requesting individual. For personal 
visits, the requesting· individual should be able to provide some ac­
ceptable identification, e.g. Armed Forces identification card,:tlriver's 
license, etc. 

Record access procedures: 
Requests from individuals should be addressed to the system· man-

ager. · · 
Contesting record procedures: 

.. The A:gency's rules· for access. to records and for contesting; and 
appealing initial determ'in~tions by the individual concerned· may be 
obtained from the system· manager.· · 

. Reco~:d :source categories: 
Information received from records held by the Bureau ·of Naval 

Personnel. 
Exemptions claimed for the system: 
None. . · ·· ' 

<. i, 

·: ,: ·N01850-l 
System name: .. 
· Determinations on Origins ·of Disabilities For WhiCh Military 

Members·Ha\;'.e Retired ... 
System location: 
Office of the Judge Advocate:,General (Code 12), Department of 

the_ Navy, 200 Stovall St., Alexandria, Va. 22332. 
Categories of individuals covered by the system: 
Retired or former members of the Navy or Marine Corps who 

have been placed on the Temporary Disability Retired List or·Per­
manent Disability Retired List and who ·have subsequently obtained 
or applied for Federal civilian employment. 

Categories of recordS in the sys~em: · ; _- · 
Requests originated by individuals concerned or any federal age-n­

cies employing such individuals; Bureau ·of Medicine and -Surgery 
historiCal narratives and opinions concerning the origins of disabilities 
of individuals ·ori whom determinations .have been requested; copies 
of Judge Advocate General determinations; ·and related correspond~ 
ence. 

. Authority for maintenance of the system: 
5 u·.s:<:::. 3502(a), 6303(a);8332(c);' r 
5 u.s.c. 301; 

.44 u.s.c. 3101.' 
Purp~se(s): ,. 

:.information is used as the basis for determinations concerning· the 
eligibility of-.individuals to certaip benefits connected with Federal 
civilian employment available· to diose disabled in combat with en­
emies of the United States or having disabilities caused by instrumen­
talities of war du-ring periods of war .. 

·Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

Determinations are rendered,'.upon :request, to any Fe.deral agen­
cies employing members who retired from the naval service for 
disability. · · · · · · ' 

The Blanket Routine Uses that appear at the beginning of the 
Departm~nt -of· the. Navy's compilation also apply to thi~ system. 

Policies and practices for storing, retrieving, accessing, retaining;·and 
disposing of records in the system: 

Storage: ·. 
Records are maintained in file folders. · 
R~trieva~ility: · 
By mime of individual. 
Safeguards: 
Files are maintained in file cabinets under the control of authorized 

personnel ·during ·working hours; the office space in which the file 
cabinets are located is locked outside official working. hours. · 
."Retention and disposal: . 
· Records are 'permanent and are retained indefinitely in the Office 

of the Ju_dge Advocate General. 
System·manager(s) and address: 
Assistant Judge Advocate General (Civil Law), Office. of the 

Judge Advocate General, I;>epartment of the Navy, 200 Stovall St., 
Alexandria, Va, 22332. · · · · · 

Notification procedure: 
Inform.atton may be bbtained by written request to the System 

Manager stating the full name of the individual concerned and the 
approximate date on .. which relief was requested. Written -request 
must be signed by the requesting individual. Visits may. be made to: 
Civil Affairs Division (Code 12), Office of the Judge. Advocate 
General, Room 9Nll, Hoffman Bldg II, .200 .Stovall St., Alexandria, 
-Va: 22332. . 

Armed forces identification card or state driver's license is _ r,e­
quired for identification. 

Record access procedures: . . 
The agency·~ rules for access t~ re~o~d~ may be obtained from the 

System Manager. 
Contesting rec()rd prQcedures: 

"<:.: 
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The agency's rules for a:ccess to records and for contesting con­
tents and appealing initial determinations by the individual concerned 
may be obtained from the System Manager. 

Record source categories: 
Employment information in the system is submitted by the individ­

uals concerned or the Federal agencies employing th.em. Medical 
information in the system is obtained from the individuals' medical 
records, physical evaluation board records, and service records. 
· Exemptions claimed for the system: 

None. 

N01850-2 
· ·System name: 

Physical Disability Evaluation System Proceedings. 
System location: 
Director, Disability Evaluation System, Ballston Tower 2, 801 N. 

Randolph St., A_rlington, Va. 22203. · 
Categori~ of .individuals covered by the system: . 
All Navy and Marine Corps personnel who have been considered 

by a Physical Evaluation Board for separation or retirement by 
reason of physical disability (including those found fit for duty. by 
such boards). · 

Categories of records in the system: 
File contains medical board reports; statements of findings of phys­

ical evaluation boards; medical reports from Veterans Administration 
and civilian medical facilities; copies of military health records; 
copies of JAG Manual investigations; copies of prior actions/appel-
'lte actions/review taken in the case; transcripts of physical evalua­

m board hearings; rebuttals submitted by the member; intra and 
"!ragency correspondence concerning the case; correspondence 
n and to the member, members of Congress, attorneys, and other 
ested members; and documents concerning the appointment of 
'es for mentally incompetent service members. . · 

·ority for maintenance of the s;htem: 
<i.e. 1216. 
~(s): 

rmine fitness for duty or eligibility for separation or retire­
• physical disability of Navy and Marine Corps personnel, 
... g the existence of disability, the degree of disability, and 

nces under which the disability was incurred, and to 
official inquiries concerning the disability· evaluation pro-

6s of particular service personnel. ... 
used by the Office of the Judge Advocate General relatmg to 

legal review of disability evaluation proceedings; response to official 
inquiries concerning the disability evaluation proceedings of particu­
lar service personnel; to obtain information in order to initiate claims 
against third parties for recovery of medical expenses under the 
Medical Care Recovery Act (42 U.S.C. 2651-53); and to obtain 
information on personnel determined to be mentally incompetent to 
handle their own financial affairs, in order to appoint trustees to 
receive their retired pay. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes .of ~uch uses: 

To officials· and ·employees of the Veterans Administration to 
verify information of service connected disabilities in order to evalu-
ate applications for veteran's benefits: . 

The Blanket Routine Uses· that appear at the beginning ·of the 
Depaitment of the Navy's compilation also apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders and microfiche, and in some files, 

plastic recording discs and cassettes. 
Retrievability: 
Filed by year of. initial disability proceeding, and alphal;letically by 

name within that year. Veterans Administration- To verify informa­
tion of service connected disabilities in order to evaluate applications 
for veterans' benefits. · 

Safeguards: 
Files are maintained in file cabinets or other storage devices under 

the control of authorized personnel during working hours. Access · 
during working hours is controlled by Board personnel and the office 
space in which the file cabinets and storage devices are located is 
locked after official working hours, The building in which the office 
is located employs security guards. 

Retention and disposal: 

Records are permanent. They are retained by the Naval Council of 
Personnel Boards for six years. After that. time, they are sent to the 
Washington National Center, 4205 ·Suitland Road, Suitland, Mary-
land. · 

System manager(s) and address: 
. Director, Naval Council of Personnel Boards, Ballston Tower 2, 
801 N. Randolph St., Arlington, Va. 22203. 

Notification procedure: 
Inf~rmation may be ~btained from ·the Naval Council of Person"'el 

Boards, Ballston Tower 2, 801 N. Randolph St., Arlington, Va. 
22203. 

Written requests for information should contain the full name' of 
the individual, military grade or rate, and date. of Disability Eval~a­
tion System action. Written requests must be signed by the requestmg 
individual. 

For personal visits, the individual should be able to provide some 
acceptable identification, such as a military identification· card (active 
duty or retired) or a driver's license .. 

Record access procedures: . 
Requests from individuals should be addressed to the Director, 

Naval Council of Personnel Boards, Ballston Tower 2, 801 N. Ran­
dolph St., Arlington, Va. 22203. 

Contesting record procedures: 
The agency's rules· for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
System Manager. ·' '· 

Record source categories: 
Military medical.boards and medical facilities; Veterans Adminis­

tration and civilian medical facilities; physical evaluation boards and 
other activities of the disability evaluation system, Naval Council of 
Personnel Boards, the Naval Medical Command; the Judge Advocate 
General; Navy and Marine Corps local command activities; other 
activities of the Department of Defense; and correspondence from 
private counsei·and other interested persons. 

Exemptions· claimed for the system: 
None. 

N0190Q-1 
System name: 

Naval Discharge Review Board Proceedings. 
System location: 
Naval Discharge Review Board, Room 914; Ballston Tower 2, 801 

North Randolph Street, Arlington, Va. 22203 
Categories of individuals covered by the system: 
Former Navy and Marine Corps perso~nel who have submitted 

applications for review of discharge or dismissal pursuant to 10 USC 
1553, or whose discharge or dismissal has been or is being reviewed 
by the Naval Discharge Review Board, on its own motion, or pur~u­
ant to an ~pplication by a deceased former member's next of ktn. 

Categories of records in the system: 
The file contains the former member's application for review of 

discharge or dismissal, any supporting· documents submitted ther~­
with, copies of correspondence between the. fonper member or hts 
counsel and the Naval Discharge Review Board and other corre­
spondence concerning the case, and a summarized r~cord of proceed-
ings before the Board. · 

Authority for maintenance of. the system: 
10 usc 1553. 

· Purpose(s): 
Selected information is used to defend the Department of the Navy 

in civil suits·filed against it in the State and/or Federal courts system .. 
This information will permit officials and employees of the Board to 
consider former member's applications for review of discharge or 
dismissal and any subsequent. application by the member; to answer 
inquiries on behalf of or from the former member or counsel regard­
ing the action taken in the former member's case. The file is used by 
members of the Board for Correction of Naval Records when re­
viewing any subsequent application by the former member for a 
correction of records relative to the former member's discharge or 
·dismissal. 

Routine uses of records maintained in the system, including catego­
. ries of users and the. purposes of such uses: 

The file is used by counsel for the former member, and by accred­
ited representatives of veterans' organizations recognized by the Ad­
ministrator of Veterans' Affairs under 38 U.S.C. 34Q2 and duly desig-
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nated by the former member as his or her .representative before the 
Naval Discharge Review Board. . · 

Officials of the Department of Justice and .the United States Attor­
neys offices assigned to the particular case. 

The Blanket Routine Uses· that appear at the beginning o( the 
Department .of the Navy's compilation also apply to this. system. 
. Policies ·and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 
, Storage: . · · 

.: . 'paper .recor~s in til~· fold€?rs; p,last.ic rec'ording ~isks and, re~ordiJ!g 
cassettes. · . 
. Retrievability: . ... 

=The 'records· are filed by mime, by social· security number, and by 
service number. ;, · : · · · 

Safeguards: . . . . , 
I _Files are kept within the Naval Disch~rge Review Board's admin­

istrative office. Access durin'g business hours is controlled by Board 
perso~nel. The offi?e is locked at the close of business; the building 
m wh1ch the office Js located employs security guards. 
-· Retention and disposal: 
· File~ are permanent. They are retained in the Naval Discharge 
Review Board's administrative office for two years.· After that time, 
they. are sent to the Federal Records Center, 4205' Su'itland Road, 
Suitland, Maryland 20409. 

System manager(s) and 'address: 
Director, Naval Council of Personnel Boards, Department of the 

Navy, 801 North Rand<;>lph Street, Arlington, Va.·22203 
· Notification procedure: . · 

Information may be ·obtained from the Naval Discharge Review 
Board, Room 905, ·801 North Randolph Street, Arlington, Va. 22203. 
Telep~one 202/692-4991 · , . - . . _ . , 

·Record access procedures: . . _ · . · . 
The agency's rules for access to records may be obtained from· the 

system manager. . . _;. 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial _ 

determinations by the individual concerned may be obtained from the 
system manager. · 

Record source categories: 
Information contained in the files is obtained from the· former 

member or those acting: on the former member's behalf, from military 
personnel and medical records, and from records of law enforcement 
investigations. 

Exemptions claimed for the system: 
None. 

N01900-2 
System name: · , , 

Navy Individual Service Review Board Proceedings (ISRB). · 
System location: 

·Commander, Naval Military Personnel Command, .Department of 
the"Navy, Washington, DC 20370. ·· · 

: Categories of individuals covered by the system: . 
Individuals who ·have applied for discharge from the_ United States 

Navy who claim membership in a group which has been determined 
to have performed active military· service with· the "United States 
Navy. 

Categories of records in the system: 
The' file. contains the individual's application for discharge, sup­

·'porting documentation, copies ·of correspondence between the indi­
-vidual and the· Navy ISRB and other correspondence concerning the 
case. · · 

· Autho~ity for m'aintenance of the systein: 
Pub. 'L .. 95-202. ' . 
Purpose(s): 
The file is used· in conjunction with' the consideration of the indi­

. vidual's application for discharge and' any: subsequent application by 
the individual. The file is used by the individual, the counsel for the 
individ~al, h._s/her designated representative ~nd by the Navy ISRB. 

Routine uses of records maintained in the system, including catego­
'ries of users and·the purposes of such uses: 

The Blanket Routine Uses that appear at ·the beginning of the 
Dep·artment· of the Navy's compilation apply to this· system. 

Policies and :practices for storing, retrieving, accessing, retaining, and 
disposing of records in .the system: · 

Storage: 
Paper records in file folders and cross-referenced · index cards. 
Retrievability: 
The records are· filed by name· .. 
Safeguards: · 
The files are kept within the -Naval Military Personnel Command 

offices. Access during business hours is controlled by Command 
personnel. Records not in use are maintained in a room which is 
locked during non-duty hours. The Command is secured at the close 
of business and the building is which the command is located has 
limited access controlled by s~cu~ity guards. 

Retention and disposal: · · 
. Applications which are approved will necessitate creation of a 

serviCe record which is part of the Navy Personnel Records System. 
Remaining records are retained in .the Naval Military Personnel 
Command for two years· and then destroyed. Cross-referenced index 
cards are retained. permanently in the Naval Military Personnel Com­
mand. 

System manager(s) and address: -· 
Commander, Naval Military Personnel Command, Department of 

the Navy, Washington, DC 20370. 
Notification procedure: 
Information may be obtained from the Commander, Naval Military / 

Personnel Command (NMPC-3), Department' of the Navy, Was}Jing-/ 
tort, DC 203 70. · · ' / 

Record access procedure~: . . ; 
The agency's rules for access to records may be obtained from / 

System Manager. · / 
Contesting record procedures: . { 
The agency's niles for contesting contents and appealing/ 

determinations by the individual concerned ma'y be obtained f( 
System Manager. I 

Record source categories: . .J 
Information contained in the files is obtained from the 

or those acting.on the individual's behalf, from other miW 
and from the· Department of Defense Civilian/Mil' 
Review Board., 
· Exemptions claimed for the system: 

None. 
-~~.P. v_, 
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' PWC Subic Residential Telephone Billing. . ;Q "'~ V <i>~ 9 

· System location: . I~? 0,; "' / 

U.S. Navy· Public Works Center, Subic NF~.P. "J.. )-/ J-
Republic of the Philippines, Box 6, FPO S;~ '>~ .,./ ,· 

Categories of individuals covered by the !i', '0,......, ~ ,.. 

All current civilian arid military resid~h~ vr ~7'" 
Subic Bay Telephone System located i,;;:. p-
pines; and past subscribers who haw ·->"''JGri"ts. 

Categories of records in the system: ' ~;{~ ·· 
Individual's name; SSN; resid~n/ ,(e-~~;~er; ~ffi1ce pho.ne 

number; rank or grade level; offi/ _,/residential. ~ddress~s; · type 
and number of instruments/sen/ JOvided; financial charges ac-
crued and paid; and long distan/ 1ls made. · 

Authority for maintenance of J~ystem: 
Pub. L. 97-365; Pub. L. 89."508; Title 5 U.S.C. 5584; Title 5 U.S.C. 

5514; DOD Directives 4640.3; 4640.4_ and 7045.13; and E.O. 9397. 
Purpose(s): . 
To manage, process and collect funds from residential users of the 

PWC Subic Bay ·Telephone System, Republic 'of the Philippines. 
Routine uses of records . maintained in th~ ·· system; including catego-

ries of users and the purposes of such uses: · . 
The Blanket Routine Uses that appear at the beginning of the 

Navy's listing of the system notices apply to this system . 
Policies and practices' for: storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
·Storage:. · · 

Records are maintained in computer software files as well as hard 
copy forms. ' 

Retrievability: 
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Information is accessed via hard copy files, and retrieved by SSN, 
telephone number and/or individual's name. 

Safeguards: 
Access to building is restricted to guards during other than normal 

business hours. Files and building are locked except during normal 
business hours. 

Retention and disposal: 
Individual files are maintained for two· years after close of account, 

then destroyed. 
System manager(s) and address: 
Commanding Officer, u:s. Navy Public Works Ce1.1ter, Box 6, 

FPO San Francisco 96651-2900. 
Notification procedure: 
Information should be obtained from the system manager. Request­

ing individuals should specify their full name and telephone number. 
Visitors should be able to identify themselves by any commonly 
recognized evidence of identity. Written requests must be signed by 
the requesting invididual. 

Record access procedures: 
The agency's rules for access to records may be obtained fr~~. the 

systems manager. 
. Contesting record procedures: 
·, ~ The agency's rules for contesting contents and appealing initial 

ieterminations by the individual concerned are contained in SEC­
'TAVINST 5211.5C (32 CFR part 701, subparts F and G). 

Record source categories: 
,formation in this system is provided by the individual conc~rned, 
1hone billing office and the long distance telephone billing office. 
,.mptions claimed for the system: 
·e. 

N03461-2 
"tme: 

11A Captivity Studies. 
::ation: 

ospace Medical Institute, Special Studies Department 
ir Station, Pensacola, Florida 32508 
individuals covered by the system: 

_ maintained by Code on all military and civilian returned 
... vners of war, and on the families of military POW /MIAs, civilian 

i>OWs-and military KIAs. · 
Categories of records in the system: 
Files consist of intelligence debriefing material, microfilm and 

microfiche copies of medical records, X-rays, dental and somatotype 
photographs, newspaper clippings,· individual and family research 
questionnaires. 

Authority for maintenance of the system: 
5 usc 30l. 
Purpose(s): 

· Files are converted to group statistics and are used for researching 
the effects of the captivity experience on the man and his family and 
for recommending changes: in training and improved health care 
delivery services, as well as for professional publications. Information 
is used by the Professional Staff, Center for Prisoner of War Studies, 
Research Staff, Naval Aerospace Medical Institute, Pensacola, Flori­
da; Research Staff, Brooke Army Medical .Center, San Antonio, 
Texas. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Files consist of file folders, magnetic and video tapes, key-punched 

IBM cards, computer tapes, microfiche and microfilm. 
Retrievability: 
Files are retrieved by code number. 
Safeguards: 
All files in this system are protected by limited, controlled access, 

locked doors and class 6 security cabinets. Only professional and/or 
research staff with appropriate security clearances are given access to 
files. 

Retention and disposal: 

The files will be maintained as long as there is an ongoing program 
of captivity research; with· destruction of codes when files are closed. 

System manager(s) and address: 
Head, RPOW Data Analysis Division, Naval Aerospace, Medical 

Institute, Naval Air Station, Pensacola, Florida 32508 
Notification procedure: 
Write: Commanding Officer, Naval Aerospace Medical Institute, 

ATTN: Code 122, Naval Ai'r Station, Pensacola, Florida 32508, pro­
viding full name, military or civilian status, POW status, ~ecurity 
clearance, and service affiliation. 

Record access procedures: 
The Agency's rules for access to records may be obtained from the· 

System's manager. · 
Contesting record procedures: 
The Agency's rules for cpntesting contents and appealing initial 

determinations by the individual· concerned may be obtained from the 
System Manager. · 

Record source categories: 
All information contained in files was obtained through personal 

interviews with returned POWs, families of POW /MIA/KIA/hos­
tages/civilian POWs, through intelligence debriefing!; at time of repa­
triation, newspapers and periodicals, and from materials supplied by 
the Department of the Army (Office of the Surgeon General. ~nd 
Army Intelligence); Department of the Navy (Bureau of Med1cme 
and Surgery and Naval Intelligence); and Marine Corps Headquar­
ters. 

·Exemptions claimed for the system: 
None. 

N03501-1 
System name: . 

Fleet Ballistic Missile Submarine Demo and Shakedown Operation 
Crew Evaluation. 

System location: 
Director; Strategic Systems Projects (PM-1), Department. of the 

Navy, Washington, DC 20376 
Categories of individuals covered by the system: 
Officer and enlisted personnel in responsible P<?Sitions within t~e 

Weapons and Navigation Department of both crews of a fleet baths­
tic missile submarine undergoing Demonstration and Shakedown Op­
erations. 

Categories of records in the system: 
Memorandum report to file. ·· 
Authority for maintenance of the system! 
5 usc 301. 
Purpose(s): 
Preparation of Certification for Deployment Messages by Director, 

Strategic Sys~ems Projects and Commander, Submarine Group Six, 
and development of follow-on training programs. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
File holders. · 
Retrievability: 
Ship and crew designators. 
Safeguards: 
Access restricted. to Assistant for Weapons System Operation and 

Evaluation staff, Strategic Systems Project Office and Commander 
Submarine Group Six staff. Vault stor;1ge. 

Retention and disposal: 
Maintained for at least two years then destroyed by shredding. 
System manager(s). and address: 
Director, Strategic Systems Projects, Department of the Navy, 

Washington, DC 20376 
Notification procedure: 
All inquiries should be directed to the Privacy Act ·Coordinator: 

Deputy Director, Strategic Systems Projects 
Department of the Navy 
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Washington, DC 20376 
an~ s~O!Jid in?icate fu_ll name, military status, t\me period a_nd ship 

undergomg Demonstration· and Shakedown . Operations, and billet 
held. · 

Record access procedures: 
The :agency's rules for access to records may be obtained frorri .the 

system manager. · · ; . · 
Contesting record procedures: 
The ·agency's ·rules for· contesting · corttents ·and appealing initial 

determinations by the individual concerned may be obtained from the 
system manager. : · 

Record source categories: 
Observation of Demonstration and Shakedown Operation· team and 

questionnaire filled ·out by ship's personnel. . · • . . 
Exemptions claimed for the system: · ·· · 
None. 

N03501-·2 
System· name: 

Navy Recovery Data Base System. 
System location: 

. :Prima~y loc~tion-C:o~mander, Naval ~acilities Engine~ring Co.m­
mand (Code 0622), Department of the Navy, 200 Stovall Street, 
Alexandria, VA· 22332. 

S_econd_iuy ~ystem-Prinicipal Planning Agents are the Command· 
er, m Chtef, · Q,S .. Pacific Fleet, Pearl Harbor, HI 96860-7000 and 
Command~r in Chief, U.S .. At;lantic Fleet, Norfolk, VA'23511-6001. · 
The· Regional Planning Agents' are the Commander, Navai Base, 
Seattle, WA 98115-5012, the Commandant Naval.District Washing­
ton, Washington Navy Yard, Washington, DC 20374-2002; the Com­
mander, Naval Base San Francisco, Naval Station, Treasure Island, 
San Francisco, CA 94130-5018; the Commander, Nav~l Base, 937 
North Harbor Drive, San Diego, CA 93132-5100; the Commander, 
Nav.al. Base, Box 110,. Pearl Harbor, HI 96860; the Commander, 
Naval :Base, Phillidelphia, PA 19112-5098; the Commander, Naval 
Base, Norfolk, VA 23511-6002; the Commander, Naval- Training 
Center, Bldg. 1, Great Lakes, IL 60088-5026; the Chief of Naval Air 
Tr~ining, ~aval Air Station, Corpus Christi, TX 78419-.5100 and the 
Commander, Naval Base, Charleston, SC 29408-5100. ·. · 

Categories of individuals covered br the system: · 
.. ~elected Nava.l. Reserve Officers assigned to appropriate civil! 
nuhtary _headqua~ters to represent Department of the Navy (DON) 
planning. agents in planning and coordinating DON assistance to civil 
authorities in civil emergencies/disasters. 

Categories of records in the system: 
Names, home adddresses and telephone numbers of Navy Reserve 

Officers currently assigned to the program. 
Authority for maintenance· of the system: 
5 u.s.c. 301. 
Purpose(s): . 
To a~sist. in 'the operation and· administration of the Department of 

the Navy Civil Disast.e.r Assistance ~rogram. . . 
Routine uses of records maintained in the system, including catego-

ries of users and the purposes of such uses: · · · · 
The. Blanket Routine Uses that appear. at the beginning of the 

Department of Navy's !isting of. record systems apply to this system. 
Policies and practices' for storing, retrieving, accessing, retaining, and 

disposing of records hi the system: . . . 
Storage: · 
The media in which these records are stored vary; but include 

magnetic disks and file copies. 
Retrievability: 
Automated records may be retrieved by· name or area of responsi­

bility. 
Safeguards: 
Records are· available only to authorize<;! personnel having a need 

to know through the use of access· codes and encrypted· data. ; 
Retention and disposal: 
RecordS 6h. Navy Reserve Officers are•retained only for their tour 

of duty while assigned to the program and superceded data is re-
moved from .the system or destroyed. · 

System manager(s) and address: 
Commander, Naval Facilities En-gineering Command (FAC 0622), 

Department of the Navy, 200 Stovall Street, Alexandria, VA_ 22332-
2300. . .. . . . . . ' 

I.·.' 

Notification procedure: 
Requests from individuals should be addressed to the systems m.an­

ager. Requests received by mail must be accompanied by the individ­
ual's full name and a statement verifying the· requester:s identity. 
Requesters may also inquire in person at the naval base or station: In 
such case, proof' of identity will consist of full name and a positive 
piece of identification such as a driver's license or DOD ID card. 

Record access procedures: 
The agency's rules for access to r.ecords may be obtai'ned from the 

systems manager.' · · · · 
Contesting record procedures: 
T~e agency's rules for contesting c·ontents and appealing initial 

determinations by the individual concerned are contained in' SEC­
NA VINST 5211.5C (32 CFR part 701; subparts F and G) .. 

Record source categories: _ . 
·The information: is supplied l?Y. the Naval Reserve Of(icer ,upon 

his/he_r assignment to the program. 
Exe_mptions claimed for the system: . 

·None.· 

N03760-1 
System· name: · ·~ 

Naval Flight Record Subsystem (NA VFLIRS). 
System location: . · · 

·The pri~ary data bas~.· is ~aint~ined at the Na~al Sea Logi~tics .·· · 
Center, Navy Maintenance Support Office, 5430 Carlisle Pike, PO' 
Box 2060, Mechanicsburg; PA 17055-0795. · . · . 

Secondary data bases are maintained at the Naval Safety Centc 
Naval Air Station, Norfolk, VA 23511-5796 and at· Commandant 
the Marine Corps; Headquarters, U.S. ·Marine Corps,· Washing!' 
DC 20380-0001. . . ' 

Local data bases are maintained on all aircraft carriers. Addit' 
Marine Corps sites are FMFPAC ASC 06, Camp Smith, HA; p' 
Camp Pendleton, CA; RJE Marine Corps Air Station, Cherr{ 
NC; 6th FASC, Marine Corps Air Station, lwakuni, Japan; al 
Marine Corps Base, Quantico, VA. · . -/ 

Categories of individuals covered by the system: / 
All _aeronautically designated commissioned Navy ,. 

Corps Officers and enlisted. members assigned. as aircre< 
the operation of an aircraft in accordance with th•~ 

. competent authority. · ·. .. 
' . ' 'IO -

Categories of records in the system: , :i.- .r~,.,. ~ ... 8.,
1 

-.... 

Reports of each flight submitted to the custodian.~: lt>.-,l> 0~~,,/·'.:1- ~ 
Records contain personal identification (name, ranll "'~>- ;;y , 0 
n~mber), a11d specific tec~n~cal data related to' thth/ ~ lt>.-,/~c"/.J 
atr~raft. . . ;1'.......- ~l.r..r, ;;y 

Authority for maintenance of the system: . r ... <1to ~ . . • . • ... ~ 'q' 
5 U.S.C. 301, Departmental Regulations and E.O.t ~l.r 
Purpose(s): . . :; 'W 
Naval Flight Record Subsystem consolidates i'o.t\t 

naval flight data into a single, locally c_ontrolled /~ 
rection system, and implements a standard dar'"'t. 
document (the Naval Flight Record OPNAV 37'f/ "'' // 
Navy and. ~arine Corps. ~t further establishes /J. ~ata 
base contammg all·naval tltght data. . . · 

Routi~e uses of records maintained in the sy6'v · ./ u.d'ing catego~: 
ries of users and the purposes of such uses: c , . . . 
· To committees authorized by Congress tc .festigate certain 

phases of the Naval Aviation Program. \ 
The "Blanket Routine Uses" that appear. at th\. :g of the 

Department of the Navy's compilation of systems~·nces~ apply to 
this system .. 

Policies and practices for storing, retrieving,· accessing~ ~etaining, and 
disposing of records in the system: 

Storage: · · 
Magnetic tape. 
Retrievability: 
Individual records are· primarily· retrieved by a unique document 

number assigned to each naval flight record. Additionally, each of 
the data elements such as pilots' social security number, model air-
craft and squadron may be used to retrieve individual'records. · 

Safeguards: . 
Magnetic tapes are .stqred in .limit.ed access a;eas and handled by . 

personnel that are. properJy trained ·in ·working with automated sys-
tems of records. · ' 

--< r 

i 
-=! 
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Retention and disposal: 
The primary data base and the secondary data base at the Naval 

Safety Center are permanent. Records in the secondary data base at 
Headquarters, U.S. Marine Corps are erased from tape when. the 
individual is removed from active flight status. Local data bases 
purge all magnetic tape records after six months. 

System manager(s) and address: 
Commander, Naval Air Systems Command, Washington, DC 

20361-0001. 
Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir- · 
ies to the Commanding Officer, Naval Sea Logistics Center, 5450 
Carlisle Pike, PO Box 2060, Mechanicsburg, PA 17055-0795. The 
request should contain full name, social security number, squadron 
assigned, and address of the individual concerned and should be 
signed. Personal visitors will be required to produce military or 
comparable civilian identification cards. · 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records .should address written inquiries to the Com­
manding Officer, Naval Sea Logistics Center, 5450 Carlisle Pike, PO 
Box 2060, Mechanicsburg, PA 17055:...0795. 

Contesting record procedures: 
The Department of the Navy rules for accessing records and 

contesting contents and appealing initial determinations by the indi­
'idual concerned are published in Secretary of the Navy Instruction 
'!11.5; 32 CFR part 701; or may be obtained from the system 
·.nager. 
·ecord source categories: 
'rcraft reporting cu.stodian, Navy and Marine Corps pilots. 

1mptions claimed for the system: 

N03834·1 
~e: 

,telligence Personnel Access File. 
1tion: · 

Naval Intelligence Command, 4600 Silver Hill Road, 
c 20389 

i individuals covered by the system: 
••• an and military personnel of the Department of the Navy 

contractors and consultants of the Department of the Navy. 
Categories of records in the system: · 
Records pertaining to the eligibility of Department of the Navy 

personnel (civilian, military, contractor and consultant) to be granted 
access to Special Intelligence which include- documents of nomina­
tion, personal history statements, background investigation date and 
character, narrative memoranda of background investigation, eligibil­
ity documents for access to special intelligence, proof of indoctrina­
tion and debriefings as applicable and record of hazardous activity 
~estr.ictions assigned. 

Authority for maintenance .of the system: 
National Security Act of 1947, as amended; 5 U.S.C. 301, Depart­

mental Regulations; 10 U.S.C. 503, Department of the Navy; 10 
U.S.C. 6011, Navy Regulations; 44 U.S.C. 3101, Records. 3101, 
Records Management by Federal Agencies; Executive Order 11652, 
Classification and Declassification of National Security Information 
and Material. 

Purpose(s): 
To permit a determination of an individual's eligibility for access to 

Special Intelligence information. This information may be provided 
to the Department of Defense and all its components to certify 
Special Compartmented Intelligence access status of Naval personnel. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To officials and employees of the Centra·! Intelligence Agency, the 
Federal Bureau of Investigation, the National Security Agency,· the 
Department of Energy, the Department of Treasury, and to any 
other Federal agency in the performance of their official duties, to 
certify SCI access status of Naval personnel. 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records .in the system: 

Storage: 

Active files consist of paper records in· file folders and computer-
ized tapes. Inactive files are retained on microfiche: 

Retrievability: 
Records are filed alphabetically by last name of the individual. 
Safeguards: 
GSA approved containers located' in controlled access spaces. 
Retention and disposal: · · 

. Records are retained indefinitely. Inactive files are· retained on 
microfiche. 

System manager(s) and .add~ess: 
.Commander, Naval Intelligence Command, 4600 Silver Hi! Road, 

Washington, DC 20389. 
. Notification procedure: 
Information may be obtained by written request to the system 

manager, giving full name, residence address and date and place of 
birth. A notarized statement may be required for identity verification. 

Record access procedures: 
The agency's rules for access to Tecords may be obtained from the 

system manager. · · · 
Contesting record procedures: 
The. agency's rules for contesting contents and ·appealing initial 

determinations by the individual concerned may be obtained from the 
system manager. 

Record source categories: . 
Personal History Statement and related forms from the individual. 

Access forms and documents prepared by the system manager. Cor­
respondence between system manager and activities requesting access 
status. 

Exemptions claimed for the system: 
Parts of this system may be exempt under 5 U.S.C. 552a (k)(l). and 

(5) as applicable. For additional information contact the System Man­
ager. 

N03900·1 
System name: 

Naval Air Test Center Technology Data File. 
System location: 
Office of Staff Assistant for Research and Te~hnology; Naval Air 

Test Center, Patuxent River, Maryland 20670. Included in this notice 
are those records duplicated for maintenance at a site closer to where 
the technical specialists and technology representatives work. 

Categories of individuals covered by the system: . 
All civilian and military technical managers, directors, technical 

directors, chief test pilots, chief engineers, program managers, depart­
ment heads,. department chief engineers, technical·· specialists and 
technicians who work at the Naval Air . Test Center (NA V AIR­
TESTCEN). It also includes personnel who are considered a techni­
cal resource by directorate management. 

Categories of records in the system: 
Individual's name, SSN, date of birth; status (military or civilian); 

classification (i.e., GS-0855 for civilians or 06/1510 for military); 
formal education; technical courses/operational training; test and 
evaluation, research and development, and military exp~rience; cur­
rent RDT&E activity contacts; membership .in professional organiza­
tions and societies; level of. responsibility in NA VAIRTESTCEN 
organization; organizational code; office telephone number; naval 
aviation technology preference and a listing of any unique .technical 
skills, experience or knowledge individual may possess. · 

Authority for maintenance of the syste~: 
10 u.s.c. 5031. 
Purpose(s): 
To develop an on-line information network whi.ch provides project 

personnel a means to fully exploit NAVAIRTESTCEN technical 
resources and· provide technical managers a real-time as~essment of 
NAVAIRTESTCEN technical depth in the areas of education, train­
ing, experience and professionl:!-1 interface !lSSOciated .w,ith emerging 
naval aviation technologies. 

Routine uses of records maintained in the system, i~cluding · catego­
ries of users and the purposes of ~ucb uses: 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
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• Records are maintained on. magnetic disk and hardcopy forms. 
Retrievability: c 
Social Security Number. 
Safeguards: 
During working hours the NA V AIRTESTCEN staff building is 

open to official visitors and civilian, military ·and contractor person­
ne~ ~mpl?yed by NA V AIRTESTCEN. After wqrking hours, the 
bulldmg ~s se~ured. Access to the ,staff building after working hours 
can only be obtained by' securing assistance from the base Command 
Duty Officer. The system is protected by the following software 
features: User identification number,· password sign-on and procedure 
riame. · · 1 • 

Retention and disposal: 
Records are retained in the current data base until lie/she is no 

longer an employee of NA V AIR TESTCEN. When an employee 
leaves NAVAIRTESTCEN, the record-is removed from the current 
data: ·base. After ·ten years, the · record : will be erased from tape. 

System manager(s) and address: · 
. Staff .Assistant for· Research and 'Technology, Naval Air Test 
Center, Patuxent River, MD 20670. 

Notification procedure: 
: Information· should be obtained from the systems manager. Re­
questing individuals should specify ·their full names. Visitors should 
be able to identify themselves by any commonly recognized evidence 
of identity. Written requests must be signed by the requesting indi-
vidual. . . 

Record access pr~edures: 
:The agency~s'rules· for access'to records may be obtained· from the 

systems manager. 
Contesting record procedures: 

· The agency's ·rules for contesting contents and appealing initial 
determinations by the individual concerned may .be obtained from the 
systems manager. 

Record source categories: 
All data contained in the NA V AIRTESTCEN Technology Data 

File is obtained from the individuals in the data file. Data is collected 
by means of an annual questionnaire. 

Exemptions claimed for the system: 
None.· '·' 

N04050·1 
System name: 

Perso~al Property· P~ogram. 
·system location: · 

. All 'Navy Pe~sonal Property Counseiing and Shipping. offices -~nd 
Federal Records Centers (mail!ng add.resses are listed in the Navy 
.directpryjn the!appendix to.the CQmponent System Notice) .. 

Categories of individuals covered by the system: 
DOD and other federal departmental military personnel and their 

dependents and civilian employees and their dependents having :ap­
plied for and shipped and/or .S.tored personal property;; privately 
owned. automobiles and mobile homes,-

Categories of reeords in. the system: 
File contains. individual~s' 'applications for shipm~rit and/or stonige 

related shipping documents and 'records' of delivery, ·payment; and 
insp~ctio~ of personal property. Forins maintained include: DD 619 
Sta:tement or'Accessorial Servic.es P~rformed; DD 1100 Household 
Good Storage Record; SF 1103 U.S. Government Bill of Lading; 
DD 1252 U.S. Customs DeClaration for Personal Property Shipments 
(Part I); DD 1252-1 U.S. Customs Declaration for Personal Property 
Shipments (Part II); DD 1299 Application for Shipment and/or Stor-

_age of Pe~onal Propf:'!rty; DD. 1()71 ~eweight of Personal Property; 
· D D , F80 Report: of Carrier Services Pt;rsonal Property Shipment; 

.· DD.l78l.Customer Satisfaction·Report; _DD P97 Personal Property 
Counseling Checklist;, DD 1799 Member's Report o~ Carrier Per­

.formance- _Mobile Homes; DD 1800 Mobile Home Shipmen_t Inspec­
'tion at DestTruitioh; DD 1841 Government Inspection Report; DD 
1842 Claim for Personal Property Against' ·the 'Uriited States; DD 
l845·Schedule of Property.' · ·. 

Authority .for maintenance of the system: 
· .. , S U.S.c_: 5724;' · DOD 'Regulation . 4500,43; DOD Reguhttion 
4500.~4-R;·'Personal Property Traffic Management Regulation;• JAG 
Manual; NAVSUP Publication 490; Transportation of Personal 
Property.' 

Purpose(s): 

Navy Pers9nal Property Shipping Offices applicable finance cen­
ters and· the Navy M:aterial Transportation Office. for effecting, co­
ordinating and payment of personal property shipment and ·stor~ge. 
· Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine : Uses that appear at the beginning of the 
Department of the Navy's compilation apply to this system. 
: Policies and practices for storing, retrieving, accessing, retaining~ and 

disposing of records in the system: 
Storage: 
Paper records 'in file folders. 

. Retrievability: · , 
Filed alphabetically by last name of ~ember. 
S!lfeguards: 
Records are maintained in ·monitored. or controlled areas accessible 

only to: authorized personnel that a~e properly. cleared and trained. 
Buildings-rooms locked outside· regular worki~g hours. · 

Retention and disposal: 
Records are retained in Personal Property' Qffice file~ 1 for a period 

of four years, then forwarded to Federal Record ~nters and/or 
General' Accounting Office fo~ indefinite retention. 

System manager(s) and address: · , ; 
Commander, Naval Supply Systems Command (Code OS), Wash· 

ington, DC 20376. . · ' · , / 
Notification procedure: · · · . ( 

•-Written requests may be addressed- to· the appropriate Navy:pt' 
sonal property shipping office concerned (mailing addresses are li'~.l 
in the Navy directory in the component system notice). lridivi~· 
should provide p~oof of identity, full name, raiJk, dates. of shipf. 
storage, etc. · · , . 1 

Record access procedures: / 
The agency's rules for access to records may be obtained / 

Commander, Naval Supply Systems Commands (Code OS)j 
ton, DC 20376. . ; 

Contesting record procedures: · ;· · ·/ 
The agency's rules for contesting contents of record: 

ing initial determinations by. the· individual· concerm,l 
tained from the system manager. · ( 

Record source categories: · . , 
Application and rela.ted forms submitt~d by the. ·o.r. ·•.··• 

d ."'lo ~L ·'O cerne . 1.r.v (, ·¥"0~ Itt:""~ 
Exemptions claimed for the system: ! "JoQ 0;~ ~,&1> · 
None. "~. ~~ ~,..~ 0 

~ r,. ~o~ 
'//e. ~,.r. Q •l 

~ l'v.;, ~ 
System name: ,' ~ "'- ~ · 

N04060-t 

· Navy and Marine Corps Exchange and Comr' ~,&>~ 
and Security Files. ; ' . · .. . 9Q 

System location: 1 ! :.· · : 1 ~_.., ~ 
Organizational elements of the Department yl>-r.?j-

the directory of Department of the Navy ma~a,. 
Categories of individuals covered· by the sys!, 
Customers, empl~yees, and guest~ at Na~~~ 

changes and Commissaries, including indivij 
volume purchases and contract purchases; if 

· ed adjustments or· made claims; individuals, 
bad checks or been apprehended for shoplif\ 

.r..:.{sEx­
_,.,-'"large dollar 

.rrShaving request· 
r. prev.ious~y passed 

. :. pategories. of recor~ in the system: \ 
Sales and contract records; lists, logs, .. or 1... ~~cords~of individ-

uals; claim_s and adjustment records; l<;~.rge vol'b.~...::.:;urcnase records; 
mail orders, and customer special' order records, customer 'list; corre­
spondence; and abuser notificatio.n letters. Records of complaints and 
investigations of regulatory and criminal violations. ' 

Authority f()r maintenance of the system: 
s.p.S.C: 301; Departmental Reguhitions. _ .· 
Purpose(s): 
To control sales; to ·prevent and detect abuse of privileges; to 

determine responsibility when there are violations of regulations or 
·criminal statutes. Information may·be furnished to the Naval Investi· 
gative Service or' command legal personnel for prosecution of mili­
tary offenses.and otheradministrative actions. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

j 
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To the Federal Bureau of Investigation or foreign organizations for 
further investigation or prosecution. · . 

To officials of other federal agencies in connection. with the per­
formance of their official duties related to personnel administration. 

The Blanket Routine Uses . that appear at the beginning of .the 
Department of the. Navy's compilat~on also apply to this system: 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Automated records may be stored on magnetic tape, discs, drums, 

and punched cards. Manual records may be .stored in file· folders or 
microform, in file cabinets or other containers. 

Retrievability: 
Automated and manual records may be retrieved by social security 

account number 'and/ or naine. 
Safeguards: 
Access is provided on a need-to-know basis, only. Automated 

records are located in restricted areas accessible only to authorized 
persons. Manual records and . computer printouts are maintained in 
locked or controlled access areas. 

Retention and disposal: 
Records are retained or disposed of in accordance with SECNA­

VINST 5212.5B, Disposal of Navy and Marine Corps Records. 
System manager(s) and address: 
Commanding officer of the activity in question. See directory of 

..>eJJartm,ent of the Navy ma~ling addresses. 
~o1tifi~~ation procedure: 

to System Manager. 
access procedures: 

......... ,.., . ., rules for access to records may be obtained from the! 

name: 

procedures: 
rules for contesting contents · and appealing initial 
the individual concerned may be obtained from the 

categories: 
other records of the activity concerned, 
vestigators, witnesses, correspondents. 

for the system: 
may be exempt under 5 U.S.C. 552a(k)(2), as 

additional information, contact the system manager. 

N04064--t 

Naval Academy Laundry/Drycleaning Charge Account. 
System l9ca.tion: 
Laundry and Drycleaning Plant, U.S. Naval A,cad~my, Annapolis, 

MD 21402-5052. 
Categories of individuals covered by the system: 
All individuals who have applied for a charge account with the 

Naval Academy Laundry and Drycleaning Plant. 
Categories of records in the system: 
Information is collected on Form NDW-USNA-DMH-4064/14 and 

includes applicant's name;. SSN; rank (if applicable); branch of se!v­
ice; home and work ad,dresses and telephone numbers. Information 
required to maintain the charge account records is .obtained from 
and/or recorded on accounts receivable ledgers, journals, charge 
tickets and check listings. 

Authority for maintenance of the system: 
10 U.S.C. 5031; 44 U.S.C. 3101; Executive'Order 9387 
Purpose(s): . : 
To establish a charge account at the Naval Academy Laundry and 

Drycleaning Plant. Information will be used for billing purposes by 
the officials and employees of the Plant. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at ·the beginning of the 
Department of the Navy's compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Records are maintained in hard copy and magnetic minicassette 

tape form. 
Retrievability: 

Both hard copy and magnetic· tape records are accessed alp~abeti-
cally by name. · · ' 

Safeguards: 
Access to building is restricted to authoriz~d. persons o~ly. Record 

files are not available to personnel not requmng access m the per­
formance of their official duties. This is routinely ·limited. to the 
billing clerk processing the application and recording act.ivity on the 
account. Records are secured ·within a locked office m · a locked 
building on a military installation when not actually in use. 

Retention and disposal: 
Hard copy records are retained in the current file ar~a as long as 

the charge account· is active. These records are then retired and kept 
in secured ~torage for two years and then destroyed. Cas~ette .tape 
records.are of two types, daily and journal (monthly. recapitula.ttOn). 
These tapes are erased on a daily or monthly basts, re~pectrye~y. 
during the preparation of th~.following day's or months activity 
record. · · 

System manager(s) and address: 
Head, Laundry and Drycleaning'Plant, U.S. Naval Academy, An-

napolis, MD 21402-5052. · · 
Notification procedure: 
Information· should be obtained from the systems manager. Re­

questing individuals should specify their full names. V~sitors ~hould 
. be.able to identify themselves by any c~mmonly recogmzed ~v1d~nc~ 

of identity. Written requests must be Signed by the requestmg mdt­
vidual. 

Record access procedures: 
The agency's rules for access to records may be obtained from the 

systems manager. 
Contesting record .Procedures: 
The agency's rules for contesting contents and· apl?ealing initial 

determinations by the individual concerned may be obtamed from the 
systems manager. · 

Record source categories: 
Information in this system comes from the individual applying for 

the charge account, from daily laundry and drycleaning will-call 
tickets (charges for goods and services provided) and from records of . 
payment by charge account holders (check listings). 

Exemptions claimed for the system: 
None. 

N04064--2 
System name: 

Retail Customer Claim Record. 
System location: 
Laundry and Drycleaning Plant, U.S. Naval Academy; Annapolis, 

MD 21402-5052. · 
Categories o( individuals covered by the system: . 
All individuals who have filed claims against the Naval Academy 

Laundry and Drycleaning Plant and appropriation 17X4002 for cash 
or credit settlement for damaged or lost articles. 

Categories of records in the system: 
Information is collect~d on Form NDW-USNA-DMH-4064/15 ~nd 

includes claimant's name; SSN; rank (if applicable); home and work 
addresses and telephone numbers; description, original cost and date 
of purchase of. item(s) for which claim is filed, and circumstances of 
loss or extent of damage; claim number, disposition, and remarks by 
approving authority. 

Authority for maintenance of the system: 
10 U.S.C. 5031; 44 U.S.C. 3101; Executive Order 9397 
Purpose(s): 
Records are used by officials and employees of the Plant related to 

investigation of circumstances concerning a claim for cash or credit 
settlement for damaged or lost articles. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Tlie Blanket Routine Uses that appear at the beginning of tqe · 
Department 'of the Navy's compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 
. Storage: 

Records are maintained in hard copy form. 
Retrievability: 
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··Records are maintained in standard: office files and may be ac­
cessed alphabetically or chronologically. 

Safeguards: 
Access to building is·restricted to authorized persons only. Record 

files are· not availabl~ to personnel not requiring access in the pe.r..: · 
formance of th'ei~ official· duties: This. is limited to the official proc­
essing of; the claim and the clerk who. maintains the file and prepares 
the . administrative .paperwork. Records are . secured within a locked 
office in a locked building on a military installation when not a~tual­
ly in use. 

Retention and disposal:. 
An indi~iduah rec~rd is· retained .in t}:te-_cur'rent file area for one 

calendar year after the close of the individual's claim. The record is 
then retired and· kept· in secured storage for one more. year. · · 

System manager(s) and· address: 
·Head, Laundry an'd Dryclea~ing Plarit, U.S. Naval Academy,.An-

napolis, MD 21402-5052. · · · 
Notification procedure: 

-·Information should be ·obtained 'from the sys.te~s manager. -Re­
questing individuals should specify· their full names. Visitors should 
be able to identify themselves by any commonly recognized evidence 
of ~dentity. W;ritten requests must be signed by the requesting indi-
vidual..· . · · · · · , . ·~" · · . . . 

Record access-procedures: . 
The ageric'y's ·rules for access to records may· -be obtained from the · 

systems manager. · 
Contesting record procedures: 
The, a'gency:s ·rules for· contesting contents and appealing initial 

determinations may be obtained from the systems manager. 
Record source categories: 
.Information in this system- comes from the individual to whom it 

applies and from offices processing claims.: ·. . . . 
Exemptions claimed for the system: 
None. 

:N04066-t 
System name: . _ . 

Bad Checks and Indebtedness Lists. 
System location: 
Commander, Navy Resale and Services Support Office, . Fort 

Wadsworth, Staten Island, New York 10305 (for all Navy ex­
changes). Addresses for Commissary Stores are listed in the directory 
of Department of the Navy mailing addresses. 

Categories of individuals covered by the system: ' 
Patrons of Navy exchanges and commissary stor~s who have 

passed . checks whi~h have proven bad; recruits who. have open 
accounts win Navy exchanges; patrons who have made C.O.D. mail 
order transactions and those patrons who make authorized charge or 
credit purchases where their acco'unts• are maintained on the basis of 
an identifying particular· such as name, social ·security :number or 
service number. · · ' · · · · · · 

Categories of records in the system: 
Bad Check System (including: Returned Check Ledger;· Returned 

Check Report; copies of returned checks; bank advice· relative· to the 
returned check or checks; correspondence relative to attempt by the 
Navy--exchange or commissary· store to locate the patron and/or 
obtain ·payment; a printed report of names of those persons who have 
not made full restitution promptly, or 'who. have had two or more 
checks returned through their own fault or negligence) Accounts 
Receivable Ledger, detailed by patron; COD Sales Ledger. 

Authority for· maintenance of: the system: 
5 USC 301 and 10 USC 6011. 
Purpo~e(s): 

To record. receipt ·of bad checks. from patrons; to monitor and 
avoid undue losses because of continued passing of bad checks. To 
keep track .of the . 90rrespondence issued in an effort to -recover 
losses. The information in this system is .issue<;l to all cashiers, ex­
_change and commissary officers. The Accounts Receivable . Ledgers 
:are used to properly .. re<;ord credit sales and the payment of '_these 
accounts. · . ' · 

Routine uses :of records maintained in the ~ystein, incl'u,ding catego· 
ries of users and the purposes of such uses: · · -

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation apply to this system. 

Disclosure to consumer reporting agencies: 

Disclosure may be made from this system to 'consumer reporting 
agencies' as defined in the Fair Credit Reporting .Act (15 U.S.C. 
168la(t)) or the. Federal ·Claims Cq!,lection Act of 1966 (31 U.S.C. 
3701 (a)(3)). : · . , · 

Policies and .practices for storing, 'retrieving, accessing, retaining,. and 
disposing of records in the system: · · · : 

Storage: 
The media in which these records are maintained vary, but in-

clude: Magnetic tape; printed reports; file folders; file cards. 
Retrie~~liility; ~· · ... · 
Name and social security number.. .. , 
Safeguards: 
Locked file cabinets; -~uperv:ist;d offi.;:e ~paces; super,vised computer 

tape library which is accessible only through the coll'!puter center 
(entry to the computer center is controlled by a combination lock 
known by authorized personnel only). · 

Retention and di.sposal: . 
· Records are kept for six years and ·then: destroyed. 
. System manager(s) and address: 

Policy Official: Commander, Navy Resale and ServiceS Support 
Office, Fort Wadsworth, Staten'Island, New York 10305 

Record Holder: Director, Treasury .Division (TD); Navy. Resale 
and Services Support Office, Fort Wadsworth, Staten Island, New 
York 10305 (for Navy.exchanges). . . . .-

For Commissary stores, the Commanding· Officer or Officer in/ 
charge of the activity in question. (See Directory of the Departmen,t 
of the Navy mailing addresses). · · · · · · · 

Notification procedure: . J 
Written contact may be made by addressing inquiries' to: 0 

mander, Navy Resale and Services Support Office, Fort Wadsw(/ 
Staten Island, New York 10305 · 

In the initial inquiry, the requester must provide full name; 
security number, and the activity where they hap th!!ir <;\e~/ 
list of other. offices the requester. may visit will. be provi(' 
initial contact is made at the office ·listed above. At the( 
personal visit, requesters must provide proof of identity/ 
the r~quester's signature. · 1 

Record access procedures: .· . '; 
The agency's rules for ·access 'io records m~y be obt;' 

systems manager. , . · · ,:..,· , . ·i!. 
Contestin~ re~ord. procedures: . . .. . . .~ ::. v- . 
The agency's rules for contesting contents an_) "'~ ~...;. ~ · 

determinations by the individual concerned may b' ~ ~ 0 U>9~., 
systems manager. . . . l %->. "'o.,(j)' :~.,..~-?~ 

Record source categor1es: · q,.~ ~~ "'.,.., ~ ~ te> 

The individual; the bank involved and th~:.~ ~o~~~ (j)~o 
Exemptions claimed for the system: · · }~ ~~~~U> '? 

j 

None. ~~~ (j)~ ~~ ~ 
~04066-2 i ~0 \( .;o >.;' 

i(.(j) 0 ,/ 
System name: . · • .~~ :7% r ,, '.(\ -.7' 

Commercial Fidelity Bond ~nsurance ~~ ~ \l' .r 

· System location: ·: . . · . .~ /""'/ 
Commander, Services· Support Offic( ,Wads-

worth, Staten Island, New York 103 _, ... _..~changes). 
.. Categories of- .indj~iduals covered b)jt, ~ .. ~ .. / . . · 

Civilian and military personnel a! co· Navy exchanges, who 
the duly constituted authority (us11 1Board of Investigation ap-
pointed by the base Commanding ' >l) has established to be guilty 
of a dishonest act which 'bas rest)1 tii a loss of money, securities or 
other property, real or pers(.naJ /which the exchange is legally 
liable. · . · , ). 

Categories of records in: tlie sWern.': 
Equipment Loss Reports, Cash and/or Merchandise Loss Reports 

from Navy exchanges, including correspondence relating to· losses. 
Authority for maintenance of the system: · 
5 USC .301 and 10 USC 5031. . .. 
Purpose(s): . 
To render pr~per assistance in processing insura.nce 'clai~s. 
Routine uses of records maintained in the system, including catego­

ries of. users and the purposes .of such uses: 
To the insurance carrier· (Fidelity Bo~d Underwriter) to ensure 

appropriate coverage. 
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The Blanket Routine Uses .that appear at the beginning of the· 
Oepartment of the Navy's compilation also apply to this .system. 

Policies and practices for storing, retrieving, accessing, r'!taining, and 
disp()sing of records in the system: . 

Storage: . · 
The media in which these records are maintained varies but in-

cludes file folders and ledgers. 
Retrievability: 
Name, payroll number, service number, activity. 
Safeguards: 
Locked file cabinets; locked offices which when open are super-

vised by appropriate personnel,; sec:urity guards. . . · 
Retention and· disposal: 
Records are kept for four years and then retired to the .Federal 

Records Center, St. Louis, Missouri. 
System manager(s) and address: 7\ Comm?nder, Navy Resale and Services Support Office, Fort 

.' Wadsworth, Staten Island, New York .10305 
Notification procedure: 
Written contact may be made by addressing inquiries to: .Com-

; · mander, Navy Resale and Services Support Office, Fort Wadsworth, 
Staten Island, New York 10305. 

. . In the initial inquiry the requestor must provide full name, payroll 
\or military service number and activity where they had their deal-

~
. s. A list of other offices the requester may visit will be provided 

er initial contaCt is made at the office· listed above. At the time· of 
~ ersonal visit, requesters must provide proof of identity containing 

th~ requester's signature. . . 
R~ord access procedures: . 
Thf agency's rules for access to records may be obtained from the 

system manager. . ·. 
Cont~ting record procedures: · 
The :~ency's rules for contesting contents and appealing initial 

determinations by. the individual concerned may be obtained from the 
system m~{lager. . . · 

Record so~rce categories: . . 
The indivU,ual; the insurance underwriter; audit reports; investiga­

tory reports aQd/or activity loss records. 
Exemptions 'claimed for the system: 
None. 

System name: 
Layaway Sales Records. 
System location: 

N04066-3 

Commands, Navy. Resale and Services Support Office, Fort Wads. 
worth, Staten Island, New York 10305 (for all Navy exchanges). 

Categories of individuals cover~ ·by the system: · 
Patrons of Navy exchanges who buy goods on a layaway. 
Categories of records in the system: · 
Layaway tickets and layaway patron lists. 
'Authority for maintenance of the system: 
5 USC 301 and 10 USC 5031. 
Purpose(s): 
To record the selection of layaway merchandise, record .payments, 

verify merchandise pick-up and perform sales audits. · 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such u8es: 
The Blanket Routine Uses that appear at the beginning of ·the 

Department of the Navy's compilation apply to this system. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the syste~: · 
Storage:.· 
Paper records in file ·folders include layaw~y tickets and layaway 

patron lists. · · . 
Retrievability: 
Name, address, service number or exchange permit number. 
Safeguards: 
·Locked file cabinets, supervised records space. 
Retention and disi»osal: 

· Destroyed after two years per Navy Exchange Manual. 
System manager(s) ·and address: 

Policy Official: Commander, Navy_ Resale and Services Support 
Office, Fort Wadsworth, Staten Island, New York 10305 

Record Holder.: Director, Controller Non-appropriated Fund Pivi­
sion (CNAFD), Navy Resale and Services ·support Office, Fort 
Wadsworth, Staten Island, New York 10305 ·. . · 

Individual record holders. within the central system may. be con­
tacted th,roligh the central.sy~tem record holder. 

Notification procedure: 
Written contact may be made by addressing inqumes to: Com­

mander, Navy Resale and Services Support Office, Fort Wadsworth, 
Staten Island, New York 10305. 

In the initial. inquiry, the requester must provide full name, social 
security number, activity where layaway sales were transacted. A list 
of other offices the requester may visit will be provided after initial 
contact at the office listed above. At the time of personal visit, 
requesters· must provide proof of identity containing the requester's 
signature. · · 

Record access procedures: 
The agency's ru!es for access to records may be obtained from the 

system manager. 
Contesting record procedures: 
The agency's rules for contesting and appealing initial determina­

tions by the individual concerned may be obtained from the system 
manager. 

Record source categories: 
The. individual. 
Exemptions claimed for the system: 
None. 

System nanie: 
Nayy Lodge Records. 
System location: 

N04066-4 

Commander, Navy Resale and Services Support Office, Fort 
Wads\Yorth, Staten Island, New York 10305 (for all Navy Ex-
changes). · · 

Categories of individuals covered by the system: 
Patrons and guests authorized lodging at a Navy Exchange Navy 

Lodge.· · 
Categories of .records in the· system: 
Reservation request; guest registration card; navy .lodge guest folio. 
Authority for maintenance of the system: 
5 USC 301 and 10·USC 503 L 
Purpose(s): 

.. To keep a record of reservations to insure orderly room assign­
ment and avoid improper booking; to record registration and pay­
ment of accounts; to verify same by eligible patrons; cash control; to 
gather occupancy data; to determine occupancy. breakdown; and to 
account for r{mtals and furnishings. . . . . 

Routine ·.uses of records ·maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at. the ·begim1ing of the 
Department of the Navy's compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
The media in which these records are maintained vary, but in­

clude: Folio card; ledger; Guest Registration Cards; and local copies 
an~ reports of central system reports. 

Retrievability: 
Nam~; service number; social.security number. 
Safeguards: 
Supervised offices; locked files. 
Retention and disposal: 
Records are kept for two years ·and then destroyed. 
System manager(s) and address: 
Policy Official Commander, Navy Resale and Services Support 

Office, Fort Wadsworth Staten Island, New York 10305 
Record Holder Manager; Personalized Services (SODI), Navy 

·Resale and Services Support Office, Fort Wadsworth Staten Island, 
New York 10305 

·Individual record holders within the. central system may be con­
tacted through the central system record holder. · 
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Notification prOcedure: · 
Written cdntact may be made by addressing· inquiries to: Co~­

mander, Navy Resale and Services Support Office, 'Fort .Wa.ds\;VOrth 
Staten Island, New York 10305 · · 

In the initial inquiry the requester. must provide full name, social 
security' number, service number and location of the last Navy Lodge 
where they had dealings. A list of other offices the requester inay 
visit will be provided after initiaJ contact is made with the office 
listed above. At ti:Je time of a personal visit, requesters must provide 
proof of identity containing the requester's signature. . . . . 

Record access procedures: 
The agency's rules for access to'records may be obtained fro-m the 

system manager. · · 1 • 

~ontesting record procedures: . 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
system manager. 

Record source categories: . . 
'The individual patron and the charges lie or she

1 incurr~d during a 
visit at the Navy Lodge. . . · 

Exemptions claimed for the system: ' · 
N9ne. · 

N04066-5 
System name: 

NA VRESSO Direct Mail List. 
System location: 
Commander, Navy Resale and Services Support Office, Naval 

Station New York-Staten Island, Staten Island, New York 10305. 
Categories of individuals covered by the system: 
All authorized customers of military resale systems whQ have 

requested receipt of sales promotional, informational and marketing 
research materials. 

<:;ategorie8 of records in the system: 
For each authorized customer: Name, address, rank, branch of 

service, status (active or retired), social security number, pay '·grade, 
age, sex, race, number, ·names, and birth dates of dependents, date of 
sign. up, telephone number (if available), account number, rotation 
date (if available), mailings sent to customers and responses available. 

Authority for maintenance of the. system: 
5 U.S.C .. 301; 10 .U.S.C. 601l;.and Executive Order 9397. 
Purpose(s): 
To maintain a data base which wHI permit tbe N:avy Exchange 

Program to mail sales promotional, informational and market ~e­
search materials to those authorized customers who have requested 
receipt of materials. Tlie data ba'ie will also be used to define target 
markc:ts among 'the authorized customers who sign up for the list, in 
order to develop be'tter merchandise assortments and services to meet 
the needs of the customers. The social security number is required in 
this system to verify that the individual requesting receipt of materi­
als is an authorized customer of the military resale systems. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of. such uses: · · 

The Blanket Routine Uses· that appear at the beginning of the 
Department of the Na"!y's listing of record systems apply to this 
system. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing o~ records in the system: 
... Storage:. 

The records are stored on computer tape· in a single location. 
Retrievability: 
Name, social security number, address and account number. 
Safeguards: 
Secured and supervised facility, access restricted. 
Retention and disposal: 
The records are retained as long as the customer wishes to receive 

the materials, then the records are destroyed by the Navy Resale and 
Services Support Office. · · 
-.System manager(s) and addr~ss: 
. Policy Official: ·Commander, Navy Resale and Services Support 

Office, Naval Station New York_..:_Staten Island, Staten Island; New 
York 10305-5097. 

Record Holder Manager: Deputy Commander, .Marketing Commu­
nications Division (MCD), Navy Resale and Services Support Office, 

Naval Station; New York.....;Staten Island, Staten Island, New York 
10305-5097: . . 

Notification procedure: 
Written contact may be made by addresslng inquiries to: Com­

mander, Navy Resale and Services Support Office, Naval Station 
New York -Staten · Island, Staten Island, . New York 10305-5097. 

Record access procedures: 
The agency's rules for access to records may be obtained from the 

systems manager. · ... 
Contesting record procedures: 

· The' agency's rule~ fo'r contesting contents and' appealing initial 
determinations by the individual' concerned are contained in SEC­
NAVINST 52ll.5C (32 CFR part 701, subparts Fand G). 

Record source categories: 
The individual authorized customer and the Department of De­

fense (DOD)/Defense Enrollment Eligibility Reporting System 
(DEERS). 

Exemptions claimed for the system: 
None. 

N04385-1 
System name: 
· IG Investigatory System. 

System location: . , . 1• / 

Inspector General offices within the Department of the Navy a~· 
listed in ·the directory of the Department of. the Navy mailing ad~ 
dresses. · . ;· 

Categories of individuals covered by the system: ; · · · 
Individuals alleged, suspected, convicted, or otherwise involved in 

areas of possible criminal or administrative misconduct, incl~ding, 
but not limited to, fraud, larceny, emb.ezzlement, theft or ot!{er im­
proper conduct relating to the acquisition or. disposal of goVf!rnment 
property, conflict of interest, violation of the._standards .o~}"·v.ondt!ct, 
or other violations of law or regulation pertaining to pr<J~urement, 
disposal and related matters. . . / · 

Categories of records in the system: ,/ · 
1. Administrative memoranda. · . . . . ' 
2. Investigative reports and other investigative/intelligence infor-

mation. 
3. Reports of disciplinary action taken. 
4. Public court records. . . 
5. Synopsis of the allegations of wrongdoings. 
Authority for maintenance of the system: 
Inspector General Act of 1978 (10 USC 98iapp.(l982)), 10 USC 

5088, Naval Inspector General: Details, duties; Department of De­
fense Directive 5106.1 of March 14, 1983, entitled, 'Inspector General 
of the''Department of Defense'; Sedetary of the Navy Instruction 
5430.57D of December 9, 1980, entitled, 'The Naval Inspector Gen­
eral; Mission and Functions or; Secretary of the Navy Instruction 
5430.92, April 17, 1981, entitled, 'Assignment of Responsibilities to 
Counteract Fraud, Waste and Related Improprieties Within the De-
partment of the Navy.' · 

Purpose(s): 
To conduct and to coordinate official investigations· and inquiries 

of audit to monitor final actions taken thereon. To disseminate infor­
mation on misconduct, procurement fraud and related matters to 
other components within· DOD. ·· · 

To mpnitor the progress of criminal or administrative actions taken 
regarding Naval active duty officers in pay grade 0-5 or higher anq 
civil service employees (GS-13 or GM-13 and above), and any other 
DOD individuals (military and, civilian) .who have been named in 
allegations of wrongdoing whicn apparently warrant criminal pros­
ecution or adverse personnel actions .. Internal users are Department 
of the Navy and Department of Defense component officials engaged 
in audit, investigative, inspection and management functions.· · 

Routine use8 of ~ecords maintained i·n the -system, including catego­
ries of users and the purposes of such uses: 

To federal, state or local law enforcement agencies, when such 
information relates to matters under their judicial or- administrative 
cognizance. · 

To the Department of Justice or other appropriate agencies for use 
in judicial or administrative actions such as debarrment/suspension 
actions and required notification of federal, state and local agencies. 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation apply to this system. 

I 

j 
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Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: . · . . 

Storage:· 
File folders, index cards, magnetic 'tape/discs. 
Retrievability: 
By subject name and SSN; by case name, case number, type of 

crime and other case fields. 
Safeguards: 
Access is limited to officials/employee~ ofthe command who have 

a need to know. Files are stored in a locked cabinet. The area is sight 
controlled during normal work . hours and locked during non duty 
hours. Building access is controlled during non-duty hours by a 
Security Force, which also conducts roving patrols of the building. 
There is no possibility that the computer can be accessed from 
outside the controlled area. 

Retention and disposal: 
Files are maintained at the command for two years after final 

action is taken. Thereafter, files are stored with the nearest· Federal 
Records. Center. ·Electronic data are erased, over-printed or de­
stroyed, as appropriate. 

System manager(s) and address: 
The Inspector General of the Command in question. See the direc­

. tory of Navy activities mailing addresses. 
For tracking system, the l;lead, Investigations Division, Naval In-. 

spector General (Code 81 ), Office of the Naval Inspector General, 
Bldg 200, Washington NavyYard, Washington, DC 20374-2001. 

Notificatio~ procedure: 
Written requests should be addres~ed· to .the system manager, 

giving full name, address, and. either a social security number or date 
and place of birth. Written requests must be notarized. Individuals 
may . visit the system manager between the hours of .0900-1500, 
Monday-Friday and m,ust show proof of identity consisting of ID 
containing photogra'ph. · 

Record access procedures: 
The Agency's rules for access to records may be obtained from the 

System Manager. 
Contesting record procedures: · 
The Agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
System Manager. 

Record source categories: 
Individuals, investigative, judicial,. and administrative reports, and 

complainants. · 
Exemptions claimed for the system: 
Parts of this system may be e~empt under 5 U.S.C. 552a (j)(2). The 

exemption rule for this system is contained in SECNAVINST 5211.5 
series. 

N04385-2 
System name: 

Hotline Program Case Files. 
System location: 
Department of the Navy shore activities. The official mailing ad­

dresses are in the Navy's Address Directory in the appendix to the 
Navy Department's systems notices appearing in the Federal Regis-
ter. . 

Categories of individuals covered by the system: 
, Individuals filing hotline complaints. Also individuals alleged or 

suspected of administrative misconduct, including, but not limited to, 
fraud, waste, or inefficiency. 

Categories of records in the system: 
All records resulting from an inquiry ·into a hotline complaint such 

as the name of the examining officials assigned to the case, the 
hotline control number, date of complaint, date investigation com­
pleted, the allegations, whether or not the case was referred to Naval 
Security and Investigative Command, the investigators' findings, dis­
position of the case, and background-information regarding the inves­
tigation . itself such as the scope of the investigation, relevant facts 
discovered, information obtained from witnesses, and specific source 
documents reviewed. · 

Authority for maintenance of the system: 
10 U.S.C. 6011, 10 U.S.C. 987, and implementing i~structions. 

Purpose(s): · 
For the Commanding Officer and/or his designated auditors, in­

spectors, or investigators to conduct and coordinate official liotline 

investigations. To compile .sta'tistical information to disseminate to 
other components within the Department of Defense engaged in the 
Hotline Program. To provide prompt responsive and impartial ac­
tions and improve efficiency in investigating hotline complaints. To 
provide ·management with a source to identify potential problems and 
weaknesses. To .provide a record of complaint disposition. Hotline 
complaints appearing to involve major criminal wrongdoing will be 
referred immediately to the Naval Security and Investigative Com-
mand. · 

Routine uses of records maintained in the sy~tem, including catego­
ries of users and the purposes of such uses: 

The Biimket Routi~e Uses that appear at the beginning of the 
Department of the Navy's compilation apply to this system ... 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the· system: 

Storage: 
File folders, log books, magnetic tapes/disks. 
Retrievability: 
By hotline case number, complainant, subject of the complaint and 

individual accused. 
Safeguards: 
Access is limited to local hotline staff, and, as delegated by the 

Commanding Officer or Officer-in-Charge, and the Executive Offi­
cer, on a need to know basis. Paper records are 'stored in locked 
cabinets. Automated records may be controlled by limiting physical 
access to CRT data entry 'terminals or use of passwords. Access to 
central computer mainframe, other peripheral equipment and tape 
and disc storage is strictly ·controlled. Work areas are sight-con­
trolled during normal working hours. Building access is controlled 
and doors are locked during non,-duty. hours. 

Retention and disposal: 
Files are maintained at the local command for a minimum of two 

years after final action is taken. Thereafter, files are stored with the 
nearest Federal Records Center. Electronic data are erased, over-
printed, or destroyed, as appropr_iate. · 

System manager(s) and address: 
Commanding Officer. or head ·of the organization in question. See 

Directory of Department of the Navy mailil'lg addresses. 
Notification procedure: 
Written requests may be ~ddressed to the appropriate Naval activi­

ty concerned (official mailing ·addresses are listed in the Navy's 
Address Directory in the·appendix to the Navy Department's system 
notices). · 

Record access procedures: 
The agency's rules for access to records may be obtained from the 

system manager. · 
' Contesting record procedures: . 

The .agency's rules for contesting contents and appealing initial · 
determinations by the individual concerned may be obtained from the 
system manag~r. 

Record source categories: 
Individuals, investigations, judicial and administrative reports, and 

complainants. 
Exemptions claimed for the system: 
Portions of this system may be exempt under 5 U.S.C. 552a(k)(l), 

(2), (5), (6) and .(7), a,s applicable. For additional information, contact 
the system manager. An exemption rule for this system has been 
promulgated in accordance with the requirements of 5 U.S.C. 552a 
and has been published in SECNAV INSTRUCTION 5211.5 and the 
Code of Federal Regulations at 32 CFR part 701. 

N04410-1 
System name: 

File, of. Records of Acquisition, Transfer and Disposal of Privately 
Owned Vehicles. · · 

System location: 
U.S. Naval Communication Station, United Kingdom.; FPO New 

York 09516-3000 .. 
. Categories of individuals covered by the system: 

United States Naval personnel stationed at U.S. Naval Communi­
cation Station, United Kingdom, FPO New York 09516-3000 who 
own a concession vehicle in the United Kingdom. 

Categories of records in the system: 
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Request for delivery of a motor vehicle without payment of duty, 
value added tax and car tax. ~ . 

Authority for maintenance of. the system:. 
5 u.s~c. 301, Departmental Regulations and E.O. 9397. 
Purpose(s): · . 

To maintain information .on type of c~r. engine numb~r, license 
number, year, make of car, base assigned, organization, social securi~ 
ty number, and paygrade.' · · 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · · 
. !he "Blanket Routine Uses" that appc:;ar at the beginning of the 
D~partment 'of the Navy's compilation of systems notices apply to 
th1s system. .. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: -· · ! 

Storage: 
File folders. 
Retrievability: 
Name. 
Safeguards: 
Locked in CMAA Office with a 24 hour security watch; 
Retention and disposal: . 
Records are· maintained as long as· a person owns a concession 

vehicle in the United Kingdom. Records are burned as soon as 
v~hicle is either shipped·out of the U.K. or destroyeo .. 
. _System manage~(s) and address:·. . .. 

Commanding Officer, U.S. Na~al Commu~icatio~ Station·, United 
Kingdom, FPO New York 09516-:-3000 is overall policy official with 
the Chief Master At Arms Office, U,.S. Naval Communication Sta­
tion, United Kingdom, FPO. New York 09516-3000 as the subordi-
nate holder. · ~ 

· Notification procedure: 
Individ~als seeking . to ·determine whether this system of records 

contains· information about themselves should address written inquir­
ies to the Commanding Officer, U.S: Naval Communication Station, 
United Kingdom, FPO New York 09516-3000. The request should 
contain name,. social security number, and _address of the individual 
concerned and should be isigned. Personal visits may be made to that 
office, but individuals must have valid military ID or, if no longer in 
the military, have other valid identification such a a driver's license. 

Rec9~d access p~ocedures: . . . . · 
Indjviduals seeking access to records ·about tpemselves contained in 

this system of records should address written inquiries to ·the Com, 
manding Officer, U.S. Naval Communication Station, United King­
dom, FPO New York 09516-3000. 

Contesting ·record procedures: 
The Department of the Navy rules for accessi'ng records . and 

contesting contents and appealing initial determinations -by th'e indi­
vidual concerned are published in Secretary of the Navy Instruction 
5211.5; 32 CFR part 701; or may be obtained from the system 
manager. 

Record source categories: 
Applicable U.S. Service_man. 
Exemptions claimed for the system: 
None. 

N04410-2 
System name: 
· Military and Civilian Employet;! Dependents Hurricane S~elter As-

signment List. · · . · . . · · · · 
Syste~ locatio~: ·· · · 
Commanding Officer, Naval Communication Station Key West, 

Key West, Florida 33040 
. Categories of individuals covered by the system: . 
· Military personnel and ci.Villan employees and ·their dependents 

who apply for assignment to naval communication station shelter. 
Categories of records in the system: 
Record lists· names, addresses, and phone numbers of military/ 

civilian station personnel applying for shelter assignments for their 
families, together with names of.dependent spouses, names and ages 
of dependent children, and . whether or not • requirement exists for 
statio~ transportation to shelter. : . 

Authority for maintenance of. the system: 
5 usc 301. 

Purpose(s): 
Used by Disaster Preparedness Officer in determining shelter logis­

tics requirements and by Shelter Officer in mustering assigned de­
pendents in shelter in case of hurricane .. 

Routine uses of records maintained in the system, including catego-
ries of users and the pur~ilf such uses: · , 

The Blanket Rol}tirie /Uses that appear at the begim1ing , of the 
Department of the Navfs compilation apply to this system. · 

/ . 
Policies and practi~es for storing, retrieving, accessing, retaining, and 

disposing of -:ecords'in the system: · 
Storage: 
File folder. 
Retrievability: 
Name. 
Safeguards: 
File. maintained in locked cabinet by Disaster Preparedness· Officer. 
-Retention and disposal: 
Maintained from May through April. each year, disposed of by 

burning. 
System manager(s) and address: 
Disaster Preparedness Officer, Naval Communication Station Key 

West, Key West, Florida 33040 
Notification procedure: 
Individual record entries are filled out by hand by station ~ilitary/ 

civilian sponsors desiring to register their families in command hurri­
cane shelter. System contains no information other ·than entries pro­
vided by sponsors. Certified station sponsors may review/remove 
entry by phoning/visiting the Disaster Preparedness Officer, Naval 
Communications Station Key West. 

Record access procedures: . 
The agency's rules for access 'to records may be oqtained from the 

system manager. 
Contesting record procedures: 
The . agency's rules for contesting. content's and appealing initial 

determinations by the individual concerned may be obtained from the 
system manager. 

Record source categories: 
All entries to file are hand written forms filled. in by military/ 

civilian command sponsors requesting hurricane shelter •for their fam­
ilies. 

Exemptions claimed for the system: 
None. 

System name: 
Duty Free Vehicle Log. 
System locat.ion: 

N~4410-~ 

Officer in Charge, U.S. Naval Weapons Facility Detachment, FPO 
New York 09515-0052 anJ Customs Officer, HMS Customs and 
Excise, Campbeltown, Argyll, Scotland. · · 

Categories of individuals covered by the system_: 
All U.S. Navy· personnel and their· dependents stationed aboard 

Naval Weapons Facility .Detachment, Machrihanish. 
Categories of records in the system: 
Name and rank/rate of individual; make, year and registration of 

vehicle status; U.K. purchase, or imported; and date of purchase or 
importing. . · . _· . . · 

Authority for maintenance of the system: , 
5 U.S.C. 301, Departmental Regulations. 
Purpose(s): · 
To assi~( local customs offici~ls in protecting against the illegal 

transfer of duty-free ·vehicles to UK citizens. 
Routin~ ·'lises of records iruiintained in the system, including catego-

ries of users and the purposes of such uses: . 
The ''Blanket Routine Uses;, .that appear at the beginning of the 

Department ofith~ Navy) compilation of systeiils of r~cords apply to 
this system. · · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

·storage: 
File folder in lockable file ca~inet. 
Retrievability:. 
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Name. 
Safeguards: 

\\ 

The records are maintained in an office that is locked 'when not 
manned. 

Retention and disposal: . 
Maintained for one year after transfer, sale,· death or other change 

in status. Old pages are shredded. 
System manager(s) and address: 
Officer in Charge, U.S. Naval Weapons Facility, Detachment, 

FPO New York 09515-0052. 
Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir­
ies to the Officer in charge, U.S. Naval Weapons Facility, Detach­
ment, FPO New York 09515-0052. The' request should contain name 
and address. . 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries to the· Officer 
in Charge, U.S.· Naval Weapons Facility, Detachment, FPO. New 
York 09515-0052. · 

Contesting record procedures:, 
The Department of the Navy rules for accessing records and 

contesting contents and appealing initial determinations by the indi- · 
vidual concerned are published in Secretary of the Navy Instruction 
5211.5, 32 CFR part 701, or may be obtained from the system 
manager .. 

Record source categories: . . 
Information is obtained from documents provided by the individ-

ual. · 
Exemptions claimed for the system: 

. None, 

N04410-4 
System name: . 

Record of Import and Export of Foreign Made Auto Vehicles Into 
and Out of Australia. 

System location: 
U.S.' Naval Communication Station, FPO San Francisco 96680 
Catt;!gories of individuals covered by the system: 
Importers/exporters and purchasers of foreign made automobiles 

imported into Australia by U.S·. personnel. 
Categories of records in the system: 
Copies of shipping and customs documents for automobiles import~ 

ed into and exported from Australia. 
Authority for maintenance of the· systt:m; 
5. USC 301, and Agreement between Australia and the United 

States of America concerning the status of United States forces in 
Australia and protocol to that agreement. 

Purpose(s): · 
The Supply· Officer uses this system to determine snipping and 

wharf handling requirements. The legal officer uses this system to 
monitor sale and/or export· of foreign made vehicles imported into 
Australia by U.S. personnel. · 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such ases: · 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation apply to· this system. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
File folder. 
Retrievability: 
Name. 
Safeguards: 
File cabinet, entry by legal/personal · property office personnel 

··only. 
Retention and disposal: 

· Duration of customs to· duty ·bond. Destruction through. burning. · 
System manager(s) and address: · 
Legal officer and personal' property supervisor. 
Notification procedure: 

321-135 0-92--20 

Individual initates record and may request information. Legal Offi­
cer, Personal Property Supervisor, U.S. Naval Communication Sta­
tion. Information requested must provide: . Full name, official title, 
purpose of inquiry. Offices to be visited: Legal Office and Personal 
Property Office, ·u.s. Naval Communication Station. Proof of identi-
ty: Visual recognition. or identification card. · 

Record access procedures: 
The agency's rules for access to records may be obtained from the 

system manager. 
Contesting record procedures: 
The agency's rules for contesting cor:ttents and appealing initial 

determinations by the individual concerned may be obtained from.the 
system manager. 

Record source categories: 
Information supplied by individual, copy of purchase documents. 
Exemptions claimed for the system: 
None. 

No46oo-t 
System name: . 

Portable Asset Contr;pl Environment (PACE): 
System location: 
Commander, Naval Supply Systems Command (Code 05, Washing-

ton,. DC 20376-5000. · 
Categories of individuals covered by the system: 
Active and reserve naval personnel, Department of the Navy civil­

ian employees, contractor personnel, or foreign nationals transiting an 
airhead during a military exercise or deployment. '· 

Categories of records in the system: · 
Files contain name, rank, Social Security Number, pieces of bag-

gage, baggage· weight, passenger . weight, and comments (if any). 
Authority for maintenance of the systt;m: 
5 U.S.C. 301 and E.O. 9397. 
Purpose(s): 

·To maintain a data base to track the passengers moving in and out 
of the mobile airhead. As part of this system, an automated passenger 
manifest is produced for eac~ flight. The manifest provides the names 
of passengers and weigh~ and cubic dimensions of their baggage. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The "Blanket Routine· Uses" that appear at the beginning of the 
Department of the Navy's compilation of systems notices apply. to 
this system. 

Policies and practices for storing, retrieving, accessing,' retaining, and 
disposing of records in the system: . : 

Storage: 
Maintainedon compu~er disk or on hard dopy. 
Retrievability: 
PACE users retrieve information by name, rank, and Social Securi­

ty Number. 
Safeguards: 
The user ID/password for access control to the PACE system 

limits access to authorized users with a need to know. Marking and 
labeling of media/output products is accomplished. Security Standard 
Operating Procedures are established and followed as part of PACE. 

Retention ·and disposal: · 
The records are maintained during the accomplishment of a par­

ticular mission or exercise. Once completed, the . records are de­
stroyed. 

System manager(s) and address: 
Commander, Naval Supply Systems Command, Deputy Commarid­

~r for Transportation (Code 05AI), Washington, DC 20376-5000. 
Notificatie)n procedure: 
Individuals seeking .to determine whether this system of records 

contains information :about themselves should .·address written inquir­
ies to the Commander, Naval Supply Systems Command, Deputy 
Commander for Transportation (Code 05A1), Washington, DC 
20376-5000. . . 

Requests should contain the name, rank, SoCial Security Number, 
date of mission, and address of tht:: individual concerned. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries to the Com-
1 
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mander, Naval Supply Systems Command, Deputy Commander for 
Transportation (Code 05A 1), Washington, DC 20376-5000. 

Contesting record procedures: · 
The. Department of the Navy rules for acc~ssing r~cords ~nd 

contesting contents arid appealing initial determimit~ons by the 'indi­
vidual concerned are puolished in Secret~ry of the. Navy Instruction 
5211.5; 32 CFR part 701; or may be obtained from the system 
manager. 

Record source categories: 
Individual's travel orders. 

· Exemptions claimed for the system: 
None. 

N046SO..l 
System name: 

Personnel Transportation ·system. 
System location: 
Military Traffic Office & East Coast Passenger Control Point, 

Bureau of Naval Personnel, Navy Department, Washington, DC 
20370. 

District Passenger Transportation Office·& West Coast Passenger 
Control Point, Headquarters, TWELFTH Naval District, Treasure 
Island, San Francisco, California 92132. 

District ·Passenger Transportation Office & . Alaskan · Passenger 
Control Point, Naval Support Activity, Seattle, Washingion'·98Jl5. 

District Passenger Transportation Offices, all other .Naval District 
. Headquarters. 

Overseas Area Travel Coordinators at U.S. Naval .Activities, 
United Kingdom; U.S. Naval Activities,. Spain; Headq'uarters, U.S. 
Fleet Air Mediterranean; U.S. Naval Support Activity, Naples; Italy; 
Headquarters, Middle East Force; U.S. Naval Station, Keflavik, Ice­
land; U.S. Naval Air Facility, Lajes, Azores; Naval Station, Argenti­
na, Newfoundland; Naval Base, Guantanamo Bay, Cuba; Headquar­
ters, TENTH Naval District; Headquarters, FIFTEENTH Naval 
District; Headquarters, U.S. Naval Forces, Mariannas; Headquarters, 
U.S. Naval Forces, Philippines; Headquarters, U.S. Naval Forces, 
Japan; and Naval Communication Station Harold E. Holt, Exmouth, 
Western Australia (See Directory of the Department· of the Navy 
Mailing Addresses). · · · ·. . · 

And local activities·(See Directory of .the. Department of the Navy 
Mailing Addresses). 

Categories of individuals covered by the system: 
Navy military personnel, midshipmen, retired Navy members, ci­

vilian employees of the Navy, dependents of the foregoing, and other 
civilians authorized through Navy commands to travel at Govern­
ment expense. 

Categories of records in the system: 
Applications for travel and, where applicable; for. ·.passports and 

visas; requests for extension of 12-month limit on travel by retired 
member to home of recprd; supporting docuJ;Ilents; correspondence, 
and approvals/ disapprovals relating to the above records; travel ar­
rangements in response to above applications. 

Authority for mainb~nance of the system: 
37 USC 404 Travel & Transportation Allowances--General. 
5 USC 5701 et seq Travel, Transportation & Subsistence. 
Purp~se(s): 

To determine. eligibility ·for transportation; to authorize or deny 
transportation; and otherwise manage· the personnel transportation 
system. ; . 

Routine uses of records maintained in the· system, including catego-
ries of users and the purposes of such uses: · 

To officials and employees 'of other departments and agencies ·of 
the ~xecutive Branch of government, upon request, in the perform­
ance of their official duties related to the provision of tr&nsportation; 
diplomatic, official, and other no-cost passports; and visas to. subject 
individuals. . 

Foreign embassies, legations, and consular offices--to determine 
eligibility for visas to respective countries, if visa is required. 

To Commercial Carriers providing transportation to individuals 
whose· applications are ·processed through this system of records. 
.. When required by Federal statute, by Executive Order, ·or by 
treaty, personnel record information will be:disclosed to the individ-
ual, organization, or. governmental agency as necessary. · 

The Blan~et Routine Uses that appear at the beginning of the 
Department of the Navy's compilation also apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in.the system: 

Storage: 

Automated records may be stored on magnetic tapes, disc, drums, 
and on punched cards. Manual records in file folders ·or file-card 
boxes, microfiche or microfilm. 

Retrievability: 
Automated records may be retrieved by social· security account 

number and/or name. Manual records are filed alphabetically by 
riame of applicant; applications for dependents filed by name of 
sponsor. 

Safeguards: 
R~onis are available only .. to authorized personnel having a need 

to know. 
Retention and disposal: . 
Records are retained' or disposed of in accqrdance with SECNA­

VINST P5212.5B, subj: Disposal of Navy and Marine Corps 
Records, or· in accordance with· D~partmental regulations. 

System manager(s) and address: 
Chief of Naval Personnel, Navy Department, .. Washington, DC 

20370 
Notification procedure: 
Requests by correspondence should be ·addresse'd to tqe local activ­

ity where the request for transportation was initiated (see' Directory 
of the Department of the Navy Mailing Addresses), and/or to inter­
mediate activities (if applicable) (see Directory of the Department of 
the Navy Mailing Addresses, or to the Chief of Naval Personnel 
(Attn: Privacy Act Coordinator), 'Navy Department, Washington, 
DC 20370). The letter should coptain full ,name, social se~urity ac­
count number, address and signature of the requester. The individual 
may visit the activities and commands listed under LOCATION for 
assistance with the records maintained at the respective locations. 
Proof of identification will consist of Military Identification Card for 
persons having such cards. Others must present other positive per­
sonal identification, preferably picture-bearing, 

Record access procedures: 
The agency's rules for access· to records may be obtained from 

SYSMANAGER. 
Contesting record procedures: 
The agency's. rules for contesting contents and appealing . ~nitial. 

determinations by the individual concerned may be obtained from the 
SYSMANAGER. 

Record source categories: 
Officials and employees ,of the· Department of the Navy, Depart­

ment of Defense, State Department and other agencies of the Execu­
tive Branch and components thereof, in the performance of their 
official duties and as specified by current ·Instructions and Regula­
tions promulgated by competent authority; foreign embassies, lega­
tions, and consular offices reporting apP.rovaJjdisapproval of visas; 
and carriers reporting on provision of transportation. · . 

Exemptions claimed for the system: · . ., 
None.. ' 

' NOSl00-1 
System name: 

Diving Log. 
· System location:. . . 

Commaru:ier; Naval Safety Center, Naval Air Station, Norfolk, VA 
23511 

Categories of individuals covered by the system: 
All Navy military and civilian emploY,ees of the Navy invoived in 

diving or exposed to a hyperbaric environment. 
Categories of records in the system: 
Diving Log Report. 
Authority for maintenance of the system: 
5 USC 301; Departmental Regulations. 
Purpose(s): 
Reports summarizing diving activity are furnished to the com­

manding officer for individuals attached to the unit and are used to 
monitor experience levels associated with types of dives, ~quipment 
usage and requalification requirements. Individual records are also 
used to evaluate the diving program at specific activities and to 
determine if manning level, experience and operational requirements 
are consistent· with an effective· safety program .. Pertinent individual 
records or statistical summaries prepared by Naval Safety Center 
analysts are also provided to all echelons within. the Navy having a 
responsibility for the diving program and to the Commander, Naval 
Military Personnel Command, Naval Audit Service .. or other activi-
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ties having responsibility for the administration or control of person-
nel·assignments and hazardous duty payments. . 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · · · · 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Magnetic tape. 
Retrievability: 
Records may be selected based on any of the data elements con­

tained in the file such as diver's social security number, organization 
unit, type of dive and equipment used. . 

Safeguards: 
A limited number of data processing personnel have access to the 

computer facility and to the magnetic tape files and computer pro­
grams. All requests for information received from activities or for 
purposes not directly related to the diving program must be ap­
proved by the Commander, Naval Safety Center or his designated 
representative. · 

Retention and disposal: 
Magnetic tape files contain all available records and are never 

purged. Reports are not transferred to a record center. 
System manager(s) and address: 
Director of Submarine Safety Programs, Naval Safety Center, 

NAS, Norfolk, VA 23511 
Notification procedure: 
Individuals may write the System Manager giving full name, ad­

dress, military status and social ~ecurity number in order to deter­
mine if the system contains any records pertaining to them. Personal 
visitors will be required to produce military or comparable civilian. 
identification cards. · · 

Record access procedures: 
The agency's rules for access to records may be obtained from the 

System Manager. 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
System Manager. 

·Record source categories: 
Commanding Officer of naval units conducting diving or hyper~ 

bariq exposure incident to diving. 
. Exemptions claimed for the system: 

None. · 

NOSI00-2 
System name: 

Scheduled Parachute Jump Program. 
System location: 
Naval Safety Center, Naval Air Station, Norfolk, VA, 23511-5796. 
Categories of individuals covered by the system: 
All Navy and Marine Corps personnel and trainees who participate 

in the Scheduled Parachute Jump Progr:am. 
Categories of records in the system: 
Unit reports of each scheduled jump, which includes name of 

parachutist, Social Security Number, Unit Identification Code (UIC), 
and model of parachute; total scheduled jump activity survey reports; 
and annual scheduled jump activity reports. · 

Authority for maintenance of the system: 
5 U.S.C. 30}, Departmental Regulations and Executive Order 

9397. 
Purpose(s): 
To track scheduled jump activity data for specific individuals or 

types of parachutes and correlate the information with parachute 
ju,mp mishap data; analyze information to determine the relationship 
between various categories and combinations of jump experience and 
accident involvement. 

To provide results of these studies.to all echelons within the Navy 
and Marine Corps having responsibility for jump operations, para­
chute training, and allocation of resources to and within the para­
chute jump program. 

To provide an annual summary of jump activity by parachute type 
to each reporting individual for his/her verification and personnel 

records. Upon request, a detailed by jump report for.a specified time 
frame is also provided. 

To provide records to the Chief of Naval Personnel for promo­
tional screening, detailing, and compliance with minimum standards. 

To provide summaries of jump activity for Marine Corps person­
nel to the Commandant of the Marine Corps. 

To provide records of specific jump designated personnel to con­
tractors, if required, for projects either funded by or deemed poten­
tially valuable to the Department of the Navy. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" that appear at the beginning of the 
Department of the Navy's compilation of systems notices apply to 
this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Magnetic tape and computer printouts. 
Retrievability: 
Name, S9cial Security Number, Unit Identification Code (UIC), 

and model of parachute. 
Safeguards: 
Computer area is locked after hours and access is strictly con­

trolled. Hard drive locked to preclude unauthorized access. Only two 
individuals have a key to access hard drive. Building is under 24 
hour watch. 

Retention and disposal: 
Permanent. Magnetic tape files contain all available records and 

. are never purged'. 
System manager(s) and address: 
Director of Aviation Safety Programs, Naval Safety Center, Naval 

Air Station, Norfolk, VA 23511-5796. 
Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir­
ies 'to the Director of Aviation Safety Programs, Naval Safety 
Center, Naval Air Station, Norfolk, VA 23511-5796. 

The request should include full mime, Social Security Number, and 
address of the individual concerned and should be .signed. 

Record access procedure: 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries to the Direc­
tor of Aviation Safety ~rograms, Naval Safety Center, Naval Air 
Station, Norfolk, VA 23511-5796. 

The request should include full name, Social Security Number, and 
address of the individual concerned and should be signed. 

Contesting record procedure: 
The Department of the Navy rules for accessing records and 

contesting contents and appealing determinations by the individual 
concerned are published in Secretary of the Navy Instruction 5211.5; 
32 .CFR part 701; or may be· obtained from the system manager. 

Record source categories: 
Navy and Marine Corps jumpers. 
Exemptions claimed for the syste.m: 
None. 

N05101~1 

System name: 
Safety Equipment Needs, Issues, Authorizations. 
System location: 
Organizational elements of the Department of the Navy as listed in 

the directory of Department of the Navy mailing addresses. 
Categories of individuals covered by the system: 
Personnel whose work requires them to wear; or are issued, pro­

tective clothing or equipment, includi.ng prescription safety lenses. 
Categories of records ip the system: 
Listings, cards, and other records of individuals requiring, author-

ized, or issued prescription or other safety equipment. 
Authority for maintenance of the system: 
5 U.S.C. 301, Departmental Regulations. 
Purpose(s): 
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Used by Safety Department personnel to determine who needs; is 
eligible; or has been authorized or issued prescription or other safety 
equipment for protection. . . · . · 

. Routine uses of-records maintained in the system, including catego­
ries of users and the purposes of such uses: 
Th~ Blanket Routine ·Uses that· appear at the beginning of· the . 

Department of the Na~y's compilation apply to this system. 
Policies· and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
Card index files, file folders in file drawers, or microform. 
Retrievabili"ty: .. 

By mime or date of a"iithorization or issue. 
Safeguards: 
Controlled access space or locked rooms; personnel screening. 
Retention and disposal: 
Secretary of the Navy Instruction 5212.5B, Disposal of Navy 1!-nd 

Marine Corps Records. 
. System manager(s) and addres~: . 
Commanding officer of the activity in question. See directory of 

Department of the Navy mailing addresses. · 
Notification procedure: 
Apply (o System Manager. 
Record access procedures: 
The agency's rules for access may be obtained from the System 

Manager. 
Contesting record procedures: . 
The agency's rules for contesting access may be obtained from the 

System Manager. 
Record source categories: , 
Individuals to· whom the records pertain. 
Exemptions claimed for the system: 
.None. 

NOS120-1 
System name! 

Bond Accounting. 
System location: ·· · . 

'. 

Decentralized, maintair{ed by Issuing Agents for Savings Bonds; a 
list is available from: ·. 

Commander 
Navy Accounting and Finance Center (NCF-123) 
Washington, DC 20376 ' · • · 

Categories of individuals covered by the system: 
Civilian and Military Personnel of. the Department of the Navy 

including contract employees who meet the requirement for owner­
ship of savings bonds as outlined in Treasury Department Circular 
No. 530 as amended. 

Categories of records in the system: 
. Fil~s contain i~dividual application -~nd related records - The Bohd 

Record File - Master Bond Record Card Control Account - The 
Master Control Account - Activity Subcontrol Accounts - Refund 
Subcontrol - Transfer JournaL 

Authority for maintenance of the system: 
5 USC 301; Departmental Regullitions. 
Purpose(s): 
To issue U.S. Savings Bonds; to provide an audit trail on requisi­

tion, control and issuance of bonds and to maintain the accounts. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
The Blanket Routine Uses .that appear at the beginning of the 

Department of the Navy's compilation apply to this system. 
Policies and practices for storing, retrieving, accessin~, retaining, and 

. disposing of records in the system: . 
Storage:. 
Metal file cabinets equipped with a locking device - Paper records 

in metal filing cabinets - Microt:ilm. · · 
Retrievability:_ 
Retrieved by mime, social security number or payroll number. 

From the Federal Reserve Bank by numerical sequence by serial 
number shown on bond issued stub. 

Safeguards: 

Locked cabinets, with building or military base security. :Access 
authorized to· personnel engaged in payroll processing, disbursing, 
supervisory or management personnel, and auditors. Bond subsc.dbers 
are authorized to receive information:on their own records . 

Retention and disposal: 
Records are maintained for one year. Records are then forwarded 

to a Federal Records ~enter. 
System manager(s) and address: 
Commander, Navy Accounting and Finance Center (NCF-123), 

Washington, DC 20376. Procedures are prescribed in Comptroller of 
the Navy Manual (NAVSO P-1000). For decentralized locations 
where individuals may deal directly, addresses are available from the 
SYSMANAGER. I 

Notification procedure: . 
Information may be obtained by contacting the Bond Is~uing 

Office responsible for issuing bond if known. If unknown the inquiry 
should be submitte<;l to Commander, Navy Accounting and Finance 
Center, NCF-123, \Yashington, DC 20376. Requester should provi~e 
full name, social security number or payroll number, current address. 
when requesting information. An individual is permitted to visit any 
Bond Issuing Agent Office for information and will be required to 
provide identification such as identification card (i.e., DOD Building 
Pass). 

Record access procedures! 
The Agency's rule for access to 'records may be obtained from the 

system manager. 
Contesting record procedures: 
The Agency's rules for contesting conte~ts and appealing initial 

determinations by the individual concerned may be obtained from the 
system manager. · 

Record source categories: 
Request for Bonds are .filed by 'individuals who. provide informa­

tion on themselves. Other rated from the original request. 
Exemptions claimed for the system: 
None. 

System name: 
Co'rrespondence Files. 
System location: 

NOS210-1 

Organizational elements of the Department of the ·Navy as indicat­
ed in the directory of Department of the Navy mailing addresses. 

Categories of individuals cove'red by the system: . 
These are files kept by subject, name of correspondent (Congress-

man, contractor, other member of public, etc.) or name of recipient. 
Categories of records in the system: 
Incoming and outgoing correspondence and related materiaL 
Authority for maintenance of the system: 
5 USC 301; Departmental Regulations. 
Purpose(s): 
To foiiow-up on previous cortespondenc~, for reference purpos~s. 

to assure consistency of policies, and for other official Navy business, 
as required. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of. the 
Department of. the Navy's compilation apply to this system. · 

Policies· and practices for storing, r¢trieving, accessing, retaining, and 
. disposing of records in the system: · 

Storage: 
File folders, card files; punched cards; magnetic ·tape.' 
Retrievability: 
Name, SSN, Case Name, SSN, Case Number, organization. 
Safeguards: 

. Access provided on a need to know basis only. Locked and/or 
guarded office. 

Retention and disposal: 
Per SECNA V Records Disposal ManuaL 
System manager(s) and address: 
Commanding officer of the activity in question. See directory of 

Department of the·Navy.mailing addresses. 
Notification procedure: 

-· 
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Apply to System Manager. 
Record access procedures: 
The agency's rules for access to records may be obtained from the 

System Manager. 
Contesting record procedures: 
The .age.ncy's rules. fo~ ~ontesting contents '-~nd appealing initial 

determmat1ons by the mdivJdual concerned may be obtained from the 
System Manager. 

Record source categories: 
Individual concerned, other records of the activity, investigators, 

witnesses, correspondents. 
Exemptions claimed for the system: 
None. 

N05210-2 
System name: 

PA/FOIA and Mandatory Declassification Review Case Files. 
System location: · 
Organizational elements of the Department of the Navy. Official 

m~iling addresses are publi~hed as an appendix to the Navy's compi-
lation of record system notices. · 

Categori_es of individuals covered by the system: 
Individuals who have filed requests under the Privacy Act (PA) 

for access or amendment of records and/or appealed denials; individ­
uals_ who have filed requests or appeals under the Freedom of Infor­
matiOn Act (FOIA) for access to agency records and/or fee waivers· 
individuals who have cited both Acts for access to agency/personnei' 
records and or fee waivers; individuals who have filed requests for 
mandatory declassific-ation review (MDR). · 

Categories of records in the system: 
File contains all correspondence used to respond to a request, such 

as letter of request which may include requester's full name, Social 
~ecurity Number; date of birth, home address, etc.; copie~ of respon­
sive d~cuments (excised/unexcised); classified documents; letters of 
extension and response; memoranda, legal opinions, mel:isages, and 
miscellaneous documents relating to an individual's PA/FOIA re­
quest/appeal/amendment or fee waiver request, including letters of 
relC?ase/denial, letters of appeal, statements of disagreement, authori­
zation letters from requester granting release to another individual, 
and related documents accumulated in processing the request. Com­
puterized or manual tracking system that reflects name of requester, 
type of request, date received, date responded. to, comments, fees, 
etc. · · 

The file also contains fee information: costs involved in processing 
a request, fees charged to the requester, fees collected from the 
requester, notices of overdue fees, check receipt information, and 
vouchers regarding fees collected: · 

Authority for maintenance of the system: 
5 U.S.C. 301, Departmental Regulations; 5 U.S.C. 55la, the Priva­

cy Act of 1974, as amended, and as implemented in Secretary of the 
Navy Instruction 5211.5; 5 U.S.C. 552, the Freedom of Information 
Act as implemented in Secretary of the Navy Instruction 5720.42; 
Executive Order 12356 and Executive Order 9397. 

Purpose(s): 
To record, process, and coordinate requests for access to .records 

made under the FOIA, PA, and MDR; to collect information for 
PA/FOIA Annual reports; to track fees; and other administrative 
requirements of the Acts. 

Routine uses of records ~aintained in the system, including catego­
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" that appear at the beginning of the 
Department of the Navy·~ compilation of record system notices 
apply to this system. 

Policies and practices for. storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
File folders, microfiche/microform, or computer disks. 
Retrievability: 
By name of requester, company, and year request was answered. 
Safeguards: · 
Records are maintained fn 'monitored or controlled areas accessible 

only to authorized personnel. Records are accessed by custodian of 
the record system and by person(s) responsible for servicing the 
record system in performance of their official duties who are proper­
ly screened and cleared for need4o-know. Access to computerized 

data base is by password. Building or rooms are locked outside 
regular working hours. 

Retention and disposal: 
Records which are granted in full or for which .no record has been 

located and has not been appealed are retained for two years and 
then destroyed. All other records are retained for six years after final 
adjudication and then destroyed. · 

System manager(s) and address: 
Head, PA/FOIA Branch, Office of the Chief.of Naval Operations, 

Room 5E521, The Pentagon, Washington, DC 20350...:.2000. 1 

Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir­
ies to the Commanding Officer. or head of the activity where they 
submitted a request. . · 

The request should contain the name of the requester and date the 
initial request/appeal was submitted and/or responded. 

Record access procedures: . 
Individuals seeking access to records about themselves should ad­

dress written inquiries to the Commanding Officer or J'lead of the 
activity where request was submitted.· · 

The request should contain name of requester and the date (year) 
the initial request/appeal was submitted and/or responded. 

Contesting record procedures: 
The Department of the Navy rules for accessing records and 

contesting contents and appealing initial determinations by the indi­
vidual concerned are published in Secretary of the Navy Instruction 
5211.5; 32 CFR part 701; or may be obtained from the system 
manager. 

Record source categories: 
From individuals who submit requests, naval activities, Department 

of J::?efense components, and other Federal, state, and local govern­
ments. 

Exemptions claimed for the system: 
Parts of this system may be exempt under 5 U.S.C. 552aG)(2) and 

(k)(l) through (k)(7) as applicable. · 
An exemption rule for this system has been promulgated in accord­

ance with requirements of 5 U.S.C. 553(b) (1), (2), and (3), (c) and (e) 
and published in 32 CFR part 701, subpart G. For additional infor­
mation contact the system manager. 

N05300-1 
System name: 

Organization Locator and Social Roster. 
. System location: 
Organizational elements of the Department of the' Navy as indicat­

ed in the directory of Department of the Navy mailing addresses. 
Categories of individuals covered by the system: 
Military and civilian personnel attached tci the activity; also may 

include military and civilian personnel of the Department of Defense 
and other government agencies; may also include family members 
and guests of military and civilian personnel; other invitees. 

Categories of records in the system: 
Manual or mechanized records. Includes information · such as 

names, addresses, telephone numbers; official titles or positions and 
organizations; invitations, acceptances, regrets, protocol, and other 
information associated with attendants· at functions. Locator records 
of personnel attached to the organization. 

Authority for maintenance of the system: 
5 ,USC 301; Departmentall_tegulations. 
Purpose(s): 
To .locate individuals on routi~e and emerg~ncy matters. System is 

used for mail distribution, for forwarding addresses, and as a recall 
list. Also,· may be used as a social roster for social reference for 
various official and non-official functions.· · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine. Uses that appear at the beginning of the 
Department of the Navy's c'ompilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
File folders, card files, punched cards, . magnetic tape, and similar 

record formats. · 
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Retrievability: · 
Name, SSN, number, organization, function.· 
Safeguards: 
Access provided ott a need to know basis. 
Ret~ntion an.d disposai: . 
Per SECNA V Records Disposal Manual. 
System manager(s) and address: 
Commanding officer of the acti\lity in question. See directory ·of 

Department of the~Navy mailing addresses. 
Notifi~ation procedure: 

. Apply to System Manager: 
Record access procedures: · 
The agency's rules for access to 'record may be obtained from the · 

System .Manager. · . 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determina~tons by the individual concerned may be obtained from the 
System Manager. · 

Record source categories: 
Individual concerned, other· records of the activity, correspond­

. ents, directories and official publications. 
Exemptions daimed for the system: 
None: 

N05300-2 
System name: . 

Administrative Personnel Management System. 
System location:. 
Organizational elements of the Department of the Navy a8 indicat­

ed in the directory of Department of the Navy' activities. Official 
mailing addresses are in the Navy's address directory in the appendix 
to the Navy Department's compilation of systems notices.· •ncluded 
in this notice are those records duplicated for maintenance at a site 
closer to where the employee works (e.g., in an administrative office 
or a supervisor's wo.rk area). · · 
' Categories of individuals covered by the system: 

All civilian (including former members and . applicants for civilian· 
employment), military, and contract employees. · · 

Categories of records in the system: 
Correspondence/records concerning identification, location (as­

signed organization code and/or work center code); MOS; labor 
code; payments for training, travel advances and claims, hours as­
signed and worked, routine and emergency assignments, functional 
responsibilities, ·clearance, educational and experience characteristics 
and training histories, travel,!retention group, hire/termination dates;· 
type of appointment; leave; trade; vehicle parking; disaster control; 
community relations; (blood donor, etc.), employee recreation pro­
grams; grade and series or rank/rate; retirement category; awards; 
biographical data; property custody; personnel actions/dates; viola­
tions' of rules; physical handicaps and health/safety ~ata; vt;terans 
preference; mutual aid association memberships; union memberships; 
qualifications; and, other data needed for personnel, financial, line, 
and security· management, as appropriate. 
Authori~ for maintenance of the system: . 
5 U.S.C. 301, Departmental R~gulations a~d E.O. 9.~97. 
Purpose(s): 
To manage, supervise, and administer programs for all Navy c.ivil­

ian and military personnel such as preparing rosters/locators;· con­
tacting appropriate personnel in · emergencies; training; identifying 
routine and special work assignments; determining clearance for 
access control; controlling the budget; ·travel claims; manpower and 
grades; maintaining statistics for minorities; employment;· labor~ cost­
ing; watch bill preparation; projection of retirement losses; verifying 
employment to requesting banking; rental and credit organizations; 
name change location; checklist prior to leaving activity; payment of 
mutal aid benefits; safety reporting/monitoring; and, similar admin­
strative uses requiring personnel data, Arbitrators and hearing exam­
iners in civilian personne.! matters relating to c~vilian grievances and 
appeals. ' ·· · · 

Routine uses of recordS maintained in the system, including catego­
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" that appear at the beginning of the 
Department of the Navy's compilation of systems notices apply to 
this system. 

Policies and practices for storing, retrieving, accessing; retaining, and 
disposing of records in the system: 
. Storage: 

File folders, card files, punched cards, magnetic tape, and magnetic 
disc. 

Retrievability: 
Name, social security number, case number, organization, work 

center and/or job order. 
Safeguards: 

. Password controlled system/' file, and element· access based on 
predefined need to know. Physical access to•derminals, terminal 
rooms, buildings and activities' grounds are controlled by locked 
terminals and rooms, guards, personnel screening and visitor regis­
ters. 

Retention and disposal: 
Normally retained for two years and then destroyed. 
System manager(s) and address: 
Commanding officer of the activity in question: Official mailing 

addresses are in the Navy's address directory in the appendix to the 
Navy Department's compilation of systems notices. ' 

Notification procedure: 
Individuals seeking ·to determine· whether this ·system of records 

contains information about themselves should address written inquir­
ies to the naval activity where currently or previously employed. 
The request should include full name, social security number, and 
~ddress of the individual concerned and should be signed. 

Record acceSs procedures: 
lndi~iduals seeking access to reco;ds about themselves contained in 

this system of records should address written inquiries to the activity 
where currently or previously employed. · · ' 

Contesting record prOcedures: · 
The Department of the Navy rules . for acce~si~g records and 

contesting contents and appealing determinations by' the individual 
concerned are published in Secretary ofthe Navy Instruction 5211.5; 
32 CFR 'part 701; or may be obtained from the systept· manager. 

Record source categories: , 
Individual, employment papers; other records of the organization; 

official personnel jackets, supervisors, official travel orders; educa• 
tional institutions, applications, duty officer, investigations, OPM offi-' 
cials;· and/or members of the American Red Cross. 

• ·ExemptionS claimed for the system: 
~one. 

System name: 
Faculty Professional Files. 
System location: 

N05300-3 

Superintendent, Naval Postgraduate School, Monterey, CA 93943-
5100. . . 

Categories of individuals covered by the system: 
Faculty personnel ·employed . by the. Naval Postgraduate School 

and individuals applying for positions. 
. Ca~egories of records in the system: 
Faculty academic promotion/tenure case evaluation files and facul-

ty professional status and accomplishment file. 
Authority for maintenance of the system: 
5 U.S.C. 301, Departmental Regulations. 
Purpose(s): · ' .. , 

Promotion/.tenure case evaluation files are. used by Department 
Chairmen, Deans, and the Superintendent to determine. the ranking, 
promotion tenure reappoint111ent evaluation of faculty personnel. Fac­
ulty professional status and accomplishment files constitute official 
record of employment. 

Routine uses of records maintained in the system, indudilig catego· 
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" that appear at the beginning of the 
Department . of the Navy's compilation of systems notices. apply to 
this system. 

Policies and practices for storing. retrieving, accessing, retaining, and 
disposing of recor~ in the systein.: · 

Storage:. 
File folders. 
Retrievability: 
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Name. 
Safeguards: 
During work hours, records are secured within locked file drawers 

within departmental offices to·which only authorized personnel have 
access. After working hours, .records are kept within locked file 
drawers within secured offices located within a locked building 
which is part of a Naval facility to which entry is restricted. 

Retention and disposal: · 
Faculty academic promotion/tenure case evaluation files are de­

stroyed upon personnel action completion. Faculty professional ~tatus 
and accomplishment files are retained in a permanent file. · 

System manager(s) and address: 
. Provost, Code 01, Naval Postgraduate Sc.hool, Monterey, CA 
93943-5100. 

Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about ·themselves should address written inquir­
ies to the Provost, Naval Postgraduate School (Code 01), Monterey, 
CA 93943-5100. Requests should contain full name and address of 
the individual concerned and should be signed. 

Record access procedures: 
Individuals seeking access to' records about themselves in this 

system of records should address written inquiries to the .Prov.ost, 
Naval Postgraduate School (Code 01), Monterey, CA 93943.:..5100. 

Contesting record procedures: · 
The Department of the Na:vy rules for accessing records and 

contesting contents and. appealing initial determinations by the indi­
vidual concerned are published in Secretary of the Navy Instruction 
5211.5; 32 CFR part 701; or may be obtained from the 'system 
manager. 

Record source categories: 
Information in this system comes from previous employers,, educa­

tional background, correspondence, peer evaluations, supervisory 
evaluations and student evaluations of teaching. · 

Exemptions claimed for .the system: 
None. 

NOS300-4 
System name: 

Personnel Managemen~ and Training Research Statistic.al Data 
System. 

System location: 
Commanding Officer 
U.S. Navy Personnel Research and Development Center 
San Diego, California 92152 
Categories of individuals covered by the system: 
U.S. Navy and Marine Corps Personnel and applicants thereto: 

Active duty, reserve, prior service, dependents, retired, and Depart­
ment of the Navy civilians from 1951 to present. (Only samples of 
data from each category are on file, depending on research study.) 

Categories of records in the system: 
Performance, attitudinal, biographical, aptitude, vocational interest, 

demographic, physiological. Data in any file are limited, depending 
on purpose of the research study. · 

Authority for maintenance of the system: 
5 USC 301 Departmental Regulations. 
Purpose(s): 
The data are used solely by Navy Personnel Research and Devel­

opment. Center researchers who analyze them statistically to arrive at 
recommendations to management on such topics as: Comparison of 
different training methods, selection tests, equipment designs, or poli~ 
des relating to improving race relations and decreasing drug abuse. 
In no case are the data used for other than statistical purposes; that 
is, the data are not used in making decisions affecting specific indi­
viduals as individuals. 
. Routine uses of records maintained in tbe. system, including catego­
ries 'of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning· of the 
Department of the Navy's compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Magnetic tapes, magnetic disk, punched cards, and coding. 
Retrievability: 

Records are retrievable by name, social security number, or serv­
ice/file numbers, but such identifying information is used only to 
permit collation of data for statistical analysis, and is not used for 
retrie~~l of individual records. 

Safeguards: 
Unauthorized access to records is controlled by: Security clear­

ances for all Research Center and contractor personnel;. physical 
security including a bac;lge system for entry to the Center and a 24-
hour guard maintained on a fenced compound; control of visitors; 
data bank users having special access codes; and, access limited to 
only designated personnel. . 

. Retention and disposal: 
Records are destroyed five years after termination o( a research 

project .. They are maintained within the confines of the Research 
, Center. Destruction is ac9omplished by degaussing magnetic tapes 
and disks, and punched cards are recycled. 

System manager(s) and address: 
Director of Programs (Code 03PA) 
U.S. Navy Personnel Research and Development Center 
San Diego, California 92152 
Notification procedure: 
Research Center files are organized by research study. To deter­

mine if Center files contain information concerning himself, an indi­
vidual would have. to ·specify time and place of participation in the 
research, unit to which attached at the time, and descriptive informa­
tion about the study so that appropriate data ·may be located. For 
further information, contact the System Manager. 

Office to visit: ContactSystem Manager. 
Visitor Identification: System Manager will specify. 
Record access procedures: 
The agency's rules for access to records may be obtained ·from the 

System Manager. 
Contesting record procedures: 
The agency's rules for contesting contents and appealing in'itial 

determinations by the individual concerned may be obtained from the 
System Manager. · 
. Record source categories: 

The source depends on purpose and nature of study: From the 
subjects themselves, educational institutions, supervisors, peers, in­
structors, spouses, and job sample tests. 

Exemptions claimed for the system: 
None. 

N05300-5. 
System name: 

Sys Cmd Accting/Monitoring of Projects (SCAMP). 
System location: 
Navy Regional Data Automation Center (NARDAC), Washington 

Navy Yard, Building 196, Washington, DC 20374. 
Categories of individuals covered by the system: 
Current employee aSsigned military personnel, contractor person­

nel and those separated within the current five fiscal years. 
Categories of records in the system: 
Individual's social security number, date of birth, home address, 

home telephone number, education level; sex, race or ethnic group. 
Other types of records integrated with personnel records include: (a) 
Status of travel orders during the previous fiscal year; (b) vehicle 
identification for parking control purposes; (c) privacy log containing 
a history of access~s made to any of the privacy protected data; (d) 
record of personnel actions issued; (e) training data extracted from 
the Individual Development Plan (IDP); (f) history of all promotions 
associated with employment at NARDAC; '(g) listing of security 
accesses; (h) manpower costs for all personnel distributed by project 
and task; and (i) data relating to projects or endeavors that individ­
uals have work on. This data deals with costs and milestone monitor­
ing. 

Authority for maintenance of the system: 
5 U.S.C. 301, 42 U.S.C. 2000e et seq., 44 U.S.C. 3101, Federal 

Personnel Manuals 293, 294, 295, 713. 
Purpose(s): 
To manage personnel, monitor projects and manage financial data. 
Routine uses of records maintained in the ~ystem, including catego· 

ries of users and the purposes of such uses: 
·The Blanket Routine Uses that appear at the beginning of the 

Department of the Navy's compilation apply to this system. 
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. ~olicies and practices for storing,. retrieving, accessing, retaining, and 
·disposing of records in the system: · · _ 

'Storage: 
Records are maintained on ma~netic disk and on ~agne(ic tape. 
Retrievability: . 
SCAMP users obtain i~formation by means of either. a q:uery or a 

reque~t for a standard report. Personnel data may be indexed by any 
data Item although the primary search key is the badge number. 

Safeguards: 
Access to building is protected by uniformed guards reqJ.Iiring 

positive identification for admission. The computer room where data 
is physically s~ored is protected by a cypher lock. The system is 
protected by user ·account number and password sign-on,· data base 
·authority, set and item auttiority for list, add, delete, and update. 

· Retention and disposal: · · 
An individual's Personnel Ma~ter Data Set record is retained in the 

data base as long as they are actively employed with the Command. 
The online personnel ,data set is purged of all records· of separated 
personnel at the end of each fiscal year. Historical data may be kept 
for five years on separate tape files. · 

System manager(s) and address: 
Department Head, Management Information Analysis Department 

~Code 20B) NARDAC, Building 1,57, Washington Navy Yard, Wash-
mgton, DC 20374. . .. , 

Notification procedure: 
Inquiries regarding the existence of records should be addressed to 

the system manager. Written requests should contain the full name 
and signature of the individual concerned and his/her social security 
number indicated on the letter. For pemonal visits, the individual 
should be able to provide some acceptable form of identification, i.e., 
driver's license, etc.' · · 

Record access procedures: 
The agency's rules· for acces~ to records may be obtained from the 

System Manager. . . 
Contesting record procedures: 
The agency's rules for contesting contents· and appealing initial 

determinations by the individual concerned inay be obtained_ from the 
system manager. 

Record source categories: 
Information in this system comes from the individual to whom it 

applies, from security agencies to which application for clearances 
have been made; and from agencies' various administrative depart-
ments. · 

Exemptions claimed for the system: 
None. · 

NOSJ00-6 
System name: 

Armed Forces St~ff College Ad~inistrative Da,ta Syst~m. 
System location: , . , 
Armed Forces Staff College (AFSC), 7800 Hampton Blvd., Nor­

folk, VA 23511-6097. 
Categories of individuals covered, by the system: · 
Individuals who have attended or will attend AFSC and those 

~ho are assigned to staff or faculty .at AFSC. 
Categories of records in the system: 
Individual's name; S~N; age; ·sex; servi~e specialty; engmeering, 

logistics, or intelligence· ·experience; rank; work room . assignment; 
mari(al status; spquse's name; number, names and ages of dependents; 
seminar assignments;. date of rank; years commissioned. service; . aero 
rating; Vietnam experience; smoker indicator; source of commission; 
examination resul!s; educatiop. level; auditorium seat; address and 
telephone number of student while attending course; next duty as­
signment; major writing exercise grade; and recommendation for 
faculty assignment. The data items maintained on the historical file 
are name, SSN, military service, class number, major writingexercise 
grade, and recommendation for future faculty assignment. 

Authority for maintenance of the system: -
10 u.s.c. 5031. 
Purpose: 
To maintain a data base that w~ll permit the Armed Forces Staff 

College to keep track of student's examinations, evaluations and 
grades; to ·assign- base housing; to achieve a uniform distribution of 
students at seminars based . upon student's experience -and military 

service affiliation; and to· maintain a historical file of recommenda­
tions for future faculty assignments of students. 

Routine ·uses of records maintained in the system, including catego-
r:ies. of users and the purposes of such uses: · 

'The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation ·apply to this system. 

Policies· and practices for storing, retrieving, 'accessing, retaining, and 
disposing of records in the system: -

'·storage: 
Records are maintained o~ magnetic disk, magnetic tape, and hard 

copy forms. -: · 
Retrievability: 
AFSC users obtain information by means of standard reports or 

update programs. 
Safeguards: . 

. A~cess to building is. prot~cted by uniformed guards who require 
positive identification for admission after hours. System information 

· is protected by port access restrictions and. u.ser password sign-on 
software. ' 

Retention and disposal: 
The record of an individual in the current class is retained on disk 

a'nd will be available for online access. Student information is ke.pt in 
a historical file fc)r all past Classes. The historical file· is also retained 
on disk and· will be available' for on-line access. An individual's class 
record will be retained for one year after graduation and then de­
stroyed. There are currently no plans to discard 'the historical file 
information. · 

System manager(s) and address: 
Commanding Officer, Na~al Administr~tive Command,· and Dean, 

Department of Academic Support, Armed Forces Staff College, 7800 
Hampton Blvd, Norfolk, VA 23511-6097. · · 

Notification procedure: 
Information should .pe obtained from th~ system's manager. Re­

questing individuals should· specify their full name.s. Visitors should 
be able to identify themselves by a commonly recognized ·evidence of 
identity. Written requests must be signed by the requesting individ­
ual. 

Record access procedures: 
;. , The agency's rules for access to records may be obtained from the 
system manager. 

Contesting record procedures: 
The agency's rules for contesting ·contents and appealing initial 

determinations .PY the individual concerned may be obtained fro~ the 
systems manager. 

Record source categories: 
Information in this syst~m comes from the. individual tp whom it 

appl_ies and from the individual's seminar chairman. 't. 

Exemptions claimed for the system: . 
None.' 

: System .nan1e·: 
NOSJOQ-7. 

Bases and Stations Information System (BASIS). 
System location: 
Dencentralized, maintained by individual· Naval bases and stations. 

Official mailing addresses are in the Navy's address directory in the 
appendix to the Navy Department's systems notices appearing in the 
Federal Register. Inchided in ·t~is notice are those records duplicated 
'for,maintenance at a site closer. to where the employ~e works (e.g., in 

. an administrative office or ~ superviso(s work area). · 
,Categories of indivi.duals c.overed by the system: · 
Records of present. and former and prospective. military, ,.civilian 

and contractor personnel located at Naval bases and stations. · 
Categories of records in the system: 
Correspondence/records concerning identification; location (as­

signed org~nization code and/or work center code); labor code; 
payments for training; travel advances and claims; hours assigned and 
worked; routine ·and emergency assignments; functional responsibil­
ities; clearances; educational and experience characteristics and train­
ing histories; travel; retention group; hire/tenpination dates; types of 
appointment; leave; trade; vehicle parking; disaster control; comr:nuni­
ty relations (blood .donor, et~.); employee recreational programs; 
grades and' series or rank/rate;. retirement category; award~; property 
custody; personnel actions/dates; violations of rules; physical .handi-

~ 
; 
: 
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caps and health data; veterans preference; postal address; location of 
dependents, next of kin and their addresses and other data needed for 
personnel, financial, safety security management, as appropriate. 

Authority for maintenance of the system: 
5 U.S.C. 301 and Executive Or9er 9397. 
Purpose(s): 
The Naval bases and stations use this data to manage their l~ndlord 

functions such as to locate individuals; determine security clearances 
for access levels; track safety incidents; provide career counseling; 
track traffic accidents and incidents, complaints, and arrest informa­
tion; record handlers of hazardous materials; record rental of welfare 
and recreational equipment; track individuals' training; record family 
or individual counseling; determine personnel data such as pay status, 
date reported aboard, separation data, and dependents; emergency 
information, i.e., next of kin; to track beneficial suggestions and other 
awards; monitor employee/labor relation actions; maintain non-ap­
propriated fund employee information; and any other pertinent em­
ployee information necesseary to operate the landlord functions of a 
base or station. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's listing or record system notices apply to 
this system. . . · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing·of records in the system: 

Storage: 
Data is stored on electronic medium which includes disks, tapes 

and diskettes. 
Retrievability: 
SSN, name, organization, work center or job order. 
Safeguards: 
Access is limited to officials/employees of the command who have 

a need to know. There are three levels of electronic controls: (1) 
Access to BASIS is controlled by password, (2) levels of access 
within the system are controlled by the operating system security 
procedures for individual permissions based upon passwords, (3) 
access to specific data element information is password controlled by 
the data dictionary of the data base management system. . 

Retention and disposal: 
Records are retained for the period the individual is assigned to the 

base or station and deleted after six months of departure. 
System manager(s) and address: 
Decentralized, maintained by individual Naval bases and stations. 

Mailing addresses are provided in the Navy Department Directory 
published in the appendix of the record system notices published in 
the FEDERAL REGISTER. 

Notification procedure: 
Requests from individuals should be addressed to the systems man­

ager. Requests received by mail must be accompanied by the individ­
ual's full name and social security number and a statement verifying 
the requester's identity. Requesters may also inquire in. person at the 
naval base or station. In such case, proof of identity will consist of 
full name, social security number, and a positive piece of identifica­
tion such as a driver's license or ·Department of Defense ID card. 

Record access: procedures: 
The agency's rules for access to records may be obtained from the . 

systems manager. 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned are contained in SEC­
NAVINST 5211.5C (32 CFR part 701, subparts F and. G). 

Record source categories: 
Information obtained from individuals, official documents generat­

ed on the base or .station, and from electronic interfaces with other 
standard Navy systems (e.g., NCPDS, PASS/SDS, etc.). The elec­
tronic interfaces to BASIS are dependent upon which standard Navy 
systems are installed at an individual activity. A list of these inter­
faces can be obtained from the systems manager. 

Exemptions claimed for the system: 
None. 

N05330-1 
System name: 

Manhour Accounting System. 
System location: 

Organizational elements of the Department of the Navy as indicat-
ed in the directory of Department of the Navy mailing addresses. 

Categories of individuals covered by the system: 
Active military and civilian personnel. 
Categories of records in the system: 
Record could contain any of the following: Assigned organization 

code, work center code, name, grade code, pay rate, social security 
number, NEC/MOS, labor code, type transaction, hours assigned. 

Authority for maintenance of the system: 
10 usc 5031. 
Purpose(s): 
To maintain a data base which will permit officials and employees 

of the respective naval commands.to effectively manage and adminis­
ter the workforce such as scheduling and assigning work; identifying 
individuals' skill leV'el; tools issued, planned absents and temporary 
assignments to other areas. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Punched cards, magnetic tape and flat paper. 
Retrievability: 
Name, organization code, SSNA, and work center. 
Safeguards: 
Files are stored in a limited access area. Information provided via 

batch processing is of a predetermined and strictly formatted nature. 
Retention and disposal: · 
Individual personal data are retained only for that period of time 

that an individual is assigned. Upon departure of an individual, per­
sonal data are deleted from the records and history records are not 
maintained. 

System manager(s) and address: 
The commanding officer of the activity in question. See directory 

of Navy activities mailing addresses. 
Notification procedure: 
Individuals desiring information whether the system contains 

records pertaining to them should request that determination from 
the Records Holder listed under SYSMANAGER. The requester 
should provide his social security number and full name .. The office 
of the Records Holder listed under SYSMANAGER may be visited 
for this determination but the requester must present his social securi-
ty card and military identification card. · 

Record access procedures: 
The Agency's rules for access to records may be obtained from the 

systems manager. 
Contesting record procedures: 
The Agency's rules for contesting' contents and appealing initial 

determinations by the individual concerned may be obtained from the 
systems manager. 

Record source categories: 
Input provided by commaQd employing individual. 
Exemptions claimed for the system: 
Npne. 

N05340-1 
System name: 

Combined Federal Campaign/Navy Relief Socie.~y. 
System location: 
Organizational elements of the Department of"the Navy as indicat­

ed in the directory of Department of the Navy activities. 
Categories of individuals covered by the system: 

· All assigned personnel. 
Categories of records in the system: . 
Extracts from payroll systems and administrative personnel man-

agement systems. Contri~utor cards. 
Authority for maintenance of the system: 
Executive Order 10927. 
Purpose(~): 



610 PRIVACY ACT SYSTEMS 

To manage the Combined Federal Campaign fund drive of CFC 
records. To manage the Navy Relief Society Fund drive of NRS 
records. Data r~leased to respective campaign coordinators. 

Routine uses of records maintained in the system, including catego-
ries of users and the purpo~ of such uses: · 

The Blanket Routine Uses that appear at the ·beginning of the 
Department ofthe Navy's compilation apply to this system. 

Policies and practices for storing, retrieving, accessin~ retainin~ and 
disposing of records in the system: 

Storage: 
File folders, card files, punched cards, magnetic tape. 
Retrievability: 
Name, SSN, Case number, organization. 
Safeguards: 

·"Access .provided on a need to know basis only. Locked and/or 
guarded office. 

Retention and disposal: 
Records are maintained for one year or completion of :next equiva~" 

lent campaign and then destroyed. 
System manager(s) and address: 
Commanding officer of the activity in question. See directory of 

Department of the Navy mailing addresses. . 
Notification procedure: 
Apply to System Manager. 
Record access procedures: 
The agency's rules for access to records may be obtained from the 

System Manager. 
Contesting record procedures: 
The agency's r~les for contestin$ contents and appealing initial·; 

determinations by the individual concerned may be obtained from the 
System Manager. 

Record source categories: 
Payroll files, ~dministrative personnel files, contributors. 
Exemptions claimed for the system: 
None. 

NOS340-i 
System name: 

Personal Commercial Affairs Solicitation Privilege File System. 
System location: 
Primary System-Commander, Naval Military Personnel Command, 

Navy Department, Washington, DC 20370. : .. 
Secondary Systt:m-Local Navy Activjties involved in the Personal 

Commercial Affairs Solicitation Privilege System (see Directory of 
the Department of the Navy Mailing Addresses). 

Categories of individuals covered by the system: 
Individuals .who are authorized Personal Commercial Affairs Solic­

itation Authorization concerning solicitation privileges on board mili· 
tary installations. 

Categories of records in the system: 
Correspondence· and records concerning letter of application for 

solicitation privileges, letters of accreditation, violation incident data; 
denial data, appeal data, and other supporting documents. 

Authority for maintenance of the system: 
Title 5 USC 301; Departmental Regulations. 
Purpose(s): 
To assist in responding to letters of application for· solicitation 

privileges, granting letters of accreditation, responding to appeals and 
compiling of statistics pertaining thereto. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To state and local agencies in the performance of their official 
duties related to agent qualifications. 

To private firms· whose agents have been banned may request 
verification of the status of agents. 

When required by Federal statute, by Executive Order, or by 
treaty, personnel record information will be ,disclosed to .the individ-
ual, organization, or governmental agency as necessary. .· ' 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation also apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in !J!e/system: 

Storage: 

Manual records may be stored in paper file folders. 
Retrievability: 1 

Records are retrieved by name of agent or agency. 
Safeguards: 
Records are accessible only to authorized personnel having a need 

to know. 
· Retention and dispo,sal~ 
Files are retained ~and disposed of in accordance with SECNA­

VINST P5212.5B, 'subj: Disposal of Navy and .. Marine Corps 
Records, o,r Departmental Regulations. 

System manager(s) and address: 
Commander, Naval Mili'tary Personnel Command, Navy Depart­

ment,' Wa~hington, DC 20370 
1"\Jotification procedure: . 
Requests by correspondence should. be addressed to: Commander, 

Naval Military Personnel Command· (Attn: ·Privacy Act Coordina­
tor), Navy Department, Washington, DC 20370; or in accordance 
with the Directory of the Department of the Navy Mailing Address 
(i.e.,local activities). The letter should contain full name, social secu­
rity number of the applicant, firm represented, and dates or time 
period in question, and signature of the requestor. The individual 
may visit the Commander, Naval Military Personnel Command, Ar­
lington· Annex (FOB#2), Rm 1066, Washington, DC for assistance 
with records located in that building; or· the individual may visit the 
local activity for access to records maintained locally. Proof of 
identification will consist of picture-bearing identification. 
· Record access procedures: 

The Agency's rules for access to records may be obtained from· 
SYSMANAGER. 

Contesting record procedures: . 
The Agency's rules for contesting contents and appealing initial 

determinations by the individual concerning may be obtained from 
the.SYSMANAGER. 

Record source categories: · 
Officiais and employees· of the ·Department .of the Navy, Depart­

ment of Defense, and components thereof, in performance of their 
official duties as specified by current Instructions'· and . Reg11:lations 
promulgated by competent authority; State and local agencies in the 
performance of their official duties related to agent qualifications; 
investigatory records; general correspondence concerning individual 
agents. · · 

Exemptions claimed for the system: 
None. 

NOS3SO•l 
System name: . 

Navy Personnel Rehabilitation Support System. 
Syste~ location: 
Primary System-Naval Military Personnel Command, Navy ~e-; 

partment, Washington, DC 20370;. 
· Decentralized segments-Navy Drug Rehabilitation Centers, Navy 

Alcohol and Drug Information System Processing Office, Navy AI-·, . 
cobol Rehabilitation Centers, Naval Regional Medical Centers, Navy' 
Counseling and ·Assistance Centers, Navy. Alcohol Rehabilitation 
Drydocks; Naval Health Research Center, and .. local activities to 
which an individual is assigned (see Directory of Qepartment. of the 
Navy Mailing Addresses). · 

Categories of individuals covered by the systel!': 
Navy personnel (officers and enlisted) who have be~n identified as 

drug or alcohol abusers, or who have undergone counseling ·and 
rehabilitation for drug or alcohol abuse. in Navy' Drug or Alcohol: 
rehabilitation facilities;· counselors and counselor candidates; person­
nel who work part-time helping alcoholics; active duty navy recov­
ered alcoholics who voluntarily help their ·commands develop alco­
holism prevention ·programs; navy personnel convicted by court mar-· 
tial and sentenced to confinement; or who were in pre-trial confine­
ment; spouses and significant .others (this includes. parents, Iive-to­
gethers, and other non-spouses who play an important part in the 
alcoholic's/drug abuser's life) who have undergone counseling and 
rehabilitation in navy drug or alcohol rehabilitation centers, who 
themselves participate in counseling or treatment programs at such 
facilities and civilians authorized by the Secretary of the Navy for 
treatment at a military facility for rehablitation purposes; 

Categories of records in tbe system: 
Copies of interview appraisals, progress reports, psychosocial his­

tories, counselor observations and impressions of client's behavior 
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and rehabilitation progress, copies of medical consultation and labo­
ratory procedures performed, results of biochemical urinanalysis for 
alcohol/drug abuse, and personnel, servi~e. biographical and educa-
tional data. · 

Authority for maintenance of the system: 
Title V, Pub. L. 92-129; Section 413; Pub. L. 92~255 
Purpose(s): 
To identify alcohol and drug abusers and either restore such per­

sons to effective duty or identify rehabilitation failures for separation 
from Government service. Information is used to treat, diagnose, 
counsel and rehabilitate individuals in the drug or alcohol abuse 
programs. For counselors and counselor candidates to use in screen­
ing and evaluation of candidates for counselor school and the con­
tinuing evaluation of counselors ·during the course of their duties. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Blanket Routine Uses identified in the. yearly reCO!Jlpilation do not 
apply to this system of records. 

Records Of identity, diagnosis, prognosis, or. treatment of any 
client/patient, irrespective of whether or when he/she ceases to be 
client/patient, maintained in connection with the performance of any 
alcohol or drug abuse prevention and treatment function conducted, 
regulated, or directly or indirectly assisted by any department or 
agency of the United States, shall, except as provided therein, be 
confidential and be disclosed only for the purposes and under the 
circumstances expressly authorized in Title 21 U.S.C. Section 1175, 
as amended by 88 Stat. 137, and Title 42 'U.S.C., Section 4582, as 
amended by 88 Stat .. 131. These statutes take precedence over the 
Privacy Act of 1974, in regard to accessibility of such records except 
to the individual to whom the r~cord pertains. · 

Within the Armed Forces or within those components of the 
Veteran furnishing health care to veterans or between such compo­
nents and the Armed Forces. 

To medical personnel outside the Armed Forces to the extent 
necessary to meet a bona fide medical emergency. · . 

To Government personnel for the purpose of obtaining benefits to 
which the patient is entitled. 

To qualified personnel for the purpose of conducting scientific 
research, management or financial audits, or program evaluation, but 
such personnel may not identify, directly or indirectly, any individual 
patient in any report of such research, audit or evaluation, or other-
wise disclose identities in any manner. · 

To a court of competent jurisdiction upon authorization by an 
appropriate order after showing good cause therefore. In assessing 
good cause, the court shall weigh the public interest and the need for 
disclosure against the injury to the patient, to the physician-patient 
relationship, and to the treatment services. Upon the granting of such 
order, the court, in determining the extent to which any disclosure of 
all or any part of any record is necessary, shall impose appropriate 
safeguards against unauthorized disclosure. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Automated records may be stored on magnetic tapes, disc, drums 

or on punched cards. · 
Manual records may be stored in paper file folders, microfiche or 

microfilm. 
Retrievability: 
Manual records may be retrieved by name and sociaL security 

number. Automated records may be retrieved by social security 
number. Computer programs associated with automated· records 
maintained. in this system allow for names, and social security num­
bers to be removed while leaving other data elements intact. When 
the name and social security number is removed, data is aggregated 
for use iri research, management information and planning. 

Safeguards: 
Computer and punched card processing facilities are located in 

restricted a·reas accessible only to authorized persons that are proper­
ly screened, cleared and trained. 

. Manual records and computer printouts .are available only to au­
thorized personnel having a need to know. 

Retention and disposal: 
Manual records are maintained for two years and automated 

records are maintained indefinitely. 
System manager(s) and address: · 
Commander, Naval Military Personnel Command, Navy Depart­

ment, Washington·, DC 20370 
Notification procedure: 

Written requests should be addressed to activity to which the 
individual received treatment or to the Commander, Naval Military 
Personnel Command, Navy Annex, Washington, DC 20370. Requests 
must contain full name, social security account number, military 
status, address and signature of requester. The indivi4ual may visit 

. the · Commander, Naval Military Personnel Command, Arlington 
Annex. (FOB-2) for assistance ~ith records located in the Naval 
Military Personna) Command; the individual may also visit local 
activities concerned (see Directory of Department of the Navy mail~ 
ing addresses). Proof of identification will consist of military ID card 
for persons having them or other pict~~e-bearing ID. 

Record access procedures: 
The Agency's rules for access to'records may be obtained from the 

SYSMANAGER. . 
Contesting record procedures:· 
The Agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
SYSMANAGER. 

Record source categories: . 
Officials and employees of the Department of the Navy; Depart­

ment of Defense, ·and components thereof, in performance of their 
official ·duties and as specified by current InstruCtions and Regula­
tions promulgated by competent authority; notes and documents 
from Service Jackets and Records; federal, ·state and local court 
documents; general correspondence concerning the individual. 
. Exemptions claimed for the system: 

None. ·· 

N05354-1 
System name: 

Equal Opportunity Information ·and Support System. 
System location: 
Primary System-Naval Military Personnel Command, Navy De­

partment, Washington, DC 20370; and local activity to which indi­
vidual is attached (see Directory of the Department of the Navy 
Mailing Addresses). · . 

Secondary Sy~tem-Department of the Navy Activities in the Chain 
of Command between the local activity and the Headquarters level 
(see Directory of the Department of the Navy Mailing Addresses). 

Categories of individuals covered by the system: 
Navy personnel who are involved in formal or informal investiga­

tions involving aspects of equal opportunity; and/or who have initiat­
ed, or were the subject' Of correspondence concerning aspects of 
equal opportunity. 

Categories of records in the system: 
Correspondence and records concerning incident data, endorse­

ments and recommendations, formal and informal investigations con­
cerning aspects of equal opportunity: 

Authority for maintenance of the system: 
5 USC 301; Departmental Regulations. 
Purpose(s): . 
To assist in equal opportunity measures, including but not limited 

to, investigations and correspondence. 
Routine· uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
. When required by ·Federal statute, by . Executive order, or by 

treaty, personnel record information will be disclosed to the individ-
ual, organization, or governmental agency as necessary. · 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposiJJg of records in the system: 

Storage: · · 
Paper records in file folders. 
Retrievability: 
f:iled alphabetically by last name of individual concerned . 
Safeguards: 

· Records maintained in areas accessible only to authorized person­
nel on a need ~o know basis. 

Retention and dispoSal: 
Records disposed of after two years in accordance with SECNA­

VINST P5212.5B, 'Disposal of Navy and Marine Corps Records'; or 
in accordance with Departmental Regulatio!ls. 

System manager(s) and address: 
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co-mmander, Naval Military Personnel Command, Navy Depart­
ment, Washington, DC 20370. 

Notification procedure: 
Requests by :correspondence should be addressed to: Commander, 

Naval Military Personnel Command (Attn: Privacy Act Coordina­
tor), Washington, DC 20370; or, in accordance with· the Directory of 
~he Department of the Nayy Mailing Addresses (i.e., local activitiest 
The letter should contain· full name, social security account number; 
rank/rate, military status, ana signature of the· requestor. 
· The individual may visit the Commander, Naval Military Person­
nel Command, Arlington Annex (FB#2), Rm. 1066, Washington, DC 
for assistance with records located in that .building; or the individual 
may ·.v!~it the local activity to which attached for access to locally 
mamtamed records. Proof of identification will consist of Military 
Identification Card for persons having such cards, or other picture-
bearing identification. " · 

R~cord access procedures: - : · 
The Agency's rules for access to records may be obtained f~om 

SYSMANAGE~ • 
Contesting record procedures: 
The Agency's rules for contesting contents and· appealing initial 

determination,s by the individual concerned may be obtained from the 
SYSMANAGER. -

Record source categories: 
Officials and· employees of the Department of the Navy, Depart­

ment of Defense, and components thereof, in performance of -their 
official duties and as specified by current Instructions and Regula­
tions promulgated by competent authority; federal, state, and local 
court documents; military investigatory reports; general correspond­
ence concerning individual. . . , -

Exemptions cl~imed for the system: 
Parts of this system may be exempt under 5 U.S.C. 552a (k)(l) and 

(5) as applicable. For additional. information contact the System Man­
ager. 

N05370-1 
System name: . . 

Statements qf Employment (R~gular Retired Offl~ers). 
System location: · · 
Commanding Officer, Navy Finance Center Anthony J Cele-

brezze, Federal Building, Cleveland, Ohio 44199 and Marine Corps 
Finance Center, Kansas City, Missouri 64197 · 

Categories of individuals covered by the system: 
All Navy and Marine Corps Regular retired officers who have 

filed a Statement of Employment (DO Form 1357) .. 
Categories of records in the system: 
The informatio~ is typically contained in the indi~idual'~ pay ac­

count file and occasionally accompanied by correspondence from, to, 
or concerning individuals in the above~stated category. 

Authority for maintenance of the system: 
5 u.s.c. 301, 3326; 18 u.s.c. 201, 281, 283; 37 u.s~c. 801; 44 

U.S.C. 3101; U.S. Const., Art. I, 9, CL. 8. 
Purpose(s): , · 
To dete~mi~e whether the retiree has _of may have a conflict of 

interest or is engaging in prescribed post~retirement employment ac­
tivities. In some cases, the· information· is provided to the Judge 
'Advocate General to serve as basis for advisory opinions: on the 
·legality and possible penial and civil consequences of po·st-retirement 
employment activities and related conflicts of interests and standards 
of conduct questions. 

Routine uses of records maintained in the system, including catego­
ries of users and the purp·oses of such uses: · 

To officials and employees of the Department of Justice arid other 
law enforcement and investigation agencies in instances of suspected 
violations of conflict of interests and related standards of conduct. 

To the Comptoller General or any ·of his authorized representa­
tives, upon request, in the co~rse of the performance of duties of the 
General Accounting Office relating to instances of suspected viola­
tions of conflict of interests and related standards of conduct. 

The Blanket Routine Uses that appear at the beginning of. the 
Department of the Navy's compilation also apply ,to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: · · · _ 
Records are· maintained in file folders. 
Retrievability: 

By name or social- security number of the individual concerned. 
. Safeguards: · 

Files are maintained in file cabi~ets under the control of authorized 
personnel during working hours; the office space in which the file 
cabinets are located is locked outside of official working hours. 

Retention and disposal: · 
Records are maintained at the above-stated locations for tip to two 

years after the death of the individual concerned, at which time they 
are 'transferred to the Federal Records Center, Mechanicsburg, Penn­
sylvania, in. the case of Navy personnel, and to the Federal Records 
Center, Kansas City, Missouri in the ca~e of ~arine Corps personnel. 

System manager(s) ~nd address: · 
For, Navy Regular retired officers: 

Comptroller of the Navy 
Navy Department· · 
Washington, DC 20350' 

For Marine Corps Regular retired officers: 
Commanding Officer 
Marine Corps Finance Center 
1500 East Bannister Road 
Kansas City, Missouri 64197 

Notification procedur'e: 
Information. may be obtained· by written request which aqequately 

identifies the' system of records and the individual about whom· the 
record is kept (Le., full name and social security number); the w·ritten 
request _must be signed by the requesting individual. 

Record access procedures: 
The agency's rules for access to records may be obtained from the 

System Manager for Marine Corps and the Navy Finance Center for 
Navy. · · 

Contesting record procedures: 
The. agency's rules for contesting. contents and appe~ling initial 

determinations by the individual concerned may be obtained. from the 
System Manager for Marine Corps and the Navy Finance Center for 
Navy. · 

Record source categories: 
The information is obtained from the individual to whom the 

record pertains. 
·Exemptions claimed for the system-: 
. None. 

·· N05370-2 
Sy~t.em name: 

Statements of Employment and financial Interest. 
System location: 
Organizational elements of the Department of the Navy as listed in 

the directory of Department of the Navy activities. ,. 
Categories of individuals covered by the system: 
Persons filing DO 1555 or DO 1555-1. · ' 
Categories of records in the system: 
DO 1555 or'DD 1555-1 and supplemental lists or reports. 
Authority for maintenance_ of the system: 
5 USC 301; Departmental Regulations and E.O. 11222. 
Purpose(s): 
.For supervisors and counselors to determine whether the employee 

has or may have a conflict of interest:.:The Naval Investigative 
-Service may use the system to handle violations. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

For law enforcement and investigatory • agencies, ,such as the Fed­
eral Bureau of Investigation and the Department of Justice, to handle 
violations. 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation also apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, a'nd 
disposing of records in the system: 

Storage: 
File folders and card files. 
Retrievability: 
Name. 
Safeguards: 
Safe or locked file cabinet accessible to authorized personnel only. 
Retention and disposal: 

I 
·-( 
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Per SECNA V Records Disposal Manual. 
System manager(s) and address: 
Commanding Officer or head of the organization in question. See 

directory of Department of the Navy mailing addresses. · 
Notification procedure: 
Apply to System Manager. 
Record access procedures: 
The agency's rules for access to records may be obtained from the 

System Manager. · 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
System Manager. 

Record source categories: 
Individual concerned, his supervisor, and the counselor. 
Exemptions claimed for the system: 
None. , 

N05371-1 
System name: 

Conflicts of Interest and Employment Activities. 
System location: 
Office of the Judge Advocate General (Code 12), Department of 

the Navy, 200 Stovall St., Alexandria, Va. 22332. 
Categories of individuals covered by the system: 
Active duty, reserve, or retired military personnel and present and 

former civilian employees of the Navy or Marine Corps who, by 
reason of their own inquiries or inquiries or complaints of Depart­
ment of the Navy or other Federal officials or other appropriate 
persons, have been the subject of correspondence with the Judge 
Advocate General concerning the legality of outside Federal, State, 
or private employment or financial interests, dual Federal employ­
ment, post-retirement employment, defense related employment, or 
foreign employment; acceptance of gifts, gratuities, or benefits from 
Government contractors, foreign governments, or other sources, or 
other possible violations of Federal conflicts-of-interest or standards­
of-conduct laws or regulations. 

Categories of records in the system: 
Correspondence from, to, or concerning, individuals of the above 

stated category regarding their current, past, or prospective outside 
Federal, State, or private employment; defense-related employment; 
post-retirement employment; foreign employment; dual Federal em~ 
ployment; acceptance of gifts, gratuities, or benefits from Govern­
ment contractors, foreign governments, or other questionable 
sources; or other possible violations of conflicts-of-interest or stand­
ards-of-conduct laws or regulations. Additionally, such records some­
times include copies of statements of employment submitted by re­
tired military personnel to the Navy Finance Center and referred to 
the Judge Advocate General for review and further action, and 
copies of investigative reports concerning suspected violations of 
pertinent laws or regulations. 

Authority for maintenance of the system: 
5 u.s.c .. 3326, 5532; 10 t.J.s.c. 973, 974, 1032, 6223; 
18 u.s.c. 202, 203, 205, 207, 209, 219,, 281, 283; 
37 u.s.c. 8Ql; . 
U.S. Canst., Art. I, 9, cl 8; 
5 u.s.c. 301; 
44 u.s.c. 3101. 
Purpo~e(s): 

Information is used as the basis for advisory optmons on the 
legality of employm'ent activities, financial interests, and the related 
conflicts-of-interest and standards-of-conduct questions described 
above. 

Routine uses of records maintained in the system, inCluding catego­
ries of users and the purposes of such uses: 

To officials and employees of the General Accounting Office; the 
Department of Justice; and the Office of Personnel Management in 
instances of suspected violations of pertinent laws· or' regulations. 

The Blanket Routine Uses. that appear at the beginning of the 
Department of the Navy's compilation ·also apply to this system. 

Policies and practices for storing, retrieving, accessing,. retaining, and 
disposing of records in the system: 

Storage: 
Records are maintained in file folders. 
Retrievability: 
By name of individual. 

Safeguards: 
Files are maintained in file cabinets under the immediate control of 

authorized personnel during working hours; the office space in which 
the file. cabinets are located is locked. outside official working hour~. 

Retention and disposal: · 
Records are permanent and are retained indefinitely in the Office 

of the Judge Advocate General. Howeyer, after fiv.e years, name 
indexes are des~royed, eliminating the capability for retrieval by the 
names of individuals. Thereafter, they are retrievable only by topical 
indexes arranged accord~ng· to the legal issues. · 

System manager(s) and address: . 
Assistant Judge Advocate General (Civil Law), Office of· the 

.Judge Advocate General, Department of the Navy, 200 Stovall St., 
Alexandria, Va. 22332 · 

Notification procedure: 
lt:tformation may be obtained by written request to the system 

manager stating the full.narrie of the individual concerned. Written 
requests must be signed by the requesting individual. Visits may be 
made to: Civil Affairs Division (Code 12), Office of the Judge Advo­
cate General, Room 9nll, Hoffman Bldg II, :?00 Stovall St., Alexan­
dria, Va. 22332. Armed forces identification card or state driver:s 
license is required for identi~cation. 

Record access procedures: 
The agency's rules for access to records may be obtained from the 

system manager. 
Contesting record procedures: 
The agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the system manager. 

Record source categories: · 
Information in the system is furnished by the individual and is 

supplemented by correspondence ·from Federal officials; cun:ent, 
past, and prospective employers; other interested persons regarqing 
possible conflicts of interest and employment activities; and by inves­
tigations pertaining to particular suspected violations. Additional in­
formation in the form of statements of employment is forwarded .by 

·officers of the Navy Fina·nce Center to the Judge Advocate General 
for review and further action. 

Exemptions claimed for the system: 
None. 

System name: 
Vehicle Control System. 
System location: 

N05512·1 

Organizational elements of the Department of the Navy as indicat­
ed in the directory of Department of the Navy mailing addresses. 

Categories of individuals covered by the system: 
All individuals that have vehicles registered at a particular Navy 

installation; and all individuals who apply for Government Motor 
Vehicle Operator's License. 

Categories of records in the system: 
Alphabetical file of each individual who have vehicles registered 

or who have applied for a Government Motor Vehicle Operator's 
License. Files kept by month, individual's name, date of birth, SSN, 
height, weight, hair and eye color, place of employment, driving 
record, license number, etc. 

Authority for maintenance of the system: 
5 USC 301; Departmental Regulations. 
Purpose(s): 
Used as a car pool locator, vehicle· registration, parking control 

system, insurance verification system to verify issue of license when 
individual.has lost his or her operator's card, and may. be referred to 
by security or safety officials to determine individual's previous driv­
ing record. 

Routine uses of records maintained in the system, inclucling catego­
ries of users and the purposes of such us.es: 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation apply to ~his system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: . 
File folders, card files, punched cards, magnetic. tape. 
Retrievability: 
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Name, SSN, Case number, organization. 
Safeguards: 
Access provided on· a :need• to know basis only. Locked and/or 

guarded office. 
Retention and disposal: 
Per SECNA ~ Records ·Disposal Manual. . ·· r. 
System manager(s) and address: . 
Co~mandi.ng officer of the activity in question. See din!ct'ory of 

Department of the Navy mailing addresses. 
Notification procedure: · · · ' 
Apply to System Manager. 
.Record access procedures: . 
The agency's rules for access to records may be obtained from the 

System Manager. . .. 1 

Contesting record procedures: , . . 
The' agency's rules for .~ontesting .contents and appe~ling ,initial 

determinations by the individual·concerned may be obtained from the 
System Man·ager. · 
~·Record source categories: 
Individual conce.rned, other rec?rps of the activity,· inyestigators 

witnesses, correspondents. 
Exemptions claimed for the system: 

·None. 

N05520-1 
System name: 

Personnel Security Eligibility; Information System. 
System location: 

.'.i 

Primary System-Naval Military Personnel Command, Navy De-
partment, Washington, DC 20370 . . . 

Secondary System-~ocal activity'to. which individuai. is' assigned 
(see Directory of the Department of the Navy Mailing Addresses) 

Categories of individuals covered· by the system: 
Members of the U.S. Navy and Naval Reserve, fo~mer members, 

and applicants for enlistment or commission.ing. 
Categories of records in the system: . 
Files contain reports of personnel security investigations, crimimil 

investigations, and counterintelligence investigations, usually brief ex­
cerpts only; correspondence, records and information pertinent to an 
individual's eligibility for acceptance and retention, personnel securi­
ty clearance, assignment to the Nuclear Weapon Personnel Reliabil~ 
ity Program or other 'high risk' program requiring persolmel quality 
control. 

Authority for maintenance of the system: 
5 USC 301; Departmental Regulations. 
Purpose(s): 
To determine service member's eligibility for'acceptance and reten­

tion, personnel security. clearances, assignment to the Nuclear 
Weapon Personnel Reliability Program and other 'high risk' pro~ 
grams requiring quality control. · 

Routine uses of records maint8.ined in the system,. including catego­
ries of. users and the purposes of such uses: . 
·· .... To state and local government;agencies in the-performance of their 
official duties relating to. personnel security eligibility. 

To officials and employees of other Executive Branches of the 
Government, upon request, in the performance of their duties related 
to personnel security eligibility. , . . . 

When required by Federal statut~,· 'by· ·Executive Order, or by 
treaty, personnel record information will be disclosed to the individ-
ual, organization, or governmental agency as necessary. · · 

The Blanket Routine Uses that appear at the beginning of the 
Department of' the Navy's compilation also apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in. the system: 

Storage: 
Paper ·records in :me folders and index cards. Some information 

from the paper records is containe·d in an automated file. · 
Retrievability:' . , 
Filed alphabetically by last name of individual. Automated files are 

by social security acco'unt number. · 
Safeguards: 
Stored in locked safes and cabinets. File areas are accessible only 

to authorized · persons who· are properly screened, cleared, and 
trained. 

Retention and disposal: . · 
Records and portions thereof vary in period of time retained; 

records are retained and disposed of in accordance with Department 
Regulations. · 

System manager(s) and address: 
Commander, Naval Military Personnel Command, Navy Depart­

ment, Washington, DC 20370 
Notification procedure: . 
Requests by correspondence should be addressed to Commander, 

Naval Military Personnel Command, (Attn: Privacy Act Coordina­
tor), ·Na:vy Department, Washington, DC 20370; or in accordance 
with 'the Directory of the Department of the Navy Mailing Address­
es (i.e.,· local activities). The letter should· contain full name,. social 
security number, rank/rate/civilian status, address and notarized sig­
nature of the requestor. The individual may visit the Commander, 
Naval Military Personnel Command, Arlington Annex, (FOB#2) 
Washington, DC, Rm. 1066, for assistance with records located in 
that building; or the individual may visit the local activity to which 
attached for access to locally maintained records. Prior written noti­
fication of personal visits is required to ensure that all parts of the 
record will be available at the time of the visit. Proof of identify will 
be required and will ·consist of a military identification card for 
persons having such cards and picture-bearing identification .. 

Record access procedures: . 
The agency·~ rules for access to. :records may be obtained from the 

SYSMANAGER. 
Contesting record procedures: '· 

· The agency's rules for· contesting contents and appealing inital 
determinations by the individual ·concerned may be obtained from the 
SYSMANAGER. : . 

Record source categories: 
. Officials and employees of the Department of the Navy, Depart­
ment of Defense, and o~her Departments and Agencies of the Execu­
tives Branch 'of government, and components thereof, in performance 
of their official duties and .as specified by current instruction and 
reguhitions promulgated by competent authority;, civilian ana military 
investigative reports; federal state and local court documents; finger­
print cards; official correspondence concerning individual. 

Exemptions claimed for the system: 
. Parts of this system may be exen:Ipt u~der 5 U.s.c·. S52a (k)(l), (2), 

(5), and (7) as applicable. For additional information contact_ the 
System Manager. 

NOSS20-2 

System name: 
Listing of Personnel " Sensitive Compartmented Information. 
System location: . 

. Director, Nava,l Research Labon1tory, W~s~ington, DC 20375 
Categories of individuals covered by the system: 
Individuals indoctrinated for access to compartmented information. 
Categories of records in the system: . . . 
Name, affiliation, billet description, clearances authorized, clear­

ances held, rank, Social Security Number, Background Investigation 
date, date of birth, place of birth, date of marri~ge, place of marriage. 

Authority for maintenance of the system: · · · 
5 usc 301. 
Purpose(s): 
To record and monitor the NRL sensitive compartmented informa­

tion (SCI) billet .structure ·(personnel authorized to be indoctrinated 
for SCI). . 

To control and monitor access to sensitive compartmented infor~ 
mation facilities. . . , 

To ·maintain records· of NRL .personnel :visiting other commands as 
well as personnel from other activities who visit NRL on SCI visits. 

To maintain 'a listing of SCI materials signed out on sub~custody to 
division personnel .for inventory .control. · · · 

. Routine uses of records· maint&ined in the system, including catego­
ries of users and the purposes of such .uses: . 

Th.e · Blanket Routine Uses . that appear at the· beginning. of the 
Department of the Navy's compilation apply· to this system. 

Policies and practices for storing~ retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Magnetic tape. 

., 



DEFENSE DEPJ\.RTMENT· 615 

Retrievability: 
Name, Social Security Number, affiliation, assigned billet number. 
Safeguards: 
Three combination security container and/or vault. 
Retention and disposal: 
Records maintained as long as individual authorized access; 

changed as changes occur. 
Magnetic tape erased as required .. 

. System manager(s) and address: 
Special Security Officer, Naval Research Laboratbry, Washington, 

DC 20375 ·, 
Notification procedure: 
Letter to System Manager at above address g1vmg full name, 

Social Securi~y- Number, and affiliation, or visit to NRL' Special 
Security Office with NRL pass as identification 

Record access procedures: 
The agenc~'s rules for access to records may be obtained from the 

System Manager. · . · · · 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determination~ by the individual concerned may be obtained from the 
System Manager. 

Record source categories: · 
All information obtained from individuals and indoctrination docu-

ments. · 
Exemptions claimed for tbe system: 
None. 

N05520-4 
System name: 

NIS Investigative FileS System. 
System location.: .. 
Primary System-NIS Records Management Division Ad~inistra-

tion Department, NIS Headquarters, PO Box 16230, Suitland, Md. 
20746 . 

Decentralized Segments - Naval Investigative Service Regional 
Offices (NISROs) retain copies of certain segments of the investiga­
tive files, and related documentation for up to·one year. Addresses of 
these .offices are included in the directory of Department of the Navy 
mailing addresses. Naval Investigative Service Resident Agencies 
retain copies of investigative reports during pendency and for 90 
days thereafter. They also retain evidence custody cards on persons 
from whom evidence was seized. The number and location of these 
Resident Agencies are subject to change in or:der to meet the require­
ments of the Department of the Navy. Current location may be 
obtained from Naval Investigative Service Headquarters. 

Categories of individuals covered by the system: 
· Persons in the following categories who require access to classified 

defense informat.ion prior to August 1972: Actiye and inactive m~m­
bers of the naval service, civilian personmil employed by the Depart­
ment of the Navy (DON); industrial and contractor personnel, civil­
ian personnel being considered for sensitive positions, boards, confer­
ences, etc., civilian personnel who worked or resided overseas, Red 
Cross personnel. Civilian and military personnel accused, suspected 
or victims of felonious type offenses, or lesser offenses. impacting on 
the good order,, discipline, morale or security of the DON. Civilian 
personnel seeking access to or seeking,to conduct or operate any 
business or other function aboard a DON installation, facility or ship. 
Civilian or military personnel involved in the loss, compromise or 

· unauthorized disclosure of classified material/information. Civilian 
and military personnel who were of counterintelligence interest to 
the DON. 

·categories or records in the system: 
Official Reports of Investigation (ROI) prepared by NIS or other 

federal, state, local or foreign law enforcement or investigative body 
on either hard copy. or microfilm. NIS operations reports (NORs) 
and their predecessor NIS information reports (NIRs). NORs and 
NIRs document information received by NIS which is of interest to 
the naval services or other law enforcement or investigative bodies. 

· The information may be of criminal, counterintelligence or general 
investigative interest. • · . 

General Reports (GEN). Although no longer usugh no longer used 
as such,. the Investigative Purpose of the GEN was to report the 
results of pre-employment inquiries on applicants for positions as 
special agents with NIS. The official ROI (above) is now used for 
this purpose. 

Action, Lead Sheets (ALS's), investigative summarieS, memoranda 
for the files and correspondence relating to specific cases and con­
tained in the individual dossier. 

Polygraph Data. A listing of persons· who submitted to polygraph 
examination by NIS examiners. The data includes the examinee's 
name, location and results of the examination and the identity of the 
examiner. 

Case Control and Management documents which serve as the basis 
for controlling and guiding'the investigative activity. · 

Records. identifying confidential sources and contacts with them . 
Index to persons reported by.'Name Only'. . 
Wiretap Data Records. Automated listing of persons who were 

subjects of wiretapping or eavesdropping operations. 
Case Control and Narcotics Data Records. Automated records 

used only for statistical purposes in accounting for productivity, 
manhours expenditures; various statistical data concerning narcotics 
usage and used solely for statistical purposes. 

Modus Operandi Files. · 
Screening Board Reports~ These reports set forth the results of 

oral examination of applicants fqr a position as a Special Agent with 
th~ NIS. 

· Authority for maintenance of the system: 
5 u.s.c. 301 
44 u.s.c. 3101 
47 u.s.c. 605 . 
E;xecutive Memorandum of June 26; 1939; lnyestigati9ns of Espio-

nage, Counterespionage anp Sabotage Matters. 
. Executive Order 12036; United States Intelligence Activities; SEC­

NA VINST 5520.3, Criminal and Security Investigations and Related 
Activities Within the Dept. of the Navy; DOD. Dir 5210.8, Policy on 
Investigation and Clearance of DOD Personnel for Access to De­
fense Information; DOD Dir 5200.26, Defense Investigative Pro­
gram: DOD Dir 5200.27, Acquisition of Information Concerning 
Persons and Organizations. Not Affiliated 'Vith the Dept of Defens_e; 
and DOD Dir 5200.24, Telephone Interception and Eavesdropping, 
and SECNA VINST 3820.2D, Investigative and Counterintelligence 
Collection and Retention Guidelines Pertaining to the DON. 

Purpose(s): 
The information in this system is (was) collected to meet the 

investigative, counterintelligence and sec:urity responsibilites of the 
DON. This includes· personnel security,. internal security, criminal 
and other law enforcement matters all of which· are essential to the 
effective operation of the department. . 

The records in this system are used to make determinations of; 
suitability for access or continued access to classified information, 
suitability for employment or assignment, suitability for access to 
military installations or industrial firms engaged in government 
projects/contracts, suitability for awards or similar benefits; use· in 
current law enforcement investigation of any type including appli- · 
cants; use in judicial or adjudicative proceedings including litigation 
or in accordance with a court ·order; insurance claims including 
workmens compensation; provide protective services under the DOD 
Distinguished Visitor Protection Program and to assist the U.S. 
Secret Service in meeting its responsibilities; used for public affairs or 
publicity purposes such as wanted persons, etc.; referral Of matters 
under their cognizance to federal, state or local law enforcement 
authorities i~cl:uding criminal prosecution, civil court ~ction or t:egu­
latory order; advising higher authorities and naval commands of the 
important developments impacting on security, good order. or disci­
pline; reporting of statistical data · to naval commands and higher 
authority; input into the Defense Central Index of ,Investigations. 

Users of the records in this system include employees of the NIS 
who require access for operational, administrative or . supervisory 
purposes; DOD . criminal investigative, investigative and intelligence 
units; DOD components making suitability determinations. 

Routine uses or records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To law enforcement 'or investigatory aut~orities for law enforce-
ment purposes. · 

To federal intelligence/counterintelligence agencies of matters 
under their purview. · 

To foreign government organizations of criminal and counterintel­
ligence information necessary for the prosecution of justice, or for 
mutual security and protection. 

To other investigative units (federal, state or local) for whom the 
investigation .was conducted, or who are engaged in criminal investi­
gative and intelligence activities; federal regulatory agencies with 
investigative units, 

To defense counsel in the course of acquiring information. 
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To ·officials and employees of the National 'Archives for historical 
purposes. . .. 

To commercial insurance companies in those instances in which 
they have a legitimate interest in the results' of the investigation, but 
~nly t?. that extent and provided an unwarranted invasion of privacy 
IS not mvolved. · · 

To victims of crimes to the. extent necessary to pursue civil and 
criminal remedies. 

The Blanket Routine Uses that appear. at the beginning of: -the 
Depa~tment of the Navy's compilation also apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · . - · . 

Storage: 
Paper records in file folders, on cards and on mic'rofilm. Automat­

ed records on magnetic tape. 
Retrievability: _ _ 
NIS permanent files are filed by terminai digit number. In order to 

locate the file it .is necessary to ,query the Defense Central Index of 
Investigations (DCII) computer using the name of the subject and at 
least one other personnel identifier such as date of birth, place of 
birth, social security number or military service number. Files may 
also be retrieved by a case control number assigned at the time the 
investigation is initiated. Copies of the files in the NISROs and 
Resident Agencies are retrieved by name. 

Safeguards: 
NIS· investigative files (permanent and temporary) are· maint_ained 

and stored in open shelves and filing cabinets located in secured areas 
accessible only to authorized personnel.' Dated files· are retired to the _ 
Washington National Records Center- where retrieval is restricted to 
NIS authorized personnel. 

Retention and disposal: . _ 
Retention of completed NIS Investigative files on Personnel Secu-· 

rity Investigations (PSI's) is authorized for 15 years unless adverse 
information 'is developed, in which case they may be retained for 25 
years. PSI files· on persons considered for affiliation with DOD will 
be· destroyed within one year if the affiliation is not cons~mmated .. 
Special Agent applicant records are· retained for one year if the 
applicant declines offer of employment and five years if the applicant 
is rejected for employment. Criminal files are retained for. 25 years.· 
Major investigatio~s of a. counterintelligence/security nature, of espi- . 
onage or sabotage, may. be retained permanently., Certai~ of the 
above records, when found to have. possible historical value, may be . 
offered to the National Archives for continued retention. Counterin­
telligence records on persons not affiliated with DOD must be de­
stroyed within 90 days or one year under criteria set forth in DOD 
Directive 5200.27, unless retention is required by law or specjfically. 
approved by the Secretary of the Navy. Files retained in the NISO's 
and resident agencies are temporary and. are destroyed after 90 days 
or one year, 'as appropriate. - . - - -

Syst~m manager(s) and address: 
The Director, Naval Investigative Service has ultimate responsibil-. 

ity for all NIS file holdings. Management of NIS permanent files is 
the direct responsibility of the Head Administration Department. 
NISRO Commanding Officers are responsible for files ·retained in 
their NISRO subordinate Resident Agencies. 

· Notification procedure: 
All requests relative to the retention and/or releasability of NIS -­

inyestig~tive files should be addressed to the Director, Naval Investi­
gative Service, PO Box 16230, Suitland, Md. 20764. Requests must 
contain the full. name· of the individual and at least one additional · 
personal identifier such as date and place of birth, social security. 
number or milita~y s_ervice number. Personal visits by requeste_rs 
should be confined !o the Naval Investigative. Service headquarters at 
the above address. It should be borne in mind that the vagaries df the 
automated indexing system might preclude a same day response. 
Persons submitting written requests must properly establish- their 
identity to the satisfaction of .the NIS. Where a question exists a 
signed, notarized statement or other~ certified form of identific~tion 
will be required. Individuals appearing in person may present prqof 
of identification in the form: of military ID card, valid driver's- li­
cense, or other suitable form of identification bearing a photograph 
and_ signature. Attorneys or ot}_ter persons acting on behalf of a 
subject of a record must prpvide· a notarized authorization from the 
subject of the record. 

Record access procedures: 
Individuals may make inquiries. relative to NIS records maintained 

on them thru the NIS Information and Privacy Coordinator Naval 
Investigative Service Headquarters, at the address specified iri the 
previous paragraph. · 

Contesting record procedures: 
The-Agency's rules ~for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the SYSMANAGER. 

Record source categories: 
_See Exempti~n. 
Exemptions claimed for the system: 
Parts of this system may be exempt under 5 U.S.C. 552 a (j)(2) and 

(k)(l), (k)(3), (k)(4), (k)(5), and (k)(6) as applicable. For additional 
information, contact the System Manager. 

N05520-5 
System name: 

Navy Joint Adjudication and Clearance System (NJACS). 
System iocation: 
Primary- a. System Control-Department of the Navy Central Ad­

judication Facility, 8621 Georgia Avenue, Silver Spring, MD 20910. 
b. System_ Computer Facility-Defense Investigative Service, Person­
nel Investigations Center, P.O. Box 1211, Baltimore, MD 41203. 

Decentralized Segments- a. Department of the Navy, Headquar­
ters, Nav_al Security Group Command, 3801 Nebraska Avenue, NW., 
Washington, DC 20390. b. Department of the Navy; Headquarters, 
Naval Intelligence Command (NIC-04), Room 282, · NIC Building,-
4600 Silver Hiii Road, Suitland, MD 20389. c. Department _of the 
Navy, Headquarters, Naval Security an!1 Investigative Command 
(NSIC-284); 4600 Silver Hill Road, Suitland, MD 20389.· 

Categories of individuals covered by the system:. 
All Department of the Navy (DON) military personnel and civil­

ian employees and certain 'affiliated employees' whose duties require 
a DON security clearance or security eligibility determination. 'Af­
filiated employees' include, but are not limited to, the following 
categories of persons in positions of trust: Contractors, consultants, 
non-appropriated fund employees, Red-Cross volunteers and staff, 
USO personnel. 

Categories of records in the system: . 
The system conta-ins records that include ·an individual's name, 

social security number; other personal information and identification 
code (UIC) of the sub jed's !}nit. ·Other data elements track .the 
individual's status in the security investigation and clearance adjudi­
cation process and record the final determination. Data files will also 
include duty-assignment designations such as cryptographic informa­
tion access or .participation in the Personnel Reliability Program. The 
system will also include correspondence regarding the subject ahd/or 
reflecting the adjudication decision. 

Authority for maintenance of the system: 
5 u.s.c: · 7311; 10 U.S.C. 5031; Executive Order 10450 (as a~end-

ed); and Executive Order 9397. · · 
Purpose(s): 
To provide a comprehensive system to manage information re­

quired to adjudicate th~ eligibility ;of Department of the Navy 
(DON) military', civilian. and certain affiliated employees f~r security 
clearances and_ to provide a record of those adjudications .. 

Routine uses of reco~ds maintained in the system, including catego­
ries of users and the purposes of such uses:· 

The Blanket Routine Uses· that appear at the beginning of the 
Department of the Navy's compiliation apply to this system. 

Policies and practices_· for storing, retrieving, accessing, retaining, and 
disposing of records in the syste~: ' 
_ Storage: 
·Automated records are stored on magnetic tapes, disks and drums. 

Paper records, microfiche, printed ·reports and other related docu­
ments supporting the system are filed in cab!nets and stored in 'con­
trolled access areas' only. 

Retrievability: 
By SSN, employee name, date of birth, and 'place ·of birth. 
Safeguards: . -

-Controls have been established to restrict computer output only to 
authorized_ users at- all system locations. Specific procedures are also 
in force for the disposal of computer output. Computer files are kept 
in, secure, ,continuou~ly .. manned areas _and ~re acc~ssit;>le only to 
authorized computer operators, programmers, and adjudicators who 
are directed to respond .to valid, official requests for information. 
This. access is controlled and monitored by the security syste!Jl. _ 

Retention and disposal: 
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The system will maintain NJACS· records on persons so long as 
they continue to be employed by or affiliated with the DON. 
Records will be purged one year after an individual 'terminates· DON 
employment or affiliation. Other forms of information (e.g., nonauto­
mated records) will be ·m~intained in accordance with DON record 
r~tention requirements. All system information is disposed of via 
authorized methods for sensitive or personal information, as appropri­
ate. 

System manager(s) and address: 
Director, Department of the Navy Central Adjudication Facility, 

Naval Security and Investigative Comma_nd (NSIC) (Code 29), 8621 
Georgia Avenue, Silver Springs; MD 20910. 

Notification procedure: 
Information on NJACS may be obtained from. the Syst~~ Manager 

indentified above. lndividQals requesting personal records must pro­
vide a notarized statement and full indentifying data and mark the 
letter and envelope containing the request 'Privacy Act Request. • 
Proposed amendments to the information must be directed to the 
agency which conducted the investigation. 

Record access procedures: . 
Make all requests for access in w'riting arid clearly mark the letter · 

and envelope 'Privacy Act Request. • Clearly indicate name of the 
requester, nature of the record sought, approximate date of the 
record, and provide the required verification of identity or notarized 
consent for release to a third partY.. 

Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may by obtained from 
the system manager. Direct all request to contest information to the 
system manager identified above. State clearly and concisely what 
information is being contested and the reasons for contesting it. 
Clearly mark the letter .and the t!nvelope containing the contest 
'Privacy Act Request.' Proposed amendments to information sought 
must be directed to the agency which conducted the investigation. 

Record source categories: 
Information in this system comes from the cognizant security man­

ager or other official sponsoring the security clearance/determination 
for the subject and from information provided by other sources, e,g., 
personnel security investigations, personal financial records, military 
service records and the subject. 

Exemptions claimed for the system: 
None. 

System name: 
Access·Control System. 
System location: 

N05521·1 

Organizational elements of the Department of the Navy as indicat­
ed in the directory of Department of the Navy mailing addresses. 

Categories of individuals covered by the system: 
Individuals considered or seeking consideration for access to space 

under the control of the Department of the Navy and any . visitor 
(military, civilian, contractor) requiring access to.a naval base/activi­
ty or contractor facility. 

Categories of records. in the system: 
Visit requests for permission to transact commercial business, visi­

tor clearance data for individuals to visit a naval base/activity/ 
contractor facility; barring .lists and letters of exclusion, and badge/ 
pass issuance records. · 
. Authority for maintenance of the system: 

5 USC 301; Departmental Regulations and E.O. 9397. 
Purpose(s): · 
To maintain all aspects of proper access control, to replace lost 

badges, to retrieve passes upon separation, to maintain visitor statis­
tics and baCkground information. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: , . 

To designated contractors when Navy member is visiting that 
contractor's facility. 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation also apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
File folders, card files, punched cards, magnetic tape. 
Retrievability: · 

Name, SSN, Gase number, organization. 
Safeguards: 
Access provided on a need to know basis only. Locked and/or 

guarded office. 
Retention and disposal: 
Per SECNAV Records Disposal Manual. 
System manager(s) and address: 
Commanding officer of the activity in question. See directory of 

Department of the Navy mailing addresses. 
Noti~cation procedure: 
Apply to.System Manager. 
Record access procedures: 
The agency's rules for access to records may be obtained from the . 

System Manager. 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
System Manager. 

Record source categories: 
. Individual concerned, other records of the ·activity, investigators, 

witnesses, correspondents. 
Exemptions claimed for the system: 
None. 

System name: 
Commonwealth Pass Application Form. 
System location: 

. U.S. Naval Communication' Station, FPO San Francisco 96680 
Categories of individuals covered by the system: 
All personnel requiring access to the Commonwealth property on 

which the Naval Communication Station is located. 
Categories of records in the system: 

·Completed application forms for Commonwealth passes. Contains 
name, rank, organization, height, color of hair, color of eyes, date of 
birth and place of birth. · · 

Authority for maintenance of the system: 
5 USC 301 Arrangements. for the use ~nd occupation by the United 

States Navy of Commonwealth and for associated matters. 
Purpose(s): . . . 
To issue passes for entry to Naval Communication Station. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: · 
The Blanket Routine Uses that appear at the beginning of the 

Department of the Navy's compilation apply to this system. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: ... 
File folders. 
Retrievability: 
Name. 
Safeguards: 
Locked cabinet - limited access. 
Retention and disposal: 
Duration of individual's stay in area. Destruction by burning. 
System manager(s) and address: 
Security Officer, U.S. Naval Communication Station. 
_Notification procedure: 
In.dividual initiates record and may request information. Security 

Officer, U.S. Naval Communicaton Station, information requester 
must provide: Full name, official title, purpose of inquiry. Office to 
be visited: Security Office, U.S. Naval Communication Station. Proof 
of identity: Visual recognition or identification card. · 

Record access procedures: 
The agency's ·rules for access to records may be obtained from the 

system manager. 
Contesting record procedures: 
The agency's rules for access to records arid for contesting con­

tents and. appealing initial determinations by the individual concerned 
may be obtained from the system manager. . . 
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Record source categories: 
Information supplied by individual. 
Exemptions claimed for the system: 
None. 

N05527-1 
System name: 

Security Incident System. 
System lotation: · . . 
Organizational elements of th~ Departme~t of the Navy· as indicat-

ed in the Directory of Department of the Navy mailing Addres~s. 
Categories of individuals covered by the system: · · 
Individuals involved in or witnessing incidents requiring the atten­

tion of base, station, or activity security personnel: ' : 
Categories of records in the system: · 
Incident/ complaint report, investigator's · report; data sheets which 

contain inform;1tion on victims and perpetrators,· military magistrate's 
records, confinement records, traffic accident and violation records, 
traffic court file, citations to appear before U.S. Magistrate: 

Authority for maintenance of the system: · ' 
.5 U.S.C. 301, Departmental Regulations and Executive· Order 

9397. 
Purpose(s): 
Used by command legal personnel for tracking and prosecuting 

offenses, counseling victims, and other administrative actions; support 
of insurance claims and civil litigation; revocation of base, station, or 
activity driving privileges. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: · · . 

The Navy's "Blanket .Routine :Uses" that appear. at the. beginnit,1g 
of the Department of the Navy's compilation of record systems 
notices apply to ,this system. 

Policies ~nd practices for storing, retrieving, ac~ing, retaining, and 
disposing of records in the system: · 

Storage: 
File folders, card files, coinp'!lter~ punch_e? ·cards, mag~etlc;_ tape. 
RetrievabilitY: 
Name, Social Security Number, case n~mber, and organization 
Safeguards: , 
Acc~ss provided.on a n~ed to know basis only. Manual records are 

maintained in file cabinets under the control of authorized personn.el 
during working hours. The office ~pace. in w.hjch .th~ file cabinets are 
located is locked outside of official working hours: Computer· termi­
nals are located in supervised· areas. Access is controlled by password 
or other user code system. · · 

Retention and disposal: 
Maintained for five years and then destroye~. 

·System manager(s) and address: · 
Commanding officer of the activity in question. Official mailing 

addresses are published as an appendix to the Navy's compilation of 
record system notices. · 

Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir­
ies to the Commanding Officer or head of the activ.i.ty where as­
signed. Official mailing addresses are published as an appendix to the 
Navy's compilation of record systems notices. · 

Written requests should contain full name, Social Security 
Number, and must be signed by the indi_yidual. 

Record access procedures: . . 
Individuals seeking access· to ~ecords about themselves should ad­

dress written inquiries to the· Commanding Officer or head. ·of the 
activity where assigned. Official mailing addresses are published as an. 
appendix to the Navy's compilation of record systems notices. ' 

Written requests should contain full name, Social Security 
Number, and must be signed by the individuaL ;.. · 

Contesting record procedures: · 
The Department of the Navy rules for accessing rci:ords' and 

contesting contents· and: ·appealing initial agency ·determinations· are 
published in Secretary of the Navy Instruction 5211.5; 32 'CFR part 
701; or may be obtained from the system manager. 

· Record source procedures: · 
lndividuai concerned, other records 'of the activity, investigators, 

witnesses, correspondents. · 

Exemptions· claimed for the system: 
Parts of this system' may be exempt under 5 U.s:c .. 552aG)(2) as 

applicable. . . '- - _ . . . .. . ,, . , 
An exemption rule for this system has been publish~d in accord­

ance with the requirements of 5 U.S.C. 553(b)(l), (2) and (3), (c) and 
(e) and published 'in 32 CFR part 701, subpart G: For additional 
information contact the system manager. · 

N05527·2 
System name: ..•. 

Security Inspection and Violation System. 
System location: 

I -' 

Organizational elements,of the Department of. the Navy as indicat-
ed in the directory of Department ·of the Navy mailing ad~resses. 

Categories of individuals covered by. the system: 
Individuals involved in security violatiqns. 
Categories of records in the system: ' <' : 

Security violation reports, security inspection reports: 
Authority for maintenance of ~he system: 
5 USC 301; Departtnent~l Regulations. 

'.I 
Purpose(s):. · · · . 
To identify problem areas in security, indoctrination, to alert com­

mand management officials to areas which present larger than normal 
security problems and identify perso-nnel who are cited as responsible 
for nop-compliance with procedures. . · 

Routine uses of records maintained i~ the system, including catego· 
ries of users and the purposes of such uses:' 

The Blanket Routine Uses that appear at the beginning of the . 
Department of the Navy's compilation apply to this systef!l: 

. Policies· and practices for storing, retrieving, accessing, retaining, and · 
disposing of records in the system: 

·Storage: · · · 
File folders, card files, punched cards,. magnetic ~_ape. 
Retrievability: · . - · · ' · · ' . 1 ' ' . ' 

Name, SSN, Case num'ber,' o~gani~ation. · 
Safeguards: · · · · · 
Access provided on a need to know basis ·only. Locked and/or 

guarded office. 
Retention and disposal: 
Per SECNA V Records Disposal Manual. 
System manager(s) and address: 
Commanding officer of the activity in question. See directory· of 

Department of the Navy mailing addresses. 
Notification procedure: · . , ·1 

Apply to System Manager. 
Record access procedures: . 
The agency's,rules for access to·records may be obtained from the 

System Manager. ··· · 
Contesting record procedures: 
The agency's rules for contesting contents and appealing it:titial 

determinations by the individual concerned may be obtained from the 
System Manager. 

Record source categories: 
Individual concerned, other records o·f.the activity, inv.estigators, 

witnesses, correspondents. . · · 
Exemptions claimed for ~he system: 
None. · 

N05527-4 
System name: 

Naval Security Group Personnel Security I Access Files. 
System location: · 
The central record system is located at: 

Commander, Naval Security Group Command 
3801 Nebraska Ave., NW, 
Washington, DC 20390 · · · · · · 

Duplicates of portions of records may be held by other Naval and 
Marine Corps activities served by a Naval Security Group Special 
Security Officer. Records pertaining. ·to Naval and Marine Corps 
military personnel who were considered but not selected for assign­
ment to the Naval Security Group while undergoing recruit training 
are located at one of the' following locations: 

Resident in Charge 
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Naval Security Group. Field Office 
Marine Corp Recruit Depot . · · 
Parris Island, South Carolina 29905 

Resident in Charge 
Naval Security Group Field Office 
Naval Administrative Command 
Naval Training Center, 
Great Lakes, Illinois 60088 

Resident in Charge 
Naval Security Group Field Office 
Naval Training Center 
San Diego, California 92133 

Resident in Charge · 
Naval Security Group Field Office 
Naval Training Center 
Orlando, Florida 32813 

Resident in Charge 
Naval Security Group Field Office 
Naval Technical Training Center, Corry Station 
Pensacola, Florida 32511 · 

Categories of individuals covered by the syst~m: . 
Naval and Marine Corps military and civilian personnel assig~ed to 

or employed by the Naval Security Group; including the Reserve 
components thereof, or who . have beeri considered for such assign­
ment·or employment. · 

Categories of records in the system: 
The file may contain personal history information, investigative 

reports, security suitability reports, incident reports, and other data 
pertinent to determination of eligibility for access to Sensitive Com­
partmented Information (SCI), including the decisions made in each 
case. The file also contain's records of authorized ·access to classified 
information.. · 

Authority for mainten!lnce of the ·system: 
E.O. 10450 Eisenhower Security Program; 
E.O. 12356 National Security Information. 
Purpose(s): 
Information is collected and used by SCI security personnel f~r the 

purposes of determining the individual's eligibility for access· to SCI 
information, of maintaining a record of the degree(s) to which access 
to SCI has been authorized, and of determining the extent, if any, to 
which controls must be exercised to prevent the compromiSe of SCI 
through hostile foreign intelligence activity. 

Information may be released to officials and employees of the 
Defense Intelligence Agency, Army· Security Agency, Air Force 
Security Service, and the Defense Industrial Security Clearance 
Office to determine the individual's eligibility for access to classified 
information under the user Agency's cognizance. 

Information may be disseminated to ·the Defense· Investigative 
Service and the Naval Investigative Service to conduct investigations 
on which to base SCI eligibility decisions. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: ·· · 

To officials and employees of the National Security Agency, Cen­
tral Intelligence Agency, and White House Communications Agency 
for the· purpose of determining the individual's eligibility for access 
to classified information under the user agency's cognizance. 

To the Central Intelligence Agency to maintain an index of per­
sonnel who have been granted access to certain sen~itive intelligence 
programs. · · 

The Blanket 'Routine Uses that appear at the beginning of the 
Department of the Navy's compilation also apply to this system. 

Policies and practices for storing, retrieving, accessing,. retaining, and 
disposing of records in the system: · 

Storage: 
Fil~ folders, microfilm, and magnetic tape. 
Retrievability: 
By name and SSN. · 
Safeguards: 
Approved security areas with alarms and guards. Access is limited 

to assigned personnel who have been found eligible for access to SCI 
and received specific ins.truction in the handling, security, and dis-
semination policy of inf9rmation in the files. . 

Retention and disposal: 
Central record system retained . for thirty years after last action. 

Records held at Naval Security Group Field Offices forwarped to 
central systc;m after two years. Records retained in central record 
system and destroyed by burning, shredding, degaussing or chemical 
destruction at end of retention period. . ' · 

System manager(s) and address: 
·Commander, Naval Security Group Command, 3801 Nebraska 

Ave., NW, Washington, DC 20390 
Notification proce4ure: 
a. Send request to SYSMANAGER. . 
b. Full name, date and place of birth, military status, social security 

number (if voluntarily included) or service number. 
c. Visits for the purpose of obtaining information must be submit­

ted in writing to Commander, Naval Security Group Command, 
3801 Nebraska Ave., NW, Washington, DC 20390 who will advise of 
time/date/place for viewing records or will advise whether system 
contains records pertaining to the requester. 

d. Scheduled visitors must be prepared to present adequate proof 
of identification-i.e.-combination of full name, date and place.of birth, 
parent(s) name, drivers license, medicare card, military identification 
card if-applicable. 

Record access procedures: 
The Agency's rules for access to records may be obtained from the 

SYSMANAGER. 
Contesting record procedures: 
The Agency's rule~ . for contesting contents and appealing · initial 

determinations by the individual concerned may be obtained from the 
SYSMANAGER. 

Record source categories: 
In addition to information furnished by the individual himself, files· . 

contain information furnished by federal investigative agencies, other 
SCI security organizations, and reports submitted by Naval Security 

'Group Special Security Officer. Files also include administrative 
correspondence among associated personnel and security offices of 
the execut.ive branch. 

Exemptions claimed for the system: 
Parts of this system may be exempt under 5 U.S.C. 552a (k)(l) 

through (5), as applicable. For additional information contact the 
Syst~m Manager. 

N05760-1 
System name: 

Biographical and Service Repord Sketches of Chaplains. 
System location: 
Ch~plain Corps Historian, Chaplain Resource Board, 6500 Hamp­

ton Boulevard, Norfolk, VA 23508-1296. 
Categories of individuals covered by the system: 
Navy chaplains who, have served on extended active duty at some 

time during the period 1778-1981 inclusive, and any future editions. 
It lists the names, years in which. they were commissioned, and the 
ecclesiastical affiliations· of all who. held chaplaincy commissions 
during the perio4. · 

Categories of records in the system: 
Biographical and professional summary which includes individual's 

full· name, . denomination of faith group, date and place of birth, 
education, ordination, date of marriage and name of spouse, first 
names of ·children, prior· profes~ional experience, apthorship, prior 
military service ·(including date of commission, date of rank of com­
missioning, ships/stations, places and dates; and period spent, if.any, 
in Inactive Reserve), date of augment~tion (if applicable), promotion 
history, awards and decorations, conclusion of active duty (date of 
resignation, release from active duty, or retirement as applicable), 
post active duty career (retirees only), and distinctions which have 
made the chaplains career interesting or unusually significant (cor­
roborative material suggested). 

Authority for maintenance of the system: 
5 U.S.C. 301, Departmental Regulations. 
Purpose(s): 
To provide background data in response to news media requests; · 

to .provide information on individual chaplains prior to public appear­
ances in which. they are scheduled to appear; to provide internal 
release of information as required. 

Routine uses of records maintained in the system; including catego· 
ries of. users and the purposes of such uses: 

The "Blanket Routine Uses" that ·appear at the beginning of the 
Department of the Navy's compilation of systems notices apply to 
this system. 

Policies and practices for storing, retrie~ing, accessing, retaining, and 
disposing of records in the system:. 

Storage: 
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. Records are maintained· in. bound and published volumes. Source 
materials are in paper files. 

Retrievability: · 
Data is retrieved alphabetically by individual names. 

. Safeguards: 
Files are ldcked after official working ho~rs. 
Retention and disposal: · · 

, Forms and documents are destroyed after fi~e years fro~ the date 
of publication. The volumes are kept indefinitely. 

System manager(s) and address: 
Chaplain Corps Hi,storian, Ch~plain Resource Bo~rd,. 6500 Hamp-

ton Boulevard, Norfolk, VA 23508-;1296. . . . 
Notification procedure: , 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir­
ies to the Chaplain Corps Historian, Chap!ain Resource Board, 6500 
Hampton Boulevard, Norfolk, VA 23508-1296. 

The request should contain full name and address of the individual. 
Record access procedures: 
Individ~als seeking access to records about themselves contained in 

this system of records should address written inquiries to the Chap­
lain Corps Historian, Chaplain Resource Board, 6500 Hampton Bou­
levard, Norfolk, VA 23508-1296. 

The request should contain full name and address of the individual. 
Contesting record procedures: 
The Department ·of th~ Navy rules for accessing records and. 

contesting contents and appealing initial determinations by the indi­
vidual concerned are published in Secretary of the Navy Instruction 
5211.5; 32 CFR part 701; or may be obtained from 'the system 
manager. 

Record source categories: 
Information· in this system comes frorri returned questionnaires 

addressed to individual chaplains, supplemented by· Officer Data 
Cards and historical research. 

Exemptions claimed for the system: 
None. 

N05800-1 
System name: 

Legal Office Litigation/Correspondence Files. 
System location: 
Organizational elements of the Department of the Navy. Official 

mailing addresses are published .as an appendix to the Department of 
the Navy compilation of record system notices. 
· Categories of individuals covered by the system: 

Individuals involved in litigation which requires ~avy ~~tion. 
· Categories of records in the system: 
Statements; affidavitsfdeclanitions; investigatory and administrative 

reports, including background investigations to determine suitability 
for service; personnel, financial, medical and business records; pro~ 
motion/evaluation information; test or evaluation. materials; hotline 
complaints and responses thereto; discovery and discovery responses; 
motions; orders; rulings; letters;· messages; forms; reports; surveys; 
audits; summons; English translations of foreign documents; photo­
graphs; legal .opinions; .subpoenas; pleading~; me~os; ~<:latc;d corre­
spondence; briefs; petthons; court records mvolvmg l}ttgah?~; and, 
related matters. 
· Authority for maintenance of the system: 

5 U.S.C. 301, Department -Regulations. 
Purpose(s): 
To prepare correspondence and materials for litigation. 
Routine uses of records maintained in the systetp, including ca~ego~ 

ries of users and the purpos~s of sue .. uses: . 
The "Blanket Routine Uses" that appear at the beginning of the 

Department of the Navy's compilation of record systems notices · 
apply to this system: 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of recor~ in the system: · 

Storage: 
File cabinets and computerized docket system. 

7

• Retrievability: 
Name of individual and the year litigation commenced. 
Safeguar~s: 

Manual records are maintained in file cabinets under the· control of 
authorized personnel during working hours. ~he· ~ffice .space in 
which the file cabinets are located is locked outstde· of offic1al work­
ing hours. Computer terminals are located in supervised ·areas. 
Access is controlled by password or other user code system .. 

Retention and disposal: 
After closure, records are sent to Federal Records Center where 

they are retained permanently. 
System manager(s) and address: 
Associate General Counsel (Litigation), D~partmerit of the Navy, 

Washington, DC 20360-5110. · 
Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir­
ies to the naval activity involved in the li~igation or to the Associate 
General Counsel (Litigation), Department of ·the Navy, Washington, 
DC 20360-5110. . ·. · . 

Written requests should include name and date lit.igation was filed. 
Record access procedures: 

· Individuals see,king access to records ab?ut th~ms~l~es contained in 
this system of records should address wntten mqumes to the mtval 
activity involved in the litigation or to the Asso':iate General Coun­
sel (Litigation), Department of the Navy, Washmgton, DC 20360-
5110. . 

.Written requests should include full mime and year. litigation com-
menced. . · ' · 

Contesting record procedures: 
The Department· of the .N~~y .r~l~s for ac~ess~ng records. ari~ 

contesting contents and appeahng mthal determmattons by. the t~dt­
vidual concerned are published in Secretary of the Navy, InstructiOn 
5211.5; 32 CFR part 701; or may be ·obtained from the system 
manager. 

Record source categories: 
:. I 

Court records, records from the individual, personal interviews 
and statements, departmental records· such as· personnel files, m~d,ical 
records, State and Federal records, police reports and complamts, 

· general correspondence. 
E~~mptions claimed for the .system: 
Parts of this system may be exempt under 5 u.s.c~ 5~2a(k)(l); 

(k)(2), (k)(5), (k)(6), ·and (k)(7) as applicable. . . 
An exemption rule for· this system ·has been promulgaJed. m accord­

ance with requirements of 5 U.S.C. 553 (b) (1), (2), and ~·.(c) a~d. (e) 
and publisheq in. 32.,CFR part 701, subpart G. For addlttonal mfor­
mation contact the system ma.nager. 

N05800-2. 
System name: , , 
. .. Legal Records System. 

System location: 
Bureau of Medicine and Surgery, Navy Department, Washington, 

DC 20372-5120 and naval medical facilities. OffiCial mailing address­
es are published as an appendix to the Navy's compilation of record 
system notices. · 
- Categories of jndividutds covered by'the system:_ . 

N·aval (military and civilian) health care 'personnel or sta~. t;m­
ployed at medical facilities; pati~n.~s. and visitors of medical factht1es. 

Categories of records in the system: 
Requests for legal· representation; requests for information by sub­

poena; requests for assistance; all background material necessary to 
answer the requests; and COJ?ies of letters reply}ng t? the .requests. 

Article 138, UCMJ complamts and all proceedmgs, mcludmg state­
ments, affidavits, correspondence, briefs, conditions, court records, 
etc. . · 

Incident reports and in-house investig~ti?ns ~ompiled. a~ ?ack­
ground for possible claims or other adm1mstrattve or dtsctphnary 
actions. 

Authority for mahitenance of the system: 
5 U.S.C. 301, Departmental Regulationsi Article 138, UCMJ; 10 

U.S.C. 938; Article 15, UCMJ; Naval Military Personnel Manual; 28 
U.S.C. l346(b), "Federal Torts Claim Act"; 42 U.S.C. 2651-2653, 
"Medical Care Recovery Act"; and Executive Order 9397. 

Purpose(s): 
'To provide a reco~d of individual requests a~d. responses. fo~ r.efe·r­

·ence and appellate' purposes and to prepare responses to mdtvtdual 
requests. 
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To provide background for. the proceedings on complaints .and 
review of those complaints. 

To prepare correspondence and materials for actual or possible 
disciplinary proceedings. 

To investigate, provide background on, and determine future 
action concerning possible claims. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

The Department of the Navy "Blanket Routine Uses" that appear 
at the beginning of the Navy's compilation of record system notices 
apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
File folders, forms, letters. 
Retrievability: . 
Name and Social Security Number. 
Safeguards: 
Files are mai~tained in file cabinets and other manual storage 

devices under the control of authorized personnel during working 
hours; the office spaces in which the 'file cabinets and storage devices 
are located are locked o~tside office working hours. 

Retention and disposa .. : 
Records are retained for two years after final action and then 

destroyed. 
System manager(s) and address: . . 
Chief, Bureau of Medicine and. Surgery, Navy Department, Wash-

ington, DC 20372-5120. · 
Notification procedure: 
Individuals seeking to determine whether this record system· con­

tains information about themselves should address written inquiries to 
the naval medical facility where the incident took place or to the 
Chief, Bureau of Medicine and Surgery, Nayy Department, Washing­
ton, DC 20372-5120. Official mailing addresses are published as an 
appendix to the Navy's compilation of record system notices. 

Written requests should contain full name, Social Security 
Number; military status, approximate date of contact with system .(if 
known). 

Record acces's procedures: . 
Individuals seeking access to records about themselves contained in 

this record system. should address written inquiries to the naval 
medical facility where the incident took place or to the Chi~.f. 
Bureau of Medicine and Surgery, Navy Department, Washington, 
DC 20372-5120. Official mailing addresses are published as an appen-
dix to the Navy's compilation of record system notices. . 

Written requests should contain full name, Social Security 
Number, military status, approximate date of contad with system (if 
known). 

Contest_ing record procedures: 
The ·Department of the Navy rules for accessing records ·and 

contesting contents and appealing initial determinations by the indi­
vidual concerned are published in Secretary of the Navy Instruction 
5211.5; 32 CFR part 701; or may be obtained from the system 
manager. 

Record source categories: 
Military personnel system, medical records, investigative records, 

personal interviews, personal observations reported by persons wit­
nessing or knowing of incidents. 

Exemptions claimed for the system: 
None. 

N05801-1 
System name: 

Legal Services Management Information System. 
System location: 
Typically maintained at Naval Legal Service Offices, the Naval 

Legal Service Branch Offices, and any command with a legal assist­
ance office. 

Categories of individuals covered by the system: 
Servicemembers who are pending courts-martial. Authorized mili­

tary and ·civilian personnel and dependents who have sought legal 
assistance, advice or counseling or other representational services 
from Naval Legal Service Offices or Detachments and any command 
with a legal assistance office. 

Categories of records in the system: 

(I) Legal Assistance Card Files. Legal assistance card files typical­
ly contain client identification inforqtation, e.g., name, address, duty 
station, telephone numbers, etc., client descriptio!) of legal problem, 
attorney classification of problem, and attorney time expended. 

(2) Case Analysis and Tracking System (CATS): CATS records 
contain identification information about the individual l:!eing courts­
martialed such as name; rank/rate; service number; organizational 
information, such as Convening Authority and Supervisory Author­
ity; information relevant to internal management of the Legal Service 
Office, such as dates of receipt, docketing, trial, and transcript com­
pletion; identities of counsel and military judge; information on the 
ccharges .of which convicted, if any, sentence adjudged; and other 
ipformation describing overall case management and processing. 

(3) Legal Assistance and Personal Representation Client Records: 
File contains ID information about the individual seeking legal 
advice such as name, address, duty station, telephone number, type of 
assistance requested, results of any hearing involved, and attorney 
time expended. 

Authority for maintenance of the system: 
5 U.S:C. -301; Manual of the Judge Advocate·General; 44 U.S.C. 

3101. ' 

Purpose(s): 
Attorneys and clerical personnel directly involved .in processing 

courts-martials, and rendering legal assistance and advice· within the 
Naval Legal Service Offices and · Detachments and legal assistance 
offices established within the Department of the Navy. Data will be 
used for the internal managemen.t of the Naval Legal Service Offices 
and legal assistance offices such as court scheduling and counsel 
assignment information, and generating monthly workload productiv­
ity and stati~tical reports_. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy·'s compilation apply to this system. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Pre-printed cards . stored in file cabinets; case files are stored on 

magnetic disk. Reports extracted frqm this data may be stored tem­
porarily in paper files. 

Retrievability: 
Card files maintained by the legal assistance offices are retrieved 

by name of client. Case files maintained by the Naval Legal Service 
Offices are retrieved by an internal case number and secondarily, by 
name of individual. · 

Safeguards: 
Manual records/cards are maintained in file cabinets or other stor­

age devices under the control of authorized personnel during work­
ing hours; the office space in which ·the file cabinets and storage 
devices are located is locked outside of official working hours. 

Data disks are secured in areas accessible only by authorized 
personnel. Additionally, data disks are unreadable without the pro­
gram disks, as an added security precaution. 

Retention and disposal: 
Rec01:ds are retained for two years after completion of the case, 

then destroyed. 
System manager(s) and address: 
Assistant Judge Advocate General (Civil Law), Office of the 

Judge Advocate General, Department of the Navy, 200 Stovall 
Street, Alexandria, Virginia 22332, for legal assistance card files. 

Deputy ·Assistant Commander, Naval Legal Service Command 
(Management and Plans), 200 Stovall Street, Alexandria, Virginia 
22332, for case files. 

Notification procedure: 
Information may be obtained by written request which adequately 

identifies the. system of records and the individual about whom the 
r~cord is kept (i.e. full name, etc.);· the written request must be signed 
by the requesting indiyidual. 

Record access procedures: 
Requests from individuals should be addressed to the system· man­

ager. Written requests for access should contain the full name of the 
individual, current address and telephone number,. and the serial code 
of any prior .. correspondence received from this office pertaining to 
the ·request. For personal ·visits, the individual should. be able to 
provide some acceptable identification,_ e.g., driver's license, etc., and 
give so111e verbal information that co.uld be verified in the file. 
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Contesting record procedures: 
The agency's rules for' contesting' contents and ·appealing initial 

determinations may be obtained from·the system manager. 
Record ·source categories: · · 
·Basic informa~ion contained in the card files is provided by the 

client. B~sic information contained in the courts-martial files ~is pro­
vided by the Conv~ning Authority for the courts-martial, the . attor­
neys and military judge assigned to the case, and administrative 
personnel assigned: to the Naval Legal Service Office. Information 
regarding the ultimate disposition of. the matter. is provided by the 
attoJ'lley rendering the service. . . . , 

Exemptions cl~ed for the .system: : 
None.' 

.. N05802-1 
System ruime: ., :: 

Fiduciary Affairs Records. 
System location: "ll ' · 

Office of the•Judge· Advocate GeneraC(Code 12), 'Department of 
the Navy, 200 Stovall Street, Alexandria, VA 22332-2400. 

Categories of individuals covered by the system: 
, AU active duty, fleet reserve, and retired members of the Navy 

and Marine Corps who have been medically determined to be men· 
tally incapable· of managing their financial affairs, their appointed or 
prospective trustees, and members' next-of-kin. · 

Categories of rec~rd.S in the system: . 
The system contains proceedings of medical .boards; documentation 

. indicating the origin· of the mental incapability, 'the name(s) and 
address(es) of the individ~al's next-of-kin, the disabjlity retirement 
index;:· a. copy of the interview(s) of 'prospective trustee(s), the ap­
pointment of the approved trustee, ·authority to pay the individual's 
retirement pay to the approved trustee, the instruction of duties and 
responsibilities to the trustee, annual· trustee accounting reports, copy 
pf the trustee's surety bond,. a copy of the affidavit. executed by the 
trustee··to obtain the surety· bond, miscellaneous correspondence relat­
ing to the trustee's duties and responsibilities, annual approvals of the 
trustee account, discharge(s) of trustee, release(s) of surety; periodic 
physical examinations, medical;•records ·and· related correspondence. 

AuthoritY for maintenance of the system: · · · 
5 U.S.C. 301, Departmental Regulation; 31 U.s.c: 601.:..604; and 44 

u.s.c. 3101. 
Purpose(s): . : • · . 

· To provide non-judicial financial management of military pay and 
allowances payable to active duty; fleet reserve, and retired· Navy 
and Marine Corps members for the period during which they are 
medically determined to be mentally incapable of managing their 
financial affairs. · . . . · . . -, . 

Routine uses of records maintained in 'the system, including ·catego-
ries of users and the purposes .of such uses:· · 

To officials of the Department- of Justice when there is reason to 
suspect financial· mismanagement and no satisfactory settlement with 
the surety can be reach~d. ' . · · · 

To officials and employees of the Veterans Administration in con­
nection with programs administered by that agency. 

The "Blanket Routine Uses" that, appear at the beginning of the 
Department of the Navy's compilation of systems notices apply to 
this system. 

Policies and practices for storing, retrieving. acce&sing, retaining, and 
disposing of·records in the system:· · 

s~orage: ,, ·l , · . . 

.Paper records in file folders stored. in file cabinets or other.storage 
devices. 

Retrievability: 
By name of the member. 
Safeguards: 
Files are· maintained ·in file cabinets· and ·other storage devices 

under the control of authorized personnel· during working hours; the 
office space in which the file cabinets and storage devices andocated 
is locked outside official working hours. · 
. . Retention and disposal: 

. Jridefinitely; however, after the death of a member, his/her files 
are transferred to the Federal Records Center, Suitland, MD 20409. 
In addition, ,Fiduciary Affairs files that have been Closed for a period 
of five years are: transferred to the Federal. Records"Center, Suitland, 
Maryland. . · 

System manager(s) and address:· ·' 

· Assistant Judge· Ad~ocate Generai (Ciyil Law), Office of the 
Judge Advocate General, 200 Stovall Street, Alexandria, VA 22332-
2400. . 

Notification procedure: 
Individuals seeking to determine whether this system of records 

co.ntains tinform~tion about ti,f!m~lves should address written inquir­
ies to the Assistant Judge Advocate General (Civil.Law), Office of 
the Judge. Advoca~e General, 200 Stovall Street, Alexandria, VA 
22332.:..2400:. The request should contain the full name of the ,individ-
ual concerned' and should be signed. · . . . 

, Record. access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries to the Assist­
ant Judge Advocate General (Civil Law), Office of the Judge Advo­
cate General, 200 Stovall Street, Alexandria, VA 22332-2400. The 
request should contain the full name of the individual concerned and 
should be signed. · · 

Contesting record procedures: 
·The Department of the ·Navy rules for accessjng records and 

contesting contents and appealing _initial determinations by the indi­
vidual concerned ·are published in Secretary of the Navy Instruction 
5211.5; 32 CPR 'part 701; or may be obtained. from the' system 
manager. 

Record source categories: . 
Components within the Department of .the Navy, medical doctors, 

approved trustees, prospective trustees,' surety companies, and the 
Veterans Administration. ,J · 

Exemptions claimed for the system: 
None. 

NOS8t0-t 
System name: 

Article 138 Complaint of Wrong~. 
· ·syste~ .location: · i 

1. Office of the Judge Advocate General' (Code ·13), Department of 
the Navy, .200 Stovall St., Alexandria, Va. 22332. Complaints, three 
years old or older, are stored at the Federal Records Center, Suit­
land, Maryland 20409. 
· Qltegories of individuals covered by the system: 

Active duty Navy and Marine Corps pe'rsonn~l who haye submit­
ted complaints of wrong pursuant to Article 138; UCMJ, which have 
been forwarded .to the Secretary of the Navy fQr final review of the 
complaint and the proceedings had thereon. 
, , Categori~ of records in tbe system: . 

The .complaint an'd all proceedings had thereon .. 
Authority for maintenance of the system: 
Article 138, Uniform Code of Military Justice, (10 U.S.C. 938). 

. Purpose(s): · ; · 
Used by JAG as a wo~king file to review. and make r~commenda­

tions to the Secr~tary of ~he Navy on Art,i~le 138 complaints. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: . 
. The Blanket Routine Uses that. appear at the beginning of the 
Department of the Navy's compilation apply·to this system. 

Policies and practices for storing, retrievin& accessing. retaining, and 
disposing of records in the system: 

Storage: 
File folders. 
Retrievability: 
Files are kept in alphabetical order according to last name of .the 

individual concerned. 
Safeguards: 
Files are maintained in -file cabinets · and other storage devices 

under control of authorized personnel during working hours; the 
office spaces in which the file cabinets and storage devices are 
located is locked outsid(! office workin_g hours . 

Retention and disposal: 
Complaints are maintained in office· for three years and then for­

warded to the Federal Records Center, Suitland, Maryland 20409 for 
storage. 

System manager(s) and address: 
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Assistant Judge Advocate General (Civil Law), Office of the 
Judge Advocate_. General, Department of the Navy, 200 Stovall St., 
Alexandria, Va. 22332. 

Notification procedure: 
!~formation may be. obtained from the Deputy Assistant Judge 

Advocate General (Administrative Law), Office of the Judge Advo­
cate General, Department of the Navy, 200 Stovall St., Alexandria, 
Va. 22332. Information may be obtained by written requesi. to the 
Judge Advocate General stating full name and the approximate date 
the complaint was submitted for review if known. Written requests 
must be signed by the requesting individual. Personal visits may be 
made to the Administrative Law Division, Office of the Judge Advo­
cate General, Room 9N03, Hoffman Bldg II, 200 Stovall St, Alexan­
dria, Va. 22332. Individuals making such visits should be able to 
provide some acceptable identification, e.g. armed forces identifica­
tion card, driver's license, etc; 

Record access procedures: 
The agency's rules for access to records may be obtained from the 

system manager. 
Contesting record procedures: 
The agency's rules for contesting contents· and appealing initial 

determinations by the individual concerned may be obtained from the 
·system m_anager. · 

Record source categories: 
The records are comprised of the following source materials: '(1) 

Complaint of wrongs; (2) results of . examination into complaint of 
wrongs by the general. court-martial authority; and (3) final review 
action by the Secretary of the Navy. . 

Exemptions claimed for the system: . · 
None. 

N05810-2 
System name: 

Military Justice Correspondence File. 
System location: · 
Office of the Judge·Advocate General (Code 20), Department of 

the Navy, 200 Stovall St., Alexandria, VA 22332-2400. . 
Categories of individuals covered by the system: 
Active duty, retired, arid discharged Navy and Marine Corps per­

sonnel who were the subject of military justice proceedings. 
Categories of records in the system: 
File contains copies of correspondence and background material to 

answer inquiries regarding Navy and Marine Corps ·personnel who 
were the subject of military justice proceedings. 

Authority for maintenance of the system: 
5. U.S.C. 301, Departniental Regulations. 
Purpose(s): 
To provide a record of individual inquiries and JAG responses 

concerning military justice related matters for reference purposes. 
Routine uses of records maintained in the system, inCluding Ca.tego· 

ries of u~ers and the purposes of such uses: 
The "Blanket Routine Uses" that appear at the beginning of the 

Department of the Navy's compilation of system notices apply to this 
system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · · 

Storage: 
File folders. 
Retrievability: . 
Correspondence is kept in alphabetical order according to the last 

name of the individual who is the subject of the correspondence. 
Safeguards: 
Files are maintained in file cabinets and other storage devices 

under the control of authorized personnel during working hours; the 
office space in which the file cabinets and storage devices are located 
is locked outside official working hours. 

Retention and disposal: 
Records are maintained in office for two years and then forwarded 

to the Federal Records. Center, Suitland, MD 20409 for storage. 
System manager(s) and address: 
Assistant Judge Advocate General (Military Law), Office of the 

Judge Advocate General, Department of the Navy, 200 Stovall St., 
Alexandria, VA 22332-2400. 

Notification procedure: 

Individuals seeking to determine whether this system of records 
contains information about themselves should address written inquir­
ies to the Deputy Assistant Judge. Advocate General (Military Jus­
tice), Office of the Judge Advocate General, Department of the 
Navy, 200 Stovall St., Alexandria, VA 22332-2400. The request 
should contain full name and address of the individual concerned and 
should be signed. ' · · . · 

Personal visits may be made to the Military Justice Division, 
Office of the Judge Advocate General, Room 9S09, Hoffman Bldg 
II, Stov.all St., Alexandria, VA 22332-2400. Individuals making such 
visits should . be able to provide some acceptable identification, e.g. 
Armed Forces' iden~ification card, driver's license, etc. 

Record access procedures: 
Individuals seeking .access to records about themselves contained in 

this system of records should address written inquiries to the Deputy 
Assistant Judge Advocate General (Military Justice), Office of the. 
Judge Advocate General; Department of the Navy, 200 Stovall St., 
Alexandria; VA 22332-2400. · 

Contesting record procedures: 
The Department of the Navy rules for accessing records and 

contesting contents and appealing determinations by the individual 
concerned are published in Secretary of the Navy Instruction 5211.5; 
32 CPR part 7Ql; or may be oQtained fro~ the system manager. 

Record source categories: 
Records of trial and correspondence from commands and agencies 

involved in the matter which is the subject of the ·correspondence. 
Exemptions claimed for the system: 
None. 

N05810~3 

System name: 
Appellate Case Tracking System (ACTS). 
System location: · 
Administrative Support Division, Navy and Marine Corps Appel­

late Review Activity, Office of the Judge Advocate General, Depart­
ment of the Navy, Washington Navy ·Yard, Building 111, Washing­
ton, DC 20374-2001. 

Categories of individuals covered by the system: 
All individuals who have their appellate case reviewed by the 

Navy-Marine Corps Court of-Military Review and/or the Court of 
Military Appeals. 

Categories of records in the system: 
Navy appellate case records; additional Navy appellate case infor~ 

mation records; and historical Navy appellate case records. Files 
contain personal information such as name, rank, social security 
number, etc., and specific information with regard to the Navy appel­
late cases. 

Authority for maintenance of the system: 
10 U.S.C. 866, 867; 5 U.S.C. 301, and E.O. 9397. 
Purpose(s): 
To track the status of courts-martial cases appealed to the Navy­

Marine Corps Court of Military Review and Court of Military Ap­
peals. The system will also be used. by the officials and employees of 
the Department of the Navy to provide management and statistical 
information to governmental, public, and private organizations, and 
individuals. 

·Routine uses of records maintained in the system, including catego· 
ries of users and the purposes. of such uses: 

The "Blanket Routine Uses" that appear at 'the beginning -of the 
Department of the Navy's compilation of systems notices apply to 
this system. 

Policies and practices for storing,· retrieving, accessing, retaining, and 
disposiftg of records in the system: 

Storage: 
Records are maintained on magnetic disk, magnetic tape, and on 

hard copy f<?rms. 
Reirievability: 
ACTS users obtain information by means of a query or a request 

for. a standard report. Data may be indexed by any data item al­
though ·the , primary search keys are the· name, Social Security 
Number, 9r the Navy-Marine Corps Court of Military Review' 
docket number. 

Safeguards: 
Access to building. is protected by uniformed guards requmng 

positive identification for admission. after hours. The system is pr:o-
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tected by the following software features: User account number and 
password sign-on, data base access' authority, data set authority for 
add tind delete, and data item authority ~or list and update.. · 
. Retention and disposal: . · · 

An individual's record is retained on disk and will be available for 
on-line access for twenty-five years after the close of th~ individual's 
case. The record. will be purged to magnetic tape after twenty-five 
years. and will be t,ltilized .in· a batch processing mode. 

System manager(s) and address: 
Assistant Judge Advocate· _General' (Military. Law), Offtc~ of ·the 

Judge Advocate General, Department of the Navy, "200' Stovall St., 
Alexandria, VA 22332-2400. 

Notification procedure: 
Individuals Sefi!king to' determine wh~ther this system ,of records 

contains informatiqn about. themselves should address writ"t~n inquir­
ies to the Deputy Assistant Judge Advocate General, Administrative· 
Support Division, Navy and Marine Corps Appt;llate Rev~ew Activi­
ty, Office of the Judge Advocate General, Department of the Navy, 
Washington Navy Yard, Building ·111, Washington, DC 20374:-2001. 
The request should contain full name, social security number, and 
address of the individual concerned ana should be signed. · 

Personal visits may be made to the Administrative Support Divi­
sion, Office of the Judge Advocate General, Washington Navy Yard, 
Building Ill, Washington,,DC 20374-2001. Individua.Is making such 
visits sho1:1ld' be .able to ·provide some acceptable identification, e.g., 
Armed Forces' ID card, driver's license, etc. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries to the Deputy 
Assistant Judge Advocate General, Administrative Support Division;. 
Navy and Marine Corps Appellate Review Authority,_Office of the 
Judge Advocate General, Department of the Navy, .. Wash~ngton 
Navy Yard, Building.lll, Washington •. PC 20374-2001. ·, _. · 

.Contesting recorcJ proced.i.tres: ... 
The Departrnen,t of the Na~y tules for accessing records and 

contesting contents and appealing initial determinations by the indi­
vidual concerned are published in Secretary of the Navy Instruction 
5211.5; 32 CFR part. 701; or may be obtained from the system 
manage~.· · , · 

Record source categories: 
Information in this system comes. from the individual's record of 

trial and supporting documents. .. · · 
~!'emptions _Ciai~ed for the system: 
None. 

System name: 
Ethics File. 
System location: 

N05813-t 

Office of the Judge Advocate .G_enenll (Code 01),, Qepartment of 
the Navy, 200 S_tovall. Street, Alexandria, VA 22~32-2400. 

Categories of individuals covered by the system: 
Civilian and military lawyers certified by the Judge Advocate 

Generar of the Navy: (l) Under the article 27(b) of 'the Uniform 
Code of Military Justice (UCMJ); or (2) as legal assistance attorneys; 
and (3) whose professional or personal conduct has~been: brought into 
question under JAGINST 5803. L Attorneys not certified under· arti­
cle 27(b), UCMJ or as legal asssitance attorneys but who practice 
under. the supervision ·of the Judge Advocate General of the· Navy 
are also included in the system. 

Categories of records in the system: 
Reports of investigation, correspondence, and court papers relating 

to the complaint brought against attorneys. 
Authority for maintenance ofthe system:· 
Manual of the Judge Advocate General, Section 0165, 5 U.S.C · 

301, Departmental Regulations; and JAGINST 5803.1. · 
Purpose(s): ·· · 

·To ·record the disposition of 'ethics complaints, to provide a record' 
,of individual lawyers who are not authorized to practice as legal 
assistance attonieys, before courts-martial, in other proceedings under 
the UCMJ, or in administrative proceedings, and to document ethics 
violations and corrective action taken. 

. Routine uses Of records maintained in the system, including catego-
ries of users and the purposes of such uses: · · · 

The. 1"Blan~et Routine Uses" . that appear .at the beginning of the 
Department of the ·Navy's compilation of systems :·notices. apply to 
this system. · · 

Policies and practices for storing, retrie-ying, accessing, retaining, and 
disposing of records in the system: · · · 

Storage: 
File. folders. 

: Retrievability: 
· Files are kept in alphabetical· order according to the last. name of 

the attorney concerned. '. . . . 
·safeguards': 

• 1 

Files are. maintained . in file cabine!s · and other storage devices 
under. thel.control o( authorizec;t--perso"'nel during working hours; the 
office space in which the file cabinets and ~torage device.s are .located 
is locked outside official working hours. 

Retention and disposal: . 
Records are maint~ined. ·in office for two year~ and then forwarded 

to the Federal Records Center, Suitland, ·MD 20409 for storage. 
System manager(s). and address: , 
Assistant . Judge Advocate • General (Civil Law), O'rfice of the 

Jl,ldge Advocate General, Department of the Navy,. 200. Stovall 
Street, Alexandria, VA 22332-2400. 

Notification procedur~: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir­
ies to the Deputy Assistant Judge Advocate General (Civil Law), 
Office of the Judge Advocate General, pepartment of the Navy, 200 
Stovall Street, Alexandria, VA 22332-2400. 

The written request should include the full name of the individual 
concerned and must be signed. Personal visits may be made to the 
assistant Judge Advocate General (Civil Law), Office of the Ju.dge . 
Advocate General, room 9N21, Hoffman Building II, 200 Stovall 
Street, Alexandria, VA 22332-2400, during normal working hours; 
Monday through Friday, 8 a.m. to 4:30 p.m. Individuals making such 
visits should be able to provide so-me acceptable identification, e.g., 
Armed Forces identification card, driver's license; etc. 

Record access procedures: 
Individuals seeking.·access to records about themselves should ad~ 

dress written· inquiries to the Deputy Assistant Judge Advocate Gen­
eral (Civil Law), Office of the Judge Advocate ·General, Department 
of the. Navy, 200. Stovall Street, Alexandria, VA 22332-2400. The 
wrjtten 'request should inchide the full name of the individual con­
cerned and must be signed. 

Personal visits may be made to the Assistant Judge Advocate 
General (Civil Law), Office of the Judge Advocate General, Room 
9N21, Hoffman Building II,· 200 Stovall Street, Alexandria, VA 
22332-2400, during normal working hours; Monday through Friday 8 
a.m. to 4:30. p.m. Individuals making such visits should. be able to 
provide some acceptable identification, e.g., Arm.ed Forces identifica-
ti<?n card, driver's license, etc. · .. 

Contesting record procedures: 
The, DepartQ1ent of the Navy rules for co11testing contents and 

appealing,initial determinations by the individual concerned are pub­
lished in Secretary of the Navy Instruction· 5211.5; 32 CFR part 701; 
or may be obtained from th~ system manager. 

Record source categories: 
Correspondence from individuals, military judges, staff judge advo­

cates, and other military personnel; correspondence from _the Judge 
Advocate General of other branches of the Armed Forces; iilVestiga­
tive reports from Naval Investigative Service Command and other 
offices, correspondence from other military and civilian· authorities 
and copies of court papers. 

Exemptions claimed for the system: 
None. 

N05813-2 
System name: · · 

Courts-Martial Case Report. 
System location: . 
Chief, Navy-Marine Corps Trial · JudiCiary, Washington Navy 

Yard, Washington, DC 20374 
. :Categories of individuals ·covered by the system: 

All individuals having appeared before a special or general court­
martial within the preceding two fiscal years. · 

Categories of records in the system: 
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The recording.of the Article violation of the UCMJ, the plea, the 
finding, the sentence and other related. information concerning the 
triaL ·· 

Authority for mainten~iice of the system: . 
5 USC 301, Departmental Regulations. 
Purpose(s): 
To formulate status reports for the JAG. 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of such uses:· · 
The Blanket Routine Uses that appear at the beginning of the 

Department of the Navy's compilation apply to this system. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 

. Stored in file folders by circuit and fiscal year. 
Retrievabilit}r: · 
By name or case number. 
Safeguards: 
Personnel screening, visitor control. 
Retention and disposal: 
Two fiseal years, They are not moved to 'Record Centers but are 

disposed of after two fiscal years in the same manner as all other 
unclassified material, i.e., general destruction. 

System manager(s) and address: 
Circuit Military Judge. 
ATLANTIC Judicial Circuit 
Navy-Marine Corps Trial Judiciary 
Washington Navy Yard · 
Washington, DC 20374 
Notification procedures: 
Write to address listed under SYSMANAGER. Provide full name, 

branch of service,· military status, where stationed when tried, and 
when tried; 

Record access procedures: 
The agency's rules for access to records may be obtained from the 

system manager · 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial · 

determinations by the individual concerned may be obtained from the 
system manager. ' ·· 

Record sou~ce categories: 
Military Judge of respective individual~s court-martial. 
Exemptions claimed for the system: 
None,. · 

N05813-3 
System name: 

Records of Trial of General Courts-Martial. 
System location: . 
Navy and Marine Corps Appellate Review Activity: Office of the 

Judge .Advocate General, Department ·of the Navy, Washington 
Navy Yard, Building Ill; Washington DC 20374-2001. · 

Categories of individuals covered by the system: 
Active duty Navy and Marine Corps personnel tried by geneniJ 

courts-martial. 
Categories of records in the system: 
General courts-martial records of trial. 
Authority for mai.ntenance of the system:· 
10 U.S.C. 865 and 5 U.S.C. 301. 
Purpose(s): 
To complete appellate review as required under 10 u.s~c. '866, 

867, 869 and provide central repository accessible to the public who 
may request information . concerning the appellate review or want 
copies of individual public records. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" that appear. at the beginning. of. the 
Department of the Navy's compilation of systems notices apply to 
this system. · . · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 

File folders. 
Retrievability: 
Files are kept by Navy courts-martial number and each. case is 

cross-referenced by an index card which is filed in alphabetical order 
according to the last name of the individual concerned. 

Safeguards: . 
Files are maintained in. file cabinets under the control of authorized 

personnel during working hours; the office space 'in which the· file 
cabinets are located is locked outside official working hours. 

Retention and disposal: . 
Records are maintained in office for three years and then forward­

ed to the Federal Records Center in Suitland, MD for· storage. 
System manager(s) and address: 
Assistant Judge Advocate General· (Military Law), Office of the 

Judge Advocate General, Department of the Navy, 200 Stovall St., 
Alexandria, VA 22332-2~. 

Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves· should address written inquir~ 
ies to the Deputy Assistant Judge Advocate General, Navy and 
Marine Corps Appellate Review Activity, Office of the Judge Advo­
cate General, Department of the Navy, Washington Navy Yard, 
Building 111, Washington, DC 20374-2001. The request should con­
tain full name and address of the individual concerned· and should be 
signed. . · . 

Personal visits may be. made to the Administrative Support Divi­
sion, Office of the Judge Advocate General, Washington Navy Yard, 
Building 111, Washington, DC 20374-2001. Individuals making such 
visits should be able to provide acceptable identification, e.g. Armed 
Forces' identification card, driver's license, etc. 

Record .access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries to the Deputy 
Assistant Judge· Advocate General, Navy and Marine Cprps Appel­
late Review Activity, Office of the Judge Advocate General; Depart­
ment of the N~vy, Washington Navy Yard, Building 111, Washing-
ton, DC 20374-2001. · 

Contesting record procedures: · 
The Department of the Navy rules for accessing records and 

contesting contents anq appealing initial determinations by the indi­
vidual concerned are published in Secretary of the Navy Instruction 
521 1.5;·. 32 CPR part 701; or may be obtained from the system 
manager. · 

Record source categories:. 
Proceedings by a general courts-martial. 
Exemptions claimed for the system: 
None. 

N05814·1 
System name: ,. 

Summary Courts-Martial and Non-Bad Conduct Discharge Courts-
Martial--Navy and Marine Corps. · 

System location: 
Records are retained for two years after final .action by appropriate 

officers having supervisory authority over shore activities. Records 
are retained for three months after final action by, appropriate officers 
having supervisory authority over fleet activities, including Fleet Air 
Wings and Fleet Marine ~orces. After the two years or three month 
retention period, as appropriate, the records are transferred to the 
National Personnel Records Center, GSA (Military Personnel 
Records), 9700 Page Boulevar9, St. Louis, Missouri 63132. · 

Categories of indivi~uals ~overed by th~ system: 
Navy and Marine Corps enlisted personnel tried. by· summary 

court-martial or by special court-martial which did not result in a bad 
conduct discharge. 

Categories of records in the system: 
Summary court-martial and non-bad conduct discharge special 

court-martial records of trial. 
Authority for maintenance of the system: 
10 U.S;C .. 865, 5 U.S.C.' 301, and Executive .Order No. 11476 of 

June 19, 1969, as amended by Exeputive Order No. 11835 of J~nuary 
27, 1975, paragraph 94b ( ·manual for courts-martial, 1969 (rev.) ) 

Purpose(s): 
To complete appellate review as required under 10 U.S.C. 864(a) 

and provide central repository accessible to the public who' may 
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request information concerning the appellate review ar want copies 
of individual public records. · :- ,. , · 

Routine uses of records maintained in the system, including· catego· 
ries of users and the purposes of such uses:.. · 

The Blanket Routine Uses that appear at the beginning· of the ' 
Department of the Navy's compilation apply to this system. · · 

Polic-es ;~od pr .. ctices for storing, retrieving, a~cessing, retaining, and 
disposing of records in the system: · ·. , , . . · · 

Storage: . 
File folders. 
Retrievability: 
Type of court-m~rtial, aate, com'mand which convened ·the courf· 

martial, name of individual defendant, and command which complet-
ed the supervisory authority's actjon. . . , 

Safeguards: : 
Files are maintained in file cabinets and· other storage devices 

under the control of authorized personnel during working hours; the 
office space in which· th~ file cabinets ·and storage devices are l<~cated 
is locke~ outside' official working hours. . · , 

Retention and disposal: · 
Records are retained for 'two years after final action by officers 

having supervisory authority ·over · shore. activities, and for three 
months· by officers having supervisory authority over fleet a~tivities. 
At the termination of the appropriate retention period,· records are 
forwarded for storage to the National Personnel Reco~ds Center, 
GSA (Military Personnel Records), 9700 Page Boulevard, St.· Louis, 
Missouri 63137• Records are destroyed 15 years after fin!ll action has 

'been taken. ·· ·· 
System manager(s) and address:· · ' .. . 
Assistant Judge Advocate General (Military ~aw), Office: of the 

Judge Advocate General, Department of the Navy, 200 Stovall St., 
Alexandria, Va. 22332 and appropriate officers having supervisory 
authority over Naval activities .. 

Notification procedure: . 
II1formation may be obtained from the Deputy Assistant Judge 

Advocate General (Military Justice), Office of .the Judge Advocat~ 
General, Department of the Navy, 200 Stovall St., Alexandria, Va . 
. 22332, by written request including the full name of the individual 
concerned, the type of court-martial :(summary or special); the name 
of the command which held the court-martial, and the date· of the 
court-martial proceedings. Written requests must be sign·ed by the 
requesting individual.· Personal visits may be made to the Military 
Justice Division, Office of the Judge Advocate General, Room 9S09, 
Hoffman Bldg II, 200 Stovall St., Alexandria, Va., 22332. Individuals 
making such visits should be able to provide some acceptable identifi­
cation, e.g. armed forces · identifi<;a~ion cards, driye_r's · license, etc. 

Record access procedures: · . '· 
The agency's rules for access to records may be obtained from the 

system manager. 
Contesting record procedures: 
The agency's, rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
system manager. 
· ·Record source ca~egories: 

Proceedings of summary courts-martial and special. courts-martial 
which did nonesult in-a bad conduct discharge. · 

Exemptions claimed ;for the system: ; · 
' !'l'one. ·. · · 

NOS815-ll 
System name: 

Record of Trial of Special Courts-Martial Resulting in Bad Con-
duct Discharges or Concerning Officers. · 

System tocat'ion: 
Administrative Support Division, Navy and Marine Corps Appel­

late Review Activity, Office of the Judge Advocate General, Depart­
ment of the Navy, Washington Navy Yar:d, Building 111, Washing-
ton, DC 20374-2001. .. 

Categories of individuals covered by' the system: 
. Navy and Marine Corps personnel tried by special courts-martial 
and awarded a bad conduct discharge, and all Navy and Marine 
Corps commissioned officers tried oy special courts-martial. 

Categories of records in the system: 
. Special courts-martial which resulted in a bad.•conduct discharge, 

or. involving commissioned officers. · · 

Authority for maintenance· of the system: . . 
10 U.S.C. 865; 10 U.S.C. 866(b), 5 U.S.C. 301, Departmental Regu­

lations; and E.O. 11476 of June 19, 1969, as amended by E.O. 11835 
of January 27, 1975, paragraph 94b (manual for courts-martial, 1969 
(rev.)) · 

Purpose(s): 
To complete appellate review. as required under· 10 U:S.G; 866(b) 

ancl: provide· central repository accessible to the p~blic who may 
request information concerning the appellate review or want copies 
of individual public records. 

Routine uses of recor~ maintained in the system, including catego­
ries of users and the pur~es of such uses: · 

The "Blanket Routine . Uses" that. appear at the beginning. of the 
Department of the Navy's compilation of systems of records apply to 
this system. . . . . . 

Policies and practices for storing, retrieving, accessing; retaining, and 
disposing of records in the system: · 

Storage: 
File folders. 
Retrievability: 
Files are kept by ~avy courts-martial number arid each ~~e is 

cross-referenced ·by an index card which is filed in alphabetical order 
according to the last name of the individual concerned. . · 

Safeguards: ·' · · · . ' . . 

Files are maintained in file cabinets and other storage. devices 
under the control of authorized personnel during working hours; the 
office space in which the file cabinets and storage devices are located 
is locked outside official working hours. · 

Retention and disposal: 
Records are maintained in office for three years and then forward­

ed. to the Federal Records,Center, Suitland, MD 20409 for storage. 
System m~ager(s) and ad.,re,8s:. . . 
Assistant Judge Advocate General (Military Law), Of'Qce of the 

Judge Advocate General, Department of the Navy, 200 Stovall 
Street, Alexandria, VA 22332-2400. 

.Notification procedure: .: ' .. 
Individuals !;eeking to determine whether this system of r~cords 

contains information about themselves should address written inquir­
_ies to the Deputy Assistant Judge Advqcate General, Administrative 
·support Division, Navy and Marine Corps Appellate Review Activi­
ty, Office of the Judge Advocate General, Department of the Navy, 
Washington Navy Yard, Building 11 l, Washington, DC 20374-2001. 
The request should contain the full name and address.. · · 

Perspnal visits may be made to tpe Administrative ~upport Divi­
sion, Office of the Judge Advocate General, Washington Navy Yard, 
Building 111, .Washington, DC 20374-2001. Individuals making such 
visits should be able to provide some acceptable identification, e.g. 
Armed Forces' identification. card, driver's license, etc. 

Record access procedures: . : 
Individuals seeking access to records about them~lves· contained in 

this syst~m of recor~s should ad<;fress written inquiries to the Deputy 
Assistant Juage Advocate General, Administrative Support Diyision, 
'Navy and Marine' Corps Appellate Review Activity; Office Qf the 
Judge Advocate ·General, Department ·o( the Navy; Washington 
Navy Yard, Building 111, Washington, DC 20374-2001. 

Contesting record procedures£ 
The Department of the Navy rules for accessing records ·and 

contesting contents and appealing initial determinations by the 'indi­
vidual concerned are published in Secretary of the Navy Instruction 
5211.5, 32 CFR part 701, or may be obtained from the system 
manager. 

Record source categories: 
~pec:ial. courts-martial l'roceedings. 
Exemptions claimed for the system: 

·None. · ' 

NOS817-1 
System name: 

Courts-Martial Statistics. 
. System ·location: . , · 

Administrative Support Division (Code 40), Navy-Marine Corps 
Appellate Review Activity; Office of 'the Judge Advocate General, 
Building 111, Washington Navy Yard;. Washington, DC' 20374-111 J. 

Categories of individuals covered by the system: 
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Navy and Marine Corps personnel tried by general courts-martial 
and by special courts-martial ·when the special courts-martial sen-
tence, as finally approved, includes a punitive discharge; · 
· Categories of records in the system: . 

Courts-martial information on special courts-martial if sentence, as 
final~y approv~d, includes a P!-'nitive discharge and all general courts­
martia~ mclu~mg name •. Social Security Number, pleas, convening 
auth~:mty action, supervisory authority action, and Court of Military 
Review action. Information available from 1970 ~hrough 1986 only. 

Authority for maintenance of the system: . 
5 U.S.C. ~01, Departmental Regulations and E.0.'9397. 
Purpose(s): 
To collect statistical data on general. and bad conduct discharge 

special courts-martials. 
Routine uses of records maintained in the system, including catego~ 

ries of users and the purposes of such uses: · · 
To g~:>Vernmental, ·public and private organizations and individuals, 

as requued. 
The "Blanket Routine Uses" that appear at the beginning of the 

Department of the Navy's compilation of systems of records also 
apply to this system. · · · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: • 

Storage: 
On computer hard disc. 
Retrievability: ' 
Name, Social Security Number or Navy courts-martial number. 
Safeguards: 
Computer hard disc is located in office which is under obser~ation 

during working hours and is locked at night. The office·is located in 
a secure building which is guarded ~4 hours a day. Admission is 
allowed only to personnel on official business and authorized visitors. 
The computer is not accessible by telephone modem. · 

Retention and disposal: · 
Indefinite. 
System manager(s) and address: 
Assistant Judge Advocate General (Military Law), Office of the 

Judge Advocate General, Department of the Navy, 200 Stovall 
Street, Alexandria, VA 22332-2400. 

Notification procedui:"e: 
Individuals seeking to determine whether this system of records 

~ontains information a~out themselves should address written inquir­
Ies to the Deputy Assistant Judge Advocate General (Navy-Marine 
Corps Appellate Review ·Activity), Office of the Judge Advocate· 
General, Buildi~g Ill, Washington Navy Yard, Washington, DC 
2~374-111 I. Wntten requests must be signed by the requesting indi­
vidual. 

Pc:rsonal ~is~ts may be made to the Navy:.Marine Corps Appellate 
Review Activity, Office of the Judge Advocate General, Building 
Ill, Room 48, Washington Navy Yard, Washington, DC 20374-
111 1. Individuals must be able. to provide some acceptable identifica­
tion, e.g. Armed Forces identification card, driver's license, etc. 
· Record access ·procedures: 

Individuals seeking access to records about themselves in this 
system of records should address written inquiries to the Deputy 
Assi~tant Ju~~e Advocate General (Navy-Marine Corps Appellate 
Review A~tivlty), Office of the Ju~ge Advocate General, Building 
111, Washmgton Navy Yard, Washmgton, DC 20374-1111. Written 
requests must be signed by the requesting individual. . . 

P~rsonal ~is~ts may be made to the Navy-Marine Corps Appellate 
Review ActiVIty, Office of the Judge Advocate General, Building 
111, Room 48, Washington Navy Yard, Washington, DC 20374-
1111. Individuals-must be able to provide some acceptable identifica­
tion, e.g., Armed Forces identification card, driver's ·Jicense,' etc. 

Contesting record procedures: 
The Department of the Navy rules for .accessing records and 

contesting contents and appealing initial determinations by the indi­
vidual concerned are published in Secretary of the Navy Instruction 
5211.5, 32 CFR part 701, or may be obtained from the syste'm 
manager. 

Record source categories: 
Navy Judge Advocate General Form 5813/1. 
Exemptions claimed for the system: 
None. · 

NOS819-1 
System name: 

Article 69 Petitions. 
System location: . . 
Administrative Support Division, Navy and Marine Corps Appel-

late Review Activity, Office of the Judge Advocate General, Depart­
ment of the Navy, Washington Navy Yard, Building I l't, Washing­
ton, DC 20374-2001. 

Categories of individuals covered by the system: 
Navy and Marine Corps personnel who were tried by courts­

martial which were not reviewed by the Navy Court of Military 
Review and when such service member has petitioned the Judge 
Advocate General pursuant to Article 69, Uniform Code of Military 
Justice, for review. 

Categories of records in tbe system: 
. Files contain individual service member's petition together with all 

forwarding endorseme)Jts and copy of action taken by the Judge 
Advocate General with supporting memorandum. 

Authority for maintenance of the system: 
Article 69, Uniform Code of Military Justice (10 U.S.C. 869). 
Purpose(s): 

·To complete appellate review as required. under 10 U.S.C. 869(b) 
and to provide a central repository accessible to the public who tnay 
request information concerning the appellate review or want copies 
of individual public records. 
· Routine uses of records maintained in the system, including catego­

ries of users and the purposes of sucb uses: 
The "Blanket Routine Uses" that appear at the beginning of the 

Department of the Navy's compilation of systems of records apply to 
this system. · 

Policies and practices for storing, retrieving, accessing, retainingt and 
disposing of records in the system: 

Storage: · 
File folders. 
RetrievabilitY: 
Records are maintained in chronological calendar order with al­

phabetical cross-referencing system. 
Safeguards: 
Files are maintained in file cabinets and other storage devices 

under the control of authorized personnel during working hours; the 
office spaces in which the file cabinets and storage devices are 
located are locked outside official working hours. 

Retention and disposal: 
Records are maintained in office for three years and then forward· 

ed to the Federal Records Center, Suitland, MD 20409 for storage. 
· System m&nagei'(s) and address: 
Assistant Judge Advocate General (Military Law), Office of the 

Judge Advocate General, Department of· the Navy, 200 Stovall 
Street, Alexandria, VA 22332-2400. 

Notification procedure: 
Individuals seeking to determine whether this system of records 

~ontains information about themselves should address written inquir­
Ies to the Deputy Assistant Judge Advocate General, Administrative 
Support Division, Navy and Marine Corps Appellate Review Activi­
ty, Office of the Judge Advocate General, Department of the Navy, 
Washington Navy Yard, Building 111, Washington, D.C 20374-2001. 
The request should contain full. name arid address of the individual 
concerned and should be signed. . 
. Personal visits may be made to the Administrative Support Divi­

sion, Office of the Judge Advocate General, Washington Navy Yard, 
Building 111, Washingto)J, DC 20374-2001. Individuals making such 
visits should be able to provide some acceptable identification, e.g. 
Artned Forces' identification card, driver's license etc. · 

~ecord access procedures: 
Individuals seeking access to records about themselves contained in 

this. system of records should address written inquiries to the Deputy 
Assistant Judge Advocate General, Administrative Support Division, 
Navy and Marine Corps Appellate Review Authority, Office of the 
Judge Advocate· General, Department of the .Navy, Washington 
Navy Yard, Building 222, Washington, DC 20374-2001. · 

Contesting record procedures: 
The Department of the Navy rules for accessing records and 

contesting contents and appealing initial determinations by the indi­
vidual concerned are published in Secretary of the Navy Instruction 
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5211.5, 32 CFR part 701, or may be obtained from the system 
manager. 

Record source categories: 
. The records comprise of the following source material~: (l) · Peti­

tions for :elief, (2) forwarding endorsements thereon by petitioner's 
commandmg officer and convening/supervisor-y authorities of courts­
martial (above information is omitted if petitioner is former service 
member), and'(3) action of the Judge Advocate General on petition. 

Exemptions claimed for the system: 
None. 

I NOS819-2 
System name: 

Article 73 Petitions for New Trial. 
System location: 
Administrative Support Divi::;ion, Navy· and Marine Corps Appel­

hite Review Activity, Office of the Judge Advocate General, Depart­
ment of the Navy, Washington Navy Yard, Bu'ilding 111, Washing-
ton, DC 20374-2001: · 

Categories of individuals covered by the system: 
Navy. and Marine Corps personnel who submitted petitions for 

new trial to the Judge Advocate General within two years after 
approval oftheir courts-martial sentence by the convening authority 
but after their case had been reviewed by the Navy Court; of Military, 
Review· or Co.urt of Military Appeals," if appropriate. · · . , 

Categories of records in the system: · · · 
The petition. for new trial, the forwarding· endorsements if the 

petition was submitted via the chain of command, and the action. of 
the Judge Advocate General on the petition. 

Authority .for maintenance of the system: 
Article 73, Uniform Code of Military Justice, (10 U.S.C. 873). · 
Purpose(s): . 

To provide a record of individual petitions in order to answer 
inquiries from the individual concerned and to provide additional 
advice to commands involved when and if such petitions are granted. 

Routine uses of records maintained in the system, inCluding catf;!gO· 
ries of users and .the purposes of such uses: ... . 

The "Blanket Rou'tine Uses" that appear at the beginning of the 
Department of the Navy's compilation of systems of records apply to 
this system. . . · 

. Policies and practices. for sto~ing, retrieving, accessing, retaining, and 
disposing of records in· the system: · · · · 

Storage: · · · 
File folders. 
Retrievability: , 
Files. are. kept in alphabetical order according to the last name of 

the individual concerned. 
Safeguards:. 
F.i!e~· ar~ . maintained in file cabinets and other storage devices 

under the control of authorized personnel during working hours; the 
office space in which the file cabinets and storage devices are located 
is locked outside official w~rking hours. · 

Retention and disposal: 
Records ~re maintained 'in office for two years and then f~rwarded 

to the Federal Records Center, Suitland, MD 204p9 for storage. 
, System manager(s) and address: 
· 'Assis~ant Judge Advocate General (Military Law), Office of the 

Judge Advocate General, Department of the Navy, · 200 Stovall 
Street, Alexandria, VA 22332-2400. · ·· 

Notification procedure: 
Individuals seeking to determine wheth~r this system of records 

contains information about ,themselves should address written inquir­
ies to ihe Deputy Assistan~ Judge Ad~ocate General (Military Jus­
tice), Office of the Judge Advocate General, Department of the 
Navy, 200 Stovall Street, Alexandria, VA 22332-2400. The request 
should contain full name and address. · 

Personal visits may· be made to ·the· 'Military. Justice Division, 
Office of the Judge Advocate General, Room 9S09, .Hoffman Bldg 
II, 200 Stovall· Street, Alexandria, VA· 22332-2400. Individuals 
should have the following items of identification: Driver!s license or 
military identification card. · 

Record access procedures: 
Individuals seeking access to records.about them~elves contained in 

this system of records should address written inquiries to the -Deputy 
Assistant Judge Advocate General (Military Justice), Office of the 

Judge Advocate General, Department of the Navy, 200 Stovall 
Street, Alexandria, VA 22332-2400 .. 

Contesting record procedures:· 
The Department of the Navy rules for accessing. records and 

contesting' contents and appealing initial determinations by the indi­
vidual concerned are published in Sect:etary of the Navy Instruction 
5211.5,, 32 CFR part '701, or n:ay be obtained from the system 
manager. 

Record smir~e categories: 
The records are comprised of the following source materials: ( 1) 

Petitions for new trial; (2) for\.varding endorsements thereon by peti­
tioner's commanding officer and convening/supervisory . authorities 
of courts-martial (above information is omitted if petitioner is former 
service member); and (3) action of the Judge Adyocate Genera} .on 
petitions. 

Exemptions claimed for the system: . 
None. 

NOS819-3 
System name: 

Naval Clemency and Parole Bo~rd Files. 
Syst4i!m location: 
Naval Clemency and Parole Board, Ballston Tower 2, 801 North 

Randolph Street, Arlington, Va. 22203 
Categories of individuals covered by the system: 
Members or former members of the Navy or Marine Corps whose 

cases have been or are being considered by the Naval Clemency and 
Parole Board. · · · . · · · 

Categories of records in the system: 
'The file contains individual application~ for clemency or parole, 

reports and recommendations thereon· indicating progress in confine­
ment or while awaiting com,pletion of appellate r:eyiew· if not con­
fined; or on parole; correspondence between the 'indiyidual · or his 
counsel and the Naval Clemency arid Parole Board or other Navy 
offices; other correspondence concerning the case; the court-martial 
order and staff Judge Advocate's review; and a summarized· record 
of the proceedings of the Board. 

;\uthority for maintenance of the s_ystem: 
·to u.s.c. 874(a); .95Z~954. 
Purpose(s): 

··, 

The file is used in conjunction with periodic review of the mem­
ber's or former member's case to deter.mine whether or not clemency 
or parole is· warrant~d. The _file is referred to in answering inquiries 
from the member or . former member or their counsel. The file is 
referred to by·the Naval Discharge Review Board and the Bo.ard for 
Correction ·Of Naval Records in. conjunction with their subsequent 
review of applications ·from members or form.er members. The file is 
a!so used by counsel in connection with representation of members 
or former members before the Naval Clemency and· Parole Board. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses:· . · 

The Blanket Routine Uses that appear at the· begiiming of the 
Department of the Navy's compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing. of records· in the system: · · 

·Storage: 
. Paper r~~ords in file folders. 
Retrievability: ·. 
Folders are filed by name. and social ·security number or service 

number. 
Safeguards! . 
Files are k,ept within the Naval Clemency and Paro.le Board adm 

office. Access. office. Access during business hours is controlled by 
Board personnel. The office is locked at the close of t?usiness; the 
building in which the office is located employs security guards. 

Retention and disposal: · 
.Files are permanent. They are retained in the Naval Clemency and 

Parole Board's administrative· office until all portions of the sentenc:.e 
have been completed and the discharge has been executed. After that 
the folders are sent to Washington Natio~al Records Center, 4205 
Suitland Road, Suitland, MD. 20409 

System manager(s) and address: 
Director, Naval Council of Personnel Boards, Department of the 

Navy, 801 North Randolph Street, Arlington, Va. 22203 
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Notification procedure: 
Information may be obtained from the Naval Clemency and Parole 

Board, Room 905, Ballston Tower 2, 801 North Randolph Street, 
Arlington Va. 22203. 

Record access procedures: 
The agency's rules for access to records may be obtained from the 

system manager. 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
system manager. 

Record source categories: 
Information contained in ttle file is obtained from the member or 

former member or from those acting in their behalf, from confine­
ment facilities, from military commands and offices; from personnel 
service records and medical records, and from civilian law enforce­
ment agencies or individuals. 

Exemptions claimed for the system: 
Portions of this system may be exempt under 5 U.S.C. 552a U)(2) 

as applicable. For additional information contact the system manager. 

N05820-1 
System name: 

International Legal Hold Files. 
System location: 
U.S. Naval Legal Offices in a foreign country. 
Categories of individuals covered by the system: 
Military personnel, members of civilian component and their de­

pendents who have had criminal charges lodged against them in a 
foreign country. 

Categories of records in the system: 
Computerized summaries and card files containing copies of legal 

documents received and filed relative to the case, statements, affida­
. vits, handwritten notes, and other miscellaneous data about the par-
ticular case. 

Authority for maintenance of the system: 
5 usc 301. 
Purpose(s): 
Used by foreign civilian attorneys in representing the accused, by 

the accused's military advisor in seeking an expeditious settlement of 
the case; by supervisory personnel in the performance of their official 
duties when monitoring the legal hold status of the individuals in-
volved. · 

Routine uses of records maintained in the syste~. including .catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Records are maintained on magnetic tape, file folders .and file 

,cards. ' 
Retrievability: 
Files are retrieved by name and ssn. 
Safeguards: 

. Only personnel in International Law Department are authorized 
access. Building is kept locked when not occupied. 

Retention and disposal: · · 
For computerized and manual records-retain on tape until the final 

outcome of each case, whether it be by final adjudication or out of 
court settlement and then destroyed. 

System manager(s) and address: 
Commanding Officer or head of the organization in question. See 

directory of Department of the Navy mailing adaresses. 
Notification procedure: 
Requester can write to the system manager giving name; rate and· 

service number. Military ID or any· standard ID showing applicant's 
photo shall be sufficient for personal visits. 

Record access procedures: 
The Agency's rules for access to records may be obtained from the 

System tdanager. 
Contesting record procedures: 

The Agency's rules for contesting contents and appealing initial 
determinations by the individual concerned may be obtained from the 
System Manager. 

Record source categories: 
Foreign judicial system, ·accused, attorneys representing accused, 

military legal advisor, Provost Marshal's office, subject's command-
ing officer, witnesses, and the comJ>Iainant. · 

Exemptions claimed for the system: 
None. 

N05822-1 
System name: 

Yokusuka Prison Health and Comfort Items. 
System location: 
Commander Fleet Activities, FPO Seattle 98762 
Categories of individuals covered by the system: 
Individuals who ha've been imprisoned. under Japanese Law and 

jurisdiction for various offenses. 
Categories of records in the system: 
Record of request for, receipt of, and issues to of individuals 

imprisoned in ·Yokosuka Prison located in Yokosuka, Japan. 
Authority for maintenance of the system: 
5 USC 301, Departmental Regulations. 
Purpose(s): 
Used for billing armed services, other than Navy and Marine 

Corps, for items of health and . comfort issued to their p~rsonnel 
imprisoned. Billing is prepared in accordance with existing interserv­
ice support agreements (ISSAS). Additionally, file used to answer 
complaints in instances where prisoners contend they are not sup­
ported properly. 

Routine uses of records· maintained in the system, including catego-, 
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and . 
. disposing of.records in the system: · 

Storage: 
File folder. 
. Retrievability: 
Alphabetically by surname. New individual files instituted with 

arrival of individual in prison. Previous files retrieved to semi-active 
for one year and thereafter destroyed without report. 

Safeguards: 
Fil~s maintained in locked file cabinet in locked office. 
Retention and disposal: 
Destroyed without report after two years. 
System manager(s) and address: 
Commander Fleet Activities, FPO Seattle 98762. 
Notification procedure: 
Requests from individuals should be addressed to the systems man­

ager listed above and provide, as a minimum, the following informa­
.tion: Rank/rate, full name, branch of service, and social security 
number. Files maintained in logistics with command and requesters 
may visit this office for review of their files during normal working 
hours. Proof of identification limited· Armed Forces Identification 
Cards or Passports. 

Record access procedures: 
The agency's ·rules for access to records may be obtained from the 

syl)tems manager. 
Contesting record procedures: 
The ·agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
systems manager. 

Record source categories: 
Prison officials. 
Exemptions claimed for the system: 
None. · 

N05830-1 
System name: 

JAG Manual Investigative Records. 
System location: 
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Office of the Judge Advocate Geilerai"(COde 21), Department of 
the Navy, 200 Stovall St, Alexandria, Va 22332 · ·: 

Categories of individuals covered by the system: '· ,' 
Any individual . who participated in; who was involved in, who 

incurred an injury, disease, or death in, ~ho was intoxicated (drugs 
or alcohol) during, before, or after, or who had an interest in any. 
accident, incident, transaction, or situation ·involving or affecting the 
Department' of the Navy, naval ·personnel, or any procedure, oper­
ation, material, or design involving the Department of the Navy. 

Categories of records in the system: 
The records contain all documented evidence relevant to. the item' 

under investigation, together ~ith . an investigating officer's report, 
which makes findings of fact and expresses opinions and recommen­
dations, the reviewing authority's actions which either approved or 
modified the investigaiing officer's report · or returned the entire 
record for further investigatiQp or remedial action to perfect the 
record, and, the results of hearings afforded persons who incurred 
injuries and diseases, to allow them to explain or rebut adver~e 
information in the record. The Judge Advpcate General's. corre­
spondence to locate and obtain required investigations is also includ­
ed in the record. Some records contain only a ·field command's 
explanation as to why investigation is not ·required, together with 
documents pertinent to this lack of requirement. Some records con­
tain only an accident, injury, .or death report, prepared for the De­
partment of the Navy by tlie Army, Air Force, Coast Guard, or 
other agency under reciprocal agreements, in situations where the 
Navy· or Marine Corps could not conduct the investigation; · · 

Authority for maintenance of the system: 
Requirement ·that enlisted .men make up time lost. due to miscon­

duct or abuse of alcohol or drug~, ( 10 U.S.C. 972(5) ); retirement or 
separation for physical disability (10 U.S.C. 1201-1421);, Executive 
Order 11476, Manual for Court-Martial, par. 133b; Uniform Code of 
Military Justice, 10 U.S.C. 815, 832, 869, 873, 935, 93§, ·and 938-940; 
Military Claims Act (10 U.S.C. 2733); Foreign Claims Act (10 U.S.C. 
3724, 2734a, '2734b); Emergency payment of claims (10 U.S.C. 2736); 
Non-scope claims (10 U.S.C. 2737); Duties of Secretary of the Navy 
(10 U.S.C. 5031); Duties of the Office of the Chief of Naval Oper­
ations (10 U.S.C. 5081-5082, 5085-5088); Duties of the Bureaus and 
Offices of the Department of the Navy and duties of the Judge 
Advocate General (10 U.S.C. 5131-5153); Duties of the Commandant 
of the Marine Corps (U.S.C. 5201); Reservist's disability and de11th · 
benefits (10 U.S.C. 6148); Requirement of exemplary conduct (10 
U.S.C. 5947); Promotion of accident and occupational safety by Sec­
retary of the Navy (10 U.S.C. 7205); Admiralty claims (10 U.S.C. 
7622-23); Public Vessels Act (46 U.S.C. 781-790);-Suits in Admiralty' 
Act (46 U.S.C. 741-752); Admiralty Extension Act (46 U.S.C. 740); 
Transportation Safety Act (49 U.S.C. 1901); Federal Tort Claims Act 
(28 U.S.C. 1346, 2671-2680); Financiat liability of accoun~bi¢ officers 
(31 U.S.C. 82, 89-92); Military Personnel and Civilian Employee's 
Claims Act of 1964, as amended (31' U.S.C. 240243); Federal Claim 
Collection Acts (31 U.S.C. 71-75, 951-953); Forfeiture of pay for time 
lost due to incapacitation caused by alcohol .or drug use (37 U.S.C. 
802); Eligibility for certain veterans benefits (38 U.S.C. 105); Postal 
claims (39 U.S.C. 712); Medical Care Recovery Act (42 u:s.c. 2651-
2653); General authority to maintain records (5 U.S.C. 301); Records 
manageme.nt by agency heads '(44 U.S.C. 3101). · 

Purpose(s): 
JAG Manual Investigative Records ;.re use~ inteqtalJy within the 

Department of t}le Na:vy as b~is for evalullting procedures oper­
ations, material, and designs with a view to improving the efficiency 
and safety of the Department of the Navy; determinations. cof)cerning 
status of personnel regarding disability benef1ts, ·entitlements to pay 
during periods of disability, severance pay,· retirement pay, in·creases 
of pay for longevity, survivors' benefits, and involuntary extensions 
of enlistments, dates of expiration of active obligated service and 
accrual of annual leave; determinations concerning relief of ~ccounta­
ble personnel from liability for losses of public funds or property; 
determinations pertaining to disciplinary or punitive action .and eval­
uation of petitions, grievances, and complaints; adjudict,ttion, pursuit, 
or defense of claims for or against the Government; and · public 
information releases. 

Routine uses of records maintained in the system~ including catego­
ries of users and the purposes of such uses: 

To officials and employees of the Veterans Administration for use 
in deterrninations concerning entitlements to veterans and survivors' 
benefits. 

To Servicemen's Group Life Insurance administrators for determi­
nations concerning payment of life insurance proceeds. · 

To the U.S. Government Accounting Office for purposes of deter­
minations concerning relief· of accountable personnel front liability 
for ·tosses of public funds and related fiscal.matters. 

To agents and authorized representatives of persons involved in 
the incident, for use in legal or administrative. matters. _ 
. To contractors for .use in connection with settlement, adjudication, 

or defense of claims by or against · the Government, arid for use in 
design and evaluation of products, services, and systems. 

To agencies of the Federal, State or local law enforcement authori­
ties, court .authorities, administrative authorities, ·and regulatory. au­
thorities, for use in -connection_ with civilian and· military criminal, 
civil, administrative, and reguUfrOry proceedings and actions. . 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation. also apply to this system. 

Policies and practices for storing, retrieving, access~n& retaining,· an .. 
disposing of records iD the_ system: · · 

Storage: 
Paper documents stapled together ('with real evidence, if· any, at­

tached) in paper file folders and stor¢ in metal file cabinets, on 
she~ves, a~d in .~rdboard boxes. · 

Retrievability: . 
Records are filed in calendar year groupings by surname of indi­

vidual, bureau number of aircraft; name of ship, hull number of 
unnamed watercraft, or vehicle number of Government · vehicles. 
Incidents are topically cross-referenced. · · ,. 

Safeguards: 
Files are maintained in file cabinets and other ·storage devices 

under the control of authorized personn~l during working hQurs; the 
office spaces in which .the file cabinets and storage devices are 
located are locked o:utside official working hou·rs. 

Retention and disposal: . . 
The records are retained permanently. All naval activities which 

prepare JAG Manual Investigative Records, ·Or which are intermedi­
ate addresses, typically retain .duplicate copies'1in local files for a two­
year period. 

System managerCs) alid addresS: 
•'. 

Assistant Judge Advocate G~neral (Civil Law) Office of the Judge 
Advocate General, Department of the Navy, 200 Stovall St., Alexan­
dria, Va. 22332 

l'j'otification procedure: . 
Information may be 6btained by written request t~ the system 

manager .. The request must contain the following: (a) An adequate 
description. of the individual ab9ut whom the record is retained (e.g., 
full name; date of birth, etc;); (b) the calendar year to be searched, 
and the approximate date of the incident which was the subject _of 
the investigation;· (c) a signed and notarized statement of the identity 
of the requester; (d) the present mailing address of the requester, 
including ZIP code; (e) the present day-time telephone number of the 
requester, including· area code; (f) the request must be signed by the 
individual. No telephone inquiries will be processed. . 

Record access procedures: 
Requests from individuals for aecess should be addressed to the 

system manager. The request must include a . signed and notari~l;.'!d 
statement of identity. Personal visits may be ·made to: Office of the 
Judge Advocate General (Code 21), Investigations Division, Room 
8S23, Hoffman Bldg II, 200 Stovall Street, Alexandria, Va 22332 

Contesting record procedures: 
The agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the system manager. 

Record source categories: 
Records of JAG Manual Investigations are compilations of. evi­

dence, information, and data ·concerning the circumstances of inci­
dents, accidents, events, transactions, and. situations, prepared by ad­
ministrative fact-finding bodies for utilization by proper authorities in 
making determinations, decisions, or evaluations relating to the mat­
ters under investigation. Records may_ ·con~in: (l) Testimony or 
statements of individuals who are parties to the investigations, wit­
nesses, and others having pertinent knowledge ·concerning matters 
under investigation; (2) documentary evidence,' ·typically including 
records and reports of military or Federal, State, or foreign, civilian 
law-enforcement investigative, judicial; or corrections • authorities; 
medical records and reports, investigations and accident and injury 
reports prepared by Federal, State, or foreign governmental agencies 
or other organizations or persons; court records a~d other public 
records; official logs and other official naval records; letters and 
correspondence; personnel, pay, and ··medical records; financial 
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records, receipts; and cost estimates; publications, and other pe~tinent 
documents and writings; (3) pertinent real evidence; and (4) pertinent 
demonstrative . I 

Exemptions claimed for the system: 
None. ·. 

System name: 
Private Relief Legislation. 
System location: 
Office of Legislative Affairs 
Department of the.Navy 
Pentagon, Room 5C83l 
Washington, DC 20350 . 

N05861·1 

Categories· of individuals covered by the system: 
. ·· Individuals concerning whom private legislation is introd~ced in 
the U.S. Congress. · · 

Categories of records in the system: 
Letters to Congressional Committees, expressing the views ·of the 

department concerning the legislation and records necessary to pre-
pare the letters. . · · 

· Authority for maintena~ce of the system: . · · 
5 U.S.C. 301; Departmental Regulations. 
Purpose(s): · · 

To prepare for Congress the position of the Department concern- . 
ing proposed legislation. . · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

. To members of Congress. to provide the Nav'y position on pro­
posed legislation. 

To officials and employees of ·the Office of Management., and 
Budget to clear the Navy position on proposed legislation. 

To other executive agencies who would have an intere~t in the 
Navy's position on the proposed legislation and/or the Navy's posi­
tion would impact'on that agency. 

The . Blanket Routine {,Jses that appear at the beginning of the 
Department of the Navy's compilation also apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and · 
disposing of records in the system: 

Storage: 
File folders. 
Retrievability: 
Name. 
Safeguards: 
Access generally limited to personnel of the Office of Legislative 

Affairs. Stored in. a locked. office. 
Retention and disposal: 
Ret~:~.ined for at least 6 .years or as long as the legislation is active if 

more than 6 years and then moved to Federal Records center, GSA 
Accession Section, Washington, DC 20409 

System manager(s) arid address: 
Chief of Legislative Affairs 
Department of the Navy 
Pentagon, Room 5C83l 
Washington, DC 20350 
Notification procedure: 
System manager; full name, term and· session .of Congress when bill 

introduced, bill number, sponSor of bill (if available); Office of Legis­
lative Affairs, Department of the Navy, Pentagon, Washington, DC 
driver's license or similar substitute. · 

'Record access procedures: 
The agency's rules for access to records may be obtained from the 

system manager. · 
Contesting record procedures: 
The agency's rules· for cJntesting contents and ·appealing ini"tial 

determinations by the individual concerned may be obtained from the 
system manager. · 

Record source categories: 
Member of Congress; individual about whom file is maintained and 

individuals from whom he solicits informatioQ; other Navy, Marine 
Corps, and DOD components; OMB; and ot}ler interested executive 
agencies. · · 

Exemptions claimed for the system: 
None. 

N05870-1 

System name: . 
Patent,· Invention, Trademark, Copyright and Royalty Files .. 
System location:· 
Office of Naval Rese~rcl;t, 800 North Quincy Street, Arlington, 

VA, 22217 
Categories of individuals covered by the system': · 
Inventors arid patent owners of inventions· in which Government 

has an interest or which Department of the Navy has evaluated; 
copyright' owners of works in which Government has an interest; 
and claimants or parties in administrative proceedings or litigation 
with the Government involving patents, copyrights or trademarks. 

Categories of records in the system: 
Invention disclosures; disposition of rights in inventions of Govern­

ment employees; patent applications and patented. files; patent li­
censes and assignments; patent secrecy orders; copyright licenses and 
assignments; patent and copyright royalty matters; ·administrative 
claims and litigation with the Government involving patent.s, copy­
rights and trademarks including private 'relief legislation involving 
these matters; and documents and correspondence relating to .the 
foregoing. 

Authority for maintenance of the system: 
10 usc 5151. . 
Purpose(s): 
Used by Navy patent pel"$onnel to determine rights of the ·Govern­

ment and employees in employee inventions; to file and prosecute 
patent applications; to publish invention disclosures for public infor­
mation and defensive purposes; to provide evidence and record of 
Government interest in or under patents or applications for patents; 
to provide evidence and record of patent and copyright licensing and 
assignment; to determine action or recommended action regarding 
disposition of claims or litigation; and to recommend Government 
employee incentive awards. Used by other Navy/Marine Corps com­
mands to determine Government interest in inventions; to. permit 
utilization of. inventions; and to support employee incentive awards. 

Routine uses ·of. records maintained in the system, including catego­
ries of users ·and the purposes of such u~: 

To officials and employees of the U.S. Patent and Trademark 
Office to determine respective rights of the Government and employ­
ee-inventors and to evidence legal interests in patent and copyright 
licenses and assignments; and for the prosecution of patent. applica-
tiooL . . 

To the ·Commissioner of Patents and Trademarks ·to administer 
Patent. Secrecy responsibilities. · 
. To the federal Council for Science and Technology as a source of 
statistical data for an annual report on Government patent policy. 

To appropriate foreign government offices for prosecution of 
patent applications. · · 

To officials and employees .of· the U.S. Copyright Office to evi­
dence legal interests "in patent and copyright licenses and assignments. 

To the National Technical Information Service for publication of 
inventions available for licensing; non-governmental personnel (in­
cluding contractors and prospective contraCtors) having an identified 
interest in particular inventions and Government rights therein, in 
infringement of particular patents or copyright, or in allowance of 
royalties on contracts. 

To the Congress in the form of reports on particular bills for 
private relief and reports of action on Congressional and constituent 
requests. ·. · 

To government agencies involvc::d in claims or litigation, including 
the Department of Justice, who have access to prosecute and defend 
cases. 

To all government agencies who. have access to license records. 
To parties involved in particular licensing arrangements who have 

access to specific files involved. 
The Blanket Routine ·Uses that ~:~.ppear at the beginning of the 

Department of the Navy's compilation also apply to . this system. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the ~ystem: 
Storage: 
Paper records in file folders and card files. 
RetrievabUity: 
Subject matter; Navy patent case number; name of inventor, pat­

entee, copyright owner, claimant or correspondent. 
Safeguards: 
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Main.tained in. safes and file cabinets in controlled spaces accessible 
only by authonzed personnel who are properly instructed in the 
permissible use of the information. · · 

Retention and disposal: · ' · 

Maintained indefinitely but records are transferred to Federal 
Records Center two years after completed action on case to which 
record relates. 

System manager(s) and ·address: 
Assistant-Chief for· Patents, Code 300, Office of Naval Research, 

Arlington, VA, 22217 · 
Notification procedure: ' 
Direct information requests to system manager. 
Record access procedures: 
The Agency's rules for access to records may be obtained from the 

system manager. · · ·. · · · · · · 
Contesthig reco~d procedur~: · 
The agency's. rules for contesting contents and appeati'ng . initial 

determinations by the individuat.concerned may be obt!lined from the 
system manager. · · 

Record source·categories: 
Information obtained from individual inventor, patent or copyright 

owner, claimant, licensor or licensee, or from U.S. Patent and Trade­
mark Office, or from U.S. Copyright Office. Information on Govern­
ment employee-inventors or copyright owners may be 'obtained from 
Government personnel records and from Government supervisors. 

Exemptions claimed for the system:. 
None. 

N05880-2.·:. 
System name: 

Admiralty Claims Files. 
System location~· . . 
Office of the Judg~ Advocate· Gener~l; Office of the Commandef­

in-Chief, United States Naval Forces, Europe; Office of the Com­
mander, Sjxth Fleet; ~nd the Federal. Records Center, Suitland, 
Maryland. : Local commands with which claims under the Public 
Vessels Act and the Suits in Admiralty Act are initially filed, typiCal­
ly reta~n copies of such claims ·and accompanying files. Official mail­
ing addresses of these locations• are included in. the Department of the 
Navy directory of mailing addresses. . · 

. Categories of individuals covered by the system: 
All individuals who have asserted claims or instituted suits under 

the Public Vessels Act and Suits in Admiralty Act against the De­
partment of the Navy in the name of· the United States and alJ 
individuals who have instituted suits against third parties· whp. have 
impleaded the Department of the Navy in the name of the United 
States. · · · · 

Categories of records in the system: · 
The files may contain claims filed,. correspondence, in'.(estigative 

reports, accident reports, medical and dental. records, x-rays, allied 
reports (such as local police investigations,. etc.), photographs, draw­
ings, legal meQloranda, opinions of experts, an(j court documents. 

Authority for maintenance of the system: 
Admiralty Claims Act (10 ·u.s.c. 7622); ~ U.S.C. 301; 44 U.S.C .. 

3101 
Purpose(s): 
Used in the administrative evaluation arid settlement of admiralty 

claims asserted against the Navy. 
Routine· uses of records maintained in• ;the system, including catego­

ries of users and the purposes of such uses: 
To officials and employees of the Department of Justice to defend 

civil maritime suits brought against the U.S. . 
The Blanket Routine Uses that appear at the beginning of the 

Department of the Navy's compilation also apply to this system. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: ·· 
Storage: · 
Paper records in file folders stored in file cabinets or other storage 

devices. 
Retrievability: 
Filed alphabetically by name of claimant. 
Safeguards: 
Files ·are maintained· in file cabinets or other storage devices under 

the control of authorized personnel during working hours; the office 

space in whicli. the file cabinets and storage devices·. are ·located is 
locked outside.of official working hours. 

Retention and disposal: . 
Records are retained in active files· until each claim is settled or 

litigation resulting therefrom has been concluded. Thereafter, the 
files are maintained within the office for two years and then retired 
to the Federal Records Center, Suitlimd, Maryland. 

System manager(s) and address: 
Assistant Judge Advocate General (Civil Law), Office of the 

Judge Advocate General, Department of the Navy, 200 Stovall St., 
Alexandria, Va. 22332. 

Notification procedure: 
Information may be obtained from the system mamiger. Requesting 

individuals should specify their full names. Visitors should be able to 
identify themselves by any commonly recognized evidence of identi­
ty.· Written requests must be signed by the ·requesting individual. 

Record access procedures: , 
Requests from individuals should be addressed to the system man­

ager. Written requests for access should· co~tain the full name of the 
individual, current address·ahd telephone number, and the serial code 
of any prior correspondence received from this office pertaining to 
the request. For personal visits, the -individual should be able to 
provide some acceptable identification, e.g.,.driver's license, etc., and 
give some verbal information that could be verified in the file. 

Contesting record procedures: 
The agency's rules for conteSting content~· 'and appealing initial 

det~rminations may be obtained from the system manager. 
Record source categories: 
The sources of information contain.ed in the ·files include the fol­

lowing: X-rays, medical and dental records from civilian and military 
doctprs and .medical facilities; investigative reports; witnesses; and 
correspondence from claimants and their representatives. 
Exemptio~ claimed for the system: 
None.· : 

N05890-i 
System name: 

Claims Information System. ·' . 
System location: 
Primary location: Office of the Judge Advocate General, Depart­

ment of the Navy, 200 Stovall St., Alexandria, VA 22332-2400." 
Secondary locations: Federal Tort Claims Files and Military 

Claims Files: Offices of the Commandants of the Naval Districts, 
Naval Legal Service Offices and Branch Offices, overseas commands 
with ~ Navy or . Marine Corps judge advocate attached, and the 
Federal Records Center, Suitland, MD. Local commands, with 
which claims under the Federal Tort Claims Act or Military Claims 
Act are initially filed, typically retain copies of such claims and 
accompanying files. 

Affirmative Claims Files: Offices of' the Commandants of the 
Naval Districts; Naval Legal Service Offices and Branch Offices of 
the Officers in Charge of U.S. Sending State Offices; overseas com­
mands a Navy or Marine Corps judge advoc;a,te attached; the Federal 
Records Center, Suitland, MD; and such other offices or officers as 
may be designated by the Judge Advocate G~neral. 

Foreign Claims Files: United States Sending State Office for Italy; 
United States Sending Office for Australia; Naval Missions (including 
the office of the naval section of military missions); Military Assist­
ance Advisory Groups (includ~~g .the Office of Chiefs, Naval Sec­
tion, Military Assistance Advisory Groups); Office of the Naval 
Advisory to Argentina; naval attaches; any. command which bas 
appointed a Foreign Claims· Commission; and, the Federal Records 
Center, Suitland, MD. Local commands, with which claims under 
the Foreign Claims Act are initially filed and which do not have or 
choose to appoint a Foreign ::claims Commission, typically ·retain 
copies of such claims and accompanying files. ·· 

Nonscope Claims Files: Naval Legal Service Offices and Branch 
Offices, ov~rseas commands with a Navy or Marine Corps judge 
advocate attached, and the Federal Records Center; .Suitland, MD. 
Local commands; with which claims under the "Nonscope" Claims 
Act are initially filed, typically retain copies of such claims and 
accompanying files. . ' 

Military and Civilian Employees'. Claims Files: .Naval Legal Serv­
ice Offices; Offices· of the Commandants of the .·Naval Districts; 
·Naval Legal ServiCe Branch Offices; the Federal Records Center, 
Suitland, MD; naval activities where there are officers specifically 
designated by the Judge Advocate General to. adjudicate personnel 
claims. 
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U.S. Postal Service Indemnity Claims Files: 'Federal Records 
Center, Suitl~nd, MD 2()409. · 

Categories of individuals covered by the system: 
All individuals who have filed claims against the' Department of 

the Navy .under the Federal Tort Claims Act, the Foreign Claims 
Act, Military· Claims Act, the "Nonscope" Claims Act, or Military 
and Civilian Employees' Claims Act. All individuals who have filed 
claims with the U.S. Postal Service for loss or damage to mailed 
matter, and which claims have been paid by the U.S. Postal Service 
and thereafter forwarded for reimbursement by the Department of 
the Navy pursuant to 39 U.S.C. 406, 2601. A_ll individuals against 
whom the Navy has claims sounding in tort, and all individuals who 
are in the military or are dependants of military members and have 
been provided medical care by a Naval medical fa~ility for injuries 

. resulting from such tortious conduct. All command carriers against 
whom recovery has been sought by the Department of the Navy. 
Any medical personnel involved in medical malpractice claims 
against the Department of the Navy. 

Categories of records in the. system: 
The files may contain chiims filed, correspondence, investigative 

reports, medical and dental records, x-rays, allied reports (such as 
police and U.S. Postal Service investigations), photographs, draw­
ings, legal research and memoranda, opinions of experts and ot~ers, 
court documents, reports of injuries to individuals entitled to care at 
Navy· expense, reports of damage to Navy property, statements of 
charges for medical and dental treatment, copies of orders, copies of 
insurance policies, government bills of lading, copies of powers of 
attorney, estimates of loss or damage, inventories, demands on carri· 
ers for reimbursement, substantiating documents. , 

Authority for maintenance of the system: 
Federal Tort Claims Act (28 U.S.C. 1346(b)~ 2671-2680); 32 CFR 

750.30-750.49; Medical Care Recovery Act (42 U.S.C. 2651-2653); 
Federal Claims Collection Act (31 U.S.C. 3701, 3711, 3716-3719); 32 
CFR 757.1-757:21; Foreign Claims Act (10 U.S.C. 2734); Military 
Claims Act (10 U.S.C. 2733); 32 CFR 750.50-750.59; "Nonsrope" 
Claims Act (10 U.S.C. 2737); 32 CFR 750.60-750.69; Military and 
Civilian Employees Claims Act (31 U.S.C. 3701, 3721); 32 'CFR 
751.0-751.3; 10 u.s.c. 1552; 39 u.s.c. 406, 2601; 5 u.s.c. 301; 44 
U.S.C. 3101; and 31 U.S.C. 3729. 

Purpose(s): 
To manage, evaluate, and process claims both for and against the 

Department of the Navy for purposes of adjudication, collection and 
litigation. 

Routine uses of records maintained in the sy.stem, including catego­
ries of users and the purposes of sucb uses: 

For Federal Tort Claims Files and Military Claims Files: To the 
claimant or his authorized representative for those claims for which 
payment is. determined proper. To third parties in those cases in 
which they indemnify the U.S. Government or to verify claims. To 
officials and employees of the Department of Treasury for those 
claims for which payment is determined proper. · · 

For Affirmative Claims Files:· To insurance companies to support 
claims by documenting injuries or diseases for which treatment was 
provided at government expense. To civilian attorneys representing 
injured parties and the government's interests. 

For Foreign Claims Files: The files or portions thereof may be 
furnished to the claimant or his authorized representatives. 

For those claims for which payment is determined proper, the files 
or portions thereof may be provided to the Department of the Treas­
ury. 

For Nonscope Claims Files: To ·officials and employees of the 
Department of Justice to defend unauthorized suits brought against 
the U.S. under the Military Personnel and Civilian Employees' 
Claims Act. · 

To the claimant or his/her authorized representative. 
The "Bllinket Routine Uses" that appear at the beginning of the. 

Department of the Navy's compilation of systems notices to this 
. system. · · · 

Policies and practices for storing, retrieving, accessi~g, retaining, and 
disposing of records in. the system: 

Storage: 
Paper records in· file folders stored in file cabine~s or other storage 

devices. Some records are also maintained on magnetic disc, magnet­
ic tape, or otherwise within a· computer. system. 

Retrievability: 
Filed alphabetically by name of claimant or: by a locally assigned 

.claim number. Additionally, Military Personnel and Civilian Employ­
·ees' Claims Act files may be filed alphabetically by name of common 
carrier, warehousemen, contractors, and insurers. 

321-135 0-92--21 

Safeguards: 
Documents and computer disks are maintained in file cabinets or 

other storage devices under the control of authorized personnel 
.during working hours. Password access is. restricted to. those person­
nel with a need-to-know. __ The office space in which ~he file cabinets 
and storage devices are located is locked and guarded ou~side official 
working hours. 

Retention and· disposal: 
Records are maintained permanently. Typically files located in the 

Office of the Judge Advoc~te General are transf~rred to the Federal 
Records Center, Suitland, MD, three years after disposition of the 
case. 

System manager(s) and address: 
Assistant Judge Advocate General (Civil Law), Office of the 

Judge Advocate General, Department of the Navy, 200 Stovall St., 
Alexandria, VA 22332-2400. 

Notification procedure: 
Individuals seeking to determine whether· this system of records 

contains information about themselves should address written .inquir­
ies to the Assistant Judge Advocate General (Civil Law), Office of 
the Judge Advocate General, _Department of the Navy, 200 Stovall 
St., Alexandria, VA 22332-2400. The request should contain full 
name and address of the individual concerned and must be signed. 
Visitors should be able to identify themselves by any commonly 
recognized evidence of identity. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries to the Assist­
ant Judge Advocate General (Civil Law), Office of the Judge Advo­
cate General, Department of the Navy, 200 Stovall St., Alexandria; 
VA 22332-2400. 

Contesting record procedures: 
The Department of the Navy rules for accessing rules for access­

ing records and contesting contents and appealing initial dete~ina­
tions by the individual concerned are published in Secretary of the 
Navy Instruction 5211.5; 32 CFR part 701; or may be obtained from 
the system manager. 

Record source categories: 
The sources of information contained in the files include the fol­

lowing: X-rays and medical and dental records from dvilian and 
military doctors and medical facilities;· investigative reports of acci­
dents from military al)d civilian police agencies; reports of circum­
stances of incidents from operators of Government vehicles and 
equipment; witnesses; correspondence from claimants,· their insurance 
companies, state commissions, United States Attorneys, and various. 
other Government agencies with information concerning the claim; 
line 9f duty investigations; commercial credit and asset reports; ques­
tionnaires completed by accident victims; statements of charges frem 
civilian and military doctors and medical facilities; information pro­
vided by the claimant; investigative reports from personal property 
offices; investigative reports from a military member's command or 
an investigative agency; information contributed from commercial 
carriers; substantiating documents; allied reports·(such as U.S. Postal 
Service investigative reports); legal memoranda. 

Exemptions claimed for the system: 
None. 

N05890·8 
System name: 

NA VSEA Radiation Injury Claim Records. · 
System location: . 
Naval Sea Systems Command Code 08, Washington, DC 20362 

· Categories of individuals covered by the system: 
Individuals employed by the Navy and Navy contractors who 

have alleged radiation injury from radiation exposure associated with 
Naval Nuclear Propulsion plants. 

Categories of records in the system: 
Excerpts from personnel medical records, ·Navy field organization 

.and Navy contractor work histories and Navy and Labor Depart· 
ment correspondence. · 

Authority for maintenance of the system: 
5 USC 301, Departmental Regulations. 
Purpose(s): 
Techni~al evaluation of radiation InJury compensation claims by 

NA VSEA Radiological Control Managers. 
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Routine uses of records maintained in tbe system, including catego­
ries of users and tbe purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation apply to this system.· 

Policies and pr'actices for storing, retrie'ring; accesSing, re~ining, and 
disposing of records in the system: 

Storage: 
File folders. 
Retrievability: 
Alphabetical by name. 
Safeguards: 
Locked in safe and specific permission of custodian. 
Retention and disposal: 
Indefinitely. 
System manager(s) and address: 
Naval Sea Systems Command Code 08, Washington, DC 20362· 
Notification procedure: 
Contact System Manager; provide name, organization where em­

ployed at time of alleged injury and supporting evidence. 
Record access procedures: 
The agency's r~les for access to records may be obtained from the 

System Manager. 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
System Manager. 

. Record source categories: 
Personnel medical records and Navy and contractor work histo­

ries. 
Exemptions claimed for the system: 
None.' 

System name: 
Litigation Case File. 
System location: 

N05891-1 

Office of the Judge A~vocate General, Department of the Navy, 
200 Stovall St., Alexandria, Va. 22332. 

Categories of individuals covered by the system: 
All individuals who may institute or have instituted litigation con­

cerning matters under the cognizance of the Department of the Navy 
excepting those cases ·arising: (1) In admiralty, (2) under the Federal 
Tort Claims ·Act, and from matters under the cognizance of the 
General Counsel's Office. · 

Categories of records in tbe system: 
All records, correspondence, . pleadings, documents, memoranda, 

and notes relating to the litigation or anticipated litigation. 
Authority for maintenance·of the system: 
5 U.S.C. 301, 10 U.S.C. 5148, and 44 U.S.C. 3101. · 
Purpose(s): 
To represent the Department of the Navy and cognizant officials 

·in litigation. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of sucb uses: 
To U.S. Attorney's, litigants and other parties in litigation. 
To Federal and state courts to whom and which 'information may 

be provided. · 
The Blanket Routine Uses that appear at the beginning of the 

Department of the Navy~s compilation also apply to this system. 
Policies and practices for .storing, retrieving~ accessing, ·retaining, and 

disposing of records in the system: 
Storage: 
Maintained· in file folders.· 
Retrievability: · 
Retrievable by last name of the litigant or anticipated litigant. 
Safeguards: 
Records are maintained in file cabinets accessible only to persons 

responsible for servicing the record system in performing their offi-
cial duties. . · 

Retention and disposal: 

Generally retained in office files for four years after final action, 
then destroyed. Specially designated files are retained for longer 
periods. 

System manager(s) and address: 
Judge Advocate General, Department of the Navy, 200 Stovall 

St., Alexandria, Va. 22332. 
Notification procedure: . 
Information may be obtained from the system manager. 
Record access procedures: . 
Access is not permitted to this system. See 5 U.S.C. 552a (d)(5). 
Contesting record procedures: 
The Navy's · rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the system manager. 

Record source categories: 
From all sources with information . which may impact upon actual 

or anticipated litigation, e.g., other record systems. within DON, 
DOD, and other agencies and departments of the Federal Govern­
ment, particularly the Department of Justice; state and local govern­
ments and law enforcement ~genci~s; counsel and parties in litigation; 
third parties who provide information voluntarily or in response to 
dis'?overy, etc. 

. Exemptions claimed for the system: 
None. 

N06150-1 
System name: 

Medical Department Professional/Technical Personnel Develop­
ment. 

System location: 
Naval Medical Command, Navy Department, Washington, DC 

20372-5120; individual's duty station or reserve unit (see Directory of 
the . Department of the Navy Mailing Addresses); Military Sealift 
Command, Navy Department, Washington, DC 20390; National Per­
sonnel Records Center, (Military Personnel Records), 9700 Page 
A venue, St. Louis,. Missouri 63132; National Personnel Records 
Center, (Civilian Personnel Records), 111 Winnebago St., St. Louis, 
MO 63118; Naval Medical Command managed education and train­
ing activities (see Directory of Department of the Navy Mailing 
Addresses); various colleges and universities affiliated with COM­
NA VMEDCOM managed education and training activities. 

Categories of individuals covered by the system: 
Navy (military and civilian) health care personnel; applciants to 

student status in Navy Aerospace Medicine, Navy Aerospace Physi­
ology and Navy Aerospace Experimental Psychology; Navy (mili­
tary and civilian) personnel qualified as divers or involved in other 
professional/specialty/technical training; Navy (military and civilian) 
personnel exposed to occupational/environmental hazards; dist~n­
guished/noted civilian physicians employed by the Navy in capacity 
of lecturer/consultant. 

Categories of records in the system: 
Personnel records, including demographic, medical, and personal 

data, records of disciplinary, administrative, and credentialing, and 
punitive actions, curricula vitae of both active-quty and civilian lec­
turers/consultants. 

Authority for maintenance of the system: 
Title 10, 5 U.S.C. 301; Title 10, CFR part 20, Standards for 

Protection Against Radiation. 
Purpose(s): 
To manage the Naval Medical Command's management of health 

care personnel, including education and training activities; procure­
ment; assignments ·planning; professional/specialty/technical training; 
credentialing; promotional decisions; career development planning; 
evaluation of candidates for position of lecturer/consultant; mobiliza­
tion, planning, and verification of reserve service; surgical team con-
tingency planning. · 

Routine uses of records maintained in the system, including catego­
ries of users and· the purposes of such uses: 
· fnformation of adversed ·actions, including administrative or disci­
plinary actions or revQcaiions of health care providers' clinical cre­
dentials may be disseminated to the various federal and state licen­
sure boards, professional regulating bodies, and appropriate military 
and civilian organizations and facilities. 

The Blanket· Routine Uses that appear at the beginning of the 
Department of the Navy's compilation also apply to this system. 
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Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: . 

Storage: 
Automated records stored on disc, tape, punched cards, and ma­

chine listings. Manual records stored in card files and folders in filing·· 
cabinets. 

Retrievability: 
Manual records retrieved by full name, SSN, file numbers, pro­

gram title or locator card; Automated records retrieved by key to 
any data field. 

Safeguards: 
Records maintained in monitored or controlled access rooms or 

areas; public access tp the records is not permitted; computer hard­
ware is located in supervised areas; access is controlled by password 
or other user code system; utilization reviews ensure that the system 
is not violated. Access is restricted to personnel having a need for 
the record in the performance of their duties. Buildings/rooms 
locked outside regular working hours. 

Retention and disposal: 
. Medical Department personnel professional development and train­
mg records; Headquarters, COMNA VMEDCOM records--retained 
at COMNA VMEDCOM for duration of member's service, then re~ 
tired to NPRC, St. Louis for 10 year retention; COMNAVMED-. 
CON field activities--retained 5 years, then destroyed. · 

Radiation exposure records; personnel exceeding exposure limits-­
retained at COMNA VMEDCOM 50 years, then destroyed; all 
others--retained 5 years, then destroyed. 

Surgical support team records; Headquarters, COMNAVMED" 
COM--destroyed upon termination of active duty service; COM­
NA VMEDCOM field activities--destroyed. upon termination of duty 
at the Medical Department facility. 

Curricular vitae of lecturers/consultants--destroyed upon termina­
tion of status at the Medical Department facility. 

System manager(s) and address: 
Commander, Naval Medical Command, Navy Department, Wash• 

ington, DC 20372-5120; Director, National Personnel Records 
Center, (Military Personnel Records), 9700 Page Avenue, St. Louis, 
Missouri 63132; Director, National Personnel Records Center, (Civil­
ian Personnel Records), Ill Winnebago Street, St. Louis, Missouri· 
63118; Commanding Officers of naval activities, ships and stations. 

Notification. procedure: · 
Offic~s where requester may visit to obtain information of records 

pertaining. to the individual! Potomac Annex, 23rd and E ·Streets, 
NW, Washington, DC 20372-5120; Navy medical centers and hospi­
tals; other Navy health care facilities; and COMNA VMEDCOM 
managed education and training facilities. · 

The· individual sh~uld present proof of identification such as an 
I. D. Card, driver's license, or other type. of identification bearing 
signature and photograph. . 

Written requests may be addressed as follows: 
Active duty Navy members or civilian employees presently work­

ing for the Navy should address requests to the Commanding Officer 
of the Facility or ship where they are stationed or employed. 

Former members of the Navy should address requests to the Di­
rector, National Personnel Records Center, (Military Personnel 
Records), 9700 Page Avenue, St. Louis, Missouri 63132. 

Former civilian employees of the Navy should address requests to 
the Director, National Personnel Records Center, (Civilian Personnel 
Records), Ill Winnebago Street, St. Louis, MO 63118. 

All written requests should contain full name, rank, SSN, file 
number (if any) and designator. 

Record access procedures: 
The agency's rules for access to records may be obtained from the 

systems manager. 
Contesting record procedures: 
The agency's rules for contesting and appealing initial determina­

tions by the individual concerned may be obtained from the systems 
manager. 

Record source categories: 
Military headquarters, offices and commands; education institutions 

at training hospitals; )?oards, colleges and associations of professional 
licensure and medical specialties; personnel records; information sub­
mitted by the individual; automated system interface. 

Exemptions claimed for the system: 
· None. · 

N06150-3 
System name: 

Naval Health/Dental Research Center Data File. 
System location:. 
Naval Medical Research and Development Command, Naval Med­

ical Research Institute and/or Naval Dental Research Institute to 
which individual is assigned (see Directory of the Department of the 
Navy Mailing Addresses). · 

Categories of individuals covered by the system: 
For medical: Navy and Marine Corps. personnel on active duty 

since 1960 to date. Civilians taking part in Operation Deep Freeze, 
1964 to date. For dental: Navy and Marine Corps personnel on 
active ~uty since 1967 to date. 

C~tegories of records in the system: 
Extracts of information from official medical/dental and personnel 

records, results of dental examinations conducted by staff research 
scientists, as well as information dealing with biographical, attitudes, 
and questions relating to medical and dental health patterns during 
active service or prior to active duty. 

Authority for maintenance of the system: 
10 usc 5031 
Purpose(s): 
To research, monitor and analyze the types and frequency of 

medical and dental diseases and illnesses in Navy and Marine Corps 
· personnel. . 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginQing of the 
Department ofthe Navy's compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Files are maintained on magnetic tape, flexible and hard disks, 

paper files, punch cards and optically marked cards. 
Retrievability: 
Retrievability is by Social Security number or service number as 

appropriate for military and former military personnel. Civilians are 
by name only. 

Safeguards: 
Access is restricted to personnel having a need to work with the 

research data stored. Access is controlled by password. for health 
records stored on magnetic· tape. Computerized dental research 
records contain ID numbers that can be matched to SSN's on code 
sheets maintained by research personnel. 

Retention and disposal: 
Research records are permanent. They are maintained for five 

years at the activity performing the research and then retired to the 
Federal Records Center, St. Louis, Missouri. 

System manager(s) and address: 
Commanding Officer of the activity in question (see Directory of 

Department of the Navy Mailing Addresses). · 
Notification procedure: 
Navy and Marine Corps personnel . and former serving members 

must provide a social security number or service number as appropri­
ate, give the branch of service, and years of active duty. Civilians in 
Operation Deep Freeze must identify themselves ·by full name and 
the year in which they wintered over. 
R~ord access procedures: 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
system manager. 

Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
System Manager. 

Rec9rd. source categories: 
Information is derived from (a) Medicat Treatment Record Sys­

tems, ·including medical, dental, health records, inpatient treatment 
records and outpatient treatment records, (b) Personnel Records 
System and Personnel Rehabilitation Support System, (c) Enlisted 
Master File, (d) information provided by the members themselves on 
a volunteer basis in response to specific resear.ch questionnaires and 
forms, and (e) information provided by the members' peers and 
superiors .. 

Exemptions claimed for the system: 
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None. 

N06310·1 
System name: . 
. Personal Inju~y .and Illness Reports on Civilia~ and Govt-Se;vice 

Seaman Employed on MSC Ships. . : 
System location: · ' 
Office of the Judge .Advocate General .(Code 11), Department of 

the Navy, 200 Stovall St., Alexandria, Va. 22332. 
Cat~gories of individuals covered by the system: · 
Injured civilian seamen and government service seamen employed 

by the Military Sealift Command ~r its contract operators· for service 
on board MSC ships. 

.categories of records,i.n the system: 
System consists of preliminary personal injury and illness reports 

on civilian seamen and government service seamen employed by the . 
Military Sealift Command or its contract operators. , 

Authority for maintenance of the system: . 
Admiralty Claims Act (10 U.S.C. 7622); 5 U.S.C. 301; 44 U.S.C. 

3101 . 
Purpo~e(~): . , . 
To·· evaluate .~nd settle subsequently ·.submitted admiralty claims 

asserted against the Navy. .i , .·. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: · · · · . . . 

To officials and .employees <;>f the Department of Justice for de­
fense. of civil maritime suits brought against the U.~. The, Blanket 
Routme Uses. that appear at the beginning of the Department of the 
Navy's compilation also apply to this system. . . 

Policies and practices for storing, retrieving, accessing, ·retaining, and 
disposing of records in the system: 

Storage: . 
Paper records in file folders stored in file cabinets. 
Retrievability: · . 
Filed by name of injured seaman listed .under each particular MSC 

ship by date of injury. · · . ·.·· 
Safeguards: ., 

Files are maintained in file cabinets under the control of authorized 
personnel during working hours; the office space in . which the file 
cabinets are located is locked 'outside official working hours. · 

, Retention and disposal: · . . 
Reports are maintained in personal .injury. report· file· folders for ~ ~ 

period of two years from the date of particular injury. or illn~ss and 
are,. thereafter, destroyed at the local office leveL ·· 

System manager(s) and address: .. 
Assistant Judge Advocate Generai' (Civil Law), Office. of the 

Judge Advocate General, Department of the Navy, 200 Stovall St., 
Alexandria, Va. 22332. · · 

·Notification procedure: 
Information may be obtained from the· system manager. Requesting 

individuals should specify their full names. Visitors should be able to 
identify· themselves· by any commonly rec<;>gnized evidence of identi­
ty. Written requests must be signed by the requesting individual. 
'. Record access procedures: . 

Requests from ind.lviduals should be addressed to th~ system man­
ager. Written requests for access should contain the full name of the 
individual, current address and telephone number, and the serial code 
of any prior correspondence received. from this office pertaining to 
the request. For . personal visits, the individual- should be able to 
provide some acceptable identification, e.g., driver's license, etc., and 
give some verbal information that could be :verified ill the file. 

O)ntesting record procedures: 
The agency's rules for contesting contents and appealing determi­

nations may be obtained may be obtained from the system manager. 
Record source categories: 
Masters of Military ~ealift COmmand ships; witnesses; medical and 

dental forms; and investigative reports. 
Exemptions c~med for the system': 
None. 

N06320-1 · 
System ·name: 

Health Care Accounts and Insurance Information. 
System location: 

Primary System-Commander, Naval Medical .Command,· Navy 
Department, Washington, DC 20372-5120. Decentralized Segments-:­
Naval Hospitals and Medical Clinics which provide services or per­
form work giving .rise to such accounts receivable. (See directory of 
Department of the Navy Mailing Addresses). 

Categories of individuals covered by the system: 
Any individual receiving health care treatment or examination 

services funded by the Navy MedicaJ ·Department. Coverage also 
includes sponsors and other persons responsible for the debts of such 
persons. 

Categories of records in the system: 
Individual's name and SSN, sponsor's SSN, if applicable, paygrade, 

branch of service of. service,. duty station address,· account number, 
activity performing service, patient's insurance information, civilian 
employer, patient· category, time .and dates of service, units of serv­
ice, physicians' and hospitals' statements of service a total charges for 
treatment including interest, administrative and penalty charges; pay­
ment receipts, admission documents, correspondence relating to coP· 
lection attempts to ascertain eligibility status, patient category, and 
third party insurer liability, records. of payment received and out­
s~anding balances, letter reports of uncollectible accounts receiv~ble, 
records suspending or terminating collection action or effecting com­
promise.settlemenfagreements, and requests for recovery of CHAM-
PUS funds and substantiating documents. · · 

Authority for maintenance of the system: 
31 USC 191-195, 227, and 952 (also known as the ·Federal Claims 

Collection Act of..l966); 10 USC 1078-79 and 1095; 37 USC 702, 705, 
and 1007; and E.O. 9397. · · 

. Purpo~~<s>: .. 
To identify and facilitate payment of·a!llounts ·owed the U.S. Users 

of the information incl.ude Naval Medical Command pe~nnel who 
are directly involved in ·processing payments or billings of patient 
accounts. The information is used to determine amounts owed, meth­
ods to be employed to effect recovery, whether or not the claim can 
be compromised or collection action thereon terminated ·or suspend­
ed,~ to determine amounts owed by third party health insurers, and to · 
collect charges for utility bills and other. miscellaneous items. File 
may be forwarded to the Naval Investigative Service for investiga- . 
tion or to any component of DOD, as needed, in the performance ~f 
their duties related to &ame: · · 

Routine uses of records maintained in the system, · including catego· 
ries of users and the purposes. of such uses: 

The Blanket · Routine· 'Uses that ·appear at the beginning . of the 
Department of the Navy'~ compilation applr to thi~ system. 

Disclosure to consumer reporting agencies: · 
Disclosure may be. made. from this system to .. consumer reporting 

agencies" as defined in the Fair Credit Reporting Act (15 U.S.C. 
1681a(f)) or the Federal Claims Collection Act of 1966 (31 U.S.C. 
370l(a)(3)). · · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · ' 

Storage:· 
Automated record,s stored on disc, tape, puriched cards, and ma­

chine listings: Manual records stored on index cards. (3 . in. x 5 in.) in 
card files and in file' folders and reading files. · · 

Retrievability: · · 
Automated records are retrieved by either a query· or a request for 

a standard report. Data may· be indexed by any data element al­
though the primary search keys are name and SSN. Paper. records 
are filed alphabetically by last name of debtor. 

Safeguards: 
Access to the automated system requires user account number and 

password sign on. Access to the paper records and/or terminals are 
limited to authorized personnel that are properly screened and 
trained. Office space where recor:ds and/or terminals are located is 
locked after official working hours. · 

Retention and disposal: 
Records are retained in active file . until collection action has been 

completed, compromised, suspended, or ter:minated: They are held in 
inactive ·file until statute of .limitations has run and then destroyed.· 

Syste~ manager(s) and address: · · · ' 
Commander, Naval Medical Command, Navy Departmettt, Wash­

ington, DC 20372-5120 and Commanding Officers of Medical Treat-. 
ment Facilities under the Command of the Commander, Naval Medi­
cal Command. 

· Notification procedure: 

I 

"' 

'.( 

i 
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Information may be obtained from the Commander, Naval Medical 
Command and Commanding Officers of Medical Treatment Facilities 
under the Command of the Commander, .Naval .Medical Command. 
Requests should provide the full name of the patient and sponsor, the 
military or dependency status of the patient and sponsor, and the 
location and approximate dates of treatment or examination. Driver's 
license and/or military ID card will be considered adequate proof of 
identity. . 

Record access procedures: . 
The agency's rules for access to records may be. obtained from the 

systems manager. · 
Contesting record procedures: 
The agency's rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the systems manager. · · 

Record source categories: 
·Automated patient ·administration system reco.rds produced at 

Medical Treatment Facilities include but are not limited to Inpatient 
Admission/Disposition Records, NA VMEDCOM 6300/5; Report of 
Treatment Furnished Pay Patients-Hospitalization/Outpatient Treat­
ment Furnished, DOD 7/7 A, Part A/B. Other record source catego­
ries are: OCHAMPUS, Denver; U.S. Postal Service; Military Loca­
tor Service; State Departments of Motor Vehicles; any component of 
the DOD; the Department of Justice, the General Accounting Office, 
retail credit associations, financial institutions, current or previous 
employers, . educational institutions, trade associations, automated 
system interfaces, local law enforcement agencies, the Department of 
Health and Human Services, the Internal Revenue Service, and the 
Office of Personnel Management. 

Exemptions claimed for tbe system: 
None. 

N06320-2 
System name: 

Family Advocacy :Program System. 
System location: 
Central Registry: Chief, Bureau of Medicine and Surgery, Navy 

Department, Washington, DC 20372-5120. 
Individual Case Files: Naval medical treatment facilities and duty 

stations of the military sponsors. Official mailing addresses are pub­
lished as an appendix to the Department of the Navy's compilation of 
systems of records. 

Categories of individuals covered by the system: 
All beneficianes entitled to care at Navy medical and dental facili­

ties whose abuse or neglect is brought to the attention of appropriate 
authorities, and all persons reported for abusing or -neglecting such 
beneficiaries. 

Categories of records in tbe system: 
Medical records, investigative reports, correspondence, family ad­

vocacy, committee reports, follow-up and evaluative reports, and any 
other supportive data assembled relevant to suspected, at risk; and 
confirmed cases of family members abuse or neglect .. 

Authority for maintenance of the system: 
5 U.S.C. 301, Departmental Regulat.ions; 10 U.S.C. 5132; 44 U.S.C. 

3101; and E.O. 9397. 
Purpose(s): 
This system is used by officials and employees of the Department 

of the Navy and the Department of Defense in the performance of 
their official duties relative to the health and medical treatment of 

. Department of Defense ·beneficiaries in naval medical and dental 
facilities. · , · · 

This system is used by officials and employees of the Department 
of the Navy to collect information pertaining to the identification, 
evaluation, intervention, treatment, prevention and follow-up of vic­
tims and perpetrators of abuse or neglect. 
· Routine uses of records maintained in tbe system, including catego­

ries of ~sers and the purposes of such uses: 
To the Executive Branch of government in the performance of 

their official duties relating to. the coordination of family advocacy 
programs, medical care, and research concerning family member 
abuse or neglect. . 

To federal, state or local government agencies when it is deemed 
appropriate to utilize civilian resources in the counseling and treat­
ment of individuals or families involved in abuse or neglect or when 
it is deemed appropriate or necessary to refer a .case to civilian 
authorities for civil or criminal law enforcement. 

To authorized. officials and employees of the National Academy of 
Sciences, and private and public organizations and individuals for 

authorized health research in the interest of the federal government 
and the public. When not considered mandatory, patient identifica­
tion ·data shall be eliminated from records .used for research studies. 

To officials and employees of federal, state, and local governments 
and agencies when required by law and/or regulation in furtherance 
of local communicable disease control, family abuse prevention pro­
grams; preventive medicine and safety programs, and other public 
health and welfare programs. . . . 

To. officials and employees of local and state governments and 
agencies in the performance of their official duties relating to profes­
sional certification, licensing, and accreditat~on of health care provid-
e~ . 

To law enforcement officials to protect the. life and welfare of 
third parties. This release will be limited to necessary information. 
Consultation· with the hospital or regional judge advocate. is advised. 

When required by federal statute, by executive order, or by treaty; 
information will be disclosed to the individual, organization, or gov­
ernment agency, as necessary. 

The "Blanket Routine Uses" that appear at the beginning of the 
Department of the Navy's compilation of systems of. records also 
apply to this system. 

Note: Records of identity, diagnosis, prognosis or treatment of any 
client/patient, maintained in connection with the performance. of any 
alcohol or drug abuse prevention and treatment function conducted, 
requested, or directly or indirectly ~ssis~ed by any department or 
agency of the United States, shall, except as provided. herein, be 
confidential and be disclosed only for the purposes and under the 
circumstances expressly authorized in 42 U.S.C. 290dd-3 and 290ee-
3. These statutes take precedence o:ver the Privacy Act of 1974 'in 
regard to .accessibility of such records except to the individual to 
whom the record pertains. "Blanket Routine Uses" do not apply to 
these records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Records may be stored in file folders, microfilm, magnetic tape, 

punched cards, machine lists, discs, ·and other computerized or ma­
chine readable media. 

Retrievability: 
Records are retrieved through indices. and cross indices of all 

individuals and relevant incident ·data. Types of indices used include, 
but are not limited to: names, Social Security Numbers, and types of 
incid~nts. 

Safeguards: 
Records are maintained in various kinds of filing equipment in 

specified monitored or controlled access rooms or areas. Public 
access is not permitted. Records are accessible only to authorized 
personnel who are properly screened and trained, and on a need-to-
know basis, only. · 

Computer terminals are located· in supervised areas, with access 
controlled by password or other user code system. 

Retention and disposal: 
Family advocacy case records are maintained at the originating 

activity for a period of five years after the last entry in the file and 
are then destroyed. Central registry records are permanently retained 
under the control of the Bureau of Medicine and Surgery. 

System manager(s) and address: 
Chief, Bureau of Medicine and Surgery, Navy Department, Wash­

ington, DC 20372-5120 and commanding officers of medical treat­
ment facilities. Official mailing addresses are published as an appen­
dix to the Department of the Navy's compilation of systems of 
records. 

Notification procedure: 
Individuals seeking to determine whether this. system of records 

contains information about themselves should address written inquir· 
ies to the commanding officer of the medical treatment facility for 
which they received treatment or to the Chief, Bureau of Medicine 
and Surgery, Navy Department, Washington, DC 20372-5120. Offi­
cial mailing addresses are published as an ·appendix to the Depart­
ment of the Navy's compilation of systems of records. The request 
should coptain the ·full name of the individual and Social Security 
Number of the military or civilian s·ponsor or guardian, date and 
place of treatment, and alleged reporting of incident. 

The requester may 'visit the office of the Chief, Bureau of Medi­
cine and Surgery, 23rd and "E" Streets, NW, Washington, DC 
29372..;.5120 and the commanding officers of the individual medical 
treatment facilities to obtain information on whether or not the 
system contains records pertaining to him or her, Official mailing 
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addresses are published as an appendix to the Department of the 
Navy's compilation of systems of records. Armed Forces I.D. card 
or other type of identification bearing the picture and signature of 
the requester will be c~nsidered adequate proof of identity. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this· system of records should address written inquiries to the com­
manding officer of the medical treatment facility for which they 
received treatment of to the Chief, Bureau of Medicine and Surgery, 
Navy Department, Washington, DC 20372-5120. Official mailing ad­
dresses are published as an appendix to the Department of the Navy's 
compilation of systems of records. 

Contesting record procedures: 
The Department of the Navy rules for· accessing records and 

contesting contents and appealing initial determinations by the indi­
vidual concerned are published in Secretary of the Navy 521 L5, 32 
CFR part 701, or may be obtained from the system manager. 

Reeord source categories: · 
Medical and dental records and reports and information from other 

sources including educational institutions, medical institutions, law 
enforcement agencies, public and private health and welfare agencies, 
and witnesses. · 

Exemptions claimed for the system: 
Part of this system may be exempt urider 5 U.S.C. 552a(k)(2) and 

(5), as. applicable. For additional information, contact the system 
manager. 

N06530-1 
System name: 

Blood Donor Program Files. 
System location: 
Organizational elements of the Department of the Navy as indicat-

ed in the directory of Department of the Navy mailing addresses. 
Categories of individuals covered by the system: 
Personnel donating blood or seeking replacement of blo~d. 
Categories of records in the system: 
Blood donation records. Blood replacement requirement records. 
Authority for maintenance of the system: 
5 USC 301; Departmental Regulations. 
Purpose(s): 
To record emergency blood requests by blood type; to recognize 

and identify donors; and to replace blood provided, to cover individ­
uals. 

Routine uses of records maintained in the system, including catego- . 
ries of users and the purposes of such uses: 

To officials and ·employees of the American Red Cross in the 
performance of their duties related. tQ the assistance of the members. 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation also apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
File folders, card riles, punched cards, magnetic tape. 
Retrievability: 
Name, SSN, Case number, organization. 
Safeguards: 
Access provided on a need to know basis only. Locked and/or 

guarded office. 
Retention and disposal: 
Per SECNA V Records Disposal Manual. 
System manager(s) and address: 
Commanding officer of the activity in question. See directory of 

Department of the Navy mailing addresses. 
Notification procedure: 
Apply to System Manager. 
Record access procedures: 
The agency's rules for acce~s to records may ·be obtained from the 

System Manager.· 
Contesting record procedures:· 

. The agency's rules for contesting contents and appealing initial 
determinations by the individual concerned may be obtained from the 
System Manager. · 

Record source categories:· 

American Red Cross, blood donors, hospitals, persons seeking re­
placement of blood. 

Exemptions claimed for the system: ' 
None. 

N07210-1•· 
System name: 

Losses of Public Funds File. 
System location: 
Navy Accounting and Finance Center, Code NAFC-73, Washing­

ton, DC 20376 
Categories of individuals covered by th~ system: 
Disbursing personnel who are entrusted with public funds and who 

incur losses of the public funds entrusted to them. 
Categories of records in the system: 
Alphabetized folders containing reports of losses of public funds, 

reports of investigations into losses of public funds, requests for relief 
of liability for losses of public funds and related correspondence. 

Authority for maintenance of the system: 
31 usc 95a, 82a-l'; and 82a-2. 
.Purpose(s): . . 
To maintain and process documentation related to losses of public 

funds; to inform individuals of their rights to repay losses or to 
submit requests for relief of liability; to maintain records of investiga­
tions conducted; to approve requests for relief of liability for los!;es of 
less than 500; to make recommendations to the Secretary of the N~vy 
on all denials and losses of 500 or more, and to control liquidation of 
losses by relief or by collective action. 

Routine uses of records maintained in the system, including catego­
ries of- users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
File folders and control log. 
Retrievability: 
Name of accountable disbursing individual in whose custody the 

public funds were entrusted when the losses occurred. 
Safeguards: 
Maintained in General Services approved Class 3, Security Cabinet 

equipped with a Type II, three tumbler combination lock accessible 
only to authorized individuals. 

Retention and disposal: 
Transferred to Federal Records one year following liquidation of 

the loss. 
System manager(s) and address: 
Commanding Officer, Navy Accounting and Finance Center, Code 

NAFC-73, Washington, DC 20376 · 
Notification procedure: 
Correspondence only. 
Record access procedures: 
The agency's rule for access to records may be obtained from the 

system manager. 
Contesting record procedures: 
The agency's rule for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
system manager. 

Record source categories: 
Messages, ·letters, and reports of investigations into losses of public 

funds received from: Accountable disbursing personnel, commanding 
officers of Navy and Marine Corps activities at which disbursing 
offices are located, officers appointed to conduct Judge Advocat.e. 
General Manual investigations, Commanding Officer, Naval Investi­
gative Service, Commandant of the Marine Corps, and Secretary of 
the Navy. · 

Exemptions claimed for the system: 
None. 

N07220-1 
System name: 

Armed Forces Health Professional Scholarship System. 
System loca~ion: 
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Commanding Officer, Navy Finance Center, Anthony J. Cele-
brezze Federal Building, Cleveland, Ohio 44199 

Categories of individuals covered by the system: 
AFHSP students until graduation. 
Categories of records in the system: 
Personnel and entitlement data necessary for pay computation. 
Authority for maintenance of the system: 
Pub. L. 92-426 
Purpose(s): 
To maintain a data base which will permit officials and employees 

of the Depaltment of the Navy to prepare checks, leave and earning 
statements and financial reports. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To the Department of the Treasury, Social Security Administra­
tion, and Veterans Administration when needed to provide payment 
or service to member. 

To federal, state, or local government agencies when payments 
received through the Armed Forces Health and Professional Scholar­
ship System impact on payments or benefits issued by those agencies 
and/or when a specific matching program has been requested by the 
agency and approved by the Office of Management and Budget. 

To the American Red Cross, Navy Relief Society and U.S.O. for 
personal assistance to the member. 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation also apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records· in the system: 

Storage: 
Magnetic tape and file folders. 
Retrievability: 
Social security account number and member name. 
SafeguardS: 
Guards, personnel screening, and requestor codes. 
Retention and disposal: 
Destroyed ten years after member's graduation. 
System manager(s) and address: 
Commanding Officer, Navy Finance Center, Anthony J. Cele­

brezze Federal Office Building, Cleveland, Ohio 44199 
Notification procedure: 
Individuals may write to system manager at .above address. Infor­

mation request must contain Navy member's full name, military 
status, and social security number. Requestor may visit above address 
and must have military identification card or valid state driver's 
license and social security card as positive proof of identity. 

Record access procedures:. 
The agency's rules for access to records may be obtained from the 

system manager. 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
system manager. 

Record source categories: 
Disbursing Officer, Reserve members, CO~NA VMILPERSCOM, 

and COMNA VMEDCOM 
Exemptions claimed for the system: 
None. 

System name: 
Retired Pay System~ 
System location: 

N07220-2 

Commanding Officer, Navy. Finance Center, Anthony J. Cele­
brezze Federal Building, Cleveland, OH .44199 

Categories of individuals covered by the system: 
Former members of the Navy and Reservists· receiving Retired or 

Retainer Pay; Survivors of members or· reservists requesting Survivor 
Benefit Plan, Retired Serviceman's Family Protecti<;)n Plan or Mini­
mum Income Wid()w payments; Individuals eligible for National 
Oceanic and Atmospheric Administration retirement payments. 

Categories of records in the syjf:em: 
Individual retire pay and annuity pay records, statements of serv­

ice, retirement orders, survivor benefit plan elections, W-4 and W-2 

data, allotment data, death certificates, applications for annuities, 
correspondence from or to the member or annuitant or third parties 
relating to an individual account, documentation of mass change, 
e.g., cost of Jiving increase, due to legislative change. 

Authority for maintenance of the system: 
10 USC Subtitle C. 
Purpose(s): 
To compute retirement and annuity payments and to investigate 

and reconcile any underpayments, overpayments or claims. Data is 
used for fiscal reports and the extraction and compilation of statistical 
analyses and reports for management studies for internal use as re-
quired by the Department of Defense. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Data in this system is used for fiscal reports and the extraction and 
compilation of statistical analyses and reports for management studies 
for use externally required by Department of Labor, Department of 
Commerce or by other government agencies. 

Records may be released to the Comptroller General or any of his 
authorized representatives in the course of the performance of duties 
of the Comptroller General. To the General Accounting Office for 
audits and determinations relating to military pay entitlements, ex­
penditures and accounting procedures. 

To the Department of Treasury in connection with check or Elec­
tronic Fund Transfer (EFT) payment issuance. 

To the Veterans Administration in regard to Disability and Sever­
ance Pay and educational benefits. 

To the Social Security Administration for FICA Wage rep~rting. 
To the Internal Revenue Service and state and local taxing au­

thorities for computing or resolving tax liability. 
To the Federal Reserve Banks for the distribution of payments 

made through the Direct Deposit System, to financial organizations 
or their processing agents authorized by individuals to receive and 
deposit payments in their accounts, and federal, state, or local gov­
ernment agencies when payments received through the Retired Pay 
system impact payments or benefits issued by those agencies and/or 
when a specific matching program has been requested by the agency 
and approved by the Office of Management and Budget. 

To designated beneficiaries of deceased member. 
To officials and employees of Navy Relief and the American Red 

Cross in the performance of their duties related to the assistance of 
the members and their dependents and relatives, or related to assist­
ance previously furnished such individuals, without regard to wheth­
er the individual assisted or his/her sponsor continues to be a 
member of the Navy. 

The Blanket Routine Uses that appear at the beginning . of the 
Department of the Navy's compilation also apply to . this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Magnetic tape, and disc files, microfilm a~d file folders. 
Retrievability: 
Social security number and member's name. 
Safeguards: 
The on-line system contains the following safeguards: a. Physical 

access to CRT data entry terminals is under supervisory control. b. 
Access to central computer mainframe, other peripheral equipment 
and tape and disc storage is strictly controlled. Individuals must sign 
in and be authorized admittance before access. c. Individual user 
identification codes and passwords are used to control access to 
automated records. d. Reports are issued that are used to help moni­
tor individuals accessing the system. Access to microfiche and micro­
fiche readers and the respective data are maintained by supervisory 
control. During non-working hours, offices where records are stored 
are locked. 

Retention and disposal: 
Records are retained for ten years after death of retiree or annui­

. tant then shipped to a Federal Records storage facility. NOAA 
accounts are dropped upon retiree's death. 

System manager(s) and address: 
Commanding Officer, Navy Finance Center, Anthony J. Cele­

. brezze Federal Building; Cleveland, OH 44199: 
Notification procedure: 
Individuals may write to systeqt manager at above address. Infor­

mation request must contain Navy member's full name and social 
security number. 

Record access procedures: 
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· T~e l,lgency's rules for.access to records .may be obtained from the 
system manager: . . . . · 
. · Contesting record procedures: 

The .ag~ncy's rules. fo~ ~ontesting contents· and appealing initial 
determmatlons by the mdtvtdual concerned may be obtained from the 
system manager. 

Record source categories: , . . 
Field disbursing offices,. ~av¥ ~ilitary Personnel Command, Navy 

Reserve Personnel Center, mdtvtduaL members annuitants financial 
organizations, designated guardians and conse;vators of .;etirees· or 
anrtuitants, Veterans Administration, Social Security Administration, 
Office of Personnel Management,· Internal Revenue Service, and fed­
eral, state and local courts. 

Exemptions claimed for the system: 
None. 

System name: 
Reserve Pay. System.~ 
System location: : 

N07220-3 

Commanding 'officer, Navy Finance Center, Anthony·J. Cele-
brezze Federal Building, Cleveland, OH 44199. 

Categories of individuals covered by. the system: . 
Active reservists drilling in pay units. 
Categories of records in the system: 
Performance entitlements, monthly and yearly pay, and person~et' 

data needed for pay computation and issuance. · 
. Authority for maintenance of the system: 

10 U.S. Code Chapter II. 
· Purpose(s): 
. Thi~ information .is . used by officials and employees of the Navy 

!'man~e Cent~r to tssue checks ~nd leave and earnings .statements, 
mv~st~gate cla!ms andoverpayments, and to prepare financial reports. 
Thts mformatton may be used by officials and employees in the 
Department of Defense, and the Naval Military Personnel Command 
to assist in updating, verifying or correcting. their records. ' 
. Routine uses of records maintained in the system, including. catego­

ries of users and ·the purposes of such uses: 
To "the Internal Revenue Service and state or local· tax authorities 

for use in computing or resolving membe'r's tax liability.' . . · 
To the Social Security Administration to determine member's cov-

erage under tJ:tat program. · 
To the. Department of the Treasury for issuance of checks. · 
To the Veteran's Administration or to the Navy Family Allowance 

Activity when . needed to ·process cases in the courts upon court 
order. · ·. 

To the designated beneficiaries of deceased members.· 
T<;> federal, state, or l()cal government agencies when payments 

recetved through the Reserve Pay System impact on payments or 
benefits issued by those agencies and/or when a specific matching 
program has been requested by the agency and approved ·by the 
Office of Management and Budget. · 

:ro officials and e~ployees of Navy Relief and the American Red 
Cross in the performance of their duties related to the assistance of 
the members and their dependents and relatives, or related to assist­
ance previously furnished such individuals, without regard to wheth~ 
er the individual assis~ed oi hjs/h.er sponsor continues to be a 
member of the Navy. · · · . 

The Blanket Routine Uses that'. appe~r at the beginning . of the 
Department of the Navy's . compilation also apply to t~is ·_sys~em: 

Policies and practices for storing,. retrieving, accessing, retaining, and 
disposing of records_.in the system: . :. . . 

Storage: 
Magnetic tape and file folders. 
Retrievability: 
Social Security number and name. 
Safeguards: 
Guards, personnel screening, requesto~ codes. 
Retention and disposal: 
Microfilm record kept indefinitely in safekeeping. 
System.manager(s) and address:. . . 
Commanding Officer, Navy Finance Center, Anthony J. Cele­

brezze Federal Building, Cleveland, OH 44199. 
Notification procedure: 

. Individuals may write to system manager at above. address. · Infor­
mation request must contain Navy member's 'full name and :social 
security number. , .... 

Record access procedures: ;; , 
The agency's rules for access to records·may be obtained from the 

system maoager. 
Contesting record procedures: 
The agency's rules for ~ontesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
system manager. · · 

· Record source categories: 
Disbursing Offi~ers, individual members, BUPERS, and IR.S. 
Exemptions claimed for the system: 
No~e.' . 

N07220-4 
System name: 

Naval Reserve Officer Trairting Corps· Pay System .. 
System location: 
Commanding Officer, Navy Finance Center, Anthony J. ~ele-

bre_zze Fede~al Build.ing, Cleveland, Ohio 44199 
<;ategories of indi-rlduals covered by the system: 
NROTC st~dents until time of c~mmissioning. 
Categories of records in tlte system: 
Personnel and .entitlement data necessary for computation o.f pay 

entitlements. · . . · 
Authority for maintenance of the system: 
10 U. S. Code, Chapter 103 and Pub. L. 88-647. 
Purpose(s): . ·. 

This information is used by officials and employees· of the Navy 
Finance Center to issue checks and leave and earnings ·statements, 
investigate claims and overpayments, and to· prepare financial reports. 
This information may be ·used by officials and employees in the 
Department of Defense, and the Navy Military Personnel Command 
to assist in updating, verifying or correcting their records or to 
process cases. · · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To the Internal Revenue Service and state or local tax authorities 
for use in computing or resolving member's tax liability. 

To the Social Security Administration to determine member's cov-
erage under that program. . 

To the Department of the Treasury for issuance .of checks.· · 
To'the Veterans' Administration or to the Navy Family Allowance 

Activity when needed to process cases. . 
To the courts upon court order. 
To the designated beneficiaries of deceased members .. 
To federal, state, or iocal ':government· agencies wpen payments 

received through the Naval Reserve Officer Training Corps Pay 
System impact on payments or benefits issued by those agencies and/ 
or when a specific matching program }Jas been requested by tJte 
agency and approved by the Office of Management and Budget. 

To the American Red Cross, Navy Relief Society, and U.S.O. for 
personal assistance to the member. 

The Blanket Routine Uses that appear · at the beginning of the 
Department of the Navy's compilation also apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · · 

Storage: · 
Magnetic tape and file folders. 
Retrievability: · 
Social Security account number and member name. 
Safeguards: 
Guards, personnel screening, requestor codes. 
Retention and disposal: · 
Original shipped to safekeeping for permanent retention. 

. Syste~ manager(s) and address: 
Commanding Officer, Navy Finance Center, :Anthony J. .. Cele­

brezze fed.eral Building, Cleveland, Ohio 44199 
Notification procedure: · ·; 
Individuals may write to system manager at above address. Infor­

mation request ·must contain Navy member's full name, military 
status, and social security account numbe.r. Requestor may visit 

J 

j 



QEFENSE DEPARTMENT 641 

above address and must have . military identification card or valid 
~tate . driver's license and social security card as . positive. proof. of 
tdenttty. 

Record access procedures: 
The agency's rules for access to records may be obtained from the' 

system man~ger. · 
Contesting record procedures: .. · . 
The agency'.s_ rules for contesting contents and appealing initial 

determinations by the individual ~oncerned may be obtained from the 
system manager. · 

Record source categories: , 
Di~bursing Qfficer, Member, NMPC, CNETO, and IRS. 
Exemptions claimed for the system: 
None .. 

N07220-5 
System name: 

Joint Uniform Military Pay System (JUMPS). 
System location: 
(Decentralized) Navy· and Marine Corps disbursing offices, i.e.; 

Personnel Support Activities, Personnel Support Detachments, Dis­
bursing Officers Afloat, and the Navy Finance Center. Specific ac­
tivities are identified in Appendix B of Volume IV, Navy Comptrol­
ler Manual and addresses are contained in the directory of Depart-
ment of the Navy mailing addresses; · · '. 

Categories of indiViduals covered by the system: 
All navy personnel on active duty· and individual recipients of 

allotments of Navy personnel (active duty and retired). 
Categories of records in the system: . 
individual Leave and Earnings Statements, Personnel Financial 

Records, substantiating documentation submitted via OCR docu­
ments, tape input or direct on-line CRT entry which authorized 
credits and deductions of pay entitlements and withholding of Feder­
al income tax, Federal Insurance Contribution Act (FICA) payments, 
and Servicemen's Group Life Insurance, state and local taxes, ·or 
other deductions. Other records include Internal Revenue Form W-
2's; money lists, pay receipts, check and distribution lists, allotment 
authorizations and associated files, absentee and deserter lists, miscel­
laneous corresponsdence requesting or providing pay information, 
Commanding Officer Leave Lists and microfilm and microfiche 
records. 

Authority for maintenance of the system: 
Titles 10 and 37 U.S.C. 
Purpose(s): 
To maintain and distribute Leave and Earnings Statements; deter­

mine and audit pay entitlements or deductions; compute, pay· and 
report payments; determine budgets and appropriation requirements; 
commence and ·terminate allotments; determine amounts subject to 
fines, forfeitures or detentions of pay in connection with non-judicial 
punishment and courts-martial and distribution of payments. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of sucb uses:· · 

To the Comptroller General or any of· his authorized representa­
tives in the course of the performance of duties of the Comptroller 
General or the General Accounting Office in the audit and determi­
nations relating to military pay entitlements, expenditures and ac-
counting procedures. . · ·. . . · 

To the Depart~ent of Treasury in connection with check o(Elec-
tronic Fund Transfer (EFT) payment issuance. · · 

To the Veterans Administration in regard to Disability and Sever­
ence Pay and educational benefits; Social Security Administration for 
FICA Wage Reporting. · · . . .· 

To the Internal Revenue Service and state and local taxing au-
thorities for computing or resolving tax liability. · 

To the Federal Reserve Banks for the distribution of payments 
made through the Direct Deposit System. 

To financial organizations. or their processing agents authorized· by 
individuals to receive and depqsit payments in their accounts. 

To federal, state, or local government agencies when payments 
received through the JUMPS system impact payments or benefits 
issue~ by those agencies or when a specific matching program has 
been requested by the agency and approved by the Office of Man-
agement and Budget. · 

To officials and employees of Navy Relief ~nd the American Red 
Cross in the performance of their duties related to the assistance of · 
the members and their dependents and relatives, or related to assist­
ance previously furnished such individuals, without regard to wheth-

er · the. individual . assisted . or his/her sponsor continues to be a 
member of the Navy. 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation also apply .to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Personal Financial Records containing Leave and Earnings State­

ments, which are paper records, are stored in wooden or metal boxes 
or cabine_ts. Copies of Leave and Earnings Statements and supporting 
documents are stored in file folders and cabinets or on microfilm or 
microfiche. Automated records are stored on magnetic tapes, discs 
and punched cards. 

Retrievability: 
Automated records are retrieved by Social Security·· Number and 

name. Documents are. retrieved by SSN or by an assigned internal 
document control number. 

Safeguards: 
Outside of normal working ho~rs Persqnal Financ=ial Records with 

Leave and Earnings Statements are secured in safes, vaults or locked 
cabinets. Substantiating documents and , microfilmed records are re­
tained in unlocked cabinets. During · non~working hours, offices 
where the above-mentioned records are stored are locked. 

The safeguards in the on~line automated systems include the fol­
lowing controls: a .. Physical access to CRT data entry terminals is 
under supervisory control. b. Access to central computer main fame, 
other peripheral· equipment and tape and disc storage is strictly con­
trolled. Individuals must sign in and be authorized admittance before 
access. c. Individual user identification codes and passwords are used 
to control access to ·automated records. d. Reports are issued that are 
used to help monitor the system to determine individuals who are 
accessing data. · · 

Access to microfiche and microfiche readers and the ·respective 
data are maintained by supervis()ry control. 

Retention and disposal: 
Personal financial records containing the twelve most recent leave 

and earnings statements are retained by the Personnel Support De­
tachment or disbursing offic~. servicing the. Cqmmand to which the 
member is assigned.· Copies of ·originating documents are retained by 
the local command for one year after submission and then destroyed. 
A cc;:ntral. automated file is maintained for all active duty Navy 
personnel at the Navy Finance Center, Cleveland. Following a mem­
ber's separation or retiret:nent. from the Navy, the member's Personal 
Financial Record is forwarded to the ·central site-Navy Finance 
Center, Cleveland, where it is retained for approximately two months 
pending individual claims and is then forwarded- to the Federal 
Records Center. The member's Master Pay· Account is retained at 
the central site. for six months following a member's separation or 
retirement at which time it is purged from the computer file, micro­
filmed; and .forwarded to the Federal Records· Center. Substantiating 
documents are microfilmed and retained at ·the central site for one 
year and then forwarded to the Federal Records Center. 

System manager<s'> and address: · 
Comptroller of the Navy; Commander,· Naval Military Personnel 

Command; Commander, Navy Accounting and· Finance Center; and 
Commanding Officer, Navy Finance Center. · · 

Notification procedure: 
Individuals can be informed of any records maintained within the 

system by identifying themselves to the Personnel Support· Detach­
ment servicing that Command. The member may identify himself/ 
herself by presenting. his military identification. card. Former mem­
bers may request information from the Navy Finance Center, Cleve­
land; 

Rec~rd access procedures: 
Individuals, properly identified, may request any information per­

taining to their pay from their Personnel Support Detachment. If.the 
requested information is not available locally, the disbursing· officer 
will obtain the information from other sources, i.e. members previous 
duty stations or the Navy Finance Center, Cleveland. · 

Contesting record· procedures.: · 
The agency's rules for. contesting. contents and appealing initial 

determinations by the individual concerned may be· obtained fi·om the 
system manager. · · · 

·Record source categories: 
Local Personnel Support. Detachments and other disbursing and 

personnel.offices, the Veterans Administration, the Navy Military 
Personnel . Command; various taxing agencies, individual members 
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and recipients of allotments and various Navy procedures and entitle­
ments manuals. 

Exe~ptions claimed for the system: 
None. 

System name: 
Midshipman Pay System. 
System location: 

N07220·6 

Pr;imarr - Superintendent, Naval ~cademy, Annapolis, MD 21'402; 
decentralized segments - Commandmg Officer, Navy Regional Fi­
n~nce Center, Washington, DC 20371, Commanding Officer, Navy 
Fmance Center, Cleveland, OH 44199, and Commander, Naval Mili­
tary Personnel Command (Code H-13), Navy Department, Washing­
ton, DC 20370. 

Categories of individuals covered by the system: 
Midshipmen of the U.S. Naval Academy, Annapolis, Maryland. 
Categories of records in the system: 
The system contains automatic data processing pay accounts of all 

Naval Academy Midshipmen. Document flow is controlled by use of 
a Midshipmen Payroll Change form. Controls over the system are· 
maintained by use of a Midshipmen Payroll Control Register. Input 
source documents include (I) letter authority from the Superintend­
ent to the Midshipmen Pay Offices to open the pay (2) documents to 
~ubstantiate credits of advances for initial clothing and equipment 
Issues, commuted rations, refunds for clothing tum-in, and discharge . 
payments (3) letters from the Commandant . of Midshipmen to the 
Midshipmen Pay Officer containing listings of names and amounts to 
the checked for personnel services (4) documents to substantiate 
checkages for liquidation of clothing and equipment advances, store 
bills of midshipmen subscriptions to magazines, musical concerts, etc., 
and (5) required deductions for Federal Tax and FICA Tax. Output 
documents include printouts of (I) Midshipmen Monthly Pay Ac­
counts (2) Midshipmen Debit and Credit Explanation Register and 
(3) Midshipmen Yearly Pay Account. Payroll money lists which 
substantiate payments made and travel payment vouchers are also in 
files. Monthly financial returns are submitted to the Navy Regional 
Finance Center, Washington, D.C. for conso~idation with the . ac­
counts of that office and are then forwarded to the Navy Finance 
Center Cleveland, Ohio in accordance with procedures prescribed in 
NA VCOMPT Manual, par. 048090. Copies, of the financial returns 
are therefore, on file in these offices. In addition, copies of docu­
ments supporting Federal Income and FICA Taxes withheld are 
forwarded to the Commander, Naval Military Person"nel Command 
(Code H-13). · 

Authority for maintenance of the system: 
National Security Act Amendments of 1949 (10 U.S.C. 5060). 
Purpose(s): 
To accurately and efficiently maintain the pay accounts of Naval 

Academy Midshipmen; to pay and account for payments and collec­
tion of Naval Academy Midshipmen. 

Routine tises of records· maintained in the system, including catego· 
ries of users and the purposes of such uses: 
· To officials and employees of the Internal Revenue Service and 
the Social Security Administration for reporting wages, FICA tax 
and federal tax paid. 

To the American Red Cross, Navy Relief·Society, and U.S.O. for 
personal assistance to the member. 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation also apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Midshipmen Pay Office - Computer print-outs. ADP Office - Com-

puter magnetic tapes .. 
Retrieva~ility: 

Retrieved by Alfa Codes assigned to each midshipmen. 
Safeguards: 
Only Midshipmen Disbursing Office personnel are · authorized 

access to records of that ·office. Only the computer operations are 
authorized access to the computer tapes. The computer area is re­
stricted and computer tapes are locked in fireproof safes when not in 
use. 

Retention and disposal: 
Pay information on the computer tapes is retained for 30 days and 

the tapes are then reused. Tapes containing· Federal Income Tax and 
FICA Tax information are retained for 1 year until the required 

reports are rendered. The tapes are then reused. Retained copies of 
Midshipmen Pay Office forms are disposed of as follows: I. Midship­
men Payroll Control Register - retain for 2 years and destroy. 2. 
Midshipmen Payroll Change - retain for 6 months and destroy. 3. 
Midshipmen Monthly Pay Account - retain for 4 years, from admis­
sion of each class through month following its graduation and de­
stroy. 4. Midshipmen Debit and Credit Explanation Register -. same. , 
as 3, above. 5. Midshipmen Yearly Pay Account - same as 3, above. 
Other disbursing records and financial returns are retained 4 years 
follow period covered by the account and transferred to the Federal 
Records Center in accordance with SECNA V Instruction P5212.5b. 

System manager(s) and address: 
Overall policy and procedures - Comptroller of the Navy; primary 

- Superintendent, Naval Academy; decentralized segments - Com­
manding Officer, Navy Regional Finance Center, Washington, D.C., 
Commanding Officer, Navy Finance Center, Cleveland, Ohio and 

·Chief of Naval Personnel (Code H-13) Washington, D.C. · 
Notification procedure: 
Individuals can be informed of any records maintained in the 

system by identifying themselves to Midshipmen Pay Office. Mem­
bers must present his identification card to obtain requested informa-
tion. · 

Record access procedures: 
Midshipmen are issued a monthly earnings statement. All informa­

tion concerning credits .and checkages of pay and allowances are. 
contained in the statement. Additional required information relative 
to miscellaneous changes reflected on the statement may be obtained 
from the individual Academy activity which reported the changes to 
the Midshipmen Pay Office upon presentation of his identification 
card. 

Contesting record procedures: 
The agency's rules for access to records and for contesting con­

tents and appealing initial determinations by .the individuals con­
cerned may be obtained from the SYSMANAGER. 

Record source ~tegories: 
Members service record on file in the Midshipmen Pers<>nnel 

Office and those documents contained in RECORD-CATEGORY, 
above. 

Exemptions claimed for the system: 
None. 

System name: 
Travel Pay System. 
System location: 

N07220-7 

Decentralized, maintained . by Navy disbursing offices; a list is 
available from: 

Commander 
NavyAccounting and Finance Center (NAFC-44) 
Washington, DC 20376 

Categories of individuals covered by the system: 
Any person, government or private, who submits a request for 

payment of a travel advance or travel claim to a Navy disbursing 
office. 

Categories of records in the system: 
Public vouchers; substantiating documents such as travel orders 

and expense receipts; card file or log book; automated records stored 
on magnetic program cards, tapes, disks, drums or punched cards 
utilized to control receipt and disposition of travel claims; suspense 
. files, pay adjustments authorization, and payroll checkages utilized 
for control and follow-up on travel advances; debtor information 
records; and correspondence relating thereto. 

Authority for maintenance of the system:. 
5 USC 301; Departmental Regulations. 
Purpose(s): 
To reimburse any person, goven,tment or private, for travel ex­

penses and to record, account and report for government funds. To 
-provide a historical file and audit trail for travel payments made by 
the Navy; to provide a means to respond to inquiries from travelers 
on status of claims; to control travel advances to insure liquidation; 
and to provide a means for collection in cases of over advances. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation apply to this system. 
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Disclosure to consumer reporting agencies: 
. Pursu~nt to the Privacy Act of 1974 (5 U.S.C. 552a(b)(l2)), debtor 
mformat1on may be released· to consumer reporting agencies as de­
fined in the Fair Credit Reporting Act (15 U.S.C. 168la(t) or the 
Federal Claims Collection Act of 1966 (U.S.C. 370l(a)(3)). 

Policies and practices for storing, retrieving, accessing, retaining, and 
dispc,sing of records in the system: 

Storage: 
Records are maintained on magnetic program cards, disk, tape, 

hard copy forms, paper records in file folders, index cards or log 
books. 

Retrievability: 
Travel claims which are computed with automatic data processing 

equipmentare retrieved by using the SSN. Manually computed travel 
claims are retrieved by disbursing office voucher number and · SSN. 
Card index files are retriev.ed by name and SSN. 

Safeguards: 
The safeguards in the automated system include the following 

controls: (I) Physical access to video display terminals is under strict 
supervisory control, (2) Access to the computer peripheral equip­
ment, program cards; tapes and disk storage is strictly controlled, (3) 
Individual user identification codes and passwords are used to con­
trol access to automated records, (4) Reports are issued that are used 
to help monitor the system to determine individuals who are access­
ing data, (5) Output products and storage media are stored in locked 
cabinets or rooms with building or military base security, (6) Positive 
ide~ti~c~tion is established prior to releasing personal information to 
an md1v1dual, and (7) Output products and storage media are labeled 
to warn individuals that they contain personal information subject to 
the Privacy Act (e.g., Personal Data-Privacy Act of 1974). Access is 
authorized to personnel engaged in travel claim processing, supervi­
sory or management personnel, and inspectors, auditors, investiga­
tors. Travelers are authorized access to their own travel records; 
fund administrators are authorized access to records pertaining to 
their own funds. · 

Retention and disposal: 
The automa,ted record· is retained no longer than one year follow­

ing the final settlement of a travel· claim. Records recorded oil 
magnetic program cards, tapes, disks, and drums will be disposed of 
b>: degaussing or erasing. A history /inactive hard copy file is main­
tamed no longer than four years. Records may be moved to a 
~egional Federal Records (;enter depending on local storage capabil­
Ity. 

System manager(s) and address: 
Commander, Navy Accounting and Finance Center, (Code 

NAFC-44), Washington, DC 20376. A list of the Navy disbursing 
offices is available from the Systems Manager. 

Notification procedure: 
If the individual is a traveler and knows the location of the Navy 

disbursing office processing his/her travel claim, direct contact with 
that office is sufficient. If unknown, or the inquirer is not a traveler, 
the inquiry should be submitted to the Commander, Navy Account­
ing and Finance Center, address above. Requestor should provide 
full name, social security number, whether military or civilian; and, if 
possible, disbursing office voucher number, dates of travel, and date 
and location of travel claim or travel advance submission. An indi­
vidual is permitted to visit any Navy disbursing office to which he/ 
she has submitted an advance or claim. Military identification card or 
civilian identification such as driver's license is sufficient. 

Record access procedures: 
The agency's rules for access to records may be obtained from the 

system manager. 
Contesting record procedures: 
The agency's rules for contesting contents and- appealing i~itial 

determination by the individual concerned may be obtained from the 
system manager. 

Record source categories: 
Travel advances and travel claims are filed by individuals who 

provide information (name, SSN, etc) on themselves. Supporting 
documentation is obtained from the associated travel order, employ­
ing commands, service providers (e.g., receipt of taxis), and Navy 
disbursing offices. 

Exemptions claimed for the system: 
None. 

N07230·1 
System name: 

Navy Standard Civilian Payroll System (NA VSCIPS) . 
System location: 
Decentralized, maintained by 72 Navy and 1 Marine. Corps civilian 

payroll offices; a list is available from: 
Commander 
Navy Accounting and Finance Center (NAFC-42) 
Washington, DC 20376 

Categories of individuals covered by the system: 
Civilian employees who .are employed by Navy and Marine Corps 

activities and are paid from appropriated funds 
Categories of records in the system: 
Individual civilian pay records, retirement records and leave 

records, applications for leave; overtime authorizations; substantiating 
documents such as personnel action forms effecting new appoint­
ments, separations, promotions, demotions, and deduction changes; 
Internal Revenue Service Form W-4; State and City tax information; 
authori~ations for deductions, i.e., savings bonds, group life insur-· 
ance, health benefits, overpayments, indebtedness to the Government; 
court orders for garnishment of wages for child support and alimony 
payments; allotments, i.e.,· union dues, charity contributions, savings 
allotments, special allotmeots for overseas employees; tax levies; 
claims; .award payments; special pay; allowances and differentials, 
and case files which contain requests for waiver of erroneous pay­
ment of pay for civilian employees. 

Authority for maintenance of the system: 
5 U.S.C. 5301, Pay Rates and Systems, Pay Comparability System 

Policy. 
Purpose(s): 
To pay Navy and Marine Corps civilian employees, maintain leave 

and retirement records and to record, report and account for govern; 
me~t expenditures for personal services. To provide time and attend­
ance . information to individual employees and management; and to 
provide audit trails for GAO, Navy Area Audit, and internal audit 
procedures; to provide federal, state, and city tax information to 
appropriate authorities. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

To officials and employees of the Office of Personnel Management 
related to retirement information and monies for computation of 
annuities. Provides other data, as required for special studies. 

To officials and employees of the Department of the Treasury in 
connection with check issuances. 

To officials and employees of the Veterans Administration regard­
ing Disability or Severance Pay Entitlement. 

To officials and employees of the Social Security Administration 
for FICA and FITW wage reporting. 

To state an~ local tax authorities for computing or resolving tax 
liability. ·. 

To state employment agencies which require wage information to 
determine eligibility for unemployment compensation benefits of 
former employees. . 

To financial organizations to provide lists of those employees who 
make deposits and the amount of the deposit to each financial organi­
zation. 

To officials of labor organizations who are recognized under E.O. 
11491, as amended, with information as to the identity of employees 
contributing dues each pay period and the amount of dues withheld 
from each contributor. 

To the General Accounting Office, for waiver of overpayments of 
pay w~ich are forwarded to them for adjudication. 

The Blanket Routine Uses that appear at the beginning of the 
Department of the. Navy's compilation also apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Automated records are stored on magnetic tapes, disc, microfilm/ 

microfiche and punched cards. Manual records on manual card files 
and in file folders. 

Retrievability: 
By name, social security number, or locally assigned identification 

number. · 
Safeguards: 
Locked fireproof cabinets for retirement records. Metal cabinets 

for manual payroll and leave records within locked rooms. The 
computer facility and terminal are located in restricted areas accessi­
ble only to authorized· persons that are properly screened, cleared 
and trained. Manual records and computer printouts are available 
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only to persot.tnel engaged in payroll processing, auditors, investiga-
tive officials and management personnel. . 

Retention and disposal: 
Pay~olf ~ecords are maintained on-site for 6 yea~, then shipp~d to 

Federal Record Center where they are retained for 56 years. 
Leave Records - same as above, except held by Federal Record 

Center for 10 years. · · 
Retirement Registers. - same as above, except are destroyed rather 

than sent to Federal Record Center. Retirement records are main­
tained untiL employee separates; if he/she goes to another· Navy or 
Marine Corps activity, retirement records are .sent to that activity; if 
he/she goes to another agency or separates, sent to OPI\4:. 

. System manager($) and address: 
Overall policy and procedure for the Civilian Payroll System are 

estabHshed by the ·Commander, Navy Accounting and Finance 
Center, Washington, DC 20376. A list of the system managers by 
payroll activity is available from Navy • Accounting and Finance 
Center (NAFC-42). 

Notification procedure: 
. Civilian employees 'can directly contact the system manage'r·or his 

payroll activity. If unknown, the inquiry should be .submitted to the. 
Commander, Navy Accounting and Finance Center, address above. 
Requestor should .provide full name; social.security number, identifi­
cation number, if applicable, activity where employed and informa­
tion desired. An individual can visit his/her payroll office on any 
matter concerning his/her pay: · 

Record access procedures: 
Employees have access to their individual pay, leave and retire­

ment records. The agency's rules for access to records may be 
obtained from the system manager. 
- ConteSting record procedures: . 

The agency's rules for contesting contents and 'appealing initial 
determination by the individual concerned may be obtained from the 
system manager. _ · 

Record source categories: . 
Standard Form 50's (Personnel· actions), time· . and . attendance 

records, applications for leave and overtime authorizations, ·retire­
ment records, federal state and tax forms, deduction authorizations, 
allotment. authorizations, court orders for garnishment of wages for 
child. support and alimony: payments. · 

' Exemptions claimed .for the system: · · · · 
None. 

:·NJ)7230-2 · 
System name:' 

NEXCOM Payroll Processing .. 
System location: · · · · 
Navy Exchange Service Command (NEXCOM), Naval Statio~ 

New York Staten ·Island, Staten Island, NY . 10305-5097 and at ·all 
Navy 'Exchange's ·located in CONUS, Subic· Bay, Guam, and Japan. 
Official mailiQg addresses are published .as ar;t appendix to the Navy's 
compilation o( system of record notice8': · · 

Categories of individuals eovered by the system: 
All Navy Exchange System employees located in CONUS, S_ubic 

Bay, Guani, and Japan .. · · 
Categories of·records in the system: · 
The Master Payroll Files and Leave Year Record File wili coritairi 

at a· minimum employee name, Social ~curity Number, department, 
exchange n~mber, payroll number, birth date, ·marital ~tatus; citiien­
'ship, hire date, adjusted date of hire, job grade and step, employee 
category, pay ba8is, pay status (exempt/nonexempt), emp.loyee bene-
fit, deduction -information. · · 

Authority for maintenance of the system: · 
5. U.S.C. 301, Departmental Regulations and Executive Order 

9397, • ' I • 

Purpose(s): · 
To maintain a data base which will permit the contractor to supply 

bi-weekly payroll processing which includes, but is not limited to 
preparation 'and issuance of time cards, be:.weekly pay checks and 
pay check stubs, check registers and payroll registers; preparation 
and issuance of various bi-weekly, monthly, quarterly, semi-ann;ual 
and annual. reports; establishment and mainte.nance of current payroll 

·maSter file; annual 'preparation and distribu~iCm of wage and tax 
statements~ Form W -2; arid, payroll tax filing services:: 

.. Routine uses of .records maintained .~ th~. system, ~eluding. catego· 
ries of users.· and. tl,le ·purposes of. such uses: 

The "Blanket Routine Uses" that appear at the -beginning of the 
Navy's compilation of systems notices apply to this system. 

Policies and· practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
The records are stored on computer tape. 
Retrievability: 

. Name, Social Security Number, exchange number, and· payroll 
number. 

· Safeguards: 
Contractor facility is protected with an ADT Alarm System, which 

is in operation 24 hours per day, seven days a week. All rooms 
within the facility, as well :as the entire perimeter of the facility, are 
on-line. with this system. All alarms are wired to the Security Com­
pany as well as the local police station. The NEXCOM data cannot 
be obtained through any dial-up ·method by other than an authorized 
Navy Exchange location. 

Retention and disposal: 
·Records· are maintained by ·the contractor for the life of the con~ 

trac( (three years or more). O~ce contract is complete, records are 
returned to NEXCOM where they are maintained for seven years 
and then destroy~. ' ·. 

System manager(s) an~ address: , 
Policy Official: ·Commander, Navy Exchange Service Command, 

Naval Station. New York Staten Island, Staten Island, NY 10305-
~n . 

Record Holder Manager: Comptrol.Jer, Navy Exchange Service 
Command, Naval Station New York Staten· Island, Staten: Island, NY 
10305-5097. . 

Notification procedure: 
Individuals seekjng to determine ~tiether this ~ystem .of records 

contains information about themselves she.uld address written inquir­
ies to the Comptroller, Navy Exchange ·service Command, Naval 
Station New York Staten Island, Staten Island, NY 10305-5097. The 
request must contain Individual's full name .and· Social Security 
Number and m~st be signed. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system. of records should address written inquiries. to the Comp­
troller, Navy Exchange Service Command, Naval Statton New York 
Staten Island, Staten Island, NY 10305-5097. The request must con­
tain individual's full name and Social Security Number and must be 
signed. · 
. Contesting record procedures: . . t 

· The Department of the Navy rules. for, accessing records and 
contesting contents and appealing initial determinations by the indi­
vidual concerned are published in the Secretary of the Navy In.struc­
tion 5211.5; 32 CFR part 701; or may be obtained from the system 
manager.- . . 

Record source categofies: ··f · 

-Tim.~keeping management docum~!J.tS. 
Exemptions claimed for the system: 
None.' 
Effective dat~: Jan.3, .1"992. · · 

N07240·1 
System name: 

Commercial Invoice Payments History System. 
System location: · · ·: 

• f 

Decentralized, maintained by Navy disbursing offices; a list' is 
available from: · 

: Commander ; - . 
Navy Accounting and Finance'Center '(NCF-5) 
Washington, DC 20376 · 

Categories of individuals covered by the syst~m: · 
Any indivi~ual, goVe~rrient or private, who submits a re9uest for 

payment to. Navy disbursing offices for good~ and/or servu::es ren-
dered.· ' 

Categories of records in the system: 
Public vouchers; substantiating documents such as.invoices, receipt 

documents, inspection reports, procurement instruments, contract 
index files, assignment documents, machine listings, government bills 
of lading, transportation requests, meal tickets; magnetic tape, disk 
files, roll microfilm, microfiche; and related correspondence files. 
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Authority for maintenance of the system: 
5 USC 301; Departmental Regulations. 
Purpose(s): 
To provide a record of all· disbursements made on commercial 

invoices by Navy disbursing offices; provides an audit trail of com­
mercial invoice payments made by the Navy; provides a. means to 
respond to inquiries from individuals on status of invoices and con­
tracts; provides a means of detecting ·and precluding duplicate pay-
ments. · · · · 

Routine uses of records maintained in the system, including catego­
ries of users and the purpos~ of such uses: 

Blanket Routine Uses that appear at the beginning of the Depart-
ment of the Navy's compilation apply to this system. · · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the ~ystem: · . 

Storage: 
Paper records in file folders; computer magnetic tapes; roll micro-

film, microfiche. . · · 
Retrievahility: 
Retrieved by disbursing office voucher number for paid invoices; 

retrieved by procurement instrument identification number for con­
tractors by contract index cards; retrieved by name of individual· 
from machine listings. Information in disbursing office voucher file 
and ·microfilm/microfiche can be retrieved by name through search 
process if billing/submission date is known. 

Safeguards: 
Locked cabinets or rooms, with building or military base security. 

Access authorized to designated personnel engaged in commercial 
invoice processing, supervisory or management personnel, and in­
spectors, au.ditors, investigators. Individuals are authorized acce~s to 
their own payment history file; fund administrators are authorized 
access to records pertaining to their own funds. 

Retention and disposal: 
Records are maintained for four years. Records may be moved to 

a regional Fed~ral Records Center depending on local storage capa-
bility. No standard means for destruction exists. . 

Syste~ manager(s) and address: 
Commercial invoice payment history requirements are prescribed 

by the Comptroller of ~he Navy in its Manual (NAVSO P-1000); a 
list of Navy disbursing offices authorized to pay invoices can be 
obtained from · the Commander, Navy Accounting and Finance 
Center (NCF-5), Washington, DC 20376. 

Notification procedure: 
If the individual knows the location of the Navy disbursing office 

holding his/her invoice payment history, direct contact with that 
office is sufficient. If location is unknown, the inquiry should be 
directed to the Commander, Navy Accounting and Finance Center, 
address above. Inquirer should provide full name, social security 
number, whether military or civilain, contract or· purchase order 
number and, if possible, disbursing office voucher number, invoice 
date, number and amount. An. individual is permitted to visit any 
·Navy disbursing office to which he/she has submitted an invoice. for 
payment. Identification should include military identification card, 
civilian identification· such as driver's license and company or agency 
affiliation. Access to classified contracts requires· confirmation. of 
se<?urity clearance and need to know. 

Record access procedures: 
·The agency's rules for access to records may be.obtaii:ted from the 

system manager. 
Contesting record procedures: 

. The agency's rules for contesting· contents. ·and appealing initi.al 
determination by the· individual concerned may be obtained from the 
system manager. 

Record source categories: 
Commercial iqvoices are filed by individuals who provide·informa­

tion on. the~selves. Supporting documentation is obtained from em­
ploying company, material/service providers and receivers and Navy 
disbursing offices. · · · 

Exemptions claimed for the system: 
None. 

System name: 
Relief for Losses of Public Funds/SBP Annuitants for Overpay­

ment of Benefits. 
System location: 

Office of the Judge Advocate General (Code 32), Depart~ent of. 
the Navy, 200 Stova11 Street, Alexandria, VA. 22332-2400. 

Categories of individuals covered by the system: 
Accountable Navy and Marine Corps military and civilian person­

nel who request relief .from liability for losses of public funds in their 
custody and survivor benefit plan annuitants who request waiver of 
overpayment of benefits. 

.. Categories of records in the system: 
Copies of requests submitted by individuals of the above-stated 

categories for grant of relief from liability, together with inf9rmation 
voluntarily furnished by the affected individuals concerning the cir­
cumstances of losses of funds in their custody, or overpayments of 
Survivor Benefit Plan benefits, and additional information derived. 
from investigatory and audit reports and comments Qf forwarding 
endorsers concerning circumstances of losses or overpayments. 

Authority for maintenance of the system: 
10 U.S.C. 1453; 31 U.S.C. 3~27; 5 U.S.C. 301, Departmental Regu­

lations; and 44 U.S.C. 3101. 
Purpose(s): 
To determine within the Department ·of the Navy and General 

Accounting Office (GAO) whether the circumstances of particular 
losses of public funds or overpayments of Survivor Benefit Plan 
benefits warrant granting requests for relief from liability. · · 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: · 

To officials and employees of the GAO . in cases requiring the 
concurrence of the Comptroller General for a grant of relief from 
liability. . 

The .. Blanket Routine Uses" that appear at the beginning of the 
Department of the Navy's compilation of systems. of records also 
apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Records are .maintained in file fold~rs. 
Retrievability: 
By name of individ1,1al reques~ing relief. 
Safeguards: 
Files are maintained in file cabinets under the control of personnel 

during working hours; the office space in which the file cabinets are 
located is lock~d outside official working hours. 

Retention and disposal: · 
Records are retained indefinitely; however records are transferred 

to the Federal Records Center, Suitland, MD. 
System manager(s) and address: 
Assistant Judge Advocate General (Civil Law), Office of the 

Judge Advocate General, Department of the Navy, 200 Stovall 
Street, Alexandria, VA 22332-2400. 

Notification procedure: 
Individuals seeking t9 determine whether this system of records 

contains information about themselves should address written inquir­
ies to the Assistant Judge Advocate General (Civil Law), Office of 
the Judge Advocate General, Department of the Navy, 200 Stovall 
Street, Alexandria, VA 22332-2400. The request should contain full 
name, address, and the approximate date on which relief was request-
ed. . ' 

Personal visits may be made to the Civil Affairs Division (Code 
32), Office of the Judge Advocate General, Room 9Nil, Hoffman 
Bldg II, 200 Stovall Street, Alexandria, VA 22332-2400. Armed 
forces identification card or driver's license is required for identifica-
~a . 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries to the Assist­
ant Judge Advocate General (Civil Law), Office of the Judge Advo­
cate General, Department of the Navy, 200 Stovall 'Street, Alexan-
dria, VA 2233~-2400. · · 

Contesting record procedures: 
The Department of the Navy rules for accessing records and 

contesting contents and appealing initial determinations by the indi­
vidual concerned are published in Secretary of the Navy Instruction 
5211.5; 32 CFR part 701; or may be obtained from the system 
manager. 

Record source categories: 
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Information in the system is furnished partly by the individual 
requesting relief, and is supplemented by reports of Department of 
the Navy audits and investigations pertaining to the particular losses 
of funds or overpayments of Survivor Benefits Plan benefits in­
Yolved. Additional amplifying information is typically furnished by 
officers forwarding requests to the Secretary of the Navy. . 

Exemptions claimed for the system: · 
None. 

N07320-1 
System name: 

Property Accountability Records. 
System location: 
At all activities. 
Categories of individuals covered by the system: 
Any Department of the Navy employee (military or civilian) re­

ceiving government property for which he must sign a receipt. 
Categories of records in the system: 
The receipts maintained are any of the following: Logbooks, prop­

erty passes, custody chits, charge tickets, sign out cards, tool tickets, 
sign out forms, photographs, charge cards, or any other statement of 
individual accountability for receipt of government property. 

Authority for maintenance of the system: 
5 usc 301 
Purpose(s): 
To identify individuals to whom government property has been 

issued. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
The Blanket Routine Uses that appear at the beginning of the 

Department of the Navy's compilation apply to this system. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
The receipts may be maintained in any of the following formats: 

Logbooks, property passes, custody chits, charge tickets, sign out 
cards, tool tickets, sign out forms, photographs, charge out cards or 
any other statement of individual accountability for receipt of gov­
ernment property. 

Retrievability: 
Retrievability may be by any of the following: Name, badge 

number, tool number, property serial number, or any other locally 
determined method of property receipt accountability. 

Safeguards: 
The receipts are unclassified. 
Retention and disposal: 
Retention of receipts for property is at the discretion of the local 

activity responsible for the property being issued. 
System manager(s) and address: 
Overall policy official: No designated official. The system·manager 

is the commanding officer or officer in charge of the activity where 
the property accountability records are maintained. · 

Notification procedure: ,. 
Individuals seeking to dete~mine whether system records contain · 

information pertaining to them may do so by making application to 
the commanding officer or officer in charge of the activity where the 
receipts are located. Individuals making application must have a 
Department of the Navy approved identification card. · 

Record access procedures: 
The agency's rules for access to records may be obtained from the 

system manager. 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
system manager. 

Record source categories: 
Information is collected directly from the subject individual. 
Exemptions claimed for the system: 
None. 

System name: 
Bingo Winners. 
System location: 

N07401-1 

Decentralized, maintained at Navy and Marine Corps stateside and 
overseas bases, where bingo is authorized and played. Inquiries 
should be address.ed to the local activity or to the: 

Chief of Naval Personnel (Pers:-7) 
Bureau of Naval Personnel 
Washington, DC 20370 (for naval activities); and the 
Commandant of the Marine Corps (MSMS) 
Washington, DC 20380 (for Marine Corps activities). 

Categories of individuals covered by the system: 
Individual U.S. citizens 18 years of age and older who are paid 

monies/prizes of 1,200 or more for one-time winnings associated with 
bingo. 

Categories of records in the system: 
Bingo payout control 'sheet indicating individual name, grade, 

SSN, duty station, dates and amou~s of bi~go monies paid. 
Authority for maintenance of the system: 
10 U.S.C. 5031; Section 6041, Internal Revenue Code; BUPER­

SINST 1710 series; Manual for Messes Ashore, NAVPERS 15951; 
MCO P-1745.15 series; and NA VSO P-3520. 

Purpose(s): 
Navy and Marine Corps shore activities use this file (where bingos 

have been authorized) to account for and control monies and items of 
merchandise paid to individual winners of bingo games and as a basis 
for IRS Forms W-2G and 5754, reporting on individuals whose one­
time winnings are 1,200 or more. To provide a means of paying, 
recording, accounting for, reporting, and controlling expenditures 
and merchandise .inventories associated with bingo games. 

Routine uses of records ·maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Records maintained in file cabinets located in a secure area. 
Retrievability: · 
Individual control sheets. Individual IRS Form W -2G by name 

and SSN. 
Safeguards: 
Records are kept in·occupied rooms which are locked during non­

working hours. 
Retention and disposal: 
Records are maintained on site for 3 years a:nd then shipped to the 

Federal Records Center in acco'rdance with SECNAVINST 5212.5 
series. 

System Dlariager(s) and address: 
Overall policy and procedu.res for the bingo operations are con­

tained in NA VSO P-3520, BUPERINST 1710 series and MCO P-
1746.15 series. A li~t of system managers by activity is available from 
the Chief of ~aval Personnel (Pers-7) for Navy managers and the. 
Commandant of the Marine Corps (MSMS) for Marine Corps manag­
ers. 

Notification procedure: 
Individuals are notified via IRS Form W-2G if their one-time 

bingo winnings are 1,200 or more. An individual, can contact the 
applicable systems manager on matters concerning their bingo win­
nings .. 

Record access procedures: 
Individuals have access to information applicable to their individ­

ual bingo winqings. Officials such as the IRS have access to informa­
tion applicable to all bingo winners. Access is through the system 
manager. 

Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determination by the individual concerned may be obtained from the 
system manager. 

Record source categories: 
Bingo payout control sheets. 
Exemptions claimed for the system: 
None. 

N07430-1 
System name: 

Navy Debt Management and Collection System (MNCS). 

.! 
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· System location: 
·Commanding Officer, Navy Finance Center, Anthony J. Cele­

brezze Federal Building, Cleveland, OH 44199-2055. 
Categories of individuals covered by the system: 
Individuals who have been paid more funds by the Department of 

the Navy than to which they were legally entitled. . 
Categories of records in the system: _ 
Individual's name, Social Security Number, and debt amount. Doc­

umentation which established overpayment status, financial status 
affidavit, payment record, credit reference, and miscellaneous corre-
spondence to and from the individual. · 

Authority for maintenance of the system: 
80 Stat. 308 and 88 Stat. 393, Federal Claims Collection Act of 

1966 (Pub. L. 89-508) and Debt Collection Act of 1982 (Pub. L. 97-
365), and Executive Order 9397. 

Purpose(s): 
To maintain an automated tracking and accounting system for 

individuals indebted to the Department of the Navy. Records in this 
system are subject to use in approved computer matching programs 
authorized under the Privacy Act of 1974, as amended, for debt 
collection purposes. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To the General Accounting Office and the Department of Justice 
for collection action for any delinquent account when circumstances 
warrant. · 

To a commercial credit reporting agency for the purpose of either 
adding to a credit history file or obtaining a credit history file for use 
in the administration of debt collection. 

To a debt collection agency for the purpose of collection services 
to recover indebtedness owed to the Department of the Navy. 

To any other Federal agency for the purpose of effecting adminis­
trative or salary offset procedures against a person employed by that 
agency when the Department of the Navy, as a creditor agency, has 
a claim against that person. 

To any other Federal agency including, but not limited to, the 
Internal Revenue Service and Office of Personnel Management for 
the purpose of effecting an administrative offset of a debt. 

To the Internal Revenue Service (IRS) to obtain the mailing ad­
dress of a taxpayer for the purpose of locating such taxpayer to 
collect or to compromise a Federal claim against the taxpayer. 

Note: Redisclosure of a mailing address from the IRS may be 
made only for the purpose of debt collection, including to a debt 
collection agency in order to facilitate the collection or compromise 

. of a Federal claim under the Debt Collection Act of 1982, except 
that a mailing address to a consumer reporting agency is for the 
limited purpose of obtaining a commercial credit report on the par­
ticular taxpayer. Any such address information ·obtained from the 
IRS will not be used or shared for any other DOO purpose or 
disclosed to another Federal, state, or local agency which seeks to 
locate the same individual for its own debt collection purpose. 

To any other Federal, state, or local agency for the purpose of 
conducting an authorized computer matching program to identify 
and locate delinquent debtors for recoupment of debts owed the 
Department of the Navy. 

The "Blanket Routine Uses" that appear at the beginning of the 
Department of the Navy's compilation of systems notice~ also apply 
to this system. 

Disclosure to consumer reporting agencies: 
Disclosure pursuant to 5 U.S.C. 552a(b)(l2) may be made from this 

system to consumer reporting agencies as defined in the Fair Credit 
Reporting Act of 1966 (15 U.S.C. 168la(f)) or the Federal Claims 
Collection Act of 1966 (31 U.S.C. 370l(a)(3)). The disclosure is 
limited to information necessary to. establish the identity of the indi­
vidual, including name, address, and. taxpayer identification number 
(SSN); the amount, status, and history of the claim; and the agency 
or program under which the claim arose for the sole purpose of 
allowing the consumer reporting agency to prepare a commercial 
credit report. 

Policies and practices for storing, retrieving, accessing~ retaining, and 
disposing of records in the system: 

Storage: 
File folders, floppy disks, microfiche, magnetic tape, ana hard 

disks. 
Retrievability: 
Social Security Number and_ individual's name. 
Safeguards: 

Facilities are locked and accessed by coded entry door lock 
system. Access to the data is co.ntrolled by a user identification and 
password system. Personnel having access are limited to those having 
an official need-to-know and who have been trained in handling 
personnel information subject to the Privacy Act. · 

Retention and disposal: · 
Files of accounts which are paid in full will be maintained for 

three years after final payment. Other files will be maintained for six 
years after termination of collection action. 

System manager(s) and address: 
Commanding Officer, Navy Finance Center, Anthony J. Cele­

brezze Federal Building, Cleveland, OH 44199-2055. 
Notification procedure: 
Individuals seeking to determine whether this system- of records 

contains information about themselves should address written inquir­
ies to the Commanding Officer, Navy Finance Center, Anthony J. 
Celebrezze Federal Building, Cleveland, OH 44199-2055. 

The request must contain individual's full name and should include 
the Social Security Number. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries to the Com­
manding Officer, Navy Finance Center, Anthony J. Celebrezze Fed­
eral Building, Cleveland, OH 44199-2055. 

The request must contain individual's full name and should include 
the Social Security Number. 

Contesting record procedures: 
The Department of the Navy rules for accessing records and 

contesting contents and appealing initial determinations by the indi­
vidual concerned are published in Secretary of the Navy Instruction 
5211.5; 32 CFR part 701; or may be obtained from the system 
manager. 

Record source categories: 
Disbursing officers, credit bureaus, the individual, Internal Reve­

nue Service, Postmasters, Veterans Administration, Bureau of Motor 
Vehicles, and the D"efense Manpower Data Center. · 

Exemptions claimed for the system: 
None. 

System name: 
Savings Deposit. 
System location: 

N07431~1 

Commanding Officer, Navy Finance Center; Anthony J. Cele­
brezze Federal Building, Cleveland, Ohio 44199 

Categories of individuals covered by the system: 
Navy· members still declared missing in action in the Vietnam 

conflict. 
·Categories of records in the system: 
Members records reflecting account balances. 
Authority for maintenance of the system: 
Pub. L. 89-538. 
Purpose(s): 
To credit interest and to clear accounts upon termination. Records 

will be furnished . to Navy Family Allowance Activity and other 
Department of Defense agencies servicing families of persons still 
having active accounts. 

Routine u~es of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To the Internal Revenue Service upon termination of account. 
The Blanket Routine Uses that appear at the beginning of the 

Department of the Navy's compilation also apply to this system. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Magnetic tape and file folders. 
Retrievability: 
Social security number and member name. 
Safeguards: 
Guards, personnel screening, and specific requestor codes. 
Retention and disposal: 
Upon closing of account, records are shipped to FRC and de­

. stroyed after two years. 

• 
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System manager(s) and· address; . ; 
Commanding· Officer, Navy· Finance Center, Anthony J. Cele­

brezze Federal-Building, Cleveland, Ohio 44199 
Notification procedure: · . 
Individuals may write to ~ystem manager at ·above addr~ss. Only 

the member or exe~utor ~r beneficiary of estate . will be ·provided 
inf?rmation. Individual's name and· social: security number' are re­
qutred. Persons wishing to view records in person must report to the 
Navy Family Allowance Activity, Room 967, Anthony J. Celebrezze 
Federal Building, Cleveland, Ohio 44199. : ·; : 

. Record access procedures: . . . . 
The agency's rules for· access to records may be obtained from the· 

system manager. 
Contesting ~ecord procedures: 

· .The: agency's rules ·for contesting contents' and appealing initial 
determinations by the individual concerned inay be obtained from •the 
system manager... · · .. --·· 

Record source· categories: . 
Member's initial request, adjudicators in Central 'Accounts' Depart-
m~ . . 

Exemption~ claimed for the system: 
None. . 

N07600-1 
System name: I 

NIF Standard Automated Financial System (ST AFS). ·· · · · 
System location: . · . 
Naval'Industrial Fund. (NIP): (1) Naval Air Devdoj:nnent Center 

(NADC), Warminster, Pennsylvania; . (2) Naval ·Coastal Systems 
Center (NCSC), P~nama City, Florida; '(3) Naval' Surface Weapons 
Center (NSWC), Dahlgren, Virginia; (4) David W. Taylor Naval 
Ship Research ·and Development Center (DTNRDC), Bethesda,· 
Maryland; (5) Naval Ocean Systems Center, (NOSC), San Diego, 
California;r(6) Naval .Underwater Systems Center (NUSC), Newport, 
Rhode Island; (7) Naval Weapons Center (NWC), China Lake, Cali­
fornia; (8) Naval Air. Engineering Center (NAEC), Lakehurst, .New 
Jersy; (9) Naval Air Propulsion Ce.nter (NAPC), Trenton, New 
Jersey; (10) Naval Air Test Center (NA TC), PatuX:erit River, Mary­
land; (11) Pacific Missile Test Center (PMTC), Pt. Mugu, California; 
(12) Naval Civil Engineering Laboratory (NCEL), Pt. Hueneme, 
California; (13) Naval Research Laboratory (NRL), Washington, 
DC; (14) Naval Ship Weapon Systems Engineering Station, 
(NSWSES), Pt. Hueneme, California. Official mailirig addresses are 
in the Navy's Address Directory in the appendix to the .Navy De­
pat:tment's system notic.es appearip.g in the Federal Register. 

Categories of individuals covered by· the system: ···I. 
Records of present, former, .and . prospective civilian and military 

personnel assigned/employed bY. .. the :~ctivities .listed above. Selected 
non-employees for which the host activity records travel and ST AFS 
computer access. · · 

Categories of records in the system: . . ... 
1
• 

Personnel, travel, time and attendance input se~t to payroll· office, 
and work history for billing for services provided to . other riaval 
activities. 

Authority for maintenance of the system: 
. 10 U.S;C. 5031. 
. Purpose(s): 
To collect data for labor costing; customer billing; reimburse~e11t 

of travelers for travel expenses; maintaining a historic file an<;f audit 
trail for payments made by_ the. Navy;. responding to inquiries· from 
travelers on status of claims; controlling travel allowanc~s and pay; 
recording and accounting for· Government expenditures for personnel 
services of. Navy employees; and maintaining time arid attendance 
information. ' 

Routine uses of records· m&intained in· the ·system, including. catego-
ries of users and the purposes of such uses:' · · 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation apply to this system.· 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the syst~m: 

Storage: 
Magnetic·-tape, a~d mag~etic di~c. 
Retrievability: 
By name, SSN, ~nd employee identificatio~ number. 
Safeguards: · · · '.· . 

:;.-

Password controlled system, file, and element access b.ased on 
predefined need to know. Physical acc~~s ,to terminals, terminal 
rooms, buildings and activiti~s· grounds are controlled by locked 
terminals and rooms,· guards, pet:sonn~l screening .arid visitor regis-· 
ters. · · 

Retention and disposal: 
Active employee records are retained whi.le personnel a:re.,active. 

Inactive employee records are retained until all links are satisfied. 
When this· condition occurs, the· inactive employee record· 'bin be 
purged froin the data base to magnetic tape· ·which• is stored· in a 
secure controlled area. ' · ·· · · 

System manager(s) and address: . .,, . . . 
Commanding Officer of the activity in question. See directory of 

Department of the ~avy ·mailing addresses. 
Notification procedure: 
Information may be obtained from the systems manager by written 

request, stating full name of the individual concerned a~d signed by 
the reque.sting individual. · 

.Apply to system manager.: 
. Record access procedures:· . 

The agency's rules for access to records may be obtained from the 
System Manager. · 

Contesting record procedures: 
. The. agency's rules for contestirig conten~s a~d appealing_ initial 

determinations by the individual concerned may be obtained from the 
Syst~m Manager. . . · · 

Record ·source categories: · 
Individuals concerned, other records of the activity concerned, 

other records of· activity .supervisors, investigators, witnesses, corre-
spondents. ·. 

. Exemptions claimed for the sys'tem: 
·.None. 

N08370-1 

~ystem nanie: , . 
Weapons Registration. · 
System .location: · . · . 
Organizational elen1ents of the Department of the Navy as. indicat-

ed in the directory of' Department of the ·Navy mailing addresses. 
. Categories of individuals covered by the system: 
. Individuals registering. firearms or other weapons with station· se-

curity officers.· · · 
Categories of records in the system: 
weapon _registration records, weapon permit records. 
Authority for m~ntenance of the system: 

·.5 USC 301; Departmental_R~gulations. · 
Purp'ose(s): · · 
To assure proper control of ·weapons on Naval installations and to 

monitor and control purchase and disposition of weapons. 
Routine uses of records maintained in the system, including catego-

ries ~f users and the purposes of such uses: . 
'fhe Blanket ·Routin~ ,Uses' t~at appear at the· beginning of tl1.e 

Department of the Navy's· compilation apply to this system~ , · ~ 
Policies and practices for storing, retrieving, ac~essing, retaining, and 

disposing of records in the. system: · 
· Storage: . · . ; · . 

File folders, card files: punched cards,' magnetic tape~ 
Retrievability: 

.. ·Name, SSN, Case riu~ber, organization .. 
.. Safeguards: ' 

Access provided on ·a need to know basis only. Locked and/or 
guarded office. 

Retention and disposal: 
Per SECNA v Records Disposal ~anual. 
System manager(s) and address: · 
Commanding officer of the activity in question. See dire~;tory of 

the Department of the Navy mailing addresses. 
Notification procedure: 
Apply to System Manag~r:. 
Record access procedures: 



DEFENSE DEPARTMENT 649 

The. agency's rules for access to records niay be obtained from the 
System Manager. . · 

Contesting record procedures: 
The agency;s rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
System Managef'. · ' 

Record source categories: 
Individual concerned, other records of activity, investigators,· wit-

nesses, correspondents. · 
Exemptions claimed for the system: 
None. 

System name: 
Ration Card Records. 
System location: 
U.S. Navy Personnel Support Activity Detachments London, 

Holy Loch, Brawdy, Edzell, and Thurso, United Kingdom. 
Categories of individuals covered by the system: · 
Officers, enlisted; and civilian compo.nent personnel. 
Ottegories of records in the system: 
Ration Card holders are entered on 5~ x 8" color coded, cards, 

which are contained in boxes and maintained alphabetically. Ration 
Cards are registered in log, showing name of individual and number 
of Ration Cards issued. . · · 

Authority for maintenance of the system: 
5 U .. S.C. 301, Departmental Regulations. 
Purpose(s): 
To establish strict control over persons entitled to acquire tax-free 

ration items; to ensure entitled personnel do not obtain more than 
one ration card, and for l}inspection by officers of Her Majesty's 
Commissioners of Customs and Excise, United Kingdom; with whom 
the Ration Card program was originally negotiated by the U.S. 
military authorities. Accredited members of the Naval Investigative 
Service Office may have access, upo·n request. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · · · · 

The "Blanket Routine Uses" that appear at- the' beginning of the 
Department of the Navy's compilation of systems of records apply to 
this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: . · · · : 

Storage: 
All Ration Cards are maintained on 5" x 8" cards filed and listed in 

numerical order in logs. 
Retrievability: 
Retrieved by name. 
Safeguards:· 
Records held in file cabinets in space maintained by Enlisted Per­

sonnel Office during working hours and locked after· working hours. 
Retention and disposal: 
All records maintained for duration of tour of personnel concerned 

and then destroyed. ' . 
System manager(s) and address: ' 
Commander, U.S. Naval Activities, United Kingdom, Box 60, FPO 

New York 09510-5000. · 
Notification procedure: 
Individuals seeking to determine whether -this system of records 

contains information about themselves should visit t~e U.S~ Navy 
Personnel Support Activity Detachment where· attached. Official ad­
dresses are published as an appendix to the Department of the Navy's 
compilation of systems of records. ' 

Personnel should be prepared to present· a valid military identifica­
tion card or Department of Defense identification card to view 
records pertaining to themselves. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should visit the U.S. Navy Personnel Support 
Activity where attached. Official addresses are published· as an ap­
pendix to the Department of the Navy's compilation of systems of 
records. 

Contdting record procedures: 
The ·Department of the . Navy rules for accessing records ~nd 

contesting contents and appealing initial determinations by the indi-

vidual concerned are published in Secretary of the Navy Instruction 
5211.5, 32 CFR part 701, or may be obtained from the system 
manager. 

Record source categorieS: 
Not applicable. 
Exemptions ~laimed for the system: 
None. 

N10140-2-
System name: 

Privately-Owned Tax-free Vehicle Record Cards,· Tax-free Gaso­
line Record. Cards. 

System location: 
Commander, U.S. Naval Activities, United Kingdom, Box 60, FPO 

New York 09510-5000. · 
Categories of individuals· covered by the system: 
Officers, enlisted arid civilian component personnel. 
Categories of records in the system:· 
Privately-owned tax~free vehicles and owners are entered on .type­

written 5 x 8 cards, which are contained ·in boxes ·and maintained 
alphabetically. Gasoline coupon records are n:taintained on individ­
ually completed 5 x 8 cards (3AF Form 43) and filed alphabetically. 
J.D. windscreen stickers are registered in a log and.show the riame. of 
the individual and the sticker number .allocated. 

Authority for maintenance of the system: 
5 U.S.C. 301, Departmental Regulations. 
Purpose(s): 
To establish strict control over persons entitled to acquire tax-free 

vehicles; to ensure entitled personnel do not obtain gasoline coupons 
in excess of their entitlement, and for inspection by officers of Her 
Majesty's Commissioners of Customs and Excise, United Kingdom, 
with whom the tax-free vehicle and gasoline program was originally 
negotiated by the U.S. military authorities. Accredited members of 
the Naval Investigative Service's Office may have access, upon re­
quest. 

Routine uses of records ·maintained in the system, including catego· 
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" that appear at .the beginning of the 
Department of the Navy's compilation apply to this system. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
All vehicle and gasoline' records are maintained on 5 x 8 cards. 

I.D. stickers are listed numerically in a register. 
Retrievability: 
Retrieved by name. 
Safeguards: 
Records are stored in file cabinets in space maintained by adminis­

trative (gasoline records) and security (vehicle records) personnel. 
These <.;abinets are_locked at the end of the day. 

Retention and disposal: 
· Records are maintained for duration of . tour . of personnel con­
cerned. Once the vehicle is shipped out of the country or is 
scrapped, the records are destroyed. Gas coupon records are de­
stroyed upon turn-in of unused coupons by departing personnel. 

Systen, manager(s) and addl:ess: 
Commander, U;S. Naval Activities, United Kingdom, Box 60, FPO 

New York 09510-5000. 
Notification procedure: . 
Individuals seeking to determine whether this system of records 

contains information about themselves should present a valid military 
identification card or Department of Defense indentification card at 
the Administrative (gasoline records) or Security (vehicle records) 
Offices, U.S. Naval Activities, United Kingdom. 

Record access procedures: 
Individuals seeking access to records ab~ut themselves contained in 

this system of records should pr~sent a valid . military identification 
card or Department of Defense identification card at the Administra­
tive (gasoline records) or Security (vehicle r:ecords) Offices, U.S. 
Naval Activities, United Kingdom. 

Contesting record procedures: 
The Department of the Navy rules for accessing records and 

contesting contents and appealing initial determinations by the indi· 
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vidual concerned are published in Secretary of the Navy Instruction 
5211.5; 32 CFR part 701; or may be obtained from the system 
manager. 

Record source categories: 
Application by member. 
Exemptions claimed for the system: 
None. 

N10140-3 
System name: 

Individual Merchandise Control Record. 
System location: 
Merchandise Control Offices: 
U.S. Naval Station, Subic Bay, RP 
U.S. Naval Air Station, Cubi Point, RP 
U.S. Naval Communications Station Philippines, San Miguel, RP, 

and 
3D Combat Support GToup, Clark Air Base, RP. 
Categories of individuals covered by the system: 
Individual records are maintained on each p~rson issued a ration 

card for purchasing purposes at the various bases in the Philippines. 
Categories of records in the system: 
Purchases of individuals while attached for duty and authorized to 

buy items during their tenure in the Philippines. 
Authority for maintenance of the system: 
Military Bases Agreement and subsequent exchange of notes be­

tween the Governments of the United States of America and the 
Republic of the Philippines. 

Purpose(s): 
To monitor the purchases of individuals to insure they are not over 

expending their purchase limitations or abusing their tax-free privi­
leges afforded them, plus to identify any possible blackmarketeering. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
File folders. 
Retrievability: 
Name. 
Safeguards: 
Only authorized employees allowed access to files, locked cabin'ets. 
Retention and disposal: 
If no violations during tour - destroyed immediately upon detach­

ment; if minor violations - destroyed after three months of detach­
ment; if permanent revocation of privileges invoked - record ·kept 
indefinitely. 

System manager(s) and ·address: 
Merchandise Control Officers; U.S.Naval Station, Subic ·Bay; 

U.S.Naval Air Station, Cubi Point; U.S. Naval Communcations Sta­
tion .Phil, San Miguel, RP, and 3D Combat Support Group, Clark 
Air Base, RP. 

Notification procedure: 
Individual must fill out merchandise control information form upon 

requesting a ration card be issued. Info provided merchandise control 
officers. Requester must provide merchandise control officer with his 
name, rank/rate/GS rating, marital status, number of dependents, age 
of dependents, name of parent command attached to in the Philip­
pines, social security number, name of dependents; individual can 
visit merchandise control office applicable to their command for 
record maintenance. Military ID card required. 

Record access procedures: 
The Agency's rules for access to records may .be obtained from the 

System Manager. 
Contesting record procedures: 
The Agency's rules for contesting contents and appealing initial 

determinations by the indiyidual concerned may be obtained from the 
System Manager. 

Record source categories: 
Personal data of individual and dependents. 
Exemptions claimed for the system: 
None. 

N10140-4 
System name: 

USAREUR/USAFE Ration Card. 
System location: 
U.S. Navy Personnel Support Activity Detachment, Thurso, 

United Kingdom, FPO New York 09516-1100. 
Categories of individuals covered by the system: 
USN personnel and their dependent wives and ·children over 18 

years of age who are stationed at U.S. Naval Communication Station, 
FPO New York 09516-3000. 

Categories of records in the system: 
File sheet with member's name, rate, Social Security Number, 

organization assigned, and marital status. 
Authority for· maintenance of the system: 
5 U.S.C. 301, Departmental Regulations. 
Purpose(s): 
To record the individuals holding a ration card. 
Routine uses of records maintained in the system,. including catego­

ries of users and the purposes of such uses: 
The "Blanket Routine Uses" that appear at the beginning of the 

Department of the Navy's compilation of systems of records apply to 
this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
File folders. 
Retrievability: 
Retrieved by name. 
Safeguards: 
Locked safe in PSD with a 24 hour security alarm. 
Retention 'and disposal: 
Records are maintained as long as member retains ration card. 

After transfer, records are burned. 
System manager(s) and address: 
Commandil')g Officer, U.S. Navy Personnel Support Activity, UK/ 

NOREUR FPO New York 09553-2900 is the overall policy official 
with the Officer in Charge, U.S. Navy Personnel Activity Detach­
ment, Thurso United Kingdom, FPO New York 09516-1100 as the 
subordinate holder. 

Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir­
ies to the Officer in Charge, U.S. Navy Personnel Support Activity 
Detachment, Thurso, United Kingdom, FPO New York 09516-2200. 
The. request should include full name, address, and Social Security 
Number of the individual concerned and should be signed. Personal 
visitors must have valid military I.D. or, if no longer in the military, 
have other valid identification such as a driver's license. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries to the Officer 
in Charge, U.S. Navy Personnel Support Activity Detachment, 

. Thurso, United Kingdom, FPO New York 09516-1100. 
Contesting record procedures: 
The Department of the Navy rules for accessing records and 

contesting contents and appealing initial determinations by the indi­
vidual concerned are published in Secretary of the Navy Instruction 
5211.5, 32 CFR part 701, or may be obtained from the system 
manager. 

Record source categories: 
Applicable U.S. Servicemen. 
Exemptions claimed for the system: 
None. 

System name: 
Gasoline Ration System. · 
System location: 

N10140-6 

Officer in Charge, U.S. Naval Weapons Facility Detachment, FPO 
New York 09515-0052. · 

Categories of individuals covered by the system: 
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All personnel stationed aboard Naval Weapons Facility Detach­
ment Machrihanish who own private vehicles and wish to purchase 
Navy Exchange Gasoline. · . 

Categories of records in the system: 
Record on each individual contains information on vehicle descrip­

tion; dates of vehicle insurance, inspection and tax; United Kingdom 
address of individual and amount of gasoline allowed. 

Authority for maintenance of the system: 
5 U.S.C. 301, Departmental Regulations. 
Purpose(s): . 
Information is used by custodian(s) to allocate ration coupons to 

authorized personnel. 
Routine uses of r~cords maintained in the system, including catego-

ries of users and the purposes of such uses: · 
The "Blanket Routine Uses" that appear at the beginning of the 

Dep~rtment of the Navy's compilation of systems of records apply to 
this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · · 

Storage: 
Index cards in a safe. 
Retrievahility: 
Name. 
Safeguards:· . 
Locked in combination safe in an office which is locked when 

unmanned. Only custodian(s) know(s) combination to safe. 
Retention and disposal: 
Records are destroyed by shredding one year after transfer, sale, 

death, or other changes in status. 
System manager(s) and address: 
Officer in Charge, U.S. Naval Weapons Facility, Detachment, 

FPO New York 09515-0052. 
Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir­
ies to the Officer in Charge, U.S. Naval Weapons Facility, Detach­
ment, FPO New York 09515-0052. The request should contain full 
name and address of the individual concerned and ~hould be signed. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

thiS system of records should address written inquiries to the Officer 
in Charge, U.S. Naval Weapons Facility, Detachment, FPO New 
York 09515-0052. 

Contesting record procedures: 
The Department of the Navy rules for' accessing records and 

contesting contents and appealing initial determinations by the indi­
vidual concerned are published in Secretary of the Navy Instruction 
5211.5, 32 CFR part 701, or may be obtained from the system 
manager. 

Record source categories: 
Information concerning vehicles, insurance, inspection and tax is 

copied from the appropriate document as provided by the individual. 
Other information is received from the individual directly. 

Exemptions claimed for the system: 
None. 

N10140-7 
System name: 

Application for U.S. Navy Ration Permit. 
System location: 
Officer in Charge, U.S. Naval Weapons Facility, Detachment, 

FPO New York 09515 
Categories of individuals covered by the system: 
All personnel stationed at NAVWPNSFACDET Machrihanish de­

siring to utilize U.S. Navy Exchanges in the United Kingdom. 
Categories of records in the system: 
Record includes: Name, rank/rate, SSN, date of birth '(if under 18), 

and marital status of serviceman; location, name, relationship, date of 
birth (if under 18) and ID card number of dependents. 

Authority for· maintenance of the system: 
s usc 301. 
Purpose(s): 

To prepare ration cards used in U.S. Military Exchanges in the 
U :K. and to maintain a record in case of loss. 

Routine uses· of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Index cards in file box. 
Retrievability: 
Name. 
Safeguards: 
Maintained in office that is locked when unmanned. 
Retention and disposal: 
Cards are destroyed by shredding or burning upon transfer of 

serviceman. 
System manager(s) and address: 
Officer in Charge, U.S. Naval Weapons Facility, Detachment, 

FPO New York 09515 
Notification procedure: 
Records are held ·only on personnel currently stationed at NA­

VAVNWPNSFAC Machrihanish who can enquire at the Adminis­
trative Office concerning the records. 

Record access procedures: 
The agency's rules for access to records may be obtained from the 

System Manager. 
Contesting record procedures: 
The agency's rules . for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
System Manager. · · 

Record source categories: 
The information is provided by the serviceman. 
Exemptions claimed for the system: 
None. 

System name: 
Pet Registration. 
System location: 

N10570-1 

Organizational elements of the Department of the Navy as indicat-
ed in the directory of Department of the Navy mailing addresses. 

Categories of individuals covered by the system: 
Owners of pets residing on Naval property. 
Categories of records in the system: 
Owner's name and pet tag. 
Authority for maintenance of the system: 
5 USC 301; Dep~rtmental Regulations. 
Plirpose(s): 
To provide for registration of pets to ensure appropriate innocula­

tions and assist in the identification of rightful owners. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
The Blanket Routine Uses that appear at the beginning of the 

Department of the Navy's compilation apply to this system. 
· Policies and practices for storing, retrieving, accessing, retaining, and. 
disposing of records in the system: 

Storage: 
File folders, card files, punched cards, magnetic tape. 
Retrievability: 
Name, SSN, Case number, organization. 
Safeguards: 
Access provided on a need to know basis· orily. Locked and/or 

guarded office. 
Retention and disposal: 
Per SECNA V Records Disposal Manual. 
System manager(s) and address: 
Commanding officer. of the activity in question. See directory of 

Department of the Navy mailing addresses. 
Notification procedure: 
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, . Apply to System Manager .. 
Record access procedui-es: . ·-
The agency's rules for access to records .may be ~btained fto~ the 

System Manager. , · , · 
Contesting record procedures:. 
The . ag~ncy's rules. fo~ ~on testing contents and :appealing initial 

determmattons by the mdtvtdual concerned may be obtained from the 
System Manager. · · 

Record source categories: 
Veterinary records and statements provided by pet 0\yners. 
Exemptions claimed for the system: 1 ., 

None. 

N11012·1 
System name: . 

Navy Personnel Billeting System (NPBS). 
System ~ocation: 
Navy _Regio~al Data Automation Center, San Diego (NARDA.C), 

Naval Atr, Statton, North Island, San Diego, California 92135. · 
. Categories of individuals covered by the system: 
All bachelor military (officers and enlisted)· and bachelor civilian 

personnel requesting berthing currently or in the future. at a com­
. mand where. this system is installed may be covered by this system. 

Categories of. records in the system: · 
Individual's 'social security number: name, .duty station, forwardin~ 

address and· home address. . 
Authority for maintenan.ce of the system: 
10 u.s.c. 5031. . 
Purpose(s): . 
~o ~~mage th.e BEQ/BOq complex; to report status of berthing 

avadabthty, furmture and mamtenance associated with a BEQ/BOQ 
complex. 
. Routine uses of records maintained in the system, ,including catego· 

rtes of users and the purposes of such uses: . 
The Blanket Routine Uses that appear at. the beginning of the 

Department of the Navy's compilation apply to this system. 
:rolicies and practices for storing, retrieving, accessing, retaining, ~d 

disposing of records in the syst~m: . · 
Storage: 
Records are maintained on magnetic disk, magnetic tape, and· hard 

copy reports. 
Retrievability: 
Name and/or SSN. 
Safeguards: 
A~cess t<;~ . com.pute~ r~m, software and storlilge media requires 

spectal postttve tdenttficatton clear through security department. 
System access from remote terminals is controlled by codes used site 
ID's. . . . · · 

Retention and disposal: 
An individual's reservation' record is maintained on disk for six 

months and is then system deleted. 
.Sy~tem manager(~) and address:. 
Naval Regional Data. Automation Center, Requirements Analysis 

and Design Division, Code 41, Building 334, Naval Air Station, 
North Island, San Diego, California 92135. · 

Notification procedure: . 
Information should be obtained frbm the system manager. Request~ 

ing individuals should specify their full names.·. Visitors should be 
~ble ~o ident~fy themselves by any commonly recognized evidence of 
tdenttty. Wntten requests must be signed by the requesting ind~vid: 
ual. 

Record access procedures: 
The agency's rules for access to records may be obtained· from the 

System Manager. . ·· · · 
Contesting record procedures: 

. The agency's rules ·for contesting contents and appealing . initial 
determinations by the individual concerned may be obtained from the 
System Manager. 

Record source categories: 
Information in this system' comes from the indiyidual to whom it 

applies in the. form of navy me~!!;ages 'and/or travel orders. 
Exemptions claimed for the system: 
None. 

NH101·1 
System name: . · . 

Family Housing Assignment Application System. 
System location: · 
·AJl ·Navy acfiviti~s with' family'housing assets. 
Categories of individuals oovered by the system: 
All military and civilian personnei eligible for or. interested in 

occupying Navy family housing .. 
Categories of records in the system: 
All applicants for family housing provide .information to housing 

office at next duty assignment pertaining to personal data, e.g., ·name, 
address, rank/rate, social security number/service number; length of 
service, time remaining on active duty, data of rank, etc.; dependency 
data, e.g., total number in family, spouse, age and sex of dependents, 
etc.; and other pertinent housing information, e~g;, l~st assignment, 
months involuntarily s~parated, special health problems, etc. . 

Authority for maintenance of the system: 
5. USC. 30 I; Departmental Regulations. 
Purpose(s): 
All Navy family housing offices use this data to determine individ­

ual's eligibility for family housing and notification for . subsequent 
assignment to family housing or granting a waiver to ~How 'occupan­
cy of private housing. To determine and list individual's name .on 
appropriate housing waiting list. 

Routine uses of records maintained in the system, including catego-
ries of users ·and the purposes of such uses: . · · · 

The Blanket Routine Uses' that appear· at the beginning of the 
Department of the Navy's compilation apply to this system. 

Policies and practices·for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · · . 

Storage: 
File folders . 
Retrievability: 
By individual's name. 
Safeguards: 

· . Housing 'files within the housing office, used solely within the 
housing organization and protected by· military· installation's security 
m.~asl!res. Individual may, upon req.uest, ·have ·access to housing ap-
phcatton form. · · 

Retention and disposal:. . . 
. Data is retained until ten.nination ·of housiqg oc~upancy and subse­
quently disposed of according to local records disposition instruc­
tions. 

System manager(s) and address: 
Naval Military Personqel Command, PERS-71, 1000 North Olebe 

Rqad, Arlington, Virgi~ia 20370 · 
·Notification procedure: · · 
Records 1 are maintained. by housing office at the Navy activity 

responsible for management of assets from data specifically provided 
by individual on DD Form 1646, Application for and Assignment to 
Military Family Housing. lncih:idual may request ~ccess to such data 
upon proof of identity (ID card)~ · 

. Record access procedures: 
The agency's rules for access to records may be obtained fro~ 

installation family housing office. 
Contesting record procedures: _ 
The agency's rules for conteSting contents and appealing initial 

determinations by. the individual concerned may be obtained .from the 
installation family housing office. 

Record source categories: 
Data .cpllected ·from eac.h applic~ble ·individual. .. -; 
Exemptions claimed for the system: 
None. 

N11101-2 
System name: . 
,Fami~y Housing Requirements' Survey Record System. 
Systein location: · · 
Military installations· with family housing offices. 
Categories of individuals covered by the system: 
Officer and enlisted personnel and ~nly key and ess~ntial civilian 

personnel. · · 
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Categories of records in the system: .. 
Non-individual oriented input documents that reflect local housing 

~ss~t~; family housing survey questionnaires im;licating fan:J.ily size, 
md1v1dual preference for housing, housing cost, and indication as to 
suitability of housing for need of individual. · 

Authority for maintenance of the system: 
5 USC 301; Departmental Regulations. 
Purpose(s): 
To determine the housing requirement for the location to support 

proposed family housing construction, leasing, mobile home spaces 
and other military construction programs submitted for OSD support 
and Congressional approval. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The. Blanket Routine Uses that appear at ·the beginning of the 
Department of the Navy's compilation ·apply to this system. . ·. 

Policies and practices for storing, retrieving, accessi:::tg, retaining, and 
disposing of records in the system: · 

Storage: 
Magnetic tape and fil.e folders; 
Retrievability: 
Social Security Number. 
Safeguards: 
Housing files used solely within housing office; tape files. used 

solely within data processing system; and protected by the military 
installation's security measures. 
· Retention and disposai: 

Held three years and destroyed. 
System manager(s) and address: 
Overall policy.official: Naval Facilities Engineering Command, 200 

Stovall Street, Alexandria, Virginia 22332. Subordinate record hold­
ers of questionnaires: Family housing office at military· installation. 

Notification procedure: . 
Contact ·housing office. of installation at which individual was as­

signed when the individual completed the family housing question-
naire. · . · 

Record access procedures: 
The agency's rules for access to records may be obtained from' the 

installation family housing office. · 
Contesting record procedures: . 
The agency's. rules for contesting contents arid appealing initial 

determinations by the individual concerned may be obtained from the 
installation family housing office. 

Record· source categories: 
Data collected from each applicable individual. 
Exemptions claimed for the system: . 
None; 

System name: 
Station Housing Records. 
System location: 

NHlOl-4 

All Navy installations with hQUsing inventories and/or housing 
management responsibilities. 

Categories of individuals covered by the system: 
All military. personnel desiring housing or temporary ,lodging, and 

eligible DOD civilian employees. · 
:CategorieS of records in the system: 
All records and data collected and maintained regarding individual 

housing or lodging nee<;ls; occ~Jpancy; furnishings inventory; housing 
condition reports; assignment and termination of housing; damage 
assessment; occupant and landlord relations and complaints; rnainte­
nance and repairs; waiting lists; inspections; quarters cost data; Con-· 
gressional and Inspector General inquiries and responses; ServiCe­
men's Mortgage Insurance Premiums payments; individual cost data 
for establishing and maintaining housing allowances; eligibility for 
homeowners' assistance; and entitlement for basic allowances for 
quarters (BAQ). 

Authority for maintenance of the system: 
5 USC 301; Departmental Regulations. 
Purpose(s): 

To operate and maintain the Navy Housing. Program· and to serv­
ice personnel eligible for·Navy family housing, temporary lodging, or 
services. 

Routine uses ·of records maintained in the .system, including catego· 
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation apply. to this system. 

Policies and practices for storing, retrieving~ accessing, retaining, and 
disposing of records in the system: · 

Storage: 
File folders, card files; microform; or, if automated, on punched 

cards, magnetic tape, etc. 
Retrieva:bility: 
By individual's name or building and unit number. 
Safeguards: 

. Housing_ files within the housing office, used solely with the hous­
ing organization and offices providing support to housing offlce, and 
protected by military installation's security measures. Individual may, 
upon request, have access to such data. 

Retention and disposal: 
Retained in office files until termination of occupancy, obsolete, no 

longer needed for reference, or disposal of associated housing unit(s). 
System manager(s) and address: · 
Appropriate Navy installation ·responsible for Navy housing inven-

tory or housing support. · 
Notification procedure: 
Records are maintained by housing office at Navy installation 

responsible for management of assets or providing housing support. 
Individual may request access to such data upon proof of identity 
(ID card). 

Record access procedures: 
Insta11ation rules for access to records may be obtained from instal­

lation housing office. 
Contesting record procedures: 

·The insta11ation rules for contesting contents and appealing initial 
determinations by the individual concerned may be obtained from the 
installation system manager. 

Record source categories: 
Data reported· by or collected from occupants of housing or per-

sonnel provided housing suppor~. · 
Exemptions claimed for the system: 
None. 

N11103-1 
System name: 

Housing Referral Services Record System. 
System location: 
All Navy installations with housing referral offices. 
Categories ()f in<l;ividuals covered by the system: 
All military · per~onn~\ reporting to an insta11ation who·. will be 

residing off-base desirous. of seeking off-base housing. 
· Categories of records in the system: 

Information is collected on bD Form 1668 from all military per­
sonnel reporting to a housing referral office as pertains to name, 
grade, branch of service, organization and, location, locl'll address; 
housing need; e.g., rental/sale, number of bedrooms, fur~ished/unfur­
nished, price range, etc.; number of dependents, male or female, and 
age;. a list of housing referral services provided; and identification of 
member of racial or ethnic minority groups. Individuals provided 
referral assistance must in turn provide notification of housing selec­
tion by use of DD Form 1670 which includes such information as 
type of housing selected, e.g., location, temporary/permanent, rental/ 
sale, cost, number of bedrooms; media through which housing was 
found, e.g., housing referral, realtor, newspaper, etc.; and satisfaction 
with selection, e.g., too small, too far; discrimination encountered; 
and satisfaction with housing referral services provided. 

. Authority for maintenance of the system: 
5 USC 301; Department' Regulations. 
Purpose(s): 
Referral offices use data to assist and counsel individuals in locat­

ing suitable housing off-base, used for follow-up purposes when writ­
ten notification from individual is not provided as to ultimate loca­
tion of housing; used for purposes of reporting statistics · ori: field 
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activity housing referral services; used to follow-up on availability of 
rental unit subsequent to occupant's receipt of PCS orders; and 
follow-up regarding tenant/landlord complaints. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The Blanket Routine Uses that appear at the beginning of the 
Department of the Navy's compilation· apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
File folders. 
Retrievabili ty: 
By individual's name. 
Safeguards: 
Housing files within the housing referral or housing office, used 

solely within the housing organization and protected by military 
installation's security measures. Individual may upon request, have 
access to all such data. 

Retention and ~isposal: 
Data is retained until individual's tour is completed and subse­

quently disposed of acco.rding to local records disposition instruc­
tions. 

System manager(s) and address: 
Naval Facilities Engineering Command (Code 08), 200 Stovall 

Street, Alexandria, Virginia 22332 
Notification procedure: 
Records are maintained by housing referral offices at the Navy 

activity responsible for providing referral services for military per-· 
sonnel in the area. Individual may request access to records upon 
proof of identify (ID card). 

Record access procedures: 
The agency's rules for access to records may be obtained from 

installation family housing office. 
Contesting record procedures: 
The agency's rules for contesting contents and apl?ealing initial 

determinations by the individual concerned may be obtamed from the 
installation family housing office. 

Record source categories: 
Data collected from each applicable individual. 
Exemptions claimed for the system: 
None. 

N12290-1 
System name: 

Record System for Civilian Employees of Nonappropriated Fund 
(NAF) Activities. 

System location: 
Primary System-Naval Military Personnel Command, Washington, 

DC 20370· and local activity to which individual is assigned (see 
Directory 'or the Department of the Nayy ~ailin~ Addresses); Na­
tional Personnel Records Center, St. Louts, M1ssoun 63132. 

Categories of individuals covered by the system: 
Civilian employees of Nonappropriate~ .Fund Activities under the 

cognizance of the Commander, Naval M1htary Personnel Command. 
Categories of records in the system: . 
Correspondence and records pertaining to performanc~, emplo~­

ment, pay, classification, security. clearar:tce, _Personn~l actions, ~edl­
cal, insurance, retirement, tax w1thholdmg mformatlon,. exemptiOns,, 
unemployment compensation, employee profile, educ~t'?':l• benefits, 
discipline and administration of nonappropriated fund CIVIhan person­
nel. 

Authority for maintenance of the system: 
5 USC 301; Department Regulations; 
Pub. L. 92-392; 
Fair Labor Standards Act, as amended 
Purpose(s): . 
To manage, supervise, and administer the nonappropri_ated fund 

civilian personnel program. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
When required by Federal Statute, by E~ecutive Order •. o~ ~y 

treaty, personnel record information will be disclosed to the mdlvld­
ual, organization, or governmental agency as necessary. 

The Blanket Routine Uses that appear at the beginni~g of the 
Department of the Navy's compilation also apply to th1s system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Automated records may be stored on magnetic tapes, disc, drums 

and on punched cards. 
Manual records may be stored in paper file folders, mirofiche, or 

microfilm. 
Retrievability: 
Records may ·be retrieved by name, social security account num~er 

and/or activity number. 
Safeguards: 
Computer and punched card progessing facilities are located in 

restricted areas accessible only to authorized persons that are proper­
ly screened, cleared and trained. 

Manual records and computer printouts are available only to au­
thorized personnel having a need to know. 

Retention and disposal: 
Records are retained or disposed of in accordance wit~ SECNA­

VINST P5212.5b, subj: Disposal of Navy and Manne Corps 
Records, or Departmental Regulations. 

System manager(s) and address: 
Commander, Naval Military Personnel Command, Department of 

the. Navy, Washington, DC 20370 
Notification procedure: 
Requests by correspondence should be addre~sed to:· Comman~er, 

Naval Military Personnel Command, (Attn: Pnvacy ~ct Coordma­
tor), Navy Department, Washington, DC 20370; or '.n. accordance 
with the Directory of the Department of the Navy Mallmg Address-
es (i.e., local activities). . .. 

The letter should contain full name, social secunty number, act1v1-. 
ty at which employed, and signature of the requester. . . 

The individual may visit the Commander, Naval M1htary ~erson­
nel Command, Arlington Annex (FOB#2), Rm .10~6, Washm~to~, 
DC for assistance with records located in that bmldmg; or the mdl­
vidual may visit the local activity to which attached for access to 
locally maintained records. 

Record access procedures: 
The Agency's rules for access to records~ay be obtained from the 

system manager. 
Contesting record procedures: 
The Agency's rules for contesting . contents and apl?ealing initial 

determinations by the individual concerned may be obtamed from the 
system manager. · 

Record source categories: 
Officials and employees of the Department. of the. Navy. and De­

partment of Defense in the pe~formance· of the1~ official duties and as 
specified by current Instructions and Regulations. prom.ulg~te~· by 
competent authori~y; ~r~~ious emp.l<;>yers;. edu~atH:~nal mst1tut1ons; 
employment agencies; Clvlhan and m1htary mvest1gat1ve reports; gen­
eral correspondence concerning individual. 

Exemptions claimed for the system: 
None. 

N12290-2 
System name: 

Models for Organizational Design and Staffing (MODS). 
System location: 
Office of Civilian Personnel Management and Navy Department 

s·taff, Headquarters, field activities employing civi~ians; also at con­
tractor facilities. Official mailing addresses are pubhshed as an appen­
dix to the Navy's compilation of records systems. 

Categories of individuals covered by the system: 
Navy civilian employees paid from appropriated funds. 
Categories of records in the system: 
Automated and manual files contain information on individual's 

proficiencies and know ledges as. reported in self-evaluation questi~m­
naires· vouchered ·by the supervisor, as well as data on the reqmre­
ments of specific jobs submitted by the supervisor. 

Authority for maintenance of the system: · 
5 U.S.C. 301, Departmental Regulation; and E.O. 9397. 
Purpose(s): 

·To test the operational usefulness of a staffing. 
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. ~outine uses of records maintained in the system, including catego· 
raes of users and.the purposes of such uses: 
. To officials and employees of the Office of Personnel Management 
m the·performance of their duties related to staffing and/or evalua-
tion of civilian manpower programs. · · 

To the University •1f Texas faculty and. students working under a 
contract relating to MODS to monitor progress of research study. 

To Carnegie-Mellon University faculty and students working 
under contract relating to MODS to assist in research project. 

The "Blanket Routine Uses"· that appear at the beginning of the 
D7partment of the Navy's comP,ilation of systems notices apply to 
th1s system. 

· Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: · . 
Computer magnetic tape and drum: and opti.cal scanner forms and 

computer printouts. . 
Retrievability: 
Accessed by Soda! Security Number. 
Safeguards: 
Records are maintained in areas accessible only to authorized per-

sonnel. · 
Retention and disposal: 
Records are retained so long as personnel 'continue to work at 

same activity. 
System manager(s) and address: 
Director, Office of Civilian Personnel Management, 800 North 

Quincy Street, Arlington, VA 22203-1998. 
Notification procedure: · 
Individuals seeking to determrne whether this system of records 

contains information about themselves should address written inquir­
ies to the Director, Office of Civilian Personnel Management, De­
partment of the Navy, Washington, DC 22203-1998 or to the head of 
the Navy activity at which the individual is or was employed. Offi-

. cial mailing addresses are published as an appendix to the Navy's 
compilation of systems notices. Written requests for information must 
contain full name of individual, current verbal information that could 
be verified. 

Record access procedures: . 
Individuals seeking access to records about themselves contained in 

this system of records contains information about themselves should 
address written inquires to the Director, Office of Civilian Personnel 
Management, Department of the Navy, Washington, DC 22203-1998 
or to the head of the Navy activity at which the individual is or was 

· employed. Official mailing addresses are published· as an appendix to 
the Navy's compilation of systems notices. Written requests for infor­
mation must contain fu11 name of individual, current verbal informa­
tion that could be verified. 

Contesting record procedures: 
The Department of the Navy rules for accessing records and for 

contesting contents and appealing initial determinations by the indi­
vidual concerned are published in Secretary of the Navy Instruction 
5211.5; 32 CFR part 701; or may be obtained from the system 
manager. 

Record source categories: 
First line supervisors and Personnel Automated Data System 

(PADS). 
Exemptions claimed for the system: 
None.· 

N12300-1 
System name: 

Employee Assistance Program Case Record System. 
System location: 
Office of Civilian Personnel Management, Department of the Navy 

·and Designated Contractors; Navy Civilian Personnel Command 
(NCPC); NCPC . Field Division; and, Navy staff, headquart'ers, and 
field activities employing civilians. Official mailing addresses are. pub­
lished as an appendix to the Navy's compilation of systems notices. 

Categories of individuals covered by the system: 
AIJ civilian employees in appropriated and non-appropriated fund 

activities who are referred by management for, or voluntarily re­
quest, counseling .assistance. 

Categories of records in the system: 
System is comprised of case records on employees who are pa­

tients (counselee) whiCh are maintained by individual counselors and 

consist of information. on condition, current status, and progress of 
employees or dependents who have alcohol, drug, emotional, or 
other personal problems, including admitted or urinalysis-detected 
illegal drug abuse. 

Authority for maintenance of the system:· 
5 U.S.C. 7301; 42 U.S.C. 290dd-3 and 290ee-3, Pub. L. 100-71; 

E.O: 12564; and E.O. 9397. 
Purpose(s): 
To record counselor's observations concerning patient's condition, 

current status, progress, prognosis and other relevant treatment infor­
mation regarding patients in an employee assistance treatment facili­
ty. 

Used by the Navy counselor in the execution of his/her counseling 
function as it applies to the individual patient 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

In order to comply with provisions of 5 U.S.C. 7301 and 42 U.S.C. 
290dd-3 and 290ee-3, the Office of the Secretary of Defense "Blan­
ket Routine Uses" do not apply to this system of records. 

Records in this system may not be disclosed without prior writteri 
consent of such patient, unless the disclosure would be: 

(a) To medical personnel to the extent necessary to meet a bona 
fide medical emergency; · · 

(b) To qualified personnel. for the purpose of conducting scientific 
research, management audits, financial audits, or program evaluation, 
but such personnel may not identify, directly or indirectly, and indi­
vidual patient in any report of such research, audit, or evaluating, or 
otherwise disclose patient identities in any manner; and . 

(c) If authorized by an appropriate order· of a court of competent 
jurisdiction granted after application showing good cause therefor. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Case r~cords are stored in paper file folders. 
Retrievability: 
By employee name or by locally assigned identifying number. 
Safeguards: 
All records are stored under strict control. They are maintained in 

spaces accessible only to authorized persons, and are kept in locked 
cabinets. 

Retention and disposal: 
Paper records are destroyed five years after termination of coun­

seling. Destruction is by shredding, pulping, macerating, or burning. 
Electronic records are purged of identifying data five years after 

termination of counseling. Aggregate data without personal identifi­
ers is maintained for management/statistical purposes until no longer 
required. · E) 

System manager(s) and address: 
Director, Office of Civilian Personnel Management, 800 North 

Quincy Street, Arlington, VA 22203-1998 and employee assistance 
program administrators at Department of the Navy staff, headquar­
ters, and field activity levels. Official mailing addresses are published 
as an appendix to the Department of the Navy's compilation of 
systems of records. 

Notification procedure: 
Individuals seeking to determine whether this· system of records 

contains information about themselves should address written inquir­
ies to the Director, Office of Civilian Personnel Management, 800 
North Quincy Street, Arlington, VA 22203-1998 or to the appropri­
ate employee assistance program administrator. Official mailing ad­
dresses are published as an appendix to the Department of the Navy's 
compilation o.f systems of records. The request should contain the 
name, approximate period of time, by date, during which the case 
record was developed, and address of the individual concerned and 
should be signed. 

Record access procedures: 
Individuals seeking access to records about themselves continued 

in this system of records should address written inquiries to the 
· Director, Office of Civilian Personnel Management, 800 North 

Quincy Street,· Arlington, VA 22203-1998 .or to the appropriate em­
ployee assistance program administration. Official mailing addresses 
~are published as an appendix to the Department of the Navy's compi-
l~tion of systems of records. · 

Contesting record procedures: 
The Department of the Navy rules for accessing· records and 

contesting· contents and appealing initial determinations by the indi-
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vidual ·concerned are published in 'Secretary of the Navy Instruction 
521 1.5;._32 ·cFR part 701;· or m .. ay be obtained from the system 
manager:··. · 

Record source categories: 
. Patient, counselors, supervisor~, co-wqrker~ 'or other agency or 

contractor~employee personnel, 'private indiviquals to include family 
members of patient and outside practitioners. · 

Exemptions claimed for the system: 
None.· .1 • 

System ~ame: 
N1259~-:f 

. Living Quarters'and Lodging Allowance: I .. 

System location: ' · 
Overseas organizational elements· of the Depart"'ent of the: Navy 

a~ indicated in the directory of· Department of the . Navy mailing 
addresses. :• . . . . . . 1 

Categories of individuals· covered by'the· system: 
Appropriatea··~nd ·~on-approptiated fund· U.S. 'civilian e~ployed 

eligible for allowance. · · 
.Categori_es of .records. in.'.the system:· 
Employee's name, grade, address, rent and. utility expenses, living 

quarter~ and lodging allowance, and name of family and/or. members. 
Authority .for .maintenance of the. system:·~ . · 
Executive Order Number l0903 of Janu~iy 9, 1961, .Executive 

Order Number .10970 of October 27, 1961', Executive Order Number 
10853 of November 27, 1959, and Executive Order Number ]0982 of 
December 25, 1961, as :implemented. by' St;1te Dep~;trtmept r~gtil~tion. 

. Purpose(s): . . . . . · · . • . · .. 
'used by civilian personnel office to record :employee's living quar­

ters or temporary lodging allowance entitlement. Other users ,inclu.de 
Naval Supply Depot Payroll Office, the employing office, disbursing 
office; Commander, Fleet Activities, FPO Seattle 98762. 

Routine uses of records maintained in the system, including catego­
ries of users J~nd the purposes of such. uses: 

To officials of the Department of State for the purpose of monitor-
i!lg thel,~yel of allowances that Navy is authorized. ~ 

The Blapket Ro!!tine Uses that appear at . tre. beginning ~f tl~~ 
Department of the Navy's compilation also apply to this sy&terii. 

Policies and practices for storing, retrieving,- accessing, retainhig,. and 
disposing of records in the system: ·· 

~torage: . : ·: ~ . 

File folders. l 

· 'Retrievability: 
File folders maintained· by surname. 

CSafeguards: 
Personnel screening and visitor control. . · · " ·· ·. 
Re~entio.n and disposal: · . .. · 
Files reta.ined for a per:iod of two years an.d then destroyed.·1 •• 

System manager(s) and address: . 
Overseas commanding offic.er of the activity in question. See direc-

tory of Department of the Navy mailing addresses. · · · · ·· 
Notification procedure: 

:.;_A col)y1 of living quarters allowance is provided 'to each employee. 
Record access ·proced~res: . .' . . . . 
The agency·~ rules for .access to records may be obt~ined frqm the 

system manager. · . · · 
. Contesting record· procedures: 
The agency's rules for contesting contents and appealiJig'·initial 

determinations by the: individ41il concerned may be obtained from the 
system manager.· · · ~ .. ' · 

Record source categories: 
Official personnel files. 
'Exemptions claimed for the _system: 
None. 

N12711-1 
· System· mime: 

Labor M~nagement Relation's Records System. 
System location: . · . . 
Office of .Civ-ilian Personnel Management (OCPrvi) (Code· 31), ·De­

. partment of ~he Navy and D¢signated: Contractors; OCP¥ ··Regional 
Offices; and Navy staff headquarters ahd field activities employing 

Civilians. Official mailing addresses are published as an appendix to 
the Department of the Navy's compilation of systems of records. 

Categories of 'individuals covered by .th.e system: . . 
· Navy civilian empl~·yees paid from appropriated ~nd non-appropri­

ated funds, who are involved in a grievance·which .has been referred 
to an arbitrator for' resolution, or who are involved in the filing of an 
Unfair Labor practice complaint which has been referred. to the 
Federal ,Labor Relations Authority (FLRA) for resolution, or who 
are involved in a labor negotiations impas~e which has been referred 
to the Federal ,Service Impasses Panel or an interest arbitrator •fqr 
resolution, or who are involved in a negotiability dispute wh.ich has 
been referred t~ the F:LRA for resolutiort; union officials and repre­
sentatives (both Navy employees and non-employees) ·involved in the 
aforementioned processes and in national consulfation; independent 
arbitrators involved in grievance ·and interest arbitrations concerning 
Navy activities. 

Categories of records in the system: 
Records are comprised of (l) Manual files .mairltairted iii paper 

folders, manually filed by type' of case and case number ·(n<:>t' individ­
ual). Folder contains all information pertaining to a specific case. 
Field activities maintain manual rosters of local union officials and 
representatives. OCPM Headquarters 'maintains manuaf roster of ad­
dresses and files concerning national consultation with national/inter­
national un~ons regarding changes in Departmental level civilian· per­
sonnel policies. ·(2) ADP· system maintains records by type of case 
and case number (not individual). Centrally maintained data base 
(access restricted to authorized users) contains all information per­
taining to a specific case. Bargaining. uqit. files; contain information 
about each bargaining unit, including contact informatipn on union 
local presidents . 

,-t\uthori.ty for maintenance. of the system:. 
· ·5 U.S.C.·7101-7<135. 

Purpose(s): . c 

· To manage the~:Labor~Man~gement -Relations Program; ·e.g., ad­
ministration/implementatiqn of arbitration awards; processing. of 
unfair ,labor practice .c,harges; adju'dication of negotiability disputes, 
resolution of 11egotiations impas~es;. interpretation of 5 U.S.C. '7101-
7135. through 3rd party case decisions; national consultation and 
other dealings with recognized unions. · · · 

, Routine uses of records maintained in the systen:t, including ~atego-
ries of users, and the purposes of suc;h uses: . . . . . '. ' 
. :To representatives of the·. Office of Personnel ,Manageme~t on 
matters relating to tJ:le -inspection, survey, audit, or 'evaluation of 
Navy: Ci,vilian Personnel Managemt=:nt Progra~s. . . . . 
, To the Comptroller. -GeneraJ; or~ any of his .autijprized repre~enta; 

tives, in the coqrse of the . performance of , duties .of the, Gene.ral 
Accounti~g Office relating .to the Navy·~. Lab_or Management Rela­
tions Program. To a duly appointed hearing exa~iner, Administrative 
Law Judge, arbitrator, or other proper 3rd party for the purpose of 
conducting a hearing or inquiry in connection· with an employee's 
grievance, unfair labor practice charge, impasse, negotiability appeal, 
or other labor relations dispute. · . · · 
• :·The "Blanket. Routine Uses"· 'that appear at the beginning of th~ 
Department of the Navy's compilation 'of systems of records alSo 
apply to this system. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
'disposing of records in the system: . 

Storage: 
Manual records are stored in paper folders. ADP records are 

stored in a central, contractor maintained data base. 
Retrievability: ·J • . 

Manual records are retrieved by case subject, case number, and/or 
individual employee names. ADPJecQrds are retrieved by .case sub­
ject, activity, bargaining unit, servicing personnel office, command, 
or .3rd· party docket number. 

Safeguards: .. · . 'i ·:.: 

All files are accessible. only to authorized" personnel. having a .need 
to know: Access to the ADP system is controlled through the use of 
multiple security passwords. · 

Retention and disposal: · 
Case files· are ··permanently maintained. Union official: rosters are 

normally destroyed after a, new roster has been established. 
System manager(s) and address: · 
Office of Civilian Personnel Management (Code 31), 800 North 

Quincy Street, Arlington, VA 22203-1998 . 
Notification procedure: : .. 
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Individuals seeking to determi~e whether this system of records 
contains information about themselves should· address written inquir­
ies to the Office of Civilian Personnel Management (Code 31 ), 800 
North Quincy Street, Arlington, VA 22203-1998, their servicing per­
sonnel office, arbitrator's office, or Federal unions or local unions. 

Record access procedures:· 
Individuals seeking access to records about themselves contained in 

. this system of records should address written inquiries to the Office 
of Civilian Personnel Management (Code 31), 800. North Quincy 
Street, Arlington, VA 22203-1998, their servicing personnel office, 
arbitrator's office, or Federal unions or local unions. · 

Contesting record procedures:. 
The. Department of the Navy rules for accessing records and 

contesting contents and appealing initial determinations by the indi­
vidual concerned are published in Secretary of the Navy Instruction 
5211.5, 32 CFR part 701, or may be obtained from the system 
manager. 

Record source categories: 
Navy civilian personnel offices; arbitrator's offices; Federal unions 

and uni_on locals. 
Exemptions claimed for the system: 
None. 

N12771-l 
System name: 

Employee Grievances, Discrimination Complaints, and Adverse 
Action Appeals. 

Systeni location: 
Employee Appeals Rev'iew Board,· Ballston Tower 2, 801 N. Ran­

dolph Street, Arlington, Y A 22203-1998. 
Categories of individuals covered by the system: 
Former and present civilian employees of the Department ·of the 

Navy, and applicants for employment with the Department of the 
Navy. 

Categories of records in the system: 
The case (iles contain backgrou·nd material on the act or situation 

complained of; the results of any investigation including affidavits 
and depositions; records of personnel actions involved; transcripts of 
hearings held; administrative judges' reports of findings and recom­
mended actions; advisory memoranda from the Chief of Naval Oper­
ations, Navy Military Personnel Command, Department of Defense, 
Systems Commands; Secretary of the Navy decisions; reports 'of 
actions taken by local activities; comments by the Employee Appeals 
Review Board (EARB) or local activities on appeals made to · the 
Equal Employment Opportunity Commission (EEOC); EEOC deci­
sions, Court decisions, Comptroller General decisions. Brief summa-
ries of case files are maintained on index cards. · · 

Authority for maintenance of the system: 
5 U.S.C. 1301, 3301, 3302, 7151-7154, 7301, and 7701. 
Purpose(s): 
This information is used by the EARB to adjudicate cases. Systems · 

Commands, the Chief of Nava.l Operations, Office of Civilian Person­
nel Management (OCPM), and Naval Civilian Personnel Command 
(NCPC) are internal users for informational!implementational pur­
poses. Individual members acting on behalf of the individual involved 
are supplied with copies of decisions and oth~r appropriate back­
ground material. Grievants and appellants are furnished Secretary of 
the. Navy decisions, with copies to their representatives, EEO com­
plainants are furnished Secretary of the Navy (SECNAV) decision~, 
with copies of the hearing transcripts and administrative judges' 
reports; complainants' representatives are provided copies of 
SECNA V decisions on grievances: and appeals. Activities involved in 
EEO complaints are provided copies of SECNA V decisions, hearing 
transcripts, and administrative judges' reports. 

Routine uses of records maintaine~ in the system, including catego­
ries of users and the purposes of such uses: 

To officials and employees of the Equal Employment Opportunity 
Commission to adjudicate cases. 

The "Blanket Routine Uses" that appear at the beginning of the 
Department of the Navy's compilation of record systems also apply 
to this system. · 

Note: Records of identity, diagnosis,' prognosis or treatment of any 
client/patient, irrespective of whether or when he/she ceases to be a 
client/patient, maintained in connection with the performance of any 
alcohol or drug abuse prevention and treatment function conducted, 
requested, or directly or indirectly assisted by any department or 
agency of tbe .. United States, shall, except. as provided herein, be 

confidential and be disclosed only for. the purposes and under the 
circumstances expressly authorized .in 42 U.S.C. 290dd-3 ·and 290ee..c 
3. These statutes take precedence over the Privacy Act of 1974 in 
regard to .accessibility of such records except to the individual· to 
whom the report pertains . .The Departent of the Navy's "Blanket 
Routine Uses" do not apply to these records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
File folders and index cards. 
Retrievability: 
Name. 
Safeguards: 
Classified material is kept in a locked safe. Other materials are kept 

in file cabinets within the EARB Administrative Offices. Access 
· during business hours is controlled by Board personnel. The office is 
locked at the close of business; the building in which the office is 
located employs security guards. 

Retention and disposal: 
Case files maintained for one year and sent to the Washington 

National Records Center, 4205 Suitland Road, Suitland, MD 20409; 
and maintained for four years. EEOC decisions and index cards are 
retained indefinitely. 

System manager(s) and address: 
Director, Naval Council of Personnel Boards, Ballston Tower 2, 

801 N. Randolph Street, Arlington, VA 22203-1998. 
Notification procedure: 
Individuals seeking to determine· whether this system of records 

contains information about themselves should address written inquir­
ies to the Director, Naval Co.uncil df Personnel Boards, Ballston 
Tower 2, 801 N. Randolph Street, Arlington, VA 22203-1998. The 
requester .must provide full name, employing office, and appropriate 
identification card. 

Record access procedures: 
· ·Individuals seeking access to records about themselves contained in 
this system of records should address written inq.uiries to the Direc­
tor, Naval Council of Personnel Boards, Ballston Tower 2, 801. N. 
Randolph Street, Arlington, VA 22203-1998. The requester must 

· provide full name, employing office, and appropriate identification 
card.· 

Contesting· record procedures: 
The Department of 'the Navy rules for accessing .records and 

contesting contents and appealing initial determinations by the indi­
vidual concerned are published in Secretary of the Navy Instruction 
5211.5; 32 CFR. part 701; or may be obtained from the system 
manager. ..;!: ·' 

Record source categories: · 
. Information in the file is obtained from former and present civilian 

employees of the DON, applicants for employment with .the DON, 
employing activities, EEOC, NCPC. · 

Exemptions claimed for t'-e system: 
None. 

. N12771-2 
System name: 

Employee Relati9ns Including Discipline, Employee Grievances, 
Complaints, Etc. 

System location: 
Office of Civilian Personnel Management (OCPM), OCPM' Re­

gional Offices and Naval Civilian Personnel Center (NCPC), Navy 
and Navy Staff Headquarters and Field Activities employing civil­
ians, Commandant of the Marine Corps (Code MPC-30/HQSG), and 
Marine Corps Field Activities employing civilians. Official mailing 
addresses are published as an appendix to the Department of ·the 
Navy's compilation of systems of records notices. · 

Categories of individuals covered by the system: 
Navy and Marine Corps civilian employees, paid from appropri­

ated funds servicing under career, career-conditional, temporary and 
excepted service appointments on whom discipline, grievances, and 
complaints records exist. Discrimina.tion complaints of Navy and 
Marine Corps civilian employees, paid from appropriated and non­
appropriated funds, applicants for employment and former employees 
in appropriated and non-appropriated positions. Appeals of Navy and 
Marine Corps civilian employees paid from appropriated funds. Fili­
pino employees appeal case files (Filipinos who are lawfully admitted 
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legal residents), Cases reviewed by Commander in Chief Pacific 
under Filipino Employment Policy Instructions. · 

Categories of records in the system: 
Information pertaining to discipline, grieyances, compliants, and 

appeals. Management operation record ·system consisting of manual 
files maintained by immediate supervisors and high level managers 
concerning employee performance, capability, informal discipline, at­
tendance leave and tardiness, work assignments, and similar work 
related employee records. 

Authority for maintenance of the system: 
E.O. 9830, Amending the Civil Service Rules and Providing for 

Federal Personnel Administration, amended by E.O. 10577; E.O. 
12106; E.O. 12107; E.O. 12564 and 9397; 5 U.S.C. 1205, 1206, 1302, 
3301, 3302, 7105, 7512, relevant portions of the Civil Service Reform 
Act, Pub. L. 95-454; 21 U.S.C. 812; Pub. L. 100-71; 42 U.S.C. 
2000e-116 et. seq.; Equal Employment Opportunity Act of 1972; 
Pub. L. 93-259, amendment to the Fair ·Labor Standards Act, 29 
U.S.C. 201, et. seq.;· Age Discrimination and Employment Act, 29 
U.S.C. 633a; the Rehabilitation Act of 1978 as amended, 29 U.S.C. 
791 and 794a. 

Purpose(s): 
To manage civilian employee in the processing, administration, and 

adjudication .of discipline, grievances, complaints, appeals, litigation, 
and program evaluation. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To representatives of the· Office of Personnel Management on 
matters relating to the inspection, survey, audit, or evaluation of 
Navy and Marine Corps civilian personnel management programs or 
personnel actions, or such other matters under the jurisdiction of the 
Office of Personnel Management.. 

To appeals officers and complaints examiners of the Merit Systems 
Protection Board and Equal Employment Opportunity Commission 
for the purpose of conducting hearings in connection with employees 
appeals from adverse actions and formal discrimination complaints. 

To disclose information on any source from which additional infor­
mation is requested in the course of processing a grievance or appeal 
to the 'extent necessary to identify the individual, to inform the 
source of the purpose(s) of the request, and identify the type of 
information requested. · 

To disclose information on any source from which additional infor­
mation is requested in the course of processing a grievance or appeal 
to the extent necessary to identify the individual, to inform the 
source of the purpose(s) of the request, and identify the type of 
information requested. 

To disclose information to a federal agency in response to its 
request in connection with the hiring or retention of an employee, 
the issuance of an investigation of· an individual, the classifying of 
jobs, the letting of a: contract of the issuance of a license, grant, or 
other benefit by the requesting agency, to the extent the information 
is relevant and necessary. 

To the National Archives and Records Administration in records 
management inspection conducted under authority of 5 U.S.C. 2904 
and 2906. 

To disclose, in response to a request for discovery or for appear­
ance of a witness, information that is relevant to the subject matter 
involved in the pendingjudicial or administrative proceeding. 

To officials· of labor organizations recognized under the Civil Serv­
ice Reform Act when relevant and necessary to their duties of 
exclusive representation concerning personnel policies, practices, and 
matters affecting working conditions. 

The "Blanket Routine Uses" that appear at the beginning of the 
Department of the Navy's compilation of record systems apply to 
this system. 

Note: Records of identity, diagnosis, prognosis or treatment of any 
client/patient, irrespective of whether or when he/she ceases to be- a 
client/patient, maintained in connection with the performance of any 
alcohol or· drug abuse prevention· and treatment function conducted, 
requested, or directly or indirectly assisted by any department or 
agency of the United States, shall, except as provided herein, be 
confidential and be disclosed only for the purposes and under the 
circumstances expressly authorized in 42 U.S.C. 290dd-3 and 290ee-
3. These statutes take precedence over the Privacy Act of 1974 in 
regard ~o accessibility of such records except to the .individual to 
whom the record pertains. The Department of the Navy's "Blanket 
Routine Uses" do. not apply to these records. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
File folders. 

Retrievability: 
Filed by last name. 
Safeguards: 
All records are stored under strict control and are available only 

to authorized personnel having a need to know. 
Retention and disposal: · 
Records are retained for two years or destroyed upon separation of 

the employee, whichever is later. · 
System manager(s) and address: 
Director, Office of Civilian Personnel Management, Department of 

the Navy, 800 North Quincy Street, Arlington, VA 22203-1998. For 
Marine Corps civilian personnel, the Commandant of the Marine 
Corps (Code M), HQS, U.S. Marine Corps (Arlington Annex), Wash­
ington, DC 20380-0001. 

Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir- · 
ies · to the Commander /Commanding Officer of the. activity assigned 
or to the Director, Office of Civilian Personnel Management, De­
partment of the Navy, 800 North Quincy Street, Arlington, VA 
22203-1998. For Marine Corps civilian personnel, the Commandant 
of the Marine Corps (Code M), HQS, U.S. Marine Corps (Arlington 
Annex), Washington, DC 20380-0001. 

Record access procedures: 
·Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries to the Com­
mander/Commanding Officer of the activity assigned or to the Di­
rector, Office ofCivilian Personnel Management, Department of the 
Navy, 800 North Quincy Street, Arlington, VA 22203-1998. For 
Marine Corps civilian personnel, the Commandant of the Marine 
Corps (Code M), HQS, U.S. Marine Corps (Arlington Annex), Wash-

. ington, DC 20380-0001. 
Contesting record procedures: 
The Department of the Navy rules for accessing records and 

contesting contents and appealing initial determinations by the indi­
vidual concerned are published in Secretary of the Navy Instruction 
5211.5; 32 CFR part 701; or may be obtained from the system 
manager. 

Record source categories: 
Supervisors or other appointed officials designated for this pur­

pose. 
Exemptions claimed for the system: 
None. 

N12930-1 
System name: 

Industrial Relations Personnel Records. 
System location: 
Commander, Navy Resale and Services Support Office, Naval 

Station New York Staten Island, Staten Island, NY 10305-5097 (for 
all Navy Exchanges). Personnel records of employees of the central 
office and in the Navy Resale System activities employing Civilians 
paid from no~-appropriated funds. 

Categories of individuals covered by the system: 
Civilian employees, former civilian employees, and applicants for 

employment with the Navy Resale and Services Support Office and 
Navy Exchanges located worldwide. Employee categories paid from 
:ton-appropriated funds are regular· full time, regular part-time, tem­
porary full time, temporary part-time and intermittent .. 

Categories of records in the system: 
Person'nel jack~ts, including but not limited to Personnel Informa­

tion Questionnaire, Personnel Action; Certification of Medical Exam­
ination Indoctrination Checklist; Designation of beneficiary; death 
benefit; leave records; report of accident; notice of excessive absence 
and tardiness and warnings; disciplinary actions; certified record of 
court attendance; certified copy of completed military orders for any 
annual duty tours with recognized reserve organizations; employee 
job description; tuition assistance records; ~xamination papers and 
tests, if any; evidence of date of birth, where required; official letters 
of commendation; cash register overage/shortage records; report of 
hearings and recommendations relative to employees grievances; offi­
cial work performance rating; designation of beneficiary for unpaid 
compensation; reference check records; applicant files; employee pro­
files; personnel' security information (including copies of NSA and 
NIS reports); travel requests, travel ·allowance and claims records; 
transportation agreements; employee affidavits; privilege card appli-
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. cation. work assignments, work performance capability, counseling 
records, work-related records, training records including courses, 
type anq completion dates; and related data. 

Labor and Employee Relations Records include Notices of exces­
sive absence, tardiness and warnings; disciplinary actions; unsatisfac­
tory work performance evaluations; grievances, appeals, complaint 
and appeal records; reports of potential grievances and ·appeals; con­
gressional correspondence; investigative reports and summaries of 
personnel administrative actions; data relating to Quality Salary In­
crease, Superior Accomplishment Recognition Awards, beneficial 
suggestions and similar awards; and personnel listings of the afore-
mentioned services. · 

Authority for maintenance of the system: 
5 U.S.C. 301, Departmental Regulations and E.O. 9397. 
Purpose(s): ' · 
To provide a basis by which an employee or an applicant may be 

determined to be suitable for employment, transfer, promotion or 
retention in employment; for verification of employment; to provide 
a record of travel performed ahd verification that the employees 
receive proper remuneration for the travel performed; to insure em­
ployees received timely consideration in the processing of work/ 
appraisals and salary increases; for recognition of accomplishments 
and contributions by employees, and in the processing, administra­
tion, and adjudication of discipline, grievances, complaints, appeals, 
litigation, and program evaluation. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To appeals officers and complaints examiners of the Equal Em­
ployment Opportunity Commission for the purpose of conducting 
hearings in connection with employees appeals from adverse actions 
and formal discrimination complaints. 

To a federal agency in response to it's request in connection with 
the hiring or retention of an employee, the issuance of a security 
clearance, the conducting of a security of suitability in~estigation of 
an individual, the classifying of jobs; the letting of a contract or the 
issuance of a license, grant or other benefit by the requesting agency, 
to the extent that the information is relevant and necessary. 

To the National Archives and Records Administration in records 
management inspection conducted under ·authority of 5 U.S.C. 2904 
and 2906. · · 

In response to a request for discovery or for appearance of a 
witness, information that is relevant to the subject matter involved in 
the pending judicial or administrative proceeding. · 

To officials of labor organizations recognized under the Civil Serv­
ice Reform · Act when relevant and necessary to their duties of 
exclusive representation concerning personnel policies, .practices and 
matters affecting working conditions. · 

The "Blanket Routine Uses" that appear at the beginning of the 
Department of the Navy's compilation of records systems apply to 
this system. . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · · 

Storage: 
The media in which these records are·maintained vary, but include 

file folders; magnetic tape; disks; punch cards; rolodex files; cardex 
files; ledgers; and printed reports. 

Retrievability: 
Name and/or Social Security Number; employee payroll number. 
Safeguards: . 
Locked desks in supervisor's office and also, locked cabinets in 

locked offices supervised by appropriate personnel; supervised com­
puter tape library which is accessible only . through the Computer 
Center (entry to the computer center is controlled by a combination 
lock known by authorized personnel only; security guards. 

Retention and disposal: 
Current employee records remain on file at the appropriate person­

nel offices; records on former employees are retained for one year 
and then forwarded to the Director, National Personnel Records 
Center, (Civilian Personnel Records), ttl Winnebago Street, St. 
Louis, MO 63118 for retention of permanent papers and destruction 
of temporary papers. Applicant files are retained for one year. Navy 
Exchange records retention standards are contained in the Disposal 
of Navy and Marine Corps Records Part II, Chapters 3 and 5 in the 
Navy Exchange Manual. 

System manager(s) and address: 
Policy Official is the Commander, Navy Resale and Services Sup­

port Office, Naval Station New York Staten Island, Staten Island, 
NY 10305-5097. 

Record Holder is the Manager, Workforce/Planning and Adminis­
trative Support Branch (IRD4), Navy Resale and Services Support 
Office, Naval Station New York .Staten Island, Staten Island, NY 
10305-5097. 

Notification procedure: 
Individuals seeking to determine whether this system. of r~cor~s 

contains information about themselves should address wntten mqmr­
ies to the Commander, Navy Resale and Services Support'Office, 
Naval station New York Staten Island, Staten Island, NY 10305.-
5097. The request should sontain full name, Social S~curity Number, 
activity where last employed or where last application for employ­
ment was filed. A list of other offices the requester may visit will be 
provided after initial contact is made at the office listed above. At 
the time of a personal visit, requester must provide proof of identity 
containing the requester's signature. 

Record access procedures: 
Individuals seeking access to records themselves contained in this 

system of records should address written inquiries to the Command­
er, Navy Resale and Services Support Office, Naval Station New 
York Staten Island, Staten Island, NY 10305-5097. The request 
should contain full name, Social Security Number, activity where last 
employed or where last application for employment was filed. A list 
of other offices the requester may visit will be provided after initial 
contact is made at the office listed above. At the time of a personal 
visit, requester must provide proof of identity containing the request-
er's signature. · 

Contesting record procedures: 
Tn~ Department of the Navy rules for accessing records and 

contesting contents and appealing initial determination by ·the individ­
ual concerned are published in Secretary of the Navy Instruction 
5211.4; 32 CPR part 701; or may be obtained from the system 
manager. 

Record source categories: 
The individual to whom the record pertains; current and previous 

supervisors/employers; other records of the activity concerned; 
counseling records and comparable papers·; educational institutions; 
applicants; applicant's previous employees; current and previous asso­
ciates of the employee named by the employee as references; other 
records of activity investigators; witnesses; correspondents; investi­
gate results and information provided by appropriate investigative 
agencies of the Federal Government. 

Exemptions claimed for the system: 
Parts of this system may be ex~mpt under 5 U.S.C. 552a(k)(5) and 

. (6), as applicable. For additional information contact the system man­
ager. An exemption rule for this system has been promulgated in 
accordance with the ·requirements of 5 U.S.C. 553(b)(l), (2), and (3), 
(c) and (e) and published in 32 CPR part 701, subpart G. 

N129~0-2 

System name: 
Area Coordinator Information and Operation Files. 
System location: . 
Office of Civilian Personnel Management (OCPM) and OCPM 

field offices, designated contractors, and Navy staff, headquarters, 
and field activities employing civilians. Official mailing addresses are 
published as an appendix to the Department of the Navy's compila­
tion of systems of records. 

Categories of individuals covered by the system: 
Civilian employees, paid from appropriated and non-appropriated 

funds, military personnel or private citizens affected by or involved 
in action of area coordination significance, and speakers, specialists 
and other interested participants. 

Categories of records in the system: 
System is composed of, but not limited to, records compiled in 

accordance with regulations, correspondence regarding status of 
EEO investigations, index file of program administration and interest­
ed participants including ad hoes, summaries compiled for budget 
administration, biographies of speakers or of key officials obtained 
from individual. 

Authority for maintenance of the system: 
5 U.S.C. 301, Departmental Regulations. 
Purpose(s): 
To manage civilian personnel and special projects related to civil-

ian employees. · 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of such. uses: 
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To representatives of tli'e Office of Personnel Management ·on 
matters relating· to the inspection, survey, audit or evaluation of 
Navy civilian personnel management programs or personnel actions, 
or .such other matters under the jurisdiction of the Office of Person-
nel Management. · , : 
. To a duly appointed Hearing Examiner or Arbitrator (an. employee 
~~another. Fede_ral agency) for tpe purpose of conducting a P.earing 
m connectton wtth an employee's 'grievance. . · 

To an arbitrator who is. given a contract. pursuant .to a nego~.iated 
labor agreement to:hear an employee's grievance., . 

The "Blanke~ Routine U~es" that appear at the beginning of the 
Department of ·tht? Navy's compilation of system·s of records also 
apply to this system. . , . · . ' 
. Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · , · . , 
Storage: 
Records are stored in paper file folders, list finders, index cards, or 

logs or other indexing systems .. 
Retrievability: · · · 
Records are .retrieved by subject matter or by name. 
Safeguards: 1 • • 

R!'!cords are available only to authorized personnel having a need. 
toknow. . · · . · 

Retention and disposal: 
Records are retained for varying lengths of time as required by· 

local regulations; some records may be. maintained indefinitely,, , . 
System manager(s) and address: · · · 
Director, Office of Civilian Personnel. Management, 800 North 

Quincy Street,, Arlington, VA 22203...;1998 and the heads of Navy 
Staff, Headquarters, and field activi.ties employing ·civilians. Official 
mailing addresses are published as lln appendix to the Department of 
the Navy's compilation of systems of records. 

Notification procedure:: 
lridi~iduals seeking. to determine· whether this· system of rec;ords 

contains. information _about themselves should address written inquir­
ies to the servicing civilian personnel office where· assigned or to the 
Dire.ctor, Office of Ci\;'ilian Personnel Management, 800. North 
Quincy Street, Arlington, VA 22203-1998. Th~ request should con­
tain full name, Social Security Number, and address. For personal 
visits, proof of identification will consist of a Department of Defense. 
or Navy building pass or identification badge or driver's license or 
other types of identification bearing· his/her signature or picture or 
by providing information which may be verified. against the record. 

Record access' pr,ocedures: · . . . 
-Individuals seeking access .to n:!~ords about themselves contained in 

this system of records should address written inquiries to the ·servic­
ing· civilian personnel office or to the Director, Office of Civilian 
Personnel Management, 800 North Quincy Street, Arlington, VA 
22203-1998. 

Contesting ·recqrd: procedures: 
The Department of the Navy rules for accessing records and 

contesting. contents and. appealing initial determinations by the indi­
vidual <:;oncerned are published in Secretary of the Navy Instructi9n 
5211.5; 32' CFR part 701; or may be obtained from the system 
m;mager. 

Record source categories: .. 
Navy Civilian Personnel Offices and their representatives. 
Exemptions claimed 'for the system:· · . . · · 
None. 

N12950-3 
System name: 

Payroll and Employee Benefits Re~ords. 
System location: 
Commander, N.avy Resale and. Servic'es· Suppor-t. Offi~e, Naval 

Station -New York Staten Island, Staten Island, New ,York 10305-
5097. . 

Categories of individuals covered by the system: 
Civilian employees and former civilian employees with the Navy 

Resale and Services Support Office a,nd. Navy Exchanges located 
world-wide. (Payroll and benefits information) Civilial) employees 
and former civi1ian employees of Coast Guard exchanges, clubs and 
messes and US Navy civilian employees .. 

Categories of records in the system: 
Distribution reports;· tax reports; •leave accrual reports; earnings 

records cards, payroll registers; insurance records and reports' regard-

ing 'property damage, personal injury or death, group life, disability, 
medical and· retirement plan; payroll savings authorization; record of 
payroll savings; .overtime authorization; Treasury Department tax 
withholding exemption certificate. · 

Authority for maintenance of. th~ system: 
5 U.S.C. 301, Departmental Regulations and E.O. 9397. 
Purpose(s): 
To calculate pay; prepare check& for distribution; prepare ~_duca­

tion registers; leave records; to Sl!bniit federal and state tax reports; 
to· record contributions to benefit plans; to process all · ins!Jrance 
claims; to calculate retirement benefits upon request of employees. 

Routine uses of records maintained in the sy~tem, including catego-
ries of users and the purposes of such uses: · · 

To .. the insurance carriers and .the U.S. Department of Labor, 
Bureau of Employees Compensation. . , 
.. The '"Blanket Routine Uses" that appear at the. beginning of the 
Department of the · Navy's compilation of systems of records also 
apply to this system. · . . . . · · . . . . 

Policies and· practices for storing, retrieving, acceSsing, retaining, and 
disposing or' records in the system: ·. 

Storage: . 
The media in which these records ~re rriaintained vary, but include 

magnetic tap!= files; card files; file folders; ledgers; and printed re­
ports. 

Retrievability: 
Name and/or Social.Security Number; employee job number; em­

ployee payroll number. 
Safeguards: 

· 'Locked. file cabin~ts; safes; locked offices which ~re supervised by 
appropriate personnel, when open; security guards; supervised. com­
puter tape .library which is accessible only through the computer 
center (entry to computer center is controlled by a combination lock 
known by auth(>riz~d personnel only). 

Retention an~ disposal: .. f ~-. 

Permanent records-maintained for five year's and the.n retired to 
the Director, National Personnel Records Center, Civilian Personnel 
Records, ltt· Winnebago Street, St. Louis, Mo' 63118. · 
:. System manager(s) and address: . . 

'Policy Official: Commander, ·Navy Resale and Services Support 
Office, Naval Station New York Staten Island, Staten Island, NY 
I 0305-5097. . 

Record Holder Manager, Risk Management aQd Workers Compen­
sation Branch (TD2), Manager, Labor/Employee Relations and Em­
ployee Benefits Branch (IRD I), Comptroller Non-appropriated Fund 
Division (CNAFD), Navy Resale and Services Support Office, 
Naval ·Station New York Staten Island, Staten Island, NY 10305-
5097. 

Individual record holders within the central system may be con­
tacted through the central system record holder. 

Notification procedure: 
Individuals seeking to determine ·whether this system of records 

contains information about themselves should address written inquir­
ies to the Commander, Navy Resale and Services Support Office,­
Naval Station New York Staten Island, Staten Island, NY 10305-
5097. . 
·In the in.itial )nquiry the requester must provide full name, Social 

Security Number, activity where last employed. A list of other of­
fices the requester may. visit will be provided after initial contact is 
made at the office lis(ed .above. At ~he .time of a personal visit, 
requesters mus·t provide proof of-identity containing the requester's 
signature. · · 

··Record access proceCiures: 
Individuals seeki'ng access to records about themsd~es contained in · 

this system of'records shol1ld address written inquiries to the Com­
mander, Navy Resale and Services Support Office, .Naval Station 
New York Staten Island; Staten Island, NY 10305-:-5097. · 
: Contesting record procedures: 
· · The· Department of the Navy rules for accessing records and 
contesting contents and appealing initial determinations by the indi­
vidual concerned are published in Secretary of the Navy Instruction 
5211.5C, 32 CFR. part 701, or may be obtained from the system 
manager. 

Record source categories: 
I 

! 

I 

~ 
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The employee or former employee; payroll department; the em­
ployee's supervisor and the employee's physician or insurance carri-
er's physician. · 

Exemptions claimed for the system: 
None. 

Nl2950-4 
System name: 

Naval Audit Personnel Development System. 
System location: 
Naval Audit Service Headquarters, PO Box 1206, Falls Church, 

Virginia, 22041 
Categories of individuals COVf;red by the system: 
All personnel employed by the Naval Audit Service. 
Categories of records in the system: . 
Employee audit experience and historiqll career development data. 
Authority for maintenance of the system: 

.5 USC 301; Departmental Regulations .. 
Purpose(s): 
To identify audit task assignments; monitor future career develop-

ment; and forecast talent requirements. ·· 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of such uses: 
The Blanket Routine Uses that appear at the beginning of the 

Department of the Navy's compilation apply to this system. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Magnetic tape. 
Retrievability: 
Name, SSN. 
Safeguards: 
Computer System Software; code word access. 
Retention and disposal: 
Records retained until employee retires, is deceased, or leaves · 

Audit Service for other employment; record is then destroyed. 
System manager(s) and address: 
Director, Naval Audit Service is overall policy official; Director, 

Education and Training Division has direct control; Naval Audit 
Service HQ, Falls Church, Va 22041 

Notification procedure: 
Apply to System Manager. 
Record access procedures: 
The agency's rules for access to records may oe obtained from the 

System Manager. 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determinations by the individual concerned may be obtained from the 
System Manager. · 

Record source categories: 
Individual concerned. Standard civilian personnel files. 
Exemptioa:ts claimed for the system: 
None. 

Nl2950-5 
System name: 

Navy Civilian Personnel Data System (NCPDS). 
System location: · 
Office of Civilian Personnel Management (OCPM) and its field 

offices; operating civilian personnel offices and Navy commands and 
management offices; and the Navy Regional Data ~ptomation 
Center (NARDAC) and its designated contractors. Official mailing 
addresses are published as an appendix to the Department of the 
Navy's compilation of systems notices. Included in this notice are 
those. records duplicated for retrievability at a site closer to where 
the employee works (e.g., in an administrative office of a supervisor's 
work area). 

Categories of individuals covered by the systems: 
Department of the Navy civilian employees paid from appropri­

ated· and non-appropriated funds and foreign national direct and 
indirect hire employees. 

Categories of records in the system: 

The system is comprised ·of automated and non-automated records 
describing and identifying the employee (e.g., name, Social Security 
Number, sex, birth date, minority designator, citizenship, physical 

. handicap code); the position occupied and the employee's qualifica­
tions; salary and salary basis or otber compensation and allowances; 
employee's status in relation to the position occupied and the organi­
zation to which assigned; tickler dates for impending changes in 
status; education and training records; previous military statu~; func­
tional code; previous employment record; performance appratsal and 
other data needed for screening and selection of an employee; refer­
ral records; professional licenses and publications; and reason for 
position change or other action affecting the employee and case files 
pertaining to EEO, MSPB, labor and employee relations, and incen­
tive awards. The records ·are those found in the NCPDS subsystems: 
The Navy Automated Civilian Manpower Information System 
(NACMIS), the Training Information Management System (TIMS), 
the Personnel Automated Data System (PADS), the Computerized 
Employee Management Program Administration and Research 
(CEMPAR), Office of Civilian Personnel Management Customer 
Support Centers, the Executive Personnel Management ·Information 
System .(EPMIS), the Complaints Action Tracking System (CATS), 
and the· NCPDS base level and Headquarters systems. 

Authority for maintenance of the system: 
5 U.S.C. 301, Departmental Regulations; 5 U.S,C. 4118; Executive 

Order 9397; 5 U.S.C. 2951; Executive Order 10450; 42 U.S.C. 2000e, 
5 U.S.C. 3135, 5 U.S.C. 4301, et. seq., 5 U.S.C. 4501 et. seq., 5 U.S.C. 
4705 and subparts D, E, F, and G of title 5 U.S.C. and 29 CPR part 
1613 et. seq. 

Purpose(s): 
··To ~~nage and administer the Department's civilian personnel and 

civilian manpower planning programs and in the design, develop­
ment, maintenance and operation of the automated system of records. 
Designated contractors of the Department of the Navy and Defense 
in the performance of their duties with respect to equipment and 
system design, development test, operation and maintenance. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To the Comptroller General or any of his authorized representa­
tives, ·in the course of the performance of duties of the General 
Accounting Office. 

To the Attorney· General of the United States or his authorized 
representatives in connection with litigation, law enforcement; or 
other matters under the direct jurisqiction of the Department of 
Justice or carried out as the legal representative of Executive Branch 
agencies. .. · . , 

To officials and employees of other departments and agencies of 
the Executive Branch of government upon request in the perform­
ance of their official duties related to the screening and selection of 
candidates for vacant positions. · 

To representatives of the United States Department of Labor on 
matters relating to the inspection, survey, audit or evaluation of the 
Navy's apprentice training programs or on other such matters under 
the jurisdiction of the Labor Department. 

To representatives of the Department of Veterans Affairs on mat­
ters relating to the inspection, sur.vey, audit or e'valuation of the 
Navy's apprentice and on-the-job training program. 

To contractors or their employees for the purpose of automated 
processing of.: data from employee personnel actions and training 
documents, or data collection forms and other documents. 

To a duly appointed hearing examiner or arbitrator in connection 
with an employee's grievance. 

To an appointed Administrative Judge for the purpose of conduct­
ing a hearing in connection with an employee's formal Equal Em-
ployment Opportunity (EEO) complaint. · 

To officials and employees of schools and· other institutions en­
gaged to provide training. 

To labor organizations recognized under 5. U.S.C. Chapter 71 
when relevant and necessary to their duties of exclusive representa­
tion concerning personnel policies, practices, and matters affecting 
working conditions. 

To representatives of the Federal Labor Relations Authority. 
· To representatives of the Merit Systems Protection Board. 

To representatives of the Equal Employment Opportunity Com­
mission for statistical analysis, processing 11nd adjudication. 

The "Blanket Routine Uses" that appear at the beginning of the 
Department of the Navy's compilation of systems notices also apply 
to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
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Automated records are stored on magnetic tape, disc, drum and 
punched cards and computer printouts. Manual records are stored in 
paper file folders: 

Retrievabiiity: 
Information is retrieved by Social Security Number or other simi­

lar substitute if there is no Social Security Number, position number, 
name, or by specific employee characteristics such as date of birth, 
grade, occupation, employing organization, tickler dates, academic 
specialty level. 

Safeguards: 
The computer facility and terminal are accessible only to author­

ized persons that have been properly screened, cleared and. trained. 
Manual and automated records and computer printouts are available 
only to authorized personnel having a need-to-know .. 

Retention and disposal: 
· · Input documents are destroyed after data are converted to magnet­
ic medium. Information is stored in magnetic medium within the 
ADP system. Information recorded via magnetic medium will be 
retained permanently. For TIMS and the apprentice programs ·the 
computer magnetic tapes are permanent. Manual records are main­
tained on a fiscal year basis and are retained for varying periOds from 
one to five years. 

System manager(s) and address: · 
Director, Office of Civilian Personnel Management, 800 North 

Quincy Street, Arlington, VA 22203-1998 and the commanding offi­
cers at the employee's activity. 

Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir­
ies to the Director, Office of Civilian Personnel Management, 800 
North Quincy Street, Arlington, VA 22203-1998 or to the civilian 
personnel officer under his/her cognizance. Official mailing addresses 
are published as an appendix to the Department of the Navy's compi­
lation of systems of records. 

The request should contain the individual's full name, Social Secu- · 
rity Number and name of employing activity. · 

Requesters may visit the civilian personnel office at the naval 
activity covered by the system to obtain information. In such case, 
proof of identity will consist of full name, Social Security Number 
and a third positive identification such as a driver~s lic'ense, Navy 
building pass or identification badge, birth certificate, Medicare card, 
etc. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries to the Direc­
tor, Office of Civilian Personnel Management, 800 North Quincy 
Street, Arlington, VA 22203-1998 or to the civilian personnel officer 
under his/her cognizance. Official mailing addresses are publish~d as 
an appendix to the Department of the Navy's compilation of systems 
of records. · 

The request should contain the individual's full name, Social Secu­
rity Number and name of employing activity. 

Requesters may visit the civilian personnel office at the naval 
activity covered by the system to obtain information. In such case, 
proof of identity will consist of full name, Social Security Number 
and a third positive identification such as a driver's license, Navy 
building pass or identification bad~, birth certificate, Medicare card, 
etc. 

Contesting record procedures: 
The Department of the Navy rules for accessing records and 

contesting contents. and appealing initial determinations by the indi­
vidual concerned are published in Secretary of the Navy Instruction 
521 1.5; 32 CFR part· 701; or may be obtained from the system. 
manager. 

Record source categories: 
Categories of sources of records in this system are: The civilian 

personnel office of the employing activity; the payroll office; OCPM 
headquarters; the security office of the employing activity; line man­
agers, other designated officials and supervisors; the employee and 
persons named by the employee as references. 

Exemptions claimed for the system: 
None. 

Nl2950-6 
System name: 

Computer Assisted Manpower Analyses System (CAMAS). 
System· location: 

Office of Civilian Personnel M magement, and Navy Department 
Staff, headquarters, and fiek'. activities employing civilians. Official 
mailing addresses are published as an appendix to the Department of 
the Navy's compilation of systems of records. 

Categories of individuals covered by the system: 
Navy civilian employees paid from appropriated funds. 
Categories of records in the system: 
Files contain records from the Personnel Automated Data System 

(PADS) which contain job related data including individual identifi­
cation, location information, and salary. 

Authority for maintenance· of the system: 
5 U.S.C. 301, Departmental Regulations and E.O. 9397.· 
Purpose(s): 
To aggregate manpower planning, including calculating transition 

rates, forecasting number of retirements, and running models to de­
termine the extent ·to which projected manpower requirements can 
be met. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

The "Blanket Routine Us~.i" that appear at the beginning of the 
Department of the Navy's compilation of systems of records apply to 
this system. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Computer magnetic tape and disc. 
Retrievability: 
Retrieved by Social Security Number. 
Safeguards: 
Records are maintained in areas accessible only to authorized per-

sonnel. · · · 

Retention and disposal: 
Records are permanent. 
System manager(s) and address: 
Office of Civilian Personnel Management, Department of the 

Navy, 800 North Quincy Street, Arlington, V .f\ 22203-1998. 
Notification procedure~ 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir­
ies to the Director, Office of Civilian Personnel Management, 800 
North Quincy Street, Arlington, VA 22203-1998. The request for 
information must contain full name of the individual, current address 
and telephone number, and birth date and Social Security Number. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries to the Direc­
tor, Office of Civilian Personnel Management, 800 North Quincy 
Street, Arlington, VA 22203-1998. 

Contesting record procedures: 
The Department of the Navy rules for accessing records and 

contesting contents and appealing initial determinations by the indi­
vidual concerned are published in Sec;retary of the Navy Instruction 
5211.5, 32 CFR part 701, or may be obtained from the system 
manager. 

Record source categories: 
Personnel Automated Data System (PADS). 
Exemptions claimed for the system: 
None. 

Nl2950-7 
System name: 

Drug-Free Workplace Records. 
System location: 
R'ecords are located at the local naval activity or the local servic­

ing civilian personnel offices. Official mailing addresses are published 
as an appendix to the Navy's compilation of systems of records. 

Categories of individuals covered by the system: 
Civilian employees and applicants for employment with the De­

partment of the Navy. 
Categories of records in the system: 
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Records related to selection, notification, testing of employees and 
applicant~, urine specimens, drug test results, collection authentica­
tion and chain of custody documents. . 

Authority for maintenance of the system: 
Pub. L. 100-71 5 U.S.C. 7301; 21 U.S.C. 812; and E.O. 12564, 

"Drug-Free Federal Workplace" and E.O. 9397. 
Purpose(s): 
The system is established to maintain records relating to the selec­

tion and testing of Department of the Navy employees, and appli­
cants for employr.J~nt, for use of illegal drugs and drugs identified in 
Schedules I and II of 21 U.S.C. 812. · 

· The records are also used by the employee's Medical Review 
Official; the administrator of any Employee Assistance Program in 
which the employee is receiving counseling or treatment or is other­
wise participating; and supervisory or management officials within 
the employee's agency having authority to take adverse personnel 
action against such employee. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

In order to comply with the provisions of 5 U.S.C. 7301, the 
"Blanket Routine Uses" thaf appears at the beginning of the. Navy's 
compilation do not apply to this system of records. . 

To a court of competent jurisdicti.on where required b'y the United 
States Government to defend against any challenge against any ad-
verse personnel action, · · 

Policies and practices for storing, retrieving, acce~ing, retaining, and 
disposing of records in the system: 

Storage: 
Records consist of written materials and/or magnetic media. 
Retrievability: 
Records are retrieved by name of employee, applicant for employ­

ment, Social Security Number, I.D. number assigned, date of birth, 
or any combination of these. 

Safeguards: 
Records will be stored in secure containers, e.g., safes,. locked 

filing cabinets, etc. Urine specimens will be stored in appropriate 
locked storage facilities. Access to such records and specimens is 
restricted. Chain-of-custody and other procedural and documentary 
requirements of Pub. L. 100-71 and the Department of Health and 
Human Services Guidelines will be followed in collection of urine 
samples, conducting drug tests, and processing test results. 

Retention and disposal: 
Records· are retained for two years and then ·destroyed by shred­

ding, burning, or erasure in the case of magnetic media. 
Urine specimens will be disposed of after six months in an ecologi­

cally safe manner. 
Written records and test results, together with urine specimens, 

may be retained up to five years or longer when necessary due to 
challenges or appeals of adverse actions by the employee. 

System manager(s) and address: · 
DON Drug Program Coordinator, Office of Civilian Personnel 

Management, 800 N. Quincy Street, Arlington, VA 22203-1998. · 
Notification procedure: · 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir­
ies to the Commanding Officer/Commander of the DON activity or 
the servicing civilian personnel office at which they are or were 
employed, or at which they made application for employee, and for 

. which they provided a. urine specimen for drug testing. 
Individuals must furnish their full name, Social· Security Number, 

the title, series, and grade of the position they occupied or applied 
for when the drug test was conducted, and the month and year of 
the test. · 

Record access procedures: 
Individuals seeking access to records about themselves captained in 

this system of records should address written inquiries to the Com­
manding Officer/Commander of the DON activity or the servicing · 
civilian personnel office at which they are or were employed, or at 
which they made application for employment, and for which they 
provided a urine specimen for drug testing. 

Individuals must furnish their full name, Social Security Number, 
the title, series, and grade of the position they· occupied pr applied 
for when the drug test was conducted, and the month and year of 
the test. 

Contesting record procedures: 
The Department of the Navy rules for accessing records, for 

contesting contents, and appealing initial determinations by the indi-

vidual concerned are published in Secretary of the Navy Instruction 
5211.5; 32 CFR part 701; or may be obtained from the system 
manager. 

Record source categories: 
Records are obtained from the individual to whom the record 

pertains; DON or contractor employees involved in the selection and 
notification of individuals to be tested; DON or contractor laborato­
ries that test urine samples for the presence of illegal drugs, DON or 
contractor Medical Review Officers; supervisors and managers and 
other DON officials engaged in administering the Drug-Free Work­
place Program; the Civilian Employee Assistance Program, and 
processing adverse actions based on drug test results. 

Exemptions claimed for the system: 
None. 

DIRECTORY OF 
DEPARTMENT OF THE NAVY MAILING 

ADDRESSES 
Assistance in obtaining any Navy mailing address not included in 

the following directory may be obtained from: 
Chief of Naval Operations 

(Op-09B30) 
Navy Department 
Washington DC 20350-2000 

Such assistance concerning any Marine Corps address may be 
obtained from: 

Commandant of The Marine Corps 
(Code MPI) 
Washington DC 20380-0001 

ARIZONA 
Commanding Officer 

Marine Corps Air Station 
Yuma Arizona 85364 

CALIFORNIA 
Director 

Navy Office of Information, West 
11000 Wilshire Blvd 
Los Angeles CA 90024 

Commanding Officer 
Naval Hospital 
7500 E. Carson Street 
Long Beach CA 90822 

Commanding Officer 
Naval Dental Clinic 
Long Beach CA 90822-5096 

Commanding Officer 
Naval Legal Service Office 
Naval Station 
Long Beach CA 90822-5075 

Commanding Officer 
Personnel Support Activity 
Long Beach CA 90822-5001 

Director, Consolidated 
Civilian Personnel Office 
Naval Station 
Long Beach CA 90822 

Commanding General 
I Marine Amphibious Force FMF 
Camp Pendleton CA 92055 

Commanding Gen 
Commanding General 

Marine Corps Base 
Camp Pendleton CA 92055 

Commanding Officer 
Naval Dental Clinic 
Camp Pendleton CA 92055 

Commanding Officer 
Naval Hospital 
Camp Pendleton CA 92055-5008 

Commanding General · 
lst Marine Division FMF 
Camp Pendleton CA 92055 
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Cqmmanding General 
4th Marine Division FMF 
US Marine Corps Reserve 
Camp Pendleton CA 92055 

Commanding Officer 
Naval Submarine Base 
140 Sylvester'Road 

·. San Diegq, CA 92106-3521 
Director 

Naval Audit Service 
Western Region . 
1220 Pacific Highway 
San Diego CA ·92132 

Commander 
Naval Base 
San Diego CA 92132-5100 

Commanding Officer . 
Fleet Ac~ounting And Disbursing Center 
U.S. Pactfic Fleet, 937 N. Harbor·Drive 
San Diego CA 92132 

Commanding Officer . 
Naval Education and Training Support Center Pacific 
.San Diego CA 92132 . . . 

Commanding Officer · · 
Naval Supply Center 
937 No. Harbor Drive 
San Diego, CA 92132-5044 

Commander· . 
. Naval Reserve Readiness Command 
Region Nineteen 
960 North Harbor Drive 
San Diego, CA 92132-5108 

Commander 
Naval Training Center 
San Diego, CA 92133-5000 

Commander 
Naval Medical Command 
Southwest Region 
San Diego, CA 92134-7000 

Commanding Officer 
Navy Drug Screening Laboratory 
Naval Hospital 
Bldg 10 
San Diego, CA 92134-6900 

Commanding Officer 
Naval Hospital 
San Diego, CA 92134-5000 ··. · 

Commanding Officer 
Naval School of Health Sciences 
San Diego, CA 92134-6000 

Commander 
Naval Medical Command Southwest Region 
San Diego, CA 92134-7000 . 

Commanding Officer 
Naval Air Station 
North Island 
San Diego, CA 92135 

Commanding Officer 
Navy Regional Data Automation Center 
Naval Air Station · 
North Island 
San Diego, CA 92135-5110 

Commander Naval Air Force 
US Pacific Fleet 
Naval Air Station North Island 
San Diego, Cl,\. 92135-5100 

Commander 
Amphibious Group 3 
Box 201 
San Diego, CA 92136 

Commanding Officer 
Naval Legal Service Office 

· Naval Station 
San Diego, CA 92136-5138 

Commanding Officer ·, 
Naval Dental Clinic 
San Diego, CA 92136-5147 

Commanding Officer 
Navy Resale and Services Support Office 

· Field Support Office 
PO Box 150, Naval Station 
San Diego, CA 92136-5150 

Commanding Officer 

''•' 

Naval Medical Clinic 
Naval Station 
San Diego, CA 92136-5153 

Commanding Officer 
Naval Station . 
San: Diego, CA 92136~5000 

Commanding Officer · 
Personnel Support Activity 

· · San Diego, CA 92136-5203 
. Commanding Offiper 
· Naval Health Research Center 

PO Box 85122 . 
· San Diego, CA 92138 

Commanding General 
Marine ~orps Recruit Depot · 
San Diego, CA 92140 . ··' 

Commanding Officer 
Naval Air Station 

·.· Miramar 
San Diego, CA 92145 

Commander Training Command 
US ·Pacific Fleet 
San Diego, CA .92147-5030. 

Commander . . 
Naval Ocean Systt!mS Center. 
San 'Diego, CA 92152-5000 

,j 

. ~ommanding ,Officer . . . . 
· Navy Personnel Research and Development Center 

San Diego, CA 92152-6800 · · 
Commander 

Naval Surface Force 
US Pacific Fleet 
Naval .Amphibious B!ise,.Coronado 
San Dtego,, .. CA 92155-5035 

Director· · 
Office of Civilian Personnel Management 
Southwest Region 
880·Front St Room 5-S-29 
San Diego, CA 92188-0410 

Commanding General 
Force Troops · 

; Fleet Marine Force Pacific 
Marine Corps Base· . 
Twentynine-Palms, ·cA 92278 

Commanding General 
Marine Corps Ba.se . . . 
Twentynine Palms; CA 92278 

Commanding Generaf .· .. · · 
Marine Corps Logistics Base 
Barstow, CA 92311 

Comn;tander . . , , . . 
Marine Corps Air .Bases Western Area 
Marine Corps Air 'Station.. · 
El Toro, Santa Ana CA 92709 

Commanding General ·. 
Marine Corps Air StatioH El Toro 
Santa Ana, CA 92709 

.Commanding.General. 
Marine Aircraft Wing.46 
Marine. Corps Air Station El-Toro. 
Santa Ana, CA 92709 , 

Cpmmanding-Officer · , . 
Marine CorJ?s Air Statiq!l . 1 

·-(Helicopter)., . ..·. . " .. 
SantaAna,CA927to. '· 

Commanding Officer 
Naval Air Station 
Point Mugu, CA 93042 

Commander 
Pacific Missile Test Center 

· Pt:' Mugu, CA 93042-5000 
Cominandirig Officer ' · · · 

'Naval Ship Weapon Systems Engineering Station 
Ft. Hueneme; CA 93043-5007 · · · 

Commanding Officer 
Naval Hospital · 
Le Moore, CA 93246 

Commander 
Naval Weapons Center 
China Lake, CA 93555-6001 

·Director 
. ,,,. Defense Resources ,Management 
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Education Center 
Naval Postgraduate School 
Monterey, CA 93943 

Superintendent 
Naval Postgraduate School 
Monterey, CA 93940 

Director 
Defense Personnel Security Research and Education Center 
Naval Postgraduate School 
Monterey, CA 93943 

Commanding Officer 
Naval Air Station 
Moffett Field, CA. 94035-5000 

Commander 
Western Division 
Naval Facilities Engineering Command 
PO Box 727 
San Bruno, CA 94066..0720 

Commanding Officer 
Personnel Support Activity 
San Francisco 
Bldg 450 Treasure Island 
San Francisco, CA 94130-5016 

Commander · 
Naval Base San Francisco 
Naval Station, Treasure Island 
San Francisco, CA 94130-5018 

Director 
12th Marine Corps District 
Naval Support Activity, Treasure Island 
San Francisco, CA 94130 · 

Commanding Officer 
Naval Legal Service Office 
Naval Station 
Treasure Island 
San Francisco, CA 94130 

Commanding Officer 
Naval Dental Clinic 
San Francisco, CA 94130-5030 

Commander 
Naval Reserve Readiness Command 
Region Twenty Bldg 1 Naval Station 
Treasure Island 
San Francisco, CA 94130-5032 

Officer in Charge 
Navy Disease Vector Ecology and Contro! Ce.nter 
Naval Air Station 
Alameda, CA 94501 

Commanding Officer 
Naval Air Station 
Alameda, Calif 94501 

Commanding Officer 
Navy Regional Data Automation Center 
San Francisco · 
Naval Air Station 
Alameda, CA 94501-5007 

Commanding Officer 
Naval Supply Center 
Oakland, CA 94625-5000 

Commanding Officer 
Naval Biosciences Laboratory 
Naval Supply Center 
Oakland, CA 94625-5015 

Commander 
Military Sealift Command, Pacific 
Oakland, CA .94625-5010 

Commanding Officer 
Navy Resale and Services Support Office 
Field Support Office 
Bldg. 310, Naval Supply Center 
Oakland, CA 94625-5025 

Commander 
Naval Medical Command 
Oakland, CA 94627-5025 

Commanding Officer 
Naval Hospital 
Oakland, CA 94627-5000 · 

Commanding Officer • . 
Navy Drug Screening Laboratory 
8750 Mountain Blvd 
Oakland, CA 94627 

CONNECfiCUT 
Commanding Officer 

Naval Security Group Activity 
Box 99 . 
Naval Submarine Base New London· 
Groton, CT 06349-5099 

Director 
Consolidated Civilian Personnel 
Office Box 20 
Naval Submarine Base New London 
Groton, CT 06349 

Commanding Officer · 
Naval Submarine Medical Research Laboratory 
Naval Submarine Base New London 
Groton, CT 06349 

Commanding Officer 
Navy Legal Service Office 
Box 10 
Naval Submarine Base New London 
Groton, CT 06349 

Commanding Officer 
Na,val Hospital 
Groton, CT 06349 

Commanding Officer 
Personnel Support Activity 
New London Box 63 
Naval Submarine Base New.London 
Groton, CT 06349-5063 

DISTRICf OF COLUMBIA 
Director 

Marine Corps Institute 
Marine Barracks 
Washington, DC 20003 

Comptroller of the Navy 
Navy Department 
Washington, DC 203 50-1100 

Chief of Information 
Navy Department 
Washington, DC 20350-1200 

Secretary of the Navy 
Navy Department 
Washington, DC 20350-1000 

Chief of Legislative Affairs 
Navy Department . 
Washington, DC 20350-1300 

Under Secretary of the Navy 
Navy Department 
Washington, DC 20350-1000 

Chief of Naval Operations 
Department of the Navy 
Washington, DC 20350-2000 

Asst Secretary of the Navy 
(Financial Management) 
Navy Department 
Washington, DC 20350-1000 

Asst Secretary of the Navy 
(Manpower & Reserve Affairs) 
Navy Department 
Washington, DC 20350-1000 

Asst Secretary of the Navy 
(Research, Engineering and Systems) 
Navy Department 
Washington, DC 20350-1000 

Director 
OpNav Field Support Activity 
Washington, DC 20350 

Assistant Secretary of the Navy 
(Shipbuilding and Logistics) 
Navy Department 
Washington, DC 20360-5000 

General Counsel 
Navy Department 
Washington, DC 20360 

Commander 
Naval Air Systems Command 
Headquarters 
Washington, DC 20361..0001 

Commander 

665 
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Naval Sea Systems Command 
Headquarters 
Washington, DC 20362-5101 

Commander 
Space and Naval Warfare Systems Command 
Space and Naval Warfare Systems Command Headquarters ' 
Washington, DC 20363-5100 · · '· 

Commander 
Naval Supply Systems Cqmmand· · 
Headquarters 
Washington, DC 20376-5000 

Executive Director 
Board for Corrections of Naval 
Records 
Navy Department . 
Washington, DC 20370-5100 

Commander 
Naval Military Personnel Comman<;l-, 
Navy Department 
Washington, DC 20370 

Officer in Charge 
Personnel Support Activity 
Detachment Crystal Mall 3 Room 100 
Crystal City 
Washington, DC 20371 

Commander 
Naval Medical Command 
Navy Department 
Washington, DC 20372 

President 
Board of Inspection 
and Survey 
Navy Department 
Washington, DC 20372 

Director 
Naval Historical Center 
Washington Navy Yard 
Washington, DC 20374 

Director Consolidated 
Civilian Personnel Office . 
Bldg 200 Washington Navy Yard,· 
Washington, DC 20374 

Director . 
Department of Defense Computer · 
Institute 
Washington Navy Yard 
Washington, DC 20374 

Commandant 
Naval District Washington 
Washington Navy Yard 
Washington, DC 20374-7002 

Commanding Officer 
Personnel Support Activity 
Bldg 92 . 
Naval District Washington 
Washington, DC 20374 

Commanding Officer 
Navy Medical Clinic 
Washington Navy Yard 
Washington, DC 20374-1832 

Director 
Naval Historical Center 
Washington Navy Yard 
Washington, DC 20374 

Commanding Officer 
Naval Legal Service Office 

. Washington Navy Yard 
Washington, DC 20374 

Commander 

··-~·· 

Naval Reserve Readiness Command· 
Region Six 
Washington Navy Yard 
Washington, DC 20374-2003 . , . 

·,. 

·, 

Officer in Charge . . ; 
Navy-Marine Corps Appellate Review Activity . 
Office of Judge Advocate General 
Washington Navy Yard 
Washington, DC 20374 

Officer in Charge . 
Navy Band 
Washington Navy Yard 
Washington, DC 20374 

Commander · 

j, ·•• 't. 

l•_.of 

.. , 

,-,·· 

Naval Data Automation Command 
Washington Navy Yard 
Washington, DC 20374 

Commanding Officer 
Navy Regional Data Automation 
Center Washington 
Washington Navy Yard 
Washington, DC ~20374 · 

Chief 
Navy-Marine Corps Trail Judiciary 
Washington Navy Yard 
Washington, DC 20374 

Commanding Officer 
Naval Research Laboratory 
Washington, DC 20375 

Director . . . 
Naval Audit Service Capital Region· 
1941 Jefferson Davis Hwy 
CM-4, Room 325 
Washington, DC 20376 

Director 
CCPO Crystal City 
1931 Jefferson Davis Highway, · 
Crystal Mall 2 ' 
Washington, DC 20376-5006 

Commander . 
Navy Accounting and Finance Center 
Navy Department · · 
Washington, DC 20376 

Commandant of the Marine Corps 
Navy Department 
Washington, DC 20380-0001 

Commander .. . 

•.' 

Naval Security and Investigative Command 
Washington, DC 20388-5000 

Commander 
Naval Intelligence Command 
4600 Silver Hiii Road 
Washington, DC 20389-5000 

Commanding Officer 
Naval Air Facility 
Washington, DC 20390-5130. 

Superintendent 
Naval Observatory 
34th and Massachusetts Ave NW 
Washington, DC 20390-5100 

Commanding Officer 

.t:;· 

Naval Polar Oceanography Center 
Navy Department 
4301 Suitland Road 
Washington, DC 20390-5180 

Commanding Officer 
Naval Security Station _ 
380 I Nebraska Ave NW · 
Washington, DC 20390 

Commander 

; _t 

Naval Telecommunications Command · 
440 I Massachusetts Ave NW 
Washington, DC 20390 

Commander 
Military Sealift Command 
Department of the Navy 
Washington, DC 20390-5320 

FLORIDA' 
Commanding Officer 

·I 

Regional Accounting and Disbursing. Center 
Box 15 · 
Naval Air Station 
Jacksonviiie, FL 32212 

t. 

,_; .. 

. I 

' . ~ l . 

Commanding Officer . . ·: · 
Navy Regional Data Automation Center Jacksonville 
Naval Air Station .- · 1 . •• 

Jacksonville, FL 32212-0111 
Commanding Officer 

Naval Alcohol Rehabilitation Center 
Naval Air Station 
Jacksonville, FL 32212-0046 

Commanding Officer 
Naval Supply Center 
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Jacksonville, FL 32212-0097 
Commander 

Naval Base 
Jacksonville, FL 32212 

Commanding Officer 
Naval Legal Service Office 
Naval Air Station 
Jacksonville, FL 32212 

Commanding Officer 
Personnel Support Activity 
Box 50 
Naval Air Station 
Jacksonville, FL 32212 

Officer in Charge 
Navy Disease Vector Ecology and ControiCenter. 
Naval Air Station 
Jacksonville, FL 32212 

Commanding Officer 
Naval Dental Clinic 
Jacksonville, FL 32212-0074 

Commanding Officer 
Navy Resale and Services Support Office 
Field Support Office · · 
Jacksonville, FL 32212 

Commander 
Naval Reserve Readiness Command 
Region Eight 
Box 90 Naval Air Station 
Jacksonville, FL 32212-0090 

Commander 
Naval Medical Command 
Southeast Region 
Jacksonville, FL 32214-5222 

Commanding Officer 
Navy Drug Screening Laboratory 
Naval Hospital 
Jacksonville, FL 32214 

Commanding Officer 
Naval Hospital 
Jacksonville, FL 32214 

Commanding Officer 
Naval Legal Service Office 
Box 217 Naval Station 
Mayport, FL 32228 

Commanding Officer 
Naval Coastal Systems Center 
Panama City, FL 32407-5000 

Officer in Charge 
Navy Resale Activity 
Naval Air Station 
Pensacola, FL 32508 

Chief of Naval Education and Training 
Naval Air Station · · ·. 
Pensacola, FL 32508 

Commanding Officer 
Naval Aerospace Medical Research Laboratory 
Naval Air Station 
Pensacola, FL 32508 

Commanding Officer 
Personnel Support Activity 
Naval Air Station 

·Pensacola, FL 32508-6600 
Commanding Officer 

Naval Supply Center 
Pensacola, FL 32508-6200 

Commanding Officer 
Navy Regional Data Automation Center 
Naval Air Station ..:-
Pensacola, FL ~ 32508-6100 

Commanding Officer 
Naval Legal Service Office 
Naval Air Station 
Pensacola, FL 32508-6000 

Commanding Officer 
Naval Dental Clinic 
Pensacola, FL 32508-5800 

Commanding Officer 
Naval Aerospace Medical Institute 
Naval Air Station 
Pensacola, FL 32508-5600 

Commanding Officer 
Naval Hospital 
Pensacola, FL 32512. 

Commanding Officer 
Naval Dental Clinic 
Orlando, FL 32813-6400 

Commanding Officer 
Naval Hospital 
Orlando, FL 32813-5200 

Commander 
Naval Training Center 
Orlando, FL 32813-5005 

Commanding Officer 
Personnel Support Activity 
Orlando, FL 32813-5016 

Commanding Officer 
Naval Training Systems Center 
Orlando, FL 32813-7100 

Commanding Officer .. 
Naval Security Group Activity 
Homestead, ,FL 33039~6428 

Commanding Officer 
Naval Medical Clinic 
Key West, FL 33040 

GEORGIA 
·Commanding Officer 

Naval Air Station Atlanta 
Marietta, GA 30060-5099 

Director 
6th Marine Corps District 
75 'Piedmont Ave NE · 
Atlanta, GA 30303 

Commanding Officer 
Navy Supply Corps School 
Athens, GA 30606-5000 · 

Director 
Navy Office of Information, Southeast 
1365 Peachtree St, NE, Suite 450 
Atlanta, GA 30309 · 

Commanding Officer 
Naval Submarine Base 
Kings Bay, GA 31547-5000 

Commanding General· 
Marine Corps Logistics 
Base Atlantic 
Albany, GA 31704 

HAWAII 
Director Consolidated 

Civilian Personnel Office 
Pearl Harbor 
4300 Radford Drive 
Honolulu, HI 96818 

Commanding Officer 
Naval Station 
Pearl Harbor, HI 96860 

Commander Submarine Force 
U. S. PaCific Fleet 
Pearl Harbor, -HI 96860-6550 

Commander in Chief 
US Pacific Fleet 
Pearl Harbor, HI 96860-7000 

Commander 
Naval Logistics Command 
U. S. Pacific Fleet · 
Pearl Harbor, HI 96860-7050 

Commander 
Third Fleet 
.Pearl Harbor, HI 96860-7500 

Commander 
Naval Base 
Pearl Harbor, HI 96860 

Commander 
U.S. Naval Forces Central Command 
Pearl Harbor, HI 96860 

Commanding Officer 
Personnel· Support Activity Hawaii 
Box 302 
Pearl Harbor, HI 96860 

Commander 

667 



668 PRIVACY ACT SYSTEMS 

Fleet Intelligence Support Center Pacific 
Pearl Harbor, HI 96860 

Officer in Charge 
Navy Resale Activity 
Naval Base 
Pearl Harbor, HI 96860 

Commander 
Submarine Force 
US Pacific Fleet 
Pearl Harbor, HI 96860 

Commander 
Pacific Division 
Naval Facilities Engineering Command 
Pearl Harbor, HI 96860 

Commanding Officer 
Naval Submarine Base 
Pearl Harbor, HI 96860 

Commander 
Naval Logistics Command 
US Pacific Fleet 
Pearl Harbor, HI 96860-7050 

Commanding Officer 
Naval Dental Clinic 
Box Ill • 
Pearl Harbor, HI 96860-5030 

Commanding Officer 
Navy Medical Clinic 
Box 121 
Pearl Harbor, HI 96860 

Officer in Charge . 
Navy Environmental and Preventative Medicine Unit No 6:. 
Box 112 
Pearl Harbor, HI 96860 

Commanding Officer 
Naval Western Oceanography Center 
Box 113 
Pearl Harbor, HI 96860-5050 

Commanding Officer 
Navy Data Automation Facility 
Box 140 
Pearl Harbor, HI 96860 

Director 
Office of Civilian Personnel Management _ ·, 
Pacific Region .. ' 
Box 119 · 
Pearl Harbor, HI 96860-5060 

Commanding Officer 
Naval Legal Service Office 
Pearl Harbor, HI 96860 

Commanding Officer 
Naval Supply Center 
Box 300 
Pearl Harbor, HI 96860~5300 

Commanding General 
Fleet Marine Force, Pacific 
Camp H.M.Smith, HI 96861 

Commander 
Marine Corps Bases Pacific 
Camp H.M. Smith, HI 96861 

Commander 
Naval Medical Command 
Pacific Region 
Naval Air Station 
Barbers Point, HI 96862 

Commanding Officer 
Naval Air Station 
Barbers Point, HI 96862 

Commanding Officer 
Marine Corps Air Station 
Kaneohe Bay, HI 96863 

ILLINOIS 
Commanding Officer 

Naval Air Station 
Glenview, IL 60026-5000 

Commander 
Naval Training Center 
Great Lakes, IL 60088-5000 · 

Commanding Officer 
Naval Legal Service Office 
Rm 230, Bldg 1 

Great Lakes, IL 60088-5029 
Commanding Officer 

Naval Dental Clinic 
Great Lakes, IL 60088-5258 

Commander 
Naval Medical Command 
Northeast Region 
Great Lakes, IL 60088-5200 

Commanding Officer . 
Navy Drug Screening Laboratory · '­
Bldg 38-H 
Great Lakes, IL 60088-5223 

Commanding Officer 
Naval Hospital . 
Great Lakes, IL 60088-5230 '·· 

Commanding Officer . 
Naval Dental Research Institute 
Great Lakes, IL 60088-5259 

Commander 
Naval Reserve Readiness Command 
Region Thirteen 
Bldg 1 Naval Training Center 
Great Lakes, IL 60088-5026 

Commanding Officer 
Personnel Support Activity 
Great Lakes, IL 60088-5500 

Commanding Officer 
Navy Regional Finance Center 
Bldg. 3400 

. Great Lakes, IL 60088-5797 
Director 

Navy Office of Information, Midwest 
55 E. Monroe St, Suite 1536 
Chicago, IL 60603-5705 

Commander 
Naval Reserve Readiness Command 
Region 18 
301 Navy Drive 
Industrial Airport, KS 66031-0031 

Director 
9th Marine Corps District 
10000 West 25th Street 
Shawnee Mission, KS 66204 

LOUISIANA 
Commanding Officer 

Naval Support Activity­
New Orleans, LA 70142-5000 

Director Consolidated 
Civilian Personnel Office 
Naval Support Activity . 
New Orleans, LA 70142-5200 

Commanding Officer 
Personnel Support Activity 
Naval Support Activity 
Bldg 123 
New Orleans, LA 70142-5400 

Commander 
Naval Reserve Readiness Command 
Region Ten 
Bldg 11 Naval Support Activity 
New Orleans, LA 70142-5600 

Commanding Officer 
Naval· Air Station 
New Orleans, LA 70143-5000 

Commanding Officer 
Navy Regional Data Automation Center 
New Orleans, LA 70145-7700 

Commanding Officer 
Naval Medical Clinic 
New Orleans, LA 70146 

Director 
8th Marine Corps District 
New Orleans, LA 70146 

Director 
Navy Air Logistics Office 
4400 Dauphine Street 
New Orleans, LA 70146-7500 

., 
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Commander 
Naval Reserve Force 
4400 Dauphine Street 
New Orleans, LA 70146-5000 

Commander 
Naval Air Reserve Force 
New Orleans, LA 70146-5200 

Commanding Officer 
Naval Reserve Personnel Center. 
New Orleans, LA 70149-7800 

Commanding Officer 
Enlisted Personnel 
Management Cent~r 
New Orleans, LA 70159-7900 

Commanding Officer 
Naval Biodynamics Laboratory 
PO Box· 29407 
New Orleans, LA 70189 

MARYLAND 
Commander .. · . 

David W. Taylor Naval Ship Research and Development Center 
Bethesda, MD 20084-5000 

Commanding Officer 
Naval Hospital 
Patuxent River, MD 20670-5370 

Commanding Officer 
Naval Security Group Activity 
Fort George G Meade, MD 20755-5290 

Commanding Officer · . . 
Naval Medical Research and Development Command 
Naval Medical Command NA TCAP Region 
Bethesda, MD 20814 

Commanding Officer · 
Naval Medical Research Institute 
Naval Medical Command 
National Capital Region 
Bethesda, MD 20814 

Commanding Officer 
Naval Hospital 
Bethesda, MD 20814 

Commanding Officer 
Naval Dental Clinic 
Bethesda, MD 20814 

Commander . 
Naval Medical Command 
National Capital Region 
Bethesda, MD 20814 

Commanding Officer 
Naval Medical Data Service Center 
Naval Medical Command 
National Capital Region 
Bethesda, MD 2081.4 

Commanding Officer 
Naval School of Health Sciences 
Naval Medical Command 
National Capital Region 
Bethesda, MD 20814-5033 . . 

Commanding Officer . . . . · 
Naval Health Sciences Education-and Trammg Cominand 
Naval Medical Command NATCAP Region 
Bethesda, MD 20814-5022 
Superintendent 
U. S. Naval Academy 
Annapolis, MD 21402-5000 

Commanding Officer 
Naval Station 
Annapolis, MD 21402 

Commanding Officer 
Naval Medical Clinic 
Annapolis, MD 21402 

MASSACHUSETTS 
Commanding Officer 

Naval Air Station 
South Weymouth, MA 02190-5000 

Director 
Navy Office of Information, New England 
408 Atlantic Avenue 

Boston, MA 0221 0"2209. 

MICHIGAN. 
Commanding Officer 

NavafAir·Facility Detroit 
Mt Clemens, MI 48045-5008 

MINNESOTA. 
Commander Naval Reserve 

Readiness Command Region Sixteen· 
Bldg 715 . . 
Minn-St Paul International Airport 
Minneapolis, MN 55450-2996 

MISSISSIPPI 
Commanding Officer 

Naval Air Statiori 
Meridian, MS 39309-5000 

Governor· 
Naval Home 
01800 East Beach Blvd 
Gulfport, MS 39501-1793 

Commanding Officer 
Naval Oceanographic Office 
Bay St. Louis · 
NSTL, MS 39522-5001 

Commander 
Naval Oceanography Command 
NSTL, MS 39529-5000 

Commanding Officer 
Naval Ocean Research and Development Activity 
NSTL, MS 39529-5004 

MISSOURI 
Director 

Marine Corps Automated Services Center 
1500 E Bannister Rd 
Kansas City, MO 64131 

Director 
Marine Corps Reserve Forces· 
Administrative Center 
1500 East Bannister Road 
Kansas City, MO 64131 

Commanding Officer 
Marine Corp_~ Finance Center 
Kansas City, MO 64197 

Commanding Officer 
Naval Air Station 

· Fallon, NV 89406 

NEVADA 

NEW HAMPSHIRE 
Commanding Officer 

Naval Medical Clinic 
Portsmouth, NH 03801 

NEW JERSEY 
Commander 

Military Sealift Command, Atlantic 
Military Ocean Terminal, Bldg 32 
Bayonne, NJ 07002 

Director 
Naval Audit Service Northeast Region 
Central Camden Parkade Bldg 215 
30 North 5th Street 
Camden, NJ 08102 

Commanding Officer 
Naval Air Propulsion Center 
PO Box 7176 
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Trenton, NJ 08628-0176 
Commanding Officer 

_Naval Air Engineering Center 
Lakehurst, NJ 08733-5000 

NEW YORK .. -t· 

Director 
Navy Office of Information, East 
133 E. 58th St, 15th Floor 
New York, NY 10022-1236 

Commander 
Navy Resale and Services Support Office 
Fort Wadsworth 
Staten Island, NY 10305-5097 

Officer in Charge 
Navy Motion Picture Service 
Flushing and Washington Aves 
Brooklyn, NY 11251-8400 

Director 
1st Marine Corps District 
605 Stewart Ave 
Garden City 
Long Island, NY 11533 

Commander 
Naval Reserve Readiness Command 
Region Two Bldg 1 
Scotia, NY 12302-9465 

NORTH CAROLINA 
Commander . 

Marine Corps Air Bases Eastern Area 
Marine Corps Air Station 
Cherry Point, NC 28533 

Commanding General 
Marine Corps Air Station 
Cherry Point, NC 28533 

Commanding General .. 
2nd Marine Aircraft Wing.· ': 
Marine Corps Air Station 
Cherry Point, NC 28533 

Commanding Officer · 
Naval Hospital 
Cherry Point, NC 28533 

Commanding Officer 
Marine Corps Air Station 
(Helicopter) 
New River 
Jacksonville, N C 28540 

Commanding General 
Force Troops Atlantic 
2D Force Service Support Group FMF 
Camp Lejeune, NC 28542 

Commanding General 
Marine Corps Base 
Camp Lejeune, NC 28542 

Commanding Officer 
Naval Dental Clinic 
Camp Lejeune, NC 28542 

Commanding Officer 
Naval Hospital 
Camp Lejeune, NC 28542 

Commanding General 
2nd Marine Division FMF 
Camp Lejeune, NC 28542 

OHIO 
Director 

Navy Family Allowance Activity 
Anthony J. Celebrezze Federal Bldg. 
1240 East 9th Street 
Cleveland, OH 44199-2087 

Commanding Officer 
Navy Finance Center 
Anthony J Celebrezze Federal Bldg 
Cleveland, OH 44199-2055 

Commanding Officer 
Personnel Support Activity 
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Anthony J. Celebrezze Federal Bldg. 
Cleveland, OH 44199-2072 

Commander 
Naval Reserve Readiness Command 
Region Five Bldg 1033 USAAP 
Ravenna, OH 44266 

PENNSYLVANIA' 
Commanding Officer 

Navy Resale and Services Support Office· . 
Field Support Office ·r. . · 
Box 2050 
Mechanicsburg, PA 17055 

Commander 
Naval Air Development Center 
Warminster, PA 18974-5000 

Commanding Officer 
Naval Air Station 
Willow Grove, PA 19090-5010 

Commanding Offic~r . 
Naval Air Reserve A'nti:.submarine 
Warfare Training Center 
Naval Air Station 
Willow Grove, PA 19090-5010 

Commander · 
Naval Base 
Philadelphia, PA 19112-5098 

Commanding O.fficer · ·· 
Personnel Sl,lpport Actinel Support Activity 
Philadelphia, PA 19112-5097 

Commander 
Naval Base Boston 
Philadelphia, PA 19112-5098 

Commander 
Naval Base New York 
Philadelphia, PA 19112 

Commanding Officer 
Naval Legal Service Office 
Naval Base 
Philadelphia, PA 19112 

Commanding Officer 
Northern Division 
Naval Facilities Engineering Comm.a.nd 
Philadelphia, PA 19112 · 

Commanding Officer 
Naval Dental Clinic 
Philadelphia, PA 19112-5091. 

Commander 
Naval Reserve Readiness Command 
Region Four Bldg 662 Naval Base 
Philadelphia, P A 19112-5070 

Director 
Office of Civilian Personnel Management 
Northeast Region 
Bldg 75-3 Naval Base 
Philadelphia, PA 19112-5006 

Director . 
Consolidated Civilian Personnel Office· 
Bldg 75 Naval Base 
Philadelphi, PA 19112-5073 

Director 
4th Marine Corps District 
Bldg 75 Naval Base 
Philadelphia, PA 19112 · 

Commanding Officer 
Naval Hospital 
17th St and Pattison Ave 
Philadelphia, PA 19145 

Commanding Officer 
Camp Garcia 

PUERTO RICO 

Fleet Marine Force Atlantic 
Vieques, PR 00765 
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RHODE ISLAND 
Commander 

Naval Education and Training Center 
Newport, RI 02841·5000 · 

Commanding Officer 
Navy Data Automation Facility, Newport 
Bldg lA . 
Newport, RI 02841-5053 

Commanding Officer 
Naval Dental Clinic 
Newport, RI 02841 

Commanding Officer 
Naval Hospital 
Newport, RI 02841 

Commanding Officer 
Naval Underwater Systems Center 
Newport, RI 02841-5047 

President 
Naval War College 
Newport, RI 02841 

Commanding Officer 
Naval Legal Service Office 
Naval Education and Training Center 
Newport, RI 02841 

Commander 
Naval Reserve Readiness ·Command 
Region One Bldg 344 · 
Naval Education and Training Center 
Newport, RI 02841·5016 

Commanding Officer 
Naval Justice School 
Newport, RI 02841-5030 

Commanding Officer 
Personnel Support Activity 
Naval Education and Training Center 
Newport, RI 02841-5062 

Commanding Officer 
N.avy Resale and Services Support Office 
Fteld Support Office Davisville · 
North Kingstown, RI 02852-0799 

Commander 
Naval Base 

. SOUTH CAROLINA· 

Charleston, SC 29408-5100 · 
Commanding Officer 

Naval Legal Service Office 
Charleston, SC 29408 

Commanding Officer 
Naval Supply Center 
Charleston, SC 29408-6300 

Commanding Officer 
Naval Dental Clinic 
Charleston, SC 29408 

Commanding Officer 
Naval Hospital · 
Charleston, SC 29408-6900 

Commander 
Naval Reserve Readiness Command 
Region Seven 
Naval Base 
Charleston, SC 29408-6050 

Commanding Officer 
Naval Security Group Activity 
Naval Base . 
Charleston, SC 29408-6200 

Commanding Officer 
Personnel Support Activity 
Charleston, SC 29408 

Director 
Consolidated Civilian Personnel Office 
Naval Base 
Charleston, SC 29408-8000 

Commanding Officer 
Polaris Missile Facility 
Atlantic 
Charleston, SC 29408-5700 

Commanding Officer 
Southern Division 
Naval Facilities Engineering Command 

DEFENSE DEPARTMENT 

PO Box 10068 
Charleston, SC 29411-0068 

Commanding Officer 
Marine Corps Air Station 
Beaufort, SC 29902 

Commanding Officer 
Naval Hospital 
Beaufort, ·sc 29902 

Commanding General 
Marine Corps Recruit Depot 
Parris Island, SC 29905 

Commanding Officer 
Naval Dental Clinic 
Parris Island, SC 29905 

TENNESSEE 
Commander 

· Naval Reserve Readiness Command 
Region Nine 
Bldg E35 Naval Air Station Memphis 
Millington, TN 38054-5048 

Commanding Officer 
Naval Legal Service Office 
Naval Air Station Memphis 
Millington, TN 38054 

Commanding Officer 
Naval Hospital 
Millington, TN 38054 

Chief of Naval 
Technical Training 
Naval Air Station 
Memphis 
Millington, TN 38054-5056 

Commanding Officer 
Personnel Support Activity 
Naval Air Station Memphis (10) 
Millington, TN 38054-5099 

Commanding Officer 
Naval Air Station 
Dallas, TX 75211-9501 

Commander 

TEXAS. 

Naval Reserve Readiness Command 
Region Eleven 
Bldg 11 Naval Air Station 
Dallas, TX 75211-9502 

· Director · 
Navy Office of Information, Southwest 
1114 Commerce Street, Suite 811 
Dallas, TX 75242 

Commanding Officer 
Naval Air Station 
Chase Field 
Beeville, TX 78103-5000 

Director 
Naval Civilian Personnel Data 
System Center · 

· Randolph AFB, TX 78150-SOOO 
Commanding Officer 

Naval Air Station 
Corpus Christi, TX 78419-5000 

Chief of Naval Air Training 
Naval Air Station 
Corpus Christi, TX 78419-5100 

Commanding Officer 
Naval Legal Service Office 
Naval Air Station 
Corpus Christi, TX 78419 

Commanding Officer 
Naval Hospital 
Corpus Christi, TX 78419 

Commanding Officer 
Personnel Support Activity . 
Naval Air Station 
Corpus Christi, TX 78419-5208 
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VIRGINIA 
Auditor General of the Navy 

PO Box 1206 
Falls Church, VA 22041 

Director 
Naval Audit Service Headquarters 
PO Box 1206 
Falls Church, VA 22041 

Commanding General 
Marine Corp Development and Education Command 
Quantico, VA 22134 

Commanding Officer 
Marine Security Guard Battalion 
State Department 
Quantico, VA 22134 

Commanding Officer 
Naval Medical Clinic· 
Quantico, VA 22134 

Director 
Office of Personnel Management' 
800 N. Quincy St 
Arlington, VA 22203-1998 

Director 
Office of Civilian Personnel Management ; 
Capital Region . 
801 N. Randolph St. 
Arlington, VA 22203-1927 

Director 
Naval Council of Personnel Boards 
Ballston Centr~ Tower #2 
801 N. Randolph St 
Arlington, VA 22203-1989 

Commander 
Navy Recruiting Command 
4015 Wilson Boulevard 
Arlington, VA 22203-1991 

Commanding Officer 
Headquarters Battalion 
Headquarters US Marine Corps 
Henderson Hall 
Arlington, VA 22214 

Commanding Officer 
Marine Security Guard Battalion 
Headquarters (State Department) 
US Marine Corps Henderson Hall 
Arlington, VA 22214 

Chief of Naval Research 
800 North Quincy St 
Arlington, VA 22217 

Commanding Officer 
Navy Petroleum Office 
Cameron Station 
Alexandria, VA 22314 

Commander 
Naval Legal Service 
Department of the Navy 
200 Stovall Street 
Alexandria, VA 22332 

Judge Advocate General 
Navy Department 
200 Stovall Street 
Alexandria, VA 22332 

Senior Member 
Board of Decoratio'ns and Medals 
Hoffman II, Room 8N23 
Alexandria, VA 22332-2100 

Chief . 
Navy-Marine Corps Trial Judiciary 
200 Stovall Street · 
Alexandria, VA 22332 

Commander 
Naval Facilities Engineering .. 
Command NA VF ACENGCOM Hdqtrs 
200 Stovall Street 
Alexandria, VA 22332-2300 

Commander 
Naval Surface Weapons Center 
Dahlgren, VA 22448-5000 

Commanding Officer 
Naval Security Group Activity 
Northwest 
Chesapeake, VA 23322-5000 

Director 
Naval Audit Service Southeast Region 
5701 Thurston Ave 
Virginia Beach, VA 23455 

Commanding Officer 
Naval Medical Clinic 
Norfolk, VA 23508-1298 

Commander 
Naval Medical Command 
Mid-Atlantic Region 
Norfolk, VA 23508-1297 

Officer in Charge 
Personnel Support Activity Det 
Atlantic Fleet Headquarters 
Support Activity 
Norfolk, VA 23511 

Commanding Officer 
Navy Resale and Services Support Office 
Field Support Office 
Bldg. CD-1, Naval Base 
Norfolk, VA 23511-0001 

Commanding Officer 
Camp Elmore 
U.S. Marine Corps 23511 

Commanding Officer 
Naval Eastern Oceanography Center 
Mcadie Bldg (U-117) 
Naval Air Station 
Norfolk, VA 23511-5399 

Commanding Officer . 
Fleet Accounting and Disbursing Center U S Atlantic Fleet 
Building X-132 Naval Station 
Norfolk, VA 23511-6096 

Commanding Officer 
Navy Environmental Health Center 
Naval Station 
Norfolk, VA 23511 

Officer in Charge . . . 
Navy Environmental and Preventive Medicine Unit No 2 · 
Norfolk, VA 23511 

Commanding officer 
Personnel Support Activity 
Norfolk, VA 23511 

Director 
Fleet Home Town News Center 
Norfolk, VA 23511 

Commanding Officer 
Fleet Intelligence Center 
Europe and Atlantic 
Norfolk, VA 23511 

Commanding General 
Fleet Marine Force Atlantic/Commanding Ge11eral Fleet Marine 
Force Europe (Designate) 
Norfolk, VA 23511 

Commanding Officer 
Naval Administrative Command 
Armed Forces Staff College 
Norfolk, VA 23511-6097 

Commanding Officer 
Naval Air Station 
Norfolk, VA 23511 

Commander 
Atlantic Division 
Naval Facilities Engineering Command 
Norfolk, VA 23511-6287 

Commanding Officer · · 
Naval Alcohol Rehabilitation Center 
Building J-50 
Naval Station 
Norfolk, VA 23511-6298 

Commander 
Naval Base 

·Norfolk, VA 23511-6002 
Commanding Officer 

Naval Education and Training 
Support Center, Atlantic 
Norfolk, VA 23511-6197 

Commanding Officer 
Naval Legal Service Office 
Naval Base 
Norfolk, VA 23511 

Commanding Officer 



:I 

DEFENSE DEPARTMENT 

Naval Dental Clinic 
Norfolk, VA 23511 

Commander 
Naval Safety Center. 
Naval Air Station 
Norfolk, VA 23511 

Commanding Officer 
Navy Drug Screening Laboratory 
Naval Air Station 
Bldg S-33 
Norfolk, VA 23511 

Commander 
Naval Surface Force 
US Atlantic Fleet 
Norfolk, VA 23511-6292 

Commander 
Oceanographic System Atlantic 
Norfolk, VA 23511-6687 

Director 
Office of Civilian Personnel Management 
Southeast Region · . 
Bldg A-67 Naval Station 
Norfolk, VA 23511-6098 

Director 
Consolidated Civilian 
Personnel Office 
Bldg N-26 Naval Base 
Norfolk, VA 23511-6799 

Commanding Officer 
Navy Regional Data Automation Center 
Norfolk, VA 23511-6497 

Commander 
Submarine Force 
US Atlantic Fleet 
Norfolk, VA 23511 

Commander in Chief 
US Atlantic Fleet 
Norfolk, VA 23511 

Commander Naval Air Force 
US Atlantic Fleet 
Norfolk, VA 23511-5188 

Commander Training Command 
US Atlantic Fleet 
Norfolk, VA 23511-6597 

Commanding ·Officer 
Naval Supply Center 
Norfolk, VA 23512-5000 

Commanding Officer 
Naval Amphibious Base, Little Creek 
Norfolk, VA 23521 

Commanding Officer 
Naval Ophthalmic Support and Training Activity· 
Yorktown, VA 23690 

Commanding Officer 
Naval Weapons Station 
Yorktown, VA 23691-5000 

Commanding· Officer 
Naval Hospital 
Portsmouth, VA 23708-5000 

WASHINGTON 
Commanding Officer 

Navy Resale and Services Support Office 
Field Support Office 
2801 'C' Street, SW 
Auburn; WA 98001-7499 

· Officer in Charge . 
Marine Corps Reserve Training Center 
Hangar #1 · · 
Naval Air Station . 
Seattle, W A 98115 

Commander 
Naval Reserve Readiness Command 
Region Twenty-Two Bldg 9 
Naval Station 
Seattle, W A 98115-5009 

Commanding Officer 
Naval Medical Clinic 
Naval Station 
Seattle, W A 98115-5004 

Commanding Officer 

Naval Hospital 
Oak Harbor, W A 98278-8800 

Commanding Officer 
Naval Dental Clinic 
Bremerton, WA 98314 

Commanding Officer 
Naval Supply Center, Puget Sound 
Bremerton, W A 98314-5100 

Commanding Officer 
Naval Hospital 
Bremerton, W A 98314-531 ~ 

Commanding Officer 
Personnel Support Activity 
Puget Sound (Bangor) 
Bremerton, W A 98315-5700 

Commanding Officer · 
Naval Submarine Base, Bangor 
Bremerton, W A 98315-5000 

Commanding Officer 
Strategic Weapons Facility, Pacific 
Bremerton, W A 98315-5500 

Officer in Charge 
Marine Corps Reserve Training Center 
1702 Tahoma Avenue · 
Yakima, W A 98902 

APO/FPO ADDRESSES 
Commanding Officer . 

U.S.' Naval Security Group Activity 
(Athens, Greece) 
APO NY 09223-6429 

Commanding Officer 
US Naval Security Group Activity (San Vito DeiNcirmanni) 
APO New York 09240-5000 

Commander 
US Naval Forces Azores 
APO New York 09406 

Commanding Officer 
US Naval Security Group Activity (Terceira Island) 
APO New York 09406 

Commanding Officer 
US Naval Security Group Activity (Augsburg) 
APO New York 09458 

Commander 
Amphibious Group 2 
FPO New York 09501-6007 

Commander 
Middle East Force 
FPO. New York 09501-6008 

Commander 
Second Fleet 
FPO New York 09501-6000 

Commander 
Sixth Fleet 
FPO New York 09501-6002 

Commander in Chief 
US Naval Forces Europe 
FPO New York 09510 

US Commander 
Eastern Atlantic 
FPO New York 09510 

Counsel 
· European Branch 

Office of the General Counsel 
Department of the Navy 
FPO New York 09510 

Commander 
Military Sealift Command, Europe 
Box 3 
FPO NY 09510-3 700 

Officer in Charge 
U.S. Navy Resale Activity 
United Kingdom 
P.O. Box 46 
FPO New York 09510 

Commandirtg Officer 
US Navy Personnel Support 
Activity United Kingdom/ 
Northern Europe · 
FPO New York 09510 
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Commanding Officer 
Marine Barracks (London) 
US Naval Activities 
FPO New York 09510-0500 

Commanding Officer 
Office of Naval Research 
Branch Office Box 39 (London) 
FPO New York 09510-0700 

Commander 
US Naval Medical Command 
European Region (London) 
FPO New York 09510 

Commander 
US Naval Activities United Kingdom · 
FPO New York 09510 · .. 

Commanding Officer 
U.S. Naval Support Activity (Holy. Loch) 
FPO NY 09514 

Commanding Officer .. 
US Naval Security Group 
Activity (Edzell, Scotland) 
FPO New York 09518-1000 

Commander 
Fleet Air Mediterranean 
FPO New York 09521 

Commanding Officer 
US Naval Legal Service Office (Naples) 
US Naval Support Activity . . 
FPO New York 09521 ' 

Commanding Officer 
US Naval Hospital (Naples, Italy) 
PO Box 19 . 

· FPO New York 09521 
Commanding Officer . · 

,U,S .. Naval Security Group Activity (Naples) 
Box 37 · .· · · 
FPO NY 09521-4000 

Commanding Officer 
US Naval Support Activity (Naples) 
FPO New York 09521 

Commanding Officer . 
U.S. Naval Dental Clinic (Naples) 
FPO New York 09521 

Officer in Charge . 
U.S. Navy Resale Activity (Naples) 
U.S. Naval Support Activity 
FPO New York 09521 

Commanding Officer 'i: 
US Navy Personnel Support Activity 
Mediterranean Box 20 
FPO New York 09521 

Commanding Officer 
U.S. Naval Air Station (Sigonella) 
FPO NY 09523 

Commanding Officer 
U.S. Naval Medical Research Unit #3 (Cairo) 
FPO NY 09527-1600 

.Commanding Officer 
U.S. Naval Support Activity (Souda Bay) 
FPO NY 09528-0051 

Commander 
US Naval Activities Spain FPO New York 09540 

Officer in Charge . 
U.S. Navy Resale Activity (Rota) · 
U.S. Naval Station 
FPO New York 09540 

Commanding Officer 
US Naval Hospital (Rota) 
FPO New York 09540 

Commanding Officer 
US Naval Station (Rota)· 
FPO New York 09540-1000 

Commander 
Fleet Air Caribbean 
FPO New York 09551 

Commanding Officer 
US Naval Air Station (Bermuda) 
FPO New York 09560 

Officer in Charge 
· U.S. Navy Resale Activity (Bermuda) , . 

U.S. Naval Air Station 
FPO New York 09560 

Commander 

PRIVACY ACT SYSTEMS 

Fleet Air Keflavik 
FPO New York 09571 

Commanding Officer 
Naval Security Group Activity (Keflavik) · · · ' 
FPO New York 09571-0514 

Commander 
US Naval Forces Iceland 
FPO New York 09571 

Commanding Officer 
US Naval Station (Keflavik) 
FPO New York 09571 

Officer in Charge 
U.S. Navy Resale Activity (Keflavik) 
U.S. Naval Station 
FPO New York 09571 

Commanding Officer . . 
U S Naval Station (Guantanamo Bay.) 
FPO New York 09593 

Commanding Officer . . 
US Naval Air Station (G'tiantanamci Bay) 
FPO New York 09593 

Commander 
US Naval Base (Guantanamo Bay) 
Box 34 
FPO New York 09593 

Commanding Officer 
US Naval Hospital (Guantanamo Bay). 
FPO New York 09593 

Commanding Officer ,. 
US Naval Security Group Activity (Gmintanam~). 
US Naval Base Box 41 · · · 
FPO New York 09593-0141 

Commander 
South Atlantic Force, 
US Atlantic Fleet 
FPO Miami 34099-6004 

Commander 
U.S. Naval Forces, Caribbean 
FPO Miami 34051-8000 

Commanding Officer 
US Naval Station (Roosevelt Roads) . 
FPO Miami 34051 

Commanding Officer 
US Naval Hospital (Roosevelt Roads) 
FPO Miami 34051 

Commanding Officer 
US Naval Dental Clinic (Roosevelt Roads) 
FPO Miami 34051 

Commanding Officer 
U.S. Naval Support Activity (Antiqua) 
FPO Miami 34054 

Commander 
U.S. Naval Forces Southern Command 
FPO Miami '324059 

Commanding Officer 
U.S. Naval Security Group Activity 
(Galeta Island, Republic of Panama) 
FPO Miami 34060-9998 

Commanding Officer 
U.S. Naval Security Group Activity 
(Pyongtack, Republic of Korea) · : 
APO San Francisco 96271-0134 :. 

Commanding Officer .. 
U S Naval Security Group Activity (Philippines) 
APO San Francisco 96274-5000 

Commander 
U S Forces Korea 
APO San Francisco 96301-0023 

Commander - ~ 
US Naval Forces Korea 
APO San Francisco 96301 

Commander 
US Forces Japan 
APO San Francisco 96328 

Commanding Officer 
US Naval Security Group 
Activity 
Torii Station 
APO San Francisco 96331-1608 

Commanding Officer 
U.S. Naval Security Group Activity(Misawa, Japan) 
APO San Francisco 96519-0006 

. t' 
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Commanding Officer 
US Naval Medical Research Unit No 2 (Philippines) 
APO San Francisco 96528 

Commander 
Amphibious Group 1 
FPO San Francisco 96601-6006 

Commander · 
Carrier Strike Force 
Seventh Fleet 
FPO San Francisco 96601-6005 

Commander · · 
Cruiser Destroyer Force 
Seventh Fleet 
FPO San Francisco 96601 

Commander · 
Seventh Fleet · 
FPO San Francisco 96601-6003 

Commander Amphil:>ious Force 
Seventh Fleet 
FPO San Francisco 96601 

Commander 
· US Naval Support Force Antarctica 

FPO San Francisco 96601 
Commanding General 

III Marine Amphibious Force FMF 
FPO San Francisco 96602 

Commanding General 
'1st Marine Aircraft Wing 
FPO San FranCisco 96602 

Commanding General 
3D Marine Division FMF 
FPO San Francis·co 96602 

Commanding Officer 
U.S. Naval Station (Guam) 
FPO San Francisco 96630-1000 

Commander 
US Naval Base (Guam) · 
FPO San Francisco 96630-1000 

Commander 
US Naval Forces Marianas 
FPO San Francisco 96630-0051 

Commanding. Officer 
US Naval Legal Service Office (Guam) 
Box 177, U.S. Naval Station 
FPO San Francisco 96630-2400 

Commanding Officer 
US Naval Hospital (Guam) 

.. ·FPO San Francisco 96630-1600 
Commanding Officer 

US Naval Station (Guam) 
FPO San Francisco 96630-1000 

Commanding Officer 
U.S. Naval Dental Clinic(Guam) 
FPO San Francisco 96630-1670 

Commanding Officer 
US Navy Personnel Support 
Activity Guam · 
FPO San Francisco 96630 

Officer in Charge 
U.S. Navy Resale Activity (Guam) 
U.S. Naval Station 
FPO San Francisco 96630 

Officer in Charge 
U.S. Navy Resale Activity (Philippines) 
U.S. Naval Station 
FPO San Francisco 9665.1 

Commander 
US Naval Forces P_hilippines 
Box 30 
FPO San Francisco 96651-0051 

Commanding Officer 
US Navy Personnel Support 
Activity. Philippines · 
Box 45 .' · , , 
FPO San Francisco 96651 

Commanding Officer · 
· US Naval Legal Service Office (Philippines) 

U.S. Facility 

FPO San Francisco 96651-2400 
Commanding Officer · 

US Naval Station (Philippines) 
FPO San Francisco 96651-1000 

Commanding Officer . 
U.S. Naval Dental Clinic (Philippines) 

. FPO San Francisco 96651-1600 
.. Commanding Officer . . .. 

US. Naval Hospital (Philippines) 
, . FPO San Francisco 96652-1600 
Commanding Officer . . . 

. US Naval Air Station (Cubi Pqint, Philippines) 
FPO San Francisco 96654 

Officer in Charge . 
U.S. Navy Resal.e Activity (Australia) 
U.S. Naval.Communication Station 
FPO San Francisco 96680 

Commanding Officer 
·. U.S. Naval Support Activity (Diego Garcia) 

FPO San Francisco '96685-2000 
Commander 

Military Sealift Command, Far East 
FPO Seattle 98760 

Commander 
Fleet Activities' 
FPO Seattle 98762 

Officer in Charge 
U.S. N;:lVy Resale Activity (Yokosuka) 

. Fleet Activities 
FPO Seattle 98762 

Commander 
· · US Naval Forces Japan 
. FPO Seattle 98762-0051 
Commanding Officer 

· .· US Naval Legal Service Office (Yokosuka) 
Box 14 
FPO Seattle 98762-2400 .· 

Commanding Officer 
US Navy Personnel Support Activity 
Far East 

. FPO Seattle 98762 
Commanding Officer 

Marine Corps Air Station (lwakuni) 
· FPO Seattle 98764 . 

Commanding Officer 
US Naval Dental Clinic (Yokosuka) 
FPO Seattle 98765-1600 

Commanding Officer 
US Naval Hospital (Yokosuka) 
FPO Seattle 98765-1600 

Commander Fleet Air 
Western Pacific 
FPO Seattle 98767-2700 

Commanding Officer 
U.S. Naval Security Group Activity 
(Kamiseya) 
FPO Seattle 98768-1-810 

Commander · 
Fleet Activities/US. Naval Air 
Facility 
FPO Seattle 98770 

Command.ing Officer 
US Marine Corps Air Station 
(Helicopter) (Futemma, Okinawa) 
FPO Seattle 98772 

Commanding General . 
Marine Corps Base . . 
Camp Smedley·D Butler (Kawasaki, Okinawa) . 
FPO Seattle 98773 

Commanding Officer . . 
Naval Security Group_ Activity (Adak) 
FPO Seattle 98777-1800 . 

Commanding Officer 
U S Naval Hospital (Okinawa) 
FPO Seattle 98778-1610 · 

Commanding Officet: 
US Navar Dental Clinic (Okinawa) 
FPO Seattle 98778-1600 
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DEFENSE CONTRACT AUDIT AGENCY 

REQUESTING RECORDS · 
Rec'?rds are retrieved by name or by 1some other -persomil identifi­

er. It IS therefore especially important for expeditious service- when 
requesting a record that particular attention be provided to the Noti­
fication and/or Access Procedures Of the particular record system 
involved so as to furnish the required personal identifiers, or any 
oth~r pertinent personal information as inay be required to locate_and 
retneve the record. · 

BLANKET ROUTINE USES. 
Certain ·blanket 'routine uses' of the records· have been ·e~tablished 

that are applicable to every record system maintained within the 
Department of Defense unless specifically stated otherwise within a 
particular record system. These additional blanket routine uses of the 
records are published ·below only once in the interest of simplicity, 
economy and to avoid redundancy before the individual record 
system notices begin rather than repeating them in every individual 
record system. 

ROUTINE USE-LAW ENFORCEMENT 
In the event that a system of records maintained by this. compo­

nent to carry out its functions indicates a violation or potential 
violation of law, whether civil, criminal' or regtilatory in nature;' and 
whether arising by general statute or by regulatiqn, rule or order 
issued pursuant thereto, the relevant records in the system of records 
may be referred, as a routine use, to the appropriate agency, .whether 
Federal, state, local, or foreign, charged with the responsibility of 
investigating or prosecuting such violation or charged with enforcing 
or implementing the statute, rule, regulation .or order issued pursuant 
thereto. 

ROUTINE USE-DISCLOSURE WHEN 
REQUESTING INFORMATION 

. ~ ' . 
A record from a system of records maintained by this .component 

may be disclosed as a routine use to a Federal, state, or local agency 
maintaining civil, criminal, or other relevant enforcement information 

. or other pertinent information, such as current licenses, if necessary 
to obtain information relevant to a component decision concerning 
the hiring or retention of an employee, the issuan9e of a security 
clearance, the letting of a contract; or the issuance of a license, grant 
or other benefit. . :: 

ROUTINE USE-DISCLOSURE OF REQUESTED 
INFORMATION 

A record from a system of records maintained by this component 
may be disclosed to a Federal agency, in response to its· request, in 
connection with the hiring or retention of an employee, the issuance 
of a security clearance, the reporting ·of an investigation of an em­
ployee, the letting of a contract, or the issuance of·a·license, grant or 
other benefit by the requesting agency, to the extent that' the infor­
mation is relevant and necessary to the requesting• agency's decision 
on the matter. 

ROUTINE USE-CONGRESSIONAL INQUIRIES 
Disclosure from a system of records maintained by this component 

may be made to a Congressional office from the record of an individ­
ual in response to an inquiry from the Congressional office made at 
the request of that individual. · · 

ROUTINE USE-PRIVATE RELIEF LEGISLATION 
Relevant information contained in all systems of records of the 

Department of Defense published on or before August 22, 1975; may 
be disclosed to the Office of Management and Budget in connection 
with the review of private relief legislation as set forth in OMB 
Circular A-19 at any stage of the legislative coordination and clear-
ance process as set forth in that Circular.' . 

ROUTINE USE-DISCLOSURES REQUIRED BY 
INTERNATIONAL AGREEMENTS 

A record from a system of record~ ~aintained by this component 
may be disclosed to foreign law enforcement, security,, investigatory, 
or administrative authorities in order to comply with requirements 
imposed by, or to claim rights conferred in, international agreements 
and arrangements including those regulating the stationing and status 
in foreign countries of Department of Defense military and civilian 
personnel. 

ROUTINE USE-DISCLOSURE TO STATE AND 
LOCAL TAXING AUTHORITIES .. 

Any information normally contained in IRS Form W-2 which is 
maintained in a record from a system of records 'maintained by this 
component may be disclosed to state and local taxing authorities with 
which the Secretary of the Treasury has entered into agreements 
pursuant to Title 5, U.S. Code, Sections 5516, 5517, 5520, and only to 
those state and local taxing authorities for which an employee or 
military member is or was subject to tax re-gardless of whether tax is 
or was withheld. This routine use is in a9cordance with Treasury 
Fiscal Requirements Manual Bulletin Nr. 76-07. · 

ROUTINE USE - DISCLOSURE TO THE OFFICE 
OF PERSONNEL MANAGEMENT . .. 

A record from a system of records subject to the Privacy Act and 
maintained by this component may be disclosed to the Office of 
Personnel Management concerning information on . pay and leave, 
benefits, retirement deductions, and any other information· necessary 
for the Office of Personnel Management to carry out its legally 
authorized Government-wide personnel management functions and 
studies. · 

ROUTINE USE-DISCLOSURE TO THE 
DEPARTMENT OF JUSTICE.FOR.LITIGATION 
A record from a system of >ecords maintained by this com'ponent 

may be disclosed as a routine use to any component of the Depart­
ment of Justice for the purpose of representing the Department of 
Defense, or any officer, employee or member of the Depar.tment in 
pending or potential litigation to which the record is pertinent. 

ROUTINE USE-DISCLOSURE TO MILiTARY 
BANKING FACILITIES OVERSEAS-

Information as to current military addresses and assignments may 
be provided to military banking facilities who provide banking serv­
ices overseas and who are reimbursed by the Government for certain 
checking and loan losses. For personnel separated, discharged, -or 
retired from the Armed Forces, information as to last known residen­
tial or home of record address may · be provided to th~ military 
banking facility upon certification by a banking facility officer t~at 
the facility has a returned or dishonored check negotiated by 'the 
individual or the individual has defaulted on a loan and that if 
restitution is not made by the individual, the U.s .. Government will 
be liable for the losses the facility may incur. 

ROUTINE USE-DISCLOSURE OF INF0RMATION . 
TO THE GENERAL SERVICES ADMINISTRATION 

(GSA) . 

A record from a system of records maintained· by this component 
may be disclosed as a routine use to. the General Services Adminis­
tration (GSA) for the purpose 'of records. management inspections 
conducted under authority of 44 U.S.C. 2904 and 2906. 

ROUTINE USE-DISCLOSURE OF INFORMATION 
TO THE NATIONAL ARCHIVES AND RECORDS 

ADMINISTRATION (NARA). 
A record from a system of records maintained by this component 

may be disclosed as a routine use to the National Archives and 
Records Administration (NARA) for the purpose.of records manage­
ment inspections conducted under authority of 44 U.S.C. 2904 and 
2906. ' . 

ROUTINE USE-DISCLOSURE TO THE MERIT 
SYSTEMS PROTECTION BOARD 

A record from a system of records maintained by this component 
may be disclosed as a routine use to the Merit Systems Protection 
Board, including the Office of the Special Counsel for the purpose of 
litigation, irtcluding administrative proceedings, appeals, special stud­
ies of the civil service and other merit systems, review of OPM or 
component rules and regulations, investigation of alleged· or possible 
prohibited personnel practices; including administrative proceedings 
involving any individual subject of a DoD investigation, and such 
other functions, promulgated in 5 U.S.C 1205 and 1206, oras may be 
authorized by law: ' · · · · . 

ROUTINE USE-COUNTERINTELLIGENCE. 
PURPOSES 

A record from a system of records maintained by this component 
may be disclosed as a routine use outside the DoD or the U.S. 

) 
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Government for the purpose of counterintelligence activities author­
ized by U.S. Law or Executive Order or for the purpose of enforcing 
laws which protect the national security of the United States. 

RDCAA 152.1 
System name: 

Security Information System (SIS). 
System locatipn: 
Primary system is located at the Security Office, Headquarters, 

Defense Contract Audit Agency (DCAA), Cameron Station, Alexan­
dria, VA 22304-6178. 

Decentralized segments are located at DCAA Regional Security 
Offices. Official mailing addresses are published as an appendix to 
DCAA's compilation of records systems notices. 

Categories of individuals covered by the system: 
All DCAA employees. 
Categories of records in the system: 
Records contain name, Social Security Number, date and place of 

birth, citizenship, position sensitivity, accession date, type and 
number of DCAA identification, position number, organizational as­
signment, security adjudication, clearance, eligibility, and investiga­
tion data. 

Authority for maintenance of the system: 
5 U.S.C. 301, Executive Order 10450, "Security Requirements for 

Government Employees," as amended; Executive Order 12356, "Na­
tional Security Information"; and Executive Order 9397. 

Purpose(s): 
To submit data on a regular basis to the DoD Defense Central 

Index of Investigations (DCII), and to provide the DCAA. Security 
Office with a ready reference of security information on DCAA 
personnel. 

Routine ·uses of records maintained in the· system, including catego· 
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" that appear at the beginning of 
DCAA's compilation of systems of records apply to this system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Records are maintained in automated data systems. 
Retrievability: ~. 
Records are retrieved by Social Security Number or name of 

employee. 
Safeguards: 
Automated records are pro.tected by restricted access procedures. 

Records are accessible or:tlY to authorized personn~l who are proper­
ly cleared and trained and who require access in connection with 
their official duties. 

Retention and disposal: 
Records are retained in the active file until an employee separates 

from the agency. At that time, records are moved to. the inactive file, 
retained for two years, and then deleted from the system. Hardcopy 
listings and tapes produced by this system are destroyed by burning. 

System manager(s) and address: 
Security Officer, Headquarters, DCAA, Cameron Station, Alexan­

dria, VA 22304-6178. 
Notification procedure: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir­
ies to. the Security Office, Headquarters, Defense Contract Audit 
Agency, Cameron Station, Alexandria, VA 22304-6178 or the Re­
gional Security Offices whose official mailing addresses are published 
as an appendix to DCAA's compilation of system notices. 

Individuals must furnish name; Social Security Number; approxi­
mate date of their association with DCAA; and geographic ·area in 
which consideration was requested for record to be located and 
identified. 

Record access procedures: 
Individuals seeking to determine whether this system of records 

contains information about themselves should address written inquir­
ies to the Security Office, ·Headquarters, Defense· Contract Au.dit 
Agency, Cameron Station, Alexandria, VA 22304-6178 or· the Re­
gional Security Offices whose official mailing addresses are published 
as an appendix to DCAA's compilation of system notices. 

Individuals must furnish name; Social Security Number; approxi~ 
mate date of their association with DCAA; and geographic area in 

which consideration was requested for record to be located and 
identified. 

Contesting record procedures: 
DCAA rules for accessing records and for contesting contents and 

appealing initial agency determinations by the individual concer!led 
are published in DCAA Instruction Number 5410.10, "DCAA Pnva­
cy Act Program"; 32 CFR part 290a; or may be obtained from the 
system manager. 

Record source categories: 
Information, other than data obtained directly from individual. em­

ployees, is obtained by DCAA Headquarters and Regional Office 
Personnel and Security Divisions, and Federal Agencies. 

Exemptions claimed for the system: 
None. 

RDCAA 152.2 

System name: 
Personnel Security Data Files. 
System location: 
Primary System-Security Officer, Headquarters, Defense Con­

tract Audit Agency (DCAA), Cameron Station, Alexandria, VA 
22304-6178. 

Decentralized Segment-Director of Personnel, DCAA; Chiefs of 
Personnel Divisions and Regional Security Officers. at DCAA Re­
gional Offices. Official mailing addresses are published as an appen­
dix to DCAA's compilation of record system notices. 

Categories of individuals covered by the system: 
All applicants for employment with DCAA; all DCAA employees; 

all military personnel assigned, detailed, or attached to DCAA; .all 
persons hired on a contractual basis by; or serving in an advisory 
capacity to DCAA, who require access to classified information. 

Categories of records in the system: 
Section One contains copies of individual's employment applica­

tions, security investigative questionnaires, requests for, and approval 
or disapproval of, emergency appointment authority; requests for 
investigation or security clearance; interim and final security clear-
ance certificates. . 

Section Two contains verification of investigations conductecl to 
determine suitability, eligibility or qualifications for Federal civilian 
employment, military service, or access to classified information. 

Section Three contains summaries of reports of investigation, inter­
nal Agency memorandums and correspondence furnishing analysis of 
results of investigations in so far as their relationship to the criteria 
set forth in the Executive Order 10450, in the Federal Personnel 
Manual and in Department of Defense and DCAA Directives and 
Regulations; comments and recommendations of the DCAA Central 
Clearance Group to the Director, DCAA, and determination by the 
Director, DCAA. 

Authority for maintenance of the system: 
10 U.S.C. 133; 50 U.S.C. 781; Executive Orders 10450, 10865, and 

Executive Order 12356, "National Security Information"; and DoD 
Directive 5105.36 which is published in 32 CFR part 357. 

Purpose(s): · . 
To provide ·a basis for requesting appropriate investigations; to 

permit determinations on employment or retention; to authorize and 
record access to classified information. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

The DCAA "Blanket Routine Uses" that appear at the beginning 
of the agency's compilation of record system· notices apply to this 
record system. ' . 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Sections One and Three are .on paper records stored in file folders. 

Section Two is on paper records and microfiche which are stored in 
file folders. 

Retrievability: 
Folders are filed by file series then by organizational element 

(DCAA Headquarters or DCAA field activities) and then alphabeti­
cally by last name of individual concerned. 

Safeguards: 
Records are stored in locked filing cabinets after normal business 

hours. Records are accessible only to authorized personnel who are 
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properly ~)eared and trained. and who require access in connection 
with their official duties. · :· 

Retention and disposal: 
·- . ~ecords pertaining to Federal. employees, military personnel, ~nd 
persons furnishing . services to. DCAA on a contract basis are . de­
stroyed upon separation 'ofemployees, transfer of military persqnnel. 
from DCAA, and upon termination of· the contracts f<;>r contractor' 
personnel. Records 'pertaining to applicants are· destroyed if an ap-
pointment to DCAA is not made. · · · · 

System manager(s) and address: ·.: · 
Security'. Officer, He~dquarte.rs, Defense Contract Audit·: Age.ncy, 

Camerori Station, Alexandria; VA 22304-6178. 
Notification procedure:' · · · · ' ' 
Individuals seeking to determine whether information ab~ut them­

selves is contained in this record system should address written 
inquiries to the Records Administrator, Defense Contract Audit 
Agency, Cameron ·station, Alexandria, VA 22304-6178. Telephone 
(202) 274-4400. ~· ' . 

Record access procedures: 
Individuals seeking access to records about themselves.contairied in 

this syste01 should _;iddress written inquiries to the Records. Adminis­
trator, Defense Contract Audit Agency, ·.Cameron Station, Alexan­
dria, VA 22304-6178. · , · 

Written requests for information should_con~ain the. full name of 
the: individual, curr~nt add~ess, and . telephon~ number and ~pr.rent 
bus mess add~ess. , . . . · .. · , . . . · · · 

For personal visits, the individual should be able to provide some 
acceptable results of investigations received from Federal agencies 
and recommendations for action from appropriate DCAA Headquar-
ters staff. elements. · . ·· , 

Acceptable· identification, that : is, driv~r's · license ·or employing 
offices' identification· card. Visits are limited. to those offices (Head­
quarters and 6 regional offices) listed in the official mailing addresses 
published as an appendix to DCAA~s compilation_ of record system 
notices. . ·. · 

Contesting· 'record procedures:·· ' . . .. . .·" 
The Defense Contract Au.ditAgency r~les for accessing .. records 

and for contesting contents and appealing initial DCAA determina­
tions by the individual concerned are published in DCAA Instruction 
5410.10; 32 CFR part 290a; or may b~ obtai~ed from the Records 
Administrator, Defense Con~ract Audit Agency, Cameron ~tation,, 
Alexandria, VA 22304-6178 or the system manager.. . . 

Record source categories: 
Security .Officer and the Director of Personnel at Headquarters, 

DCAA; Chiefs of Personnel Divisions, Regional .Security Officers, 
Chiefs. of Field Audit Offices at the DCAA Regional Offices and the 
individual·.concerned. 

Exemptions claimed f~r the system: 

RDCAA 152.5 
System name: 

Notification of Security Determfnations ... 
System.lo~ation: . . · 
Primary System-Regional Security Offices, . Defense: Contract 

Audit Agency (DCAA) Regional Office and Security Control Of­
fices, Defense Contract Audit Institute (DCAI), 4075 Park A venue, 
Memphis, TN 38111...,7492. Official mailing addresses .·ar~ published as 
an appendix to DCAA's compila_tion of record sys~e!ll notices. . 

Categories of individuals covered by the system: 
DCA.Aperso~nel and applicants for' DCAA employment on whom 

specific security or suitability action must be taken. · 
Categories of recordS in the system:· • 

. Records .may c~~tairi a summary of pertinent security or suitability 
information; the results of security determinations approved b"y the 
Director, DCAA; and directed or recommended actions to be taken 
at DCAA Regional Office, Field Audit Office-or DCAI level. · · 

Authority for maintenance of the system: 
'10·U.S.C. ·133; 50 U.S.C. 781; and Executive Orders 10450,.10865, 

and 12356. ·· · 
Purpose(s): 
To permit required actions of a suitability or security nature to be 

taken by appropriate DCAA officials. -. . · · • 
Routine uses of records maintained in· the system, inCluding catego-

ries of users and the purposes of such uses: · 
The :DCAA "Blanket Routine Uses" that appear at the beginning 

of the· agency~~ compi\~tion of record system notices apply,to this 
record system. . , ,. 

Policies and p-:actices for storing, retrieving, accessing, retaining, and 
disposing of, records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: 
Folders are filed by organizational element, then alphabetically by 

name of person concerned. ·· · 
Safeguards: 
Record-s are accessible only to authorized petsonnel who. are prop-. 

erly cleared' and trained and who require·~access in connection ·with 
their official duties. Records are stored in locked filing cabinets after 
normal business hours. . . . . ' 

Retention and disp~sal: :! .. 
Destruction is directed individually iJJ each c,~se upqn completion 

of final security or suitability actions or automatically upon nonap­
pointment of applicants or separation. of employees •. whichever is 
earlier. 

System manager(s) and address: 
Security Officer, Headquarters, Defense Contract Audit Agency, 

Cameron Station, Alexan~ ria, VA .22304-6178. 
Notification procedure: 
Individuals seeking to determine whether information about them­

selves is contained in this record system should address .:written 
inquiries to the Records Administrator, Defense Contract· Audit 
Agency, Cameron Station, Alexandria,, VA 22304-6178. Telephone 
(202) 274-4400. . 

Record access procedures: . 
. Individuals seeking access to records about themselves contained in· 

this record system should address written, inquiries to. Records ·Ad­
ministrator, Defense Contract Audit Agency, Cameron Station, Alex­
andria, VA 22304-6178. 

Written requests for information should contain the full name of 
t)le individual, current ad<;lress and telephone number, and curr~nt 
business address.· . . . · · · 

Pe~sonal . visits are limited to· those offices (Headquarters and 6 
regional offices) listed~in the appendix to the agency's compilation of 
record system notices. For personal visits, the individual should be 
able to provide some acceptable identification, that is driver's licerise 
or employing offic~'s identification <;::ard. · 

Contesting record procedures: . 
The Defense Contract' Audit Agency rules ·for accessing record 

and for contesting contents and appealing initial determinations by 
the individual concerned are published in DCAA Instruction 54·10.10; 
32 CFR part 290a; or may be obtained from the Record~· Administra­
tor, Defense Contract Audit Agency, Cameron Station,· Alexandria, 
VA 22304-61'?8 or the system manager: 

Record source categories: 
Results of investigations received from Fc;!deral agencies and rec­

ommendations for.action from appropriate DCAA Headquarters staff 
elements.. · . · ·. · · . , . . ·· 

Exemptions claimed for the system: 
None. 

RDCA,A 152.6 

System mime: 
Regional and DCAI Security Clearance Request Files._ 
System location: 
Primary System-Security ·Officers ·of Defense· Contract Audit 

Agency (DCAA). Regional- Offices and· Security Control ·Officers, 
Defense Contract Audit Institute-(DCAI). Official mailing. addresses 
are published as an appendix to DCAA's com-pilation of record 
system notices. . · . · 

Decentralized Segment-Security Officer, Headquarters, Defense 
. Contract Audit Agency, ·Cameron Station, Alexandria, VA 22304-

6178. ., 

Categories of individuals covered by the system: 
All applicants for employment with DCAA;' all DCAA employees; 

all military persoimel ·assigned, detailed, or attached to DCAA; all 
persons hired on a contractural basis by, o,r- serving in an advisory 
capaci!Y to DCAA, who require acc~ss to classified information. 

· c;ategories of records in the ·system: . · · 
Files contain personnel security data form.s submitted by employ­

ees and applicants required in the processif!g of security investiga­
tions; requests .for '(ariqus types of security_ clearance actions; and 
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req':'~sts for ancl approvals/disapprovals qf appointments to sensitive 
postttons. · · 

·Authority for maintenance of the system: 
10 U.S.C. 133; 50 U.S.C. 781; Executive Orders 104SO, 10865, and 

12356; and DoD Directive 5105.36 which is published in 32 CFR 
part 357. · · 

PurpoSe(s): 
. To prepare .n~cessary paperwork and documentation upon .''which 
to base requests to Headquarters, DCAA for appointments to sensi­
tive positions, and for security clearanc;e and to retain support docu­
ments pending approval of appointment and/or granting clearance. 

Routine uses of records maintained in the. system, including catego-
ries of users and the purposes of such uses: . . 

1he DCAA "Blanket Routine· Uses" that appear at the beginning 
of the agency's compilation of record system notices apply to this 
record system. 

Policies and practices for storing, retri~ving, accessing, retaining, and 
disposing of records in the system: · : ; · - · 

Storage: 
Paper records in file f9lders·. 
Retrievability: 
Filed ·atphal:)etically by last name of indiyidual conc~rned. 
Safeguards: 
Records are accessible only to those authorized personnel required 

to prepare, review, process, and type necessary documents. Records 
are stored in locked filing cabinets after normal business hours and 
are stored in ~ocked rooms apd buildings after normal business hours. 

Retention and disposal! . . 
These are transitory fil~s at DCAA Regional Offices a~d . DCAI _ 

level and are maintained only during proc~ssing and pending final 
action on requests. Upon receipt of final action taken on request, files 
are destroyed. 

Segments of the system held by the Security Officer, DCAA are 
destroyed upon separation of the employee or after nonappointment 
of an applicant. · 

System manager(s) and address: · · · -:· 
Security Officer, Headquarters, Defense Contract Audit Agency, 

Cameron Station, Alexandria, VA 22304-6178. 
Regional Security Officers, DCAA and Security Control Officers, 

Defense Contract Audit Institute. Official mailing addresses are pub­
lished as an appendix· to the agency's compilation of record system 
notices. 

Notification procedure: · 
Individuals seeking to determine whether information about them­

selves is contained in this record · system should address written 
inquiries to the Records Administrator, Defense Contract Audit 
Agency, Cameron, Station, Alexandria, VA 22304-6178. Telephone 
(202) 274-4400. . 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Records 
Administrator, Defense Contract Audit· Agency, Ca11_1eron Station, 
Alexandria, VA 22304-6178. 

The request should contain the full name of the individual, current 
address and telephone number, and current business address. · 

Personal visits may be made but are limited to those offices (Head-
. quarters and 6 Regional Offices) listed in DCAA's official mailing 

addresses published as an appendix to DCAA's compilation of record 
system notices. In personal visits, the individual should be able to 
provide acceptable identification, that is, driver's license or employ-
ing offices' identification card. . : 

Contesting record procedures: 
The Defense Contract Audit Agency rules for accessing records 

and for contesting contents and appealing initial DCAA determina­
tions by the individual concerned are published in DCAA Instruction 
5410.10; 32 CFR part 290a; or may be obtained from the system 
manager. 

Record source categories: 
Chiefs of Personnel Divisions and Regional Security Officers ·at the 

DCAA Regional Offices, Chiefs of DCAA field audit offices, and the 
Manager, Defense Contract Audit Institute and the individual con­
cerned. 

Exemptions claimed for the system: 
None. 

System name: . 
Clearance Certification. · 
System location: 

RDCAA 152.7 · 

Primary System-Regional Security Officers at Defense ·Contract 
Audit Agency (DCAA) Regional Offices; Security Control Officers 
at DCAA. Field Audit Offices; Field Detachmen.t. and Defense Con­
tract Audit Institute (DCAI). . 

Decentralized Segme11ts~Security Officer and Director of Person­
nel at Headquarters, QCAA and Chiefs of Personnel Divisions at 
DCAA Regional Offices. Official mailing addresses are published as 
an appendix to DCAA's compilation of record system notices. 

Categories of individuals covered by the system: 
All DCAA personnel who require access to classified information. 
Categories of records in the system: 
Files contain interim and final security clearance certificates attest­

ing to type of investigation conducted and degree of access to classi­
fied information which is authorized copies, of security acknowledge­
ment certificates and special access briefing statements executed by 
individuals upon being granted security clearances or access to spe-
cial access information. · 

Authority for maintenance of the system: 
10 U.S.C. 133; 50 U.S.C. 781; Executive Orders 10450, 10865, and 

Executive Order 12365, ·National Security Information; and DoD 
Directive 5105.36 which is published in 32 CFR'part 357. 

Purpose(s): 
To maintain a record of the security clearance status of all DCAA 

personnel as well as ·certification of briefings for a,ccess to classified 
information and special access'information: 

To DoD contractors to furnish· notice of security clearance and 
access authorization of DCAA employees. 

Routine uses· of records maintained in the system, hicluding catego· 
ries of users and the purposes of such uses:· 

The D.CAA "Blanket Routin~ Uses;' that appear. a~ the begfnning 
of the agency's compilation of ·record system notices apply to this 
record system. · 
, Policies and practices for storing, retrieving,. accessing, retaining, and 

disposing of reco'rds in the system: , 
Storage: 
Paper records in file folders. 
Retrievability: · 
Retrieved by last name of individual conc_erned. 

· Safeguards: 
Records are stored in locked filing cabinets after normal business 

hours and stored in locked rooms or buildings. Records are accessi­
ble only to those authorized personnel required to act upon a request 
for access to classified defense informatipn. < • 

Retention and disposal: 
Files pertaining to Federal employees, military personnel, and per­

sons furnishing services to DCAA on a contract basis are destroyed 
upon separation or transfer of employees or military personnel and 
upon termination of contractor personnel. . 

Files of individuals transferring within DCAA. are transferred to 
security control office of gaining element for .maintenance. 

System manager(s) and address: 
Security Officer, Headquarters, Defense Contract Audit Agency, 

Cameron Station, Alexandria; VA 22304-6"17~ and Regional Security _ 
Officers in DCAA Regional Offices: Official mailing addresses are · 
published as an appendix to DCAA 's compilation of record system 
notices. 

Notification procedure: 
· Individuals seeking to d~termine whether information about them­

selves is contained· in this record· systein ;·should addr_ess written 
inquiries to ,the Records Administr:ator, Deferise Contract Audit 
Agency, Cameron Station, Alexandria, VA 22305_:6178. _Telephone 
(202) 274-4400. 

Record access procedures: 
Individuals seeking access to records 'about themselves contained in 

this record system should address written inquiries to the Records 
Administrator, Defense Contract Audit Agency, Cameron Station, 
Alexandria, VA 22304-6178. 

The request should contain the full name of the individual, current 
address and telephone number, and current busines address, 
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Personal visits may be made but are limited to those offices (Head­
quarters and 6 Regional Offices) listed in DCAA's official mailing 
addresses published as an appendix to DCAA's compilation of record 
system notices. In personal visits, the individual should be ·able to 
provide acceptable identification, that is, driver's Iicerise or employ-
ing offices' identification card. · · 

Contesting record procedures: 
· T.he Defense Contract Audit Agency ruies for· accessing records 

and for contesting contents and appealing initial DCAA determina­
tions by the individual concerned are published in DCAA Instruction 
5410.10; 32 CFR part 290a; or may be obtained from the s'ystem 

:. I' manager. 
Record source categories: 
Chiefs of Personnel Divisions and Regional Security Officers at the 

DCAA Regional Offices; Chiefs of DCAA field audit offices; the 
Manager, Defense Contract Audit Institute and the individual. 

Exemptions. claimed for the syst~m:, 
None. 

RDCAA l52.17 
System name: 

Security Status Master List. 
System location: 
Sec~rity Qffice, Headqu~rters, · Defense Contact Audit Agency 

(DCAA), Cameron Station, Alexandria, VA 22304-6178: 
· Categories -of individuals covered by the system: 

All applicants for employment with DCAA; all military·personnel 
assigned, detailed .or attached to DCAA; all persons hired on a 
c·ontractual basis by, or serving in an advisory· capacity to, DCAA 
who'require access to classified information. · · 

Catego~ies of r~cprds in the system: 
Record contains type of investigation, date completed, file number, 

agency which conducted investigation, investigation, security clear­
ance data information, name, Socia~ Security Number, date and place 
of birth, . organizational assignment, dates interim and final clearance 
·issued, position sensitivity and related data. · 

Authority for maintenance of the system: ' 
10 U.S.C. 133; 50 US .. C. 781; Executive Orders 104~>0, 1Q865, and 

Executive Order 12356, National Security Information; and DoD 
Directive 5105.36 which is published in 32 CFR part 357. 

1 

Purpose(s): 
To maintain a ready reference of security clearances on 'DCAA 

personnel, to include investigative data and position sensitivity. 
To provide security. clearance data to Dol? contractors am~ other 

Federal agencies on DCAA employees assigned to or visiting a 
contractor facility or visi~ing or applying fo~ employment with an-
other Federal agency. · .. 

Routine uses' of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

The DCAA "Blanket Rou.tine Uses" that appear at the beginning 
of the agency's compilation of record system notices apply to this· 
record system. · 

' Policies and practices for storing, retrieving, accessing, retainhig, and 
disposing of records in the system: 

Storage: 
Stored in a card file. . 
Retrievability: 
Cards are filed alphabetically by last name, of individual concerned 

for all DCAA regional personnel. Separa~e file maintained alphabeti­
cally by last name of individual concerned for DCAA Headquarters 
elements. · · · 

Safeguards: 
Cards are accessible only to those authorized ·personnel required to 

prepare, process, and type necessary documents;. and answer author­
ized inquiries for. information contained therein. Cards are stored in 
locked filing cabinets after normal busi~ess hours and are stored in a 

. locked room !lnd building Which is protected by a guard force 
system after normal business hours. . 

Retention and disposal: 
These cards are destroyed two years after an individual is separat-

ed from ,the Agency. . ' . . · . · 
System .manager(s) and address: 
·security Officer, Headquarters, DCAA, Cameron Station, Alexan­

. dria, VA.22304-6178. 
Notification procedure: 

Individuals seeking to. determine whether. information about- them­
selves is contained in this record system should address written 
inquiries to the Records Administrator, ,Defense Cqntract .Audit 
Agency, .Cameron. S_tation, Alexandria, VA 22304-6178, Telephone 
(202) 274-4400.. .. '. . 

Record access. procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to Records Ad­
ministrator, Defense Contract Audit Agency, Cameron Station, Alex-
andria, VA 22304-6178. . . · · 

Written requests (o·r intbrmation should ·con.~ain the full name of 
the individual, current address and'·telephone humber, and current 
business address. · 

Personal visits are limited to those offices (Headquarters and 6 
regional-offices). listed in the appendix to the agency's compilation of 
record system notices. For personal ·visits, the individual should be 
able to provide some acceptable identification, that is driver'~ license 
or employing office:s ide.ntifi9J.ltion card. 

Contesting record procedures: 
The Defense Contract Audit Agency rules for accessing records 

and for contesting contents and appealing intiial agency_ determina­
tions by the individual concerned are published in DCAA Instruction 
5410.10; 32 CFR part 290a; or may be obtained from the Records 
Administrator, Defens~ Contrac.t Audit Agency, Cameron Station, 
Alexandria, VA 22304-6178 or the system manager. 

Record source categories: 
Security Officer, Headq~arte~s. DCAA; Director of Persorint:I. 

Headquarters,.,DCAA; Chiefs of Personnel Divisions, DCAA region~ 
al offices; Regional Security Officers, DCAA Regional Offices; 
Chiefs of DCAA Field Audit Offices; Mamiger, DCAI; the individ­
ual concerned; and reports of investigation conducted by Federal 
investigative agencies. 

Exemptions Claimed for the system: 
None. · 

RDCAA 152.22 
System name: 

Classified Information Nondisclosure Agreement. (~dA). 
System location: 
Agency Security Officer, Headquarters,. Defense Contrac.t Audit 

Agency (DCAA), Cameron Station, Alexandria, VA 22304-6178. 
Categories of individuals covered by the system; ... 
All employees of DCAA assigned to sensitive positions who are 

authorized access to classified information. 
Categories of records in the system: 
File contains originals of SF 189 and SF 312; .. Classified Informa­

tion Nondisclosure Agreements· signed by DCAA employees. 
Authority for maintenance of the system: 
10 U.S.C. 133; 50 U.S.C. 781; Executive Orders .10450, ·10865, 

12036, 12065 and' Executive Order 12356, National Security 'Informa­
tion; and DoD Directive 5105.36 which is published in 32 CFR .part 
357. . 

Purpose(s): · 
To maintain a record of signed Standard Forms. 312 and 189 which 

are used as a condition precedent to authorizing individu~ls access to 
classified information. The use of; the form will enhance the protec­
tion of national secu'rity i'nformation 'and/or will reduc~ the costs 
associated \Yith its protection. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

The DCAA "Blanket Routine Uses" th!lt appear at the beginning 
of the agency's compilation of record system notices apply to this 
record system. . . 

Policies and practices for storing, retrieving, accessing, retainbig, and 
disposing of records in the ~.ystem: 

Storage: 
Paper records in file ·folders . 
Retrievability: 
Alphabetically by surname of individual. 
Safeguards: : · · · . · 
Rec·ords are stored 'in locked filing cabinets after, normal Business 

hours. Reeords are accessible only by authorized personnel who are 
properly cleared and trained and who r:equire access in connection 
with their official duties. · · 

Retention and disposal: 
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Records are retained for 50 years from date of .signature and then 
destroyed. 

System manager(s) and address: 
Agency Security Officer, Headquarters, Defense Contract Audit 

Agency, Cameron Station, Alexandria, VA 22304-6178. 
Notification procedure: 
Individuals seeking to determine whether information about them­

selves is contained in this record ·system should address written 
inquiries to the Records Administrator, Defense Contract Audit 
Agency, Cameron Station, Alexandria, VA 22304-6178, Telephone 
(202) 274-4400. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Records 
Administrator, Defense Contract Audit Agency, Cameron Station, 
Alexandria, VA 22304-6178. 

The request should contain the full name of the individual, current 
address and telephone number; and current business address. 

Personal visits may be made but are limited to those offices (Head­
quarters and 6 Regional Offices) listed in DCAA's official mailing 
addresses published as an appendix to DCAA's compilation of record 
system notices. In personal visits, the individual should be able to 

· provide acceptable identification, that is, driver's license or employ­
ing offices' identification card. 

Contesting record procedures: . 
.. The Defense Contract Audit Agency rules for accessing records 

and for contesting contents and appealing initial DCAA determina­
tions by the individual concerned are published in DCAA Instruction 
5410.10; 32 CFR part 290a; or may be obtained from the system 
manager. · 

Record source categories: 
Agency Security Officer, Headquarters, DCAA and the individual. 
Exemptions claimed for the system: 
None. 

System name: 
Travel Orders. 
System location: 

RDCAA 160.5 

Headquarters, Defense Contract Au~it Agency (DCAA), Cameron 
Station, Alexandria, VA 22304-6178; DCAA Regional Offices; and 
field audit offices, whose addresses may be ·obtained from their cog­
nizant regional office. Official mailing addresses are published as an 
appendix to the agency's compilation of record system notices. 

Categories of individuals covered by the system: 
Any DCAA employee who performs official travel. 
Categories of records in the system: 
File contains individual's orders directing or authorizing official 

travel to include approval for transportation of automobiles, docu­
ments relating to dependents travel, bills of lading, vouchers, con­
tracts, ·and any other documents pertinent to the individual's.official 
travel. 

Authority for maintenance of the system: 
10 U.S.C. 133 and DoD Directive 5105.36 which is published in 32 

CFR part 357. . 
Purpose(s): 
To document all entitlements; ·authorizations, and paperwork asso­

ciated with an employee's official travel. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
The DCAA ·"Blanket Routine Uses" that appear at the beginning 

of the agency's compilation of record system notices apply to this 
record system~ 

Policies and practices for storing, retrieving, accessing, retaining, an,t 
disposing or records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: 
By fiscal year and alphabetically by surname. May be· filed in 

numerical sequence by travel order number. 
Safeguard,s: · 
Under control of office staff during duty hours. Building ·and/or 

office locked and/or guarded during nonduty hours. 
·Retention and «Jisposal: 
Records are destroyed. after 4 years. 

System manager(s) and address: 
·Assistant Director,: Resources, Headquarters, Defense Contract 

Audit Agency, Cameron Station, Alexandria, VA 22304-6178; Re.: 
gional Directors, DCAA; and Chiefs of Field Audit Offices, whose 
addresses may be obtained from their cognizant regional office: Offi­
cial mailing addresses are published as. an appendix to the agency's 
compilation of record system notices. 

Notification procedure: 
Individuals seeking to determine whether information. about t~em~ 

selves is contained in this record system should address- ·wntten 
inquiries to the R~cords . Administrator, Defense Contract Audit 
Agency, Cameron Sta~ion, Alexandria, VA· 22304-6178, Telephone 
(202) 274-4400. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the ·Records 
Administrator, Defense Contract Audit Agency, Cameron Station, 
Alexandria,· VA 22304-6178. · . 

The request should contain .the full name of the individual, current 
address and telephone number, and current business address. 

Personal visits may .be made to those offices listed in DCAA's 
official· mailing addresses published as an appendix to DCAA 's com­
pilation of. record system notices. In personal visits, the individ,ual 
should be able to provide acceptable identification, that is,. driver's. 
license or employing offices' identification card. 

Contesting record procedures: · 
The Defense Contract Audit Agency (DCAA) rules for accessing 

records and for contesting contents and appealing initial DCAA 
det~rminations by the individual concerned are published in DCAA 
Instruction 5410.10; 32 CFR part 290a; or may be obtained from the 
system manager. 

Record source categories: 
Administrative offices; personnel offices; servicing payroll offices; 

employee. · 
Exemptions claimed for the system: 
None. 

RDCAA 201.01 
System name: 

Individual Access Files. 
System location: 
Headquarters, Defense Contract· Audit Agency, Personnel and Se­

curity Division, Cameron Station, Alexandria, VA 22304-6178. 
· Categories of individuals covered by the system: 

DCAA personnel, contractor employees, and individuals granted 
. or den~ed access to DCAA activities. 

Categories of records in the system: 
Documents relating to tbe request for authorization, issue, receipt, 

surrender, withdrawal and,. a~countability pertaining . to identification 
cards, to include application forms, photographs, and relate~ papers. 

Authority for maintenance of the system: 1 • 

Section 21 of the Internal Security Act 1950 (50 U.S.C. 781, et 
seq.); Department .of Defense Directives 5200.8 and 5105.36 which 
assign to the I;>irector, DCAA the responsibility for protection of 
property and facilities under his control; and. Executive Order 9397; 

Purpose(s): 
Information is maintained and used to adequately control access to 

and movement on DCAA activities. 
Routine uses of records maintained in the system, including catego· 

ries of users and the purposes of such uses: 
The "Blanket Routine Uses" that appear at the beginning of the 

DCAA's compilation of record system notices apply to this record • 
system. 

Policies and practices for storing, retrieving, accessing, retain.ng, and 
disposing of records in .the system: 

Storage: 
Paper records in file folders, application cards, and index cards. 
Retrievability: 
Retrieved alphabetically by name. 
Safeguards: 
Records are maintained in areas accessible only to authorized 

DCAA personnel. 
Retention and disposal: 
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Records are destroyed one year after· termination or .transfer. of 
p~rson .granted access, except that individual ·identification cards and 
p!totogp:tphs will be destroyed ~pon revocation, expiration or cancel-
lation. ··,. 

System manager(s)·and address: · 
· Headquarters; Defense Contract Audit Agency· (DCAA),: Person­
nel and Security Division, Cameron Station, Alexandria, VA 22304-
6178. 
· Notification procedure: 
: Inifividuals 's~eking to determine whether this system· of records· 

contains ·iilformatioQ about .themselves should· address written inquir­
ies·to"~Headquarters,-Defense Contract Audit Agency (DCAA);·Pe'~:­
sonnel and Security Division, Cameron Station, Alexandria, VA 
22304-6178. " 

Record access procedures: , · . 
Individuals seeking access to records about themselves-contained in 

this· system· of records should address written ·inquiries to Headquar­
ters, Defense Con~ract Audit Agency (DCAA), Personnel and Seeu­
rity Division, Cameron Station, Alexandria, VA 22304-6178. ' 

Writt~n ·requests for information should· contain the full name, 
current address-and telephone numbers of the individual. For' person­
~~ visits, the individual 'should be' able to provide some acceptable 
identification, that is, driver's license, employing office identification 
card; and· give some verbal information that could be verified ·with 
the file. · · 

Contesting record procedures: 
: The Defense Contract Audit Agency· rules :for contesting ·contents 

and'- appealing if!itial agency determinations are contained in DCAA 
5410:10, PCAA Privacy Act Programs; 32 CFR part 317; or may•be 
obtatned from the system manager.- . ·. 

Record source categories: · 
Individuals applying for identification cards and security personnel. 
Exemptions claimed for the system: 
None. 
Effective date: Jan. 2, 1992. 

RDCAA 211.11 
System name: 

Drug-Free Federal Workplace Records. 
System location: 
Primary location: Headquarters, Defense Contract Audit Agency, 

Personnel. and Security Division, Building··4, Room .4B319, Cameron 
Station, Alexandria, VA 22304:-6178. . , . . . , 

Decentralized locations: DCAA regional offices; and . offices .. of 
contractors who perform functions such as collection of urine speci­
mens, ·laboratory·· analysis, and medical· review of confirmed positive 
laboratory findings. The addresses for these locations may be ob­
tained from the system manager. 

·Categories of individuals covered by the system:· 
· DCA~ Federal employees and indiyiduals who have applied to 
DCAA for employment. . - . 

Categories of records in the: system: 
. , Rec0rds r~lating to' program impleri'ientation; administration_'(selec­
tion, ~otification, testing of individuals in testing designated positions; 
anfi ·employee assistance); inter-service/agency support ·agreements 
(specimen collection, laboratory· lesting, and medical review serv­
ices); training requirements; and policy guidance. 
·~:Authority for. paa~nt~nance of the system: , · 

5 U.S.C. 7301; ·Pub. L. 100-71; and Executive Orders :12564, 
"Drug-Free F~deral W"orkplace" and,_9397~ · 

Purpose(s): · 
·'The system, is. used to: maintain Drug Program Coordinator records 

relating to the ·selection, notification and testing of ·DCAA Federal 
employees, and applicants for Federal employment, fQr use of illegal 
drugs.. . . . . : 

The· records are also used by tbe employee's Medical .Review 
Official; the administrator of any Employee Assistance Program in 
which the employee is receiving counseling or treatment or is other­
wise participating; and- supervisory or management officials within · 
the employee's agency having authority to take adverse personnel 
action against such employee. . . 

Routine uses of records maintained in the syste~, includ~ng c~tego· 
ries of .users and ~he purposes of such uses: ' 

In· order to comply with the provisions of 5 u.s.c.· 7301; the 
DCAA ••Blanket Routine Uses" do not apply to this system of 
records. · ' 

To a court of competent jurisdiction where required by the United 
States Government to defend against any challenge against any ad:. 
verse personnel action. · , · 

. Policies and practices' for storing; retrieving, accessing, retaining, and 
disposing of records in the system: ' · · ' 

Storage: 
Paper records; are maint~ined iri file folders. Records :~re also 

maintained in automated data systems and electronically· secured files. 
Retrievability: · · . 
Records are retrieved by organizational levels, name of em.ployee 

and/or applicant, Social Security Number, office symbol, occupation­
al series and grade levels, or any other ,co.mbination of these identifi-
ers. . · · · · ' 

, Safeguards: ': · . 
Paper records at:e stored in locked file cabinets, and secured work­

ing environments.~ Automated records are protected by restricted 
access procedures. Access to records is ·strictly limited to authorized' 
officials with a bona fide need for. the records. ' 

Retention and disposal: · 
Records are. retained for t~o years and 'then destroyed by shred,._ 

ding, burning, or erasure in the case of magnetic media. 
System manager(s) and address: 
Drug Program Coordinator, Personnel and· Security Division, 

Headquarters, Defense Contract'. Audit Agency, Cameron Station, 
Alexandria, VA 22304-6178. ' 

Notification procedure: . . _ ., 
Individuals seeking to determi~e whether this system of records 

contains information about themselves should address written inquir­
ies to the Drug Prograrn.~oorqinator, Personnel and Security Divi­
sion, Headquarters, Defense Contract Audit Agency, Cameron Sta­
tion, Alexandria, VA 22304-6178. Individuals must furnish the fol­
lowing information for records to be located and identified: Name; 
Date of birth; Social Security Number; Identification number (if 
known); Approximate date of record; and Geographic area in which 
consideration was requested. · 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries to the Drug 
Program Coordinator, Personnel and Security Division; Headquar­
ters, Defense Contract Audit Agency, Cameron Station, Alexandria, 
VA 22304-6178 .. -Individuals must furnish the following information 
for records to ·be located and identified: Name; Date of birth;· Social 
Security Number; Identification number (if known); Approximate 
date of record; and geographic area in w~ich con~ider!ltion was 
requested. 

Contesting record procedures: 
The Defense Contract Audit Agency rules fot: .accessing records, 

for contesting contents,· and appealing initial determinations by the 
individual. concerned are published ·in DCAA Instruction Number 
5410.10, "DCAA Privacy Act Program"; 32 CfR part 290a; or.may. 
be obtained from the system .manager . 

Record source categories: . ( · 
Records are obtained from the individual to whom· the record 

pertains, Agency employees involved in the selection and notification 
of individuals to be tested, laboratorie~ that test .urine .. specimens for 
the presence of illegal drugs, and supervisors, managers and pther 
ag~ncy officials. 

Exemptions claimed for the system: 
'None. 

System nam~: 
Legal Opinions. 
System location: 

RDCAA 240.3 ,·r· 

Office of Counsel, Headquarters, Defense Contact Audits Agency 
(DCAA), Cameron Station, Alexandria, VA 22304-6178. 

Categories of individuals covered by the system: 
Any DCAA employee who ·mes a complaint, with regard to 'per~ 

sonnel problems, that requires a legal opinion for resolution. · · 
Categories of records in the system: . 
Fraud files contain interoffice memorandums, citations ·used in de­

termining legal opinion, in some cases copies of investigations (FBI), 
copies of Agency determinations. 
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EEO files contain initial appeal, copies of interoffice. memoran­
dums, testi~ony at EEO hearings, copy of Agency determinations. 
Citations used in determining.legaJ opinions. · 

Grievance files contain correspondence relating to DCAA employ­
ees filing grievances regarding leave, removals, resignations, suspen­
sions, disciplinary actions, travel, citations used in .determining l~gaJ 
opinion,,Agency determinations. , · · · 

MSPB Appeal files contain interoffice memorandums, citations 
used in determining the legal position,. statements of witnesses, plead­
ings and MSPB decisions. · 

A ward files contain correspondence relating to DCAA employee 
awards, suggestion evaluations; citations used for legal determina-
tions, Agency determination: · 

Security Violation files contain interoffice corr~spondence relating · 
to DCAA employee security violations, citations used in determina-· 
tions, Agency determination. 

Authority for maintenance of the system: 
10 U.S.C. 133;' 5 U.S.C. chapters 43, -51, and 75 and the Civil 

Service Reform Act of 1978. 
Purpose(s): 
To maintain a historical reference for matters of legal precedence . 

within DCAA to ensure consistency of action and the legal sufficien­
cy of personnel actions. 

Routine uses of .records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The DCAA "Blanket Routine Uses" that appear at the beginning 
of the Agency's compilation of record system notices apply to this 
record system. , 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: · 
Primary filing system is by subject; within subjects, files are. alpha­

betical by subject, corporation, nanie of individuaL 
Safeguar48: . · 
Under staff superv1s1on during duty hours; security guards are 

provided during nonduty hou~s. 
Retention and disposal: 
These files are for permanent retention. They are retained in active 

files for five years and retired to Washington National Records. 
Center. · . 

System· manager(s) and address: 
Counsel, Headquarters, Defense Contract Audit Agency, Cameron 

Station, Alexandria, VA 22304-6178. . . . · 
Notification ·procedure: 
Individuals seeking to determine whether information about them­

selves is contained in this record system should address written 
inquiries to the Records Administrator, Defense Contract Audit 
Agency, Cameron Station, Alexandria, VA 22304-6178, Telephone 
(202) 274-4400. . • . 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this. record system should address written inquiries to Records Ad­
ministrator, Defense Contract Audit Agency, Cameron Station, Alex­
andria, VA. 22304-6178. 

Written reqUests for information 1hould contain the full name of 
the individual, current address and telephone number. 

Personal visits are limited 'to those offices (Headquarters and 6 
regional offices) listed in the· appendix to the agency's compilation of 
record system notices. For personal visits, the· individual should be 
able to provide some acceptable identification, that is driver's license 
or employing office's identification carq and give some verbal infor­
mation that 'could be verified with "case"'folder. · 

Contesting record procedures: 
The Defense Contract Audit Agency rules for accessing records 

and for contesting contents and appealing initial determinations by 
the individual concerned are published in DCAA Instruction 5410.10; 
32 CFR part 290a; or may be obtained from the Records Administra­
tor, Defense Contract Audit Agency, Cameron Station, Alexandria, 
VA 22304-6178 or the system manager. · 

Record source categories: 
Correspondence from individual's supervisor,· DCAA employees, 

former employers, between DCAA staff 'members, and between 
DCAA and other Federal agencies. 

Exemptions claimed for the_ system: 

None. 

RDCAA 240.5 
System name: 

Standards of Conduct, Conflict of Interest. 
System location: 
Office of Counsel, Headquarters, Defense Coqtract Audit Agency 

(DCAA), Cameron Station, Alexandria, VA 22304-6178. . 
Categories of individuals covered by the system: 
Any DCAA employee who has accepted gratuities from contrac-. 

tors or who has business, professional or financial interests that 
would indicate a conflict between their private interests and those 
related to their duties and responsibilities as DCAA personneL Any 
DCAA employee who is: a me~ber or officer of an organizat~on that 
is incompatible with thefr official government position, using public 
office for private gain, or affecting adversely the confidence of the 
public in the integrity of the Government. · 

Categories of records in the system: 
Office of Counsel-Files contain documents and background materi­

al on any apparent conflict of interest or acceptance of gratuities. by 
DCAA personnel. Correspondence may involve interoffice memoran­
dums, correspondence between former DCAA 'employees and Head­
quarters staff members, citations used in legal determinations arid 
Agency determinations. 

Authority for m&intenance of the. system: 
10 u.s.c. 133. 
Purpose(s): 
To provide a historical reference file of cases that are of preceden­

tial value to ensure equality of treatment of individuals in like cir-
cumstances. · . 

Routine uses -of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The DCAA.."Blanket Routine Uses" that appe~r at the beginning 
of the agency's compilation of record system notices apply to this 
record system. 

Policies and practices for storing, retrieving, accessing, .retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retrievability: 
Pri~ary filing' system is by subject, within subject, files are alpha­

betical by subject, corporation, name of individual. 
Safeguar,ds: 
Under staff supervision during duty hours; buildings have security 

guards during nonduty hours. 
Retention and disposal: 
These files are for permanent retention. They are retained in active 

files for five years and then retired .to Washington National Records 
Center. 

System manager(s) and address: 
Counsel, Headquarters, Defense Contract Audit Agency, Cameron 

Station, Alexandria, VA 2~3Q4-6.178. . 
Notification procedure: . . . 
Individuals seeking to determine whether information about them~ 

selves is contained in this record system should address written 
inquiries to the Records Administrator, · Defense Contract Audit 
Agency, Cameron Station, Alexandria; VA 22304-6178, Telc;:phone 
(202) 274-4400. . 

Record ac'cess procedures: . 
Individuals seeking access to records about themselves contained in 

this record system should address written inquires to the Records 
Administrator, Defense Contract Audit Agency, Cameron Station, 
Alexandria, VA 22304..,.617.8. · · · · . · 

The request should contain the full name of the individu~l, current 
address and telephone number. · · 

Personal visits may be made to the above address. In personal 
visits, the individual should be able to provide acceptable· identifica­
tion, that is, driver's license or employing office8' identification· card, 
and give some verbal information that ·can be verified. with 'case' 
folder. · 

Contesting record procedures: 
The Defense Contract Audit Agency (DCAA) rules for accessing 

re~ords and for contesting contents and appealing. initial D.CAA 
deierminati.ons by 'the indi~idual concerned are published in DCAA 



684 PRIVACY ACT SYSTEMS. 

Instruction 5410.1 0; 32 CFR part 290a; or may be obtained from the 
system manager. 

Record source categories: 
Correspondence from ~ndividual's Sl!pervisor, DCAA employees, 

former employees, between DCAA staff members, and between 
DCAA . and other Federal agencies. 

Exemptions cbiimed for the system: · 
None. · ·. . .. 

RDCA;A 358.3. 
System name: 

Grievance and Appeal Files. 
· System location: · 
Grievant's servicing personnel office in Headquarters· cit ·Defense 

Contract Audit Agency (DCAA) Regional Offices. Official mailing 
addresses ·are published as an appendix to the agency's compilation of 
record system notices. · 

Categories of individuals covered by the system: 
Employees or former employees who have filed formal grievances 

that may be adjudicated under either Chapter 58, DCAA Personnel 
M~nual or a _negotiated grievance procedure. : · 

·Categories· of records in the system: 
The. written grievance; assignment of examiner; or selection of an 

arbitrator or referee; statements of. witnesses; written summary of 
interviews; written summary of group meetings; transcript of hearing 
if one held; correspondence relating to the grievance and conduct of 
the inquiry; exhibits; evidence; transmittal; memorandums and letters; 
decision. 

Authority for. maintenance of the system: 
10 U.S.C. 133 and DoD Directive 5105.36 which is published in 32 

CFR part ·357. · · · 
Purpose(s): 

.. To record the grievance, the nature and scope of inquiry into the 
matter 'being grieved, arid the treatment accorded the matter by 
management. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: . . 

To arbitrators, referees, or other third party hearing officers select­
ed by management and/or the parties to the grievance to serve as 
fact finders or deciders of the matter grieved. 

The D<:;AA "Blanket Routine Uses" that appear at the beginning 
of the agency's compilation of record· system notices apply to this 
record system. · · · · 

Policies· and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 

· Retrievability: 
· Grievance files are filed by subject matter, contract clause, or by. 

name alphabetically. · 
Safeguards: 
During nonduty hours the personnel office and/or filing. cabinet is 

locked. Grievance files are under the control of the personnel office 
staff during duty hours. · ' 

Retention and disposal: 
Files are. destroyed I year after the grievance has been decided or 

after the transfer or separation of the employee, whichever is shorter. 
· System mailager(s)' and address: '· · ·· 

Each servicing personnel officer in Headquarters or DCAA · Re­
gional Offices. Official mailing addresses are published as an appen-
dix to the agency's compilation of record system notices. •· 

Notification· procedure: . 
Indi~·iduals seeking to determine wheth'~r information about them­

selv_es . is• .contained in this. record system should address written 
inquiries 'to the personnel office in the region in which the grievance 
origiQated. Official mailing address~s are published as an appendix to 
the agericy;s compilation.of record ·system notices. · 

Wri~ten requests should contain individual's. full name, current ad: 
dress, telephone number and office of assignment. , 

lndiv'iduals 'may visit the personnel office of the region in wpich 
the grievance was filed/originated. For personal visits, indiviqual 
must furnish positive identification. 

Record access procedures: 
Individuals may obtain .Information on 'access to records by .com­

municating ·in writing or personally with the servicing personnel 

officer in DCAA Headquarters or· DCAA Regiomil Offi{;es. Offic.ial 
mailing addresses are published 'as ·an appendix to the agency's com­
pilation of record system notices. ' 

The request should contain the full name of the individual; cur'i-ent 
arl;dress and telephone number. 

Personal visits may be made to the serv_icing personnel officer in 
Headquarters .or DCAA Regional Offices· or the system· manager. 
Official mailing addresses are published as an ~ppendix to the agen­
cy's compilation of record system notices.' 

Contesting record procedures: . 
The Defenst:. Contract Audit· Agency rules for accessing records 

and for contesting contents and appealing initial DCAA determina­
tions by the individual concerned are published in DCAA Instruction 
5410.10;· 32 CER .part 290a; or may be obtained from the system· 
manager. 

Record source categories: 
·The grievant; witnesses; exhibits furnished in evidence by.'grievant 

and witnesses; grievance examiner; and persons interviewed by the 
grievance examiner; deciding official arbitrator, referee, or-. other 
thirq party fact finder or decider. 

Exemptions claimed for the system: . 
None. 

RDCAA .367 .5 
Sy~tem name: . . . . . 

Employee Assjstance Program (EAP) Counseling Rec~rds. 
System location: 
Personnel and Security Division (CPP), Headquarters, Defense 

Contract Audit Agency (DCAA), Building 4, Room 4B319, Cameron 
Station, Alexandria, VA 22304-6178. . ·. 

DCAA regional servicing personnel offices; and offices of EAP 
contractors who perform employee assistance ·and counseling serv­
ices. Addresses can be found in the appendix to DCAA's compilation 
of system of records. · 

Categories of individuals covered by the system: 
DCAA Federal employees assigned to DCAA activjties who are 

referred by management for, or voluntarily request, employee assist­
ance counseling, referral, and rehabilitation. 

Categories of records in the system: 
Records relating to patients which are generated in the course of 

professional counselling, e.g., records on the patient's condition, 
status, progress and prognosis of personal, emotional, alcohol or drug 
dependency problems, including admitted or urinalysis-detected ille­
gal drug. abuse. 

Authority for maintenance of the s'ystem: 
5 u.s.c. 43; 5 u.s.c. 310; 5 u.s.c. 7301; 10 u.s.c. 3012; 42 

U.S.C. 290dd-3 and 290ee-3, 42 U.S.C. 4582; Pub. L. 100--71; Execu­
tive Order·l2564; and Executive Order 9397. 

Purpose(s): 
. The system is estabiished to 'maintain records relating to the 'coun­

selor's observations concerning patient's condition, current status, 
progress, prognosis and other relevant treatment information regard­
ing patients in an employee assistance treatment program facility. 

Routine uses' of records maintai:ned ·in the system, including· catego-
ries· of users and the purposes of such uses: · · 
. In order to comply with provisions of 5 U.S.C. 7301 and 42 U.S.C. 

290dd-3 and 290ee-3, the Office of the Secretary of Defense .. Blan~ 
ket Routine U.ses" do not apply to this system of re.cords. · 
. Records in this system may not be disclosed without prior written 
consent of such patient, unless the disclosure would be: · 

(a) To medical personnel to the extent necessary to meet a bona 
fide medical emergency; · · . 

·(b) To qualified personnel for the purpo,se ,of condu~ting Scientific 
research, management audits, financial audits, or program evaluation, 
but such personnel may not identify, directly or indirectly, any indi­
vidual patient in any report of such research, audit, or evaluating, or 
otherwise disclose patient identities in any manner; and 
: (c) If authorized by an appropriate order of a court of competent 
jurisdiction granted after application showing good cause therefor. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

St~rage: 

Records are maintained and stored in automated data systems, 
secured filing cabinets; and electronic secured files: Extracts of treat­
ment records are also entered into electronic database on microcom-
puters. · 
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Retrievability: 
Records are retrieved manually and automatically by patient's last 

name, client's case number, Social Security Number, organization, 
office symbol and counseling area offices or any other combin,ation 

· of these identifiers. 
·Safeguards: 
Records are stored in locked filing cabinets, and secured working 

environments. Automated records are protected by restricted access 
procedures, e.g., password-protected coding system. Access to 
records is strictly limited to Agency or contractor officials with a 
bona fide need for the records. Only ·individuals on a need-to-know 
basis and trained in the handling of information protected by the 
Privacy Act have access to the system. All patient records are 
maintained and used with the highest regard for patient privacy. 
Safeguarding procedures are in accordance with the Privacy Act and 
required in Employee Assistance Program contractual service agree-
ments. · · 

Retention and disposal: 
Patient records are destroyed three years after termination of coun­

seling and then destroyed by shredding, burning, or pulping. Elec­
tronic records are purged of identifying data five years after termina­
tion of counseling. Aggregate data without personal identifiers is 
maintained for management/statistical reporting purposes until no 
longer required. 

System manager(s) and address: 
Employee Assistance Program Administrator, Personnel and Secu­

rity Division, Headquarters, Defense Contract Audit Agency, Cam­
eron Station, Alexandria, VA 22304~6178. 

Notification procedure: 
Individual~ seeking to determine whether this system ·of records 

contains information about themselves should address written inquir­
ies to the Employee Assistance Program Administrator, Personnel 
and Sc::curity· Division (CPP), Headquarters, Defense Contract Audit 
Agency (DCAA), Cameron Station, Alexandria, VA 22304-6178. 

·Individuals must furnish the following for their records to be 
located and identified: Name, Date of Birth, Social Security Number, 
Identification Number (if known), approximate date of record, geo­
graphic area in which consideration was requested. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should contact Employee Assistance Program 
Administrator, Personnel and Security Division (CPP), Headquarters, 
Defense Contract Audit Agency (DCAA), Cameron Station, Alexan­
dria, VA 22304-6178. 

Individuals must furnish the following for their records to be 
located and identified: Name, Date of Birth, Social Security Number, 
approximate date of record, geographic area in which consideration 
was requested. · 

Contesting record procedures: 
. The Defense Contract Audit Agency (DCAA) rules for accessing 

records and for contesting contents and appealing initial DCAA 
determinations by the individual concerned are published in DCAA 
Manual 5410.6; 32 CFR part 290a; or may be obtained from the 
system manager. 

Record source categories: 
The· patient to whom the records pertain, Emp~oyee Assistance 

Program counselors, supervisory personnel, co-workers; other 
agency personnel, outside practitioners; or private individuals to in­
clude family members of the .patient. 

Exemptions claimed for the system: 
None .. 

System name: 
Locator Records. 
System location: 

RDCAA 371.5 

Personnel Officer, Civilian Personnel Office, Headquarters, De­
fense Contract Audit Agency (DCAA), Cameron Station, Alexan­
dria, VA 22304-6178 and DCAA Regional Offices. Official mailing 
addresses are published as an appendix to the agency's compilation of 
record system notices. · · 

System is also maintained at DCAA Field Audit Offices. Address­
es for the Field Audit Offices may be obtained from the cognizant 
Regional Office. 

Categories of individuals covered by the system: 
All civilian employees of DCAA. 
Categories of records in the system: 

Employee's name, office room number, office telephone number, 
office symbol, home address, home telephone number, date prepared, 
spouse'~ name. 

Authority for maintenance of the system: 
10 U.S.C. 133 and DoD Directive 5105.36 which is published in 32 

CFR part 357. 
Purpose(s): 
To provide a ready reference of employee home address and 

telephone number for business and protocol purposes. 
Routine uses of records maintained in the system, including catego­

ries of u8ers and the purposes of .such uses: 
The DCAA "Blanket ·Routine Uses" that appear at the beginning 

of the agency's compilation of record sy~tem notices apply to this 
record system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
3x5 cards stored in an index card box.' 
Retrievability: 
Filed by. name. 
Safeguards: 
Under control of office. staff during duty hours. Building and/ or 

office locked and/or guarded during nonduty hours. 
Retention and disposal: 
Retained until separation of employee, then· destr~yed. 
System manager(s) and address: . 
Personnel Officer,. Civilian Personnel Office, Head.quarters,. De-

fense Contra.ct Audit Agency, Cameron Station~ Alexandria, VA 
22304-6178 and Personnel Officers at DCAA RegiOnal Offices, ·offi­
cial mailing addresses are published as an appendix to the agency's 
compilation of record system noti~es. . 

Manager of DCAA Field Audtt Offices. Addresses for the Fteld 
Audit Offices may be obtained· from the cognizant Regional Office. 

Notification procedure: · 
lndivid~als seeking to determine whether informatio~ abo~t t~e~­

selves is contained in record system should address wntten mqumes 
to the Personnel Officer, Civilian· Personnel Office, Headquarters, 
Defense Contract Au~it ·Agency, Cameron Station, Alexandria, VA 
22304-6178 and Personnel Officers ;tt DCAA Regional Offices. Offi­
cial mailing addresses are published as an appendix to the agency's. 
compilation 9f record system notices. . 

Managers of DCAA Field Audit Offices. Addresses for the F1eld 
Audit Offices may be obtained from the cognizant Regional Office. 

Written requests for information must include individual's full 
name, current address, . telephone number and office of assignment. 

Personal visits may be made to the offices identified above. Indi­
vidual.must furnish positive identification. 

Record access procedures: 
Individuals seeking access to information about themselves is con­

tained in this record system should address written inquiries to the 
Personnel Officer, Civilian Personnel Office, Headquarters, Defense 
Contract Audit Agency, Cameron Station, Alexandria, VA 22304-
6178 and Personnel Officers at DCAA Regional Offices. Official 
mailing addresses are p_ublished as an appendix to the· agency's com-
pilation df record system notices. . · . 

Managers of DCAA Field Audit Offices. A?dresses ~or the Fteld 
Audit Offices may be obtained from the cogmzant Reg10nal Office. 

Written n;quests for information mu~t include individ~~l's full 
narrie, current address, telephone number and office of ass1gnmen~. 
· Personal visits may be made to the offices identified above. l.hdt­

vidual must furnish positive· identification. 
· Contesting record procedures: 
. The Defense Contract Audit Agency rules for accessing records 
and for contesting contents and appealing initial DCAA determina­
tions by the Individual concerned are published in DCAA Instruction 
5410.10; 32 CFR part 290a; or may be obtained from the system 
manager. 

Record source categories: 
Employee. 
E;xemJ)tions c~aimed for the system: 
None. 

RDCAA 440.2 
System name: 

Time and Attendance Reports. 



686 PRIVACY . ACT· SYS~EMS 

System location: . . . . . r . , . .· ~ : . 

. ·Primary·., System-Management_, Di~lsion, . Headqu~rters,: ·.Defense~ 
Contract Audit Agency (DCAA), Cameron Station, Alexandria, VA 
22304-6178. . ' . , . . . ' 

Decentralized Segments-DCAA Regional Offices and Field Audit 
Offices. Official mailing addresses are published as an appendix to the 
DCAA's compilation of record system notices. · · · · 

Categories of individuals covered by the system: ~ · ' ·, 
:All civ'ilian employees· of· 'th~ ··Defense Contract ~udit Agency; 
Categories of records hi the ·system: . 
File contain'~ a· copy of individual's time a~d attend~nce rep(;rt and. 

other papers necessary for the submission of time and attendance 
n!por~s 'an~ collect~ng of ~~y from the non~DCAA p_ayroH.office. 

Authority for maintenance of the' system: · 
5 U.S.C. 301; 10 U.S.C. 133; and 31. U.S.C. 3512 .. 
Purpose(s): · · .,., 

To record the number of hours an employee ~orks each day and 
the amount of sick and/or annual leave used. Supervisors review and 
certify accuracy of reports wlliCh are furnished to 'the app'ropriate 
Finance and Accounting office within the DoD for payrolLpurposes.-

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: ~. · ·. 
T~ ]2CAA -"Branke't Routine Uses"· that appear at the beginning 

-of-tfie agency's compilation of re<;ord system notices apply to this 
system. ·r. 

Policies and-practices for storing, retrieving, accessing, ~~taining, and 
disposing of records in the system: · . · · 

Storage:. .. . . . ' . 
. 'Paper. records in file folde.rs: 
· Retrievability: 1'- • 

.Filed· alphabetically by last name of employee. 
Safeguards: .. 
Files· are under .staff.supervisiondu~ing duty hours; buildings are 

locked and/o'r guarded by Security· guards during non-duty hours. 
Retention and disposal: · · , ' ·' 

I • ~ . , .1. - , ~ ; • • il , 

The~e records are destroyed six. months after end of pay period to 
which applicable. · · · · 

1 System manliger(s) and address: 
''Assistant Director, Resources, Headquarters, DCAA and the Re~~ 

gional Directors, DCAA and Chiefs of Field Audit Offices .. Official 
mailing addresses are published as an: appendix to the agency's com-
pilation of record system notices. · · · ,· · 

Notification procedure: · . ' . 
Individuals· se~king to determine whether , inform~tion, about them­

selves is cqntairied i.n: this record system slio~ld address written· 
inquiries to· the Records Administrator, I;>efense. Contract .Audit­
Agency, Cameron Station, Alexandda; VA 22304-6178, Telephone 
(202) 274-4400. . 

Record ·access' p~oceciu~es: . 
. Individuals seeking access to records abo'ui themselves contained :in 

this record system should address written inquiries to Records Ad­
ministrator, Defense Contract Audit Agency, Cameron Station; Alex-
aqdrht, VA 22304-6178. · , , · 

. Written' requests for information should contain the .full :name, 
address, telephone. number of the individual and the employee pay-
roll number. ·· ., . . ·. , 
, Personal .'visits are limited to those oftkes (Headquarters and. 6 
region~i o'ffices) listed in the app~ndix to the agency's compilation of 
record system notices. For personal visits,, the individual should be 
able to provide some acceptaol~ identificati_on, that is driver's .license 
or employee identification card. · · 

Contesting record procedures: . 
_Th<:! Defense Contract Audit Agency ~ules for ac;:cessing record 

and 'for contesting contents and. appealing. initial determinatio.ns by 
the individual concerned are published in DCAA Instruction 5410 .. 10;; 
32 CFR part 290a; or may be obtained from the Records Administra­
tor, Defense Contract Audit Agency, Cameron Station, Alexandria, 
VA 22304-6178 or the system manager. ' · · . 

Record source categories: . . 
Time and attendance reports are completed by the time and attend­

ance clerk based on information provided by the individual employ-
ee. , , 

Exemptions claimed for the system:· 
None. 

RDCAA 590.8 
System name: . , ·, ... 

Field Audit Office Managem~nt Informati_on.System (J:MIS), 
Systein ·location:· · · ·· · · · · · · .. · ' 

Network Operations Branch, Workload and Trends Analysis Divi-
sion, Headquarters, Defense Contract Audit Agency; DCAA region­
al offices; and· DCAA fii~ld ·audit o(fibes. Official mailing addresses 
are· published as an appendix tcVDCAA's compilation of systems of 
record notices: ' · · · 
C~tegori~ of individhals covered by. the .system: 

·-DCAA .emplgyees a.nd contra~tors, • 

', .. 

Categories of records in the system: . 
Records relating. to audit work perform~ in· 'terms, of hours ex­

pended by individual employees, dollar amounts auditeo, exceptions 
n!ported, and net savings to the· government as a· result· bf those · 
exceptions; records containing contractor and contract information; 
records containing requirements and program plan information; and 
records containing Social Security Numbers; pay grade and (option-

-ally) aodress information. . : 
A'uthority for maintenance of the systeni~ 

"5 U.S.C.'301 and ·E.Q. 9397: 
•• ,.; I '~ 

· Purpose(s): . 
To provide managers and supervisors in field audit offices with 

timely, on-line,. information regarding audit requirements, programs, 
and 'performance;: ·and serve as the, .source of information to be· en-.. 
tered and consdlidated in the Agency · Management Information 
·system (AMIS). · · ·· .. 

Routine uses 9f records .maintained in the system, including catego­
ries of users arid the purposes of such uses: 

The,~ "Blanket Routine Use:;;,. that appear at the beginning of 
DC{\A's compilation . 0f systelt1S .of rec~rds apply to this syste[ll: 

Policies and practices for storing, 'retrieving, accessing, retaining, and 
disposing of records in th~ system:; . :. 

'Storage: . , . . .. 
'Records are m~i'nt~ined in automated ~ata. systems. 
Retrievability: 

. Records are retrieved by organizational levels, name of· ~mployee, 
Social Security Numb~r. office. symbol, .!ludit. activity codes, or any 
other combination of these identifiers. 

Safeguards: 
Automated records are protected by restricted access procedui~s. · 

Access to ·records is strictly limited to authorized officials with a 
bona fide need for the records. 

Retention and disposal:· .• 
R~cords are retained for two to five, years and then destroyed ._by 

era~ure. 

System manager(s) and addre5s: 1•• 

Chief, Network Operations ·Branch, Workload and Trends Analy­
sis Division, Headquarters, Defense Contract Audit •Agency, Carner-· 
on Station, Alexandria, Virginia 22304-6178. 

Notification procedure: 
;Individuals seeking to determine-whether this system of records 

contains informat~on ab_out themselves should address written iriquir­
ies to the Chief;Network Operations Branch, Workload at;td "I:"rends 
Analysis Division, Headquarters, Defe·nse Contract'Audit Agency, 
Cameron Station, Alexandria, Virginia ·22304-6 178. · · · . · 

Individuals must furnish name; Social Security Number; approxi­
mate date of record; and geographic. area in which consideration was 
requested for record to be located and identified. Official mailing 
addresses are published as an appendix to the DCAA's .. compilation· 
of systems notices. 

Record access procedures: 
Individuals, seeking access to records about themselve~ contained in 

this system of records should. add..ress written inquiries to. the ;Chief, 
Network Operations Branch, Workload arid Trends .AQalysis Divi­
sion, Headquarters, Defense ~ontra~t.Audit }\.gency, .Cameron Sta­
tion, Alexandria, Virginia 22304-6178. Official rnajling addresses. are 
published -~-an appendi.;'l. to' the DCAA's compilation of systems 
notjces. . . . . · , . . . . 

Individuals must furnish name; Social Security Nu11Jber; approxi­
mate date of record; and.geographic area in which consideration was 
requested for record to be located and identified. ' · 

Contesting record procedures: · . · · 
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DCAA rules for accessing records and for contesting contents and 
appealing initial agency. determinations by the individual concerned 
are published in ,DCAA Inst.ruction Number 5410.10, "DCAA Priva­
cy Act Program;" 32 CFR part 290a; or may be obtained from the 
system manager. 

Record source categories: 
Information, other than data directly related to individual employ­

ees, is obtained by field audit office supervisors from audit reports 
and working papers. 

Exemptions claimed for the system: 
None. 

RDCAA 590.9 
System name: 

DCAA Automated Personnel Inventory Systef!J (APIS). 
System location: 
Primary location: Office qf the Director . of Personnel and the 

Personnel Officer, Civilian Personnel Office, Headquarters Defense 
Contract Audit Agency, Cameron Station, Alexandria, VA 22304-
6178, and the DCAA Regional Offices. Official mailing addresses are 
published as an appendix to the DCAA compilation of record system 
notices. 

Secondary location: Defense Construction Supply Center, Defense 
Electronics Supply Center, and the Defense Logistics Agency Ad­
ministrative Support Center which maintain systems data under an 
inter-service support agreement with DCAA to provide payroll and 
report generating services. Official mailing addresses are published as 
an appendix to the Defense Logistics Agency's compilation of record 
system notices. Compuserve, Inc., 500 Arlington Center Boulevard, 
Columbus, OH 43220, which maintains systems data under contract 
with the General Services Administration. 

Categories of individuals covered by the system: 
All current civilian employees of DCAA and former employees 

who were on DCAA rolls any time after January 1, 1977. 
Categories of records in the. system: 
Current and historical data related to positions occupied by an 

employee of DCAA such as grade, occupational series, title, organi­
zational location, salary and step, competitive area and level, geo­
graphical location, supervisory designation, financial reporting re­
quirement, and bargaining unit status. 

Current and historical data related to a DCAA employee's status 
and tenure in the Federal civil service including veterans preference, 
competitive status, service computation data, tenure group. 

Current and historical data personal to an employee of DCAA 
such as birth date, physical and mental handicap code, minority 
group identifier code, and enrollment data for life, health, and retire­
ment programs. 

Current and historical education and training data on a DCAA 
employee such as educational level, professional certifications, train­
ing accomplishment and requirements. 

Current and historical career management data on a· DCAA em­
ployee such as performance level indicator codes, performance eval­
uation scores, and promotion assessment scores. 

Current and historical data on awards and recognition received by 
an employee of DCAA. · 

Authority for maintenance of the system: 
10 U.S.C. 133; Executive .Order 9397; and DoD Directive 5105.36 

which is published in 32 CFR part 357. 
· Purpose(s): 

To collect, store, and retrieve information to meet personnel and 
manpower management information requirements in support of pro­
gram operations, evaluation, and analysis: 

To satisfy external and internal reporting requirements. 
To provide information to officials of DCAA for effective person­

nel management and administration. 
To designated employees of the Defense· Logistics Agency author­

ized under agreement with DCAA to maintain records necessary to 
provide payroll and report generation services. 

To designated automated data processing vendors with whom 
DCAA may contract are authorized. to maintain and enhance data 
and computer operating systems necessary for DCAA personnel to 
process data and produce required outputs. Vendors neither obtain 
output from the system nor access the stored a data for other than 
validated, approved test procedure;s. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: · 

The "Blanket Routine Uses" that appear at the beginning of 
DCAA's compilation of record systems notices apply to this record 
system; 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage:· 
Input paper documents are stored in file folders and/or file cabi­

nets. Information converted to automated form for storage in the 
system is stored on magnetic tape anq/or disks. : 

Output reports on computed printout paper are stored in file cabi­
nets, specialized file containers, or library shelving. 

Individual e!flployee output reports are filed in folders retained 
within official personnel, performance, OJ.' medical records. 

Retrievability: 
Information is retrieved by Social Security Number. 
Safeguards: 
Access to computerized data requires knowledge . and use ·of a 

series of system identification codes and passwords which must be 
entered in proper sequence. Access to computerized data is limited to 
system analysts and programmers authorized to support the system, 
individuals authorized to provide payroll and report generating serv­
ices, and DCAA personnel and EEO office employees. 

Access to output reports is limited to individuals with a need-to­
.know. 

Retention and disposal: 
. Records in the automated data base, with the exception of non­
SES performance appraisal data, are permanent. 

Paper input ·documents and output printouts and reports, except for 
those required to be maintained in an employee's official personnel, 
performance, or medical file, are retained for reference purposes only 
until superseded or no longer required. When superseded or no 
longer required,. these records will be destroyed by shredding or 
burning. . 

Copies of records authorized to be maintained by supervisors or 
other operating officials will be destroyed one year after transfer or 
separation of employee. · 

System manager(s) and address: 
Director of Personnel, Headquarters, Defense Contract Audit 

·Agency, Cameron Station, Alexandria, VA, 22304-6178, 
Personnel Officer, Civilian Personnel Office, Headquarters Defense 

Contract Audit Agency and the DCAA Regional Personnel Officers 
for data in their. data banks. Official mailing addresses are published 
as an appendix to the DCAA compilation of record system notices. 

Notification procedures: 
Individuals seeking to determine whether information about them­

selves is contained in this record system should address written 
inquiries to the Director of Personnel, Headquarters, Defense Con­
tract Audit Agency, Cameron Station, Alexandria, VA 22304-6178. 

For verification purposes, written request for information must 
include individual's full name, current address, telephone number and 
office of assignment. 

Personal visits may be made to the Office identified above. Indi­
vidual must furnish positive identification. 

Record acce~ procedures: 
Individuals seeking access to information about themselves con­

tained in this record system should address written inquiries to the 
·Director of Personnel, Headquarters, Defense Contract Audit 
Agency, Cameron Station, Alexandria, VA 22304-6178. 

For verification purposes, written requests for information must 
include individual's full name, current address, tel~phone number and 
office of assignment. 

Personal visits may be made to the office identified above. Individ­
ual must furnish positive identifi<;:ation. 

Contesting record procedures: 
The ·Defense Contract Audit Agency rules for accessing records 

and for contesting contents and appealing initial DCAA determina­
tions by the individual concerned are published in DCAA Instruction 
5410.10, 32 CFR part 290a, or may be obtained from the system 
manager. 

Record source categories: 
Agency supervisor's and administrative personnel, medical officials, 

previous federal employees, U.S. Office of Personnel Management. 
Applications and forms completed by the individual. 

Exemptions claimed for the system: 
None. 

Defense Co~Audit -A:gency. Offices 
(Alphabetically by-Sfate and City) 
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. California 
DCAA Western Regional Office, Attention: RCI-4, 16700 

Valley View Avenue, Suite 300, La Mirada, CA 90638-5830. 

'Georgia 
DCAA Eastern ·Regional Office, Attention': RCI- i, 2400 Lake 

Park Drive, Suite 300, Smyrna, 9A 30080-7644. · · 

Massachusetts. 
DCAA Northeastern Regional Office, Attention: 'RCI-2, 83 

Hartwell A venue, Lexington, MA 02173-3163. ' · 

·,. 

.. ~· . 

. . ·, 

Pennsylvania 
DCAA. Mid-Atlantic Regional Office, Attention: RCI-6, '600 . 

Arch Str~et, Room 4400, Philadelphia, PA 19106-'-~~· · 

Texas . 
DCAA Central J~egional Office, Attention: RCI-3,- 106 Decker 

Court, Suite 300, lrvi.ng, TX 750t?2-2795. .., 

· Vir~nia 
DCAA Headquarters, Attention: CMR, Cameron Stat'i'on;·. 

Alexandria, VA 22304-6178: ' · · · · 

,· 

.·' . ,, 

. · . 
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DEFENSE LOGISTICS AGENCY 
How Systems of Records Are Arranged 

!his numbering system is also used to categorize and identify 
P~lVacy Act systems of records. A typical system identifier looks like 
thts: S322.01 DLA-K. The letter "S" denotes the Defense Logistics 
Agency; the first digit "3" represents the primary functional category 
(Personnel); the digits "22" represent a secondary function with the 
broad "Personnel" category; the decimal fraction ".01~' is a sequential 
number used to differentiate one 322-series system from anpther; the 
suffix letters "DLA-K" designate the DLA organization with gener­
al responsibHity for the functional area. · 

How To Use the Index Guide 

The systems of records maintained by. DLA are contained within 
the functional series listed belo:w. Refer to the list to identify areas of 
interest. Use the functional category ·number to locate the system of 
records in which you are interested. The notices are arranged in 
numeric order. 

Defense Logistics Agency records are arranged by major function­
al categories with each category having a 3-digit identification 
number. The functional categories are as follows: 

System Identification Series 

Subject Series 
Administration 

100 
Planning and Management 
. 200 
Personnel 

300 
Finance 

400 
Transportation 

600 
Contracting 

800 

REQUESTING RECORDS 
Records are retrieved by name or by some other personal identifi­

er. It is therefore especially important for expeditious service when 
requesting a record that particular attention be provided to the Noti­
fication and/or Access Procedures of the particular record system 
involved so as to furnish the required personal identifiers, or any 
other pertinent personal information as may be required to locate and 
. retrieve the record. · 

BLANKET ROUTINE USES 
Certain blanket 'routine uses' of the records have been. established 

that are applicable to every record ·system maintained within the 
Department of Defense unless specifically stated otherwise within a 
particular record system. These additional blanket routine uses of the 
records are published below only once in the interest of simplicity, 
economy and to avoid redundancy before the individual record 
system notices begi,n rather than repeating them in every individual 
record system. 

ROUTINE USE-I,.A W ENFORCEMENT 
In the event that a system of records maintained by this compo­

nent to carry out its functions indicates a violation . or potential 
violation of law, whether civil, criminal or regulatory in nature, and 
whether arising by general statute or by regulation, rule or order 
issued pursuant thereto, the relevant records in the system of records 
may be referred, as a routine use, to the appropriate agency, whether 
Federal, state, local, or foreign, charged with the 'responsibility of 
investigating or prosecuting such violation or charged with enforcing 
or implementing the stat1.1te, rule, regulation or order issued pursuant 
thereto. 

ROUTINE USE-DISCLOSURE WHEN. 
· REQUESTING INFORMATION 

A record from a system of records maintained by this component 
may be disclosed as a routine use to a Federal, state, or·local·agency 
maintaining civil, criminal, or other relevant enforcement information 
or other pertinent information, such as current licenses, if necessary 
to obtain information relevant to a component decision concerning 
the hiring or retention of an employee, the issuance of a security 
clearance, the letting of a contract, or the issuance of a license, grant 
or other benefit. 
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ROUTINE USE-DISCLPSURE QF REQUESTED 
INFORMATION 

A record from a system of records maintained by this component 
may· be aisclosed to a -Federal agency, in response to its request, in 

. connection .with the hiring or retention of an: employee, the issuance 
of a security clearance, the reporting of an investigation of an em­
ployee, the letting of a contract, or the issuance of a license, grant or 
other benefit. by t~e requesting agency, to the extent that the infor­
mation is relevant and necessary to. the requesting agency's decision 
on the matter. 

ROUTINE USE~CONGRESS~ONAL INQUIRIES 
Disclosure from a system of records maintained by this component 

may be made to a Congressional office from the record of an individ­
ual in respon~ to an inquiry from the Congressional office made at 
the request of that individual. 

ROUTINE· USE-PRIVATE RELIEF- LEGISLATION 
Relevant information contained in all systems of records of the 

. Department of Defense published on or before August 22, 1975, may 
be disclosed to the Office of Management and Budget in connection 
with th~ review ·of private relief legislation as set forth in QMB 
Circular A719 at any stage of the legislative coordination and clear­
ance process a~ s~t forth in that Circular. 

ROuTINE USE-DISCLOSURES REQUIRED. BY 
INTERNATIONAL AGREEMENTS 

A record from a system of records maintained by this component 
may be disclosed to foreign law enforcement, security, investigatory, 
or administrative authorities in order to comply with requirements 
imposed by, or to claim rights conferred in, international agreements 
and arrangements including those regulating the stationing and status 
in foreign countries of Department of Defense military and civilian 
personnel. 

ROUTINE USE-DISCLOSURE TO STATE AND 
LOCAL TAXING .AUTHORITIES 

Any information normally contained in IRS Form W-2 which is 
maintained in a record from a system of records maintained by this 
component may be disclosed to state and local taxing authorities with 
which the Secretary of the Treasury has entered into agreements 
pursuant to Title 5, U.S. Code, Sections 5516, 5517, 5520, and only to 
those state and local taxing authorities for which an employee or 
military member is or was subject to tax regardless of whether tax is 
or was withheld .. This routine use is in accordance with· Treasury 
Fiscal Requirements Manual Bulletin Nr. 76·07 . 

ROUTINE USE - DISCLOSURE TO THE OFFICE 
OF PERSONNEL MANAGEMENT 

A record from a system of records subject to the Privacy Act and 
maintained ·by this component may be disclosed to the Office of 
Personnel Management concerning information on pay and leave, 
benefits, retirement deductions, and any other information necessary 
for the Office of Personnel Management to carry out its. legally 
authorized Government-wide personnel management functions and 
studies. · 

ROUTINE .USE-DISCLOSURE.TO THE 
DEPARTMENT OF JUSTICE FOR LITIGATION 
A record from a system ·of records maintained by this component 

may be disclosed as a routine ·use to any component of the Depart­
ment of Justice for the purpose of repr~enting the Department of 
Defense, or any officer, employee or member of the Department in 
pending or potential litigation to which the record is pertinent. 

ROUTINE USE•DISCLOSURE TO MILITARY 
BANKING :FACILITIES OVERSEAS 

Information as to current military addresses and assignments may 
be provided to military banking facilities who provide banking serv­
ices overseas and who are reimbursed by 'the Government for certain 
checking and loan losses. For personnel separated, discharged, or 
retired from the Armed Forces, information as to last known residen­
tial or home of record address may be provided to the military 
banking facility· upon certification by a banking facility officer that 
the facility has a returned or dishonored check negotiated by the 
individmll or the individual. has defaulted on a loan and that if 
restitution is not made by the individual, the U.S. Government will 
be liable for the losses the facility may incur. 
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ROU"{INE USE-DISCLOSURE OF INFORMATION 
TO THE GENERAL SERVICES ADMINISTRATION 

. . . <GSA) . 
l ; . j~ " • ' 

A record from a system ,ofrecords maintained by this component 
may be disclosed. as -a routine use to the General Services .. Adminis­
tration (GSA) for the purpose of records management inspections 
condu~teQ !Jnder authority of 44 U.S.C. 2904 and 2906. 

'ROUTINE USE-DISCLOSURE OF INFORMATION 
TO THE NATIONAL· ARcHIVES AND RECORDS 

ADMINISTRATION (NARA) . 
A n:icor~ fro~: .a system of records maintained. by· this component 

may· be d1sclosed as· a · routine use · to the National Archives and 
Recor~s Ad~inistration (NARA) for· ~he purpose of records manage­
ment mspect10ns conducted under authority of 44 U.S.€: 2904 and 
2906. 

ROUTINE USE-DISCLOSURE TO THE MERIT.·;. 
SYSTEMS P~OT~q'ION BOARD 

A record from a system ·of recora~ maintained· by this component 
may be disclosed ·as a routine use· to the Merit Systems Protection 
Board, including the Office of the Special Counser for the pl.iq)ose of 
litigation~ inCluding administrative proceedings, appeals; special stud: 
ies of the civil service systems, review of OPM or component rules 
component rules and regulations, investigation of alleged or possible 
prohibited personnel practices; including administrative ·proceedings 
involving any individual subject of a DoD investigation, and such 
oth~r functions, promulgated in 5 U.S.C 1205 and 1206, or as may be 
authorized by law. ' . .·. . . . . . . 

ROUTINE· USE-COUNTERINTELLIGENCE ·· 
PURPOSES 

A record from a. system of records maintained by this .component 
may be disclosed as a routine use outside the DoD or .the U.S. 
Government fQr the purpose of counterintelligence activities author­
ized by U.S. Law or Executive Order or for the purpose of'enforcing 
laws which protect the national security of the United States. 

... · .. 

· SlU.UDLA·K 
System name:·· 

Rotatiop. of. Employees F.rom. Foreign Areas 'and the Canal Zone. 
·System location: . · · · · · 
Staffing and Employe~ Relations Division, Staff Director, Person­

nel Headquarters Defense Logistics Agency (HQ DLA), Cameron 
Station, Alexandria, VA 22314. . · · . 

Categories. of individuals covered by· the system: 
Employees· _or former employe~s of:.DLA who have requested 

extension of duty in Canal Zone and foreign areas beyond five years, 
or for whom management ha.S· made such a request. 
· Categories of records in the ;ystem: : · . 

Files inClude requests for. exte~sion of duty, in Can~l Zone and 
foreign areas, request .letters, statements as to oeed or justification 
and, when management initiates . request, statement of employee's 
consent. Statement of approval or disapproval by· the Staff Directoi', 
Personnel, HQ DLA, or his Deputy and comments by tlie staff 
elements as appropriate. · · · . · · · 

Authority for maintenance of the system: 
10 U.S.C ·1586 and Qep~rt.JT!ep.t O'f Defense (DoD) Instruction 

1404.8. . ·. 
Pur.pose(s): 
Inforination is used in determining \vheth~r: extension of employ­

ee's overseas tou·r of duty beyond five· years should be approved or 
disapproved. Infor;mation is used by HQ DLA Office of Persc;:mnel 
and management officials concerned with the· extension. 

Routine uses of records maintained· in the 'system, including catego· · 
ries of users and the purposes of such uses:' · 
· See blanket routine uses abov~. · 

Policies and practices for stqring, retrieving, accessing, retaining, and 
disposing of records in the system:. · · . ·. 

Storage:• . . · · ' 
Paper records in file· folders. 
RetrievabilitY: 
Fii~d· aip:Qa~etically bi.emp!oyee:s last ~arne:. . . ' 
Safeguards: · . .. 

Records are maintained in locked filing cabinets i_n areas accessible 
only to Agency personnel. · · 

Retention and disposal:. · 
Records are retained in active file until end of calendar year. and 

held one. to three years in inactive file ana subsequently destroyed. 
. · Syst~ni manager(s) and addtess: · :·1 

: · · • · • 

"'Staff Dir~ct~r. Person1,1ei, Headquarters Defense Logistics Agency, 
Cameron ~tation, Alex~ndria, VA 22314 · 

Notification procedure: 
: Written or p~rsonal_ requests for. information Iitay be dire~ted to 

the Systems Manager. Individual IQ,ust provide full'name. .' .. 
Record access procedures: · " · 
Official mailing· address is set forth above. Wiitten requests for 

information should be addressed to the Systems Manager and contain 
the full name, current address!and telephone numbers ofthe individ­
ual. For personal visits,· the 'individual should be able to provide· some 
acceptable identification, that is,. driver's license' or employing office 
identification card~ a.nd give some· verbal information which can be 
verified .with. his record~. · · 

Qln~esting re~rd procedures: . 
The agency's rules for contesting contents and appealing· initial 

determinations may -be obtain~d. from the System Manager. 
Record source categories: 
Employee's supervisors, civilian personnel office and government 

officials or other parties having an interest in the empl~yee's assign­
ment. 

Exemptions claimed for the system: 
None. 

Slll.UDLA·KP 
System name: 

Bye-Bye Retirement System. 
System location: 

; :J· 

. System may exist at Decentralized DLA Primary Level Field 
Activities: 

Categories of individuals covered: )ly. the system: 
System may contain informatio!l about civilian personnel of DLA 

Primary Lev'el Field Activit.es (PLFAs) who are eligible for retire-
ment. · .. 

Categories of rec~rds;in the SY.~tem:'· 
Printout statement indicating estimated retirement annuity for em­

ployees. Information annuity ·.for employee. Information iqcludes 
name of employee, service computation date, birth date, ·current 
salary and date began and accumulated ~ick level hours. 

Authority for maintenance of the system: 
5 U.S.C. 83~l-8348,_ 'Civil ~ervice Reti~emen~'. 
Purpose(s): · . 
Information is maintai~ed for the purpose· of supplying employees 

who are eligible for retirement with decision information. Informa­
tion is used by the Civilian Personnel Office to counsel employees 
who are eligible to retire. Information is used by computer program-
mers for programming and reprogramming purposes. · . 

Routine· uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

See Blanket Routine uses above. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
,. Storage: . .. · · . ,. .. . 
. lndiyidual paper printouts ar~··stored in corresponding .e~ployee's 
Official Personnel Folder. Infor.mation .may also be maintained in a 
Mark. III remote time-sharing computer syst~m.; 

Retrievahility: 
Filed by alphabetical order within· individual PLF A. files. PLF A 

Listings filed· in. single computer fi1e· and retrieve:~: by file name. 
Safeguards:, 
Record_s ~r~ maintained in locked file.are~ and in locked computer 

. terminal ·room. System access codes are restricted tq Agency officials 
with a need for the information. 

· Retention and disposal: 
Records are· destroyed a(ter retirement of emJ:!loyee .. 
System ..U.nager(s) and address: . 
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PLF A Civilian Personnel Officers. Official mailing addresses are in 
the DLA Directory of Mailing Addresses. 

Notification procedure: 
Written or personal requests for info~mation may be directed to 

the Systems Manager. Employee need only supply full ·name. and 
organization location. 

Record access procedures: . 
Employee may visit the Personnel Office ·and review his Official 

Personnel Folder. Employee should be able to certify to his identity. 
Contesting record procedures: 
The DLA rules for c9ntesting. contents and appealing initial deter­

minations may be obtained from the Systems Manager. 
Record source categories: 
Information furnished by the Office of Civilian personnel and ex­

tracted from ·the employee's Official Personnel Folder. Accumulated 
sick leave hours are obtained from the payroll office. 

Exemptions daime~ for the system: 
None. 

S111.11DLA-KS 
System name: 

Official Records for Host Enrollee Programs. 
System location: 
Geographically and organizationally decentralized to the Defense 

Logistics Agency (DLA) Primary Level Field Activities (PLFAs) 
which act as hosts for individuals sponsored by local, state and 
federal agencies who seek work experience and training with DLA 
~ctivities with or without DLA participation relative to compensa­
tion and reimbursement. 

Categories of individuals covered by the system: 
All applicants and selectees. of Host Enrollee programs. 
Categories of records in the system: 
various forms and records pertaining to the selection and other 

administrative information originating during the tenure and after the 
separation of the selected individuals in the Host Enrollee Program 
of the DLA PLF A. Normally such records as time attendance, 
training records, periodic evaluations, data on enrollee .designee for 
emergency contact, work site location of enroll~, official address, 
telephone number and similar records are maintained. · 

Authority for maintenance of the system: 
Rehabilitation Act of 1973, .(29 U.S.C.' 701, et seq.)' Emergency 

Jobs and Unemployment Assistance Act of 1974 (Pub. L. '93-567); 
Comprehensive Employment and Training Act (CETA) (29 U.S.C. 
801, et seq.) 

Purpose(s): 
This information is collected and maintained to assist personnel and 

management officials to administer a uniform program of wor.k and 
training experience to enrollees and to make a proper evaluatton of . 
the enrollees and the respective Host Enrollee Program. The use of 
the records is restricted to official personnel for administrative pur­
poses. 

Routine uses of records maintained in the system, including catego­
ries of users an~ the purposes of such uses: 

See blanket routine uses above. 
Policies and practices for storing, retrieving,· accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records in file storage. 
Retrievability: 
Filed alphabetically by employee name under particular type of 

Host Enrollee Program. 
Safeguards: 
Maintained fn locked filing cabinets. Direct access to the files is 

limited to civilian personnel offi~e employees and to supervisor.s and 
others who are identified as having. a specific and legitimate need. 

Retention and disposal: 
Records are maintained for the duration of the enrollee's ·program 

assignment. They are held for two years after separation from the 
program and then destroyed. · 

System manager(s) and address: 
Civilian Personnel Officers (CPOs) of DLA Primary Level Field 

Activities. 
Notification procedure: 

Requests for information from former enrollee about himself or 
herself should be forwarded to the Systems Manager at the· ~LF A 
where the enrollment occurred. Individuals currently enrolled m the 
Host Enrollee Program may obtain information direct from the Sys­
tems Manager. 

Record access procedures:· 
Enrollees should contact the designated Systems Manager. Written 

requests should include requester's full name, job title and name of 
program enrolled or formerly enrolled an~ job title held. For p_erso~­
al visits employees should be able to provtde some acceptable tdentt­
fication. 

Contesting record procedures: 
The Systems Manager will provide the DLA rules for contest~ng 

contents of records:· · · 
Record source categories: 
Information · contained in records of enrollees is obtained from 

employee, program sponsor, educational insti_t~tions, sup_ervisors and 
others who contribute to the work and trammg expenence of the 
enrollee while registered in the respective Host Enrollee Program of 
the activity. · 

Exemptions claimed for the system: · 
None. 

Sllt.UDLA-XA · 
System name: 

Personnel Roster /Locator Files .. 
System .location: 
Headquarters, Defense Logistics Agency (DLA) and all field ac-

·tivities where maintained. · 
Categories of individuals covered by the system: 
Civilian employees .and military personnel for the DLA activity 

where records are maintained. : · · 
Categories of records in the system: 
The System may contain paper and computerized locator records 

including such items as: Name, organizational assignme!l~· office and 
home telephone number, home ·a~~ress,. grad.e/rank~ mthtary brancp 
of service and date of rank, posttton tttle, JOb senes, and spouse s 
name. 

Authority for maintenance of.the system: 
5 u.s.c. 301 ·. 
Purpose(s): , 

· To notify DLA personnel of the arr.ival of visitors! to plan soci~l 
functions, recall personnel to duty Statton when requtre~, for us~ m 
emergency notific~tion, a~d to perfo~ rele':ant functions/reqUire-
ments/actions conststentwtth managenal functtons. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See blanket routine uses ab'ove. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records in file folders, card files and some on magnetic tape 

or di~k. 
Retrievability: 
Alphabetically by name, by organization, or grade/rank. 
Safeguards: · 
.Records are accessible only to authorized DLA personnel. 
Retention and disposal: 
Records are destroyed upon termination/qeparture of DLA per-

sonnel or upon preparation of new locator cards/rosters. · 
SysteO:. manager(s) and address: · 
Heads ·of l{Q DLA principal staff elements and Heads of DLA 

field activities which maintain locator/roster files. · 
Notification procedure: 
Written or personal requests for information may. be directed to 

the System Manager. Individual must provide full name, name of 
DLA activity and specific office at which employed. 

Record access procedures: 
Official lt)ailing addresses of System Manager are in the DLA 

Directory. Request should contain full name, current address and 
telephone number of the individual. For personal visits, the individ­
ual should ·be able to provide some acceptable identification; that is 
driver's license, or DLA identification card. 
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Contesting record procedures: · 
The Agency's rules for·contesting contents·may be obtained fr<?m 

the.;System Manager. · 
Record source categories: 
Individual, upon assignment to DLA, and when changes qccur. 
Exemption~ claimed for the system: 
None. · ' 

S120.0SDLA-K 
System name: 

Schedule and Record of Overtime Assignment and Request. 
System location: .. .: , . 1 · 

First line supervisor or oiher supervisory levels' in .each 'organiza~ 
tiona! unit where formalized overtime records are maintained. The 
records are not maint~ined by all supervisors but.only by those who 
need suc;h ·a record or where such records are required by ·negot~ated 
labor agreements. · ·. · J 

C~tegories of individ~als covered by the system: ·' 
Any civilian 'employee in those organiz~tional segments where 

formalized overtime records are kept may be covered .. 
Categories of records in the system: 
A roster of civilian personnel in. the .organizational segment, sched­

ules of proposed overtime, dates overtime was offered, record of 
whether employee accepted the overtime, hours and dates worked; 
amount of work produced during the overtime hours, and: other 
information related directly to overtime usage. 

Authority for maintenance of the ~yst~m: . 
5 U.S.C. 5542, Overtime Rates; Computation. 
Purj)ose(s): 
Information is· used by· the· supervisor to assign . overtime on an 

equitable or rotational basis and to plan and. schedule overtime as 
needed. It may also be used to determine the most productive over-
time workers. · ' · · · · 

Routine. uses of rectirds mainiained in :the sy~t~m; including catego-
ries of users and the purposes of such u5es: · · .. · 

In-formation may be. shown .to employee· representati~es, su~h as 
union representatives to ·demonstrate nature and equity of the system. 

See also blanket routine uses as set. forth aboy~. 
Policies and practices for storing~. retrieving, accessing, retaining; !J.Dd 

disposing of records in the system: 
Storage: 
Paper records in file folders or index cards. 
Retrievability: . · . . 

Filed or listed by employ'ee name. 
Safeguards: . 
Records are maintained in file ~abinets under tiu~ supervisor's con-

trol. · ·· 
Retention and disposSJ: 
Records are destroyed after one year from the last date o{ over-

time usage. · 
System manager(s) and address: 
Office of Civilian Personnel of the appropriate Defense L9gistics 

Agency (DLA) Primary Level Field Activity. 
Notification procedure: 
Individuals may determine whether or not there is an overtime 

record per.taining to them . from · their immediate supervisor or the 
System Manager. 

Record access procedures: , 
Written request for access to .. information should be directed to. the 

System Manager. Official mailing ad,dresses are in. t~e DLA Directo­
ry. For personal. visits to. the System Manager, individual should be 
able to provide some acceptable identification such as official identifi~ 
cation card or driver's license. However, inquiries will normally be 
made to the immediate supervisor by personal visit. 
· Contesting record procedures: 

The agency's rules for contesting co~tents · and:·appe~ling inili~i 
determinations may be obtained from the S~steni Manage~. 

Record source categories: 
. · Supervisors and others involved in the. management of overtime in 
the activity.· · · · · 

Exe~ptions claimed for the system: 
None. 

. · S120.0SDLA-KP 

System name: 
Supervisors' Records and Reports of Employee Attendance and 

Leave.~ 

System locati6n: 
This system is decentralized by o~g~nization and geography to !h.e 

supervisory level at all Defense Log1st1cs Agen~y (DLA) field acttv~­
ties and Headquarters DLA. All records descnbed are not necessan­
ly maintained by all supervisors. : · - · 

Categories of individuals covered by the system: 
DLA employees and certain former DLA'employees . 

• f '~ 

Categories of records in the system: 
Schedules of planned leave, rec<;>rds ofsic~ and annual leav~ and 

other :types of leave taken, r~cords of tardmess, absences Without 
leave, leaves without pay, administrative leave,.and oth~r absen7es of 
types of leave. In some cases the record may also contam not~t1on of 
time actually present, time on temporary·.duty (TDY) and time on 
special assignments or temporary assignments. Records may. be kept 
by the hour, day, week, pay perj9d, quarter, or year. While records 
maintained in accordance with this notice are all 'hard copy' or 
manual in nature, some of the records may be produced by automat­
ed data processing as: printouts from automated payroll and leave 
accounting systems described· under other notices. · . 

Authority for maintenance .of the system: 
, 5 U.S.C. 61. and.63;. ~ea~e. :, · 

Purpose(s): 
Data· is used by supervisors and by civilian personnel office sta~ to 

monitor· sick leave use and·. detect patterns of attendance and s1ck 
leave usage which may be indications of problems in the use of leave 
or which should be discussed with the employee. To schedule annual 
leave in an organize<), fair and planned,way. To jdentify employees 
who may be congratulated for accumulation· of sick leave or limited 
use of sick leave. To prepare statistical reports on leave· use and 
attendance matters and for statistical evaluation and analysis of leave 
usage patterns. To post daily leave ~sage onto time a~d attendance 
reports or ·records ·.and ·tO ··answer employee question ·on ·)eave 
charges. · · . 

Routine uses of records maintained hi .the system, including catego-
ries of·users and the purposes of suc;h 'uses: · 

See blanket routine uses as set forth. above. . 
. Policies,and practices (or stori~il, retrieving, accessing, retaining, and 

disposing of r~cords in the system: · 
Storage: . _ 
Paper records in file folders or binders or file index cards. 
Retrievability: 

·By employee name. 
. Safeguards: . . . 
· A~y part of the records containing any personal or potentially 
sensitive data are. maintained in Joqked filing cabinets or supervisors' 
locked desks. 

Retention. and. disposal: 
Records are kept for one year and then destroyed. 
System manager(s) and address: 
Civilian .Personnel Of(icer.at each DLA Primary Level Field Ac­

tivity. 
Notification procedure: 
Employees who wish to determine what ·leave records are being 

maintained at supervisory or personnel office level should. address 
their inquiries. to ~heir immediate supervisors or to the primary level 
field activity office of civilian personnel. " . 

Record access procedures: 
.. 

Personal request~ for record. content should b~ ma.~e. to. the: imme­
diate supervisor or .fo System M'a!lager. Written request 'for assistance 
in· obtaining access ·should l;>e directed to the System· Manager, and 
should contain the full name and organizational location of the em­
ployee. Official mailing address~s. of the System Manager ar: i~ t.he 
DLA Directory. For personal VISitS to System Manager,.,the mdlvld­
ual should· provide some acceptable identification, such as activity 
identification card or driver's license. 

Contesting record procedures: 
The agency rules for contesting .contents and appealing initial de-

terminations may be obtained from the System Manager. ·· 
Record source categories: 
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Payroll office and· payroll records, including automated payroll 
systems, employee's supervisors, timekeepers, time. and attendance 
clerks, leave slips (Standard Form 71 or equivalent). · 

Exemptions claimed for the system: 
None. 

System name: 
Personnel Security Files. 
System location:, 

S153.10DLA·T 

Primary System - Investigator records containing unfavorable in­
formation requiring clearance action by the Defense · Logistics 
Agency (DLA) Central Clearance Group (CCG) and records per­
taining to persons involved in highly sensitive projects: Command· 
Security Officer, HQ DLA. · · · 

Categories of individuals covered by the system: 
All civilian employees and military personnel who have' been 'the 

subject of a National Agency Check (NAC); a Background Investi­
gation (BI) or Special . Background Investigation (SBI) pertaining to 
their qualifications for access to classified information. 

Categories of records in the system: 
Reports of investigations conducted by the Office of Personnel 

Management (OPM), the Federal Bureau of Investigation (FBI), the 
Defense Investigative Service (DIS), the investigative units of the 
Army, Navy ·and Air Force, and qther Federal investigative organi­
zations .. Also, evidence of security clearance and access to classified 
information granted to individuals and certificatipns of security brief­
ings and debriefings signed by individuals. 

Authority for maintenance of the system: 
Executive Order 10450, as amended. 
Purpose(s): . 

The investigatqr reports are used by appropriate Security 'Officers 
and Commanders or other ·designated officials as a basis for determin­
ing a person's eligibility for access to information classified in the 
interests. of national defense. 

Routine uses of records maintained in' the system, including catego· 
ries of users and the purposes of such uses: 

See blanket routine uses set forth above. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · · 
·Storage: 

Paper records in file folders. 
Retrievability: , , 
Reports are filed alphab~tically by name, date and place of birth. 

No indices are used to retrieve individual records from the system. 
Safeguards: . 
As a minimum, records are ·stored in locked containers wherever 

authorized DLA personnel are not present to control access to them. 
Any of these files containing classified documents are maintained in 
security containers approved by HQ DLA for storage of classified 
information. 

Retention and disposal: 
Reports are retained as long as the person is employed or assigned 

to DLA. After the person leaves DLA, the reports are placed in an 
inactive file, retained for two years, and then destroyed or returned 
to the agency which conducted the investigation. · 

Sy.stem manager(s) and address: · 
Command Security Officer, HQ DLA; Security Officers of Pri­

mary Level Field Activities. 
Notification procedure: 
Written or personal requests for information may be directed to 

the System Managers. 
Record access procedures: 
Official mailing addresses of the System Manager are in the DLA 

Directory. Written requests for information should contain the full 
name, date and place of birth, current address and telepho.ne number 
of the requester. For personal visits, the requester must. be able to 
provide some acceptable identification (e.e., driver's license, parent's 
name, identification card, date and place of birth, dates and place(s) 
of employment with DLA, if applicable). Written requests must be 
accompanied by a notarized statement attesting to. the requester's 
identity and containing the. following: 'I understand that knowingly 
or willfully. seeking or obtaining access to records about another 
individual under false pretenses is punishable by a fine of up tq 5,000 
dollars under the provisions of the Privacy Act of 1974. • 

Contesting record procedures: 
The DLA rules· for contesting contents and appealing initial deter­

minations may be obtained from the System Manager. 
Record source categories: 
. Reports of i~vestigations conducted by the OPM, FBi, DIS, inves­

tigative units of the Army, Navy, and. Air Force, as well as other 
Federal investigative organizations. 

Exemptions claimed for the system: .. ·· : 
Parts of this system may be exempt under Title 5 U.S.C. 552a(k)(2) 

as applicable. Agency rules pertaining to this exemption are set· forth 
.in appendix C of 32 CFR part 1286 and DLA Regulation 5400.21. 
For additional information, contact the System Manager, 

S153.20DLA·I 
System name: 

Personnel Security Information Subsystem of COSACS .. 
System location: . 
Primary System-Central computer, programs and filel? maintained at 

the Defense Logistics Agency Administrative Support . Center 
(DASC) which is locate.d at Cameron Station, Alexandria, VA pro­
vides a central index for information regarding personnel security 
clearance and security eligibility of· civjlian employees and military 
personnel within ~h~ Defense Logistics Agency (DLA). Ready refer­
ence on-line access is furnished to Defense Logistics·Agency Primary 
Level Field. Activities (PLF As), to Principal Staff Elements (PSEs) 
at Headqu?-rters, DLA and to· Department of Defense Management 
Support Activities (DoDMSAs) supported by DASC, concerning 
personnel under their jurisdiction. 

Categories of individuals .covered by the system: 
All DLA civilian and military personnel who· have been. found 

eligible for employment in ·a ~ensitive position or eligible for or 
. granted a security clearance or access to information classified in the 
interests of national security. 

Categories of r.ecords in the system: · . . 
Computer record oh each individual in the Personnel' Security 

Information Subsystem of COSACS (Command Security Automated 
Control System) Master File. Computer listings are generated from 
this master, in the form of a Master File Archival Record and 
Record Activity Clearance Eligibility Listing (RACEL), and identify 
those DLA personnel who are assigned to or who are eligible to 
occupy sensitive positions and those DLA personnel who have been 
either authorized access to classified information or found eligible for 
such access. · 
. Authority for maintenance of the system: 

Executive Orders (E.O.) 9397, 10450, 10865, 12333, 12356 
Purpose(s): · 
Provide a computerized, centralized source Of security eligibility 

anq clearance information for all· DLA sec!Jrity officers and appro­
priate supervisors. The purpose for soliciting and using the SSAN is 
for. positive identification and retrieval of records. · 

These records are used by DLA Security Officers at all ·levels as 
well as by other appropriate DLA supervisors to determine whether 
or not DLA civilian employees are eligible for or occupy sensitive 
positions; whether they or assigned military personnel have l:>een 
cleared for or granted access to classified information; and the level 
of such clearance of access, if granted. 

Routine uses of records maintained in the·· system, inCluding catego~ 
ries of users and ·the purposes of such uses: · · 

Clearance status and other clearance related ·inf~r;nation or'individ­
ual DLA employees may be provided to the appropriate officials of 
other Federal Government agencies and Federal Government con­
traCtors when necessary in the course of official business. See also 
the Blanket Routine Uses set forth at the beginning of the DLA 
record system notices: · · 

Policies and practices for storing, retrieving, accessing; retaining, and 
disposing of records in the system: 

Storage: 
·Records are maintained in a combination of paper .and automated 

files. · · 
Retrievability: 
Records are contained in the data base and are retrievable by 

name, social security account number (SSAN), job series, sec!Jrity 
eligibility, security .clearance, organization, apd type of investigation: 

Safeguards: -
Records, as well as on-line input and computer terminals, are 

maintained in areas that conform to applicable DLA· security policy. 
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~ccess to and retrieval from computerized files are limited to author-
-•~ed users a~d ~re password protected/restricted;, · · 

Retention and disposal: ... 
. ~ew listings are published quarterly arid prior microfiche and 

hstmgs are destroyed as soon as· the new lists are verified buHn no 
case beyond 9.0 days. >Magnetic records are purged one year after the 
individual departs DLA. . , : . . ... 

System manager(s) and address: . , 
S~aff Director, Office of Command Security, AITN: QLA-1, 

Headquarters DLA,. Cameron Station,: Alexandria,•VA 22304-6130, 
;:tn_d Commanq Security Officers :of all DLA PLFAs. Refer .to the 
appendix at .the end of the DLA notices far the applicable addresses. 

Notification procedure: 
Written or personal requests for information may be directed to 

the appropria~e System Manager. 
Record access pr~cedure8: · . ' . ., 

. Offici~! ma~ling addresses of the DLA System Managers !lfe in the 
_DLA address directory ·of the ~appendix to the DLA system of 
recor~s notices: Written requests for information should contain the 
f~ll . name, BSAN, current addres~ · and telephpne number of the 

·individual. Fpr personal visits, the individt.ial should be able to pro-
vide some accept;ible identification, ·such as driver's license or em-

. ploying office identification card, and give som,e verbal information 
that can be verified from his or her file. · · · · · · 

• DLA users may'l}tilize an Audio ResponSe: Unit (ARU) acces~d 
,bY SSAN ·to retrieve t~e individual's security clearance only. · 

Contesting record procedures: · · 
The agency's rules .for access .. to records,. contesting c~ntent~. and 

appealin.g initial determinations abo\lt. a# individ~a.l concerned may 
.. l'.e obtamed. from the, System .. Manager and are set· forth in DLA 
Regulation 5400.21 (32 CFR part 1286). · · · · 

Record 'source categories: . . .· . . , . , 
Certificates of clearance or personnel security ir:tyestigatiqn previ­

ously completed by the Office of Personnel Management, the Federal 
~u,r~au _of Investigation, the Defense Investigat~ve Scervice,. Investiga­
tive umts of the Army, Navy and Air Force, and other .Federal 
-~gencies.' Perso1,1net security files maintained on individual.· 
'· Exemptions claimed for the system: · · 

None.· · · · 

S160.5() DLA;_I 
System name: 

Criminal Incidents/Investigations File,. 
System location: 
Primary System-Command Security office ~nd Office 'or' General 

Counsel, He!idquarters, Defense Logistics Agency (HQ DLA), Cam­
eron Station, Alexandria, VA 22304-6100 · for case files on all inci­

. derits of known or . suspect~d criminal 'activlty or other serious inci-

. dents. ' ·· 
. Decentralized Segments-DLA Prifliary· Level Field' Activities 

(PLF A) for above described· files and files of a minor nature. Official 
. ma~ling addresses are published as ari 'appendix. to the agency's com-
pil~tion of record system notices. · ... · 

. ·· : Categories o( iiuJ~viduats covered· JJr .the system: 
Civilian and military personnel of DLA, contractor employees; and 

. other persons who committed or are suspected of having committed 
a felony or misdemeanor on DLA controlled activities or' facilities; 
or O!Jtside of those ~reas in 'cases where DLA ,is or may be a party of 
in~erest. . . ., . , · • · · . .J 1 • • • 

Catego~ies Of records in the system: I , 

·Reports of investigation, messages, statements of witnesses, subjects 
and victims, photographs,: laboratory reports,. data collection reports, 
and other related papers. 
· Authority for maintenance of the system: 

Sectio'n 21, Internal Security Act of 1950 (Pub. L. 831, 81st Con­
gress); DoD Direc::tive 5105.22, "Defense Logistics Agency"; DoD 

· Inst~~ction 5240.4, "Reporting of Counterintellig~nce and C~iminal 
Violations", DoD Directive 5105.42, "Defense Investigative Serv­
ice"; and DoD Instruction 5505.2, "Criminal Investigations of Fraud 
Offenses". 

Purpose(s): 
Inforina~ion is . maintained .for . the purpose of· monitoring the 

progress of investigations, identifying crime conducive conditions, 
preventing crime and loss, and preparing statistical data and reports 
required by higher authority. Information· in this system is used by 
DLA Sec::urity and General Gounsel personnel to monitor progress of 

·cases arid to develop· non-personal statistical data on crime and' crime 
investigative support. for the future. . . . . 

DLA General Counsel also uses the data' to review cases, deter­
mine proper legal action, and coordinate on all· available .remedies . 
DLA managers use the information in this system to determine 
actions required to correct the ca~ses' of tosses and to ~ake appropri­
ate action against DLA personnel in cases of their involvement. 

Routine uses of records maintained in the system, including catego~ 
des of users and the purposes of such uses: ' : · 

The Defense Logistics Agency "Blanket Routine Uses" published 
at the beginning of DLA's compilation of record system: notices 
apply to this record system. 

Policies and practices for storing, retrieving, 'accessing, retaining, aild 
'disposing of records in the system: · · · · · 

Storage: 
Combination of paper and automated files. 
Retrieva~ility: · . . 
Hard copy records are filed·chronologically .by DLA' case• number 

and cross-indexed to individual or firm name. Automated records are 
retrieved by name of the indivj_qul\1 or firm, DLA ca~ number, 
PLF A number _qr activity code. 

Safeguards: . , · 
Records; as well as· computer terminals,· ·are maintained in areas 

·accessible only to DLA Security and Office of General Counsel 
'persoimel. In addition, access to computerized files 'is 1 limited. to 
·authorized ·users and is password protected. · 

Retention and disposal: 
Paper records from external law enforcement' 'and i~vestigative 

organizations are destroyed 1 year after . the rec.eipt of a final report 
in each case, or when no longer needed, whichever is later. 

Criminal investigative reports generated by DLA investigators/ 
detectives are retained for 25 y~ars, either in hard copy qr micro­
fiche, as recommended by the Defense Investigative .Ser'-':ice, Defense 
Central Investigation Index (DCII). . · . 

Automated recorqs are .r,etained for 10 years. in the on-line mode 
and then transferred to magnetic tape with retention of 25 years. 

System manager(s) and address: ,., . , · , 
Staff Director, Office of Command Security, HQ DLA, Cameron 

Station, Alexandria, VA 22304-6100 an(l'~atl DLA Primary Level 
Field Activities. Official mailing addresses are published as an appen­
dix to the agency's compilation of record syste~ notices. 

Notification procedure: . · 
Individuals seeking to determine )Vhether information about them­

selves is contained in' this: ·system of rec;:ords should address written 
inquiries to the Staff Director, Command Security Office, HQ DLA, 
Cameron Station, Alexandria, VA 22304-6100, or to the DLA PLFA 
wher~ employe~. Official mailing . addresses are published :as an ap­
pendix to ~Jte agency's compilation of record system notices .. · 

~ndividuat must provide full name, current a~dress, and telephone 
numbers. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should address .written inquiries to ·th~ ~taff 
Director,· Command Security Office, HQ DLA, Cameron '.~tation, 
Alexandria, VA 22~04-6100, or to the DLA Primary Lev~l Field 
Activity where employed .. Official· mailing· addresses are published as 
an appendix to the agency's compilation of .record system f!Otices. 

Individual must provide full name, current address, and telephone 
numbers. · : · · . · .. · ... ; · 

Contesting record procedures: · . 
1 

DLA rules for conte~ting contents and appealing Initial agency 
determinations are contained in DLA Regulation· 5400:21, "Personal 
Privacy and Rights of Individuals Regarding Their Personal 
Records"; 32 CFR part 1286; or may be obtained from the systelJI 
manager. · 
· 'Record source categories:. 

Reports of investigations by DLA inve~tigators arid Security Offi­
cers and Federal, state, and local enforcemept or .irivestig~tive agen-
cies. · · · • · · 

Exemptions claimed for the system: . . r· 

Portions of this system may b~ exempt'under 5 U.S.C: 552a(k)(2). 
An exemption rule .for this record system has been promulgated in 

accordance with ·the requirements of 5 U.S. C. 553(b) (1), (2), and (3), 
(c) and (e) and is published in DLA Regulation 5400.21 and' the Code 
of Federal Regulations at 32 CFR part.12~6. · · 
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S161.20DLA· T 
System name: 

Visitors and Vehicle Temporary Passes and Permits File. 
System location: 
Head of Defense Logistics Agency (DLA) Primary Level Field 

Activities (PLF As). · 
Categories of individuals covered by the system: 
All persons requiring temporary access to DLA activities and 

facilities. · · 
Categories of records in the system: 
Applications, surrendered passes, permits, and related papers relat-

ing to temporary visitor and vehiclc;l passes or pe~its. ' . · 
Authority for maintenance of the system: 
Section 21 of the Internal Security Act of 1950 (50 U.S.C. 781, et 

seq.) and Department of Defense Directives 5200.8 and 5105.22 
which assign to the Director, DLA the responsibility for protection 
of property and facilities under his control. 

Purpose(s): 
Information is maintained to provide adequate controls on move­

ment of vehicles and person on DLA activities and facilities. Infor­
mation is used by DLA Security personnel: To ensure that only 
authorized persons and vehicles enter DLA activities and facilities. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See blanket routine uses set forth above. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records. in the system: 
Storage: 
Paper records, applications, surrendered passes and permits. Paper. 

records in file folders. · 
Retrievability: 
Filed alphabetically by name. 
Safeguards: 
Records are maintained in areas accessible only to DLA personnel. 
Retention and disposal: · 
Destroy Q months after expiration date. 
System manager(s) and address: 
Security Officers at PLF As. 
Notification procedure: 
Written or personal requests· for· information may be directed to 

the System Manager. Individual must provide his full name and 
identity of DLA activity to which access was granted; and if individ­
ual is or was a DLA employee, identity of employing DLA activity. 

Record access procedures: 
Official mailing addresses of the System Manager are in the DLA 

Directory. Written requests for information should contain the full 
name, current address and telephone number of the individual. For 
personal visits, the individual should be able to provide some accept­
able identification card, and give some verbal information that could 
be verified from his file. · 

Contesting record procedures: 
The DLA rules for contesting contents and appealing initial deter­

minations may be obtained from the System Manager. 
Record source categories: 
Individuals· applying for passes or permits and Security Office 

personnel. 
Exemptions claimed for the system: 
None.· 

System name: 
Individual Access Files. 
System location: 

S161~25DLA;.T 

Heads of Primary Level Field Activities (PLFAs) of the Defense 
Logistics Agency (DLA). 

Categories of individuals covered by· the syste~: 
DLA civilian and military personnel, contractor employees, and of 

the individuals granted or denied access to DLA activities and instal­
lations. 

Categories of .records in the system: . 
pocuments relating to the request for authorization, issue, receipt, 

surrender, withdrawal and accountability pertaining to identification, 

badges, cards· and passes, to include application forms, photographs; 
letters of debarment, and related papers. 

Authority for maintenance of the system: 
Section 21. of the Internal Security Act 1950 (50 U.S.C. 781, et 

seq.) and Department of .1Defense (DoD). Directives 5200.8 and 
5105.22 which assign to the Director, DLA the ·responsibility for 
protection of property and faci.lities under his control. 

. Purpose(s): 
Information is maintained and used by DLA and DoD security 

personnel to adequately control access to, and movement on DLA 
activities and facilities. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

Information is maintained 1:1nd used by General Services Adminis­
tration Protective Service personnel to adequately control access to, 
and movement on DLA activities and facilities .. 

Policies and practices for storing, retrieving, accessing, retaining~ and 
disposing of records in the system: 

Storage: 
Paper records in file f~lders and index cards. 
Retrievability: 
Filed alphabetically by name. 
Safeguards: 
Records are maintained in areas accessible only to authorized 

DLA personneL 
Retention and disposal: 
Records are destroyed 1 year after termination or transfer ·of 

person grante;d access, except that individual badges, photographs or 
passes will be destroyed upon revocation, cancellation, or expiration. 
Records. relating to persons barr~d from a facility will be destroyed 5 
year~ after the person is notified he is barred· from an activity or 
installation. · 

System' manager(s) and address; 
Security Officers of PLF As. 
Notification procedure: 
Written or personal requests for information may be directed to 

the appropriate System Manager. 
Record access. procedures: 
Official mailing addresses of System Managers are in the DLA 

Directory. Written requests for information should contain the full 
name, current address and telephone numbers of the individual. For 
personal visits, the individual should be able to provide some accept­
able identification, that is, driver's license, employing office identifi­
cation card, and give some verbal information that could be. :verified 
from his tile. 

Contesting record procedures: 
The DLA rules for contesting contents of records and appealing 

initial determinations regarding access may be. obtainea from ·the 
System Manager. 

Record source categories: 
Individuals applying for identification badge, card;or.pass, security 

personnel, and Commanders who bar persons from access to their 
activities or installations. 

Exemptions claimed for· the, system: 
None.. · 

S161.30DLA·T 
System namei 

Motor Vehicle Registration Files. 
System location: 
Defense Logistics Agency (DLA) Prima~y .. Level Field Activities 

(PLFAs). 
Categories of individuals covered by the system: 
DLA civilian and military ·persoimel, contractor employees, ven­

dors, and other persons requiring u~ of private '·vehicles on. DLA 
activities or facilities. 

Categories of records in the system: 
Application forms and papers relating to registration of private 

vehicles and commercial vehicles. 
Authority for maintenance of the system: 
National Highway Safety Act of 1966 (23 U.S.C. 401, et seq.) and 

National Highway Safety Program .Standards, which direct such 
programs as vehicle traffic supervision, periodic motor vehicle in-
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spections,'pedestrian safety, policy' traffic services and records, acci-
dent investigation and reporting. · ~ · 

Purpose(s): 
Inform~tion is maintained to provide,adequate controls on move­

ment· of privately owned motor vehicles on DLA activities arid 
facilities, consistent with safety and applicable traffic regulations~ 

Information is used by DLA Secu'rity personnel to ensure thai 
only authorized vehicles enter DLA facilities and activities a:nd that 
tho~e vehicles carry required· liability insurance. Also, to , plan for 
future parking requirements and to be able to identity vehicles· and 
their owners by decal number in the event of emergency or. traffic 
problems. . . · . ·· 

Routine uses of records maintained in the system, including catego­
ries of users and tb~ purposes of such uses: 

See blanket routine uses~set forth above.. . 
Policies and practices 'for storing, retrieving, accessing, retaining, and 

disposing· of records in the system: . . · 
Storage: 
Paper records in file folders, application cards, and on some "activi­

ties logs containing accountability for decals. Computer magnetic 
tapes or discs, computer paper printouts. 

Retrievability: 
Filed alphabetically by last name and cross-referenced by decal 

number. 
Safeguards: 
Records are maintained in areas accessible only to DLA security 

personnel. . . . . . . · 
Manual records .are either secured in locked storage and file cabi­

nets or under the constant obseryation of security persopnel during 
both duty and non-duty· hours. The computer , terminal used for 
access to, input and changes to the automated system is maintained in 
ah area under constant observation of security personnel. .Acce.ss to 
the automated system through the computer terminal is protected by 
password identification. Magnetic tapes' and discs are kept in· the 
computer room, which is itself a security container with locked 
doors and access-limited persons appropriately cleared and identified. 
Tapes and disc packs are stored in a tape library when not used in 
processing and are logged in and out only to cleared personnel with 
an official need. Reports with individual data are closely controllect: 
Computer personnel who process these reports are appropriately 
cleared and maintain continuous observation of repo'rts during all 
processing. phases. Individuals requesting information must ··identify 
themselves and their. relationship to the individual on whom the 
record information· is being requested.· Individuals other than the 
individual of record must specify what information is requested a'nd 
the purpose for which it .would be used if disclosed. n 

Retention and disposal: 
Destroy upon normal expiration or 3 years' after revC?cation of 

registration. 
~ Heads of PLFAs.·.which. are responsible for the installation on 
which they are located. 

System manager(s) and address: 
Heads of~'PLFAs-·which are responsible for the· installation on 

which they are located. 
N~tification procedure: 
Written or personal requests for 'information may b~ directed to 

the System Manager. Individual must provide full name and name of 
DLA activity at which registration occurred; or if individual is or 
was a DLA employee, name of employing activity is also required. 

Record access procedures: 
Official mailing addresses of the System Manager are in the DLA 

Directory. Written requests for information should contain the full 
name, current'· addre.ss and telephone numbers of the individual. For 
personal visits, the individual should be able to provide some accept­
able identification, that is, driver license, employing office identifica­
tion card, apd give .. som~ verbal information that could be verified 
with his 'case' folder. ·, 

Contesting record procedures: 
DLA rules for contesting contents and· appealing initial deterrriina­

t!ons may be obtaine9 from System Manager. 
Record source categories: 
Information provided by the. applicant -and DLA security person­

nel. 
Exemptions claimed for the system: 
None. 

S161.40DLA-T 
System name: 

Vehicle Accident Investigation Files. 
System location: 

1. 

Heads of Defense Logistics Agency (DLA) Primary Level Field 
Activities (PLFAs). · 

Categories of individuals covered by the system: 
Any· person inva'lved in a vehicle traffic accident on property 

controlled by DLA or operating a DLA vehicle. 
Categories of records in the system: · · 
Reports, sketches, photographs, medical reports· and ret a ted paJers 

concerning traffic accident investigation. 
Authority for maintenance of the system: 
National Highway Safety Act.of i966 (23 U.S.C. 401, et seq:) and 

National Highway Safety Program Standards, which direct such 
programs as veliicle traffic supervision, periodic motor vehicle in­
spections, pedestrian safety, policy traffic service and reoords, acci­
dent investigation and reporting. 

Purpose(s): 
Information is ~~intained for purposes of 11ccident cauSe. identifica­

tion and to formulate accident prevention programs for improvement 
in traffic patterns and for preparation of statistical reports required 
by higher authority. · 

Information is used by: . 
Security Officers and DLA Police:. To determine actions required 

to correct the cause of the accident. In cases· involving personal 
injury, to provide verification in processing workmen's comp~nsation 
cases. , · 

Claims Officers: To determine validity of clams against U.S. Gov­
ernment, when· such are filed by a person involved in' a,n accident. 

DoD Medical personnel: To make medical determinations about 
individuals involved in accidents. 

Routine uses of records maintained in the system~ including catego­
ries of users and the purposes of such uses: 

Information is used by: . 
Federal Law Enforcement Agencies: In cases involving facilities 

or serious hit and run accidents, to investigate, identify suspects, and 
to determine if criminality or criminal negligence was involved. . 

Non-DoD Medical personnel: To make medical determinations 
about individuals involved in accidents. 

See also blanket routine uses set forth above. 
Policies and practices for storing, retrieving, accessing, t;etaining, and 

disposing of record~ in the system: 
Storage: 
Paper records in file folders. 
Retrievability: 
Filed alphabetically by last name of person involve9, ,when, known, 

or by victim's name ·or by police report number in· unsolved. hit and 
run cases. · 

Safeguards: . , , 
Records are maintained in areas accessible only to DLA personnel. 
Retention and disposal: 
Destroy after 2 years, except, that documentation pertinent to 

claims will be maintained for 10 years after final settlement. 
System manager(s) and address: 
Heads of PLFAs -who ar.e· responsible for the D:{...A installation or 

vehicle involved. · 
Notification procedure: 
Written or personal requests for information may be directed to 

the System Manager. Individual must provide full name and name of 
DLA activity at which accident occurred or if individual is or was a 

· DLA employee, the name of the employing DLA activity is also 
required. 

Record access procedures: 
Official mailing addresses of the System Manager are in the DLA 

Directory. Written requests for information should contain .the full 
name, current address and telephone numbers of the individual. For 
personal visits. the individual should be able to provide some accept­
able identification, such as, driver's license or employing agency 
identification card. Some verbal information 'may be required to 
verify the file. 

Contesting record procedures: 
The DLA rules for contesting conten'ts and appealing initial deter­

minations may be obtained from·the' System Manager. 
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Record source categories: 
DLA, Department of Defense, General Services Administration 

Police, Federal law enforcement agencies, medical facilities. 
Exemptions claimed for the system: 
None. 

System name: 
Traffic Violations File. 
System location: 

S161.50DLA-T 

Defense Logistics Agency (DLA) Primary Level Field Activities 
(PLFAs). . 

Categories of individuals covered by the system: 
All persons who commit a traffic violation on DLA controlled 

property. 
Categories of records in the system: 
Traffic tickets, documents relating to withdrawal· of driving privi­

leges, and reports of corrective or disciplinary action taken. 
Authority for maintenance of the system: 
National Highway Safety Act of 1966 (23 U.S.C. 401, et seq.) and 

National Highway Safety Program Standards, which direct such 
programs as vehicle traffic supervision, periodic motor vehiCle in­
spections, pedestrian safety, police traffic services and records, acci­
dent investigation and reporting. 

Purpose(s): 
Information is maintained to identify traffic offenders, to enforce 

applicable traffic regulations and to promote safety. 
Information is used by: 
DLA Security Officers and DoD to identify .traffic violations, to 

enforce applicable traffic regulations, to promote safety and to initi­
ate corrective or disciplinary action against the offenders. 

DLA supervisors and managers - to take corrective or disciplinary 
action against offenders under their supervision. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See blanket routine uses set forth above. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · · 
Storage: 
Paper records, ticket books, card index files. Computer magnetic 

tapes or discs, computer paper printouts. 
Retrievability: · 
Filed alphabetically by last name of the offender and cross-indexed 

by ticket number. 
Safeguards: 
Records are maintained in areas accessible only to DLA Security 

personnel. Manual records are either secured locked storage and/or 
file cabinets or under the constant observation of security personnel 
during both duty and non-duty hours. The computer terminal utilized 
for access to, input' and changes to the automated system is main­
tained in an area under constant observation of' security personnel. 
Access to the automated system through the computer terminal is 
protected by password identification. Magnetic tapes and discs are 
kept in the computer room, which itself is a security container with 
locked doors and access limited persons appropriately used in proc­
essing, and are logged in and out oiJ)y to cleared personnel with an 
official need. Reports with personal data are closely controlled. Com­
puter personnel who process these reports are appropriately 'cleared 
and maintain continuous observation of reports during all processing 
phases. Individuals requesting information must identify themselves 
and their relationship to the individual on whom the record informa­
tion is being requested. Individuals other than the individual of 
record must specify what information is requested and the purposes 
for which it would be used, if disclosed. 

Retention and disposal: 
Destroy after 2 years. 
System manager(s) and address: 
Heads of PLF As which have responsibility for managing traffic on 

the installation. 
Notification procedure: 
Written or personal request for information may be directed to the 

System Manager. Individual must provide full name and ·name of 
DLA activity at which violation occurred; or if individual is or was 
a DLA employee, name of employing activity is also required. 

Record access procedures: 

321-135 0-92-23 

Official mailing address of the System Manager is in the DLA 
Directory. Written requests for information should contain the full 
name, current address and telephone numbers of the individual. For 
personal visits, the individual should be able to provide some accept­
able identification, that is, driver's license, employing office identifi­
cation card, and give some verbal information that could be verified 
from his file. 

Contesting record procedures: 
The DLA rules for contesting contents and appealing initial deter-

minations may be obtained from the System Manager. 
Record source categories: 
DLA, DoD Security Police and traffic offenders. 
Exemptions claimed for the system: 
None. 

S161.60DLA-T 
·system name: 

Seizure and Disposition ·Of Property Records. 
System location: 
Defense· Logistics Agency (DLA), Primary Level Field Activities 

(PLFAs). ' 
Categories of individuals covered by the system: 
Any person identified on DLA controlled property, as being in 

possession of contraband or physical evidence connected with crimi­
nal offense. 

Categories of records in the system: 
Documents pertaining to acquisition, storage and disposition of 

contraband and physical evidence to include receipts, chain of custo­
dy documents, release, and disposition or destruction certificates. 

Authority for maintenance of the system: 
Section 21 of the Internal Security Act 1950 (50 U.S.C. 781, et 

seq.) and Department of Defense (DoD) Directives 5200.8 and 
5105.22 which assign to the Director, DLA the responsibility for 
protection of property and facilities under his control. 

Purpose(s): . 
Information is maintained and used by DLA security personnel to 

provide accountability for confiscated contraband and acquired phys­
ical evidence. To maintain chain of custody on evidence for presenta­
tion in court in cases requiring criminal prosecution. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

. Information will be provided to local, state, and· federal law en­
forcement agencies and courts of competent jurisdiction when cri.mi­
nal action is taken. 

See also blanket routine uses set forth above. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper files and property logs. 
Retrievability: 
Filed by property log number, and last name, if a person has been 

identified in the particular case; by incident number if property was 
found on the premises or recovered from a crime scene. 

Safeguards: 
Records are maintained in areas accessible only to DLA personnel. 
Retention and disposal: 
Destroy 3 years after final action on or disposition of the property 

and responsibility therefore has been appropriately terminated. 
System manager(s) and address: 
Head of PLF As who are responsible for investigating suspected 

criminal acts. · 
Notification procedure: 
Written or personal requests for information. may be directed to 

System Manager. 
Record access procedures: 
Official mailing addresses of the System Manager are in the DLA 

Directory. Written requests for information should contain the full 
name, current address and telephone numbers of the individual. For 
personal visits, the individual should be able to provide some accept­
able identification, that is, driver's license, employing office identifi­
cation card, and give some verbal information that could be verified 
from his file. 

Contesting record procedures: 
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_Th~ D~A rules for contesting contents andappealing initial deter-
mmatJons may be obtai,ned from the System Man~ger. _ 

Record source categories: -
. Individuals involved, security personnel,' local, state an~ Federal' 
~aw Enforcement Agencies and DoD investigative agencies provid-

_tng support to DLA: · - · ' ·. · , 
Exemptions claimed for the system: · 
None. 

S161.70DLA~T. 

System name: 
Firearms Registration Records. 
System location: 
Defense Logistics Agency (DLA), Primary Level Field Activities 

(PLFAs). 
Categories of individuals covered by the ~ystem: 
Civilian and military personnel having privately owned firearms 

and occupying quarters on DLA .controlled activities ·or facilities. 
Categories of records in the system: 
Firearms registration forms, and other documents relating .to regis-

tration of privately owned firearms. · 
Authority for maintenance of the system: 

. Section 21 of the Internal Security Act 1950 (50 U.S.<!:. 781, et 
seq.) and Department. of Defense (DoD) Directive 5200.8 and 
5105.22 which assign· to the Director, DLA the responsibility for 
protection of property and facilities under hi~. ~ontrol. 

Purpose(s): · 
_ Information is. used by personnei to ensure proper maintena~ce and 

safekeeping of privately owned weapons by personnel residing on 
DLA controlled premises. Records are used to identify the owner of 
a particular weapon by DoD security personnel. . 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records are used to identify the _owner of a particular weapon 'by 
local, state and Federal law enforcement agencies. · 

See. blanket routine uses set forth above. 
Policies and practices for storing, retrieving, accessing, retaining~ and 

disposing of records in the system: · · · 
Storage: · 
Paper rec.ords-in file folder. 
Retrievability: 
· ~iled alphabetically by last name of the ow'ner of the· firearm. 
Safeguards: · 
Records are maintained. in areas accessible only to DLA person-nel. 
Retention and disposal: ·· · · ' · · 
Destroy 6 months after cancellation of registration or departure of 

the registrant from the jurisdiction of the registering activity.·. 
System manager(s) and address: 
Heads of PLF As who are responsible for base housing on a pLA 

installation. · 
Notification procedure: 0' 

Written or personal requests for infqrination may be. directed to 
the System Manager. Individual must provide full name and identity 
of DLA install

1
ation upon which he resid~d. 

Re'cord access procedures: · 
Official mailing addresses of System Manager are in the· DLA 

DireCtory. Written requests for information should cqntain the full 
name, current address and telephone numbers of the individual.' For 
personal visits, the individual should be able to provide some accept­
able identification, that is, driver's license, employing office identifi­
cation card; and give some verbal information that can . be verified 
from his file. · · 

Contesting record procedures: 
The· DLA rules' for contesting contents and appealing initial cleter:­

minations may be obtained from the System Ma11:ager. 
~ecord source categories: . 
·Persons registering firearm's, and DLA security pers~nnel. 

, Exemptions claimed for the system: 
·None. ' .. : 

. Sl62.60DLA-T 
System name: 

Police Force Records. 

System location: 
Defense_ Logistics Agency (D~A) . Primary Field · Activi_ties 

(PLFAs) . 
Categories of individuals covered by the system: 
DLA Security Police personnel. 
Categories of records in the system: 
Documents relating to operation and use of security police, their 

security clearances, weapons qualification, training, u11iforms', weap­
ons, shift assignments and related papers. 

Authority for maintenance of the system: . . 
Section 21 of the Internal Security Act of 1950 (50 U.S.C. 781, et 

seq.) and Department .of Defense (DoD) Directiv.e 5200.8 and 
5105.22 which assign to the Director, DLA the responsibility for 
protection of property and facilities under his control. 

Purpose(s): 
. Information is maintained and used. by DLA Security .Officers and 

Police _Supervisors to maintain control Of• property, weapons and 
ammunition; to ensure .proper training; to develop schedules and 
procedures to improve efficiency. Records are used to determine if 
an individual is qualified in the use . of firearms aQd if he has a 
security clearance which . would authorize him to handle· classified 
information. · .. 

.. Routine uses of ·records· maintained in the system, including catego­
ries of users and the purposes of such uses: 

See blanket routine uses set forth above. 
Policies and· practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · · 
Storage: . . , . _ _ 

- Paper records in' file fold'ers, weapon c~rds, and prop~rty receipts. 
'Retrievability: · · · · ·· · 

Filed in alphabetieal"'orde~ by name. 
Safeguards: : · .. 
Records are maintained· in 'areas accessible only to DLA security 

supervisory personnel. · 
Retention and disposal: ~-

Destroy after 5 years or wh~n' superseded ,or obsolete, as applica-
hl~ . . 

System manager(s) and address: 
Heads of PLFAs who are r~spon~ible for-the operation of base or 

facility security forces. ·· ' · · · 
Notification proced~re: . 
Written or personal requests for information may be directed t9 

the System Manager. 
Record access procedures: 
O,fficial mailing address~s of the System Manager are in the .DLA 

Directory. Written req!Jests for information should contain the full 
na,me, current address ~nd telephone numbers of the individual. For 
personal visits, the i,Qdividual.should be able to provide some accept­
able identification, such as, driver's license, employing. office identifi­
cation c~rd,' and gh-~e ·some verbal information that could be verified 
from his file. · 

Contesting record procedures: 
The 'DLA rules (or contesting ·contents anq appealing initi'al deter-

minations may be .obtained from the System _Manager. I 

Record sour~e categories: · : 1 
• •• 

DLA Security Officers ~nd Security Police pers~nnel. 
Exemptions claimed for the system: 
None. 

S233:toDLA-K 
System name: 

Work Assignment, Performance and Productivity Records andRe-
porting Systems. · · · 

System location: 
Immediate supervisor and other appropriate supervisory and man­

agement levels within the individual Primary Level Field Activities 
of the Defense Logistics Agency (DLA) or of the ~LA Headquar­
ters, Some or all of the records listed may or may not be kept by any 
·p!lrticular supervisor or at any particular organizational level. 
· Categories of individuals covered by the system: 

Employees--of organizational segments for which 1Such records are 
kept or former such employees. : . -
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Categories of records in the systerri: 
Descriptions of individual assignments, target dates, progress 

against targets, hours expended against particular assignments· or cat­
egories of assignments, cost accounting codes and similar workload 
data, including such matters as number of contracts or projects as­
signed and description of assignments. 

Authority for maintenance of the system: 
Title 5, United States Code, Ch. 33; 5 U.S.C. 301 and 302. 
Purpose(s): 
The information is used by the employee's immediate supervisor 

and other appropriate management officials to record . and make re­
ports on individual work assignments and the amount of effort devot­
ed to each assignment. The information is used to schedule work, 
make progress reports and supervise .and control workload. It is used 
to assure that workload is equitably assigned and to determine which 
employees have performed which categories of assignment in order 
to determine the experience of assignment of new work ·or for resolv­
ing problems, such as those related to a particular item or a particu­
lar contract. The data may also be used to evaluate individual and 
group performance. 

Routine uses of records maintained in the system, including. catego-
ries of users and the purposes of such uses: · 

See blanket routine uses set forth above. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records in file folders or binders and file index cards. 
Retrievability: 
Retrievable by employee's name, although records may be filed 

chronologically or by type of assignment. 
Safeguards: 
Records are maintained in file cabinets and are accessible to au­

thorized agency personnel only. 
Retention and disposal: 
Records are retaineci so long as the employee is engaged in the 

same work in the same organizational segment, but in no case longer 
than 5 years. Records are destroyed when employees leave the job or 
the organizational unit or when 5 years have elapsed. 

System manager(s) and address: 
The Commander, DLA Primary Level Field Activities. 
Notification procedure: 
Individual inquiries as to which work assignnfent records are main­

tained regarding a given person should be directed to the imm~diate 
or second line supervisor. 

Record access procedures: 
Personal or written requests for the content of the record should 

be addressed to the first or second line supervisor. Written requests 
for information may, however, be addressed to the System Manager 
and should identify the employee by name and organizational seg­
ment. Official mailing addresses of the System Managers are in the 
DLA Directory. For personal visits to the System Manager, the 
individual should provide some acceptable identification, · such as 
activity identification card or driver's license. · 

Contesting record procedures: 
The DLA rules for contesting contents and appealing initial deter-

minations may be obtained from the System Manager. 
Record source categories: 
Employee's supervisors or team leaders. 
Exemptions claiined for the system: 
None. 

System name: 
Complaints. 
System location: 

S243.30DLA·K 

Staff Director, Personnel; Headquarters Defense Logistics Agency 
(HQ DLA),.and Primary Level Field Activities (PLFAs). 

Categories of individuals covered by the system: 
DLA civilian and military personnel, and former personnel, con­

tractor' employees, union spokesmen, and other individuals and orga­
nizations who have presented complaints to the President, Members 
of Congress, Secretary of Defense, Director of Defense Logistics 
Agency (DLA), or other officials which have been referred to Staff 
Director, Personnel, headquarters DLA, for response, actions or in­
formation. 

Categories of records in the system: 
Case files concern complaints to the President; Members of Con­

gress; Secretary of Defense; Director, DLA; and Staff Director, 
Personnel, HQ DLA. These include letters, telegrams, reports, state­
ments of witnesses, input from staff elements and field activities; and 
related and supporting papers·regarding specific complaint. · 

Authority for maintenance of the system: 
5 U.S.C. 552; E.O. 11491; Department ofDefense (DoD) Directiv.e 

5400.4;and DoD Directive 5102.22. 
Purpose(s): 
Information is collected in order to base reply to complainant an<;l 

to determine ·need for, and course of action to be taken regarding 
complaint. · .- . · · 

Information is used by: Director, DLA and DLA staff, field com­
manders, managers and supervisors in replying to additional inquiries 
and for bring to attention of higher level management, when appro-
priate. ~· 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Information is furnished to individuals or organizations who wrote 
to DLA on behalf of the complainant and who use. it to respond to 
the complainant, or for other related purposes,. 

See also blanket routine uses set forth above. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records in file folders and a log book. 
Retrievability: 
Complaints to the President and Members of Congress are filed 

alphabetically by last name o( .individual or employee or by D~~ 
activity name. Employee group complaints are filed under the acttvt­
ty wher.e originated. Union or civil rights organization' complaints, 
complaints to the Secretary of Defense and to the Director of, DLA 
are filed under complaints in one folder, or by activity name. 

Individuals names can be located within activity files. 
Safeguards: 
Records are maintained in locked filing cabinets in areas accessible 

only to Agency personnel. 
Retention and disposal: . 
Records are retained in aCtive file. until end ,.of calendar year and 

held one to three additional years in inactive file and subsequently 
retired to Federal Records Center. After a total of ten ye;1rs, records 
are destroyed. 

System manager(s) and addresS: 
Staff Director, personnel, HQ DLA, and Civilian Personnel Offi-

cers, PLF As. · 
Notification procedure:· 
Written or personal requests for information may be directed to 

the System Manager. Individual must provide full name, the name of 
any DLA activity involved, and general nature of complaint individ-
ual believes to be filed in the system. ' 

Record access procedures: 
Written requests for information should be addressed to the System 

Manager. See the DLA Directory for mailing addresses. The request 
should contain the full name, current address and telephone number 
of the individual, and the general nature of complaint individual 
believes to be filed in this system. For personal visits, individual 
should also be able to provide some acceptable identification, that is, 
driver's license, work identification card, and give some verbal infor­
mation that could be verified with his case folder. 

Contesting record procedures: 
The DLA rules for contesting contents and appealing initial.deter­

mination may be obtained from the System Manager. 
Record source categories: 
Employee's superv~sors, civilian personnel office of employee's ac­

tivity, U.S. Office of Personnel Management, staff elements, other 
Federal agencies, DLA activities or other parties that may have 
information pertinent to specific complaint, or an interest in the 
complaint. 

Exemptions claimed for the system: 
None. 

S252.50DLA-G 
System name: 

Claims & Litigation, other than Contractual. 
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System location: 
Primary System--Case on claim.s or potential . claims against the 

Government, law suits and potential law sui~s arising from. the non­
contractual. operation of the Defense. Logistics Agency .(DLA); 
Office of General Counsel, Headquarters, DI.rA. Decentralized seg­
ments--corresponding files at Offices of Counsel, DLA Field Activi-
ties. · 

Categories of individuals covered by the system: 
Employees, groups of employees, members qf the, general public 

and public interest organizations. · · · 
Categories of records in the system: 
Letters from indiv.iduals or attorneys, Agency or other investiga­

tive reports, witness statements, complaints, pleadings and · other 
court documents, litigation reports, working papers and drafts; docu-
me~tary and physical evidence. · 
. Authority for maintenance of the system: , 

These files are created and maintained pursuant to the direction of 
the Attprney General of the United States under the authority con­
tained in 28 U.S.C., Ch 31. 

Purpose(s): 
Information is used in settlement. of claims or ·lawsuits. Information 

is used in the defense and prosecution of law suits involving DLA. 
Routine uses of records maintained in the ··system, including catego­

ries of users and the purposes of such uses: 
Information is used by individual claimants or litigants or their 

representatives, the Department of Justice, and the investigative, 
audit, inspection and legal staffs of other Executive agencies as ap­
propriate and the investigative, audit, inspection and legal staffs of 
the General Accounting Office in the. conduct of litigation anci ad­
ministrative settlement of claims. 

See also blanket routine uses set for!h above. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing 'of records in the system: · · · . · . 
Storage: 
Maintained in combination of paper and automated files. · 
Retrievability: 
Filed ·alphabetically by the name of the litigant and/or by year. 
Safeguards: 
Records, . as well as computer terminals, are maintained in 'areas 

accessible only to DLA personnel. In addition, access to the comput­
erized information in the system is limited to authorized ~sers and is 
password protected. · · 

Retention and disposal: . 
Files are destroyed ten years after final disposition of claim. 
System manager(s) and addre~s: 
General Counsel, Defense Logistics Agency, HQ DLA, Cameron 

Station, Alexan~ria, VA 22314 <J 

Notification procedure: 
Wri~ten requests ·for information shall be directed to the System 

Manager. Request must contain name of litigant, year of incident, 
and should contain court case number ·in order to ensure proper 
retrieval in those situations where a single litigant has more than one 
case with the Agency. · · 

Record access' procedures: • 
·Official rn!liling addresses are in the DLA Directory. Written re­

quest for information should contaip the full. name, current address 
lJ.nd telephone number of the individual. 

Contesting· record procedures: 
The DLA rules for contesting contents a~d ·appealing initial deter­

mination may be obtained from the System Manager. 
Record source categories: 
Agency investigation and legal discovery under the Federal Rules 

of Civil Procedure. 
Exemptions claimed for the system: 

·None. 

System name: . 
Invention Disclosure. 
System location: 

S253.10DLA-G 

Files of the Patent Counsel, Office of the General Counsel, De­
fense Logistics Agency (DLA). 

Categories of individuals covered by the syste.'.": . 

Employees and military personnel assigned to DJ:._A who have 
submitted invention disclosures to the DLA General Counsel. 

Categories of records in the system: 
Files documenting investion disclosures and investigation as to 

patentability thereof. 
Authority for maintenance of the system: 
E.O. 10096, Jan. 23, 1950 as amended by ·E.o. 10930, Mar. 24, 

1961, and Defense Logistics Procurement Regulation, 9000.50. 
Purpose(s): 
Used by DLA Patent Counsel for determinati'ons regarding acqui­

sition of patents and· right of inventor. 
Routine uses of records maintained in the system, including catego-

ries of users and the purposes of such uses: · 
··Information may be referred to other government agencies or to 

non-government agencies. or to non-government personnel (including 
contractors or prospective contractors) having an identified interest 
in a particular inventio11 and the Government's rights therein. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders and card index files. 
Retrievability: 
Fidd by names of inventors. 
Safeguards: 
Accessible only to. DLA personnel. 
Retention and disposal: 
J?estroy 26 years ~fter. file is closed. 
System manager(s) and address: 
General Counsel, Defense Logistics Agency, Cameron Station, AI-

exaJ1dria, VA 22314. · 
Notification procedure: 
Direct information requests to System Manager. 
Record access procedures: 
Official mailing address of the System Manager is Office of Gener­

al Counsel, Defense Logistics Agency, Cameron Station, Alexandria, 
VA 22314. Written requests should include full name, current address 
and telephone numbers of requester. For personal visits, each individ­
ual shall provide acceptable identification, e.g., driver's. license or 
identification card. 

Contesting record procedures: 
The DLA rules for contesting contents and appealing init!al deter­

minations may be obtained from the System Manager. 
Record source categories: 
DLA Patent Counsel's jnyestigation .of published and unpul;>lished 

records and files both within and without the Government, consulta­
tion. with Government and, non-Government personnel, information 
from other Government agencies and information submitted by Gov­
ernment officials or other· persons l}aving a direct interest in the 
subject matter of the file. 

Exemptions claimed for the system: 
None. 

System name: 
Royalties. 
System location: 

S253.30DLA-G 1 

Files 'of the Patent Counsel, Office of the General Counsel, De­
fense Logistics Agency (DLA). 

Categories of individuals covered by the system: 
Individual and firms to whom patent royalties are paid by Defense 

Logistics Agency contractors. 
Categories of records in the system: 
Reports from DLA procurement centers of patent royalties submit- · 

ted pursuant to Defense Acquisition Regulation (DAR) forwarded to 
Defense Logistics Agency Headquarters, Office of General Counsel 
for approv~l, and included in pricing of respective. con~racts. 

Authority for maintenance of the system: 
10 U.S. Code 2304(g), DLA Procurement Regulation (PR) 9-110 

and Defense Acquisition Regulation (DAR) 9-100. 
· Purpose(s): 

. Reviewed by DLA Patent 'counsel for approval of royalties on 
continuing basis. 
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Routine uses of records maintained in the system, including catego­
ries of users and the purposes· of such uses: 

Information may be referred to other government agencies or to 
non-government personnel (including contractors or prospective con­
tractors) having an identified interest in the allowance of royalties on 
DLA contracts. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · · · 

Storage: . · 
Paper records in' file folders aild card index files. 

· Retrievability: . 
Filed by patent number. Names of inventors and patent o~ners are 

retrievable from these numbers. 
Safeguards: 
Accessible only to DLA personnel with an official need. to know. 
Retention and disposal: 
Destroyed after 26 years. 
System manager(s) and address: 
General ~ounsel, Defense Logistics Agency, Cameron Station, Al-

exandria, VA 22314. 
Notification procedure: 
Direct information requests to System Manager. 
Record access procedures: 
Official mailing address of the System Manager is Office of Gener­

al Counsel, Defense Logistics Agency, Cameron Station, Alexandria, 
VA 22314. Written requests should include full name, current address 
and telephone numbers of requester. For personal visits, each individ­
ual shall provide acceptable identification, e.g., driver's · license or 
identification card. 

Contesting record procedures: 
The DLA rules for contesting contents and appealing initial deter­

minations may be obtained from the System Manager. 
Record source categories: 
DLA Patent Counsel's investigation of published and unpublished 

records and files both within and without the government, consulta­
tion with government and non-Government. personnel, information 
from other Government agencies and information submitted by Gov- . 
ernment officials or other persons. having a direct interest in the 
subject matter of the file. · 

Exemptions claimed for the system: 
None.· 

S253.30DLA-G 2 
System name: 

Patent Licenses and Assignments. 
System location: 
Files of the Patent Counsel, Office of the General Counsel, De­

fense Logistics Agency (DLA). 
Categories of individuals covered by the system: 
Individuals and firms which have granted patent licenses or assign-

ments to DLA. · 
Categories of records in the system: 
Files including patent license and assignment agreements and ac­

counting •ecords indicating basis for Government payment of royal­
ties during life of agreements. 

Authority for maintenance of the system: 
10 U.S.C. 2386, Defense Acquisition Regulation (DAR) 9, Part 4; 

and Defense Logistics Procurement Regulation (DLPR) 9-401.50. 
Purpose(s): 
Used by DLA Patent Counsel for acquisition and administration of 

patent license and assignment agreements. 
Routine uses of records main.tained in the system, including catego-

ries of users and the purposes of such uses: · 
Information may be referred to other Government agencies or to 

non-Government personnel (including contractprs or prospective 
contractors) having an identified interest in the potential or actual 
infringement ofparticular patents. · 
· Policies and practices for storing, retrieving, a~cessing, retaining, and 

disposing of records in the system: · 
Storage: · 
Paper records in file folders and card index files. 
Retrievability: 
Filed by name of individual or firm granting rights. 

Safeguards: 
. Accessible only to DLA personnel with official need to know. 
Retention and disposal: 
Destroyed 26 years after file. is closed. 
System manager(s) and add~ess: . ~ 
General Counsel, Defense Logistics Agency, Cameron Station, Al-

exandria, VA 22314. 
Notification procedure: 
Direct information requests to System Manager. 
Record access procedures: 
Official mailing address of the System Manager is Office of Gener­

al Counsel, Defense Logistics Agency, Cameron Station, Alexandria, · 
VA 22314. Written requests should include full name, current address 
and telephone numbers of requester. For personal visits, each individ­
ual shall provide acceptable identification~ e.g., driver's license or 
identification card. 

Contesting record procedures: 
The DLA rules for contesting contents and appealing initial deter­

minations may be obtained from the System Manager .. 
Record source categories: 
DLA Patent Counsel's investigation of published and unpublished 

records and files both within and without the government, consulta­
tion with government and non-government personnel, information 
from other government agencies and information submitted by Gov­
ernment officials or other persons having a direct interest in the 
subject matter of the file. 

Exemptions claimed for the system: 
No.ne~ 

System name: 
Patent Infringement. 
System location: 

S253.40DLA-G 

Files of Patent Counsel, Office of the General Counsel,. Qefense 
Logistics Agency (DLA). 

Categories of individuals covered by the system: 
Individuals and firms involved in potential or actt1al claims or 

litigation against the United States for infringement of patents. 
Categories of records in the system: 
Investigative files relating to patentability and enforceability of 

asserted patents and procurement of accused items. 
Authority for maintenance of the system: 
io u.s.c. 2386; 10 u.s.c. 2356; 28 u.s.c. 520; 28 u.s.c. 1498; 35 

U.S.C. 181-188; and 35 U.S.C. 286, Defense Acquisition Regulation 
(DAR) 9, Part 4; Defense Logistics Procurement Regulation (DLPR) 
9-401.50. 

Purpose(s): 
Used by DLA Patent Counsel for actions, determinations or rec­

ommendations regarding disposition of claims or litigation 'by DLA 
or Military Departme·nts. 

Routine uses of records maintained ·in the system, including catego­
ries of users and the purposes of such uses: · 

Information may be referred to the Department of Justice ·and 
other Government agencies or to non-Government personnel (includ­
ing contractors or prospective contractors) having an identified inter­
est in the potential or actual infringement of particular patents. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Paper records in file folders and card index files. 
Retrievability: 
Filed by name of claimant or litigant. 
Safeguards: 
Accessible only to DLA personnel. 
Retention and disposal: 
Destroyed 26 years after file is closed. 
System manager(s) and address: 
General Counsel, Defense Logistic's Agency, Cameron ,Station, Al-

exandria, VA 22314. · · · 

Notification procedure: 
Direct information requests to System Manager. 
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Record access procedures: 
· Official mailing address of the System Manager is Office of Gener­

al Counsel, Defense Logistics Agency, Cameron Station, Alexandria, 
VA 22314. Written requests should include full name, current address 
and telephone numbers of requester. For personal visits, each. individ­
~al s~all provide acceptable iden :ification, e.g., driver's license or 
tdenttficatton c.ud. 

C:mte:sting record procedures: 
The DLA rules for contesting contents and appealing initial deter-

minations may be obtained from the System Manager. . 
Record source categories: · 
DLA Patent Counsel's investigation of published and unpublished 

records and files both within and without the Government, consulta­
tion with Government and non-Government personnel, information 
from other Government agencies and information submitted by Gov­
ernment officials or othh persons having a direct :interest in the 
subject matter of the file. 

Exemptions claimed for the system: 
None. ' 

S255.01DLA~G 

System name: 
Fraud & Irregularities. 
System location! · · . 
Primary System--Case files on 'lCtual or suspected fraud, criminal 

conduct and antitrust violations which arise from procurement, the 
disposal of surplus property, the administration of contracts or any 
other operation of the Defense Logistics Agency (DLA) are filed at 
the Office of the General Counsel, DLA. Decentralized segments--
corresponding files at Office of Coonsel for field activities. · · 

Categories of individuals covered by the system: 
Any individual or group of individuals or other entity, involved in 

or suspected of being involved in any fraud, criminal <;onduct or 
antitrust violation relating to DLA procurement, property disposal to 
DLA procurement, property disposal or contract administration, or 
other DLA activities. · ·· 

Categories of records in the system: 
Investigative reports, complaints; pleadings and other court. docu­

ments, litigation reports, working papers, documentary and 'physical 
evidence, contractor suspensions and debarments .. 

Authority for maintenance of the system: 
These ·files are created "lind maintained pursuant to the direction of 

the Attorney General of the United States under the authority con­
tained in 28 U.S.C. Chs. 31 and 32. 

Purpose(s): 
Information is used in the inv,.!stigation and prosecution of criminal 

·.or civil actions involving fraud, criminal conduct and antitrust viola­
tions and is used in determinations to suspend or debar individuals or 
other entities from DLA procurements and sal.es. 

Information may be referred to and used by DoD inyestigators and 
Government attorneys in DLA and other activities of the Depart-
ment of Defense. · · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Infor~ation may be referred to and used by Federal investigators, 
Department of Justice, and other contracting, audit, inspection, inves­
tigative, and legal activities of other agencies to include .State and 

·local law enforceineQt agencies, as appropriate. 
See also blanket routine uses set forth above. 
Policies and p~actices for storing, retrieving, accessing~ retaining, and 

disposing of records in the system: · ' 
Storage: 
Maintained in combination of paper and automated files. 
Retrievability: 
Filed alphabetically by the· name of the subject individual or other 

entity. 
Safeguards: 
Records, as well as computer terminals, are maintained in areas 

accessible only to DLA personnel. In addition, access to and retriev­
al for computerized files is limited to authorized users and is pass­
word protected. 

Retention and disposal: 
Records are destroyed ten years after all aspects of the case are 

closed: 
System manager(s) and address: 

Gen'eral Counsel, Defense Logistics Agency, Came.ron Statiot:t; AI~ 
exandria, VA 22314. . ·' · 

Notification procedure: 
Written. requests for. information shall be directed .to the System 

Manager.· Requests m'ust'.contain name of subject and_ su(ficient. iden­
tificatiqn of the incident in orde,r to ensure correct retrieval. 

Record access procedures: 
Official mailing addresses are in the DLA Directory. Written re­

quests for information should contain the full name, current address 
and telephone number of the individual. 

Contesting record procedures: 
The DLA rules for contesting c~~tents and appealing initial deter-

minations may be obtained from the System Manager. · · 
Record source categories: . 
Fede~al, state and local investigative agencies; oth~~ federal agen­

cies; DLA employees; and individuals. 
Exemptions claimed for the system: 
None. 

System name: 
Standards of Conduct. . 
System location: 

S257.iODLA-G. 

Decentralized system--Office of; the General Counsel, Headquar­
ters, Defense Logistics Agency, '·(HQ DLA), maintains Executive 
Personnel Financial Disclosure Report, Standard Forms 278; and 
Statement of Employment and Financial Interests, PD Forms 1555 
on Headquarters, DLA DASC, DTIC, DDMP employees and Com­
manders, Deputy Command.ers, and Counsels of Primary .Level Field 
Activities (PLFAs). . 

Other DD Forms 1555 required bythe PLFAs are maintain~p at 
the DLA Field Activity Office of CounseL · · ·· 

Standard of Conduct Certifications· are maintained in each HQ 
DLA and PLFA Primary Staff Elements. 
· Categories of individuals covered by the system: 
'includes DLA employees whose official duties require the exercise 

of judgment in making government decisions' or taking actions which 
may have a significant economic impact on any non-federal entity. 

Categories of records in .the system: · · · · 
Includes Standard Forms 278 and DD Forms 1~55:o~ allegati~n of 

a violation of standards of conduct, investigatory reports 'by· ,the 
Government, recommendations and determinations as to whether a 
violation of the standards of conduct· occurred and what sanction 
may be appropriate and/or was imposed. 

Authority for maintenance of the system: . . . 
Executive Order 11222; 'The Ethics in Government Act of 1978', 

Pub. L 95-521; and DLA Regulation 55000.1 · 
Purpose(s): · 
Information is used by the DLA General Counsel's Office in its 

efforts to preclude DLA employees from making determinations in 
areas where such deCisions might be or appear to be in conflict with 
personal interests. Information is . used by the General Counsel's 
·Office to determine if DLA personnel are observing the highest 
standards of business ethics. Records may be forwarded to Director, 
DLA or DLA · Field Activity Commanders for appropri~te action. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records may be referred to the Department of Justice or the 
appropriate criminal investigative agency. 

See also the blanket routine use set forth above. 
Policies and practices for s~oring, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
Paper' records in file folders. 
Retrievability: . 
Records are retrievable by surname of employee or by date.·, 
Safeguards: · ~ · · t . 

Records are retained in areas accessible only to authorized .person­
nel in Office of General Counsel or others as determined by General 
Counsel, DLA. DD Forms 1555 are retained in locked file cabinets. 

Retention and dispo~al: . 
Incidents of violation of standatds of conduct, indefinitely; DDs 

1555, until employee leaves employment of DLA. 
System manager(s) and: address: ' 
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General Counsel, Defense Logistics Agency, Cameron Station, Al-
exandria, VA 22314. · 

Notification procedure: .. 
Requests for information should be addressed to the System Man­

ager. Individual requesting information should state . name, subject 
matter of information requested, and date of form or (alleged) viola­
tion. 

Record access procedures: 
The System Manager can provide assistance. 
Contesting record procedures: DLA rules for contesting qontents 

may. be obtained from the System Manager. 
Record source categories: 
Individuals, other employees, and" non-employees having knowl­

edge of the alleged violation of the standards of conduce. 
Exemptions claimed for the system: 
None. 

System nanie: 
Legal Assistance. 
System location: 

S2S9.0SDLA-G 

Decentralized. System located at both Office of Gen~ral Counsel, 
Headquarters, Defense Logistics Agency (HQ DLA), and at the 
Offices of the Counsels, Primary Level Field Activities (PLF As). 

Categories of individuals covered by the system: 
Authorized military personnel and dependents who have requested 

legal assistance. · . 
Categories of records in the system: 
Wills, Powers of Attorney and other legal documents prepared in 

response to requests for legal advice. Also background information 
supplied by requester to prepare the documents. 

Authority for maintenance of the system: 
5 U.S.C. 301 and 302. 
Purpose(s): 
Documents are· used to provide copies for individuals requesting 

the assistance, their representative or where otherwise appropriate, 
members of their immediate families. Documents may also be used as 
models or examples for preparing future documents. 

Routine uses of records maintained in· the system, including catego­
ries of users and the purposes of such uses: 

See blanket routine uses listed above. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records in file folders and/or card files. 
Retrievability: 
Attorney operating folders are kept in a file cabinet or other 

storage devices accessible only to authorized personnel of the Office 
of Counsel or as determined by Counsel. 

Safeguards: 
Attorney operating folders are kept in a file cabinet or other 

storage devices accessible only to authorized personnel of the Office 
of Counsel or as determined by Counsel. 

Retention and disposal: 
Destroy 2 years after completion of case, except documents with­

drawn for use as precedents may be held by topics until no longer 
required for references purposes. 

System manager(s) and address: 
General Counsel, Defense Logistics Agency, Camero·n Station, Al-

exandria, VA 22314 and Counsels,· PLF As. · 
Notification procedure: 
Written or personal requests for information may be directed to 

System Manager. Individual must provide full name and, if appropri­
ate, date assistance was requested. 

Record access procedures: 
The DLA ·rules for access to records by the individual concerned 

may be obtained from the System Man·ager. 
Contesting record procec;Jures: . . 
The DLA rules for contesting contents and appealing initial deter-

minations may be obtained from the System Manager. 
Record sourc~ categories: . ' 
Individual requesting assistance·. 
Exemptions claimed for the system: 

None. 

. S270.10DLA-K 
System name: 

Request for Assistance and Infor~ation. 
System location: 
Staff Director, Personnel, Headquarters, Defense Logistics Agency 

(HQ DLA), and Primary Level Field Activities (PL.FAs). 
Categories of individuals covered by the system: 
Civilian and military personnel, former employees, contractor em­

ployees, attorneys, and other individuals or organizations who have 
requested assistance and information from the President, Members of 
Congress, Secretary of Defense, Director of Defense Logistics 
Agency (DLA) or other officials, which have been referred to the 
Staff Director, Personnel, Headquarters DLA, for response, action or 
information. 

Categories of records in the system: 
Case files include requests for assistance and information sent to 

the President, Members of Congress, Secretary of Defense, Director 
of Defense Logistics Agency or Staff Director, Personnel, Headquar­
ters DLA, by the individual and the DLA responses, action docu­
ments, and other related documents and material. 

Authority for maintenance of the system: 
5 U.S.C. 552, Public Information, Department of Defense Direc­

tive 5400.4, 'Provisions of Information to Congress;' and Department 
of Defense Directive 5105.22; 'Defense Logistics Agency.' 

Purpase(s): 
Information is maintained for replying to subsequent inquiries and 

as background material regarding 'the responses. · 
Routine uses of records maintained in the system, including catego-

ries of users and the purposes of such uses: · 
Information is provided members of Congress, the Office of Per­

sonnel Management, and other federal agencies, attorneys, civil rights 
organizations, and parties involved in veterans' m::ttters and training 
as well as other matters affecting DLA employees. 

See also blanket routine uses set forth above. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records in file folders and log book. 
Retrie'vability: 
Alphabetically by last name of individual involved with or request­

ing information and assistance, or by DLA field activity name, when 
requests are from groups. 

Safeguards: 
Records are maintained in locked filing cabinets in areas accessible 

only to Agency personnel. 
Retention and disposal: 
Records are retained hi active file until end of calendar year, held 

one to three additional years in an inactive file, and subsequently are 
destroyed. 

System manager(s) and address: 
Staff Director, Personnel, HQ DLA; Civilian Personnel Officers, 

PLFAs. 
Notification procedure: 
Written or personal requests for information may be directed to 

the System Manager. Individual must provide full name, the name of 
any DLA . activity that is involved, and the general nature of the 
request for assistance or information individual believes may be filed 
in this system. 

Official mailing addresses of Systems Managers are in the DLA 
Directory located at the end of the DLA record system notices. 
Written requests· for information may be directed to the particular 
System Manager concerned and should contain the full name, current 
address and telephone number of the individual. For personal visits, 
the individual should be able to provide some form of acceptable 
identification, such as driver's license or employing office identifica­
tion. 

Contesting record procedures: , 
The DLA rules for contesting contents and appealing inWal deter­

minations may be obtained from the System Manager. 
Record source categories: 
The office or actjvity to which the inquiry or request was directed, 

the employee's supervisors, civilian personnel office of e~ployee's 
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~ctivity, U.S. Office of Personnel Management, Federal agencies 
m·,otved and other persons or organizations that could assist in final 
solution of the matter. 

Exemptions claimed for the sy~tem: 
None. 

S270.30DLA-B · 
System name: 

Biography File. 
System location: 
Office of Public Affairs, Headquarters,. Defense. Logistics Agency 

(DLA) and Primary Level Field Activities (PLFAs). 
Categories of individuals covered by the system: 
Selected civilian a.nd military personnel currently and formerly 

assigned to DLA and other persons affiliated wit~?- DL"'- and the 
Department of Defense (DoD). 

Categories of records in the system: . 
,. Biographical informatio'n provided by the individual. 

Authority for maintenanc~ of the system: · · 
5 U.S.C. 301 and 302. 
Purpose(s): 
Information is maintained as background material for news and 

feature articles covering activities, assignments, retirements, and reas­
signments of key DLA commanders and executives, in the .prepara­
tion of speeches by .the Director /Deputy Director at change of 
Command, retirement and. awards ceremonies; and for annual visits 
or other activities by persons affiliated with DLA or DoD. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Information is used by DLA public affairs personnel to prepare 
news and feature articles with the knowledge and consent of the 
individual concerned. ' .. 

Policies and practices for storing, retrieving, accessing, retaining, a~d 
disposing of records in the system: · · · · 

Storage: 
Paper records in fi.le folders and/or card index fiJe~ .• 
Retrievability: · 
Filed alphabetically by last name of individual. 
Safeguards: 
Records are maintained in an area accessible only to DLA Public 

Affair:s Office personnel. 
Retention and disposal: 
Files are retained in current fiJes area and destroyed 2 ·years after 

retirement, transfer or death of DLA personnel or termination of 
affiliation with DLA or. DoD by other persons. 

System manager(s) and address: 
Staff Director, Public Affairs, DLA and Public Affairs Officers, 

PLFAs. . 
. Notification procedure: 
Written or personal requests· for information may be directed to 

the System Manager. Individual must provide full name _and employ­
ing activity. 

Record accesS procedures: 
Official mailing addresses of System . Manager are i!l the DLA 

Directory. Written request for iniormation should contain the full 
name, current address and telephone numbers of the ·individual. For 
persomil visits, the individual should be able to provide some accept­
able identification, such as driver's license, or employing office iden-. 
tification. 

Contesting record pr~cedures: 
The DLA rules for contesting contents. and appealing initial deter-

minations may be obtained from the System Manager. 
Record source 'categories: 
Individuals conc.erried on a strictly volunteer basis. 
Exemptions claimed for the system: 
None. 

S322.01 DMDC 
System name: 

DoD Job Opportunity Bank Service. 
System location: 

" . ; .~ . 

W.R. Church Computer Center, Navy Postgraduate School, Mon­
terey,·CA 93940-5000. 

Categories of individuals covered by the system: 
Current and former Defense military and civilian personnel and 

their spouses, who have applied for participation in . the job place­
ment program .. 

Categories of records in the syst~m: 
Computerized records consisting of name, SSN, correspondence 

address, branch of service, date of birth, separation status, travel 
availability, U.S. citizenship, occupational interests, geographic loca­
tion work preferences, pay grade, rank, last unit of assignment, edu­
cational levels, dates of military or civilian service, 'language skills, 
flying status, security clearances, civilian and military occupation 
codes, and self reported personal comments for the purpose of ·pro­
viding prospective employers .with a .centralized system for locating 
potential employees. 

Authority for maintenance of the .system: 
10 U.S.C. 136, 1143, 1144, 2358 and Executive Order 9397. 
Purpose(s): 
The purpose of this system is .to faciJitate the transition of military 

and civilian Defense personnel, and their spouses, to private industry 
and Federal employment in the event of a downsizing of the Depart­
ment of Defense: 
. To private and public employers (including local and state employ­
ment agencies and outphicement agencies) in the employment process 
to use as notice of available individuals with interest in potential 
employment. 

Routine uses of records maintained in .the system, including catego­
ries of users and the purposes of such uses: 

None. 
Policies and practices of storing, retrieving, accessing, retaining and 

disposing of records in the system: 
Storage: 
Electronic storage. 
Retrievability: 
Retrieved by Social Security Number of occupational or geograph­

ic preference; 
Safeguards: 

. Computerized· records are maintained in a controlled area accessi­
ble only to au.thorized personnel. Entry to these areas ·is restricted to 
those personnel with a valig requirement and authorization to enter. 
Physical entry is restricted by the_ use of locks, guards, administrative 
procedures (e.g., fire protection r~gulations). · . 

Access to personal information is restricted to thos~ who require 
the records in the performance of their· official duties, and to the 
individuals who are the subject of the record or their authorized 
representative. Access to personal information is further restricted by 
the use of passwords which are changed periodically. 

Retention and disposal: · 
Records are maintained on-line 'for one year and then are archived 

as an historical data base. · 
System manager(s) and address: 
Pirector, Defense Manpower- Data Center, 1600 N. Wilson Boule­

vard, Suite 400, Arlington, VA 22209-2593. 
Notification procedure: 
Individuals seeking to determine if information af:?out themselves is 

contained in this record . system should address written inquiries to 
the Director, Defense Manpower Data Center, 1600 N:· Wilson Bou­
levard, Suite 400, Arlington, VA 22209-2593. 

Record access procedures: 
Individuals seeking a~cess to information about themselves con­

tained in this record system should address written inquiries to the 
Director, Defense Manpower Data Center, 1600 N.' Wilson Boule­
viud, Suite 400, Arlington, VA 22209-2593. 

Written requests for information should contain the full name, 
Social Security Number, date of birth, and current address and tele-
phone number of the individual. . 

For personal visits, the individual should be able to provide some 
acceptable identification such as. driver's license, or military or other 
identification card. 

Contesting record procedures: 
The DLA rules for access to records and for contesting contents 

and appealing initial determination are contained in DLA Regulation 
5400.21; 32 CFR part 1286; or may be obtained from the system 
manager. 

Record source categories: 
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The Military Services,. DoD Con"tponents, and from the subject 
individual via application into the program. 

Exemptions c•aimed for the system: 
None. 

S322.05 DMDC 
System name: 

Noncombatant Evacuation and Repatriation Data Base. 
System location: 
W.R. Chur:ch Computer Center, Naval Postgraduate School, Mon­

terey, CA 93943. Information may be accessed. by remote terminals 
at the repatriation centers. The location of the repatriation centers 
can be obtained from the Headquarters Department of the Army, · 
Office of Deputy Chief of Staff for Personnel, DAPE-MO, Washing­
ton, DC 20310-0300. Telephone (703) 614-4166. 

Categories of individuals covered by the system: 
All noncombatant evacuees including service members, their de­

pendents, DoD and non-DoD employees and dependents, U.S. resi­
dents abroad, foreign nationals and corporate employees and depend-
ents. · · · · .. 

Categories of records in the system: 
Social Security Number, name,. date of birth, passport number, 

country of citizenship, marital status, sex, employer, destination ad­
dress and type of assistance needed. 

Authority for maintenance of-the system: 
Executive Order 12656, Assignment of Emergency Preparedness 

Responsibilities, November 18, 1988; DoD Directive 5100.51, Protec­
tion and Evacuation of U.S. Citizens and Designated Aliens in 
Danger Areas Abroad· and Executive Order 9397. 

Purpose(s): 
To the Headquarters Department of the Army, Office of Deputy 

Chief. of Staff for Personnel, DAPE-MO, for the purposes of. tracking 
evacuees from emergency . situations in foreign countries to. ensure 
location and receipt of necessary relocation services and to provide 
information to all of DoD, Federal, state, and local agencies on an · 
as-requested basis. . . 

To the Office of the Secretary of Defense (Force Manpower and 
P~rsonnel) for the purposes . of identifying and coordinating DoD 
civilian employees who have been evacuated and for job placement 
of evacuated Federal employees. 

·To the Joint Staff, as executors of evacuation operations when. 
called upon to do so, for the purposes of assessing costs of services 
provided and recovering the ·cost of evacuation from the appropriate 
agency. 

To each· military service for the purposes of accounting for its 
resp~ctive military members and their. families who have been evacu­
ated. Each family is assigned a U.S. sponsor who is responsible for 
assisting the evacuated family in a safe haven status. 

To the Department of the Army for purposes of assigning a spon­
sor to each family and tracking all DoD dependents and family 
members who have been evacuated from a country and ·arrived in 
the U.S .. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

To individuals who have been evacuated but who have been sepa­
rated from their family and/or spouse. Information. will be released 
to the individual indicating where the family member was evacuated 
from and final destination. 

To Department of State to plan and monitor eyacuation effective­
ness and need for services . and to verify the number of people by 
category who have been evacuated. · · 

To the American Red Cross so that upon receipt of information 
from a repatriation center that a DoDJamily has arrived safely in the 
U.S., the Red Cross may notify the service member (sponsor) still in 
the foreign country that his/her family ha,s safely arrived in the 
United States. 

To the Immigration and Naturalization Service to track and make 
contact with all foreign nationals who have been evacuated to the 
u.s. . ' 

To the Department of Health and Human Services for purposes of 
giving financial assistance and recoupment of same. ro identify indi­
viduals who might arrive with an illness which would require quar­
antine. 

The Defense Logistics Agency "Blanket Routine Uses" published 
at the beginning of the DLA compilation apply· to this record 
system. . 

Policies and practices for storing, retrieving, accessing and disposing 
of records in the' system: . · . 

Storage: 

Electronic and hard copy storage. 
Retrievability: 
Retrieved by name, Soc~al Security Number, or location of evacu­

ation point or repatriation center. 
Safeguards: 
Computerized records are maintained in a controlled area accessi­

ble only to authorized personnel. Entry to these areas is restricted .to 
those personnel with a valid requirement and authorization to enter. 

Access to personal information is restricted to those who require 
the records in the performance of their official duties, and to the 
individuals who are the subject of the information or their authorized 
representative. Access to personal information is further restricted by 
the use of passwords. 

Retention and disposal: 
Records are maintained on-line for one year and are then archived 

as an historical data base. 
System manager(s) and address: 

'Director, Defense Manpower Data Center, 1600 N. Wilson Boule­
vard, Suite 400, Arlington, VA 22209-2593. 

Notification procedure: 
Individuals seeking to determine whether information about them­

selves is contained in this record system should address written 
inquiries to the Director, Defense Manpower Data Center, 1600 N. 
Wilson Boulevard, Suite 400, Arlington, VA 22209-2593. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Director, 
Defense Manpower Data Center, 1600 N. Wilson Boulevard, Suite 
400, Arlington, VA 22209-2593. 

Written inquiry should contain the full name, Social Security 
Number, date of birth, and current address and telephone number of 
the individual. 

Contesting record procedures: 
The DLA rules for access to records and for contesting contents 

and appealing initial determination are contained in DLA Regulation 
5400.12; 32 CFR part 1286; or m~y be obtained from the system 
manager. 

Record source categories: 
The Military Services, DoD Components, from individuals via 

application. 
Exemptions claimed for the system: 
None.· 

S322.09 DLA"":'LZ 
System name. 

Joint Duty Assignment Management Information System. 
System location: 
Primary Location: Defense Manpower Data Center, 1600 Wilson 

Blvd., Suite 400, Arlington, VA 22209-2593; Decentralized segments: 
Joint Chiefs of Staff and Military Personnel Centers of the services. 

Categories of individuals in the system: 
All active duty officers who are serving or have served in billets 

designated as joint duty assignment positions; are attending or have 
completed joint professional military education schools; are joint 
specialty officers or nominees. 

Categories of records in the system: 
The information on billets includes service, unit identification code, 

normal tour length, rank, job title, skill and critical billet. Information 
on individuals includes social security number, joint duty qualifica­
tion, departure reason, joint professional military education status, 
promotion board results, service, occupation, sex, date of rank and 
duty station. 

Authority for maintenance of the system: · 
10 u.s.c. U6; 10 u.s.c. 667. 
Purpose: 
To allow the Department of Defense to monitor Joint Duty As­

signment positions and personnel and to report to . the Congress as 
required by 'Title IV, Chapter 38, Section 667 (Annual Report to 
Congress) of the DoD Reorganization Act of 1986; Pub. L. 99-433. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The blanket routine. use statements set forth. at the beginning of the 
DLA listings of systems of records are also applicable to this record 
system. · 
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Policies and practices for storing; retrieving, accessing, retaining, and 
disposing of records in the system: 
. Storage: 

Records are stored on disk. 
Retrievability: 
Records. may be retrieved by individual identifier such a·s social 

security number or by demographic characteristic. 
Safeguards: -

Data is stored in automated form in locked limit~d ~ccess ar~as and 
may be accessed only by user code and password. 

Retention ·and disposal: 
Records are historical in nature and_ as such are retained. indefinite­

ly. 
System manager(s) and address: 
Director, Defense Manpower Data Center, 1600 N. Wilson Blvd., 

Suite 400, Arlington, VA 22209-2593, telephone (202) 696-5816. Au-
tovan 226-5816. · 

Notification pprocedure: , -.. 
Information may be obtained from the System Manager. 
Record access procedure: . 

'Request from individuals- should be addressed to the System Man­
ager. Written requests for information should contain the. full name, 
social security number, current address and telephone· number of the 
individual. . 

Contesting record procedures: 
The record accuracy may be contested through the ~dmlnistrative 

processes .pf military service personnel centers. Individual should 
follow the contesting record procedur~s of the applicable system of 
record of the particular military service involved: 

Record source categories: . 
The military services and Office of the Joint Chiefs of Staff. 
Exemptions claimed for the system: 
None. 

S3il.l0 DMDC 
System name: 

Defense Manpower Data Center Data Base. 
System location: 
Primary location-W.R. Church Comput~r Center, Naval Post-

graduate School, Monterey, CA 93920-5000. : 
Back-up files maintained in a bank vault in Herman Hall, Naval 

Postgraduate School, Monterey, CA 93920-5000. 
Decentralized segments..:....Portions ofJhis file may be maintained 

by the military and non-appropriated fund personnel and finance 
centers of the military services, selected civilian contractors with 
research contracts in manpower area, and other Federal agencies. 

Categories of individuals covered by the system: · 
All ~:~niformed servic~s, officers and enlisted personnel who served 

on active duty from July 1, 1968, and after or who have been a 
member of a· reserve component since July 1975; retired military 
personnel; participants in Project 100,000 anP. Project Transition, and 
the evaluation control groups for these programs. All individuals 
examined to deter~ine eligibility. for military service at an Armed 
Forces Entrance and .Examining Station from J.uly I, 1970, and later. 

DoD civilian employees since January l, I 972. All veterans who 
have used the GI Bill education and training 'employment services 
office since January I, 1971. All veterans who have used GI Bill 
education ·and- training entitlements, who visited a state employment 
service-office since January. 1, 1971, or who participated in--a Depart'­
ment of Labor special program since July 1, 1971. All individuals 
who ever participated ·in an educational program sponsored by the 
U.S. Armed Forces Institute _and all individuals who ever participat­
ed in the Armed Forces Vocational Aptitude Testing Programs at 
the high school level since September 1969. 

Individuals who responded to various paid advertis.ing campaigns 
seeking enlistment information since July 1, 1973; participants in the 
Department of Health and Human Services National Longitudinal 
Surv~y; Individuals responding to recruiting advertisements since 
January 1987; survivors· of retired military personnel who are eligible 
for or ·currently receiving disability payments _or disability income 
compensation · from the Department of Veterans Affairs; surviving 
spouses of act~ve or retired .deceased military personnel; 100 per cent 
disabled veterans and their survivors. · · 

Individuals receiving disability compensation from the Department 
of'Veterans Affairs or who are covered by a Department- of Veterans 
Affairs' insurance or benefit program; dependents of active duty 
military retirees, selective service registrants. 

Individuals receiving a security background im;estigation as identi­
fied in the Defense Central Index of Investigation. Former· military 
and civilian personnel who are employed by DoD contractors and 
are subject to the provisions of 10 U.S.C. 2397. 

All U.S. Postal Service employees. 
All Federal Civil Service employees. . 
All non-appropriated funded individuals who are employed by the 

Department of Defense. 
Categories of records in the system: 
Computerized· personnel/employment/pay records· consisting of 

name, Service Number, Selective Service Number, Social Security 
Number, compensation data, demograph~c information such as home 
town, age, sex,. race, and educational level; civilian occupational 
information; civilian and military acquisition work force warrant lo­
cation; training and job specialty information; military personnel in­
formation such as rank, length of service, military occupation, apti­
tude scqres, post-service education, training, and employment infor­
mation for veterans; particip~tion in various inservice education and 
training programs; military hospitalizati_on records; and. _home and 
work addresses. 

CHAMPUS claim records containing enrollee, patient and health 
care facility, provided gata such as cause of treatment, amount of 
payment, name and Social Security or tax ID·of providers or poten­
tial' providers of care; -'· 

Selective Service System registration data. 
Department of Veterans Affairs disability payment records. 
Credit or financial data_ is required for security background investi-

gations. · , . . 
Criminal history information on individuals who subsequently enter 

the military. · ·' 
U.S. Postal Service employment/personnel records containing 

Social Security Number, name, salary, home and work address. U.S. 
Postal Service records will be maintained on a temporary basis for 
approved computer matching between the U.~. Posta~ Service ·and 
DoD. . . 
· Office of Personnel Management (OPM) Central Personnel Data 

File (DPDF), an extract from OPM/GOVT -1, General Personnel 
Records, containing employment/personnel data on all Federal em~ 
ployees consisting of name, Social Security Number, date of birth, 
sex, work schedule (full-time, _part-time, intermittent), annual salary 
rate (but not actual earnings), occupational s~ries, position occupied, 
agency identifier, geographic location of .duty station, metropolitan 
statistical area, and personnel office identifier. Extract from .OPM/ 
CENTRAL-I, Civil Service Retirement and· Insurance Records, 
containing Civil Service Claim number, date of birth, name, provi­
sion of law. retired under, gross annuity, length of servi~e, annuity 
commencing . date, former employing agency and . ho·me address. 
These records provided by OPM for approved computer matching. 

Non-appropriated fund employment/personnel records consist of 
Social Security Number,.name; and work address. 

A-uthority for the .maintenance of the system: 
10 U.S.C. 136, Assistant Secretaries of Defense; Appointment 

Powers and Duties; 10 U.S.C. 2358; Research Projects; Pub. L. 95-
452, as amended (Inspector General Act of 1978); and Executive 
Order 9397. 

Purpose(s): . 
The purpose of'the system of records is to provide a ~ingle central 

facility within the Department of Defense to assess manpower trends, 
support personnel functions to perform longitudinal statistical analy­
ses, identify current and former DoD civilian and military personnel 
for purposes of detecting fraud and abuse of pay and benefit pro­
grams, and to collect debts owed to the_ United States Government 
and state and local governments. · 

All records in this record system are .subject to use in authoriz~d 
computer matching programs within the Department of Defense·and 
with other Federal agencies or non-Federal agencies as regulated by 
the Privacy Act of 1974, as amended (5 U.S.C. 552a). · 

Routine uses of records maintained in . the' system, ·including catego-
ries of users and the· ·purposes of such uses: · · 

To the,_Department of. Veterans Affairs (DVA); Statistical Policy 
and Research Office, Office of lnformatiqn Management and Statis­
tics,. DV A Management Sciences Division to provide military per­
sonnel employment and pay data for the purpose of selection samples 
for _surveys asking veterans abouL the use of veteran benefits and 
satisfaction with DV A services, and to validate eligibility for DV A 
benefits; and to analyze the cost to the individual of military service 
under the Veteran's Group Life lnsuranpe program. 

To the Department of Veterans Amiirs (DVA) to provide idel'!-tify­
ing military personnel data to the DV A and ·its contractor, the 
Prudential Insurance Company, for the purpose of notifying members 
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of the Individual Ready Reserve (IRR) of their right to apply for 
Veteran's Group Life Insurance coverage. · . 

To the Department of Veterans Affairs (DVA) to conduct com­
puter matching programs regulated by the Privacy Act of 1974, as 
amended (5 U.S.C. 552a), for the purpose of: · 

1. Providing full identification of active duty military personnel, 
including full-time National Guard/Reserve support personnel, for 
use in the administration of DV A's Compensation and Pensiqn bene­
fit program (38 U.S.C. 3104(c), 3006-3008). The information is used 
to determine continued eligibility for DV A disability compensation 
to recipients who have returned to active duty so that benefits can be 
adjusted or terminated as required and steps taken by DV A to 
collect any resulting over payment. · · 

2. Providing military personnel and financial data to the Veterans 
Benefits Administration, DV A for the purpose of determining initial 
eligibility and any changes in eligibility status to insure proper pay­
ment of benefits for GI Bill education and training benefits by the 
DVA under the Montgomery GI Bill (Title 10 U.S.C., Chapter 
106-Selected Reserve and Title 38 U.S.C., Chapter 30-Active 
Duty). The administrative responsibilities designated to both agencies 
by the law require that ·data be exchanged in administering the 
programs. 

3. Providing identification of reserve duty, including full-time sup­
port National Guard/Reserve military personnel, to the DVA, for 
the purpose of deducting reserve time serve from any DV A disability 
compensation paid or waiver of VA benefit. The law (10 U.S.C. 684) 
prohibits receipt of reserve pay and DV A compensation for the same 
time period, however, it does permit waiver of DV A compensation 
to draw reserve pay. · 

4. Providing identification of former active duty military personnel 
who. received separation payments to the DV A for the purpose of 
deducting such repayment from any DV A disability compensation 
paid. The law (38 U.S.C. 3l04(c)) requires recoupment of severance 
payments before DV A disability compensation can be paid. 

5. Providing identification of former military personnel and survi­
vor's financial benefit data to DV A for the purpose of identifying 
military retired pay and survivor benefit payments for use in the 
administration of the OVA's Compensation and Pension program (38 
U.S.C. 3104(c), 3006-3008). The information is to be used to process 
all DVA award actions more efficiently, reduce subsequent overpay­
ment collection actions, and minimize erroneous payments. 

To the Office of Personnel Management (OPM) consisting of per­
sonnel/employment/financial data for the purpose of carrying out 
OPM's management functions. Records disclosed concern pay; bene­
fits, retirement deductions and any other information necessary for 
those management functions required by law (Pub. L. 83-598, 84-
356, 86-724, 94-455 and 5 U.S.C. 1302, 2951, 3301, 3372, 4118, 8347). 

To the Office of Personnel Management (OPM) to conduct' com­
puter matching. programs regulated by the Privacy Act of 1974, as· 
amended (5 U.S.C: 552a) for the purpose of: 

I. Exchanging personnel and· financial information on certain mili­
tary retirees, who are also civilian employees of the Federal govern­
ment, for the purpose of identifying those individuals subjec~ to a 
limitation on the amount of military retired pay they can receive 
under the Dual Compensation Act (5 U.S.C. 5532), and to permit 
adjustments of military retired pay by the Defense Finance and 
Accounting Service and to take steps to recoup excess of that permit­
ted under the dual compensation and pay cap restrictions. 

. 2. Exchanging personnel and ·financial data on civil service annu­
itants (including disability annuitants under age 60) who are reem­
ployed by DoD to insure that annuities of DoD reemployed annu­
itants are terminated where applicable, and salaries are correctly 
offset where applicable as required by law (5 U.S.C. 8331, '8344, 8401 
and 8468). . 

3. Exchanging personnel and financial data to identify individuals 
who are improperly receiving military retired pay and credit for 
military service in their civil service annuities, or annuities based on 
the "guaranteed minimum" disability formula. The match wilt identi­
fy and/or prevent erroneous payments under the Civil Service Re­
tirement Act (CSRA) 5 U.S.C. 8331 and the Federal Employees' 
Retirement System Act (FERSA) 5 U.S.C. 841 I. DoD's legal author-
ity for monitoring retired pay is 10 U.S.C. 1401. . 

.4. Exchanging civil service and Reserve military personnel data to 
identify those individuals of the Reserve forces who are employed by 
the Federal government in. a: civilian position. The purpose of the 
match is to identify those particular individuals occupying critical 
positions as civilians and cannot be released for extended active duty 
in the event of mobilization. Employing Federal agencies are in­
formed of the reserve status of those affected personnel so that a 
choice of terminating the position or the reserve assignment can be 
made by the individual concerned. The authority for conducting the 
computer match is contained in E.O 11190, Providing for the Screen­
ing of the Ready Reserve of the Armed Services. 

To the Internal Revenue Service (IRS) for the purpose of obtain­
ing home addresses to contact Reserve component members for mo­
bilization purposes and for tax administration. For the purpose of 
co'nducting aggregate statistical analyses on the impact of DoD per­
sonnel . .of actual. changes in the tax laws and to conduct aggregate 
statistical analyses to lifestream earnings of current and former mili­
tary personnel to be used in studying the comparability of civilian 
and military pay benefits. To aid in administration of Federal Income 
Tax laws and regulations, to identify non-compliance and delinquent 
filers. . 

To the Department of Health and Human Services (DHHS): 
I. To the Office of the Inspector General, DHHS, for the purpose . 

of· identification and investigation of DoD emploY.ees and militar:y 
members who may be improperly receiving funds under the Aid to 
Families of Dependent Children Program. , 

2. To the Office of Child Support Enforcement, DHHS, pursuant 
to 42 U.S.C. 653 and Pub. L. 94-505, to assist state child support 
offices in locating absent parents in order to establish and/or enforce 
child· support obligatio.ns. . . 

3. To the Health Care Financing Administration (HCF A), DHHS 
.for the purpose of monitoring HCF A reimbursement to civilian hos­
pitals for Medicare patient treatment. The data will ensure no De­
partment of Defens~ physicians, interns or residents are cQunted for 
HCF A reimbursement to hospitals. . · 

4. To the Social Security Administration (SSA), Office of Re­
search and Statistics, DHHS for the purpose of conducting statistical 
analyses of impact of military service and use of GI Bill benefits on 
long term earnings. 

5 .. To the Bureau of Supplemental Security Income, SSA, DHHS 
to conduct computer matching programs regulated by the Privacy 
Act of 1974, as amended (5 U.S.C. 552a), for the purpose of verifying 
information provided to the SSA by applicants and recipients who 
are retired military members or their survivors for Supplemental 
Security In~ome (SSI) benefits. By law (42 U.S.C. 1383) the SSA is 
required to verify eligibility factors and other relevant information 
provided by the SSI applicant from independent or collateral sources 
and obtain additional information as necessary before ma~ing SSI 
determinations of eligibility, payment amounts or adjustments there­
to. 

To the Selective Service System (SSS) for the purpose of facilitat­
ing compliance of members and former members of the Armed 
Forces, both active and reserve, with the provisions of the Selective 
Service registration regulations (50 U.S.C. App. 451 and E.O. 11623). 

· To DoD Civilian· Contractors for the purpose of performing re­
search on manpower problems for statistical analyses. 

To the Department of Labor (DOL) to reconcile the accuracy of 
unemployment compensation payments made to former DoD civilian 
employees and military members by the states. To the Department of 
Labor to survey military separations to determine the effectiveness of 
programs assisting veterans to obtain employment. 

To the U.S. Coast Guard (USCG) of the Department of Transpor­
tation (DOT) to conduct computer matching programs regulated by 
the Privacy Act of 1974, as amended (5 U.S.C. 552a), for the purpose 
of exchanging personnel and financial information on certain retired 
USCG military members, who are also civilian employees of the 
Federal government, for the purpose of identifying those individuals 
subject to a limitation on the amount of. military pay they can receive 
under the Dual Compensation Act (5 U.S.C. 5532), and to permit 
adjustments of military retired pay by the U.S. Coast Guard and to 
take steps to recoup excess of that permitted 1;1nder the dual compen-
sation and pay cap restrictions. . 

To Federal and Quasi-Federal agencies, territorial, state, and local 
governments to support personnel functions requiring data on prior 
military service credit for their employees or for job applications. To 
determine continued eligibility and help eliminate fraud and abuse in 
benefit programs and to collect debts and over payments owed to 
these programs. To assist in the return of unclaimed property or 
assets escheated to states of civilian employees and military members 
and to provide members and former members with information and 
assistance regarding various benefit entitlements, such as state bo­
nuses for veterans, etc. Information released includes name, Social 
Security Number, and military or civilian address of individuals. To 
detect fraud, waste and abuse pursuant to the authority contained in 
the Inspector ·General Act of 1978, as amended (Pub. L. 95-452) for 
the purpose of determining eligibility for, and/or continued compli­
ance with, any Federal benefit program requirements. 

To private consumer reporting agencies to comply with the re­
quirements to update security clearance investigations of DoD per­
sonnel. 

To consumer reporting agencies to obt~in current addresses of 
separated military personnel to notify them of potential benefits eligi­
bility. 
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To Defense contractors to monitor ·the· employment of for~er 
DoD e·mployees and members subject to the provisions of 10 U.S.C: 
2397. :~.· . . . : . 

To financial· depository institutions to assist iri locating individuals 
with dormant accounts in danger:or reverting·to state ownership by 
escheatment for accounts of DoD· civilian employees and military 
members. · · 

·To· any Federal, state or local agency to conduct authorized com­
puter matching programs regulated by the Privacy Act' of 1974, as 
amended, (5 U.S.C. 552a) for the purposes of identifying and locating 
delinquent debtors for collection of a claim owed the Department of 
Defense or the United States Government under the Debt Collection 
Act of 1982 (Pub. L. 97-365). · · 

To state and local law enforcement investigative agencies to obtain 
criminal history information for ·the purpose ·of evaluating military 
service p~rformance and security clearance procedures (10 U.S.C. 
2358). 

To the United States Postal Service to· conduct computer matching· 
programs regulated by the Privacy Act of 1974, . as· amended (5 
U.S.C. 552a), for the purposes of: · 

I. Exchanging civil' service and Reserve military personnel 'data to 
identify those individuals of the Reserve forces who are employed by 
the Federal government- in a civilian position. The purpose of the 
match is to identify those particular individuals o~clipying critical 
positions as civilians and who cannot be released for extended active 
duty in the event of mobilization. The ·Postal Service is informed of 
the reserve status of those affected personnel so that a choice of 
terminating . the position on the reserve assignment ·can be made \)y 
the individual concerned. The authority for conduCting the computer 
match is contained in E.O. 11190, Providing for the Screeni~g of the 
Ready Reserve of the Armed Forces. 

2:· Exchanging· personnel and financial information on certain mili­
tary retirees who. are also civilian employees of the Federal govern­
ment, for the purpose of identifying ·those individuals subjeCt to a 
limitation on the amount of retired military pay they can receive 
under the Dual Compensation Act (5 U.S.C. 5532), and permit' ad­
justments to military retired pay to be made by the Defense Finance 
and· Accounting Service and to take steps to recoup excess of that 
permitted under the dual compensation and pay cap restrictions. 

-The Defense Logistics Agency "Blanket Routine Uses" published 
at the beginning of the DLA compilation of record system notices 
also apply to this record 1 system. · 

Policies and practices for storing, retriel:ing, accessing, retaining, and 
disposing Or records in the, system: . . · . · · · . . . 

Stor_age: 
·Electronic storage ~edia. . 1: 

Retrievabili~y: · . . .. 
Retri.eved ·by name, Social Security Nurriber, occ~pation, or any

1 

Other data element c9ntained in Sys'tem'. 
. Safeguards: 
W.R. Church Computer Center-:.-Tapes are stored iri a locked cage 

in a controlled access area; tapes can 'by physically accessed only by · 
computer ce'nter personnel and can be mounted for ·processing orily i( 
the appropriate security' code is provided. · · · . . · . 

Back-up locati?n--:-; Tapes are stored in a bank-type vault;' oi.Jil~!f!gs 
are _locked after hours and only properly cleared and authonzed' 
personnel'have access. ; 

Retention and disposal: 
Files constitute a historical data base and are pe.rmanent. 

.. u:s. Pos'tal Service records are temporary and are destr9yed after 
the comln~ter matching program results are verified. . . ..· , 

System manager(s) and address: 
Deputy Director, Defense Man'power Data Center; 99 PaCific 

Street, Suite 155A, Monterey, CA 93940-2453. 
Notification procedure: 

. Individuals· seeki~g to· deter~ine whether· this syste.m of :records 
contain!! infc;m1'1atio,n abo.ut themselves should address written inquir­
ies to the· Deputy Director, Defense M.anpower Data C~nter, 99 
Pacific Street, 155A, Monterey, CA 93940-:-2453. . . 
. Written requests should contain the full name, _.Social· Security 
NuiJlber, d_ate of birth,.and current address and telephone number of 
the individual. . 

For personal visits, the individuai should be. able to. provide some 
acceptable identification such as driver's license or military or otper 
identification card. 
' Record· access procedures: 

. Individuals seeking access to~ records about themseives contained in 
this system of records should address inquiries to the Deputy Direc-

tor, Defense Manpower Data C~nter, :99 Pacific Street, Suite 155A, 
Monterey, CA 93940-2453. . . . · · 
· Written requests should co'ntain the ·full mime, Social Security 

Number, date of birth, and current address and. telephone number of. 
the individual. · · 

For personal visits, the individual should be able to provide some 
accepta\,)le identification such as driver's license or military or other 
identification card. · · ... 

Contesting. record procedures: 
DLA rules for contesting ·contents and appealing 'initial agency 

determinations are contained in DLA Regulation 5400.21, "Personal 
Privacy and Rights of Individuals Regarding Their Personal 
Records", 32 CFR part 1286;· or may be obtained from the system 
manager. 

Record source categories:. 
, The military services, the Department of Veterans Affair~, the 

Department of Education, Department of l:fealth and Human Serv­
ices, from individuals via surv~y questionnaires, the Department of 
Labor, the Office of Personnel Management, Federal and Quasic 
Federal agencies, Selective Service System, and the U.S. Postal Serv-
ice. · · 

Exemptions claimed for the system: 
None. 

S322.11DLA-LZ 
System name: 

Federa~ Creditor Age_ncy D~bt Collection Data Base. 
System location: 
Primary location: W.· R. ·Church Computer Center, Naval Post-· 

graduate School, Monterey, CA 93943-5000 :Qecentralized segments:. 
Military and civilian payment and personnel centers of the military 
services, the Office· of Personnel· Management, and Federal creditor 
agencies. Backup location; Defense Manpower Data Center, ·550 
Camino El Estero_, Monterey,. CA 93940-3231. 

Categories of individuals c~vered by the system~ . . . 
Department of Defense officers and enlisted personnel, members of 

reserve and guard components, retired military personnel. All Feder­
al-wide civilian employees and retirees. Individuals identified ·by Fed­
eral creditor agencies as delinquent· in repayment of debts owed to 
the U.S. Government. 

·. Categories of records in the system: · ·) 
.Name, Social Security Account Number,' debt principal amount, 

interest and penalty amount, i( any, debt reason, debt .status, demo­
graphic information such as grade. or rank, sex, date of birth, duty 
and home address, and various· dates identifying the status changes 
occurriJ;tg .in the debt collection process. · · · 

. Authority ·for maintenance of the· system: 
Debt Collection Act of 1982 (Pub.L. 97-365); 5 US:C. 5514 'ln­

stallme'rit Deduction Of Indebtedness'; 5 U.S.C. 552a 'Privacy Ad of . 
1974'; 10 U.S.C. 136; 4 CFR Chapter II 'Federal Claims Collection 
Standards'; 5 CFR 550.1101-1108 'Collection by Offset from Indebted 
Government Employees!;' Office of Management and· Budget, 'Re~ 
vised Supplemental Guidance for Conducting Matching Programs, 
'May 11, ·1982 ( 47 FR 21656, May '19, 1982) and 'Guidelines· on the 
Relationship_ Between· the Privacy Act of 1974 and· .the· Debt Collec­
tion Act of 1982,' March 30, 1~83 ( 48 FR 15556, April, 1983); the 
Interagency Agreement for Federal Salary Offset Initiative (Office of 
Management and Budget, Department' of the Treasury, Office of 
Personnel Management a~d the. Department of ~efense, April 1987). 

Purpose(s): · · · · 
. The primary . purpose for the establishment ' of this.· system: ·.:of 

records is to maintain a. computer data base permitting computer 
matching to assist and implement ·debt collection efforts by Federal 
creditor agencies unden the Debt Collection Act of 1982 .to identify 
and. ·]ocate individual· debtors .. To increase. the efficiency of U.S. 
Government-wide efforts to· collect debts owed ·the U.S. Govern­
ment. To provides a centralized Federal data b~mk for computer 
matching of Federal employment records with delinquent debt 
records furnished by Federal creditor. agencies under ·an Interagency 
agreement sponsored and monitored by the Department of the Treas­
ury and the Office of Management and Budget. To identify and 
locate employees or beneficiaries who are receiving Federal salaries. 
or ·other benefit payments and indebted to the creditor agency· in 
order to recoup· the debt either through voluntary repayment or. by 
administrative or salary offset procedures established by law ... 

Routine uses of records maintained in the system, i~cluding: catego-
ries of users and the purposes of such uses: · ·· 
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Individual's name, SSN, Federal agency or military service, cate­
gory of employee, Federal salary or benefit payments, records of 
debts and current work or home address and any other appropriate 
demographic data to a Federal creditor agency for the purpose of 
contacting the debtor to obtain voluntary repayment and, if neces­
sary, to initiate any administrative or salary offs~t measures to .recov­
er the debt. 

The DoD Blanket Routine Uses do not apply to this reco.rd 
system. · · · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Records are stored on magnetic computer tape. 
Retrievability: 
Records are retrieved by social security number and name from a 

computerized index. 
Safeguards: 
Primary location at the W.R. Church Computer Center, Monterey, 

CA, tapes are stored in a controlled access area; tapes can be phys­
ically accessed only by computer center personnel and can be mount­
ed for processing only if the appropriate security code is provided. 

At the back-up location in Monterey, CA tapes are stored in rooms 
protected with cipher locks, the building is locked up after hours, 
and only properly cleared and authorized personnel have access. 

Retention and disposal: 
Records are erased within six months after each match cycle. 
System manager(s) and address: 
Deputy Director, Defense Manpower Data Center (DMDC), 550 

Camino El Estero, Monterey,·CA 93940-3231. 
Notification procedure: 
Information may be obtained from the system manager. 
Record access procedures: 
Requests from individuals should be addressed to the system man­

ager. Written requests for information should contain the full name, 
social security number, current address and telephone number of the 
individual requesting information. 

Contesting record procedures: 
The agency's rules for access to records and for contesting con­

tent~ and appealing initial determinations may be obtained from the 
system manager and are contained in Defense Logistics Agency 
Regulation 5400.21 (32 CFR part 1286). 

Record source categories: 
Federal creditor agencies, the Office of Personnel Management 

and DoD personnel and finance centers. 
Exemptions claimed for the system: 
None. 

S322.15DLA-M/DMLPO 
System name: 

Information Military Personnel Records. 
System location: 
StaffDirector, Military Personnel, HQ Defense Logistics Agency 

(DLA), (DLA-K), and Heads of Primary Level Field Activities 
(PLFAs). 

Categories of individuals covered by the system: 
Active duty and reserve personnel assigned to DLA. 
Categories of records in the system: 
Eva~uation reports, general and special orders, leave slips, qualifi­

cation records, applications for ID Cards, security clearance, and 
miscellaneous correspondence. · 

Authority for maintenance of the system: 
10 U.S.C. 501, et seq., Personnel; 5 U.S.C. 302(b)(1). 
Purpose(s): 
The purpose of. the record is to accumulate documents relating to 

the military member while assigned to DLA. The records are used 
by the Staff Director and his staff and Heads of PLF As and their 
staff for notification of assignments, career briefs, assignment orders, 
promotion data, personal data, awards and decorations, training data, 
recommendations for disciplinary action, review procedures instituted 
to control incidents, and advising the Director of incidents. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See also blanket routine. tises set forth above. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Retained in file folders. 
Retrievability: 
Filed alphabetically by last name. 
Safeguards: 
Locked in file cabinets within areas accessible only to authorized 

personnel. · 
·Retenti~n and disposal: 
Retained during individual's assignment to DLA and destroyed 

within I year of departure. 
System manager(s) and address: · 
Staff Dire9tor, .Military Personnel, HQ DLA and Heads of 

PLFAs. 
Notification procedure: 
The requester should send ·a by-name request to Staff Director, 

Military Personnel, HQ DLA and System Man11-ger if assigned to a 
PLF A. The requester may visit the office of either or both System 
Managers with appropriate identification. 

Record access procedures: 
Contact the System Manager. Offici~) mailing addresses are in the 

DLA Directory. · 
Contesting record procedures: 
The DLA rules for contesting contents and appealing initial deter­

mination may be obtained from the System Manager. 
Record source categories: 
Special orders, service records, in/out processing documents, and 

computer listing·s. 
Exemptions claimed for the system: 
None.· 

S322.20DLA-Z 
System name: 

Reenlistment Eligible File (RECRUIT). 
System location: 
Primary location: W.R. Church Computer Center, Naval Postgrad­

uate School, Monterey, CA 93940. 
Back-up file:· Offices of the Defense Manpower Data Center, 550 

Camino El Estero, Monterey, CA 93940. 
Categories of individuals covered by the system: 
Former enlisted personnel of tqe military services who separated 

from active duty since 1971. 
Categories of records in the system: 
Computer records consisting of Social Security Number, name, 

service, date of birth and date of separation. 
. Authority for maintenance of the system: 
10 u.s.c. 136. 
Purpose(s): 
The purpose of the system is to assist recruiters in reenlisting prior 

service personnel. . . , 
· Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
Any record may be disclosed to law enforcement or investigatory 

authorities for investigation and possible criminal prosecution, civil 
court action or regulatory order. Any recor~ may be disclosed to 
Coast Guard recruiters. in the performance of their assigned duties. 

See blanket routine uses set forth above. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: . 
Storage: 
All records are stored on disc with a full backup on magnetic tape. 
Retrievability: 
Retrievable by Social Security Number. 
Safeguards: 
Disc file is protected by password access and hard-wire system. 
Monterey, California location has tape storage area in locked room 

accessible only to authorized personnel; building is locked after 
hours. 

Recruiters. making telephone inquiries must have valid recruiter 
identification and call back number. 

Retention and disposal: 
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Records.a_re retained indefinitely. 
System manager(s) and address: · 
Deputy Chief, Defense Manpower Data Center, 550 Camino El 

Estero, Monterey, California 93940. 
Notification procedure: 
Information may obtained from: Manager, RECRUIT System,. De­

fense Manpower Data Center, 550 Camino' El Estero, Monterey, 
California 93940. Telephone: Area Code 408/375-4131. · 

Record access procedures: 
Requests from individuals should be addressed to: .Manage~,' RE­

CRUIT System, Defense Manpower Data Center, 550 Camino El 
Estero, Monterey, California 93940.. . . ' 

Written requests for information should. contain the full name, 
current address, telephone number, Social Security Number, and date 
of separation of the individual. · · . 

· For personal visits, the individual should be able to provide· some 
acQeptable identification such as driver's license. 

Contesting record procedures: 
The DLA rules for access t6 records:and f()r contesting contents 

and appea.Jing initial determinations ml!,y be obtained from the System 
Manager. " · 

Record source categories: 
The data contained in the system are obtained from the Army, 

Navy, 'Air Force, Marine Corps, and Coast Guard.·· 
Exemptions claimed for the system: 
None. 

·s322.35 D~DC 
System name: 
. Suryey and ~ensus Data Base. 

System location: 
Primary location-W.R. Church Computer Center, Naval Post­

graduate School, Monterey, CA 93940-5000. 
Decentralized locations for back-up files-Department of Defense, 

Defense Manpower Data Center, 1600 Wilson Boulevard, 4th Floor, 
Arlington, VA 22209-2593, and Defense Manpower Data Center, 99 
Pacific Street, Suite 155A, Monterey, CA 93940-2453. 

Categories of indiv~duals covered by the system:. , . 
. All individuals targeted for a census and who returned census 

forms or individuals who were 'selected at random for survey admin­
istration and who completed survey forrps. Survey data. is collected 
on a periodic basis. Individuals' _inch,Ide both civilians and military 
members and all persons eligible fo_r DoD benefits: Among civilian 
respondents are young men and women of military age and appli­
cants to the military services. 

Categories of records in the system: 
Survey responses and census information: 
Authority for maintenance of the system: 
10 U.S.C. 136 and 2358; Executive Order 9397; DoD Directive 

5124.2, "Assistant Secretary of Defense (Force Management an<;i 
Personnel)". 

Purpose(s): 
The purposes of the system are to count DoD personnel ahd 

beneficiaries for evacuation planning, apportionment when directed 
by oversight authority and for other policy planning purposes, and to 
obtain characteristic information on DoD personnel and households 
to support manpower and benefits. research; to sample attitudes and/ 
or discern perceptions of social problems observed by DoD person­
nel and to support other manpower research activities; to sample 
attitudes toward enlistment in and determine reasons for· enlistment 
decisions. This information is ' used· to support' manpower research 
sponsored by the Department of Defense and the military services. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The information may be used to support' manpower research spon­
sored by other Federal agencies or for any of the Defense .Logistics 
Agency "Blanket Routine Uses" that appear at the beginning ·of 
DLA's compilation of record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: ' 

Storage: 
Magnetic computer tape. 
Retrievability: 

. ; 

Records. can be retrieved by Social Security Number; by institu­
tional affiliation such as service membership; and by individuaL char.­
acteristics such as educational level. . ' 

.Safeguards: . 
Tapes stored at the primary location are kephn a locked storage 

cage in a controlled access area; tapes stored ·at the back-up locations 
are kept in locked storage areas in buildings which are locked after 
hours. 

Retention and· disposal: · 
Computer records are permanent; survey questionnaires and census 

forms are destroyed after computer records have been created. . 
System manager(s) and address: , 
Chief, Defense Manpower Data Cente~, 1600 Wilson Blvd, 4th 

Floor, Arlington, VA 22209-2593. 
Notification procedur~: 
Individuals seeking to determine ~hether this system of records 

contains information about themselves should address written inquir­
ies to the Chief; Defense Manpower Data Center, 1600 Wilson Bou-
levard, 4th Floor, Arlington, VA 22209-2593. · 

Written requests should contain the full name, Social Security 
Number, and current address and telephone numbers of the individ­
uill. In addition, the appropriate data and location where the survey 
was completed should be provided. . . 

For personal visits, the individual should be able to provide some 
acceptable identification such as driver's license or military or· other 
identification card. · . . ' .. 
. Recf)rd access procedures: ,, 

Individuals seeking access to records about themselves contained in 
this system of records should send inquiries to the Chief, Defense 
Manpower Data Center, 1600 Wilson Boulevard, 4th Floor, Arling­
ton, VA 22209-2593. 

Written requests should contain the full name, Social Security 
Number, and current address and telephone numbers of the individ­
ual. In addition, the appropriate data and location where th~ survey 
was completed should be provided. . . 

For personal. visits, the individual should be able to provide some 
acceptable identification such as driver's license or military or other 
identification card. 

Contesting record procedures: 
The Defense Logistics Agency rules for contesting contents and· 

appealing initial agency determinations are contained in DLA · Regu­
lation 5400.21, "Personal Privacy and Rights of Individuals Regard­
ing Their Personal·Records"; 32 CFR part 1286; or may be obtained 
from the system manager. 

Record source categories: 
The survey and census infor~a"tion is provided by the individual; 

additional data obtained from Federal records are linked to individual 
cases in sqme data sets. 

Exemptions claimed for the system: · . . 
None. 

S322.45DLA-M/DMLPO 
System name: 

Active Duty Military Personnel Data Bank System. 
System location: 

·Staff Director, Military Personnel, HQ Defense Logistics Agency 
(DLA) (DLA-K), and Heads of. Primary Level Field Activities 
(PLFAs). . 

Categories of individuals covered by the system: 
All military personnel currently assigned to the Defense Logistics 

Agency (DLA) and history records of those individuals previously 
assigned. · 

Categories of records in the system: 
The comput~r records and. print-outs containing information as to 

organization, position, identification grade, service specialty, position 
title, special requirements, education requ.irements, geographic loca­
tion, name, service, temporary date of rank, social security number, 
duty specialty, permanenf grade, permanent pate of ·rank, date as­
signed, date of rotation, remarks, primary specialty, job related expe­
rience civilian education! military ~chool, date of .Qirth, retirement. 
date, separation or. expiration of enlistment, and aero rating. · 

Authority for maintenance of. the system: 10 U.S.C. 502, et seq., 
Personnel: 5 U.S.C. 302(b)(l). · 

Purpose(s): 1 • 

The purpose of the file is to· insure effective p~rsoimel/career 
management for DLA and DLA military personnel. The printouts 
are used by the Staff Director and Deputy Staff Director, personnel, 
the Chief, Personnel Division and his staff specialists. An extract 
printout of the specific PLF A is used by the Commander and his 



DEFENSE DEPARTMENT 711 

personal staff. The data bank is used to prepare the alphabetical 
roster, rotation roster, colonel roster, listings of specialty codes, serv­
ice listings, functional listing, and advanced negree listing. These 
documents are used to accurately report data on the individual and 
po~ition to which he is assigned, requisition replac:;ements, select 
asstgned personnel for higher level positions, provide assigned 
strength figures for OSD, and assist individual military personnel in 
their career management. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: : · 

See also blanket routine uses set forth above. 
. Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: . · . 

Storage: 
Magnetic tape and disc and computer paper printouts. 
Retrievability: 
Alphabetically by last name. 
Safeguards: 
Maintained in areas accessible only to authorized personnel. 
Retention and disposal: 
Printouts are held for one year and then destroyed. The computer 

tapes are held for five years and then degaussed. · 
System manager(s) and address: · 
Staff Director, Military Personnel, HQ DLA. 
Notification procedure: 
Ttte name of the requester should be sent to the System Manager. 

The requester may visit the Office. of the System Manager, and 
present the appropriate military identification card. 

Record access procedures: 
Contact the System Manager. Official mailing addresses are in the 

DLA Directory. · 
Contesting record procedures: . 
The DLA rules for contesting ~ontents and appe;11ing initialtteter-

mination may be obtained from the System Manager. 
Record source categories: · 
Military personnel records and Position Distribution Reports. 
Exemptions claimed for the system: · 
None. · 

S322.SODLA-LZ 
System name: 

Defense Enrollment/Eligibility Reporting System (DEERS). 
System location: 
Primary location: W.R. Church Co!Jlputer <;:::enter, Navy Postgrad-

uate School Monterey, CA 93940. · 
Decentralized segments-A support center and an eligibility center 

are maintained and operated by a contractor in Monterey, CA and 
Alexandria, VA; two data processing centers in Sacramento, CA and 
Camp Hill, PA and the Processing Center for Automation of DoD 
Forms 1171 in Monterey, CA. 

Back-up files maintained at the Defense Manpower Data Center,· 
550 Camino El Estero, Monterey, CA 93940-323 L 

Categories of individuals covered by the system: 
Active duty Armed Forces and reserve personnel and their de­

pendents, retired Armed Forces personnel and their dependents; sur­
viving dependents of deceased aetive duty no retired personnel; 
active duty and retired Coast Guard personnel; active duty and 
retired Public Health Service (PHS) personnel (Commissioned 
Corps) and their dependents; and active duty and :retired National 
Oceanic and Atmospheric Administration (NOAA) employees (Com­
missioned Corps) and their dependents; and State Department em­
ployees employed in a foreign country and their dependents and any 
other individuals entitled to care under the health care. program; 
providers and potential providers of health care; and any individual 
who submits a health care claim. 

Categories of records in the system: 
Computer files containing beneficiary's name, Service or Social 

Security Number of sponsor, enrollment number, relationship of ben­
eficiary to sponsor, residence address of beneficiary <;>r sponsor, date 
of birth of beneficiary, sex of beneficiary, branch of s~rvice of spon­
sor, dates of beginning and ending eligibility, number. of dependents 
of sponsor, primary unit duty location of sponsor, race and ethnic 
origin of beneficiary, occupation of beneficiary, rank/pay grade of 
sponsor, and claim records of CHAMPUS claims containing en­
rolled, patient and provider data such as cause of treatment, amount 

of payment, name and Social Security or tax ID number of providers 
of; care. Information ori individual records may extend to blood test 
results, dental care premium codes of dental x-rays. 

Authority for maif\tenance of the system: 
10 U.S.C. 136; 1969 Pub. L. 91-121, Section 404(A)(2),. "Establish­

ment of the Assistant Secretary of Defense for Health Affairs; the 
Presidentially Commissioned Department of Defense, Department of 
Health, Education and Welfare, Office of Management and Budget 
Report of the Health Care Study (completed December 1975)": DoD 
Directive 1341.1, Defense Enrollment/Eligibility Reporting System, 
October 14, 1981; DoD Instruction 1341.2, DEERS Procedures; E.O. 
9397. 

Purpose(s): 
The purpose of the system is to provide a data base for determin­

ing eligibility to receive health care benefits under the Uniformed 
Health Services Delivery System and CHAMPUS, to support DoD 
health care management programs, to provide identification of de­
ceased members, to monitor the accuracy of payments and to identify 
and collect overpaid amounts and to detect fraud and abuse of the 
benefit program by claimants arid providers. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Department of Health and Human Services; Veterans Administra­
tion; Federal Preparedness Agency; Commerce Department and 
Transportation Department for the conduct of health care studies, for 
the planning and allocation of medical resources, for support· of the 
DEERS enrollment process, and to identify individuals not entitled 
to health care. The data provided includes data on ages, sex, resi­
dence and other demograptlic parameters. To other federal agencies 
to identify fraud and abuse of the federal agency's programs and to 
identify debtors and collect 'debts and overpayments in the DoD 
health care programs. State, local and territorial governments to help 
eliminate fraud and abuse in their benefits programs. To provide 
dental care providers to assure treatment eligibility. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Records are maintained on magnetic tapes and disks are housed in 

a controlled computer media library. 
Retrievability: 
Records about individuals are retrieved by an algorithm deter­

mined by contractor which uses name, enrollment number, Social 
Security Number, date of birth, rank and duty .location as possible 
inputs. Retrievals are made on a summary basis by geographic char­
acteristics and location and demographic characteristics. Information 
about individuals wilt not be distinguishable in such summary retriev­
als. Retrievals for the purposes of generating addres~ lists for direct 
mail distribution of health care information may be made using selec­
tion criteria based on geographic and den:tographic keys. 

Safeguards: 
Computerized records are maintained in a controlled area accessi­

ble only to authorized personnel. Entry to these areas is restricted to 
those personnel with a valid requirement and authorization to enter. 
Physical entry is restricted by the use of locks, guards, administrative 
procedures (e.g., fire protection regulations). Exits used solely for 
emergency situations is secured to prevent unauthorized intrusion. 

Personal ·data stored at a· separate location for backup purposes is 
protected at least comparably to the protection provided at the 
primary location. 

Requirements for protection of information are binding on contrac­
tors of their representative and are subject to the following minimum 
standards: 

Access to personal information is restricted to those who require 
the records in the performance of their 'official duties, and to the 
individuals who are the subjects of the record or their authorized 
representatives. Access to personal information is further restricted 
by the use of passwords which are changed periodically. 

All those officials whose duties require access to, or processing and 
maintenance of personal information are trained in the proper safe­
guarding and use of the information. 

Retention and disposal: . 
Compu,terized records on· an individual are maintained as long as 

the indhddual is legally eligjble to receive health· care benefits from 
the Uniformed Health Sciences Delivery System. The records are 
maintained for two (2Y years after termination of eligibility. 

Records may be disposed of or destroyed in accordance with DoD 
Component recor.d management regulations which conform to the 
con~rolling disposition of such mate~ial as set forth in 44 U.S.C. 
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3301-3314. Non-record material containing personal information and 
?ther 1_11aterial of similar temporary nature is destroyed as soon as its 
mtended purpose has been served under procedures established by 
the ~ead of the DoD Component consistent with the following 
requ~rement. ~uch material shall be destroyed by tearing, burning, 
~eltmg, chemtcal deposition, pulping, pulverizing, shredding, or mu­
tilation sufficient to preclude recognition or reconstruction of the 
information. 

System manager(s) and address: 
Project Manager, DEERS, Defense Manpower Data Center, 2100 

Garden Road, Suite J, Monterey, CA 93940. -
Notification procedure: 
Information may be obtained from: Project Manager, DEERS, 

Defense Manpower Data Center, 2100 Garden Road, Suite J, Monte­
rey, CA_ 93940. 

Record access procedures: 
Requests from. individuals should be- addres~ed to: Project Manag~ 

er, DEERS, Defense Manpower Data Center, 2100 Garden Road; 
Suite J, Monterey, CA 93940. Telephone: (408) 646-2126, Autovon:· 
878-212~ -. 

Written requests for the information should contain full name of 
individual and sponsor, if applicable, and other attributes required by 
previously mentioned search algorithm. · . -. _ 

.For personal visits the individual should be able to provide a data 
element required to satisfy the previously mentioned algorithm. 

Identification should be corroborated with a driver's license or 
other positive ide~tification. 
· Contesting record procedures: 
·The DLA rules for access to records and for contesting and 

appealing initial determinations are contained i~ DLA Regulation 
5400.21 (32CFR part 1286). 

Record source categories: 
Personnel and financial pay systems of the Military Departments, 

the Coast Guard, the Public Health ·Service, the National Oceanic 
and Atmospheric Administration, other Federal agencies having em­
ployees eligible for military medical care. 

Exemptions claimed for the system: 
None. 

S322.51 DLA-LZ 
System name: 

Training Cohort Data Base. ·­
System location: 
Naval Automation . Data ·Facility (NA VDAF), Naval Training 

Center, Building 2040, Orlando, FL 328·13-5013. 
Categories of individuals covered by the system: 
All military officers and_ enlistep personnel . who entered. activ~: 

duty after July 1, 1971, or who became a member of a reserve 
component after October 1, _ 1979; DoD civilian employees of the 
military services since December 31, 1976. · 

Categories of records in the system: 
Computerized 'records, so~e of which are organized into year-of­

entry cohorts. These records are copied from existing data files and 
reports (see Sources below). Longitudinal information consists of 
Social Security Account Number; demographic and accession-related 
information such as age, sex, race, ethnicity, m_ental aptitude scores, 
physical characteristics, date of entry; military persor:mel infor_mation 
such .as rank, term of service, promot-ion date~;. training .and occupa­
tional_ information such as inservice schooling, on-the-job training, 
and military occupation with corresponding dates; training outcom~. 
and job. performance measurements; and separation-related informa­
tion such as eligibility to reenlist. 

-Authority for maintenance of the system: 
10 U.S:C. 113; 10 _u.s.C. 131; 10 U.S.C: 136; E._O. 9397. 
Purpose(s): . 

·The purpose of the system of ·records is to provide a central 
facility that will support the DoD- training community, in the follow­
ing activites: Reviewing training requirements anq assessing occupa­
tional trends; examining training attrition patterns, training manage­
ment options, methods, and· efficiency; tracking occupationaJ·skill and 
experience inyentories, and changes in occupatiqn pipelines; and de­
veloping training, per_formance, readiness lin~ages to support re~ 
search and planning activities. · · 
. Routine uses of records maintained in the system, -including 'ca~ego­

ries ~f users and the purposes of such uses: 

See the blanket routine uses set forth at the beginning of the DLA 
listings of systems of. records which are also applicable;to this record 
syster.n. 

Policies and practices -for storing, retrieving, accessing, retaining, and 
disposing of records in th~ system: ' · 

Storage: 
Magnetic computer tape and disk. 
Retrievability; 
Retrievable by Social Security Account Number. 
Safeguards: 
At NA VOAf, tapes are stored in a locked vault in the machine 

room. This is a controlled access area which can be accessed only by 
the AP Security Officers, OIC, or tape librarian. Tapes are mounted 
for processing by use of the Tape Management System wher;eby each 
tape contains a unique I.D. and account number. Only authorized 
users can issue job control instructions at program run time to in­
struct the operator in mounting- appropriate tapes. Back-up tapes are 
stored in a separate locked vault located at the opposite end of the 
facility. _ _ , · 

Disk storage is protected with passwords at· both account ar:tp file 
levels. The password protection also controls type of access to the 
file. · 

The original tapes are maintained in a locked room, with restricted 
access, at Defense Training and Performance Data Center,· 3280 
Progress Drive, Orlando, FL. 3_2826-3229 

Retention and disposal: 
These files consitute a historical data ba~e and are permanent. 
System manager(s) and address: 
Manager, Training Cohort Data Base, Defense Training and Per­

formance Data Center (TPDC), 3280 Progress Drive, Orlando, FL 
32826-3229. 

Notification procedure: 
Information may be obtained from the System Manager:.> 
Re~rd access procedures: _ 
Requests from fndividuals should· be addressed to the System Man­

ager. 
Written requests fo_r information ~hould contain SSAN, date of 

birth, and date of entry into military service, as well as current 
address and telephone number at which the individual can be 
reached. 

For personal visits, the individual should provide acceptable identi­
fication, such as driver's license or military identification card. 

Contesting record procedures: 
The DLA rules fo.r access to records and for contesting c~ntents 

are contained in DLA Regulatiop 5400.21, 32 CFR part 1286. . 
Record source categories: 
The military services; the Defense Manpower_ Data Center, De­

fense Logistics Agency .. 
Exemptions claimed for the system: 
None. 

S322.53DLA-LZ 
System name: 

Defense Debt Collection Data Base. 
System location: - . 
Primary Location: W. R. Church Computer Center, Naval Post-

graduate School, Monterey, California 93940. · 
Back-up files maintained at the Defense Manpower Data Center, 

550 Camino :gi Estero, Monterey, California 93940. 
· Decentralized segments - military and civilian financial and person-

nel centers of the services. -
Categories of, individuals covered by the system: 
All offices and enlisted personnel, -members of reserve components, 

retired military personnel. and survivors and deceased military per­
sonnel, Federal civilian employees, and contractors who have been 
identified as being indebted to the United States Government. 
, Categories of records in the system: 

Computer records containing name, Social Security Number, debt 
principal amount, interest and penalty amount (if any); debt reason, 
debt status, demographic information such as grade or rank, sex, date 
of birth, -location, and various _dates identifying the status- changes 
occurring in the debt collection process. · 

Authority for maintena~ce of 'th~ system: 
10 U.S.C. 136 and -Pub. L. 97-365, 'Debt Collection Act_ of 1982'. 
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Purpose(s): 
The purpose of the system of records is to provide the Department 

of Defense (DoD) with a central record of all debts and 'debtors 
either under current or past financial obliga~ion to the United States 
Government to control and report on the debt collection process. 

Routine uses of records maintained in the system, including catego· 
ries of use.rs and the purposes of such uses: 

Other Federal Agencies - Records of debtors obligated to· .DoD, 
but currently employed by another Federal agency are referred to 
the employing agency under the provisions of the Debt Collection 
Act of 1982 for collection of the debt. Records of debtors employed 
by DoD, but obligated to another Federal agency will be released to 
the other agency upon collection of the debt. 

Internal Revenue Service - Record may be referred to obtain home 
address. 

Office of Personnel Management - Records may be referred to 
obtain current employment location. 

Credit Bureaus and Debt Collection Agencies - Records may be 
referred to private contract organizations to comply with the provi­
sions of the Debt Collection Act of 1982 for· non-payment of a 
outstanding debt. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

Storage: 
Records are stored on magnetic tape. 
Retrievability: 
Records are retrieved by social security ~umber and name from a 

computerized index. 
Safeguards: · 

. Primary location - W. R. Church Computer ·eenter - tapes are 
stored in ·a ·controlled access area; tapes can be physically accessed 
only by computer center personnel and can be mounted for proceJ>s­
ing only if the appropriate security code is provided. 

Back-up locatiqn -Monterey, California- tapes are stored in rooms 
protected with cypher locks, building is locked after hours, anq only 
properly cleared and authorized personnel.have access. " 

Retention and disposal: 
Records are retained indefinitely as a financial record. 
Systt:m manager(s) and address: · 
Deputy Director, Defense Manpower Data Center (DMDC), 550 

Camino El Estero, Monterey, California 93940. 
Notification procedure: 
Information may be obtained from the System Manager. 
Record access procedures: 
Requests from individuals should be addressed to the System Man­

ager.· Written requests for information should contain the full name, 
Social Security Number, and current address and telephone number 
of the individual. 

Contesting record procedures: 
Contact System Manager for the DLA rules on contesting initial 

determinations. The record accuracy may also be contested through 
the administrative processes contained in Pub. L. 97-365, 'Debt Col-
lection Act of 1982'. · 

Record source categories: 
The military services and any other Federal agency. 
Exemptions claimed for the system: 
None. 

System name: 
Reserve Affairs. 
System location: 

S322.70DLA-KR 

Staff Director, Military Personnel, HQ Defense Logistics Agency 
(DLA) (DLA-K). 

Categories of individuals covered by the system: 
All Ready Reserve, Army, Air Force, Navy and Marine personnel 

assigned to DLA Individual Mobilization Augmentee (IMA) posi­
tions. 

Categories of records in the system: 
Computer records and print-outs containing such items as, name, 

grade, Social Security Number, service, career specialty, position 
title, date of birth, commission date, promotion date, release date, 
security clearance education, home address and civilian occupation of 
the individuals involved. 

Authority for maintenance of the system: 

10 U.S.C. 501, et seq. Personnel; 5 U.S.C. 302 (b)(l), and DoD 
Directive 5105.22 (IX): 

Purpose(s): 
· The purpose of the system is to have information readily available 
in the day-to-day· operation of the Reserve Mobilization program. It 
is used by the Staff Director, his Deputy and the. Reserve personnel 
specialist. Data . is used in preparation of personnel actions such ~s 
reassignments, classification actions, promotions, scheduling and ven­
fying active duty and inactive duty training. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See blanket routine uses set forth above. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Magnetic tapes, disc and computer paper printouts. 
Retrievability: 
Alphabetically by last name. 
Safeguards: 
Maintained in area accessible only to authorized personnel. 
Retention and disposal: 
Printouts are held for one year and then· destroyed. The computer 

tapes are held for 5 years and then degaussed .. 
System manager(s) and address: 
Staff Director, Military Personnel, HQ DLA. 
!'Notification procedure: 
The name of the requester should be sent to the System Manager . 

The requestet: may visit the office of the System Manager and 
present the appropriate military identification card. 

Record access procedures: · 
Contact the System Manager; official mailing addresses are in the 

DLA Directory. 
Contesting record procedures: 
The DLA rules for contesting contents and appealing initial deter­

mination by the individual concerned may be obtained from .the 
System Manager. 

Record source categories: 
Data processing output from the Military Services. 
Exemptions claimed for the system: 
None. 

System name: 
Employment Inquiries. 
System location: 

S332.01DLA-KS 

Staffing Labor and Employee Relations Division, Staff Director, 
Personnel, Headquarters, Defense Logistics Agency (HQ DLA); and 
Primary Level Field Activities (PLF As). 

Categories of individuals covered by the system: 
DLA civilian and military personnel, contractor employees, and 

other individuals or organizations on behalf of individuals who have 
forwarded employment inquiries to Members of Congress, Secretary· 
of Defense, Director of Defense Logistics Agency, Staff Director, or 
'other official. 

Categories of records in the system: 
Case files include employment inquiries to Members of Congress, 

Secretary of Defense, Director of Defense Logistics Agency and 
Staff Director, Personnel, Headquarters, Defense Logistics Agency 
and others' which have been referred to Staff Director, Personnel, for 
response, action or inforQlation. These include statements of qualifica­
tions, letters, photographs, letters of appreciation and recommenda­
tion, certificates, ratings, eligibility. forms and related papers concern­
ing employment. 

Authority for maintenance of the system: 
5 U.S. Code, 301, and 302, and E.O. 10561; Department of Defense 

Directive 5400.4, 'Provisions of Information to Congress', and De­
partment of Defense Directive 5105.22, 'Defense Logistics Agency'. 

Purpose(s): 
Information to maintained for purposes of replying to additional 

inquiries and follow-up action. · 
Information is used by: Civilian personnel officers and other appro­

priate officials of DLA in· order to determine qualifications and for 
giving proper consideration in the filling of vacancies. The civilian 
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personnel office, when hiring applicants, uses·i~forfl!atipn a~ part of 
the employee's permanent record. 
. Routine uses of records maintained in the system, including catego-

ries of users· and the purposes of such use5: · · 
Members of Congress and oth~r' individuals or organizations 'who 

write to . D LA on beh~lf of an individual· and· who ·use it to respond 
to the individual; or for other related purposes: 
· See also blanket routine uses. set forth above. 

Policies and practices for storin.g, retrieving, accessing, retaining, and 
disposing of records in the system: · · · . 

Storage: 
Paper record. 
Paper records in file folders and log book .. 
Retrievability: · 
Filed alphabetically by last name of individual submitting employ-

ment inquiry. · · · 
Safeguards: 
Records are maintained in locked file cabinets in areas accessible 

only to Agency personnel. 
Retention and disposal: 
Records are retained in active file until end of calendar year and 

hel.d one to three additional years in inactive file and .subsequently 
rettred to Federal Records Center. Af.ter a total of ten years r~cords 
~~~ro~. . . 

System manager(s) and address: 
Staff Director, Personnel, HQ DLA; Civilian Personnel Officers, 

PLFAs. 
Notification procedure: 
Writte'n' or personal requ~sts 'fof informatio~ may be directed to 

the System Manager. Individual must provide full name. 
Record access procedures: . . 
Official mailing address of the System Manager is in the ·DLA 

Directory. Written request for information should be addressed· to 
System Manager and contain the full name, current address and 
telephone ·numbers of the individuaL For personal visits, the individ­
ual should be able to provide some acceptable identification, such as, 
driver's license, work identification card, and give some verbal infor­
mation that can be verified with his case folder. 

Contesting record pro.cedures:· 
The DLA rules for contesting contents and appealing initial deter­

mination by the individual concerned may be obtained from the 
System Manager. 

Record source categories:· 
Information provided by individual involved, and other corre­

spondence relating to the employment inquiry.· 
Exemptions claimed for the system: 
None. 

S333.10DLA-G 
System name: 
. Attorney Personal Information and Applicant Files. 

System location: · · , 
Primary System--Office of General' Counsel, Headquarters, De­

fense Logistics Agency, DLA-G, holds personal information records 
of all DLA attorneys and applicants for DLA legal positions. 

Decentralized segments--Offic~ . of <;::ounsel, Primary Level Field 
Activities (PLF As) hold personal re9ords for re~ident attorneys and 
applicants for positions. · 

Categories of individuals covered by the system: . 
All DLA attorneys, former DLA attorneys, and·· applicants for 

DLA Legal positions.: 
Categories of records in the sys~em: 
Cover letters, resumes, and Forms 'submitted by applicants arid 

replies thereto, and records of promotions, courses completed, · posi­
tion descriptions, performance appraisals, personnel actions,· educa­
tional actions, educational transcripts, recommendations and personal 
data of DLA attorneys. .• 

Authority for maintemince of the system: 
5 U.S.C. 301, General Authority to Employ; Executive Order 

'10577, Office of Personnel Management, Title 5, Part 213: to U.S.C. 
137, DLA Regulation 1442.1. 

·purpose(s): · 
Applications are used for filling positions in all DLA leg~l offices. 

Attorney information folders are maintained for review incident to 

personnel actions including promotions, performance appraisals, reas­
signments, etc. and as a general performance and experience record. 

Routine uses of records maintained in the system, including catego­
ries of .users and the purposes of such uses: 

Parts of these folders may be suJ;>mitted to other agencies_con~ider­
ing the attorney for employment. Information may be used in an­
swering inquiries from individ4als, Congressman or other Govern­
merit agencies or for ye'rification of employment. 

See blanket routine uses set forth above. 
. l • 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper re~ords in file folders. · 
Retrievability: 
Filed by surname of attorney or applicant: 
Safeguards: 
Attorney information foloers are kept in a· locked file cabinet; 

applicants are kept in file cabinets accessible· only to authorized 
personnel of the Office of Counsel or ~s determined by Coun.sel.' 

Retention and disposal: 
Applicants are kept for one year from receipt. Attorney informa­

tion folders are kept indefinitely. 
System manager(s) and address: 
Office of General Counsel, Defense Logisti~s Agency, DLA-G, 

and Offices of Counsel, PLFAs~ 
Notification procedure: 
Written or personal requests for information may be directed ·to 

the System Manager. Individual must provide full name ana, if aP,­
propriate, date application was submitt~d. 

Record access procedures: · . . 
System Managers official mailing address is in the DLA Directory. 
Contesting record procedu-res: ' 
The DLA rules for contesting contents and appealing initial deter­

minations may be obtained from the System Manager. 
Record source categories: · 
Applicants, employees, co-employees, outsid~ referenc:es, supervi­

sors, and personnel offices. 
Exemptions claimed for the system: 
None. 

S3J5.01DLA-K 
System nam~: . . .. 

Training and Employee Development Record System. 
System -location: 
Headquarters, (HQ) Defense Logistics Agency (DLA) and ):>ri­

mary Level Field Activities. 
Categories of individuals covered by the system: ., 
Civilian employees, U.S. Citizens. and foreign national direct hires 

receiving· training supported by the Federal Government, paid from 
appropriated funds. Department of Defense military personnel may 
be included in the automated training information system, and non­
appropriated fund personnel may be included in some of the insta11a­
tion manual records. 

Categories of records in the system: 
Automated and non-automated records are maintained reflecting 

information pertaining to the employee's identification, Social Securi­
ty Number, (SSN) occupational status (series, grade level and super~ 
visory status) course identification, course length, category and pur­
pose of training received, date on which training was completed, 
associated costs, pre-post test results, and similar data. Input docu­
men'ts for the system include, but are not limited to completed auto­
mated forms, training reports, authorization and records, key 
punched cards. The manual files are maintained ih paper folders 
containing employees' registration and records of training' documents. 
Apprentice, on-the~job training program, and ·similar: trainee· intake 
program manual and automated records are maintained, reflecting 
information pertaining to subject employee's . identification, date of 
birth, entrance date of program, dates an<;! nature of per~onnel actions 
which occurred during fiscal year, studetJt progress, and statistical 
data which affects the numbers of apprentices in ·training as of a 
'given date. At J-IQ DLA, nomination forms and documents (non, 
automated) for centrally-administered education and training pro~ 
grams are maintained. The manual files contain the candidate's. nomi­
nation documents, training requests, enrollment and registration and 
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other documents related to training. Manual files are maintained at 
installations regarding courses conducted .on their premises, or for 
which they sponsor, listing such things as ·completion dates and 
. course participants. Additionally, manual files are typicaey found at 
the field activities containing information regarding an employee's 
supervisory status, an indication as to whether or not he/she has 
participated in supervisory training. Files are often maintained re­
garding an employee's certification/recertification or demonstrated 
proficiency in one or more skills areas; ·an activity-wide annual train­
ing plan should also be maintained, as well as individual training 
plans. Files are also maintained regarding professional licenses held 
by installation personnel. , . 

Authority for maintenance of the system: 
5 U.S.C. 4103, 4118, and 4115. 
Purpose(s): 
Information is used by officials and employees of DLA and other 

DoD Components in the performance of their official duties related 
to the management of the civilian employee training programs, the 
design, development, maintenance and operation of the manual and 
automated system of record keeping and reporting; the screening and 
selection of candidates for centrally administered programs; and ad­
ministration of grievance, appeals, complaints and litigation involving 
the disclosure of records of the training programs. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Information is also used by representatives of the Office of Person­
nel Management (OPM) on matters relating to the inspection, survey, 
audit or evaluation of DoD civilian training programs, or such other 
matters ·under the jurisdiction of the OPM. The Comptroller General 

·or any of his authorized representatives in the courses of the per­
formance of duties of the General Accqunting Office relating to the 
Defense components civilian training programs. The Attorney Gen­
eral of the United States or his authorized representatives in connec­
tion with litigation, ~law enforcement or oth~r matters under the 
directjurisdiction of the Department of Justice or·carried out as the 
.legal representative of the Executive Branch agencies. Officials and 
employees of the Executive Branch of government upon request in 
the performance of their official duties related to the screening and 
selection of candidates for programs sponsored by their organization. 
Representatives of the U.S. Department of Labor on matters relating 
to the inspection, survey, audit or evaluation of apprentice training 
programs and other such matters under the jurisdiction of the Labor 
Department. Representatives of the Veterans Administration on mat­
ters relating t~ the inspection, survey, .audit or evaluation of appren­
tice and on-the-job training programs. The computer-systems group 
contractor (or other such contractor) and its employees for the pur­
pose of card punch recording of data from employee training docu­
ments. A duly appointed hearing examiner or arbitrator for the pur­
pose of conducting a hearing in connection with an employee's 
grievance involving the disclosure of the records of the training 
programs. An arbitrator who is given a contract pursuant to a negoti- . 
a ted .labor agreement to hear an employee's grievance involving the 
disclosure of the records in order to evaluate training and employee 
development record systems. 

The S~nate or the House of Representatives of the United States 
or any committee or subcommittee thereof, any joint. committee of 
Congress or subcommittee, or Joint Committees on matters within 
their jurisdiction requiring disclosure of the files or records of civil-. 
ian training programs. . 

Representatives of educational institutions which have been award­
ed contracts to conduct training in ·order to create and maintain 
individual training records of those who attend. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Automated records ar~ stored on magnetic tapes, drums, computer 

printouts, and on punched cards. Manual records are stored in paper 
file folders. 

Retrievability: 
Automated records are retrieved by SSN and name, or by one, or 

a combination of data elements contained in the program master files. 
Manual records are retrieved by employee last .name, by course 
control information, or by training program title. 

Safeguards: · . 
The computer facilities are located in restricted areas accessible 

only to authorized persons that are properly screened, cleared and 
training. Manual records and computer printouts are available only to 
authorized personnel having as need-to-know. 

Retention an~ disposal: 

Manual records are maintained on a fiscal year basis and are 
retained for varying periods from one to five fiscal years: ·For cen­
trally administered programs, files on selected candidates· are main­
tained for five years (from date selection process is completed) . 
Records of non-selected candidates are retained only for that period 
of time suffiCient to permit appropriate review (usually less than 60 
days). Some. installation records are maintained for varying periods. 

System manager(s) and address: 
Requests by correspondence should be addressed to the Civilian 

Personnel Officer or comparable official of the Civilian Personnel 
. Qffice servicing the activity/installation. 

Notification procedure: 
Requests by correspondence should be addressed to the Civilian 

Personnel. Officer servicing the headquarters or. field activities em­
ploying civilians. The letter should contain the full name of the 
requester and his signature. Proof of identification will consist of a 
DoD building pass or identification badge, driver's license, or any 
other type of identification bearing an employee picture and signa­
ture. 

Record access procedures: 
Above procedures for notification apply.' 
Contesting record procedures: 
The DLA rules for c~ntesting the contents and appealing initial 

determinations may be obtained from the System Manager. 
Record source categories: 
Civilian Personnel Offices: Current and previous supervisors of 

employee (when appraisals of performance/potential are used). · 
Exemptions claimed for the system: 
None. 

S336.60 DLA-KM 
System name: 

Position Classification Appeals.· 
System location: 
Headquarters (HQ), Defense Logistics Agency (DLA) for those 

cases requiring Headquarters decision, and at DLA Primary Level 
Field Activities (PLF As) for others.· 

Categories of individuals covered. by the system: 
All DoD employees serviced by a DLA Personnel office who 

have filed classification or job grading appeals. 
Categories of records in the system: 
Case files relating to individual or group classification appeals 

consisting of the written appeal, complete identification of the posi­
tion, position organization chart, functional statement, comprehensive 
evaluation statement which has been reviewed by the individual or 
groups submitting the appeal (the appellant), effects to resolve local­
ly, recommended action and any supplemental information pertinent 
to the case. · ·· 

Authority for maintenance of the. system: 
5 U.S.C. 5112 and 5113; FPM Chapte.r 511, Suhchapter 6. 
Purpose(s): 
Personnel specialists at HQ DLA use this file to adjudicate the 

classification appeal when a DLA employee appeals the classification 
of his position to Headquarters; PLF A and HQ DLA may also use 
this file as a reference for classification· precedent in classifying other 
DLA PLFA positions. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

This information is used by the Office of Personnel Management 
(OPM) during the review of classification appeals by DLA employ­
ees. Personnel specialists at the PLF A will furnish file to appropriate 
OPM Regional Office when a DLA employee appeals dir~ctly to the 
OPM. · · 

OPM officials use this file to adjudicate the classification appeal 
when DLA employees appeal the classification of their position di~ · 
rectly to OPM. · 

See blanket routine uses set forth above. 
Poli.cies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
S~orage: 

Paper records in file folders. · 
Retrievability: 
Accessed by classification series, appellant's name and organiza­

tion. 
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Safeguards: 
Made available to appellant, DLA personnel specialists concerned 

and OPM. . · · 
· Retention and disposal: 

Placed in inactive file after final deCision and completion of any 
resultant action. HQ DLA precedent-setting decision cases, excluding 
personal data, are filed with Classification Standards and kept until 
superseded. The PLF A inactive file is cut off at the end of the 
calendar year,. held 5 years in current files areas, then destroyed. HQ 
DLA'files are retained indefinitely. . 

System manager(s) and address: · . . · 
Staff Director, Personnel, HQ DLA; DLA PLFA Civilian Person-

nel Officers. · · 
Notification procedure: 
Requests may be directed to the appropriate PLF A Civilian Per­

sonnel Officer or to Staff Director, Personnel, HQ DLA. The em­
ployee or former employee must provide full name, DLA organiza­
tional element in which employed at time of appeal, posftion descrip­
tion number and, if requesting in person, must present activity identi-
fication badge or other suitable identification. · · · 

Record access procedures: 
Assistance may be obtained from System Manager: Official mailing 

addresses are in the DLA Directory. Written requests for informa­
tion should contain the full ·name, current address and telephone 
numbers of the individual. For personal visits, the individual should 
provide full name, organizational element at time of appeal, position 
description number and activity identification badge or other suitable 
identification. 

Contesting record procedures: 
The DLA rules for contesting contents and appealing initial deter­

mination may be obtained from the System Manager. 
Record source categories: 
Appellant, cognizant Personnel Office, supervisors; HQ DLA. Per­

sonnel Office staff and OPM officials. 
Exemptions claimed for the system: 
None. 

S337.01DLA·K 
System name: 

Labor Management Relations Records System. 
System location: 
Headquarters, Defense Logistics Agency (HQ DLA) and Primary 

Level Field Activities. · 
Categories.of individuals covered by the system: 
Civilian employees who are involved in grievances which have 

been referred to an arbitrator for resolution; civilian employees in- , 
volved in the filing of unfair labor .practice complaints which have 
been referred to the Assistant Secretary of Labor for Managel!lent 
Relations; union official; union stewards; and representatives. 

Categories of records in the system: 
Folder contains all information pertaining to a specific arbitration 

case or specific alleged unfair labor practice involving DLA or the 
Department of Defense; field activities maintain ·roster of local union 
officials and union stewards. 

Authority for maintenance of the system: 
E.O. 11491 as amended, 'Labor-Management Relations in the' Fed­

eral Service.' 
Purpose(s): 
Officials and employees of the Department of Defense (to include 

Army, Navy, Air Force, and other DoD agencies) in the perform­
ance of their official duties related to the Labor-Management Rela­
tions Program, e.g., administration/implementatiqn of arbitration 
awards, interpretation of the Executive Order through third party 
case decisions; national consultation and other dealings with the 
recognized unions. · · 

Officials and employees of the components of the Department of 
Defense in the performance of their official quti~s. related to the 
administration of the Labot~Management Relations Relations Pro­
gram. A duly appointed hearing examiner or arbitrator for the pur­
pose of conducting a hearing in connection with an employee's 
grievance. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Representatives of the U.S. Office of Personnel Management 
(OPM) on matters relating to the inspection, survey, audit or evalua­
tion of Civilian Personnel Management Programs .. 

The Comptroller General or any. of his authorized representatives, 
in the course of the performance of duties of the General Accounting 
Office relating to the Labor-Management Relations Program. 

The Office of the Assistant Secretary. of Labor for Managt;ment · 
Relation to respond to inquir:ies from that office regarding complaints· 
referred to or filed with that office. 

See also blanket routine uses set forth above. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Manual files, maintained in paper fo.lders. 
Retrievability: 
Manual records are retrieved by case subject, case numbers, and/ 

or individual employee names. 
Safeguards: 
All individual files are accessible only to authorized personnel 

having a need-to-know. 
: Retention and disposal: 
Case files retained for ten years. Union official rosters are normally· 

destroyed after a new roster has been established. · 
System manager(s) and address: 
Civilian Personnel Officer or comparable official of the Civilian 

Personnel Office servic~ng the activity/installation. 
Notification procedure: 
Request by correspondence should be addressed to: Civiiian Per- · 

sonnet Officer of activity/installation. The letter should contain the 
full name and signature of the requester. The individual may visit the 
Department of the Defense activity at which he or she is employed. 

Record access procedures: · 
Procedures for notification shown above apply. In addition, re­

quester must. be able to provide some. suitable type of identification. 
Contesting record procedures: 
The DLA rules for contesting contents and appealing initial deter­

minations may be obtained from the System Manager. 
Record source categories: 
Servicing Civilian Personnel Officers, arbitrator's office, Office of 

Assistant Secretary of Labor for Labor-Management Relations, union 
officials. · · · 

Exemptions claimed for the s:rstem: 
None. 

$337.25DLA·K 
System name: 
E~ployee Relations Under Negotiated Grievance Procedures. 
System location: 
Headquarters, Defense Logist~cs Agency (HQ DLA) and Primary 

Level Field Activities. 
Categories of individuals covered by the system: 

· Department of Defense civilian eni:ployees on whom discipline, 
grievance, and complaints records ·exist. Discrimination complaints of 
civilian employees, applicants· for employment and former employees 
in appropriated and non-appropriated positions. · 

C~tegories of records in the system: 
Manual files, maintained in paper fold~rs; contain copies of docu­

ments and information pertaining to discipline, grievance, complaints, 
and appeals. 

Authority for maintenance of the system: 
E.O. 9830, Amending the Civil Service Rules and Providing for 

Federal Personnel Administration; 4 U.S.C. 1302, 3301, and 3302; 
E.O. 10577; Pub. L. 92-261; 'Equal Employment Opportunity Act of 
1972; Pub. L. 93-259, Extension of Age Discrimination in Employ­
ment Act of 1967; 5 U.S.C. 7512; E.O. 11491, Labor-Management 
Relations in the Federal Services. 

Purpose(s): . 
Officials of the Department of Defense (to)nclude Army, Navy, 

Air Force or other DoD agencies).· in dje' performance of their 
official duties related to the management of'civilian employees in the 
processing, administration, and adjudication of discipline, grievance, 
complaints, appeals, litigation, and program evaluation. · 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · · · 

Representatives of the Office of Personnel Manageme~t (OPM) on 
matters relating to the inspection, survey, audit or evaluation of 
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civilian personnel management programs or personnel actions, or 
such other matters under the jurisdiction of the OPM. Appeals au­
thority for the purpose of conducting hearing!! in connection with 
employee's appeals from adverse actions and formal discrimination 
complaints. 

The Comptroller General or any of his authorized representatives 
in the course of the performance of duties of the General Accounting 
Office relating to the civilian manpower management program. 

The Attorney General of the United States or his authorized his 
authorized representatives in connection with litigation, law enforce­
ment or other matters under the direct jurisdiction of the Department 
of Justice or carried out as the legal representative of the Executive 
Branch agencies. 

The Senate or the House of Representatives of the United States 
or any member, committee or subcommittee or joint committees on 
matters within their jurisdiction relating to the above programs. 

See blanket routine uses set forth above. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
Manual records are stored in paper folders. 
Retrievability: 
Manual records are filed by last name. 
Safeguards: 
All records are stored under strict control and are available only 

to authorized personnel having a need-to-know. 
Retention and disposal: 
Manual records destroyed after five years. 
System manager(s) and address: . 
Civilian Personnel Officer or comparable official of the Civilian 

Personnel Office servicing the Department of Defense activity /instal­
lation. 

Notification procedure: 
Request by correspondence should be addressed to: Civilian Per­

sonnel Office of activity/installation. The letter should contain the 
full name and signature of the requester and the type of record 
sought. The individual may visit the activity at which he or she is 
employed. 

Record access procedures: 
Above procedures for notification apply. In addition, when visiting 

the requester must provide some suitable type of identification. 
Contesting record procedures: 
The DLA rules for contesting contents, and appealing initial deter­

minations may be obtained from the System Manager. 
Record source categories: 
Supervisors or other appointed officials designated for this pur­

pose. 
Exemptions claimed for the system: 
None. 

S339.10DLA-K 
System name: 

HQ DLA Automated Civilian Personnel Data Bank System. 
System location: 
:Office of Civilian Personnel, Defense Logistics Agency (DLA) 

Administrative Support Center (DASC-Z), Cameron Station, Alexan-. 
dria, VA 22314. . · · 

Categories of individuals covered by the system: 
U.S. citizen Civilian employees of the DLA who are paid from 

appropriated funds, and former such employees~ 
Categories of records in the system': 
Computer records and print-outs containing data on current posi­

tion occupied by employee, employee's current employment status 
with DLA, training data, and selected personnel information such as: 
Social Security Number, name, sex, race and national origin identifi­
cation, date of birth, physical handicap, government insurance, veter­
an's preference, military reserve status, retired military status, educa­
tion, and whether individual passed the Federal Service Entrance 
Examination or Professional and Administrative Career Examination. 

Authority for maintenance of the system: 
5 U.S. Code, 301, 301, 2951, 2952, and 2954. E.O. 10561, E.O. 

9397, and Federal Personnel Manual Chapter 250, 290 and 291. 
Purpose(s): 
The purpose of this system is to provide information to officials of 

DLA for effective personnel administration. 

Information is used: To provide management data to officials of 
DoD by transfer of current data to the . Defense Manpower Data 
Center (DMDC) on a qm'\rterly basis. To provide management data 
for use of HQ DLA and Field officials. · 

Routine uses of records maintained· in the system, including catego-
ries of users and the purposes of such uses: · 

This system is used to prepare reports required by the Executive 
legislative and Judicial Branches of government to transfer current 
data to the Office of Personnel Management (OPM) on a monthly 
basis for inclusion in their Central Personnel file. 

To members or committees of Congress with a stated valid need 
for the information in the performance of their official duties. 

To furnish or publish information on the DLA civilian workforce 
to Federal agencies, the Congress, or courts of law and other Free­
dom of Information Act releases. 

To provide information in litigation and other administrative 
review processes. 

See also blanket routine uses set forth above. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Magnetic tape and disc, computer paper printouts, microfiche. 
Retrievability: 
Records identified to a specific civilian employee· are accessed and 

retrieved by social security account number. 
Safeguards: 
Paper printouts or microfiche records which contain only statisti­

cal information are released to responsible persons whose stated 
needs are not in violation of Federal Statute. 

Paper printouts or microfiche records which contain individually 
identifiable information are releasable only under conditions author-
ized by Federal Statute. · 

Records are secured in appropriate storage and/or file cabinets 
when not under the control of personnel office officials during duty 
hours. · · 

During non-duty hours, records are. secured in either locked stor­
age and/or file cabinets. The area in which the records are secured is 
protected by a building security guard system. 

Individually identifiable personnel documents will either be hand­
carried or will be transmitted in envelopes addressed to a specific 
office or individual and marked to be .opened by addressee only. 

Magnetic tape and disc are kept in the computer room which is 
itself a security container with locked door and· access limited to 
persons appropriately cleared .and identified. Tapes and disc packs 
are stored in a tape library when not used in processing and are . 
logged in ·and out only to cleared personnel with an official need. 
Tapes are transmitted to the Offic~ of Personnel Management by 
mail or courier. Reports with individual data are closely controlled. 
Personnel who process these reports are appropriately cleared and 
maintain continuous observation of reports during all processing 
phases. Reports are kept under appropriate physical safeguards when 
not being processed or used. 

An individual requesting requesting information in records must 
identify self and his or her relationship to the individual upon whom 
the record information requested . 
. When an individual other than the individual of record requests a 
record, the System Manager or his delegated assistant determines if 
request is reasonable and consistent with provisions of the Freedom 
of Information Act (5 U.S.C. 552). 

Physical access, that is the ability to obtain the record, is limited 
to: Personnel office officials, Office of Personnel Management offi­
cials, data processing officials, supervisors for those records which 
they are authorized to maintain. 

Retention and disposal: 
Printouts or microfiche reports are. considered as working papers 

to support particular projects, inquirie!\. studies or administrative 
need. They will be retained until the purpose for which generated 
has been met. They will then be destroyed by shredding or burning. 

Data maintained on magnetic tape or disc are to be retained for 
five years. They will then be degaussed. · 
. System manager(s) and address: 

Chief, Personnel Division, DASC, Cameron Station, Alexandria, 
VA 22314. 

Notifi~ation procedure: 
Information may be obtained from: Chief, Personnel Division, 

DASC-Z, Room 3A696, Cameron Station, Alexandria, VA 22314. 
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Requester must provide last name, first ·name, middle initial, .and 
social sec.urity.,account number. If request is by mail; requester must. 
also furnish ~urrent address. 

Record access procedures: 
Requests from· individuals should be !iddressed to: .. · 
Chief, Personnel Division, 9ASC-Z, Room 3A696,. Cameron Sta-

tion, Alexandria, VA 22314. . · · , 
Requests for informatio.n must 'be in writing and contain "last name, 

first name, middle initial, date of birth,, current address, plione 
number, phone number where individual. may be reached during the 
day, and a signed statement certifying that the individual understands 
that knowingly or willfully seeking or obtaining access . to records 
about another.individual under false pretenses is punishable by a fine 
of up to 5,000 dollars. -'Complete'· records are maintained only on 
~a~netic t~pes or d_iscs and a·re riot avaih1ble for access by per~onal: 
vtstts. Soctal Secunty Numbers are ·used to· access these records. 

Contesting record procedures: 
The DLA rule for contesting contents and appealing i~itial deter: 

mination may be obtained from the System ~anager. 
Record source categories: 
Input· from employees of civilian personnel offices and Equal El]l­

ployment Managers who obtain information from: The Official Per­
sonnel Folder and other personnel documents, 'personal contact with 
individual concerned, applications and forms completed by the indi­
vidual, and input from interface. with the DLA Automated Payroll, 
Cost and Personnel System (APCAPS). · · · 

Exemptions claimed for the system: · 
None. 

: t •. 

·s339.50DLA-K 
System ~ame: 

Supervisors' ·Persom'lel Records. .-.· -·! 
·System location: · .. 
Office of superyisors or managers of individ~als at' each' Defense 

Logistics Agency (DLA) activity. · ' 
Categories of individuals covered by the system: 
DLA civilian employees, full· time and part time, paid from appro-

priated or nonappropriated funds. ' · · 
Categories of records in the system: 
Records of supervisors who are geographicafly accessible to their 

employees' Official Personnel Folders may contain Standard Forms 
7 A aq:d 7B • (Employee Record Card and continuation); supervisor's 
copy of position description; performance evaluations, other evalua­
tions for official purposeS (such as pr01ftOtion or for shortcomings, 
for· use iri developing performance evaluations, for· counseling em­
ployees and for basing disciplinary ·action; records of training re­
quested, scheduled or taken; printouts from automated personnel 
systems providing supervisors with day~to-day operating level infor­
mation concerning. their employees; letters, documents, notations or 
other information maintained only· temporarily by the supervisor re­
garding ·an individual employee during the time some particular. 
action relating· to the employee is being 'plan·ned or taken. Informa­
tion in these records· is essential to effective supervision; An operat­
ing or work personnel folder ~ay· be maintained by operating offi­
cials in field offices geographically remote from the personnel office, ' 
or by personnel or administrative authority (and their official person­
nel folders are maintained by higher echelon in another city or 
geographic location). In addition .to the contents listed_ above, such 
records may contain information on employee experience, education, 
special qualifications and skills and conduct. . . . 

Authority for maintenance of the system: 
5 U.S.C. 1302; E:O. 10561; FPM Supplement 293-31, Subchapters 

7 and 8. · 
Purpose(s): 
Supervisors, managers and other officials of the DLA in carrying 

out their official· duties for supervision· and counseling of civilian 
employees and the administration ·of employee evaluation, discipline 
and training.· ·; • · 

Routine uses of records maintained in the system, including catego­
ries of users and the 'purposes of such uses: 

See blanket routine uses set forth above. · 
Policies and practices for storing, retrievhig, accessing, retaining, and 

disposing of recordS· in the system: 
Storage: 
Manual records in file folders or in card· flies. Records in this 

system 'will be kept at only one organizational level and not duplicat-
ed in other organizational level. · 

Retrievability: 
By employee name or by organizational segment or, in some cases; 

by name within subject matter, such as training. · 
Safeguards: · 
All· records are maintained under the strict control of the supervi­

sor: or other management official and are accessible only to author-· 
ized persons. They are · retained in locked cabinets, in . supervisors'; 
locked desk drawers or in a secured room or areas. 
- ·Retention and disposal: 

Rec6rds are maintained during the empl9yee's tenure with the 
particular supervisor or organization and, after purging, are trans­
ferred_ to the employee's subsequent supervisor if in the ·same DLA 
activity. When ari employe~ leav~s the activity through transfer a.r 
other separation the records will be sent to the personnel. office for. 
comparison with the official pe'rsonnel foJder. The personnel office 
will screen the records to ensure that no documents are included 
which should be permanently filed in ·the official personnel folder 
and then destroy the remainder. Documents which are purged frotn 
the official personnel folder during employment are also purged from 
supervisor's records. 

System manager(s) and address: 
Civilian Personnel Officer servicing the DLA activity involved. 
Notification procedure: 

. Requests for information ·will; normally be addressed to the· em­
ployee's immediate supervis.or :or· to a higher level supervisor. Re­
quest by correspondence should be addressed to the Civilian Person­
nel Officer of the particular actiyity where the i~dividual is em­
ployed or was formerly employed. Mailing addresses are provided in 
the DLA directory. The letter should -contain the full name of the 
requester and his signature. • 

Record access procedures: 
The DLA rules for access to records by individuals may be ob­

tained from the System Manager. 
Contesting record procedures: .. 
The DLA rul~s for contesting contents: and appealing initial deter-

minations may be obtained frqm the System Manager. · 
Record source categories: 
The data is gathered from the individual employee, the employee's 

present and former supervisors at various.levels, from official person­
nel folders and other_ personnel d<;>cuments.· . 

Exemptions claimed for the system: 
None. 

S339.50DSAC·L 
System name: 

Staff Information Flle. : . 
System location: 
Defense Logistics Agency (DLA), System Automation Center 

(DASC), PO Box 1605, Columbus, Ohio 43216. 
Categories of individuals covered by the system: 
All DSAC employees. 
Categories of records in the system: 
Computer records and print-outs containing personnel type:. infor­

mation about each. staff member, including name, home address, 
grad~, sex, job class, position title, home and office .telephone num­
bers, birth date, service computation date, subsidiary cost code, office 
symbol, position code, supervisory code, employee account number, 
minority group designator, War Emergency Support Plan assign-
ment, andAUTOVON approval.·. ' '· 

Authority for maintenance of the system: 
Pursuant to the authority contained in 10 U..S.C., '133, 'the Secre­

tary of Defense has isstiedDoD DireCtive 5105.22 (32 CFR·part 359) 
establishing the DLA as ·a separate agency . of the Department of 
Defense under his direction· and tl).ereiri has charged the Director, 
DLA, with the responsibility for the maintenance qf necessary _and 
appropri~te records: · 

. Purpose(s): . . : -
•· Informati6n is maintained to provide readily accessible data about. 

staff which are required for day-to-day. operations and which would 
be impractical to orga~_ize .and use on a m3;nual basis or from other 
records. Information is used by officials of the DSAC ·~:md the De­
fense Construction Supply Center (DCSC): As a reference report to 
determine or verify data concerning each staff member in the process 
of day-to-day operations; to 'provide the Operations Control Center 
the capability to contact individuals during nonduty. hours for pro-
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viding assistance to system users; to determine staff members eligible 
for retirement in the next five years. and develop plans as necessary 
for replacement of personnel who could retire; to provide a complete 
list by organization assignment and to identify location of each staff 
member, account for vacancies and encumbered positions and deter­
mine progress toward average grade level goal(s); for. accounting 
purposes in submitting jobs· to the computer center; to provide a list 
of the identifying numbers assigned to· each staff position for u~. in 
various personnel actions; .to provide a. list of subsidiary cost codes 
assigned . to each individual, to determine that . correct. code is as­
signed, for use on various personnel actions; to assign parking spaces; 
to identify individuals assigned responsibility under the War Emer­
gency Support Plan (WESP); to identify individuals eligible to au­
thorize AUTOVON calls during non-duty hours; to verify and/or 
modify the Profile Data Analysis Report concerning minority and 
female employees; and to produce a. telephone. list for DSAC staff 
use. 

Routine uses of records maintained in 'the system, including catego­
ries of users and the purposes of such uses: 

See blanket routine uses set forth above. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records hi the· system: • 
Storage: 
Magnetic disk storage media and hard copy printouts. 
RetrievabilitY: 
Individual information is retrievable by Employee Account 

Number. 
Safeguards: 
Information is disclosed only to agency officials on a need-to-know 

basis. 
Retention and disp()sal: 
Reports are destroyed when superseded by new reports. 
System manager(s) and address: 
·commander, DLA System Automation Center, PO Box 1605, Co­

lumbus, Ohio 43216. 
Notification prOcedure: 
Requests should be addressed to the System Manager. Individual 

must provide futl name and employee account number. Personal 
visits may be made to the Office of Plannin!g & Management, DSAC. 
Individual must provide identification carqlbadge or ot11er Federal 
Goveniment-issued identification. · 

Record access procedures: 
Procedures same as for notification. 
Contesting record procedures: 
The DLA rules for contesting contents and appealing initial deter­

mination may be obtained from the System Manager. 
Record source categories: 
Individual personnel actions, DCSC Name and Address Change 

Notice, and other similar documents. 
Exemptions claimed for the system: 
None. 

S352.10 DLA-KW . 
System nam~: 

Award, Recognition, and Suggestion File. 
System location: 
Organizational elements of Headquarters, Defense Logistics 

Agency (HQ DLA) DLA Primary Level Field Activities (PLFAs). 
Official mailing addresses are published as an appendix to the agen-. 
cy's compilation of record system notices. 

Categories of individuals covered by the syste10: .. 
Individuals assigned to DLA who are nominated for awards or 

recognition and those who have submitted suggestions. 
Categories of records in the system: 
Justifications and background material submitted in support of. 

award and suggestion programs, including evaluation statements, 
photographs, Social Security Number; reports submitted to the 
Office of the Secretary of Defense and the Office of Personnel 
Management. 

Authority for maintenance of the system: 
5 U.S.C. 4501-4506; 10 U.S.C .. 1124; Chapter 451 of the Federal 

Perso~nel .Manual. 
. Purpose(s): 

Information is main.tained 'in . support of actions taken on· contribu­
tions and award nominations and for preparation of statistical and 
narrative reports required by the Office of the Secretary of Defense. 

·Routine uses of reco'rds maintained hi the system, including ca~ego­
ries of users and the purposes of such uses: 

Defense Logistics Agency "Blanket Routine: Uses1
'· set forth at the 

beginning of DLA's listing of record system notices. 
Information is also used by members of other Federal activities and 

members of private organizations to evaluate nominations for awards 
sponsored by them for which DLA personnel are nominated; or to 
evaluate for possible adoption and use contributions and suggestions 
made by DLA personnel that concern their operations. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: . 

Storage: . 
Paper records are stored in file folders, card index files, and regis-

ters in notebooks. 
Retrievability: 
Filed alphabetically by name. 
Safeguards: 
Maintained in locked containers in areas. accessible only to DLA 

personnel. · 
Retention and disposal: 
Files are closed upon completion of the action, cut-off a~ the end 

of the fiscal year, held for two years, and then destroyed. 
System manager(s) and address: 
Chief, Workforce Effectiveness and Development Division, .office 

of Civilian Personnel, HQ DLA, Cameron Station, Alexandria, VA 
22304-6100 and Civilian Personnel Offices of DLA PLFAs. Offieial 
mailing addresses are published as an appendix to the agency's com­
pilation of record system notices. 

Notification procedure: 
Individuals seeking to d~termine whether information about them­

selves is contained in this system of records should address inquiries 
to the Chief, Workforce Effectiveness and Development Division, 
Office of Civilian Personnel, HQ DLA, Cameron St~tion, Alexan­
dria, VA 22301-6100 and Civilian Personnel Offices of DLA PLFAs. 
Official mailing addresses are published as an appendix to the agen-
cy's compilation of record system notices. . . . 

Individual must- provide full name, type· of award, suggestion de­
scription, and activity at which nomination· or suggestion was submit­
ted. 

Record access procedure.s: 
Individt,mls seeking access to records about themselves 'contained in 

this system of records should address inquiries to the Chief, Work­
force Effectiveness and Development Division, Office of Civilian 
Personnel, HQ DLA, Cameron Station, Alexandria, VA 22304-6100 
and Civilian Personnel Offices of PLA .PLFAs. Official maili11g 
addresses are published as an appendix to the agency's compilation of 
record system notices. · . . . 

Individual must provide full name, type of award, suggestion de­
scription,and activity at which nomination or suggestion was submit­
ted. 

Contesting record procedures: 
DLA rules for contesting contents and appealing initial agency 

determinations are contained in DLA Regulation 540();21, "Personal 
Privacy and Rights of Individuals Regarding Their Personal 
Records"; 32 CFR part 1286; or may be obtained from the system 
manager. · 

Record source categories: 
Information in this system is obtained from the individual to whom 

the record pertains; DLA supervisors and managers who initiate and 
evaluate nominations and suggestions; a_nd members of DLA Recog­
nition and A wards Board. 

Exe!Dptions claimed for the system: 
None. 

S370.20DLA· WH 
System name: . 

Individual Accident Case Files. 
System location: 
Primary System - Case files on A, B, and C Class injuries/illness, 

property damage accidents when damage exceeds 1000, and motor 
vehicle accidents with A, B, or C Class injuries/illness or property 
damage exceeding 1000. Partial case files for all A, B, C, D and E 
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Class injuries· and illne~ses; A, B, C, ano D Class property damages 
and A, B; C, and D Class motor vehicle accidents are maintained in 
the automated records files: Office of .Installation Services and Envi­
ronmental-Protection, Headquarters, Defense Logistics Agency (HQ 
DLA). , . . 

Decentralized .segments -· Above files plus all other injuries and 
accidents. HQ DLA. principal s~aff elements, DLA Primary Level 
Field Activities (PLF As), secondary and tliird level field activities, 
where incidents occurred. · · · 

Categories of individuals covered by the system: 
Civilian and ~ilitary per8o~nel, contractor employees, and. other . 

personnel who are injured on the premises. of DLA or- performing 
assignment incident to DLA operations. Also may if'!clude individuals 
involved in accidental damage to vehicles, equipment, and property. 

Categories of records in the system: ' · · ~ 
Reports, statements of witnesses, photographs and related papers, 

including summarized ·information ·maintained ·for the purpose of 
identifying accident repeaters and safety award recipients, regarding 
accidents incident to DLA operations; pertaining to injuries to indi­
viduals or accidents involving motor vebic:;:les and ot~er equiement or 
structural property damage. 

Authority for maintenance of the system: . 
29 U.S.C. 651; et seq., The Occupational Safety and Health ACt of, 

1970 (OSHA); Executive Order 12196, Occupational Safety and 
Health Programs for Federal Employees. 

Purpose(s): . . 
Information is ·maintained to identify cause of accident, to formu~ 

late accident prevention programs, to identify individual involved in 
r~peated accidents·, to present safety awards to individuals and to 
prepare' statistical reports as required. .. · · · . 

,Information is used by: . . . i . 
. Agency supervisors and managers.- to determine. actipns required 
to correct the causes of the accidents. · _ . 

Safety offices - to insure actions proposed by supervisors and 
managers are adequate to prev~nt future accidents, to identify acci­
dent. repeaters· and safety award recipients; to provide verification 
that accidents have occurred when processing workmen's compensa­
tion cases, to · prepare statistical reports, accident summaries; ·and 
accident prevention information for inclusion in Agency internal. pub-
lications. · · I •· • 

Security personnel - to determine aceident causes; 'and to formulate 
possible changes ,in activity niles of ~onduct. · . . . · . , 

Medical personnel - to make medtcal determmatlons about mdtvld-
uals involved in accidents. .. · · 

Facilities engineers and maintenance personnel · - to formulate 
future installation facilities and equipment plans and budgets and to 
cha~ge operating procedures. .. . . . · 

. Routine uses of records maint.tined in ·the system, including catego· 
ries of users and the purposes of such uses: 

See blanket routine uses set forth above. 
Policies and practi~es for. storing, retrieving, accessing~ retaining, and 

disposing of records in the system: · · · 
Storage: 
Paper ·records irt file folders and card index files and: .automated 

record files. 
Retrievability: 
Filed by organizational activity and/or alphabetically by, last name 

of injured ,per~on or ·principal person· involved in. accident, when 
known.· 

Safeguards: 
Records are maintained in areas accessible only to DLA Safety 

and Health personnel. 
Retention and disposal: 
Records are destroyed ·ten years ·after the case is _closed.- They a~e 

retained in active file uritil end of calendar year m whtch case IS 
closed, held one to three additional years in inactive ·file and s~~se­
quently retired to Federal Records Center, held for the remammg 
years and destroyed. 

System manager(s) and address: 
Staff Director Office of Installations Services and Environmental 

Protection, DLA; Safety Officers, DLA Primary Level Field Activi­
ties. 

Notification procedure: 
·Written· or personal requests for information may be directed to 

the System Manager. Individual must provide full name and name of 
DLA activity at which incident occurred; or if individual is or was a 
DLA employee, name of employing activity is also required., · .: 

Record access procedures: 
'Official mailing addresses of the System Manager are in the DLA 

Directory. Written requests for information should contain the full 
name, current address and telepHone numbers of the indi~idual a~d a 
signed statement asserting his o~; her identity and stipul~tmg that t_he 
individual'understanas that knowingly or wi11fu11y seekmg or obtam­
ing access to -records about another individual und~r. false p~et~n~es is 
punishable by a fine of up to 5,000. For person~l v1s~ts, t~e mdtvtdu.al 
should be able to provide some acceptable 1dent1ficatto~, that 1s, 
driver's license, employment identification· card, . and gtve some 
verbal information tha(could be verified from the case folder. 
· Contesting r:ecord procedur,es: , . 
The DLA r~les for·. contesting contents and appealing initial deter­

minations may be obtained from the System Manager. 
Record source categories: 
Employee's supervisors, medical units, DLA protective service, 

civilian police, fire department, investigating officer, or witness to 
accident. 

Exemptions claimed for the systeni:: · 
None. 

S380.01 DLA-K 
System name: . 

Employee Assistance Pi:'Ogram Case Record Systems. 
System location: 
Headquarters Defense Logistics Agency (HQ DLA) and Primary 

Level Field Activities (PFLA). . 
Categories of individuals covered by the system: 
All civilian employeeS in appropriated ·and· non-appropriate~ fund 

activities who are referred by management for, or voluntanly re­
quest, counseling assistance. 

Categories of records in. the system: 
Systems are comprised of case records on employees .which are 

maintained by. counselors, supervisors, civilian personnel offices and 
social action offices and consist of information on condition, current 
status, and progress of employees or dependents. who have alcohol, 
drug, emotional, or other job performance problems. · 

Authority for maintenance of the system: · . . 
· Drug Abuse Office a~d .. ,Treatment Act of .1972, ·as a~enqed,_ 21. 

U.S.C. 1175; Cofllprehensive Alcohol Abuse and Alcoholism Preven­
tion Treatment, and Rehabilitation Act of 1970, as amended, 42 
U.s:c. 4582; Subchapter A of Chapter I, Tit)e 42, Code of Federal 
Regulations, 5 U.S.C. Ch. 43. 

Purpose(s): 
Used by the counselors in the execution of their coun~eling fu!lc­

tion as it applies to the individual employee; selected mformatton. 
may be provided to and used by other counselors. . · 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: · 

used by medical personnel, research personnel, ~mploy_ers~ ~epre­
sentatives such as legal counsel, an~ to other age~c1~s or mdtvld"!~ls 
when disclosure is to the employee s benefit, such as for processmg 
retirement applications. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Case records are stored in paper file folders. 
Retrievability: . 1 . • • , 

· By employee name, loca11y assigned identifying number of by case 
number. 

Safeguards: 
All records are stored under strict control. • They are maintained in 

spaces normally accessible only to authorized. persons, normally in 
locked cabinets. 

Retention and disposal: 
.Records are purged of identifying information within five years 

after 1termination of counseling or destr_oyed when they are no longer 
useful.· · 

System manager(s) and address: 
Personnel Officer or comparable official of the Civilian Personnel 

Office servicing the activity or insta11ation. 
Notification procedure: · . 
Requests by correspondence should ?e addressed to ser~icing ·civil­

ian personnel office or to the appropnate Employer Assistance Pro-
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gram administrator at the activity. The letter should contain the full 
name and signature of the requester and the approximate period of 
time, by date, during which the case ·record was developed. . 
· Record access procedures: 

Requests from individuals should be addressed to the Systems 
Manager. 

Contesting record procedures: 
.The rules for contesting contents and appealing initial determina­

tions may be obtained from the System Manager. 
Record source categories: 
Counselors, other officials, individuals or practitioners, and other 

agencies both in and outside of Government. · 
Exemptions claimed for the system: 
None.· 

S380.50 DLA-K 
System na~e: 

DLA Drug-Free Workplace Program Records. 
System location: 
Defense Logistics Agency (DLA) Civilian Personnel Service Sup­

port Office (DCPSO), 3990 East Broad Street, Columbus, OH 432 16-
5000. 

DLA Headquarters offices; DLA Primary Level Field Activities 
(PLF A); and offices of contractors who perform functions such as 
collection of urine specimens, laboratory analysis, and medical 
review of confirmed positive laboratory findings. Official mailing 
addresses are published as an appendix to the agency's compilation of 
record systems notices. · 

Categories of individuals covered by the system: 
DLA employees and individuals who have applied to DLA for 

employment. 
Categories of records in the system: 
Records relating to program implementation and administration, 

including selection, notification, and testing of individuals; collection 
and chain of custody documents; urine specimens and drug test 
results; consen~ forms; rebuttal correspondence; and similar records. 

Authority for maintenance of the system: 
Executive Orders 12564, "Drug-Free Federal Workplace" and 

9397; Pub. L. 100-71; and 5 U.S.C. 7301. 
Purpose(s): 
The system is established to maintain records relating to the selec­

tion and testing of DLA employees and applicants for DLA employ­
ment for use 'of illegal drugs. The records will provide the basis for 
taking appropriate action in reference to employees who test positive 
for use of illegal drugs. 

Records may be used by authorized contractors for the collection 
process; assigned Medical Review Officials; the Administrator of any 
Employee Assistance Program in which the employee is receiving 
counseling or treatment or is otherwise participating; and agency 
supervisory or management officials having authority to take adverse 
personnel action against such an employee when test results are 
positive. · · 

Routine uses o'f records maintained in the system, including catego· 
ries of users and the purposes of the uses: 

In order to comply with provisions of 5 U.S.C. 7301, the DLA 
"Blanket Routine Uses" that appear at the beginning of the agency's 
compilation do not apply to this system. 

Records may be disclosed to a court of competent jurisdiction 
when required by the United States Government to defend against a 
challenge to related adverse personnel action. · 

Policies and practices for storing, retrieving, accessing, and disposing 
of records in the system: 

Storage: 
Records are maintained on magnetic disk and in paper form. 
Retrievability: 
Records are retrieved by name of activity, name of employee or 

applicant, position title, position description number, Social Security 
Number, ID number, or any combination of these. 

Safeguards: 
Records are maintained in a secured area or on automated media 

with. access limited to authorized personnel whose duties require 
access. Records relating to individual positive test results are. kept in 
locked cabinets. Employee and applicant records are maintained and 
used with the highest regard for employee and applicant privacy. 

Retention and disposal: 

Records relating to test. selection, scheduling, collection, handling, 
and results will be destroyed when 3 years old; records relating to 
individual notification and acknowledgment will be destroyed when 
the individual separates from the testing designated position. 

System manager(s) and address: · 
·Deputy Chief, DLA Civilian Personnel Service Support Office, 

3990 East Broad Street, Columbus, OH 43216-5000. 
Notification procedures: 
Individuals seeking to inquire whether this record system contains 

information about themselves should contact their Office of Civilian 
Personnel at DLA Primary Level Field Activities where assigned or 
the Deputy Chief, DLA Civilian Personnel Service Support Office, 
3990 East Broad Street, Columbus, OH 43216-5000. Official mailing 
addresses are published as an appendix to the agency's compilation of 
record systems notices. . · 

Individuals must provide name; date of birth; Social Security 
Number; ID number (if known); approximate date of record; and 
DLA activity and position title. '· 

Record access p~ocedures: 
Individuals seeking access to information about themselves con­

tained in this record system should contact the Deputy Chief, DLA 
Civilian Personnel Service Support Office, 3990 East Broad Street, 
Columbus, OH 43216-5000. 

Individuals must provide name; date of birth; Social Security 
Number; ID number (if known); approximate date of record; and 
DLA activity and position title. 
· Record source categories:. 

Records in this system are obtained from the individual to whom 
the records pertain; agency employees involved in the selection and 
notification of individuals to be tested; laboratories that test urine 
specimens for the presence of illegal drugs; physicians who review 
test results; and supervisors, managers, and other DLA officials. 

Exemptions claimed for the system: 
None. 

S390.01DLA-KE 
·system name: 

Grievance Examiners and Equal Employment Opportunity Investi­
gators Program. 

System location: . 
Office of Equal Opportunity, Staff Director, Personnel, Headquar­

ters Defense Logistics Agency (HQ DLA). 
. Categories of individuals covered by the system: 
Retired Federal civilian and military employees and others ap­

proved by HQ DLA as grievance examiners and EEO investigators 
for the Agency and available to serve under a non-personal services 
contract are listed by .name on regional rosters. 

Categories of records in the system: · 
Files include regional roster's of the names of approved investiga­

·tors/exarniners of grievances and Equal Employment Opportunity 
(EEO) complaints which are available to Commanders of Defense 
Logistics Agency Primary Level Field Activities. · 

Agency regional rosters, certificates of training, personal qualifica­
tions statement, and related correspondence and papers pertinent to 
Agency grievanc~ examiners and EEO investigators program. 

Authority for maintenance of the system: 
5 U.S.C. 1302. 3301, 3302, and 310~. E.O. 11478, as amended.· 
Purpose(s): 
The purpose of this system is to maintain information fdr establish­

ing Agency grievance and. EEO investigators program and insuring 
the availability of quality personnel on short notice. 

Information is used by Civilian Personnel officials of HQ DLA arid 
other involved DLA HQ and field officials to select arid· supervise 
grievance examiners and EEO investigators as required. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

See blanket routine uses above. 
Policies and practices f9r storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records in file folders. 
Retrievability: 
Filed alphabetically by last name within each regional area. 
Safeguards:. 
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Records are maintained in locked file cabinets in areas accessible 
.o.nly to A,gency persp~nel. 

Retention and disposal: ··• ·· 
Records are retained in active file on current basis. New approvals 

are added continuously and deletions·or withdrawals are held-one to 
three years in inactive file and subsequently retired to Federal 
Records Center. Records are destroyed after a total of ten years. 

System manager(s) and address: 
Staff ,Director, Personnel, fiQ QLA. 
Notification procedure: . . 
Written or personal req~ests for information may be. directed to 

the System Manager. Individual must provide full name and, if a 
current DLA employee, name of DLA activity at which employed. 

Record access procedures: 
Official mailing address is in the DLA Directory: Written requests 

for i~formation should be addressed to the System Manager· and 
contatn ·the full name, current address and telephone numbers of the 
individual. The individual should be able to provide some acceptable 
identification, that is, driver's license, employing office identification 
card, .and give some verbal information that could be verified from 
the Agency ,folder .. 

Contesting record procedures: t: . 

_Th: DLA rules fpr .contesting contents and appea~ing initia~ deter-
mmattons ·may be obtamed from the Syst.em Manager:' . 

Record source categories: · · , 
DLA PLFA Commanders, DLA civilian personnel office staffs, 

other DLA officials and oth~rs who may be able to recommend or 
provide information on potential or present candidates for this work. 

· ~xempiions clairi:ted for the system: ·. 
·None. 

l' 

System name: 
Travel Record. 
System location: 

S431.15DLA-C-

Records are maintained at all Defense Logistics Agency (DLA) 
Centers, Depots, and Oefense ~qntract Management Districts 
(DCMDs). Official mailing addresses are published as an appendix to 
DLA's compilation of record system notices. • ·· 

Categories of individuals covered by the system: 
· All employees, civilian and military, wllo perform travel, TemP.,o­

rary Duty (TDY) or Permanent Change of Station (PCS)'for DLA. 
Categories of records in the system: 

· Consists of copies. of request and authorization for TDY travel. of 
DoD personnel, request and authorization for D.oD civilian perma-. 
nent duty travel, travel voucher, travel voucher or:· 'subvoucher, claim 
for reimbursement for expenditures on official business and records of 
travel payments. · 

Authority for ·maintenance of the system::. 
Chapter 5F, Title 5 United States Code and Executive Ord~r 9397.· 
Purpose(s): : · . . · · . . . · · 

The file is used ;bY, the Accounting al)d. Finane~ Officer to ad minis~ 
ter his disbursing and accounting duties for governmen~. trayel pc;:r­
formed by both. mi1itary al}d civilian .employees under. his administra~ 
tive control. Data is also used by Counsel to determine that expenses 
of the sale or purchase of the residence for a Pcs·are reasonable and 
customary to the locality of the transaction:· · · · 

Routine uses of records maintained in the system, including catego· 
ries. of users 11nd the purposes of such uses: 

·The "Blanket Routine Uses" set forth at the beginning of I) LA's 
compilation of systems of records- notices apply to this record system. 

Policies and pra~ices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · ' 

Storage: 
Paper records in file folders. 
Retrievability: 
By name and social security number. 
Safeguards: · 
Records are maintained in an area that is accessible to office 

personnel only. 
Retention and disposal: 
Records of military. personnel are main~ained until separation or 

transfer of the military members. Records of civilian personnel are 
destroyed one year after termination of their employment. 

' System manageds) and address:· 
Accounting and Finance· Officer, Defense Logistics. Agency 

(DLA) Primary Level Field Activities (PLF As). Offici'al mailing 
addresses are published as an appendix to DLA's compilation: of 
r~cord system _notices. _ 

Notification procedures: 
Individuals seeking to determine whether information about 'them­

selves is contained in -this. system of r:ecords should address inquiries 
to the Accounting and Finance. Officer, Defense Logistics Agency 
(DLA) Primary Level Field Activities (PLF As). Official mailing 
addresses are published. as an appendix to DLA's compilation of 
record system notices. · ' ·' 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should address inquiries to the Accounting and 
Finance Officer, Defense Logistics Agency (DLA) Primary Level 
Field Activities (PLF As). Official mailing addresses are published as 
an appendix to DLA's co_mpilation of record system notice~. 

Written requests for information must contain the full name and 
social security number of the employee. Employees making a person­
al ·request must present identification; .i.e., employee badge, drivers 
license, etc. , . · · · · • 

Contesting record procedures: 
The Defens~ Logistics Agency, i~les for contesting contents and 

appealing initial agency determinations are contained in DLA Regu­
lation 5400.21, "Personal Privacyand Rights .. of Individ.uals Regard­
ing Thei~ Pers.onal Records"; ,32 CFR part 12~6; or may be obtained 
from the system manager. . . - . 

Record source categories:,_ 
Request for travel forms, travel vouchers, claims for reimburse-

ment. · 

Exemptions claimed for the system: 
None. . ; 

S434.15DLA..;C' 

System name: 
Automated Payroll Cost ~nd Personnel System (APCAPS). 
System location: 
Records maintained at Defense Logistics Agency (DLA) 1Center:,s, 

Depots, and Defense Contract Management Districts (DCMD~). Of­
ficial mailing addre~ses-ar(:! published as an appendix to DLA's com­
pilation of reco~d system notices. 

Categories of individuals covered by the system: 
Current and former civilian 'and military personnel "!i1o have been 

p
1
aid or cos ted by. A~CArs.. : 
Categories of records in the system~ 
Records are maintained. in manual and mechanical files and contain 

all data which affect an employee's pay, deductions, employer contri­
butions, leave, retirement, position status, or cost accumulation. 

Authority for m'aintenance of the system: :. 
10 U.S.C. 136; DoD Dire<;::tive 5105.22; and Executive Order 9397. 
Purpose(s): 

· Information is used in preparing payrolls, cos.t and manpower 
reports. Information is used by: · 

Agency supervisors and managers to determine leave usage, man­
power all<?cations and lab9r: di~tribution .. 

Supervisors and man.ager~ .. of agencies ,and activities other than 
DLA who receive payroll/cost accounting SQpport from APCAPS 
to determine leave usage, manpower allocations, labor distributions 
and costs. · · 

Payroll offices to compute and control payrolr and 'allocate labor 
costs. · 

Personnel offices to determine leave usage and thanges that-affect 
an employee's pay. 

Security offices to determine location of employees. 
· Disbursing offices to determine the distribution of checks and 

bonds. ' . , . · · . 
Law Enforcement/Security Personnel, officials- aesignated by the 

Head, Primary Level Field Activity (PLF A) or by regulation to 
perform law ·enforcement; safety, ·and vehicle registration/parking 
duties. Only· the shift number (if an in_dividual works shift work) will 
be accessed and used from APCAPS. The information will be used 
as a control to ensure the integrity of information in systems 
S16l.30DLA-I and S161.5DDLA-I and to facilitate the auditing-of 
such file. 
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Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

Financial ·Institutions to determine disposition of net pay or allot-
ments pay. · 

Treasury Department to determine registration of bonds and feder-
al tax allocation. · . 

Unions, charities, and insurance organizations to determine. partici­
pation in those organizations. 

Office of Personnel Management to determine status of employee 
and for disposition of retirement records.. . 

State and local taxing authorities to determine tax liability. 
Nongovernment organizations to verify employment and credit 

data furnished to financial institutions by the employee. . . 
Bureau of Employment Compensation to process employee disabil­

ity claims. 
State employment office$ to submit data for unemployment com-

pensation. .· . 
Local· courts to determine the withholding of pay for garnishment 

of wages. ·, . 
The "Blanket Routine Uses" set forth at the beginning of DLA's · 

compilation of record system notices also apply to this record 
system. . 

Policies and practices for storing, retrieving,· accessing, retaining and 
disp,osing of records in the system: 

Storage: 
Microfilm, magnetic tape, disc pack, computer paper printouts, 

vertical file cards, paper records in file folders. 
Retrievability: 
Hard copy documents are filed by payroll block or alphabetically 

by last name. Data stored on mechanized storage devices ar~ re­
trieved by Social Security Number. 

Safeguards: 
Access to mechanical records is limited to authorized DLA data 

· systems personnel. All other records are maintained in areas accessi­
ble only to agency personnel. Security/Law Enforcement personnel 
who access APCAPS information through computer terminals (used 
as control for the integrity of information in Sl61.30DLA-I and 
Sl6l.SODLA-I) have been cleared with an officialneed. The infor­
mation accessed from APCAPS is limited to the items and uses under 
Routine Uses. and is password protected in the automated system. 

Retentit?n and disposal: 
· Retention of·data varies from 1 to 3 days f<jr mechanical working 
files up to an employee~s total length of service with an activity for 
permanent p~yroll information. · 

System manager(s) and address: 
Comptroller, Defense Logistics Agency. Official ·mailing addresses 

are published as an appendix to DLA's compilation of record sy~tem 
notices. 

Notification procedures: 
Individuals seeking to determine whether information about them­

selves is contained in this system of records should address written 
inquiries to or make a personal visit to Chief, Payroll Branch, Ac­
counting· and Finance Division, Office of Comptroller at.each DLA 
Center and Depot. Official mailing addresses are published as an · 
appendix to DLA's compilation of record system notices. 

Record access procedures: . 
Individuals seeking access to records about th~mselves contained in 

this system of records should address inquiries to the Chief, Payroll 
Branch, Accounting anq Finance Division, Office of Comptroller at 
each DLA Center and Depot. Official mailing addresses are. pub­
lished as an· appendix to DLA's compilation of record system notices. 

Written requests must contain full· name and Social Security 
Number of the employee. Employees making a personal request must 
present identification. · 

Contesting record procedures: . 
. The Defense Logistics Agency rules for .. contesting contents and 
appealing initial agency determinations are contained in DLA Regu­
lation 5400.21, "Personal Privacy and Rights of Individuals Regard­
ing Their Personal Records"; 32 CPR part 1286; or may be obtained 
from the system manager. · 

Record source categories: 
Employee's supervisors, civilian personnel office, military person­

nel office, financial institutions, local. courts, military services or 
other government agencies. · 

Exemptions claimed for the system: 
None. 

S434.15DLA-KP 
System name: 

Automated Payroll, Cost and Personnel System·(APCAPS) Per­
sbnnel Subsystem. · 

System location: 
Offices of Civilian Personnel at Defense Construction Supply 

Center· (DCSC); Defense Electronics Supply Center· (DESC); De­
fense General Supply Center (DGSC); Defense Personnel Support 
Center (DPSC); Defense Reutilization and Marketing Service 
(DRMS); Defense Depot Memphis (DDMT); Defense Depot Ogden 
(DDOU); Defense Distribution Region West (DDRW); Defense 

· Depot Mechanicsburg (DDMP); Defense Logistics Agency Aqmin~s­
trative Support Center (DASC); Defense Contract Management Dis­
tricts (DCMDs). Official mailing addresses are published as an appen­
dix to DLA's compilation of record system notices. 

Categories of individuals covered by the system: 
Defense Logistics Agency (DLA) civilian employees serviced by 

the 'Office of Civilian Personnel at the activities listed ·under System 
Location.and other Department of Defense civilian employees who 
are both serviced by the Offices of· Civilian Personnel .·and paid by 
the activities listed under System Location above. 

Categories of records in the system: . 
Employee data segment of APCAPS data bank, including data 

being manually collected prior to implementation of the automated 
record sytem. For the civilian personnel segment of APCAPS, the 
employ.ee data segment of the APCAPS data bank contains, for 
civilian employees, current. personnel data on employment status and 
selected personal data, such as Social Security Number (SSN), na!'le, 
sex, race and national origin identification, date of birth, age, phys1cal 
handicap, Government insurance, military reserve status, retired mili­
tary status, education, status preceding employment with DLA, U.S. 
citizenship, and veterans preference. 

Position ·data segment of APCAPS data bank. For· .the civilian 
personnel segment of APCAPS, the position data segments of the 
APCAPS data bank contains position data pertinent to establislied 
positions, both those positions occupied by a civilian employee as 
well as those not so occupied. 

P.ersonnel History File. The personnel history file contains a pro­
file of selected civilian employee personnel data as of the most recent 
transaction processed against it, as well as a chronological extract of 
all prior transactions processed on the employee. 

Authority for maintenance of th~ system: 
S U.S.C. 301 and 302; Executive Ord,ers 9397 and 10561; and 

Federal Personnel Manual, Chapters 290 and 293. 
Purpose(s): 
Purposes of the system are to ·affect Federal personnel actions, 

maintain the Federal personnel service control system, fulfill Federal 
personnel reporting requirements, and provide information to officials 
of DLA for effective personnel management and personnel adminis-
tration. · 

Officials designated by the Head, PLF A and by regQlation to 
perform law enforcement, safety, and vehicle registration/parking 
duties. Only the following information will be accessed and used by 
these individuals. Individual's name, address, directorate and office 
which assigned, grade, and category (military or civilian). (The infor­
mation .will be used as a control to ensure the integrity of information 
in systems of record Sl61.30DLA-I and Sl6l.SODLA-I and to facili-
tate an audit of such file.). . · . . . 

. Routine uses of records maintained in the system, including catego-
ries of users and the purp9ses of such uses: · 
. Information may be released to prospe~tive employers for employ­

ment determination purposes. 
To credit firms for verification of data for credit determination 

purposes. . 
To taxing authoritiesfor tax administration purposes. · . 
To officials of other E;xecutive Branch agencies, such .as the Office 

of Personnel Maqagement for· performance ,of official. duties. 
To officials of Legislative Branch agencies, such as Congressmen 

for performance of official duties. 
. To officials of Judicial Branch activities,. such as courts· for per­

formance of official duties. 
To hospitals, medical offices and institutions for medical/hospital 

· administration purposes. 
To executor or administrator of the estate of a deceased employee, 

·former employee, or annuitant, or next-of-kin for estate settlement 
pur.poses ... · 
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Tb€? .. !3lanket Routine Uses" set.fortb at the beginning of DLA's 
comptlatlon of record system notices also apply to this record 
system. 

Policies and practices for storing, retrieving, accessing, retaining,· and 
disposing of records in the system: 

Storage: -

Computer magnetic tapes or discs, computer paper _printouts. 
Paper rec_ords in file folders; 

Retrievability: 
Information. identified to a specific civilian employee is accessed 

and retrieved by Social Security Number. 
Safeguards: 
Records are either secured in locked storage or file· cabinets or 

kept under the constant observation of personnel office officials 
during duty hours. During nonduty hours, records are either secured 
in locked storage or file cabinets; the records file area is locked · and 
the b~ilding .in which the records are s.tored is protected by buiiding 
secunty guard. If the records area ts ·.not protected ·by· security 
~uar~s. .all records must be kept in locked ·storage. Individually 
tdentlfiable personnel docume.nts .will either be bandcarried or will be 
transmitted in envelopes adgr~ssed to a specific office or individual 
and marked to be opened by addressee only. Magnetic· tapes and 
di~cs arc:: kept in the computer rqom which· is itself a security con­
tamer wttb locked door and access. limjted to persons appropriately 
cleared and identified. Tapes and disc packs are stored in' a tape 
library when not used :in processing, and are logged in and out only 
to cleared personnel with. an· official need. Reports with individual 
appropriately cleared and maintain continuous observation of ·reports 
~urin_g all: processing phases. Individual requesting information must 
tdenufy themselves and their relationship to the individual upon 
whom the record information is being requested. Individual other 
than the individual of .record must specify what information is re~ 
quested and the purpose for which it would be used if disclosed. 
Personnel 'office official determines if request .is reasonable and con­
sistent with provisions of the Freedom of Information Act (5 U.S.C. 
554) and the Privacy Act .of 1974 (5 U.S.C. 552a). In order to 
prevent unauthorized modifications of records contents, original 
records documents may only be reviewed in the presence of a wit­
ness designateq by the Personnel Office. 

Physical access, that i~ .the ability to ob~~in the record, is limited to 
Personnel office ~ffi~ials; Office of Personnel Management officials; 
data processing officials; supervisors for those records for which they 
are authorized to maintain; security/law enforcement personnel who 
access APCAPS information· through computer terminals (used as 
control for the integrity of information in Sl61.30DLA-I and 
Sl61.50DLA-I) have been cleared and·must have an official need-to'­
know. The information accessed from APCAPS is limited to the 
items and uses under Routine Uses and is password protected in the 
automated system. ·· · 

Responsible ·officials are grante.d te~porary custody of an original 
record in order to monitor the review of the record by the individual 
to who it pertains, when the individual is geographically remote from 
the personnel office. . . . 
· . Retention and disposal: .. 1 . 

Records which are filed in the Official·Personnel Folder (OPF) are 
retained in the personnel office until the employee leaves the agency. 
At that time the permanent portion of the OPF is transferred to the 
gaining. Federal agency· and temporary OPF records are destroyed 
by shredding or . burnil).g. Copies of recqrds authorized to be main­
tained by supervisors or other operating ,offices ~re destroyed by 
shredding. or burning when the e_mployee leaves the agency. Operat­
'ing records maintained within the Civilian Personnel Office may be 
retained up to three years, as needed. When no longer needed, they 
may be destroyed by burning· or shredding. · · 

System manager(s) and address: . 
·Staff Director, Office of civilian Personnel, Headquarte~s. Defense 

Logistics Agency, and Directors of Civilian Personnel at DCSC, 
DRMS, DESC, DGSC, DPSC, DDMT, DDOU, DDRW.- DD~P. 
DASC, DCMDs .. Official ll?ailing · addresses are published· as an ap­
pendix to DLA's compilation of record system. notices. 

Notification procedures: 
Individuals:seeking to determine whether information about them­

selves is contained in this system of records should address written 
inquiries to or make a .personal visit to the activity where the record 
is maintained. Official mailing addresses are published as an appendix 
to the agency's compilation of record system notices. 

Individuals must provide name (last, first, middle ·initial) and SSN 
in order to determine whether or not the system contains a record 

about them. With a written request, individual must provide a return 
address. . 

For personal visits, the individual should be able to provide some 
acceptable identification, such as employing office identification card. 

Record access procedures: . 
Individuals seeking access to information about themselves is con­

tained in this system of records should address written inquiries to or 
make a personal visit to the activity where the record is maintained. 
Official mailing addresses are ·published ·as an appendix to the agen-
cy's compilation of record system notices. '· 

The request is to contain the name of the individual (last, first, 
middle initial) SSN, return mailing address,. telephone number where 
individual can be reached during the day, and a signed statement 
certifying that the individual understands that knowingly or willfully 
seeking or obtaining access to records about another individual under 
false pretenses is punishable by a fine of up to 5,000 dollars. Com­
plete records are maintained only on magnetic tapes or discs and are 
not· available for access by personal visits. Official· mailing addresses 
are published as an appendix to DLA's record system notices. 
. , Contes~ing r.ecord procedure$: 
· DLA rules for cbntesting contents and appealing initiaf agency 
determinations .are contained in DLA Regulation 5400.21, "Personal 
Privacy and Rights of Individuals Regarding Their Personal 
Records"; 32 CFR part 1286; or may be obtained from the system 
manager. 

Record source eategories: 
Agency supervisors and administrative personnel, medical officials, 

previous federal employers, U.S. Office of Personnel Management 
and applications and forms completed by individuaL 

Exemptions claimed for the system: 
None. 

S434.87DLA-C 
System name: · 

Debt Records for Individual~. 
Syste~ loeation: 
Primary System: Accounting and Finance Division, Finance Sys­

tems. Branch, Headquarters, Defense Logistics Agency (HQ DLA). 
Secondary System: DLA Primary Level Field Activities (PLF As). 
Catego~ies of individuals c~vered by the system:· . 

. Individuals, including members of the general public, current .and 
former civilian employees and tnilitary personnel, who are indebted 
to the DLA. Also included are those individuals who are indebted to 
other Federal agencies and for whom' DLA bas assumed collection 
responsibility. 

Categories of'recor~ hi the system: · · 
Administrative reports' with supporting documentation of individ­

ual's financial condition, such as pay, grade, salary, or financial 
documents furnished by individual, personnel actions and requests 
from the in~ividuals for· waiver of indeb~ness,: 

Authority for maintenance of· the system: · 
'31 U.S.C; 951-9S3, 'Federal Claims Collection Act of 1966'; Pub. 

L 90-616;'Pub. L. 92•453. . . 
Pu~pose(s): · 
Information is used to collec't monies owed the United States 

G<;>vernment Information is maintained to' support case files; financial 
statements,. provide an underst·anding of individuals' financial condi-
:tion with respect to request for defermentof payment. ' 

Routine uses of ~ecords maintained'.in the system, including catego­
ries of us~rs and"tJJe. purposes of such. uses: 

If debtors do not enter into sa'tisfactory paytnent · arrangements or 
demonstrate a legitimate, dispute within a specific peripd, ~he debt 
may be reported to a commercial credit bureau .. or consum~r report-
ing agency. _ 

Case files on uncollectible debts are forwarded to the U.S. General 
Accounting Office, Department of Justice, or a United States Attor­
ney for further collection action. 
· · See also blanket routine uses set forth above. 

Disclosure to consumer reporting agencies: · 
Disclosures pursuant to 5 U.S.C. 552a(b)(l2): Oisclpsure pursuant 

to 5 U.S.C. 552a(b)(l2) may be made from this system to 'consumer 
·reporting agencies' as defined in the Fair Credit Reporting Act, 15 
U.S.C: 168la(f) or the Federal Claims· Collection Act of 1966, 31 
U.S.C. 3701(a)(3). 

Policies and practices for storing,· retrieving, accessing, retaining, and 
disposing of records in the system: 
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Storage: 
Paper records in file folders. 
Retrievability: 
Filed alphabetically by name. 
Safeguards: 
.Files a~e.l.ocated in the Finance Systems Branch, Account~ing Fi­

nance DtvtsJon, Office of the Comptroller, HQ DLA. Access is 
limited to personnel of the Division except in those instances where 
other personnel may have an off:cial requirement for the files, such 
as the Genera.l Counsel, DLA. . ·. 

Retention and disposal: 
Re~.~crds are destroyed ten years after all aspects of the case are 

closed. Collected in full claims are retained·for six months and then 
destroyed. Claims ter:minated, compromised or waived are retained 
for three years ami subsequently retired to Federal Records Center, 
held for remaining years and destroyed. Claims settled by U.S. Gen­
eral Accounting Office, retained one year after settlement and retired 
to Federal Records Center, held for remaining years and retired. 

System manager(s) and address: 
Chief, Finance Systems Branch, Accounting and Finance Divis~on, 

Office of Comptroller, HQ DLA. . . · 
Notification procedure: · 
Written or personal requests for information may be directed to 

the System Manager. . 
Record access procedures: 
Official mailing address is in the DLA Directory. Written requests 

from individual should contain their full name, current address and 
telephone number. For personal visits, the individual should be able 
to provide acceptable identification, such as an employee badge or 
driver's license, etc. 

Contesting record procedures: 
The DLA rules for contesting contents and appealing initial deter­

minations may be obtained from the System Manager. · 
Record source categories: · 
Records obtained from Primary Level Field Activities (disbursing 

offices and/or personnel officer) in the form of copies of official 
government documents. Records also obtained from other Federal 
agencies,. financial institutions, members of· the general public and 
from the individual concerned. Accuracy of such records will be 
verified, as necessary, by requesting sworn ·Or notarized statements, 
matching the various records and by comparison with official gov­
ernment records. 

Exemptions claimed for the system: 
None. 

S491.10DLA.;.M 
System name: 

Nonappropriated Fund (NAF) Membership Records .. 
System location: 
Military at Defense Construction Supply Center (DCSC), Defense . 

Electronics Supply Center. (Df:SC), Defense General Supply Center 
(DGSC), Defense Personnel Support Center (DPSC), Defense Depot 
Ogden (DDOU), and Defense Distribution Region West (DDR,W), 
Com1J1unity Club at Defense Depot Memphis (DDMT). See official 
mailing addresses contained in the Aadress Directory published as an 
appendix to DLA's systems notices. · , 

Categories of individuals covered by tin! system: 
Members <;>f the .NAF active/retired military and civilians. 
Categories of records in the system: 
Daily Status Report on VOQ, Pool and Swimming Class Registra­

. tions, and Liability Agreement between activity and participants. 
Record contains the member's name, rank, social security number, 
~pouse's.name, birth date, and home/office telephone number. 

Authority for maintenance of the. system: 
5 U.S.C. 301 and 302. ., 
Purpose(s): 
The· records provide current listings of club ~emberships. They 

are used by the manager of the fund to determine eligibility for 
membership, mailing NAF activity notices, billing for dues and 
charges, indicating payment or · nonpayment of dues, membership 
card number, to register applicants, maintain records for future class­
es and in cases of emergency. The record could . be used by the 
Counsel to terminate membership for. nonpayment of dues. · ... 

Routine uses of records maintained in the system, including catego­
ries of users and the. purposes of such uses: 

See the "Blanket Routine Uses" set forth at the beginning of 
DLA's compilation of record system notices apply to this. record 
system. 

Policies and practices for storing, retrieving, accessing, r~taining, and 
disposing of records in the system: 

Storage: 
Card files and filing cabinets. The recorqs may also be automated. 
Retrievability: 
Filed alphabetically by last name. 
Safeguards: 
Maintained in areas accessible only to authorized ·personnel. 
Retention and disposal: 
Destroyed one year after . member departs, after auditing or after 

purpose has been served. 
System manager(s) and address: 
The manager of the NAF at DCSC, DESC, DGSC, DPSC, 

DDMT, DDOU, DDRW. Official mailing addresses are published as 
an appendix to DLA's compilation of record system notic~s. 

Notification procedures: 
Individuals seeking to determine whether information about them­

selves is contained in this system of records .should . address written 
inquiries to the system manager of the particular activity involved. 
Official mailing addresses· are publish~d as an appendix to DLA's 
compilation of record system notices. The. written request must be 
signed. . . . 

For personal visits,. individuals must present proper identification. 
Record access procedures: . . . 
Individuals seeking access to information about themselves is ·Con-

tained in this system of records should address inquiries to the system 
manager of the particular activity involved. Official mailing addresses 
are· published as an appendix to the agency7s compilation of record 
system notices. 

Contesting record procedures: 
The Defense Logistics Agency rules for contesting contents and l 

appealing initial agen~y determinations are contained in DLA Regu­
lation 5400.21, .. Personal Privacy and Rights of Individuals Regard­
ing Their Personal Records"; 32 CFR part 1286; or may be obtained 
from the system manager. 

Record source categories: . 
Assignment orders, identification cards, and financial records. 
Exemptions claimed for the system: 
None. 

S493.10DLA·K 
System name: 

Official Personnel Folders for Non-Appropriated Fund Employees. 
System location: 
Geographically and organizationally decentralized to the ·Defense 

Logistics Agency (DLA) Primary Level Field Activities (PLFAs) 
which employ nonappropriated fund employees. 

Categories· of individuals covered by the system: 
All employees of nonappropriated fund (NAF) instrumentalities of 

DLA and former employees of such activities. 
Categories of records in the system: 
Folders. containing various forms and records pertaining to the 

.selection and appointment of NAF employees, personnel actions and 
other records originating during an employee's service and records 
pertaining to .the employee's separation, classification, training, ad-· 
verse or disciplinary actions, and · other ·employment related forms 
and documents. · 

Authority for maintenance of the system: 
5U.S.C. 301 and 302 10 U.S.C. 136 .. 
Purpose(s): . 
The information is collected and maintained to provide personnel 

officials and supervisory officials with information on which to base 
employment decisions affecting employees. It also provides a record 
of the employee's employment. The use of the record is restriCted to 
official personnel administration uses. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

The information is also used for answering inquiries from credit 
sources or other outside sources such as prospective employers when 
appropriate and requested. · 



726 PRIVACY ACT SYSTEMS 

See also blan~~t ~outine · us.es set· forth above. 
Policies and p'ractices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: . . . . 
Storage: 
Paper records in file folders. 
. Retrieva~ility: 
Filed alphabetically by employee name. 
Safeguards: 
Maintained in locked filing cabinets. Direct acc.ess to the files is 

limited to civilian personnel office employees and to supervisors and 
others who are identified as having. a specific and legitimate need. 

Retention and disposal: 
Folders are maintained for the duration of.the employee's employ­

ment. They are retired to the National Personnel Records Center 
(Civilian Personnel Records), Ill Winnebago Street, St: Louis, MO 
63118, l~O.~ays after separation. 

System manager(s) and address: 
Civilian·:Personnel Officers· (CPOs) of DLA PLFAs where there 

are NAP employees. 
l'Joti.ficatiop proce4ure: 

. Request"for information from an employee about himself or herself 
shoul~ be forwarded to the System Manager at the PLFA where the 
employment occurred, and contain requester's full name and location 
of organization where employed. The requester may visit the Office 
of Civilian Personnel of the appropriate P~FA to obtain information 
on whether the ·_system contains records pertaining to him· or her. 

Record access procedures: 
Individuals should contact the System Manager. Official mailing 

addresses are in the DLA.Directory. Written 'requests should include 
requester's full name, job title and name of organization where~ em­
ployed. For personal visits employee should be able to provide some 
acceptable identification such as driver's license or employee identifi­
cation badge. 

Contesting record pl,'ocedures: 
· The DLA rules for contesting contents aiJd app·ealing initial deter­

minations may be obtained from the System 
Record source categories: · · 
Infor~ation contained in the folder. is obtained from the employ­

ee's previous employer educational institution, trade associations, ref­
erences and:· others who would have~ knowledge of the employee's 
skills or employment characteristics a~d papers originating with the 
activity during the employee's work history. 

Exemptions claimed for the system: 
None. 

S~90 .. 10~LA-W 
System name: 

Individual Vehicle Operators. File. 
System'Iocation: ·.. · · 
Decentralized At all . Primary Level .. Field Activities (PLF As) 

which issue vehicle operator's Identification Cards (I.D.): Heads of 
PLFAs. . .. 

-' Categories of individuals covered by the system: 
All persons for whom D.efense Logistics Agency (DLA) has issued 

permits to operate motor vehicles or equipment. 
_
1 
Categories of records in the system: . . . 

, _Applications for identification cards. \Yhich may include personal 
data-and the following: State and number ,of currently valid license; 
list of· arrests or summonses. for violation of motor vehicle laws 
(excluding parking violations) and convictions, if any;., suspensions or 
revocations of his state license or identification card within the past 
five years and any motor vehicle accidents within the past five years. 
Standard form 47 and other related papers. · 

· Authority for maintenance of the system: 
40 U.S.C.•471, Federal Property and Administrative Services Act 

-of 1949, as amended Federal Personnel Manual Chapter 930. 
Purpose(sj: . · . . 
Records a~e maintai~ed and used by r:;>LA ~fficials to det~rmine an 

inqivtdual's qualifications and fitness. to operate government vehicles 
and/or equipment. · 

Routine uses of records maintained in the system, including categ~­
ries of users and the purposes of sue~ uses: 

Furni~hed to local, state and federal law enforcement agencies and 
courts for use during investigations and court proceedings. 

See also blanket routine uses set forth. above. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
. Paper recor~s in file folders . 
Retrievability: 
Fileq alphabetically by ~arne and~ Social Security Number. 
Safeguards: 
Records are accessible only to DLA officials. 
Retention and disposal: 
Records are. destroyed 3 years after. the individual's termination or 

transfer or after cancellation of authoriz~tion. 
System manager(s) .and address: 
Heads of PLF As. 
Notification procedure: 
Written or personal re.quests for'·informatlon may be dir_ected to 

the System Manager. Individual must provide full name and mime of 
DLA activity ·at which licensing occurred, or if individual is or was 
a DLA employee, name of employing activity is also required. 

Record access procedures: 
Official mailing addresses of the System Managers are in the DLA 

Directory. Written requests for information should contain the full 
name, current address and telephone numbers of the individual. For 
personal visits, the individual should be able. to provide some_ accept­
able identification, that is, driver's license, employing office identifi­
cation card, and give some yerbal information that could be verified 
from his file .... 

Contesting record procedures: 
The DLA rules for contesting contents and appealing initial deter-

minatioQs may be obtained from the System Manager. · 
Record source categories: 
State driver's licenses Standard Forms 47 and 46, DD Forms '1360, 

Motor Vehicle Operator Qualifications ~nd Record of Licensing Ex­
amination and Performance DLA Forms 1723, Application/Record 
for U.S .. Government Motor Vehicle Operator's Identification Card 
(SF-46); court .records, supervisors notes l,lnd comments and related 
documents. 

· Exemptions claimed for the system: 
None. ·· · 

S810.50DLA-P-1 
System name: 

Contracting Officer Files .. · .. 
System location: 
Director of Procurement, Headquarters, .Defense Logistics Agency 

(HQ DLA) and Heads cif DLA Primary Level Field Activities. 
Categories of individuals covered by the system: 
All preseniand former contracting officers. 
Categories of records in the· system: .~-

Contracting Officer Certificate of Appointments; Contracting Offi­
cer Appointment Documentation Sheet (contains information on edu­
cation, train'ing and experience)>and related documents. 

Authority' for maintenance of the system: 
10 U.S.C. 2302; Defen~e Acquisition Regulation I-405-2(b) and 

Defense Logistics Procurement Regulation l-405.2(b).' 
Purpose(s): 
DLA Headquarters·_ Proyide ,a cur~eni: profile of each contracting 

officer. ' · · · 
Field Activities - Necessary to maintain an· acbve, centralized 

control over the issuance of contracting officer warrants. This file is 
a registry for the quantity of warrants and their distribution. The 
information is used by the members of the Contracting •Officer 
Review Board, at activities where they exist, to perform their func­
tion of advising and recmpmending to the. commander the issuance 
or revocation of warrants. 

R~utine uses of records maintained in the syste~, including catego­
ries of users and the purposes of such uses: 

See blanket routine uses listed above. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records in file folders and l~ose leaf binders. 
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Retrievability: 
Filed by organizational activity and alphabetically by last name of 

contracting officer. 
Safeguards: 
Records are m·aintained. in an area accessible to Office of Procure­

ment Policy personnel. 
Retention and disposal: 
Documents relating to and reflect~ng the designation of Contract­

ing Officers and terminations of such designations (Designating 
Office · Destroy 6 years after termination of appointment. Others · 
Destroy upon termination of appointment). · 

System manager(s) and address: 
Executive 'Director, Directorate of Procurement ·DLA and Heads 

ofPLFAs. 
Notification procedure: 
Written or personal requests. for information may be directed to 

the System Manager. Individual must provide full name ·and name of 
DLA activity at which employed. 

Record access procedures: · 
Offi~ial mailing addr~sses of System Manager are in the DLA 

Directory. ~equests should. contain· the full name, current address 
and telephone number of the individual. For personal· visits, the 
individual should be' able to provide some acceptable identification, 
that is driver's license, or D~A identificatiQn card. 

Contesting record procedures: 
The DLA rules for contesting records contents may be obtained 

from the System Manager. . 
Record source categories: . 
Employee's supervisors Contracting Officer Review Board. 
Exemptions claimed for the ~ystem: 
None. 

S835.50 DLA-N 
System name: . 

Hazardous Materials Exposure History System. 
System location: 
Records are maintained at the DLA/DNSC stockpile depots fol-

lowing locations: · 
Zone Offices: 

Zone I Management Office, Room 19-116, 26 .Federal Plaza, 
New York, NY 10278. · · 

Zone 2 M~nagement Office, 3200 Sheffield, Hammond, IN 
46327. 

Zone 3 Management Office, ·819 Taylor Street, Fort Worth, TX 
76102. 

Stockpile Depots: 
Binghamton Depot, Hoyt Avenue Binghamton, NY 13901. 
Sommerville Depqt, State Highway 206, Sommerville, NJ 08876: 
Curtis Bay Depot, Ordance Road, Rt. 710, Baltimore, MD 

21226. ' 
Scotia Depot, Scotia, NY 12302. 
Point Pleasant Depot, 2601 Madison Avenue, Point Pleasant, 

wv 25550. 
Hammond Depot, 3200 Sheffield Avenue, Hammond, IN 46327. 
Casad'Depot, New Haven, ID 46774: · 
Sharonville Depot, PO· Box '41131, Cincinnati, OH 45241. 
Warren Depot, Pine Street Extension, Warren, OH 44482. 
Fort Worth Depot, Fort Worth, TX 76102 .. 
Gadsden Depot, PO Box 918, Gadsden, AL 35902. 
Baton Rouge Depot, 2695 N. Sherwood Forest Drive, Baton 

Rouge, LA 70814. · 
Clearfield Depot, PO Box 1279, Freeport Station, Clearfield, UT 

84016. 
Stockton Depot, PO Box 6039, Stockton, .CA 95206. 

Categories of individuals covered by the system: 
Personnel working in or visiting storage areas containing hazard­

ous materials. 
Categories of records in the system:· 
Records consist of the daily dosage of radiation received and 

hourly exposure to dangerous levels of asbestos. The ·records are 
primarily used by officers and employees of the agency who have a 
need for the records in the performanc~ of their .duties. 

Authority for maintemmce of the ~ystem: 
Occupational Safety and Health Act of 1970, as amended: 5 U.S.C. 

5108, 5314, 5315, 7902; 15 u.s.c. 633, 636; 18 u.s.c. 1114; 29 u.s.c. 

553, 651-678; 42 U.S.C. 3142-1; 49 U.S.C. App., 1421; Executive 
Order 9397 (SSAN). . 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Information on exposure readings is provided to the regulatory 
agencies charged with the responsibilities for regulating the handling· 
of hazardous materials. The. blanket routine use statements set forth 
at the beginning of the 'DLA listings of systems of record.s are also 
applicable to this record system. 

Policies a~d practi~es for storing, retrieving, .accessing, retaining, and 
disposing of ~ecords in the system: 

Storage: 
. Paper forms. 
' Retrievability: 
Fiied a'lphabetically by individual's name. 
Safeguards: 
Buildings employ security guards and· records are maintained in 

areas accessible only to authorized personnel of DLA. 
Retention and disposal: 
Records are retained permanently. 
System manager(s) and, address: 
Staff Director, Directorate of· Stockpile Management (DLA-N), 

Defense Logistics Agency, 18th and F Streets, NW., Washington, 
DC 20405. 

Notification pr,ocedure: 
Individuals may ob~ain information about whet11er th~y are part of 

this system of records from the director of the applicable activity . 
that the individual is or was employed with. If not known, general 
inquiries .should be made to the system manager. 

Record access procedures: 
Requests from individuals to a,ccess records should be addressed to 

the official cited above. In person requests may also be made during 
normal business hours at each location listed. For written requests, 
the.individual should provide full name, address, telephone number, 
period of employment, and the position held to assist the office in 
locating the record. For personal visits, the individual should be .able 
to provide some acceptable identification such as driver's license or 
employee identification card. Only general inquiries may be made by 
telephone. 

Contesting record procedures: 
DLA rules for access to records and for contesting contents are 

contained in DLA Regulation 5400.21, 32 CFR part 1286. 
Record source categories: . 
Information in this syste~ of. records is obtained from film badges,' 

dosimeters, other instrumentation, work logs, and medical examina· 
tions. 

Exemptions claimed for the system: 
None. 

S850.10 DCMC-Q 
System name: 

Contractor Flight Operations. 
System location: 
All Defense Logistics Agency activities who approve contractor 

aircraft flight and ground operations procedures or utilize contractor 
personnel who operate aircraft ·for the government. Contact HQ 
DLA-DCMC-QF, Cameron Station, Alexandria, VA 22304-6190 for 
a list of current system locations. 

Categories of individuals covered by the system: 
All contractor personnel who oper!'lte aircraft for the Defense 

Logistics Agency for which the government assumes some risk of 
loss or damage. It covers both flight crewmember and noncrew.: 
member personnel designated by a contractor· to conduct flights, 
perform functions while the aircraft is in flight, or perform ground 
operations in support of such flights. 

Catego~ies of records in the system: 
Name; Social Security Number; home addres~ and telephone· 

number; date of birth;. security clearance data;· education; military 
service data; flight qualification, proficiency, training, and experience 
records; standardization and evaluation data; safety and mishap 
records; medical and physiological data; and sim~lar data. 

Authority for maintenance of the system: 
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io U.S.C. 136, Assistant Secretaries of Defense; to U.S.C. 2302; 
Defense Logistics Agency Regulation 8210.1, and Executive Order 
9397. 

Purpose(s): 
Used to monitor and· manage individual. contractor:'flight' and 

ground personnel records. . 
Routine uses of, records m~intained ~n the system, including cat.ego-

ries of users and the purposes of the uses: · · 
, Information from __ this_ system may be disclosed to the Federal 
Aviation Agency or the appropriate civil aviation authority or: for­
eign military department in the course of certifying individuals, in­
vestigative flight mishaps, and conducting rescue operations. 

The "Blanket Routine Uses" set forth at the beginning of DLA's 
compilation of systems of records notices apply to this reco.rd system. 

Policies and practices for storing, retrieving, accessing, and .disposing 
of records in the system: · · · 

Storage: 
Maintained in file. folders; notebooks, computers a_nd comp_uter 

output products .. 
Retrievability: 
Filed by name of Social Security Number. 
Safeguards: 
Records are: accessed.· by 'custodian of the ,records or .by persons 

responsible for servicing the record system jq performance of their 
actual duties who are properly screened and cleared for need to 
know. Records are stored in locked cabinets and rooms are .. con-
trolted by personnel screenin~ and computer software. ' ·. · 

Retention and disposal: · · . 
··. Records are maintained in the syste~ until contract termination, at; 

whiCh time they will be destroyed if rio longer needed. . . 
System manager(s) and address: 
HQ _ _DLA;-DCMC-QF,.Cameron Station,.Aiexandria, VA 22304-

6190.'-·· ' '' ' - ' . 
Not~_fication 'procedure: , 
Individuals seeking to .determine whether information abouf them: 

selves is contained in. this system of records should address written 
inquiries ·to HQ DL:A-DCMC-'-QF, .Cameron 'Station, Alexandria, 
V:A 22304-.6190 or to the system location ·.where the flight: certifica­
tion is recorded. Individuals __ will be asked to provide name; -so~ial 
security number, or both, to facilitate access. .. 

Record access procedure: 
lndivjduals seeking .access to information. about themselves con­

tained in this system of records should .addre~s written notarized. 
inquiries to HQ DLA-DCMC-QF, Cameron Station, Alexandria, 
VA 22304-61 i90 or to the syst~m location where the flight certifica­
tion is recorded. For personal visits, the individual may be asked to 
show a valid identification card, ·a drivers! license, or some similar­
proof of identity. · 

Contesting record procedures: 
The DLA rules for contesting contents and appealing initial 

agency determinations are contained in. DLA Regulation 5400.21, 
Personal Privacy and Rights of Individuals Regarding Their Personal 
Records; 32 CFR part 1286; or may be obtained from the system 
manager. 

Record source categories: 
Information is provided by the individual or from training, evalua-

tion, and_ examination. records: · 
Exemptions claimed for the,system: 
Non.e. · 

S866.15J)PSC 
System name: . · · , 
. M~nufacturi~g Payrbil System; Weekly Pie~e ,Work 
. System location: . . · ' ' · 
Defense Personnel Support Center (DPSC), Philadelphia, PA. 
Categories of individuals covered by the system: 
Current and former civilian personnel who have·been paid by the 

Manufacturing Payroll System. · 
· Categories of records in the system: . · . · 

Reports are· m'aintained thai contain ·all ~he _data which affect_ a~ 
employee's pay, deduction, employer contnbuttons, leave and retire-
ment. · · · 

Authority for maintenance of the system: 
5 U.S.C. Ch. 53, •Pay Rates & Systems': 10 U.S.C. 136. 

Purpose(s): 
Information is maintained for .purpos~s ·of affecting the weekly pay. 

Information is used by Agency supervisors and managers - to deter­
mine leave usage, manpower allocations and labor distribution. 
· Payrcill'office ·• to compute and .. control payroll. . 

Personnel office - to determine leave usage and changes that affect 
an employee's pay. . 

Security office - to det.ermine location of _employees. . 
· Disbur~ing office - · to detehni11e the. distribution ·of . checks and 

bonds. . . . . . , 
· Officials designated by the Commander, DPSC - to ,perform la;w 

enforcement, safety, and vehicle registra~ion/p'arking ditties. Only the 
following information will be accessed and used: Name, aadiess, date 
of bir'th, office phone number, directorate and office where individual 
assigned, category (military or civilian), and s~ift n~mber .. This in~or-: 
mation will be used as a control to ensure the mtegnty of mformauon 
in systems of records S161.30 DLA-T and Sl61.50 DLA-T. The 
informatioq will be used t9. facilitate the audit of such files. . 

Routine uses of records maintained in the sy~tem, including catego­
ries of users and the purposes of such uses: 

Information i.s used by: . 
Financial ··Institutions - to· determine disposition of net pay or 

anotments\)f paY.. . . . . . 
Treasury Department - to determine registr~tion. o~ · b<;mds_ and. 

federal tax allocation.. . . 
Unions, charities, and insurance 'organiiations to determine partici-

pation in these organizations. · · · 
Office of Personnel Management to determine status of employee 

and for disposition of retirement records. · .. 
State and local taxing authorities - to determine tax liability. . 
Non-government organizations - to verify en:tployment and credtt 

data furnished to financial institutions by employee. ' 
Bureau of Employment Compensation - to process employee dis­

ability claims. 
State employment offices - to submit data for unemployment com­

pensation. 
Local courts - to determine disposition of pay withheld for gar~· 

nishment of wages. · 
See also blanket routine uses above. 
Policies and. practices for storing; retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Magnetic tape, disc pdck, computer paper priritciut~, paper records 

in file folders. ·' · 
Retrievability; 
Records . are · maintained · in alphabetical and employee number 

order. 
Safeguards: •. . . 
Access to mechanical records. i~ limited to authorized bPSC data 

systems personnef. All other records are maintained in areas accessi­
ble only to· office personnel. Security/Law Enforcement personnel 
who access this information through computer terminals (used as 
control for the integrity of information 'in Systems S161.30 DLA7T 
and S161.50 'DLA-T) have been cleared and must have an official 
need-to know .. Furthermore, the information accessed . from this 
system is limited· to the items and use~ under 'Purpose(s): and is 
password protected iiJ the Automated System. 

Retention. and disposal: 
Records are retained 18 months to 3 ·years~ after the .active terr:nina-

tion of employment . •' 
System manager(s) aild address: · 
Chief, Accounting and Finance Division, Office ·c;;( Comptroller, 

DPSC. 
Notification ·procedur'e: 
Written or personal·· requests for information may be directed to 

the System Manager. 
Record access procedures: 
Written requests must contain the full name and Social Security 

Number of the employee. Employees making a personal request must 
present identification, i.e.,--employee badge, driver's license, etc. om~ 
cia] mailing addresses are in the· DLA Directory. · : · 

Contesting record procedures: · ·- · 
The DLA rules for contesting contents and appealing initial deter­

minations may be obtained from the System ~Manager. 
Record source categories: 
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Employee's supervisors, civilian personnel offices, financial institu­
tions, local courts, other government agencies. 

Exemptions claimed for the system: 
None. 

DEFENSE LOGISTICS AGENCY OFFICIAL 
MAILING ADDRESSES 

Headquarters, Defense Logistics Agency, Cameron Station, Alex­
andria, VA 22304-6100. The following officials are located at the 
Headquarters address. 

Assistant Director, Infor:mation Systems and Technology 
Assistant Director, Policy and Plans 
General Counsel 
Comptroller 
Staff Director, Congressional Affairs 
Staff Director, Public Affairs 
Staff Director, Command Security 
Staff Director, Administration 
Staff Director, Civilian Personnel 
Staff Director, Installation Services and Environmental 

Protection · · 
Staff Director, Contracting Integrity 
Staff Director, Military Personnel 
Staff Director, Small and Disadvantaged Business Utilization 
Executive Director, Contracting 
Executive Director, Supply Operations 
Executive Director, Technical and Logistics Services 
Executive Director, Contract Administration 
Executive Director, Quality Assurance 

DEFENSE LOGISTICS. AGENCY PRIMARY LEVEL 
FIELD ACTIVITIES (ALPHABETICALLY BY 

STATE) 
California 

Defense Contract Administration, Services Region, Los Angeles, 
222 N. Sepulveda Boulevard, El Segundo, CA 90245-4320. 

Defense Depot Tracy, Tracy, CA 95376-5000 

Georgia 
Defense Contract Administration, Services Region, Atlanta, 805 

Walker Street, Marietta, GA 30060-2789. · 

Illinois 
Defense Contract Administration, Services Region, Chicago, 

O'Hare International Airport, 6400 North Mannheim Road, PO Box 
66475, Chicago, IL 60666-0475. · 

Massachusetts 
Defense Contract Administration, Services Region, Boston, 495 

Summer Street, Boston, MA 02210-2184. 

Michigan 
Defense Logistics Services Center, Federal Center, Battle Creek, 

MI 49017-3084. 

321-135 0-92--24 

Defense Reutilization and Marketing Service, Federal Center, 
Battle Creek, MI 49017-3092. 

Missouri 
Defense ContractAdministration, Services Region, St. Louis, 1222 

Spruce Street, St. Louis, MO 63103-2811. 

New York 
Defense Contract Administration, Services Region, New York, 201 

Varick Street, New York, NY 10014-4811. 

Ohio 
. Defense Contract Administration, .Services Region, Cleveland, An­
thony J. Celebrezze Federal Building, 1240 East Ninth Street, Cleve­
land, OH 44199-2063. 

Defense Construction Supply Center, PO Box 3990, Columbus, 
OH 43216-5000. 

Defense Logistics Agency Systems, Automation Center, PO Box 
1605, Columbus, OH 43216-5002. 

Defense Electronics Supply Center, 1507 Wilmington Pike, 
Dayton, OH 45444-5000. 

Defense Depot Columbus, c/o DGSC, Columbus, OH 43217-5000. 
Defense Logistics Agency Finance Center, PO Box 182317, Co-· 

lumbus, OH43218-2317. 

Pennsy l.vania 
Defense Depot Mechanicsburg, 5450 Carlisle Pike, PO Box. 2030, 

Mechanicsburg, P A 17055-0789: 
Defense Contract Administration, Services Region, Philadelphia, 

2800 South 20th Street, Philadelphia, PA 19101-74 78. 
Defense Industrial Supply Center, 700 Robbins Avenue, Philadel­

phia, PA 19111-5096. 
Defense Personnel Support Center, 2800 South 20th Street, Phila­

delphia,,PA 19101-8419. 

Tennessee 
Defense Depot Memphis, Memphis, TN 38114-5297. 
Defense Industrial Plant, Equipment Center, 2163 Airways Boule­

vard, Memphis, TN 38114-5051. 

Texas 
Defense Contract Administration, Services Region, ·Dallas, 1200 

Main Street, Dallas, TX 75202-4399. 

Utah 
Defense Depot Ogden, Ogden, UT 84407-5000. 

Virginia 
Defense Technical Information Center, Cameron Station, Alexan­

dria, VA 22304-6145. 
Defense Fuel Supply Center, Cameron Station, Alexandria, VA . 

22304-6160. 
Defense Logistics Agency Administrative, Support Center, Camer­

on Station, Alexandria, VA 22304-6130. 
Defense General Supply Center, Richmond, VA 23297-5000. 
Defense Depot Richmond, c/o DGSC, Richmond, VA 23297-

5000. 
Defense National Stockpile Center, 1745 Jefferson Davis Highway, 

Arlington, VA 22202-5000. 
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DEFENSE INVESTIGATIVE SERVICE. 

REQUESTING RECORDS 
Records are retrieved by name or by some other personal identifi.: 

er. It is therefore especially importanf for expeditious service when 
requ~sting a record that particular attention be, provided to. the Noti­
~catton and/or Access Procedures of the particular record system 
mvolved so as to furnish the required personal identifiers, or any 
other pertinent personal information as may be required to locate and 
retrieve the record. 

BLANKET· ROUTINE USES 
Certain blanket 'routine uses' of the records have been established 

that are applicable to every record system maintained within the 
Department of Defense unless specifically stated otherwise within a 
particular record system. These additional blanket routine. uses of the 
records are published below only· once in the interest of simplicity, 
economy and to avoid redundancy before the individual record 
system notices begin rather than repeating them in every individual 
record system. · 

ROUTINE USE-LAW ENFORCEMENT 
In the event that a system of records maintained by this compo­

nent to carry out its functions indicates a violation or potential 
violation of law, whether civil, criminal or regulatory in nature, and 
whether arising by general statute or by regulation, rule or order 
issued pursuant thereto, the relevant records in the system of records 
may be referred, as a routine use, to the appropriate agency, whether 
Federal, state, local, or foreign, charged with the responsibility of 
investigating or prosecuting such violation or charged with enforcing 
or implementing the statute, rule, regulation or order issued pursuant 
thereto. · 

ROUTINE USE-DISCLOSURE WHEN 
REQUESTING INFORMATION 

A record from a system of records 'maintained by this component 
may be disclosed as a routine use to a Federal, state, or local agency 
maintaining civil, criminal, or other relevant enforcement information 
or other pertinent information, such as current licenses, if necessary 
to obtain information relevant to a component decision concerning 
the hiring or retention of an employee, the issuance of a security 
clearance, the letting of a contract, or the issuance of a license, grant 
or other benefit. 

ROUTINE USE~DISCLOSURE OF REQUESTED 
INFORMATION 

A record from a system of records maintained by this component 
may be disclosed to a Federal agency, in response to its request, in 
connection with the hiring or retention of an employee, the issuance 
of a security clearance, the reporting of an investigation of an em­
ployee, the letting of a contract, or the issuance of a license, grant or 
other benefit by the requesting agency, to the extent that the infor­
mation is relevant and necessary to the requesting agency's decision 
on the matter. 

ROUTINE USE-CONGRESSIONAL INQUIRIES 
Disclosure from a system of records maintained by this component 

may be made to a Congressional office from the record of an individ-. 
ual in response to an inquiry from the Congressional office made at 
the request of that individua_l. 

ROUTINE USE-PRIVATE RELIEF LEGISLATION 
Relevant information contained in all systems of records of the 

Department of Defense published on or before August 22, 1975, may 
be disclosed to the Office of M&n;~.gement and Budget in connection 
with the review of private relief legislation as set forth in OMB 
Circular A- I 9 at any stage of the legislative coordination and clear­
ance process as set forth in that Circular. 

ROUTINE USE-DISCLOSURES REQUIRED BY 
INTERNATIONAL AGREEMENTS 

A record from· a system of records maintained by this component 
may be disclosed to foreign law enforcement, security, investigatory, 
or administrative authorities in order to comply with requirements 
imposed by, or to claim rights conferred in, international agreements 
and arrangements including those regulating the stationing and status 
in foreign countries of Department of Defense military and civilian 
personnel. 

ROUTINE USE-DISCLOSURE TO STATE: AND, 
LOCAL TAXING AUTHORITIES 

Any information normally contained in IRS Fqrm W-2 which is 
maintained in a record from a system of records maintained by this 
component may be disclosed to state and local taxing authorities with 
which the Secretary of the Treasury has entered into agreements 
pursuant to Title 5, U.S. Code, Sections 5516, 5517, 5520, and only to 
thdse state and local taxing authorities for , which an employee or 
military member is or was subject to tax regardless of whether tax is 
or was withheld. This routine use is in accordance with Treasury 
Fiscal Requirements Manual Bulletin Nr. 76-07. 

ROUTINE USE - DISCLOSURE TO THE OFFICE 
OF PERSONNEL MANAGEMENT 

A record . from a system of records subject to the Privacy Act and 
maintained by this component may be disclosed to the Office of 
Personnel Management concerning information on pay and leave, 
benefits, retirement deductions, and any other information necessary 
for the Office of Personnel Management to carry out its legally 
authorized Government-wide personnel management functions and 
studies. 

ROUTINE USE-DISCLOSURE TO·THE 
DEPARTMENT OF JUSTICE FOR LITIGATION 
A record from a system of .records maintained by this component 

may be disclosed as a routine use to any component of the Depart­
ment of Justice for the purpose of representing the Department of 
Defense, or any officer, employee .or member of the Department in 
pending or potential litigation to which the record is pertinent. 

ROUTINE USE-DISCLOSURE TO MILITARY 
BANKING FACILITIES OVERSEAS· 

Information as to current military addresses and assignments may 
be provided to military banking facilities who provide banking serv­
ices overseas and who are reimbursed by the Government for certain 
checking and loan losses. For personnel separated, discharged, or 
retired from the Armed Forces, information as to last known residen­
tial or home of record address may be provided to the military 
banking facility upon certification by a banking facility officer that 
the facility has a returned or dishonored check negotiated by the 
individual or the individual has defaulted on a loan and that if 
restitution is not made by the .individual, the U.S. Government will 

·be liable for the losses the facility may incur. 

ROUTINE USE-DISCLOSURE OF INFORMATION 
TO THE GENERAL SERVICES ADMINISTRATION 

(GSA) 
A record from a system of records maintained by this component 

may be disclosed as a routine use to the General Services Adminis­
tration (GSA) for the purpose of records management inspections 
conducted under authority .of 44 U.S.C. 2904 and 2906. 

ROUTINE USE-DISCLOSURE OF INFORMATION 
TO THE NATIONAL ARCHIVES AND RECOR'DS 

ADMIN~STRATION (NARA) 
A record from a system of records maintained by this component 

may be disclosed as a routine use to the National Archives and 
Records Administration (NARA) for the purpose of records manage­
ment inspections conducted under authority of 44 U.S.C. 2904 and 
2906. 

ROUTINE USE-DISCLOSURE TO THE MERIT 
SYSTEMS PROTECTION BOARD 

A record from a system of records maintained by this component 
may be disclosed as a routine use to the Merit Systems Protection 
Board, including the Office of the Special Counsel for the _purpose of 
litigation, including administrative proceedings, appeals, special stud­
ies of the civil service and other merit systems, review of OPM or 
component rules and regulations, investigation of alleged or possible 
prohibited personnel practices; including administrative proceedings 
involving any individual subject of a DoD investigation, and such 
other functions, promulgated in 5 U.S.C 1205 and 1206, or as may be 
authorized by law. 

ROUTINE USE-COUNTERINTELLIGENCE 
PURPOSES 

A record from a system of records maintained by this component 
may be disclosed as a routine use outside the DoD or the U.S. 
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Government for the purpose .of counterintelligence activities author­
iized ·by U.S. Law cr Executive Order or for the purpose of enforcing 
1Ia:ws which protect the national.security of the United States. 

Vl-·01 
System name: 

Privacy and Freedom of Information Request Records. 
System loeatiori: 
Defense Investigative Service, Information and Public Affairs 

Office, 1900 Half St., SW, Washington, DC 20324-1700. 
·· Categories of individuals covered by the system: 

Individuals who have submitted requests or who were the subject 
of requests under 5 U.S.C. 552 and 552a. 

Categories of records in the system: 
Copies of all correspondence with requesters or pertaining to re­

quests for information released or withheld; summaries, and logs of 
actions taken regarding requests. 

Authority for maintenance of the system: 
5 U.S.C. 301, Departmental Regulations. 
5 U.S.C. 552 as amended by Pub.L. 93-502, Freedom of Informa-

tion Act. 
5 U.S.C. 552a, Pub.L. 93-579 Privacy Act of 1974. 
Purpose(s): 
To permit responses to individual requests; to document actions 

taken in subsequent requests (including correction and amendment 
actions), appeals, or litigation; and to serve as. a basis for reports and 
implementing directives. · · 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

See blanket routine uses listed at the beginning of this compo~ent's 
published systems notice. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders and microfilm. 
Retrievability: 
Information is retrieved by the name of the subject of the request. 
Safeguards: · 
Records are maintained in security containers and only personnel 

who have a need to know the information are permitted access. 
Retention. and disposal: 
A log entry is made and a file folder established upon the receipt 

of each request. Copies or summaries of key documents are retained 
for as long as released material is retained. · 

System manager(s) and address: 
Information and Public Affairs Office at the address listed under 

location. 
Notification procedure: 
Requests should be addressed to the SYSMANAGER. The full 

and the approximate dates of earlier requests are necessary for re­
trieval of information. Information and Publjc Affairs Office, Defense 
Investigative Service, 1900 Half St., SW, Washington, DC 20324-
1700 may be visited by personnel making inquiries regarding this 
system. A check ·or personal identification will be required of ;:tll 
visitors making inquiries for personal records. 

Record access proc~dures: 
Access may be obtained through the SYSMANAGER at the ad­

dress previously listed. 
Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determinations may be obtained from the SYSMANAGER. 
Record source categories: 
Information in this system is obtained from requesters, from other 

federal agencies with collateral interest in a request, and from 
records which were the subject of requests. 

Exemptions claimed for the system: 
Information in this system may identify all or portions of records 

previously withheld in accordance with the exemptions of 5 U.S.C. 
552(b) or 5 U.S.C. 552(a) (j) or (k). Any such exemptions will 
continue on requests of this system submitted under the same law. 

Vl-02 
System name: 

DlS Personnel Locator System. 
System location: 
Primary System-Defense ]nvestigative Service, Assistant. Director 

{Management and Resources), 1900 Half St., SW, Wa.Shington, DC 
20324-1700. 

Decentralized ~egments - Field units including centers. (See direc-
tory listed at the end of this systems notices) 

Categories of individuals covered by the system: 
Military and civilian personnel assigned or attached to DIS. 
Categories of records in the system: 
Primary siS Form 47, 'DIS Locator Card', Fieldtor Card', Field 

units decentralized segments include DIS Form 47 or optional docu­
ments reflecting the required information. 

· Authority for maintenance of the system: 
5 U.S.C. 301. DoD Directive 5105.42, and DIS Regulation 01-10. 
Purpose(s): 
Records are used: To maintain a locator system of all personnel 

assigned to the Defense Investigative Service; to determine current 
assignment of DIS personnel; as an aid in distributing communica­
tions addressed to individuals and to make and to verify entries in 
required personnel rosters, directories, and listings subject to certain 
restrictions placed on the information by the individuals concerned .. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

See blanket routine uses. listed at the beginning of this component's 
published system notice. · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records. 
Retrievability: 
Filed alphabetically by last name. 
Safeguards: 
Filed in security containers or locked file cabinets accessible only 

to authorized personnel who clearly have a need to know the infor­
mation. 

Retention and disposal: 
Records remain in the active file until departure of the individual, 

then they are placed in the inactive file and destroyed after one year. 
"System manager(s) and address: · 
Defense Investigative Service, Administrative Services Division, 

1900 Half St., SW, Washington, DC 20324-1700. 
Notification procedure: 
Information may be obtained from the primary system by contact­

. ing the SYSMANAGER. Information regarding decentralized seg­
ments may be obtained from the field unit maintaining portions of 
these records. (See directory listed at the end of this systems notice.) 

Record access procedures: 
Access to any records maintained as a part of this system may be 

obtained from the System manager or field unit maintaining them. 
Contesting record procedures: 
While not considered applicable, DIS rules are described in DISR 

28-4 (32 CFR part 298a). 
Record source categories: 
From the individual on whom records are maintained. 
Exemptions claimed ror the system: 
None. 

Vl-01 
System name: 

Inspector General Complaints. 
System location: 
Defense Investigative Service, Inspector General, 1900 Half Street, 

SW ., Washington, DC 20324-1700. 
Categories of individuals covered by the system: 
Past and present employees of DIS and individuals who have made 

a complaint, or are the subject of a complaint; or whose request for 
action, assistance or information has been referred to the Inspector 
General. 

Categories of records in the system: 
Documents relating to the organization, planning and execution of 

internal/external investigations, records created as a result of investi-
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gations conducted by the Office of the Inspector General including 
reports of investigations, records of action taken and supporting 
papers. Files may include documents which have been provided by 
individual complainants or by others. These records include investi­
gations of both organizational elements and individuals. 

Authority for maintenance of the system: 
5 U.S.C. 301, Depart~ental Regulations, DoD Direc.tive 5105.42, 

Defense Investigative Service; DoD Directive 5200.26, Defense In-
vestigative Program. · 

Purpose(s):. 
Information in the system is collected to resblve a complaint, 

redress a · problem or provide assistance, correct records, take or 
recommend disciplinary action, reevaluate or rescind previous actions 
or decisions, conduct or recommend formal investigations or inquir­
ies, provide assistance or guidelines in following prescribed proce­
dures for specific problems, provide advice on how to obtain excep­
tion to policy, and to inform the Director of DIS on activities of the 

. Office of the Inspector General. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
. The "Blanket Routine Uses;, published at the beginning of Defense 
Investigative Service's compilation of system of record notices apply 
to this record system. · · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 

, Storage: 
1 

Paper records in file folders and computerized log. 
Retrievability: 
Paper records are filed by subject matter and case/accession 

number. Electronic records are filed by case/accession numbers. 
Safeguards: 
Files are contained in security containers accessible o~ly to the 

Inspector General staff. Information from this record system is made 
available only to authorized personnel. · · 

Retention and disposal: 
Records are temporary and are destroyed two years after final 

action. Paper records are destroyed by shredding or· burning. Elec­
tronic records are erased or overwritten. 

System manager(s) and address: 
Defense Investigative Service, Inspector General, 1900 Half Street, 

SW., Washington, DC 20324-1700. ·· 
Notification procedure: 
Individuals seeking to determine whether information about them­

selves is contained in this system of records should· address written 
inquiries to the Defense Investigative Service, Privacy Act Office, 
PO Box 1211, Baltimore, MD 21203-1211. 

Record access procedures: . 
Individuals.~eeking access to 'records about themselves contained in 

this system of records should address written inquiries to the Defense 
Investigative Service, Privacy Act Offic~, PO Box 1211, Baltimore, 
MD 21203-1211. 

A request for information must contain the full name of the subject 
individual. 

Personal visits will require a valid driver's license or other picture 
identification and are limited to the Privacy Act office. 

Contesting record procedures: 
The agency's rules for accessing records, contesting contents, and 

appealing initial determinations by the individual concerned are con­
tained in DIS Regulation 28-4, Access to and Maintenance of DIS 
Personal Records; 32 CFR part 298a; or may be obtained from the 
Defense Investigative Service, Office of Information and Public Af­
fairs, 1900 Half Street, SW., Washingtoll'! DC 20324-1700. 

Record source categories: 
Personal interviews; DIS personnel office; consolidated civilian 

personnel offices; DIS comptroller; military personnel offices, finance 
offi.ces, and medical recor~ repositories; DIS investigative files. 

Exemptions claimed for the system: 
None. 

VJ-01 
System name: 

EEO Complaints and Affirmative Employment Program Plans. 
System location: 
Primary system: Defense Investigative Service, Director, Office of 

Affirmative Action and Equal Opportunity Policy, 1900 Half Street, 
SW., Washington, DC 20324-1700. 

.. ,Decentralized segments maybe contacted through agency person­
nel offices located at the Defense Investigative Service, Headquarters 
Personnel Office, 1900 Half Street, SW., Washington, DC 20324-
1700. 

Defense Investigative Service, Personnel Investigations Center 
Personnel Office, PO Box 12211, Baltimore, MD 21203-1211. 

Defense Investigative Service, Defense Industrial Security Clear­
ance Office, Personnel Office, PO Box 2499, Columbus, OH 43216-
2499. 

Defense Investigative Service, New England Region Personnel 
Office, 495 Summer Street, Boston, MA 02210-2192. 

Defense Investigative Service,. Mid-Atlantic Region ·Personnel 
Office, 1040 Kings Highway North, Cherry Hill, NJ 08034-1908 

Defense Investigative Service, Capital Region Personnel Office, 
2461 Eisenhower Avenue, Room 752, Alexandria, VA 22331-1000. 

Defense Investigative Service, ·Mid-Western Region Personnel 
.Office, 610 South Canal Street, Room 908, Chicago; IL 60607-4577. 

Defense Investigative Service, Southeastern ;Region Personnel 
Office, 2300 Lake Park Drive, Suite 250, Smyrna, GA 30080-7606. 

Defense Investigative Service, Southwestern Region Personnel 
Office, 106 Decker Court, Suite 200, Irving, TX 75062-2795. 

Defense Investigative Service, Northwestern Region Personnel 
Office, Building 35, Room I'l4, The Presidio, ·San Francisco, CA 
94129-7700. . . 

Defense Investigative Service, Pacific Region Personnel Office, 
3605 Long Beach Boulevard,· Suite 405, Long Beach, CA 90897-
4013. 

Categories of individuals covered by the system: 
DIS employees. and applicants for employment who have been 

counselled by an EEO counselor, and DIS employees and applicants 
for employment who have filed a complaint of discrimination. 

Categories of records in the systeni: 
Administrative records and investigative files regarding complaints 

of discrimination, ·affirmative action plans and statistical analyses of 
the work force, Special Emphasis Program Coun~il .(SEPC) planning 
activities, Equal Employment Opportunity Comm1ss1on mandates and 
decisions, court decisions, legislative mandates. 

Authority for maintenance of the system: 
29 CFR part 1613; Federal Personnel Manual 713; DoD 1440.1-R, 

Department of Defense . Civilian Equal Empl?y~ent Opportu!li!Y 
Program; DIS Regulation 08.:...10, Defense Investigative Serv1ce Civil­
ian Equal Employment Opportunity Program; Equal Employment 
Opportunity Commission pir MD-107. 

. Purpose(s): . 
To adjudicate discrimination complaints based on the record, 

which often include the development of settlement agreements; pre­
pare Affirmative Employment Program plans for the agency; identify 
and analyze problem barriers relative to ~qual opportunity in the 
workplace; perform work force analyses in relation to equal opportu­
nity on all employment practices ~uch as hiring, recruitment, promo­
tion', training, awards, separations, arid disciplinary actions to include 
adverse actions; analyze, develop and evaluate the results of affirma­
tive employment action items; establish agency equal opportunity 
policy. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such ~ses: · · 
. The "Blanket Routine Uses" published at the beginning .of the 

Defense Investigative Service's 'compilation of system of record no-
tices apply to this record system. · 

Policies and practices for storing, retrievi'ng, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records in file folders. 
Retri~vability: 

By case number, alphabetically by last name· of complainant, and 
subject. 

Safeguards: · 
Records are kept in ·locked file cabinets. Access is restricted to 

authorized personnel. 
Retention and disposal: 
Records are considered 'to be temporary. A select few, based on 

historical significance, niay bf;! determined to be pe,rmanent. Official 
discrimination complaint case files are destroyed .four years after 
resolution of a complaint. Affirmative employment plans and reports 
of on site reviews are destroyed five years from the date of the plan. 

System manager(s) and address: 
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Defense Investigative Service, Director, Office of Affirmative 
Action and Equal Opportunity Policy, 1900 Half Street, SW, Wash-
ington, DC 20324-1700. · 

Notification procedure: 
Individuals seeking to determine whether information about them­

selves is contained in this system of records should address written 
inquiries to the Defense Investigative Service, Privacy Act Office, 
PO Box 1211, Baltimore, MD 21203-~211. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this. system of records should address written inquiries to the Defense 
Investigative· Service, Privacy Act Office, PO Box 1211, Baltimore, 
MD 21203-1211. 

A request for information must contain the full name of the subject 
individual. . 

Personal visits will require a valid driver's license or other picture 
identification and are limited to the Privacy Act Office. 

Access to counseling records by individuals concerned may be 
obtained at the facility where counselling took place. 

Contesting record procedures: 
The agency's rules for accessing records, contesting contents, and 

appealing initial determinations by the individual concerned are con­
tained in DIS Regulation 28-4, Access to and Maintenance of DIS 
Personal Records; 32 CFR part 298a; or may be obtained from the 
Defense Investigative Service, Office of Information and Public Af­
fairs, 1900 Half Street, SW., Washington, DC 20324-1700. 

Record source categories: 
Employees of DIS, applicants for employment, Equal Employment 

Opportunity Commission, and Office of Personnel Management. 
Exemptions claimed for the system: 
None. 

System name: 
Personnel Records. 
System location: 

V4-0l 

The system is maintained at the following locations: 
Defense Investigative Service Headquarters, Personnel Office, 1900 

Half Street SW, Washington, DC 20324-1700. 
Defense Investigative Service, Personnel Investigations Center 

Personnel Office, PO Box 12211, Baltimore, MD 21203-1211. 
Defense Investigative Service, Defense Industrial Security Clear­

ance Office Personnel Office, PO Box 2499, ·Columbus, OH 43216-
2499. . 

Defense lnv_estigative Service, New England Region Personnel 
Office, 495 Summer Street, Boston, MA 02210-2192. 

Defense Investigative Service, Mid-Atlantic Region, Personnel 
Office, 1040 Kings Highway North, Cherry Hill, NJ 08034-1908. 

Defense Investigative Service, Capital Region Personnel Office, 
2461 Eisenhower Avenue, Room 752, Alexandria, VA 22331-1000. 

Defense Investigative Service, ·Mid-Western Region Personnel 
Office, 610 South Canal Street, Room 908, Chicago, IL 60607-4577. 

Defense Investigative Service, Southeastern Region Personnel 
Office, 2300 Lake Park Drive, Suite 250, Smyrna, GA 30080-7606. 

Defense Investigative ·Service, Southwestern Region Personnel 
Office, 106 Decker Court, Suite 200, Irving, TX 75062-2795. 

Defense Investigative Service, Northwestern Region Personnel 
Office, Building 35, Room 1141 The Presidio, San Francisco, CA 
94129-7700. 

Defense Investigative Service, Pacific Region Personnel Office, 
3605 Long Beach Boulevard, Suite 405, Long Beach, CA 90807-
4013. 

Categories of individuals covered by the system: 
Employees of the Defense Investigative Service. 
Categories of records in the system: 
Permanent and temporary records pertaining to the individual's 

employment. 
Authority for maintenance of the system: 
Federal Personnel Manual, 5 U.S.C. 301 and Executive Order 

9397. 
Purpose(s): 
To document an individual's employment history, disclosure for 

verification of personnel information, details of employee qualifica­
tion or eligibility for proposed personnel actions or new employment. 

. Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: 

The "Blanket Routine Uses" published at the beginning of DIS's 
compilation of record system notices apply to this record system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: . 
Paper records in file folders and automated system. 
Retrievability: · 
Alphabetically by last name of employee and electronically by 

Social Security number. 
· Safeguards: 
Records are maintained in locked file cabinets accessible only to 

authorized personnel who are properly screened, cleared and trained. 
Retention and disposal: · 
Records are both permanent and temporary. Permanent records 

are transferred to the National Personnel Records Center, Street. 
Louis, MO, when no longer required by the agency. Temporary 
records are destroyed when the person leaves the agency or when 
utility ofthe record is no longer significant. 

System manager(s) and address: 
Defense Investigative Ser~ice, Deputy Director (Resources), 1900 

Half Street, SW, Washington, DC 20324-1700. 
Notification procedure: 
Individuals seeking to determine whether information about them­

selves is contained in this record system should address .. written 
inquiries to the Defense Investigative Service, Privacy Act Office, 
PO Box 1211, Baltimore, MD 21203-1211. · 

Record access procedures: 
Individuals seeking ·access to records about themselves contained in 

this record system should address written inquiries to the Defense 
Investigative Service, Privacy Act Office, PO Box 1211, Baltimore, 
MD 21203-1211. 

A request must contain the.full name and Social Security Number 
of the subject individual. · . 

Personal visits will require a valid ·driver's license or other picture 
identification and are limited to the Privacy Act office. 

Contesting record procedures: ' 
The agency!s rules for accessing records, contesting contents, and 

appealing initial determinations by the indiyidual concerned are con­
tained in DIS Regulation 28-4, Access to and Maintenance of DIS 
Personal Records; 32 CFR part 298a; or may be obtained from the 
Defense Investigative Service, Information and Public Affairs Office, 
1900 Half Street, SW, Washington, DC 20324-1700. 

Record source categories: 
Previous employers, references, supervisors, Department of Veter­

ans Affairs,· Office of Personnel Management, DIS Resources Direc­
torate, DIS Office of Security, other federal agencies. 

Exemptions claimed for the system: 
None. 

System name: 
Applicant Records. 
System location: 

V4-04 

Primary system is located at Defense Investigative Service, Deputy 
Director (Resources), 1900 Half Street, SW, Washington, DC 20324-
1700. 

Decentralized segments are located· at the Defense Investigative 
Service Headquarters, Personnel Office, 1900 Half Street, SW, Wash­
ington, DC 20324-1700. 

Defense Investigative Service, Personnel Investigations Center 
Personnel Office, PO Box 12211, Baltimore, MD 21203-1211. 

Defense Investigative Service, Defense Industrial Security Clear­
ance Office Personnel Office, PO Box 2499, Columbus, OH 43216-
2499. 

Defense Investigative Service, New England Region Personnel 
Office, 495 Summer Street, Boston, MA 02210-2192. 

Defense Investigative Service, Mid-Atlantic Region, Personnel 
Office, 1040 Kings Highway North, Cherry Hill, NJ 08034-!908. 

Defense Investigative Service,. Capital Region Personnel Office, 
2461 Eisenhower Avenue, Room 752, Alexandria, VA 22331-1000. 

Defense Investigative Service, Mid-Western Region Personnel 
Office, 610 South Canal Street, Room 908, Chicago, IL 60607-4577. 

Defense Investigative Service, Southeastern Region Personnel 
Office, 2300 Lake Park Drive, Suite 250, Smyrna,· GA 30080-7606. 

Defense Investigative Service, Southwestern Region Personnel 
Office, 106 Decker Court, Suite 200, Irving, TX 75062-2795. 
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Defense Inves~igative Service, Northwestern Region Personnel 
Office,· Building 35, Room 114, The Presidio, San Francisco, CA 
94129-7700. 
· Defense Investigative Service, Pacific Region Personnel Office, 

3605 Long Beach Boulevard, Suite 405, Long Beach, CA 90807-
4013. 

Categories of individuals covered by the system: 
Applicants for positions with the Defense Investigative Service. 
Categories of reco~ds in the system: 
Temporary record of applicants' stated interest in and/or qualifica-

tions for employment. 
Authority, for maintenance of the system: 
FPM Chapters 332 and 333, and 5 U.S.C. 301. 
Purpose(s): 

·Identification of unsolicited ·applicants and determination of eligi­
. bility for positions with DIS; disclosure to other agencies for verifi­

cation of information submitted. 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: ' 
The "Blanket Routine· Uses~· that appear at the beginning of DIS's 

compilation of record system· notices apply to· this record system. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records in files, loose-leaf binders, paper files of 3x5 cards. 
Retrievability: , 
Filed by type of position for which the applicant applied, or 

alphabetically by last name of applicant, or numerically by sequential 
control number. 

Safeguards: 
Records are maintained in files accessible only to. authorized per­

sonnel who are properly screened, cleared, and trained. 
Retention and disposal: 
Records are temporary. Applications of those not interviewed are 

returned to the applicants. All other records are destroyed two years 
after the last action. 

System manager(s) and address: 
Defense .Investigative Service, Deputy Director (Resources), 1900 

Half Street SW, Washington, DC 20324-1700. . 
Notification procedure: . ' 
Individuals seeking to determine whether information about them­

selves is contained in this record system should address written 
inquiries to the Defense Investigative Service, Office of Information 
and Public Affairs, I 900 Half Street, SW, Washington, DC 20324-
1700 . . . . 

Record access procedures: 
Individuals seeking access to information about themselves con­

tained in this record system should address written inquiries to the 
Defense Investigative Service, Privacy Act Office, PO Box 1211, 
Baltimore, MD 21203-1211. A request for information must contain 
the full name and Social Security Number of the subject individual. 
Personal visits will require a valid driver's license· or other picture 
identification and are limited to the Privacy Act Office. 

Contesting record procedures: 
The agency's rules for accessing records, contesting contents, and 

appealing initial determinations by the individual concerned are con~ 
tained in DIS Regulation 28-4, Access to and Maintenance of DIS 
Personal Records; 32 CFR part 298a; or may be obtained from the 
Defense Investigative Service, Office· of Information and Public. Af­
fairs, 1900 Half Street,.SW, Washington, DC 20324-1700. 

Record source. categories: 
Personnel officers, personnel clerks, and personnel specialists of 

DIS· and the Office of Personnel _Management; the subject individual. 
Exemptions claimed for the system: 
None. 

V4-06 
System name: 

Federal Personnel Management S)lstem (FPMS). 
System location: 
Primary system is located at. the Defense Investigative Service, 

National Computer Center, PO Box 1211, Baltimore, MD 21203-
1211. 

· Decentralized segments are located at the Defense Investigative 
Service Headquarters, Personnel Office, 1900 Half Street, SW, Wash-
ington, DC 20324- I 700. . 

Defense Investigative Service, Personnel Investigations Center 
Personnel Office, PO Box I 22 I 1, Baltimore, MD 2 I 203- I 2 I I. 

Defense Investigative Service, Defense Industrial Security Clear­
ance Office Personnel Office, PO Box 2499, Columbus, OH 43216-
2499. 

Defense Investigative Service, New England Region Personnel 
Office, 495 Summer Street, Boston, MA 02210-2 I 92. 

Defense Investigative Service, Mid-Atlantic Region, Personnel 
Office, I 040 Kings Highway North, Cherry Hill, NJ 08034-1908. 

Defense Investigative Service, Capital Region Personnel Office, 
2461 Eisenhower Avenue,Room 752, Alexandria, VA 22331-1000. 

Defense Investigative Service, Mid-Western Region Personnel 
Office, 610 South Canal Street, Room 908, Chicago, IL 60607-4577. 

Defense Investigative Service, Southeastern Region Personnel 
Office, 2300 Lake Park Drive, Suite 250, Smyrna, GA 30080-7606. 

Defense Investigative Service, Southwestern Region Personnel 
Office, 106 Decker Court, Suite 200, Irving, TX 75062-2795. 

Defense Investigative Service, Northwestern Region Personnel 
Office, Building 35, Room 114, The Presidio, San Francisco, CA 
94129-7700. 

Defense Investigative Service, Pacific Region Personnel Office, 
3605 Long Beach Boulevard, Suite 405, Long Beach, CA 90807-
4013. 

Categories of individuals covered by the system: 
Employees of the Defense Investigative Service. 
Categories of records in the system: 
Records consist of identification and employment data, trammg, 

gender, racial identification and national origin, security clearance, 
and other information .found in the Official Personnel Folder (OPF). 

AuthoritY for maintenance of the system: 
5 U.S.C. 301; Executive Order 9397; Federal Personnel Manual; 

DoD Directive 5105.42, Defense Investigative Service, as amended. 
Purpose(s): 
To generate personnel, manpower, and security operating docu­

ments; provide information to OPM, DoD, and DIS managemen't on 
personnel actions, position management, training, awards, and work 
force statistics; and provide race and national origin data to the 
Office of Affirmati-ve Action and Equal Employment Opportunity. 

Routine uses of records maintained in the syste.m, including catego­
ries of users and the purposes of such uses: 

The "Blanket Routine Uses'' that appear at the beginning of DIS' 
compilation of record system notices apply to this record •system. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Computer records are housed in a database and on magnetic tape. 

Paper output products ~re stored in folders or binders. 
Retrievability: 
Paper records are retrieved ·by name. Individual computerized 

records are retrieved by name, Social Security Number. 
Safeguards: 
Computers are accessed through assigned security codes. Magnetic 

tape and paper products are stored in locked cabinets within secured 
areas accessible only to authorized personnel. · 

Retention and disposal: 
Database records are retained in an inactive status indefinitely for 

purposes of history and statistics. Magnetic tape records used as 
backup only, are created daily, retained for five days, then erased or 
overwritten. Paper reports are retained for one year after the end of 
the reporting year, and are destroyed by shredding or burning. 

System manager(s) and address: 
Defense Investigative Service, Resources Directorate, Systems 

Branch, 1900 Half Street, SW, Washington; DC 20324-1700. 
Notification procedure: 
Individuals seeking to determine whether information about them­

selves is .contained in this record system should address written 
inquiries to the Defense Investigative Service, Privacy Act Office, 
PO Box 1211, Baltimore, MD 21203-1211. 

Record access procedures: 
Individuals seeking access to records about themselves contained in 

this record system should address written inquiries to the Defense 
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Investigative Service, Privacy Act Office, PO Box 1211, Baltimore, 
MD 21203-1211. 

A request for information must contain the full name, and Social 
Security number of the subject individual. 

Personal visits will require a valid driver's license or other picture 
identification and are limited to the Privacy Act office. · 

Contesting record proced~res: . 
The agency's rules for accessing records, contesting content:;, and 

appealing initial determinations by the individual ·concerned are con­
tained in DIS Regulation ·28-4, Access to and Maintenance of DIS 
Personal Records; 32 CFR part 298a; or may be obtained from the 
Defense Investigative Service, Office of Information and Public Af-· 
fairs, 1900 Half Street, SW, Washington, DC 20324-1700. . 

Record source categories: 
The individual concerned, personnel and security forms, applica­

tions, training certificates and other forms used in the development of 
official personnel records. 

Exemptions claimed for the system: 
.None. . 

V4-07 
System name: 

Adverse Actions, Grievance Files, and Administrative Appeals. 
System location: 
Defense Investigative Service, Personnel and Security Directorate, 

1900 Half St. SW, Washington, DC 20324-1700; Holabird· Personnel 
Operations Office, Defense Investigative Service, PO Box 1211, Bal­
timore, MD 21203-1211: and Defense Industrial Security Clearance 
Office, Personnel Operations Office, Defense Investigative Service, 
PO Box 2499, Columbus, OH 43216-2499. 

Categories of individuals covered by the system: 
Affected civilian employees of the Defense Investigative Service. 
Categories of records in the system: · 
Notifications of personnel actions. 
Findings of inquiry into allegations of grievance or complaints. 
Authority for maintenance of the system: 
FPM Chapters 751, 752, 771 and 5 USC 301 Chapter 77. 
Purpose(s): 
For preparing the initial case and subsequent cases for consider­

ation. 
For consideration by examiner and appellate levels of the specifics 

of each case within and outside of DIS. · 
Routine uses of records maintained in the system, including catego-

ries of users and the purposes of such uses: · 
See blanket routine uses listed at the beginning of this component's 

published systems notice. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: · 
Storage: 
Paper records in file folders. 
Retrievability: 
Filed alphabeticaHy. 
Filed by functional code in personnel office files. 
Safeguards: 
Buildings employ security guards. Records are maintained in 

locked containers accessible only to authorized personnel who are 
properly screened, cleared, and trained. 

Retention and disposal: 
Records are both permanent and temporary. Permanent records 

are filed in the Official Personnel Folder. Temporary -records are 
destroyed when the individual leaves DIS or when they are no 
longer needed. Individual records may be retained indefinitely in 
subject reference files. 

System manager(s) and address: 
Defense Investigative Service, Assistant Director (Personnel and 

Security), 1900 Half St. SW, Washington, DC 20324-1700; Defense 
Investigative Service, Holabird Personnel Operations Office, PO Box 
1211, Baltimore, MD 2103-1211; Defense Industrial Security Clear­
ance Office, Personnel Operations Office, Defense Investigative Serv­
ice, PO Box 2499, Columbus, OH 43216-2499. 

Notification procedure: 
Information may be obtained from SYSMANAGERS. 
Record access procedures: 
Requests from individuals should be addressed to SYSMAN-

AGERS. . 

Written requests for information should contain the full name of. 
the individual, current address and telephone number, and the name 
of the individual who appears on· the desired file. Visits are limited to 
SYSMANAGERS offices. 

For personal visits, a check of personal identification will be re-
quired. · 

Contesting record procedures: 
The agency's rules for access to records, contesting contents, and 

appealing initial determinations by the individual concerned may be 
obtained from the Information and Public Affair Office, Defense 
Investigative Service, 1900 Half St. SW, Washington, DC 20324-
1700 . 

Record source categories: 
Supervisors, complainants, investigators, appropriate law enforce­

ment agencies. 
Exemptions claimed for the system: 
None. 

V4-09 

System name: 
Merit Promotion Plan Records. 
System location: 
Primary system: Defense Investigative Service, Assistant Director 

(Personnel and Security), Examining and Recruitment Division, 1900 
Half St. SW, Washington, DC 20324-1700; Defense Investigative 
Service, Holabird Personnel Operations Office, PO Box 1211, Balti­
more, MD 21203-1211; Defense Investigative Service, Defense Indus­
trial Security Clearance Office, Personnel Operations Office, PO Box 
2499, Columbus, OH 43216-2499. 

Decentralized segments: Regional offices, the Defense Security 
Institute, and the Office of Industrial Security, InternationaL (See 
directory at the end of this systems notice.) 

Categories of individuals covered by the system: 
Civilians who have applied for certain vacancies within the De­

fense Investigative Service. 
Categories of records in the system: 
Temporary records pertaining to an individual's consideration for 

promotion. · 
Authority for maintenance of the system: 
FPM Chapter 335. 
Purpose(s): 
To identify eligible candidates for specific promotion opportunities. 
Routine uses of records maintained in the system, including catego-

ries of users and the purposes of such uses: 
See blanket routine use at the beginning of this component's pub­

lished systems notice. 
Policies and practices for storing, retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 
Paper records in file folders. 
Retrievability: 
Appraisals filed alphabetically by employee's last name. 
Promotion panel computations filed by announcement number. 
Safeguards: 
Buildings employ security guards. Records are maintained in 

locke4 cabinets accessible only to authorized personnel who are 
properly screened, cleared, and trained. 

Retention and disposal: 
Records are destroyed two years after the effective date of the 

establishment of the promotion register. 
System manager(s) and address: 
Defense Investigative Service, Chief, Examining and Recruitment 

Division, 1900 Half St. SW, Washington, DC 20324-1700; Defense 
Investigative Service, Holabird Personnel Operations Office, PO Box 
12.11, Baltimore, MD 21203-1211; Defense Investigative Service, De­
fense Industrial Security Clearance Office, Personnel Operations 
Office, PO Box 2499, <:olumbus, OH 43216-2499. 

Notification procedure: 
Information may be obtained from SYSMANAGERS. 
Record access procedures: 
Requests from individuals should be addressed to SYSMAN- · 

AGERS. 
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Written requests for information should contain the full name of 
the individual, current address and telephone number, and the name 
of the individual who appears on the desired file. Visits are limited to 
SYSMANAGERS offices. . 

For personal visits, a check of personal identification will be re­
quired. 

Contesting record procedures: 
The agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
may be obtained from the Information and Public Affairs Office, 
Defense Investigative Service, 1900 Half St.; SW, Washington, DC 
20324-1700. 

Record source categories: 
Evaluation by ranking panel member£; supervisory appraisals; ap­

praisal of individual's potential as supervisor. 
Exemptions claimed for the system: 
None. 

V4-11 
System name: 

DIS Drug-Free Workplace Files. 
System location: 
Defense Investigative Service, 1900 Half Street, SW, Washington, 

DC 20324-1700. 
Categories of individuals covered by the system: 
Employees of, and applicants for positions with, the Defense Inves­

tigative Service .. 
Categories of records in the system! 
Records relating to the se,Iection, notification, and urinalysis testing 

of employees and applicants for illegal drug use; collection authenti­
cation and chain of custody documents; and laboratory test results. 

Authority for maintenance of the system: 
· 5 U.S.C. 7301 and 7361; Pub. L. 100-71; Executive Orders 12564, 

"Drug-Free Federal Workplace" and 9397; and Department of De" 
!ense Directive 1010.9, "DoD Civili~n Employee Drug Abuse Test-
tng Program" ' 

Purpose(s): 
The system contains Drug Program Coordin.ator records on the 

selection, notification, and testing (i.e., urine specimens, drug test 
results, chain of custody records, etc.) of employees and applicants 
for employment for illegal drug use. , 

Records contained jn. this system are also used by the Defen.se 
Investigative Service's' Medical Review Officer; the Administrator of 
any Employee Assistance Program in which the employee is receiv­
ing counselling or treatment or is otherwise. participating; and super­
visory or management officials having a.uthority to recommend or 
take adverse actions. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

In order to comply with provisions of 5 U.S.C. 7301, the Defense 
Investigative Service "Blanket Routine Uses" do not apply to this 
system of records. 

To a court of competent jurisdiction where required by the United 
States Government to defend against any. challenge against any ad­
verse personnel action. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper records are maintained in file folders. Electronic r~cords 

exist on diskettes or other machine-readable media. 
Retrievability: 
Records are retrieved by employee or applicant name, Social Secu­

rity Number, collection site, and/or date of testing. 
Safeguards: . , . 
Buildings employ security guards. Paper records and diskettes are 

maintained in locked containers accessible only to authorized person­
nel. All employee and applicant records are maintained and used 
with the highest regard for the individual's privacy. Only persons 
with a need to know and trained in the handling of information__ 
protected by the Privacy Act have access to the system. 

Retention and disposal: 
Records are destroyed after seven years, or when the indi'-;idual 

leaves the Defense Investigative Service or the records are no longer 
· needed. Records regarding applicants not accepted for employment 
will be destroyed 6 months after the testing date. Destruction of 

paper records is accomplished by shredding or burning. ~lectronic 
records ar~ erased or overwritten. 

System manager(s) and address: 
Deputy Director (Resources), Defense Investigative Service, 1900 

Half Street SW., Washington, DC 20324-1700. 
Notification procedure: 
Individuals seeking to determine whether information about them­

selves is contained in this record system should address written 
inquiries to the Deputy Director (Resources), Defense Investigative 
Service, 1900 Half Street SW., Washington, DC 20324-1700. 

The individual must provide their full name, Social Security 
Number, the title, series, and grade of the position they occupied or 
applied for when the drug test was conducted, and the month and 
year of the test. 

Record access procedures: 
'Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries. to the Defense 
Investigative Service, Attn: :Q0020, PO Box 1211, Baltimore, MD 
21203-1211. 

The request for access must contain the individual's full name and 
. Social Security Number. _ 

Personal visits are limited to the system manager's office and will 
require a valid driver's license or other picture identification. 

Contesting record procedures: 
The agency's rules for accessing records, contesting contents and 

appealing initial agency determinations by the individual concerned 
are contained in DIS Regulation 28-4, "Access to and Maintenance 
of DIS Personal Records"; 32 CFR part 298a; or may be obtained 
from the system manager. · 

Record source categories: 
Urine specimen collection facilities, drug testing laboratories, Med­

ical Review Officers, and test subjects. 
Exemptions claimed for the system: 
None. 

V4-t2 
System name: 

DIS Employee Assistance Program Recorqs. 
System location: 
Defense Investigative Service, 1900 Half Street SW., Washington, 

DC 20324-1700. . 
Categories of individuals covered by the system: 
Employees of the Defense Investigative Service who are referred 

by management or who voluntarily request counselling assistance. 
Categories of records in the system: 
Records on employees which are generated in the course of pro­

fessional counselling and treatment. Records consist of information 
on condition, current status, progress and prognosis for employees 
who have personal, emotional, alcohol, or drug abuse problems, 
including admitted or urinalysis-detected use of illegal drugs. 

Authority for maintenance of the system: 
Executive Orders 12564, "Drug-Free Federal Workplace" and 

9397; 42 U.S.C. 290dd-3 and 290ee-3; and 5 U.S.C. 7301 and 7361. 
Purpose(s): 
To record data pertaining to counselling and treatment of employ­

ees, to include condition, current status, prognosis, or other relevant 
information through employee assistance facilities. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

In order to comply with provisions of 5 U.S.C. 7301 and 42 U.S.C. 
290dd-3 and 290ee-3, the Defense Investigative Service "Blanket 
Routine Uses" do not apply to this system of records. 

Records in this system may not be disclosed without prior written 
consent of the subject employee, unless the disclosure is: . 

To qualified medical personnel to the extent neces~ary tocmeet a 
bona fide medical emergency; . 

To qu_alified personnel for the purpose. of conducting scientific 
research, management audits, financial audits, or program evaluation, 
but such personnel may not identify, directly .or indirectly, any indi­
vidual employee in any report of such research, audit, or evaluation, 
or otherwise disclose employee identity in any manner; or 

As authorized by an appropriate order of a court of competent 
jurisdiction granted after application showing good cause therefor. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records. in the system: 
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Storage: 
Paper records are maintained in file folders. Electronic records 

exist on diskette or other machine-readable media. 
Retrievability: 
Records are retrieved by employee name, Social Security Number, 

and duty station. 

~-~ . 
Buildings employ security guards. Paper records and diskettes are 

maintained ih locked containers accessible only to authorized person­
neL All employee records are maintained and used with the highest 
regard for the individual's privacy. Only persons with a need to 
know and trained in the handling of information protected by the 
Privacy Act have access to the system. 

Retention and disposal: 
Records are destroyed after seven years, or when the individual 

leaves the Defense Investigative Service, or the records are other­
wise no longer needed. Paper records are destroyed by shredding or 
burning. Electronic records are erased or overwritten. 

System manager(s) and address: 
Deputy Director (Resources), Defense Investigative Service, 1900 

Half Street SW., Washington, DC 20324-1700. 
Notification procedure: 
Individuals seeking to determine whether this system contains in­

formation about themselves should address written. inquiries to the 
Deputy Director (Resources); Defense Investigative Service, 1900 
Half Street SW., Washington, DC 20324-1700. · 

Re~ord access procedures: 
Individuals seeking access to records about themselves contained in 

this system of records should address written inquiries to the Defense 
Investigative Service, Attn: D0020, PO Box 1211, Baltimore, MD 
21203-1211. 

Request should contain the full name and Social Security Number 
of the subject individuaL 

Personal visits are limited to the system manager's office and will · 
require~ picture proof of identity. 

Contesting record procedures: 
The agency's rules for accessing records, contesting contents and 

appealing initial agency determinations by the individual concerned 
are contained in DIS Regulation 28-4, "Access to and Maintenance 
of DIS Personal Records"; 32 CFR part 298a; or may ·be obtained 
from the system manager. 

Record source categories: 
Employees undergoing counselling and counsellors at employee 

assistance program facilities. Private individuals to include family 
members of employees and outside practitioners involved in treat· 
ment and rehabilitation activities. 

Exemptions claimed for the system: 
None. 

System name: 
Investigative Files System. 
System location: · 

VS-01 

Defense Investigative Service, Investigative File's Divisiqn, PO 
Box 1211, Baltimore, MD 21203-1211, has primary control over the 
system and is responsible for the maintenance of completed investiga­
tive records. DIS operational centers, regional offices, field offices, 
resident agencies, and various DIS headquarters staff elements origi· 
nate and have temporary control over portions of the records. "(See 
directory at the end of this systems notice.) 

Categories of individuals covered by the system: 
Military personnel who are on active duty; applicants for enlist­

ment or appointment; members of Reserve units; National guards­
men; DoD civilian personnel who are paid from appropriated funds; 
industrial or contractor personnel who are working in private indus­
try in firms which have contracts inv<;>lving access to classified DoD 
information or installations; Red Cross personnel and personnel paid 
from nonappropriated funds who have DoD affiliation; ROTC 
cadets; former military personnel; and individuals residing on, having 
authorized official access to, or conducting or operating any business 
Of other functions at any DoD installation or facility. 

Categories of records in the system: 
Official Reports of Investigation (ROI's) prepared by DIS or other 

DoD, federal, state or local official investigative activities. 
DIS Information Summary Reports (ISR's) which record unsolic­

ited information received by DIS concerning a person qr incident 

which is of direct interest to other DoD components or federal 
agencies. 

Attachments to ROI's or ISR's including exhibits, subject or inter­
viewee statements, police records, medical records, fingerprint cards, 
credit bureau reports, employment records, education records, release 
statements, summaries of or extracts from other similar records or 
reports. 

Case control and management documents which are not reports of 
investigation, but which serve as the basis for investigation, or which 
serve to guide and facilitate investigative activity, including docu­
ments providing the data to open and conduct the case; documents 
initiated by the subject; and documents used in case management and 
controL . 

DIS file administration and management documents accounting for 
the disclosure of, control of, and access to a file. 

Authority for maintenance of the system: 
Section 301 of 5 U.S.C. Department Regulations. 
Section 310 of 44 U.S.C. Records Management. 
Sections 2,3,4,5,6,8 and 9, Executive Order 10450, Security Re­

quirements for Government Employment. 
Section 6(A), Executive Order 11652, Classification and Declassifi­

cation of National Security Information and Material. ·. 
DoD Directive 5105.42, Defense Investigative Service. 
DoD Directive 5200.1, Department of Defense Information Securi-

ty Program. . 
DoD Directive 5200.2, Department of Defense Personnel Security . 

Program. 
Section IV A and B, DoD Directive 5200.27, Acquisition of Infor­

mation Concerning Persons and Organizations not Affiliated with the 
Department of Defense. 

Section V a 2, DoD Instruction 5210.25, Security Acceptability 9f 
American National Red Cross Employees at Department of Defense 
Installations and Activities. · 

Encl 3, paragraphs b 2 and 2, DoD Directive 5210.41, Security 
Criteria and Standards for Protecting Nuclear Weapons. . 

Section III, DoD Directive 5210.45, Personnel Security in the 
Natio!lal Security Agency. 

Section VII, DoD Directive 5210.55, Selection of Department of 
Defense Military and Civilian Personnel for Assignment to Presiden­
tial Support Activities. 

Section IV, C, DoD Directive 5220.6, Industrial Personnel Securi­
ty Clearance Program. 

Section V B, DoD Instruction 5220.28, Application . of Special 
Eligibility and Clearance Requirements in the SIOP-ESI Program fpr 
Contractor Employees. . 

Section I (a) and 2, Executive Order 10865,. Safeguarding Classi­
fied Information Within Industry. 

Section III, DoD Instruction 5030.34, Agreement Between the 
Department of Defense Concerning Protection of the President and 
Other Officials. · 

Paragraph 10, Director of Central Intelligence Directive No .. 1/14, 
Uniform Personnel Security Standards and Practices Governing 
Access to Sensitive Compartmented Information. 

Purpose(s): 
To insure that the acceptance or retention of persons in sensitive 

DoD positions or granting individuals including those employed in 
defense industry access to classified information is clearly consistent 
with national security; 

For maintenance and use by the requesting activity when collected 
during reciprocal investigations conducted for other DoD and feder~ 
al investigative elements; 

For dissemination to appropriate ·federal agencies or other DoD 
. components when information regarding personnel security matters is 
reported by ISR; 

To furnish orally or by letter criminal information which is re­
ceived by DIS personnel in the course of their duties which is of 
direct interest to local law ·enforcement agencies; 

To determine the loyalty, suitability, eligibility, and general trust­
worthiness of individuals for access to defense information and facili-
ties; 

To determine the eligibility and suitability of individuals for entry 
into and retention in the Armed Forces; 

To provide information pertinent to the protection of persons 
under the provisions of 18 U.S.C. 3056; and 

For use in criminal law enforcement investigations including statu­
tory violations and counterintelligence as well as counterespionage 
and other security matters. 

Routine uses of records maintained in the system, including catego· 
ries of users and the ·purposes of such uses: 
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See blanket routine use listed at the beginning of this component's 
published systems notice. 

• Poli.cies and practi~es for storing~ retrieving, accessing, retaining, and 
d1sposmg of records m the system: · · · 

Storage: 
Paper records in file folders, microfilm, magnetic tape or supple· 

mentary index cards. 
Retrievability: .. 
Investigations are centrally retrievable through the DIS Defense 

Integrated Management System (DIMS) or the Defense Central 
Index of Investigations (DCII) System described separately: 

Safeguards: 
Completed investigative records arc;! contained and stored in power 

files, open shelves, and filing cabinets which are housed in secured 
areas accessible only to authorized personnel who are properly 
scr~ned an.d have a n~ed to know. Information contained on mag· 
neue tape Is secured m the same manner as the DCII described 
separately. Recipients of investigative information are responsible for 
safeguarding information within the guidelines provided by DIS. 

Retention and disposal: 
Retention of closed DIS investigative files is authorized for 15 . 

years maximum, except as follows: (1) Files which have resulted in 
final ~dverse action against an individual will be retained 25 years: 
(2) Ftle~ developed on persons who are being considered for affili· 
atton wtth the Department of Defense wilJ be destroyed within one 
year if the affiliation is not completed. In cases involving a pre· 
~ppointment investigation, if the appointment is not made due to 
mformation developed by investigation, the file will be retained 25 
years upon notification from the requester for which the investigation 
was conducted. If the. appointment is not made for other reasons· not 
related to the investigation, the file will be destroyed within one year 
upon notification from the requesting agency /service. (3) Files con· 
cerning unauthorized disclosure of classified information and other 
specialized investigation files will be retained for 25 years. (4) Infor· 
mation within the .purview of the Department of Defense Directive 
52~.27, 'Acquis~tion of .Information concerning Persons and Organi· 
zattons not Affiliated wtth the Department of Defense,' is destroyed 
within 90 days after acquisition by DIS unless its retention is re· 
quired by law or unless its retention has been specifically authorized 
by the Secretary of Defense or his designee. 

Reciprocal investigations are retained for only 60 days. 
Par:tial duplicate records of personnel security investigations are 

retained for 60 days by DIS field elements. 
System manager(s) and address: 
Defense lnv.estigative Service, Director, Personnel Investigations 

Center, PO .Box 1211, Baltimore,.MD 20203-1211. 
Notification procedure: 
Requests should be addressed to the Defense Investigative Service, 

Office of Information and Public Affairs, 1900 Half St. SW, Wash· 
.ington, DC 20324·1700. The full name, date and place of birth, and 
·social security number are necessary for retrieval of information. A 
notarized statement verifying the identity of requesters is required. 
The Office of Information and Public Affairs, address above, may be 
visited by personnel making inquiries regarding this system. A check 
of personal identification will be required of all visitors making such 
inquiries. 

Record access procedures: , 
Access may be obtained through the Office ·or Information and 

P.ublic Affairs at the address listed above. 
Contesting record procedures: 
DIS ·rules for contesting and appealing initial determinations may 

be obtained from ·the Office of Information and Public Affairs at the 
address listed above. · 

Record :source categories: 
Subjects of investigations. . 
Records of other DoD activities and c;:omponents. 
Federal, state, .county, and municipal records. 
Employment records of private business and industrial firms. 
Educational and disciplinary records of schools, college, universi· 

ties, technical and trade schools. 
Hospital, clinic .• .and other medical records. 
Recor-ds of commercial enterprises such as . real estate agencies, 

credit 'bureaus, loan companies, credit unions, banks, and other finan· 
cia:J ·institutions which maintain credit information on individuals~ 

The interview of individuals who are thought to have knowledge 
·.of the subject~s :background and activities. 

The 'interview of witnesses, victims, and confidential sources. 

The interview of any individuals deemed necessary to complete 
the DIS investigation . 

Miscellaneous directories, rosters, and correspondence. 
Any other type of record deemed necessary to complete the DIS 

investigation. · 
Exemptions claimed for the system: 
The portions of this system of records which fall within the scope 

of 5 U.S.C. 552a (k)(2), (k)(3), and (k)(5) may be exempt frqm the 
provisions of subsections 5 USC 552a(c)(3), (d), (d), (e)(4)(G), 
(e)(4)(H), (e)(4)(I), ~nd (t). See 32 CFR 298a.l4 for the DIS.exemp· 
tion rules. · . 

V5·02 
System name: 

Defense Central Index of Investigations (DCII). 
System location: 
Central Facility 
Defense Investigative Service 
Information Services Division 
Personnel Investigations Center 
PO Box 1211, Baltimore, MD 21203. 
Remote Terminal Locations 
Commander, Naval Military Personnel Command (NMPC) 
NMPC-81 · . 
Navy Department 
Washington, DC 20370 
United States Army Crime Records Center (CRC) 
United States Army Criminal Investigation. Command 
CRC Bldg. 305 
2301 Chesapeake A venue 
Baltimore, Maryland 21222 
U.S. Army Intelligence & Security Command (AIRR) 
Chief, Investigative Records Repository 
ATTN: IACSF-IR-E Bldg. 4552A 
Fort George G. Meade, MD 20755 
Deputy Director Personnel Security 
Pentagon · Rm. 3C267 
Washington, DC 20301 
DA, HQ, USA Central Personnel Security Clearance Facility 

(ACCF) 
ATTN: PCCF-MDS 
Fort George G. Meade, MD 20755 
Department of the Navy (NSG) 
Naval Security Group Command Headquarters 
3801 Nebraska Avenue, NW 
Washington, DC 20390 
Headquarters • USAF /SCO 
Air Force Security Clearance Office (AFSCO)' 
Rm. 5D460 
Washington, DC 20330 
HQ Air Force Office of Special Investigations (FOSI) 
IMIRS (FOSI) 
Building 626 
Bolling Air Force Base 
Washington, DC 20332 
U.S. Office of Personnel Management (OPM) 
Office of Personnel Investigations 
Investigations''Operations Division 
NACI Center 
Boyers, PA 16018 
·Naval Investigative Service Headquarters (NIS) 
Records Management Division (NIS-284) 
NIS Bldg. I . 
4600 Silverhill Rd. 
Washington, DC 20389 
Office of the Assistant Chief of Staff for Intelligence (ACSI) 
HQDA (DAMI-CIS) . 
Pentagon- Rm 2D47S 
Washington, DC 20310-1052 
Defense Intelligence Agency (DIA) 
ATTN: OS-3A, The Pentagon, Rm 2B-535 
Washington, DC 20301 
Department of the Navy (NIC) 
Naval Intelligence Command 
Rm. 282, NIC Bldg. 
4600 Silverhill Rd. 
Washington, DC 20389 
Defense Industrial Security'Clearance Office (DISCO) 
ATTN: S0812 
PO Box 2499 
Columbus, OH 43216 
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Defense Communications Agency (DCA) 
Washington, DC 20305 · 
DIS Headquarters (DIS HQ) 
1900 Half St. SW 
Washington, DC 20324-1700 
Defense Logistics Agency (DLA) 
Cameron Station 
Alexandria, VA 22314 
A TIN: Cmd. Security Office· 
Defense Criminal Inv. Service (DCIS) 
DoD Office of Inspector General 
DCIS- 8D490 
Cameron Station 
PO Box 9290 
Alexandria, VA 22304 
Defense Investigative Service 
1900 Half St. SW 
Washington, DC 20324-1700 
Defense Contract Audit Agency 
Cameron Station 
Alexandria, VA 22314 
Categories of users: 
Components listed under the system location caption are the prin-

. cipal users and (with the exception of DISCO) the file custodians. 
Listed terminal holders (with the exception of DISCO) may release 
general DCII information to users of their investigative records or 
listed in their investigative records systems descriptions in this regis-
ter. · 

It should be noted that information contained in the system is 
regarded as the property of the submitting activities. DIS can neither 
monitor nor assume responsibility for the propriety or accuracy of 
the date in the system other than that portion belonging to DIS. 

Transfer of information from this records system to other DoD 
components is a routine intra-agency use under the provisions of 5 
U.S.C. 552a(3)(b)(l). The use of the DCII by terminal holders to 
advise requesters of the possible location of information where there 
is no disclosure of personal information from · the DCII does not 
require.an accounting. 

Categories of individuals covered by the system: 
Any person described as a subject or who is victim or who is 

cross-reference in an investigation completed by or for a DoD inves­
tigative organization whe.n that investigation is retained by the orga­
nization and the name is. submitted for central indexing. 

Categories of records in the system: 
DCII MASTER INDEX: 
Composed of locator references to investigations, Air1 Force clear­

ances, and Army clearances conducted by or for DoD investigative 
organizations and retained by them. Index records contain the name 
and other pirso informati information ·on individuals who are in­
dexed. 

FILE TRACING: 
Reference to an investigation maintained by one of the investiga­

tive records repositories. It identifies the individual by name and 
personal identifiers, the. custodian of the file, the year indexed, and 
the number used by the repository to locate the file. 

OPEN CASE TRACING: 
A record input by either Army investigative activities or DIS 

reflecting the existence of an investigation in progress. It identifies 
the subject individual by name and personal identifiers, the location 
of the open investigation, the year indexed, and the number used to 
locate the investigative file. 

NAC PENDING TRACING: 
Record of a National Agency Check (NAC) investigation in 

progress. It identifies the subject individual by name, personal identi­
fiers, the case number, the category of the requester of the NAC, and 
the type of NAC being run. 

NAC HISTORY TRACING: 
A record of completed favorable, or incomplete, . national agency 

checks. It identifies the individual by name and personal identifiers, 
the date the NAC was completed, and the agencies that were 
checked. 

DCII NAME ONLY INDEX (NOI): 
Composed of names of persons who are referenced ·but not fully · 

identified in investigative files. A Name Only Index record identifies 
the individual by name and lists the custodial agency of the file, year 
indexed, and the number used by the repository to locate the file. 
Positive identification is impossible from the index and may welJ be ' 
impossible from the case file itself. DIS has placed no records in this 
index. 

Authority for maintenance of the system: 

5 U.S.C. 301 Departmental Regulation. 44 U.S.C. 3101 Records 
Management: Memorandum, Security of Defense,. May 27, 1965·. 
Memorandum, Secretary of Defense, December 3, 1965, subject: Es­
tablishment of a Central Index of DoD Investigations. DoD Direc-· 
tive No. 5105.42 subject: Defense Investigative Service (DIS) Jul'y 
19, 1978, 32 CFR. 

Purpose(s): 
To' determine the existence and location of DoD investigative 

records for granting clearances, for access to defense instalJations, 
and for entry into military service or employment in sensitive civilian 
positions; and to reflect security cle.arance information pertaining to 
Army personnel. · 

Routine uses of records maintained in the system, including categ(J­
ries of users and the purposes of such uses: . 

See this agency's blanket routine uses at the head of this compo­
nent's published system notice. 

Policies and practices for storing, retrieving, accessing,. retaining, and 
disposing of records in the ~ystem: 

·Storage: 
Master Index data is maintained in direct access storage devices, 

disks, and data cells. It is also contained on magnetiC tape for conti­
nuity of operations to permit processing at alternate locali'ons: in the 
event of computer failure. 

Name Only Index data is maintained on magnetic tape and· micro­
fiche. Each contributor. is provided his portion· on a quarter)~ basis. 
. Retrievability: 

Master Index records are accessed through name. and at least one. 
personal identifier (PID). Personal identifiers are: Date of birth, place: 
of birth, social security number, and the last four (4) digits of military 
service number. Inquiries may enter the system by being keyed in at 
remote terminals. A nonstandard retrieval capability also exists which 
permits retrieval' without PID or on parts of a· name and produces 
references to. aU individuals by that name. It should be noted that in 
many cases the subject's SSN is necessary to, make a positive. identifi::... 
cation. 

Name Only Index records are accessed through the name or some· 
portion thereof. Records are retrieved based on· an exact match with 
the name submitted. Inquiries may enter tlie system· through remote 
terminals. 

Safeguards: 
Generalized validation is. pmvid'ed· i'n batch retrieval through. pro­

gram edits. to prevent unauthorized access. 
User terminals· with access to the· Master· Index are located fn 

controlled access areas. Access to· the system is. limited· to. specifi'ed: 
time of the day. Terminals· are connected via dedicated data circuits 
which prevent access from standard dial-up: telephones. 

Activities must be a. part of DoD and accredited on the. basis of 
authorized requirements before a new terminal· is, established. or. 
before batch requests. will be honored and processed. Terminal hold.­
ers and organizations. authorized' access. by other means are responsi'-· 
ble for insuring that. individuals. and organizations to whom tli.ey 
disclose index information .ha:ve appropriate authority and· need· to· 
know. . 

The computer room is. I'ocated within a building contr,olled by· 
security personnel at aU: times. Identification badges are required for 
entrance. Access to the: computer room. is controlled: by a. combina­
tion lock on the entrance. Critica)l backup· files are. stored in locked: 
fireproof data safes .. 

Retention and disposal: 
The computer tape· files are retained for as long as the· liard. copy 

files are retained at the Federal' RecordS Center. The Federal\ 
Records Center is responsible for disposing of hard copy files at 
which time all index tracings pertaining to the· files, are deleted in. 
accordance with established procedures. Processing a deletion ·flags· 
the computer record which precludes; the record from. being gi'ven• 
out thereafter~ Fl'agged records are eliminated from the system 
during periodic file restructuring procedures. . 

Open case tracings. Retained for as long: as the investigation is. 
open . When the investigati()DI is completed,. the contributor replaces: 
the open case tracing. with a·. file: tracing as described above. 

NAC history tracings·. Retained for a period: of four· (4) years from. 
the date of completion and then automatically deleted unless specific 
action is taken sooner.· to delete the record. Shouldi a· subseq.uent 
favorable NAC be completed, the entering of a new history· recoF:d1 

will delete the first history record. 
NAC pending tracings .. Retained until completron1 of tli.e NAC at 

. which. time they are replaced by an NAC history of file· tracing, 
unless del'eted sooner by the originator .. 
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System manager(s) and address: 
Defense Investigative Service, Director, 1900 Half Street, SW, 

Washington·, DC 20324-1-700. 
Notification proced~re: . 
Infonnation may be obtai~ed from: Information and Public Affairs 

Office, Defense Investigative Service, 1900 Half Street, SW, Wash­
ington, DC 20324-1700. 

Information required: · 
Full name and all maiden and alias names under which files may be 

maintained and personal identifiers listed under Retrievability. Note 
Social' Security Numbers may be necessary for positive identification 
of certain records. 

Office which may be visited: 
Information and Public Affairs Office, 1900 Half St., SW, Wash-

ington, DC 20324-1700. · 
Proof of identity: 
Check of personal documents .. 
Record access procedures: · 
Access may be obtained through the Information and Public Af-

fairs Office at the address listed above. · 
Contesting record procedures: 
The agency rules for access to records, contesting contents, and 

appe:aling initial determinations by the subject individual may be 
obtamed from the Information and Public Affairs Office at the ad­
dress listed above. 

· Record source cate.gories: 
DoD investigative organizations listed under the LOCATION cap-

tion (excluding DISCO) and additionally: ·. . . 
Defense Logistics Agency, ATTN: DLAH-T, Cameron Station, 

Alexandria, VA 22314. · . 
Director .of Security, National Security Agency, ATTN: M-552, 

Fort. Meade, MD 20755. . · 
Assistant Chief of Staff of Intelligence (ACSI), Department of the 

Army, ATTN: Counterintelligence Division, Washington, DC 20314. 
Exemptions claimed for the system: · 
None. 

VS-03. 
System name: 

Defense Integrated Management System (DIMS). 
Syst~m location: 
Defense Investigative Service, Dir'ector, Personnef Investigations 

Center, PO Box 1211, Baltimore, MD 21203-1211.. · 
Categories of individuals covered by the s.ystem: 
Any person whQ i~ the subject of an ongoing or recently complet-

ed Defense Investigative Service (DIS) investigation. . 
Categories of records in.the system: 
The DJMS M~ster file js composed of records of investigations 

which are being or have been conducted for DoD activities and 
personal identifying information on individuals who have been inves­
tigated. The DIMS master file also consists of records of leads' 
assigned to DIS field elements for those investigations in progress.· 
Records contain the name, social security, case control number, the 
investigative leads assigned, and their status. · 

The DIMS history file consists of records of investigations that 
J:lave been closed. Records contain the name and other personal 
identifying information, the type of investigation, requester category, 
case number, the closing status, and/or the date closed. 

Authority for maintenance of the system: 
5 USC 301, Departmental Regulations .. 
44 U.S.C 3101, Records Management. 
DoD Directive 5J05.42,.July 19, 1978, Defense Investigative Serv­

ice (DIS). 
DoD Regulation 5200.2R, December 1979, Personnel Security 

Program. · 
Purpose(s): 
To determine the. existence, location, and 'status of the cases. 
To control workloa<;l and prepare statistical reports. 
To inform federal agencies or requesters of investigations. regard­

ing the status of ongoing ca5es. 
Routine uses of records maintained in· the system, including catego­

ries of users and the purposes of such uses: 
. See blanket routine uses listed at the !;>eginning of this component's 

published systems notice. 
Policies and practices for storing; retrieving, accessing, retaining, and 

disposing of records in the system: 
Storage: 

The DIMS master file is in key sequenced, Virtual Storage Access 
Method (VSAM). A copy of the master file is also contained on 
magnetic tape for continuity of operati'ons to permit processing at 
alternate locations in the event of computer failure. 

The DIMS history file is contained on magnetic tape. 
DIMS Investigative assignment files· are retained in paper form. 
Retrievability: 
DIMS master records are accessed through the case control 

number. History file records are accessed sequentially from tapes. 
Queries may enter the system in card form and from magnetic tape 
or indirectly through the DCII. 

Lead assignment (IAF) data is retrievable by name of individual or 
case control number. 

Safeguards: 
For the master and history files as described in the DCII system 

descriptions of this notice. 
IAF documents. 
Retention and disposal: 
Monthly history tapes are retained indefinitely. After two years, all 

names are deleted from the records of monthly history tapes. IAF 
records are retained for one year after completion of field leads. 

System manager(s) and address: · 
.Defense Investigative Service, Deputy Director, 1900 Half St. SW, 

Washington, DC 20324-1700. 
Notification procedure: 

. Information may be obtained from Defense Investigative Service, 
Information and Public Affairs, 1900 Half' St: SW, Washington, DC 
20324-1700. 

Information required: 
Full name and all maiden or alias names under which files may be 

maintained. · 
Personal identifiers which include date and place of birth, soci~l 

security number, and last four digits of military service number. 
'Office which may be visited: . · · 
Defense Investigative Service, Information and Public Affairs, 

1900 Half St. SW, Washington, DC 20324-1700. 
Proof of identity: 
Routine check of personal documents. 
Record access procedures: . 
Information and Pl;lbllc Affairs Office at address listed above. 
Contesting record procedures: 
The agency's rules for access to records, for contesting· contents, 

and for appealing initial determinations by· the individual concerned 
may be obtained from the Office of Information and Public Affairs. 

· Record source. categories: 
DIS Case Control Center. 
Exemptions claimed for the system: 
In accordance with subsection 3(j)(2) of the act, certain references 

contained in this system of case control records may be exempted 
from the proyisions of subsections (c)(3), (c)(4), (d) and (e)(8). This 
exemption will allow the· DIS, a law :enforcement component, ·to 
conduct effective investigations into alleged unlawful activity and use 
the DIMS without jeopardizing such investigations. Knowledge 'of 
the investigations into alleged unlawful activity could enable subjects 
to take actions to prevent detection of criminal activities, conceal 
evidence, or to escape prosecution. It could also lead to intimidation 
of or harm to sources, informants, witnesses, and their families and to 
disclosure of national security information. Information from this 
system will be withheld only to the extent that its release would 
interfere with such .investigations. 

VS-05 
System name: 

Subject and Reference Locator Records. 
System location: 
A decentrali~ed system maintained by Defeqse Investigative Serv­

ice field units. See directory listed at· the end of this ·component's 
system notice. 

Categories of individuals covered by the system: 
Military. personnel and civilian employees of the Department of 

Defense . 
C1;1tegories of records in the system: 
Personnel, locator, assignment, rosters and housing records fur­

nished by Army, Navy; Air Force and Marine Corps posts, bases, 
and stations in the U.S. and Puerto Rico and retained for periods 
longer than they are retained by originating activities. An example of 
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such records is Army Locator/ Organizational Rosters (A0102.03a 
DAAG). 

Authority for maintenance of the system: 
5 U.S.C. 301, E.O. 10450, E.O. 10865, DoD Directive 5105.42. 
Purpose(s): 
Records are maintained by DIS investigative elements for use in 

locating supervisors, coworkers, and character references of subjects 
of DIS investigations and to identify or verify the locations and 
assignments of subjects when this information cannot be obtained 
through other local sources. Information from this system may be 
provided to law enforcement agencies for the same purposl;!s. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See blan~et routine uses listed at the beginning of this component's 
system nottce. . · 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Paper listings in files or binders, computer products,. microfiche, 

index cards. 
Retrievability: 
By name and other identifying data. 
Safeguards: · 
Maintained .in locked cabinets or locked rooms and only DIS 

personnel have access. 
. Retention and disposal: 
Records are retained for a maximum of five years. 
System manager(s) and address: 
Defense Investigative Service, Assistant Director (Per;onnel and 

Security), 1900 Half St., SW, Washington, DC 20324-1700. 
Notification procedure: 
Requests should be addressed to Defense Investigative Service, 

Information and Public Affairs· Office, 1900 Half St., SW, Washing­
ton, DC . 20324-1700. The full name, date and place of birth, social 
security number, and military service numbers are required and the 
name and location of the post, base, or station and periods of assign­
ment or employment so that a thorough search can be conducted. A 
notarized statement verifying the identity of requester is required. 
Defense Investigative Service, Information and Public Affairs Office, 
Washington, DC 20324-1700 may be visited by personnel makiiJg 
inquiries regarding this system. A check of personal identification 
wiJI be required of all visitors making such inquiries. 

Record access procedures: 
Access to records may be obtained through Defense Investigative 

Service, Office of Information and Public Affairs, 1900 Half St., SW, 
Washington, DC 20324-1700. 

Contesting record procedures: 
DIS rules for access to records and for contesting and appealing 

initial determinations are contained in 32 CFR part 298a and DIS 
Regulation 28-4. . 

Record source categories: 
Military personnel offices, training schools, and housing. offices for 

installations. 
Exemptions claimed for the system: 
None. 

V6-01 
System name: 

Personnel Security Files, (PSF's). 
System location: 
Primary system: Defense Investigative Service, Security Division 

(V0540), 1900 Half St., SW, Washington, DC 20324-1700. 
Decentralized system: Partial records are maintained at working 

locations as a part of the Optional Personnel Management Record 
System described separately in this notice. 

Categories of individuals covered by the system: 
Every DIS· employee, civilian and military, without exception. 
Categories of records in the system: 
Individual's Certificate of Security Clearance, Access Authoriza­

tion Certificate, Security Briefing Statement, Certificates of Clear­
ance for other Services, Defense Central Investigations Index (DCII) 
check results, Summary Adjudication Sheet, debriefing statements, 
requests for investigations, and similar related documents varying in 
certain cases. Personal identifying data to confirm identities is also 
contained.in this·system. 

Authority for maintenance of the system: 
Requesting agency, to the extent that the information is relevant 

and 5 U.S.C. 301 (Departmental Regulations) and DoD Directive 
5200.2-R, DoD Personnel Security Program. 

Purpose(s): 
Files are used. to provide a basis for granting security clearance 

and evidence of clearance and access to classified defense information 
during an. individual's employment with the agency. Files are also 
used to provide information on security cJearances for individuals 
attending official activities of other offices on classified matter~ and 
are provided to other government offices when change of employ-
ment is being considered. · ' 

Routine uses of records maintained in the system, 'including catego­
ries of users and the purposes of such uses: 

See blanket routine uses listed at the beginning of this component's 
published systems notice. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Individual Personnel Security Files are established when an indi­
vidual has been tentatively selected for a position with DIS and a 
request for investigation is initiated. As each investigation is complet­
ed and adjudicated, a clearance certificate is filed in the PSF. If the 
applicant declines employment or is a nonselectee, the PSF is placed 
in the inactive file section and retained for two years. 

Storage: 
Paper records in file folders . 
Retrievability: 
Filed alphabetically by last name. 
Safeguards: 
For the primary system, building employs security guards (Federal 

Protective Service). Records are maintained in locked containers in 
areas accessible only to authorized personnel who have a need to 
know. 

Retention and disposal: 
Records are maintained for the period of time an individual is 

assigned to the DIS and for two years afterwards. Disposal is as 
classified waste. 

System manager(s) and address: 
Defense Investigative Service, Chief, Security Division, 1900 Half 

St., SW, Washington, DC 20324-1700. 
Notification procedure: 
Information regarding the primary system may be obtained from 

Defense Investigative Service, Chief, Security Division, 1900 Half 
St., SW, Washington, DC 20324-1700. 

Record access procedures: 
Access to the decentralized rec~rds may be obtained· at any time. 

Requests from individuals for access to the primary system should be 
addressed to Defense Investigative Service, Information and Public 
Affairs Office, 1900 Half St., SW, Washington, DC 20324-1700. 

Written requests for information should contain the full name of 
the individual, current address, and telephone number. Visits are 
limited to the Defense Investigative Service, Information and Public 
Affairs Office. 

For personal visits, a ch.eck of personal documents will be con­
ducted. 

Contesting record procedures: 
The agency's rules for contesting contents and appealing initial 

determinations may be obtained from the Chief, Information and 
Public Affairs Office at the address listed above. 

Record source categories: 
Application and related forms from the individual, summaries of 

information from background investigations of the ~ndividual. 
Exemptions claimed for the system: 
None. 

V6-02 
System name: 

Sensitive Compartmented Information (SCI) Access File. 
System location: 
Defense Investigation Service (DIS), Security Division, 1900 Half 

St., SW, Washington, DC 20324-1700. 
Categories of individuals covered by the system: 
DIS personnel who have been granted Special Access to SCI 

information. 
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Categories of records· im the· system:: 
A roster:s: are ·maintained on Drs: personnel' holding SCI access, 

requests· for SCI access;. access authorizations, and similar related 
dOcuments .. 

Authority for maintenance of the· S¥Stem:: 
DIAM 50-l(C) andi DCl Directive No\. l.fl4~ 
Porpose(s):: 
The: SCI Access. f'il'e is: usedi to) determine· who· in: DIS has. SCI 

access .. Data. is; used· als9 to monitor· the progr.am within: Dis: .. 
Routine, uses: of. records; maintained. im' the syste~., including, catego-

ries of users and' the· purposes· of' such uses:: ' 
See: fulanket rqutine: uses listed! at•. the beginning. of this component's 

published! systeins; notice:.· ' 
Policies and: practi'ces forr stor.ing,. refr.ie:ving,, accessing~. retaining,. a:nd! 

disposing~ of records: in•. the system: 
AU data is maintained! in one secure· container.:. The roster· is pro­

vid'ed by D~A .. Copies• of access. aut·hor.ization· are maintained for 
each. individual: having special access. Wilien a person' is taRen! off' this. 
access and< has; been1 debriefed, _this. is; noted in. the: file:. 

Stor.age:: 
Paper, recouds. in; file· folclen:. . 
Retrievability:; 
Roster is· in billet order.; access authorization is iir chronological 

order. 
Safeguards:: 
Files· are· maintained• in an·. authorized security container:· w.ithin a 

lOcked; room .. The: Feder.a]t Protective Service· controls. entrance. to. 
the. build'fng .. 

Retention and• disposal:: 
Reconds. are· maintained' for the per:iod that the indiviclual' is; grant­

ed· the: specia:ll access and then. for. 2 years .. 
S¥stem. managj:!r.(s) and: address:·. 
Defense fn~estigative Service;. Chief, Security Division, 1900 Half 

St., SW,. Washington, DC 203Q4.-l7.00!. 
Notification procedure: 
Infor.matiOn; may be obtainedi from SYSMANAGER, Defense In­

vestigative Service, Security Division; 19(XJ Half St., sw; Washing­
ton, DC' 2032~-1700. 

Recorrdt access procedures:: 
Request! fi:om individuals shouloi be· ad(fressed to· Defense Investi­

gative Service; InformatiOn. and· Public Affairs Office;. 1900 Half St., 
. SW, Washington,. IDC 203Q4'-·POO:. 

Written requests; fon· information; shoulo< <::ontain the full. name of 
the individual~. current. ada:ress;, andr telephone number.: Visits ar;e 
limited to Defense· Investigative· SenviCe;, Information; and Public Af­
fairs Office, l90<Y.HartrSt·;,, SW; Washi'ngton; DC 20324-1.700. 

Contesting record procedu11es!: 
The agenc~'s; rules. for· contesting· contents and for appealing initial 

determinations, may lk obtained frolll tlie Information' and Public 
Affairs Office at= the address. listed~ above, 

Record source~ categories: 
Personnel Security File on the individuals. 
Exemptions claiinedi for tlie. system:' 
None .. 

SY,stem name: 
Enrollment, Registration and Course Completion• R:ecord. 
System location:: 
Defense. Security· Institute (DSI), Richmond;. Vii.ginia 23297. 
€ategpnies; ofindividuals covered by the system:· 
Individuals, who: are scheduled for or who have· attended courses 

of''instructiom offered) by the Institute. 
Categories· of records· in the· system: 
Information may include ·individual's name: andi other personal 

identif.ying. and administrative data pertaining to attendance at the 
lnstftute to i'nclude: employer, course completion, and other similar 
data •. 

Author.ityr for.· maintenance of:' the system:: 
5USC 301. 
DoD Directive: 5015·.2, September .17~. 1980. 
DoD Directive 51Q5A2 (Defense Investigative Ser.vice) .. 
Executive Orden· 1:0865~ February 20, 1960. 

Executf.ve:Ond'er· 1'0909; January: 17,. 1961. 
Defense· fnves6gativ.e: Service Regulati(')TII 28~1.. March 1'3'; 1,98'1 .. 
PullJ)Ose(s): 
Used' by; l'nstitute· personnel to prepare class; rosters· and'· provide 

basic: administrative information! on; attendees:. 
Routine! uses; of' records: maintaiireiE ii11 tlie: system;. including: catego•· 

ries. or~· users; and~ tlie\ purposes. of suclif uses:. 
See: DIS'· blanket r.outine uses at the head\ of this component's 

publisliedl s)lstems; notice. · 
Policies• and- practiCes: for storing, renie:v.i'ng~, accessing; .. r.etmning,, and! 

disposing;of'r.ecordS: in· tlie system: 
Storage:: 
Records. ar.e; maintained om index; cards and. computer- di'sRettes:. 
Retrievability:· 
Records· ane: filed alphabeticall'¥' oy last name. 
SafeguardS:: 
RecG>nds; are· maintained; in file~ cabinets. in- a. locRed. room in· areas; 

accessiole: onJ.y· to1 authoriz~d personnel: who have a need· tb Rnow. 
Retentiom and; disposal: 
R~cord's are: retainedt fun· tem (,lOJ~ years .. 
System manager(sf and' address: 
Director.; Defense· Security Institute; c/0• Defense. Genera): Supply; 

Center, Richmond~. VA. 23297~5091 
Notification• procedure:· 
Information· may; lkobtained' from S¥SMANAGER. 
Record! access; procedures: 

. A\<::cess. to' records may be obtained throughi the Defense Ilwestiga~ 
tive Service,. 0ffice~cifinformation and Public Affairs, 1900 Half St., 
SW, Washington~. DC 20324-1.700; either by mail or personal visit. 

Written1 reqJJests with full name and' social security number are 
required •. and the request musr be accompanied by a. notarized state­
ment vernf~ing the·: identity of the requester. 

PersonaH v.isiis. should' be made to the Office of Information and 
Ruolic Affairs· at\ the address, listed abov.e:. A check of personal 
identificat_ion. will qe required of all visitors making such inquiries. 

Contesting; recordi procedures: 
The: agenc.ts. rules: for contesting' records may be obtained from 

tlie Chief;: <Dffice. of Information and Public; Affairs at the address 
listed above: · · · 

Record sour.ce· categories: . · 
The· student;. his0her e~ployer, and the Defense. Security Institute . 
Exemptions claimed- for the system: 
None: 

V7-02 
System' name: 

Guest/Instructor ldentific~tion Records. 
System.location:~ 

Defense Secu~ity Institute (DSI), Richmond, Virginia 23297-5091. 
Categ()ries•of individuals covered by the system: 
Guest speakers,and regularly l,!.Ssigned instructors, 
Categories·of'r.ecords in the system: 
Indiv.idual's. name, position, biographical data,. and other 'back-

ground1 information. 
Authority for. maintenance of the system: 
DoD· Directive 5105.42 (Defense Investigative Service (DIS)). 
Executive·Order 10865.20, February 20, 1960. 
Executive Order 10909, January 17, 1961. 
Purpose(sk 
Used by.· Institute personnel for the introduction of speakers and 

instructors. 
Routine uses of records maintained in the system, including catego~ 

ries of users and the purposes of such uses: 
See blan~ett routine uses at the beginning of this component's 

published system notice. 
Policies;and,practices for storing, retrieving, accessing, retai.ning, and 

disposing of records i~ the system: 
Storage: 
Paper. records are locked in file folders on index cards. 
Retrievability: 
Records are filed alphabetically by last name. 
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Saf~guards: . 
Records are maintained .in file cabinets within a locked :room in 

areas .accessible only to :authorized personnel who :have a need to 
'know. 

Retention and ·di~posal: 
Itc::cords :are reviewed ·an.nually with obsolete records dest110yed ·by 

.burnmg or other means wh1ch preclude reconstruct·ion. , · · 
System manager(s) and address: 
Director, 'Defense .Security Institute, c/o Defense General Suppl,y 

Center, 'Defense Investigative :Service, Richmond, VA '23297-509'1. 
Notification procedure: 
.Information may ;be •obtained from SYSMANGER. 
··Record access procedures: 
Access to records may be obtained .thro~gh DefenSe Investigative 

Service, 'Office of :Information and 'Public Affairs, f900 Half St., SW, 
Washingt0n, DC 20324-l ;mo, either ·by mail·or :person3:1 -visit. 

:For written requests, . :r.ut•l lllame and :soda] security number :ar:e 
necessar:y .for retrieval of information, .ana the .request must ·be ac­
companied iby a notarized statement v.eii'(ying the ·identity of :the 
requester. 

Personal . visits should 'be made :to ·the Office rof Jlnf0r:mation and 
Public Affairs at •the ,address listed above. .A ~check of personal 
identification will be required ·of all vjsitors Jmiking such .inquiries. 

Contesting :r.ecord procedures: 
· The agency\s !rules for contestiqg contents :and .appealing initial 
determinations :may be obtained fr.om the Chief, Office of :Informa­
tion ·and Public Affairs at .the address .listed above. 

Recor.,t :source categories: 
The information is provided by ·the indiV.idual. 
Exemptions claimed for .the system: 
None. 

VSiOl 
System name: 

Industrial Per-sonnel Security ·Clearance File. 
. System location: 

Central.Facility, Defense Investigative Service, Defense Industrial 
Security·Clearance Office, PO Box 2499, Columbus, 'QH 43216.,:.2~99. 

Remote ,terminal location - NSA DIRNSA OPS ·Bldg . .3 !Room 
CIB 51, Fort Meade, MD 20755 

Categories of individuals covered by the system: 
Employees and major stockholders of government contractors and 

othe~ DoD affiliated personnel who have been jssued, now possess, 
are m, or have •been in process for personnel :security clearance 
eligibility determinations, security assurances >or N:ATO Clearance 
documents. 

Categories of records in the system: 
The automated portion may include indi~idual's name-and personal 

identifying information; date and level of security clearance ~granted; 
date and type of investigation and investigator .~gency or case 
number and loca.tion; sequential record of action; ·and :information 
necessary to facilitate the security clearance process. 

The manual portion may include the clearance application, copy of 
the investigation, record of clearance, foreign clearance .and .travel 
information; clearance processing information, adverse information 
and other internal and external correspondence and adrriiriistrati~e 
memoranda relative to the clearance. . . 

Authority for•maintenance of the system: 
DoD Directive 5015.2, September 17, 1980. 
DoD Directive 5105.42 (Defense Investigative Service (L>IS) July 

19, 1978. 
DoD Directive 5200.2, December 20, 1979. 
Executive Order 10865, February 20, 1960. 
Executive Order 10909, January 17, 1961. 
Purpose(s): · 
Records serve as a central repository on the eligibility ·aetermina­

tion of industrial personnel for access to classified information. The 
file serves as an administrative record, current record, and .repository 
for clearance related reports and information. 
· Routine .uses of records maintained in the system, includingo.catego-

ries of users and the purposes of such uses: .. 

See blanket routine· uses at ·the beginning of this ·component's 
published systems notice. 

·Policies and .practices for :storU.g, !retrieving, accessing,. retaining, and 
disposing of .records in the system: 

Storage: 
Automated records are !maintained in computer.disk packs, mag­

netic tapes, and associated data processing files .. Manual records are 
on microfiche, index cards, and hard ·copy paper records maintained 
in ftle folders. 

·Retrievability: ·. 
Records are :accessed by Social Security Number; manual records 

ma,y also 'be accessed ·by ftame . 
Safeguards: 
Specific ·colftes are .required to access t-he automated records. 

Manual illecer,ds are housed in a secur-ed -area accessible only to 
·properly .screened ·inlftividuals who have the need to know. 

Retention :and •di~posal: 
Retention is based :on the circumstances ·of the particular record. 

.Automated records are retained 62 months following employment 

.termination exc~pt DICR directed cases or cases involv!ng a cleared 
,person's death. These records are retained until the 'individual would 
,have 'been ·so :years old. Favorably manual records are destroyed 
rupon iissuance of the :Clearance. Records released in accordance with 
.the ;priivacy or FOIA Act .require .at least a 2 year records mainte­
nance. AH .cases wbicb require .adjudication are retained .for 5 years 
.fr.om date of last clearance action. Destnuction is accomplished by 
burning, .shreddin:g ;or :other means which preClude ·reconstruction: 

'System man!\gel'(s) and :address: 
Defense lnvest·i.gative ·service, Deputy Director (Industrial Securi-

l(.y~. ·,t·900 Ha:lf:St., :sw, Washington, DC 2Q3l4-l100. . 
Notification procedure: 
Information m"y be 'obtained from 'SY:SMANAGER. 
:Record :aecess :procedures: · 
,~ccess to a.ec0ras m"y 'be .@btained through the Defense 'Investiga­

tive .Service, ·Office of 'Information and :Public Affairs, 1'900 Half St . 
SW, ·washington, DC 203241 • 700., .either iin .person or by mail. For 
written .requests, full name, date and place .of birth, and social securi­
ty number ar.e necessar:y for 1retnieval of information. ·More informa­
tion may :be .required. Personal visits should be made to the Office of 
Information and ·Public Affa:irs at the address listed :abeve. A check 

· ef 1personal .identification will be required •Of :all visitors making such 
·inquiries. · 

-Contesting .record .pr{)cedures: 
The agency's r:ules .for contest·ihg contents and •appealing initial 

aeterminations m"y be obtained from the Chief, Office ·of lnforma­
:tion and •R.ublic Affairs a:t ·the.address listed ·above. 

:Record 'source categories: 
Categories of ·sources of "records, subjects ·of inv.estigations, records 

•af other DdD activities and co~ponents, .feder.al, state, county, :and 
municipal records, em,pk)yment -records of private business and .indus­
trial firms, :eaucational and disc~plinary records of schools, colleges, 
universities, :technical, :and trade schoals, hospital, clinic, and other 
medical receF.as, .recOJ:ds of commercial ,enter.prises .such :as -real estate 
~gencies, ·credit bureaus, loan :companies, credit uniens, 'bariks, · and 
other financial institutions which maintain credit information ,on indi­
viduals, transportation ·.companies, (air lines, railroads, etc:~. 

The interview of iindividuals who are thought to have knowledge 
of·the sul?ject's bac~ground :and activities. 

l'he inter,v,iew.of-.witnesses, victims, .and confidenfial :S0Urces. 
Tihe interview of ;aq')' 'indi.vjduals .deemed necessary to 'COmplete 

.the DIS ·investigation. 
!Miscellaneous directories, rosters, ~and ·cor:r.espondence. , 
Any cether !type of record deemed necessary ,to ~complete the DIS 

investigation. 
Exemptions claimed ·for the ·~ystem: 
Under the provisions :of 5 lJSC 5'52a~k)(5) of the Ptr.ivacy :Act .ef 

.1-9.74, infor:mation contained in the records which ·would 1reveal the 
iaentity of -the :sour.ce who furnished information te ·the ·government 
under an impliea or .expressed promise of .confidentiality -is exempt 
from disclosure. This ·exemption will allow. the collection of informa­
.tion from ·sources who would otherwise be unwilling it0 provide 
,necessary information. · · 
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REQUESTING RECORDS 
Records are retrieved by name or by some other personal identifi­

er. It is therefore especially important for expeditious service when 
requ~sting a record that particular attention be provided to the Noti­
~catton and/or Access Procedures of the particular record system 
mvolved so as to furnish the required personal identifiers, or any· 
other pertinent personal information as may be required to locate and 
retrieve the record. · 

BLANKET ROUTINE USES 
Certain blanket 'routine uses' of the records have been established 

that are applicable to every record system maintained within the 
Department· of Defense unless specifically stated otherwise within· a 
particular record system. These additional blanket routine uses of the 
records are published below only once in the interest of simplicity, 
economy and to avoid redundancy .before the individual record 
system notices begin rather than repeating them in every individual 
record system. . 

ROUTINE USE-LAW ENFORCEMENT 
In the event that a system of records maintain.ed by this compo­

nent to carry out its functions indicates a violation or potential 
violation o~ l_aw, whether civil, criminal or regu.latory in nature, .and 
whether ansmg by general, statute or by regulation, rule or order 
issued pursuant thereto, the relevant records in the system of records 
may be referred, as a routine use, to the appropriate agency, whether 
Federal, state, local, or foreign, charged with the responsibility of 
investigating or prosecuting such violation or charged with enforcing 
or implementing the statute, rule, regulation or order issued pursuant 
thereto. . · 

ROUTINE USE-DISCLOSURE WHEN 
REQUESJ'ING INFORMATION 

A record from a system of records maintained by this component 
may be disclosed as a routine use to a Federal, state, or local agency 
maintaining civil, criminal, or other relevant enforcement information 
or other pertinent information, such as current licenses, if necessary 
to obtain information relevant to a component decision concerning 
the hiring or retention of an employee, the issuance of a security 
clearance, the letting of a contract, or the issuance of a license, grant 
or o~her benefit. 

ROUTINE USE-DISCLOSURE OF REQUESTED 
INFORMATION 

A record from a system of records maintained by this component 
may be disclosed to a Federal agency, in response to its request, in 
connection with the hiring or retention. of an employee, the issuance 
of a security clearance, the reporting of an investigation of an em­
ployee, the letting of a contract, or the issuance of a license, grant or 
other benefit by the requesting agency, to the extent that the infor­
mation is relevant and necessary to the requesting agency's decision 
(?n the matter. · 

ROUTINE USE-CONGRESSIONAL INQUIRIES 
Disclosure from a system of records maintained by this component 

may be made to a Congressional office from the record of an individ­
ual in response to an inquiry from the Congressional office made at 
the request of that individual. 

ROUTINE USE-PRIVATE ·RELIEF LEGISLATION 
Relevant information contained in all systems of-records of the 

Qepartment of Defense published on or before August 22, 1975, may 
be disclosed to the Office of Management and Budget in connectien 
with the review of private relief legislation as set forth in OMB 
Circular A-19 at any stage of the legislative coordination and clear-
ance process as set forth in that Circular. · . . · 

ROUTINE USE-DISCLOSURES REQUIRED BY 
INTERNATIONAL AGREEMENTS 

.A record from a system of records maintained by this component 
may be disclosed to foreign Jaw enforcement, security, investigatory, 
or administrative authorities in order to comply with requirements 
imposed by, or to claim rights conferred in, international agreements 
and arrangements including those regulating the stationing and status 
in foreign countries of Department of Defense military and civilian 
personnel. 

ROUTINE USE-DISCLOSURE TO STATE AND 
LOCAL TAXING AUTHORITIES 

Any information normally contained in IRS Form W-2 which is 
. maintained in a record from a system of records maintained by this 

component may be disc.losed to st~te and local taxing authorities with 
which the Secretary of the Treasury has entered into agreements 
pursuant to Title 5, U.S. Code, Sections 5516, 5517, 5520, and only to 
those state and local taxing authorities for which an employee or 
military member is or was subject to tax regardless of whether tax is 
or was withheld. This routine use is in accordance with Treasury 
Fiscal Requirements Manual Bulletin Nr. 76-07. 

ROUTINE USE - DISCLOSURE TO THE OFFICE 
OF PERSONNEL MANAGEMENT 

A record from a system of records subject to the Privacy Act and 
maintained . by this component may ·be disclosed to the Office of 
Personnel Management concerning information on pay and leave, 
benefits, retirement deductions, and any. other information necessary 
for the Office of Personnel Management to carry out its legally 

· authorized Government-wide personnel management functions and 
studies. 

ROUTINE USE-DISCLOSURE TO THE 
DEPARTMENT OF JUSTICE FOR LITIGATION 
A record from a system of records maintained by this component 

may be disClosed as a routine use to any component of the Depart­
ment of Justice for the purpose of representing the Department of 
Defense, or any officer, employee or member of the Department in 
pending or potential litigation to which the record is pertinent. 

ROUTINE USE-DISCLOSURE TO MILITARY 
BANKING FACILITIES OVERSEAS 

Information as to current military addresses and assignments may 
be provided to military banking facilities who provide banking serv­
ices overseas and who are reimbursed by the Government for certain 
checking and loan losses. For personnel separated, discharged, or 
retired from the Armed Forces, information as to last knowri residen­
tial or home of record address may be provided to the military 
banking facility upon certification. by a banking facility officer that 
the facility has a returned or dishonored check negotiated by the 
individual or the individual has defaulted on a loan and that if 
restitution is not made by the individual, the U.S. Government will 
be liable for the losses the facility may incur. · 

ROUTINE USE-DISCLOSURE OF INFORMATION 
TO THE GENERAL SERVICES ADMINISTRATION 

(GSA)· .. 
A record from a system of records maintained by this component 

may be disclosed as a routine use to the General Services Adminis­
tration (GSA) for the purpose of records management inspections 
conducted under authority of 44 U.S.C. 2904 and 2906. 

ROUTINE USE-DISCLOSURE OF INFORMATION 
TO THE NATIONAL ARCHIVES AND RECORDS 

ADMINISTRATION (NARA) 
A record from a system of records maintained by this component 

may be disclosed as a routine use to the National Archives and 
Records Administratiol) (NARA) for the purpose of records manage­
ment inspections conducted under authority of 44 U.S.C. 2904 and 
2906. 

ROUTINE USE-DISCLOSURE TO THE MERIT 
SYSTEMS PROTECTION BOARD 

A record from a system of records' maintained by this component 
may be disclosed as a routine use to tlie Merit Systems Protection 
Board, including the Office of·the Special Counsel for. the purpose of 
litigation, including administrative proceedings, appeals, special stud­
ies of the civil service and other merit ·systems, review of OPM or 
component rules and regulations, investigation of alleged or possible 
prohibited personnel practices; including administrative proceedings 
involving any individual subject of a DoD investigation, and such 
other functions, promulgated iri 5 U.S.C 1205 and '1206, or as may be 
authorized by law. · 

ROUTINE USE-COUNTERINTELLIGENCE 
PURPOSES 

A record from a system' of records maintained by this component 
may be disclosed as a routine use outside the DoD or the U.S. 
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9'overnment for the purpose of counterintelligence activitie~ author­
Ized by U.S. Law or Executive Order or for the purpose of enforcing 
laws which protect the national security of the United States. 

WUSUOl 
System name: 

Uniformed Services University of the Health Sciences ·(USUHS) 
Personnel Files. 

System location: 
· Personnel record files will be maintained at the USUHS · Civilian 

Personnel Directorate, and Directorate, Military Personnel, 4301 
Jones Bridge Road, Bethesda, Maryland 20814-4799. Copies ·of SF 
171 's and curriculum vitae's . of applicants and employees will be 
maintained in the Civilian Personnel Directorate .by the Dean of the 
School of Medicine, and py the Department Chairperson, having a 
need for the i~formation. Limited. hardcopy information files are 
maintained ;;tt the USUHS .Military Personnel office. A supplemental 
file consisting of summary data on each civilian employee will be 
stored in the computer at Bolling Air Force Base (AFB), Washing­
ton,· DC 20332; for military personnel assigned to USUHS; at Wal­
tiral Center (WRAMC) Miljtary Perso) Military Personnel office, 
National Naval Medical Center (NNMC) Military Personnel office, 
Andrews Air Force Base (AFB) consolidated ba~e personnel office 
and at the Public Health Service (PHS) personnel office, Administra­
tive Support Section, Parklawn Building, Rockville, MD 20850. 
Home phone numbers of key personnel will be provided to other key 
personnel, and those of students to other students on a need-to-know 
basis, and only with the express permission of the individual con­
cerned, for an emergency call system. Biographical information on 
students to be maintained in the Military Personnel office. · 

Categories of individuals covered by the 'system: 
Records will be maintained on all personnel assigned to .USUHS 

full-time and part-time. 
Categories of records in the system: 
The type of information which will oe maintain.ed on employees is 

as follows: Identity and demographic information (e.g., Social Securi­
ty Number (SSN), name, sex, address, birth date, minority status, 
etc.). Academic and experience background data consisting of: (1) 
Schools attended; (2) Degrees earned; (3) Work experience, awards, 
etc.; (4) Letters of reference, performance evaluations, etc.; (5) Time 
and attendance cards; and (6) Biographical data file. 

Authority for maintenance of the system: 
Title 10, United States Code, Section 136. 
Purpose(s): 
The system . will consolidate into one standard system, personnel 

management on all assigned personnel from all military departments. 
The information kept will be used for documenting the work experi­
ence of applicants and USUHS personnel and for notification of key 
personnel in case of emergency during nonworking hours. It will also 
be used for management training and accountability of military per­
sonnel assigned to USUHS. Biographical data file will be used for 
providing background information on USUHS students to lecturers. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · 

See Office of the Secretary of Defense (OSD) Blanket Routine 
Uses at the head of this Component's published system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: . 
Material stored in file folders af USUHS, supported by automated 

copies of pertinent data of each employee's folder which are main­
tained on magnetic tape and disk at USUHS Civilian Personnel/ 
Manpower Directorate, Bethesda, MD 20014. ' 

Retrievability: 
The system will be indexed by name and Social Security (SSN). 

Also, any combination of data in ·the file can be used to select 
individual data. Only Civilian Personnel/Directorate and Comman­
dant and Director, Military personnel will be provided with the 
password that allows access to the data, and those individuals are 
authorized access to all data in the file. Records will be available to: 
The individual concerned; employees of USUHS on a need-to-know 
basis; other agencies of the Government to satisfy requests for rou­
tine reports. 

Safeguards: 
The automated system is operated by USUHS Civiliim Personnel, 

Directorate Personnel, Military Personnel Directorate (for military 

files only), Commandant and Assistant Comll)andant,and only those 
personnel will be. given the password' and user identification informa­
tion needed· to access· the computer system. Those persons are au­
thorized' access to need-to-know files only as determined by the 
Director of Military Personnel and Commandant. While the file is 
primarily indexed on Social Security Number· (SSN), and name, any 
combination of fields and data within fields can be used to select the 
individual records. Only the Director, Military Personnel will have 
the ability to add, change, delete or reproduce a hard copy of. any 
data in the military files. 

Retention and disposal: 
Indefinite files that are retained. while the individual is employed 

and then retired. 
System manager(s) and address: 
The·Director, Civilian Personnel, will be the:custodian for Ci'vilian 

Personnel files (business address 4301 Jones Bridge Road, Bethesda, 
Maryland 20814-4799 telephone: (202) 295-3412)). The Director, Mili­
tary Personnel will be the custodian for Military Personnel files 
(business address: 4301 Jones Bridge Road, Bethesda, Maryland 
20814-4799, telephone: (202) 295-3086)). 

Notification procedure: 
Inquiries regarding the personnel files should be directed to the 

System Manager: 
Record access procedures: 
Information on the procedures for gaining. access to and contesting 

records will be furnished each employee by the. Person·nel Office 
upon entry into duty with USUHS. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the· individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc­
tion No. 81. 

Record source categories: 
Information contained in the file is furnished }?y the employees, 

supervisors and references supplied by the employees .. 
Exemptions claimed for the system: 
None. 

WUSU02 
System name: 

Uniformed Services University of the Health Sciences (USUHS) 
Payroll System. 

System location: 
Central files are maintained at Bolling Air Force Base Accounting 

and Finance Office, Civilian Pay Branch: Satellite file maintained at · 
USUHS Administrative Office at 4301 Jones Bridge Road, Bethesda, 
Maryland 20014. · 

Categories of individuals covered by the system: 
All civilian personnel paid by the USUHS. · 
Categories of records in the system: 
Information contained in the systems includes: Name, SSAN, Pay 

Grade, Number of Withholding Exemptions, Gross and Net Pay, 
Other Earnings and Leave Information (including Time and Attend­
ance Records). 

Authority for maintenance of the system: 
Title 10, United States Code, Section 136. 
Purpose(s): . 
To be· used by USUHS officials and employees to produce data for 

budget purposes and as backup information for audits. 
Routine uses' of records maintained in the system, including catego­

ries of users and the purposes. of such uses: 
See Office of th~ Secretary of Defense (OSD) B•anket Routine 

Uses at the head of this Component's published system noticc;:s .. 
Policies and practices for storing, retrieving, accessing, retaining, and 

dispos.ng of records in the system: 
Storage: 
The information will be stored as computer printout. 
Retrievability: 

. The system will be indexed by name. 
Safeguards: 
The information will be available for personnel< in the Civilian 

Personnel/Manpower. Directorate of the USUHS · or othe~ per~onnel 
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who have ·.a def!Jonstrated n~ed to know, e:g., auditors, Congress, etc. 
The matenal will be stored m metal file containers. · 

Retention and disposal:' 
~~e records will be m~intained for one year and then destroyed by 
~~ ' . ' ' 

System manager(s) and address: 
. The r~sponsible of!ic;i~t1 in the USUHS for the Civilian Pay sy·stem 
ts the Dtrector of Ctvtltan Personnel/Manpower, 430 I Jones Bridge 
Road, Bethesda, Maryland 20014. Telephone: 202-295-3379. 

Notification procedure: 
Any inquiries should be directed to the Civilian Personnel/Man­

power Directorate at the above address. 
Record access procedures: 

. Information may be accessed in person at the above address. Re­
quests for change to the information must. be made in writing at the 
above address~ · 

Contesting record. pro~edures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc-
tion No. 81. . . . . . 

Record source categories: 
Computerized pay records from Bolling Air Force Base Account-

ing and Finance Office. · 
Exemptions claim~ for the system: 
None. 

WUSU03 
System name: . 

Uniformed Services University o.f the Health Sciences (US:UHS) 
Student Record System. · 

System location: 
The file will be maintained in the Registrar's Office, USUHS, 4301 

Jones Bridge Road, Bethesda, Maryland 20014. Supplemental files 
consisting of student evaluation forms, grades, and course examina­
tions pertaining to their Department will be maintaiued in each 
department by department chairperson, as well as in the Registrar's 
office. 

Categories of individuals covered by the system: 
Records will be maintained on all students who matriculate to· the 

University. . 
Categories of records in the 'system: 
Grade reports and instructor evaluations of performance/achieve­

ment; transcripts summarizing by course title, grade, and credit 
hours; records of awards, hoqors, or distinctions earned by students; 
and data carried forward from the Ap'plicant File System, which' 
includes records containing personal data e.g., name, rank, SociaJ 
Security Number (SSN), undergraduate school, academic degree(s); 
current addresses, course grades, and grade point average from un­
dergraduate work and other information as furnished by non-Govern­
ment agencies such as the American Medical College Admission 
Service which certifies all information prior to being submitted to the 
University. · 

Authority for maintenance. of the system: 
Pub. L. 92-426, Ch 104, Section 2114. 
Purpose(s): 
Data is used for recording internships,. residencies, types of assign­

ment and other career performance data on USUHS graduates; pro­
viding academic data to each student upon request, e.g:, transcripts, 
individual course grades, grade point average, etc.; providing aca­
demic data within the .Uniformed Services University of the Health 
Sciences for official use only purposes.; and providing data to the 
respective Surgeon General when a specific and authorized nee~ 
requires it. · · · 

Routine uses of records mai_,t~ned in the system, including catego­
ries of users and the purposes of such uses: 

Academic data· may be provided to .other educational institutions 
upon the written request of a student. For other external uses, see 
Uniformed Services University of the Health Sciences (USUHS) 
Blanket Routine Uses at the head of this Component's published 
system notices. . 

Policies and practices for storing, retrieving, accessing,' retaining, and 
disposing of records in the system: · · 

Storage: 
Paper records in file folders are ·stored at USUHS: supported by 

automated copies of subsets of each student's folder, which are main-

tairied on magnetic tape and disk at ;fhe Office 10f ·the R:egistr.ar, 
USUHS. 

Retrievability: 
The system will be indexed by name and Social Security (SSN). 

Also, any combination of data can be <used to select individual 
records. Only personnel in the Office of :the iRegistrar will :be W:ith 
the password that allows access to the data, :and those individuals <are 
authorized access to all data ·in the file. 

Safeguards: 
The computer facility at the USUHS is operated· by the omce of 

the Registrar. The tapes and hard copies of material are secured in 
government-approved security containers constructed of four~hour 
heat-resistant steel material. The physical location of the computer 
hardware, disks, and printer are located to the extreme rear of the 
room with access. being blocked by a large counter staffed by two 
office personnel. All access to the computers in the Office of the 
Registrar is via user identification and sign-on password. Computer 
software ensures that only properly identified users can access the 
Privacy Act files on this system.- Passwords are changed semiannual­
ly, or ~pon departure of any person knowing the pas.sword. 

Retention and disposal: 
. Records will.be ~aintained permanently. 

System manager(s) and address: 
The Registrar, USUHS, 4301 Jones Bridge Road, Bethesda, Mary­

land· 20014. 
Notification· procedure: 
Information may be obtained from: USUHS Registrar's Office, 

4301 Jones Bridge Road, Bethesda, Maryland 20014 Telephone: 202-
29~319~ . 

Record access procedures: 
' Requests to review individual student's records may be made by 

telephone or visit the Registrar's Office, USUHS, 4301 Jones ~ridge 
Road, Bethesda, Maryland 20014 .. Written requests should include 
name, Social Security Number. (SSN) and dates attended. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc­
tion No. 81. 

Record source categories: 
Information is furnished by instructor personnel, the individual 

concerned; the National Board of Medical Examiners; and the Appli­
cant File System. 

Exemptions claimed for the system: 
.. None. 

WUSU04 
System name:. 

Uniformed Services University of the Health Sciences (USUHS) 
Applicant Record System. 

System location: 
A central applicant record file· will be maintained at the USUHS, 

Admission Office, 4301 Jones Bridge Road, Bethesda, Maryland 
20014. A supplemental file consisting of summary data on each appli­
cant to be derived from data collected in the central file, will be 
stored on magnetic tape and maintained at the Pentagon Computer 
Center, Washington, DC. 

Categories of individuals covered by the system: 
Records will be maintained on all individuals applying for admis-

sion, . 
Categories of records in the system: 
Identity and demographic information (e.g., SSAN, name, sex, 

minority status, address, birth date, citzenship, etc.); Academic and 
aptitudinal background data consisting of: (1) Schools attended, (2) 
Degrees earned, (3) GPA for college and. graduate work, (4) Course 
hours completed jn college and graduate school, (5) Medical College 
Admission Test scores and percentiles; .information regarding work 
experience, socio-economic background, hobbies, extracurricular in­
volvements in college community/service activities, honors and 
awards achieved, and profes~ional and/or societal contributions; 
Letter of references; biographies; personal statements (autobiograph­
ical in nature) service preference statement; interview evaluations; 
test results and personality inventory scores on instruments ·Used to 
assess noncognitive potential and aptitude; official college transcripts 
and health data. Unsolicited information provided by applicants will 
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also normally: be retained; when such: i'nformation: pertains to' the: 
matters. described. abov.e. 

Authol'ify for mamtenance· of{ tile' system:: 
Pub: L. 92A26; Ch· W4,. Sectien\ 21' 14·: 
Pur.pose~s)': 

T<!>l be~ used' by officials: and personnel. of the USl:JHS fon· selecting· 
students: and• conducting studies. efi· the· selection process. 

Routine: uses; of.: records: maintained·: in, the system~. including· categ9• · 
ries of: users: and the purposes' ofi: sucli•. uses: 

See Office of tlie· Secretarw of' Defense (OSD) Blanket Routine 
Uses-at the head ofl'tfiis· Component's published system notices. 

Policies· and· practices for· storing, retrieving, accessing, retaining,o and' 
disposiilg;of'records in the'system:: · . . 

Storage: 
l?aper records iri file folders· and magnetic tape. 
Retrievability:. 
The central file· will be indexed by name. The computer file will be 

sequenced by SSAN, with data retrievable by any single or combina­
tion of variables stored, e,g., sex, minority. status, ranking by academ­
ic performance,. ranking by test achievement, state of residence, col­
lege attended, etc. 

Safeguards: 
All material will be maintained in metal rotary. files in a securable . 

office; the satellite file on disks, securable stored at the Pentagon 
Computer Center. 

~etention and disposal: · 
Records of applicants whp matriculate to the school will be con­

verted to students records and maintained permanently. Records of 
applicants who do not matriculate will be retained for five years and 
then destroyed by burning. Portions of the record may be retained. 

. on magnetic tape for longer periods. 
. System manager(s) and address: 
The USUHS officer who will be responsible for the Applicant 

Record System is the Assistant Dean for Academic Support (business 
address: 4301 Jones Bridge Road, Bethesda, Maryland 22014). 
. Notification procedure: 

Inquiries regarding the system should be directed to the Assistant 
·Dean for Academic Support, 4301 Jones Bridge Road, Bethesda, 
Maryland 20014. Telephone: 202-295-3101. 

Record access procedures: 
Requests for access for an individual's file should be made by 

either writing or calling the Assistant Dean for Academic Support. 
For written· requests the information should contain the full name of 
the individual, current address and telephone number. 

Contesting record procedures: 
The Agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc­
tion No. 81. 

Record source categories: . 
The bulk of the information in the system will be furnished. by the 

applicants. It will be either prepared by them personally, or sut;>mit­
ted by other individuals/agencies in their behalf at their (the appli­
cants') specific request. The remaining elements of the system, the 
data not furnished by the applicants, will consist of evaluative 
records prepared and developed by admissions personnel 'Qased on 
interviews, school administered tests, and .analyses of applicant 
records. · 

Exemptions claimed for the· system: 
None. 

wusuos 
System name: 

USUHS Graduate and Continuing Medical Student Records. 
System location: 
Office of the Assistant Dean' for Graduate and Continuing Educa­

tion, Uniformed Services University of the Health Services 
(USUHS), 4301 Jones Bridge Road, Bethesda, Maryland 20814. Sup­
plementary files, consisting of student evaluation forms, grades, and 
cour~ examinations pertaining to their department, are maintained in 
each USUHS department by departmental chairpersons. 

Categories of individuals covered by the system: 
Records are maintained on all students who apply for or matricu­

late in the Graduate Education and Continuing Medical Education 
programs at the University. 

categories' of records in the system: \ 
Hrade: reports and instructor evaluations of performance/achieve­

ment;· ed'ucational records listed by course. title, grade, and credit 
hours; records of awards, honors,. or distinctions earned by students; 
and· data carried forward from the application, which includes 
records containing personal data, e.g., name, rank, social security 
number (SSN), undergraduate sch<;>ol, academic degree, current ad­
dresses; course grades, and grade point average from undergraduate 
work;. letters of recommendation; and other information as furnished 
by non-government agencies such as the Educational Testing Serv­
ice. 

Authority for maintenance of the system: 
Title 10, United States Code, Section 2114. 
Purpose(s): 
The sy~tem is used to: Record types of assignment, pr'ogr~m _p~r­

ticipation and other student performance data and participation in 
. continuing education .programs; provide academic data to each stu­
dent upon request (such as, individual course grades and grade point 
averages); provide academic data within the USUHS for official 
purposes; including use for studies of the academic process and 
previde data to the respective Department of Defense component 
Surgeon Generals when a specific and authorized need exists. 

Routine uses of records ·maintained in the system, including catego­
ries of users and the purp()ses of such uses: 

Academic data may be provided to .other educational institutions 
upon the written request of a student. Also see blanket routine uses at 
the beginning of the USUHS listing of system notices. 

. Policies· and practices for storing, retrieving, accessing, retaining~, and 
disposing of records in the system: 

Storage: .. . 
'Paper records in file folders are stored at Unifor'med Services 

University of the Health Services (USUHS). These are supported by 
automated copies of subsets of e_ach student's folder, which are main­
tained on magnetic tapes and disk at the Office of Computer Oper­
ations, USUHS, Bethesda, Maryland 208~4. 

Retrievability: 
The system is indexed by name· and social security number (SSN). 

Also, any combination of data in the file can be used. to select 
individual records. Only personnel in the Office of the Assistant 
Dean for Graduate and Continuing Education, USUHS, with an 
official need for the data are provided with the password that allows 
access. · 

Safeguards: 
The files are maintained in secured file cabinets located in a limited 

access area of the University. The computer hardware, disks, tapes 
and other materials are secured in locked cabinets· in a controlled and 
guarded area. Computer access is via controlled dial-in and is pass­
word controlled. Passwords are changed semiannually, or upon the 
departure of any person knowing the password. The automated 
system is operated by Office of Computer Operat~ons, USUHS, and 
only personnel with an official need to know are given the password 
and user identification information needed to access the computer 
system. While the file is primarily indexed by social security number 
(SSN) and name, any combination of fields and data can be used to 
select individual records. 

Retention and disposal: 
Records ori disenrolled and nonselected individuals are maintained 

for three years. Records on matriculated students are maintained 
permanently. 

System manager(s) and address: 
The Assistant Dean for Graduate and Continuing Education, 

U:SUHS, 4301 Jones Bridge Road, Bethesda, Maryland 20814. 
Notification procedure: 
Information may be obtained from: Assistant· Dean for G~aduate 

and Continuing Education, USUHS, 4301 Jones Bridge Road, Be­
thesd~,. Maryland 20814. Telephone: 202/295-3106. • 

Record access procedures: 
Requests to review individual students' records should be made in 

writing. to the Office of the Assistant Dean for Graduate and Con­
tinuing Education, USUHS, 4301 Jones Bridge Road, Bethesda, 
Maryland 20814 .. Written requests must include name, social security 
number and dates of attendance or application. 

Contesting record procedures: 
The rules for access to records and for contesting contents and 

appealing initial determination by the individual concerned are con-
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tained in 32 CFR part 286b (See. also OSD Administrative. Instruc-
tion N umt;>er 81 ). . · . . _ . 

Record source categories: · · . 
Information is furjtished by the individual con'cerned;· instructor 

personnel; the Graduate Records Examination; 'the application for 
admission ·and registration material for continuing medical education 
courses; the applicable department;: the USUHS· Graduate Commit­
tee; and _the Office of the Assistant Dean for Graduate and Continu-
ing Education, USUHS. · ·, 

Exemptions claimed for the system: 
None. 

WUSU06 ._ 
System name: 

l.JSY:tiS Family Practice Medical Records .. , 
:System location: . · 
Student Health Clinic,: Uniformed. Services University of the· 

Health -Sciences (USUHS),. 4301 Jones 'Bridge Road, Bethesda, Mary­
land 20814. 

Categories of individuals ·covered by ·the system: 
Records will. be maintajn~d- on medical . students, military retiree~, 

military. active duty personnel and their dependents. 
Categories of records in the system: ' 
Medical charts, results of laboratory t~sts; physical exami~ations, 

patients' medical histories. - · 
Authority for maintenance of the' system: 
Title 10, United States Code, Sections 133, 1071 throu,gh · 1087, 

2114, '5031, and 8012 and Executive Order 9397. 
Purpose(s): 
Physicians and nurses use the medical charts in the diag~osis and 

treatment of'patients and for studies of disease. Medical charts con­
tain results of laboratory tests, medical examinations, and patients' 
medical histories. Medical clerks file, retrieve and keep' the records 
up to -date by adding ne·w material when appropriate,. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: . 

See. Office of the Secretary of Defense (OSD) Blanket ·Routine 
Uses at the head of this C0mponent's published system notices. 

Policies· an'd practices for storing, retrievi~g, accessing, retaining, and 
disposing of records in the system: · · · · 

Storage: 
Medical records are stored in folders. 
Retrievability: 
Medical records :are filed by Social Security Number. 
Safeguards:. · · · 
Records are maintained in metal ·file cabinets which are kept 

locked when not in use. The cabinets· are stored in a controlled area. 
Retention and disposal: 
Files are retained uritil departure of patient; and then are given to 

the patient. · ' 
System manager(s) and address: 
Chairman, Department of Family Practice, Uniformed Services 

University of the Health Sciences, 4301 Jones -Bridge Road, Bethes­
da, Maryland 20814. 

Notification procedure: 
· Records are mainta~ned only on i~di~iduals who seek treatment. 
Contact system manager for notification procedures. 

Record access procedures: 
Information as to exact access procedures may be obtained from 

the System. Manager, The· rules. for record access are in accordance 
with Air Force Regulation 168-4, 'Administration of Medical Activi­
ties, Patient Administration,' Chapter 12, 'Outpatient Records.' 

Contesting .record procedur~s: 
The rules for Gontesting may be obtained fr'om the Sy~tem _Manag­

er. These rules are in accordance with Air Force Regulation' 168-4, 
Chapter 12. 

ReCOrd source ·categories: '· 
Patient, doctors, other medi~al professionals' and test n~s~lts. 

.· . Exemptions claimed foi the system:' . : I ' . 

No~e. 
WUSU07 

System name: 
· USUHS Grievance Records. 

System location: ,•·:: 
Civilian Personnel/Manpower Directorate, Uniformed Services 

University of the Health Science (USUHS), Department of Defense, 
Bethesda, Maryland 20814. 

Categories of individuals covered by the system: 
Current or former Federal employees who liave submitted griev­

ances in accordance with Title 5, United States Code Sections 2302 
and 7121. 

Categories of records in the system: 
The system :contains re~ords relating to grievances filed by 

USUHS employees under 5 · U:S.C. 2302 and 5 U.S.C. 7121. These 
case files contain all documents related to the ·alleged grievance, 
including statements of witnesses, reports of interviews and hearings, 
examiners findings and recommendations, a copy of the original and 
final decisions, and related correspondence and exhi~its. 

Authority for maintenance of the system: 
Title 5, United States Code Sections 2302 and 7121. 
·Purpose(s): 

· This information is· used by the USUHS in the creatio~ and mainte­
nance Of •records of ·summary descriptive statistics. and analytical 
studies in support of the function for which the records are collected 
and maintained and for related work force studies. While published 
statistics and studies. do not contain individual identifiers, in some 
instances the selection •of elements is such that individuals could be 
identified by reference. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses:. 

These records and information in these records are used: 
a. To disclose pertinent information to the: appropriate Federal, 

state, or local agency responsible for investigating; prosecuting, en­
forcing, or implementing a statute, rule, regulation, or order, when-. 
there are indications of a violation or potential violation of civil law, 
criminal law or regulation. 

b. To disclose information to any source from which additional 
inform'ation is requested in the course of processing a grievance, to 
the extent necessary to identify the individual, inform the source pf 
the purpose(s) of the request, and identify the type of information 
requested. . . . 

c. To disclose information to a Federal- agency, in response to. its 
request, in connection with the hiring or retention of an employee; a 
security clearance; the conducting of a security or suitability investi­
gation of an individual; the. ·classifying of· jobs; ·the letting of a 
contract, or the issuance of a license, grant, or other benefit by the 
requesting agency, to the 'extent that· the information i& relevant and 
necessary to requesting 'the Agency's decision on the_ matter. · 

d. To provide information to a 'Congressional office from the 
record of an individual, in response to ·a Congressional inquiry made 
at the request of that individual. 

e. To .disclose information to another Federal Agency or to a court 
when the Government is party to a judicial proceeding. 

f. By the National Archives and Records Administration in records 
management inspections conducted under authorjty of Title 44 
United States Code Section 2906. . 

g. To disClose information to officials of the Merit Systems Protec­
tion Board, including the Office of the SpeCial Counsel; the Federal 
Labor Relations Authority;· and the Equal Employment Opportunity 
Commission, when requested in conjunction· with their official activi-
ties. ·. · . ' · 

h. To disClose in response to a discovery motion o( for appearance 
of ·a witness, information that is relevant to the subject matter in­
volved in a pending judicial or administrative proceeding. 

i. To provide information to officials- of labor organizations reorga­
nized under the Civil Service Reform Act when relevant and neces­
sary to their duties, exclusive representation concerning personnel 
policies, practices, and matters affecting work conditions. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: . 
Paper records are maint~ined iri file folders. 

· ·Retrievability: ' 
These records are retrieved by the names of the ·individuals about 

whom the records are maintained. · 
Safeguards: · 
Records are maintained in locked file cabinets, with access restrict­

ed to authorized USUHS employees who have a demonstrated need-
to-know. · · 

Retention and disposal: 
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Records are disposed of three years after closing of the case. 
Disposal is by shredding or burning. 

System manager(s) and address: 
Director, Civilian Personnel/Manpower, Uniformed Services Uni­

versity of the Health Sciences, 4301 Jones Bridge Road, Bethesda, 
Maryland 20814. Telephone: 202/295-3195. 

Notification procedure: 
Information may be obtained from the System Manager. 
Record access procedures: 
Information to access procedures may be obtained from the System 

Manager. · . · 
Contesting record procedures: . 

. The Agency's rules for contesting contents and ·appealing initial 
determination by the individual concerned are contained in 32 CFR 
part 286b (See also OSD Administrative Instruction No. 81). 

Record source categories: 
Information in this system of records is obtained from: 
a. The individual on whom the record is maintained. 
b. Testimony of witnesses. 
c. Agency officials, and 
d. Related correspondence from organizations or persons. 
Exemptions claimed for the system: 
None. 

WUSU08 
System name: 

USUHS Radiation Safety Training Records. 
System location: 
Department of Environmental Health and Occupational Safety, 

Uniformed Services University of the Health Sciences (USUHS), 
4301 Jones Bridge Road, Bethesda, Maryland 20814-4799 

Categories of individuals covered by the system: 
Records will be maintained on University personnel who ani as­

signed duties involving work with radioactive material, or whose 
duties may require them to frequently enter work areas in which 
radioactive materials are used or stored. 

Categories of records in the system: 
Information in the system includes name, department, name of 

principal investigator, authorization number, date of initial briefing, 
date of last training, and date dosimeter issued (if applicable). 

Authority for maintenance of the system: 
10. U.S.C. 2112; 10 CFR part 20; NAVMED P-5055, U.S. Nuclear 

Regulatory Commission (NRC) Materials License 19-23344-01. 
Purpose(s): 
The Radiation ·Safety Officer and his/her staff maintain the com­

puter data base system. It is used to record information concerning 
the individual's training in radiation safety. This information is also 
transcribed for inclusion in the individuals dosimetry records. The 
Radiation Safety Committee of the University may review such 
records as are relevant to their determinations of an individual's 
qualification and/or expertise in using radioactive materials. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

Records may be reviewed by U.S. Nuclear Regulatory Commis­
sion (NRC) as part of their on-going administration of the Materials 
License, and by the Radiation Safety Committee or the Radiation 
Safety Officer and his/her staff to review an individual's qualifica­
tions and/or expertise in conducting experiments using radioiodine 
compounds. 

See also the existing 'blanket routine uses' set forth at the begin­
ning of the Uniformed Services University of Health Sciences 
(USUHS) record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Records are stored in the University's main computer. 
Retrievability: 
Records are accessed by name, department, or data fields. 
Safeguards: 
Records in the data base may be accessed only by EHS staff 

members whq have been granted access to the University computer. 
Retention and disposal: 
Records are kept permanently on file. 
System manager(s) and address: 

·Dosimetry Manager, Department .of Environmental Health and 
Occupational Safety, Uniformed Services University of Health Sci­
ences, 4301 Jones Bridge Road, Bethesda, Maryland 20814-4799. 

Notification procedure: 
Inquiries regarding· the records should be directed to the System 

Manager. 
Record access procedures: 
Information on the obtaining access to and contesting records will 

be furnished upon request by the System Manager. ' 
Contesting record procedures: 
Individuals may contest any information maintained in the record 

system by submitting their request in writing to the System Manager. 
The agency's rules for access to records and for contesting contents 
and appealing initial determinations by the individual concerned· are 
contained in OSD Administrative Instruction No. 81 (32 CFR part 
286b). 

Record source categories: 
Individual, previous employers, training attendance records. 
Exemptions claimed for the system: 
None. 

WUSU09 
System name: 

USUHS Grants Managements Information System (Protocols/ 
Grants). 

System location: 
The primary system will be located at Computer Operations, Uni­

formed Services University of the Health Sciences (USUHS), 4301 
Jones Bridge Road, Bethesda, Maryland 20814-4799. Decentralized 
segments will be maintained by the department chairpersons of Anat­
omy, Anesthesiology, Biochemistry, Dermatology, Military Medi­
cine, Family Practice, Medical Psychology, Medicine, Microbiology 
Surgery, Neurology, Obstetrics/Gynecology, Pathology, Pediatrics, 
Pharmacology, Physiology, Preventive Medicine and Biometrics, 
Psychiatry, and Radiology, 4301 Jones Bridge Road, Bethesda, 
Mary land 20814-4 799. 

Categories of individuals covered by the system: 
Research proposals of grant requestors; in addition research 

records will be maintained on military active duty, retired, their 
dependents, civilians, and volunteers who have signed an appropriate 
consent form for a particular research project(s). 

Categories of records in the system: 
Grant proposals and protocols; statistical data, results of laboratory 

experiments, research subjects' medical history including pathological . 
results and standard behavioral tests. 

Authority for maintenance of the system: 
Pub. L. 92-426, CH. 104, Section 2113; 10 U.S.C. 2113 
Purpose(s): 
Research faculty. and staff use the research records as a data base 

for the analysis or' experimental data. Research records contain the 
results of laboratory experiments, research subjects' medical histories, 
and statistical data including pathological and standard behavorial 
tests, and are used as submission to research proposals. Summary 
statistics on the research records are maintained by faculty/staff and 
updated when appropriate. Study and summary statistics are pub­
lished without individual identifiers, but in some instances the selec­
tion of elements is such that individuals could be identified by refer­
ence. This data is given to collaborators and is sometime used for 
clinical evaluation of the patient. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

See Uniformed Services University of the Health Science 
(USUHS) 'Blanket Routine Uses' set forth at the beginning of agen­
cy's listing of published record system notices. 

Policies and practices for stor,ing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Research records are stored in folders, on mainframe computer 

disks, and on microcomputer floppy disks.· 
Retrievability: 
Research records may be retrieved by subject name, date experi­

mental procedure occurred, date analysis of experiments was per­
formed, experimental case number, collaborator name and a study 
name. 

Safeguards: 
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Computer hardware, disks and folders are stored. in a controlled 
area, and· are accessible only by· password, whiCh is changed at 
random intervals. · 

Retention and disposal: 
Records are retained until studies are completed. or.until no further 

information can be utilized from this material. However, all studies 
involving human volunteers will be maintained (or, five years. If the 
study involves a minor(s), the record will be kept until the individual 
is age 18 plus· five years. · ' . 

System manager(s) and address: 
Director, Grants Management, Uniformed Services University of 

the Health Sciences, 4301 Jones Bridge Road, Bethesda, Maryland 
20814-4 799. 

Notification procedure: 
Inquiries regarding the records should be directed to the system 

manager. · · 
Record access procedures: 
Information as to exact procedure for gaining access may be ob­

tained from· the System Manager. Address requests t9 Record Ad­
ministrator, Uniformed Services University of the Health Sciences 
(USUHS/Adm), 4301 Jones Bridge Road, Bethesda, Maryland 20814-
4799. 

Contesting record procedures: 
The agency's rules for access to records and fo~ contesting con­

tents and appealing determinations by the individual concerned are 
contained in OSD Administrative Instruction No. 81 (32 CFR part 
286b). 

Record source .categories: 
Patients, normal subject volunteers, research collaborators and ex-

perimental results. · · 
Exemptions claimed for the· system: · 
None. · 

WUSUlO 
System name: 

USUHS Thyroid Bioassay Records. 
System location: 
Department of Environmental Health and Occupational Safety, 

Uniformed Services University of Health Sciences (USUHS), 4301 
Jones Bridge Road, Bethesda, Maryland 20814-4799. 

Categories of individuals covered by the system: , 
Records will be maintained on laboratory workers who use ra­

dioiodire compounds. 
Categories of records in the system: 
Information in the system includes name, SSAN, department, date 

of bioassay, results of the individual's thyroid bioassay counts and the 
purpose for each assay. 

Authority for maintenance of the system: 
10 US. C. 2113; 10 CFR part 19; NA VMED P-5055, U.S. Nuclear 

Regulatory Commission (NRC) Materials License 19-23344:01. 
Purpose(s): 
The Radiation Safety Officer and his/her staff use the results in 

determining possible uptake of radioiodine compounds by the body 
resulting from overexposure to the compounds, and in detecting 
trends which mark the uptake and elimination by .the body of such 
compounds. The results of each assay are also transcribed by Radi­
ation Safety Personnel for inclusion on an addendum 41, 'Record of 
Exposure to Ionizing Rad to Ionizing Radiation.' The Radiation 
Safety Committee of the University may review such records as are 
relevant to their determinations of an individual's qualifications and/ 
or expertise in conducting experiments us.ing radioiodine compounds. 

Routine uses of records maintained in the system, including catego-
ries of users and the purposes of such uses: · · 

'Records may be reviewed by U.S. Nuclear Regulatory Commis­
sion (NRC).as part of their on-going administration of the Materials 
License, and by the Radiation Safety Committee or the Radiation 
Safety Officer and his/her staff to review an individual's qualifica­
tions and/or expertise in conducting experiments. using radioiodine 
compounds. · ' ·. 

See also the existing 'blanket routine uses' set forth at the begm- . 
ning of the Uniformed Services University of Health Sciences 
(USUHS) record system notices. . 

Policies and practices for storing, retrieving, accessing, retaining, a~d 
disposing of records in the system: . 
·Storage: 

Records are stored on floppy diskettes. 

Retrievability: 
Records are accessed by Date of Assay, Name, SSN, or Depart­

ment. 
Safeguards: • . 
Records are stored in a controlled area which is kept locked when 

not in use. Back-up copies of each diskette are stored in' a locked file 
cabinet. 

Retention· and disposal: 
Records diskettes are kept permanently on file. Records may be 

forwarded to new employer with written permission of the employ .. 
ee. 

System manager(s) and address: 
Dosimetry Manager, Department of Environmental Health and 

Occupational Safety, Uniformed Services University of the Health 
Sciences, .4301 Jones Bridge Road, Bethesda, Maryland 20814-4799. 

Notification procedure: 
Inquiries regarding the records should be directed to the System 

Manager. 
Record access procedures: 
Information on the procedure for gaining access to and contesting 

records will be furnished by the Radiation Safety Officer or the 
System Manager. · 

Contesting record procedures: 
Individuals may contest any information maintained in the record 

system by submitting their request in writing to the System Manager. 
The agency's rules for access to records and for contesting contents 
and appealing initial determinations by the individual concerned are 
contained in OSD Administrative No. 81 (32 CFR part 286b). 

R~cord source categories: 
Individual and bioassay results. 
Exemptions claimed for· the system: 
None. 

WUSUll 
System name: 

USUHS Radiation Dosimetry Records. 
System location: 
D~partment of Environmental Health and Occupational Safety, 

Uniformed Services University of the Health Sciences (USUHS), 
4301 Jones Bridge Road, Bethesda, Maryland 20814-4799. 

Categories of individuals covered by the system: 
Records maintained on University personnel who are assigned 

duties in areas requiring the wearing of a radiation dosimeter. 
Categories of records in the.system: 
Information in the system includes name, SSAN, department, dates 

of employment, results of dosimeter measurements for each measure­
ment period, results of the individual's thyroid bioassays (if applica­
ble), results of the individual's tritium bioassays (if applicable), 
records obtained from individual's previous work experience involv-· 
ing radioactive materials, and records of indiv'idual's training in radi­
ation safety. 

Authority for maintenance of the system: 
10 U.S.C. 2112, 2113; to CFR part 19; 10 CFR part 20; 

NA VMED P-5055; U.S. Nuclear Regulatory Commission (NRC) 
Material License 19-23344-01. 

Purpose(s): 
The record system is used to record and file pertinent information, 

and used for determining possible exposure to radioactive materials in 
excess of allowable limits. The Radiation Safety Committee of the 
University may review such records as are relevant to their determi­
nations of an individual's qualifications and/or· expertise in using 
radioactive materials. · 

Routine uses of records ma.intained in the system, including catego­
ries of users and the purposes of such uses: 

Records may be reviewed by U.S. Nuclear Regulatory Commis­
sion (NRC) as part of their on-going administration of the Materials 
License, and by the Radiation Safety Committee or the Radiation 
Safety Officer and his/her staff to review an individual's qualifica­
tions and/or expertise in conducting experiments using radi~iodine 
compounds. Also . see Uniformed Service University of the Health 

· Sciences (USUHS) 'Blanket Routine Uses' set forth at the head of 
this agency's published record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: · 
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Storage: 
Records are stored in file folders. 
Retrievability: 
Records are accessed by name, SSAN, or department. 
Safeguards: 
Records are stored in filing cabinets which are kept locked when 

not in use. · 
RetentiQn and disposal: 
Records are kept permanently on file. Upon termination of an 

individual's employment at the University, copies of the records are 
·sent, with the employees written consent, to the gaining employer's 
Radiation Safety Officer. · 

System manager(s) and address: 
Dosimetry Manager, Department of Environmental Health and 

Occupational Safety Uniformed Services University of the Health 
Sciences, 4301 Jones· Bridge Road, Bethesda, Maryland 20814-4799. 

Notification procedure: 
Inquiries rega.rding the records should be directed to the System 

Manager. · 
Record access procedures: 
Information on the procedures for gaining access to and contesting 

records will be furnished upon request from the the System Manager. 
Contesting record procedures: 
Individuals may contest any information maintained in the r~cord 

system by submitting their request in writing to the System Manager. 
The agency's rules for access to records and for contesting con~ents 
and appealing initial determinations by the individual concerned are 
contained in OSD Administration Instruction No. 81 (32 CFR part 
286b). 

Record source categories: 
Individual, previous employers, medical records, bioassay results. 
Exemptions claimed for the system: 
None. 

WUSU12 
System name: 

USUHS Vehicle Administration Records. 
System location: 
Primary system - USUHS Computer Operations, Decentralized 

Segments - USUHS Parking Control Office. 
Categories of individuals covered by the system: 
All personnel assigned or visiting the University who park private­

ly owned vehicles at the University, including personnel who partici­
pate in USUHS carpools. 

Categories of records in the system: 
Name of individual, office symbol, office phone, office room 

number, home address, working hours, map coordination of home 
address and USUHS Form 5004, 'Certificate of Compliance - Private 
Motor Vehicle Registration. 

Authority for maintenance of the system: 
Federal Property and Administrative Services Act of 1949, 63 Stat. 

377, as amended; 10 U.S.C. 2112, 2113. 
Purpose(s): 
Used by USUHS Parking Control Office to monitor parking of 

eligible personnel at the University. The Computer Operations 
Centei' provides a printout to be used by the Parking Control Office 
of all potential carpool prospects. 

Routine uses of records maintained in the system, including catego· 
ries of users and the purposes of such uses: 

See Uniformed Services University of Health Sciences (USUHS) 
Blanket Routine Uses at the head of this Component's published 
record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Forms filed in hard copy, computer magnetic tapes, disks and 

paper printouts. 
Retrievability: 
Information is accessed and retrieved by name, home address map 

grid, permit number, tag number. The original request, USUHS 
Form 5004 is filed alphabetically by name. 

Safeguards: 

USUHS For.m 5004 is filed in the Parking Control Office, and 
access is only· on a need to know basis. The door is locked during 
non-duty hours. Computer data base in Computer Operations is 
stored in a controlled area. The ~omputer terminal can only be · 
accessed by use of closely held passwords by the Parking Control 
Office. 

Retention and disposal: 
Information is kept on assigned personnel and destroyed one year 

after they depart the University: 
·System manager(~).and address: 
Chief, Support Services Division, Uniformed Services University 

of the Health Sciences, 4301 Jones Bridge Road, Bethesda, MD 
20814-4799. 

Notification procedure: 
Inquiries regarding the records should be directed to the System 

Manager. 
· Record access procedures: 

Requests from individuals sQould be addressed to Chief, Support 
Services Division, Uniformed Services University, Department of 
Defense, 4301 Jones Bridge Road, Bethesda, MD 20814-4799. 

Contesting record procedures: 
The agency's rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
are contained in 32 CFR part 286b and OSD Administrative Instruc­
tion No. 81. 

Record source categories: 
USUHS Form 5004, 'Certificate of Compliance - Private Motor 

Vehicle Registration and Related Information Pertaining to Carpool­
ing. 

Exemptions claimed for the system: 
None. 

WUSU13 
System name: 

USUHS Civilia~ Employee Health Records. 
System location: 
Department of Environmental Health and Occupational Safety, 

Uniformed Services University of the Health Sciences (USUHS), 
4301 Jones Bridge Road, Bethesda, MD 20814-4799 

Categories of individuals .covered by the system: 
Records maintained on University civilian personnel.· 
Categories of records in the system: 
Information in the system includes name, SSAN, department, date 

of employment, physical examination results, medical ·test results, 
reports by physicians, nurses, and other medical personnel. 

Authority for maintenance of the system: 
10 U.S.C. 2112, 2113, 21 CFR part 1910, 10 CFR part 19, 10 CFR 

part ~0, NAVMED P-5055. 2112, 2113. 
Purpose(s): 
To record and file pertinent information, and use the results in 

determining possible exposure to occupational hazards in excess of 
allowable limits. The Director, EHS, and the representatives may 
review such records as are necessary to correlate exposure data and 
physical examination results. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records may be reviewed by the Occupational· Health Nurse and 
staff, the Director, EHS, and representative; and Occupational Safety 
and Health Administration (OSHA), to review an individual's possi­
ble exposure to occupational hazards in excess of allowable limits. 
See also Uniformed Services University of the Health Sciences 
(USUHS) Blanket Routine uses at the head of this Component's 
published system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Records are stored in medica:t records folders. 
Retrievability: 
Records are accessed by name, SSAN; or department. 
Safeguards: 
Records in the system may be accessed only by EHS staff mem­

bers. The file cabinets are kept locked when not in use. 
Retention and disposal: 
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Records a're kept permanently on file. Upon termination of an 
individual's employment at the University, copies of the records are 
sent, with the employee's written consent, to· the gaining employer, 
or given to the employees. 

System manager(s) and address: 
Occupational Health Nurse, Department of Environmental Health 

and Occupational Safety, Uniformed Services. University of the 
Health Sciences, 4301 Jones Bridge Road, Bethesda, MD 20814-4799. 

Notification procedure: 
Inquiries regarding the records should be addressed to the System 

Manager. 
Record access procedures: 
Address request for access to the record to the System Manager. 
Contesting record procedures: 
The agency's ·rules for access to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
are contained in OSD Administrative Instruction No. 81 (32 CFR 
piut 286b). . 

Record source categories: 
Information contained in the file is furnished by the individual, 

previous employers, physicians, physical examination results. 
· Exempt.ions claimed for the system: · 

None. 

WUSU14 
System name: 

. USUHS Occupational. Physical Examination Program. 
System location: 
Department of Environmental Health and Occupational Safety, 

Uniformed Services University of the Health Sciences,. 4301. Jones 
Bridge Road, Bethesda, MD 20814-4799 

Categories of individuals covered by the system: 
Records will be maintained on University personnel who are as.~ 

signed duties in areas requiring preplacement and/or occupational 
physical examinations, · 

Categories of records in the system: 
Information in the system includes name, SSAN, department, .date 

of·employment, date of baseline physical examination, frequency of 
examination, date examinations due, special tests required, frequency 
of special tests, date of special tests, and date !\pedal ·tests due. 

Authority for maintenance of the system: , 
10 U.S.C. 2112, 2113, ·21 CFR p~rt 1910, 10 CFR partl9, 10.CFR 

part 20, NA VMED P-5055. . . 
Purpose(s):. , .. 
The occupational health nurse and staff maintain the record system 

to record and file pertinent information and.use the results in deter­
mining possible exposure to occupation'al hazards in excess of allow­
able limits.· The Director, EHS, and representatives may review such 
records as are necessary to correlate ·exposure data and physical 
examination results. · 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: · 

Records may be' reviewed by the Occupational Health Nurse and 
staff, the Director, EHS, and representative; and the Office of Occu­
pational Safety and Health Administration (OSHA) for the purpose 
of determining exposure to occupational health hazards. See also 
Uniformed Services University of Health Sciences (USUHS) Blanket 
Routine use at tJ:te beginning· of this agency's published record system 
notices. · 

Policies and practices for storing; retrieving, accessing, retaining, and 
disposing of records· in the system: 

Storage: 
Records are stored in the University's main computer system. 
Retrievability: 
Re~ords are accessed ·by name, SSA.N, .depa~tment •. or other data 

fields. · 
Safeguards: 
Records in the data base may be accessed only by EHS staff 

members who have been granted access to the University computer. 
Retention and disposal: · · 
Records are kept permanently on file. Upon termination of an 

individual's employment at the University, copies of the records are 
sent, with the· employee's written consent, to the gaining employer. 

System manager(s) and address: 

Occupational Health Nurse, Department of Environmental Health 
and Occupational Safety, Uniformed Services University of Health 
Sciences, 4301 Jones Bridge Road, Bethesda, MD 20814-4799. 

Notification proce~ure: 
Inquiries regarding the records should be directed to the System 

Manager. 
· Record access procedures: 

Information on the procedure for gaining access to and contesting 
records will be furnished upon request from. the ~ystem Manager. 

Contesting record procedures: .. 
The agency's rules for ~cces$ to records and for contesting con­

tents and appealing initial determinations by the individual concerned 
are contained in OSD Administrative Instruction No. 81 (~2 .CFR 
part 286b). 
. Record source categorieS: : .. 

Individual, pr~~ious employers, medical records, physical examina-
tion results. · · 
. Exemptions claimed for the system: 

None. 

WUSUIS 
System name: 

USUHS Security Status Master List. 
System location: 
Security Officer,, Uniformed Services University of the Health 

Sciences (USUHS), 4301 Jones Bridge Road; Bethesda, MD 20814-
4799. . . . . 

categories of individuals covered by the system:. 
·All applic~nts for employm~nt .with USUHS; all military person!lel 

assigned, detailed or attached to USUHS; all persons hired o~ servmg 
in an advisory capacity to ~SUHS who require accc:;ss to classified 
information. ' '· 

Categories of records in the system: 
Record ·contains type of investigation, date completed, file number, 

agency which conducted investigation, investigation, security clear­
ance data information, name, SSAN, finger prints, date and place of 
birth, organizational assignment, dates interim and final clearances 
issued, position sensitivity and 'related· data. 

Authority for mainten~nce of the system: 
10 U.S.C. ilf2, 2113, 44 U.S.C. 2904, 3102; 5 U.S.C. 7531 through 

7533; Executive Order 10450, 'Security Requirements for Govern­
ment Employees,' as· amended; Executive Order 12356, 'National 
Se~urity Information Material.' 

Purpose(s): . 
To maintain and provide security clearance data to DoD' contrac­

tors on USUHS employees assigned to or visiting a contract facility 
or visiting or applying for employment with another Feder;d agency. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: The records from this 
system of records may be disclosed to other Federal agencies for the 
purpose of asserting level of security cle~rance and backg~ou~d in­
vestigation data. Also see the blanket routme uses at the begmmng of 
this components published system of records notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: , 

Storage: 
RecQrds are stbred in file folders maint~ined by the security offi­

cer. 
Retrievability: 
File folders are filed alphabetically, by last name of individual 

concerned for. all USUHS personnel or by subject matter. 
Safeguards: 
Records are accessible only to those authorized personnel required 

to prepare, process, and type necessary documents; or to answer 
authorized inquiries for informl,ltion contained therein. Records are 
stored in locked filing cabinets. After normal business hours the 
building is protected by the USUHS guard force. 

Retention and disposal: · 
Records are destroyed two years after separation from the agency. 
System manager(s) and address: 
Security Officer (USUHS/SSD), 4301 Jones Bridge Road, Bethes­

da, MD 20814-4 799. 
Notification procedure: 
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Information may be obtained from Records Administrator, Uni­
formed Services University of the Health Sciences {USUHS/ ADM), 
4301 Jones Bridge Road, Bethesda, MD 20814-4799, telephone: (202) 
295-3004. 

Record access procedures: 
Request from individual should be addressed to Records Adminis­

trator, Uniformed Services University of the Health Sciences 
(USUHS/ADM), 4301 Jones Bridge Road, Bethesda, MD 20814-
4799. 

Written requests 'for information should contain full name of the 
individual, current address and telephone number and current busi-· 
ness address. 

For personal inspections Of records, the individual should be able 
to provide acceptable identification, that is, drivers license or em­
ploying office's identification card. 

Contesting ·record procedures: 
The ·agency's rules for contesting contents and . appealing initial 

determination by the individual concerned are contained in 32 CFR 
part 286b, and OSD Administrative Instruction No. 81. 

Record source categories: 
Information is furnished by the individual concerned; application 

for employment; or assignment, and reports of investigation by Fed­
eral investigative agencies. 

Exemptions claimed for the system: 
None. 

WUSU16 
System name: 

USUHS Home Town News Release Background Data File. 
System location: 
USUHS, Office of University and Public Affairs, 4301 Jones 

Bridge Road, Bethesda, MD 20814-4799 
Categories of individuals covered by the system: 
All Army, Navy, Air Force and U.S. Public Health Service active 

duty personnel who have entered or graduated from the University's 
medical school or graduate study programs, who have been awarded 
a medal or dec~ration, or who otherwise have participated in a 
newsworthy event. 

Categories of records in .the system: 
Biographical information including, but not limited to name, cur­

rent grade, SSAN, marital status, local address, nanie and address of 
parents, educational background and military history, and photo­
graphs. 

Authority for maintenance of the system: 
10 u.s.c. 2113. . 
Purpose(s): 

·Preparation of news releases for· distribution to newspapers across 
the United States. 

Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

Records from .this. system of records may be disclosed for any, of 
the blanket routine uses published at the beginning of this compo­
nent's published record system notices. Information from this system 
of records may also be disclosed to the media as part of news 
releases. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: · · 
Records are stored in locked cabinets, and the office is locked 

during non-duty hours. 
Retrievability: 
Records are accessed by name and ·SSAN. 
Safeguards: 
Records are accessed· only by person(s) responsible for servicing 

the records system in performance of their official duties. 
Retention and disposal: 
Information Qn students is ·kept from the beginning ·of freshman 

year until 90 days after graduation and then destroyed. The Universi­
ty and Public Affairs office keep no information on medal or decora­
tion awardees, as the original home-town newspaper release form is 
sent to the services' news centers and no copies are retained. 

System manager(s) and address: 
Director of Public Affairs, USUHS, Office. of University and 

Public Affairs, 4301 Jones Bridge Road, Room Al045, Bethesda, MD 
20814-4799, telephone (202) 295-3049. 

Notification procedure: 
Inquiries regarding the records should be directed to the Sys~em 

Manager. · 
Record access procedures: 
Requests from individuals should be addressed to the System Man­

ager, Office of University and Public Affairs, Uniformed Services 
University, 4301 Jones Bridge Road, Room: Al045, Bethesda, MD 
20814-4 799. 

Contesti.ng record procedures: 
The rules for access to records and for contesting and appealing 

initial determination by the individual concerned are contained in 32 
CFR part 286b and OSD Administrative Instruction No. 81. 

Record source categories: 
Information is obtained from the individual. 
Exemptions claimed for the system: 
None. . · 
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System name: 

Accounts Receivable Records. 
System location:. 
Uniformed Services University of the Health Sciences, Financial 

Management Directorate, 4301 Jones Bridge Road, Bethesda, MD 
20814-4799; telephone number (202) 295-3351. 

Categories of individuals covered by the system: 
Active duty and retired military personnel, USUHS civilians, 

present and former employees, contracting officers and representa­
tives, dependents of military personnel, foreign nationals residing in 
the United States and other individuals who may be indebted to the 
Uniformed Services University of the Health Sciences or the U.S. 
Government. 

Categories of recor~s in the system: 
The records maintained by the system include, but are not limited 

to, documentation pertaining to telephone billing, check issue dis­
crepancies, dishonored checks, reports of surveys, freight losses in 
shipments, involuntary collections, erroneous payments, property 
losses and damages, loss of funds, Government losses in shipments, 
set-off of final pay, travel advances. 

Authority for maintenance of the system: 
5. U.S.C. 5512-5514, Withholding Pay; 31 U.S.C. 71, Public Ac­

counts to be settled in the General Accounting Office; 37 U.S.C. 
1007 (B, E, F, G) Deductions from pay;· 40 U.S.C. Chapt~r 15, 
Government Losses in Shipment; 49 U.S.C.l, Transportation. 

Debt Collection Act of 1982 (Pub. L. 97-365); 5 U.S.C. 
552a(b)(l2}; 10 U.S.C. 2774; 15 U.S.C. 1681a(f); Federal Claims Col­
lection Act of 1966, 31 U.S.C. 952(d); 31 U.S.C. 3711; E.O. 9397. 

Purpose(s): 
To process, monitor, and post-audit accou~ts receivable. To admin­

ister the Federal Claims Collection Act of 1966 and the Debt Collec-
tion Act of 1982 and to answer inquiries pertaining thereto. . 

The information is used for credit investigations and for the deter­
mination of tax liabilities as well as Administration of Veterans bene­
fits. 

. Routine uses of records maintained in the system, including catego­
ries of users and the purposes of such uses: 

The disclosures of information from the record system includes, 
but is not limited to, credit bureaus for credit investigations and. to 
private collection agencies for the purpose of credit information and 
for obtaining credit reports or skip traces. To the Internal Revenue 
Service for the determination of tax liabilities, Veterans Administra­
tion for administration of laws pertaining to veterans benefits and 
correspo.ndence with all of the above and the dependents and survi­
vors. To any Federal creditor agency with a valid claim against any 
current or former employee of the USUHS for the purpose of resolv­
ing any claims under the Debt Collection Act of 1982. To the 
Department of Treasury/Internal Revenue Service for the purpose of 
obtaining locator status for delinquent accounts receivable, and/or to . 
report write-off amounts as taxable income as pertains to amounts 
compromised and accounts barred from litigation due to age, and for 
the purpose of offset, either administrative or salary. To the Depart­
ment of Justice/U.S. Attorneys for legal action and/or final disposi­
tion of debt claims. For offsets, both to collect and to repay. 

Disclosure to consumer reporting agencies: · 
To consumer reporting agencies pursuant to 5 U.S.C. 552a(b)(12) 

as defined in the Fair Credit Reporting Act (15 U.S.C. 1681a(f)) or 
the Federal 9aims Collection Act of 1966 (31 U.S.C. 3701(a)(3)). See 
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also the blanket routine uses set forth at the beginning of the 
USUHS' record system notices. . 

Policies and practices for· storing, retrieving, accessing, retaining, and 
disposing of records in the ·system: · . 

Storage: 
Records are mainta~ned in file folders, notebooks, binders or visible 

file binders, cabinets, .card files and on computer disks and magnetiC 
tapes. 

Retrievability: 
, ~ecords are accessed by name and Social Security· Number, 

(SSAN) .. 
Safeguards: 
Records are. accessed b~ ~ustodian of record system and by- per­

sonnel responstble for servtcmg the record system in performance of 
their official duties who are properly screened and cleared for the 
need to know. Records are stored in security file containers, cabinets 
or locked cabinets or rooms; protected by guards and controlled by 
screened personnel. In addition, there are passwords and security 
systems as part of the software to prevent unauthorized access. 

Retention and disposal: 
Retent.ion _is up to six years or until discr~pancies are cleared. 

Destruc:tton ts completed by tearing, shredding, pulping, macerating 
or burmng. 

System manager(s) and address: 
Director, Financial Management, USUHS/FMG, 4301 Jones 

Bridge Road, Bethesda, MD 20814-4799; telephone (202) 295-3351. 
Notification procedure: 
Information as to whether or not the record system contains fnfor­

mation on an individual may be obtained from USUHS/FMG, 4301 
Jones Bridge Road, Bethesda, MD 20814-4799; telephone number 
(202) 295-335 r. 

Record access procedures: 
Requests from individuals should be addressed to USUHS/FMG, 

4301 Jones Bridge Road; Bethesda, MD 20814-4 799; telephone 
number (202) 295-3351. Information pertaining to geographically dis­
bursed elements of· the record system may be obtained ·from the 
documentation managers at the applicable USUHS component. The 
requestor should be able to. provide sufficient information of identity, 
such as name, Social Security Number, place of employment or other 
information that may be verified by the record itself. 

Contesting record procedures: 
The USUHS rules for access to records and ·for the contesting and 

appealing of initial determinations by the individual concerned may 
be obtained from the System Manager.- as contained in 32 ·cFR part 
286b and OSD Administrative Instruction No. 81. · 

Record source categories: 
Sources include, but are not limited to, information obtained from 

automatic system interfaces, corporations and from source documents 
such as reports, contractors, vendors, claimants, trustees, assignees, 
USUHS and other Department of Defense components, carriers, 
General Accounting Office, Comptroller General, Veterans Adminis­
tration, Fede'ral creditor agencies and consumer reporting agencies. 

Exemptions claimed for the system: 
None .. 

System name: 
Accounts Payable Records. 
System location: 
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Uniformed Services University of the Health Sciences, Financial 
Management Directorate, 4301 Jones Bridge Road, Bethesda, Mary­
land 20814-4799; telephone n1Jmber (202) 295-3351. 

Categories of individuals covered by the system: 
Individuals who have money owed to them by USUHS or who 

have performed official functions resulting in a valid debt payable by 
USUHS to a third party. Such individuals include contractors, mili­
tary and civilian personnel and their dependents, assignees, trustees, 
guardians and survivors. 

Categories of records in the system: 
The records maintained by the system include, but are riot limited 

to, contracts, purchase orders, blanket purchase agreements, tempo­
rary duty and permanent change of station; transportation requests, 
government bills of lading, compensation claims, correspondence 
with creditors, dependents of military personnel and civilian employ­
ees. 

Authority for maintenance of the system: 

31 USC 3326, Receipts, Retention and· Disbursement of Public 
Funds; 3325, 3528, and 3529, Travel and Transportation Allowance, 
Dependents, Baggage arid Household Effects; 3322, Disbursing Offi­
cers; 37 USC 404, Travel and Transportation Allowances; General; 
406, Disbursing Officers. 

Purpose(s): 
Records are used to support payments to creditors who may in­

clude military personnel and civilian employees, their dependents, 
survivors, guardians and trustees, contractors, vendors and assignees. 

Data is also used for matters pertaining to taxation, welfare; crimi­
nal and civil litigations. 

Routine uses of records maintained in the system, including catego· 
r~es of users and the purposes of such uses: 

When authorized, records may be disclosed to creditors, depend­
ents, claimants, Internal Revenue Service for tax purposes including 
assessments, levy actions, employer/employee Social Security taxes. 
To the Social Security Administration and the Veterans Administra­
tion for the verification of claims and the eligibility for benefits 
administered by such agencies, and to state and local authorities for 
matters pertaining to taxation, welfare, criminal and civil litigations, 
within the jurisdiction of such authorities. . . 

· ·See also the published blanket routine uses set forth at the begin­
ning of the USUHS' listing of record system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: . 
Maintained in file folders, visible file binders/cabinets, card files, 

computer and computer output products, magnetic cards and disks 
and microform. 

Retrievability: 
Access· by name and Social Security Number, (SSAN} 
Safeguards: 
Records are accessed by person(s) responsible for the servicing of 

the rec01;d system in performance of their official duties who are 
property· screened and cleared for a need to know. Records are 
stored in security file containers, cabinets, safes, vaults, or locked 
cabinets and rooms·. Records are controlled by personnel screening 
and by computer security software in machine-readable records. 

Retention and disposal: 
Retention peridds of various types of documents vary from 1 

, month to 6 years. Some records are. destroyed by USUHS by tearing, 
shredding, pulping, macerating or burning. Others are retired to the 
Denver Federal Archives and Record Center and destroyed after 
various retention periods. 

System manager(s) and address: 
Director, Financial Management Directorate, USUHS/FMG, 4301 

Jones Bridge Road, Bethesda, MP 20814-4799; telephone number 
(202) 295-3351. 

Notification procedure: 
Information as to whether or not the record system contains infor­

mation on an individual may be obtained from USUHS/FMG, 4301 
Jones Bridge Road, Bethesda, MD 20814-4799; telephone number 
(202) 295-3351. . 

Record access procedures: 
. Requests from individuals should be addressed to USUHS/FMG, 

4301 Jones Bridge Road, Bethesda, MD 20814-4799; telephone 
number (202) 295-3351. Information pertaining to geographically dis­
bursed elements of the record system may be obtained from the 
documentation manager at the applicable USUHS component. The 
requestor should be able to provide sufficient proof of identity, such 
as name, Social Security Number, service number, military status, 
duty station or place of employment or other information verifiable 
from the record itself. · 

Contesting record procedures: 
The USUHS rules for access to records and for contesting and 

appealing initial determinations by the individual concerned may be 
obtained from the system· manager, as contained .in 32 CFR part 286b 
and OSD Administrative Instruction No. 8 1. 

Record source categories: 
Sources include, but are not limited to, information obtained from 

automatic system interfaces, corporations and from source documents 
such as reports, contractors, vendors, claimants, trustees, assignees, 
USUHS and other Department of Defense components, carriers, 
General Accounting Office, Comptroller General and Veterans Ad-
ministration. · 

Exemptions claimed for the system: 
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None. 

System 'name: 
Travel Records. 
System location: 
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Uniformed Services University of the Health Sciences, Financial 
Management Directorate, 4301 Jones Bridge Road, Bethesda, Mary­

. land 20814-4799; telephone number (202) 295-3351. 
Categories of individuals covered by the system: 

· Active duty and retired military personnel, USUHS civilian 
present· and former employees, dependents of military personnel, 
other individuals in receipt of 90mpetent travel orders. 

Categories of records in the system: 
The records maintained by the system include, but are not limited. 

to, travel vouchers and subvouchers, travel allowance payment list, 
travel voucher and· subvoucher continuation sheets, certificate. of 
nonavailabiJity of government quarters and mess, multi-travel pay­
ment list, travel'payment record, request for fiscal information con­
cerning transportation requests, bills of lading, public voucher for 
fees and mileage and claims for reimbursement for expenditures on 
official business and related correspondence. 

Authority for maintenance of the system: 
37 USC 404-412, Travel and Transportation Allowances; 5 USC 

2105, Employees 5561; Definitions; 5564, Travel and Transportation; 
5701-5708, Trav~l and Subsistence Expenses; 5721-5730, Travel and 
Transportation Expenses. 

Purpose(s): 
Records are established and used for accountability, auditing and 

settlement of travel claims. · 
Routine uses of records maintained in the system, including catego­

ries of users and the purposes of such uses: 
To the Internal Revenue Service, for the purpose of recording 

information concerning payment of travel allowances which are sub­
ject to Federal Income Tax. See also the published blanket routine 
uses set forth at the beginning of the USUHS' listing of record 
system notices. 

Policies and practices for storing, retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Records are maintained in file folders, -notebooks, binders, visual 

file binders and cabinets, card files and on computer magnetic tape, 
disk and printouts. 

Retrievability: 
Access is by name and Social Security Number (SSAN). 
Safeguards: 
Records are accessed by custodian of the record· system and by 

persons responsible for servicing the record system i~ performance of 

their official duties who are properly screened and cleared for need­
to-know. Records are stored in security file containers, cabinets, 
safes, vaults or locked cabinets and rooms. Records are controlled by 
personnel screening and by computer security software in machine- · 
readable records. 

.Retention· and disposal: 
The original ~oucher and related supporting documents are stored 

at the Air Force Accounting and Finance Center, Denver, Colorado, 
for eighteen months. and then moved to the Denver Federal ~rchives 
and Record Center for four years and nine months after whtch they 
are shredded. A copy of the original voucher and related supporting · 
documents are maintained by the Financial Management Directorate 
for six years and then destroyed by burning, shredding, tearing, 
mulching, macerating. Permanent history tapes cohistory tapes con­
tain individual data for six years from the transfer date. 
. · System manager(s) a.._d address: · 

Director, Financial Management Directorate, USUHS/FMG, ~301 
Jones Bridge Road, Bethesda, MD 20814-4799; telephone number 
(202) 295-3351. 

Notification procedure: 
Information as to whether or not the record system contains infor- . 

mation on an individual may be obtained from USUHS/FMG, 4301 
Jones· Bridge Road, Bethesda, MD 20814-4799; telephone .number 

. (202) 295-3351. 

Record access procedures: 
The request from an individual should be addressed to USUHS/ 

FMG, 4301 Jones bridge Road, Bethesda, MD 20814-4799; telephone 
number (202) 295-3351. Information pertaining to geographically dis­
bursed elements of the record system rriay be obtained from the 
documentation manager at the applicable USUHS component. Re­
questers should be able to provide sufficient proof of identity such as 
name, Social Security Number, office location, place of employment 
and specify the accounting disbursing number, voucher number, date 
of voucher and other information ·verifiable in the record itself. 

Contesting record procedures: 
The USUHS rules for access to records and contesting and appeal­

ing initial determinations by the individual concerned may be ob­
tained from the system manager. 

· Record source categories: 
Sources include, b~t are not limited to, information obtained from 

' automatic system interfaces, corporations and from source documents 
· such as· rep()rts, contractors, vendors, claimants, trustees, assignees, 

USUHS and other Department of Defense components, carriers, 
General Accounting Office, Comptroller General and Veterans Ad-
ministration. · 

Exemptions claim~d for the system: 
None. 
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Title 32-National Defense 

Sul;ltitle A-Department of Defense 

_Chapter 1-0ffice of the Secretary of 
Defense 

PART 310-DOD PRiVACY PROGRAM 

Subpart A-Gen'eral provisio-ns 

Sec:, 
310.1 Reissuance and purpose. 
310.2 Applicability and scope. 
310.3 Definitions. 
310.4 Policy. 
310.5 Organization. 
3Hl~6 · Re_sponsibilities 

Subpart B-Systems of Records. 

310.10 General. 
310.11 Standards of accuracy. 
310.12 Government contractors. 
310.13 Safeguarding personal information. 

Subpart C-Collecting Personal 
Information 

310.20 ·General considerations .. 
3l0.21 Forms .. 

Subpart D-Ac.ce~s by Individuals . 

310.30 Individual· access to personal 
information. 

310.31 Denial of individual access. 
310.32 Amendment of records. 
310.33 Reproduction fees. 

Supart E-I:JisC'iosure of Personal 
Information to Other Agencies and 
Third Parties 

310.40 Conditions of disclosure. 
310.41 Nonconsensual disclosures. 
310.42 · Disclosures to commercial 

enterprises. . 
310.43 Disclosures to the public health care 
· records. 
310.44 Disclosure accounting. 

Subpart F-Exemptions 

310.50 Use and establishment of 
exer;nptions. 

310.51 General exemptions. 
310.52 Specific exemptions. 

Subpart G-Publication Requirements 

310.60 Federal Register publication. 
310.61 Exemption rules. 
310.62. System notices. 
310.63 New and altered record systems. 
310.64 Amendment and deletion of systems 

notices. 

Subpart H-Training Requirements 

. 310.70 Statutory training requirements. 
310.71 OMB training guidelines. 
310.72 DoD training programs. 
310.73 Training methodology and 

procedures. 
310.74 Funding for training. 

Subpart 1-Reports 

310.80 Requirement for reports. 
310.81 Suspense for submission of reports. 
310.82 Reports control symbol. · 

Subpart J-lnspections 

310.90 Privacy Act-inspections. 
310.91 ~· l.ri~pection reporting. 

Subpart K-Privacy Act Enforcement 
-Actions 

310.180 Administrative remedies'.· 
.. _ 310.101 Civil actions. . . 

310.102 Civil remedies. 
310.103 Crimi~al penalties. 
310.104 Litigation status sheet.. 

Subpart L-Matching Program 
Procedures ·· 

310.110 OMBMatching guidelines. 
310.111 Requesting matching programs. 
310.112 Time limits for submitting matching 

reports. · · ' ' 
310 .. 113 Matching programs at:nong DoD. 

Components. · 
310.114 An-nual review of systems of 

records: 
Appendix A~Special Consideratio~s for 

Safeguarding Personal Information in 
ADPSystems 

Appendix B-Special Considerations for 
Safeguarding Personal-Information 

. During Word Processing 
Appendix C-DoD Blanket Routine Uses 

• Appendix D-Provisions of the Privacy Act 
· from which a General or Specific 

Exemption May be Claimed . 
Appendix E-Sample of New or Altered 

System of Record Notice in Federal 
Register Format 

· Appendix F-Format for New or Altered 
System Repo_rt , 

Appendix G-Sample Deletions and 
· Amendments to Systems Notices in 

Federal Register Format. · 
Appendix H-Litigation Status Sheet 

:. Appendix 1-0ffice of Manage.ment and 
Bu,dget (O~B) Matching Guidelines. 

Authority: Pub. L; 93-579, 88 Stat. 1896 (5 
· U.S.C. 552a). 

Source: 51 FR.2364, Jan. 16, 1986. 
Redesignated from part 286a at 56 FR 55631, 
Oct. 29, 2991. 

Subpart A-General Provisions 

§ 310.1 Reissuance and purpose. 

(a) This part is reissued to consolidate 
into a single document (32 CFR part 310) 
Department of Defense (DoD) policies 
and procedures forimplementing the 
Privacy Act of 1974, as amended (5 
U.S.C. 552a,) by authorizing the 
development, publication and 
maintenance of the DoD Privacy 
Program set forth by DoD Directive 
5400.11, June 9, 1982, and 5400.11-R, 
August 31, 1983, both entitled: 
"Department of the Defense Privacy 
Program." 

(b) Its purpose is to delegate 
authorities and assign responsibilities 
for the administration of the DoD 
Privacy Program and to prescribe 
uniform procedures for DoD 
Components consistent with DoD 

5025.1-M, "Directives Systems 
Procedures,': April1981. 
(51 FR 1364,' Jan. 16, 1986. Redesignated at 56 
FR 55631, Oct. 29, 1991 and amended at 56 FR 
57800, Nov. 14, 1991] · 

1 
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§ 310.2 Applicability and scope. 

(a) The provisions of this p~rt apply to 
the Office of the Secretary of Defense, 
the Military Departments, the 
Organization of the Jpint Chi~fs,of.Staff, 
the Unified and Specified Commands, 
and the D13fense Agencies (hereafter 

. referred to collectively as ·"DoD 
Components'~). This part is mandatory 
for use by all HoD-Components. ~eads 
of DoD Coinponents_may issue 
supplementary instru.Ctions only when 
necessary to provide for unique · 
requirements within their Components. 
Such instructions will not conflict with 
the provisions of this part. \ · · 

(b) The DoD Privacy Program is 
applicable, but not limited, to the 
following DoD Components: · 

(1) Office of the Secretary of Defense 
and its field activi'ties; · _ · 

(2) Depar.tment of the Army; 
(3) Department of the Navy; 
(4) Department of the Air Force; 
(5) U.S. Marine Corps; 
(6) Organization of the Joint Chiefs of 

Staff; 
(7) Unified and Specified Commands; 
(8J Office of the Inspector General, 

DoD; 
(9) Defense Advanced Research 

Projects Agency; ·: 
(10) Defense Communications Agency;· 
(11) Defense Contract Audit Agency; 
(12) D.efense Intelligence Agency; 
(13) Defense Investigative Service; 
(14) Defef1se Logi$tics Agency; 
(15) Defense Mapping Agency; · 
(16) Defense Nuclear Agency; 
(17) Defense Security Assistance 

Agency; 
(18) National Security Agency/Central 

Security Service; 
(19) Uniformed Services University of 

the Health Sciences. 
(c) The provisions of this part shall be 

made applicable by contract or other 
legally binding action to U.S. 
Government contractors whenever a 
DoD contract-is let for the operation of a 
system of records. For purposes of 
liability under the Privacy Act of 1974 (5 
U.S.C. 552a) the employees of the 
contractor are considered employees of 
the contracting DoD Component. See 
also § 310.12. 

(d) This part does not apply to: 
(1) Requests for information from 

records maintained by the National 
Security Agency pursuant to Pub. L. 86-
36, "National Security Information 
Exemption," May 29, 1959, and Pub. L. 



88-290, "Personnel Security Procedures 
in the National Security Agency," March 
26, 1964. All other systems of records 
maintained· by the Agency are subject to 
the provisions of this part. 

(2) Requests for information from 
systems of records controlled by the 
Office of Personnel Management (OPM), 
although maintained by a DoD 
Component. These are processed under 
the applicable parts of the OPM's 
Federal Personnel Manual (5 CFR part 
297). 

(3) Requests for personal information 
from the General Accounting Office 
(GAO). These are processed in 
accordance with DoD Directive 7650.1, 
"General Accounting Office Access to 
Records," August 26, 1982. 

(4) Requests for personal information 
from Congress. These are processed in 
accordance with DoD Directive 5400.4, 
"Provisions of Information to Congress," 
January 30, 1978, except for those 
specific provisions in Subpart E­
Disclosure of Personal Information to 
Other Agencies and Third Parties. 

(5) Requests for information made 
under the Freedom of Information Act (5 
U.S.C. 552). These are processed in 
accordance with "DoD Freedom of 
Information Act Program" (32 CFR part 
286). 
[51 FR 1364, Jan. 16, 1986. Redesignated at 56 
FR 55631, Oct. 29, 1991 and amended at 56 FR 
57800, Nov. 14, 1991] · 

§ 310.3 Definitions. 
· Access. The review of a record or a 

copy of a record or parts thereof in a 
system ofrecords by any individual (see 
also paragraph (h) of this section). 

Agency. For the purposes of disclosing 
records subject to the Privacy Act 
among DoD Components, the 
Department of Defense is considered a 
single agency. For all other purposes to 
include applications for access and 
amendment, de'nial of access or · 
amendment, appeals from denials, and 
record keeping as regards release to 
non-DoD agencies; each DoD 
.Component is considered an agency 
within the meaning of the Privacy Act. 

Confidential source. A person or 
organization who has furnished 
information to the federal government 
under an express promise that the 
person's or the organization's identity 
will be held in confidence or under an 
implied promise of such . 
confidentialness if this implied promise 
was made before September 27, 1975. 

Disclosure. The transfer of any 
personal information from a system of 
records by any means of communication 

_ (such as oral, written, electronic, 
mechanical, or actual review) to any 
person, private entity, or government 
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agency, other than the subject of the 
record, the subject's designated agent or 
the subject's legal guardian. 

Individual. A living citizen of the 
United States or an alien lawfully 
admitted to the United States for 
permanent residence. The legal guardian· 
of an individual has the same rights as 
the individual and may act on his or her 
behalf. All members of U.S. Armed 
Forces are considered individuals for 
Privacy Act purposes. No rights are 
vested in the representative of a dead 
person under this part and the term 
"individual" does not embrace an 
individual acting in an interpersonal 
capacity, for example, sole 
proprietorship or partnership. 

Individual access. Access to 
information pertaining to the individual 
by the individual or his designated agent 
or legal guardian. 

Law Enforcement Activity. Any 
activity engaged in the enforcement of 
criminal laws, including efforts to 
p·revent, control, or reduce crime or to 
apprehend criminals, and the activities 
of prosecutors, courts, correctional, 
probation, pardon, or parole authorities. 

Maintain. Includes maintain, collect, 
use or disseminate.- · 

Official use. Within the context of this 
part, this term is used when officials and 
employees of a DoD Component have a 
demonstrat'ed need for the use of any 
record or the information contained 
therein in the performance of their 
official duties, subject to the "DoD 
Information Security Program 
Regulation": (32 CFR part 159}. 

Personal information. Information 
about an individual that is intimate or 
private to the individual, as 
distinguished from information related 
solely to the individual's official 
functions or public life. 

Privacy Act. The Privacy Act of 1974, 
as amended (5 U.S.C. 552a). 

Privacy Act request. A request f~om 
an individual for notification as to the 
existence of, access to, or amendment of 
records pertaining to that individual. 
These records must be maintained in a 
system of records. 

Member of the public. Any individual 
or party acting in a prjvat'e capacity to 
include federal employees or military 
personnel. 

Record. Any item, collection, or 
. grouping of information about an 
individual that is maintained by an 
agency, including, but not limited to, the 
individual's education, financial 
transactions, medical history, and 
criminal or employment history and that 
contains the individual's name, or: the 
identifying number, symbol, or other 
identifying particular assigned to the. 

individual, such as a finger or voice 
printor a photograph. 
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Risk assessment. An analysis 
considering information sensitivity, 
vulnerabilities, and the cost to a 
computer facility or word processing 
activity in safeguarding personal . 
information processed or stored in the 
facility or activity. 

Routine use. The disclosure of a 
record outside the Department of 
Defense for a use that is compatible 
with the purpose for whicli the 
information was collected and 
maintained by the D~partment of 
Defense. The routine use must be 
included in .the published system n.otice 
for the system of records involved. 

Statistical record. A record 
maintained only for statistical research 
or reporting purposes and not used in 
whole or in part in making 
determinations about specific 
individuals. 

System of records. A group of records 
under the control of a DoD Component 
from which information is retrieved by 
the individual's name or by some 
identifying number, symbol, or other 
identifying particular assigned to the 
individual. System notices for·an 
Privacy'Act systems of records must be 
published in the Federal Register. 

Word processing system. A 
combination of equipment employing 
automated technology, systematic · 
procedures, and trained personnel for 
the primary purpose of manip~lating 
human thoughts and verbal or written or 
graphic presentations intended to 
con;tmunicate verbally or visually with 
another individual. 

Word processing equipment. Any 
combination of electronic.hardware and 
computer software integrated in a 
variety of forms (firmware, 
programmable software, handwiring, or 
similar equipment) that permits the 
processing of textual data. Generally, 
the equipment contains a device to 

. receive information, a computer-like 
processor with various capabilities to 
manipulate the information, a storage 
medium, and an output ~evice. 

§ 310.4 Policy. 

(a) General Policy. It is the policy of 
the Department of Defense to safeguard 
personal information contained in any 
system of records maintained by DoD 
Components and to make that 
information.available to the individual 
to whom it pertains to the maximum 
extent practicable. 

(b) Permit individual access and 
amendment. Individuals are permitted: 
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(1) To determine what .records 
pertaining to them are being .cotlected, 
maintained, :used, or .disseminated .. 

(2) To gain access to the information 
pertaining to them maintained in any 
system of records, and to correct or 
amend that information. 

(3) To obtain an accounting of all 
disclosures of the information pertairVn,g 
to them except when disclosures are 
made to: · 

(i) DoD per~onnel in the course of 
their official duties; 

(ii) Under the "DoD Freedom of 
Information Act Program" {32 CFR part 
286); . 

(iii] To another agency or to an 
instrumentality of any governmental 
jurisdiction within or under control of 
the United States for civil or criminal 
law enforcement activity if the activity 
is authorized bylaw, and if the head of 
the agency or instrumentality has made 
a written request to the DoD activity 
which maintains the record specifying 
the particular portion desired and the 
law enforcement activity for which the 
record is sought. , 

(4) To appeal any.refusal to grant 
access to or amend any record 
pertaining to them, and to file a 
statement of disagreement with the 
record in the event amendment is 
refused. 

(c) Limit collect1on, maintenance, use, 
and dissemination of personal 
information. DoD Components are 
required: . 

(1) To collect, maintain, use, and 
disseminate personal information only: 
when it is relevant and necessary to 
achieve a purpose required by statute or 
Executive Order. 

(2) To collect personal information 
directly from the individual to whom it 
pertains to the greatest extent practical. 

(3) To inform individuals who are 
asked to supply personal information for 
inclusion in any system of records: 

(i) The authority for the solicitation; 
(ii) Whether furnishing the 

information is mandatory pr voluntary; 
(iii) The intended uses of the 

information; . 
(iv) The routine disclosures of the 

information that may be made outside 
the Department of Defense; and 

(v) The effect on the individual of not 
providing all or any part of the 
requested information. 

(4) To ensure that all records used in 
making determinations about · 
individuals are accurate, relevant, 
timely, and complete. 

(5) To make reasonable·efforts to 
ensure that records containing personal 
information are accurate, relevant, 
timely, and complete for the purposes 
for which the record is being maintained 
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befor-e making ;them :a-vailable to any 
.recipients ,outside the Hepartment·of 
Defense, other than a :federa'l ;~gency, 
unless fhe disclosu.re is made \Under .32 
CFR part 286. · 

(6) 'To keep no r.ecord ·that descr:i'be:s 
how individuals .exercise their .r.ights 
guaranteed by the Fimt.Amendment .of 
the U.S. Constitution~ unless .expressly 
authorized by statute :ar by the 
individual to whom the records pertains, 
or the record is pertinent to and within 
the scope of an authorized law 
enforcement activity. 

(7) To make reasonable efforts, when 
appropriate, to notify individuals 
whenever. records pertaining to them are 
made available under compulsory legal 
process, if such process is a rna tter of 
public record. 

(8) To establish safeguards to ensure 
the security of personal information and 
to protect-this information from threats 
or hazards that might result in 
substantial harm, embarrassment, 
inconvenience, or unfairness to the 
individual. . 

(9) To establish rules of conduct for 
DoD personnel involved in the design, 
development, operation, or maintenance 
of any system of records and to train 
them in these rules of conduct. 

(d) Required public notice and 
publication. DoD Componen~s are 
required to publish in the Federal 
Register: · . 

(1) A notice of the existence and 
character.of every system of.records 
maintained. 

(2) A notice of the establishment of 
any new or revised system of records. 

(3) At least 30 days before adoption, 
advance notice for public comment of 
any new or intended changes to the 
routine use's of the information in 
existing system of records including the 
categories of users and the purposes of 
such use. 

(e) Permit exempting eligible system~ 
of records. DoD Components may 
exempt from certain specific provisions 
of the Privacy Act (5 U.S.C. 552a) 
.eligible systems of records, but only 
when there is an important public 
purpose to be served and spedfic 
statutory for the exemption exists. 

(f) May require annual and other 
·reports. DoD Components shall furnish 
the Privacy Office that information 
required to complete any reports 
required by the Office of Management 
and Budget or other authori~ies. 

§ 310.5 Organization. 
(a) Defense Privacy Board. 

Membership-of the board shall consist 
of the Executive Secretary and · 
representatives designated by the 
Secretaries ·of the Military Departments; 

lhe Assistant Secretary ,of Defense 
((•ComplnollerJ 1(whose des~gnee :shaU~ 
·serv.e .as chairman); the ~s:Sis tant 
:Secretary of Defense [F.o.r.ce 
1Mana,gem:ent and 'Personnel~; the 
·General Counsel. Department of 
Def-ense; and !the Birector, Defense 
LQgistics .A;gency; 

{b) The Defense Privacy Office. The 
office shall consist of a Director, who 
shall also function as the Executive · 
Secretary of the Defense Priv'acy Board, 
and his staff. 

(c) The Defense Privacy Bo_ard Legal 
Committee. The committee shall be 
composed of a legal counsel from each 
of the DoD Components represented on 
the DoD Privacy Board. The legal 
counsels shall be appointed by the 
Executive Secretary in coordination 
with the Secretaries of the Military 
Department or the head of the 
appropriate DoD Components. Other 
DoD legal counsels may be appointed by 
the Executive Secretary, after 
coordination with the appropriate 

. representative of the DoD Component 
concerned, to serve on the committee. 

§ 310.6 Responsibilities. 
. (a) The Assistant Secretary of 
Defense (Comptroller) (ASD(C)}, or his 
designee, the Deputy Assistant 
Secretary of Defense (Adm(nistration) 
(DASD(A)), shall: 

(1) Direct and administer the DoD 
Privacy Program. 

(2) Develop and maintain.DoD 
Directive 5400.11 and DoD Regulation 
5400.11-R (32 CFR part 310) consistent 
with DoD 5025.1-M and other guidance, 
to ensure timely and uniform 
implementation of the DoD Privacy 
Program. · 

(3) Serve as chairman of the Defense 
Privacy Board. 

(b) Chairman and members of the 
Defense Privacy Board shall: 

(1) Serve as. the principal 
policymakers for the DoD Privacy 
Program and the focal point for 
implementation of this part. 

(2) Ensure that all DoD Components 
actively participate in establishing 
policies, procedures, and practices in 
carrying out the DoD Privacy Program. 

(c) Director, Defense Privacy Office, 
shall: . 

(1) Serve as Executive.Secretary and a 
Member of the Defense Privacy Board. 

(2) Monitor implementation of the 
DoD Privacy Program for the Defense 
Privacy Board. 

(3) Serve as the focal point for the 
coordination of Privacy Act matters 
with the Defense Privacy Board; the 
Defense Privacy Board Legal Committee; 
the Office of Management and Budget; 



the General Accounting Office;· the 
Office of the Federal Register, in 
conjunction with the OSD Federal 
Register Liaison Officer, and other 
federal agencies,. as required; 

(4) Develop and maintain the DoD 
Privacy Program, DoD Directive 5400.11 
and DoD 5400.11-R (32 CFR part 310) 
consistent with DoD 5025.1-M. 

(5) Review DoD Component 
instructions and related issuances 
pertaining to the DoD Piivacy Program 
and provide overall guidance to avoid 
conflict with DoD Privacy Program 
policy and procedures. 

(6) Supervise the implementation of. 
the Right to Financial Privacy Act of 
1978 (12 U.S.C. 3401 et seq.); DoD 
Directive 5400.12, "Obtaining 
Information from Financial Institutions" 
(32 CFR part 294) and any other 
legislation that impacts directly on 
individual privacy. 

(7) In conjunction with the Office of 
the Assistant Secretary of Defense 
(Force Management and Personnel), the 
Office of the General. Counsel, DoD; and 
other DoD Components: 

(i) Ensure that training programs 
regarding DoD Privacy Program policies 
and procedures are established for all 
DoD personnel whose duties involve · 
design,. development, operation, and 
maintenance of any system of records. · 

(ii) Coordinate on all DoD personnel 
policies that may affect the DoD Privacy 
Program. 

(8) In conjuction with the Office of the 
Deputy Assistant Secretary of Defense 
(Management Systems), Office of the 
ASD(C), and other DoD Components, 
ensure that: 

(i) All information requirements 
developed to collect or maintain 
personal data conform with DoD 
Privacy Program standards; 

(ii) Procedures are developed to 
protect personal information while it is 
being processed or stored in automated 
data processing or word processing 
centers. 

(9) In conjuction with the Office of the 
ASD (FM&P), the Defense Manpower 
Data Center (Defense Logistics Agency), 
and other DoD Components, ensure that 
procedures developed to collect or 
maintain personal data for research 
purposes conform both to the 
requirements of the research and DoD 
Privacy Program standards. 

(d) Members. of D,efense Privacy 
Board Legal Committee shall: 

(1) Consider legal questions referred 
to it by the Board regarding the 
application of the Privacy Act (5 U.S.C. 
552a); DoD Directive 5400.11; and DoD 
5400.11-R, (this part) and the 
implementation of the DoD Privacy 
Program. 
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~2), Render advisory opinions to the 
DoD Privacy Board, subject to approval 
by the General Counsel, Department of 
Defense. 

(e) The General Counsel, Department 
of Defense, shall: 

(1) Review the advisory opinions of 
the Defense Privacy Board Legal 
Committee to ensure uniformity in legal 
positions and interpretations rendered. 

(2l Be the final approving authority,on 
all advisory legal opinions rendered by 
the Defense Priyacy Board or the 
Defense Privacy Board Legal Committee 
regarding the Privacy Act (5 U.S.C. 552a) 
or its implementation. 

(f) The Head of Each DoD Component 
shall implement the DoD Privacy 
Program by carrying out the specific 
responsibilities set forth in§ 310.4(c) and 
shall: 

(1) Establish an active program to 
implement the DoD Privacy Program. 

(2) Provide adequate funds and 
personnel to support the Privacy 
Program. . 

(3) Designate a senior official to serve 
as the principal point of contact for DoD 
Privacy matters and to monitor 
compliance with the program. 

(4) Ensure that DoD Privacy Program 
compliance is reviewed during the 
internal inspections conducted by 
Inspectors General or equivalent 
inspectors. 

(5) Ensure that the DoD Component 
head, a designee, or an appellant 
reviews all appeals from denials or 
refusals by Component officials to 
amend personal records. 

(6) Establish rules of conduct to 
ensure that: 

(i) Only personal information that is 
relevant and necessary to achieve a 
purpose required by statute or Executive 
Order is collected, maintained, used or 
disseminated. 

(ii) Personal information is collected 
to the greatest extent practicable 
directly from the individual to whom it 
pertains. 

(iii) No records are maintained 
describing how individuals exercise 
their rights guaranteed by the First 
Amendment to the U.S. Constitution 
unless expressly authorized by statute 
or the individual to whom they pertain 
or unless the records pertain to and are 
within the scope of an authorized law 
enforcement activity. 

(iv) Individuals are granted access to 
records which pertain to them in 
systems of records unless the system 
has been exempted from the access 
provisions of the Privacy Act (5 U.S.C. 
552a). 

(v) No system of records subject to the 
Privacy Act (5 U.S.C. 552a) is 
maintained, used, or disseminated 
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without prior publ~cation of a system 
notice in the Federal Register. · 

(vi) All personal information 
contained in any system of records is 
safeguarded against unwarranted and 
unauthorized disclosure .. 

(vii) Procedures are established that 
permit an individual to seek the 
correction or amendment of any record 
in a system of records pertaining to the 
individual unless system of records has 
been exempted from the amendment . 
procedures of the Privacy Act (5 U.S.C. 
552a). · 

(viii) All personnel' whose duties 
involve design, development, operation, 
and maintenance of any system of 
records are trained in the· rules of 
conduct established. 

(ix) Assist, upon request, the Defense 
Privacy Board on matters of special 
interest. 

(g) The System Manager for any 
system of records shall: 

(1) Ensure that all personnel who 
either have access to the system of 
record or who are engaged in developing 
or supervising procedures for handling 
records in the system of records are 
aware of their responsibilities for 
protecting personal information 
established by the DoD Privacy 
Program. 

(2) Prepare promptly any required 
new, amended, or altered system notices 
for the system of records and submit 
them through channels for publication in 
the Federal Register. 

(3) Notify all Automated Data 
Processing (ADP) or word processing 
managers who process information from 
the system of records that the 
information is subject to the DoD 
Privacy Program and the applicable 
routine uses for the information in the 
system. 

(4) Coordinate with ADP and word 
processing managers providing services 
to ensure an adequate risk analysis is 
conducted. · 

(5) Coordinate with the servicing ADP 
and word processing managers to 
ensure that the system manager is 
notified when there are changes to 
processing equipment, hardware or 
software, and the data base that may 
require submission of an amended 
system notice. . 

(h) Automated Data Processing (ADP) 
or Word Processing Managers, who 
process information from any system of 
records, shall: 

(1) Ensure that each system manager 
provides a current system notice or 
information as to the contents of the 
system notice for each system of records 
from which information is to be 
processed. 
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(2) Ens).ue that all personnel who have· 
access to information from a system of 
records during processing or who are · 
engaged in developing procedures for 
processing such information are aware 
of the.provisions·of the DoD Privacy 
Program policies and procedures. 

(3) Notify promptly the system 
manager whenever there are changes to 
processing equipment, hardware or : · 
software, and the data base that may 
require the sul;)mfssion of an amended 
system notice for any system of records. 

fi) DoD Employees shall: 
(1) Not disclosure any personal 

information contaJned in any system of 
records except as authorized in this 
part. · · 

(2) Not maintain any official files 
which are retrievable by name or other 
personal identifier without first ensuring 
that a notice for the system has been 
published in the Federal Register. 

(3) Report any disclosures of pet'SOJrlal 
information from a system of records or 
the maintenance of any syste.m of 
records that are not authorized by this 
part to the appropriate Privacy Act 
officials for his or her action. 
[51 FR 1364, Jan. 16, 1986. Redesignated at 56. 
FR 55631, Oct. 29,1991 and amended at 56 FR 
57800, Nov. '14, 1991] 

Subpart B-Systems of Records · 

§ 310.10 . General. 

.(a) System of records. To be subject to· 
the provisions of this part a "system o[ 
records" must: . ·· · 

(1) Consist of "records" '(as defined in 
paragraph (n) of§.310.3) that are 
retrieved by the name .of an individual 
or some other personal identifier, and 

(2) Be under the control of a DoD · 
Component. 

(b) Retrieval practices. (1) Records· in 
a group of records thatmay.be retrieved 
by a. name ·or personal identifier are not 
covereci by this part even if the records 
contain personal data and are under 
control of a DoD Component. The 
records must be, in·fact, retrieved by 
name or other personal identifier to 
become a system of records :for the 
purpose of this part. 

(2) If files that are not retrieved by 
name or personal identifier are 
rearranged in such manner that they are 
retrieved by name or personal identifier, 
a new systems notice must be submitted 
in accordance with paragraph (c) of 
§ 310.63 of subpart G of this part. 

(3) If records in a system of records 
are rearranged: so that retrieval is no 

by name or other personal 
idemt:itiE!r· the records are rio longer 
subject to this part and 'the system 
notice for the records shall be deleted in 
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accordance with paragraph (c)'of 
§ 310.64 of subpart G of this part. 

(c) Relevance and necessity. Retain in 
a system of records only that p.ersonal 
information which is relevant and 
necessary to accomplish a purpose 
require'd by a federa:l statute or an 
Executive Order. '· · 

(d) Authority' to establish systems of 
records. Identify the specific statute or 
the ·Executive Order that authorize 
maintaining information in 
each system records. The existance of 
a statute or Executive order mandating 
the maintenance of a system of records 
does not abroga~e the responsibility. to. 
ensure· that the information in the 
system o~ records is relevant and 
necessary. 

(e) Exercise of First Amendment 
rights. (1) Do not maintain any records 
describing how an individual exercises 
his or her rights gul:iranteed by the First 
Amendment of the U.S. Constitution 
except when: 

(i) Expressly authorized by federal 
statute; 

(ii) Expressly authorized by the 
individual; or · · 

(iii) Maintenance· of the information is 
pertinent to and within the scope of an 

· authorized law enforcement activity. 
(2) First Amendment rights include, 

but are not limited to, freedom of Y, 

religion, freedom of political beliefs, · 
freedom of speech, freedom of the press, 
the right to assemble, and the right t.o 
petition. · · · 

(f) System manager's .evaluation. (1) 
Evaluate the information to be included 
in each new system before establi~hing· 
the system and evaluate periodically the 
information contained in each existing 
system of records for relevancy and . 
necessity. S,uch a review shall also 
occur when a system notice amendment 
or alteration is prepared {see.§§ 310.63 
apd 310.64 of subpart G of this part). 

(2) Consider the following: 
(i) The relationship of each item of 

information retained and collected to 
the I?Urpose for which the system is 
maintained; 

(ii) The specific impact on the purpose 
or mission of not collecting each 
categoryof information contained iil the 
system; 

(iii) The possibility of meeting the 
in forma tiori requirements through use of 
information not individually identifiable 
or through ,other techniques,: such as 
sampling; · · 

(iv) The length of time ea:ch item of 
personal'information must be retained; 

(v) The cost of maintaining the · 
information; and 

(vi) The necessity relevancy of 
the information to the purpose {or which 
it was collected. 

(g) Discontinued information 
requirements. (1) Stop collecting 
immediately any category· ~:ir item of 
personal information from which· 
retE~nti9n is no ionger justified. Also' 
excise this information from existing . · 
records, when feasible. 

(2) Do not destroy any records that 
must be retained in accordance with 
disposal authorizations established 
under 44 U.S.C .• Section 303a, 
"Examination by the Administrator of 
General Services of Lists and Schedules 
of Records Lacking Preservation ·valu,e, 
Disposal of Records." 
[51 FR 1364, Jan. 16, 1986. Redesignated at 56 
FR 55631, Oct. 29, 1991 and amended at 56 FR 
57800, Nov. 14, 1991} 

§ 310.11 Standards of·accuracy. · 

(a) Accuracy of information . 
maintained. Maintain all personal 
information that is used or may be used 
to make any determination about an 
individual with such accuracy, 
relevance, timeliness, and completeness 
as is reasonably necessary to ensure 
fairness to the individual in making any 
such determination. 

(b) Accuracy determination before 
dissemination. Before disseminating any 
personal information from a system of · 
records to any person outside the · 
Department of Defense, other than a 
federal agency, make reasonable efforts 
to ensure that the information to be 
disclosed is accurate, relevant, timely, 
and complete for the purpose it is being 
maintained (see also paragraph (d) of 
§ 310.30, subpart D and paragraph (d) of 
§ 310.40, subpart E of this part). 
[51 FR 1364, Jan. 16, 1986: Redesignated at 56 , 
FR 55631, Oct. 29, 1991 and amended at 56 FR 
57800,Nov. 14, 1991] · 

§ 310.12 Government Contractors. 

(a) Applicability to government 
contractors.. (1) When a DoDCorripbnent 

' contracts for the operation or 
maintenance of a system of records or a 
portion of a system of records by a 
contractor, the record system or the 
portion of the record system affected are 
considered to be maintained by the DoD 
Component and are subjecfto this part. 
The Component is responsible for 
applying the requirements of this· part to 
the contractor. The eontractor and its 
employees ar~ to be considered . · 
employees of the DoD Component for 
purposes of the sanction provisions of 
the Privacy Act during the performance 
of the contract. Consistent with the · 
Defense Acquisition Regulation (DAR), 
§ 1.327, "Protection of Individual 
Privacy" contracts requiring the 
maintenance of a system of records or 
the portion of a system of records shalf 



identify specifically the record system 
and the work to be performed and shall 
include in the solicitation and resulting 
contract'such terms as are prescribed by 
the DAR. 

{2) If the contractor must use or have 
access to individually identifiable 
information subject to this part to 
perform any part of a contract, and the 
information would have been collected 
and maintained by the DoD Component 
but for the award of the contract, these 
contractor activities are subject to this 
Regulation. 

{3) The restriction·in'paragraphs (a) 
(1) and {2) of § 310.12 of this part do not 
apply to records: · 

(i) Established and maintained to 
assist in making internal contractor . 
management decisions, such as records 
maintained by the contractor for use in 
managing ~he contract; 

(ii) Maintained as internal contractor 
employee records even when used in 
conjunction with providing goods and 
services. to the Department of Defense; 
or 

(iii) Maintained as training records by 
an educational organization contracted 
by a DoD Component to provide training 
when the records of the contract 
students are similar to and comingled 
with training records of other students 
(for example, admission forms, 
transcripts, academic counselling and 
similar records); 

(iv) Maintained by a' consumer 
reporting agency to which records have 
been disclosed under contract in 
accordance with the Federal Claims 
Collection Act of 1966, Title 31, United 
State13 Code, section 952( d). 

(4) DoD Components must publish 
instruction that: 

(i) Furnish DoD Privacy Program 
guidance to their personnel who solicit, 
award, or administer government 
contracts; 
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(d) Disclosure of records to 
contractors. Disclosure of personal 
records to a contractor for the use in the 
performance of any DoD contrtact by a 
DoD Component is considered a 
disclosure within the Department of 
Defense (see paragraph (b) of§ 310.40, 
subpart E of this part). The contractor is 
considered the agent of the contracting 
DoD Component and to be maintaining 
and receiving the records for that 

. Component. 
[51 FR 1364, Jan. 16, 1986. Redesignated at 56 
FR 55631, Oct. 29, 1991 and amended at 56 FR 
57800, Nov. 14, 1991] 

§ 310.13 Safeguarding personal 
information. 

(a) General responsibilities. Establish 
appropriate administrative, technical 
and physical safeguards to ·ensure that 
the records in every system of rec.ords 
are protected from unauthorized 
alteration or disclosure and that their 
confidentiality is protected. Protect the 
records against reasonably anticipated· 
threats or hazards that could result in 
substantial harm, embarrassment, 
inconvenience, or unfairness to any 
individual about whom information is 
kept. 

(b) Minimum standards. (1) Tailor 
system safeguards to conform to the 

. type of records in the system, the· 
sensitivity of the personal information 
stored, the storage medium used arid, to 
a degree, the number of records 
maintained. · 

(2) Treat ·au unclassified records that 
contain personal information that · 
normally would be withheld from the 
public under Exemption Numbers 6 and 
7, of§ 286.31,.subpart D of 32 CFR part 
286 (DoD Freedom of Information Act 
Program) as if they were designated 
"For Official Use Only" and safeguard 
them in accordance with the standards 
established by subpart E of 32 CFR part 
286 (DoD FOIA Program) even if they 
are not actually marked "For Official 

(ii) Inform prospective contractors of 
their responsibilities regarding the DoD 
Privary Program; and · Use Drily." 

(iii) Establish an internal system of 
contractor performance review to ensure 
compliance with the DoD Privacy 
Program. 

(b) Contracting procedures. The 
Defense Systems Acquisition Regulatory . 
Council (DSARC) is responsible for 
developing the specific poliCies and 
procedures to be followed when 
soliciting bids, awarding contracts or 
administering contracts that are subject 
to this part. 

(c) Contractor compliance. Through 
the various contract surveillance 
programs, ensure contractors comply 
with the procedures established in 
accordance with paragraph (b) of this 
section. · 
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(3) Afford personal information that 
does not meet the criteria discussed in 
paragraph (c)(3) of this § 310.13 that 
degree of security which provides 
protection commensurate with the 
nature and type of information involved. 

(4) Special administrative, physical, 
and technical procedures are required to 
protect data that is stored or being 
processed temporarily in an automated 
data processing (ADP) system or in a 
word processing activity to protect it 
against thr.eats unique to those 
environments (see Appendices A and B). 

[5) Tailor safeguards specifically to 
the vulnerabilities of the system. 

(c) Records disposal. (1) Dispose of 
records containing personal data so as 
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to prevent inadvertent compromise. 
Disposal methods such as tearing, 
burning, melting, chemical 
decomposition. pulping, pulverizing, 
shredding, or mutilation are considered 
adequate if the personal data is 
rendered unrecognizable or beyond . 
reconstruction. 

(2) The transfer of large quantities of 
records containing personal data (for 
example, computer cards and printouts) 
in bulk to a disposal activity, such as the 
Defense Property Disposal Office, is not 
a release of personal information under 
this part. The sheer volume of such 
transfers make it difficult or impossible 
to identify readily specific individual 
records. 

(3) When disposing of or destroying 
large quantities of records containing 
personal information, care must be 
exercised to ensure that the bulk of the 
records is maintained so as to prevent 
specific records from being readily 
identified. If bulk is maintained, no 
special procedures are required. If bulk 
cannot be maintained or if the form of 
the records make individually 
identifiable information easily available, 
dispose of the record in accordance with 
paragraph (c)(1) of this section. 

Subpart C-Collecting Personal 
Information 

§ 310.20 General considerations. 

(a) Collect directly from the 
individual. Collect to the greatest extent 
practicable personal information 
directly from the individual to whom it 
pertains if the information may be used 
in making any determination about the 
rights, privileges, or benefits of the · 
individual under any federal program 
(see also paragraph (c) of this section). 

(b) Collecting Social Security 
.Numbers (SSNs}. (1) It is unlawful for 
any federal, state, or local governmental 
agency to deny an individual any right, 
benefit, or privilege provided by law 
because the individual refuses to 
provide his or her SSN. However, 'if a 
federal statute requires that the SSN be 
furnished or if the SSN is required to · 
verify the identity of the individual in ·a 
system of records that was established 
and in use before.January 1, 1975, and 
the SSN was required as an identifier by 
a statute or regulation adopted before 
that date, this restriction does not apply. 

(2) When an individual is requested to 
provide his or her SSN, he or she must 
be advised: 

(i) The uses that will be made of the 
SSN; 

(ii) The statute, regulation, or rule 
authorizing the solicitation of the SSN; 
and 
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(iii) Whether providing the SSN is 
voluntary or rriandalory. · · 

(3) Inclll;de in any systems notice for 
any system of records that contains· 
SSNs a statement indicating the 
authority for maintaining the SSN and 
the sources of :the ·ssNs in the system. If 
the SSN is obtained directly from the 
individual indicate whether'this is 
voluntary or mandatory. . . 

(4)'Executive Order 9397, ·~Numbering 
System For Federal Accounts Relating 
to Individual Persons," November 30, · 
1943, authorizes solicitation arid use-or 
SSNs as numerical identifier for 
individuals in most federal records 
systems. However, it does not provide ,· · 
mandatory authority for soliciting ·SSNs: 

(5) :Upon entrance into military serviCe 
or civilian employment with the . 
Department of Defense, individuals are 
asked to prpVide their SSNs. The SSN 
becomes th~ service or employment 
number for the individual and is used to. 
establish personnel. financial, medical, 
and other official records. Provide the. 
notification in paragr~ph (b )(2) of this- . 
section to the individual wh~n originally 
soliciting his or her SSN. After an 
individual has provided his or her SSN 
for the purpose of establishing a record, 
the notification in paragraph (b)(2) of 
this section is not required if the 
individual is only requested to furnish or 
verify the SSNs for identification 
purposes in connection with the normal 
use of his or her records. However, if the 
SSN is to be written down· and retained 
for any purpose by the requesting 
official. the individual must be provided 
the notification required by paragraph 
(b )(2) of this section. 

(6) Consult the Office of Personnel 
Management, Federal Personnel Manual · 
(5 CFR parts 293, 2Q4, 297 and 735) when 
soliciting SSNs for use in OPM records 
systems. ·. 

· (c) Collecting personal information 
from third parties. It may not be 
practical to collect personal information 
directly from the individual in all cases. 
Some examples of this are: 

(1) Verification of information through 
third party sources for security or 
employment suitability determinations;. 

(2) Seeking third party opinions such 
as supervisory comments as to job 
knowledge, duty performance, or other 
opinion-type evaluations; 

(3) When obtaining the needed 
information directly from the individual 
is exceptionally difficult or may result in 
unreasonable costs; or 

(4) Contacting ·a third party at the 
request of the individual' to furnish 
certain information such as exact 
periods of employment, termination 
dates, copies of records, or similar 
information. 
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(d) P,rivacy Act s·tatements. (1) When 
an individual is requested to furnish · 
personal information about himself or 
herself for inclusion in a system of 
records, .a Privacy Act Statement is 
required regardless.ofthe medium used 
to collect the inform'ation (forms, 
personal interviews, stylized formats, ·'. 
telephonic interviews, or other · · 
methods). The Privacy Ac~ Statement 
consists 'of the elements set forth in 
paragraph (d)(2) of this section: The 
statement enables the individual to · 
make an informed decision whether to 
provide the information requested. If the 
personal information solicited js not to 
be incoporated into a system of records, 
the statement need not be given. 
However, personal information obtained 
without a Privacy Act Statement shall 
not be incorporated into any system of 
records. When soliciting SSNs for any 
purpose, see paragraph (b )(2) of this 
section. 

(2) The Privacy Act Statement shall 
include: · 

(i) The specific federal statute or 
Executi:ve Order. that authorizes . 
collection of the. requested information. 
(see parag'raph (d) of§ 310.10 of this 
part). . . . 

(ii) The. principal purpose or purposes 
for which the information is to be used; 

(iii) The routine uses that will be 
made of the information (see paragraph 
(e) of§ 310.41, subpart E of this.part); 

(iv) Whether providing the 
information is voluntary or mandatory· 
(see paragraph (e) of this section); and 

(v) The effects on.the individual if he· 
or she chooses not to provide the 
requested information. . 

(3) The Privacy Act Statement shall be 
concise, current, and easily understood. 

(4) The Privacy Act statement may 
appear as a public notice (sign or 
poster), conspicuously ·displayed ip. the 
area where the information is colleCted, 
such as at check-cashing facilities or 
identification photograph facilities .. 

(5) The individual normally is not 
required to sign the Privacy Act 
Statement. · 

(6) Provide the individual a written 
copy of the Privacy Act Statement upon · 
request. This 'must be done regardless of 
the method chosen to furnish the initial 
advisement. 

(e) Mandatory as opposed to 
voluntary disclosures. Include in the 
Privacy Act Statement specifically 
whether furnishing·the requested 
personal data is mandatory or 
voluntary. A r,equirement to furnish 
personal data is mandatory only when a 
federal statute, Executive Order, 
regulation, or other lawful order 
specifically imposes a ·duty on the 
individual to provide the information 

sought, and the individual is subject to a 
penalty ~f he or she fails to provide the 
requested information. If providing the 
information is only a condition of or 
prerequisite to granting a benefit or 
privileg~· and the individual has the 
option of requesling the benefit or 
privilege, providing the information is 
always voluntary! However, the l,oss or· 
denial of the privilege, benefit, or 
entitlement souglit may be li~ted as a 
consequence of not furnish!ng the 
requested information. · 
[51 FR 1364, Jan. 16, 1986. Redesignated at 56 
FR 55631, Oct. 29, 1991 and amended at 56 FR 
57800, Nov. 14, 1991] . · 

§ 310.21 Forms. 
(a) DoD forms. (1) DoD Direc·ti~e 

5000.21: "Forms Management Program" 
provides guidance for preparing Privacy 
Act Statements for use with form.s:(se~ 
also paragraph (b)(1) of this section). 

(2) When forms ate used to c'ollect 
personal information, the Privacy Act. 
Statement shall appear as follows (listed 
in the order of preferef\ce ): 

(i) In the body of the form, preferably 
just below the title so that the reader 
will be advised of the contents of the 
statement before he or she begins to .. 
complefe the form; ~ . , · 

(ii) On the 'reverse 'side of the form, . 
with.an appropriate annotation under 
the title giving its location; 

(iii) On a tear-off sheet attached to the 
form; or · 

(iv) As a separate supplement to the 
form. · · ·. 

(b) Fonns ·issued by non-DoD 
activities. (1) Forms subject to the c 

Privacy Act issued by o.ther f~deral 
agencies have a Privacy Act Statement 
attached or included. Always ensure 
that the statement prepared by, the 
originating agency is a~equate for the 
purpose for which the form will be used 
by the DoD activity. If the Privacy Act 
Statement provided is inadequate, the 
DoD Component concerned shall 
prepare a new statement or a 
~upplement to the existing statement 
before using the form. 

(2) Forms issued by agencies not 
subject to the Privacy Act (state, 
municipal, and other local agencies} do 
not contain Privacy Act Statements. 
Before using a form prepared by such 
agencies to collect personal data subject 
to this part, an appropriate Privacy Act 
Statement must be added. 

Subpart D-Access by lndivid~als 

§ 310.30 Individual access to personnel 
information. · 

[a) Individual access. (1) The access 
provisions df this part are intended for 
use by individuals about whom records 



are maintained in systems of records. 
'Release of personal information to 
individuals under this part is not 
considered public release of 
information. 

:(2) .Make a:Vaila:ble to ,the individual to 
whom the record pertains all of the 
personal .information tthat .can be 
·released consistent with DoD 
responsibilities. · 

(h) Individual requests for access. 
Individuals shall address requests for 
.access to personal information ln a 
.system of records to the ~ystem manager 
or to the office designated in the DoD 
Component rules or the syste:m notice. 

(c) Verification .of identity. (1) Before 
gr,anting access .to personal data, an 
individual may be required to provide 
reasonable verification of his or her 
identity .. 

{2) Identity verification procedures 
shall not: 

.(i) Be so complicated as to discourage 
unneces!;larily individuals from seeking 
access to information about themselves; 
or 

(ii) Be required of an individual 
seeking access to records which 
normally would be available under the 
"DoD Freedom of Information Act 
Program" (32 CFR part .286). 

(3) Normally, when individuals seek 
personal access to records pertaining to 
themselves, identification is made from 
documents that normally are readiiy 
available, such as employee and 
military identification cards, driver's 
license, other licenses, permits or passes 
used for routine identification purposes. 

(4) When access is requested by mail, 
identity verification may consist of the 
individual providing certain minimum 
identifying data, such as full name, date 
and place of birth, or such other 
personal information necessary to locate 
the record sought. If the information 
sought is of a sensitive nature, 
additional identifying data may be 
required. If notarization of requests is 
required, procedures shall be · 
established for an alternate method of 
verification for individuals who do not 
have access to notary services, such as 
military members overseas. 

(5) If an individual wishes to be 
accompanied by a third party when 
seeking access to his or her records or to 
have the records released directly to a 
third party, the individual may be 
required to furnish a signed access 
authorization granting the third party 
access. 

(6) An individual shall not be refused 
access to his or her re~ord solely 
because he or she refuses to divulge his 
or her SSN unless the .SSN is the only 
method by which r~trieval can be made. · 
(See paragraph (b) of § 310.20). · 
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(7) The individual is not required to 
explain or justify his or her need for 
access to any record under this part. 

(8) Only a denial authority may deny 
access and the denial must be in writing 
and contain the information required by 
paragraph (b) of §. 310.31. 

(d) Granting individual access to 
records. (1) Grant the individual access 
to the original record or an exact copy of 
the original record without any changes 
or .ae·letions, 1except when ·phanges or 
deletions have been made in accordance 
with para,graph (e) of this section. For, 
the .purpose of ,granting access, a record 
tha.t has been amended under paragraph 
:(b) of § 310.31 is considered to be the 
or·~ginal. .See paragraph (e) .of this 
section for the policy regarding the use 
of .summaries and extracts. 

(2) Provide exact copies of the record 
when furnishing the individual copies of 
records under this part. 

(3) Explain in terms understood by the 
requestor any record or portion of a 
record that is not clear. 

(e) Illegible, incomplete, or partially 
exempt records. (1) Do not deny an 
individual access to a record or a copy 
of a record solely because the physical 
condition or format of the record does 
not make it readily available (for 
example, deteriorated state or on 
magnetic tape). Either prepare an 
extract or recopy the document exactly. 

(2) If a portion of the record contains 
information that 'is exempt from access, 
an extract or summary containing all of 
the information in the record that is 
releasable shall be prepared. 

(3) When the physical condition of the 
record or its state makes it necessary to 
prepare an extract for release, ensure 
that the extract can be UI).derstood by 
the requester. · 

(4) Explain to the requester all 
deletions or changes to the records. 

(f) Access to medical record$. (1) 
Disclose medical records to the 
individual to whom they pertain, even if 
a minor, unless a judgment is made that 
access to such records could have an 
adverse effect on the mental or physica·l 
health of the individual. Normally, this 
determination shall be made in 
consultation with a medical doctor. 

(2) If it is determined that the release 
of the medical information may be 
harmful to the mental.or physical health 
of the individual: 

{i) Send the record to a physician 
named by the individual; and 

(ii) In _the transmittal letter to the 
physician explain why access by the 
individual without proper professional 
supervision could be harmful (unless it 
is obvious from the record). 

(3) Do not require the physician to · 
request the records for the individual. 
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(4) If the individual refuses .or fails to 
designate a physician, the record shall 
not be provided. Such refusal of access 
is not considered a denial .for Privacy 

. Act :repor,ting purposes. (See paragraph 
(a) .of§ :310.31). 

{SJ A-ccess to a minor'.s medical 
records may be granted to his or her 
parents qr legal guardians. However, 
observe the following procedures: 

(i) In the United States, the laws of the 
particular state in which the records are 
located may afford special protection to 
certain types of medical records (for 
example, records dealing with treatment 
for drug or alcohol abuse and (::ertain 
psychiatric records). Even if the records 
are maintained by a military medical 
facilities these statutes may apply. 

(ii) For the purposes of parental· 
access to the medical records and 
medical determinations regarding 
minors at overseas installation the age 
of majority is 18 years except when: 

(A) A minor at the time he or she 
sought or consented to the treatment 
was between 15 and 17 years of age; 

(B) The treatment was sought in a 
program which was authorized by 
regulation or statute to offer 
confidentiality of treatment records as a 
part of the program; 

(C) The minor specifically requested 
or indicated that he or she wished the 
treatment record to be handled with 
confidence and not released to a parent 
or guardian; and 

(D) The parent or guardian seeking 
access does not have the written 
authorization of .the minor or a valid 
court order granting access. 

(iii) If all four of the above conditions 
are met. the parent or guardian shall be 
denied access to the medical records of 
the minor. Do not use these procedures 
to deny the minor access to his or her 
own records under this part or any other 
statutes. · 

(6) All members of the Military 
Services and all married persons are not 
considered minors regardless of age, 
and the parents of these individuals do 
not have access to their medical rec'ords 
without written consent of the 
individual. · 

(g) Access to information compiled in 
anticipation of civil action. (1) An 
individual is not entitled under this part 
to gain access to information compiled 
in reasonable anticipation of a civil 
action or p·roceeding. 

(2) The term "civil proceeding" is 
intended to include quasi-judicial and 
pretrial judicial proceedings that are the 
necessary preliminary steps to formal 
litigation. . 

(3) Attorney work products prepared 
in conjunction with quasi-judicial 
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pretrial. and trial proceedings, to include 
those prepared ·to advise DoD · 
Component Cifficials of the possible legal 
conseq.uences of a given course of 
action, are protected. 

(h) Access to investigatory records. 
(1) Requests by individuals for access to 
investigatory records. pertaining 'to · ' 
themselves and compiled for law 
enforcement purposes are processed 
under this part of the DoO Freedom of 
Information Program (32 CFR part 286) 
depending on which part gives them the 
greatest degree of access. · · 

(2j Process requests by individuals for 
access to investigatory record pertaining 
to themselves compiled for law 
enforcement purposes and. in the· 
custody of law enforcement activities 
that have been incorpo~ated into . · 
systems of records exempted from the 
access provisions of this part in· · 
accordance with section B. of Chapter 5 
under reference (f). Do not deny a·n 
individual access to the record sol~ly · 
because it is in the exempt system, but 
give him or her automatically the sall).e 
access he or she would receive under 
the Freedom of Information Act (5 U.S.C. 
552). See also paragraph (h) of this 
section. · 

(3) Process requests by individuals for· 
access to investigatory records 
pertaining to themselves that are ii"t 
records systems exempted from access 
provisions under paragraph (a) of . · 
§ 310.52, subpart F, under this part, or 
the DoD Freedom of Information Act 
Program (32 CFR part 286) depending' 
upon which regulation gives the greatest 
degree of access (see also paragraph (j) 
of this section). 

(4) Refer individual requests for 
access to investigatory records 
exempted from access under a general 
exemption temporarily in the hands of a 
noninvestigatory element for . 
adjudicative or personnel actions. to the 
originating investigating agency. Inform. 
the requester in writing of these 
referrals. 

(i) Nonagency records. (1) Certain . 
documents under the physical control of 
DoD personnel and used to assist them 
in performing official functions, are not 
considered "agency records" .within the 
meaning of this Regulation. Uncirculated 
personal notes and records that are not 
disseminated or circulated to any person 
or organization (for example, personal 
telephone lists or· memory aids) that are 
retained or .discarded at the author's 
discretion and over which the 
Component exercise's no direct control. 
are riot considered agency records. 
However, if personnel are officially 
directed or encoura·ged, eitherin writing 
or orally, to maintain such records,'they 
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may become "agency records," and may 
be subject to this part. . 

(2) The personal uncirculated 
handwritten notes of unit leaders, office 
supervisors, or military supervisory 
personnel concerning subordinates are 
not system~ of re~ords within the 
meaning of this part. Such .notes are an 
extension of the individual's memory. 
These notes, however, must be 
maintained and ·discarded at the. ·' 
discretion of tlie .individual supervisor 
and not circulatec;l to others. Any 
established requirement to maintain 
such notes (such as, written or oral· 
directives, regulations, or command 
policy) make these notes "agency 
records" arid they then must be made a 
part of a system of records. If the' notes 
are circulated, they must be made a part 
of a system of records. Any action that 
gives personal notes the appearance of 
official agency records is prohibit~d. 
unless the notes have been incorporated 
into a system of records. 

(j) Relationship between the Privacy 
Act and the Freedom of Information Act. 
(1) Process requests for individual 
access as follows: 

(i) Requests by individuals for access 
to records pertaining to themselves . 
made under the Freedom of Information 
Act (5 U.S.C. 55?) or the DoD Freedom of 
Information Act Program (32 CFR part 
286) pr DoD Component instuctions 
implementing the DoD Freedom of 
Information Act Program are processed 
under the provisions of that reference. 

(ii) Requests by individuals for access · 
to records pertaining t.o themselves 
made und~r the Privacy Act of 1971 (5 · 
U.S.C. 552a), this p'art, or the· DoD 
Component instructions implementing 
this part are processed under this part. 

(iii) Requests by individuals for access 
to records about themselves that cite 
both Acts or the implemertting 
regulations and instructions for both 
Acts are processed under this part 
except: · 

(A) When the access provisinns of the 
DoD Freedom 'of Information Act 
Program. (32 CFR part 286) provide a 
greater degree of access; or ., · 

(B) When access to the information 
sought is controlled by another federal 
statute. 

(C) If the former applies, follow the 
provisions of 32 CFR part 286; and if the 
later applies, follow the access · 
procedures established under the 
controlling statute. 

(iv) Requests by individuals for access 
to information about themselves in 
systems of records that do not cite either 
Act or the implementing regulations or 
instructions for either Act are processed 
under the procedures established by this 
part. However, there is no requirement · 

to cite the specific provisions of this part 
or the Privacy Act (5 U.S.C. 552a) when 
responding to such requests. Do not 
count these requests as Privacy Act 
request for reporting purposes (see 
subpart I). · 

(2) Do not deny individuals access to 
·personal information concerning 
themselves that would otherwise be 
releasable to them under either Act 
solely because they fail to cite eit11.er 
Act or cite the wrong Act, regulation, or 
instruction. 

(3) Explain to the requester which Act 
or procedures have been used when 
granting or denying access under either 
Act (see also paragraph (j)(1)(iv) of this 
section). 

(k) Time limits. Normally 
acknowledge requests for access within. 
10 working days after receipt and 
provide access within 30 working days. 

(l) Privacy case file. Establish a 
Privacy Act case file when required (see 
paragraph (p) of§ 310.32 of this 
subpart). 
[51 FR 1364, Jan. 16, 1986. Redesignated at 56 
FR 55631, Oct. 29, 1991 and amended at 56 FR 
57800, Nov. 14, 1991] 

§ 310.31 Denial' of individual access. 

(a) Denying individual access. (1) An 
individual may be denied formally . 
access to a record pertaining to him or 
her only if the record: · · 

(i) Was.compiled in reasonable 
anticipation of civil action (see 
paragrap}:t (g) of § 310.30) 

(ii) Is in a syslf~mof records that has 
been exempted from the access 
provisions of this regulation under one 
of the permitted exemptions (see 
subpart F of this part). 

(iii) Contains classified information 
that has been exempted from the access 
provision of this part under blanket 
exemption for such material claimed for 
all DoD records system (see paragraph 
(c) of §310.50 of subpart F of this part). 

{iv) Is contained in a system of 
records for which access may be denied 
under some other federal statute. 

(2) Only deny the individual access to 
those portions of the records from which 
the denial of access serves some 
legitimate governmental ·purpose. 

(b) Other reasons to refuse access. (1) 
An individual may be refused access if: 

(i) The record is not described well 
enough to enable it to be located with a 
reasonable amount of effort on the part 
of an employee familiar with the file; or 

(ii) Access is sought by an individual 
who fails or refuses to comply with the 
established procedural requirements, 
including refusing to name a physician 
to receive medical records when 
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required (see paragraph (f) of §310.30) or additional time is required for the 
to pay fees (see §310.33 of this subpart). appellate review. The notification must 

(2) Always explain to the individual include the reasons for the delay and 
the specific reason access has been state when the individual may expect an 
refused and how he or she may obtain answer to the appeal. 
access. (e) Denial of appeals by failure to act. 

(c) Notifying the individual. Formal A requester may consider his or her 
denials of access must be in writing and appeal formally denied if the authority 
include as a minimum: fails: 

(1) The name, title or position, and (1) To act on the appeal within 30 
signature of a designated Component days; 
denial authority; ( ) T d h 

(2) The date of the denial; 2 o provi e t e requester with a 
(3) The specific reason for the denial, notice of extension within 30 days; or 

including specific citation to the (3) To act within the time limits 
appropriate sections of the Privacy Act established in the Component's notice of 
(5 u.S.C. 552a) or other statutes, this extension (see paragraph (d)(5) of this 
part, DoD Component instructions or section): 
Code of Federal Regulations (CFR) (f) Denying access to OPM records 
authorizing the denial; held by DoD Components. (1) The 

(4) Notice to the individual of his or records in all systems of records 
her right to appeal the denial through maintained in accordance with the OPM 
the Component appeal procedure within government-wide system notices are 
60 calendar days; and technically only in the temporary 

(5) The title or position and address of custody of the Department of Defense. 
the Privacy Act appeals officia'I for 'the (2) All requests for access to these 
Component. records must be processed in 

(d) DoD Component appeal accordance with the Federal Personnel 
procedures. Establish internal appeal Manual (5 CFR parts 293, 294, 297 and 
procedures that, as a minimum, provide 735) as well as the applicable 
for: Component procedures. 

(1) Review by the head of the . (3) When a DoD Component refuses to 
Coqtponent or his or· her designee of any grant access to ·a record in an OPM 
appeal by an individual from a denial of system, the Component shall instruct the 
access to Component records. individual to direct his or her appeal to 

(2) Formal written notification to the the appropriate Component appeal 
individual by the·appeal authority that authority, not the Office of Personnel 
shall: . Management. 

(i) If the denial is sustained totally or (4) The Component is responsible for 
in part, include as a minimum: the administrative review of its denial of 

{A) The exact reason for: denying the access to such records. 
appeal to include specific citation to the (51 FR 1364, Jan. 16, 1986. Redesignated at 56 
provisions of the Act or other statute, FR 55631, Oct. 29, 1991 and amended at 56 FR 
this part, Component instructions or the 57800, Nov.14, 1991] 

CFR upon which the determination is 
based; § 310.32 Amendment of records. 

(B) the date of the appeal (a) Individual review and corredtion. 
determination;· Individuals are encouraged to review 

(C) The name, title, and signature of the personnel 'information being 
the appeal authority; maintained about them by DoD 

(D) A statement informing the Components periodically and to avail 
applicant of his or her right to seek themselves of the procedures 
judicial relief. established by this part and any other 

(ii) If the appeal is granted, notify the Component regulations to update their 
individual and provide access to the records. 
material to which access has been (b) Amending records. (1) An 
granted. individual may request the amendment 

(3) The written appeal notification of any record contained in a system of 
granting or denying access is the final records pertaining to him.or her unless 
Component action as regards access. the system of record has been exempted 

. ( 4) The individual shall file any specifically from the amendment 
appeals from denial of access within no procedures of this part under paragraph 
less than 60 calendar days of receipt of (b) of§ 310.50, subpart F. Normally, 
the denial notification. amendments under thjs part are limited 

(5) Process all appeals within 30 days to correcting factual matters and not 
of receipt unless the appeal authority matters of official judgment, such as 
determines that a fa,ir and equitable performance ratings, promotion 
review cannot be made within that potential, and job performance 
period. Notify the applicant in writing if appraisals. 
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(2) While a Component may require 
that the request for amendment be in 
writing, this requirement shall not be 
used to discourage individuals from 
requesting valid amendments or to 
burden needlessly the amendment 
process. 

(3) A request for amendment must 
include: 

(i) A description of the item or items 
to be amended; 

(ii) The specific reason for the 
amendment; 

(iii) The type of amendment action 
sought (deletion, correction, or addition); 
and 

(iv) Copies of available document~ry 
evidence supporting the request. 

(c) Burden of proof The applicant 
must support adequately his or her 
claim. 

(d) Identification of requesters. (1) 
Individuals may be required to provide 
identification to ensure that they are 
indeed seeking to amend a record 
pertaining to themselves and not, 
inadvertently or intentionally, the record 
of others. ' 

(2) The indentification procedures 
shall not be used to discourage 
legitimate requests or to burden 
needlessly or delay the amendment 
process. (See paragraph (c) of§ 310.30). 

(e) Limits on attacking evidence 
previously submitted. (1) The 
amendment process is not intended to 
permit the alteration of evidence 
presented in the course of judicial or 
quasi-judicial proceedings. Any 
amendments or changes to these records 
normally are made through the specific 
procedures established. for the 
amendment of such records. 

(2) Nothing in the amendment process 
is intended or designed to permit a 
collateral attack upon what has already 
been the subject of a judicial or quasi7 
judicial determination. However, while 
the individual may not attack the 
accuracy of the judicial or quasi-judicial 
determination under this part, he or ·she 
may challenge the accuracy of the 
recording of. that action. 

(f) Sufficiency of a request to amend. 
Consider the following factors when 
evaluating the sufficiency of a request to 
amend:_ 

(1) The accuracy of the information 
itself; and 
. (2) The relevancy, timeliness, 

completeness, and necessity of the 
recorded information for accomplishing 
an assigned mission or purpose. 

(g) Time limits. {1) Provide written 
acknowledgement of a request to amend 
within 10 working days of its receipt by 
the appropriate systems manager. There 
is no need to acknowledge a request if 
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the action is completed within 10 
working days and the individual is so 
informed. 

(2) The letter of acknowledgement 
shall clearly identify_ the request and 
advise .the individual when he or she 
may expect to be notified of the 
completed action. 

(3) Only under the. mc)st .exceptional 
circumstances shall more than 30 days 
be required to reach a decision on a 
request to amend. Document. fully and · 
explain in the Privacy Act cas~ file (see 
paragraph (p) of this section) any such 
decision that takes more than 30 days to 
resolve. · 

(h) Agreement to amend. If the · 
decision is made to grapt all or part of 
the request for amendment, amend the 
record acpordingly and notify the 
requester. · .. 

(i) Notification of previous recipients.· 
(1) Notify all previous recipients of the 
information, as reflected in the 
disclosure accounting records, that an 
amendment has been made and the 
substance of the amendment. Recipients 
who are known to be no longer retaining 
the information need not be advised of 
the amendment. AlLJ?oD Components 
and federal agencies known to be · . 
retaining the record ·or information, even 
if not refleeted,in: a disclosure record; 
shall be notified of the amendment. 
Advise the requester of these 
notifications. . 

(2) Honor all requests by the requester 
to notify specific federal agencies of the 
amendment action. · 

,(i) Denying amendment. If the request 
for amendment is denied in whole or in 
part, promptly advise the individual in 
writing of the decision to include: · 

(1) The specific reason and autho.rity 
for not amending; 

(2) Notification that he or she may 
seek further independent revi'ew of the 
decision by the head of the Component 
or his or her designee; 

(3) The procedures for appealing the 
decision citing the position and address 
of the official to whom the appeal shall 
be addressed; and . · 

(4) Where he or she can receive 
assistance in filing. the appeal. · 

(k) DoD-Component appeal 
procedures. Establish procedures to 
ensure the prompt, complete, and. 
independent review of each amendment 
denial upon appeal by the individual. 
These procedures must ensure that: 

(1) The appeal with all supporting 
materials both thatfurnished the 
individual and that contained in 
Component records is provided to the 
reviewing official, and 

(2) If the appeal is denied completely 
or in part, the individual is notified in 
writing by the reviewing official that: 
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(i) The appeal has been denied and 
the specific reason and authority for the 
denial; 

(ii) The individual 'may file a 
statement of disagreeinentwith the 
appropriate authority and the · 
procedures for filing this statement; 

(iii) If filed pro'perly, the statement of 
disagreement shall be included in the 
records, furnished to all future recipients 
of the records, and provided to all prior 
recipients of the disputed records who 
are known to hold the record; and 

(iv) The individual may seek a judicial 
review of the decision not to amend. · 

(3) If the record is amended, ensure 
that: 

(i) The requester is notifiedpromptly 
of the decision; · · 

(ii) All prior known recipients of the 
records who are know;n to be retaining 
the record are notified-of the decision 
and the specific nature of the 
amendment (see paragraph (i) of this 
section); and . 

(iii) The requester is notified a~ to' ' . 
which DoD Components and federal ·' 
agencies have been told of the · 
amendment. · · 

(4) Process all appeals within 30 days· 
unless the appeal authority determin~s 
that a fair review cannot be made · '. 
within this time limi't. If additional tiine' 
is required for the appeal, notify the 
requester, in writing, of the delay, the 
reason for the delay, and when he or sh~ 
may expect a .final decision on the 
appeal. Document fully all requirements 
for additional time in the Privacy Case 
File. (See paragraph (p) of this section) 

(1) l)enying amendment of OPM 
records held by DoD Components. (1) 
The records in all systems of records 
controlled by the Office ofPersonnel 
Management (OPM) government-wide 
system notices are technically only 
temporarily in the custody Of the 
Department of Defense. 

(2) All requests for amendment of 
these records must be processed in 
accordance with the OPM Federal 
Personnel Manual (5 CFR parts 293, 294, 
297 and 735). The Component denial 
authority may deny a request. However, 
the appeal process for all such denials 
must include a review by the Assistant 
Director for Agency Compliance and 
Evaluation, Office of Personnel 
Management, 1900 E Street NW, 
Washington, DC 20415. 

(3) When an appeal is received from a 
Component's denial of amendment of 
the OPM controlled record, process the 
appeal in accordance with the OPM 
Federal Personnel Manual (5 CFR parts 
293, 294, 297 and 735) and notify the 
OPM appeal authority listed above. 

" 

(4) The individual may appeal any 
Component decision not to amend the 
OPM records directly to OPM. . 

(5) OPM is the final review authority 
for any appeals from a denial to amend 
the OPM records. · 

(m) Statements of disagreemerit. 
submitted by individuals. (1) If the 
reviewing authority refuse!? to amend 
the record as requested, the individual · 
may submit a concise statement of 
disagreement setting forth his or her 
reasons for disagreeing with the 
decision not to amend. . 

. (2) If an individual chooses to file a 
statement of disagreement, annotate· the 
record to indicate that the statement has 
been filed (see paragraph (n) of this 
section). . , 

(3) Furnish copies of the statement of 
disagreement to all DoD Components 
and federal agencies that have beeri 
provided copies of the disputed 
information and who may be 
maintaining the information. 

· (n) Maintaining statements of 
disagreement. (1) When p<;>ssible, 
incorporate the statement of 
disagreement into the record. 

(2) If the statement cannot be made a 
part of the ·record, establish procedures 
to ensure that it is apparent from the 
records that a statement of 
disagreement has been filed and· 
maintain the statement so that it can be 
obtained readily when the disputed 
information is used or disclosed. 

(3) Automated record systems that are 
not programed to. accept statements of 
disagreement shall be annotated or 
coded so that they clearly indicate that 
a statement of di~agreement is on file, 
and clearly identify the statement with 
the disputed information in the system. 

(4) Provide a copy of the statement of 
disagreement whenever th'e disputed 
information is disclosed for any purpose. 

(o) DoD Component summaries of 
reasons for refusing to· amend. (1) A 
summary of reasons for refusing to . 
amend may be included with any record 
for which a statement of disagreement is 
filed. 

(2) Include in this summary only the 
reasons furnished to the individual for 
not amending the record. Do not include 
comments on the statement of 
disagreement. Normally, the summary 
and statement of disagreement are filed. 
together. 

(3) When disclosing information for 
which a summary has been filed, a copy 
of the summary may be included in the 
release; if the Component desires. 

(p) Privacy Case Files. (1) Establish a 
separate Privacy Case File to retain the 
documentation received and generated 



during the amendment or access 
process. 

(2) The Privacy Case File shall contain 
as a minimum: 

(i) The request for amendment or 
access; 

(ii) Copies of the DoD Comp'onent's 
reply granting or denying the request; 

(iii) Any appeals from the individual; 
(iv) Copies of the action regarding th~? 

appeal with supporting documentation 
which is not in the basic file; and · 

(v) Any other correspondence 
generated in processing the appeal. to 
include coordination documentation. · 

(3) Only the items listed in· paragraphs 
(p)(4) and (5) of this section may be 
included in the system of records 
challenged for amendment or for which 
access is sought. Do not retain copies of 
unamended records in the basic record 
system if the request for amendment is 
granted. · 

{4) The following items relating to an 
amendment request may be included in 
the disputed record system: 

(i) Copies of the amended record. 
(ii).Copies of the individual's 

statement of disagreement (see 
paragraph (m) of this section). 

(iii) Copies of Component summaries 
(see paragraph (o) o{ this section). 

(iv) Supporting documentation 
submitted by the individual. 

(5) The following items· relating to. an 
access request may be included in the 
basic records system: . 

(i) Copies of the request; . 
(ii) Copies of the Component's action 

granting total a~cess. 
Note.-A separate Privacy. case file need 

not be created in such cases. 

(iii) Copies of the Component's action 
denying access; · 

(iv) Copies of ~my appeals filed; · 
(v) Copies of the reply to the appeal. 
(6) There is no need to establish a 

Privac:y case file if the individual has not 
cited the Privacy Act (reference (b)), this 
part, or the Component implementing 
instruction for this part. 

(7) Privacy case files shall not be 
furnished or disclosed to anyone for use 
in making any determination about the 
individual other than determinations 
made under this part. 
[51 FR 1364. Jan. 16, 1986. Redesignated at 56 

. FR 55631, Oct. 29, 1991 and amended at 56 FR 
57800, Nov. 14, 1991] 

§ 310.33 Reproduction fees. 
(a) Assessing fef!S. (1) Charge the 

individual only the direct cost of 
reproduction. 

(2) Do not charge reproduction fees if 
copying is: 

(i) The only means to make the record 
available to the individual (for example, 
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a copy of the record must be made to 
delete· classified information); or 

(ii) For the convenience of the DoD 
Component (for example, the. 
Compo,nent has no reading room where 
an individual may review the record, or 
reproduction is done to keep the original 
in the Component's file). 

(3) No fees shall be charged when the 
record may be obtained without charge 
u~der any other regulation, directive, or 
statute. 

( 4) Do not. use fees to discourage 
requests. 

(b) No minimum fees authoriz.ed. Use 
fees only to recoup direct reproduction 
costs associated with granting access .. 
Minimum fees for duplication are not 
authorized and there is no automatic 
charge for processing a request. 

(c) Prohibited fees. Do not charge or 
collect fees for: 

(1) Search and retrieval of records; 
(2) Review ofrecords to determine 

releasability;· 
(3) Copying records for DoD . 

Component convenience or when the 
individual has not specifically requested 
a copy; ' · 

(4) Transportation of records and 
personnel; or · · · · 

(5) Normal postage. 
(d) Waiveroffees. (1) Normally, fees 

are waived automatically if the direct 
costs of a given request is less than $30. 
This fee waiver provision does not apply 
when a waiver has been granted to the 
individual before, and later requests 
appear to be an extension or duplication 
of that original request. A DoD 
Component may, however, set aside this 
automatic fee waiver provision when on 
the basis of good evidence it determines 
that the waiver of fees is not in the · 
public interest. 

(2) Decisions to waiver or reduce fees 
that exceed the automatic waiver 
threshold shall be made on a case-by­
case basis. 

(e) Fees for members of Congress. Do 
no.t charge members of Congress for 
copying records furnished even when 
the records are requested under the 
Privacy Act on behalf of a constituent 
(see paragraph (k)of § 310.41 of subpart 
E of this part). When replying to a 
constituent inquiry and the fees 
involved are substantial, consider 
suggesting to the Congressman that the 
constituent can obtain the information 
directly· by writing to the- appropriate 
offices and paying the costs. When 
practical, suggest to the Congressman 
that the record can be examined at no 
cost if the constituent wishes to visit the 
custodian of the record. 

(f) Reproduction fees computation. 
Compute fees using the appropriate· .: 
portions of the fee schedule in subpart G 

of the DoD Freedom of Information 
Program (32 CFR part 286). 

Subpart E-Disclosure of Personal 
Information to Other Agencies and 
Third Parties 

§ 310.40 Conditions .of disclosure. 
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(a) Disclosures to third parties~ (1) 
The Privacy Act only compels disclosure 
of records from a system of records to 
the individuals to whom they pertain. 

(2) All requests by individual for 
personal information about other· 
individuals (third parties) shall be 
processed under the DoD Freedom of 
Information Program (32 CFR part 286), 
except for requests by the parents of a 
minor, or legal guardians of an 
individual, for access to the records 
pertaining to the minor or individual. 

(b) Disclosures among DoD 
Components. For the purposes of 
disclosure and disclosure acco~nting, 
the Department of Defense is considered 
a single agency (see paragraph (a) of 
§ 310.41 of this part). 

(c) Disclosures outside the 
Department of Defense. Do not disclose 
personal information from a system of 
records outside the Department of 
Defense .unless: 

(1) The record has been requested by 
the individual to whom it pertains. 

(2) The written consent of the 
individual to whom the record pertains 
has been obtained for release of the 
record to the requesting agency, activity, 
or individual, or · 

(3) The release is for one of the 
specific nonconsensual purposes set 
forth in § 310.41 of this part. 

(d) Validation before disclosure. 
Except for releases made in accordance 
with the Freedom of Information Act (5 
U.S.C. 552), before disclosing any 
personal information to any recipient 
outside the Department of Defense other 
than a federal agency or the individual 
to whom it pertains: 

(1) Ensure that the records are 
accurate, timely, complete, and relevant 
for agency purposes; 

(2) Contact the individual, if 
reasonably available, to verify the 
accuracy,. timeliness, completeness, and 
relevancy of the information, if the 
cannot be. determined from the record; 
or 

(3) If the information is not current 
· and the individual is not reasonably 

available, advise the recipient that the 
information is believed accurate as of a 
specific date and any other known 
factors bearing on its accuracy and 
relevancy. · 
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[51 FR 1364, Ja·n. 16,"1986. Redesignated at 56 
FR 55631, Oct. 29, 1991 and amended at 56 FR 
57800, Nov. 14, 1991] 

§ 310.41 ~onconsensual disclosures. 

(a) Disclosures within the Department 
of Defense. (1) Records pertaining to an 
individual may be disclosed without the 
consent of the individual to any DoD 
official who has need for the record in 
the performance of his ·or her assigned 
duties. 

(2) Rank, position, or title alone do not 
authorize access to personal information 
about others. An official need for the 
information must exist before 
disclosure. 

(b) Disclosures under the Freedom of 
Information Act. (1) All records must be 
disclosed if their release is required by 
the Freedom of Information Act (5 U.S.C 
552) see also the DoD Freedom of 
Information Program (32 CFR part 286). 
The Freedom of Information Act 
requires that records be made available 
to the public unless exempted from· 
disclosure by one of the nine . 
exemptions found in the Act. It follows, 
therefore, that if a record is not exempt 

. from disclosure it must be disclosed. 
.(2) The standard for e~empting most · 

personal records, such as personnel 
records, medical records, and similar 
records, is found in Exemption Number 
6 of § 286.31 of 32 CFR part 286. Under 
that exemption, release of personal. 
information can only be. denied when its . 
release woulq be a "dearly 
unwarranted invasion of personal 
privacy." · . 

(3) Release of personal inforn:tation in 
investigatory records including 
personnel security investigation records 
is controlled by the broader standard of· 
an "unwarranted invasion of personal 
privacy" found in Exemption Number 7 
of § 286.31 of 32 CFR part 286. This 
broader standard applies only to · 
investigatory records. 

(4) See 32 CFR part 286 for the 
standards to use iri applying these 
exemptions. 

(c) Personal information that is 
normally releasable.-(1) DoD civilian 
employees. (i) Some examples of 
personal information regarding DoD 
civilian employees that normally may be 
released without a clearly unwarranted 
invasion of personal privacy include: 

(A) Name. 
(B) Present and past postion titles. 
(C) Present and past grades. 
(D) Present and past salaries. 
(E) Present and past duty stations. 
(F) Office or duty telephone numbers. 
(ii) All disclosures of personal . 

information regarding federal civilian 
employees shall be made in· accordance 
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with the Federal Personnel Manual 
(FPM) 5 CFR parts 293, 294, 297 and 735. 

(2) Military members; (i) While it is 
not possible to identify categorically 
information that must be released or 
withheld ·from military personnel 
records in every instance, the following 
items of personal information regarding 
military members normally may be 
disclosed without a clearly unwarranted 
invasion of their personal privacy: 

(A) Full name .. 
(B) Rank. 
(C) Date of rank. 
(D) Gross salary. 
(E) Past duty assignments. 
(F) Present duty .~ssignment. 
(G) Future assignments that ar~ 

officially established. · 
(H) Office of duty telephone numbers. 
(I) Source of commission. · 
(J) Proq10tion sequence number. 
(K) Aw.ards and decorations. . 
(L) Attendance at professional 

military schools. 
(M) Duty status at any given time .. 
(ii) All releases of personal 

information regarding military members 
shall be made in accordance with the , 
standards established by 32 CFR part 
286. 

(3) Civilian employees not under the 
FPM. (i) While it is not possible to 
identify categorically those i terns of 
personal information that must be 
released regarding civilian employees 
not subject to the Federal Personnel 
Manual (5 CFR parts 293, 294, 297 and . 
735), such as nonappropriated fund 
e~ployees, normally the following item_s 
may be released without a clearly 
unwarranted invasion of personal 
privacy: 

(A) Full name. 
(B) Grade or position. 
(C) Date of grade: 
(D) Gross salary. 
(E) Present and past assignments.· 
(F) Future assignments, if officially 

established. 
(G) Office or duty telephone numbers. 
(ii) All releases of personal 

information regarding civilian personnel 
in this category shall be made in 
accordance with the standards 
established by 32 CFR part 286, the DoD 
Freedom of Information Program. 

(d) Release ofhome addresses and 
home telephone numbers. (1) The 
release of home addresses and home 
telephone numbers normally is 
considered a clearly unwarranted 
invasion of personal privacy and is 
prohibited. However, these may be 
released without prior specific consent 
of the individual if: 

(i) The individual has indicated 
previously that he or she interposes no 

objection to their release (see 
paragraphs (d)(3) and (4) of this section); 

(ii) The source of the information to be 
released is a public document such as 
commercial telephone directory or other 
publi~ listing; 

(iii) The·release is required by federal 
statute (for example, pursuant to 
federally-funded state programs to 
loc'ate parents who have defaul~ed on 
child support payments ( 42 U.S.C. 
section 653); or 

(iv) The releasing official releases the 
information under the provisions of the 
DoD Freedom of Information Act 
Program (32 CFR part Z86). 

(2) A request for a home address or 
telephone number may be referred to the 
last known address of the individual for 
a direct reply by him or her to the 
requester. In such cases the requester 
shall be notified of the referral. · 

(3) When collecting lists of home 
addresses and telephone numbers, the 
individual may .be offered the option of 
author{zing the information pertaining to 
him or her td be disseminated without 
further permission for specific purposes, 
such as locator services. In these cases, 
the information may be disseminated for 
the stated purpose without further 
consent. However, if the information is 
to be disseminated for any other 
purpose, a riew consent is required. 
Normally such consent for release is in 
writing and signed by the individual. 

(4) Before listing hqme addresses ~nd 
home telephone numbers in DoD· 
telephone directories, give the ·-
individuals the opportunity to refuse 
such a listing. Excuse the individual 
from paying any additional cost that 
may be associated with maintaining an 
unlisted number for government-owned 
telephone services if the individual 
requests _his, or her number not be list_ed 
in the directory uncle~ this part. 

(5) Do not sell or rent lists of 
individual names and addresses unless 
such action is specifically authorized. 

(e) Disclosures for established routine 
uses. (1) Records may be disclosed 
outside the Department of Defense 
without consent of the individual to 
whom they pertain for an established 
routine use. 

(2) A routine use shall: 
(i) Be compatible with and related to 

the purpose for which the record was 
compiled; 

(ii) Identify the persons or 
organizations to whom the record may 
be released; . 

(iii) Identify ·specifically the uses to 
which the information may be put by the 
receiving agency; and 



(iv) Have been published previously 
in the Federal Register (see paragraph (i) 
of§ 310.62, subpart G of this part). 

(3) Establish a routine use for each 
user of the information outside the 
Department of Defense who need 
official access to the records. 

( 4) Routine uses may be established, 
discontinued, or amended without the 
consent of the individuals involved. 
However, new or changed routine uses 
must be published in the Federal 
Register at least 30 days before actually 
disclosing any records under their 
provisions (see subpart G of this part) .. 

(5) In addition to the routine uses 
established by the individual system 
notices, common blanket routine uses 
for all DoD-maintained systems of 
records have been established (see 
appendix C). These blanket routine uses 
are published only at the beginning of 
the listing of system notices for each 
Component in the Federal Register (see 
paragraph (a)(1) of§ 310.62, subpart G of 
this part). Unless a system notice 
specifically excludes a system from a 
given blanket routine use, all blanket 
routine uses apply. 

(6) If the recipient has not been 
identified in the Federal Register or a 
use to which the recipient intends to put 
the record has not been published in the 
system notice as a routine use, the 
written permission of the individual is 
required before release or use of the 
record for that purpose. 

(f) Disclosures to the Bureau of the 
Census. Records in DoD systems of 
records may be disclosed without the 
consent of the individuals to whom they 
pertain to the Bureah of the Census· for 
purposes of planning or carrying out a 
census survey or related activities 
pursuant to the provisions of 13 U.S.C., 
section 8. · 

(g) Disclosures for statistical research 
and reporting. (1) Records may be 
disclosed for statistical research and 
reporting without the consent of the 
individuals to whom they pe'rtain. Before 
such disclosures the recipient must 
provide advance written assurance that: 

(i) The records will be used as 
statistical research or reporting records; 

(ii) The records will only be 
transferred in a form that is not 
individually identifiable; and 

(iii) The records will not be used, in 
whole or in part. to make any 
determination about the rights, benefits, 
or entitlements of specific individuals. 

(2) A disclosure accounting (see 
paragraph (a) of § 310.44 of this part) is 
not required when information that is 
not identifiable individually is released 
for statistical research or reporting. 

(h) Disclosures to the National 
Archives and Records Administration 
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(NARA} General Services 
Administration. (1) Records may be 
.disclosed without the consent of the 
individual to whom they pertain to the 
NARA if they: 

(i) Have historical or other value to 
warrant continued preservation; or 

(ii) For evaluation by the NARA to 
determine ifa record has such historical 
or other value. 

(2) Records transferred to a Federal 
Records Center (FRC) for safekeeping 
and storage do not fall within this 
category. These remain under the 
control of the transferring Component, 
and the FRC personnel are considered 
agents of the Component which retains 
control over the records. No disclosure 
accounting is required for the transfer of 
records to the FRCs. 

(i) Disclosures for Jaw enforcement 
purposes. (l) Records may be disclosed 
without the consent of the individual to 
whom they pertain to another agency or 
an instrumentality of any governmental 
jurisdiction within or und~r the control 
of the United States for a civil or 
criminal law enforcement activity, 
provided: 

(i) The civil or criminal law 
enforcement activity is authorized by 
law; 

(ii) The head of the law enforcement 
activity or a designee has made a 
written request specifying the particular 
records desired and the law· 
enforcement purpose (such as criminal 
investigations, enforcement of a civil 
law, or a similar purpose) for which the 
record is sought; and 

(iii) There is no federal statute that 
prohibits the disclosure of the records. 
· (2) Normally, blanket requests for 
access to any and all records pertaining 
to an individual are not honored. 

(3) .When a record is released to a law 
enforcement activity under paragraph 
(i)(1) of this section, maintain a 
disclosure accounting. This disclosure 
accounting shall not be made available 
to the individual to whom the record 
pertains. if the law enforcement activity 
requests that the disclosure not be 
released. · 

(4) The blanket routine use for Law 
Enforcement (appendix C,·section A.) 
applies to all DoD Component systems 
notices (see paragraph (e)(5) of this 
section). Only by including this routine 
use can a Component, on its own 
initiative, report indications of 
violations oflaw found in a system of 
records to a law enforcement activity 
without the consent of the individual to 
whom the record pertains (see 
paragraph ·(i)(1) of this section when 
responding to requests from law 
enforcement activities). 
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(j) Emergency disclosures. (1) Records 
· may be disclosed without the consent of 
the individual to whom they pertain if 
disclosure is made under compelling 
circumstances affecting the health or 
safety of any individual. The affected 
individual need not be the subject of the 
record disclosed. 

(2) When such a disclosure is made, 
notify the individual who is the subject 
of the record. Notification sent to the 
last known address of the individual as 
reflected in the records is sufficient. 

(3) The specific data to be disclosed is 
at the discretion of releasing authority. 

(4) Emergency medical information 
may be released by telephone. 

(k) Disclosures to Congress and the 
General Accounting Office. (1) Records 
may be disclosed without the consent of 
the individual to whom they pertain to 
either House of the Congress or to any 
committee, joint committee or 
subcommittee of Congress if the release 
pertains to a matter within the · 
jurisdiction 'of the committee. Records 
may also be disclosed to the General 
Accounting Office (GAO) in the course 
of the activities of GAO. 

· (2) The blanket routine use for 
"Congressional Inquiries" (see 
Appendix C, section D.) applies to all 
systems; therefore, there is no need to . 
verify that the individual has authorized 
the release of his or her record to a 
congressional member when responding 
to a congressional constituent inquiry. 

(3) If necessary, accept constituent 
letters requesting a member of Congress 
to investigate a matter pertaining to the 
individual as written authorization to 
provide access to the records to the 
congressional member or his or her staff. 

(4) The verbal statement by a 
congressional staff member is 
acceptable· to establish that a request 
has been received from the person to 
whom the records pertain. 

(5) If the constituent inquiry is being 
made on behalf of someone other than 
the individual to whom the record 
pertains, provide the congressional 
member only that information 
releasable under the Freedom of 
Information Act (5 U.S.C. 552). Advise 
the congressional member that the 
written consent of the individual to 
whom. the record pertains is required 
before any additional information may 
be released. Do not contact individuals 
to obtain their consents for release to 
congressional members unless a 
congressional office specifically 
requests that this be done. 

(6) Nothing in paragraph (k)(2) of this 
section prohibits a Component, when 
appropriate, from providing the record 
directly to the individual and notifying 
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the congressional office that this has 
been done without providing the record 
to the congressional member. 

(7) See paragraph (e) of § 310.33 of 
this part for the policy on assessing fees 
for Members of Congress. 

{8) Make a disclosure accounting each 
time a record is disclosed to either 
House of Congress. to any committee, 
joint committee, or subcommittee of 
Congress, to any congressional member, 
or GAb. 

{l) Disclosures under court orders. (1) 
Records may be disclosed without the 
consent of the persori to whom they 
pertain under a court order signed by a 
judge of a court of competent · 
jurisdiction. Releases may also be made 
under the compulsory legal process of 
federal or state bodies having authority 
to issu~ such proces.s. 

(2) When a record is disclosed under 
this provision, make reasonable efforts 
to notify the individual to whom the 
record pertains, if the legal process 1s a 
matter of public record. · 

(3) If the process is not a matter of 
public record at the time it is issued, 
seek to be advised when the process is 
made public and make reasonable 
efforts to notify the individual at that 
time. 

(4) Notification sent to the last known 
address of the individual as reflected in 
the records is considered reasonable · 
effort to notify. 

(5) Make a disclosure accounting each. 
time a record is disclosed under a court 
order or compulsory legal process. 

(m) Disclosures to consumer reporting 
agencies. (1) Certain personal 
information may be disclosed to 
consumer reporting agencies as defined 
by the Federal Claims Collection Act of 
1966, as amended·{31 U.S.C. section 
952(d)). 

(2) Under the provisions of paragraph 
(m)(1) of this section, the following 
information may be disclosed to a 
consumer reporting agency: 

(i) Name, address; taxpayer 
identification number (SSN), and other 
information necessary to establish the 
identity of the individual. 

(ii) The amount, status, and history of· 
the claim. 

(iii) The agency or program under 
which the claim arose. 

(3) The Federal Claims Collection Act 
of 1966, as amended (31 U.S.C. section 
952(d)) specifically requires that the 
system notice for the system of records 
from which the information will be 
disclosed indicates that the information 
may be disclosed to a "consumer 
reporting agency." 
[51 FR 1364. Jan. 16, 1986. Redesignated at 56 
FR 55631, Oct. 29, 1991 and amended at 56 FR 
57800, Nov. 14, 1991] 
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§ 310.42 Disclosures to Commercial 
Enterprises. 

(a) General policy. (1} Make releases 
of personal information to commercial 
enterprises under the criteria 
established by the DoD. Freedom of . 
Information Program (32 CFR part·286). 

(2) The relationship of commercial 
enterprises to their clients or customers 
and to the Department of Defense are 
not changed by this part. 

(3) The DoD policy on personal 
indebtedness for military personnel is 
contained in 32 CFR part 43a and for 
civilian employees in the Office of 
Personnel Management, Federal 
Personnel Manual (5 CFR part 550). 

(b) Release of personal information. 
(1) Any information that must be 
released under the Freedom of 
Information (5 U.S.C. 552) may be 
released to a commercial enterprise 
without the individual's consent (see 
paragraph (b) of § 310.41 of this 
subpart). 

(2] Commercial enterprises may 
present a signed consent statement 
setting forth specific conditions for 
release of personal information. 
Statements such as the following, if 
signed by the individual, are considered 
valid: 

I hex:eby authorize the Department of 
Defense to verify my Social Security Number 
or other identifying information and to 
disclose my home address and telephone 
number to authorized representatives of . 
(name of commercial enterprise) so that they 
may use this information in connection with 
my commercial dealings with that enterprise. 
All information furnished will be used in 
connection with my financial relationship· 
with (name of commercial enterprise). 

(3) When a statement of consent as 
outlined in paragraph (b)(2) of this 
section is presented, provide the 
requested information if its release is 
not prohibited by some other regulation 
or statute. · 

(4) Blanket statements of consent that 
do not identify specifically the 
Department of Defense or any of-its 
Components, or that do not specify 
exactly the type of information to be 
released, may be honored if it is clear 
that the individual in signing the consent 
statement intended to obtain a personal 
benefit (for example, a loa.n to buy a · 
house) and was aware of the type 
information that would be sought. Care 
should be exercised in these situations 
to release only the minimum amount of 
personal information essential to obtain 
the benefit sought. 

(5) Do not honor request from 
commercial enterprises for official 
evaluation of personal'characteristics, 
such as evaluation of personal financial 
habits. 

§ 310.43 Disclosures· to the Public from 
Heal~h Care Records. 

(a) Section· applicability. This section 
applies to the release of information to 
the news media or the public concerning 
persons treated or hospitalized in DoD 
medical facilities and patients of · 
nonfederal medical facilities for whorri 
the cost of the c~re is paid by the 
Department of Defense. 

(b) General disclosure. Normally, the 
following may be released without the 
patient's consent. · 

(1) Personal information concerning 
the patient. See 32 CFR part 286, The 
DoD Freedom of Information Act 
Program and paragraph (c) of§ 310.41. 

(2) Medical condition: · 
(i] Date of admission or disposition; 
(ii} The present medical assessment of 

the individual's condition in the 
following terms if the medical.doctor 
has volunteered the information: · 

(A) The individual's condition is 
presently (stable) (good) (fair) (serious) 
or (critical), and 

(B) Whether the patient is conscious, 
semiconscious, or unconscious. 

(c) Individual consent. (1) Detailed 
medical and other personal information 
may be released in response to inquiries 
from the news media and public if the 
patient has given his or her informed 
consent to such a release. 

(2) If the. patient is not conscious or 
competent, no personal information . 
except thal required by the Freedom of 
Information Act (5 U.S.C. 552) shall be 
release-d until there. has been. enough 
improveme}ft in the patient to ensure he 
or she can give inforiJ1ed conse11t or a 
guardian has been appointed legally .for 
the patient and the guardian has given 
consent on behalfof the patient. 

(3) The consent described in 
paragraph (c}(1) of this. section regarding 
patients who are minors must be given 
by the parent of legal guardian. 

(d) Information that may be released 
with individual consent. (1) Any item of 
personal information may be released, if 
the patient has given_ his or her informed 
consent to its relea:se. 

(2) R~leasing medical information 
about patients shall· be done with 
discretion, so as not to embarrass the 
patient, his or her family, or the 
Department of Defense, needlessly. 

(e) Disclosures to other government 
agencies. This subpart does not limit the 
disclosures of personal medical 
information to other government 
agencies for use in determining 
eligibility for special assistance or other 
benefits. 
[51 FR 2364, Jan. 16, 1986. Redesignated at 56 
FR 55631, Oct. 29, 1991 and amended at 56 FR 
57800, Nov. ·14, 1991] 



§ 310.44 Disclosure accounting. 

(a) Disclosure accountings. '(1) Keep 
an accurate record of all disclosures 
made from any system of records except 
disclosures: 

(i) To DoD personnel for use in the 
performance of their official duties; or 

(ii) Under 32 CFR part 286, The DoD 
Freedom of Information Program. 

(2) In all other cases a disclosure· 
accounting is required even if the 
individual has consented to the 
disclosure of the information pertaining 
to him or her. 

(3) Disclosure accountings: 
(i) Permit individuals to determine to 

whom information has been disclosed; 
(ii) Enable the activity to notify past 

recipients of disputed or corrected 
information (paragraph (i)(1) of§ 310.32, 
subpart D of this part); and 

(iii) Provide a method of determining 
compliance with paragraph (c) of 
§ 310.40 of this part. 

(b) Contents of disclosure 
accountings. As a minimum, disclosure 
accounting shall contain: 

(1) The date of the disclosure. 
(2) A description of the information 

released. 
(3) The purpose of the ·disclosure. 
(4) The name and address of the 

person or agency to whom the 
disclosure was made. 

(c) Methods of disclosure accounting. 
Use any system of disclosure accounting 
that will provide readily the necessary 
disclosure information (see paragraph 
(a)(3) of this section). 

(d) Accounting for mass disclosures. 
When numerous similar .records are 
released (such as transmittal of payroll 
checks to a bank), identify the category 
of records disclosed and include the 
data required by paragraph (b) of this 
section in some form that can be used to 
construct an· accounting disclosure 
record for individual records if required 
(see paragraph (a)(3) of this section). 

(e) Disposition of disclosure 
accounting records. Retain disclosure 
accounting records for 5 years after the . 
disclosure or the life of the record, 
whichever is longer. 

(f) Furnishing disclosure accountings 
to the individual. (1) Make available to 
the individual to whom the record 
pertains all disclosure accountings 
except when: 

(i) The disclosure. has been made to a 
law enforcement activity under 
paragraph (i) of§ 310.41 of this part and 
the law enforcement activity has 
requested that disclosure not be made; 
or 

(ii) The system of records has been 
exempted from the requirement to 
furnish the disclosure accounting under 

DEFENSE DEPARTMENT 

the provisions of paragraph (b) of 
§ 310.50, subpart F of this part. 

(2) If disclosure accountings are not 
maintained with the record and the 
individual requests access to the 
accounting, prepare a listing of all 
disclosures (see paragraph (b) of this 
section) and provide this to the 
individual upon request. 
[51 FR 13M, Jan. 16, 1986. Redesignated at 56 
FR 55631, Oct. 29, 1991 and amended at 56 FR 
57800, Nov. 14, 1991] 

Subpart F-Exemptions 

§ 310.50 Use and establishment of 
exemptions. · 

·(a) Types of exemptions. (1) There are 
two types of exemptions permitted by 
the Privacy Act. 

(i) General exemptions that authorize 
the exemption of a system of records 
from all but certain specifically 
identified provisions of the Act. 

(ii) Specific exemptions that allow a 
system of records to be exempted only 
from certain designated provisions of 
the Act. 

(2) Nothing in the Act permits 
exemption of any system of records 
from all provisions of the Act (see· 
appendix D). 

(b) Establishing exemptions. (1) 
Neither general nor specific exemptions 
are established automatically for any 
system of records. The head of the DoD 
Component maintaining the system of 
records must make a determination 
whether the system is one for which an 
exemption properly may be claimed and 
then propose and establish an 
exemption rule for the system~ No 
system of records within the Department 
of Defense shall be considered 
exempted until the head of the 
Component has approved the exemption 
and an exemption rule has been 
published as a final rule in the Federal 
Register (see paragraph (e) of§ 310.60, 
subpart G of this part). 

(2) Only the head of the DoD 
Component or an authorized designee 
may claim an exemption for a system of 
records .. 

(3) A system of records is considered 
exempt only from those provisions of 
the Privacy Act .(5 U.S.C. 552a) which 
are identified specifically in the 
Component exemption rule for the 
system and which are authorized by the 
Privacy Act. 

(4) To estl;lblish an exemption rule, see 
§ 310.61 of subpart G of this part. 

(c) Blanket exemption for class1jied 
material. (1) Include in the Component 
rules a blanket exemption under 5 U.S.C. 
552a(k)(1) of the Privacy Act from the 
access provisions (5 U.S.C. 552a(d)) and 
the notification of access procedures (5 
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U.S.C. 522a(e)(4)(H)) of the Act for all 
classified material in any system of 
records maintained. 

(2) Do not claim specifically an 
exemption under section 552a(k)(1) of 
the Privacy Act for any system of 
records. The blanket exemption affords 
protection to all classified rna terial in all 
systems of records maintained. 

(d) Provisions from which exemptions 
may be claimed. (1) The head of a DoD 
Component may claim an exemption 
from any provision of the Act from , · 
which an exemption is allowed (see 
appendix D). 

(2) Notify the Defense Privacy Office 
ODASD(A) before claiming an 
exemption for any system of records 
from the following: 

(i) The exemption rule publication 
requirement (5 U.S.C. 552a(j)) of the 
Privacy Act. 

(ii) The requirement to report new 
systems of records (5 U.S.C. 552a(o)); or 

(iii) The annual report requirement (5 
U.S.C. 552a(p )). · 

(e) Use of exemptions. (1) Use 
exemptions only for the specific 
purposes set forth in the exemption rules 
(see paragraph (b) of§ 310.61, subpart G 
of this part). 

(2) Use exemptions only when they 
are in the best interest of the 
government and limit them to the 
specific portions of the records requiring 
protection. 

(3) Do not use an exemption to deny 
an individual access to arty record to 
which he or she would have access 
under the Freedom of Information Act (5 
u.s.c. 552). 

(f) Exempt records in nonexempt 
systems. (1) Exempt records temporarily 
in the hands of .another Component are 
considered the property of the 
origit:tating Component and access to 
these records is controlled by the 
system notices and rules of the 
originating Component. · 

(2) Records that are actually 
incorporated into a system of records 
may be exempted only to the extent the 
system of records into which they are 
incorporated has been granted an 
exemption, regardless of their original 
status or the system of records for which 
they were created. 

(3) If a record is accidentally misfiled 
into a system of records, the system 
notice and rules for the system i:ri which 
it sqould ·actually be filed will govern. 
[51 FR 1364, Jan. 16, 1~86. Redesignated at 56 
FR 55631, Oct. 29, 1991 and amended at 56 FR 
578oo. Nov. 14, 1991] 

§ 310.51 General exemptions. · 

(a) Use of the general exemptions. (1) 
No DoD Component is authorized to 
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claim the exemption for records .. 
maintained by the Central Intelligence 
Agency established by 5U.S.C. 
552a(j)(1) of the Privacy Act. . 

[2) The general exemption established. 
by 5 U.S.C. 552a(j)(2) of the Pri:vacy Act 
may be claimed to protect investigative 
records created and maintained by law­
enforcement activities of a DoD 
Component. · 

(3) To qualify for the (j)(2) exemption, 
the system of records must be 
maintained by an element that pe-rforms 
as its principal function enforcement of 
the criminal law, such as U.S. Army 
Criminal Investigation Command 
(CIDC), Navalinvestigative Service 
(NIS), the Air Force Office of Special 
Investigations (AFOSI), and ll)ilitary 
police activities. Law enforcement 
includes police efforts to detect, prevent, 
control; or reduce crime, to apprehend · 
or identify criminal~!!; and the activities 
of correction, probation, pardon, or 
parole authorities; 

(4) Information that may be protected 
under the (j)(2) exemption include: 

(i) Records compiled for the purpose 
of identifying criminal offenders and 
alleged offenders consisting only of 
identifying data and notations of arrests, 
the nature and disposition of criminal 
charges, sentencing, confinement, 
release, parole, and probation status (so­
called criminal history records); 

(ii) Reports and other records 
compiled during criminal investigations, 
to include supporting documentation. 

(iii) Other records compiled at any 
stage of the criminal law enforcement 
process from arrest or indictment 
through the final release from parole 
sup~rvision .. f!uch as presentence and 
parole reports. · . 

(5) The {j)(2) exemption does not 
apply to: 

(i) Investigative records prepared or 
maintained by activities without 
primary law-enforcement missions. It 
may not be claimed by any acti:vlty that 
does not have law enforcement' as its 
principal function. · 

(ii) Investigative records compiled by 
any activity c-oncerning employee 
suitability, eligibility, qualific~tion, or 
for individual access to classified 
material regardless of the principal 
mission of the compiling DoD · 
Component. 

(6) The (j](2) exemption claimed by 
the law-enforcement activity w~ll not 
protect investigative rec·ords th~t are 
incorporated into the record system 
nonlaw enforcement activity or into 
nonexempt systems of records (see 
paragraph (f)(2) of § 310.50 of this part). 
Therefore, all system managers are 
cautioned to comply with the, "l(arious 
regulations prohibiting or limitin·g the 
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incorporation of investigatory records . (5) The (k}{5}. Investigatory material 
into system of records o.ther than those compiled solely for the purpose of 
maintained by law-enforcement determining suitability, eligibility, or 
activities. qualifications for federal civilian 

(b) Access to records for which a (j){2} employment. military service, federal 
exemption is claimed. Access to contracts, or access to classified 
investigative records in the hands of a information, but only to the extent such 
law-enforcement activity or temporarily materjpl would reveal the identity of a 
in the hands of a military commander or confidential source. This provision 
other criminal adjudicative activity shall allows protection ofconfidential sourc.es 
be processed under 32 CFR part 286, The used in background investigations, 
DoD Freedom of Information Act employment inquiries, and similar 
Program, provided that the system of inqu\ries that are for personnel 
records from which the file eriginated is screening to determine suitability, 
a law enforcement record system that eligibility, or qualifications. 
has been exempted from the access (6) The {k}{6}. Testing or examination 
provisions of this part (see paragraph (h) material used solely to determine 
of§ 31Q.30, subpart D of this part). individual qualifications for 
(51 FR 136=4, Jan. 16, 1986. Redesignated at 56 appointment or promotion in the federal 
FR 55631, Oct. 29, 1991 and amended at 56 FR · or military service, if the disclosure , 
57800, Nov. 14: 1991) .. would compromise the objectivity or . 
§ 310.52 Specific Exemptions. fairness of the test or examination 

(a) Use of the exemptions. process. . . 
The specific exemptions permit certain. (7) The (k}{7}. Evaluation material 
categories of records to be·exempted used to determine potential for 
from certain specific provisions of the promotion in the Military Services, but 
Privacy Act (see appendix D). To only to the extent that the disclosure of 
establish a specific exemption, the such material would reveal the identity 
records must meet the following criteria of a confidential source. 
(parenthetical references are to the (b) Promises of confidentiality. (1) 
appropriate subsection of the Privacy · Only the identity of sources that have 
Act (5 U.S.C. 552a(k)): been given an express promise of 

(1) The {k){l). Information specifically confidentiality may be protected from 
authorized to be classified under the disclosure under paragraphs (a){2), (5) 
DoD Information Security Program and (7) of this section. However, the 
Regulation, 32 CFR part 159; (see also identity of sources who were given 
paragraph (c) of this section). implied promises of confidentiality in 

(2) The {k}{2}. Investigatory inquiries·conducted before September 
information compiled for law- 27, 1975, may also be protected from 
enforcement purposes by nonlaw disclosure. · 
enforcement activities and which is not (2) Ensure that promises of 
within the scope of paragraph (a) of confidentiality are used on a limited 
§ 310.51 of this part. If an individual is basis in day-to-day operations. Establish 
denied any right, privilege or benefit appropriate procedures and identify 
that he or she is otherwise entitled by fully those categories of individuals who 
federal law or for which he or she would may make such promises. Promises of 
otherwise be eligible as a result of the confidentiality shall be made only when 
maintenance of the information, the they are essential to obtain the 
individual will be provided access to the . information sought. 
information except to the extent that (c) Access to records for which 
disclosure would reveal the identity of a specific exemptions are claimed. Deny 
confidential source .. This subsection the individual access only :to those 
when claimed allows limited protection portions of the records for which th-e 
of investigative 'reports maintained in a claimec;l exemption applies. 
system of records used in personnel or [51 FR 1364. Jan. 16, 1986. Redesignated at 56 
administrative actions. ·· FR 55631, Oct. 29, 1991 and amended at 56 FR 

(3) The {k}{3}. Records maintained in 57800, Nov. 14. 1991] · 
connection with providing protective 
services to the President and other Subpart G-Publication Requirements 
individuals under 18 U.S.C., section· 
3506. § 310.60 Federal Register publication. 

(4) The {k}{4}. Records maintained (a} What must be published in the 
solely for statistical research or program Federal Register. (1) Three. types of 
evaluation purposes and which are not documents relating to the Privacy 
used to make decisions on the rights, · Program must be published in the 
benefits, or entitlement of an individual Federal Register: 
except for census records which may be (i) DoD Component Privacy Program 
disclosed under 13 U.S.C., section 8. rules; 



(ii} Component exemption rules; and 
(iii) System notices. 

· (2) See DoD 5025.1-M, "Directives 
Systems Procedures," and DoD Directive 
5400.9, (32 CFR part 296) "Publication of 
Proposed and Adopted Regulations 
Affecting the Public" for information 
pertaining to the preparation of 
documents for publication in the Federal 

·Register. 
(b) The effect of publicatioiJ in the 

Federal Register. Publication of a 
document in the Federal Register 
constitutes official public notice of the 
existence and content of the document. 

(c) DoD Component rules. (1) 
Component Privacy Program procedures 
and Component exemption rules are 
subject to the rulemaking procedures 
prescribed in 32 CFR part 296. 

(2) System notices'are not subject to 
formal rulemaking and are published in 
the Federal Register as "Notices," not 
rules. 

(3) Privacy procedural and exemption 
rules are incorporated automatically 
into the Code of Federal Regulations 
(CFR). System notices are not published 
in the CFR. 

(d) Submission of rules for 
publication. (1) Submit to the Defense· 
Privacy Office, ODASD(A), all proposed 
rules implementing this part in proper 
format (see appendices E. F and G) for 
publication in the Federal Register. 

(2) This part has been published as a 
final rule iri the Federal Register (32 CFR 
part 310). Therefore, incorporate it into 
your Component rules by reference 
rather than by republication. 

(3) DoD Component rules that simply 
implement this part need only be 
published as final rules in the Federal 
Register (see DoD 5025.1-M, "Directives 
System Procedures," and DoD Directive 
5400.9~ "Publication of Proposed and 
Adopted Regulations Affecting the 
Public," (32 CFR part 296). 

(4) Amendments to Component rules 
are submitted like the basic rules. 

(5) The Defense· Privacy Office 
ODASD(A) submits the rules and 
amendments thereto to the Federal 
Register for publication .. 

(e) Submission of exemption rules for 
publication. (1) No system of records 
within the Department of Defense shall 
be considered exempt from any 
provision of this part until the 
exemption and the exemption rule for 
the system has been published as a final 
rule in the Federal Register (see 
paragraph (c) of this section). 

(2) Submit exemption rules in proper 
format to the Defense Privacy Office 
ODASD(A). After review, the Defense 
Privacy Office will submit the rules to 
the Federal Register for publication. 
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(3) Exemption rules require 
publication both as proposed rules and 
final rules (see DoD Directive 5400.9, 32 
CFR part 296). . 

(4) Section 310.61 of this subpart 
discusses the content of an exemption 
rule. · 

(5) Submit amendments to exemption 
rules in the same manner used for 
estabiisliing these rules. 

(f) Submission of system notices for 
publication. (1) While system notices 
are not subject to formal rulemaking 
procedures, advance public notice must 
·be given before a Component may begin 
to collect personal information or use a 
new system of records. The notice 
procedures require that: 

(i) The system notice describe.s the 
contents of the record system and the 
routine uses for which the information in 
the system may be released. 

(ii) The public be given 30 days to 
comment on any proposed routine uses 
before implementation; and 

(iii) The notice contain the.data on 
which the system will become effective. 

(2) Submit system notices to the 
Defense Privacy Office in the Federal 
Register format (see appendix E). The 
Defense Privacy Office transmits the 
notices to the Federal Register for 
publication. 

(3) Section 310.62 of this subpart · 
discusses the specific elements required 
in a system notice. ' 

§ 310.61 Exemption rules. 

(a) General procedures. Paragraph 
(b)(1) of§ 310.50, subpart F, of this part, 
provides the general guidance for 
establishing exemptions for ·systems of 
records. 

(b) Contents of exemption rules. (1) 
Each exemption rule submitted for 
publication must contain the following: 

(i) The record system identification 
and title of the system for which the 
exemption is claimed (see § 310.62 of 
this subpart); 

(ii) The specific subsection of the 
Privacy Act under which exemptions for 
the system are claimed (for example, 5 
U.S.C. 552a(j)(2), 5 U.S.C. 552a(k)(3); or 5 
u.s.c. 552a(k)(7); 

(iii) The specific provfsions and 
subsections of the Privacy Act from 
which the system is to be exempted (for 
example,·5 U.S.C. 552a(c)(3), or 5 U.S.C. 
552a(d)(1)-(5)) (see appendix D); and· 

(iv) The specific reasons why an 
exemption is being clai~ed from each 
subsection of the Act identified. 

(2) Do not claim an exemptiori.for 
classified material for individual 
systems of records, since the blanket 
exemption applies (see paragraph (c) of 
§ 310.50 of subpart F of this part). 
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[51 FR 1364, Jan. 16, 1986. Redesignated at 56 
FR 55631, Oct. 29, 1991 and amended at.56 FR 
57800, Nov. i4, 1991] 

§ 310.62 System notices. 

(a) Contents pf the system notices. (1) 
The following data captions are 
included 'in each system notice: 

(i) System identification (see 
paragraph (b) of this section). 

(ii) System name (see paragraph (c) of 
this section). 

(iii) System location (see paragraph 
(d) of this section). 

(iv) Categories of individuals covered 
by the system (see paragraph (e) of this. 
section). 

(v) Categories of records in the system 
(see paragraph (f) of this section). 

(vi) Authority for maintenance of the 
system (see paragraph (g) of this 
section). 

(vii) Purpose(s) (see paragraph (h) of 
this section). 

(viii) Routine uses of records 
maintained in ·the system, including 
categories of users,. uses, and purposes 
of such uses (see paragraph (i) of this 
section). · · 

(ix) Policies and practices for storing, 
retrieving, accessing, retaining, and 
disposing of records in the system (see 

. paragraph (j) of this section). · 
(x) Systems manager(s) and address 

(see paragraph (k) of this section). 
(xi) Notification procedure (see 

paragraph (1) of this section). 
(xii) Record access procedures (see 

paragraph (t;n) of this section). 
(xiii) Contesting records procedures 

(see paragraph (n) of this section.) 
(xiv) Record source categories (see 

paragraph (o) of this section). 
(xv) Systems exempted from certain 

provision of the Act (see paragraph (pf 
of this section). 

(2) The captions listed in paragraph· 
(a)(1) of this section have been 
mandated by the Office of Federal 
Register and must be used exactly as 
presented. 

(3) A sample system notice is shown 
in appendix E. 

(b) System identJfication. The system 
identifier must appear on all system 
notices and is limited to 21 positions, 
including Component code, file number 
and symbols, punctuation, and spacing. 

(c) System name. (1) The name of the 
system should reasonably identify the 
general purpose of the system and, if 
possible, the general categories of 
individuals involved. 

(2) Use acronyms only parenthetically 
follo'lll:'ing the title. or any portion thereof, 
such as, "Joint Uniform Military Pay 
System (JUMPS)." Do not use acronyms 
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that are not commonly known unl~ss· 
they are preceded by an expla.nation. . 

(3) The system name may not exceed 
55 character positions including 
punctuation and spacing. . . 

(d) System location. (1) For system~ 
maintained in. a single location provide 
the exact office IJ.a~e, organizational 
identity, and address c:>.r rquting symbol. 

(2) For geographically or 
organizationally decentralize9 systems, 
specify each level of organizatfon or 
element that maintains a segment of the 

For automated data systems with ·a 
central computer facility and input/ 
output terminals at several 
geographically separated locations, list 
each location by category·. 

(4) When multiple locations are · · 
identified by type of organization, the 
system location may indicate that 
official mailing addresses are contained 
in an address directory published as an . 
appendix to the Component system 
notices in the Federal Register. 
Information concerning format 
requirements for preparation ef an ' 
address directory may be obtained from 
the project officer, Air Force 1st . 
Information Systems Grpup (AF/llSG/ 
GNR), Washington, pc 20330--63.45 ... · 

(5) If no address dire~tory is used or 
the addresses in the directory are 
incomplete, the address of each location 
where a segment of the record system is 
maintained must appear under the 
"System Location" caption. 

(6) Classified addresses are riot listed, 
but the fact that they· are classified is 
indicated. : 

(7) Use the standard·u.s. Postal 
Service twci letter state abbreviation 
symbols and zip codes for all domestic 
addresses. 

{~) Categories of individuals covered 
by the system. (1) Set forth the specific 
categories of individuals to wh,om 
records in the system pertain in clear, 
easily understood, nontechnical terms. 

(2) A void the use of broad over­
general descriptions, such as "all Army 
personnel" or. "all military personnel" 
unless this actually reflects the category. 
of individuals involved. 

[f) Categories of records in the 
system. (1) Describe in clear, 
nontechnical tenns the types of records 
maintained in the system. · 

(2) Only documents C!.clually retained 
in the system of records shall be 
described, not source documents that 
are used only to coilect data and then 
destroyed. · 

(g) Authority for maintenance of the 
system. (1) Cite the specific provision of 
the federal statute or Executive Order 
that authorizes the maintenance of the 
system. 
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(2) Include with citations for statutes 
the popular names, when appropriate 
(for ·title' 51,·United States 
Code, 2103, "Tea-Tasters 
Licensing Act"), and for ExecutiVe 
Orders, the official title (for example, · 
Executive Order No. 9397, "Numbering 
System for Federal Accounts Relating to 
Individual Persons"). · 

(3) Cite the statute or Executive Order 
establishing the Component for · 
administrative housekeeping records. 

(4) If the Component is chartered by a · 
DoD Dire~tive, cite:{ that Directive as 
well as the Secretary of Defense 
authority to issue the Directive. For 
example, ~·Pursuant to the authority 
contained in the National Security Act 
of1947, as amended (10 U.S.C..133d), the 
Secretary of Defense has issued DoD. 
Directive 5105.21, the charter of the 
Defense Intelligence Agency (DIA) as a 
separate Agency of the Department of 
Defense under his control. Therein, the 
Director, DIA, is charged with the 
responsibility of maintaining all 
necessary and appropriate records." 

[D Policies ai;d practice~ for storing, 
retiring, acces.sing, retaining, and 
disposing of r,ecords. This caption .is 
subdivided intoJour parts: 

(1) Indicate the medium in 
which the recprds are maintained. (For 
example, a system may be !'automated", 
maintained on magnetic tapes or disks, 
11manual"' maintained in paper files, or 
"hybrid", maintained in a combination 
of paper and automlilted form.] Storage 
does not refer to the container or facility 
in which th~ records are kept. 

(2) Retrievability. Specify how the .. 
records are retrieved (for example, na,me 
and SSN, name, SSN) and indicate 
whether a manual or computerized 
index is required to retrieve individual 
records. . 

(3) Safeguards: I;.ist the categorie~. of 
Component personnel having im.mediate 
access and those responsible for : 
safeguarding the records from 
unauthorized access. Generally identify 
the system safeguards (such as storage 
in safes, vaults, locked cabinets or 
rooms, use of gu~rds, visitor registers·, (h) or purposes. (1) List the 

specific purposes for maintaining the 
system of records by the Co.mponent. 

(2) Include the uses made of the 
information within the Component and. 
the Department of Defense (so-called 
"internal routine uses"). 

· - personnel screening, or computer "fail- . 
safe" systems software). Do not 
describe safeguards in such detail so as 
to compromise system security. 

(i) Routine uses. (1) The blanket. 
routine uses (appendix C) that appear at 
the beginning of each Component 
compilation apply to all systems notices 
unless the individual system notice 
specifically states thatone or more of 
them do not apply to the system. List the 
blanket routine uses at the beginning of 
the Component listing of system notices 
{see paragraph (e){5) of§ 310.41 of 
subpart E of this part). 

(2) For all other routine 1,1ses, when. 
practical, Jist the specific activity to 
which the record may be released, to 
include any .routine automated ~ystem 
interface (for exa'mple, "to the 
Department of Justice, Civil Rights 
Compliance Division,•;'"to the Veterans 
Administration, Office of Disability 
Benefits," or "to state and local health 
agencies"). · · 

(3) For each routine u~er identified, 
include a statement as to the purpose or 
purposes for which the record is to be -
relea:sed to that activity (see paragraph 
(e) of§ 310.41 of subpart E 'of this part). 
The routine uses should be compatible 
with the purpose fo~ which the record 
was collected cir obtained (see 
paragraph (p) of§ 310.3, subpart A of 
this part). . 

(4) Do not use general statements, 
such as, "to other federal agencies as 
required" or "to any other approp.date 
federal agency." 

(4) Retention and Disposal. Indicate· 
how long the record is retained. When 
appropriate, alsoost;ate the length of time 
the records are maintained by the 
Component, whe~ they are transferred · 
to a Federa1 Records Center, length of 
retention at the Record Center and ·when 
they are transferred to the National 
Arch,ivist or are destroyed. A reference 
to a Component regulation without . 
further detailed information is 
insufficient. 

(k) System manager(s) and address. 
(1) List the· title and address of the· 
official responsible for·the management 
of the system. · 

(2) If the title of the specific official is 
unknown, such as for a local system, 
specify the local commander or office 
head as the.systems manager. · 

(3) For geographically separated' or 
organizationally decentralized activities 
for which individuals may 'deal directly 
with officials at each location in · 
exercising their rights, list the position 
or duty title of each category of officials 
responsi'~le ·for the system or a segment 

· {4) Do not include business or duty 
addresses if are listed in the 
Component directory. 

(1) Notification procedures. (1) If the 
record system has been exempted from 
subsectiOJ1 (e)(4)(G) of the Privacy Act (5 
U.S.C. 552a) (see paragraph (d) of 
§ 310.50 of this part), so indicate. 



(2) For all nonexempt systems, 
describe how an individual may 
determine if there are records pertaining 
to him or her in the system. The 
procedural rules may be. cited, but 
include a brief procedural description of 
the needed data. Provide sufficient 
information in the n.otice to allow an 
individual to exercise his or her rights 
without referral to the formal rules. 

(3f As a minimum, the caption shall 
include: · 

(i) The official title (normally the 
system manager) and official address to 
which the request is to be directed; . 

(ii) The specific information required 
to determine if there is a record of tlre 
individual in the system. 

(iii) Identification of the offices 
through which the individual may obtain 
access; and 

(iv) A description of any proof of 
identity required (see paragraph (c)(1) of 
§ 310.30 of this part). 

(4) When appropriate, the individual 
may be referred to a Component official 
who shall provide this data to him or 
her. · 

(m) Record accessprocedures. (1) If 
the record system has been exempted 
from subsection (e)f4)(H) of the Priv~:J,cy 

. Act (5 U.S.C. 552a) {see paragraph (d) of 
§ 310.50 of this part), so indicate. 

(2) .For all nonexempt records systems, 
describe the procedures under which 
individuals may obtain access to the 
records pertaining to them in the system. 

(3) When· appropriate, the individual 
may be referred to the system manager 
or Component official to obtain access 
procedures. . 

(4) Do not repeat the addresses listed · 
in the. Component address directory but 
refer the individual to that directory. 

(n) Contesting record procedures. (1) 
If the record system has been exempted 
from subsection (e)(4)(H) of the Privacy 
Act (5 U.S.C. 552a) .(see paragraph (d) of 
§ 310.50 of this part), so indicate. 

(2) For all nonexempt systems of 
records, state briefly how an individual 
may contest the content of a record 
pertaining to him or her in the system. 

(3) The detailed procedures for 
contesting record accuracy, refusal of 
access or amendment, or initial review 
and appeal need not be included if they 
are readily available elsewhere and can 
be referred to by the public. (For . · 
example, "The Defense Mapping Agency 
rules for contesting contents and for 
appealing initial determinations are 
contained in DMA Instruction 5400.11 
(32 CFR part 320).") 

(4) The individual may also be 
referred to the system manager to 
determine these procedures. 

(o)Record source categories. (1) Ifthe 
record system has been 'exempted from 
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subsection (e)(4)(I) of the Privacy Act (5 
U.S.C. 552a) (see paragraph (d) of · 
§ 310.50, subpart F of this part), so 
indicate. · 

(2) For all nonexempt systems of 
records, list the sources of the' 
inform~tion in the system: 

(3) Specific individuals or institutions 
need not be identified by name, 
particularly if these sources· have been 
granted confidentiality (see paragraph 
(b) of§ 310.52, subpart F of this part). · 

(p) System exempted from certain 
provisions of the Act. (1) If no 
exemption has been claimed for the 
system, indicate "None." 

(2) If there is an exemption claimed · 
indicate specifically under which 
subsection of the Privacy Act (5 U.S.C. 
552a) it is claimed. 

{3) Cite the regulation and CFR 
section containing the exemption rule 
for the system. {For example, "Parts of 
this record system may be exempt under 
Title 5, United States Code, Sections 
552a{k){2) and (5), as applicable. See 
exemption rules contained in Army 
Regulation 340-21 (32 CFR part 505).") 

. (q) Maintaining the master DoD 
system notice registry. (1) The Defense 
Privacy Office, ODASD(A) maintains a 
master registry of all DoD record 
systems notices. 

(2) Coordinate with the Defense 
Privacy Office, ODASD(A) to ensure 
that all new systems are added to the 
master registry and all amendments and 
alterations are incorporated into the 
master registry. 
[51 FR 1364, Jan. 16, 1986. Redesignated at 56 
FR 55631,·0ct. 29, 1991 and amended at 56 FR 
57800, Nov. 14, 1991] 

§ 310.63 New and altered record systems. 
(a) Criteria for a new record system. 

(1) A new system of records is.one for 
which there has been no system notice 
published in the Federal Register. 

(2) If a notice for a system of records 
has been canceled or deleted before 
reinstating or reusing the system, a new 
·System notice must be publishe€;1 in the 
Federal Register. 

(b) Criteria for an altered record 
system. A system is considered altered 
whenever on~ of the following actio,ns 
occurs or is proposed: · 

{1) A significant increase or change in 
the number or type of individuals about 
whom records are maintained. · 

(i) Only changes that alter 
· significantly the character and purpose 
of the record system·are considered 
alterations. 

{ii) Increases in numbers of 
individuals due to normal growth are 
not considered alterations unless they 
truly alter the charaCter and purpose of 
the system: 
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(iii) Increases that change 
significan~ly the .scope of population 
covered (for example, expansion of a 
system of records covering a single 
command's enlisted personnel to include 
all ofthe Component's enlisted 
personnel would be considered an 
alteration). 

(iv) A reduction in the number of 
individuals covered is not an alteration, 
but only an amendment (see paragraph 
(a) of§ 310.64 of this subpart). 

(v) All changes that add new 
.categories of individuals to system 
coverage require a change to the 
"Categories of individuals covered by 
the system" caption of the notice 
(paragraph (e) of § 310.62) and may 
require changes to the "Purpose(s)" 
caption (paragraph (h) of § 310.62). 

(2) An expansion in the types or 
categories of information maintained. 

(i) The addition of any new category 
of records not described under the 
"Categories of Records in System" 
caption is considered an alteration. 

(ii) Adding a new data element whiCh 
is clearly within the scope of the 
categories of records described in the 
existing notice is an amendment (see · 
paragraph (a) of§ 310.64 of this 
subpart). 

(iii) All changes under this criterion 
require a change to the "Categories of 
Records in System" caption of the notice 
(see paragraph (f) of§ 310.62 of this 
subpart). 

(3) An alteration in the manner in 
which the records are organized or the 
manner in which the records are 
indexed and retrieved. 

(i) The change must alter the nature of 
use or scope of the records involved (for 
example, combining records systems in 
a reorganization). 

(ii) Any change under this criteria 
requires a change in the "Retrievability" 
caption of the system notice (see 
paragraph (j)(2) of § 310.62 of this · 
subpart). 

{iii) If the records are no longer 
retrieved by name or personal identifier 
cancel the system notice (see paragraph 
(a) of§ 310.10 of subpart B of this part). 

(4) A change in the' purpose for which 
the information in the systen;1 is used. 

(i) The new purpose must not be 
compatible with the existing purposes 
for which the system is maintained or a 
use that would not reasonably be 
expected'to be an alteration. 

(ii) If the use is compatible and 
reasonably expected, there is no change 
in purpose and no alteration occurs. 

{ii_i) Any change under this criterion 
requires a change in the "Purpose(s)" 
caption (see paragraph (h) of § 310.62 of 
this subpart) and may require a change 
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in the "Authority for maintenance of the 
system" caption (see paragraph (g) of 
§ 310.62 of this subpart). 

(5) Changes that alter the computer 
environment (such as changes to · 
equipment configuration, software, or 
procedures) so as to create the potential 
for greater or easier access. 

(i) Increasing the number of offices 
with direct access is an alteration. 

(ii) Software releases, such as 
operating systems and system utilities 
that provide for easier access are . 
considered alterations. 

(iii) The addition of an on-line 
capability to a previously batch-oriented 
system is an alteration. 

(iv) The addition of peripheral devices 
such as tape devices, disk devices, card 
readers, printers, and similar devices to 
an existing ADP system .constitute an 
amendment if system security is .. 
preserved (see paragraph (a) of§ 310.64 
of this subpart). · 

(v) Changes to existing equipment 
configuration with on-line capability . 
need not be considered alterations to 
the system if: 

(A) The .. change does not alter the 
present security posture; or 

(B) The addition of terminals does not 
extend the capacity of the current 
operating system and existing security is 
preserved; 

(vi) The connecting of two or more 
formerly independent automated 
systems or networks together creating a 
potential for greater access is an 
alteration. 

(vii) Any change under·this caption 
requires a change to the. "Storage" 
caption element of the systems notice 
(see paragraph (j)(1) of§ 310.62 of this 
subpart). · 

(cJ Reports of new andaltered _ 
systems. (1) Submit a report of a new.or 
altered system to the Defense Privaqy · 
Office before collecting information for 
or using a new system or altering an 
existing system (see appendix F and 
paragraph (d) of this section). 

(2) The Defense Privacy Office, 
ODASD(A) coordinates all reports of 
new and altered systems with the Office 
of the Assistant Secretary of Defense 
(Leg~slative Affairs) and the Office of 
the Gener~l Counsel, Department of 
Defense. · 

(3) The Defense Privacy Office 
prepares for the DASD(A)'s approval 
and signature the transmittal letters sent 
to OMB and Congress (see paragraph (e) 
of this section). 

(d) Time restrictions on the operation 
of a new or altered system. (1) All time 
periods begin from the date the 
DASD(A) signs the transmittal letters 
(see paragraph (c)(3) of this section). 
The s'pecific time limits are: 
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(i) 60 days must elapse before data 
collection forms or formal instructions 
pertaining to the system may be issued. 

(ii) 60 days must elapse before the 
system may become operational; (that 
is, collecting, maintaining, using, .or 
disseminating records from t~e system) 
(see also paragraph (f) of§ 310.60 of this 
subpart). 

(iii) 60 days mustelapse before ariy 
public is&uance of a Request for 
Proposal or Invitation to Bid for a rtew 
ADP or telecommunication system. 

Note.-Requests for delegation of 
procurement authority may be submitted to 
the General Services Administration during 
the 60 days' waiting period, but these shall 
include language that the Privacy Act 
reporting criteria have been reviewed and 
that a system report is required for such . 
procurement. 

(4) Normally 30·d~ys must elapse 
before publication in the Federal 
Register of the notice of a new or 
altered system (see paragraph (f) of 
§ 310.60 of this subpart) and the . 
preamble to the Federal Register notice 
must reflect the date the transmittal 
letters to OMB c;tnd Congress were 
signed by DASD(A). . 

(2) Do not op€1rate a sy,stem of records 
until the waiting periods have expired 
(see § 310.103 of subpart K of this part). 

(e) Outside review of new and altered. 
systems reports. If no objections are 
received within 30 days of a submission 
to the President of the Senate, Speaker 
of the House of Representatives, and the 
Director, OMB, of a new or altered 

, system report it is presumeq that the 
new or altered systems have been. 
approved as submitted. 

(f) Exemptions for new systems.· See 
paragraph (e) of§ ·310.60 of this subpart 
for the procedures to follow in 
submitting exemption:rules for a new 
system of records. · · 

(g) Waiver of time restrictions. (1) The 
OMB may authorize a federal agency to 
begin operation of a system of records 
before the expiration of time limits set 
forth in paragraph (d) of§ 310.63 of this 
subpart. · 

(2) When seeking such a waiver, · 
include in the letter of trarisini ttal to the 
Defense Privacy Office, ODASD(A) an · 
explanation why a delay of 60 days iri 
establishing the system of records would 
not be in the public interest. The ' 
transmittal must include: 

(i) How the public interest will be 
affected adversely if the established 
time limits are followed; and 

(ii) Why earlier notice was not 
provided. 

(3) When appropriate, the Defense 
Privacy Office, ODASD(A) shall contact 
OMB and attempt to obtain the waiver. 

(i) If a waiver is granted, the Defense 
Privacy Office, ODASD(A) shall notify 
the subcommittee and submit the new· or 
altered system notice along with any 
applicable procedural or exemption 
rules for publication in the Federal 
Register. 

(ii) If the waiver is disapproved, the 
Defense Privacy Office, ODASD(A) 
shall process the system the same as 
any other new or altered system and 
notify the subcommittee of the OMB 
decision. 

(4) Under no circumstances shall the 
routine uses for new or altered system 
be implemented before 30 days have 
elapsed after publication of the system 
notice containing the routine uses in the 
Federal Register. This period cannot be 
waived. 
(51 FR 1364, Jan. 16, 1986. Redesignated at 56 
FR 55631, Oct. 29, 1991 and amended at 56 FR 
57800, Nov. 14, 1991] 

§ 310.64 Amendment and deletion ot' 
Systems Notices. 

(a) Criteria for an amended system 
notice. (~)Certain minor changes to 
published systems notices a.re 
considered amendments and not · 
alterations (see paragraph (b) of§ 310.63 
of this subpart). . 

. (2) Ame11:dments do not require a 
report. of an altered system (see 
paragraph (c) of§ 310.63 of this subpart), 
but must be published in the Federal 
Register. 

(b) System notices for amended 
systems .. When submitting an 
amendment for a system notice for 
publication in the Federal Register 
inch1de: 

(1) The system identification arid 
name (see paragraph (b) and (c) of 
§ 310.62 of this subpart). 

(.2) A description of the nature and 
specific changes proposed. 

(3) The full text of the system notice is 
not required if the master registry 
contains a current system notice for the 
system (see paragraph (q) of§ 310.62 of 
this subpart): 

(c) Deletion of system notices. (1) 
Whenever a system is di'scontiimed, 
combined into another system, or 
determined no longer _to be subject to 
this part, a deletion notice is required .. 

(2) The notice of deletion shall 
include: · · 
· (i) The system identification arid 
name. 

(ii) The reason for the deletion. 
(3) When the system is eliminated 

through combination or merger,. identify 
the successor system or systems in the 
deletion notice.· · · 

(d) Submission. of amendments and 
deletions for publication. (1) Submit 



amendments and deletions to the 
Defense Privacy Office, ODASD(A) for 
transmittal to the Federal Register for 
publication. 

(2) Include in the submisston at least 
one original (not a reproduced copy) in 
proper Federal Register format (see 
appendix G). 

(3) Multiple deletions and 
amendments may be combined into a 
single submission. 
[51 FR 1364, Jan. 16, 1986. Redesignated at 56 
FR 55631, Oct. 2~. 1991 and amended at 56 FR 
57800, Nov. 14, 1991] 

Subpart H-Training Requirements 

§ 310.70 Statutory training requirements. 
The Privacy Act of 1974, as amended 

(5 U.S.C. 552a), requires each agency to 
establish rules of conduct for all p~rsons 
involved in the design, development, 
operation, and maintenance of any 
system of record and to train these 
persons with respect to these rules. 

§ 310.71 OMB training guidelines. 
The OMB guidelines require all 

agencies additionally to: .. 
(a) Instruct their personnel in their 

rules of conduct and other rules and 
procedures adopted in implementing the 
Act, and inform their personnel of the 
penalties for noncompliance. 

(b) Incorporate training on the special 
requirements of the Act into both formal 
and informal (on-the-job) training 
programs. 

§ 310.72 DoD training programs. 
(a) To meet these training 

requirements, establish three general 
levels of training for those persons who 
are involved in any way with the design, 
development, operation, or maintenance 
of any system of records. These are: 

(1) Orientation. Training that provides 
basic understanding of this regulation as 
it applies to the individual's job 
performance. This training shall be 
provided to personnel, as appropriate, 
and should be a prerequisite to all other 
levels of training. 

(2) Specialized training. Training that 
provides information as to the 
application of specific provisions of this 
part to specialized areas of job 
performance. Personnel of particular 
concern include, but are not limited to 
personnel specialists, finance officers, 
special investigators, paperwork 
managers, and other specialists (reports, 
forms, records, and related functions), 
computer systems development 
personnel, computer systems operations 
personnel, statisticians dealing with 
personal data and program evaluations, 
and anyone responsible for 
implementing or carrying out functions 

. under this part. 
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(3) Management. Training designed to 
identify for responsible managers (such 
as, senior system managers, denial 
authorities, decision-makers, and the 
mqnagers of the fun.ctions described in 
§ 310.70 of this subpart) considerations 
that they shall take into account when 
making management decisions regarding 
the Defense Privacy Program. · 

(b} Include Privacy Act training in 
courses of training when appropriate. 
Stress individual responsibilities and 
advise individuals of their rights and 
responsibilities under this part. 
[51 FR 1364, Jan. 16, 1986. Redesignated at 56 
FR 55631, Oct. 29, 1991 and amended at 56 FR 
57800, Nov. 14, 1991] · · 

§ 310.73 Training methodology and 
procedures. 

(a) Each DoD Component is 
responsible for the development of 
training procedures and methodology: 

(b) The.Defense Privacy Offic~. 
· ODASD(A) will assist the Components 
in developing these training programs 
and may develop Privacy training 
programs for use by all DoD 
Components. 

(c) All training programs shall be 
coordinated with the Defense Privacy 
Office, ODASD(A) to avoid duplication. 
and to ensure maximum effectiveness. 

§ 310.74 Funding for training. 

Each DoD Component shall fund its 
own Privacy training program. 

Subpart 1-Aeports 

§ 310.80 Requirements tor reports. 

· The Defense Privacy Office, 
ODASD(A) shall establish requirements 
for DoD Privacy Reports and DoD 
Components may be required to provide 

·data. · 

§ 310.81 Suspense for submission of 
reports. 

The susperises for submission of all 
reports shall be established by the 
Defense Privacy Office, ODASD(A). 

§ 310.82 Reports control symbol. 

Any report established by this subpart 
in support of the Defense Privacy 
Program shall be assigned Report 
Control Symbol DD-COMP(A)1379. 
Special one-time reporting requirements 
shall be licensed separately in 
accordance with DoD Directive 5000.19 
"Policies for the Management and 
Control of Information Requirements" 
and DoD Directive 5000.11, "Data 
Elements and Data Codes 
Standardization Program." 
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Subpart J-lnspections 

§ ~10.90 Privacy Act inspections. 

During internal inspections,. 
Component inspectors shall be alert for 
compHance with this par.t and for 
managerial, administrative, and 
operational problems associated with 
the implementation of the Defense 
Privacy Program. 

§ 310.91. Inspection reporting. . 

(a) Document the findings of the 
inspectors in official reports that are 
furnished the responsible Component . 

. officials. These reports, when 
appropriate, shall reflect overall assets 
of the Component Privacy Program 
inspected, or portion thereof, identify 
deficiencies, irregularities, and 
significant problems. Also documept 
remedial actions· taken to correcf 
problems identified. . . 

(b) Retain inspections reports and 
later follow-up reports in accordance 
with.established records disposition 
standards. These reports shall be made 
available to the Privacy Program 
officials concerned upon request. 

Subpart K-Privacy Act Enforcement 
Actions 

§ 310.100 Administrative remedies. 

Any individual who feels he or she 
has a legitimate complaint Of grievance 
against the Department of Defense or 
any DoD employee concerning ·any right 
granted by this part shall be p~rmitted 
to seek relief through appropriate 
administrative channels .. 

§ 310.101 Civil actions:.· 

An individual may file a civil suit 
against a DoD Component or its 
employees if the individual feels certain· 
provisions of the Act have been violated 
(see 5 U.S.C. 552a(g), of the Privacy'Act. 

§ 310.102 Civil remedies. 

In addition to specific remedial, 
actions, subsection (g) of the Privacy 
Act (5 U.S.C. 552a) provjdes for the 
payment of damages,· court cost, and 
attorney fees in some cases. 

§ 310.103 Criminal penalties. 

(a) The Act also provides for criminal 
penalties (see 5 U.S.C. 552a(i). Any · 
official or employee may be found guilty 
of a misdeme·anor and fined not more. 
than $5,000 if he or she willfully: 

(1) Discloses personal information to 
anyone not entitled to receive the 
information (see subpart E); or 

(2) Maintains a system of records 
without publishing the required public 
notice in the Federal Register (see 
subpart G). 



778 

(b) A person w~o r~quest~ or obtains 
access to any record concerning another 
individual under false pretenses may be · 
found guilty-of,mtsdemeanor and fined 
up. to $1>.\000. 

§ 310.104 Liti~a~·i,ori status sheet. 

Whenever a complaintcitipg the 
Privacy Act is filed-in a U.S. District 
Court against the Department of 
Defense, a DoD Component, or any DoD 
employee, _the responsible system 
manager shall notify promptly the . 
Defense Privacy Office, ODASD[A).- The .. 
litigation status sheet at Appendix H .. 
provides a standard format for this 
notification. The initiallitigatfon ~tatus.; 
sheet forwarded shaH, as a mTniinum, 
provide the information required by 
items 1 through 6.·A revised litigation 
status·sheet shall·be provided at each · 
stage of the litigatfon. ,When a court 
renders a formal opinion or fudgirient, 
copies of the· judgment· and opinion shall 
be p'r~vided to the Defense Priva~y . · 
Of~ice with the litigation ·status sheet 
re'porting that judgment or opinion, I 

Subpart _L....;..Matching 'Program 
Procedur:es 

§ 310.110 OMB Matching guidelines. 

The OMB has issued .special 
guid~Jine~ to be. follo~ed in; .programs 
that,m.~tqh-~l;te perso~al records·in the 
comp!lterjzed data bases of two or more . 
fedeiai.agencies by computer (see · 
appendix I). ·The~e g!Jidelines a.re 
intended to strike a balance between the 
interest of the goverpmem in· 
maintaining the integrity of federal 
programs and the need to protect 
individual privacy ·expectations. They . 
do not authorize. matching programs as 
such·and each' matching program must 
be justified individually in' accordance 
with the OMB .guidelines. · 

§ 310.111 Requesting matching programs. 

(a) Forw'ard·an requests for matching 
programs· to iriclude net:£e_s.s'aty rout~ne 
use amendments: (see paragraph (i)'of 
§ 310.62 of subparfG of thi~ part} and 
analysis and proposed ·ma.tching · 
program reports (see subsection E.6. of 
appe~di_x I) to the Defepse' Privacy 
Office, ODA~D(A).. . . 

. (b) The Dttfense Privacy Offic.e. shall 
review e&ch ~;equest and ~uppot;ting . · 
material and forward the report and 
systerp notice amendments to .the. 

. Federal~~gis~er. OMB, and.Congres~, 'as 
appropriate. r · . 

(c) Change~ to existing matching· .. 
programs shaJkbe proces~ed in the same. 
manner as. a new matching program' 
report. 

PRIVACY ACT &~LES 

§ 310.112 Time limits for submitting 
matching .reports. . ;· . . 

3. ADP facilities authorized to process· 
classified material have adequate procedures 
and security for the purposes of this 
Regulation. However, all unclassified . 
information subje,ct to this Regulation must 
be pro_c~ssed following the procedures used 
to process and access information designated 

(a) No time limits. a~e set. by the OMB 
guidelines: However, in order to 
establish a new routine use for a ' 
matching_program, the amended syst~~ 
notice must,have been published in, the 
Federal Register. at least 30 days befor~ 
implerrientationJsee paragraph (f) of 

~ "For Official Use Only" (see "DoD Freedom 

§ 310.~ of subpart G ofthis part). 
(b) Submit the documentation 

required by•paragraph (a) of§ 310.111 of 
this subpart to ·the Defense Privacy 
Office at least 45 days before the · 
proposed initiation date of the matching:, 
program. 

(c) The Def~nse Privacy Office may 
grant waivers to the .45 days' deactli1.1e·- · 
for good cause shown. Requests for 
waivers shall be in writing and fully 
justified. 
[51 FR 1364, Jan. 16,-1986. Redesignated at 56 
FR 55631, Oct. 29, 1991 and amended at 56 FR 
57800, Nov. 14, 1~91} 

§ 310.113 Matching programs among DoD 
Components. · 

(a) For the purpose of the OMB· 
guidelines, the Department of Defense 
and all DoD Components are considered: 
a single agency. 

(b) Befor.~. initiating a matching 
program using Qnly the records of two 0~ 
more DoD Gomponi:nits, notify the . . 
Defense Privacy Office tliat the match is 
to occur. The Defense Privacy Office 
may request further information from 
the Component proposing the match. 

(c) Tnere is no neect to notify the 
Defense Privacy Office of computer 
matches using only the records of a . 
single Component. 

of Information Act Program" CfR part 
286)}. 

B. Risk Manageme~i an~ Safeguarding 
Standards 
. 1. Establish ~dminis.trati·:e, technical, and 

physicalsafeguards that ar~adequ~t~to 
protect the information against unauthorized 
disclosure, access, or misuse (see Transmittal 
Memorandum No.1 to OMB Circular A-71-
Security of.Federal Autom~ted Information 
Systems). . 

2. Technical and phys'ical safeguards alone 
will not protect against unintentional 
compromise due to errors, omissions, or poor 
procedures. Proper'administrative controls 
generally provide cheaper and surer 
safegua'rds. 

3. Tailor safeguards to the type of system, 
the nature of the information involved, and 
the specific threat·to be countered. 

C. Minimum Administrative Safeguard 
The minimum safeguarding standards as 

set forth in paragraph (b) of§ 310.13, subpart 
B apply to all pe~;sonal data within any ADP. 
system. In addition: .' · . . 

1. Consider the following when establishing 
ADP safeguards: · · 

·a. Th~ sensitivity of the data being 
processed, storel:l and accessed; 

b. The installation environment; 
c. The risk of exposure; 
d. The cost of the safeguard under 

considers tion. 
2. Label or designate output and storage ' 

media products (i!ltermediate and final] 
containing per&onal information that do not 
contain classified materhil in such a manner 

§ 310.114 Annual review of systems of as to alert those using or handling t~e . 
records. information of the need for special protection. 

The system manager shall review Designating products "For Official Use Only"· 
annually each system of records to · in accordance with subpart E of 32 CFR part 
determine if records from .the system are: 286, "DoD Freedom of Information Act 
being used in matching programs and· Program," satisfies this requirement. · 
.whether the OMB Guidelines have been 3. Mark and protect all computer products 
complied with. · containing classified data in accordance with 

Appendix A-Speci~l Considerations for 
Safeguarding Personal Information in ADP 
Systems 
(See paragraph tl:h of§ 310.13, subpart B) ·· 

A. General 
1. The Automate9. Data Processing-(ADP) 

environment subjects personal information to 
special hazards as ·to miaii'thorized 
·compromise alteration, dissemination, an.d 
use. Therefore, special considerations must 
be given to safeguarding personal· 
information in ADP systems . 

2. Personal information must also be 
protected while it is being processed or 
accessed in computer environments outside 
the data· processing installation {such as, 
remote job entry stations, terminal stations. 
minicomputers, microprocessors; and similar 
activities). 

the DoD Information Security Program 
Regulation (32 CFR part 159] and the ADP 
Security Manual (DoD 5200.28-M). 

4. Mark and protect all computer products 
COiltaiinirlg "For Official Use Only" material 
in a~,;(;u,·•l.laxl~;e with subpart E of 32 CFR part 
286. 

5, Ensure that safeguards for protected 
information stored at secondary sites are 
appropriate . 

6. If there is a computer failure, restore all 
protected informatiqn being processed at the 
time of the failure using proper recovery 
procedures to ensure data integrity. 

7. Train all ADP personnel involved in 
processing information subject to this part in 
proper safegu?rding pro_cedures. 

D. Physical Safeguards 
1. For all unclassified facilities, areas. and 

devices that process information .subject to 



this part, establish physical safeguards that 
protect the information against reasonably 
identifiable threats that could result in 
unauthorized access or alteration. 

2. Develop access procedures for 
unclassified computer rooms, tape libraries, 
micrographic facilities, decollating shops, 
produCt distribution areas, or other direct 
support areas that process or contain 
personal information subject to this part that 
control adequately access to these areas. 

3. Safeguard on-line devices directly 
coupled to ADP systems that contain or 
proces~ information from systems of records 
to prevent unauthorized disclosure· use or 
alteration. 

4. Dispose of paper records following 
appropriate record destruction procedures. 

E: Technical Safeguards 

1. The use of encryption device's solely for 
the purpose of protecting unclassified 
personal information transmitted over 
communication circuits or during processing 
in computer systems is normally discouraged. 
However, when a comprehensive risk 
assessment indicates that encryption is cost­
effective it may be used. 

2. Remove personal data stored on 
magnetic storage media by methods that 
preclude reconstruction of the data. 

3. Ensure that personal information is not 
inadvertently disclosed as residue when 
transferring magnetic media between 
activities. · · 

4. When it is necessary to provide dial-up 
remote access for the processing of personal 
information, control access by computer­
v.erified passwords. Change passwords 
periodically or whenever compromise is 
known or suspected. · 

5. Normally the passwords shall give 
access only to those data elements {fields) 
required and not grant access to the entire 
data base. 

6. Do not rely totally on proprietary 
software products to protect personnel data 
during processing or storage. 

F. Special Procedures 
1. System Managers· shall: 

a. Notify the ADP manager whenever 
personal information subject to this . 
Regulation is to be processed by an ADP 
facility. 

b. Prepare and submit for publication all 
system notices and amendments and 
alterations thereto (see paragraph (0 of 
§ 310.60 of subpart G). 

c. Identify to the ADP manager those 
activities and individuals authorized access 
to the information and notify the manager of 
any changes to the access authorizations. 
2. ADP personnel shall: 

a. Permit only authorized individuals · 
access to the information. 

b. Adhere to the established information 
protection procedures and rules of conduct. 

c. Notify the system manager and ADP 
manager whenever unau~horized personnel 
seek access to the information .. 
3. ADP installation managers shall: 

a. Maintain an inventory of all computer 
program applications used to process 
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information subject to this part to include the 
identity of the systems of records involved. 

b. Verify that requests for new programs or 
changes to existing programs have been 
published as required (see paragro.phs (a) and 
(b) of§ 310.63, subpart G). · 

c. Notify the system manager whenever 
changes to computer installations, 
communications networks, or any other . 
changes in the ADP environment occur that 
require an altered sy.·stem report be. submitted 
(see parliigraph (b) of§ 310.63, subpart G). 

G. Record Disposal 

i. Dispose of records subject to this part so 
as to prevent compromise {see paragraph (c) 
of § 310.13 of subpart B). Magnetic tapes or 
other magnetic medium, may be cleared by 
degaussing, overwriting, or erasing. 
Unclassified carbon ribbons are considered 
destroyed when placed in a trash receptacle. 

2. Do not use respliced waste computer 
products containing personal data. 

H Risk Assessment for ADP Installations 
That Process Personal Data · 

1. A separate risk assessment is not 
required for ADP installations that process 
classified material. A simple certification by 
the appropriate ADP official that the facility 
is cleared to process· a given level of 
classified material (such as, Top Secret, 
Secret, or Confidential] and that the 
procedures followed in processing "For 
Official Use Only" material are to be 
followed in processing personal data subject 
to this Regulation is sufficient to meet the risk 
assessment requirement. 

2. Prepare a formal risk assessment for 
each ADP installation {to include those 
activities with terminals and devices. having 
access to ADP facilities) that processes 
personal information subject to this part and 
that do not process classified rna terial. 

3. Address the following in the risk 
assessment: 

a. Identify the specific systems of records 
supported and determine their impact on the 
mission of the user. · 

b. Identify the threats (internal, external, 
and natural] to the data. 

c. Determine the physical and operational 
(to include software) vulnerabilities. 

d. Evaluate the relationships between 
vulnerabilities and threats. 

e. Assess the impact of unauthorized 
disclosure or modification ofthe personal 
information. 

f. Identify possible safeguards and their 
relationships to the threats to be countered. 

g. Analyze the economic feasibility of 
adopting the identified safeguards. 

h. Determine the safeguard to be used and 
develop implementation plans.· 

i. Discuss contingency plans including 
operational exercise plans. 

j. Determine if procedures proposed are 
consistent with those identified in the system 
notices for system of records concerned. 

k. Include a vulnerability assessment. 
3. The risk assessment shall be reviewed 

by the appropriate Component officials. 
4. Conduct a risk assessment at least every 

5 years or when there is a change to the 
installation, its hardware, software, or 
administrative procedures that increase or 

decrease the likelihood of compromise or 
present new threats to the information. 

5. Protect the risk assessment as it is a 
sensitive document. 
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6. Retain a copy of the risk assessment at 1 

the installation and make it available io 
appropriate inspectors and authorized 
personnel. · . 

7. Include a summary of the. current risk 
assessment with any rep'ort of new or altered 
system submitted in accordance with 
paragraph (c) of§ 310.63, subpart G, for any 
system from which information will be 
processed. 

8. Complete a formal risk asses.sment at the 
beginning of th.~ design phase fcir.'each new 
unclassified ADP installation and before 
beginning the processing of personal data on 
a regular basis in existing ADP facility that 
do not process classified data: 
[51 FR 1364, Jan. 16, 1986. Redesignated at 56 
FR 55631, Oct. 29,1991 and amended at 56 FR 
57800, Nov. 14, 1991] . 

Appendix B-Special Considerations for 
Safeguarding Personal-Information During 
Word Processing. · 

(See paragraph (b) of § 310.13, subpart B) 

A. Introduction 

1. Normally, word processing support is 
provided under two general concepts. They 
are: 

a. Word processing centers (WPCs), and 
b. Work groups or clusters. · 
2. A WPC generally provides support to 

one .or more functional areas. 
Characteristically, the customer delivers (by 
written draft or dictation) the information to 
be processed to the WPC. The WPC·process 
the information and returns it to the 
customer. There are generally two types of 
WPCs. 

a. A WPC may operate independent of the 
customer's functon, providing service in much 
the same manner as a data processing 
installation provides ADP support, or a 
message center provides electronic message 
service, or 

b. 'A WPC may work within a customer's 
function providing support to that function. 
The support being centralized in a wpc to 
take advantage of increased productivity. 

3. A work group or cluster generally 
consists of one or more pieces of word 
processing equipment that are integrated into 
the functional office support system. The· 
overall word processing and functional 
management may be one and the same. 
Depending on the size of the support job, 
there may be a work group or cluster 
manager. Normally, however, they will be 
located within or in close proximity to the. 
functional area supported. Information flows 
in and out of the work group or cluster by 
normal office routine and the personnel are 
an integra~ part ~f the office staff. 

B. Minimum Stcmdards of Protection 

1. Regardless of configuration (WPC or 
work group), all personal data processed 
using word processing equipment shall be 
afforded the standards of protection required 
by paragraph (b) of§ 310.13, subpart B. 
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2. The remaining special considerations 
discussed. in this appendix are primarily for 
WPCs o_perating independent of the . 
customer's function. However, mari.agers of 
other WPCs, work groups, and work clusters 
are encouraged to qmsider a'nd adopt, ~hen 
appropri<;lte, the ~pecial consic,lerations 
discussed herein~ · 

3. WPCs th~t a_re not independent of a 
customer's functfon, work groups, and work 
clusters are ·not requlr~d to prepare formal 
written risk assessments (see section I{, 
below) .. 

C. WPC Information Flow 

· 1. In a·nalyzing procedure~ required to 
safeguard ade·quately personal infor~ation in 
a WPC, the basic·elements of WPC · 
info-rmation flow and control must be 
considere-d. These are: 

a. Information receipt. 
K Information processing. 
c. Information-return·,. · 
d. Information storage or filing . .-
2. WPCs do not control information 

acquisition or its ultiihate use by the · . 
customers and, therefore, these are not · 
addressed. 

D. Sajegu~;(Jing Information During Receipt 

1. The word processing manager shall 
establish procedures. · · 

a. That require each customer who requests 
that information subject to this part be 
processed- to identify specifically that· 
information to the WPC personnel. This may 
be dorie' by:· 

. (1) Providing a check-off type entry on·the 
. WPG work requests; 

(2) Requiring that the WPC work requests 
be stamped with a special legend, or that a 
special notation be made on the work 
requests; 

(3) Predesignating specifically a class of 
documents ·as coming within the provisions of 
this part (such as, all officer effectiveness 
reports, all recall rosters, and all medical 
protocols). 

(4) .Using a special cover sheet both to alert 
the WPC personnel as to the type 
information, and ~to protect the document 
during transmj_ttal; 

(5) Requiring an oral warning on all 
dictationi or , 

(6) Any- other proGedures that ensure the 
WPC pers_onnel are alerted to the fact that 
per.sonal c,l~ta subject to this-part is to be 
processed. · . 

b. To ensure that the.operators or otb.er 
WPC personp.el receiving data.for processing 
that has not been identified to be under .the 
provisf~ns of this partbut that-appear to be 
personal promptly call the information to. the 
attentiqn of_the WPC supervisor or the 
customer; , L 

c. To ensure that any request for the . 
proc~ssing of perso~al data. that the custom~r 
has not identified as being i,n a system of · 
records and that appears to meet the criteria 
set forth in ·paragraph (a) of§ 310.10, subpart 
B is called to the attentioQofthe appropriate 
supervisory personnel and syste!Jl.manager. 

2. The WPC supervisor shall ensure that 
perso~al information if! not inadvertently 
compromised-within the WPC. 
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E. Safeguarding Information During 
Processing 

: 1. Each WPC 'super~isor shall establish 
internal safeguards that shall protect 
personal-data from compromise while it is 
being processed. 

2. Physical-safeguards may include:. 
a. Controls on individual access to the 

center; 
b. Machine configurations that reduce 

external access to the information being 
processed, or·arrangeme.nts that aJert the 
operator to the presence of others; 

c. Using certain specific machines to 
process personal data; . · 

d. Any other physical safeguards, to 
include special technical arrangements that 
will protect the data during processing. 

3. Other safeguards may include: 
a. Using only certain selected operators to. 

process person~! data; · . 
b. Processing personal data orily at certain . 

times during the day without the WPC 
manager's specific authorization; . 

c. Using only certain tapes or. diskettes to 
process and store personal data; t 

d. Using continuous tapes· for dictation qf 
personal data; · · 

e. Requiring all WPC copies of documents . 
to be marked specifically so as to prevent 
inadvertent.compromise; · 

f. Returning extra copies and mistakes to 
the customer with the product; 

g. Disposing of waste containing personal 
data in a special manner; . 

h. Any other local procedures that provide 
adequate protection to the data being_ . 
processed. 

F. Safeguarding Information During Return 

1. The WPC shall protect the data until it is 
returned to the customer or placed into a 
formal distribution channel. 

2. In conjunc~ion with the appropriate 
administrative support personnel ap.d the 
WPC customers, the WPG manager shall 
establish procedures that protect the . 
information from the time word processing is 
completed until it is returned. to the customer. 

3. Safeguarding procedures may include: 
a .. Releasing products only .to specifically 

identifiable individuals; 
b. Us_ing sealed.envelop~~ to .transmit 

products to the customer; 
c. Using special cover sheets to protect 

products similar to the one discussed in 
subparagraph D.1.a.(4), above; 

d. Handcarrying products to the customers; 
e. Using special· messengers to return the 

products; 
f. Any other procedures that protect 

adequately products from compromise while 
they are awaiting.return or being returned to 
the customer. 

G. Safeguards During $torage 
1.,:rhe WPC manager shall ensure that all 

personal data retained in the center for any 
purpose (including samples) are protected 
properly. . . . • 

2. Safeguarding procedures may include: 
,a. Marking all hard copies retained with 

special legends or designators; 
b. Storing media containing personal data 

in separate files or areas; 

c. Marking the storage cont~iners for media 
containing personal data with special legends 
or notations; . 

d. Restricting the reuse of. media used to 
process personal data or erasing 
au~omatically the media before.reuse; 

e. Establishing speciaJ criteria for the .WPC 
retention of 111edia used to store al).d process 
personal dat~; ' .· . 

f. Returning the media to the customer for 
retention with the file cop~es of the finished 
products;_ · · 

g. Discouraging, when practical, the long-. 
term s~orage of personal data in any form 
within the WPC; 

h. Any other filing or storage procedures 
that safeguard adequately any personal 
information retained or filed within the WPC. 

H. Risk Assessment for WPCs 

1. Each WPC manager shall ensure that a 
for~al, written risk assessment is prepared 
for each WPC that processes personal 
information subject to this part. 

2. The assessment shall address the areas 
discussed In sections D., E., F., and G. of this 
appendix, as well as any special risks that 
the WPC loca tiori, ·configuration, or 
organization may preserit to the compromise 
or alteration of personal data being 
processed or stored. ' 

3. A risk assessment shall be conducted at 
least every 5 years or whenever there is a 
change of equipment, equipment 
configuration, WPC location, WPC 
configuration or modificat.ion of the. WPC 
facilities that either increases or decreases 
the likelihood of compromise of pers~pal 
data . 

4. Copies of the assessment shall be 
retained by the WPC manager and.made 
available to appropriate inspectors, as well 
as to personnel studying equipment for 
facility upgrading or _modification. . 

5. Every new WPC shall have· a formal risk 
assessment completed before beginning the 
processing of personal data: 

/. Special Considerations in· WPC Design and· 
Modification 

Procedures shall be established to ensure 
that all personnel involved in the design of 
WPCs or the acquisition ofword processing 
equipment are aware of the special . 
considerations required when processing 
personal data subject to this part. 
[51 FR 1364, Jan. 16, 1986. Redesignated at 56 
FR 55631, Oct. 29, 1991 and amended at 56 FR 
57800, Nov. 14, 1991] 

Appendix C---'OoO Blanket Routine Uses 

(See paragraph (e) of§ 310.41, subpart E) 

A. Routine Use-Law Enforcement 
If a system of records maintained by a DoD· 

Component to carry out its functions 
indicates a violation· or potential violation of 
law, whether civil, criminal, or regulatory in 
nature, and whether arisirig by general . 
statute or by regulation: rule, or or.der issued 
pursuant thereto,· the relevant records in the 
system of records may be referred, as a 
routine use, to the agency concerned, whether 
federal, state, local, or foreign, charged with 
the responsibility of investigating or 
prosecuting such violation or charged with 



enforcing or implementing the statute, rule, 
regulation, or order issued pursuant thereto. 

B. Routine Use-Disclosure when Requesting 
Information 

A record from a system of records 
maintained by a Component may be 
disclosed as a routine use to a federal, state, 
or local agency maintaining civil, criminal, or 
other relevant enforcement information or 
other pertinent information, such as current 
licenses, if necessary to obtain information 
relevant to a Component decision concerning 
the hiring or retention of an employee, the 
issuance of a security clearance, the letting of 
a contract, or the issuance of a license, grant, 
or other benefit. 

C. Routine Use-Disclosure of Requested 
Information 

A record from a system of records 
maintained by a Component may be 
disclosed to a federal agency, in response to 
its request, in connection with the hiring or 
retention of an employee, the issuance of a 
security clearance, the reporting of an 
investigation of an employee, the letting of a 
contract, or the issuance of a license, grant, 
or other benefit by the requesting agency, to 
the extent that the information is relevant 
and necessary tothe requesting agency's 
decision on the matter. 

D. Routine Use-Congressional Inquiries 
Disclosure from a system of records . 

maintained by a Component may be made to 
a congressional office from the record of an 
individual in response to an inquiry from the 
congressional office made at the request of 
that individual. 

E. Routine Use-Private ReliefLegislation 
Relevant information contained in all 

systems of records of .the Department of 
Defense published on or before August 22, 
1975, will be disclosed to the OMB in 
connection with the review of private relief 
legislation as set forth in OMB Circular A-19 
(reference [u)) at any stage of the legislative 
coordination and clearance process as set 
forth in that Circular. 

F. Routine Use-Disclosures Required by 
International Agreements 

A record from a system of record's 
maintained by a Component may be 
disclosed to foreign law enforcement, 
security, investigatory, or administrative 
authorities to comply with requirements 
imposed by, or to claim rights conferred in, 
international agreements and arrangements 
including those regulating the stationing and 
status in foreign countries of DoD military 
and civilian personnel. · 

G. Routine Use-Disclosure to State and 
Local Taxing Authorities 

Any information normally contained in 
Internal Revenue Service (IRS} Form W-2 
which is maintained in a record from a 
system of records maintained by a 
Component may be disclosed to state and 
local taxing authorities with which the 
Secretary of the Treasury has entered into 
agreements under 5 U.S.C., sections 5516, 
5517, and 5520 (reference (v)) and only to 
those state and local taxing authorities for 

DEFENSE DEPARTMENT 

which an employee or military member is or 
was subject to tax regardless of whether tax 
is or was withheld. This routine use is in 
accordance with Treasury Fiscal 
Requirements Manual Bulletin No. 76-07. 

H. Routine Use-Disclosure to the Office of 
Personnel Management 

A record from a system of records subject 
to the Privacy Act and maintained by a 
Component may be disclosed to the Office of 
Personnel ManagemeJ!.t (OPM) concerning 
information on pay and leave, benefits, 
retirement deduction, and any other 
information necessary for the OPM to carry 
out its legally authorized' government-wide 
personnel management functions and studies. 

I. Routine Use-Disclosure to the Department 
of Justice for Litigation 

A record from a system of records 
maintained by this component may be 
disclosed as a routine use to any component 
of the Department of Justice for the purp~se 
of representing the Department of Defense, or 
any officer, employee or member of the 
Department in pending or potential litigation 
to which the record is pertinent. 

J Routine Use-Disclosure to Military 
Banking Facilities Overseas 

Information as to current military 
addresses and assignments may be.provided 
to military banking facilities who provide 
banking services overseas and who are 
reimbursed by the Government for certain 
checking and loan losses. For personnel 
separated, discharged, or retired from the 
Armed Forces, information as to last known 
residential or home of record address may be 
provided to the military banking facility upon 
certification by a banking facility officer that 
the facility has a returned or dishonored 
check negotiated by the individual or the 
individual has defaulted on a loan and that if 
restitution is not made by the individual. the 
U.S. Government.will be liable for the losses 
the faciiity may incur. 

K. Routine Use-Disclosure of Information to 
the General Services Administration [GSA) 

A record from a system of records 
maintained by this component may be 
disclosed as a routine use to the General 
Services Administration (GSA) for the 
purpose of records management inspections 
conducted under authority of 44 U.S.C. 2904 
and 2906. 

L. Routine Use-:-Disclosure of Information to 
the National Archives and Records 
Administration [NARA] 

A record from a system of records 
maintained by this component may be 
disclosed as a routine use to the National 
Archives and Records Administration 
(NARA) for the purpose of records 
management inspections conducted under 
authority of 44 U.S.C. 2904 and 2906. 

· M. Routine Use-Disclosure to the Merit 
Systems Protection Board 

A record from a system of records 
maintained by this component may be 
disclosed as a routine use to the Merit 
Systems Protection Board, including the 
Office of the Special Counsel for the purpose 
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of litigation. including administrative 
proceedings. appeals, special studies of the 
civil service and other merit systems, review 
of OPM or component rules and regulations, 
investigation of alleged or possible prohibited 
personnel practices; including administrative 
proceedings involving any individual subject 
of a DoD investigation, and such other 
functions, promulgated in 5 U.S.C. 1205 and 
1206, or as may be authorized by law. 
(51 FR 1364, Jan. 16, 1986. Redesignated at 56 
FR 55631, Oct. 29, 1991 and amended at 56 FR 
57800; Nov. 14, 1991] 

APPENDIX D.~PROVISIONS OF THE PRIVA­

CY ACT FROM WHICH A GENERAL OR 

SPECIFIC EXEMPTION MAY BE CLAIMED 

[See paragraph (d) of§ 310.50, subpart F.J 

Exemption 
Section of the Privacy Act 

0)(2) (k)(1-7) 

No.......... No ...... :... (b)(1) Disclosures within the De-
partment of Defense. 

No.......... No . ......... (2) Disclosures to the public. 
No.......... No.......... (3) Disclosures for a "routine 

use." 
No.;........ No.......... (4) Disclosures to the Bureau of 

Census. 
No .. :....... No.......... (5) Disclosures for statistical re­

. search and reporting. 
No.......... No.......... (6) Disclosures to the National 

Archives. 
No .......... No .......... (7). Disclosures for law enforce-

·ment purposes. 
No.......... No.......... (8) -Disclosures under emergen­

cy circu·mstances. 
No ........ :. No.......... (9) Disclosures to the Congress. 
No .......... No .......... (10) Disclosures to the General 

Accounting Office. 
No.......... No.......... (11) Disclosures pursuant to 

court orders. 
No.......... No.......... (12) Disclosure to consumer re­

porting agencies. 
No.......... No.......... (c)(1) Making disclosure ac­

countings. 
No.......... No .......... (2) Retaining disclosure ac-

countings. 
Yes ......... Yes ......... (c)(3) Making disclosure ac-

counting available to the indi­
vidual. 

Yes ......... No .......... (c)(4) Informing prior recipients 
of corrections. 

Yes .... : .... Yes ......... (d){1) Individual access to 
records. 

Yes ......... Yes ......... (2) Amending records. 
Yes ......... Yes ......... (3) Review of the component's 

refusal to amend a record. 
Yes ......... Yes ......... (4) Disclosure of disputed infor-. 

mation. · 
Yes ......... Yes ......... (5) Access to information com-

piled in anticipation of. civil 
action. 

Yes ......... Yes ......... (e)(1) Restrictions on collecting 
information. 

·Yes ......... No .......... (e)(2) Collecting directly from 
the individual. 

Yes......... No .......... (3) Informing individuals from 
whom information is request­
ed. 

No.......... No.......... (e)(4)(A) Describing the name 
and location of the system. 

No.......... No .......... (B) Describing categories of in-
dividuals. 

No........... No.......... (C) Describing categories of 
records. 

No.......... No.......... (D) Describing routine uses. 
No .......... No.......... (E) Describing records manage-

ment policies· and practices. 
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APPENDIX D.-PROVISIONS OF THE PAIVA· 

CY ACT FROM. WHICH A GENERAL OR 
SPECIFIC EXEMPTION . MAY BE 

CLAIMED-:-Continued 

[See paragraph (d) of§ 310.50, subpart Fl · 

Exemption 
--:------1 

(k)(1-7) 

No .... : ..... No ...... : .. . 

Yes ......... Yes ........ . 

Yes .. : ...... ·Yes ........ . 

Section of the Privacy Act 

(F) Identifying re~ponsible offi­
cials. 

(e)(4)(G) Procedures for deter· 
mining if a system contains a 
record on an individual. 

(H) Procedures for gaining 
access. 

Y:es ......... Ye~·~·:····· (I) Describing_ categorjes of ·_in-
formation sources. 

Yes ......... No·:: . .-... : .. (e)(5) Sta.ndards of accuracy. 
No.......... No ........... (e)(6) Validating records before 

No .......... No ......... . 

No .......... No ........ .. 

No .......... No ..... : .. .. 
No.~; ....... t-~o ......... . 

No .......... No ........ .. 

Yes ......... Yes ....... .. 

Yes ......... Yes ....... .. 

Yes ......... Yes ....... .. 
Y~s ......... Yes ........ . 

Yes., ...... . 
Yf=S .•. :: .. .. 
Yes ......... No ......... . 

Yes......... No ... :: ..... 

disclosure. 
(e)(7) Records of first amend­

ment activities. 
(e)(8) Notification of disclosure 

under compulsory legal proc-
ess. · · 

(e)(9) Rules of conduct. . 
(e)(10) Administrative, technical 

and physical safeguards. ' 
(11) Notice for new and revised 

routine uses. · 
(f)(1) Rules for determining if an 

individual is subject of a 
record. 

(f)(2) Rules for handling access 
requests., 

(f)(3) Rules for granting access. 
(f)(4) Rules for amending 

records. 
(f)(5) Rules regarding fees, 
(g)(1) Basis for civil action. 
(g)(2) Basis for judicial review 

and remedies for refusal to 
amend. 

(g)(3) Basis for judicial review 
and remedies for denial of 
access. 

Yes......... No.......... (g)(4). Basis for judicial review 
and remedies for other failure 
to comply. 

Yes ......... No .......... (g)(5) Jurisdiction.· and time 
limits. 

Yes ......... 1 No .......... (h) Rights of legal guardians. 
No .......... No.: ........ (i)1) Criminal penalties for unau-

thorized disclosure. 
No ........ :. No.......... (2) Criminal. penalties for failure 

to publish. · 
No .. .. . ... .. No ...... .... (3) Criminal penalties· for obtain-

ing records under false .pre­
tenses.· 

Yes No.......... (j) Rulemaking requirement. . · · 
NIA ........ No ..... ; .... (j)(1) Generalexemption for the 

·central Intelligence Agency. 
NIA ..... : .. No ......... : (i)(2) General exemption for 

~riminal law enforcement 
records. ' 

Yes .. ~ ...... N/A ........ (k)(1) Exemption for classified 
material .. 

N/A ........ N/A ........ (k)(2) Exemption for law en· 
forcement material. 

Yes ......... N/A ..... ~:. (k)(3) Exemption for records 
pertaining to Presidential pro­
tection. 

Yes: ........ N/A ........ (k)(4) Exemption for statistical 
records.· 

Yes. ........ N/A ........ (k)(5)· Exemption for investiga· 
tory material compiled for de­
termining suitability for em· 
ployment or service. 

Yes ... : ..... N/A ........ (k)(6) Exerriptioo for testing or 
·r : examination material. 

PRIVACY ACT RULES 

APPENDiX D.-PROVISIONS OF THE PAIVA· 

CY ACT. FROM WHICH A GENERAL OR 
SPECI.FIC EXEMPTION . MAY BE 

CLAIMED-Continued 

[See paragraph (d) of § 310.50, subpart F] 

Exemption. '· 
. . ..,, Section of the Privaqy Act 

(j)("'l \"1\ ., 

Yes .... : .... N/A ........ (k)(7) Exemption for promotion 
evaluation material~· used . by 
the Armed Forces: 

Yes ......... No.: ........ (1)(1 >. Recards stored in 
records centers. 

Yes .. : ...... No .. : ....... (1)(2) Records archived before 
Sept. 27, 1975. 

Yes ......... No ......... •. (1)(3) Records archived on or 
afterSept. 27, 1975. 

Yes ......... No ......... ·. ;(m) Applicability to Government 
I· contractors. 

Yes ......... No .......... (n) Mailing lists. 
Yes 1 ...... No .......... (o) Reports on new ·systems. 
Yes 1 ...... No .......... (p) Annual report: 

1 See ,Paragrap~ (d) of§ 310:~. s~bpa~ F, 

[51 FR 1364, Jan. ;1986. Redesignated at 56 
FR 55631, Oci: 29, 1991 and amended at 56 FR 
57800, Nov. 14, 1991] · 

Appendix ~ample of New or Alt~red 
System of Records Notice in "Federal 
Register" Format · 

(See paragraph (f) of § 310.60, subpart G) 

DEPARTMENT OF DEFENSE 

Defense Nuclear Agency 

Privacy Act of 1974; Ne~ System of Records 

AGENCY: Def~nse Nuclear Agency (DNA). 

ACTION: ·Notice of a new record systel1l· 

SUMMARY: The Defense Nuclear Agency is 
adding a new system of recorqs to its ·' · 
inventory of systems of recOrds subject to the 
Privacy. Act of 1974. The system notice for the 
new system is set forth below. · 

DATES: This system shall be effective {30 
days after publication in the Federal Register) 
unless comments are received which result in · 
a contrary determina~ion. · · · 

ADDRESS: Send coml1lent~ to the System 
Manager identified in the system notice. 

FOR FURTHER INFORMATION CONTACT: Robert ~ 
L.' Brittigan, General Counsel, Defense ' 
Nuclear Agency, Washington, DC 20305, 
Telephone (202) 325-7681 .. 

SUPPLEMENTARY INFORMATION: The Defense 
Nuclear Agency record system notice as 
prescribed by the Privacy Act of 1974 (5 
U.S.C. 552a}, as amended, have appeared in 
the Federal Register on September 28, 1981 
(46 FR 51073) and· February i6, 1982 (47 FR 
6829). 

The Defense Nuclear Agency has 
submitted a n~w system report on March 27, 
1982, for this system ofrecords under the . 

· provisions of 5 U.S.C. 552a( o) of the Privacy 
Act. 

Patricia H.'Means, · 

OSD Federal Register Liaison 
Department of Defense. 

Sample 

HDNA·609--03 

System name:Personnei Exposed to 
Radiation from Nuclear Tests. 

System Location: Headquarters, Defense 
Nuclear Agency, Washington, D.C. 20305, 
MaiJ;I computer location. 

Categories of individuals covered by the 
system: All DoD and DoD-affiliated 
personnel, military and civilian, who 
participated in the U.S. Government 
atmospheric nuclear test programs in the 
Pacific and at the Nevada Test Site. 

Categories of records in the system: 
Personal information consisting of name. 
rank, service number, last known or current 
address, dates of test participation, exposure 
and unit of assignment. " 

Authority for maintenance of the 
10 u:s.C. Section 133, Powers of an Ex1ecttti\l'e 
Department of a Military Department to 
Prescribe Departmental Regulations; 10 
U.S.C. Section 133, Secretary of Defense: 
Appointment, Powers. Duties and Delegation 
by; DoD Directive 5105.31, "Defense Nuclear 
Agency (DNA}." 

Purpose(s}: To identify those individuals 
who mayhave been exposed to radiation 
from nuclear atmospheric test conducted by 
the U.S. Government in the Pacific or at the 
Nevada Test Site. 

Information is provided to the medical 
services of all the MilitaryDepartments to 
identify military and retired personnel who 
were exposed to ionizing radiator. during 
testing. · · 

Routine uses of records .maintained in the 
system including categories of users, and the 

· purpose of such uses: . , . 
To the National 'Research Council and· 

Center for Disease Control to determine the 
effects of ionizing radiation for the limited 
purpose of conducting epidemiological 
studies of the atmospheric nuclear weapons 
tests on DoD participants in those tests. 

To the Department of Energy (DoE) to 
identify DoE contractor persoxmel exposed to 
ionizing radiation during nuclear testing for · 
the limited purpose of conducting 
epidemiological studies of radiatio!l effects of 
individuals •o identified. . 

To the Department of Transportation (DoT) 
for the limited purpose of identifying DoT and 
DoT-affiliated personnel.exposed to ionizing 
radiation during nuclear testing. 

To the Veterans Administration to make 
determinations on service-connected 
disability for the purpose of resolving claims. 

Policies and practices for storing, 
retrieving, retaining, and 
disposing the system. 

Storage: records in file folders: 
computer magnetic tape disks and printouts 
in secure computer facility. 

Retrievability: Paper records filed in 
folders and computer magnetic tape and disk 
retrieved by naine. 



Safeguards: Paper records are filed in 
folders stored in locked security safes. 
Magnetic tapes stored in a vault in a secure 
computer area. 

Retention and disposal: Paper records are 
retained until information is transferred to 
magnetic tapes; then destroyed. Magnetic 
tapes and disks are retained indefinitely. 

System manager(s) and address: Director, 
Defense Nuclear Agency, Attn.: Privacy Act 
Officer, Washington, DC 20305, telephone 
(202) 325-7681. 

Notification procedure: Information may be 
obtained from the System Manager. 

Record access procedures: Requests should 
be addressed to the System Manager. 

Contesting record procedures: The 
agency's rules for contesting contents and 
appealing initial determinations ar.e 
contained in DNA Instruction 5400.11 (32 CFR 
part 318). Additional information may be 
obtained from the System Manager. 

Record source categories: DNA records, 
searches of DoD records by other DoD 
Components, and from individuals 
voluntarily contacting DNA by telephone or 
mail. 

Systems exempted from certain provision 
of the Act: None. · 
[51 FR 1364, Jini. 16, 1986. Redesignated at 56 
FR 55631, Oct. 29, 19!i1 and amended at 56 FR 
57800, Nov. 14, 1991] 

Appendix F.-Format for New or Altered 
System Report 
(See paragraph (c) of§ 310.63, subpart G) 
. The report on a new or altered system shall 

consist of a transmittal letter, a narrative 
statement, and include supporting 
documentation. 

A. Transmittal Letter. The transmittal 
letter to the Director, Defense Privacy Office, 
ODASD(A). shall include any request for 
waivers as set forth in paragraph (g) of 
§ 310.63, subpart G. The narrative statement 
shall be attached thereto. 

B. Narrative Statement. The narrative 
statement is' typed in double space on 
standard bond paper in the format shown at 
attachment 1. The statement includes: · 

1. System identification and name. This 
caption sets forth the identification and name 
of the system (see paragraphs (b) and (c) of 
§ 310.62, subpart G). 

2. Responsible official. The name, title, 
address, and telephone number of the privacy 
official responsible for the report and to 
whom inquiries and comments about the 
report may be directed by Congress, the 
Office of Management and Budget, or 
Defense Privacy Office. 

·3. Purpose of the system or nature of the 
change proposed. Describe the purpose of the 
new system. For an altered system, describe 
the nature of the change being proposed. 

. .4. Authority for the system. See paragraph 
(g) of § 310.62, subpart G. 

5. Number of individuals. The approximate 
number of individuals about. whom records 
are to be maintained. 

6. Information on First Amendment 
activities. Describe any information to be 
kept on the exercise of individual's First 
Amendment rights and the basis for 
maintaining it as provided for in paragraph 
(e) of§ 3i0.10, subpart B. 

DEFENSE DEPARTMENT 

7. Measures to ensure information· 
accuracy. If the system is to be used to make 
determinations about the rights, benefits, or 
entitlements of individuals; describe the 
measures being established to ensure the· 
accuracy, currency, relevance, and 
completeness of the information used for 
these purposes. · 

8. Other measures to ensure system 
security: Describe the steps taken to 
minimize the risk of unauthorized access to 
the systerp.. A mor~ detailed assessment of 
security risks and specific administrative, 
technical, and physical safeguards shall be 
available for review upon request. 

9. Relationship to state and locql 
government activities. Describe the 
relationship of the system to state or local 
government activities that are the sources, 
recipients, or users of the information in the 
system. 

C. Supporting Documentation. Item·to of 
the narrative is captioned Supporting . 
Documents. A positive statement for this 
caption is essential for those enclosures that 
are not required to be enclosed. For example, 
"No changes to the existing Army procedural 
or exemption rules (32 CFR part 505) are 
required for this proposed system." List in 
numerical sequence only those enclosure& 
that are actually furnished. The following are 
typical enclosures that may be required: 

1. Fo_r a new system. an advance copy of 
the system notice which is proposed for . 
publication. For an ~ltered system (see 
paragraph (d) of§ 310.64, subpart G) an 
advance copy of the notice reflecting the 
specific changes proposed. 

2. An advance copy of any new rules or 
changes to the published Component rules to 
be issued for the new or altered system. If no 
change to existing rules is required, so state 
in the narrative. 

3. An advance copy of any proposed 
exemption rule if the new or altered system is 
to be exempted in accordance with Subpart 
F. If there is no exemption, so state in the 
narrative. 

4. Any other. supporting documentation that 
may be pertinent or helpful in understanding 
the need for the system or clarifying _its 
intended use. While not required, such 
documentation, when available, is helpful in 
evaluating the new or altered system. 

Attachment l.~Sample Format for Narrative 
Statement 
DEPARTMENT OF DEFENSE 

(Component Name) 

REPORT ON NEW (OR ALTERED) SYSTEM 
UNDER THE PRIVACY ACT OF 1974 

(Indicate none or not applicable, as 
appropriate.) 

1. System Identification and name: .. 
2. Responsible official: 
3. Purpose(s} of the System: (for a new 

system only) or Nature of the Change(s} 
Proposed: (for altered system). 

4. Authority for the System: _ 
5. Number of Individuals: 
6. Information on First Amendment 

Activities: 
7. Measures to Ensure Information 

Accuracy: 
8. Other Measures to E.nsure System 

Security: 

783 

9. Relations to State or Local Government 
Activities: 

10. Supporting Documentation: (Indicate 
h~re, as a positive statement, those 
enclosures not required as set forth in section 
C. of the format instructions.) 
SIGNATURE BLOCK OF SUBMITTING 
OFFICIAL 

Attachment 2.-Sample Report 
DEPARTMENT OF DEFENSE 

Defense Nuclear Agency 

REPORT ON NEW SYSTEM UNDER THE 
PRIVACY ACT OF 1974 

1. System Identification and Name: HDNA 
. 609-03, entitled "Personnel Exposed To · · · 

Radiation From Nuclear Tests." 
2. Responsible Official: Robert L. Bri.ttigan, 

General Counsel, ·Defense Nuclear Agency, 
Washington, DC 20305. Telephone: Area · 
Code 202 325-7781.-

3. Purpose[s} of the System: To consolidate 
into one system the names, addresses, and 
exposures of all DoD or DoD~associated 
personnel who may have been exposed to 
ionizing radiation during the atmospheric 
nuclear testing programs in the Pacific and at 
the Nevada Test Site. 

4. Authority for the System: See "Authority 
for Maintenance of the· System" caption of 
the attached proposed system notice. 

5. Number of Individuals: Approximately 
300,00 individuals will be affecteQ by this 
new system, since the system includes all 
DoD and DoD-affiliated participants in the 
atmospheric nuclear tests program. 

6. Information on First Amendment 
Activities: None. 

7. Measures to Ensure Information 
Accuracy: Records consist of personal data 
to be provided by the individual such as 

·name, rank, service number, last known or 
current address, dates of test participation, 
exposure date, if available, and unit of 
assignment. When the information has been 
obtained from sources other than the 
individual, follow-up is attempted to ensure 
accuracy. 

,8. Other Measures to Ensure System 
Security: 

a. Paper records before processing for 
computer storage are retained in locked filing 
cabinets located in limited access facilities at 
DNA Headquarters and the Armed Forces 
Radiobiology Research Institute. 

b. Privacy data in the Headquarters, DNA, 
ADP facility is afforded the same protection 
as classified data in that the DNA computer 
system employs a File Security System (FSS) 
to protect classified and privacy data files 
from being accessed by unauthorized user. 

9. Relations to State andLocal Government 
Activities: None. ; 

10. Supporting Documentation: No changes 
to existing procedural or exemption rules are 
required for this proposed new system. 
Robert L. Brittigan 
General Counsel 
Enclosures-2 

1. Advance copy of proposed system 
notice. 

2. Copy of tasking memorandum from the 
· Assistant Secretary of Defense (Manpower. 
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Reserve Affairs. and Logis'tics) to the 
Director, Defense Nuclear Agency, "DoD 
Personnel Participation in Atmospheric 
Nuclear Weapons Testing,"· January 28, 1978. 

Note.-Enclosui'es are not included in the 
sample, above. 
[51 FR 1364, Jan. 16, 1986. Redesignated at 56:. 
FR 55631, Oct. 29, 1991 and amended at 56 FR 
57800, Nov. 14, .1991] 

Appendix G.-Sample Deletions. and 
Amendments to Systems Notices in "Federal 
Register" Format 

(See paragraph (d) of§ 310.64,· subpart G) 

DEPARTMENT OF DEFENSE 

Department of A~r Force 

Privacy Act of.1974; Deletions and 
Am·endments.to·Systems ·of Records. 
Notices 

AGENCY: Department of the Air Foce, DoD .. 
ACTION: Notice of deletions and amendments 
to systems qf recOJ;9.!). . · 

SUMMARY: The Air Force proposes to delete 
three and amend two notices for systems of 
records subject to the Privacy Act of 1974. 
The specific changes to the notices being 
amended are set forth'below followed by the· 
system notices, as amended, published in 
their entirety. 
DATES: These·systems notices shall be 
amertdeq as proposed without further notice 
on (30 days after publication in the Federal 
Register unless comments are received that : 
would result in a contrary det~rmination. 
ADDRESS:. Send c9mments to the. system 
manager identified in the particular system 
notice concerned .. ' · · 
FOR FURTHER INF.ORMATION CONTACT: Mr. Jon 
E. Updike, HQ USAF /DAQD, The Pentagon, 
Washington, DC 20330-5024, Telephone: (202) 
694-3~31 Autovon: 224-3431 · 
SUPPLEMENTARY INFORMATION: The Air Force. 
systems of records notices inventory subject 
to the Privacy Act of 1974 (5 U.S.C. 552a), as 
amended, have.been published to date in the 
Federal Register as follows: 
FR Doc. 80-28255 (46 FR 50785) September 28, 

1980·-·, 
FR Doc. 80-31218 (46 FR 56774) October 28, 

1980 . . .. . . 

FR Doc. 80-32284 (46 FR 58195) November 8, 
1980 . 

FR Doc. 80-33780 (46 FR 59996) November 23, 
1980 
The proposed amendme~ts. are not within 

the purview of the provisions of 5 U.S.C .. 
552a(o) which requires the submission of an 
altered system report. · 
Patricia H. Means .. 
OSD FedeJ:al Register Liaison Officer, 
Department of Defense. 

Deletions 

F01001 OQPTFLA 

System name: Human Reliability for 
Special· Missions. 

Reason: This system is covered by F03004 
AFDPMDB Advanced Personnel Data System 
(APDS) (46 FR 50821) August 28, 1981. 

PRIVACY ACT RULES 

F01003 O!JXQPCA 

System name: Cadet Promotion List. · 
Reason: This. system has been incorporated 

into F03502 AF A A Cadet Management. 
System (46 FR f)0875) July 28, 1981. 

F01102 OYUEBLA' 

System name: Locator or Personnel Data 
file. 

Reason: This sytem is covered by F01102 
DA YX A Base, Unit, and Organ'izational 
Military and Civilian Personnel Locato~ Files 
(46 FR 50800) October 28, 1981.~ · 

Amendments 

F03501 DPMDQIA .t 

System name: Military Personnel Records 
System. · · 

Changes: 
System Location: In line 8, cha~ge. 

"Adjustment" to Adjutant". 
External users, uses and purposes: 
Add at end: 
"American National Red Cross. 

Information to local Red Cross offices·for . 
emergency assistance to military members .. 
dependents, relatives, or other persons if 
conditions are compelling." 

"Drug Enforcement Administration" (added 
to those agencies listed under Department of 
Justice).·· . . 

"Department of La bar: Bureau of 
Employees' Compens~tion~medical 
information for claims of civilian employ~es 
formerly in military servic1e; Employment and 
Training Administration-verification of 
service-related informationfor 
unemployment compensation .claims; Labor­
Management Services Administration-for 
investigations of possible violations of labor 
laws and preemployment investigations; 
National Research Council-for medical · 
research purposes; U.S. Soldiers' and 
Airmen's Home-:-service information to 
determin~ eligibility." · 

F03504 OJMPLSC 

System name: Assessment::; Scre~ning 
Records. 

Changes: 
·System location: In line 1, change "3700 

Personnel Processing Group" to "3507 Airman 
Classification Squadron." 

Retention and disposal: Delete entry and · ~ 
substitute: "Records on airmen accepted for 
sensitive or high risk assignments·are . 
retained in the office files for 18 months, the~· 
destroyed. Records of nonselectees are 
retained in office files for 1 year, then 
destroyed. Destruction is by tearing into · 
pieces, shredding, pulping;· macerating. or 
burning." 

Systems manager: In line 1, change "3700 
PPGP (CCO)," to "3507 Airman Classification 
Squadron." 

Record soprce categories: Add at enQ, 
"peers, character references, and the · 
individual mfi)mber." 
[51 FR 1364, Jan. 16, 1986. Redesignated at 56 
FR 55631, Oct. 29, 1991 and· amended at 56 FR 
57800, Nov. 14, 1991] 

Appendix H.-Litigation Status Sheet · 

(See § 310:104, subpart i<) 
1. Case Number. 1 

2. Requester. 
3. Document Title or' Description. 2 

4. Litigation: 
a. Date Complaint Filed. 
b. Court. ' · 
c. Case File Number 1 

, 

5. Defendants (DoD Component and 
individual). 

6. Rem'arks (brief explanation of whahhe 
case is aboutr : . 
· 7.'Court Action: 

a. Court's Finding. "· . . 
b. Disciplinary Action (as app'ropriate). 
8. Appeal (as appropriate): ·· ·! 

a. Date Complaint Fil~d. " 
b. Court. . · 
c. Case File Number. 1 . 

d. Court's Finding. 
e. DisCiplinary Action (as appropriate). 

[51 FR 1364, Jan. 16, 1986. Redesignated at.56 · 
FR 55631, Oct. 29, 1991 and amended at 56 FR 
57800, Nov. 14,·1991] 

Appendix I.-Office of Management and 
Budget (OMB) 

Matching .Guidelines 

(See§ 310.110, subpart L) 

A. Purpose. These guidelines supplement 
and shall be used in conjunction with OMB 
Guidelines on the Administration of the 
Privacy Act of 1974, issued on July 1, 1975, 
and supplemented on November 21, 1975. 
They replace earlier guidance on conducting 
computerized matching programs issued on 
March 30, 1979. They are intended to help 
agencies relate the procedural requirements 
of the Privacy Act to the operational · 
requirements of computerized matching. They 
are designed to· address the concerns · 
expressed by the Congress in the Privacy Act 
of 1974 that "the increasing us'? of corr~puters 
and sophisticated information technology, 
while essential to the efficient operation of. 
the Government, has greatly magnified the 
harm to individual privacy that can occur 
from any collectio,n, maintenance, use, or 
dissemin1,1tion of personal information." 
These guidelines do not authorize activities 
that are not permitted by law, nor do they 
prohibit activities expressly requir~d to be­
performed by l~w. Complying with these 
guidelines, however, does not relieve a 
federal agency of the obligation to comply 
with the provisions of the Privacy Act, 
including any provisions not cited in these 
guidelines. 

B. Scope. These guidelines apply to all 
agencies subject to the Privacy Act of 1974 (5 
U .S.C. 552a) an

1
d to all rna tching programs: 

1. Performed by a federal agency, whether 
the personal records used in the match are 
federal ·or nonfederal. · 

2. For which a federal agency discloses any 
personal records for use in a rna tching · 

1 Number used by the Component for reference " 
purposes ·· · 

2 Indicate the n·ature of the case, s~ch ·~·s, "Denial 
of access,'' ·"Refusal to amend,'' "Incorrect records," 
or other violations of the Act'( specify). 



progr?m performed by any othE!r federal 
. agency or any nonfederal organization. 

C. Effective Date. These guidelines are 
effective on May 11, 1982; 

D. Definitions. For the purposes of the 
Guidelines, all the terms defined in the 
Privacy Act of 1974 apply. 

1. Personal Record. Any information 
pertaining to an individual that is stored in an 
automated system of records; for example, a. 
data base which contains information about · 
individuals that is retrieved by name or some 
other personal identifier. 

2. Matching Program. A procedure in which 
a computer is used to compare two or more 
automated systems of records or a system of 
records with a sel of nonfederal records to 
find individuals who are common to more 
than one system or set. The procedure 
includes all of the steps associated with the 
match, including obtaining the records to be 

. matched, actual use of the computer, 
administrative and investigative action on 
the hits, and disposition of the personal 
records maintained in connection with the 
match. It should be noted that a si~gle 
matching program may involve several 
matches among a number of participants. 
Matchip.g programs do not include the 
following: 

a. Matches that do not compare a 
substantial number of records, such as, 
comparison of the Department of Education's 
defaulted student loan data base with the 
Office of Personnel Management's federal 
employee data' base would be covered; 
comparison of six indiVidual student loan 
defaultees with the OPM file would not be 
covered. · 

b. Checks on specific individuals to verify 
data in an application for benefits done 
reasonably soon after the application is 

·received. 
c. Checks on specific individuals based on 

information which raises questions about an 
individual's eligibility for benefits or 
payments done reasonably soon after the 
information is received. 

d. Matches done to produce aggregate 
statistical data without any personal 
identifiers. 

e. Matches done to support any research or 
statistical project when the specific data are 
not to be used to make decisions about the 
rights, benefits, or privileges of specific 
individuals. 

f. Matches done by an agency using its own 
records. 

3. Matching Agency. The federal agency 
which actually performs the rna tch. 

4. Source Agency. The federal agency 
which discloses records from a system of 
records to be used in the match. Note that in 
some circumstances a source agency may be 
the instigator and ultimate beneficiary' of the 
matching program, as when an agency 
lacking computer resources uses another 
agency to perform the match. The disclosure 
of records to the matching agency and any 
later disclosure of "hits" (by either the 
matching or the source agencies) must be 
done in accordance with the provisions of 
paragraph (b) of the Privacy Act. 

5. Hit. The identification, through a 
rna tching program, of a specific individual. 

E. Guidelines for Agencies Participating in 
Matching Programs. Agencies should acquire 
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and disclose matching records and conduct 
matching programs in accordance with the 
provisions of this section and the Privacy 
Act. 

1. Disclosing Personal Records for 
Matching Programs. 

a. To another federal agency. Source 
agencies are responsible for determining 
whether or not to disclose personal records 
from their systems and for rriaking sure they 
meet the necessary Privacy Act disclosure 
provisions when they do. Among the factors 
source agencies should consider are: 

(1) Legal authority for the match; 
(2) Purpose and description of the rriatch; 
(3) Description of the records to be 

matched; · 
(4) Whether the record subjects have 

consented to the match; or whether 
disclosure of records for the match would be 
compatible with the purpose for which the 
records were originally collected; that is, 
whether disclosure under a "routine use" 
would be appropriate; whether the soliciting 
agency is seeking the records for a legitimate 
law enforcement activity...,.-whichever is 
appropriate; or any other provision of the 
Privacy Act under which disclosure may be 
made: 

(5) Description of additional information 
which may be subsequently disclosed in 
relation to "hits"; . 

(6) Subsequent actions expected of the 
source (for example, verification of the 
identity of the "hits" or follow-up with 
individuals· who are "hits"); 

(7) Safeguards to be afforded the records . 
involved, including disposition. 

b. If the agency is satisfied that disclosure 
of the records would not violate its ' 
responsibilities under the Privacy Act, it may 
proceed to make the disclosure to the 
matching agency. It should ensure that only 
the minimum information necessary to 
conduct the match is provided. If disclosure 
is to be made pursuant to a "routine use" 
(Section (b )(3) of the Privacy Act), it should 
ensure that the system of records contains 
such a use, or it should publish a routine use 
notice in the Federal Register. The agency 
should also be sure to maintain an accounting 
of the disclosures pursuant to Section (c) of 
the Privacy Act. 

c. To a nonfederal entity. Before disclosing 
records to a nonfederal entity for a matching 
program to be carried out by that entity, a 
source agency should, in addition to all of the 
consideration in paragraph E.l.a .. above, also 
make reasonable efforts, pursuant to Section 
(e)(6) of the Privacy Act, to "assure that such 
records are accurate, complete, timely, and 
relevant for agency purposes." 

2. Written Agreements. Before disclosing to 
either a federal or nonfederal entity, the 
source agency should require the matching 
entity to agree in writing to certain conditions 
governing the use of the matching file; for 
example, that the matching file will remain 
the property of the source agency and be 
returned at the end of' the matching program 
(or destroyed·as appropriate); that the file 
will be'used and accessed only to match the 
file or files previously agreed to; that it will 
not be used to extract information concerning 
"non-hit" individuals for any purpose, and 
that it will not be duplicated or disseminated 
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within or outside the matching agency unless 
authorized in writ~ng by the source agency. 

3. Performing Matching Programs. (a) 
Matching agencies should maintain 
reasonable administrative, technical. and 
physical security safeguards on all files 
involved in the matching program. 

(b) Matching agencies should insure that· 
they have appropriate systems of records 
including those containing "hits," and that 
such systems and any routine uses have been 
appropriately noticed in the Federal Register 
and reported to OMB and the Congress, as 
appropriate. 

4. Disposition of Records. a. Matching 
agencies will return or destroy source 
matching files (by mutual agreement) 
immediately after the match. 

b. Records relating to hits will be kept only 
so long as an investigation, either·criminal or 
administrative, is active, and will be disposed 
of in accordance with the requirements of the 
Privacy Act and the Federal Records 
Schedule. 

5. Publication Requirements. a. Agencies, 
before disclosing records outside the agency, 
will publish appropriate "routine use" notices 
in the Federal Register, if necessary. 

b. If the matching program will result in the 
creation of a new or the substantial alteration 
of an existing system of records, the agency 
involved should publish the appropriate 
Federal Register notice and submit the 
requisite report to OMB and the Congress 
pursuant to OMB Circular No. A-108. 

6. Reporting Requirements. a. As close to 
the initiation of the matching program as 
possible, matching agencies shall publish in 
the Federal Register a brief public notice 
describing the matching program. The notice 
should include:· · 

(1) The legal authority under which the 
match is being conducted; 

(2) A description of the matching program 
including whether the program is one time or 
continuing, the organizations involved, the 
purpose or purposes for which the program is 
being conducted, and the procedures to be 
used in matching and following up on the 
"hits"; 

(3) A complete description of the personal 
records to be matched, including the source 
or sources, system of records identifying 
data, date or dates and page number of the 
most recent Federal Register full text 
publication when appropriate; 

(4) The projected start and ending dates of 
the program; · 

(5) The security safeguards to be used to 
protect against unauthorized access or 
disclosure of the personal records; and 

(6) Plans for disposition of the source 
records and "hits." 

7. Agencies should send a copy of this 
notice to the Congress and to OMB at the 
same time it is sent to the Federal Register. 

a. Agencies should report new or altered 
systems of records as described in paragraph 
E.5.b., above, as necessary. 

b. Agencies should also be prepared to 
report ori matching programs pursuant to the 
reporting requirements· of either the Privacy 
Act or the Paperwork Reduction Act. Reports 
will be solicited by the Office of Information 
and Regulatory Affairs and will focus on both 
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the protection of individual privacy and tiu~ 
government's effective use of information 
technology. Reporfing ihstructions:will be'' 
disseminated to the agencies as part of either 
the reports required by paragraph (p) of the 
Privacy Act, or Section 3514 of Pub. L. 96-511. 

8. Use of Contractors. Matching programs 
should, as far as practicable, be conducted 
"in-house" by federal agencies using agency 
personnel, rather than by contract. When 
contractors are used, however, 

a. The matching agency should, consistent 
with paragraph (m) of the Privacy Act, cause. 
the requirements of that Act to be applied to 
the contractor's performance of'the matching 
program. The contract should include the 
Privacy Act clause required by Federal 
Personnel Regulation Amendment 155 (41 
CFR 1-1.337-5)'; . 

b. The terms of'the contract should include 
appropriate privacy and security provisions 
consistent with policies, regulations, 
standards, and guidelines issued by OMB, 
GSA, and the Department of Commerce; 

c. The terms of the contract should· · 
preclude the contractor from using, 
disclosing, copying, or retaining records 
associated with the matching program for the 
contractof'S own use; 

d. Contractor personnel involved in the 
matc;hfng program· shall be made explicitly 
aware of their obligations under the Act and 
of these guidelines, agency rules, ~;~nd any 
special safeguards i;n relation to each specific 
match performf!d. 

e. Any disclosures of reco,rds by the agency 
to the contractor sllould be made pursuant to . 
a "routine use" (5.U.S.C. 552a(b)(3)). 

F. Implementation and Oversight. OMB 
will oversee the implementatic;m of these 
guidelines and shall interpret and advise 
upon agency proposals and actions within 
their scope, consistent with Section 6 of the , 
Privacy Act. 
[51 FR 1364, Jan. 16, 1986. Redesignated at 56-
FR 55631,.Qct. 29,1991'and amended at 56 FR 
57800, Nov. 14, 1991] 

PART 311-0SD PRIVACY PROGRAM 

Sec. 
311.1. Reissuance and purpose: 
311.2 Applicability and scope. 
311.3 Definitions. · 
311.4 Policy. 
311.5 Responsibilities. 
311.6 Procedures. 
311.7 Procedures for exemptions. 
311.8 Information requirements: 

Authority: Pub. L. 93-579, '88 Stat. 1896 (5 
U.S.C. 552a) -

Source: 51 FR 7070, Feb. 28, 1986. 
Redesignated from 286b at 56 FR 55631, Oct. 
29. 1991. ' . 

§ 311.1 Reissuance and purpose. 

This part reissues Administrative 
Instruction No. 81 to update and· 
implement basic policies and procedur~s 
outlined in Privacy Act of 1974, DoD . 
5400.11-R, OMB Circular No. A-108 (TM 
No. 4) and to provide guidance and 
procedures for use in establishing the 
Privacy Program in the Office of the 

PRIVACY ACT .RULES 

Secretary of Defense (OSD) and those offices shall permi~ individuals to have 
organizations assigned to OSD for . access to, and to have a copy made:of, 
administrative support. all or any portion of records p~rtain'ing 

to them (except those referred to in 
§ 311.2 Applicability a'nd scope. . . . Chapters 3 and 5, DoD 5400.11-R and' to 

(a) This part applies to the OSD, Joi~t have an opportunity to request that such 
Staff, Defepse Advanced Research records be amended as provided by the 
Projects Agency (DARPA), Uniformed Privacy Act ofi974. Individuals . _ 
ServiCes University of the Health requesting access to tpeir records shall ' 
Sciences (USUHS) and other-activities receive concurrent consideration under 
assigned to OSD for administrative the Privacy Act of 1974 and the Fre.edom 
support (hereafter referred to of Information Act as amended, if 
collectiyely as "OSD Components'} appropriate. . 

(b) This part covers record systems (c) The heads of OSD Components 
maintained by OSD Components and shall maintain any record of an 
governs the maintenance, access, · ·· identifiable personal nature in a manner 
change, and release of information that is necessary and lawful. Any. 
contained in OSD Component record- information collected must be as 
systems, from which information - accurate: relevant, timely, and complete 
pertaining to anindividual is retrieved as is reasonable to ensure fairness to the 
by a personal idep.tifier. , individual. Adequate safeguards must 
[51 FR-7070, Feb. 28, 1986,-as amended at 54 be provided fo prevent misuse or 
FR 2101. Jan.19, 1990] - unauthorized release of such 
§ 311.3 Definitions. informa~ion. · . 

Access. Any individual's review of a , § 311.5 Responsibilities. 
record or a copy of a record or parts of a (a) The Director of Administration 
system of records. and Management (DA&M) shall: 

Disclosure. The transfer of ariy {l) Direct and administer the DoD 
personal information from a system of Privacy Program for OSD Components. 
records by any means of oral, written, {2) Establish s'tandards and 
electronic, mechanical, or other procedures to ensure implementation of 
communication, to any person, priv'ate and complia,~ce with the Privacy A~t of 
entity, or Government agency, other 1974, OMB Circular No. A-108 (TM No. 
than the subject of the.record, the 4), and DoD 5400.11-R. 
subject's designated agent, or the . (J) Serve as the appellate authority 
subject's.legal guardian.- within OSD when a requester appeals a 

Individual. A living citizen of the' denial for amendment of a record or 
United States or an alien lawfully initiates legal' action to correct a record. 
admitted to the United States for {4) Evaluate and decide, in , 
permap.ent residenc~. the legal guardi,an coordination with the General Counsel 
of an individual has the sarrie rights as 
the individual and.may. act on his or her {GC), DoD, appeals resulting from · 
behalf. denials of correction and/ or 

Indi~idual Access. Access to amendments to records by OSD 
information pertaining to the individual Components. 
or his or her designated agent or legal {5) Designate the Records . 

· Management Division, Corre-spondence guardian. · ';· 
Maintain. Includes maintenance, and Dir~ctives Directorate, Washington 

collection, use or di.ssemination. Headquarters Services (WHS), as the 
Personal Information. Information . office responsible for all aspects of the 

about an individual that is intimate or Privacy Act, except that portion 
private, as distinguished from pertaining to receiving and acting on 
information related solely to the public requests for personal records. As 
individual's official functions or public such, the Records Management Division, 
life. · shall: 

(i) Exercise oversight and. 
§ 311.4 . Policy. administrative control of the Privacy Act 

{a) It is DoD policy to protect 'the Program in OSD and those organizations 
privacy of individuals involved in any assigned to OSD for administrative 
phase of the personnel·management support- · 
process and.'t'o permit any individual to {ii) Provide guidance and training to · · 
know what existing records pertain to organizational entities as required by 
him or her in any OSD Component the Privacy Act of 1974 and OM~ 
covered by this part. . Circular A-108 {TM No.4).· 

(b) Each office maintaining records (iii) Collect and consolidate data from 
and information about individuals shall OSD Components, and submit an annual 
ensure that their privacy is protected report to the Defense Privacy Office, as 
from unauthorized dis'closure. These required by the Privacy Act of 1974, 



OMB Circular A-108 (TM No.4) and 
DoD 5400.11-R. 

(iv) Coordinate and consolidate 
information for reporting all record 
systems, as well as changes to approved 
systems, to the Office of Management 
and Budget (OMB), the. Congre~s. and 

. the Federal Register, as required by the 
Privacy Act of 1974, OMB Circular No. 
A-108 (TM No.4) and DoD 5400.11-R. 

(v) Collect information from OSD 
Components, and prepare consolidated 
reports required by the Privacy Act of 
1974 and DoD 5400.11-R. 

(b) The Assistant Secretary of 
Defense (Public Affairs) (ASD(PA) shall: 

(1) Designate the·Director for Freedom 
of Information and Security Review, 
OASD(PA), as the point of contact for 
individuals requesting information or 
access to records and copies concerning 
themselves. 

(2) Serve as the authority within OSD 
when requesters seek reconsideration of 
previously denied requests for access to 
records, and in coordination with the 
GC, DoD, and the DA&M, evaluate and 
decide on such requests. 

(c) The Director for Freedom of 
Information and Security Review shall: 

(1) Forward requests for information 
or access to records to the appropriate 
OSD Component having primary 
responsibility for any pertinent system 
of records under the Privacy Act of 1974 
or to OSD Components; under the 
Freedom of Information Act as 
amended. 

(2) Maintain deadlines to ensure that 
responses are made within the time 
limits prescribed in DoD 5400.7-R, DoD 
Directive 5400.10 and this part. 

(3) Collect fees charged and assessed 
for reproducing requested materials. 

(4) Refer all matters concerning 
amendments of records and general and 
speCific exemptions under .the Privacy 
Act of 1974 to the proper OSD 
components. 

(5) Authorize a specific field activity 
of an OSD Component to act as the 
point of contact for individuals 
requesting information or access to 
records or copies, under the Privacy Act 
of 1974 for which the field activity has 
primary responsibility. All 
authorizations by the ASD(PA) shall be 
coordinated with the heads of the OSD 
Component concerned. 

(d) The General Counsel, DoD, shall: 
(1) Coordinate with the Department of 

Justice (Do}) on all OSD final denials of 
appeals for amending records, and 
review actions to confirm denial of 
access to records. 

(2) Provide advice and assistance to 
the DA&M in the discharge of appellate 
and review responsibilities, and to the 
ASD(PA) on all access matters. 

DEFENSE DEPARTMENT 

(3) ~rovide advice and assistance to 
· OSD Components on legal matters 
pertaining to the Privacy Act of 1974. 

(e) The Head of OSD Components 
shall: 

(1) Designate an individual as the 
point of contact for Privacy Act matters; 
designate an official to deny initial 
requests for access to an individual's 
records or changes to records; and 
advise both DA&M and ASD(PA) of 
names of officials so designated. 

(2) Report any new record system, or 
chang~s to an existing system, to the 
Records Administrator, WHS at least 90 
days before the intended use of the 
system. · 

(3) Review all contracts that provide 
for maintaining records systems, by or 
on behalf of his or her office, to ensure 
within his or her authority, that language 
is included-that provides that such . 
systems shall be maintained in a 
manner consistent with the Privacy Act 
of1974. 

(4) Revise procurement guidanc;e to 
ensure that any contract providing for 
the maintenance of a records syste~. by 
or on behalf of his or her office, includes 
language that ensures that such system 
will be maintained in accordance with 
the Privacy Act of 1974. 

(5) Revise computer and 
telecommunications procurement 
policies to ensure that agencies review 
all proposed contracts for equipment 
and services to c.omply with the Privacy 
Act of1974. · 

(6) Coordinate with Automatic Data 
Processing (ADP) and word processing 
managers providing services to ensure 
that an adequate risk analysis is 
conducted to comply with DoD5400.11-
R. 

(7) Review all Directives that require 
forms or other methods used to collect 
information about individuals to ensure 
that the Privacy Act of 1974 is complied 
with. 

(B) Establish administrative systems 
in OSD Component organizations to 
comply with the procedures listed in this . 
part and DoD 5400.11-R. 

(9) Coordinate with the Office of the 
General Counsel (OGC) on all proposed 
denials of access to records. 

(10) Provid~ justifiCation to the 
ASD(PA) when access to a record is 
denied in whole or in part. 

(11) Provide the record to the . 
ASD(PA) when the initial denial of a. 
request for access to such record has 
been appealed by the requester, or at 
the time of initial denial when appeal 
seems likely. 

(12) Maintain an accurate account of 
the actions resulting in a denial for 
access to a record or for the correction 
of a record. This account should be 

maintained so that it can be readily 
certified as the complete record of· 
proceedings if litigation occurs. 
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'(13) Ensure that all personnel who 
either have access to. the system of 
records, of who. are engaged in 
·developing or supervising procedures for 
handling records in the system, are 
aware of their responsibilities for 
protectit:tg personal information as 
established in the Privacy Act and DoD 
5400.11-R. 

(14) Forward all requests for access·to 
records received directly from an 
individual to the ASD(PA) for 
appropriate suspense control and 
recording. 

(15) Provide ASD(PA) with a copy of 
the requested record when the request is 
granted. 

(f) The Director for Space 
Management and Services (SM&S), 
WHS, shall: Upon request of the OSD 
Records Administrator, provide the 
necessary automated services through 
the OSD support system for publishing 
of data in the Federal Register as 
required by the Privacy Act of 1974. 

(g) The Requester is responsible for: 
(1) Submitting a request for access to 

a record or information, in person or in 
writing, to the Directorate for Freedom 
of Information and Security Review, 
(DFOI/SR), OASD(PA). Room 2C757, 
Pentagon, Washington, DC 20301-1155. 
The Requester must also:. 

(i) Establish his or her identity as 
outlined in DoD 5400.11-R. 

(ii) Describe the record sought, and 
provide sufficient information to enable 
the material to be located (e.g., 
identification of system or records, 
approximate date it was initiated, 
originating organization, and typeof 
documep.t). 

(iii) Comply with procedures provided 
in DoD 5400.11-R for inspecting and/or 
obtaining copies of requested records. 

(2) Submitting a written request to 
amend the record to the system manager 
or to the office designated in the system 
notice. 
[51 FR 7070, Feb. 28, 1986, as amended at 54 
FR 2101, Jan. 19, 1990. Redesignated at 56 FR 
55631, Oct. 29, 1991 and amended at 56 FR 
57801, Nov. 14, 1991] 

§ 311.6 Procedures. 

(a) Publication of Notice in the 
Federal Register. (1) A notice shall be 
published in the Federal Register of any 
record system meeting the definition of 
a system of records defined in DoD 
5400.11-R. 

(2) Regarding new or revised records 
systems, each OSD Component shall 
provide the DA&M with 90 days 
advance notice of any anticipated new 
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or revised system of re_cords. This 
material shall be submitted to the Office 
of Management and Budget (OMB) and 
to Congress at least 60 days before use 
and to the Federal Register at least 30 
days before being put into use, in order 
to provide an opportunity for interested 
persons to submit written data, views, 
or arguments to the OSD Components. 
Instructions on content and preparation 
are outlined in DoD Regulation 5400.11-
R. 

(b )Access to Information on Records 
Systems. (1) Upon request, and as . 
provided by the Privacy Act, records . 
shall be disclosed only to the individual 
they pertain to and under whose 
individ~al name or identifier they are 
filed, unless exempted by pr,ovisions 
stated in DoD 5400.11-R. · 

(2) There is no requirement under the 
Privacy Act of 1974 that a record.be 
created or that an individual be given 
access lo records that are not retrieved 
by name or other individual identifier. 

(3) Granting access to a record 
containing personal :information shall 
not be conditioned upon any 
requirement that the individual state a 
reason or otherwise justify the need to 
gain access. 

(4) No verification of identity shall be 
required of an individual seeking access 
to records that are otherwise available 
to the public. 1 

(5) Individuals shall not be denied 
access to a record in· a system of records 
pertaining to themselves because those 
records are exempted from disclosure 
under DoD 5400.7-R. This regulation 
states that "an ·exempted record shall be 
made available upon request of any 
individual when, in the judgment of the 
releasing Component or higher· 
authority, no significant, legitimate, 
governmental purpose would be served 
by withholding it under an applicable 
exemption." 

(6) Individuals shall not be denied 
access to their re.cords for refusing to 
disclose their Social Security Numbers 
(SSNs), unless disclosure of the.SSN is 
required by statute, by regulation 
adopted before January 1, 1975, or if the 
record'·s filing identifier and .only means 
of retrieval is by SSN. . . 

{7) Any individual may request access 
to a record pertaining t9 him or her, in 
person or by mail, in accordance with 
the procedures outlined in paragraph 
(b )(8) of this section. · 

(8) Informatio'n necessary to identify a 
record is: The individual's name, date of 
birth, place of birth, identification of the 
records system as listed in the Federal 
Register, or sufficient information to· 
identify the type of records being sought, 
and the approximate date the records 
might have been·created. Any individual 
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making a request for access to records access under Section B, Chapter 5, DoD 
in person shall coine to the Directorate · 5400.11-R that are temporarily in the 
for Freedom oflnformation and Security hands of a noninvestigatory element for 
Review, DFOI/SR, OASD(PA) Room adjudicative or personnel actions, will 
2C757, Pentagon, Washington, DC be referred to the originating · 
20301-1155; and shall provide pe-rsonal investigating agency. The requ'ester will 
identification acceptable to the Director, be informed in writing of these referrals. 
DFOI/SR, to verify the individual's (12) The following procedures shall 
identity (e.g., driver's license, other · apply to requests for illegible, 
licenses, permits, or passes used for incomplete, or partially exempt records: 
routine identification purposes). [i) An indivi<;lual shall not be denied· 

(9) If an individual wishes to be access to a record cir a copy of a record 
accompanied by a third party when solely because the physical condition or 
seeking access to records or wishes to format of the record does not make it 
have the record released directly to a readily available (e.g .. deteriorated state 
third party, the individual inay be or on magnetic tape). The document will 
required to furnish a siened access be prepared as an extract, or it will be 
authorization granting the th~rd party exactly recopied. 
access. 

(10) Any individual submitting a [ii) If a portion of the record contains 
request by mail for access to information that is exempt from access, 
information shall address such request- an extract or summary containing all of 
to the Directorate for Freedom of the information in the record that is 
Information and Security Review, releasable shall be prepared. 
OASD(PA), Pentagon, Room 2C757, (iii) When the physical condition of 
Washington1 DC 20301-1155. The the record makes it necessary to prepare 
request shall include a signed notarized an extract for release, the extract shall 
statement to verify his or her identity or be prepared so that it will be understood 
an alternate verification for individuals, by the requester. 
such as military members overseas who· (iv) The requester shall be informed of 
do not have access to notary services. all deletions or changes to records .. 

(11) The following procedures shall {13) Medical records shall be 
apply to requests for access to disclosed to the individual they pertain 
investigatory records: to, unless a determination is made in 

(i) Individuals requesting access to consultation with a medical doctor, that 
investigatory records pertaining to the disclosure could have adverse 
themselves and for law 'enforcement effects on the individual's physical or 
purposes are processed under DoD mental health. Such information may be 
5400.11-R or DoD 5400.7-R depending on transmitted to a medical doctor named 
which regulation gives them the greater by the individual concerned. 
degree of access. " 

(ii) Individual requests for'ac·cess to (14) The individual may be charged. 
investigatory records pertaining to reproduction fees for copies or records 
themselves compiled for law as outlined in DoD 5400.11-R. · 
enforcement purpose·s (and in· the (c) Request To Amend Personal 
custody. of lawenforcement activities) Information in Records Systems and 
that have been incorporated into the Disputes. (1) The Head of· an OSD 
records system, exempted from the Component, or the designated official, 
access provisions of DoD 5400.11-R, will shall allow individuals to request · 
be processed in accordance with Section amendment to their records to the extent 
B, Chapter 5, DoD 5400.11-R. Individuals .. that such amendment does not violate 
shall not be denied access to records existing statutes, regulations, or 
solely because they are in the exempt administrative procedures. Requests 
system, but they will have the same should be as brief and as simple as. 
access that they· would receive under possible and should contain, as a 
DoD 5400.7-R. (Also see subsection minimum, identifying information to 
A.10., Chapter 3, DoD'5400.11-R). locate the record, a description of the 

(iii) Requests by individuals for access items to be amended, and thereason for 
to investigatory records pertaining to the change. A request shall not be 
themselves that are in records systems rejected nor required to be resubmitted 
exempted from access provisions will be unless additional information is 
processed' under subsection C.1. of essential to process the request. 
Chapter 5, DoD 5400.11-R or DoD · Requesters shall be required to provide 
5400.7-R, depending upon which verification of their identity as stated in 
regulation gives the greater degree of paragraph (b)(8) of this section to ensure 
access. (See· also subsection A.10.; that they are seeking to amend records 
Chapter 3, DoD 5400.11-R). pertaining to themselves, and not, 

(ivJ Individual requests for access to inadvertently or intentionally, the 
investigatory ·records exempted from records of others. 



(2) 'J;'he appropriate system manager 
shall mail a written acknowledgment to 
an individual's request to amend a 
record within 10 days after receipt, 
excluding Saturdays, Sundays, and legal 
public holidays. Such acknowledgment -
shall identify the request and may, if 
necessary, request any additional 
inform a lion needed to make a 
determination. No acknowledgment is 
necessary if the request can be 
reviewed, processed, and if the 
individual can· be notified of compliance 
or denial within the 10-day period~ 
Whenever prfictical, the decision shall 
be made within 30 working days. For 
requests presented in person, wri_tten 
acknowledgment may be provided at the 
time the request is presented. 

(3) The Bead of an OSD Compon~nt, 
or designated official, shall promptly 
take one of the following actions on 
requests to amend the records: 

(i) If the OSD Component o~ficial 
agrees with any portion or all of an 
individual's request, he or she will 
proceed to amend the records in 
accordance with existing statutes; 
regulations, or administrative 
procedures, and inform the req'uester of 
the action taken. The OSD Component 
official shall also notify all previous 
holders of the record that the 
amendment has been made, and shall 
explain the substance of the correction. 

(ii) If he or she 'disagrees with all or 
any portion of a request, the individual 
shall be informed promptly of the 
refusal to amend a record, the reason for 
the refusal, and the procedure 
established by OSD for an appeal as 
outlined in paragraph (c)(6) ofthis 
section. 

(iii) If the request for an amendment 
pertains to a record controlled and 
maintained by another Federal agency, 
the request shall be referre<l to the 
appropriate agency, and the requester 
advised of this. 

( 4) The following procedures shall be 
used when· reviewing records under 
dispute:· 

(i) In response to a request for an 
amendment to records, officials shall 
determine the accuracy. relevance, 
timeliness, or completeness of the 
requested record: The Head of an OSD 
Component, or designated official, shall 
develop tolerances for accuracy, 
relevance, and timeliness by giving 
consideration as to whether such 
tolerances could result in consequences 
adverse to the individual. · 

(ii) The Head of an OSD Component. 
or designated official, shall limit the 
review of a record to those items of 
information that clearly bear on any 
determinati'on to amend the records and 
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shall ensure that all those elements are 
present before determination is made. 

(5) If the Head of an OSD Component, 
or designated official, _after an initial 
review of a request to amend a record, ' 
disagrees with all or any portion of a 
record, he or she shall: 

(i) Advise the individual of the denial 
and. the reason for it. 

(ii) Inform the individual that he pr · 
she may request a further .review. 

(iii) Describe the p·rocedures for 
requesting such review including the· 
name and address of the official to 
whom the request should be directed. 
The procedures should be as brief and 
simple as possible and should indicate 
where the individual can 'seek advice or 
assistance in obtaining such review. 

(iv) Furnish a copy of the-justification 
of any denial to amend a re'cord to 
DA&M. . 

(6) If an individual disagrees with the 
initial OSD determination, he on;he 
may file a request for further review of 
the record. The request should be· sent-to 
the Deputy Assistant Secretary· of 
Defense (Administration), Department 
of Defense, The Pentagon, Washington, 
DC 20301-1155, if the record is created 
and maintained by an OSD Component. 

(7) If, after review, the DA&M further 
refuses to amend the record as 
requested, the DA&M shall advise the 
individual: 

(i) Of the refusal and the reason for it. 
(ii) Of his or her right to file a 

statement of the reason for disagreeing 
with the DA&M's decision. 

(iii) Of the procedures for filing a 
statement of disagreements. 

(iv) That the statement filed shall be 
made available to anyone the record is 
disclosed to, together with a brief 
statement, at the discretion of the OSD 
Component, summarizing its reasons for · 
refusing to amend the records. 

(v) That prior recipients of copies of 
disputed records shall be provided a 
copy of any statement of dispute to the 
extent that an accounting of disclosure 
is maintained. 

(vi) Of his or her right to seek judicial 
review of the DASD(A)'s refusal to · 
amend a record. 

(8) If, after the review, the DA&M 
determines that the record should be 
amended in accordance with the 
individual's request, the OSD 
Component shall amend the record, 
advise the individual, and inform 
previous recipients where an accounting 
of disclosure has been maintained. 

(9) The final OSD determination on an 
individual's request for a review of the 
DA&M' s refusal to amend the record 
must be concluded within 30 days 
(excluding Saturdays, Sundays, and 
legal public holidays) after receipfby 
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the proper offiCe. If the DA&M 
determines that a fair and equitab~e 
review cannot be made within that time, 
the individual will be informed in 
writing of the reasons for the delay a~d 
of the approximate date the review is 
exp·ec'ted to be completed.· ' · 

(d) Disclosure of l)isputed . 
Information.(1) After the DA&M has 
·refused to amend a record and th~ 
individual has filed a statement under 
paragraph (c)(7) of this section, the OSD 
Component shall clearly annotate the 
record so that the proceeding is clear to 
any authorized person to whom the 
record is disclosed. The notation itself 
shall be integral to the recor.d. Where an 
accounting of a disclosure has been 
·made, the OSD Cqmponent shall advise . 
previous recipients that the record has . ·. 
been disputed, and sh!ill provide a copy 
of the individual's statement where 
requested. . . 

(i) This statement shall be maintained 
to permit ready retrieval whenever the 
disputed portion of the record is to be 
disclosed. 

(ii) When information that is the 
subject of a statement of dispute is 
subsequently disclosed, the OSD , 
Component's designated official shall 
note whi~h information is disputed and. 
provide a copy of the individual's 
statement. 

(2) The OSD Component shall include 
a brief summary of its reasons for not·· 
making a correction when disclosing 
disputed information. Such statement 
shall normally be limited to the reaso~s . 
given to the individual for n9t amending 
the .record. ' 

(3} Copies ofthe OSD Component's 
summary will be treated as part' of the 
individual's record; however, it will not 
be subject to the amendment pro~edure 
outlined in paragraph (c)(3) of:this 
section. 

(4) Paragraph B of Chapter 11, Dod, 
5400.11-R, 'prescribes that all requests 
for participation in a matching program 
(either as a matching agency or a source 
agency) be submitted to the Defense' · 
Privacy Office for review and 
compliance. OSD Components will 
submit these requests through the 
Records Management Division .. 

(e).Penalties-(1) Civil Action. (i) An 
individual may file a civil suit ag&inst 
the United States for: 

(A) Refusalto amend a record. 
(B) Improper denial of the access to a 

record. 
(C) Failure to maintain a record 

accurately. . . . _ 
(ii) An individual inay also file a suit 

against the United States for failure to 
implement a provision of the Privacy 
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Act when such·failure·leads to an 
adverse determination. 

(iii) If the iridi~idual's suit is J.Ipheld, 
the court may direct the United States to 
pay. the court costs and lawyer's fees. · ' · 

(iv) When the individual can show ' 
that personal damage was done bediuse 
an OSD officer or employee failed to 
comply wi.t}:t the provisions of the · . 
Privacy Act"o£-1974, the United States· 
may bE{ass·essed damages. by the court 
at a minimum' of $1,000. · · 

(2) Criminal action. (i) Criminal 
penalties may·be imposed against an 
OSD officer a·r employee for wiliful 
unauthorized ·disClosure of information · 
in the tecords: fo'r failure to publish a 
notic'e'.ofthe existence of a record . 
system in.the Federal Register, or for . . 
gaining access to the individual's record · 
under false 'pretenses (i.e., a·gainst any 
person wlio. kno\vingly arid willfully 
requestsJor obtains any record 
concerning another individual without 
legal authorization]. . .. · 

· (ii) An'OSD officer or· employee may 
be fined up to $5,000 for a 'violation ·a.s 
outlined in paragraph (e)(2)(i) of this' 
section-. · · 

(3) Litigation Status Sheet. Whenever·· 
a complaint-citing the Privacy Act of · ··. 
1974 ·is filed in a U.S. District' Court 
agairist·the Department of Defense, a 
DoD Component, or any DoD ·employee, · 
the responsible system manager shall , 
promptly notify the Defense Privacy · 
Office. The litigation status sheet iri DoD 
5400.11-R provides a· standard format 
for this notificatimi .(.The initial 
litigation.status sheet shall, ~sa 

. mini urn urn, provide the information 
required by items 1 through 6.) A revised 
litigation status sheet shall·be provided 
at each stage of the litigation. When a , 
court rimde'rs a formal opinion or .. · · 
judgment, copies of the judgment o'r 
opinion shall be provided to the Defense 
Privacy Office with the litigation status 
sheet repc;lfting that judgment or opinion. 
[51 FE-.7070, Feb. 28,.1986, as amended at 54 
FR 2101, Jan. 19,1990. Redesignated at 56 FR 
55631, Oct. 29, 1991 a.nd ~mended at 56 FR 
57801~_.Nov.; 1~, 1991) 

§ 311.7 Procedures for exemptions.· 
(a) General information: The 

Secretary of Defense designates those 
Office of the Secretary of Defense (OSD) 
systems of records which will be exempt 
from c~rtain provisions of the' Privacy · 
Act. There are two types of exemptions, · 
general and specific. The general · 
exemption authorizes the exemption of a 
system of records from all but a few 
requirements of the Act. The specific 
exemption authorizes exemption of a 
system of·rec.ords or portion thereof, : 
from only a few specif{c requirements. If 
an OSD Component originates a new 
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system of records for which it proposes 
an exemption, or if it proposes an . 
additional or new exemption for an 
existing system-of r~cords,it. shall 
submit the rec:ommended exenwtiop 
with the records system notice as 
outlined in§ 311.6. No exemptiop·of a 
sys tern· of recor,ds shall be ,considered 
automatic for all records in the system. 
The systems man.ager shall review-each 
requesled recerd . .PQ.d apply the. . 
exemptions erily whell' this wlll :ser:ve 
significant and legitimat~ Gove~nment. 
purpos~. . 

(b) General exemptions. The .. genera:l 
exemption provideq by 5 U.S.C. 
552a(j)(2) may be .invoked for protection 
of_ systems of records maintained by law. 
.enforcement activities. ·Certain 
functional records.of such .activities are 
not subject to access provisions of the · · 
Privacy Act of 1974. Records identifying 
criminctl offenders and alleged offenders 
consisting ofidentifying data and · 
notations of arr~sts, the type and 
disposition of criminal charges, 
sentencing, coqfine.rnent, relef,lse.~ parole, 
and probation status. of individuals are 
protected from disclosure. Other records 
and reports compiled during criminal 
investigations, as well as any other 
records developed at any stage of the 
criminal law enforcement process from 
arrest to indictment through the final 
release from parole supervision are 
excluded from release. 

(1) System IdentJfication and Name­
DWHS P42.0, "DPS Incident Reporting 
and Inves.tigation,s Case Files". 

Exemption-Portions of this system 
that fall within 5 U.S.C. 552a(j)(2) are 
exempt from the following provisions-of 
5 U.S.C. 552a, Sections (c) (3) and (4); 
(d)(1) through (d)(5); (e)(1) through (e)(3);· 
(e)(5); (f)(1) through (f)(5); (g)(1) through~ 
(g)(5); and (h) of the Act. . 

Authority-5 U.S.C. 552a(j)(2); 
Reason-The Defense Protective 

Service is the law enforcement body for 
the jurisdiction of the Pentagon and 
immediate environs. The nature of 
certain records crea.ted and maintained 
by the DPS requires exemption from 
access _provisions of the Privacy Act of . 
1974. The general exemption, 5 U.S.C. 
552a(j)(2), is invoked to proteGt ongoing 
investigations and to protect from 
access criminal investigation 
information contained in this record 
system, so as not to jeopardize any 
subsequent judicial or administrative 
process taken as. a resl}l t of information 
contained in the file;. 

(2) $ystem Identification and Name­
JS006.CND, USSOUTHCOM Counter 
Narcotics Database. 

Exempfion-Por.tions .of this system . 
that fall within 5 U.S.C. 552a(j)(2) are 
exempt fro~ the following provisions of 

5 U.S.C. 5,52a, se_ction (c) (3) anq (4); . 
(d)(1) through (d)(~); (e)(1) through (e)(3); 
(e)(4)(G) and (e)(4)(H); (e.)(5); :(fJ(1). 
through (f)(5); (gl(l) through (g)(5) of the 
Act. 

Authority: 5 U.S.C. 55.2a(j)(2). 

..Reason--:-From. subsection .(c')(3) 
:because the release of accounting,of 
disclosl:lfe .would inform a stibjectthat 
he ·Of she is ruilder .inyest~gation. This 
\information :wml'ld :p'm:vide considerable 
advantage ':to the su:b'j~ct in prov1di~g 
:hirri or her with kpo~ledge ·concerning 
the nature of the investigation and the 
coordinated investigative ,efforts and 
techniques employed by' the coop,erating ·' 
agencies.This would greatly impede 
USSOUTHCOM's criminal law· 
enforcemenJ. . . .' 

For stibsectioqs (c)(4) and [d) because . 
notification would alert a subjeCt to the 
fact that an investigatfon of that .. 
individual is_.ta~ing place, and might' ' 
weaken the on~going, investigation, 
reveal investigatory techniques, and 
place confidential informants in 
jeopardy. · . 

From ~ubsectio.ns (e)(4) (G) and (H) 
because this system of records is 
exempt from the access provisions o~, 
subsection (d) pursuant to subsection (j). 

From subsection (f) because the 
agency's rules are inapplicable to those­
portions of the system that are exempt 
and would place the burden on the : 
agency of either confirming or denying 
the existence of a record pertaining to a 
requ~sting individuai might in itself 
provide an answer to that individu~l 
relating to an on-gojng c;:riminal . 
investigation. The conduct ofa 
successful investigation leading to the 
indictment of a criminal offender 
precludes the applicability of 
established agency rules relating to . 
verification of record, disclosure of the 
record to that individual,.and record 
amendment pro~edures for this record. 
system. 

For compatibility with the exemption 
claimed from subsection (f), the civil 
remedies provisions of subsection (g) 
must be suspended for this record 
system. Because of the nature of 
criminal investigations, standards of­
accuracy, relevance, timeliness and 
completeness cannot apply to this 
record system. Information gathered in 
criminal investigations is often 
fragmentary and leads relating to an 
individual in the context of one 
investigation may i~stead pertain to a 
second investigation. 
Fr~m subsection (e)(1)·because the 

nature of the criminal investigative 
function creates unique problems in 
prescribing a specific parameter in a 



particular case with respect to what 
information is relevant or necessary. 
Also, due: to. USSOUTHCOM's close 
liaison and working relationships with 
the other Federal, as well as state, local 
and foreign country law enforcement 
agencies, information may be received 
which may relate to a case under the 
investigative jurisdiction of another 
agency. The maintenance· ·of this 
information may be necessary to 
provide leads for appropriate law 
enforcement purposes. and to establish 
patterns of activity which may· relate to 
the jurisdiction of other cooperating 

. agencies. · 
From subsection (e)(2)' because 

collecting information to the greates;f 
extent possible directly froin the. subject. 
individual may or may not be . 
practicable ina criminal investigation. 
The individual may choo!;le not to 
provide information and the law 
enforcement process will rely upon 
significant information about the subject 
from witnesses and informants. 

From subsection (e)(3) because 
supplying an individual with a form 
containing a Privacy Act Statement 
would tend to inhibit cooperation by 
many individuals involv:ed in a criminal 
investigation. The effect would be 
somewhat inimical to established 
investigative methods and techniques. 

From subsection (e}(5) because the 
requirement that records be majntained 
with attention to accuracy, relevance, 
timeliness, and completeness would 
unfairly hamper the criminal 
investigative process. It is the nature of 
criminal law enforcement for 
investigations to uncover the 
commission Of illegal acts at diverse 
stages. It is frequently impossible to 
determine initially what information is· 
accurate, relevant, timely, and least of 
all complete. With the passage· of time, 
seemingly irrelevant or untimely 
information may acquire I)ew significant 
as further investigation brings new 
details to light. 

From subsection (e)(8) because the 
notice requirements of this provision 
could present a serious impediment to 
criminal law enforcement by revealing 
inv.estigative techniques, procedures, 
and existence of confidential 
investigations. · 

(c) Specific exemptions. All systems 
of records maintained by any OSD 
Component shall be exempt from the 
requirements of 5U.S.C. 552a(d) . 
pursuant to subsection (k)(1) of that 
section to the extent that the system 
contains any information properly 
classified under Executive Order 11265, 
"National Security Information," dated 
June 28, 1979, 552a(d) pursuant to 
subsection (k)(1) of that section· to the 
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extent that the system contains any· 
information properly classified under 
Executive Order 11265, "National 
Security Information," dated June 28, 
1979, as amended, and required by the 
Executive Order to be kept classified in 
the interest of national defense or· 
foreign policy. This exemption, which 
may be applicable to parts of all . 
systems of records, is necessary because 
certain record systems not otherwise. 
specifically designated for exemptions 
may contain isolated infprmation which 
has been properly classified. The 
Secretary of Defense·ha's designated the 
following OSD system of records · 
described below specifically exempted 
from the appropriate provisions of the 
Privacy Act pursuant to the designated · 
authority contained therein: 

(1) SYSID-DWHS P26, SYSNAME. 
Protective Services File. Exemption~ 
This. system of records is exempt from 
subsections (c)(3), (d), (e)(1j; (e:)~4), (G), 
(H), (I), and (f) of 5 U:S.C. 552a, which 
would require the disclosure of ' 
investigatory material compiled for law 
enforcement ·purposes; or a record 
maintained in connection with providing 
protective services to the' President .of 
the United States or other individuals 
pursuant to 18 U.S.C. 3056. If any 
individual is denied any ~ight, privilege, 
or benefit that he would otherwise be 
entitled by Federal law, or otherwise be 
eligible, as a result of the maintenance 
of the material qompiled for law 
enforcement purposes, the materia! shall 
be provided to that individual, except to 
the extent that its disclosure would 
reveal the identity of a source who 
furnished information to the 
Government under an express promise 
or, prior to September 27, 1975, under ~n 
implied promise that the identity of the 
source would be held in confidence. At 
the time of the request for a record, a 
determination will be made coricerrii'ng 
whether a right, privilege, or benefit is 
denied or.specific information would 
reveal the identity of a source. 

Authority. 5 U.S.C. 552a(k) (2) and {3). 
Reasons. These exemptions are 

necessary to maintain the 
confidentiality of the records compiled 
for the purpose of law enforcement, or' 
protecting the President of the United· 
States or others pursuant to 18 U.S.C. 
3056. . 

(2) SYSID-DWHS P28, SYSNAME. 
The Office of the Secretary of Defense 
Clearance File: 

Exemption. This system of records is 
exempt from subsections (c)(3) and (d) -
of 5 U.S.C. 552a, which would requirE'; 
the disclosure of investigatory material 
compiled solely for the purpose of 
determining access to classified 
information but only to the extent that 
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disclosure of such material would reveal 
the identity of a source who furnished 
information to the Government under an 
expressed promise that the identity of 
the source would be held in confidence 
or,. prior 'to September 27, 1975, under an 
implied promise that the idep.tity of the 
source would be held in confidence. A 
determination will be made at the time 
of the request for a record concerning 
the specific information which would · · 
reveal the· identity of the source. 

Authority. 5 U.S.C. 552a(k)(5). 
Reasons;. This exemption is required 

tq protect the confidentiality of the 
·sources of information compiled for the 
purpose: of determining access to 
classified information .. This . 
confidentiality. helps maint~in the 
Government's,continued access to 
information from persons who would 
otherwise refuse to give it. 

[3):'S.YSID-DGC 04, SYSNAME. 
Industrial Personnel Security Clearance 
Case Files. · 

Exemption. All portions of this system 
which fall under 5 U.S.C. 552a(k)(5) are· 
exempt from the following provisions of 
Tide 5 U.S.C. 552a: (c)(3); (d) .. 

Authority. 5 U.S.C. 552a{k)(5). 
Reasons. This system of records is 

exempt from subsections (c)(3).and (d) 
of section 552a of 5 U.S.C .. which would 
require the disclosure of investigatory 
material compiled solely for the purpose 
of determining access to classified 
information, but only to the extent that 
the disclosure· of such material would 
reveal the idel).tity of a source who 
furnished information to the 
Government under an expressed 
promise that the identity of the source 
would be held in confidence, or prior to 
September 27, 1975, under an implied 
promise that the identity of the source 
would be held in confidence. A 
determination·wm be made at the time 
of the request for a record concerning 
whether specific informc;ttion would 
reveal the identity of a source. This 
exemption is required in order to .protect 
the confidentiality of th~ sources of . 
information compiled for thepurpose of. 
determining access to classified 
information. This confidentiality helps 
maintain the Government's continued 
access to information from persons who 
would otherwise refuse to give it. · 

(4) SYSID-DWHS P32, SYSNAME. 
Standards·of Conduct Inquiry File. 
Exemption. This system of records is 
exempted from subsections (c)(3) and 
(d) of 5 u.s.c. 552a, which would require 
the disclosure of: Investigatory material 
compiled for law enforcement purposes; 
or investigatory material compiled 
solely for the purpose of determining 
suitability, eligibility, O! qualifications 
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for Fed~ral civilian employment, 
military· service, or F(!deral contracts, 
but only. to t}J.e extent that the-disclosure 
of such niatEirial would reveal the 
identity of a source who furnished 
information to the Governme~t under an 
express promise or, prior to September 
27, 1975, t1nder an implied promise that 
the _identity of the source woulq be held 
in confidence. If any individual is denied 
any right, privilege, or benefit that he . 
would otherwise be entitled by Federal 
law, or otherwise be eligible, as a result 
of the maintenance of investiga~ory 
material c()mpiled for law enforcement 
purposes, the material shall be provided 
to that individual, exceptJothe extent 
that its disclosure would reveal the 
identity of a so.urce Who furnished . 
information to the Government under an 
express proinise or, prior to Septemb~r 
27, 1975, under an implied promise that 
the identity of the source would be held 
in confidence: At the time of the request 
for a record, d. determination will be · 
ma4e conc:erning whether a right', 
privilege; or ttenefit is denied or specific 
informa.tion ~ould reveal ~he identity of 
a sourc·e. · : .. · · . 

Authority. 5 U.S.C. 552a(k) (2) and (5). 
Reasons. These exemptions are 

necessary to protect the confidentiality 
of the records compiled for the purpose 
of: Enforcement of the ·conflict of · · 
interest statutes by the Department of 
Defense ·standards 'of Conduct 
Counselor, General Counsel, or their 
designees;'and determining suitability, 
eligibility or qualifications for Federal 
civilian ·employment,: military service, or 
Federal contracts· of those ·alieged to 
have violated or caused others to violate 
the Standards ofGonduct regulations of 
the Department of Defense.· ' 

(5) SYSID.:..DUSDP 02, SYSNAME. j · : 

Special ·Personnel Security Cases.: 
Exemption. All portions of this system 

whichJall under 5 U.s.c: 552a(k)(5) are 
exempt from the following provisions of 
5 U.S.C. 552a: (c)(3); (d). . 

Authority:·5 U.S.C. 552a(k)(5). 
Reasons. This system of records is 

exempHrorn subsections.(c)(3) and (d) 
of 5 U.S.G .. 5528. which would require the 
disclosure pf. investigatory materi.al 
compiled sol~ly for the purpose of 
determining- access .to classified .. 
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whether specific information would 
reveal the identity of a source., This 
exemption is required in orper to protect 
the confidentiality of the $OUrces of 
information compiled for the purpose of 
determining acc~ss to classified . 
information. This confidentiality h~lps 
maintain the Government's continued 
access to info~mation.from persons who 
would otherwise refuse to give it. 

(6) System Identification and Name­
DODDS 02.0, Educator Application Files. 

Exemption-All portions of this 
system which fall within 5 U.S.C. 
552a(k)(5) may b~ exempt froin the 
following provisions of Title 5 U.S.C. 
552a: (c)(3); (d). · 

Authority--'-5 U,$.C. 552a(k)(5). _ 
Reasons-It is imper&tive that the 

confidential nature of evaluation and 
investigatory material on teacher 
application files furnished the 
Department of Defense Dependent · 
Schools (DoDDS.) under promises of 
confidential,ity ·be exempt from 
disclosure to the individual to insure the 
candid presentation of informatioq. 
necessary to make determinations· 
involving applicants suitability for 
DoDDS teaching positions. 

{7) System Identification and Name­
DODDS 25.0, DoDDS Internal Review 
Office Project File. 

Exemption-Portions of this system · 
that fall within the provisions of 5 U.S·.C. 
552a(k)(2) are exempt from the following 
subsections (c)(3), (d), (e)(4)(G), · 
(e)(4)(H), arid (f). 

Authority-5 U.S.C. 552a(k)(2). 
Reasons-From subsection (c)(3) 

because the release of a disclosure 
accounting would inform a subject that 
he or she is under investigation. This 
information would provide considerable 
advantage to the subject in providing 
him' or her with ki:10wl~dge co.ncerning 
the nature of the inve~tigation and the 
coor,dinated investigative efforts and 
techniques employed by coop.erating 
agencies. This would greatly impede the 
IRO's criminal law enforcement · 
effectiveness. 

From subsecti6n.(e)(4)(G) and 
(e)(4)(H), because notification would 
alert a subject to the fact that an 
investigation of that individual is taking 
place, and might weak~n the on-going . 
investigation, reveal investigatory 
techniques, and place confidential 
informants in jeopardy. 

From subsection (d) and (f), because 
access to records and agency rules for 
access and amendment of records 
unfairly impede the DoDJ!S IRQ 
criJI!.inal investigation activities. 
Requiring DoDDS IRQ to confirm or 
deny the existence of a record 

information, but only to the extent that 
the disclosure of such material would. 
reveal theidentity, ofg. source who ' . 
furnished information to the . · 
Government ,under an expressed . 
promise that the xdentity of the source 
would be held in.confi.dence or; prior, to 
Septem"\>er 27, 1975, "~,mder an implied · 
promise that the identity o~ the source 
would be held in confidence. A 
determi~ation will be made at the time 
of the -request for _a record concerning 

.. . pertaining to a requesting individual 
may in itself provide _an ans.wer to the 

individual relating to an on-going 
criminal investigation. The conduct of a 
successful investigation leading to the 
indictment of a criminal offender would 
be jeopardized by agency rules requiring 
verification of record disclo·sure of the 
record to the subject, and record · 
amendment procedures, as normally 
apply under the requirements 'of 5 U.S.C. 
533(b)(1), (2), and (3), ·(c) and (e). 
[51 FR 7070, Feb: 28, 1986, as amended at 55 
FR 25303 .. Jun. 21, 1990; 56 FR 25629, Jun. 5, 
1991; 56 FR 32966, Jul.18, 1991. Redesignated 
at 56 FR 55_631, Oct. 29, 19~n and amended at 
56 FR 57801, Nov. 14, 1991] 

§ 311.8 Information requirements. 

The Defense Privacy Office shall 
establish requirements and deadlin~s for 
DoD privacy reports. These reports shall 
be licensed in accordance with DoD 
Directive 5000.19. 
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INSPECTOR GENERAL (OIG) PRIVACY 
PROGRAM 

Sec. 
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Authority: Pub. L. 93-579, 88 Stat 1896 (5 
U.S.C. 552a). 

Source: 56 FR 51976, Oct. 17, 1991. 

§ 312.1 . Purpose. 

Pursuant to the requirements of the 
Privacy Act of 1974 (5 U.S.C. 552a) and 
32 CFR part 310-DoD Privacy Program, 
the 'following rules of procedures are 
established with respect to access and 
amendment of records maintained by · 
the Office of the Inspector General 
(OIG) on individual subjects of these 
records. 

§ 312.2 Definitions. 

.(a) All terms used in thispart,which 
are defined in 5 U.S.C: ·552a shall have 
the same meaning herein. , 

(b) As used in this part, the term 
"agency" means the Office of the· 
lnspectqr_ General (OIG), Department of. 
Defense: 



§ 312.3 Procedure for requesting 
information. 

Individuals should submit inquiries 
regarding all DIG files by mail to the 
Assistant Inspector General for 
Investigations, ATTN: FOIA/PA 
Division, 400 Army Navy Drive, 
Arlington, VA 22202-2884. All personal 
visits will require some form of common 
identification. · 

§ 312.4 Requirements for identification. 

Only upon proper identification will 
any individual be granted access to 
records which pertain to him/her. 
Identification 1s required both for 
accurate record identification and to 
avoid disclosing records to unauthorized 
individuals. Requesters must provide 
their full name and as much information 
as possible in order that a proper search 
for records can be accomplished. 
Requests made by mail.should be 
accompanied by a notarized signature. 
Inclusion of a telephone number for the 
requester is recommended to expedite 
certain matters. Requesters applying in 
person must provide an identification 
with photograph, such as a driver's 
license, military identification card, 
building pass, etc. 
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· request must reasonably describe the 
record to be amended, th.e items to be 
changed as specifically as possible, the 
type of amendment (e.g., deletion, 
correction, amendment), and the reason 
for amendment. Reasons should address 
at least one of the following categories: 
Accuracy, relevance, timeliness, 
completeness, fairness. The request 
should also include appropriate 
evidence which provide a basis for 
evaluating the request. Normally all 
documents submitted, to include court 
orders, should be certified. Amendments 
under this part are limited to correcting 
factual matters and not matters of 
official judgment or opinions, such as 
performance ratings, promotion 
potential, and job performance 
appraisals. 

(b) Requirements of identification as 
outlined in § 312.4 apply to requests to 
correct or amend a file. 

(c) Incomplete requests shall not be 
honored, but the requester shall be 
contacted for the additional information 
needed to process the request. 

(d) The amendment process is not 
intended to permit the alteration of 
evidence presented in the course of 
judicial or quasi-judicial proceedings. 
Any amendments or changes to these 

§ 312.5 Access by subject individuals. records normally are made through the 
(a) No individual will be allowed specific procedures established for the 

access to any information compiled or amendment of such records. 
maintained in reasonable anticipation of . (e) Nothing in the amendment process 
civil or «;:riminal actions or proceedings is intended or designed to permit a 
or otherwise exempt under§ .312.12. collateral attack upon what has already 
Requests for pending investigations will been the subject of a judicial or quasi-

. be denied and the requester instructed judicial determination. However, while 
to forward another request giving the individual may not attack the 
adequate time for the investigation to be accuracy of the judicial or quasi-judicial 
completed. Requester.s shall be provided determination, he or she may challenge 
the telephone number so they can call the accuracy of the recording of that 
and check on the status in order to know action. 
when to resubmit the request. 

(b) Any individual may authorize DIG 
to provide a copy of his/her records to a 
third party. This authorization must be 
in writing and should be provided DIG 
with the initial request along with a 
notarized signature. 

§ 312.6 Fees. 
Requesters wlll be charged only for 

the reproduction of requested 
documents and ·special postal methods, 
such as express mail, if applicable. 
There will be no charge for the first copy 
of a record provided to any individual. 
Thereafter, fees will be computed as set 
forth in appropriate DoD Directives and 
Regulations. 

§ 312.7 Request for correction or 
amendment. 

(a) Requests to correct or amend a file 
shall be addressed to the system 
manager in which the file is located .. The 

§ 312.8 OIG review of request for 
amendment. 

(a) A written acknowledgement of the 
receipt of a request for amendment of a 
record will be provided to the requester 
within 10 working days, unless final 
action regarding approval or denial will 
constitute acknowledgement. 

(b) Where there is a determine tion to 
grant all or a portion of a request to 
amend a record, the record shall be 
promptly amended and the requesting 
individual notified. Individuals, agencies 
or DoD components shown by 
disclosure accounting records to have 
received copies of the record, or to 
whom disclosure has been made, will be 
notified of the amendment by the 
responsible DIG official. 

(c) Where there is a determination to 
deny all or a portion of a request to 
amend a record, DIG will promptly 
advise the requesting individual of the 
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specifics of the refusal and the reasons; 
and inform the individual that he/ she 
may request a review of the denial(s) 
from the DIG designated official. 

§ 312:9 Appeal of initial amendment 
decision. 

(a) All appeals of an initial 
amendment decision should be 
addressed to the Assistant Inspector 
General for Investigations, ATTN: 
FOIA/PA Division, 400 Army Navy 
Drive, Arlington, VA 22202-2884. The 
appeal should be concise and should 
specify the reasons the requester 
believes that the initial amendment 
action by the DIG was not satisfactory. 
Upon receipt of the appeal. the 
designated official will review the 
request and make a determination to 
approve or deny the appeal. . · 

(b) If the DIG designated official 
decides to amend the record, the 
requester and all previous recipients of 
t)le disputed information will be notified 
of the amendment. If the appeal is 
denied, the designated official will 
notify the requester of the reason of the 
denial, of the requester's right to file a 
statement of dispute disagreeing with 
the denial, that such statement of 
dispute will be retained in the file, that 
the statement will be provided to all 
future users of the file, and that the 
requester may file suit in a federal 
district court to contest the DIG decision 
not to amend the record. 

(c) The DIG designated official will 
respond to all appeals within 30 working 
days or will notify the requester of an 
estimated date of completion if the 30 
day limit cannot be met. 

§ 312.10 Disclosure of OIG records to 
other than subject. 

No record containing personally 
identifiable information within a DIG 
system of records shall be disclosed by 
any means to any person or agency 
outside the Department of Defense, 
except with the written consent of the 
individual subject of the record or as 
provided for in the Act and DoD 
5400.11-R (32 CFR part 310). 

§ 312.11 Penalties. 

(a) An individual may bring a civil 
action against the DIG to correct or 
amend the record, or where there is a 
refusal to comply with an individual 
request or failure to maintain any 
records with accuracy, relevance, 
timeliness and completeness, so as to 
guarantee fairness, or failure to comply · 
with any other provision of the Privacy 
Act. The court may order correction or 
amendment of records. The court may 
enjoin the DIG from withholding the 
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records and order the production of the 
record. 

(b) Where itis determined that the 
action was willful or intentional with 
respect to 5 U.S.C. 552a(g)(1) (C) or (D), 
the United States shall be liable for the 
actual damages sustained, but in no 
case less than· the sum of $1,000 and the 
costs of the action with attorney fees. 

(c) Criminal penalties may be imposed 
against an officer or employee of the 
OIG who disclo'ses material, which he/ 
she knows is prohibited from disclosure, 
or who willfully maintains a system of 
records without compliance with the 
notice requirements. 

(d) Criminal penalties may be· 
imposed against any person who 
knowingly and willfully requests or 
obtains any record concerning another 
individual from an agency under false 
pretenses. 

(e) All of'these offenses are 
misdemeanors with a fine not to exceed 
$5,000. 

§ 312.12 Exemptions. 

(a) Exemption for class1jied records. 
Any record in a system of records 
maintained by the Office of the 
Inspector General which falls within the 
provisions of 5 U.S.C .. 552a(k)(1) may be 
exempt from the following subsec.tions 
of 5 U.S.C. 552a: (c)(3), (d), (e)(1), (e)(4) 
(G-1) and (f) to the extent that a record 
system contains any record properly 

' classified under Executive Order 12356 
and that the record is required to be 
kept classified in the interest of national 
defense or foreign policy. This specific 
exemptio·n rule, claimed by the Inspector 
General under authority of 5 U.S.C. 
552a(k)(1), is applicable to all systems of 
records maintained, including those 
individually designated for an 
exemption herein as well as· those not 
otherwise specifically designated for an 
exemption, which may contain isolated 
items of properly classified information 

(b) The Inspector General of the 
Department of Defense Claims an 
exemption for the following record 
systems under the provisions of 5 U.S.C. 
552a(j) and (k)(1)-(7) from certain· 
indicated subsections of the Privacy Act 
of 1974. The exemptions may be invoked 
and exercised on a case by case basis 
by the Deputy Assistant Inspec.tor 
General for Investigations or the 
Director,.Investigative Support 
Directorate and Freedom of Information 
Act/Privacy Act Division Chief which 
serves as the Systems Program 
Managers. Exemptions will be exercised 
only when necessary for a specific, 
significant and legitimate reason 
connected with the purpose of the 
records system. 
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(c) No personal records releasable 
under the provisions· of The Freedom of 
Information Act (5 U.S.C. 552) will be 
withheld from the subject individual . 
based on these exemptions. 

(d) System Identifier: CIG-04 · 
(1) System name: Case Control 

System. . . 
(2) Exemption: Any portion of this 

system which falls within the provisions 
of 5 U.S.C. 552a(j)(2) may be exempt 
from the following subsections of 5 
U.S.C. 552a: (c)(3), (c){4), (d), (e)(1), 
(e)(2), (e)(3), (e)(4)(G), (H), (I), (e)(5), 
( e )(8), (f), and (g). 

(3) Authority: 5 U.S.C. 552a(j)(2). 
(4) Reasons: From subsection (c)(3) 

because the release of accounting of 
disclosure would inform a subject that. 
he or she is under investigation. This 
information would provide considerable 
advantage to the subject in providing 
him or her with knowledge concerning 
the nature of the investigation and the 
coordinated investigative efforts and 
techniques employed by the cooperating 
agencies. This would greatly impede 
OIG's criminal law enforcement. 

(5) From subsection (c)(4) and (d), 
because notification would alert a. 
subject to the fact tnat an open 
investigation on that individual is taking 
place, and might weaken the on-going 
investigation, .reveal investigatory 
techniques, and place confidential 
informants in jeopardy. 

(6) From subsection (e)(1) because the 
nature of the criminal and/or civil 
inve~tigative function creates unique 
problems in prescribing a specific 
parameter in a particular CC;lse with 
respect to what information is relevant 
or necessary. Also, due to OIG's close 
liaison and working relationships with 
other Federal, state, local and foreign 
country law enforcement agencies, 
information may be received which may 
relate to a case under the investigative 
jurisdiction of another agency. The · 
maintenance of this information may be 
necessary to provide leads for 
appropriate law enforcement purposes 
and to establish patterns of activity · · 
which may relate to the jurisdiction of 
other cooperating agencies. 

(7) From subsection (e)(2) because 
collecting information to the fullest 
extent possible directly from the subject 
individual may or may not be practical 
in a criminal and/or civil investigation. 

(8) From subsection (e)(3) because 
supplying an individual with a form 
containing a Privacy Act Statement 
would tend to inhibit cooperation by 
many individuals involved in a criminal 
and/ or civil investigation. The effect 
would be somewhat adverse to 
establi~hed investigative methods and 
techniques. · · 

(9) From subsection (e)(4) (G) through · 
(I) because this system of records is 
exempt from the access provisions of 
subsection (d). 

(10) From subsection (e)(5) because 
the requirement that records be' 
maintained with attention to accuracy, 

·relevance, timeliness, and completeness 
would unfairly hamper the investigative 
process. It is the nature of law 
enforcement for investigations to 
uncover the commission of illegal acts at 
diverse stages. It is frequently 
impossible to determine initially what · · 
information is accurate, relevant, timely, 
and least of all complete. With the · 
passage of time, seemingly irrelevant or 
untimely inform'ation may acquire new 
significance as further investigation 
brings new details to light · 

(11) From subsection (e)(8) beca'use 
the notice requirements of this provision 
could present a serious impediment to 
law enforcement by revealing 
investigative techniques, procedures, 
and existence of confidential 
investigations. 

(12) From subsection (f) because the 
agency's rules are inapplicable to those 
portions of the system that are exempt 
and would place the burden on the 
agency of either confirming or denying 
the existence o( a record pertaining to. a 
requesting individual might in itself 
provide an answer to that individual 
relating to an on-going investigation. 
The conduct of a successful 
investigatio~ leading to the indictment 
of a criminal offender preCludes the 
applicability of established agency rules 
relating to.verification of record, 
disclosure of the record to that 
individual, and record amendment 
procedures for this record system. 

(13) For comparability with the 
exemption claimed from subsection (f), 
the civil remedies provisions of 
subsection (g) must be suspended for 
this record system. Because of the 
nature of criminal investigations, 
standards of accuracy, relevance, 
timeliness, and completeness cannot 
apply to this record system. Information 
gathered in an investigation is often 
fragmentary and leads relating to an 
individual in the context of one 
investigation may instead pertain to a 
second investigation. 

(e) System Identification: CIG-06. 
(1) System name: Investigative Files. 
(2) Exemption: Any portion of this 

system which falls within the provisions 
of 5 U.S.C. 552a(j)(2) may be exempt 
from the following subsections of 5 
U.S.C. S52a (c)(3), {c)(4), (d), (e)(1); {e)(2), 
(e)(3), (e)(4) (G), (H), (1), (e)(5), (e)(8), (f), 
and (g). 

(3) Authority: 5 U.S.C. 552a(j){2). 



(4) Reasons: From subsection (c)(3) 
because the release of accounting .of 
disclosure would inform a subject that 
he or she is under investigation. This · 
information would provide considerable 
advantage to the subject. in providing 
him·or her with knowledge concerning 
the nature of the investigation and the 
coordinated investigative effprts and 
techniques employed by the cooperating 
agencies. This would greatly impede 
DIG's criminal law enforcement. 

(5) From :subsection {c)(4) and (d), 
because notification would alert a 
subject to the fact that an open 
investigation on that individual is taking 
place, and might weaken the on-going 
investigation, reveal investigatory 
.techniques, and place confidentiai 
informants in jeopardy. 

(6) From subsection {e){l) because the 
nature of the criminal and/ or civil 
investigative function creates unique 
problems in prescribing a specific 
parameter in a particular case with 
respect to what information is relevant 
or necessary. Also, due to DIG's close · 
liaison and working relationships with 
other Federal, state, local and foreign 
country law enforcement agencies, 
information may be received which may 
relate to a case under the investigative 
jurisdiction of another agency. The 
maintenance of this information may be 
necessary to provide leads for 
appropriate law enforcement purposes 
and to establish patterns of activity 
which may relate to the jurisdiction of 
other cooperating agencies. 

(7) From subsection (e)(2) because 
collecting information to the fullest 
extent possible directly from the subject 
individual may or may not be practical 
in a criminal and/ or civil investigation. 

(8) From subsection (e)(3) because 
supplying an individual with a form 
containing a Privacy Act Statement 
would tend to inhibit cooperation by 
many individuals involved in a criminal 
and/or civil investigation. The effect 
would be somewhat adverse to 
established investigative methods and 
techniques. 

(9) From subsection (e)(4) (G) through· 
(I) because this system of records is 
exempt from the access provisions of 
subsection (d). 

(10) From subsection (e)(5) because 
the requirement that records be 
maintained with attention to accuracy, 
relevance, timeliness, and completeness 
would unfairly hamper the investigative 
process. It is the nature oflaw 
enforcement for investigations to 
uncover the commission of illegal acts at 
diverse stages. It is frequently 
impossible to determine initially what 
information is accurate, relevant, timely, 
and least of all complete. With the 
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passage of time, seemingly irrelevant or 
untimely information may acquire new 
significance as further investigation 
brings new details to light. 

(11) From subsection (e)(8) because 
the notice requirements of this provision 
could present a serious impediment to 
law enforcement by revealing · 
investigative techniques, procedures, 
and existence of confidential 
investigations. 

(12) From subsection (f) because the 
agency's rules are inapplicable to those 
portions of the system that are exempt 
and would place the burden on the 
agency of either confirming or denying 

· the existence of a record pertaining to a 
requesting individual might in itself 
provide an answer to that individual . 
relating to an on-going investigation. 
The conduct of a successful 
investigation leading to the indictment 
of a criminal offender precludes the 
applicability of established agency rules 
relating to verification of record, 
disclosure of the record to that 
individual, and record amendment 
procedures for this record system. 

(13) For comparability with the 
exemption claimed from ~ubsection (f), 
the civil remedies provisions of 
subsection (g) must be suspended for 
this record system. Because of the 
nature of criminal investigations, 
standards of accuracy, relevance, 
timeliness, and completeness cannot 
apply to this record system. Information 
gathered in an investigation is often 
fragmentary and leads relating to an 
individual in the context of one 
investigation may instead pertain to a 
second investigation. 

(f) System Identifier. CIG-15 
(1) System name: Special Inquiries 

Investigative Case File and Control 
System. 

(2) Exemption: Any portions of this 
system which fall under the provisions 
of 5 U.S.C. 552a(k)(2) may be exempt 
from the following subsections of 5 
U.S.C. 552a: (c)(3), (d), (e)(1), (e)(4)(G-H), 
imd (f). · 

(3) Authority: 5 U.S.C. 552a(k)(2). 
(4) Reasons: From subsection (c)(3) 

because disclosures from this system 
could interfere with the just, thorough 
and timely resolution of the compliant or 
inquiry, and possibly enable individuals 
to conceal their wrongdoing or mislead 
the course of the investigation by 
concealing, destroying or fabricating 
evidence or documents. 

(5) From subsection (d) because 
disclosures from this system could 
interfere with the just thorough and 
timely resolution of the compliant or 
inquiry, and possibly enable individuals 
to conceal their wrongdoing or mislead 
the· course of the investigation by 
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concealing, destroying or fabricating 
evidence or documents. Disclosures 
could also subject sources and 
witnesses to harassment or intimidation 
which jeopardize the safety and well­
being of themselves and their families. 

(6) From subsection (e)(1) because the 
nature .of the investigation function · · 
creates unique· problems in prescribing 
specific parameters in a particular case 
as to what information is relevant or 
necessary. Due to close liaison and 
working relationships with other 
Federal,. state, local and foreign country 
law enforcement agencies, information 
may be received which may relate to a 
case under the investigative jurisdiction 
of another government agency. It is 
necessary to maintain this information 
in order to provide leads for appropriate 
law enforcement purposes and to 
establish patterns of activity which may 
relate.to the jurisdiction of other 
cooperating agerici~s. 

(7) From subsection (e)(4) (G) through 
(H) because this system of records is 
exempt from the access provisions of 
subsection (d). 

(8) From subsection (f) because the 
agency's rules are inapplicable to those 
portions of the system that are exempt 
and would place the burden on the 
agency of either confirming or denying_ 
the existence of a record pertaining to a 
requesting individual might in itself 
provide an answer to that individual 
relating to an on-going investigation. 
The conduct of a successful 
investigation leading to the indictment 
of a criminal offender precludes the 
applicability of established agency rules 
relating to verification of record, 
disclosure of the record to that 
individual, and record amendment 
procedures for this record system. 

§ 312.13 Ownership of OIG investigative 
records. 

(a) Criminal and or civil investigative 
reports shall not be retained by DoD 
recipient organizations. Such reports are 
the property of DIG and are on loan to 
the recipient organization for the 
purpose for which requested or 
provided. All copies of such reports 
shall be destroyed within 180 days after 
the completion of the final action by the 
requesting organization. 

{b) Investigative reports which require 
longer periods of retention may be 
retained only with the specific written 
approval of DIG. 

§ 312.14 Referral of records. 

An DIG system of records may 
contain records other DoD Components 
or Federal agencies originated, and who 
may have claimed exemptions for them 
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under the Privacy Act of 1974. When 
any action is initiated on a portion of 
any several-records from another . 
agency which may be exempt, 
consultation with the originating agency 
or component will be affected. 
Documents located within OIG system 
of records coming under the cognizance 
of another agency will be referred to 
that agency for review and direct 
response to the requester. 

PART 313-THE CHAIRMAN OF THE 
JOINT CHIEFS OF STAFF AND THE 
JOINT STAFF PRIVACY PROGRAM 

§ 313.1 Source of regulations: 
The Office of the Joint Chiefs of Staff 

is governed by the Privacy Act 
implementation regulations of the Office· 
of the Secretary of Defense, 32 CFR part 
311. 

(Pub. L. 93-579, 88 Stat. 1896 (5 U.S.C:552a)) 
[40 FR 55535, Nov. 28, UJ75~· Redesignated at 
56 FR 55631, Oct. 29, 1991 and amerided at 56 
FR 57802, Nov. 14, 1991] 

PART 314-DEFENSE ADVANCED 
RESEARCH PROJECTS AGENCY, 
PRIVACY ACT OF 1974 

§ 314 .. 1 Source of regulations. 
The Defense Advanced Research 

Projects Agency is governed by the . 
Privacy Act implementati9n J;egulations 
of the Office of the Secretary of Defense, 
32 CFR part 311.,· 

(Pub. L. 93-579, 88 Stat.1896 (5 U.S.C. 552a)) 
[40 FR 55535, Nov.,28, 1975. Redesignated at 
56 FR 55631, Oct. 29, 1991, and amended at 56 
FR 57802, Nov. 14, 1991] 

PART 315;_UNIFORMED SERVICES 
UNIVERSITY OF HEALTH SCIENCES, 
PRIVACY ACT OF 1974 . 

§ 315.1 Source of regulations. 
The Uniformed Services University of· 

the Health Sciences, is governed by the 
Privacy Act implementation regulations 
of the Office of the Secretary of Defense, 
32 CFR part 311. . 

(Pub. L. 93-579, 88 Stat. 1896 (5 U.S.C. 552a)) 
[40 FR 55535, Nov. 28, 1975. Redesignated at 
56 FR 55631, Oct. 29, 1991 and amended at 56 
FR 57802, Nov. 14, 1991] 

PART 316-PERSONAL PRIVACY AND 
RIGHTS OF INDIVIDUALS REGARDING 
THEIR PERSONAL RECORDS 

Sec. 
316.1 Purpose. 
316.2 Applicability. 
316.3 Authority. 
316.4 Definitions. 
316.5 Policy. 
316.6 Procedures and responsibilities. 
316.7 Questions. 
316.8 Exemptions. 
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Authority: Pub. L. 93-579, 88 Stat. 1986 (5 
U.S.C. 552a) 

Source: 40 FR 55535, Nov. 28, 1975, unless 
otherwise noted. Redesignated from 287a at 
57 FR 8074, Feb. 20, 1992. 

§ 316.1 · Purpose. 

This part delineates responsibility and 
provides guidance for the 
implementation of Pub. L. 93-579 
(Privacy Act of 1974). 

§ 316.2 Applicability. 
This part applies to Headquarters, 

DCA and DCA field. activities. 

§ 316.3.' Authority. 
This part is published in accordance 

with the authority contained in 32 CFR 
part 310, August 1975. · 
[40 FR 55535, Nov. 28, 1975. Redesignated and 
amended at 57 FR 8074, Feb. 20, 1002] · 

. § 316.4 Definitions. 
Add to the definitions contained in 32 

CFR 310.6 the following: 
System Manager: The DCA official 

who is responsible for policies and 
procedures governing a DCA System of 
Record. His title and duty address will 
be found in the paragraph entitled 
Sysmanager in DCA's Record System 
Notices which are published in the 
Federal Register in compliance with 
provisions of the Privacy Act of 1974. 
[40 FR 55535, Nov. 28, 1975 .. Redesignated and 
amended at 57 FR 8074.-Feb. 20, 1992] 

§ 316.5 Policy. 
It is the policy of DCA: 
(a) To preserve the personal privacy 

of individuals, to permit an individual to 
know what records exist pertaining to 
him in the DCA, and to have access to 
and have a copy made of all or any 
portion of such records and to correct or 

· amend such records. 
(b) To collect, maintain, use, or 

disseminate any record of identifiable 
personal information in a manner that 
assures that such action is for a 
necessary and lawful purpose; that the 
information is timely and accurate for 
its intended use; and that adequate 
safeguards are provided to prevent 
misuse of ·such information. 

§ 316.6 Procedures and responsibilities. 
(a) The Counsel, DCA, is hereby 

designated the Privacy Act Officer for 
DCA and is responsible for insuring that 
an internal DCA Privacy Program is 
established and maintained. He will 
also insure that all echelons of DCA 
effectively comply with and implement 
32 CFR part 310. 

(b) The Civilian Assistant to the Chief 
of Staff will be responsible for the 
annual reporting requirements contained 
in 32 CFR 310.5. 

(c) DCA System Managers and other 
appropriate DCA officials will: 

(1) Insure· compliance with the 
provisions of 32 CFR 310.9. 

(2) Comply with the provisions of 32 
CFR 310.11. In this area the Assistant to 
the Director for Administration will 
provide assistance. · 

(3) Adhere to the following: 
(i) Within DCA, the System Manager 

of ariy record system will assure that 
records pertaining to an individual will 
be disdosed, upon request, to the 
individual to whom the record pertains. 
The individual need not state a reason 
or otherwise justify the need to gain 
access. A person of the individual's 
choosing may accompany the individual 
when the record is disclosed. The 
System Manager may require the 
individual to furnish a written statement 
authorizing discussion of the . 
individual's records in the presence of 
the accompanying pers'on. If requested, 
the System Manager will have a copy 
made of all or any portion of the record 
pertaining to the individual in a form 
comprehensible to the requester. 

(ii) The System Manager may release 
records to the individual's · 
representative who has the written 
consent of the individual. The System 
Manager will require reasonable 
identification of individuals to assure 
that records are disclosed to the proper 
person. No verification of identity will 
be required of an· individual seeking 
access to records which are otherwise 
available to any member of the public 
under the Freedom of Information· Act. 
Identification requirements should be 
consistent with the nature of the records 
being disclosed. For disclosure of 
records to an individual in person, the· 
System Manager will require that the 
individual show some form of 
identification. For records disclosed to 
an individual in person or by mail, the 
System Manager may require whatever 
identifying information is needed to 
locate the record; i.e., name, social. 
security number, date of birth. If the 
sensitivity of the data warrants, the 
System Manager may require a signed 
notarized statement of identity. The · 
System Manager may compare the 
signatures of the requester with thqse in 
the records to verify identity. An 
individual will not be denied access to 
his record for refusing to disclose his 
social security number unless disclosure 
is required by statute or by regulation · 
adopted before January 1, 1975. An 
individual will not be denied access to 
records pertaining to him because the 
records are exempted from disclosure 
under the provisions of the Freedom of 
Information Act. 



(iii) The System Ma~ager will not 
deny access to a record or a copy 
thereof to an individual solely because 
its physical presence is not readily 
available (i.e. on magnetic tape) or 
because the context of the record may 
disclose sensitive information about 
another individual. To protect the 
personal privacy of other individuals 
who may be identified in a record, the 
System Manager shall prepare an 
extract to delete only that information 
which would not be releasable to the 
requesting individual under the Freedom 
of Information Act. 

(iv) When the System Manager is of 
the opinion that the disclosure of 
medical information could have an 
adverse effect upon the individual to 
whom it pertains, the System Manager 
will promptly request the individual to 
submit the name and address of a doctor 
who will determin'e whether the medical 
record may be disclosed directly to the 
individual. The System Manager will 
then request the opinion of tr 3 doctor 
named by the individual on whether a 
medical record may be disclosed to the 
individual. The System Manager shall 
disclose the medical record to the 
individual to whom it pertains unless, in 
the judgment of the doctor, access ·to the 
record could have an adverse effect 
upon the individual's physical or mental 
health. In this event the System 
Manager will transmit the record to the 
doctor and immediately inform the 
individual. 

(v) The fees to be charged, if any, to 
an individual for making copies of his 
record, excluding the cost of any search 
for and review of the record, will be in 
accordance with the "Schedule of Fees" 
as set forth in 32 CFR 286.5 and 286.10. 

(vi) The System Manager of the record 
will permit an individual to request · 
am!=!ndment of a record pertaining to the 
individual. Requests to amend records 
shall be in person or in writing and shall 
be submitted to the System Manager 
who maintains the records. Such 
requests should contain as a minimum, 
identifying information needed to locate 
the record, a brief description of the 
item or items of information to be 
amended, and the reason for the 
requested change. 

(vii) The System Manager will provide 
a written acknowledgment of the receipt 
of a request to amend a record to the 
individual who requested the 
amendment within 10 days (excluding 
Saturdays, Sundays, and legal public 
holidays) after the date of receipt of 
such request. Such an ackno!'Vledgment 
may, if necessary, request any 
additional information needed to make·a 
determination. No acknowledgment is 
required if the reque·st can be reviewed 
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and processed and the individual 
notified of compliance or denial within 
the 10 day period. 

(viii) The System Manager will 
promptly take one of the following 
actions on requests to amend records: 

(A) Refer the request to the agency or 
office that has control of and maintains 
the record in those instances where the 
record requested remains the property 
of the controlling office or agency. 

(B) In accordance with existing 
statute, regulation, or administrative 
procedure, make any correction of any 
portion thereof which the individual 
believes is not accurate, relevant, timely 
or complete, or · 

(C) Inform the individual of the 
System Manager's refusal to amend the 
record in accordance with the 
individual's request, the reason for the 
refusal, and the individual's right to 
request a review of the refusal by the 
Director, DCA, through the DCA Privacy 
Act Board. · 

(ix) The DCA Privacy Act Board will 
be comprised of the DCA Counsel, as 
Chairman; the Assistant to the Director 
for Administration, and. the Assistant to 
the Director for Personnel; or in their 
absence, their authorized 
representatives. The individual who 
disagrees with·the refusal of the System 
Manager to amend his record may 
request a review of this refusal by the 
DCA Privacy Act Board. The request for 
the review may be made orally or in 
writing and shall be made to the System 
Manager. The System Manager will . 
promptly forward the request for review 
to the Chairman of the Board to make a 
proper review. The Board will promptly 
review the matter. If, after review, the 
Board is unanimous in its decision that 
the record be amended in accordance 
with the request of the individual then 
the Chairman of the Board shall so 
notify the System Manager. The System 
Manager will immediately make the 
necessary corrections to the record and 
will promptly .notify the individual. The 
'System Manager will, if an accounting of 
disclosure of the record has been made, 
advise all previous recipients of the 
record, which was corrected, of the 
correction and its substance. This will 
be done in all instances when a record 
is amended.' If, after review, the Board 
decides that the r.equest for amendment 
should be denied, it will promptly 
forward its recommendation to the 
l)irector, DCA. A majority vote of the 
members of the Board will constitute a 
recommendation to the Director. 

(x) The Director, DCA, upon receipt .of 
the Board's recommendation, will 
complete the review and make a final 
determination. 
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(xi) If the Director, DCA, after his 
review, agrees with the individual's 
request to amend the record, he will, 
through the DCA Counsel, so advise the 
individual in writing. The System 
Manager will receive a copy of the 
Director's decision and will assure that 
the record is corrected accordingly and 
that if an accounting of disclosure of the 
record has been made, advise all 
previous recipients of the record which 
was corrected of the correction and its 
substance. 

(xii) If, after his review, the Director 
refuses to amend the records as the 
individual requested, he will, through 
the DCA Counsel, advise the individual 
of his refusal and the reasons for it; of 
the individual's right to file a concise 
statement setting .forth the reasons for 
the individual's disagreement with the 
decision of the DireCtor, DCA; that the 
statement which is filed will be made 
available to anyone to whom the record 
is subsequently disclosed together with, 
at the discretion of the Agency, a brief 
statement by the Agency summarizing 
its reasons for refusing to amend the 
record; that prior recipients of the 
disputed record will be provided a copy 
of any statement of.dispute to the extent 
that an accounting of disclosures was 
maintained; and of the individual's right 
to seek judicial review of the Agency's 
refusal to amend a.record. 

(xiii) The Director's final 
determination on the individual's 
request for a review of the System 
Manager's initial refusal to amend the 
record must be concluded within 30 
days {excluding Saturdays, Sundays, 
and legal public holidays) from the date 
on which the individual requested such 
review unless the Director determines 
that a fair and equitable review cannot 
be made within that time. If additional 
time is required, the individual will be 
informed in writing of reasons for the 
delay and of the approximate date on 
which the review is expected to be 
completed. 

(xiv) After the Director, DCA has 
refused to amend a record and the 
individual has filed a statement setting 
forth the reasons for the individual's 
disagreement with the decision of the 
Director, the System Manager will 
clearly note any portion of the record 
which is disputed. The System 
Manager's notation should make clear 

, that the record is disputed and this 
should be apparent to anyone who may 
subsequently have access to, use, or 
disclose the record. When the System 
Manager has previously disclosed or 
will subsequently disclose that portion 
of the record which is disputed he will 
note that that portion of the record is 
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disputed and will provide the recipients 
of the record with a copy of the 
individual's statement setting forth the 
rea·s·ons for the individual's 
disagreement with the decision of the 
Director not to amend the record. The 
System Manager will also provide 
recipients of the disputed record with a 
brief summary of the Director's reasons 
for not making the requested 
amendments to the record. 

(xv) Nothing herein shall allow an 
individual access to any information . 
compiled in reasonable anticipation of a 
civil action or proceeding. · 

(xvi) Any requests by an individual 
for access to or copies of his records 
shall be processed in accordance with 
this part and 32 CFR part 310. , 

(d) DCA System Managers will be: 
(1) Responsible for complying with the 

provisions contained in 32 CFR 310.8 
relating to the disclosure to others of 
personal-records, obtaining the written 
consent of individuals to whom the 
record pertains, and for keeping an 
accurate accounting of each disclosure 
of a record. · 

(2) Responsible for providing to the 
Civilian Assistant to the Chief of Staff . 
the information requested in 32 CFR 
310.5. However, the information will be 
reported on a quarterly basis 'with the 
first report due to the Civilian Assistant 
to the Chief of Staff by December 31, 
1975. . 

(e) The Assistant to the Director for 
Administration, Headquarters, DCA 
will: , 

(1) Be responsible for furnishing 
written guidelines to assist System 
Managers and other DCA officials in 
evaluating and implementing paperwork 
management procedures required under 
the Privacy Act of 1974. In this regard it 
should be noted that the Act establishes 
a number of requirements. Among these 
are the requirements: (i) To disclose 
records contained in a system of records 
only under conditions specified in the 
law, (ii) to maintain an accounting of 
such disclosures, (iii) to establish 
procedures for the disclosure to an 
individual of his record or information 
pertaining to him, (iv) for reviewing a 
request concerning the amendment of· 
such record, and (v) for permitting 
individuals to file a statement of 
disagreement which will be forwarded 
with subsequent disclosures. The 
guidelines will cover those portions of 
the Privacy Act which requires 
paperwork systems for implementation. 
In preparing those guidelines the 
Assistant'to the Director for · 
Administration will make use of the 
"Records Management System for 
Implementing the Privacy Act" as 
provided by the GSA National Archives 
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and Records Service, Office of Records 
Management. The GSA procedures and 
guidelines will be adapted and modified 
as required to meet DCA needs. 

(2) Be responsible for providing the 
"Forms" which are required to comply. 
with 32 CFR 310.9(b). 

(f) The Assistant to the Director for 
Personnel, Headquarters, DCA will: 

(1) Be responsible for development, 
within DCA, of an appropriate training 
program for all DCA personnel whose 
duties involve responsibilities for 
systems of records affected by the 
Privacy Act. · .. 
· (2) Assure that DCA personn~l 
involved in the design, development, 
operation, or maintenance of any system 
of records, as defined in 32·CFR 310.6 
are informed of all requirements to 
protect the privacy of the individuals 
who are subjects of the records. The 
criminal penalties and civil suit aspects 
of the Privacy Act will be emphasized .. 

(3) Assure that within DCA 
administrative and physical safeguards 
are established to protect information 
from unauthorized or unintentional 
access, disclosure, modification or 
destruction and to insure that all 
persons whose official duties r,equire 
access to or processing and . 
maintenance of personal information are 
trained in the proper safeguarding and 
use of such information. . . 
[40 FR 55535, Nov. 28, 1975. Redesignated and · 
amended at 57 FR 8074, Feb. 20, 1992] 

§ 316.7 · Questions. 
Questions on both the substance and 

procedure of the Privacy Act and the 
DCA implementation thereof should be 
addressed to the DCA Counsel by the 
most expeditious means possible, 
including telephone calls. 

§ 316.8 Exemptions. · 
Section 5 U.S.C. 552a (3)(j) and (3)(k) 

authorize an.agency head to exempt 
certain systems of records or parts of 
certain systems of records from some of 
the requirements of the act.- This part 
reserves to the Director, DCA, as head 
of an agency, the right to create 
exemptions pursuant to the exemption 
provisions of the act. All systems of 
records maintained by DCA shall be 
exempt from the requirements of 5 
U.S.8. 552a (d) pursuant to 5 U.S.C. 
552a(3)(k)(1) to the extent that the 
system contains any information 
properly classified under Executive 
Order 11652, "Classification and 
Declassification of National Security 
Information and Material," dated March 
8, 1972 (37 FR 10053, May 19, 1972) and 
which is required by the executive order 
to be kept secret in the interest of 
national defense or foreign policy. This 

exemption, which may be applicable to 
parts of all systems of records, is 
necessary because certain record 
systems not otherwise specifically 
designated for exemptions may contain. 
isolated information which has been 
properly classified.· 
[42 FR 20298, Apr. 19, 1977] 

PART 317-DEFENSE CONTRACT 
AUDIT AGENCY, PRIVACY ACT OF 
1974 

Sec. 
317.1 Purpose. 
317.2 Applicability and scope. 
317.3 Policy. , · 
317.4 Authority and responsibilities. 
317.5 Definitions. 
317.6 Access by the individual. 

1
_ 

317.7 Disclosure to others. 
317.8 Coll~ctiori of personal information 

from individuals. 
317.9 Exemptions. 
317.10 Systems of records. 
317.11 Annual report. 

Authority: Pub. L. 93-579,·88 Stat. 1896 (5 
U.S.C. 552a). 

Source: 40 FR 55538, Nov. 28, 1975, unless 
otherwise noted. Redesignated at 56 FR 
55631, Oct. 29, 1991. 

§ 317.1 Purpose. 

This ·part implements the Privacy Act 
of 1974 by prescribing: 

(a) The procedures whereby 
individuals can be notified in response 
to their requests if any system of records· 
named by the individuals contains a 
record pertaining to them. 

(b)The requirements.for verifying the 
identity of individuals who request their 
records or information pertaining to 
them before the record or information 
shall be made available to them. 

(c) The procedures for granting access 
to individuals upon their request of their 
records or information pertaining to 
them. · 

(d) The procedures for reviewing a 
request from individuals concerning the 
amendment of any record or information 
pertaining to them, for making a 
determination on the request, and for an 
appeal of an initial adverse 
de termination. 

(e) The procedures and policies 
governing the collection, safeguarding, 
maintenance, public notice, use and 
dissemination of personal information. 

(f) The conditions under which 
disclosure of personal information may 
be made and procedures for exempting 
systems of records from certain 
requirements of the Privacy Act of 1974. 

§ 317.2 Applic.ability and scope . . 

(a) The provisions of this part apply to 
all office's of DCAA, hereinafter referred 



to singularly as "element" or collectively 
as "elements." 

(b) Its provisions govern the 
collection, maintenance, use, and 
dissemination of personal information 
by DCAA in accordance with 5 U.S.C. 
552a. Requests for information under the 
Freedom Information Act, 5 U.S.C. 552, 
by an individual about another 
individual are governed by the 
provisions of 32 CFR part 290. Requests 
for personal information from the 
General Accounting Office are governed 
by DOD Directive 7650.1, "General 
Accounting Office Comprehensive 
Audits." Requests for personal 
information from the Congress are 
governed by DOD Directive 5400.4, 
"Provision of Information to Congress." 
Requests from other agencies and the 
courts are governed by DOD Directive 
5400.7, "Availability to the Public of 
Department of Defense Information," as 
well as the provisions of this part. 

§ 317.3 Policy. 

The policy of DCAA ~s to: 
(a) Preserve the personal privacy of 

individuals, permitting individuals to 
know what records pertaining to them 
are collected, maint9-ined, used, or 
disseminated in DCAA, and to have 
access to and have a comprehensible 
copy made of all or any portion of such 
records, and to correct or amend such 

.records. 
(b) Collect, maintain, use, or 

disseminate any record of identifiable 
personal information in a manner that 
assures that such action is for a 
necessary and lawful purpose; that the 
information is timely and accurate for 
its intended use; and that adequate 
safeguards are provided to prevent 
misuse of such information. 

§ 317.4 Authority and responsibilities. 

{a) A DCAA Privacy Board is hereby 
established for the purpose. 9f ensuring 
the preservation of individual privacy 
within DCAA. Privacy programs and 
procedures shall 'be developed and 
coordinated by the Board under the 
Chairmanship of the Assistant Director, 
Resources. 

(1) Membership of the Board shall 
consist of the Records Administrator, 
who shall serve as the Executive 
Secretary and Privacy Act Coordinator; 
and representatives designated by the 
Assistant Director, Operations and 
Professional Development; Counsel; 
Director of Personnel; Security Officer; 
and Chief, Information Systems and 
Services. 

{2) The Board shall: 
(i) Identify all DCAA systems of. 

records affected by the Privacy Act. 
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(ii) Obtain all data required by the act 
concerning each record system so 
identified. 

(iii) Review policies, practices,· and 
procedures relating to .each identified 
system of records to ensure they are in 
conformity with the act. 

(iv) Supervise the preparation for 
publication in the Federal Register of all 
required information on systems· of 
records affected by the act. 

(v) Review for conformity with the 
act, all procedures, including forms, 
which require an individual to furnish 
information, and formulate corrective or 
supplementary provisions as necessary. 

(vi) Recommend establishment of 
DCAA policies which will provide 
safeguards to protect personal privacy. 

(vii) Refer .to the DOD Privacy Board 
for resolution, any requirement for 
information from an individual which 
does not appear to be clearly authorized 
by law or Executive Order. 

(viii) Review proposed DCAA 
implementing instructions and related 
issuances pertaining to the Privacy Act, 
as well as draft implementing 
instructions of the DCAA Regional 
Offices in order to provide the 
comprehensive guidance necessary for 
uniform compliance with the act by all 
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rights as the individual and may act on 
behalf of the individual. 

(b) Maintain {records on individuals): 
Collect, use, or disseminate. 

(c) Record: Any item, collection·, or 
· grouping of information about an 

individual that is maintained by an 
element, including, but not limited to, his 
education, financial transactions, 
medical history, and criminal or 
employment history and that contains 
his name, or the identifying number, 
symbol, or other identifying particular 
assigned to the individual, such as a 
finger or voice print or a photograph. 

(d) System of records: A group of any 
records under the control of any.element 
from which information is retrieved by 
the name of an individual or by some 
identifying number, symbol or other 
identifying particular assigned to the 
individual. 

(e) Routine use: With respect to the 
disclosure of a record, the use of such 
record for a purpose which is 
compatible with the purpose for which it 
was collected. Routine use encompasses 
not only common or ordinary uses, but 
also all the proper and necessary uses of 
the record, even if such use occurs 
infrequently. 

elements of DCAA. § 317.6 Access by the individual. 
(ix) Serve as the focal point on (a) Upon request, individuals shall be 

privacy matters for DCAA in informed whether or not a system of 
communications with the DOD Privacy rec;ords contains a record pertaining to 
Board, which serves as the focal point in them. Accompanied by a person of their 
communications with the Office of own choosing, if so desired, they shall· 
Mami.gement and Budget, the Privacy be permitted to review .their .records, 
Protection Study Commission, and the and to obtain a .copy of such' records in· a 
Office of the Federal Register for form that is comprehensible to them 
publication of systems notices. unless exempted in accordance with 

(b) The Assistant Director, Resources, §§ 317.9 or 317.a(a)(5), below. This part 
in conjunction with the DCAA Privacy does not require that a record be created 
Board shall: or that an individual be given access to 

(1) Formulate DCAA policies to records which are not retrieved by name 
ensure that both manual and ADP or other individual identifier. Only costs 
record systems contain appropriate of reproduction may be charged; 
safeguards to protect personal privacy. however, the first copy of a personnel 

(2) Ensure development throughout record maintained by a Personnel Office 
DCAA of an appropriate training should be provided without charge. If 
program for all personnel whose duties h b h 
involve responsibilities for systems of copying is the only means w ere Y t e 

record can be made available to the rec- ords affected by the act. 
(c) Regional Managers, the Chief of individual, reproduction fees will not be 

assessed.; i.e., when a copy must be Detachment A, and the Manager of the 
Defense Contract Audit Institute shall: made in order to delete information 

(1) Designate a Privacy Act containe.d o~ ~he record pertaining to 
Coordinator to serve as the principal another mdtvt~ual. 
point of contact on privacy matters. (1) !~e grantmg of. access t~ a record 

(2) Establish and maintain an effective · conta1mng ~e.rsonal mformahon shall 
internal Privacy Program, through all not ~e condthoned u~on. a~y · 
echelons as prescribed herein reqUirement that the mdivtdual state a 

' · reason or otherwise justify the need to 
§ 317.5 Definitions. 

(a) Individual: A citizen of the United 
States or an alienlawfully admitted for 
permanent residence. A legal guardian 
or the parent of a minor has the same 

gain access. 
(2) Prior to being granted access to 

personal information, an individual may 
be required to provide reasonable 
verification of identity. 
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(i) No verification of identity shall be 
required of an individual seeking access 
to records which are otherwise 
available to any member of the public 
under the F:reedom of Information Act. 

(ii) For the individual who seeks 
access in person, verification of identity 
will normally be made by those 
documents which an individual is likely 
to have readily available, such as an · 
employee identification card, driver's 
license, or medical card. 

(iii) When access is requested by mail, 
verification of identity may consist 'of 
the ind: vidual providing certain · .. 
minimum identifying data, such as name 
and date of birth .or such other 
information deemed n~_cessary by the 
element having custody of the record. If 
the sensitivity of the data warrants, a 
signed notarized statement of identity 
may be required. 

(iv) An individual shall not be denied 
access to his record for refusing to' 
disclose his SociaJ Security Number · 
(SSN) unless disclosure of his SSN is 
required by statute or by regulation 
adopted before January 1, 1975. 

(v) Individuals may not be deriied 
access to a record pertaining to 
themselves because those records are 
exempted from disclosure und~r the 
provisions of the Freedom of . 
Information Act. . · 

(3) Access to a record or a copy 
thereof will not be denied solely 
because the record's physical presence 
is not readily available, i.e., on magnetic 
tape, or because the context of the 
record may disclose sensitive 
information ·about another individual. 
To protect the personal privacy of other 
individuals who may be identified in a 
record, an extract shall be prepared 
deleting only that information which 
would not be released to the requesting 
individual under the Freedom of 
Information Act. 

(4) A medical record shall be 
disclosed to the individual to whom it 
pertains unless, in the judgment of a 
physician, access to such record could 
have· an adverse effect upon the 
individual's physical or mental health. 
When it has been determined that the 
disclosure of medical information could 
have an adverse effect upon the 
individual to whom it pertains, the 
information may be transmitted to a 
physician named by the requesting 
individual. 

(5) This part does not entitle an 
individual to have access to any 
information compiled in reasonable 
anticipation of a civil action or 
proceeding. 

(6) An element may require an 
individual who wishes to be 
accompanied by another person when 
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receiving access to his records to furnish 
a written statement authorizing 
discussion of the records in the presence 
of the accompanying person. 

(7) Any requestsfrom individuals for 
access to or copies of their own records 
shall be processed in accordance with 
this part and not the Freedom of 
Information Act. Normally, requests for 
access to records should be 
acknowledged within 10 working days 
of receipt and access provided within 30 
working days. 

(8) Copies of investigatory records 
compiled by an investigative 
organization, but in the temporary 
custody of an element requesting the 
record for purposes of adjudication or 
other personnel action, are the records 
of the originating investigative agency. 
Individuals seeking access to such 
records shall be directed to the 
originating investigative organization 
and should be instructed to direct all 
reques-ts submitted under the Privacy . 
Act of 1974 to that organization. Records 
concerning the adjudication, or other 
personnel actions based.on the 
investigative records,are originated by 
DCAA and are the records of DCAA. All 
requests forthese records shall be 
referred to the Security Officer, DCAA 
who shall respond under this part 
concerning them. 

(b) Amendment of personal 
information. , _ 

(1) Individuals shall be given the 
opportunity to request either in person 
or through the mail that their records be 
amended; however, all requests for such 
amendment must be made in writing. 
Instructions for the preparation of a 
request and any forms employed should · 
be as brief and as simple as possible. 
Requests should contain as a minimum, 
identifying information to locate the 
record, a description of the items to be 
amended and the reason amendment is 
being requested. A request shall not be 
rejected or required to be resubmitted 
unless additional information is 
essential to process the request. 
Incomplete or inaccurate requests shall 
not be rejected categorically; the 
individual shall be asked to clarify the 
request as needed. Individuals shall be 
required to provide identification of 
identity as in § 317.6(a)(2) to assure that 
the requester is seeking to amend . 
records pertaining to him _and not 
inadvertently or intentionally, the 
records of another individual. 

(2) A written acknowledgment of the 
receipt of a request for amendment of a 
record must be provided to the 
individual within 10 working days 
(excluding Saturdays, Sundays, and 
legal public holidays) after receipt by 
the proper office. The acknowledgment 

shall clearly identify the request and 
advise the individual when he may 
expect to be advised of action taken on 
the request. Whenever practicable the 
decision shall be made within 30 
working days. No separate 
acknowledgment of receipt is necessary 
if the request can be either approved or · 
denied, and the individual advised 
within the 10-day period. For requests 
presented in person, written 
acknowledgment may be provided at the 
time the request is presented. 

(3) If the element agrees with any 
portion or all of the individual's request 
to amend a record, it shall promptly 
advise the individual and amend the 
record accordingly. If a disclosure 
accounting has been made, the element 
shall advise all previous recipients of 
the recordthat the amendment has been 
made and the substance of the 
correction. 

(4) Ifthe element disagrees with all or 
any portion of a request to amend a 
record, it shall promptly: 

(i) Advise the individual of its refusal 
and the reasons therefor; 

(ii) Inform the individual that he may 
request a further review by the 
Assistant Director, Resources; and 

(iii) Def:lcribe the procedures for 
requesting such a review, including the 
name and address of the Assistant 
Director, Resources. 

(5) A review of the initial refusal to 
amend a record shall be made if 
requested by the individual. 

(i) The Assistant Director, Resources, 
shall make a review of the initial 
determination. 

(ii) If, after conducting the review, the 
Assistant Director, Resources, also 
refuses to 'amend the record in 
accordance with the individual's 
request, the individual shall be notified: 

(A) Of the refusal and the reasons 
therefor; 

(B) Of the right to file a concise 
statement of reasons for disagreeing 
with the decision· of the agency; 

(C) Of the procedures for filing a 
statement" of disagreement; and that 
such statement will be made available 
to anyone to whom the record is 
subsequently disclosed; 

(D) That prior recipients of the 
disputed record will be provided a copy 
of the statement of disagreement to the 
extent that an accounting of disclosurP.s 
is maintained; 

(E) Of his right to seek judicial review 
of the agency's refusal to amend a 
record. 

(iii) If the Assistant Director, 
Resources determines that the record 
should be amended in accordance with 
the request, the element shall amend the 



record, advise the individual and inform 
previous recipients where an accounting 
of disclosures has been maintained. 

(iv) A final determination on the 
individual's request for a review of an 
initial refusal to amend a record must be 
completed within 30 working days after 
receipt by the proper office unless the 
Director, DCAA determines that a fair 
and equitable review cannot be 
completed in that time .. If additional 
time is required, the individual shall be 
informed in writing of the reasons for 
the delay and of the approximate date 
on which the review is expected to be 
completed. 

(6) When an individual files a 
statement of dispute, the element shall 
clearly annotate the record so that the 
dispute is apparent to anyone who may 
subsequently grant access to, use, or 
disclose the record. The notation itself 
shall be integral to the record. Where an 
accounting of disclosure has been made, 
the element shall advise previous 
recipients that the record has been 
disputed and shall provide a copy of the 
individual's statement. 

(i) The individual's statement of 
dispute need not be filed as an integral 
part of the record to which it pertains. It 
shall, however; be maintained in s_uch a 
manner as to permit ready retrieval 
whenever the disputed portion of the 
record is to be disclosed. When 
information which is the subject of a 
statement of dispute is subsequently 
disclosed, the element shall note which 
information is disputed and provide a 
copy of the individual's statement. 

(ii) An element may include a brief 
summary of its reasons for not making 
an amendment when disclosing disputed 
information. Summaries normally will 
be limited to the reasons stated to the 
individual. The element's summary will 
be treated as part of the individual's 
record; however, it will not be subject to 
the amendment procedures. 
(40 FR 55538, Nov. 28, 1975. Redesignated at 
56 FR 55631, Oct. 29, 1991 and amended at 56 
FR 57802, Nov. 14, 1991] 

§ 317.7 Disclosure to others. 
(a) Except as prescribed in § 317.6, 

this part does not require disclosure of 
records to anyone other than the 
individual to whom the records pertain~ 

(b) No record contained in a system of 
records maintained within DCAA shall 
be disclosed by any means of 
communication to any person, or to any 
agency outside DCAA, except pursuant 
to a written request by, or with the prior 
written consent of, the individual to 
whom the record pertains, unl~ss 
disclosure of the record will be: 

(1) To those officials and employees of 
DCAA who have a need for the record 
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in the performance of their duties and 
the use is compatible with the purpose 
for which the record is maintained. This 
includes, for example, transfer of 
information between DOD components 
when personnel assigned to DCAA are 

· processed by an activity of another 
component such as the Defense 
Investigative Service, the Defense 
Supply Agency, or on·e of the Military 
Departments. 

(2) Required to be disclosed to a 
member of the public by the Freedom of 
Information Act. Some examples of 
personal information pertaining to 
civilian employees which are normally 
released without an unwarranted 
invasion of privacy are: name, present 
and past positions, office phone number, . 
and grade. However, disclosure of 
personal information pertaining to 
civilian employees shall be made in 
accordance with the Federal Personnel 
Manual and, therefore, all requests for 
such information should be referred to 
the appropriate Personnel Office. 

(3) For a routine use as defined in · 
§ 317.5 and described in DCAA record 
system notices. 

(4) To the Bureau of the Census for 
purposes of planning or carrying out a 
census or survey or related activity 
authorized by law. 

(5) To a reCipient who has provided 
DCAA with advance adequate written 
assurance that: The record will be used 
solely as a statistical research or 
reporting record; the record is to be 
transferred in a form that is not 
individually identifiable, i.e., the identity 
of the individual cannot be determined 
by combining various statistical records; 
and will not be used to make any 
decisions about the rights, benefits, or 
entitlements of an individual. 

(6) To the National Archives of the 
United States as a record which has 
sufficient historical or other value to 
warrant its continued preservation by 
the United States Government, or for 
evaluation by the Administrator of 
General Services or his designee to 
determine whether the record has such 
value. A record transferred to a Federal 
records center for safekeeping or storage 
does not fall within this category since 
Federal recordscenter personnel act on 
behalf of DCAA in this instance and the· 
records remain under the control of 
DCAA. No disclosure accounting record 
of the transfer of records to Federal 
records centers need be maintained. 

(7) To ariother agency or to an 
instrumentality of any governmental 
jurisdiction within or under the control 
of the United States for a civil or 
criminal law enforcement activity if the 
activity is authorized by law, and if the 
head of the agency or instrumentality 
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has made a written request to the 
element which maintains the record 
specifying the particular portion desired 
and the law enforcement activity for 
which the record is sought. Blanket 
requests for all records pertaining to an 
individual will not be accepted. A 
record may also be disclosed to a law 
enforcement agency at the initiative of 
the Counsel, DCAA when criminal 
conduct is suspected, provided that such 
disclosure has been established in 
advance as a routine use. 

(8) To a person pursuant to a showing 
of compelling circumstances affecting 
the health or safety of an individual if 
upon such disclosure notification is 
transmitted to the last known address of 
the individual to whom the record 
pertains. 

(9) To either House of Congress, or, to 
the extent of matter within its 
jurisdiction, any committee or 
subcommittee thereof, or any joint 
committee. This does not authorize the 
disclosure of any record subject to this 
part to members of Congress acting in 
their individual capacities or on behalf 
of their constituents, unless the 
individual consents. 

(10) To the Comptroller General, or 
any of his authorized representatives, in 
the course of the performance of the · 
duties of the General Accounting Office. 

(11) Pursuant to the order of a court of 
competent jurisdiction. 

(i) When a record is disclosed under 
compulsory legal process and when the 
issuance of that order or subpoena is 
made public by the court which issued 
it, make reasonable efforts to notify the 
individual to whom the record pertains. 
This may be accomplished by notifying 
the individual by mail at his most recent 
address as contained in the element's 
records. 
. (ii) Upon being served with an order 
to disclose a record, the element shall 
endeavor to determine whether the 
issuance of the order is a matter of 
public record and, if it is not, seek to be 
advised when it becomes public. An 
accounting of the disclosure shall be . 
made at the time the element complies 
with the order or subpoena. 

(c) Each DCAA element, with respect 
to each system of records under its 
control shall: 

(1) Except for disclosures made under 
paragraphs (b )(1) and (b )(2) of this 
section, keep an accurate accounting of 
the date, nature, and purpose of each 
disclosure of a record to any person or 
to another agency; and the name and 
address of the person or agency to · 
whom. the disclosure is made. A DCAA 
element need not make a notation on a 
single document of every disclosure of a 
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particular record, provided it can 
construct from its system the required 
accounting information when required 
by the ·individual; when necessary to 
inform previous recipients of any 
amended record; or when providing a 
cross reference to the justification or 
basis. upon which the disclosure was 
made, including any written 
documentation as require.d in the case of 
the release of records for statistical or 
law enforcel)lent purposes. 

(2) Retain the accounting made under 
paragraph (c)(1) of this section, for at 
least 5 years after the last disclosure or 
the life of the record, whichever is 
longer. No record of the disclosure of 
this accounting need be maintai11ed. 

(3) Upon request of the individual to 
whom the record pertains, make· 
available to that individual all 
information in its accounting of 
disclosures except that pertaining to 
disclosures for law enforcement 
purposes pursuant to § 317.7(b)(7). 

(d) (1) An individual's name and 
address may not be sold or rented by an 
element unless such action is 
specifically authorized by law. This 
provision shall not be.construed to 
require the withholding of names and 
addresses otherwise permitted to be 
made public. 

(2) Lists or compilations of names and 
home addresses, or single home 
addresses will not be disclosed, without 
the consent of the individual involved, 
to the public including, but not limited 
to, individual congressmen, creditors, 
and commercial and financial · 
institutions. Requests for home 
addresses may be referred to the last 
known address of the individual for 
reply athis discretion and the requester 
will be notified accordingly. This 
prohibition may be waived when 
circumstances of a case indicate 
compelling and overriding interests. 
(40 FR 55538, Nov. 28, 1975. ·Redesignated at 
56 FR 55631, Oct. 29, 1991 and amended at 56 
FR 57802, Nov. 14, 1991] . 

§ 317.8 Collection of personal information 
from individuals. 

(a) Personal information shall be 
collected to the greatest extent 
practicable directly from the individual 
when the information may result in 
adverse determinations about an 
individual's rights, benefits, and 
privileges under Federal programs. The 
collection of information from third 
parties shall be minimized. Exceptions 
to this policy may be made under 
certain circumstances, such as the 
following: · 

(1) There is a need to insure accuracy 
of information supplied by an individual 
by verifying with a third party, such as 
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in the case of verifying information for a 
security clearance. 

(2) The nature of the information is 
such that it can only be obtained from a 
third party, such as an employee's 
performance in a previous job or ; 
assignment. 

(3) Obtaining the information from the 
individual would present exceptional 
practical difficulties or would result in 
unreasonable cost. · 

(b) Each individual who is. asked to 
supply personal information must be 
told of the authority (statute or 
Executive Order) which authorizes its 
solicitation; the principal purpose or 
purposes for which it is to be used; the 
routine uses to be made of it; whether 
furnishing such information is 
mandatory or voluntary; and the effects 
on him, if any, of not providing it. This 
notice to the individual may be made on 
the form used to collect the information 
or on a separate form which can be 
retained by the individual. This advice 
must be given regardless of the media 
used in requesting information, whether 
it is a "form" in the usual sense, i.e., a 
preprinted document with a control 
number and an edition·date, or a format, 
questionnaire, survey sheet, or report 
rendered on a blank sheet. 

(1) Forms in use before September 27, 
1975, which are to be used on and after 
that date must meet the notice 
requirements by use of a separate 
statement to accompany each form 
subject to the provisions of the Privacy 
Act of 1974: The statement will be 
assigned the identifying number used in 
collecting the information and the suffix 
"Privacy Act Statement," as follows: 

(i) For forms in regularly issued, 
numbered series, thePrivacy Act 
Statement shall bear the same number . 
as the form to which it pertains. 

(ii) For unnumbered formats, 
questionnaires, survey forms, and 
reports, the Privacy Act Statement will 
bear the report control symbol or OMB 
Approval Number under the authority of 
which the information is collected if 
applicable. 

(2) As forms are revised or riew ones 
issued, the Privacy Act Statement shall 
be incorporated, if practical, in the body 
of each form, format, questionnaire, 
survey sheet, or report initiated or 
revised on or after September 27, 1975. 
Where feasible, the Privacy Act· 
Statement when incorporated on a form, 
format, etc. should be positioned in such 
a manner that the individual will be· 
informed of the information required by 
the act before he begins to furnish any 
of the information requested. 

(3)(i) The proponent, i.e., the initiator, 
has the final responsibility for 
determining whether a form, format, 

questionnaire, survey, or report requires 
a Privacy Act Statement. Statements 
should be sufficiently complete and 
specific, but, at the same time, be 
concise and couched in easily 
understood language. 

(ii) Forms and information 
management officers at all echelons of 
DCAA must assure that Privacy Act 
Statements are available and that new 
forms contain the Statement, if required.' 

(iii) No element may deny any 
individual any right, benefit, or privilege 
provided by law because of such ' 
individual's refusal to disclose· his SSN, 
unless such disclosure is required by 
Federal statute or to any element 
maintaining a system of records in 
existence and operating before January 
1, 1975, if such disclosure was required 
under stah.1te or regulation adopted prior 
to such date to verify the identity of an 
individual. Executive Order No. 9397, 
November 22, 1943, authorizes elements 
to use the SSN as a system of numerical 
identification of individuals. 

(iv) Any DCAA element which 
requests an individual to disclose the 
SSN must inform that individual 
whether disclosure is mandatory or 
voluntary, by what statutory or other 
authority such number is ~olicited, and 
what uses will be made of it. 

(c) If disclosure of the SSN is not 
required by Federal statute or is not for 
a system of records in existence and. 
operating prior to January 1, 1975, 
DCAA elements are not precluded from 
requesting it from the individuals 
concerned. However, the separate 
Privacy Act Statement for the SSN 
alone, or a merged Privacy Act 
Statement, covering not only the SSN 
but also other items of personal 
information, must make clear that the 
disclosure of the SSN is voluntary. If, in 
such instances, the individual refuses to 
disclose it, the element concerned must 
be prepared to identify him by alternate 
means. 

§ 317.9 Exemptions. 

(a) The Director, DCAA reserves the 
right .to designate the systems of records 
maintained by this agency which are to 
be exempted from certain provisions of 

. the Privacy Act of 1974, and shall 
publish in the Federal Register 
information specifying the name of each 
designated system, the specific 
provisions of the act from which each 
system is to be exempted, and the 
reasons for each exemption of the 

·record system. 
(b) To qualify for a general exemption, 

as defined in the Privacy Act of 1974, the 
system of records must be maintained 
by an agency or component thereof . 



which performs as its principal function 
any activity pertaining to the 
enforcement of criminal laws, including 
police efforts to prevent, control, or 
reduce crime or to apprehend criminals, 
and the activities of prosecutors, courts, 
correctional, probation, pardon, or 
parole authorities. Such system of 
records must consist of: 

(1) Information compiled for the 
purpose of identifying individual 
criminal offenders and alleged offenders 
and containing only ·identifying data and 
notations of arrests, the nature and 
disposition of criminal charges, 
sentencing, confinement, release, and 
parole and probation status; 

(2) Information compiled for the 
purpose of a criminal investigation, 
including reports of informants and 
investigator~. and associated with an 
identifiable individual; or 

(3) Reports identifiable to an 
individual compiled at any state of the 
process of enforcement of the criminal 
laws from arrest or indictment through 
release from supervision. 

(c) To qualify for a specific exemption, 
as defined by the· Privacy Act of 1974, 
the system of records must be: 

(1) SpeCifically authorized under 
criteria established under an Executive 
Order to be kept classified in the 
interest of national defense or foreign 
policy and are in fact properly classified 
pursuant to such Executive Order; 

(2) Investigatory material compiled for 
law enforcement purposes, other than 
material covered under a general 
exemption; however, an individual shall 
not be denied access to information 
which has been used to deny him a right 
or privilege unless disclosure would 
reveal a confidential source. The 
Security Officer, DCAA, shall establish 
procedures governing the granting of 
confidentiality; 

(3) Maintained in connection with 
providing protective service to the 
President of the United States or other 

· individuals protected pursuant to 18 
u.s.c. 3056. 

(4) Used only to generate aggregate 
data or for other similarly evaluative or 
analytic purposes and which are not 
used to make decisions on the rights, · 
benefits, or entitlements of individuals 
except for the disclosure of a census 
record permitted by 13 U.S.C. 8. 

(5) Investigatory material compiled 
solely for the purpose of determining 
suitability, eligibility, or qualifications 
for Federal civilian employment, 
military service, Federal contracts, or 
access to classified information, but 
only to the extent that the disclosure of 
such material would reveal the identity 
of a source who furnished information to 
the Government under an express 
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promise that the identity of the source 
would be held in confidence, pr prior to 
September 27, 1975, under an implied 
promise that the identity of the source 
would be held in confidence. The 
Security Officer, DCAA; shall establish 
procedures governing the granting of 
confiden ti ali ty; 

(6) Testing or examination material 
used solely to determine individual 
qualifications for appointment or 
promotion in the Federal service, the 
disclosure of which would compromise 
the objectivity or fairness of the testing 
or examination process; or 

(7) Evaluation rna terial used to . 
determine potential for promotion in the 
Armed Services, but only to the extent 
that the disclosure of such rna terial 
would reveal the identity 9f a source 
who furnished information to the 
Government under an express promise 
that the identity of the source would be 
held in confidence or prior to September 
27, 1975, under an impliep promise that 
the identity of the source would be held 
in confidence. · 

(d) Section 5 U.S.C. 552a (j) and (k) 
authorize an agency head to exempt 
certain systems of records or parts of 
certain systems of records from some of 
the requirements of the act. All systems 
of records maintained by the Defense 
Contract Audit Agency shall be exempt 
from the requirements of 5 U.S.C. 
552a(d) pursuant to 5 USC 552a(k)(1).to 
.the extent that the system contains any 
information properly classified under · 
Executive Order 11652, "Classification 
and Declassification of National 
Security Information and Material," 
dated March 8, 1972 (37 FR 10053, May 
19, 1972) and which is required by the 
Executive Order to be kept secret in the 
interest.of national defense or foreign 
policy. This exemption, which may be 
applicable to parts of all systems of 
records, is necessary because certain 
record systems not otherwise 
specifically designated for exemptions 
may contain isolated information which 
has been properly classified. 
[40 FR 55538, Nov. 28, 1975, as amended at 42 
FR 35157, July 8, 1977] 

§ 317.10 System~ ofrecords. . 
(a)(1) Each DCAA element shall 

maintain in its records systems only 
such personal information as is relevant 
and necessary to.accomplish a purpose 
or mission required by statute or 
Executive Order of the President. 

(2) Each element shall identify the 
specific provision of law; or Executive 
Order, which provides authority for the 
maintenance of information in each 
system of records. 

(3) Statutory or regulatory authority to 
establish and maintain a system of 
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records does not convey unlimited 
authority to collect and maintain all 
information which may be useful or 
convenient to have. The proponent of 
each system of records will evaluate 
each category of information in a system 
for both necessity and relevanc~. In 
performing this evaluation the following 
points will be considered: 

(i) Relationship of each item of 
information to the statutory or 
regulatory purpose for which the system 
is maintained. 

(ii) Specific ad~erse consequences of 
not collecting each category of 
information. 

(iii) Possibility of meeting the 
information requirement through use of 
information not individually identifiable 
or through sampling techniques. 

(iv) Length of time that the 
information is needed and, where 
appropriate, techniques for purging parts 
of the record. 

(v) Financial cost of information 
maintenance compared to risk or 
adverse consequence of not maintaining 
it. 

(vi) Necessity and relevance of this 
information to all individuals included 
in the system. 

(4) Collection will be discontinued for 
each category or item of information 
which after the above evaluation does 
not appear to be reasonably justifiable. 
Moreover, such information will be 
withdrawn and destroyed provided it 
can be economically segregate'd from 
necessary and relevant information; 

(5) The evaluation described above 
will be performed by each proponent of 
·a system of records: 
. (i) During the design phase of a new 
system of records or a change in an 
existing system of records. · 

(ii) Annually, prior to republication of 
all system notices in the Federal 
Register. 

(b)(1) The Privacy Act requires that a 
notice of the existence of each system of 
records, as defined in § 317.5, be 
published in the Federal Register. Initial 
system notices will be submitted to the 
Office of the Assistant Secretary of 
Defense (Comptroller) (OASD(C)) by the 
Records Administrator. 

(2) Notices for n:ew systems must be 
published in the Federal Register for 
public comment at least 30 days before 
the system may be legally implemented. 
The proposednotices shall be submitted 
to the Records Administrator at least 90 
days before the proposed implementing 
date. The Records Administrator shall 
submit the proposed system notices to 
OASD(C) 60 days before the proposed 
implementing date. 
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(3)(i) The following proposed changes 
to an existing system must be published 
in the Federal Register for public 
comment at least 30 days before the 
changes are implemented: 

(A) Those which expand the 
categories of individuals on whom 
records are maintained. 

(B) Those which add new categories 
or records to the system. 

(C) Those which add new categories 
to the sources. 

(D) New or changed routine uses 
which involve disclosure to a new 
category of recipient. 

(E) Changes in procedures governing 
access. 

(ii) Notices of proposed changes to 
existing systems will be submitted to the 
Records Administrator 90 days before 
implementation. 

(4) Changes in records systems not 
stated in paragraph (b )(3)(i) of this · 
section, do not require advance 
publication, but must be submitted for 
inclusion in the annual consolidated 
listing of records systems. Accordingly, . 
each DCAA element shall establish 
procedures to ensure that all such 
changes are forwarded to the Records 
Administrator by May 1 of each year for 
submission to the Office of the Assistant 
Secretary of Defense (Comptroller) by 
May 31 for annual publication in the 
Federal Register. 

(5) Concurrently with paragraphs . 
(b)(3) and (4) of this section, the Office 
of the Assistant Secretary of Defense 
(Comptroller) shall provide the Office of 
Management and Budget and the 
Privacy Protection Study Commission 
advance notice of proposals to establish 

· new systems or to change routine uses 
of existing system. 

(6) The Records Administrator shall 
ensure that information contained in 
each system notice; as published in the 
Federal Register, is incorporated in 
DCAA Manual 5015.1, Files 
Maintenance and Disposition. DCAA 
elements shall take immediate action to 
either publish a system notice, or 
discontinue any system of records not 
contained in the Files Maintenance and 
Disposition Manual. 

(c)(1) Records used by DCAA 
elements in making determinations 
abol).t an individual will be maintained 
with such accuracy, relevance, 
timeliness, and completeness as is 
reasonably necessary to ensure fairness 
to the individual in any determination. 

(2) Prior to disseminating any record 
about an individual to any person other 
than a Federal agency, unless the 
dissemination is made pursuant to the 
Freedom of Information Act, reasonable 
efforts will be made to ensure that such 
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records are accurate, complete, timely, 
and relevant for agency purposes. 

(d) Maintenance of a system of 
records describing how individuals 
exercise rights guaranteed by the First 
Amendment is prohibited unless 
expressly authorized by Federal statute 
or by the individual concerned, unless 
pertinent to and within the scope of an 
authorized law enforcement activity. 
The exercise of these rights includes, but 
is not limited to, religious and political 
beliefs, freedom of speech and the press, 
and the right of assembly and to· 
petition. 

(e) The head of each DCAA element 
shall assure that persons, including 
Government contractors or their 
employees, involved in the design, 
development, operation, maintenance, 
or control of any system of records, as 
defined in § 317.5, are informed of all 
requirements to protect the privacy of 
the individuals who are subjects of the 
records. The following sanctions should 
be emphasized to personnel:· 

(1) There are criminal penalties for 
knowingly and willfully disclosing a 
record about an individual without the 
written consent or the written request of 
that individual, or unless disclosure is 
for one of the reasons listed in § 317.7. 

(2) The agency may be subject to civil 
suit for failure to comply with the 
Privacy Act of 1974. 

(f)(1)Each DCAA element shall 
establish administrative and physical 
safeguards to protect each system of 
records from unauthorized or 
unintentional access, disclosure, 
modification, or destruction. These 
safeguards shall apply to systems of 
records, in whatever medium in which 
personal information is processed or 
stored. Such safeguards shall be tailored 
to the requirements of each system of 
records. 

(2) Access to personal information 
shall be restricted to those persons 
whose official duties require access and 
the individual concerned and in 
accordance with § 317.7. 

(3) Each DCAA element shall ensure 
that all persons whose official duties 
require access to or processing and 
maintenance of personal information are 
trained in the proper safeguarding and 
use of such information. 

(4) Personal records and documents 
shall be stored so as to reasonably 
preclude unauthorized disclosure. 

(5) Disposal of records containing 
personal information which are no 
longer required will be accomplished in 
such a manner that will prevent the 
contents from being disclosed, e.g., 
tearing the record into pieces to prevent 
reconstruction, burning, or in the case of 

. magnetic tapes, by degaussing. 

[40 FR 55538, Nov. 28, 1975. Redesignated at 
56 FR 55631, Oct. 29, 1991 and amended at 56 
FR 57802, Nov. 14, 1991] 

§ 317.11 Annual report. 

(a) Each DCAA Region shall prepare 
an annual report for the preceding 
calendar year on its implementation of· 
the Privacy Act. 

(b) Seven copies of the report shall be 
furnished to the Records Administrator 
by March .15 of each year for transmittal 
in six copies to the OASD(C) by March 
31 of each year. 

(c) The annual report shall contain the 
following: 

(1) A brief management summary of 
the status of actions taken to comply 
with the act, the results of these efforts, 
any problems encountered and 
recommenda tioris for any changes in 
legislation, policies, or procedures. 

(2) A summary of major 
accomplishments; i.e., improvements in 
information practices and safeguards. 

(3) A summary of major plans for 
activities in the upcoming year, e.g., area 
of emphasis, additional securing of 
facilities. 

(4) A list of systems which are 
exempted during the year from any of 
the operative provisions of this law 
permitted under the terms ofsubsections' 
(j) and (k) of the Privacy Act' of 1974, 
whether or not the exemption was 
obtained during the year, the number of 
records in;each system exempted from 
each specific provision and reasons for 
invoking. the exemption. 

(5) A brief summary of changes to the. 
total inventory of personal data systems 
subject to .the provisions of the act, 
including reasons for major changes, 
e.g., the extent to which review of the 
relevance of and necessity for records 
has resulted in elimination of all or 
portions of systems of records or any 
reduction in the number of individuals 
on whom records are maintained. 

(6) A general description of 
operational experiences including 
estimates of the nuinber of .individuals 
(in relation to the total number of 
records in the systerri) requesting 
information on the existence of records 
pertaining to them, refusing to provide 
information, requesting access to their 
records, appealing initial refusals to 
amend records, and seeking redress 
through the courts. 

(7) Any available data, or estimates, 
of the cost of administering the Priv·acy 
Act of 1974. 



PART 318-DEFENSE NUCLEAR 
AGENCY PRIVACY PROGRAM 

Sec. 
318.1 Purpose. 
318.2 Applicability. 
318.3 Designations. 
318.4 Responsibilities. 
318.5 Exemp~ions. 

Authority: Pub. L. 93-597, 88 Stat. 1896 (5 
U.S.C. 552a). 

Source: 51 FR 12312, Apr. 10, 1986. 
Redesignated at 56 FR 55631, Oct. 29, 1991. 

§ 318.1 Purpose. 

This rule implements the provisions of 
the Privacy Act of 1974, as amended, 
and adopts the policies and procedures 
as set forth by the Department of 
Defense Privacy Program, 32 CFR part 
310. 
[51 FR 12312, Apr. 10, 1986. Redesignated at 
56 FR 55631, Oct. 29, 1991 and amended at 56 
FR 57802, Nov. 14, 1991] 

§ 318.2 Applicability. 
The provisions of this rule apply to 

Headquarters, Defense Nuclear Agency 
(HQDNA), Field Command, Defense 
Nuclear Agency (FCDNA), and the 

· Armed Forces Radiobiology Research 
. Institute (AFRRI). 

§ 318.3 Designations. . 
The General Counsel, HQDNA, is 

designated as the agency Privacy Act 
Officer. The Privacy Act Officer is the 
principal point of contact for privacy 
matters and is the agency Initial Denial 
Authority. The Director, DNA, is the 
agency Appellate Authority. 

§ 318.4 Responsibilities. 
(a) The Director, DNA is responsible 

for implementing the agency Privacy 
Program in accordance with the specific . 
requirements of 32 CFR part 310. 

(b) The Privacy Act Officer is 
responsible for monitoring and ensuring 
agency compliance with the DoD 
Privacy Program in accordance with 32 
CFR part 310. 

(c) Agency component and element 
responsibilities are set forth in DNA 
Instruction 5400.11A, 1 March 3,1986. 
[51 FR 12312, Apr. 10, 1986, as corrected by 51 
FR 15479, Apr. 24, 1986. Redesignated at 56 
FR 55631, Oct. 29, 1991, and amended at 56 FR 
57802, Nov. 14, 1991] 

§ 318:5 Exemptions. 
· (a) HDNA 007 Security Operations; 

(1) Specific Exemption. Portions of 
this system of records are exempt from 
the provisions of 5 U.S.C. 552a (c)(3); (d); 
(e)( 4) (G), (H), (I); and (f). 

(2) Authority. 5 U.S.C. 552a(k)(5). 

1 Copies may be obtained, if needed, from: HQ, 
Defense Nuclear Agency, Office of General Counsel, 
Washington. DC 20305-1000. 
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(3) Reason. To protect the identity of a 
source who furnished information to the 
Government under an express promise 
that the identity of the source would be 
held in confidence, or, pdor to 
September 27, 1975, under an implied 
promise that identity of the source 
would be held in confidence. 

(b) In a.ccordaQ.ce with 32 CFR 
310.50(c), the blanket exemption for 
classified rna terial is applicable to. any 
agency system of records. · 
[51 FR 12312, Apr. 10, 1986. Redesignated at 
56 FR 55631, Oct. 29, 1991, and amended at 56 
FR 57802, Nov. 14, 1991) 

PART 319-PRIVACY ACT OF 1974 

Sec. 
319.1 Authority. 
319.2 Purpose. 
319.3 Scope. 
319.4 Definitions. 
319.5. Procedures for requests pertaining to 

individual records in a record system. 
319.6 Disclosure ofrequested information to 

individuals. 
319.7 Special procedures: Medical records. 
319.8 Request for correction of amendment 

to record. 
319.9 Agency review of request for 

correction or amendment of record . 
319.10 Appeal of initial adverse Agency 

determination for access, correction or 
amendment. 

319.11 Fees. 
319.12 General exemptions. [Reserved] 
319.13 Specific exemptions. 

Authority: Pub. L. 93-579, 88 Stat 1896 (5 
U.S.C. 552a) 

Source: 51 FR 44064, Dec. 8, 1986. Correctly 
redesignated from 292a at 56 FR 57799, Nov.' 
14, 1991. 

§ 319.1 Authority. 
Pursuant to the requirements of 

section 553 of Title 5 of the United 
States Code, the Defense Intelligence 
Agency promulgates its rules for the 
implementation of the Privacy Act of 
1974, Pub. L. 93-579, 5 U.S.C. 552a(f) and 
(k). 

§ 319.2 Purpose. 
(a) To promulgate rules providing 

procedures by which individuals may 
exercise their rights granted by the act 
to: (1) Determine whether a Defense 
Intelligence Agency system of records 
contains a record pertaining to 
themselves; (2) be granted access to all 
or portions thereof; (3) request · 
administrative correction or amendment 
of such records; (4) request an 
accounting of disclosures from such 
records; and (5) appeal any adverse 
determination for &ccess or correction/ 
amendment of records. · 

(b) To set forth Agency policy and fee 
schedule for cost of duplication. 

(c) To identify records subject to the 
provisions of these rules. 

805 

(d) To specify those systems of 
records for which the Director, Defense 
Intelligence Agency, claims an 
exemption. 

§ 319.3 Scope. 

(a) Any individual who is a citizen of 
the United States or an alien lawfully 
admitted for permanent residence in the 
United States may submit an inquiry to 
the Defense Intelligence Agency .. 

(b) These rules apply to those systems 
of records: (1) Maintained by the 
Defense Intelligence Agency; (2) for 
which the Defense Intelligence Agency 
prescribes the content and disposition 
pursuant to statute or executive order of 
the President, which may be in the 
physical custody of another Federal 
agency; (3) nof exempted from certain 
provisions of the act qy the Director, 
Defense. Intelligence Agency. 

(c) The Defense. Intelligence Agency 
may have physical custody of the · 
official records of another Federal 
agency which exercises dominion and 
control over the records, their content,. 
and access thereto. In such cases, the 
Defense Intelligence Agency 
maintenance of the records is 
considered subject to the rules of the 
other Federal agency. Except for a 
request for a determination of the 
existence of the record, when the 
Defense Intelligence Agency receives 
requests related to these records, the 
DIA will immediately refer the request 
to the controlling agency for all 
decisions regarding the request and will 
notify the individual making the request 
of the referral. 

(d) Records subject to provisions of 
the Act .which are transferred to the 
Washington National Records Center for 
storage shall be considered to be 
maintained by the Defense Intelligence 
Agency. Disclosure from such records­
to other than an element of the Defense 
Intelligence Agency-can only be made 
with the prior approval of the Defense 
Intelligence Agency. 

(e) Records subject to provisions of 
the act which are transferred to the 
National Archives shall be considered 
to be maintained by the National 
Archives and are no longer records of 
the Agency. 

§ 319.4 Definitions. 

(a) All terms used in this part which 
are defined in 5 U.S.C. 552a shall have 
the same meaning herein. 

(b) As used in this part: 
.(1) The term "Act" means the Privacy 

Act of 1974, Pub. L. 93-579, 5 U.S.C. 552a. 
(2) The term "Agency" means the 

Defense Intelligence Agency .. 
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§ 319.5 Procedures for requests · 
pertaining to individual records in ~ record 
system. . 

(a) An individual seeking notification 
of whether a system of records, 
maintained by the Defense Intelligence 
Agency, contains a.record pertaining to 
himself/herself and who desires to . . · 
review, have copies. made of such 
records, or to be provided an accounting 
of disclosures from such records, shall 
submit his or her request in writing. 
Reque.sters are encouraged to review the_ 
systems of records notices published. by -
the Agency so as to specifically identify 
the particular record system(s) of 
interest to be accessed. 
· (b) In addition to meeting the 

requirements set forth in this § 319.5, the 
individual seeking notification, review 
or copies, and an accou·nting of · 
disclosures will provide in. writing his or 

·her full name; address, social security 
account number or date of birth and a 
telephone number wher!=! the requester 
can be contacted should questions arise 
concerning his or her request.' This' 
information will be used only for the 
purpose of identifying relevant records · 
in response to an individual's inquiry. It 
is further recommended that individuals 
indicate any present or past ,relationship 
or affiliations, if any, with the Agency 
and the appropriate dates in order to 
facilitate a more thorough search of the 
record system specified and any other · 
system which may contain inf?rmation 
concerning the individual. A signed 
notarized statement may also be 
required. · 

(c) An individual who wishes to be. 
accompanied by another individual· -
when reviewing his or her records, must 
provide the Agency with written consent 
authorizing .the Agency to disclose or 
discuss such records in the presence of 
the accompanying individual. 

(d) A request for medical records must 
be submitted as set forth in § 319.7. 

(e) Individual~ should mail their 
written request to: Defense Intelligence 
Agency, DSP-1A, Washington; DC 
20340-3299 and indicate clearly on the 
outer envelope "Privacy Act Request." 

(f) An individual who makes a request 
on behalf of a minor or legal 
incompetent shall provide a signed 
notarized statement affirming the 
relationship. 

(g) When an individual wishes to . 
authorize another person access.to his 
or her records, the individual shall 
provide a signed notariz~d statement 
authorizing and consentmg .to access by 
the designated person. . 

(h) Except as provided by sectiOn 
552a(b) of the act, 5 U.S.C. 552a(b), the 
written request or prior written consent 
of the individual to whom a record 
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pertains shall be required before such 
record is disclosed to any person or to 
another agency outside the Department 
of Defense. 

(i) Any person who knowingly and 
willfully requests or obtains any record _ 
concerning an individual from this 
Agency under false pretenses .shall be 
guilty of a misdemeanor and fmed not 
more than $5,0oo: · 
[51 FR 44064, Dec. 8,1986, as ame~ded by 56 
FR 56595, Nov. 6, 1991. Correctly redesignated 
at 56 FR 57799, Nov. 14, 1991] 

§ 319.6 Disclosure of. requested 
information to individuals. 

The Defense Intelligence Agency, 
upon receiving a request for notification 
of the existence of a record or for access 
to a record, shall: (a) Determine whether 
such record exists; (b) determine 
whether access is available under the 
Privacy Act; (c) notify the requester of 
those determinations within 10 days 
(excluding Saturday, Sunday ?nd legal 
public holidays) and;r(d) provide access 
to information pertaining to that person 
which has been determined to be 
available. 

§ 319.7. · Special procedures: Medical 
records. 

Medical records, requested pursu~nt 
to § 319.5, will be disclosed to the · 
requester unless the disclosure of such. 
records directly to the requester could, 
in the judgment of a physician, have an 
adverse effect on the physical or mental 
he.alth or safety and welfare of the 
requester or other persons with whom 
he may have contact. In such an. · 
instance, the information will be 
transmitted to a physician named by the 
requester or to a person qualified to 
make a psychiatric or medical · 
determination. 
[51 FR 44064, Dec~ 8, 1986, as amended by 56 
FR 56595, Nov. 6, 1991. Correctly redesignated 
at 56 FR 57799, Nov. 14, 1991] 

§ 319.8 Request for correction or. 
amendment to record. 

(a) An individual may request that the 
Defense Intelligence Agency correct, 
amend, or expunge any record, or 
portions thereof, pertaining to the 
requester that he believes .to be 
inaccurate, irrelevant, untimely; or 
incomplete. 

(b) Such requests shall be in writing 
and may be mailed to DSP-1A as 
indicated in § 319.5. 

(c) Th~ requester shall provide 
sufficient information to identify the 
record and furnish rna terial to . 
substantiate the reasons for requesting 
corrections, amendments or 
expurgation. 

[51 FR 44064, Dec. 8, 1986, as amended by 56 
FR 56595, Nov. 6, 1991. Correctly redesignated 
at 56 FR 57799, Nov. 14, 1991] 

§ 319.9 Agency review of request for 
correction or amendment of record. 

(a) The Agency will acknowledge a 
request for correction or amend~ent of 
a record within 10 days ( excludmg 
Saturday, Sunday, and legal publ~c 
holidays) of receipt. The 
acknowledgment will be in writing and 
will indicate the date by which the 
Agency expects to make its initial 
determination. · 

(b) The Agency shall complete its 
consideration of requests to correct or 
amend records within 30 days · 
(excluding Sat1,1rday, Sunday, and leg~l 
holidays) and inform the requester of Its 
initial determimition. . · 

(c) If it is determined that records 
should be corrected or amended in 
whole or in part, the Agency shall 
advise the requester in writing of its 
determination; and correct or amend the 
records accordingly. The AgencY ~hall 
then advise prior recipients of the 
records of the fact that a correction or 
amendment was made and provide the 
substance of the change. · • . 

(d) If the Agency determ~nes that a 
record should not be corrected or 
amended, in: whole or in part, as 
requested by the. individu~l, the. ~gency 
shall advise the requester m wntmg of 
its refusal to correct or amend the . . 
records and the reaso.ns therefor. The 
notification will inform the requester 
that the refusal may be appealed 
administratively and will advise the 
individual of the procedures for such 
appeals. 

§ 319.1 o Appeal of initial adverse Agency 
determination for access, correction~ or 
amendment. 

(a) An individual who.disagr~es with 
the denial or partial demal of his. or her 
request for access, correction, or 
amendment of Agency records 
pertaining to himself/herself, ?Iay file a 
request for administrative review of 
such refusal within 30 days after the 
date of notification of the denial or 
partial denial. · . 

(b) Such requests should be in writing 
and may be mailed to RTS-1 as 
indicated in § 319.5. 

(c) The requester shall provide a brief · 
written statement setting forth the 
reasons for his or her disagreement with 
the initial determination and provide 
such additional supp.orting material as 
the individual feels ne.cessary to justify 
his or her appeal. · 

(d) W{thin 30 days (excluding 
Saturday,Sunda~andlegalpublic 
holidays) of the receipt of request for 



review, the Agency shall advise the 
individual of the final disposition of his 
or her request. · 

(e) In those cases where the initial 
determination is reversed, the individual 
will be so informed and the Agency will 
take appropriate action. 

(f) In those cases where the initial 
determinations are sustained, the 
individual shall be advised: 

(1) In the case of a request for access 
to a record; of the individual's right to 
seek judicial review of the Agency 
refusal for access. 

(2) In the case of a request to correct 
or amend the record: (i) Of the 

. individual's right to file with record in 
question a concise statement of his or 
her reasons for disagreeing with the 
Agency's decision, (ii) of the procedures 
for filing a statement of disagreement, 
and (iii) of the individual's.right to seek 
judicial review of the Agency's refusal 
to correct or amend a record. 
[51 FR 44064, Dec. 6, 1966, as amended by 56 
FR 56595, Nov. 6, 1991. Correctly redesignated 
at 56 FR 57799, Nov. 14, 1991] 

§ 319.11 Fees. 
(a) The schedule of fees chargeable is 

contained at § 286.60 et seq. As a 
component of the Department of 
Defense, the applicable published 
Departmental rules and schedules with 
respect to fees will also be the policy of 
DIA. 

(b) Current employees of the Agency 
will not be charged for the first copy of a 
record provided by the Agency. , 

(c) In the absence of an agreement to 
pay required anticipated costs, the time 
for responding to a request begins o'n 
resolution of this agreement to pay. 

(d) The fees may be paid by check, 
draft or postal money order payable to 
the Treasurer of the United States. 
Remittance will be forwarded to the 
office designated in § 319.5(e). 
[51 FR 44064, Dec. B, 1966, as amended by 56 
FR 56595, Nov. 6, 1991. Correctly redesignated 
at 56 FR 57799, Nov. 14, 1991] 

§ 319.12 General exemptions [Reserved] .. 

§ 319.13 Specific exemptions. 
(a) All systems of records maintained 

by the Director, Defense Intelligence 
Agency shall be exempt from the 
requirements of 5 U.S.C. 552a(d) 
pursuant to 5 U.S.C. 552a(k)(1) to the 
extent that the system contains any 
information properly classified under 
Executive order to be kept secret in the 
interest of national defense or foreign 
policy. This exemption, which may be 
applicable to parts of all systems of 

·records, is necessary because certain 
record systems not specifically 
designated for exemption may contain 
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isolated information which has been 
properly classified. 

(b) The Director, Defense Intelligence 
Agency, designated the systems of 
records listed below for exemptions 
under the specified provisions of the 
Privacy Act of1974, as amended (Pub. L. 
93-579): 

(c) System identification and nap1e: 
LDIA 0271, Investigations and 
Complaints. . 

(1) Exemption: Any portion of this 
record system which falls within the 
provisions of 5 U.S.C. 552a(k) (2) and (5) 
may be exempt from the following 
subsections of 5 U.S.C. 552a: (c)(3), (d), 
(e)(1), (e)(4)(G), (e)(4)(H), and (e)(4)(I) . 

(2) Authority: 5 U.S.C. 552a(k) (2) and 
(5). 

(3) Reasons: The reasons for asserting 
these exemptions are to ensure the 
integrity of the Inspector General 
process within the Agency. The 
execution requires that information be 
provided in a free and open manner 
without fear of retribution or 
harassment in order to facilitate a just, 
thorough and timely reso.lution of the 
complaint or inquiry. Disclosures from 
this system can enable individuals to 
conceal their wrongdoing or mislead the 
course of the investigation by 
concealing, destroying or fabricating 
evidence or documents. Also, 
disclosures can subject sources and 
witnesses to harassment or intimidation 
which may cause individuals not to seek 
redress for wrongs through Inspector 
General channels for fear of retribution 
or harassment. · 

(d) System identification and name: 
LDIA 0275, DoD Hotline Referrals. 

(1) Exemption: Any portion of this 
record system which falls within the 
provisions of 5 U.S.C. 552a(k) (2) and (5) 
may be exempt from the following 
subsections of 5 U.S.C. 552a: (c)(3), (d), 
(e)(1), (e)(4)(G), (e)(4)(H), and (e)(4)(I). 

(2) Authority: 5 U.S.C. 552a(k) (2) and 
(5); 

(3) Reason: The reasons for asserting 
these exemptions are to ensure that 
informants can report instances of fraud 
and mismanagement without fear of 
reprisal or unauthorized disclosure of 
their identity. The execution of this 
function requires that information be 
provided in a free and open manner 
without fear of retribution of harassment 
in order to facilitate a just, thorough and 
timely resolution of the case. These 
records are privileged Director, DIA, 
documents and information contained 
therein is not routinely released or 
disclosed to anyone. 

(e) System identification and name: 
LDIA 0660, Security Files. 

(1) Exemption: Any portion of this 
record system which falls within the 
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provisions of 5 U.S.C. 552a(k) (2) and (5) 
may be exempt from the following 
subsections of 5 U.S.C. 552a: (c)(3), (d), 
(e)(1), (e)(4)(G), (e)(4)(H), and (e)(4)(I). 

(2) Authority: 5 U.S.C. 552a(k) (2) and 
(5). 

(3) Reason: The reasons for asserting 
these exemptions are to ensure ·the 
integrity of the adjudication process 
used by the Agency to determine the· 
suitability, eligibility or qualification for 
Federal service with the Agency and to 
make determinations concerning the 
questions of access to classified 
materials and activities. The proper 
execution of this function requires that 
the Agency have the ability to obtain 
candid and necessary information in 
order to fully develop or resolve 
pertinent information developed in the 
process. Potential sources, out of fear or 
retaliation, exposure or other action, 
may he unwilling to provide needed 
information or may not be sufficiently 
frank to be a value in personnel 
screening, thereby seriously interfering · 
with the proper conduct and 
adjudication of such matters .. 

(f) System identification and name: 
LDIA 0800, Operation Record System. 

(1) Exemption: Any portion of this 
record system which falls within the 
provisions of 5 U.S.C. 552a(k) (2) and (5) 
may b·e exempt from the following 
subsections of5 U.S.C. 552a: (c)(3), (d), 
(e)(1), (e)(4)(G), (e)(4)(H), and (e)(4)(1). 

(2) Authority: 5 U.S.C. 552a(k) (2) and 
(5). 

(3) Reason: The. reasons for asserting 
these exemptions are to ensure the 
integrity of ongoing foreign intelligence 
collection and/ or training activities 
conducted by .the Defense Intelligence 
Agency and the Department of Defense. 
The execution of these functions 
requires that information in response to 
national level intelligence requirements 
be provided in a free and open manner 
without fear of retribution or 
unauthorized disclosure. Disclosures 
from this system can jeopardize 
sensitive sources and methodology. 
[56 FR 56595, Nov. 6, 1991. Correctly 
redesignated at 56 FR 57799, Nov. 14, 1991] 

PART 320- PERSONAL PRIVACY AND 
RIGHTS OF INDIVIDUALS REGARDING 
THEIR PERSONAL RECORDS, 
DEFENSE MAPPING AGENCY 

Sec .. 
320.1 Purpose and scope. 

· 320.2 Definitions. 
320.3 Procedures for requests for 

information pertaining to individual 
records in a record system. 

320.4 Disclosure of requested information to 
individuals. 
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Sec. 
320.5 Request for correction or amendment 

to record. 
320.£?. Agency review of request for 

correction or· amendment of record. 
320.7 Appeal of initial adverse agency 

determination on correction or 
amendment. 

320.8 Disclosure of record to person other 
than the individual to whom it pertains .. 

320.9 Fees. 
320.10 Penalties. 
320.11 . Specific exemptions~ 

Authority: Pub. L. 93-579, 88 Stat. 1986 (5 
U.S.C. 552a). . 

Source: 40 FR 55543, Nov. 28, 1975, unless 
otherwise noted. Redesignated from 295c at 
57 FR 8074, Feb. 20, 1992. 

.§ 320.1 Purpose and scope. · 

(a) This regulation is published 
pursuant to the Privacy Act of 1974, Pub. 
L. 93-579, 88.Stat. 1896, 5 U$.C. 552a 
(hereinafter the "Privacy Act"). This 
regulation: 

(1) Establishes or advises of 
procedures whereby an individual can 
(i) request notification of whether the 
Defense Mapping Agency (OMA) 
maintains or has disclosed a record 
pertaining to him in any nonexempt 
system. of records, (ii) request a copy or 
other access to such a record or to an 
accounting of its disclosure, (iii) reque.st 
that the record be amended and (iv) 
appeal any initial adverse determination 
of any such request; · 

(2) Specifies those systems of records 
which the Director, Headquarters DMA 
has determined to be exempt from the 
procedures established by. this 
regulation and from certain provisions 
of the Privacy Act. DMA policy · 
encompa,sses the safeguarding of 
individual privacy from any misuse of 
DMA records and the provision of the 
fullest access practicable to individuals 
to DMA records concerning them. 

§ 320.2 Definitions. 

As used in this part: 
"Individual" means a natural person 

who is a citizen of the United States or 
an alien lawfully admitted for· 
'permanent residence. A legal guardian 
or the parent of a minor have the same 
rights as the individual and may act on 
behalf of the individual. 

"Maintain" means to collect, use or 
disseminate records on individuals. 

"Record" means any item, collection 
or grouping of information about an 
individual that is maintained by the 
DMA or a Component thereof, including. 
but not limited to, his education, 
financial transactions, medical history 
and criminal or employment history and 
that contains his name or the identifying 
number, symbol or other identifying 
particulars assigned to the individual 
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such as a finger or voiCe print or a 
photograph. . 

"System of records" means a group of 
any records under the control of the· 
DMA or a Component thereof from 
which information is retrieved by the 
name of an individual or by some 
identifying number or symbol or other 
identifying particular assigned to the 
individual. 

"Routine use" means (with respect to 
the disclosure of a record), the use ·of 
such record for a purpose which is 
compatible with the purpose for which it 
was collected. Routine use encompasses 
not only common or ordinary uses but 
also all the proper and necessary uses of 
the record even if such use occurs 
infrequently. 

§ 320.3 Procedures for requests for 
information pertaining to individual records 
in a record system. 

(a) Upon request in person or by mail 
any individual, as defined in § 320.2, 
shall be informed whether or not any 
DMA system of records contains a 
record pertaining to him. 

[b) Any individual requesting such 
information in person may present 
himself at HQ DMA or at the principal 
office of the DMA Component (please 
refer to the DMA address list at 
§ 320.3(e)) thought to maintain the 
record in question and shall provide: 

(1) Information sufficient to identify 
the record, e.g., the individual's own 
name, date of birth, place of birth, and, 
if possible, an indication of the type of 
record believed to contain information 
concerning the individual, and 

(2) Acceptable identification to verify 
the individual's identity, e.g., driver's 
license, employee identification cardor 
medicare card. 

(c) Any individual requesting such 
information by mail shall address his 
request to the Director, Defense 
Mapping Agency, or to the Director of 
the DMA Component (refer to § 320.3(e) 
for address list) thought to maintain the 
record in question and shall include in 
such request the following: 

(1) Information sufficient to identify 
the record, e.g., the individual's own 
name, date of birth, place of birth, and, 
jf possible, an indication of the type of 
record believed to contain information 
concerning the individual, and, 

(2) A signed, notarized statement to 
verify his identity, if, in the opinion.of 
the DMA custodian of the record, the 
sensitivity of the material involved 

· warrants. 
(d) DMA Procedures on Requests for . 

Information. Upon receipt of a request 
for information made in accordance 
with these regulations, notice of the 
existence or nonexistence of any 

records described in such requests will 
be furnished to the requesting party 
within ten working days of receipt. 

(e) DMA Headquarters and 
Component address list: · 
· (1) Director, Defense Mapping· 

Agency, Building 56, U.S. Naval 
Observatory, Washington, DC 20305. 

(2) Director, DMA Aerospace Center, 
St. Louis Air Force Station, Missouri 
63118 ... 

(3) Director, DMA Hydrographic 
Center, Washington, DC 20390. 

(4) Director, DMA Topographic 
Center, 6500 Brooks Lane, NW, 
Washington, DC 20315. 

(5) Director, Defense Mapping School;· 
Fort Belvoir, Virginia 22060. 

(6) Director, Inter American Geodetic 
Survey, APO New York 09827. 
[40 FR 55543, Nov. 2·8, 1975. Redesignated and 
aniended at 57 FR 6074, Feb. 20, 1992] 

§ 320.4 Disclosure of requested 
information to individiJals. 

(a) Upon request by an individual 
made in accordance with the procedures 
set forth in this section, such .individual 
shall be granted access to any record 
pertaining to him which is contained in 
a nonexempt DMA system of records. 
However, nothing·in this section shall· 
allow an individual access to any 
information compiled by DMA in 
reasonable anticipation of a civil or 
criminal action or proceeding. 

(b) Procedures for requests for access 
to records. Any individual may request 
access to a DMA record pertaining to 
him in person or by mail. 

(1) Any individual making such 
request in person shall present himself 
at Headquarters Defense Mapping 
Agency, or at the principal office of the 
DMA Component (refer to § 320.3(e) for 
address list) thought to maintain such 
record and shall provide identification 
to verify the individuals' identity, e.g., 
driver's license, employee identification 
card, or medicare card. · 

(2) Any individual making a request 
for access to records by mail shall 
address such request to the Director, 
Defense Mapping Agency, or the 
Director of the DMA Component (refer 
to § 320.3(e) for address list) thought to 
maintain the record in question, and 
shall include therein a signed, notarized 
statement to verify his identity. 

(3) Any individual requesting access 
to records under this section in person 
may be accompanied by a person of his 
own choosing while reviewing the 
record requested. If an individual elects 
to be so accompanied he shall give 
notice of such election in his request and 
shall provide a written statement 
authorizing disclosure of the record in 



the presence of the accompanying 
person. Failure to so notify DMA in a 
request for access shall be deemed to be 
a decision by the individual not to be 
accompanied. 

(c) DMA determination of requests for 
access. (1) Upon receipt of a request 
made in accordance with this section, 
the Staff Director of the Headquarters or 
Component Staff Element having 
responsibility for maintenance of the 
record in question, or his delegate shall: 

(i) Determine whether or not·such 
request shall be granted. 

(ii) Make such determination and 
provide notification within 30 working 
days after receipt of such request. 

(iii) Notify t~e individual that fees for 
reproducing copies of records will-be 
assessed and should be remitted before 
the copies may be delivered. Fee 
schedule and rules for assessing fees are 
contained in § 320.9. 

(iv) Requests for access to personal 
records may be denied only after 
consultation with Council of a DMA 
Component, when available, or the 
Counsel, Headquarters DMA, in all 
other cases, to determine that such 
denial is authorized by the Act. 

(2) If access to a record is denied 
because such information has been. 
compiled by DMA in reasonable 
anticipation of a civil or criminal action 
or proceeding, the individual will be 
notified of such determination and his 
right to judicial appeal under 5 U.S.C. 
552a(g). 

(d) Manner of providing access. (1) If 
access is granted, the individual making 
the request shall notify· the DMA 
whether the records requested are to be 
copied and mailed to him. 

(2) If the records are to be made 
available for .personal inspection the 
individual shall arrange for a mutually 
agreeable time and place for inspection 
of the record. The DMA reserves the 
right to require the presence of a DMA 
officer or employee during personal 
inspection of any record pursuant to. this 
section and to request of the individual 
that he provide a signed 
acknowledgment of the fact that access 
to the record in qu~stion was granted 
him by the DMA. 
[40 FR 55543, Nov. 28, 1975. Redesignated and 
amended at 57 FR 6074, Feb. 20, 1992] 

§ 320.5 Request for correction or 
amendment to record . . 

{a) Any individual may request 
amendment of a record pertaining to 
him in accordance with the following 
procedure. 

(b) After. inspection of a record 
pertaining to him an individual may file 
a request in writing with the Staff 
Director of the DMA Headquarters or 
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Component Staff Element having 
responsibility for maintenance of the 
record in qu.estion for amendment of a 
record. Such requests shall specify the 
particular portions of the record to be 
amended, the desired amendments and 
the reasons. supported by documentary 
proof, if available, theref~r. · · 

§ 320.6 Age~cy review of request for 
correction or ame!ldment of record. 

(a) Not later than 10 working days 
after receipt of a requestto amend a 
record, in whole or in part, the Staff 
Director of the DMA Headquarters or 
Component Staff Element having 
responsibility for maintenance of the 
record in question shall make any 
correction of any portion of the record 
which the individual believes is not 
accurate, relevant, timely or complete 
and thereafter inform the individual of 
such correction; or inform the individual 
by certified mail, return receipt 
requested, of refusal to amend the 
record setting forth the reasons therefor 
artd notifying the individual of his right 
to appeal the decision to the Director, 
Defense Mapping Agency in accordance 
with § 320.7. 

(b) Requests for amendment of a 
record may be refused only after 
consultation with Counsel at a DMA 
Component, when available, or the 
Counsel, HQ DMA, in all other cases, to 
determine that such refusal is authorized 
by the Act. 

(c) Any person or other agency to 
whom the record has been previously 
disclosed shall be informed of any 
correction or notation of dispute with 
respect to such records. 

(d) These provisions for amending 
records are not intended to permit the 
alteration of evidence previously 
presented during any administrative or 
quasi-judicial proceeding, such as an 
employee grievance case. Any changes 
in such records should be made only 
through the established procedures for 
such cases. Further, these provisions are 
not designed to permit collateral.attack 
upon what has already been the subject 
of an administrative or quasi-judicial 
action. For example, an individual may 
not use this procedure to challenge the 
final i:iecision on a grievance, but the 
individual would be able .to challenge 
the fact that such action has been 
incorrectly recorded in his file. 
[40 FR 55:;>43, Nov. 28, 1975. Redesignated and 
amended at 57 FR 6074, Feb. 20, l992] 

§ 320.7 Appeal of initial adverse agency 
determination on correction or amendment. 

(a) An individual whose request for 
amendment of a record pertaining to 
him may further request a review of 
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such determination in accm;dance with 
this section. 

(b) Not later than 30 working days 
following. receipt of notification of 
refusal to amend,. an indiv.idual may file 
an appeal of such decision with the 
Director, Defense Mapping Agency. The 
appeal shall be in writing, mailed or 
delivered to Headquarters, Defense 
Mapping Agency, Building 56, U.S. 
Naval Observatory, Washington, .DC 
20305. The appeal shall identify the 
records involved, shall indicate the 
dates. of the request and adverse 
determination and shall indiCate the 
express basis for that determination. In 
addition, the letter of appeal shall state 
briefly and succinctly the reasons why 
the adverse determination should be 
reversed; 

(c) Upon appeal from a .denial to 
amend a record the Director, Defense 
Mapping Agency shall make a 
determination whether or not to amend 
the record and shall notify the 
individual of that determination by 
certified mail, return receipt requested, 
not later than 10 working days after 
receipt of such appeal, unless extended 
pursuant to paragraph (d) of this section. 

(1) The Director shall also notify the 
individual of the provisions of the 
Privacy Act of 1974 (5 U.S.C. 552a(g) 
(1A) regarding judicial review of his 
determination. 

(2) If on appeal the refusal to amend 
the record is upheld, the individual shall 
be permitted to file a statement setting 
forth the reasons for his disagreement 
with the Director's determination and 
such statement shall be appended to the. 
record in question. 

(d) The Director may extend up to 30 
days the time period prescribed above 
within which to make a determination 
on an appeal from refusal to amend a 
record for the reason that a fair and 
equitable review cannot be completed 
within the prescribed time period. 

§ 320.8 Disclosure of record to person 
o.ther than the individual to whom it 
pertains. 

(a) Subject to the conditions 
hereinafter set forth, no officer or 
employee of the DMA will disclose any 
record which is contained in a system of 
records, by any means of 
communication to any person or other 
agency who is not an individual to 
whom the record pertains. 

(b) Any such record may be disclosed 
to any person or other agency only upon 
written request or with prior written 
consent of the individual to whom the 
record pertains. 

(c) In the absence of a written consent 
from the .individual to whom the record 
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pertains, such record 
only provided such disclosu1·e 

(1) To those officers and employees of 
the DoD who have a need for the record 
in the performance of their dqties. ' 

(2) Required under the Freedom of 
Information Act. . ·. ·' 

(3) For a 'routine pse. as defined in 
§ 295.2 of this cha'pter. 

(4) To the Bureau of Census for 
purposes of planning or carrying out a 
census or .survey or related activity 
under the provisions of Title 13 of the 
U.S. Code. 

(5) To a rec~pierit who has provided 
the DMA with adequate advance 
written assurance that the record will be 
used solely as a statistical research or 
reporting record and the record is 
transferred in a form that is not 
individually identifiable and will not' be 
used to make any decisions about the 
rights, benefits or entitlements 
individual. 

(6) To the ~ational Archives of the 
United States as a record which has· 
sufficient historical or other value to 
warrant its continued preservation by 
the U.S. Government or for evaluation 
by the Administrator of the General 
Services Administration or his designee 
to determine whether the record has 
such value. 

(7) To another agency or to an 
instrumentality of any governmental 
jurisdiction within or under the control 
of the U.S. for a civil or criminal law 
enforcement activity authorized by 
provided the head of the agency or. 
instrumentality has made a prior·written. 
request to the Director, Defense 
Mapping Agency specifying the 
particular recor·d and the law 
enforcement activity for which it is 
sought. . 

(8) To a person pursuant to a showing 
of compelling circumstances affecting 
the health or safety of an individual, if 
upon such disclosure notification is 
transmitted to the last known address of 
such individual. · · 

(9) To either house of Congress, and, 
to the extent of the matter within its 
jurisdiction, any committee or 
subcommittee or joint committee of 
Congress. 

(10) To the General or 
any of his authorized representatives in 
the course of the performance of the 
duties of the GAO. 

(11) Under an order.of a court of 
competent jurisdiction. 

( d} Except for disclosures made 
PUJ~SU1ant to paragraphs (c)(l) and 

section, an accurate accounting will 
be kept of the· data, nature and purpose 
of each disclosure of a record to any 
person or agency, and the name and 
address of the person or agency to · 
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whom the disclosure was made. The 
accounting of disclosures will be made 
available for. review by the subject of a 
record at his request except for 
disclosures made pursuant to paragraph 

of this section~ If an accounting pf . 
disclo~smre h€!-s been made, any person or 
agency contaip.ed therein wiU be 
informed of any' correction or notation 
of dispute made pursuant to § 320.6. 

§ 320.9 Fees. 

(a) The following services ~e . 
available with respect to requests made 
under the provisions of this partJor . 
which fees will be charged. as provided . 
in paragr$phs (b) a:nd (c) of 'his sectiqn: .. 

[1) Copying of records/documenh~. 
(2) Certification of copies of records/ 

documents. 
{b l The fees set forth below provide 

for documents to be mailed with 
ordinary first-class postage prepaid. If a 
copy is to be transmitted, at the· 
individual's request, by r.egistered, 
certified, air or special delivery mail, 
postage therefor will be added to the 
basic fee. Also, if special handling or 
packaging is required, costs thereof will 
be added to the basic fee. 

(1) Schedule of fees: 

General lees: .. 
Min!mum fee, per request p1us<> .. ::......... $2.00 

Forms, per copy ......................... , .. ,..................... .05 
Publication, per printed page............................. .01 
Microfiche, per fiche .......................................... . 
Reports, per printed page ................................. . 

(Examples: Cost of 20 forms, $3.00; cost of a 
printed· . publication with 1 00 

a. m•~;;ro••cn~:: publication 

Minimum charge up to six pages......... 2.00 
Minimum charge, first""''"~ ....................................... .. 
Each additional page ................ ; ................................. . 
Each additionalncnl~ .................................................. . 

Other issuances: 
Minimum charge up to &ix Pl:l\l'ttt> ............................ .. 
EaCh additional pag•;~ ......... , ........................................ . 

Certification and 
OMA seal ........................... ~ ............ . 

{2) Rules relating to charging fees: 

5.00 
.. 05 
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2.00 
.05 

(i) Fees may be charged to ari 
individual only for the making of copies 
when requesteP,by the individual. When 
copies are made by the DMA as a 
necessary incident to granting access .to 
a record, a fee may not be charged. 

(ii) The individual may not be charged 
for time spent in searching for requested 
records or for time s'pent in reviewing 
records to determine if they fall within 
the disclosure requirements of the Act. 

(iii) The charged may not exceed . 
the direct of making the copy. 

Certification and validation with 
seal of documents will be 

available at $2.00 for each certification. 
(c} Fees charged for the 

services are payable in advance by 

check, or money,order payable to the 
Treasurer of the Vnit~d States. 

§ 320.10 Penalties. . ; 

The Privacy.Act of1974 (5 U.S.C. 
552a(i)(3)) makes it a misdemeanor 
subject to a maximum fine ,of $5,000, to 
knowingly and willfully request or· 
obtain any record ·concerning an . 
individual under false pretenses. The 
Act also.establishes similar pen,alties for 
v{olations by DMA employees of the Act 
or regulations established thereunder. 

§ 320.11 Specific exemptions. 

(a) Director of the Defense 
Mapping Agency proposes to designate 
the systems of records described in 
paragraphs (b) tl].rough (d) of this section 
for exemptions under the specified 
provisions of the Privacy Act of 1974. 

(b J ID-Manual. 
SYSNAME-504-{)1 Personnel Securfty 

Files. . · 
EXEMPTION-Parts of this system of 

records are exempt from the following 
provisions of Title 5, U.S. Code, section 552a: 
(d), (e) (1), (e) (4) {G), (e) (4) (H), (e) (4) {I) and 
(f). 

AUTHORITY-5 U.S.C. 55Za(k:lt5J. 
REASONS..:... This system of is 

maintained solely for the purpose of 
determining an individual's qualifications. 
elislibility or suitability for access to 
classified information. Portions of it are 
considered relevant and necessary to making 
judicious determinations as to such 
qualifications, eligibility or suitability and 
could only be obtained by providing 
assurances to the source that his or her 
id~ntity would not be revealed to the subject 

. of the record. Disclosure of all or part of the 
record with the identity of the source 
removed would likely reveal the of 
the source, e.g., the record could 
information which could only have been 
furnished by one of several individuals 
known to the subject. 

(c) ID-Manu~l. 
SYSNAME-504-01-3 Personnel Secu~ity 

Investigative Files. 
EXEMPTION-Parts of this system of 

records are exempt from the following 
provisions of Title 5, U.S. Code, section 552a: 
(d), (e) (1), (e) (4} (G), (e) (4) (H), (e) (4) (I) and 
(f). 

AUTHORITY-5 U.S.C. 552a(k)(5). 
REASONS-This system of records is 

maintained solely for the purpose of 
determining an individual's qualificatiops. 
eli~!ibility or suitability for access to 
classil'ied information. Portions of it are 
considered relevant and necessary to making 
judicious determinations as to such . 
qualifications, eligibility or suitability and 
could only be obtained by providing 
assurances to the source ·that his or her 
identity would not be revealed to the subject 
of the record. Disclosure of all or part of the 
record with the identity of the source 
removed would likely reveal the 
the source, e.g .. the record could 

of 



information which could only have been 
furnished by one of several individuals 
known to the subject. 

(d) ID-Manual. 
SYSNJ~ME-504-02 Special' Security 

Briefing and Debriefing Files. 
EXEMPTION-Parts of this system of 

records are exempt f~om the following­
provisions of Title 5, U.S. Code, section 552a: 
(d), (e) (1), (e) (4) (G), (e) (4) (H), {e) (4) (I) and 
(f). 

AUTHORITY-5 U.S.C. 552a(k)(5). 
REASONS-This system of records is 

maintained solely for the purpose of 
determining an individual's qualifications, 
eligibility or suitability for access to 
classified information. Portions of it are 
considered relevant and·necessary to making 
judicious determinations as to such · 
qualifications, eligibility or suitability and 
could only be obtained by providing 
assurances to the source that his .or her 
identity would not be revealed to the subject 
of the record. Disclosure of all or part of the 
record with the identity of the sources 
removed would likely reveal the identity of 
the source, e.g., the ~ecord could contain 
information which could only.have been 
furnished by one of several individuals 
~nown to the subject. 

(e) In addition, all systems of records 
maintained by the DMA shall be exempt 
from the requirements of 5 U.S.C. 
552a(d) pursuant to 5 U.S.C. 552a{k)(1) to 
the extent that such systems contain any 

. information properly classified under 
Executive Order 11652, 3 CFR part 339, 
and which is required by the ·said 
Executive Order to 'be kept secret in the 
interest of national defense or foreign 
policy. This exemption, which may be 
applicable to parts of all systems of 
records, is necessary because certain 
record systems not otherwise 
specifically designated· for exemptions 
herein may contain isolated items of 
information which have been properly 
classified. 

PART 321-DEFENSE INVESTIGATIVE 
SERVICE, PRIVACY ACT OF 1974 
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Authority: Pub. L. 93-579, 88 Stat. 1896 (5 
U.S.C. 552a). 
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Source: 40 FR 55546, Nov. 28, 1975; unless 
otherwise noted. Redesignated from 298a at 
56 FR 55631,_ Oct. 29, 1991. 

§ 321 •. 1 Purpose and applicability. 

(a) This part establishes rules, policies 
and procedures for the disclosure of 
personal records in. the custody ofthe 
Defense Investigative Service (DIS) to 
the individual subjects, the handling of 
requests. for amendment or correction of 
such records, appeal and review of DIS 
decisions on these matters, and the 
application of general and specific 
exemptions, under the provisions of the 
Privacy Act of 1974. It-also prescribes . 
other policies and procedures to effect 
compliance with the Privacy Act of 1974 
and DOD D'irective 5400.11. 

(b) The procedures set forth in this 
part do not apply to DIS personnel 
seeking access 'to records pertaining to 
themselves which previously have been 
available. DIS personnel will continue to 
be granted ready access to their 
personnel, security, and other records · 
by making arrangements directly with. 
the maintaining office. DIS personnel 
should contact the Office of Information 
and Legal Affafrs for access to 
investigatory records pertaining to 
themselves or any assistance in 
obtaining access to other records 
pertaining to themselves, and may 
follow the procedures outlined in these 
rules i~ ~my case. 
(40 FR 55546, Nov. 28, 1975, as amended at 46 
FR 35640, July 10, 1981] 

§ 321.2 References. 

(a) Pub. L. 93-579 {5 U.S.C. 552a) the 
Privacy Act of 1974. 

(b) DOD Directive 5400.11, Personal 
Privacy and Rights oflndividuals 
Regarding Their Personal Records, 
dated August 4,1975. 

(c) DIS Regulation 28-1, "The DIS 
Records Management Program." 

(dfDOD Directive 5400.7, DOD 
Freedom of Information P~ogram. 

(e) Office of Management and Budget 
Guidelines for Implementation of the 
Privacy Act of 1974, dated July 1,1975. 

(f) DIS Manual for Personnel Security 
Investigations. 
(40 FR 5&546, Nov.28, 1975, as amended at 46 
FR 35640, July 10, 1981] 

§ 321.3 · Definitions. 

(a) All te~ms used in this part which 
are defined in 5 U.S.C. 552a shall have 
the same meaning herein. 

(b) As used. in this part, the term 
"agency" means the Defense 
Investigative Service. 
( 46 FR 35~0, July 10. 1981] 
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§ 321.4 Information and procedures for 
requesting notification. 

(a) General. Any individual may · 
request and receive notification of 
whether he is the subject of a record in 
any system of records maintained by 
DIS using the information and 
procedures described in this section. 

(1) Paragraphs (b) and (c) of this 
section give information that will assist 
an individual in determining in what · 
systems of DIS records (if any) he may 
be the subject. This information is 
presen~ed as a convenience to the 
individual jn that he may avoid 
consulting the lengthy sys'tems notices 
elsewhere in the Federal Register. 

(2) Paragraph (d) of this section 
details the procedure an individual 
should use to contact DIS and request 
notification. It will be helpful if the 
individual states what his connection 
with DIS has or may· have been, and 
about what record system(s) he is 
inquiring. Such information is not 
required, but its absence.may cause 
some delay. 

(b) DIS Record Systems. Following is 
a list of DIS records systems pertaining 
to individuals. These systems are · 
described in detail in the DOD input to 
the Federal Register. 
Authorizing DIS Records Systems Pertaining 

to individuals 

Number Title 

DIS 1-01 ............... :..... Privacy and Freedon of Infor-
mation Request Records. 

DIS 1-02 ..................... Personnel Locator System. 
DIS 2-01 ...... , .............. Inspector General Complaints. 
DIS 4-01..................... Civilian Employee Personnel 

Records. . 
DIS 4-02 ............. :....... Optional· Personnel Manage-

ment Records (OPMR). 
DIS 4-04 ..................... Civilian Applicant Records. 
DIS 4-05 ..................... Military Personnel Manage-

ment Information System. 
DIS 4-06 ..................... · Civilian Personnel Manage-

. ment Information System. 
DIS 4-07 ..................... Adverse Actions, Grievance 

Files and Administrative Ap· 
peals. 

DIS ·4-08..................... Equal Employment Opportuni-
. ty Complaints. 

DIS 4-09 ..................... Merit Promotion Plan 
Records. · 

DIS 4-10 ..................... Incentive Awards. 
DIS 5-01 ..................... Investigative Files System. 
DIS 5-02 ..................... The Defense Central Index of 

Investigations (DCII). 
DIS 5-03..................... National Agency Check Case 

Control System (NCCS). 
DIS 5-04 ............ ,........ Defense Case Control System 

(DCCS). 
DIS 5....()5..................... Subject and Reference Loca­

tor Records. 
DIS 6-01 ..................... Defense Investigative Service 

Personnel Security Files. 
DIS 6-02 ..................... Special Compartmented Intel-

ligence (SCI) Access File. 
DIS 7....()1 .... , ................ Enro_llment, Registration and 

Course Completion. 
DIS 7 -02..................... Guest/Instructor Identification 

Records. 
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Number Title 

DIS 8-01..................... Industrial Personnel Security 
·Clearance File. 

(c) Categories of Individuals in DIS . 
Record Systems. (1) If an individual has 
ever been investigated by DIS, the 
investigative case file should be a 
record in system DIS 5--01. An index to 
such files should be in DIS 5--02. 

(2) If an individual has ever made a 
formal request to DIS under the Freedom 
of Information Act or the Privacy Act of 
1974, a record pertaining 'to that"request 
under the name of the requester, or · 
subjectmatter, will be in system DIS 1-
01. 

(3) If an individual is or has ever been 
a member of DIS, i.e., a civilian 
employee or appointee, or a military 
assignee, then he may be a subject of 
any of the 22 record systems depending 
on his activities, with the following 
exceptions: 

(i) Civilian personnel wili not be 
subjects of DIS 4--05. 

(ii) Military personnel will not be 
subjects of systems DIS 4--06, 07, 08, or 
09. . 

(4) Individuals who have been 
applicants for employment with DIS, or 
nominees for assignment to DIS, but 
who have not completed their DIS 
affiliation, may be subjects in systems 
DIS 4--02, 4--04, 5-01, 5-02, or '6-01. . 

(5) Any individual who is a subject, 
victim or cross-referenced personally in 

. an investigation by an investigative 
element of any DoD component, may be 
referenced in the Defense Central Index 
of Investigations, system DIS 5-02, in an 
index to the location, file number, and 
custodian ofthe case record. . . 

(6) Individuals who have ·ever 
presented a complaint to or have been 
connected with a DIS Inspector General 
inquiry may be subjects of records in 
system DIS 2-01. 

(7) If an individual has ever attended 
the Defens1:1)ndustrial Security Institute, 
he should be subject of a record in DIS 
7-01. 

(8) If an individual has ever been a 
guest speaker or instructor at the' 
Defense Industrial Security Institute, he 
should be the subject of a record in DIS 
7-02. 

(9) If an individual is an employee or 
major stockholder of a government 
contractor or other DoD-affiliated 
company or agency and has been 
issued, now possesses or has been 
processed for a security clearance, he 
may be subject to a record in DIS 8-01. 

(d) Procedures. The following 
procedures should be followed to 
determine if an individual is a subject of 
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records maintained by DIS, and to 
request notification and access. 

.(1) Individuai_s should submit inquiries 
in person or by mail to the Office of 
Information anc;:l Legal Affairs, 1900 Half 
St., SW, Washington, DC 20325. 
Inquiries by personal appearance should 
be made Monday through Friday from . 
8:30 to 11:30 a.m. and 1 to 4 p.m. The:· 
information requested in§ 321.5 must be 
provided if records are to be accurately 
identified. Telephonic requests for 
records will not be honored; In a case 
where the system of records is not 
specified in the request, only systems 
that would resonably cqntain records of 
the individual will be checked, as 
1described in § 321.41;>. . 

(2) Only the Director, the Chief, Office 
of Information and Legal Affairs, or the 
Director for Investigations may· . 
authorize exemptions to notification of. 
individuals in accordance with § 321.14. 
[40 FR 55546, Nov .. 28, 1975. Redesignated at 
56 FR 55631, Oct. 29, 1991, and amended at 56 
FR 57802, Nov. 14, 1991] .. 

§ 321.5 Requirements for identification·. 

(a) General. Only upon proper 
identification, made in accordance with 
the provisions of this section, will any 
individual be gran~ed notifica'tion · 
concerning and access to all releasable 
records pertaining to him which are 
maintained in a DIS system. 

(b) Identification. Identification of 
individuals is required both for accurate 
record identification and to verify 
identity in order to avoid disclosing 
records to unauthorized persons. · 
Individuals who request notification of, 
access to, or amendmenfof records 
pertaining to themselves, 'must.provide 
their full name (and additional names 
such as aliases, maiden names, alternate 
spellings, etc., if a check of these , 
variants is desired), date !lnd place of 
birth, and social security account 
number (SSAN). 

(1) Where reply by mail is request~d, 
a mailing address is required, anc;:l.a. 
telephone number is recommended to 
expedite certain matters. For military 
requesters residing in the United States, 
homE;! address or PO Box number is 
preferred in lieu of duty ·assignment · 
address. - · 

(2) Signatures must be not'arized on 
requests received by mail. Exceptions 
may be made when the requester is well 
known to releasing officials. For 
requests made in person, a photo 
identification card, such as military ID, 
driver's Hense or building pass, must be 
presented. 

(3) While it is not required as a. . 
condition of receiving notification, .in · · 
many cases the SSAN may be necessary 

to obtain an accurate search of DCII . 
(DIS 5-02) records. · 

(c) A DIS Form 30 (Request for 
Notification of/ Access to Pers.onal 
Records) will be provided to· any 
individual inquiring about records 
pertaining to himself whose mailed 
request. wa.s not notarized. This form is 
also available at the dffice·of 
Information.and Legal Affairs, 
Washington, DC for those who make 
their requests in person. 
[40 FR 55546, Nov. 28,1975, as amended at 46 
FR 35641, July 1~, 1981] . 

§ 321.6 Access by subject individuals. 

(a) General. (1) Individuals may 
request access to records pertaining to 
themselves in person or by mail in 
accordance with this section. However, 
nothing in this section shall allow an 
individual access to any information 
compiled or maintained by DIS in 
reasonable .anticipation of a civil or 
criminal action or proceeding, or 
otherwise exempted under the 
provisions 'of§ 321.14. 

(2) A request for a pending personnel 
security investigation will be held in 
abeyance until completion of the 
investigation and the requester will be 
so notified. 

(b) Manner of access.(1) Requests by 
mail or in person for access to DIS 
records should be made to the Offices 

· specified in the record systems notices 
published in the Federal Register by the 
Department of Defense or to the Office 
of Information and Legal Affairs, 1900 
Half St. SW, Washington, DC 20324. 

(2) Any individual who makes a 
request for access in person shall: 

(i) Provide identification as specified 
in§ 321.5. · . . 

(ii) Complete and sign a request form .. 
(3) Any individual making a request 

for access to records by mail shall 
include a signed and notarized 
statement to verify his identity, which 
may be the DIS request form if he has 
received one. 

(4) Any individual requesting access 
to records in person may be 1 

accompanied by an identified person of 
his own choosing while reviewing the 
record. If the individual elects to be 
accompanied, he shall make this known 
in his written request, and include a · 
statement authorizing disclosure of the 
record contents to the accompanying 
person. Without writ'ten authorization of 
the subject individual, records will not 
be disclosed to third parties 
accompanying the subject. 

(5) Members of DIS field elements 
may be given access to records 
maintained by the field elements 
without referral to the Office of 



Information or the records system 
manager at headquarters. An account of 
such access will be kept for reporting 
purposes. 

(6) In all requests for access, the 
requester must state whether he~ or she 
desires access in person or mailed 
copies of records. During personal 
access, where copies are made for 
retention, a fee for reproduction and. 
postage may be assessed as provided in 
§ 321.12. Where copies are mailed 
because personal appearance is 
impractical, there will be no fee. 

(7) All individuals who are not 
affiliates of DIS will be given access to 
records in the Office of Information and 
Legal Affairs, or by means of mailed 
copies. 
[40 FR 55546, Nov. 28, 1975, as amended at 46 
FR 35641, July 10, 1981. Redesignated at 56 FR 
55631, Oct. 29, 1991, and amended at 56 FR 
57802, Nov. 14, 1991]] 

§ 321.7 Medical records. 
(a) General. Medical records that are 

part of DIS records systems will 
generally be included with those· records 
when access is granted to the subject to 
which they pertain. However, if it is 
determined that such access could-have 
an adverse effect upon the individual's 

. physical or mental health, the medical 
record in question will be released only 
to a physician named by the requesting 
individual. 
[40 FR 55546, Nov. 28, 1975, as amended at 46 
FR 35641, July 10, 1981] 

§ 321.8 Request for correction or 
amendment. 

(a) General. Upon request and proper 
identification by any individual who has 
been granted access to DIS records 
pertaining to himself or herself, that 
individual may request, either in person 
or through the mail, that the record be 
amended. Such a' request must be made 
in writing and addressed to the Office of 
Information and Legal Affairs, 1900 Half 
St., SW, Washington, DC 20324. 

[b) Content. The following information 
must be included to insure effective 
action on the request: 

-(1) Description of the record. 
Requesters should specify the number of 
pages and documents, the titles of the 
documents, form numbers if there are 
any, dates on the documents and names 
of individuals who signed them. Any 
reasonable description of the document 
is acceptable. 

(2) Description of the items to be 
amended. The description of the 
passages, pages or documents to be 
amended should be as clear and specific 
as possible. 

(i) Page, line Rnd paragraph numbers 
should be cited where they exist. 
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(ii) A direct quotation of all or a 
portion of the passage may be made if it 
isn't otherwise easily identifiable. If the 
passage is long, a quotation of its 
beginning and end will suffice. 

(iii) In approprfate cases, a simple 
substa11live request may be appropriate, 
e.g., "delete all references to my alleged 
arrest in July 1970." 

(iv) If the requester has received a 
copy of the record, he may submit an 
annotated copy of documents he wishes 
amended. 

[3) Type of amendment. The requester 
must clearly state the type of 
amendment he is requesting. 

(i) Deletion or expungement, i.e., a 
complete removal from the .record of 
data, sentences, passages, paragraphs or 
documents. 

[ii) Correction of the information in 
the record to make it more accurate, e.g., 
rectify mistaken identities, dates, data 
pertaining to the individual, etc. 

(iii) Additions to make the record 
more relevant, accurate or timely may 
be requested. 

(iv) Other changes may be requested; 
they must be specifically and clearly 
described. 

(4) Reason for amendment. Requests 
for amendment must be based on 
specific reasons, included in.writing . 
Categories of reasons are as follows: 

(i) Accuracy.Amendment may be 
requested where matters of fact are 
believed incorrectly recorded, e.g., 
dates, names, addresses, identification 
numbers, or any other information 
concerning the individual. The request, 
whenever possible, should contain the 
accurate information, copies of verifying 
documents, or indication of how the 
information can be verified. 

[ii) Relevance. Amendment may be 
requested when information in a record 
is believed not to be relevant or 
necessary to the purposes of the record 
system. (See DOD Federal Register 
Descriptions.) 

[iii) Timeliness. Amendment may be 
requested when information is thought 
to. be so old as to no longer be pertinent 
to the stated purposes of the records 
system. It may also be requested when 
there is recent information of a pertinent 
type that is not included in the record. 

(iv) Completeness. Amendment may 
be requested where information in a 
record is incomplete with respect to its 
purpose. The data thought to have been 
omitted should be included or identified 
with the request. 

(v) Fairness. Amendment may be 
requested when a record is thoughtto be 
unfair concerning the subject, in terms 
of the stated purposes of the record. In 
such cases, a source of additional 
information to increase the fairness of 

813 

the record should be identified where 
possible. , · 

(vi) Otherreasons. Reasons for 
requesting amendment are not limited to 
those cited above. The content of the 
records is authorized in terms of their 
stated purposes which should be the 
basis for evaluating them. However, any 
matter believed appropriate may be · 
submitted as a basis of an amendment 
request. 

(vii) Court orders and statutes may 
require amendment of a file. 'While they 
do not re_quire a: Privacy Act request fot 
execution, suchrflay be brought to the 
attention of DIS by these procedures. 

(c) [Reserved] 
(d) Assistance. Individuals seeking to 

request amendment of records 
pertaining to themselves that are 
maintained by DIS will be assisted as 
necessary by DIS officials. Where a 
request is incomplete, it will not be 
denied, but the requester will be 
contacted for the additional information 
necessary to his request. . 

(e) This section does not permit the 
alteration of evidence presented to 
courts, bo.ards and other official 
proceedings. 
[40 FR 55546, Nov. 28, 1975, as amended at 46 
FR 35641, July 10, 1981] 

§ 321.9 DIS review of request for 
amendment. 

(a) General. Upon receipt from any 
individual of a request to amend a 
record pertaining to himself and 
maintained by the DIS, the Office of 
Information and Legal Affairs will 
handle the request as· follows: 

(1) A written acknowledgment of the 
receipt of a request for amendment of a 
record will be provided to the individual 
within 10 worl~ing days, unless final 
action regarding approval or denial can 
be accomplished within that time. In 
that case, the notification of approval or 
denial will constitute adequate 
acknowledgment. 

(2) Where there is a determination to 
grant all or a portion of a request to 
amend a record, the record shall be 
promptly amended and the requesting 
individual notified. Individuals, agencies 
or components shown by accounting 
reeords to have received copies of the 
record, or to whom disclosure has been 
made, will be notified of the amendment 
by the responsible official. Where a 
DOD recipient of an investigative record 
cannot be located, the notification will 
be sent to the personnel security 
element of the parent Component. 

(3) Where there is a determination to 
deny all or a portion of a request to · 
amend a record. the office will promptly: 
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(i) Advise the requesting individual of 
the specifics of the refusal and the 
reasons; . . 

(ii) Inform the individual that he may 
request a review of the denial{s) from 
"Dir~ctor, Defense Investigative Service, 
1900 Half Street, SW, Washington, DC 
20324." The requesl should be brief, in 
writing, and enclose a copy of the denial 
correspondence .. 

(b) DIS Determination to Approve or · 
Deny.., Determination to approve or deny 
and request to amend a record or 
portion thereof may necessitate 
additional i'p.vestigation.or inquiry be. 
made .to verify assertions of individuills 
requesting amendment. Coordination 
will be made with the Director for 
Investigations arid the Director of the 
Personnel Investigations Center in such 
instances. · 
[40 FR 55546, Nov:· 28, 1975, as amended at 46 
FR 35641, July 10, 1981] 

§ 321.10 Appeal of Initial amendment 
decision. 

{a) General. Upon receipt from any 
individual of an appeal to .review a DIS 
refusal to amend a record, the. Office of 
Information and Legal Affairs will 
assure that such appeal is handled in 
compliance with the Privacy Act of 1974 
and DOD Directive 5400.11 and 
accomplish the following; 

(1) Review the record, request for 
amendment, DIS action on the request 
and the denial, and direct such 
additional inquiry or· investigation as is 
deemed necessary to make .a fair and · 
equitable determination. 

(2) Recommend to the Director 
whether to approve or deny the appeal. 

(3) If the determination is made to 
amend a record, advise the individual 
a'nd previous recipients (or an 
appropriate office) where an accounting 
of disclosures has been made. 

(4) Where the decision has been made 
to deny the individual's appeal to amend 
a record, notify the individual: 

{i) Of the denial and the reason; 
(ii) Ofhis right to file a concise 

statement of reasons for disagreeing 
with the decision not to amend the 
record; 

(iii) That such statement may be sent 
to the Office of Information and Legal 
Affairs, DIS (D0030), Washington, DC 
20314, and that it will be disclosed to 
users of the disputed record; 

(iv) That prior recipients of the 
disputed record will be provided a copy 
of the statement of disagreement, or if 
they can11:ot be reached.(e.g., through 
deactivation) the personnel security 
element of their DOD component; 

{v) And, that he may file a suit in a 
Federal District Cou.rt to contest DIS's 
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decision not to amend the disputed 
record. 

(b) Time limit for review of appeal. If 
the review of an appeal of a refusal to 
amend a record cannot be accomplished 
within 30 days, the Office of Information 
and Legal Affairs will notify the 
individual' and advise him of the 
reasons, and inform him of when he may 
expect the review to be completed. 
[40 FR 55546, Nov. 28, 1975, as amended at 46 
FR 35641, July 10; 1981] 

§ 321.11 Disclosure to other than subject 
(a) General. No record contained in a 

system of records maintained by DIS 
shall be disclosed by any means to any 
person or agency outside the 
Department of Defense, except with the 
written consent or request of the 
individual subject of the record, except 
as provided in this section. Disclosures 
that may be made without. the request or 
consent of the subject of the record are 
as follows: 

(1) To those officials and employees of 
the Department of Defense who have a 
need for the record in the performance 
of their duties. when the use is 
compatible with the stated purposes for 
which the· record is maintained. 

(2) Required to be disclosed by the 
Freedom of Information Act. 

(3) For a routine use as described in 
DOD Directive 5400.11 and DOD 
publication in the Federal Register. 

(4) To the Census Bureau, National 
Archives, .the U.S. Congress, the 
Comptroller General or General 
Accounting Office under the conditions 
specified in DOD Directive 5400.11. 

(5) At the written r~quest of the head 
of an agency outside DOD for a law 
enforcement activity as authorized by · 
DOD Directive 5400.11. 

(6) For statistical purposes, in . 
response to a court order, or for 
compelling circumstances affecting the 
health or safety of an individual as 
described in DOD Directive 5400.11. 

(7) Legal guardians recognized by 
Act. . 

(b) Accounting of disclosures. Except 
for disclosures made to members of the 
DOD in connection with their routine 
duties, and disclosures required the 
Freedom of Information Act, an 
accounting will b~ kept of all disclosur!:!s 
of records maintained in DIS systems 
listed in § 321.4(b). 

(1) Accounting entries will normally 
be kept on a DIS form, which will be 
maintained in the record file jacket, or in 
a document that is part of the reGord. 

(2) Accounting entries will record the 
date, nature and purpose of each . 
disclosure, and the name and address of 
the person or agency to whom the 
disclosure is made. 

(3) An accounting of disclosures made 
to agencies outside the DOD of records 
in the Defense Central Index of 

· Investigations (DIS 5-02) will be kept as 
prescribed by the Director of S:V:~te1ms; 
DIS. c 

(4) Accounting records will be 
maintained for at least 5 years after the 
last disclosure, or for the life of the 
record, whichever is longer. · 

(5) Subjects of DIS records will be 
given access to' associated accounting 
records upon request, except as 
exempted under § 321.14. 
{40 FR 55546, l';lov. 28, 1975, a's amended at 46 
FR 35641, July 10, 1981. Redesignated at 56 FR 

· 55631, Oct. 29, 1991, and amended at 56 FR 
57803, Nov. 14, 1991] · 

§ 321.12 Fees. 

Individuals may request copies for 
retention ·of any 'documents to which . 
they are granted access in DIS reco.rds 
pertaining to them. Requestors will not 
be charged for the first copy of any 
records provided; however, duplicate 
copies will require a charge to coyer 
costs of reproduction. Such charges will 
be computed in accordance with DoB 
Directive 5400.11. 
{46 ~R 35641, July 10,1981] 

§ 321.13 Penalties; . , 

(a) An individual may bring .a civil 
action against the DIS to correct or • 
amend the record, or where there is a 
refusal to comply with an individual 
request or failure to maintain any record 
with accuracy, relevance, timeliness and 
completeness, so as to guarantee 
fairness, or·failure to comply with any . 
other provision of 5 U.S.C. 552a. The 
court may order cqrrection or 
amendment. It may assess against the 
United States reasonable attorney fees 
and other costs, or may enjoin the DIS 
from withholding the records and order 
the production to the complainant 

(b) Where it is. determined. that the 
action was willful or intentional with 
respect to 5 U.S.C. 552a(g) (1) (C) or (D), 
the United States shall be liable for the 

. actual damages sustained, but' in no 
case less than the sum of $1,ooo·and the 
costs of the action with attorney fees. 

(c) Criminal penalties may be imposed 
aga~nst an officer or employee of the DIS 
who fully discloses rna terial, which he 
knows is .prohibited from disclosure, or 
who willfully maintains a system of 
records without the notice requirements; 
or against any person who knowingly 
and willfully reque~ts or obtains any 
record concerning an individual from an ' 
agency under false pretenses. These 
offenses shall be misdemeanors with a 
fine not to exceed $s,ooo. 
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§ 321.14 Exemptions. 
(a) General. The Director of the 

Defense Investigative Service 
establishes the following exemptions of 
records systems (or portions thereof) 
from the provisions of these rules, and 
other indicated portions of Pub. L. 93-
579, in this section. They may be 
exercised only by the Director, DIS and 
the Chief of the Office of Information 
and Legal Affairs. Exemptions will be 
exercised only when necessary for a 
specific, significant and legitimate 
reason connected with the purpose of a 
records system, and not simply because 
they are authorized by statute. Persomil 
records releasable under the provisions 
of 5 U.S.C. 552 will not be withheld from 
subject individuals based on these 
exemptions. 

(b) All systems of records maintained 
by DIS shall be exempt from the 
requirements of 5 U.S.C. 552a(d) 
pursuant to 5 U.S.C. 552a(k)(1) to the. 
extent that the system contains any 
information properly classified under 
Executive Order 11652 and which is 
required by the Executive Order to be 
withheld in the interest of national 
defense or foreign policy. This 
exemption, which may be applicable to 
parts of all systems of records, is 
necessary because certain record 
systems not otherwise specifically 
designated for exemptions herein may 
contain items of information that have 
been properly classified. . 

(c) [Reserved] 
(d) Investigative files-DIS 5....()1. 
(1) Exemption. 5 U.S.C. 552a(c)(3); (d); 

(e)(1) and (4)(G)(H) and (I); (f); 
(2) Authority. 5 U.S.C. 552a(k)(2); 
(3) Reasons. This exemption will 

permit the DIS to conduct certain law 
enforcement investigations effectively, 
and without compromise, to r~lay law 
enforcement information without 
compromise, and to protect the 
identities of sources who would not 
otherwise provide information. 
Investigatory material, including certain 
reciprocal investigations and 
counterintelligence information, must be 
exempted until such time action· is taken 
regarding the allegations, but after that 
time only to the extent that the 
information would identify a 
confidential source who furnished 
information under an express promise 
that the source's identity would be held 
in confidence (or prior to the effective 

·date of the Act, under an implied 
promise). 

(e) Investigative files-DIS 5....()1. 
(1) Exemption. 5 U.S.C. 552a(c)(3); (d): 

(e)(1) and (4)(G), (H) and (I): (f); 
(2) Authority. 5 U.S.C. 552a(k)(3); 
(3) Reasons. DIS investigatory 

material exempted under this authority 
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is maintained in connection. with 
assisting the U.S. Secret Service (USSS) 
to provide protective services to the 
President of the United States and other 
individuals pursuant to 18 U.S.C. 3056. 
This exemption provision will enable 
the DIS to continue its statutory support 
of this activity without compromising 
the contents of Secret Service 
intelligence files or DIS investigative 
activities. · 

(f) Investigative files-DIS 5....()1. 
(1) Exemption. 5 U.S.C. 552a(c)(3); (d) 

and (f): 
(2) Authority. 5 U.S.C; 552a(k)(5); 
(3) Reasons. Personnel security 

investiga.tory material is exempt to the 
extent that the disclosure of such 
material would reveal the identity of a 
source who furnished information under 
an express promise that the source's 
identity would be held in confidence (or 
prior to the effective date of the Act, · 
under an implied promise). This 
exemption provision will allow th~ DIS 
to collect information necessary for 
personnel security investigations from 
certain sources who would otherwise be 
unwilling to provide it. This exemption 
will be applied only in those cases 
where it is clearly necessary to grant 
confidentiality for the performance of an 
authorized investigative function. 
[40 FR 55546, Nov. 28, 1975, as amended at 46 
FR 881, Jan. 5 , 1981, 46 FR 35641, July 10, 
1981] 

§ 321.15 . DIS implementation policies. 
(a) General. The implementation of 

the Privacy Act of 1974 within DIS is as 
prescribed by DOD Directive 5400.11. 
This section provides special rules and 
information that extend or amplify DOD 
policies with respect to matters of 
particular concern to the Defense 
Investigative Service. · 

(b) Privacy Act rules application.Any 
request which cites neither Act, 
concerning personal record information 
in a system or records, by the individual 
to whom such information pertains, for 
access, amendment, correction, · 
accounting of disclosures, etc., will be 
governed by the Privacy Act of 1974, 
DoD Directive 5400.11 and these rules 
exclusively. Requests for like · . 
information which cite only the Freedom 
of Information Act will be governed by 
the Freedom of Information Act DoD 
Regulation 5400.7R. Any denial or 
exemption of all or part of a record from 
notification; access, disclosure, 
amendment or other provision, will also 
be processed under these rules, unless 
court order or other competant authority 
directs otherwise. 

(c) [Reserved] 
(d) First amendment rights. No DIS 

official or element may maintain. any 
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information pertaining to the exercise by 
an individual of his rights urider the First 
Amendment without the permission of 
that individual unless such collection is 
specifically authorized by statute or 
necessary to and within the scope of an 
authorized law enforcement activity. 

(e) Standards of accuracy and 
validation of records. (1) All individuals 
or elements within DIS which create or 
maintain records pertaining to 
individuals will insure that they are 
reasonably accurate, relevant, timely 
and complete to serve the purpose for 
which they are maintained and to assure 
fairness to the individual to whom they 
pertain. Information that is not pertinent 
to a stated purpose of a system of 
records will not be maintained within 
those records. Officials compiling 
investigatory records will make every 
reasonable effort to assure that only 
reports that are impartial, clear, 
accurate, complete, fair and relevant 
with respect to the authorized purpose 
of such records are included, and that 
reports not meeting these standards or 
serving such purposes are not included 
in such records. · 

(2) Prior to dissemination to an 
individual or agency outside DOD of 
any record about an individual (except 
for a Freedom of Information Act action 
or access by a subject individua] under 
these rules) the disclosing DIS official · 
will by review; make a reasonable effort 
to assure that such record is accurate, . 
complete, timely, fair and relevant to the 
purpose for which they are maintained. 

(f) The defense central index of 
investigations (DC//). It is the policy of 
DIS, as custodian, that e.ach DOD 
component or element that has direct 
access to or contributes records to the 
DCII (DIS 5-02), is individually 
responsible for compliance with The 
Privacy Act of 1974 and· DOD Directive 
5400.11 with respect to requests for 
notification, requests for access by 
subject individuals, granting of such 
access, request for amendment and 
corrections by subjects, making 
amendments or corrections, other 
disclosures, accounting for disclosures 
and the exercise of exemptions, insofar 
as they pertain to any record placed in 
the DCII by that component or element. 
Any component or element of the DOD 
that makes a disclosure of any record 
whatsoever to an individual or agency 
outside the DOD, from the DCII, is 
individually responsible to maintain an 
accounting of that disclosure as 
prescribed by The Privacy Act of 1974 
and DOD Directive 5400.11 and to notify 
the element placing the record in the 
,DCII of the disclosure. Use of and 
compliance with the procedures of the 
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DCII Disclosure Accounting System will 
meet these requirements. Any 
component or element of DOD with 
access to the DCII that, in response to.a 
request concerning an individual, 
discovers a record pertaining to that · 
individual placed in theDCII by another 
component or element, may refer the 
requester· to the DOO component that 
placed the record into the DCII without 
making an accounting of such referral, 
although it involves the di.v.ulging of the 
existence of that record. Generally, 
consultation with, and.referral to, the 
component or element placing a record 
in the DCII.should be effected by any 
component receiving a request · · 
pertaining to that record to insure 
appropriate exercise of amendment or 
exemption procedures. 

(g) Investigative operations. (1) DIS 
agents must be thoroughly familiar with 
and understand these rules and the 
authorities, purposes and routine uses of 
DIS investiga tiv·e records, and be 
prepared to explain them and the effect 
of refusing information to all sources of 
investigative informa.tion, including 
subjects, during interview, in response 
to questions that go beyond the required 
printed and ·oral notices. Agents shall be 
guided by referenqe (f) § 321.2, in this· 
respect. 

(2) All sources may b~ .advised.that 
the subject of an investigative record 
may be given access to it, but that the 
identities of sources may be withheld 
under certain conditions. Such 
advisement will be made as prescribed 
in§ 321.2(f), a'nd the 'interviewing agent 
may not urge a source to request a grant 
of confidentiality. Such pledges of 
confidence will be given sparingly and 
the:r:t only when required to obtain I 

information relevant and necessary to 
the stated purpose of the investigative 
information being collected. 

(h) Non-system information on 
individuals. The following information 
is not considered part of personal 
records systems reportable under the 
Privacy Act of 1974 and may be 
maintained by DIS members for ready 
identification, contact, and property 
control purposes only. If at any time the 
information described in this paragraph 
is to be used for other than these 
purposes, that information must become 
part of a reported, authorized record 
system. No other information concerning 
individ'!lals· exceptthat described in the 
records systems notice and this 
paragraph may be maintained within 
DIS. 

(1) Identification information at 
doorways, building directories, desks·, 
lockers, nametags, etc. 

(2) Identification in telephone 
directories, locator cards and rosters. 

PRIVACY ACT RULES 

(3) Geographical or agency contact 
cards.· 

(4) Property receipts and control logs 
for building passes, credentials; 
vehicles, weapons, etc. 

(5) Temporary personal working notes 
kept ·solely by and at the initiative of 

, individual members of DIS to facilitate 
their duties. 

(i) Notification of prior recipieiJtS. 
Whenever a decision is made to amend 
a record, or a statement contesting a DIS 
decision not to amend a record is 
received from the subject individual, 
prior recipients of the record identified 
in disclosure accountings'will be 
notified to the extent possible. In so~e 
cases, prior recipients cannot be located 
due to reorganization or deactivations 
(e.g., U.S. Military Assistance 
Command, .Vietnam). In these cases, the 
personnel security element of the 
receiving'De'fense Component will be 
sent the notification or statement for 
appropriate action. . 

·(j) Ownership of DIS Investigative 
Records. Personnel security 
investigative reports shall not be 
retained by DoD recipient organizations. 
Such reports are considered to be the 
property of the investigating 
organization and are on loan to the. 
recipient organization for·the purpose 
for which requested. All copies of such 
reports shall be destroyed within 120 
days after the completion of the final 
personnel security determination and 
the completion of all personnel action 
necessary to implement the 
determination. Reports that are required 
for longer periods may be retained only 
with the specific written approval of the 
investigative organization. 

(k) Consultation and referral. DIS 
syst.em of records may contain records 
originated by other components or 
agencies which may have claimed 
exemptions for them under the Privacy 
Act of 1974. When any action that may 
be exempted is initiated concerning such 
a record, consultation with the 
originating agency or component will be 
effected. Where appropriate such 
records will be referred to the 
originating component or agency for 
approval or disapproval of the action. 
[40 FR 55546, Nov. 28, 1975, as amended at 46 
FR 35641, July 10, 1981. Redesignated at 56 FR 
55631, Oct. 29, 1991 and amended at 56 FR 
57803, Nov. 14, 1991] 

PART 322-PRIVACY ACT SYSTEMS 
OF RECORDS-DISCLOSURES AND 
AMENDMENT PROCEDURES­
SPECIFIC EXEMPTIONS, NATIONAL 
SECURITY AGENCY · 

Sec. . 
322.1 Purpose and scope. 
322.2 Definitions. . 
322.3 Procedures for requests concerning 

individual records in a system of records. 
322.4 Times, places and procedures for 

disclosures. · 
322.5 Medical or psychological records. 
322.6 Parents or !ega:! guardians acting on 

behalf of minor applicants and · 
employees. 

322.7 Procedures for amendment. 
322.8 Appeal determination. 
322.9 Fees. 
322.10 Specific exemptions. 

Authority: Pub. L. 93-579, 88 Stat. 1896 (5 
U.S.C. 552a). 

Source: 40 FR 44294, Sept. 25,.1975, unless 
otherwise noted. Redesignated at 56 FR 
55631, Oct. 29, 1991. 

§ 322.1 Purpose and scope. 

(a) The purpose of this rule is to 
comply with and implement title 5 
U.S.C. 552a, sections (f) and (k), 
hereinafter identified as the Privacy Act. 
It establishes the procedures by·which 
an individual may be notified whether a 
system of records contains information 
pertainin·g to the individual; defines 
times, places and requirements for 
identification of the individual 
requesting records, for disclosure of 
reque~ted records where appropriate; 
special handling for medical and . 
psychological records; for amendment of 
records; appeal of denials of requests for 
amendment; and provides a schedule of 
fees to .be charged for making copies of 
requested records. In addition; this rule 
contains the exemptions promulgated by 
the Director, NSA, pursuant to 5 U.S.C. 
552a (k), to exempt Agency systems of 
records from subsections (c)(3); (d); 
(e)(1); (e)(4)(G) (H). (I); and (f) of section 
552a. 

(b) The procedures established and 
exemptions claimed apply to systems of 
records for which notice has been 
published in the Federal Register 
pursuant to the Privacy Act. Requests 
from individuals for records pertaining 
to themselves will be processed in 
accordance with these proced:ures and 
consistent with the exemptions claimed. 
Requests for records which do not 
specify the statute pursuant to which 
they are made but which may be 
reasonably construed to be requests by 
an individual for records pertaining to. 
that individual will also be processed in 
accordance ·with these procedures and 
consistent with exemptions claimed. To 



the extent appropriate, these procedures 
apply to records maintained by this 
Agency pursuant to system of records 
notices published by the Civil Service 
Commission. The primary category of 
records affected by a Commission notice 
is that maintained in conjunction with 
the CSC system identified as "CSC­
Retirement Life Insurance and Health 
Benefits Records System." Authority 
pursuant to 44 U.S.C. 3101 to maintain 
each system of records for which notice 
has been published is implied in each 
"authority for maintena~ce of a system" 
of each systems notice. 

§ 322.2 Definitions. 

(a) Access to the NSA headquarters. 
Means current and continuing daily 
access to those facilities making up the 
NSA headquarters. 

(b) Individual. Means a natural person 
who is a citizen of the United States or 
an alien lawfully admitted for 
permanent residence. 

(c) Request. Means a request in 
writing for records pertaining to the 
requester contained in a system of 
records and made pursuant to the 
Privacy Act or if no statute is identified 
considered by the Agency to be made 
pursuant to that Act. 

(d) System of Records. Means a 
grouping of records maintained by the 
Agency for which notice has been 
published in the Federal Register 
pursuant to section 552a(e)(4) of title 5 
u.s.c. 
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systems of records: Applicants; 
Personnel; Health, Medical and Safety. 

(b )(1) Identification. Any individual 
currently not authorized access to the 
National Security Agency headquarters 
who requests disclosure of records shall 
provide the following information with 
the written request for disclosure: Full 
name, present address, d!lte of birth, 
social security number, and date of first 
affiliation or contact with NSA/CSS and 
date of last affiliation or contact with 
NSA/CSS. 

(2) Any individual currently 
authorized access to the National 
Security Agency headquarters shall 
provide the following information with 
the request for notification: ·Full name, 
present organizational assignment, date 
of birth, social security number. 

(3) Such request shall be treated as a 
certification of the requester that'the 
requester is the individual named. 
Individuals should.be aware that the 
Privacy Act provides criminal penalties 
for any person who knowingly and 
willfully requests or obtains any records 
concerning an individual under false 
pretenses. 

§ 322.4 Times, places and P.rocedures for 
disclosures. 

(a) Individual not currently affiliated 
with NSA: 

(1) Request procedure. Any· individual 
currently not authorized access to the 
National Security Agency headquarters· 
shall make the request for notification in 

§ 322.3 Procedures for requests writing and shall include the requirec:l 
concerning individual records in a system identifying data. Upon verification of the 
of records. existence in systems of records 

(a)(1) Notification. Any individual pertainil).g to the requester, a copy of the 
may be notified in response to a request records iocated shall be mailed to the 
if any system of records contains a · requester subject to appropriate specific 
record pertaining to the requester by exemptions, applicable Public Laws, 
sending a request addressed to: special procedures pertaining to medical 
Information Officer, National Security records, including psychological records, 
Agency, Fort George G. Meade, and the exclusion for information 
Maryland 20755. Such request shall be in compiled in reasonable anticipation of a 
writing, shall be identified on the civil action or proceeding. If the request 
envelope and the request as a "Privacy · cannot be processed within ten working 
Act Request," shall designate the system days from the time of receipt of the 
or systems of records using the names of request, an acknowledgment of receipt 
the systems as published in .the system of the request will be sent to the 
notices, shall contain the full name, requester. 
present address, date of birth, social (2) Appointment of other individual. If 
security number and dates of affiliation a requester wishes another individual to 
or contact with NSA/CSS of the obtain the requested records on his 
requester and shall be signed in full by behalf, the requester shall provide a 
the requester. written, signed, notarized statement 

(2) A request pertaining to records appointing that individual as his 
concerning the requester which does not representative, certifying that the 
specify the Act pursuant to which the individual appointed may have access 
request is made shall be processed as a to the records of the requester and that 
Privacy Act request. A request which such access shall not constitute an 
does not designate the system or invasion of the privacy of the requester 
systems of records to be searched shall nor a violation of his rights'under the 
be processed by checking the following Privacy Act of 1974. 
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(b) Individual currently affiliated with 
NSA-(1) Request procedure. Any · 
individual currently authorized access 
to the National Security Agency 
headquarters may make the request for 
notification to the appropriate official 
delegated responsibility for a system of 
records pursuant to internal agency 
regulations pertaining to the Privacy Act 
of 1974. In the alternative, such 
individ~al may direct the request to the 
NSA. Information Officer in writing in 
the same form and including the data 
required in § 322.4(a)(1) above. In the 
case of any denial of notification by 
officials delegated responsibility for a 
system the request shall be referred to . 
the NSA Information Officer for review. 

(2) Appointment of other individual. If 
the requester makes a request pursuant 
to this paragraph and wishes to 
designate another individual to 
accompany him, the same procedures as 
provided in paragraph (a)(2) of this 
section apply. If the individual 
appointed is currently authorized access 
to the National Security Agency 
headquarters, he may accompany the 
requester. If the individual appointed is 
not currently authorized access, a copy 
of the records located may be mailed to 
the appointed individual subject to 
appropriate specific exemptions, · 
applicable Public Laws, special 
procedures pertaining to medical 
records including psychological records, 
and the exclusion for information 
compiled in reasonable anticipation of a 
civil action or P,roce'eding. 
[40 .fR 44294, Sept. 25, 1975. Redesignated at 
56 FR 55631, Oct. 29, 1991, and amended at 56 
FR 57803. Nov. 14, 1991] 

§ 322.5 Medical or psychological records. 

. If the request includes records of a 
medical or psychological nature, and if 
an Agency doctor makes the 
determination that the records requested 
contain information which would have 
an adverse dfect upon the requester, the 
requester will pe advised to appoint a 
medical doctor in the appropriate 
discipline to receive the information. 
The appointment of the doctor shall be 
in the same form as that indicated in 
§ 322.4(a)(2) and shall include a 
certification that the doctor appointed is 
authorized to practice the appropriate 
specialty by virtue of a license to 
practice same in the state which granted 
the license. 
[40 FR 44294, Sept. 25, 1975. Redesignated at 
56 FR 55631, Oct. 29, 1991, and amended at 56 
FR 57803. Nov. 14, 1991] 
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§ 322.6 .Parents or legal guar~:tians acting 
on behalf of minor applicants and · 
employees. · · · 

Parents or Legal Guardians acting on 
behalf of minors who request records 
concerning NSA/CSS applicants or 
employees who are minors shall be 
subject to the same requirements 
contained in § 322.4(a)(l) Appointment 
of Other Individuals, including the 
requirement for written authorization. 
Requests by parents or legal guardians·· · 
acting on behalf of minors will be· 
processed in the same manner· and in 
accordance with the procedures 
established herein for individuals not 
currently authorized access to the NSA 
headquarters. 
[40 FR 44294, Sept:·25, 1975. Redesignated at 
56 FR 55631, Oct. 29, 1991, and amended at 56 
FR 57803. Nov. 14, 1991] . 

§ 322.7 Procedures for amendment. 
(a) Request procedure. Any request 

for amendment of a record or records 
contained in a system·of records shall 
be in writing addressed to the 
Information Officer, National Security 
Agency, Fort George G. Meade, Md. 
20755, Attention: Privacy Act 
Amendment, and shall contain.sufficient 
details concerning the requested 
amendment, justification for the 
amendment, and a copy of the record(s) 
to be amended or sufficient identifying 
data concerning the affected record(s) to' 
permit its timely retrieval. Such requests 
may not be used to accomplish actions 
for which other procedures have been 
established such as grievances, · 
performance appraisal protests, etc. In 
such cases the requester will be advised 
of the ·appropriate procedures for such 
actions. 

(b) Initial determination: The NSA · 
Information Officer may make an initial 
determination concerning the requested 
amendment within ten working days or 
shall acknowledge receipt of the 
amendment request within that period if 
a determination cannot be completed. 
The determination shall advise the 
requester of action taken to make the 
requested amendment or inform the 
requester of the rejection of the request, 
the reason(s)" for the rejection and the 
procedures established by tqe Agency 
for review of rejected amendment 
requests. 

(c) Reques,ton appeal: A requester 
may appeal the rejection by the NSA 
Information Officer of a request for 
amendment to the Executive for Staff 
Services. Such appeal shall be in 
writing, addressed to the Executive for 
Staff Ser,vices, National Security 
Agency, Fort George G. Meade, Md. 
20755, Attention: Privacy Act ' 
Amendment Appeal. 
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§ 322.8 Appeal determination. 

The Executive for Staff Services shall 
acknowledge receipt of the appeal 
within ten working days. A 
determination concerning the appeal 
shall be provided to the requester within 
30 working days, unless the Director, 
National Security Agency, extends the 
period for good cause. The Executive for 
Staff Services shall advise the requester 
of the action taken to make the 
requested amendment"or inform the 

· requester of the rejection of the appeal, 
the right to submit for incorporation in 
the file containing the disputed record(s) 
a condse statement of disagreement, 
and notify the requester of the right of 
judicial review .of the denial pursuant to 
subsection (g)(l)(A) of 5 U.S.C. 552a. 

§ 322.9 Fees. 

A fee may be charged for the 
reproduction of copies of any requested 
records, provi9.ed one copy is made 
available without charge where access 
is limited to mail service only. Fees shall 
be charged in accordance with The 
Uniform Schedule of Fe.es established by 
the Department of Defense pursuant to 
Pub. L. 93-502. 

§ 322.10 Specific exemptions. 

(a)(l) The following National Security 
Agency systems of records, published in 
the Federal Register, ar~ specifically 
exempt.ed from the provisions of 5 U.S.C. 
552a, subsections (c)(3), (d), (e)(l), 
(~)(4)(G), (e)(4)(H), (e)(4)(I) and (f)_ 
pursuant to subsection .(k) of Section 
552a tq the extent that each system 

. contains individual records or files 
within the category or categories 
provided by subsection (k). Notice is 
hereby given that individual records and 
files within each NSA system of records 
may be. subject to specific provisions of 
Pub. L. 86-36, Pub. L. 88-290 and Title 18 
U.S.C. 798 and other laws limiting 
access to certain types of information or 
application oflaws to certain categories 
of information. . 

(2) In addition, those records 
maintained pursuant to notice of 
systems of records published by the 
CSC are exempted pursuant to Title 5 
U.S.C. 552a(k)(l) to the. extent that they 
contain classified information in order 
to protect su_ch information from 
unauthorized disclosure. Such records 
may also be s:ubject to other specific 
exemptions pursuant to rules 
promulgated by the esc. 

(b) Systems ofrecords subject to 
specific exemptions: 

(1) System name: NSA:/CSS Access, 
Authority and Release of Information File. 

Exemption: This system of records is 
exempted from the sections ·of title 5 U.S.C. · 

552a cited in§ 322.10(a) and is subject to the 
limitations noted in that paragraph. 

Authority: 5;U.S.C. 552a (k) (1), (k) (5) 
Reasons: This system of records is 

exempted from all subsections cited pursuant 
to exemption (k)(1) to protect from 
unauthorized disclosure classified 
information which may be contained in 
records and files making up the system. The 
exemption does not limit access to that · 
portion of the records in the system which 
are not classified or otherwise protected from 
unauthorized disclosure. 

This system of records is also exempted 
from all subsections cited pursuant to 
exemption (k)(5) to protect the· identity of 
confidential sources of information 
constituting investigatory material compiled 
solely for the purpose of determining access 
to classified i'nformation. The exemption does 
not limit access to that portion of the records 
in the system which are not ·exempted, not 
otherwise protected from unauthorized 
disclosure; and which would not undermine 
the integrity of the controlled access system. 

(2) System name: NSA/CSS Applicants 
Exemption: This system of records is 

exempted from the sections of title 5 U.S.C. 
552a cited in § ·322.10(a) and is subject to the 
limitations noted in that paragraph. · 

Authority: 5 U.S.C. 552a(k) (1), [k) (5) 
Reasons: This system of records is 

exempted from all subsections cited pursuant 
· to exemption [k)(1) to protect from 

unauthorized disclosure classified 
information which may be contained in 
records and files making .up the system. The 
exemption does not limit access to that 
portion of the records in the system which 
are not classified or otherwise protected from 
unauthorized disclosure. 

This system of records is also exempted · 
from all subsections cited pursuant to 
exemption [k)(5) to protect the identity of 
confidential sources of information 
constituting investigatory material compiled 
solely for the purposes of determining 
suitability; eligibility; qualifications for 
Federal civilian employment; Federal 
contracts; or access to classified information 
which may be contained in records and files 
making up the system. The exemption does 
not limit access to that portion of the· records 
in the system which are not subject to this 
exemption, nor otherwise protected from 

. unauthorized disclosure. 
(3) System name: NSA/CSS 

Correspondence. Cases, Complaints, Visitors', 
Requests· · 

Exemption: this system·of records is · 
exempted from the sections of title 5 U.S.C. 
552a cited in § 322.10(a) and is subject to the 

. limitations noted in that'paragraph. 
Authority: 5 U.S.C. 552a(k) (1), (k) (2), (k) 

(4), (k) (5) 
Reasons: This system of records is 

exempted from all subsections cited pursuant 
to exemption (k)(l) to protect from 
unauthorized disclosure classified 
information which may be contained in 
records and files rriaking up the system. the 
exemption does not limit access to that 
portion of the records in the system which 
are not classified or otherwise protected from 
unauthorized disclosure. 



This system of records is exempted from all 
subsections cited pursuant to exemption 
(k)(2) to protect from unauthorized disclosure 
individual records and files which constitute 
investigatory material compiled for law 
enforcement purposes pursuant to a lawful 
national security intelligence investigation 
and maintain the integrity of the personnel 
security system required by PUb. L. 88-:-290. 
The exemption does not limit access to that 
portion of the records in the system which 
are not investigatory material which are not 
exempted or otherwise protected from 
unauthorized disclosure. 

This system is exempted from all 
subsections cited pursuant to exemption 
(k)(4) where individual records and files are 
maintained and used solely for statistical 
records in accordance with statutory 
requirements to insure compliance with those 
requirements with a minimum of 
administrative burden and expense. 

This system is exempted from all 
subsections cited pursuant to exemption 
(k)(5) to protect the identity of confidential 
sources of information constituting 
investigatory material compiled solely for the 
purpose of determining suitability; eligibility; 
qualifications for Federal civilian 
employment, Federal contracts; or access to 
classified information which may be 
contained in records and files making up the 
system. The exemption does not limit access 
to that portion of the records in the system 
which are not subject to this exemption or 
otherwise protected from unauthorized 
disclosure. 

(4) System_ name: NSA/CSS Cryptologic 
Reserve Mobilization Designee List 

Exemption: This system of records is 
exempted from the sections of title 5 U.S.C. 
552a cited in§ 322.10(a) and is subject. to the 
limitations noted in that paragraph. 

Authority: 5 U.S. C. 552a (k) (1), (k) (5} 
Reasons: This system of records is 

exempted from all subsectio~s cited pursuant 
to exemption (k)(1} to prevent the · 
unauthorized disclosure of classified 
information concerning anticipated personnel 
assignments to sensitive cryptologic positions 
during periods of national emergency or war 
requiring reserve mobilization. 

This system of records is also exempted 
from all subsections cited pursuant to 
exemption (k)(5) to protect the identity of 
confidential sources of information 
constituting investigatory material compiled 
solely for the purpose of determining 
suitability, eligibility or qualifications for 
designation for mobilization to fill a sensitive 
cryptologic position or access to classified 
material as a result of designation for 
mobilization. · 

(5) System name: NSA/CSS Equal 
Employment Opportunity·Data 

Exemption: This system of records ·is 
exempted from the sections of title 5 U.S.C. 
552a cited in§ 322.10(a) and is subject to the 
limitations noted in that paragraph. 

Authority: 5 U.S.C. 552a(k) (1), (k) (2), (4) 
Reasons: This system of records is 

exempted. from all subsections cited pursuant 
to exemption (k)(1) to protect from 
unauthorized disclosure classified 
information which may be contained in 
records and files making up the system. The 
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exemption does not limit access to that 
portion of the records iri.the system which 
are not classified or otherwise protected from 
unauthorized disclosure. · 

This system. of records is exempted from all 
subsections cited pursuant to exemption 
(k)(4) to protect the integrity of those 
statistical records compiled for Equal 
Employment Opportunity purposes. 

This system of records is also exempted • 
from all subsections cited pursuant to 
exemption (k)(2) to the extent that individual 
records and files are related to investigations 
to enforce the provisions of PUb .. L. 92-261 
and consistent with the provisions of that 
statute with respect to individual access· to 
such records. The. purpose of the exemption is 
to protect the integrity of investigations 
conducted pursuant to PUb. L. 92-261. 

(6) System name: NSA/CSS Health, 
Medical and Safety Files 

Exemption: This system of records is 
exempted from sections of title 5 U.S.C. 552a 
cited in § 322.10(a) and is subject to the 
statutory limitations noted in that paragraph. 

Authority: 5 U.S.C. 552a(k) (1), (k) (5), (k) 
(6). 

Reasons: This system of records is 
exempted from all subsections cited pursuant 
to exemption (k)(1).to protect from 
unauthorized disclosure classified 
information which may be contained in 
records and files making up the system. The 
exemption does not limit access to that 
'portion of the records in the system which 
are not classified or otherwise protected from 
unauthorized disclosure. 

This system of records is exempted from all 
subsections cited pursuant to.exemption 
(k)(5) to protect the identity of confidential 
sources of information constituting 
investigatory material compiled solely for the 
purpose of determining suitability, eligibility, 
or qualifications for Federal civilian 
employment, Federal contracts or access to 
classified information. The exemption does 
not limit ac;cess to that portion of the records 
in the system which are not exempted or 
otherwise protected from unauthorized 
disclosure. 

This system of records is also exempted 
from all subsections cited pursuant to 
exemption· (k)(6) tq protect those testing or 
examination materials .used solely to 
determine individual qualifications for 
employment in the Federal service the 
disclosure of which would compr~mise the 
objectivity or fairness of the testing or 
examination process. 

(7) System name: NSA/CSS Motor Vehicles 
and Carpools ' ' · · 

Exemption: This system of records is 
exempted from the sections 'of title 5 U .S.C. 
552a cited in § 322.10(a) and is subject to the 
statutory limitations noted in that paragraph. 

Authority: 5 U.S.C. 552a(k)(1) 
Reasons:: This system of records is 

exempted from all subsections cited pursuant 
to exemption (k)(1) to protect from 
unauthorized disclosure any and all classified 
information which may be contained in 
records and files making up the system. The 
exemption does not limit access to that 
portion of the records in the system which 
are not classified or otherwise protected from 
unauthorized .disch;>s ure. 
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. (8) System name: NSA/CSS Payroll and 
Claims 

Exemption: This system of records is 
exempted from the sections of title 5 U.S.C. 
552a cited in § 322.10(a) and is subject to the 
statutory limitations noted in that paragraph. 

Authprity: 5 U.S.C. 552a(k) (1), (k) (2) 
Reasons: This system of records is 

exempted from all subsections cited pursuant 
to exemption (k)(1) to protect from 
unauthorized disclosure classified . 
information which·may be contained in 
records and files making up this system. The 
exemption does not limit access to that 
portion of the records in the system w~ich 
are not classified or otherwise protected from 
unauthorized disclosure. 

This system of records is also exempted 
from all subsections cited pursuant to 
exemption (k)(2) to protect investigatory 
materials related to the enforcement of laws 
with respect to claims agairist the 
Government. The exemption does not limit 
access to that portion of the records in the 
system not related to investigations of claims 
or otherwise protected from unauthorized 
disclosure. . 

(9) System name: NSA/CSS Personnel file 
Exemption: This system of records is 

exempted from the sections of title 5 U.S.C. 
552a cited in § 322.10(a) and is subject to the 
statutory limitations noted in that paragraph. 

Authority: 5 U.S.C. 552a(k} (1), (k) (5), (k) 
(6) . 

Reasons: This system of records is 
exempted from all subsections cited pursuant 
to exemption (k)(1) to protect from 
unauthorized disclosure .classified 
information which may be. contained in 
records and files making up the system. The 
exemption does not limit access to that 
portion of the records in the system which. . 
are not classified or otherwise protected from 
unauthorized disclosure. 

This system of records is exempted from all 
subsections cited pursuant to exemption 
(k)(5) to protect the identity of confidential 
sources of information constituting 
investigatory material compiled solely for the 
purpose of determining suitability, eligibility, 
or qualificati9ns for Federal civilian 
employment, Federal contracts or access to 
classified information. The exemption does 
not limit access to that portion of the records 
in the system which are not exempted or 
otherwise protected from unauthorized 
disclosure. 

This system of records is also exempted 
from all subsections cited pursuant to 
exemption (k)(6) to protect .those testing or 
examination materials used solely to 
determine individual qualifications for· 
employment in the Feder.al service the 
disclosure of which would compromise the 
objectivity or fairness of the testing or 
examination process. 

(10} System name: NSA/ CSS Personnel 
Security File 

Exemption: This system of records is ·· 
exempted from the sections of title· 5 U.S.C. 
552a cited in § 322.10(a) and is subject to the 
limitations noted in that paragraph. 

Authority: 5 U.S.C. 552a(k)(1), (k)(2), (k) (5). 
Reasons: This system of records is · 

exempted from all subsections cited pursuant 
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to exemption (k)(1) to protect from 
unauthorized disclosure classified 
information which may be contained in 
records and files making up the system.· The 
exemption does not limit access to that 
portion of the records i~ the system which 
are not classified or otherwise protected from 
unauthorized disclosure. 

This system of records is exempted from all 
subsections cited pursuanno exemption 
(k)(2) to protect investigatory materials 
compiled for purposes of' enforcement of Pub. 
L. 88-290 and title 18 U.S.C. 798 as well as 
other appropriate criminal and civil laws 
related to the protection' of sensitive 
cryptologic information. Both statutes cited 
require the Director, NSA, to observe special 
procedures and standards in permitting · 
access to sensitive cryptologic information 
and provide statutory authority to act when 
those standards are breached. The materials 
contained in this system are of an 
investigatory nature, are maintained on a 
continuing basis and are used to insure 
compliance with and enforcement of the cited 
statutes. 

This system of records is exempted from all 
subsections cited pursuant to exemption 
(k)(5) to protect the identity of confidential 
sources of information constituting 
investigatory material compiled solely for the 
purpose of determining suitability, eligibility, 
or qualifications for Federal civilian 
employment, Federal contracts or access to 
classified information. The exemption does · 
not limit access to that portion of the records 
in the system which are not exempted or 
otherwise protected from unauthorized 
disclosure. 

This system of records is exempted from all 
subsections cited pursuant to exemption 
(k)(6) to protect testing or examination 
materials and procedures, the disclosure of 
whichwould compromise the objectivity or 
fairness of the testing or examination 
process. ' 

(11) System name: NSA/CSS Time, 
Attendance; and Absence 

Exemption: This system of records is 
exempted from the sections of title 5 U.S.C .. 
552a cited in§ 322.10(a) and is subject to the 
limitations noted in that.paragraph. 

Authority: 5 U.S.C. 552a(k)(1) 
Reasons: This system of records is 

exempted from all subsections cited pursuant 
· to exemption (k)(1) to protect from 

unauthorized disclosure classified 
information which may be contained in . 
records and files making up the system. The 
exemption does not limit access to that · 
portion of the rec- ords in the system which 
are not classified or otherwise protected from 
unauthorized disclosure. 

(12) System name: NSA/CSS Training 
Exemption: This system of records is 

exempted from the sections of title 5 U.S.C. 
552a cited in § 322.10(a) and is subject to the 
limitations noted in that paragraph. 

Authority: 5 U.S.C. 552a (k)(1), (k)(5), (k)(6). 
Reasons: This. system of records is 

exempted .from all subsections cited pursuant 
to exemption (k)(1) to protect from 
unauthorized disclosure classified 
information which may be contained 'in 
records and files making up the system. The 
exemption does not limit access to that 
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portion of the records in the system which 
are not classified or otherwise protected from 
unauthorized disclosure. 

This system of records is exempted from .all 
subsections cited pursQant to exemption 
(k)(5) to protect the identity of confiden.tial 
sources of information constituting 
investigatory material compiled solely for the 
purpose of determining suitability, eligibility, 
or qualifications for Federal civilian 
employment. Federal contracts or access to 
classified information. The exemption does 
not limit access to that portion of the records 
in the system which are not exempted or 
otherwise protected from unauthorized 
disclosure. 

This system of records is also exempted 
from all subsections cited pursuant to 
exemption (k)(6) to protect those testing or 
examination materials used solely to. 
determine individual qualifications for 
employment in the Federal service the 
disclosure of which would compromise the 
objectivity or fajrness of the testing or 
examination process. 

(13) System name: NSA/CSS Archival 
Records. 

Exemption: This system is exempted from 
the sections of Title 5 U.S.C. 552a cited in 
§ 322.10(a) and is subject'to the statutory 
limitations noted in that paragraph. 

Authority: 5 U.S.C. 552a(k)(1) and (k)(4). 
Reasons: This system of records is 

exempted from all subsections cited pursuant 
to exemption (k)(l) to protect from , 
unauthorized disclosure classified 
information which may be contained in 
records and files making up the system. The 
exemption does·n'ot limit access to that 
portion of the rec- ords in 'the system wh'ich 
are not classified or otherwise protected from 
unauthorized disclosure. 

This system is exempted from all 
subsections cited pursuant to exemption 
(k)(4) where individual records and files are 
maintained and used solely for statisti~al ' 
compliance with those requirements with a 
minimum of adminis_trative burden and 
expense. 

(14) System Identification and Name­
GNSA14, entitled "NSA/CSS Libra~y Patron 
File Control System". . 

Exemption-Portions of this' system which 
fall within 5 U.S.C. 552a (k)(1) and (k)(4) are 
exempt from the following provisions of 5 
U.S.C. 552a, sec;tions (c)(3), (d) (1)-(5), (e)(1), 
(e)(4) (G)-(1), and (f) (1)-(5). , ' ·· 

Authority-5 U.S.C. 552a (k)(1) and (k){4). 
~easons-This record syste1p. is exempted 

from all subsections pursuant to exemption 
(k)(1) to protect from unauthorized disclosure 
classified information which may be 
contained in records and files making up the 
system. The exemption does not limit access 
to that portion of the records in the system 
which are not Classified or otherwise · 
protected from unauthorized.disclosure. 

This record system is exempted from all 
subsections pursuant to exemption (k)(4) to 
protect from unauthorized disclosure records 
maintained for statistic.al research or program 
evaluation. The exemption does not limit 
access to that portion of the records in 'the 
system which are not cl~ssified or otherwise 
protected from unauthorized disclosure. 

(15) System IdentJfication and Name­
GNSA15, entiped "NSA/CSS Computer Users 
Control System". 

Exemption-Portions of this system which 
fall within 5 U.S.C. 552a (k)(l) and (k)(2) are 
exempt from the following provisions of 5 
U.S.C. 552a, section~ (c)(3), (d) (1)-(5), (e)(1), 
(e)(4) (G)-(1), and (f) (1)-(5). 

Authority-5 U:S.C. 552a (k)(l) and (k)(2). 
Reasons-This system of records is 

exempted from all subsections pursuant to 
exemption (k)(l) to protect from unauthorized 
disclosure classified information which may 
be contained in records and files making up 
the system. The exemption does not limit 
access to that portion of the records in the 
system which are not classified or otherwise 
protected from unauthorized disclosure. 

This system of records is exempted from all 
subsections cited pursuant to exemption 
(k)(2) to the extent that individual records 
and files are related to investigations to 
enforce the provisions of Pub. L. 88-290 and 
consistent with the provisions of that statute 
with respect to individual access to such 
records. The purpose of the exemption is to 
protect the integrity of investigations 
conducted pursuant to Pub. L. 88-290. 

(16) System ldentJfication and Name­
GNSA16, entitled "NSA/CSS Drug Testing 
Program". 

Exemption-Portions of this system which 
fall within 5 U.S.C. 552a(k){1) are exempf 
from the following provisions of 5 u;s.c: 
552a, sections (c)(3), (d) (1)-(5), (e)(l),'(e)(4) 
(G)-(1), and (f) (1)-(5). 

Authority-5 U.S.C. 552a(k)(1). 
Reasons-This system of records is 

exempted from all·subsections cited pursuant 
to exemption (k)(1) to protect from 
unauthorized disclosure classified 
information which may be contained in 
records and files making up the system. 

(17) System IdentJfication and Name­
GNSA17, entitled "Employee Assistance 
Service (EAS) Case Record System". 

Exemption-Portions of this system which 
fall within 5 U.S.C. 552a [k)(1), (k)(2), (k)(4) 
and (k)(5) are exempt from the following 
provisions of 5 U.S.C;S52a, sections (c)(3), (d) 
(1)-(5), (e)(1), (e)(4) (G)-(1), and (f) (1)-(5). 

Authority-5 U.S.C. 552a (k)(1), (k)(2), 
(k)(4), ·and (k)(5). 

Reasons-this system of records is 
exempted from all subsections cited pursuant 
to exemption '(k)(1) to protect from 
unauthorized disclosure classified 
information which may be contained in 
records and files making up the system. 

This system of records is exempted from all 
subsections cited pursuant to exemption· · 
(k)(2) to the extent that individual records 
and files ar~ related to investigations to 
enforce the provisions of Public Law 92-261 
and consistent with th'e provisions of that 
statute with respect to individual access to 
such records. The purpose of the exemption is 
to protect the integrity of investigations 
conducted pursuant to Public Law 92-261. 

This record system is exempted from all 
subsections pursuant to exemption (k)(4) to 
protect from unauthorized disclosure records 
maintained for statistical research or program 
evaluation. The exemption does not limit 
access to that portion of the records in the 



sy~tem which are not classified or otherwise 
protected from unauthorized disclosure. 

This system of records is also exempted 
from all subsections cited pursuant to 
exemption (k)(5) to protect the identity of 
confidential sources of information 
constituting investigatory material compiled 
solely for the purpose of determining · 
suitability, eligibility, or qualifications for 
federal civilian employment, federal 
contracts, or access to classified information. 
The exemption does not limit access to that. 
portion of the records in the system which . 
are not exempted or otherwise protected from 
unauthorized disclosure. 

[18) System identification and name­
GNSA18, NSA/CSS Operations Files. 

Exemption-Portions of this record system 
may be exempted from subsections of 5 
U.S.C. 552a (c)(3), (d)(1)-(5), (e)(4)(G)-(l), 
and (£)(1)-(5). 

Authority-5 U.S.C. 552a(k) (1), [2) and [5). 
Reasons-Subsection (c)(3) because there 

may be occasions when making an 
accounting available to the individual named 
in the record at his or her request, would 
reveal classified information. The release of 
accounting of disclosure would inform a 
subject that he or she is under investigation. 
This information would provide considerable 
advantage to the subject in providing him or 
her with knowledge concerning the nature of 
the investigation and the coordinated 
investigative efforts and techniques 
employed by the cooperating agencies. 

Subsection (d) because granting access 
and/ or subsequent amendment to the record 
would reveal classified information. It may 
also alert a subject to the fact that an 
investigation of that individual is taking 
place, and might weaken the on-going , 
investigation, reveal investigatory techniques, 
and place confidential informants in 
jeopardy. NSA/CSS may refuse to confirm or 
deny the existence of a particular record 
because to do so would reveal classified 
information. 

Subsection [e)(4)(G), (e)(4)(H), and (e)(4)(1). 
Although NSA/CSS has published 
procedures whereby an individual can be 
notified if a particular record system contains 
information about themselves; how to gain 
access to that information; and the source of 
the information, there may be oecasions 
when confirming that a record exists, 
granting access, or giving out the source of 
the information would reveal classified 
information. 

Subsection [f) because the agency's rules 
are inapplicable to those portions of the 
system that are exempt and would place the 
burden on the agency of either confirming or 
denying the existence of a record pertaining 
to a requesting individual. The confirming or 
denying might, in itself, provide an answer to 
that individual relating to an on-going 
criminal investigation. The conduct of a 
successful investigation leading to the 
indictment of a criminal offender precludes 
the applicability of established agency rules 
relating to verification of record, disclosure of 
the record to that individual, and record 
amendment procedures for this record 
system. Also, because this record system is 
exempt from the individual access provisions 
of subsection (d). 
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§ 323.1 Purpose and scope. · 

This Part 323 implements the Privacy 
Act of 1974 (5 U.S.C. 552a) and DoD 
Directive and DoD Regulation 5400.11. 
Department of Defense Privacy Program 
(32 CFR part 310). It applies to 
Headquarters, Defense Logistics Agency 
(HQ DLA) and all DLA field activities. 

§ 323.2 · Polley. 

It is the policy of DLA to safeguard 
personal information contained in any 
system of records maintained by DLA 
activities and to make that information 
available to the individual to whom it 
pertains to the maximum extent 
practicable. DLA policy specifically 
requires that DLA activities: 

(a) Collect, maintain, use, and 
disseminate personal information only 
when it is relevant and necessary to 
achieve a purpose required by statute or 
Executive Order. 

(b) Collect personal information 
directly from the individuals to whom it 
pertains to the greatest extent practical. 

(c) Inform individuals who are asked 
to supply personal inform!=ltion for 
inclusion in any system .of records: 

(1) The·authority for the solicitation. 
(2) Whether furnishing the information 

is mandatory or voluntary. 
(3) The intended uses of the 

information. 
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(4) The routine disclosures .of the. 
information that may be made outs1de 
DoD. 

(5) The effect on the individual of not 
providing all of any part of the 
requested information. 

(d) Ensure that all records used in 
making determinations about 
individuals are accurate, relevant, 
timely, and complete. 

(e) Make reasonable efforts to ensure 
that records containing personal 
information are accurate, relevant, 
timely, and complete for the purposes 
for which they are being maintained 
before mak,ing them available to any 
recipients outside DoD, other than a 
Federal agency, unless the disclosure is 
made under DLAR 5400.14, Availability 
to the Public of Official Information (32 
CFR part 1285). . . 

(f) Keep no record that describes how 
individuals exercise their rights 
guaranteed by the First Amendment of 
the U.S. Constitution,.unless expressly 
authorized by statute or by the 
individual to whom the records pertain 
or is pertinent to and within the scope of 
an authorized law enforcement activity. 

(g) Make re.asonable efforts, when 
appropriate, to notify individuals . 
whenever records pertaining to them .are 
made available under compulsory legal · 
process, if such process is a matter of 
public record. . . 

(h) Establish safeguards to ensure the 
security of personal information and to 
protect this information from threats or 
hazards that might result in substantial 
harm, embarrassment, inconvenience, or 
unfairness to the individual. 

(i) Establish rules of conduct for DoD 
personnel involved in the design, 
development, operation, or maintenance 
of any system of records and train them 
in these rules of conduct. 

(j) Assist individuals in determining 
what records pertaining to them are 
being collected, maintained, used, or 
dis semina ted. · 

(k) Permit individual access to the 
information pertaining to them 
maintained in any system of records, 
and to correct or amend that 
information, unless an exemption for the 
system has been properly established 
for an important public purpose. 

(1) Provide, on request, an accounting 
of all disclosures of the information 
pertaining to them except when 
disclosures are made: 

(1) To DoD personnel in the course of 
their official duties. 

(2) Under 32 CFR part 1285.(DLAR 
5400.14). ' 

(m) Advise individuals on their rights 
to appeal any refusal to grant access to 
or amend any record pertaining to them, 
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and to file a statement of disagreement 
with the record in the event amendment 
is refused~ 

§ 323.3 · Definitions. , 
(a) Access. The review of a record or 

a copy of a record or parts tliereo"r'in a 
$ystem of records by any individual. 

{b) Agency. For the purpose of 
disclosing records subject to the Privacy 
Act among DoD Compone~ts, the 
Department of Defense is considered a· 
single agency. For all other purposes 
including applications for access and 
amendment, denial of access or 
amendment, appeals from denials, and 
recordkeeping as regards release to non­
DoD agencies, DLA is con13idered an 
agency within the meaning of the 
Privacy Act. 

(c) Confidential source. A person or 
organization who has furnislied 
information to the Federal Government 
under an express promise that the 
person's or the organization's identity 
will be held in confidence or under an 
implied promise of such confidentiality 
if this implied promise was made before 
September ·27, 1975. · 

· (d) Disclosure. The transfer of any 
personal information from a system of 
records by any means of communication 
to any person, private entity, or 
Government agency, other than the 
subject of the record, the subject's 
designated agent or the subject's legal 
guardian. · · 

(e) Individual. A living citizen of the 
United States or an alien lawfully 
admitted to the United States for · 
permanent residence. The legal guardian 
of an individual has the same rights as 
the individual and may act on his or her 
behalf. · 

(f) Individual access. Access to 
information pertaining to the individual 
by the individual or his or her 
designated agent or legal guardian. · 

(g) Maintain. Includes maintain, 
collect, use, or disseminate: 

(h) Member of the public. Any 
individual or party acting in a private 
ca]:Jac:ity to include Federal employees 
or military personnel. 

(i) Official use. Within the context of 
this part, this term is used when officials 
arid employees of a DLA activity have a 
demonstrated need for the use of any 

. record or the information contained 
therein in the performance of their 
official duties. 

(j) Personal information. Information 
about an individual that is intimate or 
private to the individual. lis 
distinguished frorri information related 
solely to the individual's official 
functions or public life. 

(k) Privacy Act. The Privacy Act of 
1974, as amended, 5 u.s.c~ 552a. 
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(1) Privacy. Act request. A request . 
from an individual for notification·as to 
the existence of, access to, or 
amendment of records p~rtaining to that 
individuaL These records must be . 
maintained in a system of records. The 
request must indicate that it is being 
made under the Privacy Act to he 
considered a 'Privacy Act request. · 

(m) Record Any item, collection, or 
grouping of information about an· 
individual that is maintained by DLA, 
including, but not limited to, the 
individual's education, financial 
transactions, medical history, ·and 
criminal or employment history, and . 
that contains the individual's name, or 
the identifying number, symbol, or other 
identifying particular assjgned to the 
individual, such as a finger or voice 

or a photograph. 
(n) Risk assessment.' An analysis 

considering information sensitivity, 
vulnerabilities. and the cost to a 
computer fflcility or word processing 
activity in safegua~ding personaf · 
information processed or stored in the 
facility or activity. 

(o) Routine use. The disclosure of a · 
record outside DoD for a use that is 
compatible with the purpose for which 
the information was collected and 
maintained by DoD. The routine use 
must be included in .the published 
system notice for the system of records 
involved. 

(p) Statistical record. A record 
maintained only for statistical research 
or reporting purposes and not in 
whole or in part in Il)aking · 
determinations about specific 
individuals. 

;fq) System of Records. A group of 
records under the control of a DLA 
:activity from which information is 
retrieved by the individual's name or by 
.some identifying number, symbol, or 
other identifying particular assigned to 
the individual. System notices for all 
.Privacy Act systems ·of records must be 
published in the Federal Register. 

§ 323.4 Responsibilities. 

(a) Headquarters Defense Logistic~? 
Agency. 

(1) The Chief, Resources Management 
Division, Office of Administration 
(DLA-XA) will: 

(i) Formulate policies, procedures, and 
standards necessary for uniform 
compliance with the Privacy Act by 
DLA activities. 

(ii} Serve as the DLA Privacy Act 
Officer and DLA representative on the 
Defense Privacy Board. 

(iii) Maintain a master registry of 
system notices published by D~A. 

(iv) Develop or compile the rules, • 
notices, and reports required under this 
part. 

(2).The General Counsel, DLA (DLA-
G) will: . · 

(i) Serve as the appellate authority for 
denials of individual access and 
amendment of records. 

(ii) Provide representation to the . 
Defense Privacy Board Legal Committee. 

(iii) Advise the Defense Privacy Office 
on the status of DLA privacy litigation. 

(3) The Comma'nd Security Officer, 
Office of Command Security, DLA 
(DLA-T) will formulate and implement · 
protective standards for personal 
information maintained in automated 
data processing systems and facilities.-

(b) The Heads of DLA Primary Level 
Field 'Activities (PLF As) will: 

(1) Ensure that the collection,. 1 

maintenance, use, or dissemination of 
records of identifiable personal 
information is in a manner that assures" 
that such action is for a necessary and 
lawful purpose; that the information is 
timely and accurate for its intended use; 
and that adequate safeguards are · 
provided to prevent misuse of such 
information. 

(2) Designate a Privacy Act Officer to 
serve as the principal point of contact 
on privacy matters. 

(3) Ensure the internal operating 
procedures provide for effective 
compliance with the Privacy Act. 

(4) Establish a training program for 
those personnel whose duties involve 
responsibilities for systems of records 
affected by the Privacy Act. 

§ 323.5 Procedpres. 

(a) Individual access. (1) The access 
provisions of this part are intended for 
use by individuals whose records are 
maintained in systems of records. 
Release of personal information to 
individuals under this part is not 
considered public release of · 
information. 

(2) Individuals will address requests 
for access to personal information about 
themselves in a system of records to the 
system manager or to the office 
designated in the system notice. Before 
being granted access to personal data, 
an individual may be required to 
provide reasonable verification of his or 
her identity. Identity verification 
procedures will be simple so as not to 
discourage individuals from seeking 
access to information about themselves; 
or be required of an individual seeking 
access to records which normally would 
be available under 32 CFR part 1285 
(DLAR 5400.14). 

(iJ Normally, when individuals seek 
personal access to records pertaining to 



themselves, identification will be made 
from documents that normally are 
readily available, such as employee and 
military identification cards, driver's 
license, other licenses, permits, or 
passes used for routine identification 
purposes. 

(ii) When access is requested by mail, 
identity verification may consist of the 
individual providing certain minimum 
identifying data, such as full name, date 
and place of birth, or such other 
personal information necessary to locate 
the record sought. If the information 
sought is sensitive, additional 
identifying qata may be required. If 
notarization of requests is required, 
procedures will be established for an 
alternate method of verification for 
individuals who do not have access to 
notary services, such as. military 
members overseas. 

(3) If an individual wishes· to· be· 
accompanied· by a third party: when 
seeking access to his or her records· or to 
have the records released directly to a 
third party, the individual may be 
required to furnish a signed access. ' 
authorization granting the third party 
access. An individual will not be refused 
access to his or her record solely for 
failure to divulge his· or her social 
security number (SSN) unless it is the 
only method by which retrieval can be 
made. The individual is not required to 
explain or justify his or her rieed for 
access to any record under this part. 

(4) Disclose medical records to the 
individual to whom they pertain, even if 
a minor, unless a judgment is made that 
access to such records could have· an 
adverse effect on the mental or physical 
health of the individual. Normally, this 
determination will be made in 
consultation with a medical doctor. If it 
is determined that the release of the 
medica] information may be harmful to 
the mental or physical health of the 
individual, send the record to a 
physician named by the individual and 
in the transmittal letter to the physician, 
explain why accet;~s by the individual 
without proper professional supervision 
could be harmful (unless it is obvious 
from the record). Do not require the 
physician to request the records for the 
individual. If the individual refuses or 
fails to designate a physician, the record 
will not be provided. Such refusal of 
access is not considered a denial for 
reporting purposes. 

(5) Requests by individuals for access 
to investigatory records pertaining to 
themselves and compiled for law 
enforcement purposes are processed 
under this part or 32 CFR part 1285 
depending on which part gives them the 
greatest degree of-access. 
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(6) Certain documents under the this part, or DLAR 5400.21 authorizing 
physical control of DoD personnel and the denial. · 
used to assist them in performing official (iv) Notice to the individual of his or 
functions, are not considered '.'agency h·er right to appeal the denial within 60 
records" within the meaning of this part. calendar days. 
Uncirculated personal note·s and records (v) The title or position and address of 
that are not disseminated or circulated ' the Privacy Act appeals official, DLA-G, 
to any person or organization (for Cameron Station, Alexandria, VA 
example, personal telephone lists.or 22304-6100. 
memory aids) that are retained or (4) The individual will file any appeals 
discarded at the author's discretion and from denial of access within 60 calendar 
over which DLA exercises no direct days of receipt of the deriial notification. 
contrQI. are not considered agency DLA-G will process all appeals within 
records. However, if personnel are 30 days of receipt unless a fair arid 
officially 'directed or 'encouraged, either equitable review cannot be made within 
in. writing or orally, to maintain such that period. The· written appeal 
records, they may become "agency notification granting or denying access 
records," and may be subject to the is the final DLA action on acc;ess. 
Privacy Act of 1974 (5 U.S:C. 552a) and (5) The records in all systems of 
this part. . · · records maintained in accordance with 

(7) Acknowledge requests for access the Office of Personnel Management 
within 10 working days after receipt and (OPM) Government-wide system notices 
provide access within 30 working days. are technically only in the temporary 

(h) Denial of individual access. (1) custody of DLA. All requests for access 
Individuals may be formally denied to these re.cords must be processed in 
access. to a record pertaining to them accordance· with the Federal Personnel 
only if the record was compiled in Manual (5i CFR parts 293, 294, 297 and 
reasonabl~ anticipation of civil action; is 735) as wel'l as this part. DLA-G is 
in a system of records that has been responsible for the appellate review of 
exempted from the access provisions of denial of access to such records. 
this part under one of the permitted (cJ Amendment of records. (1) 
exemptions; contains classified Individuals are encouraged to review 
information that has been exempted the personal information being 
from the access provision of this part maintained about them by DLA and to 
under the blanket exemption for such avail themselves of the procedures 
material claimed for all DoD records established by this part to update their 
systems; or is contained in a system of records. An individual may request the 
records for which access may be denied ·amendment of any record contained in a 
under some other Federal statute. Only system of records pertaining to him or 
deny the individual access to those her unless the system of record has been 
portions of the records from which the exempted specifically from the 
denial of access serves some legitimate amendment procedures of this part. 
Governmental purpose. Normally, amendments under this part 

(2) An individual may be refused are limited to correcting factual matters 
access if the record is not described well and not matters of official judgment, 
enough to enable it to be located with a such as performance ratings promotion 
reasonable amount of effort on the part potential, and job performance 
of an employee familiar with the file; or appraisals. 
access is sought by an individual who (2) The applicant must adequately 
fails or refuses to comply with the support his or her claim and may be 
established procedural requirements, required to provide identification to 
including refusing to name a physician ensure that they are indeed seeking to 
to receive medical records when amend a record pertaining to themselves 
required or to pay fees. Always explain and not, inadvertently or. intentionally, 
to the individual the specific reason the record of others. Consider the 
access has been refused and how he or following factors when evaluating the 
she may obtain access. · sufficiency of a request to amend: 

(3) Formal denials of access must be (i) The accuracy of the information 
in writing and include as a minimum: itself. 

(i) The name, title or position, and (ii) The relevancy, timeliness, 
signature of the' appropriate Head of the completeness, and necessity of the 
HQ DLA principal staff element or recorded information for accomplishing 
primary level field activity. an assigned mission or purpose. 

(ii) The date of the denial. (3) Provide written acknowledgement 
(iii) The specific reason for the denial, of a request to amend within 10 working 

including specific citation to the days of its receipt by the appropriate 
appropriate sections of the Privacy Act systems manager. There is no need to 
of 1974 (5 U.S.C. 552a) or other statutes,' a(::knowledge a request if the action is 
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completed within 10 working days ap.d 
the individual is so informed. The letter 
of acknowledgement shall clearly 
idei;ttify. the request and advise the 
individual when he or she may expect to 
be notifie~ of the completed action. 

PRIVACY ACT RULES 

·(B) The individual may file a 
statement of disagreement with the 
appropriate authority and the; 
procedures for filing this statement. 

Only u~der the most exceptional 
circumstances will more than 30 days be 
required to reach a decision o~ a request.· 

(C) If filed properly, the statement of 
disagreement shall be included in the 
records, furnished to all future recipients 
of the records,. and provided to all prior 
recipients of the disputed rec.ords who 
are known to hold the record. to amend. . 

(4) If the decision is.made to grant all 
or. part of the request for amendment, 
amend the record accordingly and notify 
the requester. Notify all previous 
recipients of the information, as · 
reflected in the disclosure aq::ounting 
records, that an amendment has been 
made and the substance of the 
amendment. Re~ipients who are known 
to be no longer retaining the information 
need not be advised of the amendment. 
All DoD Components and Federal 
agencies known to be retaining the 
record or information, even if not 
reflected in disclosure r~cords, will be 
notified of the amendment. Advise the 
requester of these .noUfications, and 
honor all requests by the requester to 
notify specific Federal agencies of the 
amendment action. · · · , 

(5) If the request for amendment is 
denied in whole or in part, promptly 
advise the individual in writing of the 
decision to include: 

(i) The specific reason and authority 
for not amending. 

(ii) Notification that he or she.may 
seek further independent review of the 
decision by the Office of General 
Counsel, DL~ (DLA-G). 

(6) Individual appeals of amendment . 
denials must be submitted to the Office 
of Gener~l Counsel, DLA (DLA-G), · 
Cameron Station, Alexandria, Virginia, 
22304-6100 with all supporting 
materials. DL~-G will process all 
appeals within 30 days unless a fair 
review cannot be made within this time 
limit. . . 

(i) If the appeal is granted, DLA-G 
will promptly notify the requester and 
system manager of the decision. The 
system manager will amend the 
record(s) as directed and ensure that all 
prior known. recipient$ of the records 
who are known to b.e retaining the 
record are notifed of the decision and 
the specific nature of the amendment 
and that the requester is notified as to 
which DoD Components and Federal 
agencies have been. told of the 
amendment. 

(ii) If the app~al ~s denied. compietely 
or in part, the individual is notified in 
writing by the 'reviewing official that: 

(A) The appeal has beep. denied and 
the specifi~ .r~,as.on and authority for the 
deniaL 

(D) The inqividual may seek a judicial 
review of th'e decision not to amend. 

(7) The re.cords in all systems of . 
records controlled by the Office of · 
Personnel Management (OPM) 
Government-wid¢ system notices are 
technically only temporarily in the 
custody of DLA. All requests for 
amendment of these records must be 
processed in accordance with the 
Federal Person:Qel Manual (FPM). A 
DLA denial authority ,may ·deny a 
request. However, the appeal process 
for all such denials must include a 

· review by the Assistant Director for 
Agency Compliance and Evaluation, 
Office of Personnel Management, 1900 E 
Street, NW, Washington, DC 20415. 
When an appeal is received from a DLA · 
denial of amendment of the OPM 
controlled record, process the appeal in 
accordance with the FPM and notify the 
OPM appeal authority listed above. The 
individual may appeal any DLA 
decision not to amend the OPM records 
directly to OPM. OPM is the final review 
authority for any appeal froin a denial to 
amend the OPM rec.ords. · 

(8) If the reviewing authority refuses 
to amend the record as requested, the 
individu.al may submit a concise 
statement of disagreement setting forth 
his or her reasons· for disagreeing with 
the decision not to· amend. 

(i) If an individual chooses to file a 
statement of disagreement, annotate the 
record to indicate that the statement has 
been filed. Furnish copies of the 
statement of disagreement to all DoD 
Components and Federal agencies that 
have been provided copies of the 
disputed information and who may be 
maintaining the information. 

(ii) When possible, incorporate the 
statement ofdisagreement into the 
record. If the statement cannot be made 
a part of the record, establish 
procedures to ensure that it is apparent·. 
from the records that a statement of 
disagreement has b~en filed and . 
maintain the statement so that it can be 
obtained readily when the disputed· 
information is used or disclosed. 
Automated record systems that are not 
programmed to accept statements of 
disagreement shall be annotated or 
coded so that they clearly iQdicate that 
a statement of disagreement-is on file, 
and clearly identify the statement with 

the disputed information .in the system. 
Provide a c;:opy of th.e statement of 
disagreement whenever the disputed 
information i~ disclosed for any purpose. 

(9) A summary of reasons for refusing 
to amend may be included with any 
record for which a statement of 
disagreement is filed. Include in this 
sumll}._ary only the reasons furnished to 
the individual for not amending the . 
record. Do not include comments on the 
statement of disagreement. Normally, 

. the summary and statement of 
disagreement are filed together. When 
disclosing information for which a 
summary has been filed, a copy of the 
summary may be included in the 
release, if desired. 

(d) Documentation. Establish a 
separate Privacy Case File to retain the 
documentation received and generated 
during the amendment or access 
process. There is no ne.ed to establish a 
Privacy Case File if the individual has · 
not cited the, Privacy Act or this part. 
Privacy Case Files shall not be furnished 
or disclos~d to anyone for use in making 
any determination about the individual 
other than determinations made under 
this part. Only the items listed below 
may be included in the system of · 
records challenged for amendment or for 
which access is sought. Do not retain 
copies of unamended records in the 
basis rec;ord system if the request for 
amendment is granted. 

(1) The following items relating to an 
amendqtent request may be included in 
the disputed record system: 

(i) Copies of the amended record. 
(ii) Copies of the individual's 

statement of disagreement. 
(iii) Copi~s of activity summaries. 
(iv) Supporting documentation 

submitted by the individual. 
(2) The following items relating to an 

access request may be included in ·the 
basic records system: 

(i) Copies of the request. 
(ii) Copies of the. activity action , 

grcmting .total access. (Note: A separate 
Privacy Case File need not be created in 
such cases.) 

(iii) Copies of the activity action 
denying access. 

(iv) Copies of any appeals filed. 
(v) Copies of the reply to the appeaL 

, (e) Fees. An individual may be 
charged only for the direct cost of 
copying and reproduction, computed 
using the appropriate portions of the fee 
schedule in DLAR 5400.14 (32 CFR part 
1285) under the provisions of this part. 
Normally, fees are waived automatically 
if the direct costs of a given request is 
less than $30. This fee waiver provision 
does not apply when a waiver has been 
granted to the individual before, and 



later requests appear to be an extension 
or duplication of that origina1 request. 
DLA activities may, however, set aside 
this automatic fee waiver provision 
when on the basis of good ~vidence it 
determines that the waiver of fees is not 
in the public interest. Decisions to waive 
or reduce fees that exceed the automatic 
waiver threshold will be made on a 
case-by-case basis. Fees may not be 
charged when: 

(1) Copying is performed for the 
convenience of the Government or is the 
only means to make the record available 
to the individual. 

(2) The record may be obtained 
without charge under any other part, 
directive, or statute. 

(3) Providing documents to members 
of Congress for copying records 
furnished even when the records are· 
requested under the Privacy Act on 
behalf of a constituent 

(f) Disclosures of personal 
information. {1) For the purposes of 
disclosure and disclosure accounting, 
the Department of Defense is considered 
a single agency. Records pertaining to 
an individual may be disclosed without 
the consent of the individual to any Dol) 
official who has need for the record in 
the performance of his or her assigned 
duties. Do not disclose personnel 
informa lion from a system of records 
outside the Department of Defense 
unless the record has been requested by 
the individual to whom it pertains; the 
written consent of the individual to 
whom the record pertains has been 
obtained for release of the record to the 
requesting agency, activity, or 
individual; or the release is for one of 
the specific noncon·sensual purposes set 
forth in this part or DLAR 5400.14, (32 
CFR part 1285). 

(2) Except for releases made in 
accordance with DLAR 5400.14, (32 CFR 
part 1285) before disclosing any 
personal information to any recipient 
outs'ide DoD other than a Federal 
agency or the individual to whom it 
pertains; 

(i) Ensure that the records are 
accurate, timely, complete, and relevant 
for agency purposes. 

(ii) Contact -the individual, if 
reasonably available, to verify the 
accuracy, timeliness, completeness, and 
relevancy of the information, if this 
cannot be determined from the record. 
. (iii) .If the information is not current 

· and the individual is not reasonably 
available; advise the recipient that the 
information is believed accurate as of a 
specific date and any other known 
factors bearing on its accuracy and 
relevancy. . · 

{3) All records must be disclosed if 
their release is required by the Freedom 
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of Information Act. DLAR 5400.14, (32 
CFR part 1285) requires that records be 
made available to the public unless 
exempted from disclosure by one of the 
nine exemptions found in the Free~om · 
of Information Act. The standard for 
exempting most personal records, such 
as personnel records, medical records, 
arrd similar records, is fouhd in DLAR 

· 5400.14, section IIIG6 (32 CFR 1285.3(£). 
Under the exemption, release of 
personal information can only be denied 
when its release would be a "clearly 
unwarranted invasion of personal 
privacy." . 

( i) All disclosures of persorial 
information regarding Federal civilian 
employees will be made in accordance 
with the Federal Personnel Manual. 
Some examples of personal information 
regarding DoD civilian employees that 
normally may be released without a 
clearly unwarranted invasion of · 
personal privacy include: 

(A) Name. 
(B) Present and pastposition titles. 
(C) Present and past grades. 
.(D) Present and past salaries. 
(E) Present and past duty stations. 
(F) Office and duty telephone 

·numbers. · 
{ii) All release of personal information 

regarding military members shall be 
made in accordance with the standards 
established by DLAR 5400.14, (32 CFR 
part 1285). While if is not possible to 
identify categorically information that 
must be released or withheld from 
military personnel records in every . 
instance, the following items of personal 
information regarding military members 
normally may be disclosed without a 
clearly unw.arranted invasion of their 
personal privacy: 

(A) Full name. 
(B) Rank. . 
(C) Date of rank.· 
(D) Gross salary.'· 
(E) Past duty assignments. 
(F) Present duty assignment. 
(G) Future assignments that are 

officially established. · 
(H) Office or duty telephone numbers. 
(I) Source of commission. 
(J) Promotion sequence number. 
(K) Awards and decorations. 
(L) Attendance at professional 

military schools. 
(M) Duty status at any given time. 
(iii) All releases of personal 

information regarding civilian personnel 
not subject to 'the FPM shall be made in 
accordance with the standards 
established by DLAR 5400.14 (32 CFR 
part 1285). While it is not possible to · 
identify categorically those items of 
personal information that must be 

· released regarding civilian employees 
not subject to the FPM, such as 
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nonappropriated fund employe.es, , 
normally the following·items may be 
released without a clearly unwarranted 
invasion of personal privacy: 

(A) Full name. · 
(B) Grade or position. 
(C) Date of grade. 
(D) Gross salary. 
(E) Present and past assignments.· 
(F) Future assignments, if officially 

established. 
(G) Office or duty telephone numbers. 
(4) .A request for a home address or 

telephone number may be.referred to the 
last known address of the individu<:H for 
·a direct reply by him or her to the 
requester. In such ·cases ~he requester 
will be ·notified of the referral. The 
release of home addresses and home 
telephone numbers normally is ' 
considered a clearly unwarranted 
invasion of personal.privacy and is 
prohibited. However, these may be 
released without prior specific consent. 
of the individual if: 

(i) The individual has indicated 
previously that he or she has no 
objection to their release. . 

(ii) The source of the ipformation to be 
. released is a public document such as 
commercial telephone directory or ot4er 
public listing. · 

(iii) The release is required by Federal 
statute (for.example, pursuant to 
Federally-funded state programs to . 
locate parents who have defaulted.on 
child support payments (42 U.S.C. 653).) 

(iv) The releasing official releases the 
information under the .provisions of 
DLAR 5400.14, {32.CFR part 1285)~ 

(5) Records may be. disclosed outside 
DoD without consent of the indi.vidual to 
whom they pertain f9ran.e.stablished 
routine use. Routine uses may be 
established, discontinued, or amended. 
without the· consent of the individuals 
involved. However, new or changed 
routine uses must be published in the 
Federal Register at least 30 days before 
actually disclosing any records under 
their provisions. In addition to the 
routine uses established by the 
individual system notices, common 
blanket routine uses for all DLA­
maintained systems of records have 
been established. These blanket routine 
uses are published in DLAH 5400:1, 1 

DLA Systems of Records Handbook. 
Unless a system notice specifically 
excludes a system from a given blanket 
routine use, all blanket routine uses · 
apply. 

(6) Records in DLA systems of records 
may be disclosed without the consent of 

1 Copies may be obtained, if needed, from the 
Defense Logistics Agency, A TIN: E.lLA-XP, 
Cameron Station, Alexandria, VA'22304. 
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the individuals to whom' they pertain to , 
the Bureau of the Census -for purposes of 
planning or carrying out a census survey· 
or related activities. 1 .• · · 

{7) Records may be disclosed for : 
statistical researGh and reporting '1: 

without the consent of the individuals to 
whom they pertain. a·efore such' . 
disclosur~s,-the recipient must·p~_ovide 
advance .writfen assurance that the· 
records will b~ used as statistical' 
res~arch or repor~ing recordsi _the 
records .. will only be transferred in a · 
~orm"that is .not' individually identifiabie; 
and the.records~will nqt be usec;l, in ·· 
whole or in part,. to make' anY. .. 
determinatiOn a pout th,e rights, benefits, 
or entitlements of.!ilpecific individuals. A 
disclosure accounting is not' required., ~ 

(8) Record~ mafbe disclosed without.· 
the consent of the individu'al to whom 
they pertain to th~ Natio~al Archives 
and Records Administration (NARA) if'' 
they have histori.cal or other value to · 
warrant continued preservation; or for 
evaluati~n by NARA to determine if a 1 

record has such historical or other value. 
Records transferred to a Federal Record · 
~entpr (FRC) for safekeeping and · · · . · '-­
stotag~ d<?, ~ot rap \\'!thill:'this category. 
These remam unaer·the control of the 
tratisferring activity', and the FRC . ,1 

• •• • 

personnel are considered agents·of th~ · ·.· 
activity which retain con.trol'i:JVer Hie. 
records. No disdosure accounting is 
required for the transfer of ·records to · 
FRCs. . · ·. . : · · ~ · - · · ' · 

· (9) ·:Records may be disClosed.without 
tfie' cons'fimt of the iridi:vidual to whom_: 
they pertain to another agency or an 
inst~umentality of any governmEmtal · 
jurisdiction within-or under the control 
of the 'United Stafes·for a civil or 
criminal law enforcement activity, ·: · 
provided the civil· or criminal law 
enforce_ment activity is authorized by 
law; the head1of the law enforcement 
acitivity or a designee has·made a · 
writum•request;specifying the·particular 
records desired and the law 
enforcement purpose (such as'Cri:r:ninal 
investigations, enforcementofcivillaw, 
or a similar·propose).for,which·.the . .\ 
record is sought; and·there if!,no·Federal 
statute that prohibits. the disClosure of 
the records. Normally, blanket requests . 
for access to any·and all records 
pertaining to an individual are not , 
honored. When a.·record is released to a. 
law enforcement activity, maintain a 
disclosure ac·counting. This disclosure : ·: 
accounting will. not be made available to 
the individual to whom the record . 
pertains _if the law·enforcementactivlty 
requests that the disclosure not be 
released. 

(10) Records m~;~y be disclqsep_ ·without 
the consent of the individual to whom 
they pertain .if disclosure is ~a de under 
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compelling circumstances affecting the, 
health or safety of any individual. The 
affected individual need not be the 
sub feet of the record disClosed. When 
such a disclosure is·made, notify the 
individual who .is .the subject of the 
record. Notification sent to the last 
known address ohhe individual as . 
reflected in· the records is ·sufficient 

(11).Records may be disclosed without 
the consent of .. :the individual to whom. 
they pertain to•either Hou·se of the 
Congress or to any committee, joint 
committee or subcominitte·e of Congress 
if the release pertains to a matter within 
the jurisdiction of the committee. 
Records ma~ralso be disclosed to the 
General Accounting Office (GAO) in the 
course of the activities of GAO. 

{12) Records may be disclosed without 
the· consent of the person to whom they · 
pertain under a· court order signed by a . 
judge of a court of competent . 
jurisdiction. Releases may also be made 
under the compulsory legal process of 
Federal or state bodies having authority 
to issue such process·.· 

(i) Wh!;:!n 11 record is disclosed under 
this provision,'make reasonable efforts 
to notify the individual to;whom the 
re~ord pertains, if the legal proc~ss is·a 
matter of public record. J ' • 

{ii)If the process is not a matter of 
public rf?COrd at the time it is issued, , 
seek t9 be advised when·the process is 
made ·public ahd make reasonable . 
efforts to no~ify the individual at t~at. 
time. .· · · 

(iii) Notification sent t6 the last 
known address of the· individual ·as 
reflected in the records is con.sidered' 
reason~ble effort to notify. Make a i. 

disclosure· accounting each time a record 
is disclosed under a court order or 
compulsory legal process:'.: ·' . ' . 

(13) Certain personal info~ation may 
be disclosed to consumer reporting 
agencies as defined by the Federal 
Claims Collection Act. In.formation 
which may be disclosed to· a consuiJ:\er 
reporting agency includes: 

.(i) Name, address, taxpayer 
identification number (SSN), and other 
information necessary to establish: the 
identity of the individual. 1 

(ii) The amount, status, ~np.history of 
the claim. 

(iii) The agency or program under· 
which the claim arose. 

(g) Disclosure accounting. (1) Keep an 
accurate record of all disclosure~ made 
from any system of.records except 
disclosures to DoD personnel for use in -
the performance of .their official duties 
or underDLAR 5400.14 {32 CFR part 
1285). In all other cases a disclosure 
accoui)ting is required even if the 
individual has consented to the 

disclosure of the information pertaining 
to him ~r her.: · · 

(2) Use·arty system ofdisclosure 
accounting that'will provide the 
necessary disclosure .information. As a · 
minimum, disclosure accounting will 
contain the date of. the disclosure; a · 
description of the information released, 
the purpose of the disclosure, the name 
and address of the person or agency to : 
whom the disclosure was made. When 
numerous' similar records are released 
(such as transmittal of·payroU checks to 
a bank): identify the category of records 
disclos.ed and include the data required 
in some form that can be used to 
construct an accounting disdosur~· . 
record for individual records if required. · 
Retain disclosure accounting records for 
5 years after the disclosure or the life of 
the record, whichever is longer.·· 

(3) Make available to the individual· to 
whom the record pertains all disclosur.e 
accountings except when the disclosure 
has been made to a law .enforcemen.t · 
activity and the law ·enforcement 
activity ha~ requested that ,<;lisclosure .. 
not be made, or the sy;st~m of records 
has been exempted from the 
requirement to furnish the disclosure 
accounting, Jf disClosure accountings ar.e 
not maintained with the record and the 
indiyidual requests access .to the 
accounting, pr.epare a listing of all 
disclosuref! and provide th~s to the , 
individual upQn request. . . 

(h) Collecting personal information. 
(1) Collect to thf:l greatest extent 
practicable personal information . . 
directly from the individual to whom it 
pertains if the information may be used 
in making any· determination about. the 
rights, privileges, or benefits of the 
individual under any Federal progr"'m. . 

(2) When an individual is requested to 
furnish personal information about · 
himself or herself for· inclusion in a 
system of records, a Privacy Act . 
Statement is required . .r~gardless of the ., . 
medium used to collect the information ; 
(forms, personal interviews, stylized 
formats, telephonic interviews, or other 
methods). The statement enables_ the 
individual to make an informed decision 
whether to provide the information 
requested. If the p_ersonal information 
solicited is not to be .incorporat~d into a 
system of records, the statement need · 
not be given. The Privacy Act Statement 
shall be concise·, current, and easily · 
under~tood. It must include:, 

[i) The specific Federal·statute or 
E_xecutive Order that.~uthorizes 
collection of the requ_ested information. 

(ii) The principal purpose or purposes· 
for which the information is to.}?e used. 

(iii) The routine uses that will be 
made of the information. 



(iv) Whether providing the 
information is voluntary or mandatory. 

(v) The effects on the individual if he 
or she chooses not to provide the 
requested information. 

(3) The Privacy Act Statement may 
appear as a public notice (sign or 
poster), conspicuously displayed in the 
area where the informa lion is collected, 
such as at check-cashing facilities or 
identification photograph facilities. The 
individual normally is not required to 
sign the Pr_ivacy Act Statement. Provide 
the individual a written copy ofthe 
Privacy Act Statement upon request. 
This must be done regardless of the . 
method chosen to furnish the initial 
advisement. 

(4) Include in the Privacy Act 
Statement specifically whether 
furnishing the requested personal data is 
mandatory or voluntary. A requirement 
to furnish personal data is mandatory. 
only when a Federal statute, Executive 
order, regulation, or other lawful order 
specifically imposes ~ duty on the 
individual to provide the information 
sought, and the individual is subject to a 
penalty if he or she fails to provide the 
requested information. If providing the 
information is only a condition of a 
prerequisite to granting a benefit or 
privilege and the individual has the 
option of requesting the benefit or 
privilege, providing the information is 
always voluntary. However, the loss or 
denial of the privilege, benefit, or 
entitlement sought may be listed as a 
consequence of not furnishing the 
requested information. 

(5) It is unlawful for any Federal, 
state, or local government agency· to 
deny an individual any right, benefit, or 
privilege provided by law becaus~ the 
individual refuses to provide his or her 
social security number (SSN). However, 
if a Federal statute requires that the SSN 
be furnished or if the SSN is required to 
verify the identity of the individual in a 
system of records that was established 
and in use before January 1, 1975, and 
the SSN was required as an identifier by 
a statute or regulation adopted before 
that date, this restriction does not apply. 

(i) When an individual is requested to 
provide his or her SSN, he or she must 
be told: 

(A) The uses that will be made of the 
SSN. 

(B) The statute, regulation, or rule 
authorizing the solicitation of the SSN. 

(C) Whether providing the SSN is 
voluntary or mandatory. 

(ii) Include in any systems notice for 
any system of records that contains 
SSNs a statement indicating the 
authority for maintaining the SSN and 
the source of the SSNs in the system. If 
the SSN is obtained directly from the 
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individual indicate Whether this is 
voluntary or mandatory. 

(iii) Upon entrance into Military 
Service of civilian employment with 
DoD, individuals are asked to provide 
their SSNs. The SSN becomes the 
service or employment number for the 
individual and is used to establish 
personnel, financial, medical, and other 
official records. After an individual has 
provided his or her SSN for the purpose 
of establishing a record, a Privacy Act 
Statement is not required if the 
individual is only requested to furnish or 
verify the. SSNs for identification 
purposes in connection with the normal 
use of his or her records. However, if the 
SSN is to be written down and retained 
for any purpose· by the requesting 
official, the individual must be provided 
a Privacy Act Statement. 

(6) DLAR 7760.1, Forms Management 
Program, 2 provides guidance on 
administrative requirements for Privacy 
Act Statements used with DLA forms. 
Forms subject to the Privacy Act issued 
by other Federal agencies· have a 
Privacy Act Statement attached or 
included. Always ensure that the 
statement prepared by the originating. 
agency is adequate for. the purpose for 
which the form wiU be used by the DoD 
activity. If the Privacy Act Statement 
provided is inadequate, the activity 
concerned will prepare a new statement 
of a supplement to the existing 
statement before using the form. Forms 
issued by agencies not subject to the 
Privacy Act (state, municipal, and other 
local agencies) do not contain Privacy 
Act Statements~ Before using a form 
prepared by such agencies to collect 
personal data subject to this part, an 
appropriate Privacy Act Statement must 
be added. · 

(i) Systems of records. (1) To be 
subject to this part, a "system of 
records" must consist·of records . 
retrieved by the name of.an individual 
or some other personal identifier and be 
under the control of a DLA activity. 
Records in a group of records that may 
be retrieved by a name or personal 
identifier are not covered by this part. . 
The records must be, in fact, retrieved 
by riame or other personal identifier to. 
become a system of records for the 
purpose of this part. 

(2) Retain in a system of records only 
that personal information which is 
relevant and necessary to accomplish a 
purpose required by a Federal statute or 
an Executive Order. The existence of a 
statute or Executive order mandating 
that maintenance of a system of records 

2 Copies may be obtained, if needed, from the 
Defense Logistics Agency, ATTN: DLA-XP, 
Cameron Station, Alexandria, VA 22304. 
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does not abrogate the responsibility to 
ensure that the information in the 
system of records is relevant and 
necessary. 

(3) Do not maintain any records 
describing how an individual exercises 
his or her rights guaranteed by the First 
Amendment·of the U.S. Constitution 
unless expressly authoriz~d by Federal 
statute or the individual. First 
Amendment rights include, but are not 
limited to, freedom of religion, freedom 
of political beliefs, freedom of speech, 
freedom of the press, the right to 
assemble, and the right to petition. 

(4) Maintain all personal information 
used to make any determination about 
an individual with such accuracy, 
relevance, timeliness, and completeness 
as is reasonably necessary to ensure 
fairness to the individual in making any 
such determination. Before 
disseminating any personal information 

· from a system of records to any person 
outside DoD, other than a Federal 
agency, make reasonable efforts to 
ensure that the information to be 
disclosed is accurate, relevant, timely, 
and complete for the purpose it is being 
maintained. 

(5) Establish appropriate 
administrative, technical and physical 
safeguards to ensure that the records in 
every system of records are protected 
from unauthorized alteration or 
disclosure and that their confidentiality 
is protected. Protect the records against 
reasonably anticipated threats or 
hazards. Tailor safeguards specifically 
to the vulnerabilities of the system and 
the type of records in the system, the 
sensitivity of the personal information 
stored, the storage medium used and, to 
a degree, the number of records 
maintained. 

(i) Treat all unclassified -records that 
contain personal information that 
normally would be withheld from the 
public as if they were designated "For 
Official Use Only" and safeguard them 
in accordance with the standards 
established by DLAR 5400.14 (32 CFR 
part 1285) even if they are not marked 
"For Official Use Only." 

(ii)Special, administrative, physical, 
and technical procedures are required to 
protect data that are stored or being 
processed temporarily in an automated 
data processing.(ADP) system or in a 
word processing activity to protect it 
against threats unique to those 
environments (see DLAM 5200.1, ADP 

. Security Manual, 3 and Appendix D of 
this part). 

3 Copies may be obtained, if needed, from the 
Defense Logistics Agency. ATTN: DLA-XP, · 
Cameron Station, Alexandria, VA 22304. 
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(6) Dispose of records containing 
personal data so as to prevent 
inadvertent compromise. Disposal 
methods such as tearing, burning, 
melting, chemical decomposition, - ' 
pulping, pulverizing, shredding, or 
mutilation :are :considered adequate if 
the personal data is rendered . . 
unrecognizable or beyond. 
reconstruction. · 

(i) The transfer of large quantities of 
records containing personal data (for' 
example, computer cards and printoutsf 
in bulk to a disposal-activity; such as the 
Defense Property Disposal Office, is not 
a release o'f personal information under 
this part. The sheer volume of such · 
trans.fers makes it difficult or impossible 
to identify readily specific individual 
records. · ' 

(ii) When ·disposing of or de~troying 
large quantities of records containing 
personal information, care must be 
exercised to ensure that the bulk of the 
records is maintained so as prevent 
specific. records from being readily 
identified. If bulk is maintained, no 
spe.cial procedures are required. 

(7) Wl;len DLA contracts for the 
operation or maintenance of a system of 
records or a portion of a system of 
records by a contractor, the record 
system or the portion of the record 
system affected are considered to be 
ma'intained by DLA and are subject ·to 
this part. The activity concerned is · 
responsible for applying the 
requirements of this part to 'the 
contractor. The contractor and its 
employees. are to be considered . 
employees of DLA for purposes-of the 
sanction provisions of the Privacy Act 
during the performance of the contract. 
See the Federal Acquisition Regulation 
(FAR), section 24.000 (48 CFR chapter 1). 

(j) System Notices. (1) A notice of the 
existence of each system of records 
must be'published iri·the Federal 
Register. While system n·otices are ·not 
subject to formal rulemaking 
procedures, advance'public notice must 
be given before anactivity m~y begin to 
collect personal information or use a 
new system of records. The notice · 
procedures require that: 

(i) The system 'notice describes the 
contents of the record system and the 
routine uses for which the information in 
the system may be released. . -

(ii) The public be given 30 days to 
comment on.any.proposed routine uses 
before implementation. 

(iii) The notice contains the date on 
which the system will become effective. 

(2) Appendix A of this part discu.sses 
the specific elements required in a · 
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system notice. DLAH 5400.1 4 contains 
systems notices published by DLA. v 

(3) In addition to system notices, 
reports are required for new and altered 
systems of records. The criteria of these 
reports are outlined in appendixes' B and 
C of this part. No report is required for 
amendments to existing systems which 
do not meet the criteria for altered 
·record systems. · 

· (4) System managers shall evaluate 
the information to be included in each 
new system before establishing the 
system and evaluate periodically the 
information contained in each existing 
system of records. for relevancy and. 
necessity. Such a review will also occur 
when a system notice a·mendinent or 
alteration is prepared. Consider the · 
following: 

· (i) The relationship of each item of 
information retained and collected to· 
the purpose for which the system is 
maintained. 

(ii) The specific impact·on the purpose 
or mission of not collecting each 
category of information contained iri the 
system. 

(iii) The· possibility of meeting the 
informational requirements through use• 
of information not individually · 
identifiable or through other techniques,· 
such as sampling. 

(iv) The length of time each item of 
personal information must be retained. 

(v) The cost of maintaining the 
information. 

(vi) The necessity and relevancy of 
the information to the purpose· for which 
it was collected. · 

(5) Systems notices.and reports of 
new and altered systems will be 
submitted to DLA-XA as required.· 

(k) Exemptions. The Director, DLA 
will designate the DLA records which 
are to be exempted from certain 
provisions of the Privacy Act. DLA-XA 
will publish in the Federal Register 
information specifying the name of each 
designated system, the specific 
provisions of the Privacy Act from 
which each system is to be~ exempted, 
the reasons for each exemption, and the 
reason for each exemption of the record 
system. 

(1) General exemptions. To qualify for 
a general exemption; ~s defined in the 
Privacy Act, the system of records must 
be maintained by a system manager 
who performs as his/her principal 
function ·any activity pertaining to the 
enforcement of criminal laws, including 
police efforts to ·prevent, control, or 
reduce crime or to apprehend criminals, 
and the activities or prosecutors, courts, 

4 Copies may be obtained, if needed, from the 
Defense Logistics Agency,,ATTN: DLA-XP, 
Cameron Station, Alexandria, VA 22304. 

correctional, probation, pardon, or 
parole authorities. Such. system of 
records must consist of : 

(i) Information compiled for the 
purpose of-identifying individual 
criminal offenders and all'eged offenders 
and containing only identifying data and 
notations or arrests, the nature· and 
disposition of criminal charges, 
sentencing, confinement, release, and 
parole, and probation status. 

(ii) Information ·compiled for the 
purpose of a criminal investigation, 
including reports of informants and·. 
investigators, and associated ~ith an 
identifiable individual. 

(iii) Reports identifiable to 'an 
individual compiled at any stage of the 
process of enforcement of the criminal 
laws from arrest or indictmEmt through 
release from supervision. 

(2) Spec1jic exemption. To qualify for 
a specfic exemption, as defined by the 
Privacy Act, the systems of records must 
be: · 

(i) Specifically authorized under . 
criteria established by an Executive 
Order to be kept classified. in the . 
interest' of national defense or foreign 
policy and are in fact properly cl~ssified 
pursuant to such Executive Order. 

(ii) Investigatory material compiled 
for law ·enforcement purposes other t.han 
materialcovered under a general .. 
exemption. However, an individual will 
not be denied access to information 
which h?s been used to deny him/her a 
right or privilege unless disclosure 
would reveal a source who furnished 
information to the Government under a 
promise that the identity of the source 
would be held in confidence. For 
investigations made after September 27, 
1975, the identity of the source may be 
tre'ated as confidential only if based on 
·the expressed guarantee that the 
identity would not be revealed. 

·(iii) ~aintained in co.nnectiori wfth 
providing protective servic.es to the 
President of the United States or other 
individuals protected pursuant to 18 
u.s.c. 3056. 

(iv) Used only to generate aggregate 
sta.tistical data or for other similarly 
evaluative or analytic purpqses, and 
which are not used to make decisions on 
the rights, benefits, or entitlements of 
individuals except for the disclosure of a 
census record permitted by 13 U.S.C. 8. 

(v) Inves.tigatory material compiled 
solely for. the purpose of determining 
suitability, eligibility, or qualifications 
for Federal civilian employment, 
Military Service, Federal contracts, or 
access to classified information, but · . 
only tothe extent that the disclosure of 
such material would. reveal the identity 
of a source who· furnished information to 



the Government under ail express 
promise that the source would be held in 
confidence, or prior to September 27 
1975, under an implied promise that the. 
identity of the source would be held in 
confidence. 

(vi) Testing or examination material 
used solely to determine individual 
qualifications for appointment or 
promotion in the Federal service, the 
disclosure of which would compromise 
the objectivity or fairness of the testing 
or elimination process. 

(vii) Evaluation material used to 
determine potential for promotion in the 
Military Services, but only the extent 
that the disclosure of such material 
would reveal the identity of a source 
who furnished information to the 
Government under an express promise 
that the identity of the source would be 
held in confidence or prior to September 
27, 1975, under an implied promise that 
the identity of the source would be held 
in confidence. System managers will 
specify those categories of individuals 
for whom pledges of confidentiality may 
be made when obtaining information on 
an individual's suitability for promotion. 

(viii) Exemption rules for OLA 
systems of records are published in 
appendix H of this part. 

(I) Matching Program Procedures .. The 
OMB has issued special guideline~ to be 
followed in programs that match the 
personal records in the computerized 
data bases of two or more Federal 
agencies by computer (see appendix E). 
These guidelines are intended to strike a 
balance between the interest of the 
Government in maintaining the integrity 
of Federal programs and the need to . 
protect individual privacy expectations. 
They do not authorize matching 
programs as such and each rna tching 
program must be justified individually in 
accordance with the OMB guidelines. 

(1) Forward all requests for matching 
programs to include necessary routine 
use amendments and analysis and 
proposed matching program reports to 
DLA-XA. Changes to existing matching 
programs shall he processed in the same 
manner as a new matching program 
report. . . . 

(2) No time limits are set by the OMB 
guidelines. However, in order to 
establish a new routine use for a 
matching program,.the amended system 
notice must have been published in the 
Federal Register at least 30 days before 
implementation. Submit the 
documentation required above· to DLA­
XA at least 60 days before the proposed 
initiation date of the rna tching program. 
Waivers to the 60 days' deadline may be 
granted for good cause shown. Requests 
for waivers wm be in writing a funy 
justified. 
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(3) For the purpose of the OMB 
guidelines, DoD and all DoD 
Components are considered a single 
agency. Before initiating a matching 
progr(lm using only the records of two or 
more DoD activities, notify DLA-XA 
that the match is to occur. Further 
information may be requested from the 
activity proposing the match.· 

(4) System managers· shall review 
annually each system of records to 
determine if records from the system are 
being used in rna tching programs and 
whether the OMB Guidelines have been 
complied with. 

§ 323.6 Forms and reports. 
DLA activities may be required. to 

provide data under reporting 
requirements established by the Defense 
Privacy Office and DLA-XA. Any report 
established shall be assigned Report 
Control Symbol DO:-COMP(A) 1379. 

Appendix A...:_Instructions for Preparation of 
System Notices 

A. System identification. See DLAH 
5400.1. 5 

B. System name. The Qame of the system 
reasonably identifies the general purpose of 
the system and, if possible, the general 
categories of individuals involved. Use 
acronyms only parenthetically following the 
title or any portion thereof, such as, "Joint 
Uniform Military Pay System (JUMPS)." Do 
not use' acronyms that are'not commonly 
known unless they are preceded by an 
explanation. The system name may not 
exceed 55 character positions including 
punctuation and spacing. 

C. System location 1. For systems 
maintained in a single location provided the 
exact office name, organizational identity, 
and address or routing symbol. For 
geographically or organizationally 
decentralized systems, specify each level of 
organization or element that maintains a 
segment of the system. For automated data 
systems with a central computer facility and 
input/ output terminals at several 
geographically separated location, list each 
location by category. 

2. When multiple locations are identified 
by type of organization, the system location 
may indicate that official mailing addresses 
are contained in an address directory 
published as an appendix· to DLAH 5400.1.6 

DLA-XA will obtain information concerning 
format requirements for. preparation of an 
address directory from the 1st Information 
Systems Group (11SG), Room 3A-1066, The 
Pen tag on, Washington, DC. 20330--6345: 

3. If no address directory is used or the 
addresses in the directory are incomplete, the 
address of each location where a segment of 
the record system is maintained must appear 
under the "System Location" caption. 

5 Copies may be obtained. ifneeded, from the 
Defense Logistics Agency, ATTN: DLA..:.XP; 
ca·meron Station, Al1!xandria, VA 22304. 

6 Copies may be obtained, if needed, from the 
Defense Logistics Agency, ATTN: DLA-XP, 
Cameron Station, Alexandria, VA 22304. 
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Classified addresses are not listed, but the 
fact that they are classified is indicated. Use 
the standard U.S. Postal Service two letter 
state abbreviation symbols and zip codes for 
all domestic addresses. 

(D) Categories of individuals covered by · 
the system. Set forth the specific categories of 
individuals to whom records in the system 
pertain in dear, easily understood, 
nontechnical terms. Avoid the use of broad 
over-general descriptions, such as "a:Il DLA 
personnel" or "all civilian personnel" unless 
this actually reflects the category of 
individuals involved. 

E. Categories of records in the system·. 
Describe in clear, nontechnical terms the 
types of records maintained in the system. 
Only documents actually retained in the 
system of records will be described, not 
source documents that are used only to 
collect data and the destroyed. ' 

.F. Authority for maintenance ofthe system. 
1. Cite the specific provisions of the Federal 
statute or Executive Order that authorizes the 
maintenance of the system. Include with 
citations for statutes the popular names, 
when appropriate (for example, Title 51, 
United States Code Section 2103, "Tea-

. Tasters Licensing Act"), and for Executive 
Orders, the official title (for example, 
Executive Order No. 9397, "Numbering 
System for Federal Accounts Relative to 
Individual Persons~'). 

2. For administrative housekeeping records, 
cite the directive establishing DLA as well as 
the Secretary of Defense authority to issue 
the directive. For example, "Pursuant to the 
authority contained in the National Security 
Act of 1947, as amended (10 U.S.C. 133d), the 

. Secretary of Defense has issued DoD · 
Directive 5105.22 (32 CFR part 359), Defense 
Logistics Agency (DLA), the charter of the 
Defense Logistics Agency (DLA) as a 
separate agency of the Department of 
Defense under his control. Therein, the 
Director, DLA. is charged with the 
responsibility of maintaining all necessary 
and appropriat.e records." 

G. Purpose or purposes. List the specific 
purposes for maintaining the system of 
recm;ds by the activity. Include the use made 
of the information within DLA and the 
Department of Defense (so-called "internal 
routine uses").. · 

H. Routine uses. 1. The blanket routine 
uses that appear in DLAH 5400.1 7 apply to 
all systems notices unless the individual 
system notice specifically states that one or 
more of them do not apply to the system. For 
all other routine uses, when practical, list the 
specific activity to which the record may be 
released, to include any routine.automated 
system interface (for example, "to the 
Department of Justice, Civil Rights 
Compliance Division," "to the VeteJ;"ans 
Administration, Office of Disability Benefits," 
or "to state and local.health agencies"). 

2. For each routine use· identified, include a· 
statement as to the purpose or purposes for 
which the record is to be released to the 
activity. Do not use general statements, such 

7 Copies may be obtained, if needed, from the 
Defense Logistics Agency, ATTN: DLA-XP, 
Cameron Station, Alexandria, VA 22304. 
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as, "to other FederaJ agencies as requir~d" 
and "to any other appropriate Federal 
agency." 

•I. Policies and practices for storing, 
retiring, accessing. retaining, and disposing 
of records. This caption is,subdivided into 
four parts: 

1. Storage. Indicate the medium in which. 
the records are maintained. (For example, a 
system may be "automated, maintained qn 
mag11etic tapes or disks," ''manual, · . 
maintained in paper files/' or "hybrid, . 
maintained in a combination of pape,r and 
automated form."] Storage does not refer to 
the container or facility in which the records 
are kept. .. 

2. Retrievability. Specify how the records 
are retrieved {for example, name and SSN, 
name, SSN} and indicate whether a manual 
or comput~rized index is required to retrieve 
individual records. · 

~: SafeguarcJ.s. List the ta~ego,ries ·of DLA 
personnel having immediate acces!3 and these. 
responsible for safeguards'(such'as storage in 
safes, vaults. locked cabinets or rooms, use of 
guards, visitors registers;personnel 
screening, or computer "fail-safe" systems 
software). Do not describl:l 'safeguards in such 
detail as to compromise system security. 

4. Retention and disposal. Indicate how ,. 
long the record is retained. When· 
appropriate, state the length of tiine the · 
records are maintained by the activity, when' 
they are transferred to a Federal Records 
Center. length-of retention a \'the Records 
Center and when they are transferred to the 
National Archives or are1destroyed. A · 
reference to DLAM 5015.1;8 Files 
Maintenance and Disp.osition, or other 
issuances without further detailed 
information is insufficient.. , ( 

J. System manager or manager$ and 
address. 1. List the title and address of the 
officia'l re,sponsil;Jle for the management of 
the system. If the title 9f the specific official 
is unknown. such as fl)r·a local. system, 
specify the local commander or office head as 
the systems manager. 

2. For geographically separated or 
ograni+atiopally deceptralized activities for 
which individuals may deal directly with 
officials at each location in exercising their 
rights, list the position or duty titfe of each 
category of officials responsible for the 
system or a segment thereof. 

3. Do not ·include business or duty 
addresses if they a1;e listed in iJLAH 5400.1. 

K. Notification procedures. 1. If the record 
system has been exempte·d from subsection 
(e}(4}(G) the Privacy Act, so indicate~ 

2. For all nonexempt systems, describe how 
an individual may determine if there are 
records pertaining to him or. her in the

1 system:The procedural rules may be cited, 
but include a brief procedural description of 
the needed data. Provide sufficient · 
information in the' notice to all6w an 
individual to exercise his or her rights 
without referrals to this part:' · · 
· · 3. As a minimum, 'the caption will include: 

a. The official title (normally the sys~em · 
manager] and official address to which 
request is to be·directed. · · 

s Copies inay be obtained, if needed, from the 
Defense Logistics Agency, 'ATTN: DLA-XP.' 
Cameron Station. Alexandria, VA 22304. 
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b. The specific information required to 
determine if there is a record of the 
individual in the. system. 

c. Identification of the offices through 
which the individual p1ay obtain access. 

d. A description of any proof of identity 
required. e •• 

4. When appropriate, the individual may be 
referred· to an a clivi ty official who shall 
provide this data to him or her. 

L. Record access procedures. 1. If the 
record system has been exempted from . 
subsection ~e)(4)(H).ofthe Privacy Act, so ·: 
indicate. r 

2. For all nonexempt record systems, 
describe the procedures under which 
individuals may obtain access to the record 
pertaining to them in the system. When 
appropriate, the individual may be referred to 
the system manager or activity official to 
obtain access procedures. Do not repeat the · 
addresses listed in DLAH 5400.1, but refer the 
individual to that directory. 

M. Contesting record procedures. 1. If the 
record system has been exempted from 
subsection (e}(4)(H) of the Privacy Act, so 
indicate. 

2. For all nonexempt systems of records, : 
state briefly ~ow an individual may contest 
the conhmt of a record pertaining to him or 
her in the system. The detailed procedures for 
contesting record accuracy. refusal of access 
or amendment, or initial review and appeal 
need not be included if they are readily' . 
available elsewhere and can be referred to 
by the public .. (For example, "'fh.e Defens~ 
Logistics Agency rules for contes~iitg conttmts 
and for appealing initial determinations are 
contained in 32 CFR part.") (DLAR 5400.21). 

3. The individual may also be referred to 
the system manager to deter:mine these · 
procedures. 

N. Record source categories. 1. If the 
record system has been exempted from 
subsection (e)(4)(1} of the Privacy Act, so 
indicate. . . 

2. For all nonexempt systems of records, 
list the sources of the information in the 
system. Specific individuals or institutions 
need not be identified name, particularly if 
these. sources have been granted 
confidentiality. 

0. System exempted from certain ,. . · 
provisions of the Privacy Act. 1. If no • 
exemption has been claimed for the system, 
indicate "None."· 

2. If there is an exemption claimed, indicate 
specifically under which subsection of .the 
Privacy Act is is claimed. Cite the regulation . 
and CFR section containing the exemption 
rule for the system. (For· example, ·"Parts of 
this record system may be exempt under Title 
5, United States Code,.Sections 55Za(k)2. and 
(5). as applicable. See exemption rules 
contained in 32 CFR part 323.") (DLAR 
5400.21) .. 
[Sl'FR 33595, Sept. 22, 1986. Redesignated·and 
amended at 56 FR 57803;Nov. 14, 1991] 

Appendix B..:...Criteria for New and Altered · 
Record Systems 

A. Criteria/or a new re~ord system. A n~w 
system of records is one for which there,has·. 
been no system notice publisned in the 
Federal Register. If a notice for· a system, of 
records has been canceled or deleted, before 

reinstating or reusing the system, a new 
system notice must be published:in the 
Federal Register. . 

B. Criteria for an altered record .system. A 
system is considered altered whenever one of 
the following actions occurs or is proposed,: 

1. A significant increase or change in the ~ 
number or type of indivi~uals about whom ' 
records are maintained.· · · · 

a. Only changes that alter significantly ;the 
character and purpose of the records system 
are considered alterations. 

b. Increases in numbers of individuals due· 
to normal growth are not considered 
alterations unless they truly alter the 
character and purpose of the system. 

c. Increases that change significantly the 
scope of population covered (for example, 
expansion of a system of records covering a 
single PLFA's enlisted personnel to include . 
all of DLA enlisted personnel would be 
considered an alteration). 

d. A reduction in the number of individual' 
covered is not an alteration, but only an 
amendment.· 

e. All changes that add new categories of' 
individuals to system coverage require a 
change to the "Categories of individuals 
covered by the ~ystem" caption of the notice 
and.may require changes to the "Purpose(s)" 
caption. 

2. An expansion in the types or 9ategories 
of information maintained. 

a. The addition of any new category of 
records not described under the "Categories 
of Records in System" caption is considered 
an alteration. 

b. Adding a new data element which is 
clearly within the scope of the categories of 
records described in the existing notice is ~n 
amendment.· · 

.c. All changes under this criterion require a 
change to the "Categories.of Records in 
System" caption of the notice. . 

3. An alteration in the nl:anner in which the 
records are organized or the manner in which 
the records are indexed' and retrieved. 

a. The change must alter the nature of use 
or scope of the records involved (for example, 
combining records systems in a 
reorganization). 

b. Any change under this critera requires a 
change in the "Retrievability" caption of the 
system notice. . 

c. If the records are no longe,r retrieved by 
name or personal identifier, cancel the ' 
system nqtice. · 

4. A change in the purpose for which the 
information hi the system is used. . 

a. The new purpose must not be compatible 
with the existing purposes for which the 
system is maintained or a use that would·not 
reasonably be expected to be an alteration; · 

b. If the use is compatible and reasonably . 
expected. there is no change in purpose and 
no alteration occurs. 

c. Any change-under this CJ;iterion requires 
a change in the "Purpose(s)" caption and may 
require a change in the "Au,hority for 
maintenance of the system" caption. J 

5. Changes that alter the computer 
environment (such as·changes to equipment 
configt;~ration, software; or procedures] so as 
to create the potential for greater or easier 
access. 



a. Increasing the number of offices with 
direct access is an alteration. 

b. Software releases, such as operating 
systems and system utilities that provide for 
easier access are considered alterations.· 

c. The addition of an on-line capability to a 
previously batch-oriented system is an 
alter~tion. 

d. fhe addition of peripheral devices such 
as tape devices, disk devices, card readers,· 
printers, and similar devices to an existing 
ADP system constitute an amendment if 
system security is preserved. 

e. Changes to existing equipment 
configuration with on-line capability need not 
be considered alterations to the system if: 

(1) The change. does not alter the present 
security posture. 

(2) The addition of terminals does not 
extend the capacity of the current operating 
system and existing security is preserved~ 

f. The connecting of two or more formerly 
independent automated systems or networks 
together creating a potential for greater 
access is an alteration. . . 

g. Any change under this caption requires a 
change to the "Storage" caption element of 

· the systems notice. . 
C. Reports of new and altered systems. 

Submit a report of a new or altered system to 
DLA-XA before collecting information and 
for using a new system or altering an existing 
system. · 

D. Time restrictions on the operation of a 
new or altere.d system. 1. All time periods 
begin from the date OSD signs the transmittal 
letters on the reports to OMB and· Congress. 
The specific time limits are: · 

a. Sixty days must elapse before collection 
forms or formal instructions pertaining to the 
system may be issued. 

b. Sixty days must elapse before the 
system may become operational. 

c. Sixty days must ·elapse before any public 
issuance of a Request for Proposal or 
Invitation to Bid for a new ADP or 
telecommunication system. 

Note.-Requests for delegation of 
procurement authority may he submitted to 
the General Services Administration during 
the 60 days' waiting period, but these will 
include language that the Privacy Act 
reporting criteria have been reviewed and 
that a system report is required for such 
procurement. 

d. Normally 30 days must elapse before 
publication in the Federal Register of the 
notice of a new or altered system and the 
preamble to the Federal Register notice must 
reflect the date the transmittal letters to OMB · 
and Congress were signed by OSD. 

2. Do not operate a system of records until 
the waiting periods have expired. 

E. Outside review of new and altered 
systems reports. If no objections are received 
within 30 days of a submission to the 
President of the Senate, Speaker of the House 
of Representatives, and the Director; OMB, of 
a new or altered system· report,' it is 'presumed 
that the new or altered systems have been 
approved as submitted. · 

F. Waiver of time restrictions. 1. The OMB 
may authorize a Federal agency to begin 
operation of a system of records before the 
expiration of time· limits described above. 
When seeking such a waiver, include in the 
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letter of transmittal to DLA-XA an 
explanation why a delay of 60 days in 
establishing the system ofrecords would·not 
be in the public interest. The transmittal must 
include: , 

a. How the public interest 'will be affected 
adversely if the established time limits are 
followed. 

b. Why earlier notice was not provided. 
2. Under no circumstances will the routine 

uses for a new or altered system be 
implemented· before 30 days have elapsed 
after publication of the system notice . 
containing the routine uses in the Federal 
Register. This period cannot be waived. 

Appendix C-Instructions for Preparation of 
Reports to New or Alte.red Systems 

The report on a new or altered system will 
consist of a transmittal letter, a narrative 
statement, andinclude supporting 
documentation. 

A. Transmittal Letter. The transmittal 
letter shall include any request for waivers. · 
The narrative statement will be attached. 

B. Narrative Statement. The narrative 
statement is typed in double space on 
standard bond paper. The statement includes: 

1. System identification and name. This 
caption sets forth the identification and name 
of the system. 

2. Responsible official. The name, title, 
address, and telephone number of the official. 
responsible for the report and to whom 
inquiries and comments about the report may 
be directed by Congress, the Office of 
Management and Budget, or Defense Privacy 
Office. 

3. Purpose of the system or nature of the 
change proposed. Describe the purpose of the 
new system. For an altered system, describe 
the nature of the change being proposed. 

4. Authority for the system. See enclosure 1 
of this part. 

5. Number of individuals. The approximate 
number of individuals about whom records 
are to be maintained. 

6. Information on First Amendment 
activities. Describe any information to be 
kept on the exercise of the individual's First 
Amendment rights and the basis for 
maintaining it. 

7. Measures to ensure information 
accuracy. If the system is to be used to make 
determinations about the rights, benefits, or 
entitlements of individuals, describe the 
measures being established to 'ensure the 
accuracy, currency, relevance, and 
completeness of the information used for 
these purposes. · 

8. Other measures to ensure system 
security. Describe the steps taken to. 
minimize the risk of unauthorized access to 
the system. A more detailed assessment of 
security risks. and specific administrative, 
technical, and. physical safeguards will be 
available for review upon request. 

9. Relationship to state and local . 
government activities. Describe the 
relationship of the system to state or local 
government activities that are the sources, 
recipients, or users of the information in the 
system. 

C. Supporting Documentation. Item 10 of 
the narrative is captioned Supporting 
Documents. A positive statement for this 
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caption is essential for those enclosures that 
are not required to be enclosed. For example, 
"No changes to the existing DLA procedural 
or exemption rules (32 CFR part 323) are 
required for this proposed system." List in 
numerical sequence only those enclosures 
that are actually furnished. The following are 
typical enclosures that may be required: 

1. For a new system, an advance copy of 
the system notice which is proposed for . 
publication; for an altered system an advance 
copy of the notice reflecting the specific · · 
changes proposed. · 

2. An advance copy of any proposed 
exemption rule if the new or altered system is 
to be exempted. If there is no exemption, so 
state in the narrative. 

3. Any other supporting documentation that 
may be pertinent or helpful i'n understanding 
the need for the system or clarifying its 
intended use. While not required, such 
documentation, when available, is helpful in' 
evaluating .the new or altered system. 
[51 FR 33595, Sept. 22, 1986: Redesignated and 
amended at 56 FR 57803, Nov. 14, 1991] 

Appendix D-Word Processing Center (WPC) 
Safeguards 

A. Minimum Standards of Protection. All · 
personal data processed using word 
processing equipment will be afforded the 
standards of protection required by this 
regulation. The special considerations 
discussed in this enclosure are primarily for 
Word Processing Centers (WPCs) operating 
independent of the customer's function.· 
However, managers of word processing 
systems are encouraged to consider and 
adopt, when appropriate; the special· 
considerations described. WPCs that are not 
independent of a customer's function are not 
required to prepare formal written risk 
assessmen'ts. 

B. WPC Information Flow. In analyzing 
procedures required to safeguard adequately . 
personal information in a WPC, the basic 
elements of WPC info'rmation flow and 

· control must be considered. These are: . .' 
Information receipt, information proce~sing! 
information return, information st9rage and 
filing. WPCs do not control.information 
acquisition or its ultimate use by the 
customers and, therefore, these are not 
addressed. · . 

C. Safeguarding Information During 
Receipt.1. The wordprocessing manager will 
establish procedures: · · 

a. That require each customer.who requests 
that information subjectto this DLAR be 
processed to identify specifically that · · .. 
information to the WPC personnel. This may 
be done by:. 

(1) Providing a check-off type entry on the 
WPC work requests. · . 

(2) Requiring that' the WPC work requests 
be· stamped with a special legend, or that a 
special notation be made on the work 
requests. 

(3) Predesignating specifically a class of 
documents as coming within the provisions of 
this DLAR (such as, all officer effectiveness 
reports, all recall rosters, and all medical 
protocols). . 

(4) Using a special cover sheet both to alert 
the WPC personnel as to the type 
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information, and to protect the document 
during transmittal. · . · 

(5) Requiring an oral warning on all 
dictation. · · . ' 
. (6) Any other pro~edures that ensure the 
WPC personn~l are :~lerted to the fact that 
personal data subject to this DI.:AR is to be 
processed. . : 

b.: To ensure that the opera-tors or other 
WPC personnel who receive data for . 
pr?cessillg not identi~ied as beh1g under the 
provision~ of thfs DLi\R: but that .appear to 
be personal, proinptly call the information to 
the attention of the WPC supervisor or the 
customer. · 

c. :ro ensure that any_re,quest for the 
processing of personal data which the· 
customer .has f!Ot identified as being in a 
syste,m '?frecord; and that appears to meet 
the criteria· sefforth in this regulation, is 
called to the attention of the appropriate 
supervi~ory 'personnel and system manager. 

2. The WPC supervisor·will en'sure'that ' 
personal information is not inadvertently 
comproinise'd within the WPC. 

D. Safeguarding Information During 
Processing. 1. Each WPC supervisor will , 
establish internal safeguards that will protect 
personal data from compromise while it is 
being processed. . · ·.. . · 

2. Physical safeguards may include: 
a. Controls on individual access to the· 

center. 
b. Machine configur~tion.s that reduce 

external a~cess to the infonpation being 
processed, or arrangements that alert the 
operator to the presence of others ... 

c. Using-certain specific machines to 
process personnal data. . . . · 

d. Any other physical safeg'uards, to 
include spe~ial technical arrangements that 
will protect the data during processing. 

3. Other safeguards may include: · 
a. Usi'ng only certain selected operators to 

process personal data. . 
, b .. Processing p~rsonal data only at certain 

times· during the day without ~he WPC 
manager's sP,ecifi(:: authorizatiqn . .' _. 

c. Using only certain tapes or diskettes to 
process and. store personal dat~:. . 

d. Us'i~g hontiriuous tapes fot dictation o.f 
personalJdata; · . ' : . . 

e. Requiri,rig all WPC co pie's of documents. 
to be marked specificaily so ·a:s to prevent 
inadvertent compromise. . . 

f. Returning extra copies and mistakes' to 
th~ custoiner'with the product.: 

·· g: Disposing of waste containing persomil 
data in a special manner. ·• : · ·. · 
' h. Anyother local proced'ures'that provide 
adequate protection'to the.data t>eing 
processed.'· '·"' · .,. ' .. ' ~-' 

E:·Saf~guarding Information During Return. 
The WPC shall:protect the data until it is · 
returned to the customer ·or is placed into' a 
formal distribution channel. In conjunction 
with the appropriate'administrative support 
personnel and the >WPC customers,.the WPC 
manager will establish procedures that · 
protect the information from the time word ·, 
processing is completed until it is returned. to 
·the ·customer.-Safeguarding procedures may. 
include: · . : .. · · • · . ; 

1. Releasing products only ·to specifically_ 
identified individuals. · · 

2. Using sealed-envelopes to transmit 
products to the customer. · · · 
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3. Using special cover sheets to protect 
products similar to the one discussed in. 
above. . 

4. Hand-carrying products to the customers. 
5. Using special messengers to return the 

products:, ~ : 
6. Any other procedures that adequately 

protect products from compromise while they · 
are awaiting return or being returned to the 
customer. 

F. Safeguards During Storage. The WPC " 
manager shall ensure that all personal data 
retained in the center for any purpose 
(including samples) are protected properly .. 
Safeguarding procedures may i~clude: 

1. Marking will hard copies retained. with 
special legends or designators. 

2. Storing media containing personal data 
in separate files or areas; 

3. Marking the storage containers for media 
containing personal-data with special legends 
or notations. 

4. Restricting the reuse of media used to 
process 'p·ersonal data or erasing the media' 
before reuse. · 

5. Establishing special :criteria for the WPC 
retention of media used to store ~nd process. 
personal data. 

6. Returning the media to the customer for 
retention with the· file copies of th'e finished· 
products. 

7. Discour~ging, when practical, the long­
term storage of personnal data in any form . 
within the WPC. 

-.8. Any other filing or storage procedures 
that safeguard adequately any personal · . ·. · 
information retained or filed within the WPC:- · 

G. Risk Assessment for WPCs. 1. Each . 
WPC manager will ensure that a formal, 
written risk assessment is prepared for each . 
WPC that processes personal information 
subject to this regulation. The assessment 
will address the ·areas discussed in this· 
enclosure, as well as any special risks that 
the WPC location, configuration, or 
organization·may present to the:compromise ~ 
or alteration of personal data.being · 
processed or stored; 

2. A risk assessment will be conducted at 
least 'every 5 years or whenever there is a 
change of equipment, equipment 
configuration, WPC location, WPC 
configuration or modification of the WPC 
facilities that either in'creases or decreases· 
the likelihood or compromise ·of personal 
data. · · 

3. Copies·of.the risk assessment will be 
retained by' the WPC man·ager and made 
available to appropriate inspectors, as well 
as to personnel studying equipment for 
facility upgrading of personal data. 

H. Specia./.Considerations -in WPC l)esign 
and Modification. Procedures will be 
established to ensure that all personnel 
involved in the design of WPCs or the 
acquisition of word processing equipment are 
aware of the special considerations required . 
when processing personal data subject to this 
DLAR. - · .'. 

Appendix E-OMB Guidelines for Matching 
Programs · , . 

A. Purpose. These guidelines supplement 
and will be used in conjunction with OMB 
Guidelines· on the Administration of the 
Privacy~Act of 1974, issued on July 1, 1975, 

and supplemented on November 21, 1975. 
They replace earlier. guidance on conducting 
computerized-matching programs issued ·an· 
March. 30, 1979. They are intended to help 
agencies relate the· procedural requirements 
of the Privacy Act to.the operational 
requirements of computerized matching. They 
are designed to address the concern 
expressed by the Congress in the Privacy ACt 
of 1974 that "the increasing use of computers 
and sophisticated information technology,. 
while essential to the effiCient operation of 
the Government, has· g'rea tly magnified the 
harm to individual privacy that can occur 
froin any collection, maintenance, use, or · 
dissemination of personal information." 
Theiie guidelines do not authorize activities 
that are not permitted by law, nor do they . 
prohibi't activities expressly required to be 
performed by law. ·complying with these 
guidelines, however, does not relieve a 
Federal _agency of the obligation tq comply · 
with the provisions of the Privacy Ad, 
including any provisions not cited in these 
guidelines. · 

B. Scope. These guidelines apply to all 
agencies subject to the Pri~acy Act of 1974 (5 
U.S.C. 552a) and to all p:1atching programs:. 

1. Performed by a Federal agency, whether 
the personal records used in the match are · 
Federal or nonfederal. · · · . · 

2. For which a Federal agency discloses 
any personal rec01:ds for use in a matching 
program performed by any other Federal 
agency or a_ny'nonfed~rc1~· organization. · . 

C. Effective D,ate. These guidelines were 
effective on May 11, 1982. 

D: Definftio.(ls. For the purpose of the 
Guidelines, all the terms defined in the 
Privacy Act of 1974 apply. . . · 

1. Persorw_l flecord . .Any information 
pertaining to an individual that is stored in an 
a11tomated sys.tem of records; for. example·.-_ a 
data base which contains information about -
individuals that is retrieved _by name or some 
other personal identifier. 

2. Matching Program. A procedure i~ whi~h 
a computer is used-to .compare two or more -
autom.a_ted systems of-rec-ords or a system of · 
records with a set of nonfederal records to 
find individuals who are common to more' 
than one syste~ or s~t. The procedure ~ .. 
includes all of the steps associated with the' 
match, including obtaining the records_.to b~ 
matched, actual us~ of the computer, 
administr~ tive .and inve!!tiga ti,ve ·~ction .on 
the hits, an~ disposition of the personal 
records maintained in connection with the 
match. It should be noted that~ single 
matching p~ogram may involve several , 
mat<:;hes among a number o( participants. 
Watching programs do not include the 
following: : 

a. Matches which compare a substantia\ 
number of records, such as, comparison of 
the. Department of Education's defaulted 
student loan qata base ,w_ith the Office of 
Personnel Management's Fe!ler_al en:tployee 
data _base w9uld be coverep; comparison of 
six individual student loan defaultees with 
the OPM file would not be ,covered .. 

b. Checks on specific individu~ls to verify 
data in an application fqr benefits done . 
reasonably .so.on after .the application is · · 
receiv.ed. · 



c. Checks on specific individuals based on 
information which raises questions about an 
individual's eligibility for benefits· or 
payments done reasonably soon after the 
information is receive_d. · 

d. Matches done to produce aggregate 
statisticaldata without any personal 
identifiers. 

e. Matches done to support any research or 
statistical project when the specfic data are 
not to be used to make decisions about the 
rights, benefits, or privileges of specific 
individuals. 

f. Matches done by an agency using its own 
records. 

3. Matching Agency. The Federal agency 
which actually performs the match.· 

4. Source Agency. The Federal agency 
which discloses records from a system of 
records to be used in the match. Note that in 
some circumstances a source agency may be 
the instigator and ultimate beneficiary of the 
matching program, as when an agency 
lacking computer resources uses another 
agency to perform the match. The disclosure 
of records to the rna tching age'ncy and any 
later disclosure of "hits"·(by either the 
matching or the source agencies) must be 
done in accordance with the provisions of 
paragraph (b) of the Privacy Act. 

5. Hit. The identification, through a 
matching program, ofa specific individual. 

E. Guidelines for Agencies Participating in 
Matching Programs. Agencies should acquire 
and disclose matching records and conduct 
matching programs in accordance with the 
provisions of this section and the Privacy 
Act. · 

1. Disclosing Personal Records for 
Matching Programs-

a. To another Federal agency. Source 
agencies are responsible for determining 
whether or not to disclose personal records 
from their systems and for making sure they 
meet the necessary Privacy Act disclosure 
provisions when they do; Among the factors 
source agencies should consider are: · 

(1) Legal authority for the match. 
{2) Purpose and description of the match. 
(3) Description of the records to be 

matched. 
(4) Whether the record subjects have 

consented to the match; or whether · 
dis'closure obecords for the match would be 
compatible with the purpose for which the 
records were originally collected; that is, 
whether disclosure under a "routine use" 
would be appropriate; whether the soliciting 
agency is seeking the records for a legitimate 
law enforcement activity-whichever is 
appropriate; or any other provision of the 
Privacy Act under which disclosure may be 
made. · 

{5) Description of additional information 
which may be subsequently disclosed in 
relation to "hits." 

{6) Subsequent actions expected of the 
source (for example, verification of the 
identity of the "hits" or followup with 
individuals who are "hits"). 

(7) Safeguards to be afforded the records 
involved. including disposition. 

b. If the agency is satisfied that disclosure 
of the records would not violate its 
responsibilities under the Privacy Act, it may 
proceed to make the disclosure to the · 
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matching agency. It should ensure that only 
the minimum information necessary to 
conduct the match is provided. If disclosure 
is to. be made pursuant to a "routine use" 
(Section b.3. ·of the Privacy Act); it should 
ensure that the system of recorqs contains 
such a use, or it should publish a routine use · 
notice in the Federal Register. The agency 
should also be sure to maintain an accounting 
of the disclosure pursuant to Section (c) of 
the Privacy Act. 

c. To a nonfederal entity. Before disclosing 
records to a nonfederal entity for a matching 
program to be carried out by that entity, a 
source agency should, in addition to all of the 
consideration in subparagraph a, above, also . 
make reasonable efforts, pursuant to Section 
(e){6) of the ·Privacy Act, to "assure that such , 
records are accurate, complete,· timely, and 
relevant for agency purposes." · · 

2. Written Agreements. Before disclosing to 
either a Federal or non"Federal entity, the 
source agency should require the matching 
entity to agree in writing to certain conditions 
governing the use of the mat~hing file; for 
example, that the matching file will remain 
the property of the source agency and be 
returned at the end of the rna tching program 
(or drstroyed as ~ppropriate); that the file 
will oe used and-accessed only to match the 
file or files previously agreed to: that it will 
not be used to extract information.concerning 
"non-hit" individuals for any purpose, and 
that it will not be duplicated or disseminated 
within or outside the matching agency unless 
authorized in writing by the source agency. · 

3. Performing Matching Programs-·. 
a. Matching agenCies should maintain 

reasonable administrative, technical, and 
physical security safeguards on all files 
involved in the matching program. 

b. Matching agencies should ensure that· · 
theY. have appropria~e systems of records .. 
including those containing "hits," and that 
such systems and any routine uses have been 
appropriately notices in the Federal Register 
and reported to OMB and the Congress. 

4. Disposition of Records-
a. Matching agencies ~ill return or destroy 

source matching files {by mutual agreement) 
immediately after·the match. 

b. Records relating to this will be kept only 
so long as' an investigation, either criminal or 
administrative, is active, and will be disposed 
of in accordance with the requirem.ents of the· 
Privacy Act and the Federal Records Act. 

5. Publication Requirements-
a. Agencies, ~efore disclosing records. 

outside 'the agency, will publish' appropriate 
"routine use" notices in the Federal Register, 
if necessary.· · 

b. If the matching program will result in the. 
creation of a new or the substantial alteration 
of an existing system of records, the agency · 
involved should publish the appropriate 
Federal Register notice and submit the 
requisite report to OMB and the Congress 
pursuant to OMB Circular No. A-108. 

6. Reporting Requirements- . 
a. As close to the initiation of the matching 

program as possible, matching agencies will 
publish in the Federal Register a brief public 
notice describing the matching program. The 
notice should include: · 

1. The legal authority under which the 
match is being conducted. 
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2. A description of the matching program 
including whether the program is one time or 
continuing, the organizations involved, the 
purpose or purposes for which the program is 
being conducted, and the procedures to qe · 
used in matching and following up on the' 
"hits.',' 

3. A complete descrJption of the p_ersonal 
records to be matched, including the source 

.or sources, system of records identifying 
data, date or dates and page~number of the 
most recent Federal Register full text , : ' 
publication when appropriate. : . · 

4. The projected st'art and ending da tel! of 
the program. · 

5. The security safeguard~ to be used ~o 
protect against unauthorized access or 
disclosure of the personal records. : . 

6. Plans for disposition of the source . 
records and "hits.'' 

7. Agencies should send a copy of this 
notice to the Congress and to OMB at, the 
same time it is sent to the Federal Register. 

a. Agencies should report new or altered 
~ystems of records as described in 
subparagraph 5b, above, as necessary.' 

b. Agencies should also be prepared to 
report on matching programs pursuant to the 
reporting requirements of either. the Privacy: 
Act or the Paperwork Reduction Act. Reports 
will be solicited by the Office of Information 
and Regulatory Affairs and will focus on both 
the protection of individual privacy and 
Government's effective use of information­
technology. Reporting instructions will be 
disseminated to the agencies as part of either: 
the reports required by paragraph (p) of the · 
Privacy Act, or section 3514 of Pub. L. 96-511. 

8.' Use of Contractors. Matching programs 
. should, as fiu as practicable, be conducted 

"in-house"'by Federal agencies using agency 
personnel, rather than by contract. ·When 
contractors are used: · · 

a. The matching agency should, consistent 
with paragraph {m) of the Pri-vacy Act, cause 
the requirements of that PrivS:~y Act to be 
applied to the contractor's performance of the 
matching program. The contract should' 
include _the Privacy Act clause required by 
Federal Personn~l Regulation Amendment· 
155 (41 CFR 1-1.337.;_5). . 

b. The terms of the contract should ~nclu.de 
appropriate privacy and security provisions 
consistent with policies, regulations; . 
standards, and guidelines issued .by OMB. 
GSA, and the Department of Commerce. 

c. The terms of the contract should 
preclude the contractor from using, 
disclosing, copying, or retaining records 
associated with the matching program for the 
contractor's own use. · 

d. Contractor personnel involved ip the . 
matching program shall be m~de explicitly 
aware of theix: obligations under the Privacy 
Act and of these guidelines, agency rules, and 
any special safeguards in relation to each ·; 
specific match performed. 

e; Any disclosures of records by the agency 
to the contractor should be made pursuant to 
a "routine use" (5 U.S.C. 552a(b)(3)). . 

.F. Implementation and Oversight. OMB 
·will qversee the impl'ementation of these 

. guidelines and will interpret and advise upon 
agency proposals and actions within their 
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scope, cpnsistent with section 6 of the 
Privacy Act. > 

l}PP'en~ix F~titigation Stat~;~s Sh~e.! 
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is necessary because certain record systems 
not otherwise specifically designated for 
exemptions herein may contain isolated . 
items of information which have been , , 

1 .. Cas~ .Number. 1 1 1 'f' d · . proper. y c ass1 te . 
2. R~qq.ester.. . . . 
3. Documen't Title or Description.2 a. ID: S153.10 DLA-1 (SpecJfic E;;.e'dzpt~on] 
4. Litigation. . .. 1. System 'flame: Personnel Security Files.• 
a .. Date Compl'aint Filed.·· .. 2. Exemption: This system· of records. is 
~- 2~~;tFile ·N~~ber.'1 exempted from the following provisions of. 

· title 5, United States Code, section 552a: · 
5. Defendants (DoD Component and (c)(3); (d);' and (e)(1). · 

individual)'. ··· · .:: 
f?. Re~arks (brief eipi~nation 'of what the 3: Authority: 5 U.S.C. 552a(k)(2): 

case is about).' . . . · . . . 4. Reasons: The'investigatory repm;ts are 
7. Court Action. , , used by appropria-te Security Officers and 
a. Court's Finding ... '. ._:. '" ~·' j Commanders or other designated officials as 
b. Disciplinary Action·('as appropriate)-~ a basis for determining a persons's eligibility 

- for acces·s t(driformatiori classified in the 
8. App,~al (as appropr\ate). .. . interests of national· defense. 
a. Date Complaint File.· 
b. Court. · b; JD: 8160.50 DLA -I fSpe~ific Exemption} 
c. Case File Numb'er. 1 

d. Court's 'f'iliding; 1. System name: Crimi:riallncident/ 
Investigations File: 

e. Disc,iplinary Action (as appropriate). · "2: Exemption: This syst~m of records is ; 
Appendi~ G-:-P~ivacy'Act Erif~~e~ent exemptt:d from the following provisions 'cif· 
Actions · · ' the Title 5, United States Code, sedion 552a: · 

A. Administrative Remedies. Any.· (c)(3); (d); and (e)(1J. 
individual who feels he or.she has·a 3.'Authority:5 U.S.C. 552a(k}(2}: ., ·· 
legitimate complaint or grievance against the 4. Reasons: Granting individuals access to 
Defense Logistics Agency or any DLA . , information collected and maintained by this 
employee concerning any.right granted by component relating to the enforcement of · 

. this DLAR will be permitted to seek relief criminal laws could interfere with' Orderly 
through·appropriate administrative channels. iqvestigations, W.ith the orderly . 

B. Civil Actions~ An individual_ may-file a admin!s'tratiori ofjustice, an9 possibly enable 
civrl suit against DLA or its employees if the . susp·ects to avoid detection or apprehension. 
individual feel~ certain provisions of the _ .' ' Disclosure of this information could result in 
Privacy Act have, been violateq (se~ 5 u.s.q .. ,. the concealment, destruction· or fabrication of 
552 ( ) f (b) ) evidence and 1· ~opcirdize the safety and well a g ,. re erence . ~ .. . . . . · 

C. Civil flemedies\ In a,dcUtio~ to spectfic being oJ informant's, witnesses 'and their 
remedial actions, the Pri.vacy Act .provides for families, and law enfor.cement pe,rsonnel and 
the payment of damages .• court cost, and. their families. Disclosure of this information 
attorney fees in.some cases'. . '' . could also reveal and rende~ ineffectual. ', 

D. ·criminal Pe;,alties_:_ · . investigative 'techniques, sources and 
)· The privacy Ac::t al~o provides . ' m~~hods used by this component and could ' 

cri~!nal· pe.nalti~s, (see .5 U.S.C. 552a(1}.) Any result in the invasion of privacy. of · ·, · 
of~ICu~l or-~~n;ploye,~ may be fq;t;nd guilty of a individuals only incidentally relateq to an .. · . 
rrusdemeanor ang fined not more than $5,000 investigation. Investigatory materi~l is 
if he or ,she willfu.lly .. disdoses personal' ·. exempt to the extent that the disclosure of' 
information to anyone not entitled to receive such material w~;ml~'re~e ... ~i the identity of~ 
the in~c?rmation.~ or mai:p.tains a ~ystem ~f ,.; source who furmshed·the mformation to the 
records without publishing the,required Gove~nment under an e'xpress promise th'ai 
p_ubli~ no~ice in the .federcd Register. the i_dep.tity. of the s·ource wo.uld. be held in. 

2:: A personwho'fequests or obtains access confidence, or prior to September 27, 1Q('5 . 
to any rec9id"cdiu:;:etning another individual • under an i'mplied promise that the identity. of 
under fals'e~:pretepses may be found guilty of the source would be held in confidence. This 
a misdemeanhf'~and fined up to $5,000~ ' exemption will protect the identities of 

; •' . .- · · · · · · · certain sources who .would be otherwise·· 
Appendix H~DLA.Exemption Rules unwilling to provide information to · 

Exempted Records Systems~:AU systems of Government. The exemption of 
records maintained by the Defense Logistics · individual's right of access to his records a.nd 
Agency w·m be exemptfrom the requirements the reasons therefore necessitate the ' 
of 5 U.S.C. 552a(d) pursuant to 5 U.S:C. exemptions of this system of repo~ds from the 
552a{k}(1) to the extennha:t the system requirements of the other cited provisions. 
contafns any information properly .classified {51 FR 33959, Sept Z2, l98S, as ame~ded at 55 
under Executive Order12356i and which'·is FR A 

-required by~the Executive: Order to be kept . 
32913
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1' : 
secret in the interest ofnational defense or PART 505--THE ARMY.PRiVAC¥ 
foreign policy. This.exemption,·which may qe PROGRAM ... 
·applicable to pints of all systems of records, 

~ . 

by :t~e Component for r~fe~ence 
purpo·ses: · · 1. • • , • , 

2 1ndica't'e the natu~e of th~ ca~e; 'such as "Deni~l 
-of access. "i "Refusal to amend,''· '·'Incorrect records," 
or other:violations of the Act (specify). 

Sec .. 
505.1 ,General informati~n: . ~ 
505.2 lnc;lividual rights of access and 

amendment. 
505.3 Disclosure of pe~sonal informaU9n to 

other agencies and third parties .. 

Sec. . . . . . . 
505.4 Recorqkeeping requirements Under 

the Privacy Act. . · · 
505.5 Exemptions. · 
Appendix A-Example System of Records 

Notice · . 
Appendix B-Example of. Report for New 

System of Records 
Appendix C-Provisions of the Privacy Act 

from which a General or Specific 
Exemption may-be Claimed 

Appendix D-Glossary of Terms 

Authority: 5 U.S.C. 552a (Pub. L. 93-579); 
DoD Directive 5400.11, June 9, 1982; and DoD 
Regulation 5400.11-R, August 31, 1983. 

Source: 42169. Oct. ·is, 1Q85 , 

§ 505.1 General infor~atlon. 
(a) Purpose. This regulation sets forth 

polic~es and procedures that govern 
personal information kept by the 
Departr)lent of the Army in systems of 
records. · · · · 

(b) References-(1) Required 
publications. (i) AR 195-2, Criminal 
Investigation Activities. (Cited in 
§ 505.2(j)) .. ' ' ' ; ' . . . ., 

(ii) AR 340-17, Release.of Information 
and Reqo~ds fr~m Army Files. (Cited in 
§§ 505.2(h} and 505.4(d)) 

'(iii) AR 430-21.::.S, The~ Army Privacy 
Program: System Notices and Exemption 
Rules fo,r Civilian Personnel Functiops .. · · 
[Cited in § 50p.Z(iJ) . . , .. 

(iv) AR 380-380, Automated System 
Security: (Cited irt § 505.4{d) and (f)) 

(2) Related publications. (A· related· 
publicatien is··merely a source'of . 
addi tiorial inforrrui tion. The 'user does c 

not h'ave· to read it to understand this 
regulation.-)' · · '. · 

(i} DOD.Directi\re 5400.11, DOD 
Privacy Program. . . 

(ii) DOD-Regulation 5400.1h-R, DOD 
Privacy Program. 

(iii} Treasury Fiscal' Requirements 
Manual. This publication can be" 
obtained· from The Treasury 
Department, 15th. and P~n~sylvania 
Ave., NW. Washington, DC 20220 .. 

(c) Explanation qf abbreyiptions and· 
. terms. Abbreviations· and special terms 
used in. this regulation are explained in 
the glossary. 

(d) ResponsibHities. {1} The Assistant' 
Chief of Staff for Information · 
Management {ACISM) is responsible for 
issuing policy and guidance for the 
Army Privacy: Program in .corisultatim1. 
with the Army G~neral Counsel. 

(2) Heads of Army Staff agencies, 
field operating agencies; major Army,' 
commands (MACOMS). and 
subordinate commands'are responsible 
for supervision and execution of the 
privacy progr~m in f;unctiorial ar~as and 
activities under their command. . 

(3) Heads· of Joint Service agencies or 
commands for which th~ Army is the · 



Executive Agent, or otherwise has 
responsibility for providing fiscal, 
logistical, or.administrative support, will 
adhere to the policies and procedures in 
this regulation. 

· (4) Commander, Army and Air Force 
Exchange Service (AAFES), is 
responsible for the supervision and 
execution of the privacy program within 
that command pursuant to this 
regulation. 

(e) Policy. Army Policy concerning the 
privacy rights of individuals and the 
Army's responsibilities for compliance 
with operational requirements. 
established by the Privacy Act are as 
follows: 

(1) Protect, as required by the Privacy 
Act of 1974 (5 U.S.C. 552a), ·as amended, 
the privacy of individuals from 
unwarranted intrusion. Individuals 
covered by this protection are living 
citizens of the United States and aliens 
lawfully admitted for permanent 
residence. 

(2) Collect only the personal 
information about an individual that is 
legally authorized and necessary to 
support Army operations. Disclose this 
information only as authorized by the 
Privacy Act and this regulation. , 

(3) Keep only personal information 
that is timely, accurate, complete, and 
relevant to the purpose for which it was 
collected. 

(4) Safeguard personal information to· 
prevent unauthorized use, access, 

. disclosure, alteration, or destruction. 
(5) Let individuals know what records 

the Army keeps on them and let them 
review or get copies of these records, 
subje<;t to exemptions ~uthorized by law 
and approved by the Secretary of the 
Army. (See § 505.5.) 

(6) Permit individuals to amend 
records about themselves contained in 
Army systems of records, which they 
can prove are factually in error, not up­
to:.date; not complete, or not relevant. 

(7) Allow individuals. to ask for an 
administrative review or decisions .that 
deny them access to or the right to 
amend their records. 

(8) Maintain only information about 
an individual that is relevant and 
necessary for Army purposes required to 
be accomplished by statute or Executive 
Order. · 

(9) Act on all requests promptly, 
accurately, and fairly. 

(f) Authority. The Privacy Act of 1974 
(5 U.S.C. 552a), as amended, is the 
statutory· basis for the Army Privacy 
Program. With in the Department of 
Defense, the Act is implemented by 
DOD Directive 5400.11 and DOD 
5400.11-R. The Act Assigns- . 

DEFENSE DEPARTMENT 

.(1) Overall Government-wide 
responsibilities for implement~tion to. 
the Office of Management and Budget. 

(2) Specific responsibilities to the 
Office of Personnel Management and 
the General Services Administration. 

(g) Accf3ss and Amendment Refusal 
Authority {AARA). Each Access a_nd 
Amendment Refusal Authority is 
responsible for action on request's for 
access to or amendment of, records 
referred to them under this regulation. 
The officials listed below and their 
desigpees are the only Ac(::ess and, 
Amendment Refusal Authorities for 
records in their authority to an office-or. 
subordinate commander. All delegations 
must be in writing. If an AARA's 
delegate denies access or amendment,. 
the delegate must clearly state that he or 
she is acting on behalf of the AARA and 
identify the AARA by name and 
position in the written response to the 
requester. Denial of access or 
amendment by an AARA's delegate 
must have appropriate legal review. 
Delegations will not b~ made below the 
colonel (06) or GS/GM 15level. Such . 
delegations must not slow Privacy 
actions. AARA's will send the names, 
offices and.telephone numbers of their 
delegates to .the Director of Information 
Systems for Command, Central, 
Communications and Computers, 
HQDA, ATTN: SAIS-PDD Washington, 
DC 2031Q-0107. . 

(1) The Administrative Assistant to 
the Secretary of the Army is authorized 
to act for the Secretary of the Army (SA) 
on requests for all records maintained 
by the Office of the Secretary of the. 
Army and its serviced activities, as well 
as those requests requiring the personal 
attention of the SA .. 

(2) The Inspector General for IG 
investigative records. , 

(3) The President or Executive 
Secretary of Boards, councils, and 
sirriilar bodies ·established by the 
Department of the Army to consider 
personnel matters, excluding the Army 
Board of Correction of Military Records. 

(4) The Deputy Chief of Staff for 
Personnel: For records of active and 
former non .... appropriated fund 
employees (except those in the Army 
and Air ,Force Exchange Service); 
alcohol and drug abuse treatment 
records; and beha:vioral science r~cords. 

(5) The Deputy Chief of Staff. for 
Operations and Plans: For military . 
police records and reports and prisoner. 
confinement and correctional records. 

(6) Chief of Engineers: For records 
pertaining to civil works, including 
litigation; military construction; engineer 
procurement; other engineering matters 
not under the purview of another 

AARA; ecology; and contractor 
qualifications. 
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(7) The Surgeon General: For medical 
records, except those property. part of 
the Official Personnel Folder (OMP / 
GOVT-1 system of records). 

(8] Chief of Chaplains: For 
ecclesiastical records. · 

(9) The Judge Advocate General: For 
legal records for which responsible, 

(10) ·Chief, National Guard Bureau: For 
personnel records of the Army National . 
Guard. · 

(11) Chief of Army Reserve:·For 
personnel records of army retired, 
separated and reserve military 
personnel members. 

(12) Commander, US Army. Material 
Command (AMC): For records of Army 
contractor personnel of AMC. . 
. (13) Commander, US Army Crimin'al 
Investigation Command (USACIDC): For 
criminal investigation reports and 
military police reports included therein. 

(14) Commander, United States Total 
Army Personnel Agency: For personnel . 
and personnel related records of Army 
members on active duty and current 
Federal appropriated fund civilian 
employees.' (Requests from former 
civilian employees to' amend a record in 
an OPM system of records such as th~ · 
Official Personnel Management, 
Assistant Director for Workforce 
Information, Compliance and' 
Investigations Group, 1900 E Street, NW, 
Washington~· DC 20415-0001.) 

(15) Commander, U.S. Army . 
Community and·Family Support Center: 
For records relating to morale, welfare 
and recreation activities; community life 
programs; family action programs; 
retired activities, club management, 
Army emergency relief, consumer 
protection, retiree survival benefits, and 
records dealing with DA relationships 
and social security, veterans' affairs, 
United Service Organizations, U.S. 
Soldiers' and Airmen's Home and 
American Red Cross. 

(16) Commander, US Army . 
Intelligence and Security Command: For 
Army intelligence, security investigative 
and related records. . . 

(17) Commander, Army and Air Force 
Exchange Service: For. records 
pertaining to employees, patrons; and 
other matters which are the 
responsi.bility of the Exchange Service. 

(18) Commander, Military Traffic · 
Management Command: For 
transportation records. 

(19) Director of Army Safety: For 
safety records. · · 

(20) Commander, U.S. Army. 
Information Systems Command: For 
records which do not fall within the 
functiona! area of another AARA. 
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(h) DA Privacy Review Board. The 10 work days of receipt. Records will be 
DA Privacy Review Board acts on · provided.withiri ·3o days, excluding 
behalf of the Secretary of the Army in Saturdays, Sundays, and legal public 
deciding appea.ls from refusal of the . holidays. . 
appropriate Access and Amendment (c)-Relationship between the Privacy 
Refusal Authority to amend records. A9~ and the Freedom of Information Act. 
Board membership is comprised of the A Privacy Act request for access to · 
Administrative Assistant to.the records 'should be processed also'as a 
Secretary of the Army, The Assistant Freedom of Information Act request If 
Chief.of Staff for Information · all or any portion of the requested 
Management, and The Judge Advocate material is to be denied, it must be· 
General or their representatives. The considered under the substantive 
AARA may serve as a non-voting provisions of both the Privacy Ad and 
member when the Board considers the Freedom of Information Act Any 
matters in the AARA's area of · withholding of information inust be 
functional specialization. The Assistant justified by asserting a legally 
Chief of Staff for Information . applicable exemption in each Act: 
Management chairs the Board and (d) Functional requests. If an. 
provides the Recording Secretary. individual asks for his/her record and· 

(i) Privacy Official. (1) Heads of Army does not cite, or reasonably imply,.· 
Staff agencies and c,ommanders of major either the Privacy Act or the Freedom of 
Army commands and subordinate Information Act, and another . · 
commands and acti,vities will designate prescribing directive authorizes 'release, 
a privacy official who will serve as a the records should be released under 
staff adviser.on privacy.matter.s. This . that directiv~. Examples of functional 
function will not·be assigned below requests are military members asking to 
battalion level. 

(2) The privacy officia,l will ensure see their Military Personnel Records 
that (i) requests are processed pro.mp.tly, Jacket, or civilian employees asking to 

see their Official Personnel Folder. 
and respo_nsively, (ii)records subject to (e) Medical records. If it is determined 

~~~:c~v:~: ~~~~~b~~~~~~~~l~b;~~/ that releasing ~pedical information to the 
published system notice, (iii) privacy data subject could have an adverse 
statements are included on forms and affect on the mental or physical health 
questionnaires that seek personnel . of that individual, the requester should 
information from an individual. and (iv) be asked to name a physician'to receive' 
procedures· are in place to meet the record. The data subject's' failure to 

· designate a physician is not a denial 
reporting requirements. under the Privacy Act and cannot be 
[50 FR 42165, Oct.' 18, 1985, as amended at 53· appealed. · 
FR 43690,.0ct. 28, 1988; 56 FR.29583, Jun. 28, (f) Third party information. Third 
19911 party-informatioh pertaining· to' the data 
§ 505.2 Individual rights of access and 
amendment. · 

(a) Access under the Privacy ACt. 
Upon a written or oral request, an 
individual or his/her designated agent· 
or legal guardian will bf? granted access · 
to a record pertaining· to that individual, 
maintained in a system of records, 
unless the record is subje'ct to an 
exemption and the system manager has 
invoked the exemption (see § 505.5), or 
the record is information compiled in 
reasonable anticipation of a civil action 
or proceeding. The r!3_quester does not . 
have to state a reason or otherwise . ' 
justify the need to gain access. Nor can 
an individual be denied access sohily 
because he/she refused to provide his/ 
her Social Security Nurriber unless the 
Social Security Number was required for 
access by statute or r_egulation a.dopted 
prior to January 1, 1975. The request 
should be submitted to the custodian of 
the record. 

(b) Notffying the individual. l'he 
custodian of the record will 
acknowledge requests for access within 

subject may not be deleted from a 
record when the data subject requests 
access to the record unless there is' an 
established exemption (see § 505.5(d)). 
However, personal data such as SSN 
and home address of third parties in the 
data subject's record normally do not· 
pertain to the data subject and therefore 
may be withheld. Information about the. 
relationship between the data subject 
and the third party would normally be 
disclosed as pertaining to the data 
subject. 

(g) Referral of records. Requests for 
· access to Army systems of records · 

containing records that originated with 
other DOD Comporten.ts'i.or Federal 
agencies· which claimea exemptions for 
them will be coordinated with or 
referred to the originator for release 
determination. The requester will be · 
notified of the referral. 

(h) Fees. Requesters 'will be: charged 
only for the reproduction of requested 
documents. Norm·ally, there will be no 
charge for the first copy of a record.; , 
provided to the individual whose record 

it is. Thereafter, fees will be computed 
as set forth in AR 34G-17. · 

(i) Denial of access. (1) The only 
officials authorized to deny a request · 
from a data subject for records in a 
system of records pertaining to that 
individual are-. the appropriate Access 
and Amendment Refusal Authorities 
(see § 505.1(£)), or the Secretary of the·. 
Army, acting through the General 
Counsel. Denial is appropriate only if'. 
the. record: " 

(i) Was compiled in reasonable 
anticipation of a civil action or 
proceeding, or . 

(ii) Is properly exempted by the 
Secretary of the Army from the 
disclosure provisiQns of the Privacy Act 
(see § 505.5), there-is a legitimate· 
governmental purpose for invoking the 
exemption,_ apd it is not required to be . 
disclosed up.der~ the Freedom of . 
Information A<::t. ·; . _ . 

(2) Requests.for records recomme~ded 
to be denied will be forwarded to the 
appropriate AARA wi,thin 5 work days 
of re~;:eipt, toget~er with.the request, 
disputed records, and justification for 
withholding. The requester will be 
notified of the referral. 

(3) Within the 30 work day period (s~e 
§ 505.2(b)),.the AARA will giv~. the , · 
following information to the requester in 
writing if the decision is to deny the 
request for access: 

(i) Official's name, position title, and 
business address; 

(ii) Date of the.denial; 
. -(iii) Reasons for the denla"t including 

citation of appropriate section(s) of the 
Privacy Act and this regulation; 
. (iv) The opportunity for further revie\.v 
of the denial by the General Co'unsel, 
Office, Secretary of the Army, The 
Pentagon, Washington, DC 20310, . 
tht:ough the AARA withiri 60 calendar 
days. (For denials made by the Army 
when the record is rriaintained in one of 
OPM's government-wide systems of 
records, notices for which are described 
at appendix B. AR 34G-21-S, an .· 
individual's request for further review 
must be addressed to the Assistant 
Director for Agency Compliance 'and 
Evaluation, Office of Personnel 
Management, 1900 E Street NW;, 
Washington, DC 20415-0001.) · · 

(j) Amendment of records. (1) 
Individuals may request the amendment 
of their records, in writing, when such 
records are believed to be inaccurate as 
a matter. of fact rather than judgment,. 
irrelevant, untimely, or incomplete. 

(2) The amendment procedures are 
not intended to permit challenge to a 
record that records an event that 
actually occurred nor are .they designed 
to permit collateral attack upon that 



which has been the subject of a judicial 
or quasi-judicial action. Consideration 
ofrequest for an amendment would be 
appropriate if it can· be shown that 
circumstances leading up to the event 
that is recorded on the document were 
challenged through administrative 
procedures and found to be inaccurately 
described, that the document is not 
identical to the individual's copy, or that 
the document was not constructed in 
accordance with the applicable 

. recordkeeping requirements prescribed. 
For example, the amendment provisions 
do not allow an individual to challenge 
the merits of an adverse action. 
However, if the form that documents the 
adverse action contains an error on the 
fact of the record (e.g., the individual's 
nci.me is misspelled, an improper d~te ·of 
birth or SSN was recorded), the 
amendment procedures may be used to 
request correction of the record. 

(3) US Army Criminal Investigations 
Command reports of investigation 
(records in system notices A0501.08e 
Informant Register, A0508.11b Criminal 
Information Reports and Cross Index 
Card Files, and A0508.25a Index to 
Criminal Investigative Case Files) have 
been exempted from the amendment 
provisions of the PrivacyAct. Requests 
to amend these reports will be 
considered under AR 195-2 by the 
Commander, US Army Criminal 
Investigations Command, action by the 

·Commander, US Army. Criminal 
Investigation Commander will constitute 
final action on behalf of the Secretary of 
the Army under that regulation. , 

(4) Records accessioned into the · 
National Archives are exempted from 
the Privacy Act provision allowing 
individuals to request amendment of 
records. Most provisfons of the Privacy 
Act apply only to those systems of 
records which are under the legal 
control of the originating agency; e.g., an 
agency's current operating files or 
records stored at a Fede·ra.l records 
center. 

(k) Procedures. (1) Requests to amend 
a record should be addressed to the 
custodian or system manager of that 
record. The request must reasonably 
describe the record to be amended and 
the changes sought (i.e., deletion, 
addition, amendment). The burden of 
proof rests with the requester; therefore, 
the alteration of evidence presented to 
courts, boards, and other official 
proceedings ts· not permitted. (An 
individual acting for the requester must 
supply a written consent signed by the 
requester.) 

(2) The custodian or system manager 
will acknowledge the request within 10 
work days and make final response 
within 30 work days. · 
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(3) The record for which amendment 
is sought mus't be reviewed by the 
proper system manager or custodian for· 
accuracy, relevance, timeliness, and 
completeness so as to assure fairness to 
the inqividual in any determination 
made about that individual on the basis 
of that record. 

(4) If the amendment is proper, the 
custodian or system manager will 
physically amend the record by adding 
or deleting information, or destroying 
the record or a portion of it, and notify 
the requester of such action. 

(5) If the amendment is not justified, 
the request and all relevant documents, 
including the reasons for not amending, 
will be forwarded to the appropriate 
AARA within 5 work days and the 

· requester so notified. 
(6) The AARA, on the basis of the 

evidence, either will amend the record 
and notify the requester and the 
custodian of that decision, or will deny 
the request and inform the requester: 

(i) Of reasons for not amending; and 
(ii) Of his/her right to seek further 

review by the DA Privacy Review Board 
(through the AARA). 

(7) On.receipt of an appeal from a 
denial to amend, the AARA will append 
any additional records or background · 
information that substantiates the 
refusal or renders the case complete 
and, within 5 work days of receipt, 
forward the appeal to the DA Privacy 
Review Board. 

(8) TheDA Privacy Review Board, on 
behalf of the Secretary of the Army, will 
complete action on a request for further 
review within 30 work days of its receipt 
by the AARA. The General Counsel may 
authorize an additional 30 days when 
unusual circumstances and good cause 
so warrant. The Board may seek 
additional information, including the 
appellant's official file, if deemed 
relevant and necessary to deciding the 
appeal. . . . 

(i) If the Board determines that 
amendment is justified, it will amend the 
record and notify the requester, the 
AARA, the custodian of the record,· and 
any prior recipients of the record.· 

(ii) If the Board denies the request, it 
will obtain the General Counsel's 
concurrence. Response to the appellant 
will include reasons for denial and the 
appellant's right to file a statement of 
disagreement with the Board's action 
and to seek judicial review of the 
Army's refusal to amend. · 

(9) Statements of disagreement will be 
an integral part of the record to which it 
pertains so the fact that the record is 
disputed is apparent to anyone who may 
have access to, use of, or need to 
disclose from it. The disclosing authority 
may include a brief summary of the 
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Board's reasons for not amending the 
disputed record: The summary will be 
limited to the reasons stated to the 
individual by the Board. 

(1) Privacy case files. Whenever an 
individual submits a Privacy Act 
request, a case file will be established; 

. see system notice A0240.01DAAG. In no 
instance will the individual's request 
and Army actions thereon be included 
in the individual's personnel file. The 
case file will comprise the request for 
access/ amendment, grants, refusals, 
coordination action, and related papers. 
This file will not be used to make any 
determinations about the individuals. 

§ 505.3 Disclosure of personal information 
to other agencies and third parties. 

(a) Disclosure without consent. The 
Army is prohibited from disclosing a 
record from a system ·of records without 
obtaining the prior written consent of 
th~ 'data subject, except when disclosure 
is: 

(1) To those officers and employees of 
the Department of Defense who have a 
need for the record in the performance. 
of their duties; · 

(2) Required under the Freedom of 
·Information Act (see § 505.3(c) for 
information normally releasable); 

(3) Permitted by a routine use that has 
been published in the Federal Register; 

(4) To the Bureau of the Census for 
purposes of planning or carrying out a 
census or survey or related activity 
pursuant to Title 13 of the United States 
Code; 

(5) To a recipient who has provided 
the Army with advance adequate 
written assurance that the record will be 
used solely as a statistical research or 
reporting record, and the·record is to be 
transferred in a form that is not 
individually identifiable; 

(6) To the National Archives of the 
United States as a record that has 
sufficient historical or other value to 
warrant its continued preservation by 
the U.S. Government, or for. 
determination of such value by the 
Administrator of the General Services 
Administration (GSA), or designee. 
(Records sent to Federal Records 

· Centers for storage remain under Army 
control; these transfers are not 
disclosures and .do not therefore need an 
accounting.) . 

(7) To another agency or to a:n 
instrumentality of any governmental 
jurisdiction within or under the control 
of the United States for a civil or 
cfiminallaw enforcem~nt activity if the 
activity is authorized by law, and if the 
head of the agency or instrumentality 
has made a written request to the Army 
element which maintains the record. 



838 

The request must specify the particular 
portion desired and theJaw enforcement 
activity for which the record is sought; 

(8) To a person pursuant to a showing 
of compelling circumstances affecting 
the health and safety of an individual. 
Upon such disclosure, notification will 
be transmitted to the last known. 
address of such individual; 

(9) To either House of Congress, or to 
a committee or subcommittee to the 
extent that the subject matter fe..lls 
within the jurisdiction of the committee 
or subcommittee; · 

(10) To the Comptroller Generai; or 
any authorized represep.tative in the. 
course of the'performance of the duties 
of the General Accounting Office; 

(11) Pursuant to the order signed by a 
judge o( a court of competent 
jurisidiction. (Reasonable efforts must 
be made to notify the individual if the 
legal process is a matter of public 
record); or . 

(12) To a consumer reporting agency. 
in accordance with section 3( d) of the 
Federal Claims Collection Act of 1966 
(originally codified at 31 U.S.C. 952(d); 
recodified at 31 U.S.C. 3711(£), .the name, 
address, SSN, other information 
identifying the individual; amount, . 
status, and history of the claim, and the 
agency or program under which the case 
arose may be disclosed in this instance. 

(b) Blanket routine use disclosures. In 
addition to the routine uses in each 
system notice, the following blanket 
routine uses ?-PPlY to all records from 
systems of records maintained by the 
Army except those which state 
othewise. 

(1) Law enforcemeiJt. Relevant 
records maintained to carry· out Army 
fandtions may be referred to Federal, 
State, local, or foreign law enforce-ment­
agencies if the record indicates a 
violation or potential violation of law. · 
The agency to which the records are 
referred must be the appropriate· a·gency 
charged with the·responsibility of 
investigating or prosecuting the 
violation or charges; with· enforcing or · 
implementing the statute, rule,. 
regulation, or order issued mi1rsuant 
thereto. ·:, 

{2) Disclosure when requesting · 
information .. A Fe cord may be disclosed 
to a Federal,. State, or loc~:il agency ·. 
maintaining civil, criminal, or other · 
relevant enforcement information or 
other pertinent information, such as 
current licenses, to obtain information 
relevant to an Army decision concerning 
the hiring or retention of an employee .. 
the fssuance of a security clearance, the 
letting of a contract, or the issuance of. a 
license, grant, or other benefit. · 
· (3) Disclosure of requested 

information. If the ·information is 
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relevant and necessary to the requesting .{9) Disclosure to National Archives 
agency's decision, a record rnay be and Records Administration. A record 
disclosed to a Federal agency, in · may be disclosed to the National 
response to its request, in connection Archives and Recorc;ls Administratjon ·in 
with the hiring or retention of an records management inspections 
employee, the issuance of a security conducted under authority of Title 44 
clearance, the reporting of an · U.S.C., sections 2904 and 2906. 
investigation of an employee, the letting (10) Disclosure to the Department of 
of a contract. or the issuance of a Justice for Litigation.· A record may be 
license, grant, or other benefit by the disclosed as a routine use to any . 
requesting agency, to the extent that the component of the Department ofJustice, 
information is relevant and necessary to when 
the requesting agency's d~cision on the (i) The agency, or any component 
matter. thereof; or · 

(4) Congressional inquiries. (ii).Any employee of the agency .in his 
Disclosure from a system ofrecords. or her official capacity; or· 
maintained by the Army may be made (iii) Any employee of the ·agimcy in his 
to a Congressional o(fice from the or her individual capacity where the 
record of an individual in response to an Department of Justice has agreed to 
inquiry from the Congressional office . represent the employee: or 
made at the request of that individual. (iv] The United States, where the · 

(5) Private relief legislation. Relevant agency· determines that litigation is : 
information in all systems of records of likely to affect the agency or any of its 
the Department of Defense published on components, is lil party to litigation or 
or before August 22, 1975, will be has an interest in such litigation, and the 
disclosed to the Office of Management use of such records by the Department 
and Budget (OMB) review of private of Justiee Is deemed by the agency to be 
relief legislation as set forth in OMB · . relevant ·and necess'ary to the litigation, 
Circular A-19 at any stage of the · provided, however, that in each case, . 
legislative coordination and clearance the agency determines that disclosure of 
process. · the recorqs to the Department of Justice 

{6) Disclosures required by is a use of the information contained in 
internationalagreements. A record·may the records that is compatible with the 
be disclosed to foreign law enforcement, purpose for. which the records were 
security, investigatory, or administrative collected. , 
authorities. These disclosures are in ·(111 Disdosure for Agency use in 
compliance with requirementsimposed Litigation. A·record may·be disclosed in 
by, or to claim rights ·conferred in, · 
international agreements and a proceeding before a court or 
arrangements including those regulating adjudicative body before which the · 
the stationing and status in foreign agency is authorized· to appear,'wheh 
countries of DOD military and civilian (i] Thtfagent:;y. m: any component 
personnel. thereof: or' · 

(7) Disclosure to State and local (ii} Any employee of the 'agency in his 
taxing authorities. Any information or her official capacity: or . 
normally contained in Internal Revenue (iii) Any employee of the agency in his 
Service Form W-2 which is maintained or her indivi9-tial capacity where the. 
in a record from a system of records of agency has agreed to represent the· 
the Army may be disclosed to State and employee'; or · 
local taxing authorities with which the (iv)The Unite'd States, where the 
Secretary of the Treasury has entered agency determine's that litigation 'is . 
into agreements under 5 U.S.C., sections. likely to affect the agency or any .of its · 
5516, 5517, and 5520 only to those State components, is a party to litigation or· 
and local taxing authorities for which an has an' interest in such lit~gation, and the 
employee or military member is or was agency determines thaf use of such 
subject to tax regardless of whether tax records is relevant and necessary to t~e 
is or·was withheld. This routine use litigation, provided, however, that h;l 
complies' with Treasury Fiscal· each case, the agency deter~lnes that 
Requirements Mam.iJ;J.l, Sec. 5060. disclo'sure of the records to the · · . 

(B) Disclosures· to the Office of. Departmentof Justice is a use of the 
Personnel Management. A record may information contained in fhe records 
be disclosed to the Office of Personnel that is compatible with the .p~rpose for 
Management (OPM) concerning which the records were collected." 
information on pay a:nd leave, benefits, {c) Disclos11re to third pqrties. 
retirement deduction, and any other Personal information which may .be 
information necessary for the OPM to disclosed under Freedom of 
carry out its legally authorized Information Act: 
government~wide. personnel (1) On military personnel: Name, rank, 
management functions and studies. date of rank, gross ~alary. present and 



past duty assignments, future . 
assignments that are officially 
established, office or duty telephone 
number, source of commission, 
promotion sequence number, awards 
and decorations, military and civilian 
educational level, duty status at any 
given time. 

(2) On civilian employees: Name, 
present and past position ·titles, grades, 
salaries, duty stations that include office 
or duty telephone numbers. However, · · 
disclosure of this information will not be 
made where the information requested 
is,a list of present or past position titles, 
grades, salaries, and/or duty stations 
and, as such; is: 

(i) Selected to constitute a clearly 
unwarranted invasion of personal · 
privacy. For example, the nature of the 
request calls for a response that would 
reveal more about the employee than 
the five enumerated items; 

(ii) Would be protected from 
mandatory disclosure under an 
exemption of the Freedom of 
Information Act. 

(iii) In addition to the information in 
§ 505.3(c)(2) ~bove, the following 
information may be made available to a 
prospective employer of a current or 
former Army employee: Tenure of 
employment, civil servic'e status, length 
of service in the Army and the . 
Government and, date and reason for 
separation shown on the Notification or' 
Personnel Action, SF 50. · 

(d) Accounting of disclosure. (1) An 
accounting of disclosure is required 
whenever a record from an Army 
system of records is disclosed to 
someone other than the data subject, 
except when that record: 

(i) Is disclosed to officials within the 
Department of Defense who have a need 
for it in the performance of' official 
business; 

(ii) Is required to be disclosed tinder 
the Freedom of Information Act. 

(2) Since the characteristics of records 
maintained within the Army vary 
widely, no uniform method for keeping 
the disclosure of accounting is 
prescribed. For most paper records, the 
accounting may be affixed to the record 
being disclosed. It must be a written 
reco!d and consist. of: 

(i) Description of the record disclosed; 
(ii) Name, pos,ition title, and address 

of the person to whom disclosure was 
made;· 

(iii) Date, method, and purpose of the 
disclosure; and 

[iv) Name and position title of the 
person making the disclos1,1re. 

(3) Purpose of the accounting of 
disclosure is to enable an individual: · 
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(i) To ascertain those persons/ 
agencies that have received information 
about the individuat and 

(iii) To provide a basis for informing 
recipients of subsequent amendments or 
·statements of dispute concerning the 
record. 

(4) When an individual requests such 
an accounting, the system manager or 
designee shall respond within 10 work 
days and inform .the individual of the 
items in§ 505.3(d)(2) above. 

(5) The only basis for not furnishing 
the data subject an accounting of 
disclosures are if disclosure was made 
for law enforcement purposes under 5 
U.S.C. 552a(b)(7), or the disclosure was 
from a system of records for which an 
exemption from 5 U:S.C. 552a(c)(3) has 
been claimed (see appendix C to this 
part). · 

§ 505.4 Record keeping requirements 
under the Privacy Act. 

(a) Systems of records. (1) Notices of 
all Army systems of records are 
required by the Act to be published in 
the Federal Register. An example is at 

· appendix'A to this part. When new 
systems are established, or major 
changes occur in existing systems, 
which meet the criteria of OMB 
Guidelines summarized at§ 505.4(f)(2), 
advance notice is required to be 
furnished OMB and the Congress before 
the system or proposed changes become 
operational. 

(2) Uncirculated per~onal notes, 
papers and records which are retained 
at the author's discretion and over 
which the Army exercises no control or 
dominion are not considered Ar:rpy 
records within the meaning of the 
Privacy Act. Individuals who maintain 
such notes must restrict their use of 
memory aids. Disclosure 'from personal 
notes, either intentional or through 
carelessness, remove the .information 
from the category of memory aids and 
the notes then become subject to the · 
provisions of the Act. · 

(3) Only personal information as is 
relevant and.necessary to accomplish a 
purpos~ or mission of the Army, 
required by Federal statue or Executive 
Order of the President, will be 
maintained in Army systems of records. 
Statutory authority, or regulatory. 
authority to establish and maintain a 
system of records does not convey 
unlimited authority to collect and 
maintain all information which may be 
useful or convenient The authority is 
limited to relevant and necessary 
information. . 

(4) Except for statistical records, most 
records could be used to determine an 
individual's rights, benefits, or. 
privileges .. To ensure accuracy, personal 
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, information to be included in a system 
·of records will be collected directly from 
the individual if possible. Collection of 
information from third parties should be 
limited to verifying information for 
security or employment suitability or 
obtaining performance data or opinion­
type evaluations. 

(b) Privacy Act Statement. Whenever 
personal information is requested from 
an individual that will become part of 
system of records retrieved by reference 
to the individual's names or other 
personal identifier, the individual will be 
furnished a Privacy Act Statement. This 
is to ensure that individuals know why 
the information is collected so they can 
make an informed decision on whether 
or not to furnish it. As a minimum, the 
Privacy Act Statement will include the 
following information in· language that is 
explicit and easily understood and not 
so lengthy as to deter an individual from 
reading it: 

(1) Cite the specific statute or 
Executive Order, including a brief title 
or subject, that authorizes the Army to 
collect the personal information 
requested. Inform the individual . 
whether or not a response is mandatory 
or voluntary, and any possible 
consequences of failing ~o respond. 

(2) Cite the principal purpose(s).for 
which the information will be .. used; and 

(3) Cite the probable routine uses for 
which the information may be used. 

This may be ·a summary of information 
published in the applicable system 
notice. The above information normally 
should be printed on the form used to 
record the information. In certain 
instances, it may be printed in a public 
potice in a conspicuous location such as 
check-cashing facilities;. however, if the 
individual requests a copy' of its 
contents, it must be provided. 

(c) Social Security Number (SSN). 
Executive Order 9397 authorizes the 
Department of the Army to use the SSN 
as a system of identifying Army 
members and employees. Once a 
military member or civilian employee of 
the Department of the Army has 
disclosed his/her SSN for purposes of· 
establishing personnel, financial, or 
medical records upon entry into Army 
service or employment. the SSN 
becomes his/her identification number. 
No other use of this number is 
authorized. Therefore, whether the SSN 
alone is requested· from the individual, 
or the SSN together with other personal 
information, the Privacy Act Statement 
must make clear that disclosure of the 
number is voluntary. If the individual 
refuses to disclose his/her SSN, the 
Army activity must be prepared to 
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identify the individual by alternate (vii) Policies and practices for storing, 
means. retrieving, accessing, retaining, and 

{d) Safeguarding personal disposing of the records; 
information. (1) The Privacy Act (viii) Position title and business 
requires establishment of appropriate address of the responsible official; 
administrative, technical, and physical (ix) Procedures an individual must 
safeguards to ensure the security and follow to learn if a system of records 
confidentially of records and to protect contains a record about the individual; 
against any threats or hazards to the (x) Procedures an individuai m·ust 
subjects security or integrity which follow to gain access to a record about 
could result in substantial harm, . that individual iri a system of records, to 
embarrassment, inconvenieQce, or contest contents, and to appeal initial 
unfairness. determinations;· 

(2) At each location, and for each (xi) Categories of sources of records in 
system of records, an officia.l will be the system; 
design~ted to safeguard the information (xii) Exemptions from the Privacy Act 
in that system. Consideration must be claimed for the system. (See example 
given to sensitivity of the data, need for notice at appendix A to this part.) 
accuracy and reliability in operations, (2) New, or altered, systems which 
general sepurity ofthe area, cost of meet the requirements below, require a 
safeguards, etc. See AR 38(}-380. report to the Congress and the Office of 

(3) Ordinarily, personal information Management and Budget. A new system 
must be afforded at least the protection is one for which no system notice is 
required for information designated "For published in the Federal Register. An 
Official Use Only" (see Chapter IV, AR altered system is one that: . 
34(}-17). PrjVacy Ac;t data will be (i) Increases or changes the number or 
afforded reasonable safeguards to types o~ individuals on whom records .. 
prevent inadvertent or unauthorized are kept so that it significantly alters the 
disclosure of record content during character and purpose of the system of 
processing, storage, transmission; and records. · · 
disposal. ' (ii) Expands the types of categories of. 

(4) No comparisons of Army "records information maintained. · 
systems with systems of other Federal (iii) Alters the manner ih which 
or comrhercial'agencies (known as records are organized, ind,exed, ~r 
"matching" or "computer matching" retrieved so as to change the nature or 
programs) will be accompljshed without scope of those records. · · 
prior approval of the Assistant Chief of (iv) Alters the purposes for which the 
Staff for Information Maqagement , information is used, or adds a routine 
(DAIM-RMS-S), Alex., VA 22331-D301. use that is not compatible with the 

(e) First Amendment rights. No. record purpose for which the system is· 
describing how an individual exercises maintained. 
rights guaranteed by the First (v) Clianges the equipment 
Amendment will be. kept unless . coqfiguration on ~hich the system is ·· 
expressly authorized by Federal statue, operated so· as to create potential for 
by the iqdividual about whom the record either greater or easier access. · 
pertains, or unless pertinent to and . (3) Report of a new or altered system . 
within the scope of an authorized law must be sent to HQDA (DAIM-RMS-S) 
enforcement activity .. Exercise·of these at least 120 days before the system or· 
rights includes, but is not limited to, changes become oper~tional, and . 
religious and political beliefs, freedom include a narrative statement and 
of speech and the press, :and the right of supporting documeniatiOJ?.. . 
assembly and to petition. (i) The narrative statement must 

(f) System notice. (1)- The Army contain the following items: 
publishes in the Fed~r~l Register a (A) System identification and name: 
notice 5fescribing each system of records (B) Responsible official; . . 
for which it is responsible. A notice (C) Purpose(s) of the system, or nature 
contains: of changes proposed (if an altered · 

(i) Name and locatiori.(s) of the system); 
records; · (D)' Authority for the system; 

(ii) Categories of individuals on whom (E) Number (or estimate) of 
records are maintained; individuals on whom records will be 

(iii) Categories of records in the · kept; 
sytem; ·' · (F) Information ofFirstAmendment· 

(iv) Authority (statutory or Executive activities; 
Order) authorizing the system; (G) Measure to assure informat~on : 

(v) Purpose(s) <;>f the system; accuracy; · 
(vi) Routine uses of the records, (H) Other measures to assure system 

including the categories of users and the security; (Automated systems require 
purposes 'of such uses; · · · risk assessment under AR 38(}-380.) 

(I) Relations to State/local 
government activities. (See example at 
appendix B to this part.) 

(4) Supporting documentation consists 
of system notice for the proposed new or 
altered system, and proposed eXeplption 
rule, if applicable. . 

(g) Reporting requirements.(1) The 
annual report required by the Act, as 
amended by Pub. L. 97-375, 96 Stat. 1821, 
focuses on two primary areas: 

(i) Information describing the exercise 
ofindividuals' rights of access to and 
amendment of records. 

(ii) Changes in, or additions .to, 
systems of records. 

(2) Specific reporting requirements 
will be disseminated each year by The 
Assistant Chief of Staff for Information 
Management (DAIM-RMS-S) in a letter 
to reporting elements. 

(h) Rules of conduct. System 
managers will ensure that all personnel, 
including government contractors or 
their employees; who are involved in the 
design, development, operation, · . 
maintenance, or control of any syst~m of 
records, are informed of all 
requireme~ts to protect the privacy of 
individuals who are subjects of the 
records. . 

(i) Judicial sanctions. The Privacy Act 
has both civil remedies and criminal 
penalties for violations of its provisions: 
. (1) Civil remedies: An individual may 

file a civil suit against the Ariny if Army 
personnel fail to comply with the 
Privacy Act. 

(2) Criminal penalties: A member or.· 
employee of the Army may be guilty of a 
misdemeanor and fined not more than 
$5,000 for· willfully: ' 

(i) Maintaining a system of records 
without first meeting the public notice 
requirements of publishing in the 
Federal Register; · 

(ii) Disclosing individually identifiable 
personal'information to one not entitled 
to have it;· . ' 

(iiif A~king f~r m: getting another's 
record under false prelense. 

§ 505.5 Exemption 

· (a) Exempting systems oj records. The 
Secretary· of t~e Army may' exempt . 
Army systems of records'froJ1?.·certain 
requirements of the Privacy Act. There 
are two kinds of exemptions:· General 
and specific. The general e~emption 
relieves system~ ofrecord's from most · 
requirements of the Act; the specific · 
e·xemptions froril only a few. See 
appendix C to this part. 

(b) General exemptions. Only Army 
activities actually engaged in the 
enforcement ofcriminal'laws as their 
primary function ma'y claim .the general 



exemption. To qualify for this 
exemption, a system must consist of: 

(1) Information compiled to identify 
individual criminals and alleged 
criminals, which consists only of 
identifying data and arrest records; type 
and disposition of charges; sentencing, 
confinement, and release records; and 
parole and probation status; 

(2) Information compiled fpr the 
purpose of criminal investigation 
including efforts to prevent, reduce, or 
control crime and reports of informants 
and investigators associated with an 
identifiable individual; or · 

(3j Reports identifiahle to an 
individual, compile. at any stage of the 
process of enforcement of the criminal 
laws, from arrest or indictment through 
release from supervision. 

(c) Specific exemptions. The Secretary 
of the Army has exempted all properly 
classified information and a few 
systems of records that have the 
following kinds of information, from 
certain parts of the. Privacy Act. The 
Privacy Act exemption cite appears in· 
parentheses after each category. 

(1) Classified information in every 
Army system of records. This exemption 
is not limited to the sys.tems listed in 
§ 505.5( d). Before denying as individual 
access to classified information, the 
Access and Amendment Refusal 
Authority must make sure that it was 
properly classified under the standards 
of Executive Orders 11652, 12065, or 
12356 and that· it must remain so in the 
interest of national defense of foreign 
policy. 5 U.S.C. 552a(k)(1). 

(2) Investigatory data for law 
enforcement purposes (other than that 
claimed under·the general exemption). 
However, if this·information has been 
used to deny someone a right, privilege 
or benefit to which the individual is 
entitled by Federal law, it must be · 
released, unless doing so would reveal 
the identity of a confidential source. 
(5 u.s-.c. 552a(k)(2).). 

(3) Records maintained·in connection 
with providing protective services to the 
President of the United States or other 
individuals p~otected pursuant to Title 
18 U.S.C., section 3056. (5 U.S.C. 
552a(k)(3).) 

(4) Statistical data required by statute 
and used only for statistical purposes 
and not to make deci'sions on the rights,. 
benefits, or entitlements of individuals, 
except for census records which may be 
disclosed under Title 13 U.S.C., section 
8. (5 U.S.C. 552a(k)(4).) · 

(5) Data compiled to determine 
suitability, eligibility, or qualifications 
for Federal service, Federal contracts, or 
access to classified information. This 
information may be withheld only to the 

DEFENSE DEPARTMENT 

extent that disclosure would reveal the 
identify of a confidential source. 
(5U.S.C. 552a(k)(5).) 

(6) Testing material used to determine 
if a person is qualified for appointment 
or promotion in the Federal service. This 
information may be withheld only if 
disclosure would compromise the 
objectivity or fairness of the 
examination process. (5 U.S.C. 
552a(k)(6).) 

(7) Information to determine 
promotion potential in the Armed 
Forces. Information may be withheld, 
but only to the extent that disclosure· 
would reveal the identity of a 
confidential source. 5 U.S.C. 552a(k)(7).) 

(d) Procedures. When a system 
manager seeks an exemption for a 
system of records, the following 
information will be furnished HQDA 
(DAIM-RMS-S), Alexandria, VA 22331-
0301: applicable system notice, · 
exemptions sought, and justification. 
After appropriate staffing and approval 
by the Secretary of the Army, a 
proposed rule will be published in the 
Federal Register, followed, by a final 
rule 30 days later. No exemption may be 
invoked until these steps have been 
completed. 

(e) Exempt Army records. The 
following records are exempt frorri 
certain parts of the Privacy Act: 

a. ID-A0224.04DAIG. 

(1) SYSNAME-Inspector General 
Investigative Files. 

(2) EXEMPTION--:-All portions of this 
system of records which fall within 5 U.S.C. 
552a(k) (2) or (5) are exempt from the · 
following provisions of Title 5 U.S.C. section 
552a: (c)(3), (d), (e)(4)(G), (e)(4)(H), and (f). 

(3) AUTHORITY-4 U.S.C. 552a(k) (2) and 
(5). . 

(4) REASONS-Selected portions and/or 
records in this system are compiled for the 
purposes of enforcing civil, criminal, or 
military law, including executive orders or 
regulations validly adopted pursuant to law. 
Granting individuals access to information 
collected and maintained in these files could 
interfere with enforcement proceedings; 
·deprive a person of a right to fair trial or an 
impartial adjudication or be prejudicial to the 
conduct of administrative action affecting . 
rights, benefits, or privileges of individuals, 
constitute an unwarranted invasion of 
personal privacy; disclose the identity ora 
confidential source; disclose nonroutine 
investigative techniques and procedures, or 
endanger the life or physical safety of law 
enforcement personnel; violate statutes 
which authorize or require certain 
information to be withheld from the public 
such as: Trade or financial information, . 

. technical data, National Security Agency 
infqrmation, or information relating to 
inventions. Exemption from access 
necessarily includes exemption from the 
other requirements. 
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b. ID-A0224.05DAIG. 

(1) SYSNAME-Inspector General Action 
Request/Complaint Files. 

(2) EXEMPTiON-All portions of this 
system of records which fall within 5 U.S.C. 
552a(k) (2) or (5) are exempt from the 
following provisions of Title 5 U.S.C. section 
552a: (c)(3), (d), (e)(4)(G), (e)(4)(H), and (f) .. 

(3) AUTHORITY-5 U.S.C. 552a(k) (2) and 
(5). . . 

(4) REASONS-Selected portions and/or 
records ·in this system are compiled for the 
purposes of enforcing civil, criminal, or 
military law, including Executive Orders or 
regulations validly adopted pursuant to law. 
Granting individuals access to information 
collected and maintained in these files could 
interfere with enforcement proceedings; 
dep-rive a person of a right to fair trail or an 
impartial ajudication or be prejudicial to the 
conduct of administrative action affecting 
rights, benefits, or privileges of individuals; 
constitute 1;1n unwarranted invasion of 
personnel privacy; disclose the identity of a 
confidential source; disclose nonroutine 
investigative techniques and procedures, or 
endanger the life or physical safety of law 
enforcement personnel; violate statutes 
which authorize or require certain · 
information, to be withheld from the public 
such as: Trade or financial information, 
techr.ical data, National Security Agency 
information, or information relating to 
inventions. Exemption from access 
necessarily includes exemption from the 
other requirements. 

c. ID-A0239.01DAAG. 

(1) SYSNAME-Request for.Information 
Files. 

(2) EXEMPTION-Portions of this system 
of records which fall within 5 U.S.C. 552a(j)(2) 
are exempt from the following provisions of 
Title 5 U.S.C. section 552a: (c)(3), (c)(4), (d), 
(e)(1), (e)(2), (e)(3), (e)(4)(G), (e)(4)(H), (e)(5), 
(e)(B), (f) and (g). Portions of the system 
maintained by offices of Initial Denying 
Authorities which do not have a law 
enforcement mission and which fall within 5 
U.S.C. 552a(k)(1) through (k)(7) are exempt 
from the following provisions of Title 5 U.S.C. 
section 552a: (c)(3), (d), (e)(1),.(e)(4)(G), 
(e)(4)(H), and (f). 

(3) AUTHQRITY-5 U.S.C. 552a(j)(2) and 
(k)(1) through (k)(7). · 

(4) REASONS-This system ofrecords is 
maintained solely for the purpose of 
administering 'the Freedom of Information 
Act and processing routine requests for 
information. To insure an accurate and 
complete file on each case, it is sometimes 
necessary to include copies of records which 
have been the subject of a Freedom of 
Information Act request. This situation 
applies principally to cases in which an 
individualhas been denied access and/or 
amendment ofpersonal records under an 
exemption authorized by,Title 5 U.S.C., 
section 552. The same justification for the 
original denial would apply to denial of 
access to copies maintained in the Freedom 
of Information Act file. It should be 
e~phasized that the majority of records in 
this system are available on request to the 
individual and that all records are used 
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solely to process requests. This file is not 
used to make any other determinations on the 
rights, benefits or privileges <::f individuals: 

d. ID-A0240.01DAAG. 

(i) SYSNAME-Privacy Act Cast Files. 
(2) EXEMPTIONS--Portions of this system 

which fall within 5 U.S.C. 552a(j)(2) are · 
exempt from the following provisions of Title 
5 U.S.C. section 552a: (c)(3), (c)(4), (d), (e)(1), 
(e)(2), (e)(3), (e)(4)(G), [e)(4)(H}, (e)(5), [e)(B). 
(f), and (g). Portions of this system 
maintained by the DA Privacy Review Board 
and those Access and Amendment Refusal 
Authorities which do not have a law 
enforcement mission and which fall within 5 
U.S.C. 552a9(k)(1) through (k) (7) are exempt 
from the following provisions ofTitle 5 U.S.C.' 
section 552a: (c)(3)(d), (e)(1), (e)(4)(G), 
(e){4)(H), and {f). 

{3) AUTHORITY-5 U.S.C. 552a(j)(2) and 
(k)(7). . . 

{4) REASONS--This system of records is 
maintained solely for the purpose of 
administering the Privacy Act of 1974. To . 
insure accurate and complete file on each 
case, it is sometimes necessary to include 
copies of records which have been the 
subject of a Priva~y 'Act request. This· 
situation applies principally to' case~ in which 
an individual has bf:!en denied acc~ss and/or 
amendment of personal.records under an 
exemption authorized by Title 5 U.S~C., 
section 552a: The same justification for the · 
original denial would apply to a denial of 
access and/or amendment of copies. · 
maintained in the Privacy Act Case File. It 
should be emphasized that the majority of 
records in this system are available on . 
request to the individual and that all records 
are used solely to administer Privacy Act 
requests. This file is not used to make any 
other detl:!rmination.on the rights, benefits or 
privileges of individuals. 

e. ID-A0241.01HQDA. 

{1) SYSNAME-HQDA Correspondence 
and Control/Central File System. 

(2) EXEMPTION-Portions of this system . 
of records which fall within 5 U.S.C. 552a(k) · 
are exempt from'the following provisions of5 
U.S.C. 552a: {c)(3), (d), [e)(1), [e)(4)(G), 
(e)(4)(H), and (f). 

(3) AUTHC)RITY-5 U.S.C. 552a-[k)(1) 
through (k)(7). 

(4) REASONS--Documents az:e generat~d 
by other elements of the Army or are 
received from other agencies and individuals. 
Because of .the broad scope of the contents of 
this sy~t~m and since the introduction of " 
documents is lf.lrgely unregulatable, specific · 
portions or documents tha_t m~y require an 
exemption C?n_qot be predetermined. 
Therefore, and to the extent that such 
material is received and maintained, sel~cted 
individual docuQ1ents may be exempted from 
disclosure under any of the. provisions of 
sections.(k)(1) through (k)(7) Qf Title 5 u .. s.c. 
552a. 

f. IU.,....A0401.08DAJA. 
(1) SYSNAME-Prosecutorial.Files. 
(2) EXEMPTION.....:...Portions of this system 

of records which fall within 5 U.S.C. '552a(j){2) 
are exempt from the following provisions of 
Title 5 U$.C., section 552a:,(c)(3), (c)(4), (d), 
(e)(2), (e){3), (e)(4)(G), (el(4)(H), {e){B), {f), and 
(g). . . . 
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(3) AUTHORITY...;,-5 U.S.C. 552a(j)(2). 
(4) REASON-:-From subsection (c){4), (d), 

(e){4}{G); {e)(4){H). (f) and {g) because 
granting individuals access to information 
collected and maintained by this component 
relating to the enforcement of laws could 
interfere with proper investigations and the 
orderly administration of justice. Disclosure 
of this information could result in the 
concealment, alteration or destruction of 
evidence, the identification of offenders or 
alleged offenders, nature and disposition of 
charges: and jeopardize the safety and well- ' 
being of infoimants, witnesses and their ' 
families, and law enforcement personnel and · 
their families. Disclosure of this .information · 
could also reveal and render ineffectual · 
investigative teQhniques, sources and 
methpds used by this .component, and could, 
result in the invasion of the privacy of · 
individuals only incidentally related· to an 
investigati'on. Exemptionfrom access · 
necessarily includes exemption from other 
requirements. · 

Froin subsection (c)(3) because the release 
of accounting of disclosure would place the 
subject of an investigation on notice that he 
is under inves,tigation and pro~ide him .with 
significant information concerning the nature 
of the investigation, thus resulting in a · 

· serious impediment to law' Emforcemerit 
investigations. · · · 

From subsection {e)(2) because in a 
criminal or other law enforcement · 
investigation, the requirement that . 
information be collected to the greatest 
extent practicable from the subject individual 
would alert the s'ubject as to tlie nature or 
existence of the investigation· and thereby 
present a serious impediment to effective law 
enforcement. 

From subsection (e)(3) because· compliance 
would constitute a serious impediment to law 
enforcement in that it could compromise the 
existence of a confidential investigation or 
reveal the identity of witn13sses or 
confidential informants. 

From subsection (e)(B) because compliance 
with this provision would provide an 
impediment to law enforcemen\.byin~erfering 
with the ability to is!;ue warrants or · 
subpoenas and by revealing inve~tigative . 
techniques, procedu!es or evide~ce. 

g. ID-A0402.01aDAJA. · 

(1) SYSNAME...:_General Legal Files. 
(2) EXEMPTION-Those portions of this 

system of records falling within 5 U.S.G.· 
552a(k) {1), {2), {5), {6), and (7) may be exempt 
from the following provisions of Title 5 · · 
U.S.<:;., section'552a: {c)(3), (d), (e){1), and (f).· 

(3) AUTHORITY-5 U.S.C. 552a{k) (1), (2), 
{5), {6), and '(7]. . · . ' 

(4) REASONS--Various· records from other 
exempted systems of records are sometimes 
submitted for legal review ot other action. A 
copy of such records may be permanently · 
incorporated into the General Legal Files · · 
system of records as evidence of the facts' 
upori which a legal opinion or review was 
based. Exemption of the General Legal Files. 
system of records is necessary in order to · . 
ensure that such records continue to receive · 
the same protectian~afforded them by .. · .: 
exemptions granted to the systems of records 
in which they were originally filed. 

h. ID-A0404.02DAJA. 

(1) SYSNAME-Courts-Mar:tial Files. 
(2) EXEMPTION-All portions: of this 

system which fall under Title· 5 U.S.C. 
552a{j)(2) are exempt from. the fo_llowing 
provisions .of Title 5 U.S;C. 552a: (d){2), {d){4), 
(ei£2), {e)(3), {e).(4)(H), and (g). . · 

{3) AUTHORITY-Title 5 U.S.C. 552a(j)(2). 
(4) REASONS--Courts-martial files are · 

exempt because a large body of existing 
criminal law governs trials by· court-martial 
to the exclusion of the Priva·cy Act. The 
Congress.recognized the judicial nature of· 
court-martial proceedings and exempted 
them from the Administrative Procedures Act: 
by specifically excluding them from the' .. 
definition of the term ."agency" (Title 5 U.S.C. 
551(1)(f}. Substantive and procedural law 
applicable in trials by cou,rt-martial is set 
forth in the Constitution, the Uniform Code of 
Military Justice ·(UCMJ) Manual for Courts­
Martial, United States; 1969 (Revised edition), 
and the decisions of the U.S. Court of Military 
Appeals and Courts of Military Review. The 1 

right of the accused not to be compelled to .1Je 
a witness against himself and the need to 
obtain accurate and reliable information with 
regarcJ to criminal ~i.sconduct necessitate the 
collection of information from sources other 
than the individual accused. 

{a) Advising the accused or any other 
witness of the a1.,1thority for collection of the 
information, the·purpose for which it is to be 
used, whether disclosure·is voluntary or 
mandatory, and· the effects on. the individual . 
of not providing the ,information would 
unnecesarily di!>rupt and confuse qourt­
martial preceedings. It is the responsibility of. 
the _investigating officer or military judge. to 
determine what information will be · 
considered as evidence. In making the 
determinatiop, the indfyidual'~ rights are · 
weighed against the accused's' right to fair . 
trial. The determination is final for the ...J • .• 

moment and the!witness' failure to comp~y 
with the decision: would delay the p:roceeqing 
and may result i11 prosecutiqn of the witnes~· 
for wrongful refusal to testify; · 

(b) In a trial'by court-marti'ai. the accused· 
has'a unique opportunity to assure ·that the 
record is accurate, relevant, 'timely, and ·. 
complete as it is made: He has the right·to be 
present and the trial, to be represented by · 
counser at general and.special courts•martial. 
and to consult with counsel in· summary 
courts-martial, to revie_w and challengeJall 
information before it is introduced into 
evidence,. to cross-examine all witnesses 
against hfl)l, .to present' evidence in his behalf. 
and in general and special court~-martial, to 
review and comment-upon the recqrd for trial 
before it is authenticated. Procedures for· 
correction of the record arid controlled by 

· paragraphs 82, 86, and 95, Manual for Courts-
Martial, 1969 {Revised edition). After · 
completion of appellate review, the record. 
~?fay not be amended. Article 7.6 of t~e 
Uniform .Code of Military Jus(ice {10 U.S.C. ' 
876) pi(rvides that the 'proceedings, findings 
and sentences of qpurts-mar.tial as ·approved; 
reviewedror affirmed are final-and conclusive 
and binding ·upon all departments, ~courts, · · 
agencies, and of the United States subject :. 
only to action upon a petition for new trial 
(Article 73, UCMJ), action by the Secr~tary ' 



concerned (Article 74, UCMJ), and the 
authority of the President. 

L ID-A0501.08e USACIDC. 
(1) SYSNAME-Informant Register. 
(2) EXEMPTION-All portions of this 

system of records whiCh fall within 5 U.S.C. 
552a(j)(2) are exempt from the following 
provisions of Title 5 U.S.C., section 552a: 
(c)(3), (c)(4), (d), (e}(1), (e)(2), (e)(3), (e)(4)(G), 
(e)(5) •. (e)(8), (f), and (g). 

(3) AUTHOR~TY-5 U.S.C. 552a(j)(2). 
(4) REASONS-(a) from subsection (c)(3) 

because release of accounting of disclosures 
would provide the informant with significant 
information concerning the nature of a 
particular investigation, the internal methods 
and techniques i'nvolved in criminal 
investigation, and the investigative agencies 
(state, local or foreign) involved in a 
particular case resulting in a serious 
compromise of the criminal law enforcement 
processes. 

(b) From subsection (c)(4), (d), (e)(4)(G), 
(e)(4)(H), (f), and (g) because disclosure of · 
portions of the information in this system of 
records would seriously impair the prudent 
and efficient handling of these uniquely 
functioning individuals; hamper the inclusion 
of comments and evaluations concerning the 
performance qualification, character, identity, 
and propensities of the informant; and 
prematurely compromise criminal 
investigations which either concern the 
conduct of the informant himself or 
investigations wherein he/she is intergrally 
or only peripherally involved. Additionally, 
the exemption from access necessarily 
includes exemption from amendment, certain 
agency requirements relating to access and 
amendment of records and civil liability 
predicated upon agency compliance with 
specific provisions of the Privacy Act. 

(c) From subsection (d), (e)(4)(G), (e)(4)(H), 
and (f) are also necessary to protect the 
security of information properly classified in 
the interest of national defense and foreign 
policy. 

(d) From subsection (e)(1) because the 
nature of the criminal investigative function 
creates unique problems in prescribing what 
information concerning informants is relevant 
or necessary. Due to close liaison and 
existing relationships with other Federal, 
state, local and foreign law enforcement 
agencies, information about informants may 
be received which may relate to a case then 
under the investigative jurisdiction of another 
Government agency but it is necessary to 
maintain this information in order to provide 
leads for appropriate law enforcement 
purposes and to establish patterns of activity 
which may relate to the jurisdiction of both 
the USACIDC a,nd other agencies. 
Additionally, the failure to maintain all 
known information about informants could 
affect the effective utilization of the 
individual and substantially increase the 
operational hazards incumbent in the 
employment of an informant in very 
compromising and sensitive situations. 

(e) From subsection (e)(2) because 
collecting information from the information 
would potentially thwart both the crminal 
investigtive process and the required 
management control over these individuals 
by appraising the informant of"investigations 
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or management actions concerning his 
involvement in criminal activity or with 
USACIDC personneL 

(f) From subsection (e)(3) because 
supplying an informant with a form 
containing the information specified could 
result in the compromise of an investigation; 
tend to inhibit the cooperation of the · 
informant, and render ineffectual 
investigative techniques and methods utilized 
by USACIDC in the performance of its 
criminal law enforcement duties. 

(e) From subsection (e)(5) because this 
requirement would unduly hamper tpe 
criminal investigative process due to type of 
records maintained an necessity for rapid 
information retrieval and dissemination. 
Also, in the collection of information about 
informants, it is impossible to determine what 
information is then accurate, relevant, timely 
and complete. With the passage of time, 
seemh1gly irrevelant or untimely information 
may acquire new significance as further 
investigation or contact brings new details to 
light. In the criminal investigative process, 
accuracy and relevance of information 
concerning informants can only be. 
determined in a court of law. The restrictions 
imposed by subsection (e)(5) would restrict 
the ability of trained investigators to exercise 
their judgment in reporting information· 
relating to informant's actions and would 
impede the develop·ment of criminal 
intelligence necessary for effective law 
enforcement. 

(h) From subsection (e)(8) because the 
notice requirements of this provision could 
present a serious impediment to criminal law 
enforcement by revealing investigative 
techniques, procedures, and the existence of 
confidential investigations. 

j. ID-A0501. 10DAMI. 
(1) SYSNAME-Counterintelligence 

Research File System {CIRFS). 
{2} EXEMPTION-All portions of this 

system of records which fall within 5 U.S.C. 
552a{k) (1), (2), or (5) are exempt from the 

. following provisions of Title 5 U.S.C. section 
552a: (c)(3), (d), {e)(1), (e)(4)(G), (e)(4)(H), 
(e)(4){I), and (f). 

(3) AUTHORITY-:-5 U.S.C. 552a(k) {1), (2) 
and (5). 

(4) REASON-Information in the files is 
obtained from overt and sensitive intelligence 
sources, and contains information classified 
irt the interest of national security under the 
provisions of EO 12356 and predecessor 
orders. The s'ystem contains investigatory . 
material compiled for law enforcement· 
purposes as well as for determining the 
suitability for employment or military service 
and thus will also require the protection of · 
confidential sources. Information may reflect 
the efforts of hostile intelligence services in 
the collection effort against the US Army. 

Additionally, the following factors are at 
issue indisclosure of data from this system of 
records: Release of exempted information 
would endanger the safety of sources 
involved in intelligence programs;'release 
would invade the privacy of those individuals 
involved in intelligence programs; release 
would compromise and thus negate 
specialized techniques.used to support 
intelligence programs; and release would 
interfere with and negate the orderly conduct 
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of intelligence operations. Exemption from 
the remaining provisions is predicated upon 
the exemption from disclosure or upon the 
need for conducting complete and proper 
investigations. 

k. ID-A0502.03DAMI. 
(1) SYSNAME-Intelligence Collection 

Files. · 
(2) EXCEPTION-All portions of this 

system Of records which fall within 5 U.S.C. 
552a(k) (1), (2) or (5) are exempt from the 
following provisions of Title 5 U.S.C., section 
552a: (c)(3}, (d)(e)(4)(G), (e)(4)(H), (e)(4)(1), 
and.(f). . 

(3) AUTHORITY-5 U.S.C. 552a(k) (1), (2), 
and (5). 

(4) REASONS-Executive Order 12356 and 
predecessor orders provide for the protection 
of some official informa'tion and material · 
which, because it bears directly 'on the 
effectiveness of our national defense and the 
conduct of our foreign relations, must be 
subject to some constraints for the security of 
our Nation, and the safety of our people and 
our Allies. To protect against actions hostile 
to the United States, of both overt and covert 
nature, it is essential th~t such official 
information and material be given only 
limited dissemination. This exemption is also 
essential to protect the privacy and personal 
safety of the sources involved. It is vital to 
the conduct of secure operations under 
Director, Central Intelligence Directives 4 and 
5 and Defense Intelligence Agency Manual 
58-11. 

Additionally, the disclosure of dat~ within 
this system of records is exempt to the extent 
the disclosure of such data would reveal the 
identity of sources who furnished information 
to the Government under an express or 
implied promise that source identities would 
be held in confidence. These assurances are 
essential to the frank and candid disclosure 
of information which is essential to the 
investigative purpose. Confidence in the 
integrity of government assurances must be 
maintained or the investigative process will 
be severely damaged. Exemption from the 
other requirements is premised on and 
follows from the rationale which requires 
exemption from access. 

I. ID-A0502.03bDAML 
(1} SYSNAME-Technical Surveillance 

Index. 
(2) EXEMPTION-All portions of this 

system of records which falls within 5 U.S.C: 
552a(k) (1), (2}, or (5) are exempt from the 
following provisions of Title 5 U.S.C., section 
552a: (c)(3), (d), (e)(1), (e)(4)(G), (e)(4)(H), and 
(e)(4)(1). 

(3) AUTHORITY-5 U.S.C. 552a(k) (1), (2); 
or (5). · 
. (4) REASONS-The material contained in 

this record system confains data concerning 
sensitive sources and operational methods 
whose dissemination must be strictly 
controlled because of national security 

. intelligence considerations. Disclosure of 
documents or the disclosure accounting 
record may compromise the effectiveness of 
the operation, and negate specialized 
techniques used to support intelligence or 
criminal investigative programs, or otherwise 
interfere with the orderly conduct of 
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intelligence operations or criminal 
investigations. 

m. ID-A0502.10aDAMI. 

(1) SYSNAME-:USAINTA Investigative 
File System. 

(2) EXEMPTION-All portions of this 
system of records which fall within 5 U.S.C. 
552a(k) (1), (2), or (5) are exempt from the 
following provisions of Title 5 U.S.C., section 
552a: (d), (e)(4)(G), (e)(4)(H). and (e)(4)(1). 

(3) AUTHORITY-5 U.S.C. 552a(k) (1), (2), 
and (5). ' 

(4) REASONS-Executive Order 12356 and 
predecessor orders pro.vide for the protection 
of some official information and material · 
which, because it bears directly on the 
effectiveness of our national defense and the 
conduct of our foreign relations, must be 
subject to some constraints for the security of 
our Nation ahd the safety of our people and 
our Allies. To protect against actions hostile . 
to the United States, of both overt and covert 
nature, it is essential that such official 
information and material be given only 
limited dissemination. Additionally, in the 
conduct of such operations which produce 
these records, at times the methods and 
arrangements with our Allies pertinent to the 
conduct of intelligence operati~ns are 
relevant to this issue of national securUy 
interests and must be safeguarded. Further,· 
the disclosure of unclassified data within this 
record systein is exempt only to the extent 
that the disclosure of such material would 
reveal the identity of a source who furnished 
information to the Government under an 
express or implied promise that the identity 
of the source would be held in confidence. · 
These a·ssurances are essential to the frank 
and candid disclosure of information which is 
essential to the purposes of these 
'investigations. Confider.lCe in the.integrity of 
the Government's assurances must be 
maintained or the investigative process will 
be severely damaged. Exemption from the 
other requirements is premised on and 
follows from the rationale which requires 
exemption from access. · 

n. ID-A0503.03aDAM.I. 

(1) SYSN'AME-:-Depart~ent of the Army 
Operational Support Acti~ities Files. 

(2) EXEMPTION-All portions of this 
system ofrecords which fall within 5U.S.'C. 
552a(k) (1), (2), or (5) are exempt from the 
following provisions of Title 5 U.S.C., section 
552a: {c)(3), (d), (e)(4),(G), (e)(4)(H), (e)(4)(I), 
and (f). ·' · . 

(3) AUTHORITY-5 U.S.C. 552a(k) (1), (2), 
and {5). 

(4) REASONS-Executive Order 12356 and 
predecessor orders provide for the prote·ction 
of official information and material which, 
because it bears directly on the effectiveness 
of our national defense and the conduct of 
our foreign relations, must be limited in its 
accessibility. To protect against hostile · · 
actions, both overt and covert, it is essential 
that such official information and material be 
given only limited dissemination. 
Additionally, the following factors are.at 
issue in disclosure of data from this system of 

: records: Release of exempted information 
would .endanger the safety of sources 
involved in intellig~nce programs; release 
would invade the privacy of those individuals 
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involved in intelligence programs; release 
would compromise and thus negate 
specialized techniques used to support 
intelligence programs; and release would 1 

interfere with and negate the oderly conduct 
of intelligence operations. Exemption from 
the other provisions is premised on and 
follows the rationale which exemp.ts access 
to this system of records. 

. o. ID-A0503.06aDAMI. 

( 1) SYSN AME-:-Coun terin telligence 
Operations File. 

(2) EXEMPTION-All portions of this 
system of records'which fall within 5 U.S.C. 
552a(k) {1), {2):·or (5) are exempt from 
provisions of Title 5 U.S.C., section 552a: 
(c)[3), (d), (e){1), (e)[4)(G), (e)(4)(I), and (f). · 

(3) AUTHORITY-5 U.S.C,5S2a(k) (1), (2), 
and (5). 

(4) REASONS-Executive Order 12356 and 
predecessor orders provide for the protection 
of official information and material which, 
because it bears directly on the effectiv~ness 
of our national defense and the conduct of 
our foreign relations, must be limited in its 
accessibility. To protect against hostile 
actions. both overt' and covert, it is essential 
that such official information and material be 
given only limited dissemination. 
Additionally, the following factors are at 
issue in disclosure. of data from this system of' 
records: Release of.exemp'ted information' 
would endanger the safety of sources 
involved in intelligence programs; release 
would invade the privacy of those individuals 
involved in intelligence programs; release 
would compromise and thus negate 
specialized techniques used in suppprt of 
intelligence programs; and release would 
interfere with and negate the odedy conduct 
of intelligence operations. Relevant to the 
above considerations, exemption is · 
necessary.from·the requirements to provide 
an individual an accounting of disclosures , 
and to inform an individual whether a record 
exists on him within this system of records, 
during the period in which an investigative 
interest and activity remains·concerning that 
individual, This is necessary to a~oid 
disclosure of the existence of on-going law 
enforcement investigations and compromise 
of the purposes and objectives for such on­
going investigations. Further, the disclosure 
of data within this record system is exempt to 
the extent that the disclosure of such material 
would reveal the ide~tity.of a source who 
furnished information to the Government 
under an express or implied promise that the 
identity of the source would be qeld in . 
confidence. These assurances are essential to 
the frank and candid disclos~re of . 
information which is essential to the 
purpo!)es of these investigations. Confidence 
in the integrity ofthe Government) 
assurances must be maintained or the 
investigative proce~s will be severely . 
damaged. The exemption of an individual's . 
right of access.to records on him iil this 
system of records and the reasons therefor 
necessitate and provide the rationale for the 
exemption of this system of records from the 
requirements of record amendment and oth~r 
cited provisions. Maintainii;g information 
which is strictly relevant to law enforcement 
purposes may result in exclusion of . 
seemingly irrelevant dat;;t of significant value 

in determining the qualifications and 
suitability of individuals for Federalc~vilian 
employment, military service, Federal 
contracts or access to classified information. 

p. ID-1\0506.01fDAMI.: 

(1) SYSNAME-Personnel Security 
Clearance Information Files. 

(2) EXEMPTION-All;portions of this 
system which fall within5 U.S.C. 552a (k) (1), · 
(2), or (5) are exemptions from the following 
provisions of Title 5 U.S.C., section 552a: (d), 
(e)(4)(G), (e)(4)(H), (e)(4)(I), and (f): · 

(3) AUTHORITY -5 U.S.C. 552a(k) (1], (2), 
and (5]. 

(4) REA~ONS-Material contained in this 
record which is properly and currently 
classified under the Executive Order 12356 
and predecessor orders includes data 
concerning sensitive sourc~ and operational 
methods whose dissemination must be 
strictly controlled because of its relationship . 
to national security intelligence 
considerations. Additionally, in the con~uct 
of operations which produce these records, at 
times the methods and arrangements with our 
Alli.es pertinent to the conduct of intelligence 
operations are relevant to this issue of 
national security interests and must be 
safeguarded. Further, the disclosure of 
unclassified data within this record system is 
exempt only to the extent that the disclosure 
of such material would reveal the identity of 
a source who furnished information to the . 
Government under an express promise that 
the identity of the source would be held in 
confidence,.or, prior to the effective date of 5 
U.S.C. 552a,'under an implied promise that 
the identity of the source would be held in 
confidence. These a~ssurances are essential to 
the purposes of these investigations. · 
Confidence in the integrity of the 
Government's assurance must be maintained 
or the investigative process will be severely 
damaged. Exemption from access necessarily 
includes exemption from the other 
requirements:. . 

q. ID-A0508.07USACIDIC. , 

(1) SYSNA~E-Crimihal Investigation 
Accreditation Files. 

(2) EXEMPTION-All portions of this 
system of records which fall within 5 U.S.C. 
552a(k) (2), (5], or (7) are exempt from the · 
following provisions of Title 5 U.S.C., section 
552A: (d), (e)(l), (e)(1), (e)(4)(G), (e)(4)(H), and 
(f). ·' ' . ' 

(3) AOTHORITY-5 U.S.C. 552a(k) (2), (5), 
and (7). · · 

(4) F.EASONS-F.rom subsections (d)~ 
(e)(4}(G), (e)(4)(H), ana (f) because disclosure 
of portions of the information in this system' 
of records would seriously impair the 
selection and man'agement of these uniquely 
functioning individuals; hamper the inclusion 
of comments, reports and evaluations 
concerning the performance, ,qualifications, 
character, action and propensities of the 
agent; and prematurely compromise 
investigations with either concern the 
conduct of the agent himself or investigations 
wherein he or she. is integrally .or ~;mly 
peripherally il);v.olved. Additionally, the 
exemption from access necessarily includes 
exemptions from the amendmen~ and the 



agency procedures which would otherwise be 
required to.process these types of requests. 

From subsection (e)(l) because the failure· 
to maintain all known information about 
agents could affect the effective. utilization of 
the individual and substantially increase the 
operational hazards incumbent in the 
employment of agents in very compromising 
and sensitive situations. · . 

2. ID-A0508.11aUSACIDC. 

(1) SYSNAME-Criminal Investigations 
and Crime Laboratory Files. 

(2) EXEMPTION--;-All portions of this 
.system ofrecords whichfall within 5 u.s.c. 
552a(j)(2) are exempt from the following 
provisions of Title 5 U.S.C. section 552a: 
(c)(3), (c)(4), (d), (e)(l), (e)(2), (e)(3), (e)(4)(G), 
(e)(4)(H), (e)(5), (e}(8), (f), and (g). · · 

(3) AUTHORITY-5 U.S.C; 552(j)(2). 
(4) REASONs.-:.(a) From subsection (c)(3) 

because the release of accounting of 
disclosures would place the subject o'f an 
investigation on notice that he is under 
investigation and provide him with 
significant information concerning 
coordinated investigative effort and 
techniques and the nature of the 
investigation, resulting in a serious 
impediment to criminal law enforcement 
activities or the compromise of properly 
classified material. 

(b) From subsections (c)(4), (d), (e)(4)(G), 
(e)(4)(H), (f), and (g) because access might 
compromise on-going investigations, reveal 
classified information, investigatory · 
techniques or the identity of confidential 
informants, or invade the privacy of persons 
who provide information in connection with a 
particular investigation. The exemption from 
access necessarily includes·exemption from 
amendment, certain agency requirements 
relating to a~cess and amendment of records, 
and civil liability predicated upon agency 
compliance with those specific provisions of 
the Privacy Act. The exemption 'from access 
necessarily includes exemption from other 
requirements. 

(c) From subsection (e)(l) because the 
nature of the investigative function creates 
unique problems in prescribed specific 
perimeters in a particular case as to· what 
information is relevant or necessary. Also, 
due to close liaisons and working 
relationships with other Federal, state, local, 
and foreign law enforcement agencies, '=:;:::. 

information may be received which may 
relate to a case then under the investigative 
jurisdiction of another Government agency 
but it is necessary to maintain this 
information in order to provide leads for 
appropriate law enforcement purposes and to 
establish patterns of activity which may 
relate tQ the jurisdiction of both the 
USACIDC and other agencies. 

(d) From subsection (e)(Z) because 
collecting information· from the subject of 
criminal investigations would thwart the 
investigative process by placing the subject 
of the investigation on notice thereof. 

(e) From subsection (e)(3) because 
supplying an individual with a form 
containing the information specified could 
result in the compromise of aq investigation, 
tend to inhibit the cooperation of the 
individual queried, and render ineffectual 
investigation techniques and methods utilized 

DEFENSE DEPARTMENT 

by USACIDC in the performance of their 
criminal law enforcement duties. 

(f) From subsection (e)(5) because this 
requirment would unduly hamper the 
criminal investigative process due to the 
great volume ofrecords maintained and-the 
necessity for rapid infarmation retrieval and 
dissemination. Also, in the collection of 
information for law enforcement purpos.es, it 
is impossible to determine what information. 
is then accurate, relevant, timely, ami 
complete. With the passage of time, 
seemingly irrelevant or untimely information 
may acquire new significance as further 
investigation brings new details to light. In 
the criminal investigation process, accuracy 
and relevance of information can only be 
determine in a court of law. The restrictions 
imposed by subsection (e)(5) would restrict 
the ability of trained investigators to exercise 
their judgment in reporting on investigations 
and impede the development of criminal 
intelligence necessary for effective law 
enforcement. 

(g) From subsection (e)(8) because the 
notice requirements of this provision could 
present a serious impediment to criminal law 
enforcement by revealing investigative 
techniqu~s. procedures, and the existence of 
cGnfidential investigations. · 

s. ID-A0508.11bUSACID. 
(1) SYSNAME-Criminal Inforptation 

Reports and Cross Index Card Files. 
(2) EXEMPTION-All portions of this 

system of records which fall within 5 U.S.C. 
552a(j)(2) are exempt from the following 
provisions of 5 U.S.C. 552a: (c)(3), (c)(4), (d), 
(e)(l), (e)(Z), (e)(3), (e)(4)(G), [e)(4)(H), (e)(5), 
(e)(8), (f), and (g). 

(3) AUTHORITY-5 U.S.C. 552a(j)(2). 
(4) REASONS-(a) Frorri subsection (c}(3) 

because the release of accounting of . 
disclosures would place the subject of an 
investigation on notice that he is under 
investigation and provide him with 
significant information concerning 
coordinated investigative effort and 
techniques and the nature of the 
investigation, resulting in a serious 
impediment to criminal law enforcement 
activities or the compromise of properly 
classified material. 

(b) From subsections (c)(4), (d), (e)(4)(G), 
(e), (4)(H), (f), and (g) because access might 
compromise on-going investigations, reveal 
investigatorY' techniques and the identity of 
confidential informants, and invade the 
privacy of persons who provide information 
in connection with a particular investigation. 
The exemption from access necessarily 
includes exemption from amendment, certain 
agency requirements relating to·access and 
amendment of records, and civil liability 
predicated. upon agency compliance with 
those specific provisions of the Privacy Act. 
In addition, subsections (d), (e)(4)(G), 
(e)(4J(H), and (f) are necessary to protect the 
security of information properly classified in 
the intent of national and foreign policy. 

(c) From subsection (e)(l) because the 
nature of the criminal investigative function 
creates unique problems in prescribing 
specific perimeters in a particular case what 
information is relevant or necessary.· Also,· 
due to close liaison and working 
relationships with other Federal. state, local 
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and foreign law enforcement agencies, 
information may b_e received which may be 
received which may relate to a case then 
.under the investigative jurisdiction of another 
Government agency but it is necessary to 
maintain this information in order to provide 
leads for appropriate law enforcement 
purposes and to· establish patterns of activity 
which may relate to the jurisdiction of both 
the USACDIC and other agencies. 

(d) From subsection (e)(2) because 
collecting information from the subject of 
criminal investigation would thwart the 
investigative process by placing the subject 
of the investigation on notice thereof. 

(e) From subsection (e)(3) because 
supplying an individual with a form 
containing the information specified could 
result in the compromise of an investigation, 
tend to inhibit the cooperation of the 
individuals queried and render ineffectual 
investigative techniques and methods utilized 
by USACIDC in the performance of their 
criminal law enforcement duties. 

(f) From subsection (e)(5) because this 
-requirement would unduly hamper the 
criminal investigative process due to the 
great volume ofrecords maintained and the 
necessity .for rapid information retrieval and. 
dissemination. Also, in the collection of 
information for law enforcement purposes, it 
is impossible to determine what information 
is then accurate, relevant, timely, and 

. complete. With the passage of time, 
seemingly irrelevant or untimely information 
may acquire new ,significance as further 
investigation brings new details to light. In 
the criminal investigative process, accuracy 
and relevance of information can only be 
·determined in a court of law. The restrictions 
imposed by subsection (e)(5) would restrict 
the ability of trained investigators to exercise 
their judgment in_reporting on investigations 
and impede the development of criminal 
intelligence necessary for effective law 
enforcement. 

(g) From subsection (e)(8) because the 
notice requirements of this provision could 
present a serious impediment to criminal law 
enforcement by revealing investigative 
techniques, procedures, and the existence of 
confidential investigations. 

t. ID-.:.A0508.16DAPE. 
(1) SYSNAME-Absentee Case Files. 
(2) EXEMPTION-All portions of this 

system of records whi~h fall within 5 U.S.~. 
552a(j)(2) are exempt from the following 
provisions of Title 5 U.S.C., section 552a: 
(c)(3), (c)(4), (d), (e)(2), (e)(3), (e}(4)(G), 
(e)(4)(H), (e)(8), (f), and (g). 

(3) AUTHORITY-5 U.S.C. 552a(j)(2). 
(4) REASONS-(a) From subsection (c)(4), 

· (d), (e)(4)(G), (e)(4)(H), (f) and (g) because 
. granting individuals .access to information 

collected and maintained by this component 
relating to the enforcement of laws could 
interfere with proper·investigations and the 
orderly administration of justice. Disclosure 
of this information could result .in the 
concealment, alteration or destruction of. 
evidence, the identification of offenders or 
alleged offenders, nature and disposition of 
charges, and. jeopardize the safety and we~l­
being of informants, witnesses and their 
families, and law enforcement personnel and 
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their families. Disclosure of this information 
could also reveal and render ineffectual 
investigative techniques. sources, and 
methods used by this component, and could 
result in the invasion of the privacy of 
individuals o~ly incidentally related to an· 
investigation . .Exemption from access 
nece~sarily includes exemption from the 
other requirements. · 

(b) From s1,1bsection (c)(3) because of the 
release of accounting of disclosure would 
place the subject of an investigation on notice 
that he is under ii:tvestigatiqn and provide 
him with significant Information concerning 
the nature of the investigation, thus resulting 
in a serious impediment to law enforcement 
investigations. • . · 

{c) From subsection (e)(2) because iri a 
criminal or other law enforcement 
investigation, they require that information 
be collected to the greatest extent practicable 
from the subject individual would alert the 
subject as to the nature or existence of the 
investigation and thereby pre~ent a serious 
impediment to'effective law enforcement. 

[d) From subsection (e)(3).because 
compliance would constitute a serious 
impediment to law enforcement in that it 
could compromise the existence of a 
confidential investigation or reveal the 
identity of witnesses or confidential 
informants. · 

(e) From suqsection {e)(8) because 
compliance with this provision would provide 
an impediment to law enforcement by 
interfering with the ability to is'sue warrants 
or subpoenas and be revealing investigative 
techniques, proc'edures or evidence; 

. l • 

u. ID-:A0508.24aDAPE. 
· (1) SYSNAME--"-Serious Incident Reporting 

Files. 
(2) EXEMPTION-All portions of this 

system of records which fall within 5 U.S.C. 
552a(j){2) are exempt from the following 
provisions of Title 5 U.S.C., section 552a: 
(c)(3), (c)(4), {d), (e)(2), (e){3), (e){4)(G). 
{E){4)(H), (e)(8), (f), and (g). 

(3) AUTHORITY-5 U.S.C. 552a(j)(2). 
(4) REASONS-(a) From subsections (c)(4), 

(d), (e)(4)(G), (e)(4)(H), (f), and (g) because 
granting individuals access to information 
collected and maintained by this component 
relating to the enforcement of criminal laws 
could interfere with orderly investigations'_ 
and the orderly administration of justice. 
Disclosure of this information could result in 
the concealment, alteration ·or destruction of 
evidence, the identification of offenders or 
alleged offenders, nature arid disposition of 
charges; and jeopardize the safety and well­
being of informants, witnesses. and their 
families, andlaw enforcement personnel and 
their families. Disclosure of this information 
could also reveal and render ineffectual 
investigative techniques, sources and 
methods used by this component, and could 
result in the invasion of the privacy of 
individuals only incidentally related to an 
investigation. Exemption from access 
necessarily includes exemption from the 
other .requirements. 

. {b) From subsection (c){3) because the 
release of accounting of disclosure would 
place the subject of an investigation on notice 
that he is under investigation and. provide 
him with significant information concerning 
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the nature of the investigation, thus resulting 
in a serious impediment to law enforcement 
investigations. 

(c) From subsection (e)(2) because in a 
criminal or other law enforcement 
investigation, the requirement that 
information be collected to the greatest 
extent practicable from the subject individual 
would alert the subject as to the nature or 
existence of the investigation and thereby 
present a serious impediment to effective law 
enforcement. 

(d) From subsection (e)(3) because 
compliance would constitute a serious 
impediment .to law enforcement in that it 
could compromise the existence of a · 
confidential investigation or reval the identity 
of witnesses or confidential informants. 

{e) From subsection (e)(8) because· 
compliance with. this provision would provide 
an impediment to law. enforcement by, 
interfering with the.ability to issue warrants 
or subpoenas and by revealing investigative 
techniques, procedures or evidenc~. 

v. ID-A0508.25a USACIDC. 
(1) SYSNAME-Index to Criminal 

Investigative Case Files. 
(2) EXEMPTION-All portions of'this 

system of records which fall with 5 U.S.C. 
552a(j)(2) are exempt from the following 
provisions of 5 U.S.C. 552a: (c)(3), (c)(4), (d), 
{e){1), (e){2), (e)(3), (e)(4)(G), (e)(4)(fl), (e)(5), 
(e)(8), (f), and (g). . 

(3) AUTHORITY-5 U.S.C. 552a{j)(2). 
(4)'REASONS-(a) From subsection (c)(3) .. 

because the release of accounting of 
disclosures would place the subject of an 
investigation on notice that he is under 
investigation and provide him with 
significant information concerning 
coordinated investigative effort and 
techniques and the na,ture of the 
investigation, resulting in a serious . 
impediment. to criminal law enforcement 
activities or the compromise of properly 
classified material. . 

{b) From subsection (c)(4), (d), (e)(4)(G), 
{e)(4)(H), (f), and (g) because access might 
compromise on-going ,investigations; reveal 
investigatory techniques and the identify of 
confidential informants, and invade the. · 
privacy of persons who provide information 
in connection with a particular investigation. 
The exemption from access nece~sarily 
includes exemption from amendment, certain 
agency requirements relating to access and 
amendment of records, and.civiHiability 
predicated upon agency compliance with . 
those specific provisions of the Privacy Act. 
In addition, subsection {d), (e)(4)(Q),, (e)(4)(H), 
and (f) are necessary to .protect the security 
of information. properly classified in the 
interest of national and foreign policy. · 

{c) From subsection (e)(1) because· the. 
nature of the criminal invetigative function.· 
creates unique problems in prescribing. . 
specific perimeters in a particular case '1(\'hat 
information is relevant or necessary. Also. 
due to close liaison and working . . . 
relationships with other Federal. ,state, local 
and foreign law enforcement agencies, 
information may be received which may 
relate to a case then under the investigative 
jurisdiction of another government agency 
but it is necessary to maintain-this . 
information in order to provide leads for 

appropriate law enforcement purposes and to 
establish patterns of activity which may 
relate to the jurisdiction of both the 
USAOIDC and other agencies. 

(d) From subsection (e)(2) because 
collecting information from the subject of 
criminal investigations would·thwart the 
investigative process by placing the subject 
of the investigation on notice thereof. 

(e) From subsection (e)(3) be.cause 
supplying an individual with a form 
containing the information· specified could 
result in the co~promise of an investigatio.n, 
tend to inhibit the. cooperation of the · 
individuals queried, arid render ineffectual·.· 
investigative techniques and metho~s utilized 
by USACIDC in.the performance of their 
criminal law enforcement duties. 

{f) From subsection (e)(5) because this 
requirement would undt,Ily hamper the 
criminal investigative process due to the 
great volume of records maintained and the 
necessity for rapid information retrieval and . 
dissemination. Also, in the colledion of 
information for law enforcement purposes, it 
is impossib~e to determine what information 
is then accurate, relevant, timely, and 
complete. With the passage of time, 
seemingly irrelevant or untimely information 
can only be determined in a.court of law. The 
restrictions imposed by subsection (e)(5) 
would restrict the ability of trained 
investigators to exercise their judgment in , · 
reporting on investigations and impede the 
development of crimin'al intelligence 
necessary for effective law enforcement. 

(g) From subsection (e)(8) because the 
notice requirements of this provision could 
present a' serious impediment to criminal law 
enforcement by revealing investigative · . 
techniques, procedures, and the existence of 
confidential investigations. 

w .. ID-A0509.08DAPE. 
·(1) SYSNAME-Registration and Permit 

Files. 
(2) EXEMPTION-This system of records 

insofar as it contains information falling 
within 5 U.S.C. 552a(k)(~) is exempted from 
the release of accounting·of disclosures 
would place the.subject of an investigation ,· 
on notice that he is under investigation and 
provide him with significant information 
concerning the nature of the investigation 
thus resulting in a serious impediment to 

'criminal law enforcement investigations, 
activities or the compromise of properly 
classified material. 

x.ID-A0509.10DAPE.' 
{1) .. SYSNAME-Law Enforceme'nt: Offens~ 

Reporting System (MPMIS). . 
(2) EXEMPTION-All portions of this 

system of records which fall within 5 U.S.C .. 
552a(j)(2) are exempt from the following 
provisions of Title 5. U.S.C. section 552a: 
(c)(3), (C)(4), {d), (e)(2), (e)(3),. {e)(4){G), · 
(e)(4)(H), {e){8), (f), and (g). , 

(3) AUTHORITY-5 U.S.C. 552a{j)(2). 
(4) REASONS-(a) From subsection (c)(4), 

(d){e)(4){G), (e){4J(H). {e)(8), (f), and (g) 
because granting individuals access to 
information collected and maintained by this 
component relating to the enforcement of 
crimiqall<:jws could interfere with orderly 
inves~igations and the orderly administration 



of justice. Disclosure of this information 
could re·sult in the concealment, alteration or 
destruction of evidence, the identification of 
offenders or allege!! offenders, nature and 
disposUion of charges, and jeopardize the · 
safety and well-being of informants, 
witnesses and their families, and law 
enforcement personnel and their families. 
Disclosure of this information could also 
reveal and render ineffectual investigative 
techniques, sources and methods used by _this 
component, and could result in the invasion 
of the privacy of individuals only incidentally 
related to an investigation. 

(b) From subsection·(c)(3) because the 
release of accounting of disclosure would· 
place the subject of an investigation on notice 
that he is under investigation and provide 
him with significant information concerning 
the nature of the investigation, .thus resulting 
in a serious impediment to law enforcement 
investigation. . . 

(c) From subsection (e)(2) because in a 
criminal or other law enforcement 
investigation, the requirement th~t 
information be collected to the greatest 
extent practicable from the subjec~ individual 
would alert the subject as to the nature or 
existenc~ of the investigation and thereby 
present a serious impediment to effective law 
enforcement. 

(d) From.subsection (e)(3) because 
compliance would constitute a serious 
impediment to law enforcement in that it 
would compromise the existence of a 
confidential investigation or reveal the 
identity of witnesses or confidential 
informants. 

(e) From subsection (e)(8) because 
compliance with this provision would provide 
an impediment to law enforcement by 
interfering wit~ the ability to issue warrants 
or subpoenas and by revealing investigative 
techniques, procedures, or evidence. 

y. ID-A0509.18bDAPK 
(1) SYSNAME-Expelled or Barred Person 

Files. · 
(2) EXEMPTION-All portions.of this· 

system of records which fall within 5 U.S.C. 
552a(j)(2) are exempt from the following 
provisions of Title 5 U.S.C. section 552a: 
(c)(3), (c)(4), (d), (e)(2), (~)(3), (e)(4)(G), 
(e)(4)(H), (e)(8), (f), and (g). 

(3) AUTHORITY- 5 U.S.C. 552a(j)(2). 
(4) REASONS-(a) From subsections (c)(4), 

(d), (e)(4)(G), (e)(4)(H), (f) and (g) because 
granting individuals access to information 
collected and maintained· by· this component 
relating to the enforcement of criminal laws 
could interfere with orderly investigations 
and the orderly administration of justice. 
Disclosure of this information could result in 
the concealment, alteration or destruction of 
evidence, the identification of offenders or 
alleged offenders, and the nature and 
disposition of charges; and jeopardize the 

· safety and well-being of informants, 
witnesses and their families, law 
enfercement personnel and their families. 
Disclosure of this information could also 
reveal and render ineffectual investigative 
techniques, sources. and methods used by 
this component, and could result in the 
invasion of the privacy of individuals only 
incidentally related to an investigation. 
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(b) From subsection (c)(3) because the 
release of accounting would place the subject 
of an investigation on notice that he is tinder 
investigation and provide him with 
significant information concerning the nature 
of the investigation, thus resulting in a 
serious impediment to law enforcement 
investigations. · 

(c) From subsection (e)(2) because in a 
criminal or other law enforcement 
investigation, the requirement that 
information be collected to the greatest 
extent practicable from the subject individual 
would alert the subject as to the nature or 
existence of.the investigation and thereby 
present a serious impediment to effective law 
enforcement. 
· (d) From subsection (e)(3) because· 
compliance would constitute a serious 
impediment to law enforcement in that it 
could compromise the existence of a 
confidential investigation or reveal the 
identity of witnesses or confidential 
informants. 
, (e) 'From supsection (e)(8) because 
compliance with this provision would provide 
an impediment to law enforcement by 
'interfering with the ability to issue warrants 
or subpoenas and by revealing investigative 
techniques procedures or evidence·. 

z. ID-A-0509.19DAPE. 
(1) SYSNAME-Military Police Investigator 

Certification Files. . . 
(2) EXEMPTION-All portions of this ' 

system of records which fall within 5 u.s!c. 
552a(k) (2), (5), or (7) are exempt from the' 
following provisions of Title 5 U.S.C., section 
552a: (d), (e)(4)(G), (e)(4)(H), anq (f) because 
disclosure of portions of the information in 
this system of. records wot1ld seriously impair 
the selection and management of these 
uniquely functioning ind\viduals; hamper the 
inclusion of comments, reports and · 
evaluations concerning the performance, 
qualifications, character, actions and 
propensities of the agent; and prematurely 
compromise investigations which either 
concern the conduct of the agent himself or 
investigations wherein he or she is integrally 
or only peripherally involved. Additionally, 
the exemption from access necessarily 
includes exemptions from the amendment 
and the agency procedures which would 
otherwise be required to process these types 
of requests. · 

aa. ID-A05o9.21DAPE. 
(1) SYSNAME:-Local Criminal Information 

Files. · 
(2) EXEMPTION-AU portions of this 

system of records which fall within 5 U.S.C. 
552a(j)(2) are exempt from the following 
provisions of Title 5 U.S.C., section 552a: 
(c)(3), (c)(4), (d), (e)(2), (e)(3), (e}(4)(G), 
(e)(4)(H), (e)(8), (f), and (g). . · 

{3) AUTHORITY-5 U.S.C. 552a(j)(2). 
(4) REASON&-(a) From subsections 

{c)(4)(G), (e)(4){H), (f), and (g) because 
granting individuals access to information 
collected and maintained by this component 
relating to the enforcement oflaws could 
.interfere with proper investigations and the 
orderly administration of justice. Disclosure 
of this information could result in the 
concealment, altera.tion or destruction of 
evidence, the identification of offenders or 
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alleged offenders, nature and,disposition of 
charges; and jeopardize the safety and well­
being of informants, witnesses and their 
families, arid law enforcement personnel and 
their families. Disclosure of this information 
could also reveal and render ineffectual 
investigative techniques, sources ~nd 
methods used by this component and could 
result in the invasion of the privacy of 
individuals only incidentally r,elated to an 
.investigation. Exemption from access 
necessarily includes exemption from the 
other requirements. 

(b) From subsection (c)(3).because the 
release of accounting .of disclosure would 
place the subject of an investigation on notice 
that he is under investigation and provide 
him with significant information concerning 
the nature of the investigation, thus resulting 
in a serious impediment to law enforcement 
investigations. , 

(c) From subsection (e){2) because, in a 
criminal or other law enforcement 
investigation, the requirement that 
information be collected to the greatest 
extent practicable from the subject individual 
would alert the subject as to the nature or 
existence of the investigation and thereby 
present a serious impediment to effective law 
enforcement. 

(d) Frorri subsection (e)(3) because 
compliance would constitute a serious 
impediment to law enforcement in that it 
could compromise the existence of a 
confidential investigation or reveal the 
identity of witnesses or confidential 
informants. 

(e) From subs~ction (e)(8) because : . 
compliance with this provision would provide . 
an impediment to law enforcement by 
interfering with the ability to issue warrants 
or subpoenas and by revealing investigative 
techniques, procedures or ev_ide'nce. 

ab. 3.-A0511.05DAPE. 
· (1) SYSNAME-Traffic Law Enforcement/ 

Vehicle Registration System: MPMIS. 
(2) EXEMPTION-All portions of this 

system of records which fall within 5 U.S.C. 
552a(j){2) are exempt from the following 
provisions of Title 5 U.S.C., section 552a: 
(c){3), (c)(4), (d), (e)(2), (e)(3), (e)(4)(G), 
(e)(4)(H), (e)(8), (f), and (g). 

(3) AUTHORITY-5 U.S.C. 552~(j)(2). 
(4) REASONS-(a) From subsections (c)(4), 

(d), (e)(4)(G), (e){4)(H), (f), and (g) because 
granting·individuals access to information 
collected and maintained by this component 
relating to the enforcement of laws could 
interfere with proper investigations a·nd the 
orderly administration of justice. Disclosure 
of this information could result in the 
concealment, alteration or destruction of 

. evidence, the identification of offenders or 
alleged offenders, nature and disp~sitiori of 
charges; and jeopardiz·e the safety and well­
being of informants, witnesses and their 
families, and law enforcement personnel and 
their families. Disclosure of this information 
could also reveal and render ineffectual . 
investigative techniques: ~ources, and · 
methods used by this component, and could 
result .in the invasion of the privacy of·'?' 
individuals onJy incidentally related to an 
investigation.·Exemption from access 
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necessarily includes exemption from the 
other requirement!!··· · 

(b) From subsection ( c)(3) because: the 
release ofaccounting of disclosure would 
place the subject of an investigation on notice 
that he .is under investigation and provide 
him with significant information c;oncerning 
the natllre of the investigation, thus resulting 
in a serious impediment to law enforcement 
investigations. . 

(c) From subsection (e)(2) because in a 
criminal or other law enforcement . 
investigation, the requirement that 
information be collected to the greatest 
extent practicable from the subject individual 
would alert the subject as to the nature or 
existence of the investigation and thereby · ·· 
present a serious impediment to effective law 
enforcement. · · 

(d) From subsection (e)(3) because 
compliance would constitute a serious .~" : 
impediment to law enforcement in that it. 
could compromise the existence of a 
confidential investigation or reveal the 
identity of witnesses or confidential 
informants. 

(e) From subsection (e)(6) because 
compliance with this provision woQld provide 
an i~pe'diment to law enforcement by 
~nterfering with the ability to is.sue warrants 
or subpoenas and by revealing investigative 
techniques, procedures or evidence. 

ac. 4. 

(1) SYSNAME-Eniistment Eligibility Files. 
(2) EXEMPTION_;_All portions of this . 

system of r~cords which fall within 5 u.s.c. 
552a(k)(5} are exempt from the following 
provisions of Title 5 U.S.C. section 552a: (d). 

(3) AUTHORITY-5 U.S.C. 552a(k)(5). 
(4)'REASONS-It is imperative that the 

confidential nature of evaluations and; 
investigatory material on applicants applying 
for enlistment furnished to the US Army 
Recruiting Command under an express 
promise of confidentiality, be maintained to 
insure the candid presentation of information 
necessary in determinations of enlistment 
and suitability for .enlistment into the United 
Sta,tes Army. 

ad. ID-A0702.p6aDASG, 
(1) SYSNAME-Army Medical·. 

Procurement Appli~ant Files. . . 
(2) EXEMPTION-All portions of this. 

system of records which fall within 5 U.S.C. 
552a(k)(5) are exempt from the following 
provisions of Title 5. U.S.C .. !!ection 552a: (d) 

{3) AUTHORITY~5 U.S.C:552a(k)(5). 
(4) .REASONS-It is imperative ,that the 

confidential nature of evaluation 
investigatory ma·t~rial on applicants-·· 
furnished to the Army Medical Procurement 
Program under, an express promise of 
confidentiality, 'be maintained to ensure that 
candid presentation of.inf9rmation necessary 
in determinations involving.selection for · 
AMEDD training programs and for suitability 
for commissioned service and future . 
promotio~. 

ae. ID-A0704.10bME~COM .. 
(1) SYSNAME-ASVAB lnstitutiorlal Test' 

Scoring and Reporting System. · 
r(2) EXEMPTION-All portions of this 

system which. fall within 5 U.S.C. 552a(k)(6) 
are exempt from. the following provision of 
Title 5 U.S:C., section 552a: (d). . 

PRIVACY. ACT RULES' 

(3) AUTHORITY-5 U.S.C. 552a(k)(6). 
(4) REASONS-Exemption is needed for 

the portion of records which pertains to 
individual item response on tests, to preclude 
compromise of scoring keys. 

af. ID-A0709.01aDAPE. 

(1) SYSNAME-Uni'ted States Military. 
Academy Candidate Files. 

(2) EXEMPTION-All portil)ns of this , 
system which fall within 51J.S.C. 552a (k) (5j, 
(6), or (7) are exempt from the following 
provis~ons of Ti.tle 5 U.S.C., section 552a: (dl: 

{3) AUTHORITY-5 U.S.C. 552a(:k) (5), (6)~. 
and (7). . · 

(4)' REASONS-( a) From' subsection' (d) 
because access might reveal investigatory . ·. 
and testing techniques .. The exemption from' · 
access necessarily include~ exemption· from . 
amendment, certain agenc;y r~quirements . 
relating to access and amendment of records, 
and civil liability predicated upon agency · 
compliance with those specific provisions of 
the Privacy Act. / · 

(b) Exemption .is necessary to protect the 
identity of individuals who furnished 
information to the United Shiites Mil{tary 
Academy which is used in determining 
suitability, eligibility, or qualifications for 
military service and which was provided 
under an express promise of confid.entiality. · 

(c) Exemption is needed for the portion of 
records compiled within ·the Academy which 
pertain to testing or examination material ' 
used to rate individual qualifications, the 
disclosure of which would compromise-the 
objectivity or fairness of the testing or 
examination process. 

(d) Exemption is required for evaluation· 
material used by the Academy in determining 
potential for promotion in the Armed 
Services, to protect the identity of a source · 
who furnished information to the Academy 
under an express promise of confidentiality. 

ag. ID-A~709.03DAPE. 
(1) SYSNAME-U.S. Military Academy 

Personnel Cadet Records. · 
{2) EXEMPTION-All portions of this 

system of records which fall within 5 U.S.C: 
552a(k) (51 or (7) are exempt from the . 
following provisions of Title 5 U:S.C., section 
552a: (d). 

(3) AUTHORITY-5 U.S.C. 552a(k) (5) and 
(7). . 

(4) REASONS-It is imperative that the 
confidential nature of evaluation and . 
investigatory material on cand,idates, cad~'ts, 
and graduates, furnished to the United States 
Military Academy under promise of 
confidentiality be maintained to insure the 
candid presentation of information necessary 
in determinations involving admissions to· the 
Military Academy and suitability for 
commissioned service. and 'future promotion. 

ah. ID-A0713-09aT~ADOC. 
(1) SYSNAME~Skill Qualification Test. 
(2) EXEMPTION-All portions of this 

system which fall under 5 U.S.C. 552a(k)(6) 
are exempt from the following provisions of 
Title 5 U.S.C:, section 552a: (d). , 

, (3) AUTHORITY-5 U.S.C. 552a(k)(6). 
(4) REASONS-An exemption is· required 

for those portions of the Skill Qualification 
Test system pertaining to individual item 
responses and scoring keys to prelude 

compromise of the test and to insure fairness 
and objectivity of the·evaluation system. 

ai. ID-A0720.04DAPE. 

(1) SYSNAME-Army Correctipnal System: 
Correctional Tref)trnent Recqrds. . 1 

(2) EXEMPTION-All portions of this 
system ofrecords which fall within 5 U.S.C. 
552a(j)(2) are exempt frqm the following 
proyisions of Title 5 U.S.C. section 552a: 
(c)(3), (c)(4), (d). (e)(3); (e)(4)(G), (e)(4)(H)~ 
(e)(5), (e)(6), (f), and (g). 

(3) AUTHORITY-5 U.S.C. 552a(j)(2). 
(4) REASONS-Granting individuals 

access to information collected and 
maintained by this co~ponent relating to the 
enforcement of criminalJaws could interfere 
with the orderly administration of justice .. 
Disclosure of this information could 
jeopardize the safety and well-being of 
information sources, correctional supervisors 
and other confinement facility 1 • 

administrators .. Disclos'ure of the information 
could also result in the invasion of privacy of 
persons who provide information used iri 
developing individual treatment programs. 
Further, disclosure could result in a 
deterioration of a prisoner's self-image and 
adversely affect meaningful relationships 
between's prisoner and his counselor or · 
supervisor. These factors are, or course, 
essential to· the rehabilitative process. 
Exemption from the remaining provisions is 
predicated upon the exemption from 
disclosure or upon the need for proper 
functioning of correctional programs. · · 

aj. ID-A0917.10DASG. 

{1) SYSNAME-Family Advocacy Case 
Management Files. · · 

(2) EXEMPTION-All portions of this ! 
system which fall within 5 u.s:c. 552a(k) (2) 
and {5) are exempt from the· fcillowin~f 
provisions of title 5 U.S.C.,·section 552a: (d). 

(3) AUTHORITY-5 U:S.C. 552a(k) (2).and 
(5). 

(4) REASONS-Exemptions are needed in 
order.to encourage persons having . 
knowledge qf abusive or.neglectful acts · ·. 
toward. children to· report such inforinati~·n · 
and to protect such sources from 
embarrassment or recr'iminations as well as 
to protect their right to~privacy. It is ~~sential 
that the identities of.all individuals who 
furnish informatio~·u:-nd~r:an express promise 
of confidentiality be protected. Inthe case of 
spouse abuse, it is important to protect the. 
privacy of spouses: seeking treatment. 

Additionally,· granting individuals access to 
information-relating to criminal and civil law 
enforcement could .interfere with on~going 
investigations and the orderly administration 
of justice in that it could result in the 
concealment, alteration, 'destruction, or . 
fabrication of information, could hamper the 
identification.of offenders or alleged 
offenders·, .and the disposition 'of charges, and 
could jeopardize the safety and well-being of 
parents, children, and a~used spouses. 

ak. ID-A1012.01DAPE. · , . 

(1) SYSNAME-Applicants/Studt111ts, US 
Military Academy Prep Schl)o.l. 

(2) EXEMPTION-Parts of.this syste~ 
which fall within 5 U.S.C. 552a(k)(5) and (7) 



ane 'e.x:empt from .sabsection {d) of 'Tille 5 
U..'S:C., :sect:i-on .552a. 

tf3j AUTHORITY-:5 U.S.C. 552a{k)(5) and 
(7). 

.(4~ REASONS-It is imperative that the 
()Qnfidential nature of evaluation material on 
individaais, furnished to the US Military 
Academy Preparatory School under an 
express promise of confidentiality, be 
maintained to ensure the candid presentation 
of information necessary in determinations 
involving admission to or retention at the 
United States Military Academy and 
suitability for commissioned military service. 

{e) Exempt OPM records. Three Office of 
Personnel Management systems of records 
apply to Army employees, except for 
nonappropriated fund employees. These 
systems. the specific exemptions determined 
to be necessary and proper, the records 
exempted, provisions of the Privacy Act from 
which exempted, and justification are set 
forth below: 

(1) Personnel Investigations Records 
(OPM/CENTRAL-9). All material and 
information in these records that meets the 
criteria stated in 5 U.S.C. 5S2a(k) (1), (2), (3), 
(5), and {6) is exempt from the requirements 
of 5 U.S.C. 552a (c)(3) and {d). These 
provisions of the Privacy Act relate to making 
accountings of disclosures available to the 
data subject and access to and amendment of 
records. 

The specific applicability of the exemptions 
to this system and the reasons for the 
exemptions are as follo\\'s: 

(i) Personnel investigations may obtain . 
from another Federal agency properly 
classified information which pertains to 
national defense and foreign policy. 
Application of exemption {k)(1) may be 
necessary to preclude the data subject's 
access to and amendment of such classified 
information under 5 U.S.C. 552a(d). 

(ii) Personnel investigations may contain 
investigatory material compiled for law 
enforcement purposes other than material 
within the scope of 5 U.S.C. 552a(j)(2), e.g., 
investigations into the administration of the. 
merit system. Application of exemption (k){2) 
may. be necessary to preclude the data 
subject's access to or amendment of such 
records, under 552a(c)(3) and (d). 

(iii) Personnel investigations may obtain 
from another Federal agency information that 
relates to providing protective services to the 
President of the United States or other 
individuals pursuant to section 3056 of title 
18. Application of exemption (k)(3) may be 
necessary to preclude the data subject's 
access to and amendment of such records 
under 5 U.S.C. 552a(d). 

(iv) All information about individuals in 
these records that meets the criteria stated in 
5 U.S.C. 552a(k)(5) is exempt from the 
requirements of 5 U.S.C. 552a(c) (3) and (4). 
These provisions of the Privacy Act relate to 
making accountings of disclosures available 
to the data subject, ahd access to and 
amendment of records. 

These exemptions are claimed because this 
system contains investigatory material 
compiled solely for the purpose of 
·determining suitability, eligibility, and 
qualifications for Federal civilian 
employment. To the extent that t.he disclosure 
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of material w.ould reveal the identity of 
source who furnished information to the 
Government under an express promise that 
the identity of the source would held in 
confidence, or, prior to September 27, 1975, 
under an implied promise that the identity of 
the source woula be held in confidence, the 
application of exemption (k)(5} will be 
required to honor such a promise should the 
data subject request access to or amendment 
of the record, or access to the accounting of 
disclosures of the record. 

{v) All material and information in the 
records that meets the criteria stated in 5 
U.S.C. 552a{k){6) is exempt from the 
requirements ofs U.S.C. 552a(d), relating to 
access to and amendment of records by the 
data subject. This exemption is claimed 
because portions of this system relate to 
testing or examination materials used solely 
to determine individual qualifications for 
appointment or promotion in the Federal 
service. Access to or amendment of this 
information by the data subject would 
compromise the objectivity and fairness of 
the .testing or exemption process. 

(2) Recruiting, Examining, and Placement 
Records (OPM/GOVT-5). 

{i) All information about individuals in 
these records that meets the criteria stated in 
5 U.S.C. 552a(k)(5) is exempt from the 
requirements of 5 U.S.C. 552a(c)(3) and (d). 
These provisions of the Privacy Act relate to 
making accountings of disclosures a·vailable 
to the data subject and access to and 
amendment of records. These exemptions are 
claimed because this system contains 
investigative material compiled solely for the 
purpose of determining the appropriateness 
of a request for approval of an objection to an 
eligible's qualification for employment in the 
Federal service. To the extent that the 
disclosure of such material would reveal the 
identity of a source who furnished 
information to the Government under an 
express promise that the identity of the 
source would be held in confidence, the 
application of exemption (k)(S) will be 
required to honor such a promise should the 
data subject request access to the accounting 
of disclosures of the record. 

(ii) All material and information in .these 
records that meets the criteria stated in 5 
U.S.C. 552a(k)(6)are exempt from the 
requirements of 5 U.S.C. 552a(d), relating to 
access to and amendment of records by the 
subject. The exemption is claimed because 
portions of this system relate to testing or 
examination materials used solely to · 
determine individual qualification for 
appointment or promotion in the Federal 
service and access to or amendment of this 
information by the data subject would 
compromise the objectivity and fairness of 
the testing or examining process. 

{3) Personnel Research Test Validation 
Records (OPM/GOVT-6). All material and 
information in these records that meets the 
criteria stated in 5 U.S.C. 552a(k)(6) is exempt 
from the requirements of 5 U.S.C. 552a(d), 
relating to access to and amendment of the 
records by the data subject. This exemption 
is claimed because portions of this system 
relate to testing or examination materials 
used solely to determine individual 
qualifications for appointment or promotion 
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in the Federal service. Access to or 
amendment of this information by the data 
subject would compromise the objectivity 
and fairness of the testing or examination 
process. 

Appendix A-Example of System of Records 
Notice 

A0319.01DACA 

System name: 
Out-of-Service Accounts Receivables. 

System location: 
US Army Finance and Accounting Center, 

Ft Benjamin Harrison, IN 46249. 

Categories of individuals covered by the 
system: 

Separated and retired military/ civilian 
personnel and others indebted to the US 
A~my. 

Categories of records in the system: 

Records of current and former military 
members and civilian employees' pay 
accounts showing entitlements, deductions, 
payments made, and any indebtedness 
resulting from deductions and payments 
exceeding entitlements. These records 
include, but are riot limited to: 

a. Individual military pay records, 
substantiating documents such as military 
pay orders, pay adjustment authorizations, 
military master pay account printouts from 
the Joint Uniform Military Pay System 
(JUMPS), records of travel payments, 
financial record data folders, miscellaneous 
vouchers, personal financial records, credit 
reports, promissory notes, individual 
financial statements, and correspondence; 

b. Application for waiver of erroneous 
payments or for remission of indebtedness 
with supporting documents, including, but not 
limited to statements of financial status 
{personal income and expenses). statements 
of commanders and/ or accounting and 
finance officers, correspondence with 
members and employees; 

c. Claims qf individuals requesting 
additional payments for.service rendered 
with supporting documents. including, but not 
limited to, time and attendance reports, leave 
and earnings statements, travel orders and/ 
or vouchers, and correspondence with 
members and employees; 

d. Delinquent accounts receivable from 
field accounting and finance officers 
including, but not limited to, returned checks, 
medical services billings, collection records, 
and summaries of the Army Criminal 
Investigations Command and/ or Federal 
Bureau of Investigation reports: 

e. Reports from probate courts regarding 
estates of deceased debtors; 

f. Reports from bankruptcy courts regarding 
·claims of the United States against debtors. 

Authority for maintenance of the system: 
31 U.S.C .. section 3711; 10 U.S.C., section 

2774; anc;l12 U.S.C., section 1715. 

Purpose: 
'To process. monitor, and post-audit 

accounts receivable, to administer the 
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Federal Claims Collection Act, and to answer 
inquiries pertaining thereto. 

Routine users of records maintained in the 
system, including categories ofusers and the 
purposes of such uses: 

Information may be discldsed to: 
US Department of Justice/US Attorneys: 

For legal action and/or final disposition of 
the debt claims. The litigation briefs 
{comprehensive, written referral 
recommendations) will restructure the entire 
scope of the collection cases. 

Internal Revenue Service: To obtain locator 
status for delinquent accounts receivables: 
{Automated controls exist to pn!Chlde 
redisclosure of solicited IRS data); 
and/or to report write-off amounts as taxable 
income as pertains to amounts compromised 
and accounts barred from litigation due to 
age. 

Private Collection Agencies: For collection 
action when 'the Army has exhausted its 
internal collection efforts.. \ . ' 

Disclosure to. Consumer Reporting flgemc:JeJs: 

Disclosures pursuant to 5 U.S.C. 552a(b)(12) 
may be made to "consumer reporting 
agencies" as defined in the Fair Credit 
Reporting Act (15 U;S.C. 1681a{f) or the 
Federal Claims Collection Act of 1966 .[31 
U.S.C. 3701(a){3)) when an individual is 
responsible for a debt to the US Army, 
provided the debt has been validated, is 
overdue, and the debtor has been advised of 
the disclosure and his rights to dispute, 
appeal or review the claim; and/or whenever 
a financial.status report isrequested for use 
in the administration of the Federal Claims 
Collection Act. Claims of the Up.ited States 
may be c~Jmpromised, terminated or 
suspended when warranted by information 
collected. 

Policies mid practices for storing, retrieving, 
acceJssing, retaining, and disposing of records 
in the 

Storage: 
Paper records in collection file folders and 

bulk storage; card files, computer magnetic 
tapes and prinfouts; microfiche. 

Relrievability: 
By Socia'l Security Number, name, and 

substantiating document number; 
conventional indexing is·used to retrieve 
data. 

The US Army Finance and Accounting 
Center employs security guards. An employee 
badge and visitor registration system is in 
effect. Hard copy records are main lained in 
areas accessible only to authorized personnel 
who are properly screened. cleared and 
trained. Computerized records are accessed 

·by custodian of the records system and by 
persons responsible for servicing the record 

in the performance of their official 
Certifying finance and accounting 

officers of debts have access to debt 
information to confirm if the debt is ·valid and 
collection action is to be continued. Computer 
equipment and files are located in a separate 
secured area. 

PRIVACY .ACT RULES 

Retention and disposal: 

Individual military pay rec·ords and 
accounts receivables are converted to 
microfiche and retained for 6 years. 
Destruction is by shredding. Retention 
periods for other records vary. according to 
category, but total retention does not exce~d 
56 years; these records are sent to the Federal 
Records Center, General Services 
Administration at Dayton, Ohio; destruction 
is by burning or salvage as waste paper. 

System manager(s) and address: 

Commander, US Army Finance and 
Accounting Center, Indianapolis, IN.46249. 

Notification procedure: 

Individuals desiri.ng to know whether this 
system of records C!Jntains information about 
them should coritact the System Manager, 
ATTN: FINCP-F. furnishing full name. Social 
Security Number, and military status or other 
information verifiable from the record itself. 

Record access procedures.' 
Individuals access to records in· 

this system pertaining to them should submit 
a written request as indicated in 
"Notification · and furnish 
i~formation required therem. · 

Contesting 
The·Army's rules for access to records and 

for contestitig and appealing initial· · 
determinations.are containedin Army 
Regulation ~4o.:-21 [32 CFR part 505) .. 

Record source cw~eg,ones: 
Information' is received from Department of 

Defense staff and field installations, Social' 
Security Administration, Treasury 
Department, financial organizations, and 
automated· system interfa.ce. 

exempted from certain provisions of 

Appendix 8-Example of Report for New 
System of Records 

Narrative f3tatement 

1. System IdentJficatioq and Name: 
A0404.02DA}A, Courts-lylartial Files. 

2. Responsible Official: Mr. James D. 
Kemper, US Army Legal Services Agency, 
Office of The Judge Advocate General, Room 
204U, Nassif Building, Falls Church, VA 
22041. 

3. Purpose of the System: Records of trial 
by court-martial are necessary for the 
purpose of legal review and final action in . 
court-martial cases. After completion of 
appellate review, they protect each accused 
against a subsequent trial for the same 
offense(s}. 

4. Authority for the System: Title 10 U.S.C., 
Chapter 47, Section 865 states that, in the 
case of a general court"martial or when 
sentence that includes a bad conduct 
discharge is approved by the convening 
authority in a special court-martial. the 
record will be sent to The Judge Advocate· . 
General. All other special and summary 
court-martial records will be reviewed by a 
Judge Advocate. 

5. Number (or estimate] of individuals on 
whom records will be maintained: 
Approximately 7 ,000,000. 

6. Information on First Amendment 
ACtivities: The system contains no 
information on First Amendment activities 
per se; however, the system may include 
records of trial in which the charged 
misconduct was an activity arguably 
protected by the First Amendment. 

7. Measures 'to Assure Information 
Accuracy: In a trial by court-martial. the 
accused has a unique opportunity to assure 
that his record is accurate, relevant, timely. 
and complete as it is made. He has the right 
to be present at trial. to be represented by 
counsel in general and special courts-martial 
and to consult with counsel prior to a 
summary courts-martial to review a'nd 
challenge all ii)formation before it is 
introduced into evidence, to cross-examine 
all witnesses against him, to present evidence 
in his behalf, and in general and special 
courts-martial, to review and comment upon 
the record of trial before the convening 
authority's action., 

8. Other Measures to Assure System 
Security: As courts-martial records 
criminal proceedings ordinarily open to the 
public, copies are normally releasable to the 
public pursuant to the Freedom of 
Information Act. However, access to the 
original records is limited to authorized 
individuals. Security measures consist of 
standard physical security devices and 
civilian and milita~y guards. 

9. Relationship to State/Local Government 
Activities: None. . • . 

10. Supporting Documentation: Proposed 
system notice and proposed exemption rule 
are at Encl1 and 2 respectively. 

Appendix C-Provisions of the Privacy Act 
from which a General or Specific Exemption 
May Be Claimed 

Exemption 

(j)(2) (k)(l-7) 

No No 

No No 

No 1 No 

No No 

No No 

No No 

No No 

No No 

No No 

No No 

No No 

No No 

No No 

No No 

Section of the Privacy Act 

(b)(1) Disclosures within· the 
Department of Defense. 
(2) Disclosures to. the 

public. 
(3) Disclosures for a "Rou­

tine Use." • 
(4) Disclosures to the 

Bureau of Census. 
(5) Disclosures for statistical 

research and reporting. 
(6) Disclosures to the Na­
. tional Archives. 
(7) Disclosures for law en­

forcement purposes. 
(8) Olsclosures under emer­

gency circumstances. 
(9) Disclosures to the Con­

gress. 
(10) Disclosures to the Gen­

eral Accounting Office .. · 
( 11) Disclosures pursuant to 

court orders. 
( 12) Disclosure to consumer 

reporting agencies. 
(c)(1) Making disclosure ac­

countings. 
(2) Retaining disclosure ac­

countings. 
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No 

No 

No 
No 

No 

1 Yes 

Yes 

Yes 

Yes 

Yes 
Nc 
No 

No 

No 

No 

No 
No 

Section of the Privacy Act 

(c)(3) Making disclosure ac­
counting available to the in­
dividual. 

(c)(4) Informing prior recipients 
of corrections. 

(d)(1) Individual access to 
records. 
(2) Amending records. 
(3) Review of the Compo­

nent's refusal to amend a 
record. 

(4) Disclosure of disputed 
information. 

(5) Access to information 
compiled in anticipation of 
civil action. 

(e)(1) Restrictions on collect­
ing information. 

(e)(2) Collecting directly from 
the individual. 
(3) Informing individuals 

from. whom information is 
requested. 

(e)(4)(A) Describing the name 
and location of the system. 
(B) Discribing categories of 

individuals. 
(C) Describing categories of 

records. 
(D) Describing routine uses. 
(E) Describing records man­

agement policies and 
practices. 

(F) Identifying responsible 
officials. 

(e)(4)(G) Procedures for deter­
mining if a: system contains 
a record on an individual. 
(H) Procedures for gaining 

access. 
(I) Describing categories of 

information sources. 
(e)(5) Standards of accuracy. 
(e)(6) Validating records 

before disclosure. 
(e)(7) Records of First Amend­

ment activities. 
(e)(B) Notification of disclosure 

under compulsory legal 
process. 

(e)(9). Rules of conduct. 
(e)(1 0) Administrative, techni­

cal and physical safeguards. 
(11) Notice for new and re­

vised routine uses. 
(f)(1) Rules for determining if 

an individual is subject of a 
record. 

(f)(2) Rules for handling 
access requests. 

(f)(3) Rules for granting 
access. 

(f)(4) Rules for amending 
records~ 

(f)(5) Rules regarding fees. 
(g)(1) Basis for civil action. 
(g)(2) Basis for judicial review 

and remedies for refusal· to 
amend. 

(g)(3) Basis for judicial review 
. and remedies for denial of 
access. 

(g)(4) Basis tor judicial review 
and remedies for other tail· 
ure to comply. 

(g)(5) Jurisdiction and time 
limits. 

(h) Rights of legal. guardians. 
(i)(1) Criminal penalties for un­

authorized disclosure. 
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Exemption 

(i)(2) (k)(l-7) 

No 

No 
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N/A 

N/A 
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No 
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No 
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No 
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Section of the Privacy Act 

(2) Criminal penalties for 
failure to publish. 

(3) Criminal penalties for ob-
tair:ling records under 
false pretenses. 

(j) Rulemaking requirement. 
(j)(1) General exemption for 

the .Central Intelligence 
Agency. 

(i)(2) General exemption for 
criminal law enforcement 
records. 

(k)(1) Exemption for classified 
material. 

(k)(2) Exemption for law en­
forcement material. 

(k)(3) Exemption for records 
pertaining to Presidential 
protection. 

(k)(4) Exemption for statistical 
records. 

(k)(5) Exemption for investiga­
tory material compiled for 
determining suitability for 
employment or service. 

(k)(6) Exemption for testing or. 
examination material. 

(k)(7) Exemption for promotion 
evaluation materials used by 
the Armed Forces. 

(I)( 1) Records stored ·in GSA 
records centers. 

(1)(2) Records archived before 
September 27, 1975. 

(1)(3) Records archived on or 
after September 27, 1975. 

(m) Applicability to govern-
ment contractors. 

(n) Mailing lists. 
(o) Reports on new systems. 
(p) Annual report. 

Appendix n-:-Gtossary of Terms 

Section I 

Abbreviations 

AAFES 

Army and Air Force Exchange Service 

AARA 

Access and Amendment Refusal Authority 

ACSIM 

Assistant Chief of Staff for Information 
Management 

DA 
Department of the Army 

DOD 
Department of Defense 

GAO 

General Accounfing Office 

GSA 

General Services Administration 

JUMPS 

Joint uniform military pay system 

MACOM 

Major Army command 

MPMIS 

Military Police management information 
system 

NARS 

National Archives and Records Service 

NGB 
National Guard Bureau 

OMB 

Office of Management and Budget 

OPM 

Office of Personnel Management 

SSN 

Social Security Number 

TAG 

The Adjustant General 

TIG 

The Inspector General 

TJAG 
The Judge Advocate General 

USACIDC 
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U.S. Army Criminal Investigation Command 

Section II 

Terms 

Access 
The review of a record or obtaining a copy of 
a record or parts thereof in a system of 
records. 

Agency 

The DOD is a single agency for the purpose 
of disclosing records subject to The Privacy 
Act of 1974. For other purposes, including 
access, amendment. appeals from denials of 
access or amendment, exempting systems of 
records, and record-keeping for release to 
non-DOD agencies, the DAis an agency. 

Access and Amendment Refusal Authority 
The Army Staff agency head or major Army 
commander designated sole authority by this 
reguiation to deny access to, or refuse 
amendment of. records in his or her assigned 
area or functional specialization. · 

Confidential source 
A person or organization that has furnished 
information to the Federal Government under 
an express promise that its identity would be 
withheld, or under an implied promise of 
such confidentiality if this implied promise 
was made before September 27, 1975, 

Data subject 
The individual about whom the Army is 
maintaining information in a system of 
records. 

Disclosure 
The furnishing of information.about 1:1.n 
individual by any means, to an organization, 
Government agency, or to an individual who 
is not the subject of the record, the subject's 
designated agent or legal guardian. Within 
the context of the Privacy Act and this 
regulation, this term applies only to personal 
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information that is a part of a system cif 
records. 

Individual 

A living citizen of the United States or an 
alien admitted for permanent residence. The 
Privacy Act rights of an individual ri~ay be 
exercised by the parent or legal guardian of a 
minor or an incompetent. (The Privacy Act 
confers no rights on deceased persons, nor 
may their next-of-kin exercise any rights for 
them.} 

Maintain 

Collect, use, maintain, or disseminate. 

Official use 

Any action by a member or employee of DOD 
that is prescribed or authorized by law or a 
regulation and is intended to perform a 
mission or function of the Dep.artmen~. 

Personal information 

Information about an individual that is 
intimate or private to the individual, as 
distinguished from information related solely 
to the individual's official functions or public 
life. .. 

Privacy Act request 

A request from an individual for information 
about the existence of, or for access to or 
amendment of, a record about him or her that 
is in a system of records. The request must 
cite or implicitly refer to the Privacy Act. 

Record 

Any item, collection, or grouping of 
information about an individual that-

a. Is kept by the Government including, but 
not limited to, an individual's home address, 
home telephone n'umber, SSN, education, 
financial transactions, medical history, and 
criminal or employment history. 

b. Contains an individual's name, 
identifying number, symbol, or other · 
individual identifier such as a finger, voice 
print, or a photograph. · 

Routine use 
Disclosure of a record outside DOD without 
the consent of the subject individual for a use 
that is compatible with the purpose for which 
the information was collected and 
·maintained by DA. The routine use must be 
included in the published system 'notice for 
the system of records involved. 

Statistical record 

A record maintained only for statistical 
research or reporting purposes and not used 
in whole or in part in making determinations 
aboll-t specific individuals. 

System manager 
The official responsible for policies and 
procedures (or operating and safeguarding a 
system or records. This official is located 
normally at Headquarters. DA. 

System of records 
A group of records under the control of DA 
from which information is retrieved by the 
individual's name or by some identifying 
number, symbol, or other identifying 
particular assigned to the individual. System 
notices for all systems of records must be 
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published in the Federal Register. (A grouping 
or files series of records arranged 
chronologically or subjectively that is not 
retrieved by'individual identifier is not a 
system of records, even though individual 
information could be retrieved by such an 
identifier, such as through a paper-by-paper 
search.) 

PART 701-AVAILABILITY OF 
DEPARTMENT OF THE. NAVY 
RECORDS AND PUBLICATION OF 
DEPARTMENT OF THE NAVY 
DOCUMENTS AFFECTING THE PUBLIC 

Subpart F-Per~nal Privacy and Rights of 
Individuals Regarding Their Personal 
Records · 

Sec. 
701.100 Purpose. 
701.101 Scope and effect. 
701.102 Policy, responsibilities, and 

authority. · \ 
701.103 Definitions. 
701.104 ·Notification, access. and · 

amendment procedures. 
701.105 Disclosure to others and disclosure 

accounting. . 
701.106 Collection o( personal information 

from individuals. 
701.107 Safeguarding personal information. 
701.108 Exemptions. 
701.109 Contractors. 
701.110 Judicial sanctions. 
701.111 Government contractors. · 
701.112 Matching program procedures. 
701.113 Rules of access to agency records. 
701.114 Rules for amendment requests. 
701.115 Rules of conduct under the Pr\vacy 

Act. 
701.116 Blanket routine uses. 

Subpart G-Privacy Act Exemptions 
701.117 Purpose.' 
701.118 Exemption for classified records. 
701.119 Exemptions for specific Navy 

records systems. 
701.120 Exemptions for specific Marine 

Corps records systems. 

Subpart F-Personal Privacy and 
Rights of Individuals Regarding Their 
Personal Records 

Authority: Pub. L. 93-579, 88 Stat. 1896 (5. 
U.S.C 552a). · 

Source: 52 FR 11052, Apr. 7, 1987, unless 
otherwise noted. 

§ 701.100 Purpose. 

32 CFR part 701, subparts F and G 
delineate revised policies, conditions, 
and procedures that govern collecting 
personal information, and safeguarding, 
maintaining, using, accessing, amending, 
and disseminating personal information 
kept by the Department of the Navy in 
systems of records. They implement 5 
U.S.C. 552a (the Privacy Act of 1974), 
and the Department of Defense 
Directive 5400.11 series, Personal 
Privacy and Rights of Individuals 
Regarding Their Personal Records (DOD 

Dir. 5400.11) '(32 CFR part 310), and 
prescribe: ' 

(a) Procedures whereby individuals 
can be notified if any system of records 
contain a record pertaining to them. 

(b) Requirements for verifying the 
identity of individuals who request their 
records. before the records are made 
available to them. 

(c) Procedures for granting access to 
individuals upon request.for their 
records. 

(d) Procedures for reviewing a·request 
from individuals to amend their records, 
for making determinations on requests: 
and for appealing adverse 
determine lions. 

(e) Procedures for notifying the public 
of the existence ·and character of each 
system of records. 
- (f) Procedures for disclosing personal 

information to third parties .. 
(gJ Procedures for exempting systems 

of records from certain requirements of 
5 U.S.C. 552a. · · 

(h) Procedures for safeguarding . 
personal information. 

(i) Rules of conduct for the 
Department of the Navy personnel, who 
will be·subject to criminal penalties for 
noncompliance with·s U.S.C. 552a. See 
§ 701.115. 

§ 701.101 Scope and effect. 

(a) Applicability. 32 CFR part 701, 
subparts F arid G apply throughout the 
Department of the Nayy, and to any 
contractor maintaining a system of 
records to accomplish a Department of 
the Navy mission. For the purposes of 
any criminal liabilities adjudged, any 
contractor and any employee of such 
contractor shall be considered to be an 
employee of the Navy Department. 
Additionally, all requests by individuals 
for records (located in a system of 
records) pertaining to themselves which 
specify either the Freedom of 
Information Act or the Pl'ivacy Act (but 
not both) shall be treated under the 
procedures established under the Act 
specified in the request. When the 
request specifies, that it be processed 
under both the Freedom of Information 
Act and the Privacy Act, Privacy Act 
procedures should be employed. The 
individual should be advised that; while 
the Department of the Navy has elected 
to process his/her request in accordance 
with Privacy Act procedures, he/she can 
be assured that he/she will be provided 
with all the information that can be 
released under:either the Privacy Act or 
the Freedom of In forma lion Act. 
Requests may fall, however, within the 
scope of other applicable directives as 
follows: 



(1) Requests from an individual about 
another individual are governed by the 
provisions of 5 U.S.C. 552 (Freedom of 
Information Act) and the SECNAVINST. 
5720.42 series (32 CFR part 701, subparts 
A through D). 

(2) Requests by the General 
Accounting Office for information or 
records pertaining to individuals, except 
with respect to the requirements for 
disclosure accountings as provided in 
§ 701.107(c) are governed by the 
SECNAVINST 5740.26 series, Relations 
with the General Accounting Office. 

(3) Official and third party requests 
for information from systems of records 
controlled by the. Office of Personnel · 
Management shall be governed by 5 
CFR part 297 and the Federal Personnel 
Manual. 

(b) Other directives. In case of a . 
confl~ct, q2 CFR part 701, subparts F apd 
G, take precedence over arty existing 
Navy directive that deals with the 
personal privacy and rights of 
individuals regarding their personals 
records, except for disclosure of 
personal information required by 5 
U.S.C. 552 (Freedom of Information Act) 
and implemented by the SECNA VINST 
5720.42 series (32 CFR part 701,· subparts 
A through D). 

§ 701.102 Policy, responsibilities and 
authority. 

(a) Policy. Subject to the provisions of 
32 CFR part 701, subparts F and G, it is 
the policy of the Department of the Navy 
to: 

(1) Ensure that all its personnel at all· 
echelons of command·or authority 
comply fully with 5 U.S.C. 552a to 
protect the privacy of individuals from 
unwarranted invasions. Individuals 
covered by this protection are living 
citizens of the United States or aliens 
lawfully admitted for permanent 
residence. A legal guardian of an 
individual or parent of a minor has the 
same rights as the individual or minor 
and may act on the individual's or 
minor's behalf. (A member of the Armed 
Forces is not a minor for the purposes of 
32 CFR part 701, subparts F and G). 

(2) Collect, maintain, and use only 
that personal information needed to 
support a Navy function or program as 
authorized by law or Executive order, 
and disclose this information only as 
authorized by 5 U.S.C. 552a and 32 CFR 
part 701, subparts F and G. In assessing 
need, consideration shall be given to 
alternatives, such as use of information 
not individuaily identifiable or use of 
sampling of certain data for certain 
individuals, only. Additionally, 
consideration is to be given to the length 
of time information is needed, and the 
cost of maintaining the information 
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compared to the risks and adverse and for implementing and administering 
'consequences of not maintaining the a Privacy Act program in accordance 
information. with the provisions of 32 CFR part 701, 

(3) Keep only that personal subparts F and G. Each addressee shall 
information that is timely, accurate, designate an official to be Privacy Act 
complete, and relevant to the purpm~e coordinator to: 
for which it was collected. (i) Serve as the principal point of 

(4) Let individuals have access to, and contact on all Privacy Act matters. 
obtain copies of, all or any portions of (ii) Provide training for activity/ 
their records, subject to exemption' command personnel in the provisions of 
procedures authorized by law and 32 5 U.S.C. 1)52a. 
CFR part 701, subparts F and G. (iii) Issue implementing instruction. 

(5) Let individuals request amendment (iv) Review internal directives, 
of their records when discrepancies practices, and procedures, including 
proven to be ~rroneous, or untimely, those for forms and records, for 
incomplete, or irrelevant, are noted. comformity with 32 CFR part 701, 

(6) Let individuals request an subparts F and G, when applicable. 
administrative review of decisions that (v) Compile and submit input for the 
deny them access to, or refuse to amend · annual report and record systems 
their records. notices. 

(7) Ensure that adequate safeguards (vi) Maintain liaison with records 
are enforced to prevent misuse, management officials as appropriate 
unauthorized disclosure, alteration, or (e.g., maintenance and disposal 
destruction of personal information in procedures and standards, forms, and 
records. . t ) 

(8) Maintain no records des~ribing repor s · 
how an individual exercises his/her (4) The systems managers are 
rights guaranteed by the First responsible for (with regard to systems 
Amendment (freedom of religion, of records under their cognizance): 
speech, and press; peaceful 'assemblage; (i) Ensuring that all personnel who in 
and petition for redress of grievances), any way have access to the system or 
unless they are: who are engaged in the development of 

(i) Expres~ly authorized by statute;, procedures or handling records be 
(ii) Authorized by the individual about informed of the requirements of 5 U.S.C. 

whom the records is maintained; · 552a and any unique safeguarding or· 
(iii) Within the scope of an authorized maintenance procedures peculiar to that 

law enforcement activity; or system. · 
(iv) For the maintel)ance of certain (ii) Determining the content of and 

items of information relating to r~ligious setting rules for operating the system. 
affiliation for members of the naval (iii) Ensuring that the system has been 

J 

service who are chaplains. This should published in the Federal Register and 
not be construed, however, as restricting that any additions or significant changes. 
or e?'cluding solicitation of information are prepublished in the Federal Register. 
which the individual is willing to have in (iv) Answering requests for 
his/her record concerning religious information from individuals. 
preference, particularly that required in (v) Keeping accountability records of 
emergency situations. disclosures. · 

(9) Maintain only systems of records (vi) Evaluating information proposed 
which have been published ip the for each system for relevance and 
Federal Register. necessity during the developmental 
· (b) Responsibilities. (1) The Chief of phase of a new system or when an. 

Naval Operations (OP-09B) is amendment to an existing system is 
responsible for administering and proposed; in addition, annually 

· supervising the execution of 5 U.S.C. comparing the system with the records 
552a and 32 CFR part 701, subparts F system notice published in the Federal 
and G within .the Department of the Register and considering: 
Navy. Addjtionally, the Chief of Naval (A) Relationship of each item of 
Operations (OP-09B) is designated as information to the statutory or 
the principal Privacy Act coordinator for regulatory purpose for which the system 
the Department of the Navy. is maintained. 

(2) The Commandant of the Maririe (B) Specific adverse consequences of 
Corps is responsible for administering not collecting each category of 
and ~upervising the. execution of 5 information. 
U.S.C. 552a and 32 CFR part 701, (C) Possibility of meeting the 
subparts F and G within the Marine information requirement through use of 
Corps. information not individually identifiable 

(3) Each addressee is responsible for. or through sampling techniques. 
the execution of the requirements of 5 (D) Length of time the information is 
U.S.C. 552a within his/her organization needed .. 
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(E) Cost of maintaining the data 
compared to the risk or adverse 
consequences of not maintaining it. 

(F) Necessity and relevance of. the 
information to the mission ofthe 
command. 

(vii) Keeping the Privacy Act 
coordinator informed of non-routine 
Privacy. Act requests. 

(5) Each employee of the Department 
of the Navy has certain responsibilities 
for safeguarding the rights of others. 
Employees shall: 

(i) Not disclose any information 
contained in a system of records by any 
means of communication to any person, 
or agency, except as authorized in 32 
CFR part 701, subparts F and G. · 

(ii) Not maintain unpublished official · 
files which would fall under the · 
provisions of 5 U.S.C. 552a. 

(iii) Safeguard the privacy of 
individuals and the confidentiality of 
personal information contained in a 
system of records. 

(iv) Familiarize themselves with the 
Rules ofConduct. See§ 701.115. 

(c) Denial authority. Only the· 
following chief officials, their respective 
vice commanders, deputies, and those 
principal assistants specifically 
de signa ted by the chief official are 
authorized to deny requests for 
notification, access, and amendment 
made under 32 CFR part 701, subparts F 
and G, when the records relate to 
matters within their respective areas of 
command, technical, or administrative 
responsibility, as appropriate. 

(1) For the Navy Department. The 
. Civilian Executive Assistants; the Chief 
of Naval Operations; the Commandant 
of the Marine Corps; the Chief of Naval 
Personnel; the Commanders of Naval 
Systems Commands; the Commanders 
of the Naval Intelligence Command, 
Naval Security Group Command; ·and 
Naval Telecommunications Command; 
the Commander, Naval Medical 
Gommand; the Auditor General of the 
Navy; the Naval Inspector General; the 
.Assistant Deputy Chief of Naval 
Clperations (Civilian Personnel/Equal 
Employment Opportunity); the Chief of 
Naval Education and Training; the Chief 
of Naval Reserve; the Chief of Naval · 
Research; the Commander, Naval 
Oceanography Command; the Director, 
Naval Civilian Personnel Command; the 
heads of Department of the Navy Staff 
Offices, Boards, and Councils; the 
Assistant Judge Advocate General (Civil 
Law); and the Assistant Judge Advocate 
General (Military Law). 

(2) For the Shore Establishment. (i) 
All officers authorized p·ursuant to 10 
U.S.C. 822, or designated as empowered 
in Section 0103d, JAGINST 5800.7 series, 
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Manual of the fudge Advo.cate General, 
to conv.ene general courts martial. 

(ii) The Director, Naval Security and 
Investigative Command and the 
Assistant Commander (Management· · 
and Operations), Naval Legal Service 
Command. 

(3) In the Operating Forces. (i) All 
officers authorized pursuant to 10 U.S.C. 
822, or designated as empowered in 
Section 0103d, JAGINST 5800.7 series, 
Manual of the fudge Advocate General, 
to corivene general courts martial. 

(d) Review authority. (1) The 
Assistant Secretary of the Navy 
(Manpower and Reserve Affairs), as the · 
Secretary's designee, shall act upon 
requests for administrative review of 
initial denials of requests for 
amendment ofrecords related to fitness 
reports and performance evaluations of 
military personnel. 

(2) The Judge Advocate General and 
the General Counsel, as the Secretary's 
designees, shall act upon requests for 
notification, access, or amendment' of · 
records, as set forth in§ 701.104 (b), (c), 
and (d), other than·as indicated in 
paragraph (d)(1) of this section; and 
other than initial denials of requests for 
notification, access, or amendment of 
records from civilian Official Personnel 
Folders or records contained on any 
other Office of Personnel Management 
(OPM) forms, which will be reviewed. by 
OPM. · . . 

(e) The authority ofthe Secretary of 
the Navy, as the head of ah agency, to 
request records subject to the 5 u.s.c. 
552a from an agency external to the 
Department of Defense for civil or 
criminal law enforcement purposes, 
pursuant to subsection (b)(7) of 5 u.s.C. 
552a, is delegated to the Commandant of 
the Marine Corps, the Director of Naval 
Intelligence, the Judge Advocate 
General, and the General Counsel. 

§ 701.103 Definitions. . 
For the purposes of 32 CFR part 701, 

subparts F and G, the following 
meanings apply: 

(a) Access. Reviewing or obtaining 
copies by individuals of records that 
pertain to themselves, or by agents 
designated by the individuals, or by 
individual's legal guardians, that are a · • 
part of a system of records.· · 

(b) Agency. For purposes of disclosing 
records, the Department of Defense is· an 
"agency". For all other purposes, to · 
include applications for access arid 
amendment, ·denial of access and 
amendment, appeals from denials, and 
recordkeep'ing about release to non­
DOD agencies, each DOD component is 
considered a separate "agency". 

(c) Confidential source. Any 
individual or organization that has given 

information to the Federal government 
under: (1) An· express promise that the 
identity of the source would be . 
withheld, or (2) an implied promise to 
withhold the identity of the source made 
before September 27, 1975. 

(d) Disclosure. The conveyance of 
information about an individual, by any 
means of communication,· to an 
organization or to an individual who is 
not the subject of the record.' In the · 
context of the 5 U.S.C. 552a and 32 CFR 
part 701, subparts F and G, this term 
only applies to personal information that 
is part of a system of records. 

'(e).Individual. A living citizen of the 
United States, or an' alien lawfully 
admitted for permanent residence; or a 
member of the United States naval 
service, including a minor. Additionally: 
the legal guardian of an individual or a 
parent of a minor has the same rights as' 
the individual, and may act on behalf of 
the individual concerned under 32 CFR 
part 701, subparts F and G. Members of 
the naval service, once properly 
accepted, are not minors for purposes of 
32 CFR part 701, subparts F and G. The 
use of the term "individual" does not, 
however, vest rights h~ the 
representatives of decedents to a.ct pn 
behalf of the decedent under 32 CFR 
part 701, subparts F and G (ex~ept as 
specified in§ 701.105(b), nor does the 
term embrace indiviquals acting in an 
entrepreneurial capacity.( e.g., sole 
proprietorships and pa,rtnerships). 

(f) Maintain. When used in the 
context of records on individuals, 
includes collect, file or store,· preserve, 
retrieve, update or change, use, or 
disseminate. 

(g) Official use. Within the conte.xt of 
32 CFR part 701, subparts F and G, this 
term encompasses those instances in 
which officials and employees of the 
Department of the Navy have a 
demonstrated need for use of any record 
to complete a mission or function of the 
Department, or which is prescribed or 
authorized by a directive. 

(h) Personal information. Information 
about an individual that is intimate or . 
private to the individual, as. 
distinguished from information related 
solely to the individual's official 
function or public life. 

(i) Privacy Act r.equest. A request 
from an individual for information about 
himself/herself concerning the existence 
of, access to, or amendment of records 
that are located in a system ofrecords. 
(The request must cite or reasonably 
imply that it is pursuant to 5 U.S.C. 
552a). 

(j) Record. Any item, collection, or 
grouping of information about an 
individual that is maintained by or for 



the Department of the Navy or by an 
element of the Navy Department, 
operating forces, or shore establishment, 
including, but not limited to, the 
individual's education, financial 
transactions, medical history, and 
criminal or employment history, and 
that contains his/her name, symbol, or 
other identifying particular assigned to 
the individual, such as a finger or voice 
print or a photograph. 

(k) Risk assessment. An analysis 
which considers information sensitivity, 
vulnerability, and cost to a computer 
facility or word processing center in 
safeguarding personal information 
processed or stored in the facility or 
center. 

(!)Routine use. The disclosure of a 
record outside the Department of 
Defense for a use that is compatible 
with the purpos~ for which the records 
were collected and maintained by the 
Department of Defense. The routine use 
must be included in the published 
system notice for the system of records 
involved. 

(m) Statistical record. A record 
maintained for statistical research or 
reporting purposes only, which ma.y not 
be used in whole or in part in making 
any determination about an identifiable 
individual. 

(n) System of records. A group of 
records from' which information "is", as 
opposed to "cap be", retrieved by the 
name of the individual or by some 
identifying number, symbol, or other 
identifying particular assigned to the 
individual. The capability to retrieve 
information by personal identifiers 
alone does not subject a system of 
records to 5 U.S.C. 552a and 32 CFR part 
701, subparts F and G. 

(o) System manager. That official who 
has overall responsibility for records 
within a particular system. He/ s~e may 
serve at any level in the Department of 
the Navy. Systems managers are 
indicated in the published record 
systems notices. If more than one . 
official is indicated as a system 
manager, initial responsibility resides 
with the manager at the appropriate · 
level (e.g., for local recprds, at the local 
activity). · · 

(p) Working day. All days excluding 
Saturday, Sunday, ant;llegal holidays. 

§ 701.104 Notification, access, and 
amendment procedures. 

(a) General-(1) Summary of 
requirements. (i) Notification procedures 
are provided under subsection (e)(4) of"5 
U.S.C. 552a to enable an individual to 
ascertain from the appropriate system 
manager whether or not a particular 
system of records contains information · 
p~rtaining to him/her. If the system does 
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contain such a record, the·individual 
may re·quest access to the record, 
pursuant to subsection (d)(1) of 5 U.S.C. 
552a, to ascertain the contents. 
Amendment procedures are provided 
under subsections (d) (2)and(3)of5 
U.S.C. 552a, to enable- the individual to 
seek correction or deletion of 
information about himsejf/herself in the . 
record which he/she considers to be 
erroneous. If a request for amendment is 
denied after a final determination, the 
individual may file a "statement of 
dispute," to be noted in the pertinent 
records and to be shown in connection 
with disclosures of such records. 
Individuals have a statutory right to 
obtain administrative review of denials 
of requests for amendment, and by 32 
CFR part 701, subpartsF and G, are 
accorded the right to obtain similar 
review of denials of requests for 
notifica tfon and access. · 

(ii) The provisions ofthis section 
apply to requests by individuals, or their 
authorized representatives, for r'ecords 
pertaining to themselves that are 
contained in systems of records. 32 CFR 
part 701, subparts F and G does not, 
however, require that an individual be 
given notifi~ation or access to arecord 
that is not retrieved by name or other 
individual identifier. Requests for 
amendment of records contained in a 
system of records will nor~a:lly be 
processed in accordance with 32 CFR 
part 701, subparts F and G, unless: (A) 
they are routine requests for · 
administrative corrections not 
specifying that they are made under 32 
CFR part 701, subparts F and G or 5 
U.S.C. 552a, or (B) they are requests 
addressed to the Board for Correction of 
Naval Records, which is governed by 
other authority. · 

(2) System rules.· Systems managers 
are responsible for ensuring that, for 
each·systern of records maintained, a 
records system notice is published in the 
Federal Register, stating the procedures 
by which an individual may be notified 
whether the system contains records 
pertaining to him/her. Additiqnally, 
systems managers are responsible for 
establishing, and making available to 
individuals upon request, rules · 
appliqable to requests for access or 
amendment of records within each 
system. Such rules must ·conform to the 
requirements of 32 CFR part 701, 
sqbparts F and G, and to matters 
indicated in§§ 701.113 and 701.114. Ir; 
addition, they should contain the 
following: 

(i) A statement of custodial offidals 
other than the system manager, if any, 
authorized to grant requests for· 
notification or access; 
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(ii) The minimum formal requirements 
for requests, including applicable 
requirements for requests to be reduced 
to writing; and, in the case of a request 
to provide the requester's records 
directly to an authorized representative 
who is other than the parent of a minor, 
or other legal guardian-an 
authorization signed within the past 45 
days specifying the records to be 
released and the recipient of the records 
(n·otarized authorizations may be. . · 
required if the sensitivity of the . 
information in the records warrants); 

(iii) The information which should be 
provided by the. individ1:1al to assist in 
identifying relevant systems of records · 
and the individual identifiers (e.g., full 
name, social security number, etc.) 
neededtolocaterecordsinthe 
particular system; and, 

(iv) The requirements for verifying the 
requester's identity, to which the 
following policies apply: . · 

(A) Prior to being given notification or 
access to personal information, an 
individual is required to provide 
reasonable verification of his/her 
identity. No verification of identity, 
however, shall be required of an 
individual seeking notification or access 
to records which are otherwise 
available to any member of the public 
under 32 CFR part 701, subparts A 
through D. 

. (B) In the case of an individual who 
seeks notification, a'ccess, or 
amendment in person, verification of 
identity will normally be made from 
those documents that an individual is 
likely to have readiiy available, such as 
an employee or military identification 
card; driver's license, or medfcal card. 

(C) When notification, access, or 
amendment is requested by mail, 
verification of identity may be obtained 
by requiring the individual .to ·provide · 
certain minimum identifying data, such 
as date of birth and some item of 
information in the record that only the 
concerned individual would likely know. 
If the sensitivity of the information in 
the record warrants, a signed and 
notarized statement of identity may be 
required. . 

(D) When a record has already been 
identified, an individual shall not be 
denied notification or access solely for 
refusingto disclose his/her social 
security number. 

(3) Responsibilities for action on 
initial requests . . (i) Subject to the . 
provisions of this section and the 

· applicable system manager's rules, 
requests for notification and access ma.y 
be granted by officials having custody of 
the records, even if they are not systems 
managers or denial authorities. Requests 
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for amendment may be.granted by the 
cognizant system manager. Denials of 
initial requests for notification, access, 
or amendment of records under 32 CFR 
part 701, subparts F and G, however, 
may be made only by those officials 
designated as denial authorities ·under 
§ 701.102(c). 

(ii) Investigative/non-investigative 
records. (A) Copies of investigative 
records that are compiled by an 
investigative organization, but are in the 
temporary custody of another. 
organization, whi~h is holding the record 
for disciplinary, adminis~rative, judicial, 
investigative, or other purposes, are the 
records of the originatil}g investigative 
organization. Upon completion of the 
official action, the .investigative reports 
are required to be destroyed or returned, 
in accordance with the instructions of 
the originating investigative activity. 
Individuals seeking notification or 
access, or making other requests under 
·32 CFR part 701, supparts F and G. · 
concernings~ch records, shall be 
directed to the originating investigative· 
organization. For example .. a request for 
notification or access to a Naval 
Investigative Service report in the 
temporary custody of another activity 
should be forwarded directly to the 
Commander, Naval Security and 
Investigative Command. 

(B) Copies of non..:investigative . 
records (including medical and/or 
personnel) located in the files of another 
agency must be referred for release 
determination. The originating agency 
may either· authorize the records' release 
by the agency that located them or 
request that they be referred for 
processing. The individual r_equesting 
his /her records will be notified of 
records referred for processing. 

(4) Blanket requests not honored. 
Requests seeking notification and/ or 
access concerning all systems of records 
within the Department of the Navy, or a 
component thereof, shall not be 
honored. Individuals making such 
requests shall be notified that: (i) 
Requests for notification' and/ or access 
must be direCted to the appropriate 
system manager for the particular record 
system, as indicated in the current 
Federal Register systems notices (a 
citation should be provided), and (ii) 
requests must either designate the 
particular system of records to be 
searched, or provide suffiCient 
information for the system manager to 
ascertain the appropriate system. 
Individuals should also be provided 
with any other information needed for 
obtaining consideration of their 
requests. 

(5) Criteria for determinations. (i) As 
further explained in§ 701.108, portions 
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of designated records systems 
(indicated in subpart G of this part) are 
exempt, in certain circumstances, from 
the requirement to provide notification, 
access, and/ or amendment. Only denial 
authorities (and the.designated review 
authority) may exercise an exemption 
and deny a request, and then only in 
cases where there is speCifically 
determined to be a significant and 
legitimate governmental purpose served 
by denying the request. A request for 
notification may be denied only when 
an appliqable exemption has been 
exercised by a denial or revi~w . 
authority. A request for. access may be 
denied by a denial or review authority, 
in whole or part, on the pasis of the 
exercise of an applicable exemption or 
for the reasons set forth in paragraph 
(a)(5) (ii) or (iii) of this section. 

(ii) Where a reco~d has· been compiled 
in reasonable anticipation .of a civil · · 
action or proceeding, a denial authority . 
(or the designated review authority) may 
deny an individual's request for access 
to that record pursuant to subsec.~ion 
(d)(5) of 5 U.S.C. 552a, provided that 
there is specifically determined to be a 
significant and legitimate gove.rnptental 
purpose to be served by denying the 
request. Consultation· with the Office of 
the Judge Advocate General •. Office of 
General Counsel, or other originator, as 
appropriate, is required prior to granting 
or denying access to attorney-advice 
material. This includes, but is not 
limited to, legal opinions. 

(iii) As indicated in § 701.103(e), 
where a record pertains to an individual 
who is a minor, the minor's parent or 
legal guardian is normally entitled to 
obtain notification concerning, and 
access to, the minor's record, pursuant 
to the provisions of this section. When;, 
however, an applicable law or · 
regulation prohibits notification to, or· 
access by, a parent or legal g1:1ardian 
wtth respect to a particular record, or 
portions of a record, pertaining to a 
minor, the provisions of the governing 
law or regulation and § 701.105, shall 
govern disclosures of the existence or 
contents of such records to the minor's 
parent or legal guardian. (Members of 
the naval service, once properly 
accepted, are not minors for the 
purposes of 32 CFR part 701, subparts F 
and G.) 

(iv) Subject to the provisions of this 
section, a medical record shall be made 
available to the individual to whom it 
p~rtains unless, in the judgment of a 
physician, access to such record could 
have an adverse effect upon the 
individual's physical or mental health. 
When it has been determined that 
granting access to medical information 
could have an adverse effect upon the 

individual to whom it pertains, the 
individual may be asked to name a 
physician to whom the information shall 
then be transmitted. This shall not be 
deemed a denial of a request for access. 

(6) Time requirements for making 
acknowledgements and determinations. 
(i) A request for notification, access, or · 
amendment of a record shall be 
acknowledged in writing within 10 . 
working days (Saturdays, Sundays, and 
legal holidays excluded) of receipt by 
the proper office. The acknowledgement 
shallclearly identify the request and 
advise the individual when he/she may 
expect to be advised of action taken on 
the request. No separate 
acknowledgement of receipt is 
necessary if a request for notification or 
access can be acted upon, and the 
individual advised of such action, within 
the 10 working day period. If a request 
for amendment is presented in person, 
written acknowledgement may be 
provided at the time the request'is 
presented. · · · 

(ii) Determinations and required 
action on initial requests for notification, 
access or amendment of records shall be 
completed, if reasonably possible, 
within 30 working days of receipt by the 
cognizant office. · 

(b)·NotJfication procedures -(1)' 
. Action upon receipt of request. Subject 

to the provisions of this section, upon 
·receipt of an individual's initial request 
for notification, the system manager or 
the other appropriate custodial official 
shall acknowledge the request as 
required 'by paragraph (a)(6)(i) ofthis 
section, and take one of the following 
actions: 

(i) If consideration cannot be given to 
the request, because-

(A) The individua1's identity is not 
satisfactorily verified; 

(B) The record system is not 
adequately identified, or the individual 
has not furnished the information 

. needed to locate a record within the 
system; or 

(C) The request is ·erroneously 
addressed to an official having no 
responsibility for the record or system of 
records in question; 
inform the individual of the correc,t 
means, or additional information 
needed, for obtaining consideration of 
his/her request for notification. 

(ii) Notify the individual, in writing, 
whether the system of records contains 
a record pertaining to him/her (a 
notification that a system of records 
contains no records pertaining to the 
individual shall not be deeme'd a denial); 

(iii) If it is determined that notification 
should be denied under an available 
exemption and the official is not a 



denial authority, forward the request to 
the cognizant denial authority, with a 
copy of the requested record, and 
comments and recommendations 
concerning disposition; or 

(iv) If the official is a denial authority, 
take the appropriate action prescribed in 
paragraph (b )(2) of this section. 

(2) Action by denial authority. (i) If 
the denial authority determines that no 
exemption is available or that an 
available exemption should not be 
exercised, he I she shall provide the 
requested notification, or direct the 
system manager qr appropriate 
custodial official to do so. 

(ii) If the denial authority determines 
that an exemption is applicable and that 
denial of the notification would serve a 
significant and legitimate governmental 
purpose (e.g., avoid interfering with an 
on-going law enforcement investigation), 
he/ she shall promptly send the 
requesting individual an original and 
one copy of a letter stating that no 
records from the systems of records 
specified in the request are available to 
the individual under 5 U.S.C. 552a. The 
letter shall also inform the individual 
that he/she may request further 
administrative review of the matter 
within 60 calendar days from the date of 
the denial letter, by letter to the: 
Judge Advocate General·[Code 14), 

Department of the Navy, 200 Stoval Street, 
Alexandria, VA 22332 

The individual shall be further informed 
that a letter requesting such review 
should contain the enclosed copy of the 
denial letter and a statement of the · 
individual's reasons for requesting the 
review. 

(iii) A copy of the letter denying 
notification ·shall be forwarded directly 
to the Chief of Naval Operations (OP-
09B30) or the Commandant of the 
Marine Corps (Code M), as appropriate. 
These officials shall maintain copies of 
all denial letters in a form suitable for 
rapid retrieval, periodic statistical 
compilation, ·and management. 
evaluation. 

(3) Action by reviewing authority. 
Upon receipt of a request for review of a 
determination denying an individual's 
initial request for notification, the Judge 
Advocate General shall obtain a copy of 
the case file from the denial authority, 
review the matter, and make a final 
administrative determination. That 
official is designated to perform such 
acts as may be required by or on behalf 
of the Secretary of the Navy to 
accomplish a thorough review and to 
effectuate the determination. Within 30 
working days of receipt of the request . 
for review, whenever practicable, the 
Judge Advocate General shall inform the 
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requesting individual, in writ~ng, of the 
final determination and the action 
thereon. If the final determination is to 
grant notification, the Judge Advocate · 
Gemeral may either provide the 
notification or direct the system 
manager to do so. If the final 
determination is to deny notification, the 
individual shall be informed that it has 
been determined upon review that there 
are no records in the specified systems 
of records that are availabll;! to him/her 
under 5 U.S.C. 552a. 

(c) Access procedures......:...(l) Fees. 
When a copy of a record is furnished to 
an individual in response to a request 
for access, he/she will normally be 
charged duplication fees only. When 
duplication costs for a Privacy Act 
request total less than $30, fees may be 
waived automatically. Normally, only 
one copy of any record or document will 
be provided. 

(i) Use the following fee schedule: 

· Office copy (per page).............................. $.10 
Microfiche (per fiche)................................ .25 

(ii) Checks or money orders to defray 
fees/charges should be made paya~le to 
the Treasurer of the United States and 
deposited to the miscellaneous receipts 
of the Treasury account main~ained at 
the finance office servicing lhe activity. 

(iii) Do not charge fees for: 
(A) Performing record searches. 
(B) Reproducing a document for the 

convenience of the Navy. 
(C) Reproducing a record in order to 

let a requester review it if it is the only 
means by which the record can be 
shown to him/her (e.g., when a copy 
must be made in order to delete 
information). 

(D) Copying a record when it is the 
only means available for review. 

(2) Action upon receipt of request. 
Subject to the provisions of this section, 
upon receipt of an individual's initial 
request for access, the system manager 
or other appropriate custodial official 
shall acknowledge the request as 
required by paragraph (a)(6)(i) of this 
section, and take one of the following 
actions: 

(i) If consideration cannot be given to 
the request because-

(A) The individual's identity is not 
satisfactorily verified; 

(B) The record system is not 
adequately identified or the individual . 
has not furnished the information 
needed to locate a record within a 
system; or. 

(C) The request is erroneously 
addressed to an official not having 
responsibility for granting access to the 
record or system of record in question; 
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inform the individual of the correct 
means, or additional information 
needed, for obtaining consideration of 
his/her request for access. 

(ii) If it is determined that the 
individual should be granted access to 
the entire record requested, the official 
shall inform the. individual, in writing, 
that access is granted, and shall either: 

(A) Inform the individual that he/she 
may review the record at a specified 
place and at specified times, that he/she 
may be accompanied by a person of his/ 
her own choosing to review the record 
(in which event he/she may be asked to 
furnish written authorization for the 
record to be discussed in the 
accompanying person's presence), and 
that he/she may further obtain a copy of 
the record upon agreement to pay a 
duplication fee; or 
. (B).Furnish a copy of the record, if the 

individual requested that a copy be sent 
and agreed in advance to pay 
duplication fees unless such fees are 
waived. 

(iii) If it is necessary to deny the 
individual access to all or part of the 
requested record, and, 

(A) The official is not a denial 
. authority-forward the request to the 

cognizant denial authority, with a copy 
of the requested record, and comments 
and recommendations concerning 
disposition; or 

(B) The official is a denial authority­
take the action prescribed in paragraph 
(c)(3) (ii) or (iii) of this section. 

(3) Action by denial authority. (i) If 
the denial authority determines that 
access should be granted to the ·entire 
record, he/she shall promptly make it 
available to the requesting individual in 
the manner prescribed in paragraph 
(c)(2)(ii) of this section, or direct the 
system manager to do so. 

(ii) If the denial authority determines 
that access to the entire record should 
be denied under the criteria specified in 
paragraph (a)(5) (i), (ii), or (iii) of this 
section, he/ she shall promptly send the 
requesting individual an original and 
one copy of a letter informing the 
individual of the denial of access and 
the reasons therefor, including citation 
of any applicable exemptions and a· 
brief discussion of the significant and 
legitimate governmental purpose(s) 
served by the denial of access. The 
denial letter shall also inform the 
'individual that he/she may request· 
further administrative review of the 
rna tter within 60 calendar days from the 
date of the denial letter, by letter: 

(A) if the record is from a civilian 
Official Personnel Folder or is contained 
on:'any other OPM form, to-
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Dimctor, Bureau of lYfanpower Information 
Systems, Office of Personnel Management, 
1900 E. ptreet, NW, Washington, DC 20415; 
or · 

{B) If the record pertains to the 
employment of a present or former Navy 
civilian employee, such as, Navy civilian 
personnel records or an employee's 
grievan?e or appeal file, to-
General Counsel. Department of the:Navy, 

Washington, DC 20360; or 

(C) If for any other record, to-
Judge Advocate General (Code 14), 

Department of the Navy. 200 Stovall Street, 
Alexandria, VA 22332 · 

The individual shall be further informed 
that a letter requesting such review 
should contain the enclosed cgpy of the 
denial letter and a statement of'the 
individual's reasons for seeking review 
of the initial determination. 

(iii) A copy of the denial letter shall be 
forwarded directly to the Chief of Naval 
Operations (OP-09B30) or the 
Commandant of the Marine Corps (C::ode 
M), rl~ provided in paragraph {b)(2J(iii) 
of this . 

(iv) the denial authority determines 
that access to portions of the record 
should be denied under the criteria 
specified in paragraph (a)(5) (i), (ii), (iii) 
of this section, he/ she shall promptly 
make an expurgated copy of the record· 
available·to the requesting individual 
and issue a denial letter as to the 
portions of the record that are required 
to be deleted. 

(4) Action by'reviewing authority. 
Upon receipt of a request for review of a 
determination denying an individual's 
initial request for access, the Judge 
Advocate General or the General 
Counsel shall obtain a copy of the cas.e 
file from the denial authority, revi~w the 
matter, and make a final administrative 
determination. He/she is' designated to 
perform such acts as nl&Y. be required by 
or on behalf of the Secretary of the Navy 
to accomplish a thorough review and to 
effectuate the determination. 

(i) Within 30 working of receipt· 
of the request for review, practicable, 
the Jud vocate General or the 
Genera C.ounsel shall inform the 
requesting individual, in Writing, of the 
final determination and the action 
thereon. 

(ii) If such a determination has the 
effect of granting a request for access, in 
whole or in part, the Judge Advocate 
General or the General Counsel may 
either .provide access in accordance 
with paragraphs (c)(2)(ii) {A) or (B) of 
this section, or direct the system 
manager to do so. 

(iii) If the final determination has the 
effect of denying a request for access,,. in 
whole or part, the individual shall be · 
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informed of the reason(s) and statutory. 
basis for the denial-including 
regulatory citations for any exemption 
exercised and an explanation of the 
significant and legitimate governmental 
purpose served. by exercising the 
exemption-and his/her rights to seek 
judicial review. . 

(iv) If the determination is based, in 
whole or part, on a security · 
classification, the individual shall be 
apprised of the matters set forth in 
§ 701.9(d)(4)(ii) of this part relating to 
declass!fication review and appeaL 

(d) Amendment procedures-(1) 
Criteria for determinations on requests 
for amendmff!nt. (i) As further explained. 
in § 701.108, many of the systems of 
records listed in subpart G of this .. pari. 
are exempt, in part, from amendment 
requirements. Such exemptions! where 
applicable, niay be exercised only by 
denial authorities (and by the , 
designated review authorities upon 
requests for review of initial denials), 
and then only in cases where there is 
specifically determined to be a 
significant and legitimate governmental 
purpose to be served by exercising the 
exemption. 

(ii) If an available exemption is not 
exercised. an individual's request for 
amendment of a record pertaining to 
himself/herself shall be granted if it is 
determined, on the basis of the . 
information presented by .the requester 
and all other reasonably available 
related· records, that the requested . 
amendment is warranted in order to 
make the record sufficiently accurate, 
relevant, timely, and complete as to 
ensure fairness in any determination 
which may be made about the 
individual on the basis of the record. If 
the requested amendment would involve 
the deletion of particular information 
from the record, the information shall be 
deleted unless it is determined that in 
addition to be!ng a€:curate, relevant to 
the individual, timely, and complete­
the information is relevant and 
necessary to accomplish a purpose or 
function required to be performed by the 
Department of the Navy pqrsuant to a 
statute or Executive order. 

(iii) The foregoing is not intended to 
permit the alteration of evidence. 
ore!se:nted in the course of judicial·or 
quasj.judicial proceedings. Any changes 
in such records should be made only 
through the established for 
changing records. These provisions 
are also not designed to permit 
collateral attack upon that which has 
already been the subject of a judicial or 
quasi-judicial action. For example, an 
individual would not be permitted to 
challenge a courts-martial conviction . 
under 32 CFR part 701, subparts F and 

G, but the. individual would be able to 
challenge, the accuracy with which a 
conviction has been recorded in a . 
record. 

(iv) The procedures in paragraph (d) 
of this section may be applied to 
requests· for amendment of records 
contained in a system of re-cords, 
provided they can be identified and 
located. 

{2) Action upon receipt of request. 
Subject to the provisions of this section, 
upon receipt of an individual's initial 
request to amend a record, the system 
manager (or official occupying a 
comparable position wlth.respect to a 
record not contained in a f?YStem of 
records) shall acknowledge the request 
in the mant;ter prescribed by paragraph 
(a)(6)(i) of this section, a~d. within 30 
days, if reason~bly possible, take one of. 
the following actions: · 

(i) If consideration cannot be gi~en to 
the request because-:-

{ A) The individual's identity is not 
satisfactorily verifi~d; . . . 

(B) The individual has not furnished 
the information needed to locate the 
record; 

(C) The Individual has not provided 
adequate information as to how or why 
the record should be amended; or· 

[D) The request is erroneously . 
addressed to an official having no . 
responsibility for the record or systems 
of records in question; 
inform the individual of the correct 
means or additional information needed 
for.obtaining consideration of his/her 
request -for amendment (a request may 
not be.rejected. nor·may the individual 
be required to resubmit his/her request, 
unless this is ~ssential for processing the 
request). 

(ii) If the system manager determines 
that the individual's request:to amend a 
record is warranted under the criteria jn 
·paragraph (d)(1) of this section. he/she 
shall promptly amend .the record and 
advise the· individual. in writing, of that 
action and its.effect (The system 
manager also should attempt to identify 
other records under his/her 
responsibility affected by the. requested 
amendment, and should make other · 
neces~ary amendments, accordingly.) 
Amendments .to records should be made 
in accordance with existing directives · 
and established procedures for changing 
records, if applicable and consistent 
with S2 CFR part 701, subpart F. The 
system shall advise previous 
recipients of record from whom a . · 
disclosure accounting has·been made.· 
that the record has been amended, and 
of the .substanc~ of the correction. . 

(iii) If the system manager is a denial 
authority; and denial of the request for 



amendment, in whole or part, is 
warranted, take the appropriate action 
prescribed in paragraph ( d)(3) (ii) or (iii) 
of this section; or 
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(D) For any other record..-by letter, 
within 60 calendar days from the date of 
the denial letter, to: 

Judge Advocate General (Code 14), 
Department of the Navy, 200 Stovall Street, 
Alexandria, VA 22332 

(iv) If the system manager is not a 
denial authority, but denial of the 
request for amendment, in whole or part, 
appears to be warranted, forward the The individual"shall•be further informed 
request to the cognizant denial authority that.a letter requesting such review 
with a copy of the disputed record, and should·contain the enClosed copy of the 
comments and recommendations denial letter and a statement of the 
concerning disposition. reasons for·seeking review of the initial 

(3) Action by denial authority. (i) If determination denying the request for 
the denial authority determines that amendment. A copy of the denial letter 
amendment of the record is warranted shall be forwarded to the Chief of Naval 
under the criteria in paragraph (d)(l) of Operations or the Commandant of the 
this section, he/she shall direct the ·Marine Corps, as provided in paragraph 
system manager to take the action (b)(2)(ii) of this section. ' 
prescribed in paragraph (d)(2)(ii) of this (iii) If the denial authority determines 
section. · · · that a request for amendment of a 

(ii) If the denial authority determines record should be granted in part and 
that amendment of the record·is not denied in part, he/she shall take the 
warranted under the criteria in action prescribed in paragraph (d)(3)(ii) 
paragraph (d)(l) of this section, he/she of this section with respect to the 
shall promptly send the requesting · · portion of the request which is denied. 
individual an original and one copy of a. (4) Action by reviewing authority. 
letter informing him/her of th·e denial of Upon receipt of a request for review for 
the request and thereason(s) for the a determination denying an individual's 
denial, including a citation of any initial requestfor amendment of a 
exemption exercised and a brief record, the Assistant Secretary of the 
discussion ofthe significant and Navy (Manpower.and Reserve Affairs), 
legitimate governmental purpose(s) the General Counsel, or the Judge 
served by exercising the exemption. The Advocate General, as appropriate, shall 
denial letter shall iiJ.form the individual obtain a copy of the case file from the 
that he/she may request further denial authority, review the·matter, and 
administrative review of the matter, as make a final administrative 
follows: determination, either granting or . 

(A) If the recprd is a fitness report or denying amendment, in whole or in part. 
performance evaluation (including . Those officials are designated to 
proficiency and conduct marks) from a perform such acts as may be required by 
military personnel file-by letter, within or on behalf of the Secretary of the Navy 
60 calendar ciays from the date of the to accomplish a thorough review and 
denial letter, to: effectuate the determination. 

Assistant Secretary of the Navy (Manpower 
and Reserve Affairs), Department of the · 
Navy, Washington, DC 20350; or 

(B) If the record is. from a civilian 
Official Personnel Folder br is contained 
in any other Office of Personnel 
Management form-~-by letter, within 60 
calendar days froin the date of the 
denial letter, to: 

.Director, Bureau of Manpower Information 
Systems, Office of Personnel Management, 
1900 E Street, NW., Washington, DC 20415; 
or 

(C) If the record pertains to the 
employment of a present or former Navy 
civilian employee, such as Navy civilian 
personnel records or an employee's 
grievance or appeal file-by letter, 
within 60 calendar days from the date of 
the denial letter, to: 
General Counsel, Department ofthe Navy, 

Washington, DC 20360 

(i) Within 30 working days of receipt 
of the request for review, the designated 
reviewing official shall inform the 
requesting individual, .in writing, of the 
final determination and the action . 
thereon, except that the Assistant 
Secretary of the Navy (Manpower and 
Reserve Affairs) may authorize an 
extension of the time limit where 
warranted because a fair and equitable 
review cannot be completed within the 
prescribed period of time. or for other 
good cause. If an extension is granted, 
the requesting individual shall be 
informed, in writing, of the reason for 
the delay, a.nd the approximate date on 
which the review will be completed and 
the final determination made. 

(ii) If, upon completion of review, the 
reviewing official determines that denial 
of the request of amendment is 
warranted under the criteria in . 
paragraph (d)(l) of this section, the 
individual shall be informed, in writing: 
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(A) Of the final denial of the request 
for amendment of the record, and the 
reason(s) therefor; 

(B) Of the right to file with the 
appropriate system manager a concise. 
statement of the individual's reason(s) 
for disagreeing with the decision of the 
agency, and that such statement of 
dispute must be received by the system 
manager within 60 calendar days 
following the date of the reviewing 
authority's final determination; 

(C) Of other procedures for filing such 
statement of dispute, and that a properly 
filed statement of dispute will be made 
available to anyone to whom the record 
is subsequently disclosed, together with, 
if deemed appropriate, a brief statement 
summarizing the reason(s) why the 
Department of the Navy refused the 
request to amend the record; 

(D) That prior recipients of the 
disputed record, to the extent that they 
can be ascertained from required 
disclosure ac'countings, will be provided 
a copy of the statement of dispute and,· if 
deemed appropriate, a brief statement 
summarizing the reason( s) why the 
Departmflnt of the Navy refused the 
request to amend the record; and 

· (E) Of his/her right to seek judicial 
review of the reviewing authority's 
.refusal to amend a record. ( 

(iii) If the reviewing. official 
determines upon review that the request 
for amendment of the record should be 
granted, he/ she shall inform the 
requesting individual of the 
determination, in writing, and he/she. · 
shall direct the system manager to 
amend the record'accordingly, and to 
inform pr.evious recipients of the record 
for whom disclosure accountings h1;1ve 
been made that the record has been 
amended and the substance of the 
correction. 

(5) Statements of dispute. When an 
individual properly files a statement of 
dispute under the provisions of 
paragraphs (d)(4)(ii) (B) and (C) of this 
section, the system manager shall 
clearly annotate the record so that the 
dispute is apparent to anyone who may 
subsequently access, use, or disclose it. 
The no.tation itself should be integral to 
the record. For automated systems of 
records, the notation may consist of a 
special indicator on the entire record or 
on the specific part of the record in . 
dispute. The system manager shall 
advise previous recipients of the record 
for whom accounting disclosure has 
been made that the record has been 
disputed, if the s.tatement of dispute is 
germane to the in.formation disclosed, 

:, and shall provide a copy of the 
individual's statement, together with, if 
deemed appropriate, a brief statement 
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summarizing the reason( s) why the 
Department of the Navy refused the 
request to amend the record. 

(i) The individual's statement of 
dispute need not be filed as an integral 
part of the record to which it p'ertains 
provided the record is integrally 
annotated as required above. It shall, 
however, be maintained in such a 
manner as to permit ready retrieval . 
whenever the disputed portion of the 
record is to be disclosed. When 
information which is the subject of a 
statement of dispute is subsequently 
disclosed, the system manager shall 
note that the information is disputed, 
and provide a copy of the individua.l's 
statement' of dispute. 

(ii) The system manager may include 
a brief summary of the reasons for not 
making an amendment when disclosing 
disputed information. Summaries 
normally will be limited to the reasons 
stated to the individual. Although these 
summaries may be treated as part of the 

. individual's record, they will not be 
subject to the amendment procedures of 
this section. 

§ 701.105 Disclosure to others and 
disclosure accounting. 

(a) Summary of requirements. 
Subsection (b) of 5 U.S.C. 552a prohibits 

· an agency from disclosing any record 
contained in a system of records to any 
person or agency, except pursuant to the 
written request or consent of the 
individual to whom the record pertains, 
unless the disclosure is authorized under 
one or more of the 11 exceptions noted 
in paragraph (b) of this section. 
Subsection i(1) of 5 U.S.C. 552a outlines 
criminal penalties (as prescribed in 32 
CFR 701:110) for personnel who 
knowingly and willfully make 
unauthorized disclosures of information 
about individuals from an agency's 
records. Subsection (c) of 5 U.S.C. 552a 
requires accurate accountings to be 
kept, as prescribed in paragraph (c) of 
this section, in connection with most 
disclosures of a record pertaining to an 
individual (including disclosures made 
pursuant to the individual's request or 
consent). This is to permit the individual 
to determine what agencies or persons 
have been provided information from 
the record, enable the agency to advise 
prior recipients of the record of any 
subsequent amendments or statements 
of dispute concerning the record, and 
provide an audit trail for review of the 
agency's compliance with 5 U.S.C. 552a. 

(b) Conditions of disclosure. No 
record contained in a system of records 
shall be disclosed, except pursuant to a 
written request by, or with the prior 
written consent of, the individual to 
whom the record pertains, unless 
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disclosure of the record falls within one 
of the exceptions. Where the record 
subject is mentally incompetent, insane, 
or deceased, no medical record shall be 
disclosed except pursuant to a wri.tten 
request by, or with the prior written . 
request of, the record subject's next of 
kin or legal representative~ unless 
disclosure of the record falls within one 
of the exceptions. Disclosure to third 
parties on the basis of the written 
consent or request of the individual is 
permitted, but not required, by 32 CFR 
part 701, subparts F and G. . 

· (1) Intra-agency. Disclosure may be _ 
made to personnel of the Department of 
the Navy or other components of the 
Department of Defense (DOD) (including 
private contractor personnel who are 
engaged to perform services needed in 
connection with the operation of a · 
system of records for a DOD 
component)', who have a need for the 
record in the performance of their 
duties, provided this use is compatible 
with the purpose for which the record is 
maintained. This provision is based on 
the "need to know" concept. 

(i) This may include, for example, 
disclosure to personnel managers, 
review boards, discipline officers, 
courts-martial personnel, medical 
officers, investigating officers, and 
representatives of the Judge Advocate 
General, Auditor General, Naval 
Inspector General, or the Naval 
Investigative Service, who require the 
information in order to discharge their 
official duties. Examples of personnel 
outside the Navy who may be included 
are: Personnel of the Joint Chiefs of 
Staff, Armed Forces Entrance .and 
Examining Stations, Defense 
Investigative ServiCe, or the other 
military departments, who require the 
information in order to discharge an 
official duty. 

(ii) It may also include the transfer of 
recor.ds between Naval components and 
non-DOD agencies in connection with 
the Personnel Exchange Program (PEP) 
and interagency support agreements. 
Disclosure accountings are not required 
for intraagency disclosure and 
disclosures made in connection with 
interagency support agreements or the 
PEP. Although some disclosures 
authorized by paragraph (b) of this 
section might also meet the criteria for 
disclosure under other exceptions 
specified in paragraphs (b)(2) through 
(12) of this section, they should be 
treated under paragraph (b )(1) of this · 
section for disclosure accounting 
purposes. 

(2) Freedom of Information Act. 
Disclosure may be made of those . 
records, or information obtained from 
records, required to be released under 

the provisions of 5 U.S.C. 552 and 32 
CFR part 701, subparts A through D. 
Disclosure accountings are not required 
when information is disclosed under the 
Freedom of Information Act. That act 
has the general effect of requiring the 
release of any record which does not fall 
within one of the nine exemptions 
specified in subpart A, § 701.5(b)(4)(ii), 
including an exemption for records 
which, if disclosed, would result in a 
clearly unwarranted invasion of the 
personal privacy of an individual. The 
phrase "clearly unwarranted invasion of 
personal privacy" states a policy which 
balances the interest of individuals in 
protecting their personal affairs from 
public scrutiny against the interest of 
the public having available information 
relating to the affairs of government. 
The interests of the recipient or of 
society must be weighed against the 
degree of the invasion of privacy. 
Numerous factors must be considered 

·such as: The nature of the information to 
be disclosed (i.e., Do individuals 
normally have an expectation of privacy 
in the type of information to be 
disclosed?); importance of the public 
interest served by the disclosure and 
probability of further disclosure which 
may result in an unwarranted invasion 
of privacy; relationship of the requester 
to the public interest being served; 
newsworthiness of the individual to 
whom the information pertains (e.g., 
high ranking officer, public figure); 
degree of sensitivity of the information 
from the standpoint of the individual' or 
the individual's family, and its potential 
for being misused to the harm, 
embarrassment, or inconvenience of the 
individual or the individual's family; the 
passage of time since the event which is 
the topic of the record (e.g., to disclose 
that an individual has been arrested and 
is being held for trial by court-martial is 
normally permitted, while to disclose an 
arrest which did not result in conviction 
might not be permitted after the passage 
of time); and the degree to which the 
information is already in the public 
domain or is already known by the 
particular requester. Examp~es of 
information pertaining to civilian 
personnel, which are normally released 
without an unwarranted invasion of 
privacy are: Name, present and past 
grades, present and past position titles, 
present and past salaries, present and 
past duty stations, and office or duty 
telephone numbers. Disclosure of other 
personal information pertaining to 
civilian employees shall be made in 
accordance with 5 CFR part 297, and the 
Federal Personnel Manual. 
Determinations as to disclosure of 
personal information regarding military 



personnel shall be made using the same 
balancing test a·s explained above. The 
following are examples of information 
concerning military personnel, which 
can normally be released without the 
consent of the individual upon request, 
as they are a matter of public record: 
Name, rank, date of rank, gross salary, 
present and past duty assignments, 
future assignments which are officially 
established, office or duty telephone 
numbers, source of commission, 
promotion sequence number, awards 
and decorations, attendance at 
professional military schools (major 
area of study, school, year of education, 
and degree), and duty status ·at any . 
given time. When the information sought 
relates to a list of members who are 
attached to a unit located in foreign 
territory, routinely deployable, or 
engaged in sensitive operations, the 
policy set forth in paragraph (b)(2)(vi) of 
this section shall be applied. In 
instances where the duty address or 
phone number of a specifically named 
member who is attached to such a unit 
is sought, the concerns underlying the 
policy involved when releasing such 
information as to a list of members 
should be weighed along with the other 
considerations required in the case of all 
other members. · 

(i) Disclosure of home ·addresses and 
home telephone numbers without 
permission shall normally be considered 
a clearly unwarranted invasion of 
personal privacy. Accordingly, 
disclosure pursuant to 5 U.S.C. 552 is 
normally prohibited. Requests for home 
addresses (includes barracks and 
Government-provided quarters) may be 
referred to the last known address of the 
individual for reply at the person's 
discretion. In such cases, requesters will 
be notified accordingly. · 

(ii) Disclosure is permitted pursuant to 
the balancing test when circumstances 
of a case weigh in favor of disclosure. 
Disclosure of home address to 
individuals for the purpose of initiating 
court proceedings for the collection of 
alimony or child support, and to state 
and local tax authorities for the purpose 
of enforcing tax laws, are examples of 
circumstances where disclosure could 
be appropriate. However, care must be 
taken prior to release to ensure that a 
written record is prepared to document 
the reasons for the release 
determination. 

(iii) Lists or compilations of names 
and home addresses, or single home 
addresses will not be·disclosed without. 
the cons·ent of the individual involved, 
to the public including, but not limited 

. to, individual Members of Congress, 
creditors, and commercial and financial 
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institutions. Requests for home 
addresses may be referred to the last 
known address of the individual for 
reply at the individual's discretfon and 
the requester will be notified 
accordingly. This prohibition may be 
waived when circumstances of a case 
indicate compelling and overriding 
interests of the individual involved. 

(iv) An individual shall be given the 
opportunity to elect not to have his/her 
home address and telephone number 
listed in a. Navy activity telephone 
directory. The individual shall also be 
excused from paying additional costs 
that may be involved in maintaining an 
unlisted number for Government-owned 
telephone service if the individual 
complies with regulations providing for 
such unlisted numbers. However, the 
exclusion of a home address and 
telephone number from a Navy activity 
telephone directory does not apply to 
the mandatory listing of such 
information on a command's recall 
roster. 

(v) Information regarding nonjudicial 
punishment normally will not be 
released in response to Freedom of 
Information Act requests. However, the 
usual balancing of interests must be 
done. It is possible that in a particular 
case, information regarding nonjudicial 
punishment should be disclosed 
pursuant to an FOIA request, i.e., the 
facts leading to a nonjudicial . 
punishment are particularly newsworthy 
or the case involves a senior official 
abusing the public trust through office­
related misconduct, such as 
embezzlement. (Note: Announcement of 
nonjudicial punishment dispositions 
under JAGMAN, subsection 0107, is a 
proper exercise of command authority 
and not a release of information under 
32 CFR part 701, subparts A through D 
or 32 CFR part 701, subparts F and G.) 

(vi) Unclassified information about 
service members may be withheld when 
disclosure "would constitute a clearly 
unwarranted invasion of personal 
privacy" under 5 U.S.C. 552 (exemption 
(b)(6) applies). Disclosure of lists of 
names and duty addresses or duty 
telephone numbers of members assigned 
to units that are stationed in foreign 
territories, routinely deployable, or 
sensitive can constitute a clearly 
unwarranted invasion of personal 
privacy. Disclosure of such information 
poses a security threat to those service 
members ·because it reveals information 
about their degree of involvement in 
military actions in support of national 
policy, the type of naval unit to which 
they are attached, and their presence or 
absence from their households. Release 
of such inforrria tion aids the targeting of 
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service members and their fa.milies by 
terrorists or other persons opposed to 
implementation of national policy. Only 
an extraordinary public interest in 
disclosure of this information can 
outweigh the need and responsibility of 
the Navy to protect the tranquility and 
safety of service members and their 
families who repeatedly have been 
subjected to harassment, threats and 
physical injury. Units covered by this 
policy are: 

(A) Those located outside the 50 
states, District of Columbia, 
Commonwealth of Puerto Rico, Guam, 
U.S. Virgin Islands and American· 
Samoa. 

(B) Routinely deployable units. Those. 
units forming the core of the operating 
forces, i.e., organized, equipped and 
specifically tasked to participate 
directly in strategic or tactical 
operations. As such, they normally 
deploy from home port or permanent 
station on a periodic or rotating basis to 
meet operational requirements or 
participate in scheduled exercises. For 
th~ Marine Corps, this includes all Fleet 
Marine Forces. For the Navy, this 
includes routinely deployable ships, 
aviation squadrons and operational 
staffs. It does not include ships 
undergoing yard work or whose primary 
mission is support or training, e.g., yard 
craft and auxiliary aircraft landing 
training ships. 

(C) Units engaged in sensitive 
operations. Those primarily involved in 
the conduct of covert, clandestine or 
classified missions, including units 
primarily involved in collecting, 
handling, disposing or storing of 
classified information and materials. 
This also includes units engaged in 
training or advising foreign personnel. 
Examples of units covered by this 
exception are SEAL Teams, Security 
Group Commands, Weapons Stations, 
and Communication Stations. 
Exception to this policy must be 
coordinated with the Chief of Naval 
Operations (OP-09B30) or the 
Commandant of the Marine Corps (MPI-
60) prior to responding to requesters, 
including all requests for this type of 
information from Members of Congress. 
See paragraph (b)(2) of this section 
regarding requests for duty telephone 
numbers or addresses of named service 
members with overseas, routinely 
deployable, or sensitive units. 

(vii) Disclosure of addresses of Navy 
civilian employees is governed by Office 
of Personnel Management regulations. 

(3) Routine use. Disclosure may be 
made for a "routine use" (as defined in 
§ 701.103(k)) that is compatible with the 
purpose for which the record is collected 
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and listed as a routine use in the 
applicable record system notice 
published in the Federal Register. 
Routine use encompases the specific 
ways or processes in which the 
information is used, including the 
persons or organizations to whom the 
record may be disclosed, even if such 
use occurs infrequently. In addition to 
the routine uses established by the 
Department of the Navy for each system 
of records, common blanket routine 
uses, applicable to all record systems 
maintained within the Department of the 
Navy, have been established. See 
§ 701.116. In the interest of simplicity 
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for evaluation by the Administrator of 
General Servi~es or his/her designee to 
determine whether the record has such 
value. (Records transferred to a federal 
records center for storage or safekeeping 
do not fall under this provision. Such 
transfers are not rconsidered disclosures 
under this Act, since the records remain 
under the control of the transferring 
element. Therefore, disclosure 
accounting is not required for transfers 
of records to federal records centers.). 
Disclosure accountings are required -for 
disclosures made to the National 
Archives. 

to obtain the consent of the individual to 
whom the record pertains might result in 
a delay which could impair the health or 
safety of a person. The individual about 
whom the records are.disclosed need 
not necessarily be the individual whose 
health or safety is in peril (e.g., release 
of dental charts on several. individuals 
in order to identify a person injured in 
an accident). In.instances where 
information under alleged emergency 

and economy, these blanket routine uses 
are pul:Jl.ished only once at the beginning · 
of the Department of the Navy's Federal 
Register·compilation of record systems 
notices rather than in each system 

(7) Givil or criminal law enforcement 
activity. Disclosure may be made to 
another agency or instrumentality of any 
government jurisdiction within.or under 
the contr.ol.of the United States, for a 
civil or criminal law enforcement 
activity, if the activity is authorized by 
law, and if the head of the agency or 
instrumentality has made a written 
request to the activity which mantains 
the record, specifying the particular . 
record desired and the law enforcement 
purpose for which the record is sought. 

' conditions is requested by telephone, an 
attempt will be made. to verify the 
inquirer's and medical facility's 
identities and the caller's telephone 
number. The ·requested information, if· 
then considered appropriate and of an 
emergency nature, may be provided by 
return call. Disclosure accountings are 
required for disclosures made under 
emergency conditions. 

notice. Disclosure accountings are 
required for all disclosures made 
pursuant to a routine use. Disclosures 
frqm a record maintained ,by the Navy to 
officers and employees of Department of 
Defense who have a need for 
inform.atiqn, and disclosure from such 
records made pursuant to a Freedom of 
Information Act r~quest, are not · . 
"routine use" disclosures, and no .. 
disclosure accountings need be ma.de for 
them. 

(4) Bureau of the Census. Disclosure· 
may be made to the Bureau of the 
Census for purpose of planning or 
carrying out a census of survey or 
related activity authorized by law. 
Disclosure accountings are required for 
disclosures made to the Bureau of the 
Census. . 

(5) Statistical research or reporting. 
Disclosure may be made to a recipient 
who has provided adequate written 
assurance that the record will be used 
solely as a statistical research or 
reporting record, provided the record is 
transferred in a form that is not 
individually identifiable (i.e., the 
identity of the individual cannot be 
deduced by tabulation or other 
methodology). The written request must 
state the purpose of the request, and will 
be made a part of the activity's 
accounting for the disclosure. When 
activities publish ·gross statistics 
concerning a population in a system of 
records (e.g., statistics on employer 
turnover rates, military reenlistment 
rates, and sick leave usage rates), these 
are not considered disclosures of 
records and accountings are not 
required. 

.(6) National Archives. Disclosure may 
be made to the National Archives when 
the record has sufficit:!nt historical or 
other value to warrant continued 
preservation by the U.S. Government, or 

· The head.of the agency or 
instrumentality may have delegated 
authority to request records to other 
officials, Requests by these designated 
officials shall be honored if they proviqe 
satisfactory evidence of their 
authorization to request records. Bl<;mket 
requests for all records pertaining to an 
individual shall not be honored. A 
record may also be disclosed to a law 
enforGement activity, provided that such 
disclosure has been established as a · 
"routine use" In the published, record· 
system notice. Disclosure to foreign law 
enforcement agencies is not governed by 
the provisions of 5 U.S.C. 552a and this 
section, but may be made only pursuant 
to established "blanket routine uses" 
contained in § 701.116, pursuant to an 
established "routine use:· published in 
the individual record system notice, or 
pursuant to other governing authority. 
Disclosure accountings are· required for 
disclosures to civil or criminal law 
enforcement agencie.s, and also for 
disclosures pursuant to a routine use, 
but need not be disclosed to the 
individual if the law enforcement· 
agency has requested in writing that it 
not be .. 

(8) Emergency conditions. Disclosure . 
may ,be made under emergency 
conditions involving compelling 
circumstances affecting the health and 
safety of a person, provided that 
notification of the disclosure is 
transmitted to the last known address of 
the individual to whom the record 
pertains. For example, an activity may 
disclose records when the time required 

(9) Congress and Members of 
Congress. Disclosure may be made to · 
either House of Congress, or, to the 
extent of matters within its jurisdiction, 
to any committee or subcommittee 
thereof, or to any joint committee of 
Congress or subcommittee thereof. 
Disclosure may not be made, however,. 
to a Member of Congress requesting in 
his/her individual capacity or on behalf . 
of a constituent, .except in accordance 
with the following rules: 

(i) Upon re.ceipt of an oral or written 
request from .a Member of Congress on 
his/her staff, inquiry should'be made as 
to the identity of the originator of the 
request. If the request was prompted by 
a request for assistance by the 
individual to whom the. record pertains, · 
the requested information may be 
disclosed .to the requesting 
Congressional office. 

(ii) If the request was originated by a 
person other .than the invididual to 
whom the record pertains, the 
Congressional office must be informed 
that the requested information cannot be 
disclosed without the.written consent of 
the individual to whom the record · 
pertains. If the Congressional office 
subsequently states that it has received 
a request for assistance from the 
individual or bas obtained the · 
individual's written consent for 
disclosure to that office, the requested 
information may be disclosed. · 

(iii) If the Congressional office . , 
requests the.Department of the Navy to 
obtain the consent of the individual to 
whom the record pertains, that office 
should be informed that -it is the policy 
of the Department not to interfere in the 
relationship qf a M~mber qf Congress 
and his/her constituent, and that the 
Department therefore does not contact 
an individual who is the subject of a 
cpngressional inquiry .. 



(iv) If the Congressional office insists 
on Dep-artment of the Navy cooperation, 
an effort should be made to contact, 

. through his/her command, the 
individual to whom the records ·pertain 
and ascertain whether the individual 
consents to the disclosure. If neither the 
Congressional office nor the Department 
of the Navy obtains the individual's 
written consent, only information 
required to be released under 5 U.S.C. 
552 and 32 CFR part 701,_subparts A 
through D should be disclosed. 
Disclosure accountings are required for 
disclosures made to Congress or 
Members· of Congress, except 
nonconsensual disclosures pursuant to 5 
U.S.C. 552 provided for in paragraph 
(b)(9)(iv) of this section. · 

(10) Comptroller General. Disclosure 
may be made to the Comptroller 
General of the United States, or to any 
of his/her authorized representatives, in 
the course of the performance of the 
duties of the Gen.eral Accounting Office. 
See§ 701.101(al(2) and the 
SECNA VINST 5740.26 series. Disclosure 
accountings are required for disclosures 
to the Comptroller General or General 
Accounting Office. 

(11) Court of competent jurisdiction. 
Disclosure may be made in response to 
an order from a court of-competent' 
jurisdiction (signed by a state or Federal 
court judge), subject to the following 
provisions:. · · 

(i) When a record is disclosed under 
compulsory legal·process, and the 
issuance of that order is made public by · 
the court which issued it, activities shall 
make reasonable efforts to notify the 
individual to whom the record pertains 
of the disclosure and the nature of the 
information provided. This requirement 
may be satisfi~d by notifying the 
individual by mail at the last known 
address contained in the activity 
records. Disclosure accountings are 
required for disclosures made pursuant 
to court orders. 

(ii) Upon being served with an order 
which is not a matter of public record, 
an activity shall seek to be advised as to 
when it will become public. An 
accounting for the disclosure shall be 

·made at the time the activity complies 
with the order, but neither the identity of 
the party to wh'om the disclosure was 
made nor the purpose of the aisclosure 
shall be made available to the 
concerned individual unless the court 
order has become a rna tter of public · 
record. 

(12) Consumer reporting agencies. 
Certain personal information may be 
disclosed to consumer reporting 
agencies as defined by the Federal 
Claims Collection Act of 1966. Under the 
Federal Claims Collection Act of 1966, 
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the following information may be 
disclosed to a consumer reporting 
agency: 

(i) Name, address, taxpayer 
identification number (SSN), and other 
information necessary to establish the 
identity of the individual. 

(ii) The amount, status and history of 
the claim. 

(iii) The agency or program under 
which the claim arose. 
The Federal Claims Collection Act of 
1966 specifically requires that the 
system notice for the systems of ~ecords 
from which the information will be 
disclosed indicates that the information 
may be disclosed to a consumer 
reporting agency. . 

(c) Disclosure accountings-(1) 
Responsibilities. With respect to a 
disclosure of a record which itmaintains 
in a system of records, each activity is 
responsible for keeping an accurate 
accounting of the date, nature, and 
p,urpose of the disclosure, and the·name 
and address of the person or agency to 
whom the disclosure is made. When 
disclosure is made by an activity other 
than the activity that is responsiblefor 
maintaining the record, the activity 
making the disclosure is responsible for 
giving written: notification of the above 
information. to the act~vity responsible 
for maintaining the record, to enable the 
latter activity to keep the required 
disclosure accounting. 

(2) Disclosure for which accountings 
are required. A disclosure accounting is 
required for all disclosures of records 
maintained in a system of ·records, 
except: Intra-!lgency disclosures . 
pursuant to paragraph (b)(1) of this 
section; Freedom of Information Act 
disclosures pursuant to paragraph (b) (2) 
of this section or paragraph (b)(9)(iv) of 
this section; or disclosure pursuant to 
paragraph (b)(12) of this se~tion; or 
disclosures for statistical research or 
reporting purposes pursuant to 
paragraph (b)(5) of this section. A 
disclosure accounting is required for a 
disclosure made to another person or 
agency pursuant to the request or 
consent of the individual to whom the 
record pertains. There is no requirement 
for keeping an accounting for 
disclosures of'disclosure accountings. 

(3) Accounting method. Sine~ the 
charact~ristics of various records 
maintained within the Department of the 
Navy vary widely, no uniform method 
for keeping disclosure accountings is 
prescribed. For most paper records, it 
may be suitable to maintain the · 
accounting on a record-by-record basis, 
physically affixed to the records. The 
primary criteria are that the selected 
method be one which will: 
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(i) Enable an ·individual to ascertain 
what persons or agencies have received 
disclosures pertaining to him/her; 

(ii) Provide a basis for informing 
recipients of subsequent amendments or 
statements of dispute concerning the 
.req>rd; and 

(iii) Provide a means to prove, if 
necessary, that the activity has complied 
with the requirements of 5 U.S.C. 552a 
and this subpart. 

(4) Retention of accounting record. A.· 
disclosure accounting, if one is required, 
shall be maintained for the life of the 
record to which the disclosure pertains, 
or for at least five years after the date of 
the disclosure for which the accounting 
is made; whichever is ·longer. Nothing in 
5 U.S.C. 552a or.32 CFR part 701, 
subparts F and G requires retaining the 
disclosed record itself longer tha·n for 
the period of time provided for ,it in the 
SECNA VINST 5212.5 series, but the 
disclosure accounting must be retairied 
for at least five years. 

(5) Accounting to the individual. 
Unless an applicable exemption has 
been exercised, systems managers or 
other appropriate custodial officials 
shall provide .all information in the 
disclosure accounting to an individual 
requesting such information concerning 
his/her records, ex~ept entries · 

· pertaining to disclosures made pursuant 
to paragraph (b)(11)(ii) of this section 
and disclosures made at the written 
request of the head of another' agency or 
government instrumentality for law 
enforcement purposes under paragraph 
(b )(7) of this section. Activities ~hould 
maintain the accounting-of the latter two 
types of disclosures in such a manner 
that the notations are readily 

· segregable, to preclude improper release 
to the individual. The process of making 
the accounting available may also 
require transformation of the data in 
order to make it comprehensible to the 
individual. Requests for disclosure 
accountings otherwise available to the 
individual may not be de.nied unless a 
denial authority for. the designated 
review authority has· exercised an 
applicable exemption and denied t~e 
reqq.est, and then only when it has beEm 
determined that denial of the request 
would serve a significant and legitimate 
Government purpose (e.g., avoid 
interfering with an ongoing law 
enforcement investigation). Appropriate 
procedures pr~scribed in § 701.104(b), 
for exercising an exemption, denying a 
request and reviewing a denial apply 
also to disclosure accounting to the 
individual.. 

·(d) Accuracy requirements. Prior to 
disclosing any record about an 
individual to any person other than to 
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personnel of the agency~ with a need to 
know, and other than pursuant to 5 
U.S.G. 552. and 32 CFR part 701, subparts 
A through D, reasonable efforts are 
required to ensure that such rec0rds are 
accurate, complete, timely. and relevant 
for Department of the· Navy purposes .. It 
may be: appropriate to• advise the: 
recipient that the information was; 
accurate as: of a specific: date, or 
otherwise give guidance concerning its 
quality. 

(e} Mailing lists• No activity nor any 
member. or employee of the Department 
of the Navy shall sell or rent individuals' 
names and addresses unless such action 
is authorized by law. This provision 
should not be construed to require the 
withholding of names and addresses 
otherwise permitted to be made public. 

§ 701.106. Collection of personal 
information from Individuals. 

(a) Collection directly from the· 
individual. Personal information shall 
be collected, to the greatest extent · 
practicable, directly from the individual 
when the information may adversely 
affect an individual's rights, benefits, 
and privileges under Federal programs. 
The collection of information from third 
parties shall be minimized. Exceptions 
to this policy may be made when 
warranted. The following are examples, 
not necessarily exhaustive, of situations 
which may warrant exceptions: 

(1) There is need to ensure the 
accuracy of information supplied by an 
individual by verifying it through a third 
party, e.g., verifying information for a 
security clearance; 

(2) The nature of the information is 
such that it can be obtained only from a 
third party; such as supervisor's 
assessment of an employee's 
performance in a previous job or 
assignment; or 

(3) Obtaining the information from the 
individual would present exceptional 
practical difficulties or would result in 
unreasonable cost. 

(b) Informing individuals from whom 
personal information is requested. (1) 
Individuals· who are asked to supply 
personal information about themselves 
for a system of records must be advised 
of: 

(i) The· authority (statute or Executive 
order) which authorizes tlie solicitation: 

(ii) All major purposes for which the 
Department of the Navy uses the 
information (e.g., pay entitlement, 
retirement eligibility, or·security 
clearance); 

(ii) A brief summary of those routine 
uses to be made of the information as 
published in the Federal Register and 
distributed by current OPNA VNOTE 
5211, and 
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(iv) Whether disdosure is mandatory 
or· voluntary;·. and the possible · 
consequences for failing to respond. 

(2)' This. statement, which is referred 
to as a "Privacy Act statement,': must be 
given regardless of the medi'um used in 
requesting. the information, e.g., a blank 
sheet, preprinted form with a control 
number, format, questionnaire, survey 
sheet,. or interview. It may be. provided 
on the form used to collect the 
information, or on a separate form or 
sheet, a cop.y of which may· be retained 
by the individual. There is no . 
requirement that the individual sign the 
statement. · 

(3) When the Privacy Act statement i's 
to be attached or provided with the 
form,. the statement will be assigned the 
same ide.ntifying.number as the form 
used in collectfng the information, and· 
the suffix, "Privacy Act Statement.". For 
example, a DD Form 398 would be . 
identified as "DD Form 398-Privacy 
Act Statement***." For unnumbered 
formats, such as questionnaires and 
survey report fonhs, the Privacy Act 
statement will bear the report control 
symbol, if orie applies, or the OMB 
number, i.e., "OMB Approval No. 21-
R0268, Privacy Act Statement." The 
statement will be positioned in such a. 
manner that individuals from whom the 
information is being collected will be 
informed about the act' before they begin 
to furnish any of the information 
requested. 

(4) For the purpose of determining 
whether a Privacy Act statement is 
required, "personal information" should 
be considered to be information about 
an individual that is intimate or private 
to the individual, as distinguished from 
information related solely to the 
individual's official functions. See 
§ 701.105(b)(2). It ordinarily does not 
include such information as the time, 
place, and manner of, or reasons or 
authority for, an individual's·execution 
or omission of acts directly related to 
the duties of his/her Federal 
employment or military assignment. 

(5) The head of the proponent activity 
(i.e., the initiating or sponsoring activity) 
is responsible for determining whether a 
Privacy Act statement is required, and 
for ensuring that it is prepared and 
available as an attachment or as a part 
of the form, etc. 

(c) Social Security Numbers-(1) 
Requesting an individual's social 
security number (SSN). Department of 
the Navy activities may not deny an 
individual any right, benefit, or privilege 
provided.by law because the individual 
refuses to disclose his/her SSN, unless 
such disclosure is required by Federal 
statute or, in the case of systems of 
records in existence and operating 

before January 1, 1975, where such 
disclosure was: required under statute or 
regulation adopted prior to January 1, 
1975 to verify the identity of an 
individual. E.O. 9397 authorizes this 
Department to use the SSN as a system 
of numerical identification of 
individuals. 

(2) Informing an Individual whim 
requesting his/herSSN. When an 
individual is requested to disclose his/ 
her social security number, he/ she must 
be given a statement containing 
information required in paragraph (b) of 
this section. 

(3) An activity may request an 
individuals's SSN even though it is not 
required by Federal statute, or is not for 
a system of records in existence and 
operating prior to January 1, 1975. 
However, the separate Privacy Act 
statement for the SSN, along, or a 
merged PriV-acy Act statement, covering 
both the SSN and other items of 
personal information, must make clear 
that disclosure of the number is 
voluntary. If the individual refuses to 
disclose his/her SSN, the activity must 
be prepared to identify the individual by 
alternate means. 

(4) Once a military member or civilian 
employee 'of the Department of the Navy 
has disclosed his/her SSN for purposes 
of establishing personnel, financial, or 
medical records upon entry into naval 
service or employment, the SSN 
becomes his/her service or employment 
identification number. After an 
individual has provided his/her SSN for 

· the purpose of establishing a record, the 
notification is not required if the 
individual is only requested to furnish or 
verify the SSN for identification 
purposes in connection with the normal 
use of his/her records. However, if the 
SSN is to be written down and retained 
for any purposeby the requesting 
official, the individual must be provided 
the notification required in paragraph 
(b)(1) of this section. 

§ 701.107 Safeguarding personal 
information. 

(a) Legislative requirement. The 
Privacy Act requires establishment of 
appropriate administrative, technical, 
ar:td physical safeguards to ensure the 
security and confidentiality of records, 
and to pro'tect against any anticipated 
threats or hazards to their security or 
integrity which could result in 
substantial harm, embarrassment, 
inconvenience, or unfairness to any 
individual on whom information is 
required. . 

(b) Responsibilities. At each location, 
and for each system of records, an 
official shall be designated as having 



responsibility for safeguarding the 
information therein. Specific safeguards 
for individual systems must be tailored 
to the existing circumstances, with 
consideration given to sensitivity of the 
data~ need for continuity of operations, 
need for accuracy and reliability in. 
operations, general security of the area, 
cost of safeguards, etc. 

(c) Minimum safeguards. Ordinarily, 
personal information should be afforded 
at least the protection required for 
information designated as "For Official 
Use Only". For privacy, the guideline is 
to provide reasonable safeguards to 
prevent inadvertent or unauthorized 
disclosures of record contl~"nt, during 
processing, storage, transmission, and 
disposal. 

(d) Automatic data processing .. The 
Chief of Naval Operations (Code Op-
945) is responsible for determining and 
formulating policies and procedures, as 
necessary, to ensure that ADP systems 
containing personal information contain 
adequate safeguards to protect personal 
privacy, and are in accordance with the 
OPNA VINST 5239.1 series. 

(e) Disposal-(1) General. Reasonable 
care must be taken to ensure that 
personal information is not subject to 
unauthorized disclosure during records 
disposal. Records which contain 
personal information pertaining to 
individuals should be disposed of in 
such a manner as to preclude 
recognition or reconstruction of 
information contained therein, such as 
by. pulping, tearing, shredding, 
macerating or burning. Records recorded 
on magnetic tapes or other magnetic 
media may be disposed of by 
degaussing or erasing. If contractors are 
hired to haul trash containing personal 
information, contract provisions as 
specified in § 701.109(a) should be 
incorporated into the contract. If paper 
trash containing personal information is 
sold for recycling, legal assistance 
should be obtained to insert in the sale 
contract clauses that will make the 
buyer a Government contractor subject 
to the provisions of 5 U.S.C. 552a. 

(2) Massive computer cards and 
printouts. (i) The transfer of large 
quantities of computer cards and 
printouts in bulk to a disposal activity, 
such as the Defen~e Property Disposal 
Office, is not a release of personal 
information under 32 CFR part 701, 
subparts F and G. The volume of such 
data when turned over in bulk transfers 
make it dif{icult, if not impossible, to 
identify a specific individual record. 
Therefore, there are no special 
procedures required when disposing of 
large numbers of punch cards, computer 
printouts or other large detailed listings 
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and normal document disposal 
procedures may be followed. 

(ii} If the systems manager believes 
that the data to be transferred in bulk 
for disposal is in a form where it is 
individually recognizable or is not of a 
sufficient quantity to preclude 
compromise, the records should be 
disposed of in accordance with this 
section. 

§ 701.108 Exemptions. 

(a) Summary. Subsections (j) and (k) 
of 5 U.S.C. 552a authorize the Secretary 
of the Navy to adopt rules designating . 
eligib~e systems of records as exempt 
from·certain requirements of 5'.U.S.C. 
552a. In accordance with 32 CFR part 
701, subpart E, publication of a general 
notice of a proposed rule concerning 
exemptions for systems of records is 
required to appear in the Federal 
Register at least 30 days prior to the 
effective date, in order to afford 
interested persons an opportunity to. 
comment. 32 CFR part 701, subpart G 
indicates the systems designated as 
exempted, the type of exemption 
claimed, the authority and reasons for 
invoking the exemption, and the · 
provisions of 5 U.S.C. 552a from which 
each system has been exempted. The 
two categories of exemptions are 
general and specific. No system of 
records, however, is automatically 
exempt from all provisions of 5 U.S.C. 
552a. 

(b).General exemption. To be eligible 
for a generai exemption under. the 
authority of subsection (j)(2), 5 U.S.C. 
552a, the system of records must be 
maintained by an activity whose 
principal function involves the . 
enforcement of criminal laws and must 
consist of: 

(1) Data, compiled to identify 
individual criminals and alleged . 
criminals which consists only of 
identifying data and arrest records and 
type and disposition of charges; 
sentencing, confinement, and release 
records; and parole and probation 
status; 

(2) Data that supports criminal 
investigations (including efforts to 
prevent, reduce, or control crime) and 
reports of informants and investigators 
that identify an individual; or 

(3) Reports on a person, compiled at 
any state of the process oflaw 
enforcement, from arrest or indictment 
through release from supervision. 

(c) Specific exemptions. To be eligible 
for a specific exemption under the. 
authority of subsection (k) of 5 U.S.C. 
552a, the pertinent records within a 
designated system must contain on·e or 
more of the following: 
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(1) Information specifically authorized 
to be classified. Before denying a person 
access to classified information, the 
denial authority must make sure that it 
is properly classified under the criteria 
of E.O. 12356, and that it must remain so 
in the interest of national defense or 
foreign policy ((k)(1) exemption). 

.(2) Investigative records compiled for 
law enforcement purposes ·(other than 
that claimed under the general 
exemption). If this information has been 
used to deny someone a right, however, 
the Department of the Navy must 
release it unless doing so would reveal 
the identity of a confidential source 
((k)(2) exemption). 

(3) Records maintained in connection 
with providing protective services to the 
President of the United States or other 
individuals protected pursuant to 18 
U.S.C. 3056 ((k)(3) exemption). 

(4) Records used only for statistical, 
research, or other evaluation purposes, 
and which are not used to make 
decisions on the rights, benefits, or 
privileges ofindividuals, except as 
permitted by 13 U.S.C. 8 (Use of census 
data) ((k)(4) exemption). 

(5) Data compiled to determine· 
suitability,· eligibility, or qualifications 
for Federal service, ·Federal contracts, or 
access to classified information. This 
information may be withheld only if 
disclosure would reveal the identity of a 
confidential source ((k)(5) exemption). 

(6) Test or examination material used 
solely to determine individual 
qualifications for appointment or 
promotion in the Federal service, the 
disclosure of which would compromise 
the objectivity or fairness of the testing 
or examination process ((k)(6) 
exemption). 

(7) Information to determine 
promotion potential in the Armed 
Forces. This information may be 
withheld- only to the extent that 
disclosure would reveal the identity of a 
confidential source ((k)(7) exemption). 

(d) Limitations on denying 
. notification, access, and/or amendment 

on the basis of an exemption.-(1) 
Classified information. Prior to denying 
a request for notification, access or 
amendment concerning a classified 
record on the .basis of a subsection (k)(1) 
ex.emption, denial authorities having 
classification jurisdiction over the 
classified matters in the record shall 
review the record to determine if the 
classification is proper under the criteria 
of. the OPNA VINST 5510.1 series. If the 
denial authority does not have 
classification jurisdiction, immediate 
coordination shall be effected with the 
official having classification jurisdiction, 
in order to'obtain a review of the 
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propriety of the classification. If it is 
determined upon review that the 
classification is proper, consideration 
shall also be given to the . 
appropriateness of permitting the 
requester to view the record in classified 
form, provided that he/she has or can be 
given the requisite security clearance." · 

(2) Law enforcement records. 
Requests for notification or access shall 
not be denied on the basis of a 
subsection (k)(2) .exemption if the· 
requested recqrd has been use.d as a 
basis for denying the individual.a right, 
benefit, or privilege to whic;:h he I she 
would be entitled in the absence of the 
record, except that access may be 
limited to the extent necessary to 
protect the identity of a confidential 
source, as defined in paragraph (e) of 
this section. Additionally, neither a 
subsection (j)(2) nor. a subsection (k)(2) 
exemption shall be the basis for a denial 
of a request for no'tification or access 
concerning a record, or a portion 
thereof, unless granting the request is in 
accordance with the exemptions 
specified 'ifl 5 U.S.C. 552a, and would: 

(i) Interfere with enforcement 
proceedings; · 

(ii) Deprive a person of a right to a fair 
tria] or·an impartial adjudication; 

(iii) Constitute an unwarranted 
invasion of personal privacy; ·· ' 
. (iv) Disclose the identity of a 

confidential source or disclose 
confidential information furnished only 
by a confidential source in the course Qf 
a criminal investigation or in the course 
of a lawful national security intelligence 
investigation; · ' 

(v) Disclose investigative techniques ' 
and procedures not· al~eady in the public 
domain and requiring protection from 
public disclosure to ensure their · 
effectiv~ness; · 

(vi) Endanger the life or. physical 
safety of law enforcement personnel; or 

(vii) Otherwise be deemed not 
releasable under 5 u.s.c. 552 and 32 
CFR part 701, subparts A through D. 

(e) Confidential sources. For the 
purposes of subsection (k) exemptions, a 
"confidential source" is a person who 
has furnished information to the Federal 
government under: 

(1) Ail express promise that his./her 
id~ntity would be held iri confidence, or 

(2) An implied promise made prior to 
September 27, 1975, that his/her identity 
would be held in confidence. · 

(f) Promises. of confidentiality. 
Express promise of confidentiality shall 
be granted on a selective basis, and only 
when such promises are needed and are 
in the interest of the service. Officials 
exercising denial authority shall 
establish appropriate procedures and 
standards governing the granting of 
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confidentiality for records systems 
under their cognizance. 

§ 701.109 Contractors. . 
(a) Contracts to maintain records . . 

. Any unit! activ.ity, or official letting a 
contract that involves the maintenance 
of a system of record~ to accomplish a 
Department of the Navy purpose shall 
include in that contract such terms as. 
are necessary to incorporate the 
relevant provisions of 5 U.S.C. 552a in 
accordance with the Federal Acquisition 
Regulati.on Part 24.1, "Protection of 
Individual Privacy," April1, 1984. . 

(b) Contracting officers. Contracting 
officers shall review all requirements for 
service cm:ltracts to determine if the 
requirements may result in the design, 
development, or operation of a system 
of records :on individuals: If it is 
determine'd that such is involved, the 
solicitation ·to meet the requirement 
shall contain notice similar to the 
following: 

Warning. 
This procurem~nt action requires the 

contractor to do one or more of the following: 
Operate, use or maintain a system of records 
on individuals to accomplish an agency 
function. The Privacy Act of 1974 (Pub. L 93-
597; 5 U.S.C. 552a) impose's requirements on 
how these records are collected, maintained, 
used, and disclosed. Violations of the Privacy 
Act may result in termination· of any contract 
resulting from this solicitation as well as 
imposition of criminal or civil penalties. 

§ 10~.110 Judicial sanctions .. 
(a) Subsection (i)(1) ci.f 5 U.S.C. 552a 

prescribes crbninal penalties for 
violation of its provfsions. Any member 
or employee of the Department of the 
Navy may be found guilty .of a , 
misdeme;:mor and fined not more than 
$5,000 for willfully: _ 

(1) Maintaining a system of records 
without first meeting the puolic notice 
requirements. · · 

(2) Disclosing information protected 
under the Privacy Act tq ~ny 
unauthorized persop/ agency. 

(3) Obtaining or disclosing 
1 information about an individual under 
false pretenses. 

§ 701.111 - Government contractors. 

contractor and its employees are to be 
considered employees· of the Navy for 
purposes of the sanction provisions of 
the Privacy Act during the performance 
of the contract. Consistent with the 
Federal Acquisition Regulation Part 24.1, 
Protection of Individual Privacy, 
contracts requiring the maintenance of a 
system of records or the portion of a 
system of records shall identify 
specifically the record system and the 
work to be performed and shall include 
in the solicitation and resulting contract 
such terms as are prescribed by the . 
Federal Acquisistion Regulation Part 
24.1. 

(2) ~f the contractor must use or have· 
access to individually identifiable 
information subject to 32 CFR part 701, 
subparts F and G to perform any part of 
a contract, and the information would 
have been coliected and maintained by 
the Naval activity but for the aw·ard of 
the contract, these contractor activities 
are subject to S2 CFR part 701, subparts 
F and G. 

(3) The restriction in § 701.11l(a) (1) 
and (2) do not apply to· records: 

(i) Established and maintained to 
assist in making internal contractor 
management decisions, such .as records 
maintained by the contractor for use in 
managing the contract. 

(ii) Maintained as internal contractor 
employee re.cords even when used in 
conjunction with·providing goods and· 
services to the Department of Defense; 
or. 

(iii) Maintained as training records by 
an educational organization cQntracted 
by the Department of the Navy to 
provide training when the records of the 
contract students are similar to and 
comingled with training records of other 
students (e.g., admissions forms, 
transcripts, academic counselling and 
similar- records). 

.(iv) Maintained by a cop.sumer 
reporting agency to which·records have 
been disclosed under contract in 
accordance with the Federal Claims 
Collection Act of 1966. 

(b) Disclosure of records to 
contractors. The disclosure of records 
required by the contractor for the 

' operation, use or maintenance of a 
system of records in the performance of 
a government contract shall not require 
the consent of the individual to whom 
the record pertains or the maintenance 

(a) Applicability to government 
contractors. (1) When a naval activity 
contracts for the operation or 
maintenance of a system of records or a 
portion of a system of records by a 
contractor, the record system or the . ': 
portion of the record system affected are 
considered to be maintained by the 
naval.activity and are subject to 32 CFR 
part 701, subparts F and G. The naval 
activity is 'responsible for applying the 
requirements of 32· CFR part 701, 
subparts F and G to the contractor. The 

of a disclosure accounting record since 
systems of records operated under. 
contract to accomplish a Navy function, 
are, in effect,-maintained by the 
Department of the Navy. Disclosure of 
p~rsonal information between the 
Department of the Navy and the 
contractor.is considered to.be the same 



as between those officers and 
employees of the Department of the 
Navy who have a need for the records in 
the performance of their duties. 

§ 701.112 Matching program procedures. 
The Office of Management and Budget 

(OMB) has issued special guidelines to 
be followed in programs that match the 
personal records in thE! computerized 
data bases of two or more federal 
agencies by computer. These guidelines . 
are intended to strike a balance 
between the interest of the government 
in maintaining the integrity of federal · 
programs and the need to protect 
individual privacy expectations. They 
do not ·authorize matching programs as 
such and each matching program must 
be justified individually in accordance 
with the OMB guidance. 

§ 701.113 Rule~ of access to agency 
records. 

5 U.S.C. 552a, as implemented in .32 
CFR part 701, subparts F and G, 
provides for individuals to have access 
to agency records, pertaining to 
themselves, with certain limited 
exceptions. The following rules of 
access are in effect: · 

(a) Requests for access must be 
submitted in writing to (name or 
organizational title of record custodian). 

(b) Individuals desiring to review 
records pertaining to themselves are 
urged to submit their requests by mail or 
in person, 10 days before the desired · 
review date. Every effort will be made 
to expedite access when necessary, but 
records ordinarily cannot be made 
available for review on the day of the 
request. In the case of a request to : 
provide records directly to an 
authorized representative who is other 
than the parent of a minor or other legal 
guardian, an authorization signed within 
the preceding 45 days, by. the individual 
to whom the records pertain, specifying 
the records to be released, will be 
required. Notarized authorizations may 
be required if the sensitivity of the 
information in the records warrants. 

(c) Information should be provided by 
the individual to assist in identifying 
relevant systems of records and 
individual identifiers should also be 
furnished (e.g., full name, social security 
number, etc.) to locate records in the 
particular system. 

(d) Review of the record may be 
accomplished between the hours of 
___ and in room __ _ 
of building . 

(e) When the individual reviews 
records in person, the custodian will 
require the presentation of identification 
before permitting access to the record. 
Acceptable forms of identification 
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include military·identification card, base manager designated in the published 
or building pass, driver's·license, or record system notice. 
similar document. When the individual (c) A letter indicating receipt will be 
requesis access to information by mail, . sent to the requester within 10 working 
verification of identity may be obtained days after the request has been. received 
by requiring him/her to provide certain by the appropriate system manager. The 
minimum identifying data such as date .letter will contain details as to when the 
of birth and any other item in the record requester may expect to be advised of 
that only the concerned individual action taken on the request. The 
would likely know. requester may also be asked to provide 

(f) Individuals may be accompanied additional verification of his/her 
by a person of their own choosing when identity. This is to protect the privacy of 
reviewing the record. The custodian will .other individuals by ensuring that the 
not, however, discuss the record in the requester is seeking to amend his/her 
pr.esence of the third person without the own records and not, inadvertently or 
written authorization of the individual to intentionally, the records of another 
whom the record pertains. individual. 

(g) On request, copies of the record (d) A letter indicating whether or not 
will be provided at a cost specified. Fees the request for amendment has been 
will not be assessed if the cost is less granted will be sent to the requester as 
than $30. · 

(h) A medical record will not be soon as a decision has been reached by 
released to the individual if, in the . the appropriate authority. If it is 
judgment of a physician, the information determined that the requested 
contained therein could have an adverse amendment is warranted, the requester 

will be advised of the'action taken and 
affect on the 'individual's physical or of the effect of that action. If it is 
mental well-being. In such . 
circumstances, the individual will be determined that the requested 
asked to provide to the record custodian amendment is not warranted, the 
the name of a personal physician along requester will be advised of the reasons 
with written authorization for release of for the refusal and of the procedures ~nd 
the record to that physician. The record time limits within which the requester 
will then be provided to the named can seek further review of the refusal. 

physician. . § 701.115 Rules of conduct under the 
{i) Questions concerning these Rules Privacy Act. 

of Access, or, information contained in 
the record, should be addressed to (title (a) Maintaining personal records. It is 

unlawful to maintain systems of records 
or official of organizational title], room about individuals without prior 
----• building . ' announcement in the Federal Register. 
telephone number Anyone who does is subject to criminal 
§ 701.114 Rules for amendment requests. penalties up to $5,000. Even with such 

5 U.S.C. 552a, as implemented by 32 notice, care shall be taken to keep only 
CFR part 701, subparts F and G, such personal information as is 
provides for individuals to request necessary to do what law and the 
amendment of their personal records President, by Executive order, require. 
when the individuals believe the records The information is to be used only for 
are inaccurate, irrelevant, untimely, or the purposes described in the Federal 
incomplete. The following rules for Register. . 
a,mendment requests are in effect: (b) Disclosure. Information about an . 

(a) Requests must be in writing and individual shall not be disclosed to any 
must indicate that they are being made unauthorized individual. Anyone who 
under the Privacy Act (5 U.S.C. 552a), 32 makes an unauthorized disclosure ori. 
CFR part 701, subparts F and G, or the purpose may be fined up to $5,000. Every 
SECNA VINST 5211.5 series. Requests member or employee of the Department 
should contain sufficient information to of the Navy who maintains records 
locate and identify the particular record about individuals has an obligation to 
which the requester is seeking to amE)nd ··do his/her part in protecting personal 
(e.g., full name, social security number, . information from unauthorized 
date of birth, etc.). A request should also disclosure. 32 CFR part 701, subpart F 
contain a statement of the changes and G describes when disclosures are 
desired to be made to the record, the authorized. 
reasons for requesting amendment, and (c) Individual access. Every 
any available information the requester individual, with certain .exceptions, has 
can provide in support of the request, the right to look at any record the 
including pertinent documents and .. Department of the Navy keeps on him/ 
related records. her, to copy it, and to request to have it 

(b) Requests for amendment must be corrected if he/she considers it wrong. 
submitted to the appropriate system The individual attempting to exercise 
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these right shall be given pourteotis and 
considerate assistance. 

(.d) Ensuring accuracy. The 
Department of the Navy has an 
obligation to use only. accurate, timely, 
relevant, and complete information 
when making -decisions about 
individuals. Every member, official, and · 
employee involved in k~eping records 
on individuals shall assist in the 
discharge of this obligation. 

§ 701.11'6 Blanket routine uses. 
(a) Routine use-Law enforcement. In 

the event that a system of records 
maintained by this component to carry 
out its functions indicates a violation or 
po.tential violation of law, whether. civil, 
criminal or regulatory in nature, and 
whether arising by general statute, or by 
regulation. ... rule or order issued pursuant 
thereto, the relevant records in the · 
system of records may be referred, as a 
routine use, to the apt)rop'~iate agency, 
whether federal, state, local orforeign, 
charged with the responsibility of 
investigating.or prosecuting such 
violation or charged with enforcing or 
implementing ~he statute, rule; t ·. 

regulation or order issued pursuant 
thereto. . . 

(b) Routine use_:.Disclosure when 
requesting information. A record from a 
system of reqords maintained by this 
component may be disclosed as a 
routine use to a federal, state, or local 
agency maintaining civil, criminal or· 
other relevant enforcement information 
or other pertinent information, such as 
current licenses, if necessary to obtain 
information, relevant to a component 
decision concerning the hiring or 
retention of an employee, the issuance 
of a security clearance, the letting of a 
contract, or the issuance of a license, 
grap.t or oth.er benefit. '. ' 

(c) Routine use-Disr;:losure of 
requested information. A record from a 
system of records maintained by this 
compon.ent may be disclosed to a 
federal ~gency, in response to its 
request, in connection with the hiring or 
retention of an employ'ee, the issuance 
·of a security clearance, the reporting of 
an investigation of 1:1-n employee, the 
letting of a· contract, or the issuance of a 
license, grant, or other benefit by the 
requesting agency, to the extent that the1 

information is relevant and necessary to 
the requesting agency's decision on the 
matter. · ·· 

(d) Routine use-Congressional 
inquiries. Disclosure from a system of 
records maintained by this component 
may be made to a congressional office 
from the record of an individual in 
response to an inquiry from the 
congressional office made at the request 
of that 'individual. · 
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(e) Routine use.;.......Disclosure to the 
Department of Justice for litigation. A 
record from a system of 'records 
maintained by this component may be · 
disclosed as a routine use to any 
component of the Department of Justice 
for the purpose of'representing the DOD, 
or any officer, employee, or member of 
the Department in pending or potential 
litigation to which the record is 
pertinent . · 

(f) Routine use-Priva!e relief 
legislation. R~levtmt information 
contained in all sy~tems. 'pf records of 
the Department of Defense published on 
or before August 22, 1975, will be 
disclosed to the Office of Management 
and Budget in connection with the 
review of private relief legislation .as set 
forth In OMB Circular A-19 at any stage 
of the legislative coordination, and 
clearance. process as set forth in that 
Circular. · 

(g) Routine use_._Disclosures required 
by international agreements. A record· . 
from a system of records maintained by 
this component may be disclosed to 
foreign law enforcement, security, 
investigatory, or administrative 
authorities in order to comply with 
requirements imposed by, or to claim 
rights conferred in international 
agreements and arrangement~ including 
those regulating the stationing and 
status in foreign countries of 
Department of Defense military and 
civilian personnel. . · 

(h) Routine use-Disclosure to state 
and local taxing authorities. Any 
information n.ormally contained in IRS 
Form W-2, which is maintained in a 
record from a ·system of records 
maintained by this Component may be 
disclosed to.state and local taxing 
authorities with which the Secretary of . 
the Treasury has entered into 
agreements pursuant to Title 5, U.S.C., 
Sections ~516, 5517., 5520, and only to 
those state and local taxing authorities 
for which an employee or military 
member is or was subject. to tax 
regardless of whether tax is or was 
withheld. This routine use is in 
accordance with Treasury Fiscal , 
Requirements Manual Bulletin Nr. 76-07. 

(i) Routine use..-.....Disclosure to the 
Office of Personnel Management 
(OPM]. A record from a system of· . 
records subject to the Privacy Act and 
maintained by this component may be.~ 
disclosed to the OPM concerning · 
information on pay and· leave, benefits, 
retirement deductions, and any other 
information necessary for OPM to carry 
out its legally authorized Government­
wide personnel management.function·s 
and studies. · 

Subpart ·G-Privacy Act Exemptions 

Authority: 5 U.S.C. 5~2a, 32 CFR part 310. 

§ 701.117 Purpose. 

32 CFR part 701, subparts F and G 
contains rules promulgated by the 
Secretary of the Navy, pursuant to.5 
U.S.C. 552a (j} and (k), and subpart F, 
§ 701.108, to exempt certain systems of 
Department of the Navy records from 
specified provisions of 5 U.S.C. 552a. 

I' 

§ 701.118 Exemption for classified 
records. 

All systems of records maintained by · 
the Department of the Navy and its 
components shall be exempted from the 
reql:J.irements of 5 U.S.C. 552a(d) 
pursuant to 5 U.S.C. 552a(k)(1), to the 
extent that the system contains any 
information properly classified under 
E.O. 12356 and that is required by that 
Executive order to be kept secret in the 
interest of national defense or foreign 
policy. This exemption is applicable to 
parts of all systems of records including 
those not otherwise specifically 
designated for exemptions herein which 
contain isolated items of properly · 
classified information. 

§ 701.119 . Exempt Navy record systems. 

(a) [Reserved] . 
(b) Bureau of Naval Personnel. 
(1) ID-N05520-1. 
Sysname .. Personnel Security 

Eligibility Information System. 
Exemption. Portions. of this system of 

records are exempt from the following 
subsections of 5 U.S.C. 552a: (c)(3), (d), 
(e)(4) (G) through (I), and (f). 

Authority. 5 U.S.C. 552a(k) (1), (2), (5) 
and (7). 

Reasons. Granting individuals access 
to information collected and maintained· 
in this system of records could interfere 
with orderly investigations; result in the 
disclosure of classified material; 
jeopardize the safety of informants, 
witnesses, and their families; disclose 
investigative techniques;· and result in 
the invasion of privacy of individuals 
only incidentally related to an 
investigation. Material will be screened 
to permit access to unclassified 
information that will not disclose the · 
identity of sources who provide 
information to the Government under an 
express or implied promise of 
confidentiality. 

(2)[Reserved] 
(3) ID-N05354-1 . . 
Sysname. Equal Opportunity 

Information and Support System. 
Exemption. Portions of this system of 

records are exempt from the following 
subsections·of 5 U.S;C. 552a: (c)(3), (d), 
(e)(4) (G) through (I), and (f). 



Authority. 5 U.S.C. 552a(k) (1), and (5). 
Reasons. Granting access to 

information in this system of records · 
could result in the disclosure .of 
classified material, or reveal.the identity 
of a source who furnished information to 
the Government under an express or 
implied promise of confidentiality. 
Material will be screened to permit 
access to unclassified material and to 
information that will not disclose the 
identity of a confidential source. 

(4) ID-N0142G-1. 
Sysname. Officer Promotion System. 
Exemption. Portions of this system of 

records are exempt from the following 
subsections of 5 U.S.C. 55.2a: (c)(3), (d), 
(e)(1), (e)(4) (G) through (I), and (f). 

Authority. 5 U.S.C. 552a(k) (1), (5), (6), 
and (7). · 

Reasons. Granting individuals access 
to this system of records could result in 
the disclosure of classified material, or 
the identification of sources who 
provided information to the Government 
under an express or implied promise of 
confidentiality. Material will be 
screened to .Permit access to 
unclassified material and to information 
that does not disclose the identity of a 
confidential source. · 

(5) ID-N0107G-3. 
Sysname. Navy Personnel Records 

System. 
Exemption. Portions of this system of 

records are exempt from the following 
subsections of 5 U.S.C. 552a: (c)(3), (d), 
(e)(1), (e)(4) (G) through (I), and (f). · 
· Authority. 5 U.S.C. 552a(k) {1) and.(5). 

Reasons. Granting individuals access 
to certain portions of the information 
collected and maintained in this system 
of records could result in the 
unauthorized disclosure of classified 
material. Material will be screened in 
order to provide access to unclassified 
information that does not disclose the 
identity of a source who provided 
information under an express or implied 
promise of confidentiality. 

{6) 1D-N0164G-1. 
Sysname. Individual Correctional 

Records. 
Exemption. Portions of this system are 

exempt from the following subsections 
of 5 U.S.C. 5q2a: {c)(3), {c)(4), (d), (e)(2), 
(e)(3), (e)(4) (G) through (I), (e)(5), {e)(8), 
(f), and (g). 

Authority. 5 U.S.C. 552a(j)(2). 
Reasons. Granting individuals access 

to portions of these records pertaining to 
or consisting of, but not limited to, 
disciplinary reports, criminal 
investigations, and related statements of 
witnesses, and such other related matter 
in. conjunction with the enforcement of 
criminal laws, could interfere with 
orderly investigations, with the orderly 
ad~inistration of justice, and possibly 
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enable suspects to avoid detection or 
apprehension. Disclosure of this 
information could result in the 
concealment, destruction, or fabrication 
of evidence, and jeopardize the safety 
and well-being of informants, witnesses · 
and their families, and law ~nforcement 
personnel and their families. Disclosure 
of this information could also reveal and 
render ineffectual investigative 
techniques, sources, and methods used 
by these components and could result in 
the invasion of the privacy of 
individuals only incidentally related to 
an investigation. The exemption of the 
individual's right of access to portions of 
these records, and the reasons therefor, 
necessitate the exemption of this system 
of records from the requirement of the 
other cited provisions. 

ID-N01754-3. 
System name. Navy Child 

Development Services Program. 
Exemptions. Portions of this system of 

records are exempt from the following 
subsections of Title 5 U.S.C. 552a(c)(3) 

. and (d). 
· Authority.5 U.S.C. 552a(k)(2). 

Reasons. Exemptions is needed in 
order to encourage persons having 
knowledge of abusive or neglected acts 
toward children to report such 
information,and to protect such sources 
from ·embarrassment or recriminations, 
as well as to protect their right to 
privacy. It is essential that the identities 
of all individuals who furnish 
information under an express promise of 
confidentiality be protected. 
Additionally, granting individuals 
access to information relating to 
criminal and civil law enforcement, as 
well as the release of certain disclosure 
accountings, could interfere with 
ongoing investigations land the orderly 
administration of justice, in that it could 
result in the concealment, alteration, 
destruction; or fabrication of'. 
information; could hamper the 
identification of offenders and the 
disposition of charges; and could 
jeopardize the safety and well being of 
parents and their children. 

(c) Navy Recruiting Command. 
(1) ID-N01131-1. · 
Sysname. Officer Selection and 

Appointment System. . 
Exemption. Portions of thjs system of 

records are exempt from the following 
subsections of 5 U.S.C.· 552a: (c)(3), (d), 
( e )(1), (e)( 4) (G) through (I), and (f). 

Authority. 5 U.S.C. 552a (k)(1), (5), (6), 
and (7). . 

Reasons. Granting individuals access 
to portions of this system of records 
could result in the disclosure of 
classified material, or the identification 
of sources who provided information to 
the Government under an express or 
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implied promise of confidentiality. 
Material will be screened to permit 
access to unclassified material and to 
information that does not disclose the 
identity of a confidential source. 

(2) ID-N01133-,2. . . 
Sysname. Recruiting Enlisted 

Selection System. 
Exemption. Portions of this system of 

records are exempt from the following 
subsections of 5 U.S.C. 552a: (c)(3), (d), 
(e)(1), (e)(4) (G) through (I), and (f). 

Authority. 5 U.S.C. 552a(k) (1), (5), (6), 
and•(7). 

Reasons. Granting individuals access 
to portions of this system of records 
could result in the disclosure of 
classified material, or the identification 
of sources who provided information to 
the Government under an express or 
implied promise of confidentiality. 
Material will be screened to permit 
access to unclassified material and to 
information that does not disclose the· 
identity of a confidential source. 

(d) Naval Security Group Command. 
(1) ID-N05527-4. 
Sysname. Naval Security Group 

Personnel Security/ Access Files. 
Exemption. Portions of this system of 

records are exempt from the following 
subsections of 5 U.S.C. 552a: (c)(3), (d), 
(e)(1), (e)(4) (G) through (I), and (f). 

Authority. 5 U.S.C. 552a(k) (1) through 
(5). 

Reasons. Exempted portions of this 
system contain information that has 
been properly classified under E.O. 
12356, and that is required to be kept 
secret in'the interest of national defense 
or foreign policy. Exempted portions of 
this system also contain information 
considered relevant and necessary to 
make a determination as to 
qualification, eligibility or suitability for 
access to classified special intelligence 
information, and that was obtained by 
providing an express or implied promise 
to the.sourc~ that his/her identity would 
not be revealed to the subject of the 
record. · 

(e) Naval Investigative Service. 
(1) ID_;_N0552G-4. 
Sysname. NIS Investigative Files · 

System. 
Exemption {1). Portions· of this system 

of records are exempt from the following 
subsections of 5 U.S.C. 552a: (c)(3), 
(c)(4), (d), (e) (2), and (3), (e)(4) (G) 

. through (1), ( e )(5), ( e )(8), (f) and (g). 
A-uthority (1). 5 U.S.C. 552a(j)(2). 
Reasons (1}. Granting individuals 

access to information collected and 
maintained by this component relating 
to the enforcement of-criminal laws 
could interfere with orderly 
investigations·, with the orderly 
administration of justice, and possibly 
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enable suspects ,to avoid detection or. 
apprehension. Disclosure of this 
information could result in the 
concealment, destruction, or fabrication 
of evidence and jeopardize the safety · 
and well being of informants, witnesses 
and their families, and law enforcement 
personnel and their families. Disclosure 
of this information could also reveal and 
render ineffectual investigative 
techniques, sources, and methods used 
by this Component and could result in 
the invasion of the priv~cy of 

. indi:viduals only incidentally related to 
an investigation. The exemption of the 
individual's right of access to his/her 
records, and the reasons therefore, 
necessitate the exemption of this .system 
of records from the requirements of the 
other cited provisions. 

Exemption [2). Portions of this system 
of records are exempt from the following 
subsections of 5 U.S.C. 552a: (c)(3), (d), 
(e)(1), (e)(4) {G) tprough {I), and {f). 

Authority {2}. 5 U.S.C. 552a (k)(1), 
(k)(3), (k)(4), {k)(5), and (k)(6). . . 

Reasons (2). The release of disclosure 
accountings would permit the subject of 
an investigation to obtain valuable 
information concerning the nature of 
that investigation, and the information 
contained, or the identity of witnesses 
or informants, and would therefore 
present a serious impediment to law . 
enforcement. In addition, disclosure of 
the accounting would amount to notice 
to the individual of the existence of a 
record. Access to the records contained 
in this system would inform the subject 
of the existence of material compiled for 
law enforcement purposes, the 
premature release of which could 
prevent the successful completion of 
investigation, and lead to the improper 
influencing of witnesses, the destruction 
of records, or the fabrication of 
testimony. · · 

Exempt portions of this system also· 
contain information that has been 
properly classified under E.O. 12356, and 
that is 'required to be kept secret in the 
interest of national defense or foreign 
policy. · ·. . 

Exempt portions of this system also 
contain information considered relevant 
and necessary to make a determination 
as to·qualifications, eligibility, or 
suitability for Federal civilian 
employment, military service, Federal 
contracts, or access to classified 
information, and was obtained by 
providing an express or implied 
assurance to the source that his/her 
identity would not be revealed to the 
subject of the record. The notice for this 
system of records published in the 
Federal Register. sets forth the basic 
statutory or related authority for 
maintenance of the system. 
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The categories of sources of records in for access to classified information and 
this system have been published in the was obtained by providing an express or 
Federal Register in broad gene·ric terms. implied assurance to the source that his/ 
The identity of specific sources, her identity would not be revealed to the 
however, must be withheld in order to· · · subject of the record. 
protect the confidentiality of the source, · (g) Naval Inspector General. 
of criminal and other law enforcement (1} /D-N04385-1. 
information. ThiEl exemption is further · Sysname. IG Investigatory System. 
necessary to protect the privacy and Exemption. Portions of this syst~m of 
physical ofwitnesses and records are exempt from the following 
informants. subsections of 5 u.s.c. 552a: (c){3), 

This system of record is exempted (c)(4), (d), (e)(2), (e)(3), (e)(4) (G) through 
from procedures for notice to an · · (I), (e)(5), (e)(8), (f), and (g). · 
individual as to the existence of records Authority. 5 U.S.C. 552a(j)(2). 
pertaining to him/her dealing with an Reasons. Granting individuals access 
actual or potential civil or·regulatory to information collected and maintained 
investigation, because such notice to an by these activities relating to the 
individud would be detrimental to the enforcement of criminal laws could 
successful conduct and/or completion of interfere with orderly investigations, the 
an investigation, pending or future. Mere orderly administration of justice, and 
notice of the fact of an investigation might enable suspects to avoid detection 
could inform the subject or others that and apprehension. Disclosures ofthis 
their activities are under, or may · information could result in the 

. become the subject of, an investigation. concealment, destruction, or fabrication 
This could enable the subjects to avoid . of evidence, and possibly jeop'ardize the 
detection, to influence witnesses safety and well-being ofinformants, 
improperly, to destroy records, or to ' witnesses and their families. Such 
fabricate testimony. . disclosures could also reveal' and render 
· .Exempt portions of this system ineffectual investigatory techniques and 
contain screening board reports. methods and sources of information and 
Screening board reports set forth the could result in the invasion of the 
results of oral examination of applicants personal privacy of individuals only 
for a position a~ a special agent with the incidentally related to an investigation. 
Naval Investigative Service. Disclosure The exemption of the individual's 
of these records would reveal. the areas 
pursued in the course of the examination right of access to his/her records, and 

and th
1
us ~dversely affef:t th

11
e r~sult of ~~~;:;t~~~so~hthl:f~;:t:!c:;~~t~~~J:e 

the se ecbon process. Equa y Important, f th . · f th th · t d 
the records contain the candid views of . rom . e provisions o e 0 er CI e 
the members composing the board. sections of 5 U.S.C. 552a. 
Release of the records could affect the (2) ID-N04385-2. 
willingness of the members to provide System Name. Hotline Program Case 
candid opinions and thus diminish the : File. · 
effectiveness of a program which is Exemption. Portions of this system of 
essential to maintaining' the high records are exempt from the following 
standard of the·Special 'Agent Corps, i.e., subsections of Title 9 U.S.C. 552a(c)(3), 
those records constituting examination (d), (e)(1), (e)(4)(G), (H), (I) and (f). 
material used solely to determine Authority.5 U.S.C. 552a(k)(1), (2), (5), 
individual qualifications for (6) and (7). 
appointment in the Federal Service. Reasons. Exempted portions of this 

(f) Naval Intelligence Command. system consist of information compiled 
(1) /D-N03834-1. for the purpose of investigations, 
Sysname. Special Intelligence including reports of informants and 

Personnel Access File. investigators. Such investigations may 
Exemption. Portions of this system of be associated with identifiable 

records are exempt from the following individuals .. Disclosure of files in this 
subsections of 5 u.s.c. 552a: (c)(3). {d), system would interfere with orderly 
(e](1), (e)(4} (G) 'through (1), and (f). investigations, and possibly result in the 

Authority. 5 U.S.C. 552a(k) (1) and (5). concealment, destruction, or fabrication 
Reasons. Exempted portions of this ·. of evidence, and possibly jeopardize the · 

. system contain information that has safety and well-being of informants, 
been properly. classified under E.O. witnesses and their families. Such 
12356, and that is required to be kept disclosures could also reveal and render. 
secret in the interest of national defense ineffectual investigatory techniques and 
or foreign policy. Exempted portions of methods and sources of informaiton and · 
this system also contain information · could further result in the invasion of the 
considered relevant and necessary to · personal privacy of individuals only 
make a determination as to incidentally related to an investigation. 
qualifications, eligibility, or suitability Depending on the ·nature ofthe 



complaint, ~ecords may contain 
info.rmation that is currently and 
properly classified pursuant to executive 
order and must be kept secret in the 
interest of national defense or foreign 
policy, is confidentially provided 
information located in investigatory 
records compiled for the purposes of 
enforcement of non-criminal law, 
relates to qualifications, eligibility, or 
suitability for Federal employment, is 
test or examination material used to 
determine qualifications for . . 
appointment or promotion in the Federal 
service, is confidentially provided 
informaiton used to determine pot,ential 
for promotion in the armed services. · 

(h) Naval Resale System Office. · 
(1) !D-N12930-1. 
.Sysname. Industrial Relations 

Personnel Records. 
Exemption. Portions of this system of 

records are exe111pt from the following 
·subsections of 5 U.S.C. 552a: (d), (e)(4) 
(G) and (H), and (f). . 

Authority. 5 U.S.C. 552a(k) (5) and (6). 
Reasons. Exempted portions of this 

system contain information considered 
relevant and necessary to make a 
determination as to qualifications, 
eligibility, or suitability for Federal 
employment, and was obtained by 
providing an express or implied promise· 
to the source that his/her identity would 
not be revealed to the subject of the 
record. Exempted portions of this 
system also contain test or examin~tion 
material used solely to determine 
individual qualifications for . 
appointment or promotion in the Federal 
service, the disclosure of which would 
comprise the objectivity or fairness of 
the testing or examination process. 

(i) Navy and Marine Corps Exchanges 
and Commissaries. 

(1) ID-N04060-1. 
Sysname. Navy and Mari.ne Corps 

Exchange and Commissary Security 
Files. 

Exemption. Portions of this sys·tem of 
records are exempt from the following 
subsections of 5 U.S.C. 552a: (c)(3), (d), 
(e)(l), (e)(4) (G) through (1), and (f). 

Authority. 5 U.S.C. 552a (k)(2). 
Reasons. Granting individuals access 

to information collected and maintained 
by these activities relating to the 
enforcement of criminal laws could 
interfere with orderly investigationf?, 
with orderly administration·of justice, 
and possibly enable suspects to avoid 
detection or apprehension.• Disclosure of 
this information could result in the 
concealment, destruction, or fabrication 
of evidence, and could also reveal and 
render ineffectual investigative 
techniques, sources, and methods used 
by these activities. 

(j) Naval Clemency and Parole Board. 
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(1) ID-N05819-3 .. 
Sysname. Naval Clemency and Parole 

Board Files. · 
Exemption. Portions of this system of 

records are exempt from the following 
subsections of 5 U.S.C. 552a: (c)(4), (d), 
(e)(4)(G), and (f). · ' ·· 

Authority. 5 U.S.C. 552a(j)(2). 
Reasons. Granting individuals access 

to records maintained by this Board 
could interfere with internal processes 
by which Board personnel are aple to 
formulate decisions and policies with 
regard to clemency and parole in cases 
involving naval prisoners and other 
persons under the jurisdiction of the 
Board. Material will be screened to 
perm,it access to' all material except such 
records or documents as reflect items of 
opinion, conclusion, or recommendation 
expressed by individual board members 
or by the board as a whole·. 

The exemption of the individual's 
. right of access to portions of these 

records, and the reasons therefore, 
necessitate the partial exemption of this 
system of records from the requirements 
of the other cited provisions .. 

(k) Office of the Secretary. 
(1) JD..:_N01070-9. 
Sysname. White House Support 

Program. 
Exemption. Portions of this system of·· 

records are exempt from the following 
subsections of 5 U.S.C. 552a: (c)(3), (d), 
(e)(1), (e)(4) {G) through {I), and (f). 

Authority. 5 U.S.C. 552a(k) (1), (2), (3), 
and (5). . 

Reasons. Exempted portions of this .. 
system contain information which has .. 
been properly classified 'under E. b. 
12356, and which is required to be kept 
secret in the interest of national defense 
or foreign policy. Exempt~d portions of 
this syste~ may also contain · 
information considered relevant and 
necessary to make a determina lion as to 
qualifications, eligibility, or suitability 
for access to classified information, and 
which was obtained by providing an 
express or implied promise to the source 
that his/her identity would not be 
revealed to the .subject of the record. 
Exempted portions of this system may 
also contain information collected and 
maintained in connection with providing 
protective services to the President and 
other individuals protected pursuant to 
18 U.S·.C. 3056. Exempted portions of this 
system may also contain investigative 
records compiled for law enforcement 
purposes, the disclosure of which could 
reveal the identity of sources who 
provide information under an express or 
implied promise of confidentiality, 
compromise investigative techniques 
and procedures, jeopardize the life or 
physical safety of law-enforcement 
personnel, or otherwise interfere with 

enforcement proceedings or 
adjudica lions. 

(2) ID-N05800-1. 
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System name. Legal Office Litigation/ 
Correspondence Files. 

Exemption. Portions of this record 
system may. be exempted from 
subsections of 5 U.S.C. 552a (d), (e)(1), 
and (f)(2), (3) and (4). 

Authority: 5 u.'s.c: 552a(k) (1), (2), (5), (6), 
and (7). ' 

Reasons. Subsection (d) because 
granting individuals access to 
information relating to the preparation 
and conduct of litigation would impair 
the development and implementation of 
legal strategy. Accordingly, such records · 
are exempt under the attorney-client 
privilege. Disclosure might also 
compromise on-going investigations and 
reveal confidential informants. 
Additionally, granting access to the · 
record subject would seriously impair. 
the Navy's ability to negotiate 
settlements or pursue other civil·' 
remedies. Amendment is inappropriate 
because the litigation files contain 
official records including transcripts, 
court orders, investigatory materials, 
evidentiary materials such as exhibits, 
decisional memorandum and other case­
related papers. Administrative due 
process could not be achieved by the 
"exparte" correction of such materials. · 

Subsection (e)(1) because it is not 
possible in all instances to determine 
relevancy or necessity of specific 
information in the early stages of case 
development. What appeared relevant 
and necessary when collected, · 
ultimately may be'deemed unnecessary 
upon assessment i"n the context of 
devising legal strategy. Information 
collected during Civil litigation 
investigations which is not used during 
the subject case is ofte'n retained to 
provide leads in other cases or to 
establish patterns of activity. 

Subsection (f) (2), (3), and (4) because 
this record system is exempt from the 
individual access provisions of 
subsection (d). 

(1) Security Operations 'Activities. 
(1) ID-N05527-1. . . 
Sysname. Security Incident System. 
Exemption .. Portions of this system of 

records are exempt from the following 
subsections of 5 U.S.C. 552a: (c)(3), 
·[c)(4), (d), (e)(2) and (3) (e)(4) (G) through 
·(I), (e)(5), (e)(S), (f) and (g). 

Authority. 5 U.S.C. 552a(j)(2). 
Reasons. Granting individuals access 

to information collected an.d maintained 
by this component relating to the 
enforcement of criminal laws could 
interfere with orderly administration of 
justice, and possibly enable suspects to 
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avoid detection or apprehension. . . 
Disclosure of this information could 
result in concealment, destruction, or 
fabrication of eviden9e, and jeopardize 
the safety and well being of informants, 
witnesses and their families, and of law 
enforcment personnel and their families. 
Disclosure of this information could also 
reveal and render ineffectual 
investigative techniques, sour~es, and 
methods used by this component, and 
could result in the invasion of privacy of 
individuals only incid~ntally related to 
an investigation. 

(m) Bureau of Medicine and Surgery= 
(1) ID~N06320-2. ._ · . 
Sysname. Family Advocacy Program 

System. . . 
Exemption. Portions of this system of 

records are exempt from the following 
subsections of 5 U.S.C. 552a: (c)(3) and 
(d). \ 

Authority. 5 U.S~C. 552a(k) (2).and (5). 
Reasons. Exemption is needed in 

order to encourage persons having 
knowledge of abusive or neglectful acts 
toward children to report such 
information, and to protect such_ sources 
from embarrassment or recriminations, 
as well as to protect their right to · · 
privacy. It is essential that the identities 
of all individuals who furnish . 
information under an expr~ss promise of 
confidentiality be protected. 
Additionally, granting individuals, 
access to information relating to. 
criminal an,d civil law enforcement, as 
well as the 'release of certain disclosure 
accoun_th;:tgs, could interfere with 
ongoing inv~stigations and the orderly . 
administration of justice, in that it could 
result in the· concealment;' alteration,. 
destructio-n,· or fabrication of · 
information; could hamper the 
identification of offenders or alleged . 
·offenders and the disposition of charges: 
and could jeopardize the safety and well 
being of parents .and their children.. · · 

Exempted portions of this system also 
contain information considered relevant 
and necessary .to make.a determination 
as to qualifications, eligibility, or ; . 
suitability for Federal employment and 
Federal contracts, and that Was 
obtained by providing ·an express or 
implied promise to the source that his/ 
her identity would not be revealed to the 
subject 'of the record. 

(n)'Naval Postgraduate School. 
(1) ID-N05300-3. 
Sysname. 'Faculty Professional Files. 
Exemption. Portions of this system of 

records are·exempt from the following 
portions of 5 U.S.C. 552a: (c)(3), (d), 
(e)(4} (G) and (H), and (f). 

Authority. 5 U.S.C. 552a(k)(5). 
Reasons. Exempted portions of this 

system contain information considered 
relevant and necessary to make a·~· 
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release determination as to 
qualifications, eligibility, or suitability 
for Federal employment, and was' 
obtained by providing an express or 
implied promise to the source that his/ · 
her identity would not be revealed to the 
subject of the record. · · 
[52 FR 11052', Apr. 7, 1988, as amended by 52 
FR 17295, May 7, 1988; 54 FR 8322, Feb. 28, 
1989; 5'5 FR 35140, Aug. 28, 1990: 56 FR 6986, 
Feb. 21,·1991; 56 FR 59217, Nov. 25. 1991] 

§ 701.120 Exemptions for specific Marine; 
Corps record systems. 

a. ID-MMN00018. 
Sysname. Base Security Incident 

Reporting System. · 

as to qualifications, eligibility, or' 
suitability for Federal civilian 
employment, military service, Federal 
contracts, or access to classified, 
compartmented,-or otherwise sensitive 
information, and was obtained by . 
providing an expressed or implied 
assurance to the source that his/her 
identity would ilotbe revealed to the 
subject of the record. 

Exempted portions of this system 
further contain informatfon that 
identifies sources whose confidentiality 
must be protected to ensure that the 
privacy and physical safety of these 
witnesses and informan~s are protected. 

"' Exemption. Portio_ns of this system of. 
records are exempt from the following PART 806b-AIR FORCE PRIVACY 
subsections of 5 U.S.C. 552a: {c)(3), ACT PRO~RAM . .. . 
(c)(4), (d),1(e).(2) and (3), (e)(4) (G) 
through (I), (e)(5), (e)(B), (f). and'(g): 

Authority. 5 U.S.C. 552a(j)(2)~ 
Reasons. Granting individuals access 

to information collected and maintained 
by these activities relating .to the 
enforcement of criminal laws could 
interfere with orderly investigations, 
with the orderly administration of 
justice, and might enable suspects to· 
avoid detection or apprehension. 
Disclosure of this information could· 
result in the concealment, destruction, or 

Sec. 
ao6b.o. Purpose. 

Subpart A-The Privacy Act Progra~'-
806b.1. Air Force Policy. 
806b.2. Terms defined. 
806b.3. Access authorities. 
806b.4. Judicial sanctions. 

Subpart &-Collecting Personal Information 

806b.5 .. Privacy Act Statements {PAS). 

Subpart C-Maintaining Systems of 
Records · 

fabrication of evidence, and jeopardize 806b.6. Air Force standards. 
the safety and well-being of informants; 806b.7. Personal notes. 
witnesses and their families, and law·:· Subpart D--'Provldlng Information 
enforcement personnel and their 
families. Disclosure of this information 806b.8. Access by·subjects of records. 
could also reveal and render ineffectual 806b.9. Disclosures to third parties and 
investigative techniques,: sources, and 
methods used by this component, and 
could result in the invasion of the 
privacy of individuals only· incidentally 
related to an investigation. · 

organi~ations. · 

Subpart E-Privacy Act Exe!'lptions 

806b.10. Use of exemptions. 
806b.11. General exemptions. 
806b.12~ Specific exemptions. 
806b.13. General and specific exemptions. 

Authority: 5 U.S.C. 552a. Pub. L. 93-579. 
Source: Sl.FR 20277, June 4,1986 

§ 806b.O Purpose. 

The exemptic;m of the individual's 
right of access to his/her records, and 
the reasons therefore, necessitate the 
exemption of this sys_tem of records 
from the requirements of other cited 
provisions. This part sets policies and outlines 

b.ID-MINOOOOl. procedures that govern collecting, 
Sysname. Personnel Security safeguarding, maintaining, using, 

Eligibility and Access Information accessing, amending, and disseminating 
.System. personal information ·kept by the 

Exemption. Portions of this system of Department of the Air Force in systems 
records are exempt from the .following of records. This part applies to all Air 
subsections of 5 U.S.C:552a: (c)(3), (d), Force activities, including the Reserve 
(e)(l),·{e){4) (G) through (I), and (f). Components, except for the Office of the 

Authority. 5 U.S.C.-552a(k) (2), (3), and Chief, National Guard Bureau;. Air 
(5) as applicable. National Guard -technicians; and Army-

Reasons. Exempt portions of this Air Force Exchange Service activities, 
system contain information that has including Motion Picture Service 
been properly classified under E.O. activities. It does not apply to civilian 
12356, and that is required to be kept ; employee records maintained by Air 
secret in the interest of national defense Force activities which are covered by 

·or foreign policy.. . 1 the Office ofPersonnel Management 
Exempt portions of th.is system also systems of records. Such records are 

contain information considered relevant subject to parts 293, 294, and 297 of 
and necessary to make a determination Office of Personnel Management 



regulations and the Federal Personnel 
Manual and Air Force supplements. 

Subpart A-The Privacy Act Program 

§ 806b.1 Air Force policy. 

Air Force policy is to: 
(a) Protect personal privacy as 

required by the Privacy Act of 1974. The 
Privacy Act and this part apply only to 
information in systems of records on 
living U.S. citizens· and aliens admitted 
as permanent residents of the United 
States. · 

(b) Collect, maintain, and use 
information in such systems only to · 
support programs authorized by law or 
Executive order. · · · 

(c) Ensure that records in these 
systems are timely, accurate, complete, 
and.relevant, amending on request any 

· record which does not meet these 
requirements. . 

(d) Let individuals know about and 
see or get copies of their own records in 

· systems unless the Secretary of the Air 
Force (SAF) has approved an 
exemption, or the records were created 
in anticipation of civil action or 
proceeding. 

(e) Safeguard records in systems. 
(f) Provide a review of decisions that 

deny individuals access to or 
amendment of their records. 

(g)"Keep records the minimum time 
required to protect the rights and 
provide for the needs of the individual 
and the U.S. Government. 

. § 806b.2 Terms defined: 

(a) Access. The process of letting 
individuals see or get copies of their 
records from a system of records. 

(b) Agency. The Department of 
Defense (DOD) for disclosures from 
systems of records. Any record may be . 
disclosed to any component for a use . 
compatible with the purpose for which 
the record was created. The Air Force is 
an agency for all other actions under the 
Privacy Act including access and 
amendment reque~?ts and appeals. 

(c) Confidential source. Any person or 
organization that has given information 
under an: 

(1) Expressed promise to withhold 
their identity; or 

(2} Implied promise of confidentiality 
made before September 27, 1975. 

(d) Confidentiality. A promise to 
withhold the identity of a source or the 
information provided. The infor111ation 
must be for use in an exempt system. 
This promise must be expressed and 
recorded. 

(e) Disclosure; Giving information 
from a· system, by any means, to anyone 
other than the subject. 
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(f) Individual; A living U.S. citizen or personal identifier and at least one item 
a permanent resident alien. The of personal information. This identifier 
deceased, non-resident aliens, is some name, number, or symbol which 
businesses, and third parties have no is unique to the individual. The most 
rights under the Privacy Act. However, a often used personal identifiers in the Air 
parent or guardian may exercise Privacy Force are name and Social Security 
Act rights for a minor or incompetent number (SSN). If a retrieval is possible 
person. . but not actually done, or if it depends on 

(g) Maintain. To collect, keep, use, or memory, the group is not a system of 
disseminate records. records. However, creating a retrieval or 

(h) Minor. Anyone under the age of cross index, arranged by personal 
majority according to the law of the identifier for randomly filed records, 
state where the records are located. If makes that collection a system. 
there is no state .law, a minor is anyone (q) Workday or day. A duty day, not 
under the age of 18. Military members including Saturdays, Sundays, and 
and married persons are not minors. Federal. holidays. · 

(i) Official use. Any action by a · 
Department of Defense member or § 806b.3 Access au,horities. 
employee to perform a mission or The system manager, or" individual or 
function prescribed or authorized by law position designated in the system notice 
or regulation. to receive requests is the access 

(j) Personal information. All authority. · 
information about an individual·except 
for matters of public recorq. Some § 806b.4 Judicial sanctions. 
examples of personal information are all The Privacy Aci-has both civil 
medical files, financial records except remedies and criminal penalties for 
for gross pay, criminal records except violations. 
the. findings of a court-martial, and 
details on a person's private life. (a) Civil remedies. An individual can 
Information about an individual's file a civil suit against the Air Force for 
official duties is nprmally not personal. failing to comply with the Privacy Act. 

(k) Privacy Act request. A request by [b) Criminal penalties. Personnel may 
an individual about the existence of, be found guilty of a misdemeanor and 
access to, or amendment of; a record fined not more than $5,000 for willfully: 
about him or her that is in a system of (1) Maintaining a system without · 
records. The request must show meeting the public notice requirements. 
dependence on the Privacy Act. . (2) Disclosing information from a 

(1) Record. Any item, collection, or system to someone who is not entitled 
grouping of information about an to have it knowing .that disclosure is 
individual. prohibited . 

(m) Routine use. Any disclosure : 
outside of Department of Defense from a (3) Obtaining another's record fra·m a 
system for a use that is compatible with · system under false pretense's. 
the purpose for which the record was 
created. Routine uses must be shown in 
the systems notice. These notices are 
published in the Federal Register and 
AFP 12-36, Privacy Act Systems of 
Records. 

(n) Statistical records. A record kept 
only for statistical or reporting purposes. 
It is not used for making judgments 
about persons. Individual identity must 
not be discoverable using routine 
statistical or data manipulation 
methods. · 

(a) System manager. The official who 
initiates a system of records and issues 
policies and procedures for operating 
and safeguarding a system. Local . 
systems man~gers operate such systems 
or are responsible for a segment of a 
decentralized system. 

(p) System of records. Any group of 
records from which personal 
information is retrieved by name or 
personal identifier (See paragraph (1) of 
this section.) A record in a system of 
records must contain two elements, a 

Subpart a-Collecting Personal 
Information 

§ 806b.5 Privacy Act Statements (P.AS). 

Give PASs to individuals you ask to 
provide information about themselves 
which will go into a sys'tem of records.· 
Do this regardless' of haw· you collect or 
record the answers. y au: inay read the. 
statement or display a sign in area · · 
where people 'are often asked for the 
same type of information. However, a 
printed copy .must be gi.ven out if the 
subject asks for one: A PAS is not­
required if the·informa tion. will not go· · · 
into a system of records·o~ if it will go 
into a SAF exempte_d Griminal. 
investigative sy~~em .. A .PAS-~u.st s~ow: 

(a) The citation and title:6f the law or 
Executive Order that authorizes the· 
program the system supports and:tqe. Air 
Force or. lower level standard.. , . · 
publications which covers the system, 
All·systems of records mustb.e governed 
by a standard publi'cation. 
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(b) The principal ntn·nnlil."'o. 

system. The reasons 
needs the information. 

(c) The routine uses of the. 
information. What disclosures, if anv .. 
will be made outside of DOD. ~ 

{d)'Whether furnishing the 
information is mandatory or voluntary. 
An answer is mandatory only if the 
information is essential to an Air Force 
mission, and if failure to answer could 
make the person liable to some SDE!Cit1C 

will happen to an individual 
not r~~pond. PASs are not·to 

be signed and the language in them must 
be nonthreatening. These statements 
may be printed in simple paragraph · 
form without separation of the five 
parts. 

Subpart C-Malntaining Syste1:11s of 
Records 

§ 806b.6 Air Force standards. 
Ke,cm:as on individuals must be as 

accurate, relevant, timely, and complete. 
as is reasqpably necessary to make fair 
and informed decisions about them. 
Syste~s of records · · 

· (a) Authorized by law 
Order. · · 

(b) Controlled by an Air Force or 
lower echelon directive. 

(c) Needed to~ carry outan Air Force 
mission or function. 

(d) Described in a notice published in 
the Federal Register. 

§ 80Gb. 7 Personal notes. 
Personal notes which are maintained 

on individuals as memory aids in the 
performance of supervisory or other 
official functions are not subject to the 
notice, access: or amendment provisions 
of the Privacy Ae::t if both of the· 
following conditions are met. 

(a) The notes remain under the control 
of the and are never made 
available to other person in the 
course of business. 

' (b) notes are not requ;.r,ed by any 
Air'Force directive, and they may be 
retained or disposed of as the originator. 
sees fit. · 

Subpart '?-Providing Information 

§ 806b.8 Access by subjects of records. 
Individuals may ask if the ~Air Force 

has any records on them. Th'e Privacy 
Act gives rights of access and 
amendment for records in a system of 
records.· 

Privacy Act requests. To be 
COilSildei'ed under the Privacy Act, a 
request must: 

(1) Come from the subject of a record 
in a system of records, or from a 
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or guardian. The 
subject a U.S. citizen or 
permanent resident alien. 

(2) Cite the Privacy Act or at least 
show an awareness of the law and its 
requirement to an individual 
access to his or records. For . 
exl:imple it could be addressed to the 
Privacy Act officer or the system 
manager or cite the Privacy Act. 

{3) Reasonably describe the records 
sought. The request does not have to 
name the system, but it should be fairly 
specific. Do riot accept blanket requests 
for "all records about me:" Instead,'refer 
the individual to AFP 12-36 or the 
Federal Register and ask the reaue~1ter 
to identify at least the 
sought. 

Note: Privacy requests are personal 
and not official business. rec.eived 
on official letterhead, those from ... 
an area defense ·counsel. be· returned. 1 
No one may be or harrassed for 
exercising their under the Act. 
The Air Force provide all aid 
to individuals exercising their 

Re<~uests which not Cite or refer 
Act, or hiformation· 

which is not a sy~t~m of records, are: 
not processed under this parr. · 

(b) FOIA r?quests .. R,equest made · 
under the FOIA or part 806 of this 
chapter are as FOIA requests. 
Privacy Act must not be·. 
used to deny under the FOIA. 
FOIA exemptions cannot be used to 
deny anyonfil any re.cord :whlch would be 
available under the Privacy Act. No 
person wil~ be denied acc.ess to a record 
for failure to cite the p:roper act. FOIA 
requests must not be listed on the 
annual Privacy Act report. 

(c) Privacy Act requests for 
investigative records. for 
investigative records t() the (j)(2) 
general exemption will processed 
under both acts. Tell the individual in 
writing what records are·exernpt'under 
the Privacy Act and that you are· · 
providing records, if any, which would 
be available under the FOIA. Clearly 
explain the reasons for this action in 
your reply. . 

(d) Access requests that cite both the 
Privacy Act anii·the.FOIA. .Use tQ.e act 
that gives the most information. This 

mean processing part of the request 
one act and part under another. 

Explain iri reply which act you are 
using in case and why. 

(e) Functional requests. Other 
directives,give individuals access to. 
records. If a person asks for his or her 
records and does not: cite, or reasonably 

the Privacy Act or the FOIA, and 
am)thE3r directive authorizes the release 
of the records, use that directive as the 

releasing authority, Apply the fee 
schedule in · 813 of this · 

(f) access requests-(1) 
Verifying Local system 
matnagei~S mustv:erify, t~e identity of all 
r~:~rn1"'o.to. unless tl~erecord sought is 
available to anyone. under the FOIA ... 
Individuals do not have·to state a 
reason for the request, nor can the 
request be denied if that person.does not 
give his or her SSN; unless disclosure of . 
the SSN is required b'y Federal Statute 
or by a regulation adopted before 
January 1, 1975. 

(2) Notifying the requester. Once the 
requester's fdentity is verified:' ' 

(i') Tell the· individual if there is a · 
record in a system of records about him 
or her, and when and where it may be 
reviewed. If possible. this should be 
done within 10 workdays from the date 
the request wa's received. 

(ii) Let the subject see the ·record, 
obtain one copy, unless the system 
exempt and listed in§ 806b.13. Usually 
this should be done· within 30 workdays 
from the date the request was received. 

(A) If the requester wants to bring 
another person, the local system . 
mana,~ermay ask for written consent for 
the individual to be present during 

review of the record. 
Do not create a new record simply 

to a request. The record must exist 
at the time of the 'request'. However, do 
not deny a record just because it is. not 
readily available in a convenient form. 
Information on magnetic or· computer 
tape should. be given in a format the 
re(JUetstE~r can understand. · 

If you cannot answer the request 
in Workdays, tell the requester why in 
a letter and give an appr9ximate 
completion date. That date should be· no 
more than 20 workdays after the first 
Air Force ·office received the request. 
Send a copy of this letter to HQ USAF I 
DAQD through Privacy Act channels. 

(3) Fees. When providing of 
records under the Privacy Act, 
only for the di~ect cost for rep~ro(iuctio:n. 

(il Use the following fee schtediJle: 
Office .copy 
Microform 
cents.· 

page), 10 cents. , . 
(paper copy) (per in:tage), 25 

Microfiche (per ficQ.e), 95 cents. 

(ii) Do not for: 
(A) Searching _ 
(B) Re'producing a document for the 

convenience of the Air _Force. 
(C) a record only in order 

to let a review it. If he or she 
wants a personal copy. use the ·fees in 
paragraph (f){3)(i) of this section. 

(iii) Waive the fee, if. the total amount 
is less than $30. Do not waive the fee 
when a previous waiver has been· 



granted and subsequent requests appear 
to be an extension or duplication of the 
original request. 

(iv) Locally determine .fees for 
reproducing photographs or nonpaper 
material other than microform. 

(4) Denying access. If the record 
should not be released, the local system 
manager sends a copy of the request, a. 
copy of the record (or records), and the 
reasons for recommending denial 
(inCluding the exemption being applied) 
to the denial authority through the local 
Privacy Act officer and the MAJCOM or 
SOA Privacy Act officer. Staff Judge 
Advocate (SJA) coordination is required. 
This should be done within 5 workdays 
from the date the request.was received. 

(i) Record evaluation. A record may 
not be withheld just because it is in an 
exempt system. Before recommending 
denial, the lpcal system manager must 
determine that: 

(A) The system is covered by an 
exemption approved by SAF.and listed 
in § 806b.13. 

(B) Each document is covered by the 
exemption, because all parts of a system 
are not automatically exempt. 

(C) No nonexempt parts can be 
reasonably segregated. 

(ii) Medical records. If a pr~ctitioner 
believes that access to a medical record 
by the subject could harm that person's 
mental or physical health, ask the 
requester to name a practitioner to 
receive the record. If this requirement 
poses a hardship on the. individual, offer 
the service of a military practitioner 
other than the one who provided 
treatment. If the individual refuses to 
name a recipiemt, the record will not be 
released. This is riot a denial under the 
Privacy Act and is not appealable. 

(iii) Third party information. Third 
party information may not be deleted 
from a record when the subject requests 
access to the record unless there is an 
established exemption published in 
§ 806b.13. This isbecause all 
information in a file must be presumed 
to pertain to ·the subfect of the file. 
However, ·personal·data such as SSNs 
and home addresses of third parties 
usually do not pertain to the subject of 
the record and, therefore, need not be 
released. This is not a denial under the 
Privacy Act and cannot be appealed. 

(iv) Information con?piled for . 
litigation. Records in a system compiled 
in connection with a civil action or other 
proceeding may be withheld. This 
includes any action where judicial or 
administrative adjudicatory proceedings 
may reasonably be anticipate& 
Attorney work products prepared in 
support of such proceedings are not 
usually.released under the Privacy Act 
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at any point before, during; or after 
termination of the action or proceeding. 

.(v) Denial authority action. (A) The 
MAJCOM or SOA Privacy Act officer 
reviews the proposed denial, asks for 
written advice from the servicing SJA 
and the office responsible for the 
program under which the record was 
created, and makes a recommendation 
to the denial authority. 

(B) The denial authority sends the 
requester a letter stating whether or not 
access will be granted. If the denial 
authority decides to grant access, he or 
she instructs the local system manager 
to release the record. If the denial 
authority denies access, he or she must 
tell the requester why, and that the 
decision may be appealed to SAF not 
Ia ter than 60 calendar days after receipt 
of the denial letter. Tell the requester to 
resubmit the original request and send 
any supporting material to the denial 
authority for forwarding to HQ USAF I 
DAQD for processing. The requester 
should be cautioned that failure to 
follow this procedure may dela'y the 
appeal. . 

(g) Amendment requests. Individuals 
may ask the Air Force to amend records 
about them that are in a system of 
records. The request must seek to 
change, delete, or add material to·make 
a record accurate, timely, relevant, or 
complete. Requests for amendment of a· 
record that is subjective, or involves a 
matter of opinion or interpretation will 
not be processed under this part. Return 
such a request and tell the individualto 
submit it either to the Air Force Board 
for the Correction of Military Records 
according to part 865, subpart A of this 
chapter, to follow grievance procedures 
in AFR 40-771: Coordinate these returns 
with the director of personnel. Record 
correction requests which have been 
denied by the Air Force Board for the 
Correction of Military ·Records, acting 
for the Secretary of the Air Force, are 
not subj~ct to further consideration 
under this part. · 

(1) Requests for llJ.inor corrections 
·may be made orally. All others must be 
written. 

(2) Local system managers routinely 
correct any record if the requester can 
show it is factually wrong. After· 
verifying identity, the local·system 
manager makes the change, notifies all 
known recipients of the record, and 
informs the individual when the 
correction is made. 

(3) If the local system manager 
decides not to amend or partially amend 
the record, he or she sends a copy of the 
request, a copy of the record (or 
records), and the reasons for this action 
to the denial authority through the base 
and the MAJCOM or SOA Privacy Act 
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officers. SJA coordination is required. 
This must be done within 5 workdays · 
from receipt of the request. 

(i) The MAJCOM or SOA Privacy Act 
officer reviews the proposed denial, 
asks for written advice from the · 

. servicing SJA and the office responsible 
for the program under which the· record 
was created and makes 
recommendation to the denial authority. 

(ii) The denial authority sends the · 
requester a letter stating whether or not 
the amendment or partial amendment 
will be granted. If the denial authority 
decides to amend or partially amend the 
record, .he or she tells the local system 
manager to amend the record and notify 
all subsequent recipients of the change. 
If the denial authority denies the 
amendment request, he or she must tell 
the.requester why, and that the decision 
may be appealed to SAF not later. than 
60 calendar days after receipt of the 
denial letter. The requester is told to 
resubmit the original request and to 
send any supporting material to the 
denial authority for forwarding to HQ 
USAF IDAQD for processing. The 
requester should be' cautioned that 
failure to follow this procedure may 
delay the appeal. · 

(h) Appeals of denials to grant access 
or to amend records- (1) Request for 
Secretarial review. An individual may 
request a review of the denial by writing 
to SAF not later than 60 calendar days 
after the denial is received. The request 
should be addressed to SAF I ,f\.A, and 
sent back to the denial authority for 
forwarding to HQ USAF IDAQD for 
processing. The denial authority sends a 
complete file arranged as follows: 

(i) The request for review. 
(ii) The original request for access or 

amendment. 
(iii) The original denial. 
(iv) A copy of the record or portions in 

.question. 
· (v) Any internal records or 

coordination actions that relate to the 
denial. 

(vi) Denial authority comments on the 
appellant's arguments. 

(vii) A legal review prepared by the 
SJA servicing the denial authority. 

(2) Responsibilities for Review. (i) HQ 
USAF IDAQD reviews the denial and 
makes a recommendation to the Office 
of the Vice Chief of Staff (HQ USAF I 
CV). HQ USAF /JACM coordination is 
required. 

(ii) HQ USAF ICV decides whether to 
direct the denial authority to grant 
access or to amend the record. If HQ 
USAF ICV decides to uphold a 'denial, 
this recommendation is passed to SAF I 
AA through the Office of the General 
Counsel (SAF I GC) for final action.· 
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(iii) SAF/ AA considers the·~ 
recoll1mendation to uphold ·a denial, 
decides to grant or deny··the appeal; and 
notifies both the. individual and the 
denial authority :of the decision. If SAF I 
AA upholds a dehial to amend a record, 
the individual m·ust be told of his or her 
right to send a statement of. 
disagreement to the system manager. 

.(3)Requests for Secretarial review. 
These reqiiests must be completed · . 
within 30 workdays after the date HQ 
USAFID~QD received the·appeal. · 

Note: Appeals for denial of access to law 
enforcement records subject to the (j){2) 
exemption are processed under this part and 
part 806 of this chapter 'since the original · 
action should have been taken under bo_th, 

(i) Statements of disagreement. If an· 
individual submits a statement of · 
disagreement with a SAF/ AA decision 
not to a'mend his or her record, the local 
system manager:. ! 

(1) Flags the record ~o that the 
disagreement ·may be seen by anyone 
who discloses or gains access to the 
record. ' · 

(2) File·s the statement with .the record. 
If this is not possible, the local system 
manager maintains it to allow ready 
retrieval when the disputed portion of'· 
the record is used. · ·' . 

(3) Tells previ'ous recipients-that th~ 
record has been disputed and, if they 
can be identified, gives.them a copy of 
the statement. . ', ... : . . 

(4) .Lets subsequent use_rs ~now that . · 
the re'cord.is·disputedand gjves them ·a 
copy of the statemelt along with the 
record. The sy~tem manager may 
inciude a' brief summary of the rea'sons 
for not amending t~e record. Summ&ries 
are limited to the reasons SAF I AA ·gaye 
to 'the individual. The summary is' · ' 
treated as a part of the individual's 
record, but is not subject to the 
amendment ·procedures. ' · · 

§ 806b.9 Disclosures to .third parties'af!d 
orgl!nization~.: · 

The fact that the Air Force tells an 
individual why the information is 
collected and how it will be used does 
not imply cansent for release .. When: 
deciding to release information as 
authorized in paragraphs (a} through (c) 
of this section, first. consider the 
consequences of that disclosure. Before · 
rehiasing any information, make a 
reasonable .effort to ensure that His 
accurate. 

(a) With consent.of the-subject. You 
may disclose.information from a system 
of records if the suoject oHhe record 
asks you tq do so or has ·given priqr 
written consent. Make sure that no law. 
or directive prohibits release. See AFR 
11-24 on release ofinQ.iv'idual home 
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telephone numbers imd home addresses 
from unit lac a tors. 

(b) Without consent of the subject. An 
individual's records may be disClosed 
without his or her consenrto: 

(1) DOD officials and employees who 
. need the record to perform: their duties 

when the use is compatible With the 
purpose for·which the·record is 
maintained. · · · 

(2) The public, as requirecl by the 
FOIA. S.ee part 806 of this·chapter. 

(i) Some examples· of information that 
may normally be released for indivi<iual · 
military p,ersonnel'without an 
unwarranled invasion of privacy are: 
Name; grade; marital status; number. and 
sex of oependents; date of rank; gross 
pay (base pay and entitlements)'; pre.sent 
and past duty assignment's and. future 
assignments thB:t are firm ('except . ' . 
overseas}; office and tirtit address and 
phone number; sautee 'of coinmiss1on: 
professional'mHtiary education:, civilian!. 
educational degrees and major areas of ' 
study, ~chool, and. :Ve,profgr~du~tiori;' 
promotion sequence number: awards 
and decorations; duty status at aqy . 
given time; o(ficial photograph withou.t 
the identification frame; and home ·of. '· 
record, ~ithout street address~ Lists of 
names, home and duty a.;:ldresses, and .. 
telephone numbers of military members· ' 
must not be provided in ·a.ny form for 
solicitation regardless of the interit of 
the solicitation unless otherwise · 
proviqed ,for by law or this part. See 
Federal Personnel Manual Supplement 
990-1, part 294, on release of civilian 
pers,onnel inforJ?lat~on. ·~ . 

(ii) A balancing test may be used to 
decide whether disclosure would 'be a' 
clearly unwarranted invasion of · . , .. 
individual privacy. Weigh th~ righFcif 
the 'subjec~ to a reasonable 'expectation. 
of privacy versus the public right to 
know. Consider the nature of the 
information to .be disclosed~ D9,' .,. 1 
individuals ~sually expect this .. 
information to be kept priyate? Are _the:. 
identities:of the subject and the 
recipient· already in the public eye? 
What is likely to happen to the 
individual as a result of the disclosure? 
How old js the in,formation; i~ i~·?till 
relevant? To what degree is the · 
information ah:eady ip. the p1.,1blic 
d01:nairi? , , 

{iii) Information may be rel~ased if the 
balancing test described above w~igh~ · 
in favor of disclosure. For example,. 
home addresse.s may be disclosed to a 
requester who wants to .. enforce· a court· 
order fQr alimony or child support:. 
payments, or to local anQ. st~te tax. 
authorities to enforce tax laws; · 

(iv) Individuals must be allowed to 
decide if they wish their home addresses 

and ·phone numbers included "in base 
directories: · · 

(3) Agencies outside DOD for a · 
routine use .. that has been listed in the 
notice describing the system of rec?rds 
published in the Federal Register. Th~ 
routine use must be compatible with the 
purpose for which the· information was 
collected. · · · 

(4) The ~ureau ofthe Cen'sus to plan . 
or carry out a census or survey under · · 
Title i3, O.S.C. · . 

(5) A recipient for statisHcafresearbh 
ot reporting. The r~cipient must give. . : 
advance written assurance thaJ the . . . 
recdrd' will be used 'solely as a sta tiS'ticaL 
research or rep6rting record.'The re~ord 
mtist not be used, in whole or part, to 
make any. decisions about the ; ' · 
individual's rights~·benefits,·or : 
entitlements~ It must be sent in a form in 
which the identity of the individual: 
cannot be found out through usual . ' 
research methods~ · · ; · 

(6) The Naiiona't:Archives of the ·,· 
United States as a record witn enough . 
value to ·warrant permanent retention, or 
for evaluation by the Archivist ~f the ·· 
United States to see if the record h;:1s 
such vaiue. However: records serit to 
Federal Archives and Records Centers 
for storage stl:iY, under Air ·I;'ofc·e con.troJ .. 
These transfers are not: disclosures . ·· 
under this section and do not heed an1 

accounting. · · · · ·. : : · 
(7) A'}(ed.c;:ral, state, or local agericy 

outside DOD for. a Civil.or cfiniinallaw ... 
enforcement activity authorized by.law. 
The head of the figency. a~ a designee · 
must send a written requ~st to the· .· 
system~manager. The request must . 
specify the record or part needed and ' . 
the law enforcement purpose for 'which 
it is wanted. A record may also be. 
disclosed to'a law enforce,ment agei)cy if 
a critni11al v·ialation· is suspected. This 
disclosu~e is· a routine use for all Air 
Force systems of records and has been 
published in' the.Feder~lRegister~ ·: 

(8} Another individ~al or agimc~· 
under compellfng 'Cir,c'umstanc~s that 
affect the health or safety of an ' 
individuaLJ'he individual whose . 
records are disclosed does not have 'to. 
be the ohe t11 danger! For example, 
records on several indi'viduals could be 
disclosed to ·ide'ntify individ.l.lals injured . 
in an·accident. Wh.en .an .individual .. 
rec9rd is discilosedin this way, the ~, 
subject.must be, sent a,notification o~ 
disclosure to the last knowx:t add~ess. 

(9) Either House· of Congress (a 
congr~·ss~~:maj committee .or 
subcommittee) for matters within their 
jurisdictions·. 

(10) A congressional.office acting for-a 
cohstituenf who is the record.subject. ... 



This disclosure is authorized by a 
published blanket routine use. 

(11) The Comptroller General or any 
authorized ·representatives on business· 
of the General Accounting Office; · 

(12) A court of ·competent jurisdiction 
that has ordered the disclosure of the 
record. When a: record is disclosed, · 
reasonable efforts must be made to 
notify the individual to whom the record 
pertains, if the legal process is a matter 
of public record.· 

(13) A consumer credit agency 
according. to the Debt Collection Act. 
This provision applies to the Air Force 
Accounting and Finance Ce~ter only. 

(14) A contractor who is operating a 
system of records under a contract to 
perform an Air Force function. In this 
case, the contractor is considered an 
employee of the Air Force for Privacy 
Act purposes, and the system of records 
is considered an Air Force system. 
Disclosure of records to the contractor 
does not need the subject's consent nor 
does it require an accounting; Records 
maintained by the contractor for the· 
management of contractor employees 
are not subject to the Privacy Act. · 

(c) Medical records of minors. The 
medical records of minors may be 
disclosed to the parents or legal 
guardians of the minor. However, the 
following conditions apply:· 

(1) The law of the state in which the 
records are located may protect certain 
types of medical records that deal with 
drug or alcohol abuse treatment,· 
abortion, and birth control advice or 
devices. Such laws must be observed. 
Medical records custodians in the 
United States must be knowledgeable of 
local laws and coordinate any proposed 
local policies with their servicing SJA. 

(2) Parents or guardians are not 
allowed to see the medical records of a 

. minor when all four of the following 
conditions apply: · · · 

(i) The minor was between.15 and 17 
years of age at the time he.or she sought 
or consented to the treatment. 

(ii) The treatment was sought in a 
program authorized by regulations or 
law to offer confidentiality of treatment 
records as a part of the program. 

(iii) The minor specifically requested 
o'r indicated that he or she wished his or 
her treatment record to be handled with 
'confidence and not releas'ed to a parent 
or· guardian .. 

(iv) The parent or guardian seeking 
access does not have the written 
authorization of the ininor or a valid 
court order for access. 
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Subpart E-Privacy Act Exemptions 

§ 806b. 10 Use of Exemptions. 

SAF can exempt systems of records 
from. parts of the Privacy Act. The two 
kinds of exemption are: Ge11eral and 
specific. The general exemption frees 
systems from most parts of the Privacy­
Act; the specific from only a few parts. 

§•806b.11 . General Exemptions. 

·(a) SAF has approved a general 
exemption for investigative systems 
used by activities whose principal 
function is criminal law enforcement. 
These include the SJA, and investigative 
and correctional activities: All records 
in such a system come under the 
exemption which will be observed and 
cannot be waived. This exemption is in 
subparagraph (j)(2) of the Privacy Act. It 
only applies to systems used to: 

(1) Identify criminals and alleged 
criminals, with identity; arrests; type 
and disposition of charges; sentences, 
confinement and release records; and 
parole and probation status. 

(2) Support criminal investigations 
(including efforts to prevent, reduce, or 
control crime) and reports of informants 
and investigators that identify an 
individual. · 

(3) Reports on an individual, compiled 
at any stage of the law enforcement 
process. 

(b) The Air Force observes only· 
subsections (b); (c)(1) an9, (2); (e)(4)(A) 

. through (F); (e)(6), (7), (9), (10), and (11); 
an~ (i) of the Privacy Act. · 

§ 80Sb.12 Specific exemptions. 
(a) SAF has approved specific 

exemptions for all classified and a few 
other systems. These exemptions must 
be observed and cannot be waived. The 
Privacy Act citation appears in 
parentheses after ea~h type below .. 

(1) Classified information in any 
system of records. Before denying 
access, make sure that the record is 
currently and properly classified and 
cannot be declassified ((k)(1)). 

(2) Law enforcement records (other 
than those covered by the general 
exemption). However, the Air Force 
must allow access to any record which. 
was used to deny someone a right, 
privilege or benefit, unless doing so 
would reveal a confidential source 
((k)(2)). 

-(3) Statistical records required by law. 
The data: must be used only as statistics 
and not to make decisions on the rights •. 
benefits, or entitlements. of individuals 
((k)(4)). 

(4) Data to determine suitability, · 
eligibility, or qualifications for Federal 
service or contracts, or access to 
classified information. The Air Force . 
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can withhold this if access would reveal 
a confidential source ((k)(5)) .. 

(5) Qualification tests for appointment 
or promotion in the federal service. The 
Air Force may withhold these if access 
would compromise the objectivity of the 
tests ((k)(6)). 

(6) Information to determine 
promotability in the Armed Forces. The 
Air Force may withhold this if access 
would reveal a confidential source 
((k)(7)). 

(b) A specific exemption may free a 
system from any of the following parts' 
of the Privacy Ac~: Subsections. ( c )(3); 
(d); (e)(1); (e)(4) (G), (H), and (I); and (fl. 
§ 806b. 13. General and specific 
exemptions. 

(a) General exemption. The following 
systems of records. are exempt under 5 
U.S.C. 552a(j)(2): 

(1) Counter Intelligence Operations 
and Collection Records, F124 AF A. 

(2) Criminal Records, F124 AF C. 
(3) Security Police Automated System 

(SPAS), F125 AF SP E .. 
(4) Investigative Support Records, 

Fi24 AF D. . 
(5) System identification and name-

F125 AF A, Correction and · 
Rehabilitation Records. 

Exemption-Portions of this system· 
that fall within 5 U.S.C.552a(j)(2) are 
exempt from 'the following provisions of 
5 U.S.C. 552a, Sections (c)(3) and (c)(4); 
(d)(1) through (d)(5); (e)(2) and (e)(3); 
(e)(4)(G) and (e)(4)(H), (e)(5); (f)(1) 
through (f)(5); (g)(1) through (g)(5);' and 
(h) of the Act. 

Authority-5 U.S.C. 552a(j)(2). 
Reason-The general exemption will 

protect 011-going inv.estigations and 
protect from access criminal 
investigation.' information contained in 
this system so as not to jeopardize any 
subsequent judicial or admi:r;tistra tive 
process taken as a result of information 
contained in the files. . · 

(b) Specific exemptions. The following 
systems of records are subject to the 
specific exemption,s shown:. 

(1) Classified records. 

(i) Exemption. All records in any 
systems of records that are properly 
classified according to Executive Orders 
11652; 12065 or 12356, are exempt from 5 
U.S.C. 552a(c)(3); (d); (e)(4)(G), (H), and 
(I); and (f), regardless qf whether the · 
entire system is otherwise exempt or 
not. 

(ii) Authority. 5 U.S.C. 552a(k)(1). 

(2) Admissions and Registrar Records 
{F053 AFA C). 

.(i) Exemption. Parts of this system of . 
records (Liais.op Officer Evaluation and 
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Selection Panel Candidate Evaluation)· 
are exempt from 5 U.S.C. 52a(d), 
(e)(4)(H), and (f), but only to the extent 
that disclosure would reveal the identity 
of a confidential source. · · 

(ii) Authority. 5 U.S.C. 552a(k)(5). 
(iii) Reasons. To ensure the frankness 

of information used to determine 
whether cadets are qualified for 
graduation and commissioning as 
officers in the Air Force. 

(3) Air Force Personnel Test 851, Test 
Answer Cards {F035 MPC R}. 

(i) Ex~mption. This syste~ is exempt 
from 5 U.S.C. 552a(c)(3); (d); (e)(4) (G), 
(H), and (I); and (f). 

(ii) Authority. 5 U.S.C. 552a(k)(6). 
(iii) Reasons. To proteCt the 

objectivity of the promotion testing 
system by keeping the test questions 
and answers in confidence. 

(4) Cadet Per:sonnel Management· 
System {F035 AFA A}. 

(i) Exemption. Parts of this system are 
exempt from 5 U.S.C. 552a(d), (e)(4)(H), 
and (f), but only insofar as disclosure 
would reveal the identity of a 
confidential source. 

(ii) Authority. 5 U.S.C. 552a(k)(7). 
(iii) Reasons. To maintain the candor 

and integrity of comments needed to 
evaluate an Air Force Academy cadet 
for commissioning in the Air Force. 

(5) Cadet Records {F045 ATC C). 

(i) Exemption. Portions of this ·syf:)tem · 
(Detachment Professional Officer 
Course (POC) Selection Rating Sheets; 
Air Force.Reserve Officer Training 
Corps (AFROTC) Form 0-24-
Disenrollment Review; Memoranda for 
Record and Staff Papers with Staff 
Advice, Opinions, or Suggestions) are 
exempt fr_om 5 U.S.C. 552a(c)(3); (d); 
(e)(4) (G) and (H), and (f), but only to the 
extent that disclosure would reveal the 
identity of a confidential source. 

(ii) Authority. 5 U.S.C. 552a(k)(5). 
(iii) Reasons. To protect the identity of 

a confidential source who furnishes ; 
information necessary to make 
determinations about the qualifications, 
eligibility, and suitability of cadets for 
graduation and commissioning in the Air 
Force. · 

(6) Family Advocacy-Program Record 
{F168 AF SG B). , 

(i) Exemption. Parts of this system are 
exempt from 5 U.S.C. 552a(c)(3) and (d), 
but only to the extent that disclosure 
would reveal the identity of a 
confidential source. 

(ii) Authority. 5 U.S.C. 552a(k) (2) and 
(5). 

(iii) Reasons. To encourage those who 
know of exceptional medical or 
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educational conditions or family 
maltreatments to come forward by 
protecting their identities, and' the 
integrity of ongoing and civil law 
investigations of criminal and civil law 
violations. Giving subjects access to 
their files could result in them .. 
concealing, altering, or fabricating 
evidence could hamper the 
identification of offenders and alleged 
offenders; and could jeopardize the 
safety and.well..;.being of the famqy. 

(7) System identification and name­
F035 AF MP A, Effectiveness/ 
Performance Reporting Syst~m. 

(i) Exemptions-Brigadier General 
Selectee Effectiveness Reports and 
Colonel and Lieutenant Colonel 
Promotion Recommendations with ·close 
out dates on or before January 31, 1991, 
may be exempt from subsections of 5 
U.S.C. 552a(c)(3); (d); (e)(4)(H); and (f). 

(ii) Authority-5 U.S.C. 552a(k)(7). 
(iii) Reasons-:-:-Subsection ( cJ(3) 

because making the di~Closure. 
accounting available to the individual 
may compromise'express promises of 
confidentiality by revealing details 
about the report and identify other 
record s<,>urces, which may result in 
circumvention of the access exemption. 

Subsection (d) because individual · 
disclosure compromises express 
promises of confidentiality conferred to 
protect tne integrity of the promotion · 
rating system. 

Subsection (el(4)(H) because of and to­
the extent that portions of this record · 
system are exempt from the individual 
access provisions of subsection (d). 

Subsection (f) because of arid to the 
extent that portions of this .record 
system are exempt from the individual 
access provisions of subsection (d). 

(8) Eq11al Opportunity in Off Base­
Housing {F030 AF LE'A). 

(i) Exemption. This.system is exempt 
from 5 U.S.C. 552a(c)(3); (d); (e)(4) (G), 
(H), and (I); and (f). · 

(ii) Authority. 5 U.S.C. 5S2a(k)(2). · 
(iii) Reasons. To enforce civil laws, 

court orders, and the activities of the 
Departments of. Housing and Urban 
Development and Justice .. 

{9) Files o~ General Officers and 
Colonels Assigned to Gen'eral Officer 
Positions {F035 MP A). · 

(i) Exemption. This system is exempt 
from 5 U.S.C. 552a(c)(3); (d); (e)(4} (G), 
(H), and (I); and (f), but only to. the 
extent that disclosure would reveal the 
identity of a confidential source. 

(ii) Authority. 5 U.S.C. 552a(k)(7) .. 
(iii) Reasons. To protect the integrity 

of information used in the Reserve·.' 
Initial Brigadier General Screening 

Board, the release. of which would 
compromise the. selection process. 

(10) System identification and name­
F035 AF MP P, General Officer 
Personnel Data System.. . 

(i) Exemption-Air Force General 
Officer Promotion and Effectiveness 
Reports with clo&e out dates on or . 
before January 31, 1991, may be exempt 
from subsections of 5 U.S.C.' 552a(c)(3); 
(d); (e)(4)(H); and (f). 

(ii) Authority-5 U.S.C. 552a(k)(7). 
(iii) Reason-Subsection (c)(3) ' 

because making the disclosure 
accounting available to the individual 
may compromise express promises of 
confidentiality by revealing details 
about the report and identify other 
record sources, which may result in 
circumvention of the access exemption. 

Subsection (d) because individual 
disclosure compromises express 

· promises of confidentiality conferred to 
protect the integrity of the promotion 
rating system. 

.. Subse~tion (e)(4)(H) because of and to 
the exte~t that portions of this record 
system are exempt from the individual 
access provisions of subsection (d). 

Subsection (f). because of and to the 
extent that portions of this record 
system are exempt from the individual 
access provisions of subsection (d). 

(11) Historical Airman Promotion · 
Master Test File {F035 MPC L). 

(i) Exemption. This system is exempt 
from 5 U.S.C. 552a(c)(3); (d); (e)(4) (G), · 
(H), and (I); and (f). 

(ii) Authority. 5 U.S.C. 552a(k)(6). 
(iii) Reasons. To protect the integrity, 

objectivity, and equity ofthe· promotion 
. testing system by keeping tes.t questions 

and answers in confidence. 

(12) Inspector General-Records {F120 AF 
IGB}. 

(i) Exemption. This syste~ is exempt 
from 5 U.S.C. 552a(c)(3); (d); (e)(4) (G), 
(H), and (I); and (f). However, if a person 
is qenied any right, privilege, or benefit, 
he or she would otherwise be entitled to 
as a result of keeping this material, it 
must be released, unlessdoing.so would 
reveal the identity of a confidential 
source. 

(ii) Authority. 5 U.S.C. 552a(k)(2). 
(iii) Reasons. Granting individuals 

access to information collected while an 
Inspector General inquiry i~ in prog),'ess 
could in.terfere with the just, thorough, 
and timely .resolution of the complaint or 
inquiry and could possibly enable 
individuals to co11ceal wrong doing or 
mislead the inquiring-officer. Disclosure 
might also subject sources, witnesses, 
. and their families to harassment or· 
in tim ida tion. 



(13) Investigative Applicant Processing 
Records {F124 AFOSI B). 

(i) Exemption. This system is exempt 
from 5 U.S.C. 552a(c)(3); (d); (e)(4) {G), 
(H), and (I); and (f), but only to the 
extent that disclosure would reveal the 
identity of a confidential source. 

(ii) Authority. 5 U.S.C. 552a(k)(5). 
{iii) Reasons. To protect those who 

gave information in confidence during 
Air Force Office of Special 
Investigations (AFOSI). applicant 
inquiries. Fear of harassment could 
cause sources not to make frank and 
open responses about applicant 
qualifications. This could compromise 
the integrity of the AFOSI personnel 
program that relies on selecting only 
qualified people. 

(14) Master Cadet Personnel Record 
(Active/Historical} {F035 AFB B). 

(i) Exemptions. Parts of these systems 
are exempt from 5 U.S.C. 552a(d), 
(e)(4)(H), and (f), but only to the extent 
that they would reveal the identity of a 
confidential source. 

(ii) Authority. 5 U.S.C. 552a{k){7). 
(iii) Reasons. To maintain the candor 

and integrity of comments needed to 
evaluate a cadet for commissioning in 
the Air Force. · 

(15) Sensitive Compartmented 
Information Personnel Records (F205 
AFISA}. 

(i) Exemption. This system is exempt 
from 5 U.S.C. 552a(a)(3); (d); (e)(4) (G), 
(H), and (I); and (f), but only to the 
extent that disclosure would reveal the 
identity of a confidential source. 

(ii) Authority. 5 U.S.C. 552a(k)(2) and 
(k)(5). 
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(iii) Reasons. To protect the identity of 
sources to whom proper promises of 
confidentiality have been made during 

· investigations. Without these promises, 
sources will often be unwilling to 
provide information essential in 
adjudicating access in a fair and 
impartial manner. 

(16) Security and Related Investigative 
Records (F124 AFB). 

(i) Exemption. This system is exempt 
from 5 U.S.C. 552a(c)(3); (d); {e)(4) (G), 
(H), and (I); and (f), but only to the . 
extent that disclosure would reveal the 
identity of a confidential source. 

(ii) Authority. 5 U.S.C. 552a(k){5). 
(iii) Reasons. To protect the identity of 

those who give information in 
confidence for personnel security and 
related investigations. Fear of 
harassment could cause sources to 
refuse to give this information in the 
frank and open way needed to pinpoint 
those areas in an investigation that 
should be expanded to resolve charges 
of questionable conduct. 

(17) Special Security Case Files {F205 
AFSCOA). 

(i) Exemption. This system is exempt 
from 5 U.S.C. 552a(c)(3); (d), (e)(4) (G), 
{H), and (I); and (f), but only to the 
extent that disclosure would reveal the 
identity of a confidential source. 

(ii) Authority. 5 U.S.C. 552a(k)(5). 
(iii) Reasons. To protect the identity of 

those who give information in 
confidence for personnel security and 
related investigations. Fear of 
harassment could cause sources to 
refuse to give _this information in the . 
frank and open way needed to pinpoint 
those areas in an investigation that 
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should be expanded to resolve charges 
of questionable conduct. 

(18} Special Security Files {F205 AF SP 
A). 

(i} Exemption .. This system is exempt 
from 5 U.S.C. 552a(c)(3); (d); (e)(4) (G), 
(H). and (I); and (f), but only to the 
extent that disclosure would reveal the 
identity of a confidential source. 

(ii) Authority. 5 U.S.C. 552a(k)(5). 
(ii) Reasons. To protect the identity of 

those who give information in 
confidence for personnel security and 
related investigations. Fear of 
harassment could cause them to refuse 
to give this information in the frank and 
open way needed to pinpoint areas in an 
investigation that should be expanded to 
resolve charges pf questionable conduct. 

(19) Applications for Appointment and 
Extended Active Duty Files {F035 AF 
lv1P R}. 

(i) Exemption. Parts of this system of 
records are exempt from 5 U.S.C. 
552a(d), but only to the extent that 
disclosure 'would reveal the identity of a 
confidential source. 

(ii) Authority.5 U.S.C. 552a(k)(5). 
(iii)Reasons. To protect the identity of 

confidential sources who furnish 
information necessary to make 
determinations about the qualifications, 
eligibility, and suitability of health care 
professionals who apply for Reserve of 
the Air Force appointment or · 
interservice transfer to the Air Force. 
[51 FR 20277, June 4, ,966, as amended at 54 
FR 13521, Apr. 4, 1969; corrected at 54 FR 
14957, Apr. 14, 1969; 55 FR 31364, Aug. 2, 1990; 
55 FR 42370, Oct. 19, 1990; 56 FR 20277, Jun. 4, 
1991; 56 FR 42939, Aug. 30, 1991; 56 FR 60923, 
Nov.29,1991] · 


