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DOCTRINE FOR INTELLIGENCE SUPPORT TO JOINT OPERATIONS
PREFACE

1. Purpose. This publication is the keystone document of
the joint intelligence doctrine series and contains the
fundamental principles for intelligence support for unified
and joint* operations.

2. §Scope. The principles presented in this publication are
relevant in all forms of conflict at all levels of command.
This publication primarily provides fundamental principles
and doctrine but also contains selected technigues and
procedures (when appropriate) for intelligence support to
joint operations.

3. Applicability. Intelligence doctrine and principles of
this publication apply to the Joint Chiefs of Staff (JCS),
Joint Staff, commanders and staffs of combatant commands,
commands subordinate to combatant commands, joint task
forces, and defense intelligence organizations capable of
involvement in joint operations. The doctrine and principles
also apply when significant elements of one Service are
attached to.or provide direct support to forces of another
Service, .

4. Basis. The laws, directives, policies, and procedures
that provide the basis for development of this publication
are:

a. The Nationasl Security Act of 1947, as smended, and
the Goldwater-Nichols Department of Defense
£ 1 1 1 P

99-433), which made the Chairman, Joint Chiefs of Staff,
solely responsible for "developing doctrine for the joint
employment of [US] armed forces."

* Throughout this publication, the term "joint operations”
will also refer to "unified operations” unless otherwise
noted. "Unified operations" is a generic term that
describes the wide scope of operations (including
subordinate joint operations) taking place within unified
commands under the overall direction of the commander of
a unified command. When guidance in this publication
applies uniquely to a unified force (or operation) or the
commander of a unified command, it will be specifically
stated; otherwise, the guidance applies egually to
unified and joint forces or operations. .
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b. DOD Dj ive 5 . 25 S mber 1987, "Functions ' ‘
of the Department of Defense and its Major Components,” —
reiterated the responsibility of the Chairman for joint

doctrine and further charged him with promulgating Joint
publications to provide guidance for joint activities of
the Armed Forces.

c. Joint Pub 0-2, December 1986, "Unified Action Armed
Forces (UNAAF)," tasks the Chairman with overall
responsibility for joint doctrine and joint tactics,
techniques, and procedures (JTTP), coordinating joint
doctrine with the Services and unified and specified
commands, and approving and publishing all joint doctrine
and JTTP as a distinct family of joint publications
separate from administrative publications.

d. -51- il " i igenc
Support to Joint Operations," directed DIA to initiate
action on drafting Joint Pub 2-0. It also provided
guidance for developing the doctrine for intelligence
support and established DIA as lead agent for the Joint
Staff.

e. i - ri “Joi i a
Joint Tactics Techniques and Procedures Development
EProgram." delineates general responsibilities for joint
doctrine development,

f. Executive Order 12333, 4 December 1981, "United

i ivities," is the basic
Presidential Directive allocating responsibilities for US
intelligence activities and establishing rules for the
conduct of intelligence activities.

g. DOD Directive 5240.1, "DOD Intelligence Actjivities,"”
implements EO 12333 within the Department of Defense.

iv



Joint Pub 2-0
30 June 1991

TABLE OF CONTENTS
CHAPTER ' PAGE
o o= 3 = o = TN 111

I INTRODUCTION

General. .. ..t i it i it e s e e I-1
Supporting DOCtEIine. ... v ieivnnnnnenenennns I-2
Purpose of Intelligence Doctrine...........oes I-2
Sources and Methodology.....ciiiiiiinoenennnea, I-3
Application of Intelligence Doctrine........... 1-3
Joint Interoperability.......viiiiiiiinenennss I-4
II PRINCIPLES QOF INTELLIGENCE FOR JOINT OPERATIONS
Section A - Introduction
B o« e - = I1-1
LY o4 o 1= de st s ety I1-1
The Central Pr1nc1ple—-Know the Enemy.......... I1I-1
Intelligence is the Basis of Operations........ I1-2
Principles of Intelligence........coivvneenennn I1-3
Section B - Principles of Intelligence Purposes and
Applications
Introduction to the Intelligence Purposes .
and Applications....... e e II-4
Purposes and Applications.......vovvvvvnne veess 1I-4
Identifying and Determining Objectives...... 11-4
Supporting the Commander.......... e e II-6
Targeting Intelligence........cievinveennnn I1-6
Planning and Conducting Operations.......... I11-7
Security of Operations through Deception
Of Enemy . ... vvivsononnsensessoresanassseon I11-7
Security of Operatlons——Av01d1ng Deception
And SUILPILISE.. ...t inineetnennsnenanensesennss II-9
Evaluating the Effects of Operations and
Reorienting Forces or Terminating Operations. II-9
Section C - Principles of Intelligence Quality
Principles of Intelligence Quality............ I1-10
Relationships Among Principles................ I11-11
The Principle of Timeliness................... I1-11
The Principle of Objectivity............... ... I1-12
The Principle of Usability.......... ... .. ..... I1-13

The Principle of Readiness......... ... - II-14



CHAPTER PAGE

“The Principle of Completeness...........ovvoun I1-14
The Principle of Accuracy...... e II-14
The Principle of Relevance....... ..o enennnn ITI-15
Section D - Supporting Principles

Introduction to Supporting Principles......... 11-16
Ensure that J-2 Participates from the Qutset.. 1II-16
Prioritize by Objectives.......cvovvviivnnn II-16
Form Intelligence Infrastructure Before

Assembly of Forces...... .ty I1-16
Ensure Commanders and J-2s Responsible for

Intelligence Support to Operations.......... I1-18
Assume Commanders' Requirements are Valid..... I1-19
Use Skip-Echelon SuUpport........ceeevennannes II-19
Encourage Analyst-to-Analyst Exchange......... 11-20
Orient for Continuous Operations.............. I1-21
Use the Same Approach for Both Peace

and Warfighting Support.....cviiiiiiiiinnn I1-21
Maintain Flexibility........ .t ivaneran I1-22
Develop Survivable Intelligence Systems....... I11-22
Use National and Theater Intelligence

Organizations To Support Operations......... I1-22
Keep Intelligence Current......coeeeveooaanss I1-23
Establish Intelligence Capability Early ....... I1-23
Ensure Accessibility of Intelligence.......... II1-23
Ensure Unity of Intelligence Effort........... 11-24
Use an All-Source Approach..........ccevvun.. I1-26
Retain Objectivity in All-Source Intelligence. II-27
Encourage Diffe;ent VieWwsS. i ii ittt nnnenenronns 11-27
Distinguish Between Knowledge and Deductive

or Inductive Conclusions..........cevvveen., 11-28
Use Liaison. ..ot in et ittt enenneansns 11-29
Use Forces for Combat Reporting............... 11-29
Analyze Intelligence in Context of Operations. I1I1-29
Use Intelligence LesSSONS. . ... uiiitteeeannnnnnn I1-29

Section E - Principles for Joint Intelligence
Introduction to Principles for Joint

Intelligence. .. ittt e e I1I1-30
Joint Commander Determines Direction of

Intelligence. ... ... .t e II-31
View the Enemy as Joint or Unified............ I11-31
Joint Intelligence Staff...................... I1-31
Ensure Mutual Support and Sharing............. 11-31
Make Organic Intelligence Capabilities

Available to the Joint Force Commander...... I1-32
Pursue Interoperability........... ... ... ...... 11-32

vi



Joint Pub 2-0
30 June 199}

CHAPTER

PAGE

II1 INTELLIGENCE RESPONSIBILITIES FOR JOINT OPERATIONS

Introduction.. ..ot ittt i i i e
All Intelligence OrganizatioOnS........c.cvuuon..
National Level Intelligence Organizations......
Defense Intelligence Agency (Joint
Staff J-2) ...ttt ittt ittt e
National Security Agency...........ouonmeenn
Central Intelligence Agency and the
Director of Central Intelligence..........
Defense Mapping AgQenCY .. ... eeveiirnnarsnones
Department of State......... ... . i,
Combatant and Joint Commands......ooviveennann
Component Command Intelligence Organizations..

IV THE NATURE COF INTELLIGENCE

Section A - Aspects of Intelligence Support
Introduetion. . v v it it ittt et st e
INtelligenCe. vttt it ettt e et e s
Strategic, Tactical, and Operational

IntelligenCe. i it vsvenensanoeenaeenanonans
Sources of Intelligence......ciiiiiiireannnnnns
All-Source Intelligence.........ccc e envanns
The Intelligence Cycle.......iiiiiinunvnnnnnnnn

Planning and Direction..........cciiiererennn
Colleckigm. vttt it ittt et i et e
ProCesSsSing. «vvveeeuuanss e e e e e e
Production. vt s i v it s s s ettt

III-10

Section B - Integration of Intelligence in Support of

Joint Operations

Intelligence Functions for Joint Forces.......
Supporting Intelligence Functions.............
UMM B L Y . ot ettt vt e et res et e s teaeneaeensanssssns
V INTELLIGENCE FOR JOINT OPERATIONS -
Introduction. .. ...t i e e e e e
Role of Intelligence in Commander's
DecisionmaKking. ... ... ..o

Guidelines for Integrating Intelligence into
the Commander's Decisionmaking Process.......

vii



CHAPTER PAGE

VI INTELLIGENCE FOR COMBINED OPERATIONS

Introduction. ... ..... .t it Vi-1
No Single Doctrine........ ittt nannannas VI-1
Joint and Combined Doctrine Relationship....... vVi-1
Combined Intelligence Principles............... VIi-1
APPENDIX A
= B o = ¢ L = A-1
GLOSSARY
Part I--Abbreviations and ACIOnymS...........uoe.u. GL-1
Part II--Definitions......... G h e e GL-3
FIGURES
II-1 1Intelligence Purposes and Applications...... II-5
II-2 Principles of Intelligence Quality......... I1I1-10
I1I-3 Supporting Principles.........coviiienuenn, 11-17
I1-2 Principles for Joint Intelligence.......... I11-30
IV-1 1Intelligence SOUICES.....vivne.s et Iv-3

viii



Joint Pub 2-0
30 June 1991

——

CHAPTER 1
INTRODUCTION

One of the surest ways of forming good
combinations in war should be to order movements
only after obtaining perfect information of the
enemy's proceedings. 1In fact, how can any man
say what he should do himself, if he is ignorant

of what his adversary is about?

As 1t is unquestionably of the highest
]
importance to gain this information, so it is a

thing of the utmost difficulty, not to say
impossibility, and this is one of the chief
causes of the great difference between the

theory and the practice of war."

- Jominti

1. General. This publication is-one of the five keystone
doctrine publications designated by the Chairman, Joint
Chiefs of Staff. This chapter discusses the relationship of
this publication with other doctrine efforts. It highlights
the methodology that is the basis for the document's
development and discusses sources and applications of
intelligence doctrine.

a. The joint intelligence doctrine offers two
perspectives. The first is the J-2 and intelligence
. organizations' perspective of the purposes of

intelligence, i.e., the ends toward which intelligence
must work. Second is the commander's perspective of the
uses of intelligenoce information and the responsibilities
and capabilities of the J-2 and supporting intelligence

- organizations.



b. From the moment joint operations are contemplated,
the joint force commander launches a continuing,
interactive process to develop and continuously refine
the Commander's Estimate of the Situation. The J-2 and
his staff have pivotal responsibilities in this process,
both in direct support of the commander and in
interactions with the other joint staff sections. At all
stages, the J-2 and his staff must contribute not only
relevant information .but also a sophisticated
understanding of how the adversary thinks.

c. Intelligence information requirements flow from the
commander's mission, his Estimate of the Situation, and
his objectives. The commander's requirements must be the
principal driver of intelligence system components,
organization, services, and products. Ultimately,
satisfying these requirements will depend on the ability
of J-2s5 at all levels of command to (1) employ the joint
force's organic resources, (2) identify and, when
assigned, smoothly integrate additional intelligence-
related resources, and (3) effectively apply national
intelligence capabilities.

d. The J-2 must integrate efforts to develop and refine
warfighting intelligence support capabilities into the
commander's operations and contingency plans. The joint
force commander's J-2 must work with other affected J-2s
to develop a concept of intelligence operations tailored
to each of the commander's operations and concept plans.
The intelligence annex must provide other players enough
specific lnformatlon for them to begin doing what is
expected without an extensive exchange of message traffic.

2. Supporting Doctrine. This document states fundamental
intelligence doctrine for joint operations. More detailed
implementing methodology are currently under development as
provided in Joint Pub 1-01, "Joint Publication System, Joint
Doctrine and Joint Tactics, Technigques and Technigues and
Procedures (JTTP)".

3. P f igen ine. Intelligence doctrine
states principles of intelligence for effective support of
joint force commanders and their forces. A common doctrine,
shared by all elements of a unified or joint force and
organizations supporting it, increases the probability that
responsive intelligence systems will provide joint force
commanders with accurate, timely, relevant, and adequate
intelligence for the best possible understanding of the enemy
and the situation. Although this doctrine is authoritative,
it is not directive. Doctrine states what must be considered
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and what generally should be done. 1Its application requires
an understanding of the situation and judgment. Doctrine
provides a framework within which intelligence information
should be developed and used to support the commander's
determination and conduct of military operations.

4. Sources and Methodology

a. The Principles of War, stated in Joint Pub 3-0,
provide the rationale for the principles of intelligence
for joint operations. The principles of intelligence
were developed from joint and Service doctrines, theory,
history, and the lessons learned from the successes and
failures of war and operations. The research shows that
such lessons and doctrine are enduring. Significant and
well-known operations, such as the Battle of Midway
(1942) and the deception to protect the Allied invasion
of Europe at Normandy (1944), illustrate the essential
utility of proper development and use of intelligence.

b. Another basis of principles is .the history of failed
missions where the misdirection, misapplication, or
absence of adequate intelligence contributed to unmet,
irrelevant, or unobtainable objectives. Adherence to the
intelligence principles will not ensure successful
strategies and operations, but an inability to understand
and apply them will probably result in inadequate
intelligence information that could contribute to failure.

c. In keeping with the accepted Joint Pub 1-02
definition of doctrine, principles of intelligence are
stated so that they transcend individual command,

Service, and theater perspectives. The principles are
presented in terms of military operations to avoid the
error of addressing either operations or intelligence as
having distinctly separate wartime and peacetime concepts.
These principles apply across the operational continuum.

5. i i I i ce Doctrin

a. The doctrine presented here offers general and
specific ways by which intelligence can substantially
increase the probability of successful military
operations. It points the way for intelligence support
that applies to all levels of command in formulating
objectives and plans of action; in determining, planning
and conducting operations; and in evaluating the effects
of operations with respect to their objectives.
Commanders and their staffs should understand how using
these principles can enhance their effectiveness.



b. The principles, described in Chapter 11 and used in
other chapters, are concepts for applying theory and
lessons learned. The principles can:

(1) Identify and describe the concept of
intelligence for joint operations and the concepts
associated with producing intelligence jointly.

(2) Enhance intelligence support through their use
as intelligence quality standards.

(3) Provide a common ground among commanders, staffs
and intelligence personnel for understanding the
purposes and uses of intelligence.

(4) Show how intelligence can be used to contribute
to the orientation, quality, and effectiveness of
operations.

c. Areas where doctrine can be applied and
institutionalized to enhance the effectiveness of joint
operations include:

(1) Determining objectives, strategy, operations,
and tactics.

(2) Developing and evaluating operations planning
guidance and plans.

(3) Targeting.
(4) Conducting operations.

(5) Evaluating effectiveness of ongoing and
completed operations against stated objectives.

(6) Identifying intelligence information
requirements.

(7) Providing intelligence services and products.
(8) Structuring intelligence systems.

(9 Rehearsing, exercising, demonstrating, testing,
and evaluating intelligence and operating concepts, .
plans, structures, and practice.

6. Joint Interoperability. The Services and agencies

responsible for fielding intelligence personnel and systems
must provide the Secretary of Defense, Joint Chiefs of Staff,



Joint Pub 2-0
30 June 1891

warfighting CINCs, and subordinate commanders as much
flexibility as possible in assembling their intelligence
support structures. Joint Force Commanders should be able to
assemble an optimum mix of intelligence capabilities (people,
procedures, and C3I systems), regardless of the source, and
still receive adequate intelligence support. In order to do
this, intelligence systems should be interoperable and
compatible with each other and with supported command and
control systems at all echelons. The basis of
interoperability must be the development of information
exchange standards applicable to all levels of command and to
all Services and supporting agencies. The development of
these standards is the responsibility of the Joint Staff and
supporting Defense agencies. The Services and agencies are
responsible for fielding intelligence systems based upon
these standards. Combatant command requirements should be
met by Service and agency efforts which focus on
interoperability.

a. The combatant command J-2s should:
1

(1) Use the intelligence annex of the CINCs
operations and concept plans to identify potentially
useful intelligence-related systems and personnel,
regardless of prior location or subordination, and to
develop & concept of intelligence operations for
their employment.

(2) Devise exercises and simulations approximating
wartime conditions to evaluate the readiness and
feasibility of the mix of resources identified in the
intelligence annex of the CINC's OPLAN.

(3) Use requirements statements and the Theater
Intelligence Architecture Program to identify
critical deficiencies in existing C3I support
capabilities. Determine the requirements for
intelligence capabilities and the interoperability
needs between and among the new intelligence- related
system(s) and existing systems, and between and among
intelligence-related systems and command, control,
and communications systems.

b. The DIA/Joint Staff J-2 should:

(1) Develop, implement, and (through defense
intelligence functional managers) manage the
configuration of information, data, and
communications .standards, in coordination with the
Services, the Joint Staff, other agencies, ang 0SD.



(2) Establish defense-wide intelligence priorities
for attaining interoperability between and among
intelligence- and command and control-related systems
at the tactical, theater, and national levels.

(3) Coordinate (through defense intelligence
functional managers) programmatic actions (regardless
of funding source) consistent with the CINCs'
interoperability requirements.

(4) Coordinate with the J-6 to identify
communication requirements and obtain an assessment
of communications needed to support the wartime
intelligence requirements necessary to support the
Joint Force Commander and his component forces.
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Chapter II
PRINCIPLES OF INTELLIGENCE FOR JOINT OPERATIONS

"By 'intelligence' we mean every sort of information

about the enemy and his country ~- the basis, in
short, of our own plans and operations.”
- Clausewitz
SECTION A
INTRODUCTION

1. Purpose. The purpose of this chapter is to incorporate
intelligence theory, reasoning, concepts, and combat
experience into principles that will contribute to effective
and successful joint operations. The principles are offered
as guidelines for developing intelligence and for using it in
determining, planning, and conducting campaigns and
operations. The principles also have implications for the
preparation and readiness for combat. .,

2. Scope. The intelligence principles include concepts of
helping to identify relevant military objectives and means,
supporting the planning and conduct of operations, and
evaluating the effects of operations. When principles are
seen as standards of intelligence purposes and of the nature
or quality of intelligence information, they can reveal
critical linkages between intelligence products and services,
and the structure and operation of intelligence systems.

3. The Central Principle--Know the Enemy

a. The fundamental responsibility of intelligence is to
help decisionmakers at all levels of command by providing
the fullest possible understanding of the enemy and the
situation. This understanding includes a sophisticated
knowledge of the adversary, including his goals,
objectives, strategy, intentions, capabilities, methods
of operation, vulnerabilities, and sense of value and
loss. We must understand his character, culture, social
mores, customs and traditions, language, and history. We
must know and understand his ideas and his methods.
Understanding how an adversary will conceptualize his
situation and ours, what options he will consider, and
how he will react to our actions needs to be an
inextricable part of a continuing interaction of
intelligence staffs with decisionmakers and with other
staff elements. These comprehensive understandings are
essential to (1) recognizing challenges to our national

I1-1



interest, (2) establishing policy, (3) formulating
relevant and attainable military objectives and strategy
(when appropriate), and (4) determining, planning, and
conducting operations that will help attain US policy
objectives.

b. The J-2 and his staff must develop and continuously
refine their ability to think like the enemy. They must
offer this particular expertise for the maximum benefit
of the commander and the joint staff elements. The joint
force commander should require his J-2 to assess all
proposed actions from this perspective, asking, "Does
this make sense when viewed through the enemy's eyes?"
Carrying out these intelligence responsibilities calls
for judgment and tact as well as expertise--the J-2 and
his staff must meet this obligation, even if they believe
their assessments may not always be welcome.

c¢. The principle of “Know the Enemy” is illustrated at a
critical point in World War II, during the Battle of
Britain, 1940, when Germany's decisionmakers did not know
their adversary. The Luftwaffe commanders did not
understand that shifting their attack from Britain's air
defense system to population centers would let the RAF
fighters survive to defeat the bomber force in the air,
and at the same time harden the resolve of the British
people. The Battle of Britain did not demoralize the
British people, it effectively ended the threat of a
German cross-channel invasion, and it brought the US
closer to entry into the war.

4. In i i h a £ O ns. Intell1gence is
the foundation on which the operat10na1 effort is built*,

The origins of military objectives are national interests and
goals and national security policy objectives. When an
adversary threatens national interests and objectives,
intelligence of the adversary and the situation is used in
determining whether military operations will be selected as
one way to bring about or assist in achieving national
security policy objectives. Thus the intelligence
contribution must begin even before operational planning
starts. Intelligence then further helps by identifying and
nominating relevant and attainable military objectives
through assessments of enemy capabilities, intent, and
exploitable vulnerabilities. Once specific military
objectives are determined, they become the guidelines for

* US Marine Corps, Intelligence, FMFM 2-1, 30 September
1980, page 1-1.

I1~-2
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defining intelligence requirements to support subsequent
operational decisionmaking.

5. Principles of Intelligence. The principles are presented
under four headings, covering: Purposes and Applications,
Principles of Intelligence Quality, Supporting Principles,
and Principles of Jointness. Chapter VI offers principles
for combined intelligence. The principles presented are the
axioms and essence of intelligence. The "Purposes”
principles are the reasons for or objectives of intelligence;
the "Applications" principles are the uses of intelligence.
Purposes and Applications are the two sides of the same coin
and define the push-pull relationship between intelligence
organizations and users. The "Principles of Intelligence
Quality” describe the nature of intelligence information.
"Supporting Principles" describe the tenets which help attain
intelligence quality and serve intelligence purposes and
applications. "Principles of Jointness" address issues which
effect intelligence in a joint environment.

IT-3



_ SECTION B
PRINCIPLES OF INTELLIGENCE PURPOSES AND APPLICATIONS

In i igen P an i igns

a. Purposes. "Purposes" of intelligence are the
objectives or end points that help intelligence officers
understand the rationale for the intelligence services
and products they develop and provide. "Purposes" are
the reasons for intelligence. The intelligence officer
can use the "Purposes" as fundamentals for providing the
commander and his staff with the right intelligence
information to determine and achieve military
objectives. "Purposes” are also the starting points for
conceptualization of intelligence--they should be the
first in thought or intention even though they are
attained last. The "Purposes" additionally provide a
framework for understanding and using the "Principles of
Intelligence Quality" ({see Section C in this chapter) as
guidelines and standards.

b. Applications. "Applications” are the guidelines for
command and staff use of the intelligence services and
products. “Applications" are also the commander's
expectations of intelligence.

€. The "Purposes and Applications" describe relationships
of ideas for a unity of effort between command,
intelligence, and operations. A "Purpose" tells
intelligence generblly what it must provide. An
"Application” tells the user what they may be able to
achieve with intelligence.

Purposes and Applications. (See Figure II-1)

a. ifyin Determini j ives. 1Intelligence
must assist commanders in identifying military objectives
at all command levels that will serve to attain naticonal
security policy objectives. "Objective" is the first
principle of war to be supported by intelligence for
command decision. All other aspects of military
operations depend on the determination of relevant,
clear, and attainable objectives. 1In support of the
commander's process of identifying and nominating
military objectives, the J-2 should understand the
command's responsibilities, the commander's mission and
intent, the means available, the weather, and the
characteristics of the operating area. Intelligence

I1-4
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INTELLIGENCE PURPOSES AND APPLICATIONS

The J-2 and intelligence organizations should be guided by fundamental inteiligence purposes.

IDENTIFYING AND DETERMINING OBJECTIVES: The J-2 should advisc and provide
intelligence information o commanders that will help them determine objectives and operations that
will attain or assist national security policy objectives, and the derived and supporting military
objectives.

SUPPORTING THE COMMANDER: The J-2 should directly support commanders with complete
and objective views of situations so that commanders can make decisions that are relevant to their
responsibilities, missions, and to the situations as it is best undersiood. This intelligence function is
coincident with J-2 responsibilities to support the commandey’s staff, forces and other commands,

TARGETING: The J-2 should evaluate an adversary's situation, objectives, intentions, and
capabilities with respect to friendly intentions and capabilities. Based on this the J-2 should nominate
as targets those enemy vulnerabilities and capabilities that are critical to friendly or enemy
vulnerabilities and capabilities that are critical to friendly or enemy objectives, that can be exploited by
friendly operations, or that can be turned into critical weaknesses.

PLANNING AND CONDUCTING OPERATIONS: The J-2 should provide intelligence
information needed in developing, planning and executing the operations as determined by the
commander.

SECURITY OF OPERATIONS-DECEPTION OF ENEMY: Concurrent with determining and
planning operations, the J-2 should provide the commander an understanding of the adversary’s
command and control and intelligence systems so deception and denial measures can be used against
the adversary.

SECURITY OF OPERATIONS-AVOIDING DECEPTION AND SURPRISE:
Intelligence systems should be structured and operated to reduce the chance of being deceived or
surprised. They should be flexible and able to recover if surprise does occur.

INDICATIONS AND WARNING: The J-2 should provide commanders with advance indications
and warning of threats or impending attacks in sufficient time to preempt, counter or avoid them.

REORIENTING FORCES, TERMINATING OPERATIONS: The J-2 should assist the
commarnder and staff in evaluating operational results and determining when objectives have been
attained so forces may be reoriented or operations terminated.

DETERRENCE: Deterrence is both a derivative benefit and a purpose of intelligence systems that are
structured and functicning to avoid deception and surprise and ready to suppon operations.

Figure [1-1.
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should provide the commander with an understanding of the
enemy in terms of enemy goals, objectives, strengths,
weaknesses, values, and critical vulnerabilities. The
J-2 then nominates as military objectives those enemy
capabilities which are critical to their likely course(s)
of action and those critical enemy vulnerabilities that
could be exploited to achieve the commander's ends and
intent. Once objectives are determined, intelligence
must continuously review them with respect to the enemy
and the changing situation to see whether they remain
relevant to the commander's intent. The crucial
importance of using intelligence to identify relevant and
attainable objectives is well illustrated in history.

b. Supporting the Commander. The J-2 directly supports
the commander's responsibilities for determining and
directing operations against an enemy and for evaluating
the effects of operations. These J-2 responsibilities
are coincident with, but separate from, responsibilities
to support the mission planning and direction functions
of the commander's staff and J-2 responsibilities to
lateral and subordinate commands. The J-2 should develop
objective views of the enemy and situation. He should
help the commander understand the enemy's intent, concept
of the situation, and his decisionmaking process. The
J-2 analyzes the situation and provides assessments of
friendly opportunities and the enemy threat.
"Identification of Objectives" may alsc be seen as an
element of "Supporting the Commander."

c. Targeting. The intelligence function of "Targeting"”
is the analysis of the enemy and situation in order to
identify and nominate to the commander those critical
enemy vulnerabilities that can be exploited to attain
objectives and those situations and enemy characteristics
that can be turned into critical weaknesses. The
intelligence, operations, and plans staffs all have
contributions to make; the J-2, J-3, and J-5 must be
proactive and help the commander bring together their
expertise in an iterative and interactive process.
"Targeting” can alsc identify or suggest the nature of
operations against enemy vulnerabilities and key
capabilities to most effectively achieve a specified
objective, within an established purpose, strategy, and
capability. "Targeting” should be Dbased on command
goals, intent, guidance and military objectives, and a
thorough understanding of the adversary and the whole of
the situation. “Targeting” should be an analysis of the
enemy, and recommendation of critical vulnerabilities and
key capabilities associated with the strategic or
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operational centers of gravity that will allow the
commander to integrate the elements of the threat, enemy
and environmental characteristics with the available
forces, operations and tactics, in order to determine
what should be done to .accomplish his purpose. The
purpose may be achieved through delaying, disrupting,
debilitating, destroying, or otherwise dissuading or
coercing an enemy. The commander’'s selection of targets
is the heart of the "Maneuver" principle of war; it is
the exploitation of relative strengths over an
adversary. An application of the "Targeting"
intelligence principle for the "Security" and "Maneuver®
principles of war can be seen where mobile land,
maritime, or air forces identify and interdict advancing
enemy forces before they can be effectively employed at
their objective. An example of "Targeting” for special
operations is the identification of relatively small or
"soft” critical objects or functions essential to an
enemy force such as a bridge, fuel supply, command
center, or communications node.

d. P i n ucting Opera i . Intelligence
should provide intelligence at all levels of command for
planning, directing, and conducting operations once the
objects, nature, and scope of military operations have
been determined by the commander. Intelligence is used
by commanders and staffs in identifying and selecting
specific objectives and targets, and in determining the
means, operations, and tactics to be used. The J-2 then
supports the execution of the plan with the combat
intelligence needed to sustain the operations, attain
their objectives, and achieve the security of forces and
operations. The J-2 may provide intelligence directly to
users or may coordinate the intelligence efforts of
external intelligence organizations and the components’
organic intelligence resources.

e. i i rou i m

(1) Attacking the mind of the enemy to mislead,
delude, or create uncertainty helps achieve the
"Security" and "Surprise" principles of war.
Intelligence provides the basis for effective
deception for operations security and surprise of the
enemy. An effective approach is for the commander to
decide what he would like the adversary to perceive
(and for how long) as an integral part of identifying
objectives and developing the operational plan to
attain them. The process of identifying deception
objectives to complement the commander's objectives
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should be an iterative, interactive process with the

_commander in a central role, orchestrating the -
efforts of the operations, intelligence, and

counterintelligence resources.” In this process, the

J-2 should help the commander and staff gain insights

into how the enemy processes, filters, ascribes

meaning to, and uses information about both the »
friendly and enemy situations, to include:

(a) The infbrmation sources at the enemy’'s
disposal (potential communication routes to the
deception targets).

(b) How the enemy will process and evaluate
information. (Who will see it? What will it be
compared with? How long will it take? What
will be considered relevant? What analytical
moedels will be used? What is the enemy
predisposed to believe? What organizational or
cultural biases will influence the process?)

(c) What the enemy will do with the
information, assuming it is received and
accorded significance. (Who will be informed?
What channels will be used? How long will it
take?)

(2) Counterintelligence doctrine must include —
concepts and procedures for (a) providing
counterintelligence expertise to help the joint force
commander identify deception objectives to complement
the operationa’l objectives, (b) integrating
counterintelligence expertise into the joint force
commander's battle staff, and (c¢) exercising the
procedures developed for (a) and (b). If successful,
coordinated operations, operations security,
logistics, plans, communic